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Executive Summary  

The principle activity of ETSI is the development of high-quality ICT standards to serve the needs of industry. 

They are an essential enabler for the development of new and innovative digital services and for the overall 

digital transformation of business, industry, and society in general, being increasingly pervasive in all sectors 

of activity. The digital world shapes our future and ETSI is a key player in the digitization activity, ensuring 

the development of the standards that enable fully interconnected, interoperable, secure, and sustainable 

solutions. 

hƴŜ ƻŦ 9¢{LȰǎ ǇǊƛƴŎƛǇƭŜ {ǘǊŀǘŜƎȅ ŘƛǊŜŎǘƛƻƴǎ ƛǎ άto be at the heart of DigitalέΣ ŜȄǇǊŜǎǎƛƴƎ ǘƘŜ ŎƭŜŀǊ ƛƴǘŜƴǘƛƻƴ 

for ETSI to be one of the leading organizations providing ICT standards, addressing present needs but also 

ŘŜǎƛƎƴƛƴƎ ǘƻƳƻǊǊƻǿΩǎ ǿƻǊƭŘ ōȅ ŀŘŘǊŜǎǎƛƴƎ ǘƘŜ L/¢ ƴŜŜŘǎ ŦƻǊ ŦǳǘǳǊŜ ǎŜǊǾƛŎŜǎ ŀƴŘ ŀǇǇƭƛŎŀǘƛƻƴǎΦ Lƴ ǘƘƛǎ 

framework, the intent of the ETSI Technology Radar (ETR) is to highlight probable technology trends for ICT 

ǘƘŀǘ Ƴŀȅ ƛƳǇŀŎǘ 9¢{LΩǎ ǉǳŜǎǘ ǘƻ remain at the forefront of ICT standardization. 

The ETR has been developed by ETSI Board members, OCG and ETSI secretariat representatives during the 

year 2020, with the following methodology: 

¶ A thorough trend analysis that has considered over 15 publicly available technology reports, as well 
as questionnaires and other inputs from ETSI members and technical groups on expected 
technology trends. 
 

¶ Joint agreement in the ETR editing group on key technology trends that could be of most relevance 
for ETSI today and in the near future. This initial selection does not exclude future revisions or 
integrations of new technologies in future evolutions of the ETR.  
 

¶ For each selected technology trend, the identification of affinities or eventual gaps with respect to 
current ETSI activities as documented in the ETSI Work Programme 2020/21 [1], the definition of a 
time frame of maturity for standardization, and a set of recommendations for future more detailed 
analysis at OCG and/or Board level on the eventual way forward to fill the identified gaps in a timely 
manner. 
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The technology trend analysis has been focused on 10 key technology trends reported in figure 1. This 

selection does not exclude future revisions or integrations, along with further technology evolutions. 

 

 

Figure 1: Overview of selected technology trends 

The initial analysis demonstrates that ETSI is already active in several of the identified trends, giving clear 

assurance that ETSI is already on the right track. Other trends are still emerging, and it is important to 

promote the discussion, verify the requirements, and be ready to be at the frontline of these upcoming 

technology developments. 

The time frame identifies different maturity levels of these trends, with respect to standardization needs, 

starting from Q4 2020 up to the end of the present decade. This analysis leads to a different set of 

recommendations for ETSI. The ETR has classified the different recommendations into four main clusters:  

¶ MONITOR, when the trend is still considered immature for standardization, or further exploration work 
is necessary to identify the appropriate ETSI contribution to the standardization efforts by other SDOs.  

¶ INITIATE, when the trend is considered mature for further evaluation and action in ETSI. 

¶ DEVELOP, when the trend is already addressed by the ETSI Community, shaping future standards. 

¶ PROMOTE, when ETSI is already fully engaged in the development of standards related to the 
concerned trend, and further outreach and promotion could be envisaged. 

 

Considering the overall trend analysis, the ETR main findings can be summarized as follows: 

¶ Non-exhaustive: The selected 10 technical trends are key examples of technology evolutions that are 
likely to impact not only the present work of ETSI but also the future work and even the membership. 
However the pace of technology innovation is so high that other previously non-identified technical 
areas could rapidly appear and require further analysis.  

¶ Interdisciplinary: Many of the trends are strongly interleaved and can partially overlap. This results in 
the necessity of a stronger coordination between the various ETSI technical groups that, today or 
tomorrow, could be involved in related standardization activities. The ETSI secretariat, the Board, and 
the OCG are in the best position to manage, whenever appropriate, the requisite coordination efforts. 
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¶ Evolution not disruption: Many of those trends are evolutionary technologies, therefore it is natural 
that many of them are already addressed by the current work of existing ETSI technical groups. The 
level of maturity, and indeed scope of these technology trends will certainly evolve in coming years. 
Therefore it is not just matter for ETSI to address "the next big thing" that remain at the forefront of 
innovation, but also ETSI must adopt the right strategy to cope with the standard opportunities that 
could arise from these trends, finding the right balance between innovation, partnerships, and ETSI 
strengths in the industry with respect to other SDOs. 

 

No matter which of the identified technology trends advances at the fastest rate, it is clear that in all of the 

domains ETSI can play a significant role and define its own space in the forthcoming years. 
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1 Introduction  

Information and Communications Technology (ICT) is an exciting and dynamic area, that is in constant 

innovation, through the evolution of existing concepts and technologies but also through the emergence 

of disruptive technologies and even sometimes unexpected new use cases.  

One of ETSI´s principle SǘǊŀǘŜƎȅ ŘƛǊŜŎǘƛƻƴǎ ƛǎ άto be at the heart of DigitalέΣ ŜȄǇǊŜǎǎƛƴƎ ǘƘŜ ŎƭŜŀǊ ƛƴǘŜƴǘƛƻƴ 

for ETSI to be one of the leading organizations enabling ICT standardization, addressing present needs but 

ŀƭǎƻ ŘŜǎƛƎƴƛƴƎ ǘƻƳƻǊǊƻǿΩǎ ǿƻǊƭŘ ōȅ ŀŘŘǊŜǎǎƛƴƎ ǘƘŜ L/¢ ƴŜŜŘǎ ŦƻǊ future services and applications.  

The intent of the ETSI Technology Radar (ETR) is to highlight probable technology trends for ICT that may 

ƛƳǇŀŎǘ 9¢{LΩǎ ǉǳŜǎǘ ǘƻ ǊŜƳŀƛƴ ŀǘ ǘƘŜ ŦƻǊŜŦǊƻƴǘ ƻŦ L/¢ ǎǘŀƴŘŀǊŘƛȊŀǘƛƻƴΦ ¢ƘŜ 9¢w ƛǎ ŀƭǎƻ ƛƴǘŜƴŘŜŘ ǘƻ ǇǊƻƳƻǘŜ 

the awareness and discussion of such technology trends among ETSI members and enable ETSI to create 

ŀƴŘ ŜǾƻƭǾŜ ǘƘŜ ǘƻƻƭǎ ŀƴŘ ƳŜǘƘƻŘƻƭƻƎƛŜǎ όάbeing versatileέύ ǘƘŀǘ Ŏŀƴ ƭŜǾŜǊŀƎŜ ǘƘŜ LƴǎǘƛǘǳǘŜ ŀǎ ǘƘŜ ǇǊŜŦŜǊǊŜŘ 

collaboration hub ŦƻǊ ǎǳŎƘ ŘŜǾŜƭƻǇƳŜƴǘǎ όάan enabler of standardsέύΦ 

Therefore, the ETSI Technology Radar has the following objectives:  

Á To report the outcome of a thorough analysis that has considered publicly available technology 

reports, questionnaires and inputs from ETSI members on the major technology trends. 

 

Á To identify the major technology trends that could be of most concern/interest for ETSI.  

 

Á To contribute, for each selected technology trend, to the identification of eventual gaps with 

respect to current ETSI activities (as documented in ETSI Work Programme 2020/21 [1]) and to 

promote future more detailed analysis at OCG and/or Board level on the eventual way forward for 

ETSI to fill the identified gaps. 

Throughout the document it is evident that ETSI is already involved in many of the identified trends, giving 

clear assurance that ETSI is already on the right track. Other trends are still emerging, and it is important to 

promote the discussion, check the requirements, and be ready to be at the forefront of these upcoming 

technology developments. 

ETSI is a member driven organization with a major strength being the highly diverse and knowledgeable 

membership, willing to come together and develop the standards that fulfil needs across all sectors of 

industry and society that make use of ICT.  

The final decision for the take-up of some or all of these trends will come from members who voluntarily 

decide to further explore these new and evolving technologies. However, analysis and preparation is an 

essential step for success, and the ETSI Technology RadŀǊ ƛǎ ŘŜǎƛƎƴŜŘ ǘƻ ƘŜƭǇ ŦƻǊƳǳƭŀǘŜ 9¢{LΩǎ ǊŜŀŘƛƴŜǎǎ ǘƻ 

embrace innovation and also to allow our members to have their say in future work evolutions, and in doing 

so, help ETSI to shape the future. 
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2 Setting the scene  

2.1 Socio -Techno -Economic -Political Tre nds (STEP) 
 

The ETR document and the ETSI Strategy [2] have been developed in parallel and are intended to be 

complementary and aligned. 

ETSI is member-driven and technology-focused. However, the members and the technologies exist in a 

global and European context of socio-political forces, economic changes, ageing of populations, disruptive 

innovation, climatic changes, and also sudden challenges such as the COVID-19 pandemic. The digital 

transformation of industry and society offers new challenges and new solutions. The ETSI approach and 

strategy must continue to evolve accordingly. 

Standardization for ICT plays an important role in the digital transformation to drive interoperable solutions 

and a productive business environment that enables exchange and stimulates innovation and 

competitiveness. Based on wide-consensus, standards provide an agreed technical basis and widely 

adopted technology platforms and are an enabler for a sustainable and securely connected society. 

Societal and economic trends are in permanent fluctuation, and this has a strong influence on policy 

motivators, industry priorities and the subsequent technology developments.  

 

The economics of digital technologies have the power to de-centralize and de-construct entire industries, 

requiring fundamental changes to their processes and work forces. GPS and mobile map applications 

enabled companies such as Uber and many other logistics solutions to flourish. 3D-CAD and computer-

controlled machining have allowed a physical separation between design and construction and also from 

assembly, not just for small simplistic objects such a plastic toys but also for huge and complex items such 

as ocean liners, space launchers and aircraft. 3D-Printing is further expanding the digital transformation 

into the domain of customized consumer goods and circular-economy products. 

 

The social impact of ICT is removing the concept and limitations of distance. Fifty years ago, people spoke 

of the global village, because anyone could hear news from anywhere. Today, we have the connected global 

village, where we can communicate with a majority of people on the planet and have 4G video call 

capabilities to more than a quarter of the world population. IoT and enhanced-reality interactions will soon 

give the concept of "remote working" a whole new meaning. Such technologies also expand the possible 

impacts of hacking, for theft or disruption. Online collaborative efforts in science, authorship, creation of 

software, (self)education and the freelance economy are literally re-organizing our conditions of working 

and living. Even more in recent times, we have seen the value of ICT services when living under COVID-19 

pandemic conditions with social distancing and confinement situations. 

 

The economic impact of Artificial Intelligence and Machine Learning is an easily underestimated trend, 

because we have heard of them for so long, and to date the results were so small, meaning a certain level 

ƻŦ ŎƻƳǇƭŀŎŜƴŎȅ Ƙŀǎ ǎŜǘ ƛƴΦ ¢ƻŘŀȅϥǎ !L ƛǎ ƘƻǿŜǾŜǊΣ ŀƭƳƻǎǘ ŘŜŎƻǳǇƭŜŘ ŦǊƻƳ ǘƘŜ άŜȄǇŜǊǘ-guided 

ǊŜŎƻƳƳŜƴŘŀǘƛƻƴ ǎȅǎǘŜƳǎέ ƻŦ ǘƘŜ Ǉŀǎǘ ŀƴŘ !L Ŏŀƴ ƴƻǿ ŀǳǘƻƴƻƳƻǳǎƭȅ άƭŜŀǊƴ-how-to-ƭŜŀǊƴέΣ identifying 

patterns and rules in diverse digital information, from extremely complex systems, including totally novel 

ones. 
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The digital revolution, the ICT evolution and the new AI computing process transformation are like three 

overlapping waves that will reinforce each other, causing a technology-swell in opportunities and also in 

the related risks. As these three technical trends move forward together, we need to take care that the 

basic digital information is authenticated, accurate and secured, that the ICT systems have sufficient 

bandwidth and instantaneity and that the AI systems are not disrupted by bias, remaining ethical at all 

instances.  

Carried along with the three technical trends are other related technology trends such as softwarization, 

cloudification and virtualization. In turn they introduce aspects such as Open Software, Open Interfaces and 

Open Hardware. 

All those involved in the ICT industry, particularly standardization practitioners and policy makers, need to 

actively consider and control the way these technologies are defined and eventually used, in order to 

ensure that fundamental human rights such as privacy, self-determination, freedom of thought and 

movement are not ignored. That role of human oversight is needed in every part of the global ecosystem, 

from service providers to manufacturers, to users and to government administrators, and ς ironically ς the 

ICT evolution itself makes such oversight possible. The standardization process is fully capable of creating 

άǎŜŎǳǊƛǘȅ-by-ŘŜǎƛƎƴέΣ ŘȅƴŀƳƛŎ ǘŜǎǘƛƴƎ ƻŦ ϦǎŜƭŦ-modifying" AI systems or of creating interoperable single-use 

quantum key distribution for privacy protection. 

How we use that control and oversight is a purely a socio-political-economic question: do we care enough 

about climate change, do we care enough about creating circular economies with little waste and high 

energy efficiency, do we care enough about protecting our private information at the cost of layers of 

security? Standards are enabling tools; it is people's values and social collaborations that should determine 

what is built and how it is used. 

The global trends in policy directions react to the above socio-economic ones, but with "amplifying" 

influences due to strong human fears that the economic disruptions will ruin the economy, that economic 

or natural disasters in one part of the world will flood neighbouring countries with (economic) refugees, 

that the removal of the concept of distance means also the removal of (local) jobs, that digitalization may 

bring a perception of Big Brother control in the form of an AI dystopia. Politicians are reacting, not by trying 

to stop the trends, nor (usually) by piecemeal stopgaps, but by harnessing the trends, and developing 

"frameworks". A great advantage in Europe is that the political processes strongly favour collaboration and 

human values, resulting in a number of notable consensus frameworks. 

Digitalization is linked with open data but also with security (EU Cybersecurity Act EU2019/881) and privacy 

regulations (GDPR EU2016/679). ICT and IoT is linked with generic laws for machine safety and liability, as 

well as the Green Deal. AI is linked with requirements for ethics and explainability. Such frameworks 

establish a myriad of niches where people and business can flourish, with overall direction-setting achieved 

by regulations promoting e.g. the UN Sustainable Development Goals and targets. 

Standards are a part of this policy and legal machinery: the New Legislative Framework (Regulation 

1025/2012) and a number of government/industry committees such as the ICT Multi-Stakeholder Platform, 

all support the collaborative creation of interoperable standards that can be referenced wherever 

government organizations need transparency in procurement and reliability through multi-vendor support. 
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2.2 Methodology for develo ping the ETSI Technology Radar  

The ETSI Technology Radar aims to capture the main trends in the industry that may be relevant for ETSI to 

ǊŜƳŀƛƴ άat the Heart of DigitalέΣ ŦǳƭŦƛƭƭƛƴƎ ƛǘǎ Ǿƛǎƛƻƴ ƻŦ ōŜƛƴƎ at the forefront of new Information and 

Communication Technologies. 

The development of the ETSI Technology Radar has been performed in three distinct phases.  

Phase 1: focused on gathering global information on ICT technical trends, using two complementary 

approaches: top-down and bottom-up:  

¶ The top-down approach consisted of analysing a significant number of publicly available reports on 
future trends. The list of reports that have been analysed can be found in clause 5.  

¶ The bottom-up approach involved collecting information on future trends from the ETSI technical 
groups (TBs/ISGs) with the help of the OCG and the Board. TB/ISG Chairs and Board members have 
replied to questionnaires prepared by the ETR editing team.  

 

Phase 2: focused on analyzing the information collected during Phase 1 in order to identify commonalities 

between the various reports and questionnaires and in doing so to highlight the ICT technical trends that 

are most relevant for ETSI. Once a wide list of technical trends was identified, a reduced number of ten 

priority technologies were selected, based on commonality with ICT technologies, expectation that 

fundamental research had already been successful and expected relevance to the ETSI membership. Finally, 

one topic was chosen to perform a deep analysis and make a test of the possible ETSI responses (in Phase 

3). 

 

Phase 3: focused on developing a methodology to promote the discussion and possible evolution of one 

technology trend within ETSI. Artificial Intelligence (AI) was agreed as the most relevant to be studied in 

depth, evaluating the landscape of AI related activities in ETSI, sharing knowledge and lessons learned and 

identifying possible directions on AI in ETSI. The results of this study can be found in an ETSI White Paper 

34 [3] on impacts of AI in ETSI. Furthermore, a method of achieving coordinated action within ETSI is being 

trialled in the form of an ETSI sub-group on AI, created under the OCG (Operation Coordination Group).  

 

Finally, the output of the ETSI Technology Radar was compiled into the present report, providing 

information on the methodology, the selected technical trends, and the identified gaps, challenges, and 

opportunities for ETSI.  

 

It is recommended to maintain the ETSI Technology Radar up-to-date using a recurrent process to detect 

new technical trends in order to keep ETSI in line with the latest technological developments.  
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Figure 2: Sources used to build the ETSI ETR 
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3  Major trends impacting ETSI  

3.1 Selected technical trends  
The ETR editing team selected 10 technology trends from the wider set of trends identified during the 

analysis of ETR inputs. Figure 3 provides an overview of the 10 trends that are further described in clause 

3.2.  

 

Figure 3: Overview of the ten selected technical trends 

3.2 Analysis of techn ology  trends  

3.2.1 5G Evolution  

 

3.2.1.1 Description 
5G network technology is specified by 3GPP standards releases. Release 15 set the foundation to enable 

global standards-based 5G NR deployments, while Release 16, finalised in July 2020, targeted 

enhancements for new radio and core capabilities as well as the 5G expansion into different verticals. Work 

has started for Release 17, expected to be completed in 2022 and addresses further use cases and 

functionality.  

 

¢ƘŜ ƛƴƴƻǾŀǘƛƻƴ ŦǳƴƴŜƭ ŀƘŜŀŘ ƻŦ ǘƘƛǎ ǎǘŀƴŘŀǊŘƛȊŀǘƛƻƴ ŜŦŦƻǊǘ Ŏŀƴ ōŜ Ǝƭƻōŀƭƭȅ ǊŜŦŜǊǊŜŘ ǘƻ ŀǎ ά5G evolutionέ ŀǎ 

a joint result of academic research, industry developments, and public administrations strategic directions. 

Although it is not yet clear whether this evolution will be incremental to the current 5G architecture or will 

provide fundamental piƭƭŀǊǎ ǘƻ ŀ ƴŜǿ ǿƛǊŜƭŜǎǎ ǎǘŀƴŘŀǊŘ ƎŜƴŜǊŀǘƛƻƴ ǎǳŎƘ ŀǎ άсDέΣ ǘƘŜ ǘǊŜƴŘ ŀƴŀƭȅǎƛǎ 
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identified some key technology directions that will likely shape the agenda of network evolution beyond 

the currently planned 5G releases: 

 

¶ Evolved Network Architecture and Control 

This mainly includes a further evolution of the current NFV/SDN based network models towards full 

network automation taking benefit of predictive models, AI/ML technologies, IT technologies. 

¶ Evolved Radio Technology and Signal Processing 

The race from mmW towards the use of higher frequencies, such as THz communication, LiFi, Infrared 

Communication will likely bring a wave of radio technologies, networking models, ultra-massive MTC. 

¶ Evolved Optical Networks 

They will likely bring additional performance to 5G architectures through novel disaggregated multi-

layered architectures; integration of x-Hauling with fixed access, SW defined Optical Networks.  

¶ Edge Computing and Meta-data 

The current 5G-enabled edge computing will likely evolve towards fog-computing models and new 

models for ultra-massive IoT management, benefitting, too, from new distributed authorization and 

storage models (e.g. distributed ledgers). 

These network evolutions will most likely be supported by a set of new technology developments, including:  

¶ a new wave of nanoelectronics, tailored to engineer on-chip antennas.  
¶ metamaterials and intelligent surfaces designed to improve electromagnetic propagation.  

These technologies will pave the way to novel approaches such as cell-free radio architectures and 

quantum radio-optics devices.  

Many of the technologies cited above are already under study at European level, as shown in the SRIA 

(Strategic Research and Innovation Agenda) 2021-27, published by Networld2020 to highlight the potential 

European Technology Platform evolution [4]. 

 

Due to the complexity of the mobile network system, it is apparent that evolution of 5G, rather than a 

single specific trend, will involve a set of technology trends and topics that may be relevant in the evolution 

of wireless technologies. The following figure summarizes some of the main drivers that are expected to 

shape the evolutionary path of 5G during this decade.  
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Figure 4: Key drivers for 5G evolution (non-exhaustive) 

 

3.2.1.2 Affinity with ETSI Work 

The affinity of ETSI work with 5G evolution may be seen from different perspectives: 

 

¶ Most, if not all, of the themes of this likely 5G evolution are within the scope of ETSI alone or in 

ǇŀǊǘƴŜǊǎƘƛǇ ǿƛǘƘ ƻǘƘŜǊ ƪŜȅ ƛƴǘŜǊƴŀǘƛƻƴŀƭ ǇƭŀȅŜǊǎΦ !ǎ ŀƴ ŜȄŀƳǇƭŜΣ ǘƘŜ ǘŜǊƳ άрDέ ƛǎ ƳŜƴǘƛƻƴŜŘ ŀƭƳƻǎǘ 

300 times in the 2019 ETSI Progress Report from the ETSI Director General to the GA [5] and it is 

considered a work reference for as many as 30 TB/ISGs, not to mention the key ETSI role in 3GPP that 

is devoted to 5G standardization. 

¶ In many cases ETSI TB/ISGs are actively contributing to 3GPP work and its continued evolution, in 

particular with declared liaisons to SA4, SA5 and more generally direct inputs to TSGs SA, RAN, and CT.  

¶ In other cases, ETSI TB/ISGs consider the current 5G architecture as an input to their own work. 

¶ Apparently, reduced effort is currently devoted by ETSI to those 5G evolutionary trends that are 

marginal/absent in the current 3GPP work plan, e.g. (indicative, not exhaustive items) THz 

communication or SW defined optical networks. 

¶ ETSI has also established an extensive network of partnerships in 5G-related areas, including other 

SDOs, industry fora, and academia.  

3.2.1.3 Time Frame 

The current 3GPP 5G work plan is expected to run over the next 3 years. Most 5G evolutions are expected 

to shape the technical standardization work in the next 3 to 5 years, and get momentum in the second part 

of the 2020 decade. 
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3.2.1.4 Recommendations 

5G is a key pillar in ETSI activities, as should be 5G evolutionary themes. Therefore the recommendation is 

to Promote and Adopt. In this area, the most appropriate recipient for ETSI work strongly remains 3GPP. 

It could be a matter for discussion, for an industry driven, bottom up, organization such as ETSI, whether:  

 

¶ to monitor the most relevant 5G evolutionary topics by a transversal team, at 5GCOM or OCG level, 

and promote a high level debate (e.g. workshops, white papers, collaboration with academia); 

¶ to anticipate 3GPP activities in some specific areas that may be relevant in 5G evolution and bring the 

results, at proper time, to the attention of 3GPP;  

¶ to take no direct actions and simply consider 5G evolution a matter for discussion in 3GPP. 

3.2.2 Artificial Intelligence  

 

3.2.2.1 Description 
This document considers AI to be a means to derive insights automatically from data, based on an evolving 

set of statistical learning methods. Learning is the method used by the AI system to extract knowledge from 

the training data. An AI system that is trained and has learning in a particular task (such as image 

recognition, eHealth, networking, and resource management, IoT, robotics, etc.) may continue to adapt 

with further online learning. It may also be given offline learning to refresh its awareness (re-training) of 

the situation. The resultant activity is only as good as the quality of the data used to train the AI system.  

The EU is investing heavily in AI research and development as shown in the EU coordinated plan of 

December 2018 [6] and in the European investment recommendations on Artificial Intelligence [7], 

including billions of Euros allocated in the Digital Europe Programme [8]. This is due to potential economic 

gains (e.g. see OECD reports on AI investments [9] and on AI patents [10]), as well as economic risks (such 

as the issue of liability, see [[11], [12]) and to avoid potential loss of European leadership due to failure to 

act. 

3.2.2.2 Affinity with ETSI Work 

Many areas related to networks can benefit from AI, such as in the emerging paradigm of Autonomic 

Networks (also known as Self-Adaptive Networks or Smart Networks or Autonomous Networks in the 

ƭƛǘŜǊŀǘǳǊŜύΦ ¢ƘŜ 9¢{L ŎƻƳƳǳƴƛǘȅ Ƙŀǎ ŀ ǎǘǊƻƴƎ ƛƴǘŜǊŜǎǘ ƛƴ !L ŀǎ ŀ άǘƻƻƭέΥ ƛƴ ŀǊŎƘƛǘŜŎǘǳǊŀƭ ƳƻŘŜƭǎΣ ǘƻ ŜƴƘŀƴŎŜ 

information/data models, to redesign operational processes, to increase solution interoperability, and for 

data management for new ICT standards (see clause 3.2.1, 5G Evolution). At the same time, the ethical and 

security issues of AI are being considered. 

In 3GPP 5G specifications, AI is broadly referenced in the two main areas of Core Network capabilities (5G 

NG Core) and Radio Access Network (5G RAN). In both areas, AI plays the role of an ancillary layer that can 

increase 5G network automation and effective management and orchestration. AI has become an 

additional function in the management of RAN and the evolution towards the model of a SON (Self 

Organizing Network). Machine Learning and in general Artificial Intelligence are key enablers for increasing 

automation. To deliver their full potential, AI-powered mechanisms rely on fast access to data, abstraction 

of intelligent and contextual information from events and rule-based systems, supervision, streamlined 

workflows and lifecycle management. 

ISG ZSM (Zero-touch Network and Service Management), was formed with the goal to introduce a new end-

to-end architecture and related solutions that will enable automation at scale and at the required minimal 
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total cost of ownership (TCO), as well as to foster a larger utilization of AI technologies. In related work, ISG 

ENI designs (Experiential Networked Intelligence) based on data collection and processing using closed loop 

decision-making. The ENI requirements document GR ENI 007 [13] on network classification of AI details 

the use of AI in a network into six stages, from "No AI" to "full AI" deployment. TC INT testing specifications 

consider events that can trigger a network to dynamically change network properties, depending on the 

specific AI systems deployed in the network and the level where they operate, external or internal to the 

network. 

A Generic Test Framework for testing AI models/systems during their lifecycles is under development in 

ETSI (see ETSI EG 203 341 [14], to identify different types of test systems that could be employed to the 

problem space of testing AI Models: from those applied in phased testing starting at design time, up to 

those at the point when a network consisting of trusted and certified AI Models is tested as a whole (for 

integration and user acceptance testing). 

Applications running on top of networks, collecting data and controlling real-world things, are at the heart 

of AI use cases for consumers and businesses. These aspects - handled by groups such as SmartM2M, ISG 

CIM, and oneM2M ς are described in the clause on Dynamic Data. 

Many other groups are considering or working on AI topics, as indicated in the table below from the recent 

ETSI White Paper 34 [3]. 
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Table 1: Initial Mapping of AI Standardization Activities within ETSI (Ref White Paper 34 [3]) 
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A key issue for ETSI is the consideration of ethics for AI: the EC High Level Expert Group Guidelines for a 

trustworthy AI [15], and related guidelines, are by nature difficult to encode in specifications, implement in 

solutions or verify in practice. This could become a financial burden for society and ETSI members, especially 

for SMEs, and especially when compliance to those criteria becomes part of the requirements in 

public/private procurement. Such work is ongoing mainly within the scope of EP eHealth and ISG SAI 

(Securing Artificial Intelligence). 

3.2.2.3 Time Frame 

From the example of many different aspects of AI being considered in ETSI, it is clear that this technical 

ǘǊŜƴŘ ƛǎ ŀƭǊŜŀŘȅ ǎǘǊƻƴƎƭȅ ƛƳǇŀŎǘƛƴƎ 9¢{LΩǎ ǿƻǊƪΦ ¢ƘŜ ǳǎŜ ŎŀǎŜǎ ŀǊŜ ǎƻ ōǊƻŀŘΣ ŀƴŘ ǘƘŜ ŎƻƴǎŜǉǳŜƴŎŜǎ ŦƻǊ 

security and for reliability are so deep, that the work is expected to continue for about three years in the 

initial phase, i.e. for obvious elements. The consideration of the consequences of introducing AI so broadly 

throughout so many ICT systems will require longer consideration. 
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3.2.2.4 Recommendations 

Artificial Intelligence is a game changer that brings several challenges both to the ICT industry and to society 

in general. The use of AI as a tool needs to deal with interoperability issues, new concepts for testing and 

validation, and ensuring that ethical guidelines are embedded in order to guarantee a trustworthy Artificial 

LƴǘŜƭƭƛƎŜƴŎŜ ǘƘŀǘ άŦƛǊǎǘΣ ŘƻŜǎ ƴƻ ƘŀǊƳέΦ  

In order to understand the standardization requirements, and create appropriate and relevant standards, 

ETSI needs to develop:  

¶ a compƭŜǘŜ ƳŀǇǇƛƴƎ ƛƴ 9¢{L ƻŦ ά!L ŀǎ ŀ ǘƻƻƭέ 

¶ a co-ordinated approach to AI  

¶ an evaluation of the technical impact of the EU ethical guidelines on ETSI standardization 

¶ AI Interoperability and Interchangeability standards 

¶ guidelines for AI Testing and Validation 

¶ dataset and quality requirements for Artificial Intelligence 
 

!ƭƭ ƻŦ ǘƘŜǎŜ ǎǘŜǇǎ Ŏŀƴ ƻƴƭȅ ōŜ ŘƻƴŜ ǘƘǊƻǳƎƘ ŎƻƻǇŜǊŀǘƛƻƴ ŀƴŘ ŎƻƭƭŀōƻǊŀǘƛƻƴ ōƻǘƘ ƛƴǎƛŘŜ 9¢{LΩǎ ǘŜŎƘƴƛŎŀƭ 

groups and also with several external bodies and SDOs. 

3.2.3 Autonomous Networks  

 

3.2.3.1 Description 

Over recent years, business and society have become increasingly digital, enabled by an ever-increasing 

number of applications on computers, smartphones and other telecommunication services. The arrival of 

innovative technologies in the domain of software defined networking and the virtualization of network 

functions, and the increasing demands for decoupled IT capabilities, such as cloud computing and storage, 

as well as major new network technologies, such as 5G, enable and enhance the users of ICT to not only 

evolve their business but also to develop new ones. Technology acceleration and evolution has now 

reached a point where a revolutionary approach is required in the way networks are managed, leading to 

the introduction of new level of automation and intelligence in the management and provisioning of 

services and networks.  

Existing networks are made up of a complex set of heterogeneous devices that must be integrated to 

provide seamless end-to-end services. Until very recently the planning, implementation and management 

of this mix of services has been a largely manual activity with some automated assistance. In short, no 

matter the degree of refinement, it is recognized that these services can no longer be managed using such 

legacy approaches. The new requirements need a transformation supported by the integration of new 

technologies, such as virtualization, future cellular technologies and Artificial Intelligence that together, as 

well as a new level of automation and intelligence in the management and provisioning of services and 

networks, provide scalable mechanisms for managing ever increasing complexity. 

New business models and value creation opportunities enabled by technology breakthroughs such as 

Network Slicing impose unprecedented operational agility and higher cooperation across network domains. 

Currently there are multiple inconsistent management frameworks in the industry, many silos, a lack of 

alignment and a lack of interoperability. It is essential to move to an environment that leverages synergies 

and achieves alignment through convergence on a single end-to-end network and service management 

architecture. 
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The objective of Autonomous Networks is to provide a wide variety of autonomous services, infrastructure 

and capabiƭƛǘƛŜǎ ǿƛǘƘ ά½ŜǊƻ-·έ όȊŜǊƻ ǿŀƛǘΣ ȊŜǊƻ ǘƻǳŎƘΣ ȊŜǊƻ ǘǊƻǳōƭŜύ ŜȄǇŜǊƛŜƴŎŜ ōŀǎŜŘ ƻƴ Ŧǳƭƭȅ ŀǳǘƻƳŀǘŜŘ 

ƭƛŦŜŎȅŎƭŜ ƻǇŜǊŀǘƛƻƴǎ ƻŦ ά{ŜƭŦ-·έ όǎŜƭŦ-serving, self-fulfilling, self-assuring) to dynamically accommodate and 

adapt to customer needs and available resources. 

The vision and business requirements listed above lead to the need for classification of Autonomous 

Networks Levels to ensure that digital partners can interact using the same mechanisms in terms of the 

automation, service intelligence and capabilities (as defined in the TM Forum White Paper on Autonomous 

Networks [16]).  

 

 

Figure 5: Autonomous Networks Levels 

3.2.3.2 Affinity with ETSI Work 

ETSI is already playing a role in AN standardization with many ISGs contributing to AN and plans to 

increasingly invest in the Autonomous Networks challenge (as documented in ETSI White Paper No. 40 on 

Autonomous Networks [17]). 

ISG ZSM (Zero-touch Network and Service Management) is working on the definition of a new, future-proof, 

horizontal and vertical end-to-end operable framework and solutions to enable agile, efficient and 

qualitative management and automation of emerging and future networks and services. Horizontal end-to-

end refers to cross-domain, cross-technology aspects. Vertical end-to-end refers to cross-layer aspects, 

from the resource-oriented up to the customer-oriented layers. The goal is to have all operational processes 

and tasks (e.g., delivery, deployment, configuration, assurance, and optimization) executed automatically, 

ideally with 100% automation.  

ISG ENI (Experiential Networked Intelligence) is defining a cognitive network management architecture to 

adjust offered services based on user needs, environmental conditions and business goals. Therefore, 5G 

networks will benefit from automated service provisioning, operation, and assurance. The use of Artificial 

Intelligence techniques in the network will solve problems of future network deployment and operation. 

ENI focuses on improving the operator experience, using closed-loop AI mechanisms and metadata-driven 
























































