ETS| TS 144 118 V5.6.0 (2003-09)

Technical Specification

Digital cellular telecommunications system (Phase 2+);
Mobile radio interface layer 3 specification,

Radio Resource Control (RRC) protocol; lu mode
(B3GPP TS 44.118 version 5.6.0 Release 5)

m
I L I I
x& G S mfinlo
GLOBAL SYSTEM| FOR
= ™ MOBILE COMMUNICATIONS

—

D




3GPP TS 44.118 version 5.6.0 Release 5 1 ETSI TS 144 118 V5.6.0 (2003-09)

Reference
RTS/TSGG-0244118v560

Keywords
GSM

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, send your comment to:

editor@etsi.org

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2003.
All rights reserved.

DECT™, PLUGTESTS ™ and UMTS™ are Trade Marks of ETSI registered for the benefit of its Members.

TIPHON™ and the TIPHON logo are Trade Marks currently being registered by ETSI for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.

ETSI


http://www.etsi.org/
http://portal.etsi.org/tb/status/status.asp
mailto:editor@etsi.org

3GPP TS 44.118 version 5.6.0 Release 5 2 ETSI TS 144 118 V5.6.0 (2003-09)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp .

ETSI


http://webapp.etsi.org/IPR/home.asp
http://webapp.etsi.org/key/queryform.asp

3GPP TS 44.118 version 5.6.0 Release 5 3 ETSI TS 144 118 V5.6.0 (2003-09)

Contents

Intellectual Property RIGNES.........oo et 2
0 Yo (o SRS 2
1= 11 o SRS 13
1 000 RS SSPR 14
11 GENEIAl ..ottt et e et e et et e e be e eeeaeesheeehe e bt ebeeateehteaheeateeteeteeteaaeeaaeeaheeareebeenreeareeaeeereenteeres 14
12 Scope of the TechniCal SPECITICALTION .......c.eivieiirieiee bbbt 14
13 Application to the INtErfate SLIUCIUIES...........cciiiieerecete et b e e b bbb seene 14
14 SLrUCLUIE OF 1QYEr 3 PIOCEAUNES........oeeueiteieeieete sttt ettt sttt b e bbbt b e e b e bt b e se et b e b et b b 14
15 BLI= S o 00 (1= USSR 15
16 Applicability Of IMPIEMENTALIONS. ........ceeiieiee et e e e e saeereeteesaeeneesseesneas 15
2 S L= (= 000 P 15
3 Definitions, symbols and abbreViatioNS ..........cooieiiiieni et nee e neeas 17
31 DEfINITIONS. ...ttt et e et et e et e et e sbeesbe e beeabeeasesaeesaeesbeenbeenteeaseeseesbeesbeesbeensesnsesaeenans 17
3.2 F Y o] 1= V7= 0] 18
3.3 RANAOIM VAIUES ...ttt bttt b e bbbt ae et e e et se e e bt bt eh e e e e e et eheebeeneene e e enrees 18
34 S0 Tc e N o= (0] ol N\ o] = 1] SRS 18
4 RRC Functions and Services provided tO UPPEr |QYErS........ccociiieieie sttt 18
4.1 RRC FUNCLIONS ...ttt st b et h et e e ekt he b et e e ee e R e b eh e e b e e Rt eh e e ne e e e besheebesneene e e enrenes 18
4.2 RRC Services provided (0 UPPEY TAYEIS.......coi ittt ens 19
5 Services expected FroM [OWES [GYEIS.........oo e 19
51 Servicesrequired from layer 2 and phySiCal [QYEN'S.........coiveiiirriiee e 19
5.2 SIgNAlliNg RA0IO BEAIENS........eceiceiiee ettt ettt et et e st et e e teetesnaesaeesaeesaeeseenseenteeneesneesneenrens 20
6 RRC ProtoCOl MOUES @NG SLALES .......covervireeriirieieeeeeiesiesie ettt be st bt se s sbeseesbeseenseneens 20
6.1 GBNENEL ...ttt bt e h e E R e h e e R bR e E e Re R £ oA e e R e Rt ARt eh e Rt R e e e e s e bt eReebe e Rt ene e e enns 20
6.2 Relation between [u mode and A/GD MOE..........coi i st ene e e es 20
6.2.1 Handover between [U and A/GD MOOES..........eoieiieiieeee ettt sae b e eneeneens 20
6.2.2 Cell reselection between [uand A/GD MOE ........c.ooiiirieeee e e 21
6.2a Relation between GERAN lu mode RRC and UTRA RRC........ooi ittt seens 21
6.2al1 Handover between GERAN 1u mode and UTRAN .....ooiiiiieeereseseeee et 21
6.2a.2 Cell reselection between GERAN Iumode and UTRAN ..ot 21
6.3 R (el (=Y o)l o= 110 o 1 21
6.4 RRC MOOES @GN SLALES........ccueeeiteite ettt sttt ettt ee bt b e she bt et bese e s b e s b bt e be e e e s e ese e e e sbeseeebesaeebe e e enrenes 22
6.4.1 RRCAIAIE MOUE ...ttt sttt sttt ae s be st e be s e e st et e s besesbeneeneebesbeneebenbeneens 22
6.4.1.1 LC T o1 - TSP 22
6.4.1.2 Transition from RRC-ldle Mode to RRC-Connected MOUE...........ccceviierereeiieneeie e 22
6.4.2 RRC-Connected mode: RRC-Cell_Shared State...........ccveiueeierieiieiee e ee e ses e 22
6.4.2.1 GENEIA ...ttt ettt e e e et et e et e et e e ee et e eheeebe e be e beeateeheeaheeateeabeeteeeeaaeeabeereeareeareeaeesreentens 22
6.4.2.2 Transition from RRC-Cell_Shared state to RRC-IdIe MOE..........cocviiiieieeeeee e 22
6.4.2.3 Transition from RRC-Cell_Shared state to RRC-Cell_Dedicated state...........ceoeveererieenerenenesenene, 22
6.4.24 Transition from RRC-Cell_Shared state to RRC-GRA_PCH State.........ccccoiovveeeieeieeeee e 23
6.4.25 Radio resource allOCatiON tASKS.........oruieiieiere ettt et seeene e eneeneens 23
6.4.2.6 RRC connection MODITItY tASKS.........cueiiieieiceesi et este e te e e ssaesnaesreenneas 23
6.4.2.7 MS MEBSUMEIMENTS ...ttt ettt b e s e s e e she e she e sne e nne e e e enneennesnnenneenreennees 23
6.4.3 RRC-Connected mode: RRC-Cell_Dedicated State..........cccueierieriiiiee e seeseeseeeee e e see e e 23
6.4.3.1 LC T o1 - TSR 23
6.4.3.2 Transition from RRC-Cell_Dedicated state to RRC-Cell_Shared state.........cccceevvvcvvceevveve e 23
6.4.3.3 Transition from RRC-Cell_Dedicated state to RRC-Idle MOdE...........ccevveeierienienierece e 24
6.4.3.4 Transition from RRC-Cell_Dedicated state to RRC-GRA_PCH State..........ccocoeoevenireeieeiereese e 24
6.4.35 Radio resource allOCatON tASKS........ceiuiieieieiie ettt sttt et beseeene e eneeneen 24
6.4.3.6 RRC connection MODITITY TBSKS........c.ciirieiiireisterees et eb e 24
6.4.3.7 IMIS IMEASUINEIMIENES ... ...ttt sttt ettt et eae e e bt et e e be e s beemeesaeesaeesaeesaeeseemeeemeeansesnsesneasseeseeas 24
6.4.4 RRC-Connected mode: RRC-GRA _PCH SEat@ .......oiiiiieieieee et nae e 24

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 4 ETSI TS 144 118 V5.6.0 (2003-09)

6.4.4.1 LC T o1 - TSRS 24
6.4.4.2 Transition from RRC-GRA_PCH state to RRC-Cell_Shared state...........ccoeceevevcvien v 24
6.4.4.3 Transition from RRC-GRA_PCH state to RRC-Cell_Dedicated State..........ccccceevvrcevieeneeie e 25
6.4.4.4 Radio resource allOCaE 0N TASKS.........ooviiieitietirieet ettt ettt s b et e b e 25
6.4.4.5 RRC connection MODITILY taSKS.........cueiiieieiciesies ettt e te e snaesnaesraenneas 25
6.4.4.6 MS MEBSUNEIMENTS ...ttt r e e bt s e s e e s he e she e sne e ane e e e eaneenneennesneenreennees 25
6.4.4.7 Transfer and update of SyStem INFOIMELION. .........coiirieirier e 25
7 Radio Resource CONtrol PrOCEAUIES..........c.ooviirerieiesieste sttt e e e 25
7.1 LT 0T OO SRSSRR 25
7.2 Change of channelsin case Of NANAOVEY ...........coeeiieiiece e sneas 26
721 Change of channel SErVING SRBL..........ccooiiiiiiieee et sae e ae e s raesra e reenteeeeeneesnns 26
7.2.2 Change of channel SErVING SRB2..........ccoiiiiiieiece et sae e sae e saesraesra e reesteeneeneennes 26
723 Change of channel SErVING SRB3..........ociiiieiieece et st et es e raesra e beeteeneeneesnes 26
724 Change of channel SErVING SRBA .........ccuiiieiieiece st s s e e ste e ae e aesraesra e beenteeeeeneeenes 26
7.3 System iNformation DrOAOCASIING .......ccveieeiiere e sre e reeaeenreenteesaeeneesreenreas 26
731 (71 PR SR 26
732 Broadcast of |u mode Specific System INFOrMELION. .........coeirireiiereee e e 26
74 PAJING PrOCEOUIE.......c. ittt ettt bt b et b e e e st bt bes bt e ea e eh e bt e e bt bt s e s e b et e e nb e s e e nns 28
74.1 (€71 PR 28
742 Paging initiation in RRC-Idle mode, RRC-Cell_Shared or RRC-GRA_PCH state..........cooevvevenneniene 28
7421 LT 07 PSSR 28
7422 T QTN o] o PO O PRV URUSRT 29
74.2.3 Reception of a PAGING INDICATION Service primitiVe ......cccve e vee e 30
74.3 Paging initiation in RRC-Cell_DediCated StaLe...........ccceiierieiee et e 31
7431 LC T o1 - TSRS 31
7432 T QTN E o] o OO O PP UPURUSRTP 31
7433 Reception of a DEDICATED PAGING REQUEST message by the MS........ccoiiiiiiiiinicneees 31
744 WY o]0 0 o S TSR 31
7.5 RRC Connection Management PrOCEAUIES.............u veeruirrererteeetereeeetess e st ssese st sse e sse s ese b s sesessesseneenes 32
751 RRC connection establiSNMENT ..ot see st e eneeseen 32
7511 LT 07 PSSR 32
7512 F TR (= o o PP 32
75.13 RRC CONNECTION REQUEST message CONtENtSTO SEL......covcvvereeiriieniinniiesee e 33
75.14 Reception of an RRC CONNECTION REQUEST message by the GERAN .........ccccccvvervrinenne. 33
75.15 Cell re-selection Or T300 LIMEOUL.........cccuiiiriee ettt r b e b e e neens 33
75.1.6 Abortion of RRC connection estalliShmENt ...........ccoiiiiiiiiiireee e 34
75.1.7 Reception of an RRC CONNECTION SETUP message by the MS........ccocovecvcceve v 34
7518 Clll TE-SEIECLION.....c.eeeeieee ettt bbbt b eae s e e e sresbesbeeb e e e ennennens 35
75.19 Invalid RRC CONNECTION SETUP MESSAQE ....ccuveeereeierieeierieeeeseeseestesseeseeseeseeseessessesseeneessesseses 36
7.5.1.10 Reception of an RRC CONNECTION REJECT message by the MS.......coooviiiniinnecee 37
75111 Invalid RRC CONNECTION REJECT MESSAGE ... vveueeeerereertereeeeseessessesseesesseensessessessessesneessesseses 37
75.2 RRC CONNECLION FEIEASE. .....eeuetisee ettt et e ettt e st e ae et et e s eesaesbesaeeseeneeneeeeseessesaesseeneenseneens 38
7521 LT 07 - P RRPSRSR 38
7522 T QTN o] o TSP PP TP USROS 38
7523 Reception of an RRC CONNECTION RELEASE message by the MS......ccocvviveivivnenenecseneeene 38
7524 Invalid RRC CONNECTION RELEASE MESSAJE......ccveieierierieiirieisie st sesie sttt sesnesnesens 39
7525 Cell re-selection or radio [INK FAITUME .........coouiiii e 40
75.2.6 Reception of an RRC CONNECTION RELEASE COMPLETE message by GERAN ...........ccccoeueee. 40
75.2.7 Unsuccessful transmission of the RRC CONNECTION RELEASE COMPLETE message,
acknowledged MOdE traNSMISSION...........cueriirieiiriieee ettt b s bt sr e b e e 40
7528 Detection of loss of dedicated physical channel by GERAN in RRC-Cell_Dedicated state................. 41
7529 Failure to receive RRC CONNECTION RELEASE COMPLETE message by GERAN..........c.ccc...... 41
7.6 Transmission of M'S capability iNfOrMELION. ..........coiiiiiriieeree e eene 41
76.1 (€71 PR S 41
7.6.2 L (= 1 o] TP 41
7.6.3 Reception of an MS CAPABILITY INFORMATION message by the GERAN ........ccccovvieveienennnsiennn, 42
7.6.4 Reception of the MS CAPABILITY INFORMATION CONFIRM message by the MS...........ccooevinee. 42
7.6.5 Invalid MS CAPABILITY INFORMATION CONFIRM MESSAJE .....cvevviveeeririeneniesieseee e seeesteseene e 43
7.6.6 IR 078 417 o | PSS 43
7.7 IS or o= o1 1T Y= 0 (1Y 44
7.7.1 GBINENEL ...t e b h b h e R R R R b e R £ e E AR eE Rt Rt eh e et e b e b eheebe et ennenneres 44

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 5 ETSI TS 144 118 V5.6.0 (2003-09)

7.7.2
7.7.3
7.7.4

7.8

781
7811
7812
7.8.1.3
7814
7.8.15
7.8.1.6
7.8.1.7
7.8.1.8
7.8.19
7.8.1.10
7.8.1.10a
7.8.1.11
7.8.1.12
7.8.1.13
7.8.1.14
7.8.1.15
7.8.1.16
7.8.1.17
7.8.1.17.1
7.8.1.17.2
7.8.1.17.3
7.8.1.18
7.8.1.18.1
7.8.1.18.2
7.8.1.18.3
7.8.1.184
782
7.8.3
7.83.1
7.8.3.2
7.8.3.3
7834
7.8.35
7.8.3.6
7.8.3.7
784
784.1
7842
7.8.4.3
7844
7.8.4.5
7.8.4.6
7.8.4.7
7.8.4.8
7849

7.9

79.1
792
7922
79221
7.9.22.2
7.9.2.2.3
79224

7.9.2.2.5

L TLF o] o TSSO PRTURTURURPRRI 44
Reception of an MS CAPABILITY ENQUIRY message by the MS..........ccoeoieieeiecce e 44
Invalid MS CAPABILITY ENQUIRY MESSA0E ... .cuviveieierieieiesieneeiestesesteste s te s stesse e stesee e steseenestenessenes 44
RRC Connection MOobility PrOCEAUIES...........c.oiii ettt e este e e e te e reeeesneeenes 45
Cell and GRA UpPUate PrOCEAUIES..........eeieiieiieseeesteete e eee st et e e e e saesaeesreesaeenseanseeseasseesseesseensesnsesnsesnns 45
GBNENEL ...ttt bt R bbb e e R e R e R SRt R e ae e a e e Rt et e Re R e beeReehe e e ennenens 46
TR = o] o TS 47
CELL UPDATE / GRA UPDATE message CONtENIS 0 SEL........coveeruirieeriiieerieeeeesieeeiesie e 50
Reception of an CELL UPDATE/GRA UPDATE message by the GERAN ..........ccooceiiiiinerieneienne 51
Reception of the CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message by the MS......... 52
Transmission of aresponse Message to GERAN .......c..ooiiiiie e 56
Physical ChannEl TAIIUNE ..........oiee et e et et snaesneesreennees 59
Unsupported configuration DY the MS..........ooee it 60
(T2 1o Moo g1 Ko =11 o] o 1SS 61
Incompatible Simultaneous reCoNfIGUIELION ............cueiieiieieeeeeees e e e sre e e e sreenreeeeens 63
Security reconfiguration during Cell update proCedure.............ooveeeeveeiecce s 64
Confirmation error Of GRA ID IS.......oiiiiiiiieeeee e b sb e 65
Invalid CELL UPDATE CONFIRM/GRA UPDATE CONFIRM MESSAgE......ccerueruerererereeneeeeseeneenes 66
T302 eXPiry OF CEll FESEIECHION........ciuiieeiiiie bbb 67
QIR H = o ] oSO P ST 69
IS H R = o ] TSSOSO 70
Reception of the GERAN MOBILITY INFORMATION CONFIRM message by the GERAN ......... 71
Inter-RAT cell reselection to GERAN TUMOE.........cciiiiiiiieieeeee e e 71
GBINENEL ... b bt Ee R e bRt b e aeea e Reeb e benheeb e e e e e e nen 71
L F o] o TS OO P PP PRRU SRR 71
MSfailsto complete an inter-RAT Cell reSEleCtion ........ccoccevieeie e 72
Inter-RAT cell reselection from GERAN TUMOGE .........cooiiiiiiiiieee e 72
GBINENEL ...t b bR e et bR b e Rt b e e aeea s e tenR e benheebe e e e e e nen 72
L F o] o TS OO P PP PRRU SRR 72
SUCCESSF UL CEIl FESEIECHION ...t ettt se e eesaesae e e eneeneens 72
MSfailsto complete an inter-RAT Cell reSElECHION ..o 72
GRA UPBLE ...ttt ettt bt bt eb et b e b e e bt e e et ek e s R e e ek e e e et eb e s R et e e eb e s b et eb e e b e e ebeebennenea 72
GERAN mMObility INFOrMELION ......covieiieiirieieie ettt et b e e b e e besnesnenea 73
LT 07 SRRSO 73
T QTN E o] o TP OTS U P PRV P PO 73
Reception of GERAN MOBILITY INFORMATION message by the MS.........coeoviveinineineninnne 73
Reception of an GERAN MOBILITY INFORMATION CONFIRM message by the GERAN........... 76
Clll TE-SBIECTION ...t b ettt b e et b e bt eb e bt e e e b e sb e s besaeeb e e e ennennen 76
Incompatible simultaneous security reCoONfiQUIaLioN. ............ccueiierieieee e eee e 76
Invalid GERAN MOBILITY INFORMATION MESSAgE.......cveuereeeeresierentestenesresienessessesessessesessessenens 77
Inter-mode handover from GERAN [U MOUE ........cci it neen 77
LT 07 P RRPUSR 77
TR = o] o TS 78
Reception of aHANDOVER FROM GERAN lu COMMAND message by the MS..........ccocccvinenene 78
Successful completion of the inter-mode handoVEr ...........oociiiiiine e 78
Unsuccesful completion of the inter-mode handover at the MS Side........cooveeeeeiiieiinieeeeeeee 79
Invalid HANDOVER FROM GERAN [u COMMAND MESSAJE .....cveuerieiererieeeesieneesesienesseseesessessens 79
Reception of an HANDOVER FAILURE message by GERAN in lumode........cccccvevvecvccevieveennen, 80
Unsupported configuration in HANDOVER FROM GERAN lu COMMAND message ........cccceeve... 80
Reception of HANDOVER FROM GERAN lu COMMAND message by MSin RRC-
(00 LIS =T 0 [ (SR 80

Procedures for System Information transmission and Measurement reporting in RRC-Cell_Dedicated

.................................................................................................................................................................. 81
(€71 PR S 81
Measurement Report and Enhanced Measurement REPOI ..........cocoveiiireiinenieesenieese e 82

Parameters for Measurements and REPOIMING........c.evvereuererieireriee ettt eenen 82
L7 01 OSSR 82
Deriving the 3G Neighbour Cell list from the 3G Neighbour Cell Description ..........cccceveeeveeenee. 82
Deriving the GSM Neighbour Cell list from the BSICs and the BCCH Allocation....................... 83
Deriving the Neighbour Cell list from the GSM Neighbour Cell list and the 3G Neighbour
(0= L OSSR 83
REAl TIiME DIffEIEINCES. .....eoueeeeiese ittt se et b e b et ene e e s 83

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 6 ETSI TS 144 118 V5.6.0 (2003-09)

7.9.2.2.6 REPOrt Priority DESCITPLION ....ccveiieiieieee st eiteete et et e et etessee st e s e e steeeesseesneesaeenseense e seenseeaesneennns 83
79.22.7 The 3G Cell RESEIECHON [ISh...ccviieieieieeieee et ettt st 84
7.9.2.2.8 (OO VIS T oo g fle (=== o 1 o1 o] S PSR 84
7.9.3 Extended mMEasUreMENt FEPOMT..........ueieeieereete et et e stee e e e e e seesseesseesreesaeeseenseeseesseesseenteeseeseensesnsesneesnes 84
7.10 Handover t0 UTRAN PrOCEAUIE ..........ocveieeceeesieete e etesiaeseesteeseesteesaeaseesseessaesseesseesseessesnsessessseesseessnenseenseans 84
7.10.1 (=0T o OSSPSR 84
7.10.2 T (= € o] TSP 84
7.10.3 Reception of INTER SYSTEM TO UTRAN HANDOVER COMMAND message by the MS................ 85
7.104 Successful completion of the inter-RAT NaNOVES ..........ooooiiiiiiireeeeeere e 85
7.10.5 Unsuccesful inter-rat handover at the MS SIHE.........ooiiiieee e 85
7.10.6 Reception of an HANDOVER FAILURE message by GERAN inlumode..........ccoooeviinennienenncnieen 86
7.11 Handover to0 CDMA 2000 PrOCEAUIE ........ccueeiueeiieeeeeeeeeesteeseesteesseesseesseaseessesssessessseesseessessseesseessesssesssessesnsenns 86
7111 (=0T - SO PSPSSN 86
7.11.2 TN F o] o TSROSO PRURTUPURPRRI 87
7.11.3 Reception of INTERSYSTEM TO CDMA2000 HANDOVER COMMAND message by the MS........... 87
7.11.4 Successful completion of the inter-RAT NandOVEY .........ccveeie e 87
7.11.5 Unsuccesful inter-rat handover at the MS SIHE.......c.ooiii e 87
7.11.6 Reception of an HANDOVER FAILURE message by GERAN inlumode..........ccooevvinennenenneneen 88
7.12 Mapping of user data substreams onto timeslotsin a multislot configuration..............coeoeevereeeneneicseseeens 88
7.13 APPHICALTON PrOCEAUIES ..ottt h et h bbb bt b e bbb bbb e st b s e s e bt b e e enenn e ens 89
7.13.1 IO 1 =0 = S RRRN 89
7.13.1.1 LT 01 P RPRSSR 89
7.131.2 Intiation of LCS transfer procedure in the GERAN ..o 89
7.13.1.3 Reception of LCS DOWNLINK INFORMATION message by the MS.........cccoooveiviveineneiieneeens 89
7.13.1.4 Transmission of aresponse message by the MS........ooei i 90
7.13.1.5 Reception of aresponse message by the GERAN..........ocov e 90
7.13.1.6 Invalid LCS DOWNLINK INFORMATION MESSAJE.....ceveuirtererrerieeeresieesesiesessessenessessenessessesessessens 90
7.14 Radio Bearer CONIOl PrOCEAUIES..........ciueiieieesie ettt eesteseestee s e e sreesteeeeeaeesseessaesseesseesseensesneesneesseesseenseensenns 91
7.14.1 ReCONTIQUIatiON PrOCEOUIES.......ccueeiiee et eete ettt e e e e e s e s e s e e sae e teenseenseeseessaesteeseenseensesneesnnesnes 91
7.14.1.1 LT 01 SRR 92
7.14.1.2 F TR = o] o PR 92
71413 Reception of RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or

RADIO BEARER RELEASE message by the MS.........ccooeeee e 93
71414 Transmission of aresponse message by the MS, Normal Case..........ccviveereneneenesee e 99
7.14.1.5 Reception of aresponse message by the GERAN, NOrmMal CaSe.........ccccvveeveereeieecesiee e 101
7.14.1.6 Unsupported configuration iNthe M S...........ooi oo 101
7.14.1.7 L VAo e = T I = T 102
7.141.8 ClIl TE-SEIECTION ...ttt e et et bbbt b e e e bbb e saeese e e e b e 102
7.14.1.9 Transmission of aresponse message by the MS, faillure Case.........cccovveveeveeseeve e 103
7.14.1.10 Reception of aresponse message by the GERAN, fallure Case .........ccovvevvecvcesieseeseeeee e 103
714111 INVEITA CONFIGUIBLTON ...ttt ettt b bbb 103
7.141.12 Incompatible Simultaneous reCoNfiGUIBLION ............ccvieririreriee e e 104
7.141.12.1 Incompatible simultaneous security reCONfiQUIALiON..........c.eoeirereeerereee et 104
7.141.12.2 Cell Update procedure during security reConfiguIration ...........c.coeeereerenieieseneeese e 104
7.14.1.13 [NVl FECEIVEA MESSAGE .....c.eeueeeieieietirt ettt bbbttt b et b e st b st b e 105
7.14.1.14 W o]0 0 0 = P 106
7.14.2 MSinitiated DTM procedures while in RRC-Cell_Dedicated-MAC-Dedicated state ...........ccevvrrvnnnnne 108
71421 (€T 0T - OSSPSR 108
7.14.2.2 Initiation of the DTM Request procedure by the MS...........coo e 108
7.14.2.3 Reception of a GERAN lu mode DTM REQUEST message by the GERAN .........cccoce e veevieenene, 109
714231 LC TS 0T - P RSTTRS 109
714232 SBPSCH BSSIGNIMENL .....c.eiuiitiitiietisieieteste ettt sttt b et se st e s e s e s bestesesbestenensesseneens 109
7.14.2.3.3 DTM REQUESE FEJECLION ...ttt sttt sttt ettt b e et b e et b e et b e et ebe e e e ebesreneeneas 109
714234 Reception of a GERAN Iu mode DTM REJECT message by the MS, normal case..........c.cc....... 109
7.14.2.35 Invalid GERAN lu mode DTM REJECT MESSAGE.......ccueuerterieirierieiesteseeesiesieesressesessestesesiesee e 110
7.14.2.4 W o] 070 0= 0 = PRSP 110
7.14.25 LIRS H = o o TSP 111
7.15 SigNalliNg FIOW PrOCEOUIES.........octieieeie ettt ettt e e e e st e s e sseesaeeseeneeeneeeseeesaessaesseenteenneeneeanes 111
7.15.1 Signalling coNNECtioN rel €8S PrOCEUUNE..........ccvieiieie e ree et ste et e et e aesaae e e steeeeeeesnnennes 111
71511 (€T 0T - SRS 111
7.15.1.2 Initiation of SIGNALLING CONNECTION RELEASE by the GERAN .......ccoovieiirineeceeeieee 111
7.15.1.3 Reception of SIGNALLING CONNECTION RELEASE by the MS ... 111

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 7 ETSI TS 144 118 V5.6.0 (2003-09)

7.15.1.4 Invalid SIGNALLING CONNECTION RELEASE MESSAE. ......ccvuiriererieieeriinieesiesieesieseeesiessenenes 111
7.15.1.5 17 1o Mot 1Ko 0 =1 o] o USSR 112
7.15.2 Signalling connection release iNdication ProCEAUIE. .........c.cieeiieieeie e 112
7.152.1 (€T 0T - OSSPSR 112
7.152.2 F gL 1o PO 112
7.15.2.2a RL C re-establishment, inter-mode handover or inter-RAT change.......cccccvecvececesie e 113
7.15.2.3 Reception of SIGNALLING CONNECTION RELEASE INDICATION by the GERAN................. 113
7.16 SECUNLY MO COMLIO ...ttt bbbt b et b bbbt b e b 114
7.16.1 SECUILY MO CONIOL ...ttt ettt eb e et b e et b e et b e et b e e et b e et b e b 114
7.16.1.1 LT 0T RS 114
7.16.1.2 F TR o] o SR 114
7.16.1.2.1 Ciphering configuration ChaNQE ..........cieiiieiieie e e sttt sreesteeeeenee e 114
7.16.1.2.2 Integrity protection CONfiguration ChaNQE...........ccvivueiie e eeens 115
7.16.1.2.3 Reception of SECURITY MODE COMMAND message by the MS.........ccooeviiivenincininees 117
7.16.1.2.3.1 New ciphering and integrity ProteCtion KEYS..........covecvicviesiesieseee e 120
7.16.1.2.4 Incompatible simultaneous security reCONfigUIation...........ccecvereereeresse e 122
7.16.1.2.5 Cell Update procedure during security reconfiguralion............ccccceeveeeeeeeeeeeseeseeseee e see e 122
7.16.1.2.6 INVEITA CONFIGUIBLTON ...ttt e 123
7.16.1.2.7 Reception of SECURITY MODE COMPLETE message by the GERAN..........cccoveiniveincneens 123
7.16.1.2.8 Invalid SECURITY MODE COMMAND MESSAGE .....eveeveeueemeereenieseestesseeeeseeseessessessesseesessessesees 125
7.17 Delivery of NON-ACCESS SIFALUM MESSATES .......civeeererreeerersetesesseseesesseeesessesesessesessesseseesessessssessessesessessensenes 126
7.17.1 T DT (= v = = RS 126
71711 LT 0T RS 126
7.17.1.2 Initiation of Initial direct transfer procedure INthe MS...........oooi e 126
7.17.1.3 RL C re-establishment, inter-mode handover or inter-RAT change.......cccccvecveceveesieseeceee e 127
7.17.1.4 Abortion of signalling connection establiSNmENt ............cccv i 127
7.17.15 Reception of INITIAL DIRECT TRANSFER message by the GERAN ........ccccocovviiiienninennceiee 128
7.17.2 DOWNIINK DIFECE TrANSFEN ...ttt st b et sn et sbeene e e e e 128
71721 (€= 0T - ST STRPSPRPRN 128
7.17.2.2 Initiation of downlink direct transfer procedure inthe GERAN ... 128
7.17.2.3 Reception of a DOWNLINK DIRECT TRANSFER message by the MS.........ccooviiininenncneen 128
71724 NO SIgNalling CONNECLION EXISES.......eiveieiiiteriee ettt ettt b e b 129
7.17.25 Invalid DOWNLINK DIRECT TRANSFER MESSAgE ......eiuerveeeeiererstestesteeeeeeeeeseestessessessesessesensees 129
7.17.3 UPHINK DIFECE tFANSFEY ...ttt bbb et b et b e 130
7173.1 (€T 0T - SRS 130
7.17.3.2 Initiation of uplink direct transfer procedure iNtheE MS..........ccoov e 130
7.17.3.3 RL C re-establishment, inter-mode handover or inter-RAT change .......ccccvecveeveeveeseeceee e 130
71734 Reception of UPLINK DIRECT TRANSFER message by the GERAN .........cccocoveviiineieieneceee, 131
7.18 LT T = 0000 U] = 131
7.18.1 Selection Of INItial MSTAENTITY .....ocveeiececeee et e st e e e teereeneenneenes 131
7.18.2 Actions when entering RRC-Idle mode from RRC-Connected MOde............ooeerireeninieneeenineeseeneenes 131
7.18.2a Actions when entering GERAN A/Gb mode or CDMA2000 from GERAN lu mode, RRC-

CONNECLEA MO ...ttt sttt a et e be s et sbe s st ese et e seesbeseeebeeneeneensessenbeseesseeneenseseens 132
7.18.3 Maintenance of Hyper Frame NUMDENS. ..o e 133
7.18.4 START VAU CAlCUIALTON. ...ttt sttt ae e et e seesbesneeneeneeneeneens 134
7.18.5 INEEGITEY PrOLECLION ...ttt bbbt b et b et b e b 134
7.185.0 (€T 0T - OSSPSR 134
7.185.1 Integrity proteCtion iN AOWNIINK. ..........coiieiiie s re e e e eenaesnaesneas 135
7.185.2 Integrity ProteCtion iN UPLINK..........cueiieieeeece e re e s re et e e e enaesnaesnaenneas 136
7.185.3 Calculation of message authentiCation COUE .........coiiviiieciiriiries e e re e 136
7.18.6 Physical channel estalliShMENL.............oooieiieece e sreenreereens 137
7.18.6.0 (€T 0T - OSSPSR 137
7.18.6.1 Finely synchronized CEll CaSE........oouiiii et 137
7.18.6.2 NON SYNCHIONIZEA CEIl CASE......uiieiiite ettt bbb et 138
7.18.6.3 Pseudo-synchroniZEd CEIl CASE........coi ittt 138
7.18.6.4 Pre-synChroniZe CEll CASE........iiiiii et 139
7.18.7 (70T ) IO USSP P TS RPPTSTRUTP 139
7.18.8 Link failure and Radio link failure criteriaand actions upon link or radio link failure...........ccccccoevennes 139
7.18.9 UNSUPPOIEd CONFIGUIBLION .......ecuveieieiieesieesieesieesteete et e stee st esteesreesteeaeeseeesaesseasseesseesseesseenaesnnesaeesneenseensenns 140
7.18.10 Invalid RLC/MAC control message NOLIfICALION .........cccviieiceeiie s et nre e 140
7.19 Generic actions on receipt and absence of an information element...........ccoov e 140
7.19.1 CN INFOIMELTION TNFO....ctieeeeeeee bbb bbbt e b e b sbesbe e e enne e 140

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 8 ETSI TS 144 118 V5.6.0 (2003-09)

7.19.2 Signalling connection rel€ase INAICALION............coiieiieiece e 140
7.19.3 GERAN mobility information €lemENtS...........cice e ieereese et 141
7.193.1 (€1 7N To < g 1) TP RPRSPRPN 141
7.19.3.2 V= o o1 o 1 T g (T 141
7.194 M S INfOrMELTON ElEMENES.......eeiieeieieeee bbbt b et et e e bbb ene e e enne e 141
7.194.1 ACTIVELION THMIE....c ettt b bt e h e a et eee e b e bt sh e e e e e et e sbenbeeneeneeneennas 141
7.19.4.2 DRX PAIaIMELEIS......c.eeiiiiiiee e e e e s s s s r e b 142
7.194.21 CN domain specific DRX cycle length COEffiCients. ..o 142
7.19.4.2.2 GERAN DRX cyclelength COEffiCIaNt. ..o 142
7.194.2.3 PAGING GIOUPD.....eeeeteieeieetest ettt sttt ettt bbbt b e e bt e b se e bt eb e se et eb e se et et et ebesb e e ebesbeneeneas 142
7.194.3 Generic state transition rules depending on received information elements............ccccoeveveiennienenens 143
7.19.4.4 CIphering MOOE INTO ....c.veiese e e s et e e et e etesnaesneesreesreenseensenns 144
7.19.4.5 Integrity ProteCtion MO INFO........cuciieiiee et e e e e naesneesnaesrees 146
7.19.451 LT 0T o PR 146
7.19.45.2 Initialization of Integrity ProtectionThe MS shall:........ccco oo 147
7.19.45.3 Integrity Protection Re-configuration for SBSS ReElOCALION..........c.ccoveevveciriie e 148
7.19.454 Integrity Protection modification in case of new keys or initialisation of signalling connection..149
7.19.4.6 INEEGITLY CHECK INFO ...ttt bbb bbb 149
7.19.4.7 =TT N O I SRS 150
7.19.4.8 RRC TransaCtion [AENEHIEN ..ottt e 150
7.19.4.9 Capability Update REQUIFEMENT .......cviiitiieiiete ettt sttt b e bbb e ebesnesneneas 153
7.19.5 Radio bearer information El@MENES.........ooo e e 153
7.1951 Signalling RB information 0 SEtUP [ISt.......coueiiirieirireeesie et 153
7.19.5.2 RAB INfOrmMation fOr SELUPD.......ueieeiie ettt et et te e e s e e e e s e eneeneeenes 154
7.195.3 RAB Information t0 RECONTIQUIE.......cuiiiieee ettt 155
7.195.4 RB iNfOrMation 10 SELUD .....eoveeieiieiee ettt ete et e st et te e se e s e saeesae et e sseesseesteense e seenseenseeneennes 155
7.1955 RB information t0 De affECIEA..........coieieeeer e e 156
7.19.5.6 RB information t0 rECONTIQUIE.......ccuieiieie ettt s sre et e te e be e eeeneeneeenes 157
7.195.7 RB INfOrmation t0 REIEASE. ..ot e e 157
7.19.5.8 RB With PDCP INfOrMEEION ...cvieiitieeeeeie ettt sttt st e e e e e saeeneeneeneeees 157
7.19.5.9 [0 ) OO PPTPEUPTUPTPRSTPPTPRON 158
7.19.5.10 IO | o TSRS 158
7.195.11 L0 | 0 o PSSO 158
7.19.5.11a PDCP context rel0CatON INO........cciiieeeeese et s e e e 158
7.195.12 L DO S NV | o o TS PSSR 159
7.19.5.13 NAS SynchroniSation INAICALON ...........c.eceeiiesieeee e e e et saesre e reeneeneeenes 159
7.19.5.14 Physical Channel ConfiguIation...........cooieiieir et ne e 159
7.19.6 Physical ChannEl ParaMELENS..........cccuieieeieie et te e e s e s et e e et essaessaesteesseeeesnnesaeesaeenseensenns 159
7.196.1 DBPSCH DESCIPLION. .....eteieteiteseeiesiesie sttt sttt sttt se et see e sbeseesesbeseesesbeseesesbessenesbesteneetensenens 159
7.19.6.2 S R e O I = = 1 0= = £ SRS 164
8 Handling of unknown, unforeseen, and erroneous ProtoCol data............ccceeveeeeerierenerenese e 165
8.1 LT 0T U RRRN 165
8.2 CSN.1 Violation OF €NCOUING EITO .....c.eeueriiieeertiietertere ettt sb et b bbb b e bbb b e e st b e e st sbe e 165
8.3 UNKNOWN OF UNTOrESEEN MESSAQE LY. .eevieieeieeiesiteseeseeesteesteetesstesseesteeste e teantesseesseesaeesseeseanseensesseessanssns 165
84 UNSOliCIted rECEIVE MESSAGE. ... eeiueesreeieeieetieseesee st esteete st e ste e te e teestessaesteeteentesssesaeesaeesaeeseenseensesnsessansnens 166
8.5 Unexpected Critical MESSA0JE EXLENSION .........ciiiieiiecee st esie e e s e s e e tesee e e steessesneesreesseeseenseensesneessansaes 166
8.6 Message with error [abel: *CONteNnt PArt EITOI .........ccoiieiieriee e se e e se e sreesre e te e eraesreesraesaeas 166
8.7 Unknown or unforeseen information element value, mandatory information element ...........c.ccccecevvcevienen. 167
8.8 Unexpected non-critical MESSAgE EXLENSION.........cccuiieereerieeieeees e eteeseesee e e steeeeseesreesseenseenseessesseessansans 167
8.9 Message With error [abel: ‘M ESSAgE ESCAPE .......coiiiriiiiirieieriereet ettt et et be et be e e b b seeneas 168
8.10 Handling of errorsin nested information ElEMENLS ..o 168
9 Message functional definitions and CONLENES..........coeervreerieii e e 169
9.1 LT o1 = SO RSTS 169
9.11 L1100 (0o (o] o FEO TSP RPN 169
9.1.2 Repetitions of Structure, 1E OF fIEld: .......c.oeoieeeeee et 170
9.1.3 Message format and error ADEIS. .......ocv et reereens 170
9131 LC T o1 - TSP 170
9.1.3.2 Message extension for new protocol Version in RRC ..........cccovveie e 171
91321 NON-CritiCal EXEENSION. ......oiiiieiieieeieee ettt e e e e et ese e e e ss e beseeseeeneeneeneeneas 171
9.1.3.2.2 (O] (o= I (1= T o SR 172

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 9 ETSI TS 144 118 V5.6.0 (2003-09)

9.1.323
91324

9.2
921
9211
9212
9213
9.2.2
9.2.3
9.24
9.25
9.2.6
9.2.7
9.2.7a
9.28
9.29
9.2.10
9211
9.2.12
9.2.13
9214
9.2.15
9.2.16
9.2.17
9.2.18
9.2.19
9.2.20
9.2.21
9.2.22
9.2.23
9224
9.2.25
9.2.26
9.2.27
9.2.28
9.2.29
9.2.30
9.2.31
9.2.32
9.2.33
9.2.34
9.2.35
9.2.36
9.2.37
9.2.38
9.2.39
9.2.40
9.241
9.2.42
9.2.43
9.244
9.2.45
9.2.46
9.2.47
9.2.48
9.2.49
9.2.50
9.2.51
9.2.52
9.2.53
9.2.54
9.2.55

EXEENSION OF TE'S ... ittt b et et e et b e sbeeb et nn e 172
'Message €SCAPE" EITON [ADEL.........eiee et 173
Messages for Radio RESOUICES MaNAgEMENL..........cciveieerieeie e eeesee e steesteestesee e e saeesreesseeteenseessesreesraesnens 173
GBINENAL ...ttt b b h b h e R R b e R R £ R £ e e e R Rt R e Rt R e e e e b e ebesheere e e ennennen 173
REFEIEINCES......eeee btttk h e bt e e e e et e bt s Rt eb e e e et e b e nb e beeaeene e e et e 173
DOWNIINK RRC MESSAJES. ... eeuveiueeiteeiteeite et eteaseesseasteesteestesssessessseesseesseasssassessesssesssesssessesssesssessssnes 175
UPHINK RRC MESSAJES. ....cteeevtrte sttt sttt sttt st sttt st et st se stk e st sbese e st sbess e st sbeas e st sbe s b e st ebe st et ebenbenene 176
L0 I | 5 I SRS 176
CELL UPDATE CONFIRM ...ttt sttt ettt st eseeseestesaeesesneeseeneessestesaessesneensessens 178
DEDICATED PAGING REQUEST ......ooiiiiit ittt sttt se e e aestesseese e e eeeseessestesneenesneensees 180
DOWNLINK DIRECT TRANSFER......ccoitit ettt st ne e e seeseeseeeneees 181
EXTENDED MEASUREMENT ORDER ......ccccctiiiiinieiriinieisiesieiesie st sese st snenes 181
EXTENDED MEASUREMENT REPORT .....coiitiiiiirieisieseee sttt ettt sae st 181
ENHANCED MEASUREMENT REPORT ......coctitiiiiriiieesieie sttt st es 182
GERAN MOBILITY INFORMATION ..ottt sttt st sttt st e stesaeneees 182
GERAN MOBILITY INFORMATION CONFIRM ....coctiiiiiiiienieisie st 183
GERAN MOBILITY INFORMATION FAILURE........cccceititieitrerieesie ettt 185
GRA UPDATE .. ettt sttt st s h e a et e e s e e s be s be e Rt es e e meeneese e eesaeeaeeneensenbeseesseeneensennens 185
GRA UPDATE CONFIRM ...ttt ettt sttt st s neeseesteseeetesseeseeneessaseeseessesneensessens 186
(70T ) SO SO TSP P TSR PT ST PRS 187
HANDOVER COMPLETE ..ottt sttt ettt ettt esbe st sresaeeneeneeseenbesaeeneeneeneenes 187
HANDOVER FATLURE ...ttt et sttt et et eneeseesbesaesseeneeneeneesaesesneeneeneensenes 188
HANDOVER FROM GERAN [U COMMAND ..ottt st e e e 189
INITIAL DIRECT TRANSHFER......coiiitiieiriee ettt sttt et nae e 190
INTER SYSTEM TO CDMA2000 HANDOVER COMMAND ....coooiiiiieinieieesenieesie e 190
INTER SYSTEM TO UTRAN HANDOVER COMMAND .....oooiiiiieiinieieese e 192
LCS DOWNLINK INFORMATION ...ouiiiiieiirierieesiesteesiesse st sssses e s e stessssestenessestensssessenssssssenes 193
LCS UPLINK INFORMATION. ....cciitirieirtesieiseseesiesie st s et esse e e ssesbe e ssesse e ssessenessessessenenns 193
MEASUREMENT INFORMATION ....ooiiiiiiieiriiieisieiees ettt sse st sae st s stensenestenseseens 194
MEASUREMENT REPORT ..ottt sttt et ee ettt e e seesbeseeseesaeeneeneeneenseseesneeneenseses 194
MS CAPABILITY ENQUIRY ...ttt sttt se e st stesaeese e e eteseeseeseesaeeneeneensenes 194
MS CAPABILITY INFORMATION ..ottt ettt rie ettt e et ne e e e eneeseestessesneeneeneensenes 195
MS CAPABILITY INFORMATION CONFIRM .....cciiiiiiiiieieeee et st 196
(70T ) SO SO TSP P TSR PT ST PRS 197
RADIO BEARER RECONFIGURATION .....coiiieiiriiieisiesieesesie sttt ees 197
RADIO BEARER RECONFIGURATION COMPLETE .......coviiiiiiirieesese et 199
RADIO BEARER RECONFIGURATION FAILURE .......cooeiiiieienieesese e 201
RADIO BEARER RELEASE..........oot ittt ettt sttt 201
RADIO BEARER RELEASE COMPLETE.......c.coiiiiisiiieiecseie et 203
RADIO BEARER RELEASE FAILURE........ccoiiiiriiistsie et 205
RADIO BEARER SETUP......oi ittt sttt ettt ae st e e e e seesaesbesaeeneeneeneenes 205
RADIO BEARER SETUP COMPLETE ......ci ittt sttt 207
RADIO BEARER SETUP FAILURE ...ttt sttt sttt sae e sne e e 208
RRC CONNECTION REJECT ....oiiiteiieieiienie st st ce e sae e steste e eseesee e seessesaesneeseeneenseseessessessessesnsenseses 209
RRC CONNECTION RELEASE ...ttt st se e e s sn e e e 210
RRC CONNECTION RELEASE COMPLETE .....ccociiiiert ettt st e 211
RRC CONNECTION REQUEST ......coctiiiitirieisiisieisie st esie ettt e st ne s stenaeneens 211
RRC CONNECTION SETUP ...ttt ettt sttt st sbe e ene 212
RRC CONNECTION SETUP COMPLETE ..ottt ettt 213
OS] 17N 16 1S ST TS 214
RRC FATLURE INFO ...ttt ettt ettt sttt 214
SECURITY MODE COMMAND .....ooiiititiieitsiesiete sttt sttt et sttt e st see st st s st seesesbenessessenaeneens 215
SECURITY MODE COMPLETE ... ittt sttt st eeseesbeseestesneeneeneens 216
SECURITY MODE FATLURE ...ttt sttt see st s eseese e e enteseeseesneeneeneens 216
SIGNALLING CONNECTION RELEASE ..ottt et eneeeens 217
SIGNALLING CONNECTION RELEASE INDICATION. .....cciteieniesieeteseeeeeseeseeee st ste e sseeeeseeneesnens 217
(70T ) SO SO TSP P TSR PT ST PRS 218
SYSTEM INFORMATION 5.ttt sttt st sttt s sttt st ettt sbesae e 218
SYSTEM INFORMATION BhiS.....iiiiieiiieieeisiereee sttt sttt sttt ettt sae e 218
SY STEM INFORMATION BEON....cueitiiieiiieieeesieseee sttt sttt st st se s st e et sbe e sbe s e ens 218
SY STEM INFORMATION B.....oveuieiiieiieieseeie ettt sttt ettt see e st sbe e b st esbestensenesbesaeneens 219
70T ) ISP 219

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 10 ETSI TS 144 118 V5.6.0 (2003-09)

9.2.56
9.2.57
9.2.58
9.3
931
932
9.3.3
9.34
9.35
9.3.6
9.3.7
9.38
9.39
9.3.10
9.3.11
9.3.12
9.3.13
9.3.14
9.3.15
9.3.16
9.3.17
9.3.18
9.3.19
9.3.20
9.3.21
9.3.22
9.3.23
9324
9.3.25
9.3.26
9.3.27
9.3.28
9.3.29
9.3.30
9.3.31
9.3.32
9.3.33
9.3.34
9.3.35
9.3.36
9.3.37
9.3.38
9.3.39
9.3.40
9341
9.3.42
9.3.43
9344
9.3.45
9.3.46
9.3.47
9.3.48
9.3.49
9.3.50
9.3.51
9.3.52
9.3.53
9.3.54
9.3.55
9.3.56
9.3.57
9.3.58

UPLINK DIRECT TRANSFER ......c.cootitiiiiesese ettt sttt nae e 219
GERAN lumode DTM REQUEST .......ccoiiiiirieese ettt sttt sttt st st nae e 220
GERAN [umOde DTM REJECT ....cooiiiiieieiieieeie ettt st st s st s st se e st seese st saenestesaeneens 220
INFOrMELION ETEMENTS..... .ot et b ettt e e bbbt bt bt et e b e b sbeebeeneense e enas 221
F o A7 (o o I 0= PRSP PO PP USSP 221
2 I A ST SS 221
BA RANGE ..o e e e e e 221
Capahility Update REQUITEMENT..........ceiiiieiite ettt b e et 222
CDMA2000 M'S SECUFitY CaPEDINTITY .....eeveieeeiteieeeete ettt 222
Cell ChanNEl DESCITPIION. .....eeueiteeetistee ettt ettt sttt ettt b e et b e st b et b e bt b e b e et b e sa e b e b 222
(O IR D= ol T o 1 o] o [T OO SO SRSOR PSSP ST UTP 223
(Oc B ol = (X O T RS 223
(@1 7= a1 gTc I I T ot o (o) o USSR 223
Channel DESCIIPLION 2 ....eeeeeieeie e eteestee e s e ee e s e e s te et e e e e eseeste e te e e eatessaesaeesreenseenseenseenseansennenssnesnens 224
CRENNEL MO, ...ttt e b e h e a et e e e b sh e e bt s st eb e e e e b e sbesaeebe e e enneneen 224
CRENNEL MO 2.t s e bbbt bt et e e st e b e s bt ehe e e e b e sbesbeebe e e ennennen 224
(O To 0= T a0 AN [ o 11 oo RS 225
CIPhErTNG MOOE INFO ...ttt st b et b et b e a et b b 225
CN DOMAIN TABNEILY . ...ttt bbb et b e et bt b e b e et b e bbb 226
CN Domain Specific DRX Cycle Length COEffiCient ..o 226
L NI g1 1T 407 1Ko ] T 1 1 o SRR 226
CN INfOrmation TNFO FULL.........ooii et se et e e e sbeseesre e e eneeneens 227
DBPSCH DESCIIPLION ...ttt bbb et b et b b 228
DyNamiC ARFCN MaEDPING ...cueeiueeieeiieeieetieeeseesteetesstessaesseesseesseessesnssasessseasseessesssessssssesssesssssseessesnsenns 230
EStaDli SHMENT CAUSE.....c.eeeeeeie ettt bbbttt e e e bt bbb e e e sb e besbeene e e et e 231
EXPITration TIME FACLON .......cciiie ettt et e e st et e e e et e esaessaesaeesaeeneesnnesaeasaeenseensenns 231
(= 1S T oo TSR PRSP 232
FAITUPE CAUSE ... ettt bbbt b e bt bt ae bt e e et e e b e e Rt eb e e Rt e bt e st e s e s e e eb e e bt ebeene e e et e 232
Failure Cause and Error INFOrMELTON .........couiiuiiiierieiieieie sttt st sn e s e 232
FrequenCy Channel SEOUEINCE...........cui ittt b e b 233
FPEOUENCY LISE ..ottt bbbt b bbb 233
FreqUENCY SNOTE LiSE.... oottt bbbt b et 234
GERAN DRX Cycle Length COeffiCIEaNt.........ccceoiiiiiie e 234
GRA TABNEITY .ttt bbbt h e b e b e b e bt b e e bt e bt e bt e b e s e e st eb e s e et eb et et ebe b e 234
GRA UPAAE CBUSE......c.eeeeieeieieeeteesteestee e e e s teseeseesaeesseeseesseaseessaesteesteesseasseaseesseesseasseenseenseensensenssensnes 235
LT N ISP 235
GSM M S SECUILY CaPaDiliTy . .cveivereererieieierieeee ettt sttt sa et be e 235
HENAOVE! REFEIENCE ...ttt et bbbt e b e et b e s bt e b e et e e e e e sb e e besaeene e e et e 236
LRI Y RS o < o) 2SS 236
100 T Y 1= o Q1 g o SR PS 237
Integrity Protection ACHVAiON INFO.........ooiiiieee bbb 238
Integrity ProteCtion AlGOMTIML. ..o e 238
Integrity ProteCtion MOTE INFO ... bbb 239
(70T ) SO SO TSP P TSR PT ST PRS 239
INtraDOMain NAS NOUE SEIECLOT .......oeeiiieee e e ene e e 239
YKo o L= | [ o= o o RS 240
MODIIE TimME DITFEIEINCE ...ttt bbbt bt a et bbbt ene e e e 240
MS GERAN A/Gb mode Radio ACCESS Capability ........cccviveiiiceeiiesiese e 241
MS GERAN lu mode Radio AcCess Capability .......ccceeveeierieiee e ee e ee et 241
MS GERAN 1u mode RLC Capability ........ccoeeririeiriirieiseseesesie sttt st 242
MS RF Capability GSM .......ooeiiiiieiiiiieisie ettt ettt sttt s be it sbe st e ene 243
MS Multi-Mode and Multi-RAT Capability ........cccureiriiirireisieseses e s 246
MS Measurement Capability ..........ooeiiirieiiier bbb 247
MS POSitioning Capability ..........cciiieiriiieri bbb 247
MS Timers and Constants in RRC-Connected MOUE............couririiieiriiieeneseeee e 248
MUItIREEE CONFIGUIBLION........etieeetiieieeeterieeet ettt b bbbt b et nb e b 249
U1 EES o Y oo o o SR 249
INAS IMEBSSAJE ...ttt ettt st ettt e bt s bt e e bt e sa b e e et e e sa ke e sabe e sa b e e aabeesabe e ebe e e beeenbeeenbeeenree e e 250
VNSRSV, ook o0 aTTc= 1) 1 1 g1 {0 TSR 250
NAS System INfOrmMation GSM=MAP .......c.oi et te e s e e sreesteeaeenseenseens 250
L T 1o T L = PR 251
Paging RECOrd TYPE IUENLITIEN ......eeieee et e s e e e s neesaeesneenreenneens 251

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 11 ETSI TS 144 118 V5.6.0 (2003-09)

9.3.59
9.3.60
9.3.61
9.3.62
9.3.63
9.3.64
9.3.65
9.3.66
9.3.67
9.3.68
9.3.69
9.3.70
9.3.71
9.3.72
9.3.73
9.3.74
9.3.75
9.3.76
9.3.77
9.3.78
9.3.79
9.3.80
9.3.81
9.3.82
9.3.83
9.3.84
9.3.85
9.3.86
9.3.87
9.3.88
9.3.89
9.3.90
9.3.91
9.3.92
9.3.93
9.3.94
9.3.95
9.3.95a
9.3.96
9.3.96a
9.3.97
9.3.98
9.3.99
9.3.100
9.3.101
9.3.102
9.3.103
9.3.104
9.3.105
9.3.106
9.3.107
9.3.108
9.3.108a
9.3.109
9.3.110
9.3.111
9.3.112
9.3.113
9.3.114
9.3.115
9.3.116
9.4

L D@ e = a o 1 OSSPSR 251
L D@ | ) o TSRS 253
L D@ S VN | o o TSP 256
Physical Channel CONfIQUILiON ..........cecieiiieiecie et e s e e teenaesraesreesaeesneenseesenns 257
LI I o U= 1 ST 257
POWES COMIMENG ...ttt bbb et b e ae b e et e e e b e s e e bt s ae e bt e ae e e e e e sbeebesaeene e e ennenes 258
Power CommBaNd N ACCESS TYPE ....vcuereiieiirierieeeie sttt ettt b et sb et sb e bt sb e ne e 258
(VOIE) ettt b e b e b e he bR R R R AR SRR R AR R Rt b e et b et b et e 258
(70T ) SO TSSOSO PSSP S TSP SRS 258
(70T ) SO SO TSP P TSR PT ST PRS 258
PrOtOCOI EITON CAUSE......ccuvicteeitieitee et et et et e et e e te e be et e ebesaeesaeesreesaeeseeaseeaseeseasbeesbeestesnsesnsesanesaeesseenseetenns 258
ProtOCOl EXTOr INQICALOT .......c.eiieieiterie ettt ettt b et b e e e sn b bt ene e e e e 259
Protocol Error INFOMMBLION ........couiitiiiiieieeeee ettt et e e e b s ene e e 259
TN S T 1= Y2 ST 259
N = o1 o TSP 260
T S g1 {1 o= OSSPSR 260
RAB INfOrmMation fOr SELUD ......eeieeiieieere et ee et e e ssaesaeesaeesaesnnesneesnnenseensenns 261
RAB INformation t0 RECONTFIGUIE .........eeiuiiiiieeiriee et 261
RB ACHVAHON TIME INFO ..ttt et e b et e et e eaeesbeesneesanesaeesaeenbeentenns 261
RB COUNT-C INfOrMBLION ......eeceiiiicieecie ettt ettt e tesee st ste e ae et e eaeeebeasbe e beenbesssesaeesaeesaeesseenseensenns 262
RB COUNT-C MSB INfOrMALION.....cccuiiiiiiiieiectie ettt sttt e e et esba e beetesaesaeesaeesaeenreenreens 263
RB TAENEITY. ...ttt bbbt bbbt b et b et b n e 263
RB INformation t0 BE ATECLEA.........ooui ettt et e s s ae e sae e beereens 263
RB INformation t0 RECONTIQUIE ........coiuiiie ettt e te e sae e e e e sneenseenneens 264
RB INfOrmation 10 REIEASE ........oouiiiiiieieee et et sn b st ne e e 264
RB INfOrMatioN T0 SEIUD .. ..oiveiieiee e ettt ee e et e e sae et e ssaesbeeste e tesnaesnnesaeesneenseensenns 265
R T 00T= T 0l o= (o USSP PR USUSPP 265
RB With PDCP INFOMMIBLION.......eeitiitiiiieiieeeie ettt sttt bbb seesn et saeene e e e e 265
70T ) ISP 266
RE-EStADli SNMENT LIMIET ... .o sttt e s be et e et e eaaesbeesneesanesaeasaeenreenseens 266
REECHTON CBLISE ...ttt b bbbt bbbt b b e bt b st b et et b et 266
REIEASE CAUSE.....c.eeiteeteete ettt ettt e et et e et e e besaeesaeesheesae e seeaseeaeeebeaebeenbeenteenseensesnnesaeesaeanseentenns 266
RLC INfO .ttt et e b e et e et e s aeesaeesheesae e seeaseeaseeaeaebeebaesbeentesneesnnesaeesseenreenrenns 267
IO o | N R 267
RPLIMN TNFOFMBLION. ...ttt ettt bt e bbbt bt ae et e sb e b e sbeene e e enne e 268
RO O 1= ST SRTS 269
RRC Packet DOWNIINK ASSIGNIMENT.......ccuiiiieiecieseeeeesieseeseese e ae e e eaaesseasseebeestesssessaesseesaeesseenseensenns 269
RRC Packet DOWNIINK ASSIGNIMENT 2.......ociiiieeieeiesieseeiesee e se e eete e ssaesseestaesteesesaessnesaeesseenseensenns 271
RRC Packet UplinK ASSIGNIMENL.........ccoiiieiieeeie e ee e este s s eese et esae e e seeseestessaessaesseesneesseenseensenns 271
RRC Packet UplinK ASSIGNMENT 2........cocieiecieeie e see e esieses s e se s et eaesseasseesseesteesaessaesseesaeesseenseensenns 274
RRC S INAICALON .......eeivieiteeeieee ettt et e st e et e s e e s e e s beebeeaeeeaeasbeesbaesbeensesnsesanesaessaeenseentenns 276
RRC TranSaCtion [AENEHFIEr .........ceiiieee ettt e ae s aae st s e e sae e saeenbeenteens 276
SBPSCH DESCIIION ...ttt sttt sttt ettt et b e bbbt b e sb et b e s e et b e e et et e ne et eb e ne e 276
SECULY CAPBDITTY ..ottt bbb et b e et b e et b e bbb b re e 277
Signalling RB INfOrmMation TO SEIUD .....c.ceuerueieeieerie ettt ettt 278
S 17 RSP RRSRRN 278
1= T 0 0 1= S 279
SyNChroniZatiON INAICALION .........cciiiieeeeiee ettt e e e ae s ee e e sreesseenseenseeneeenaessaesneas 279
LI DL L= (= T PSSP VPR URUSTP 279
TIMING AGVENCE ....c.eeeeee ettt e e st e e e e st e s e saeesaeesseenseenteesteeseessaesseesseesseansesnnesneesnennseansennsenns 280
TransMiSSION RLC DiSCAIT.......cceiiiieieieie ettt sttt b et he e e b e bt enee e ennas 280
UE UTRAN Radio ACCESS Capability .......ccveiiieiieiieiiesie e ste e sttt et e et ssaesae e neesneenneenneens 280
UE UTRAN Predefined Configuration Status Information ............ccoeeeerenrinennenec e 281
UE UTRAN Radio Access Capability EXIENSION .......c.coiiiiiieiriieinesieese e 281
UE CDMA2000 Radio ACCESS Capability .........coirieiriiieirieiee et 282
LW AN NN = o I R 282
VA T ettt ettt e et e e b e et e s aeesaeesaeesbeeseeaseeaseeaeeebe e baenbeenbeessesnsesaeesaeesanasseanseentenns 282
Iu mode Channel REQUESE DESCIIPLION. .........iceeeierieeeeiesieseeseese e e e eee s e e eteeseessaessaesseesreesaeenseensenns 282
LAV L T o (o= o o OSSP PRSP 283
70T ) ISP 283
PDCP Context RElOCALON TNFO......c.eiieiiiiiee et sn e b st se e e 283
Multiplicity values and type CONSITAINT VAIUES .........ccueeieeieiiesiee et ste e et e e snaesraesneas 284

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 12 ETSI TS 144 118 V5.6.0 (2003-09)

10 Protocol timers, counters, other parameters and default configurations...........ccccccvveeveceevecceece e, 286
101 THMEISTON IMS ettt b et b ettt se e bt bt e b e e ae e b e b e se e eb e s Rt eb e e ae et e beseeebesaeeneeneenean 286
10.1a TiMErs 0N the NEIWOTK SIOE .....c.eeiui ettt b et b e it et e et e bbb e sbesaeesee e eeas 286
10.2 L0 o TH g1 = £ (] 1V S T USRS 287
10.3 M'S CONSEANES QN PAFAMELET'S ...ttt ettt bbbt b et e bbbt b e eb e b e e bt s b e s e sesb e b e e e s nneneenis 287
10.3a NEtWOrk CONSEANES 8N PAIAMELEIS. ... .c.eiririiietirt ettt bbbt e e b bbbt nenn e enis 287
104 T ISRV = o] 1= SRR 287
10.4.0 L1 SRR 287
10.4.1 CELL_UPDATE _STARTED.....ci ittt ettt st stee s te e ae e s ae e saa e e s teaenae e snteesnteesnteasnsessnseesnsenn 289
10.4.2 CIPHERING _STATUS . ...ttt sttt sttt st st s b e bt s be e b e s be e besbeseenesbesaeneens 289
10.4.3 ESTABLISHED_SIGNALLING_CONNECTIONS ......cccoiiiieinisieeeesie et 290
10.4.4 ESTABLISHMENT _CAUSE ..ottt sttt s et s be e ene 290
10.4.5 ESTABLISHED _RABS ..ottt sttt ettt st e b et s sbe e e ene 291
10.4.6 FATLURE_CAUSE ...ttt e ettt ettt st et be st e 292
10.4.7 FATLURE_INDICATOR. ... cctitietiitisieisiesteeste st ettt sttt be s s be e et s be e esesbessenesbensenesbesseneans 292
10.4.8 (€] N 1 1 N N I 2SS 292
10.4.9 L VI SRS 293
10.4.10 INITIAL _MS IDENTITY oottt s et e st ettt s et e st s et e et e e nse e e teeeseeessaeeaneeesseeennneensaeennenees 293
10.4.11 INCOMPATIBLE _SECURITY_RECONFIGURATION......coitieiiieiiieciteesteseiteesieeesieesseeesaeesssaeennee e 293
10.4.12 INTEGRITY_PROTECTION_ACTIVATION _INFO.....cci ettt eseeestee e ee e sstee e 293
10.4.13 INTEGRITY _PROTECTION _INFO ....iiiiiii ettt ettt s et s e st e st senseesnteesneesnresennneens 294
10.4.14 INVALID_CONFIGURATION ...coouiitiiieiistiieiesiesie sttt sttt e sbensssesbenaeneens 295
10.4.14a LATEST_CONFIGURED_CN_DOMAIN ..ottt ettt ees 295
10.4.15 MS_CAPABILITY_REQUESTED.......cccctitiiriiiee sttt ettt sae e 296
10.4.16 MS_CAPABILITY_TRANSFERRED.........ccciotrtiririeieesiese sttt st nne e 296
10.4.17 ORDERED_RECONHFIGURATION.....ccutititiitiieierieieeteste et see et saeesteseeesseseesessesaesessessesessessesessesseneesens 297
10.4.18 PDCP_SN_INFO....oceiveeieeeeeieeseseeesessessesssssesssssesssssssssssssssasssssesssssssssssssssssssssssssssssssssssssssssesssssssssssessnsenes 297
10.4.19 PROTOCOL_ERROR _INDICATOR .....ciiiiieiieectit e st e sttt e st e sateasseesteasssessntesassessntesansessnsasanseesnsesenseesns 297
10.4.20 PROTOCOL_ERROR _INFORMATION .....iciiiiiiteiieeiieesteesiteesteesteesseesstessseesntessseesnsessseesnsessnsessnes 298
10.4.21 PROTOCOL_ERROR _REJECT ....cccuiieiieeitite st e sttt e st e ste e st e sateasseesateasseesntessnseesnsessnsessnsessnsessnsesansenens 298
10.4.22 RB_TIMER _INDICATOR.... .ot iteectit sttt ste et s e st e s te e st esteesabe e e see s teeaseeentaseaseeesaeanneeenseeenseeens 298
10.4.23 RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.....cotiii et esee e sae e 299
10.4.24 START_THRESHOLD ..ottt sttt st st sttt e see st ebesaeseebeseeneebesbeneeseseeneenens 299
10.4.25 START_VALUE_TO_TRANSMIT ...ttt sttt ses b st e besseeesesseesseseenesseseeneesens 299
10.4.26 TRANSACTIONS ..ottt sttt sttt et b e s b et e st s b et e st s s et e st e besseseebe s eneebesteneeseseeneenen 300
10.4.27 TIMERS_AND_CONSTANTS. ...ttt sttt sttt s et se st e s b e sseseese st ensesessanesseseeneens 300
10.4.28 UNSUPPORTED_CONFIGURATION .....oiitiieieiesiesieie ettt sttt sttt sttt saene s 300
10.4.29 SECURITY _MODIFICATION. .. .ccuiiitiitireetisiesietesteseeesteseetesteseesesieseesesteseesesteseesessesaesesseseesessesessessessesens 301
S 0= o o 1 o 1 o) 1 302
111 Provision and reception of RRC information between network NOAES............ccoeeerincninieereeeseeees 302
1111 LT 1 SRR 302
11.1.2 General error handling for RRC messages exchanged between network nodes...........cccocveceecvecesnenen, 302
11.1.3 RRC Information to target GERAN [UMOAE BSS ..........oooiiie e 303
11.1.4 RRC information, target BSST0 SOUrCE BSS........coviiiiiiciece ettt eneens 304
11.15 RRC messages exchanged between NEtWOrk NOUES...........ueieeieereeie e ens 304
11.15.0 RADIO BEARER RECONFIGURATION. ....coctiiiiirieieesieiees ettt 304
11151 INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES.......cccoviirerineeeeieae 304
11.15.2 SBSS RELOCATION INFO.....iii ettt e s te s st be s steesnte e steesnteesteeensaeesnneesnnes 305
11.15.3 RFC 3095 CONTEXT INFO ....ooiitieiee ittt et e e tae e e e tae e saae e stteesaaeessteesnaeesnteesnsessnseesnsenan 308
11.2 Provision and reception of RRC security information between network nodes............coveveerniencneene, 310
11.21 L7 1 RSP RRSRN 310
11.2.2 RRC Security Information, from GERAN-A/GDH to0 GERAN-IU ......ccoiiiiiiieeerereeeeeee e 310
11.2.3 RRC Security Information, from GERAN [u mode/UTRAN to GERAN lumode..........ccccovevvecvnnnnnnnns 311
11.2.4 RRC Security Information, from GERAN TUTO UTRAN ........ooci ittt 313
11.3 HFN mapping rules for radio bearer using non-transparent mode RLC..........cccocovveevieeveeve e 313
Annex A (informative): ChangE HISIOTY ..o s 314
[ 1S 0] YOS 315

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 13 ETSI TS 144 118 V5.6.0 (2003-09)

Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

1.1 General

The present document specifies the procedures used at the radio interface (Reference Point Um, see 3GPP TS 24.002)
for Radio Resource management. The Radio Resource Control Protocol (RRC) is specified. RRC is the Radio Resource
control plane protocol for Radio Resource management that is used when a mobile station is operating in lu mode.

Notation "Reserved sub-clause number" is used to indicate which sub-clauses of the specification were moved from this
part of the standard to the other part when this standard was split between RAN and CN parts.

When the notations for "further study” or "FS' or "FFS" are present in this specification they mean that the indicated
text is not a normative portion of this standard.

These procedures are defined in terms of messages exchanged over the control channels of the radio interface. The
control channels are described in 3GPP TS 44.003.

The structured functions and procedures of this protocol and the relationship with other layers and entities are described
in general termsin 3GPP TS 24.007.

1.2 Scope of the Technical Specification

The procedures currently described in the present document are for radio resource management for circuit switched and
GPRS services.

3GPP TS 24.010 contains functional procedures for support of supplementary services.
3GPP TS 24.011 contains functional procedures for support of point-to-point short message services.
3GPP TS 44.012 contains functional description of short message cell broadcast.

3GPP TS 44.060 contains procedures for radio link control and medium access control (RLC/MAC) of packet data
physical channels.

3GPP TS 44.071 contains functional descriptions and procedures for support of location services.
3GPP TS 24.008 contains the procedures for CN protocols.

NOTE: "layer 3" includes the functions and protocols described in this Technical Specification. The terms "data
link layer" and "layer 2" are used interchangeably to refer to the layer immediately below layer 3.

1.3 Application to the interface structures

The layer 3 procedures apply to the interface structures defined in 3GPP TS 44.003. They use the functions and services
provided by layer 2 defined in 3GPP TS 44.005 and 3GPP TS 44.006. 3GPP TS 24.007 gives the general description of
layer 3 including procedures, messages format and error handling.

1.4 Structure of layer 3 procedures

A building block method is used to describe the layer 3 procedures.

The basic building blocks are "elementary procedures’ provided by the protocol control entities of the three sublayers,
i.e. radio resource management, mobility management and connection management sublayer.

Complete layer 3 transactions consist of specific sequences of elementary procedures. The term "structured procedure”
is used for these sequences.
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1.5 Test procedures

Test procedures of the GSM radio interface signalling are described in 3GPP TS 11.10 and 3GPP TS 11.2x series.

1.6 Applicability of implementations

NOTE: Thissub-clauseisFFS.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

« References are either specific (identified by date of publication, edition number, version number, etc.) or

non-specific.

* For aspecific reference, subsequent revisions do not apply.

« For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

(1]

3GPP TS 21.905:

"V ocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.011: " Service accessibility".

[3] 3GPP TS 23.003: "Numbering, addressing and identification".

[4] 3GPP TS 23.022: "Functions related to Mobile Station (MS) in idle mode”.

[5] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service Description; Stage 2".

[6] 3GPP TS 23.101: "General UMTS Architecture”.

[7] 3GPP TS 23.110: " UMTS Access Stratum; Services and Functions®.

[8] 3GPP TS 23.221: "Architectural requirements'.

[9] 3GPP TS 24.002: "GSM Public Land Mobile Network (PLMN) access reference configuration”.

[10] 3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects'.

[17] 3GPP TS 24.008: “Mobile radio interface layer 3 specification;Core Network Protocols - Stage 3”

[12] 3GPP TS 24.010: "Mobile radio interface layer 3 Supplementary services specification; General
aspects’.

[13] 3GPP TS 24.011: "Point-to-point (PP) Short Message Service (SMS) support on mobile radio
interface”.

[14] 3GPP TS 24.080: "Mobile radio interface layer 3 supplementary services specification Formats
and coding".

[15] 3GPP TS 25.323: "Packet Data Convergence Protocol (PDCP) Specification”.

[16] 3GPP TS 25.331: "Radio Access Network; RRC Protocol Specification”.

[17] 3GPP TS 31.102: "Characteristics of the USIM Application”.

[18] 3GPP TS 33.102: "3G Security; Security Architecture”.

[19] 3GPP TS 43.013: "Discontinuous Reception (DRX) in the GSM system'”.
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[20]
[21]
[22]
[23]
[24]

[25]

[26]

[27]

[28]

[29]
[30]

[38]

[39]

[40]

[41]

[42]

3GPP TS 43.051: "Radio Access Network; Overall description Stage 2.

3GPP TS 43.059: "Functional Stage 2 Description of Location Servicesin GERAN".
3GPP TS 44.004: "Layer 1 General requirements’.

3GPP TS 44.005: "DataLink (DL) layer General aspects'.

3GPP TS 44.006: "Mobile Station - Base Station System (M S - BSS) interface Data Link (DL)
layer specification™.

3GPP TS 44.003: "Mobile Station Base Station System (M S - BSS) interface Channel structures
and access capabilities’.

3GPP TS 44.012: " Short Message Service Cell Broadcast (SMSCB) support on the mobile radio
interface”.

3GPP TS 44.018:" GSM EDGE Radio Access Network, Mobile radio interface layer 3
specification, Radio Resource Control Protocol”

3GPP TS 44.031: "Location Services,Mobile Station (MS) — Serving Mobile Location Centre
(SMLC); Radio Resource LCS Protocol (RRLP)".

3GPP TS 44.071: "Mobile radio interface layer 3 location services specification.

3GPP TS 44.060: "General Packet Radio Service (GPRS); Mobile Station - Base Station System
(MS-BSS) interface; Radio Link Control and Medium Access Control (RLC/MAC) layer
specification”.

3GPP TS 44.160: "General Packet Radio Service (GPRS); Mobile Station - Base Station System
(MS-BSS) interface; Radio Link Control and Medium Access Control (RLC/MAC) layer
specification, lu mode".

3GPP TS 45.002: "Multiplexing and multiple access on the radio path".
3GPP TS 45.005: "Radio transmission and reception”.

3GPP TS 45.008: "Radio subsystem link control™.

3GPP TS 45.010: "Radio subsystem synchronization".

3GPP TS 51.010: "Mobile Station (MS) conformity specification”.

ITU-T Recommendation Q.931: ISDN user-network interface layer 3 specification for basic
control".

TIA/EIA/IS-2000-5-A; "Upper Layer (Layer 3) Signaling Standard for cdma2000 Spread
Spectrum Systems”.

TIA/EIA/IS-833:; "Multi-Carrier Specification for Spread Spectrum Systems on GSM MAP (MC-
MAP) (Lower Layers Air Interface)".

TIA/EIA/IS-2000-4-A: "Signaling Link Access Control (LAC) Standard for cdma2000 Spread
Spectrum Systems”.

Michel MOULY, “CSN.1 Specification, Version 2.0”, Cell & Sys, ISBN: 2-9510062-0-9.
Web: http://perso.wanadoo.fr/cell.sys.

IANA ROHC profile identifier definition (http://www.iana.org/assignments/rohc-pro-ids)
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3 Definitions, symbols and abbreviations

3.1 Definitions

The following terms are used in this Technical Specification:

A/Gb mode: mode of operation of the MS when connected to the Core Network via GERAN and the A and/or Gb
interfaces.

Access Stratum (AS): defined in 3GPP TS 23.101.
Non Access Stratum (NAS): defined in 3GPP TS 21.905.
RR idle: defined in 3GPP TS 44.018.

u mode: mode of operation of the MS when connected to the Core Network via GERAN or UTRAN and the lu
interface.

RR: Radio Resource control plane protocol for radio resource management that is used when a mobile station is
operating in A/Gb mode.

RRC: Radio Resource control plane protocol for radio resource management that is used when a mobile station is
operating in lu mode.

RRC Connection: A point-to-point bi-directional connection between RRC peer entities in the M S and the GERAN
characterised by the alocation of a G-RNTI. An MS has either zero or one RRC connection.

RRC-Idle mode: In RRC-Idle mode, the M'S has no established RRC connection.
RRC-Connected mode: In RRC-Connected mode, the M S has an established RRC connection.

Inter-RAT handover: indicates the transfer of the connection, under the control of the network, between the M S and
two different radio access technologies (e.g. UMTS to GERAN |u mode).

I nter-mode handover: indicates the transfer of the connection, under the control of the network, between the MS and
GERAN lu mode to/from GERAN A/Gb mode.

RR group receive mode: defined in 3GPP TS 44.018.
RR dedicated mode: defined in 3GPP TS 44.018.

RR group transmit mode: defined in 3GPP TS 44.018.
RR packet idle mode: defined in 3GPP TS 44.018.

RR packet transfer mode: defined in 3GPP TS 44.018.
RR dual transfer mode: defined in 3GPP TS 44.018.

"channel set": is used to identify TCHs that carry related user information flows, e.g., in amultislot configuration used
to support circuit switched connection(s), which therefore need to be handled together.

Temporary block flow (TBF): is defined in 3GPP TS 44.060.

RLC/MAC block: A RLC/MAC block is the protocol data unit exchanged between RLC/MAC entities, see
3GPP TS 44.060.

The network modes of operation for GERAN lu mode are:

NMO I: the network has a Gs interface. The network sends CS paging and PS paging messages for an
attached M S viathe SGSN and the lu-psinterface to GERAN lu. Paging co-ordination is achieved
at the SGSN thanks to the Gsinterface. GERAN |u pagesthe MS on PACCH if available, else
PCCCH. MS can initiate combined procedures according to its capabilities.
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NMO II: the network has no Gsinterface. For an attached M S, the network sends CS paging messages, via
the MSC plusthe lu-cs interface, and sends PS paging messages, via the SGSN plus the lu-ps
interface to GERAN lu. GERAN Ilu performs paging co-ordination and pages the MS on PACCH
if available, else PCCCH. M Ss cannot initiate combined procedures.

3.2 Abbreviations

Abbreviations used in this specification are listed in 3GPP TS 21.905.
NOTE: 3GPP TS 21.905 may need to be updated.

3.3 Random values

In anumber of placesin this Technical Specification, it is mentioned that some value must take a "random" value, in a
given range, or more generally with some statistical distribution. Such casesinterest only the Mobile Station.

It isrequired that there is alow probability that two M Ssin the same conditions (including the case of two MSs of the
same type from the same manufacturer) will choose the same value. Moreover, it is required that, if it happens that two
MSsin similar conditions choose the same value, the probability of their choices being identical at the next occasionis
the same as if their first choices had been different.

The meaning of such a specification isthat any statistical test for these values, done on a series of similar events, will
obtain aresult statistically compatible with the specified distribution. This shall hold even in the cases where the tests
are conducted with a subset of possible events, with some common parameters. Moreover, basic tests of independence
of the values within the series shall pass.

Data against which correlation with the values shall not be found are the protocol state, or the IMSI, or identities or
other unrelated information broadcast by the network, or the current TDMA frame number.

3.4 Specification Notations

For the purposes of the present document, the following notations apply:

Procedure When referring to an elementary procedure in the specification the Procedure Name is written with
the first lettersin each word in upper case characters followed by the word "procedure”, e.g. RRC
Estabilshment procedure.

Message When referring to a message in the specification the MESSAGE NAME is written with al letters
in upper case characters followed by the word "message”, e.g. CELL UPDATE message.

IE When referring to an information element (1E) in the specification the Information Element Name
iswritten with the first letters in each word in upper case characters and all lettersin Italic font
precedeed by the abbreviation "I1E", e.g. IE “Initial MSIdentity” .

Vaueof anlE  When referring to the value of an information element (1E) in the specification the "Value" is
written asit is specified in sub-clause 9.2 enclosed by quotation marks, e.g. "Abstract Syntax Error
(Reject)" or "Geographical Coordinates’

4 RRC Functions and Services provided to upper
layers

4.1 RRC Functions

RRC performs following functions. A more detailed description of the functions can be found in 3GPP TS 43.051.

- Broadcast of information provided by the Non-Access stratum (Core Network)
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- Broadcast of information related to the access stratum

- Establishment, re-establishment, maintenance and release of an RRC connection between the MS and GERAN
- Establishment, reconfiguration and release of Radio Bearers

- Assignment, reconfiguration and release of radio resources for the RRC connection
- RRC connection mobility functions

- Release of signalling connections

- Paging/notification

- Listening to BCCH

- Routing of higher layer PDUs

- Control of requested QoS

- MS measurement reporting and control of the reporting

- Power control

- Control of ciphering

- Integrity protection

- Support for Location Services

- Timing advance control

4.2 RRC Services provided to upper layers

The RRC offers the following services to upper layers (NAS), adescription and primitives of these services are
provided in 3GPP TS 43.051 and 3GPP TS 23.110.

- Genera Control;
- Notification;
- Dedicated control.

The RRC layer provides the MS GERAN portion of signalling connections to the upper layers to support the exchange
of upper layer'sinformation flow. The signalling connection is used between the mobile station and the core network to
transfer upper layer information. For each core network domain, at most one signalling connection may exist at the
same time. The RRC layer maps the signalling connections for one MS on a single RRC connection. For the upper layer
data transfer on signalling connections, the RRC layer supports the discrimination between two different classes, named
"High priority" (corresponding to "SAPI 0" when using RR) realised using SRB3 and "Low priority" (corresponding to
"SAPI 3" when using RR) realised using SRB4.

5 Services expected from lower layers

5.1 Services required from layer 2 and physical layers

RRC uses RLC/MAC aslayer 2 in the control plane, except for operation on the BCCH, where the datalink layer as
specified in 3GPP TS 44.006 is used (see 3GPP TS 43.051).
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5.2 Signalling Radio Bearers

The Radio Bearers used for transferring signalling messages are called Signalling Radio Bearers (SRBs). The SRBs are
defined as:

- SRB1isused to carry RRC signaling performed in support of Access Stratum specific needs (RLC operatesin
unacknowledged mode).

- SRB2isusedto carry RRC signaling performed in support of Access Stratum specific needs (RLC operatesin
acknowledged mode).

- SRB3isused to carry RRC signaling performed in support of Non-Access Stratum specific needs (RLC operates

in acknowledged mode).
- SRB4isused to carry RRC signaling performed in support of Non-Access Stratum specific needs (RLC operates
in acknowledged mode).
6 RRC Protocol modes and states
6.1 General

An overal picture of the transitions between RR modes of operation and RRC states and modesisin Figure 6.1. The
RRC modes are RRC-Idle mode and RRC-Connected mode. RRC-Connected mode consists of three different RRC
states RRC-Cell_Shared, RRC-Cell_Dedicated and RRC-GRA_PCH. The RR modes of operation are RR Dedicated
mode, RR Group receive mode, RR Group transmit mode, RR Packet Idle mode, RR Packet Transfer mode and RR
DTM (see 3GPP TS 43.064).

RR Group receive mode and RR Group transmit Mode are not described in Figure 6.1.

lu mode A/Gb mode
RRC Connected Mode
Handover
RRC ———————— 44—t _
Cell_Dedicated |—————— O O — RR Dedicated
3 Mode
RRC GRA PCH RRC Cell_Shared RR Packet Transfer RR Dual Transfer
— Mode
Cdl
¢ v reselection | v
RRC Idle Mode Hi::ﬁ RR Idle Mode/Packet Idle Mode

Figure 6.1.1/3GPP TS 44.118 Transitions between RR modes of operation and RRC states and modes.

6.2 Relation between lu mode and A/Gb mode
6.2.1 Handover between lu and A/Gb modes

When a handover which results in change from lu mode (i.e. from the RRC-Cell_Dedicated state) to A/Gb modeis
performed, the RR dedicated mode of operation shall be entered.
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When a handover which results in change from A/Gb mode (i.e. from the RR dedicated mode of operation) to lu modeis
performed, the RRC-Cell_Dedicated state shall be entered. If handover to lu mode istriggered in RR dual transfer mode
of operation, the RR dedicated mode of operation shall be entered before the handover is initiated.

6.2.2 Cell reselection between lu and A/Gb mode
Cell reselection in this sub-clause refers to aborting the operation in the old cell and switching to the new selected cell.

When acell reselection which results in change from lu mode (i.e from the RRC-ldle Mode) to A/Gb modeis
performed, the RR Idle/ RR Packet |dle mode of operation shall be entered. If cell reselection istriggered in RRC-
Cell_Shared or RRC-GRA_PCH state, the RRC-Idle mode shall be entered before the cell resdlection isinitiated.

When acell reselection which result in change from A/Gb mode (i.e. from the RR Idle/RR packet |dle mode of
operation) to lu mode, is performed the RRC-Idle mode shall be entered. If cell reselection istriggered in RR Packet
Transfer mode of operation, the RR packet |dle mode of operation shall be entered before the cell reselectionis
initiated.

6.2a Relation between GERAN lu mode RRC and UTRA RRC

6.2a.1 Handover between GERAN lu mode and UTRAN

When a handover which results in change from GERAN lu mode (i.e. RRC-Cell_Dedicated state) to UTRAN is
performed, the UTRAN RRC connected mode of operation shall be entered.

When a handover which resultsin change from UTRAN (i.e. from the UTRA RRC Cell_DCH state) to GERAN Iu
mode is performed, the RRC-Cell_Dedicated state shall be entered.

6.2a.2 Cell reselection between GERAN lu mode and UTRAN

Cell reselection in this sub-clause refers to aborting the operation in the old cell and switching to the new selected cell.

When acell reselection which resultsin change from GERAN Iu mode to UTRAN is performed, when the MSisin
RRC-Idle mode, the Idle mode of operation shall be entered.

When a cell reselection which resultsin change from GERAN lu mode to UTRAN is performed, when the MSisin
GERAN RRC-Ceéll_Shared state, the MS shall initiate the cell update procedure and enter the UTRAN RRC
CELL_FACH dtate. If the cell update isrejected by UTRAN, the MS shall release the RRC connection according to the
cell update failure case and enter Idle mode.

When a cell reselection which results in change from GERAN lu mode to UTRAN is performed, when the MSisin
GERAN RRC-GRA_PCH state, the MS shall enter the UTRAN RRC URA_PCH state. If the GRA identity which the
MS had been assigned to in GERAN is not present in the list of URA identities broadcast in the UTRAN cell, the MS
shall initiate the UTRAN URA update procedure. If the URA update is rejected by UTRAN, the MS shall release the
RRC connection according to the URA update failure case and enter Idle mode.

When a cell reselection which resultsin change from UTRAN to GERAN lu mode is performed, when the MSisin
UTRAN RRC-Cell_FACH or Cell_PCH state, the MS shall initiate the cell update procedure and enter the GERAN
RRC Cell Shared state. If the cell update is rejected by GERAN, the M S shall release the RRC connection according to
the cell update failure case and enter RRC Idle mode in GERAN [u mode.

When acell reselection which resultsin change from UTRAN to GERAN lu mode is performed, when the MSisin
UTRAN RRC-URA_PCH state, the MS shall enter the GERAN RRC GRA_PCH state. . If the URA identity which the
MS had been assigned to in UTRAN is not present in the list of GRA identities broadcast in the GERAN cell, the MS
shall initiate the GERAN GRA update procedure. If the GRA update is rejected by GERAN, the MS shall release the
RRC connection according to the GRA update failure case and enter RRC Idle mode in GERAN [u mode.

6.3 RR modes of operation

The RR modes of operation are described in 3GPP TS 43.064.
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6.4 RRC modes and states

6.4.1 RRC-ldle Mode

6.4.1.1 General

After power on having selected the lu mode, the M S enters RRC-1dle mode. The M S staysin RRC-1dle mode until a
successful establishment of a RRC Connection. In RRC-Idle mode the connection of the MSis closed on all layers of
the access stratum. In RRC-Idle mode the M Sisidentified by Non-Access stratum identities such asIMSI, TMSI and P-
TMSI. In addition, the GERAN has no own information about the individual MS' sin RRC-Idle mode, and it can only
addresse.g. al MS'sin acell (broadcasting) or all MS's monitoring a paging occasion.

6.4.1.2 Transition from RRC-Idle Mode to RRC-Connected mode

The transition to the RRC-Connected mode from the RRC-Idle mode can only be initiated by the MS by transmitting a
request for an RRC Connection. The event is triggered by a request from upper layersin the MS.

At RRC connection establishment the MSis assigned a GERAN radio network temporary identity (G-RNTI) to be used
as M S identity on both common control channels and traffic channels.

When the M S receives a message from the network that confirms the RRC connection establishment, the M S enters the
RRC-Connected mode. The RRC-Connected mode is characterised by three states: RRC-Cell_Shared, RRC-
Cell_Dedicated and RRC-GRA_PCH.

6.4.2 RRC-Connected mode: RRC-Cell_Shared state

6.4.2.1 General
RRC-Cell_Shared state is characterized by:
- no dedicated basic physical subchannel (DBPSCH) is allocated to the M S.

- theposition of the MSis known by GERAN on cell level according to the cell where the MS last made a cell
update.

In RRC-Cell_Shared state the MS shall perform the following actions:
1> initiate a Cell Update procedure on cell change to lu mode in another GERAN or UTRAN cell;

1> transmit signalling messages and user datain the uplink and/or the downlink using PDTCH when the MSis
assigned use of those resources;

1> the management of radio resources within the cell ishandled at MAC level;

1> listen to the PBCCH control channel of the serving cell for the decoding of system information messages,
1> listen to neighbouring cells for neighbour cell measurements (see 3GPP TS 45.008);

1> use G-RNTI assigned in the current cell asthe MS identity on common control channels.

NOTE: Inthat state, if the network wantsto initiate any activity, no paging request is required to be sent. The
network can directly allocate radio resourcesto the MS.

6.4.2.2 Transition from RRC-Cell_Shared state to RRC-Idle Mode

The transition to RRC-1dle Mode is realised through the rel ease of the RRC connection.

6.4.2.3 Transition from RRC-Cell_Shared state to RRC-Cell_Dedicated state

The transition from RRC-Cell_Shared state to RRC-Cell_Dedicated state occurs when a DBPSCH is alocated to the
MS.
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6.4.2.4 Transition from RRC-Cell_Shared state to RRC-GRA_PCH state
The transition occurs when GERAN orders the MS to move to RRC-GRA_PCH state via explicit signaling.

When such atransition occurs, the mobile station shall abort any TBF in progress by immediately ceasing to decode the
downlink, ceasing to transmit on the uplink, stopping all RLC/MAC timers except for timers related to measurement
reporting, prior to moving to RRC-GRA_PCH dtate.

6.4.2.5 Radio resource allocation tasks

RRC isin this state responsible for allocating dedicated basic physical subchannels, which causes the MS to enter the
RRC-Cell_Dedicated state. MAC isresponsible for alocating / reallocating / releasing shared basic physical
subchannels (SBPSCH) (see 3GPP TS 44.160). This alocation of the PDTCHs by MAC is done according to the QoS
class of the radio bearer and multisiot capability of the MS. The RRC provides the MAC with QoS class and indication
of the MS multislot capability.
6.4.2.6 RRC connection mobility tasks
In RRC-Cell_Shared state the MS shall initiate a Cell Update procedure when:

1> anew GERAN cell has been selected and the M S operatesin |u mode, or

1> aUTRAN cell has been selected.

1> when T305 in the MS expires and the MS is operating in lu mode.

When the GERAN cell has been selected that would require the M S to operate in the A/Gb mode then the MS shall
enter the RRC-Idle Mode, enter RR Idle or RR Packet |dle Mode of operation. Accessin the cell will then be made
according to the A/Gb mode procedures.

6.4.2.7 MS measurements

MAC isresponsible for measurement reporting, using the procedures defined in 3GPP TS 44.060.

6.4.3 RRC-Connected mode: RRC-Cell_Dedicated state

6.4.3.1 General
RRC-Cell_Dedicated state is characterized by:

- the MSisassigned one or more dedicated basic physical subchannels (see 3GPP TS 43.051) in the uplink and
downlink, which it can use anytime. Furthermore, the MS may be assigned one or more shared basic physical
subchannels.

- the position of the MSis known by GERAN on cell level.
In RRC-Cell_Dedicated state the MS shall perform the following actions:
1> perform necessary procedures for measurement reporting;
1> listen to neighbouring cells for neighbouring cell measurements (see 3GPP TS 45.008);

1> perform a handover procedure of the dedicated basic physical subchannels on cell change of another GERAN or
UTRAN cdll;

1> transmit signalling message in the uplink using available signalling radio bearers.

6.4.3.2 Transition from RRC-Cell_Dedicated state to RRC-Cell_Shared state
The transition occurs when all the dedicated basic physical subchannels are released and

1> shared basic physical subchannels exist; or
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1> no shared basic physical subchannels exist and the network indicates transition to the RRC-Cell_Shared state.

6.4.3.3 Transition from RRC-Cell_Dedicated state to RRC-Idle Mode

The transition to RRC-Idle mode is realised through the release of the RRC connection.

6.4.3.4 Transition from RRC-Cell_Dedicated state to RRC-GRA_PCH state
The transition occurs when GERAN orders the MS to move to the RRC-GRA_PCH state viaexplicit signalling.

When such asignalling is received, the mobile station shall release all the allocated dedicated basic physical
suchannel(s) and, if any, all the shared basic physical subchannels, prior to moving to RRC-GRA_PCH state.

6.4.3.5 Radio resource allocation tasks
RRC isresponsible for alocating new dedicated basic physical subchannels, while MAC or RRC are responsible for

allocation of new shared basic physical subchannels depending on the MAC control state. RRC is also responsible for
intra-cell handovers of dedicated basic physical sub-channels.

6.4.3.6 RRC connection mobility tasks
RRC connection mobility tasks are realised in RRC-Cell_Dedicated state using RRC handover procedures.

6.4.3.7 MS measurements

M S measurement results are signaled using RRC measurement procedures.

6.4.4 RRC-Connected mode: RRC-GRA_PCH state

6.4.4.1 General
The RRC-GRA_PCH dtate is characterized by:

- no physical subchannel isallocated to the MS.

the MS may use DRX for monitoring a PCCCH.

no uplink activity is possible.
- thelocation of the MSisknown on GERAN Registration arealevel.

In this state the M S performs the following actions:
1> monitor the paging occasions according to the DRX cycle and receive paging information on the PCCCH,;
1> listen to the PBCCH control channel of the serving cell for the decoding of system information messages,
1> initiate a GRA Update procedure upon GRA change.

If the network wantsto initiate any activity, it shall make a paging request on the PCCCH logical channel within the
GRA wherethe MSis.

GRA updating isinitiated by the MS, which, upon the detection of the new GERAN registration area, sends the network
the registration area update information to the new cell. Any activity causes atransition to either the RRC-Cell_Shared
state or the RRC-Cell_Dedicated state, depending on the activity.

6.4.4.2 Transition from RRC-GRA_PCH state to RRC-Cell_Shared state

The transition can occur due to GRA update, cell update or answer to paging. If there has been a cell change since last
GRA update, the M S has to do immediately a cell update except when GRA update isinitiated.
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6.4.4.3 Transition from RRC-GRA _PCH state to RRC-Cell_Dedicated state

When the MSisin RRC-GRA_PCH state, the MS may request aradio resource to answer to a paging message or to
perform a GRA/Cell Update procedure. The network may choose to allocate a dedicated resource in which casethe MS
enters RRC-Cell_Dedicated state.

6.4.4.4 Radio resource allocation tasks

No radio resource allocation tasks are executed within this state. In case of transition to RRC-Cell _Shared stateis
needed, the MAC isresponsible for allocating the shared physical subchannels. In case of transition to RRC-
Cell_Dedicated state is needed, the RRC is responsible for allocating the physical subdedicated channel.
6.4.4.5 RRC connection mobility tasks

In the RRC-GRA_PCH state the location of aM S is known on GERAN Registration area level.

In this state, the MS mobility is performed through Cell Reselection procedures. The M S shall perform cell reselection
and upon selecting a new GERAN cell belonging to a GRA which does not match the GRA used by the MS, the MS
shall move to RRC-Cell_Shared state and initiate a GRA update towards the network. After the GRA Update procedure
has been performed, the M S shall change its state back to RRC-GRA PCH state if neither the MS nor the network has
any more data to transmit.

In RRC-GRA_PCH state the MS shall initiate:

1> a GRA Update procedure when a new GERAN cell has been selected that does not belong to the current
registration area and the M S operatesin |lu mode, or

1> a GRA Update procedure when T305 in the MS expires and the MS is operating in lu mode, or

1> a URA Update procedure when a UTRAN cell has been selected that does not belong to the current registration
area (see 3GPP TS 25.331).

When the GERAN cell has been selected that would require the M S to operate in the A/Gb mode then the M S shall
enter the RRC-Idle mode, then enter RR Idle or RR Packet Idle Mode of operation. Accessin the cell will then be made
according to the A/Gb mode procedures.

6.4.4.6 MS measurements

The MS monitors the broadcast channels on its own and neighbouring cells and identifies the need for GRA updating.
No measurement reports are sent to the network in this state.

6.4.4.7 Transfer and update of system information

The MS shall listen to the PBCCH to acquire avalid system information.

7 Radio Resource Control procedures

7.1 General

The mobile station can operate either in A/Gb mode or in lu mode. How mobile station sel ects the operation mode is
specified in 3GPP TS 23.221. The behaviour of mobile stations operating in A/Gb mode is specified in
3GPP TS 44.018.

After the reception of a message which invoked a procedure, the MS shall be prepared to receive and act on another
message which invokes the second procedure. Whether this second invocation of a procedure (transaction) is accepted
or rejected by the MS is specified in the sub-clauses that specifies the procedure. On receiving a message the M S shall
first apply integrity check as appropriate and then proceed with error handling as specified in clause 8 and 9 before
continuing on with the procedure as specified in the relevant sub-clause. The RRC entity in the MS shall consider PDUs
to have been transmitted when they are submitted to the lower layers. If the RRC entity in the MS submits a message
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for transmission using AM RLC, it shall consider the message successfully transmitted when GERAN reception of al
relevant PDUs is acknowledged by RLC.

7.2 Change of channels in case of handover

7.2.1 Change of channel serving SRB1

The RLC procedures for unacknowledged mode, described in 3GPP TS 44.160, do not provide protection against
message loss or duplication. No functionality for handling SRB1 during change of channelsis defined, as SRB1 is used
by RRC procedures that are not very sensitive to message loss or duplication.

7.2.2 Change of channel serving SRB2

The RLC procedures for acknowledged mode, described in 3GPP TS 44.160, provide delivery of received messages to
the upper layersin the order they were originally transmitted, provide protection against message loss, but do not
provide protection against message duplication. SRB2 is used by RRC procedures that need reliable transport service
and are sensitive to message duplication.

When changing channel, the RRC layer will request the RLC layer to suspend operation on SRB2 before the mobile
station leaves the old channel. When the channel change has been completed, the RRC layer station will request the
RLC layer to resume operation on SRB2. The RLC layer suspend/resume procedures are described in 3GPP TS 44.160.

It may happen that the RLC layer duplicates a message, if it has been transmitted but not yet completely acknowledged
within the RLC layer, before the mobile station leaves the old channel. However, the RRC layer controls the channels
change in such away that duplication of RRC messages does not occur.

7.2.3 Change of channel serving SRB3

The RLC procedures for acknowledged mode, described in 3GPP TS 44.160, provide delivery of received messages to
the upper layersin the order they were originally transmitted, provide protection against message loss, but do not
provide protection against message duplication. SRB3 is used for RRC messages carrying upper layer (NAS) signalling.
If these messages are sensitive to message duplication, the upper layer protocol should define its own protection
mechanism.

7.2.4 Change of channel serving SRB4

The RLC procedures for acknowledged mode, described in 3GPP TS 44.160, provide delivery of received messages to
the upper layersin the order they were originally transmitted, provide protection against message loss, but do not
provide protection against message duplication. SRB4 is used for RRC messages carrying upper layer (NAS) signalling.
If these messages are sensitive to message duplication, the upper layer protocol should define its own protection
mechanism.

7.3 System information broadcasting

7.3.1 General

The purpose of this procedure is to broadcast SY STEM INFORMATION (SI) messages from the GERAN to MSsin a
cell.

GERAN isrequired to broadcast SI messages on BCCH as specified in 3GPP TS 44.018.

7.3.2 Broadcast of lu mode specific System Information

The support of lu mode shall be indicated in SY STEM INFORMATION TY PE 3 message sent on BCCH. In addition,
the support of lu mode shall be indicated in either SY STEM INFORMATION TYPE 4 or SYSTEM INFORMATION
TYPE 7 and 8 messages. The SI3, SI4, SI7 and SI8 messages contain the CBQ3 parameter that indicatesif lu modeis
supported in the cell (see 3GPP TS 44.018).
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If lu mode is supported and Gb mode is not supported in the cell, SYSTEM INFORMATION TY PE 13alt message
shall be sent and the mobile station shall read SI13alt message. Sl 13 message is hot sent in this case. Sl 13alt message
shall not be sent if lu mode is not supported.

If Gb mode is supported, SY STEM INFORMATION TY PE 13 message shall be sent and the mobile station shall read
Sl 13 messagein this case. SI13alt message is not sent in this case. Additional requirements for the broadcast of system
information in a cell supporting lu mode and Gb mode are specified in 3GPP TSs 44.060 and 44.160.

Figure 7.3.2.1 presents the behaviour of 1u mode only capable mobile station and figure 7.3.2.2 presents the behaviour
of A/Gb mode and Iu mode capable mobile station on BCCH (see 3GPP TS 44.018).

MS reselects from

MS Power-On PBCCH

MS reselects a new
cell

v v

MS finds BCCH

MS reads SI3 or SI4 or SI7 and SI8 to acquire GPRS INDICATOR and/or CBQ3

CBQ3indicatesu CBQ3indicates lu GPRSINDICATOR GPRSINDICATOR
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MS attemptsto
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Figure 7.3.2.1/3GPP TS 44.118: Behaviour of lu mode only capable MS on BCCH.
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CBQs3 indicates CBQ3 indicates lu GPRSINDICATOR GPRSINDICATOR
lu modeis not mode capable MSs isnot present and is present and
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‘A/Gb mode +<ﬁ> +<ﬁ>
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MS camps on BCCH reselect anew cell MS reads S| 13alt MS reads SI13

v

MS leaves current BCCH, tunes to
theindicated PBCCH

Figure 7.3.2.2/3GPPTS 44.118: Behaviour of A/Gb and lu modes capable MS on BCCH.

7.4 Paging procedure

7.4.1 General

The GERAN will start a Paging Reguest procedure to trigger:

1> anInitial Direct Transfer procedure for CN originated paging; or

1> aCell Update procedure for GERAN initiated paging.

Paging is done by the GERAN on the PCCCH or PACCH (when available) when the MSisin RRC-ldle mode, RRC-
Cell_Shared state or RRC-GRA_PCH state and on SRB2 when the MSisin RRC-Cell_Dedicated state.

7.4.2 Paging initiation in RRC-Idle mode, RRC-Cell_Shared or RRC-

GRA_PCH state

7.4.2.1 General

The paging initiation in RRC-ldle mode, RRC-Cell_Shared state or RRC-GRA_PCH state is done by sending a
PAGING REQUEST service primitive to the GERAN MAC layer.
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GERAN GERAN

MS RRC MS MAC MAC RRC

| Paging Request
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| Paging Indication
Primitive

Figure 7.4.2.1.1/3GPP TS 44.118: Paging Request procedure

This procedure is used to initiate transmission of paging information by the GERAN MAC to an MSin RRC-Idle mode,
RRC-Cell_Shared state, or RRC-GRA_PCH state. Upper layers in the network may request paging, to e.g. establish a
signalling connection between a mobile station and the CN. The GERAN may initiate paging of an MSin RRC-
GRA_PCH dtate or { RRC-Cell_Shared, MAC-Idle state} to trigger a Cell Update procedure in order to establish a
signalling connection between the network and this M S.

An MS may use Discontinuous Reception (DRX) to reduce its power consumption. An MSin non-DRX mode monitors
al paging blocks on the monitored PCCCH. An MSin DRX mode needs only to monitor the blocks corresponding to
its paging group in order to reduce its battery consumption, see 3GPP TS 44.160.

7.4.2.2 Initiation

GERAN RRC initiates the Paging procedure by transmitting a PAGING REQUEST service primitive to the GERAN
MAC sublayer.

The GERAN shall set the IEsin the PAGING service primitive as follows:
1> if the Paging procedure was initiated by the CN
2> if the MSisin RRC-Cell_Shared or RRC-GRA_PCH state, then
3> the MSdentity IE shall be set to G-RNTI;

3> the Paging Record Type Identifier |E shall be set to the value determined by the MS identity received in
the CN paging request;

3> the CN Domain identity I1E shall be set to the value received in the CN paging request;
3> if avalue for Paging Cause is received from the CN, then the GERAN RRC shall:

4> et the Paging Cause |E in the PAGING service primitive to the value received in the CN paging
request; .

3> if no value for Paging Cause is received from the CN then the GERAN RRC shall:

4> st the Paging Cause |E in the PAGING service primitive to the value “ Terminating — cause
unknown”.

2> if the MSisin RRC-Idle mode then:
3> the MSIdentity | E shall be set to the value received from the CN;
3> the CN Domain Identity |E shall be set to the value received in the CN paging request;
3> if avalue for Paging Cause is received from the CN then the GERAN RRC shall:

4> st the Paging Cause |E in the PAGING service primitive to the value received in the CN paging
request;

3> if no value for Paging Cause is received from the CN then the GERAN RRC shall:

4> set the Paging Cause | E in the PAGING service primitive to the value “Terminating — cause
unknown”.
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1> if the Paging procedure was initiated by the GERAN, the GERAN RRC shall:
2> set the MSIdentity |E to G-RNTI; and
2> the procedure ends.
NOTE: If the Paging procedureisinitiated by the GERAN, the GERAN shall indicate thisto the MS by the
absence of any information in the PAGING message other than the G-RNTI |E.
7.4.2.3 Reception of a PAGING INDICATION service primitive

The MS RRC in RRC-Idle mode, RRC-GRA_PCH state or RRC-Cell_Shared state shall receive the paging information
inaPAGING INDICATION service primitive from the MS MAC layer.

If the MSisin RRC-Idle mode, for each M S paged in the PAGING INDICATION service primitive, the MS shall:
1> if the MS|Identity |E is present in the message and itisa CN identity
2> compare the MS Identity I1E with all of itsallocated CN M S identities;
2> if one match is found:
3> forward the MSIdentity | E, the CN Domain Identity |E and the Paging cause |E to upper layers; and
3> ignore any other paging information that may be present in the PAGING service primitive;
1> otherwise:
2> ignore the PAGING service primitive.

If the MSisin RRC-Cell_Shared or RRC-GRA_PCH state, for each MS paged in the PAGING INDICATION service
primitive, the GERAN RRC shall:

1> if the MSIdentity |IE isa GERAN identity; and
2> if this G-RNTI is the same asthe G-RNTI allocated to the M S:
3> if paging request contains page info with CN domain identity
4>forward the MSidentity |E, the CN Domain Identity |E and the Paging Cause | E to upper layers,
3>otherwise
4> initiate the Cell Update procedure with the cause ‘ paging response’ as defined in sub-clause 7.8; and

4> forward the CN Domain Identity IE if present, the Paging Record Type Identifier |E if present and the
Paging cause |E if present to upper layers; and

3> ignore any other paging information that may be present in the primitive;
1> otherwise

2> ignore the Paging primitive.
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7.4.3 Paging initiation in RRC-Cell_Dedicated state

MS GERAN

DEDICATED PAGING REQUEST

Figure 7.4.3.1.1/3GPP TS 44.118: Dedicated Paging Request procedure

7.4.3.1 General

This procedure is used to transmit dedicated paging information to one MSin RRC-Cell_Dedicated state.

7.4.3.2 Initiation

For an MSin RRC-Cell_Dedicated state the GERAN initiates the procedure by transmitting a DEDICATED PAGING
REQUEST message on the SRB2 assigned to the MS. If not stated otherwise, the GERAN may initiate the Dedicated
Paging Request when another RRC procedure is ongoing, and in this case the state of the latter procedure shall not be
affected.

In the DEDICATED PAGING REQUEST message, the GERAN RRC shall set the |E "Paging Cause”, the IE"CN
Domain Identity", the |IE "Paging Record Type Identifier" respectively to the Paging Cause, the CN domain Indicator
and the Paging Record Type Identifier received from upper layers.

If no cause for pagingis received from upper layers, GERAN RRC shall set the |E "Paging Cause" to the value
"Terminating — cause unknown".

7.4.3.3 Reception of a DEDICATED PAGING REQUEST message by the MS

When the MS receives a DEDICATED PAGING REQUEST message on SRB 2, it shall not affect the state of any other
ongoing RRC procedures, if not stated otherwise.

Upon receipt of aDEDICATED PAGING REQUEST message the MS shall:

1> forward the Paging Cause | E, the CN Domain Identity | E and the Paging Record Type Identifier |E to upper
layers,;

1> the procedure ends.

7.4.4 Abnormal cases

If the MSreceives a DEDICATED PAGING REQUEST message, which contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE, the MS shall perform procedure specific error handling as follows:

1> transmit an RRC STATUS message on the uplink SRB2;
1> include the | E "I dentification of Received Message";
1> set the |E "Received Message Type" to DEDICATED PAGING REQUEST;

1> include the Protocol Error Information | E and set the content to the value of the variable
PROTOCOL_ERROR_INFORMATION.

1> if the RRC STATUS message has been submitted to lower layers for transmission:

2> continue with any ongoing processes and procedures asif the invalid DEDICATED PAGING REQUEST
message was not received.
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7.5 RRC Connection management procedures

7.5.1 RRC connection establishment

MS

RRC CONNECTION REQUEST

GERAN

RRC CONNECTION SETUP

RRC CONNECTION SETUP COMPLETE q

Figure 7.5.1.1/3GPP TS 44.118: RRC Connection Establishment, network accepts RRC connection

MS

RRC CONNECTION REQUEST

GERAN

RRC CONNECTION REJECT

Figure 7.5.1.2/3GPP TS 44.118: RRC Connection Establishment, network rejects RRC connection

75.1.1 General

The purpose of this procedure is to establish an RRC connection.

7.5.1.2 Initiation

The MS shall initiate the procedure when upper layers in the M S requests the establishment of a signalling connection
and the MSisin RRC-ldle mode (no RRC connection exists), as specified in sub-clause 7.17.

Upon initiation of the procedure, the MS shall:

1> set the variable PROTOCOL_ERROR_INDICATOR to FALSE;

1> if the USIM is present:

2> set the value of "THRESHOLD" in the variable "START_THRESHOLD" by the 20 M SBs of the value
stored in the USIM [3GPP TS 31.102] for the maximum value of START for each CN Domain;

1> if the SIM is present:

2> set the value of "THRESHOLD" in the variable "START_THRESHOLD" to the default value in
[3GPP TS 33.102] for each CN Domain.

1> set the IE "Initial MSIdentity” in the variable INITIAL_MS IDENTITY according to sub-clause 7.18;

1> set the contents of the RRC CONNECTION REQUEST message according to sub-clause 7.5.1.3;

1> submit the RRC CONNECTION REQUEST message for transmission on the uplink SRB2;

1> set counter V300to 1; and
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1> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
2> gtart timer T300;
1> if the RLC sub-layer indicates alink failure to the RRC layer:
2> enter RRC-Idle mode;
2> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
2> consider the RRC Connection Establishment procedure to be unsuccessful;

2> the procedure ends.

7.5.1.3 RRC CONNECTION REQUEST message contents to set

The MS shall, in the transmitted RRC CONNECTION REQUEST message:
1> set the |E "Establishment Cause" to the value of the variable ESTABLISHMENT_CAUSE;
1> set the |E "Initial MSldentity” to the value of the variable INITIAL_MS IDENTITY;

1> set the IE "Protocol Error Indicator” to the value of the variable PROTOCOL_ERROR_INDICATOR.

75.1.4 Reception of an RRC CONNECTION REQUEST message by the GERAN
Upon receiving an RRC CONNECTION REQUEST message, the GERAN shall either:
1> submit an RRC CONNECTION SETUP message to the lower layers for transmission on the downlink SRB2; or

1> submit an RRC CONNECTION REJECT message on the downlink SRB2. In the RRC CONNECTION
REJECT message, the GERAN may direct the MS to another GERAN cell. After the RRC CONNECTION
REJECT message has been sent, all context information for the MS may be deleted in GERAN.

7.5.1.5 Cell re-selection or T300 timeout

If the MS has not yet received an RRC CONNECTION SETUP message with the value of the |E "Initial MS Identity”
equal to the value of the variable INITIAL_MS IDENTITY and if cell re-selection or expiry of timer T300 occurs the
MS shall:

1> check the value of V300; and
2> if V300 isequal to or smaller than N300:
3> set the IEsin the RRC CONNECTION REQUEST message according to sub-clause 7.5.1.3;

3> submit anew RRC CONNECTION REQUEST message to lower layers for transmission on the uplink
SRB2;

3> increment counter V300;

3> if the RLC sub-layer indicates to the RRC layer a successful transmission of the RRC CONNECTION
REQUEST message:

4> restart timer T300;
3> if the RLC sub-layer indicates alink failure to the RRC layer:
4> enter RRC-Idle mode;
4> perform the actions specified in clause 6 and in sub sub-clause 7.18;
4> consider the RRC Connection Establishment procedure to be unsuccessful;

4> the procedure ends.
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2> if V300 is greater than N300:
3> enter RRC-Idle mode.
3> consider the procedure to be unsuccessful;
3> other actionsthe MS shall perform when MSisin RRC-ldle mode are specified in sub-clause 6;

3> the procedure ends.

7.5.1.6 Abortion of RRC connection establishment

If the MS has not yet entered GERAN RRC-Connected mode and the RRC Connection Establishment isto be aborted
as specified in sub-clause 7.17.1.4, the MS shall:

1> consider the procedure to be unsuccessful;
1> perform the actions when MSisin RRC-Idle mode as specified in clause 6 and sub-clause 7.18.

The procedure ends.

7.5.1.7 Reception of an RRC CONNECTION SETUP message by the MS

On receipt of an RRC CONNECTION SETUP message with the value of the IE “Initial MS Identity” equal to the value
of the variable INITIAL_MS _IDENTITY, the MS shall:

1> stop timer T300, and act upon all received information elements as specified in sub-clause 7.19, unless specified
otherwise in the following;

2> if the MSwill be in the RRC-Cell_Shared state at the conclusion of this procedure:
3> set the GERAN DRX cycle length coeffcient as specified in sub-clause 7.19;
1> enter in RRC-Connected mode according to sub-clause 7.19;

1> submit an RRC CONNECTION SETUP COMPLETE message to the lower layers on the uplink SRB2 after
successful state transition, with the contents set as specified below:

2> set the |[E "RRC Transaction |dentifier" to

3> the value of "RRC transaction identifier" in the entry for the RRC CONNECTION SETUP message in the
table "Accepted transactions' in the variable TRANSACTIONS; and

3> clear that entry.
2> if the USIM or SIM is present:

3> set the "START" for each CN domain in the |IE "START List" in the RRC CONNECTION SETUP
COMPLETE message with the corresponding START val ue that is stored in the USIM (see
3GPP TS 31.102) if present, or as stored inthe MSif the SIM is present; and then

3> set the START value stored in the USIM (see 3GPP TS 31.102) if present, and as stored in the MSiif the
SIM is present, for any CN domain to the value "THRESHOLD" of the variable START_THRESHOLD;

2> if neither the USIM nor SIM is present:

3> set the "START" for each CN domain in the |IE "START List" in the RRC CONNECTION SETUP
message to zero;

3> set the value of "THRESHOLD" in the variable "START_THRESHOLD" to the default value as specified
in 3GPP TS 33.102.

2> retrieve its GERAN lu mode M S radio access capability information elements from variable the
MS CAPABILITY_REQUESTED; and then
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2> include thisin IE "MS GERAN lu mode Radio Access Capability”, in the RRC CONNECTION SETUP
COMPLETE message,

2> retrieve itsinter-RAT specific MS and UE radio access capability information elements from the variable
MS CAPABILITY_REQUESTED; and then

2> include thisin structure "Inter-RAT MS Radio Access Capability”.
The RRC CONNECTION SETUP COMPLETE message is submitted to lower layers for transmission:

1> If the RLC sub-layer indicates to the RRC layer a successful transmission of the RRC CONNECTION SETUP
COMPLETE message the MS shall:

2> if the M S has entered RRC-Cell_Shared state:

3> start timer T305 using itsinitial valueif periodical update has been configured by T305 in the IE "MS
Timers and Constantsin Connected mode" set to any other value than "infinity" the variable
TIMERS_AND_CONSTANTS;

2> store the contents of the variable MS_CAPABILITY REQUESTED into the variable
MS CAPABILITY_TRANSFERRED

2> initialise variables upon entering RRC-Connected mode as specified in sub-clause 10.4;
2> consider the procedure to be successful;
2> and the procedure ends.

1> Else, the RLC sub-layer indicates to the RRC layer alink failure condition. The MS shall:
2> enter RRC-Idle mode;
2> perform the actions specified in clause 6 and in sub sub-clause 7.18;
2> consider the RRC Connection Establishment procedure to be unsuccessful;

2> the procedure ends.

7.5.1.8 Cell re-selection

1> If the MS performs cell re-selection; or

1> if the MSwill bein the RRC-Cell_Shared state at the conclusion of this procedure; and

1> if the contents of the variable G_RNTI is empty;

1> after having received an RRC CONNECTION SETUP message; and

1> before the RRC CONNECTION SETUP COMPLETE message is delivered to lower layers for transmission:
the MS shall:

1> clear the entry for the RRC CONNECTION SETUP message in the table " Accepted transactions' in the variable
TRANSACTIONS;

1> check the value of V300, and:
2> if V300 is equal to or smaller than N300:
3> set the IEsin the RRC CONNECTION REQUEST message according to sub-clause 7.5.1.3;

3> submit anew RRC CONNECTION REQUEST message to the lower layers for transmission on the
uplink SRB2;

3> increment counter V300; and

3> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
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4> restart timer T300;

3> if the RLC sub-layer indicates alink failure to the RRC layer:
4> enter RRC-Idle mode;
4> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
4> consider the RRC Connection Establishment procedure to be unsuccessful;
4> the procedure ends.

2> if V300 is greater than N300:

3> enter RRC-Idle mode;

3> perform the actions specified in clause 6 MSisin RRC-ldle mode;

3> consider the RRC Establishment procedure to be unsuccessful;

3> the procedure ends.

7.5.1.9 Invalid RRC CONNECTION SETUP message

If the MS receives an RRC CONNECTION SETUP message and the RRC CONNECTION SETUP message contains a
protocol error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the
MS shall perform procedure specific error handling as follows:

1> clear the entry for the RRC CONNECTION SETUP message in the table "Rejected transactions” in the variable
TRANSACTIONS and proceed as below;

1> if V300 isequal to or smaller than N300:
2> set the variable PROTOCOL_ERROR_INDICATOR to TRUE;
2> set the IEsin the RRC CONNECTION REQUEST message according to sub-clause 7.5.1.3;

2> submit anew RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink
SRB2;

2> increment counter V300; and

2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T300;

2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-Idle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the RRC Connection Establishment procedure to be unsuccessful;
3> the procedure ends.

1> if V300 is greater than N300:

2> enter RRC-Idle mode;

2> perform the actions specified in clause 6 when MSisin RRC-ldle mode;

2> consider the RRC Establishment procedure to be unsuccessful;

2> the procedure ends.
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7.5.1.10 Reception of an RRC CONNECTION REJECT message by the MS

When the MS receives an RRC CONNECTION REJECT message on the downlink SRB2 with the value of the |IE
“Initial MSIdentity” equal to the value of the variable INITIAL_MS_IDENTITY, the MS shall stop timer T300 and:

1> clear the entry for the RRC CONNECTION REJECT message in the table " Accepted transactions' in the
variable TRANSACTIONS;

1> if the IE "Wait Time" is not equal to '0';
2> if V300 is equal to or smaller than N300:
3> set the IEsin the RRC CONNECTION REQUEST message according to 7.5.1.3;

3> then submit a new RRC CONNECTION REQUEST message to the lower layers for transmission on the
uplink SRB2.

3> increment counter V300; and
3> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
4> restart timer T300;
3> if the RLC sub-layer indicates alink failure to the RRC layer:
4> enter RRC-Idle mode;
4> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
4> consider the RRC Connection Establishment procedure to be unsuccessful;
4> the procedure ends.
2> if V300 is greater than N300:
3> enter RRC-Idle mode;
3> perform the actions specified in clause 6 when entering RRC-1dle mode;
mode;
3> consider the RRC Establishment procedure to be unsuccessful;
3> the procedure ends.
1> if the IE "Wait Time" isequal to '0":
2> enter RRC-ldle mode;
2> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
2> consider the RRC Establishment procedure to be unsuccessful;

2> the procedure ends.

7.5.1.11 Invalid RRC CONNECTION REJECT message

If the M S receives an RRC CONNECTION REJECT message which contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure specific
error handling as follows.

The MSshall:

1> clear the entry for the RRC CONNECTION REJECT message in the table "Rejected transactions' in the variable
TRANSACTIONS;

1> if V300 isequal to or smaller than N300:
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2> set the variable PROTOCOL_ERROR_INDICATOR to TRUE;
2> set the IEsin the RRC CONNECTION REQUEST message according to sub-clause 7.5.1.3;

2> submit anew RRC CONNECTION REQUEST message to the lower layers for transmission on the uplink
SRB2;

2> increment counter V300; and

2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T300;

2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-Idle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the RRC Connection Establishment procedure to be unsuccessful;
3> procedure ends.

1> if V300 is greater than N300:

2> enter RRC-Idle mode;

2> perform the actions specified in clause 6 when MSisin RRC-ldle mode;

2> consider the RRC Establishment procedure to be unsuccessful;

2> the procedure ends.

7.5.2 RRC connection release

MS GERAN

RRC CONNECTION RELEASE

<

RRC CONNECTION RELEASE
COMPLETE

g

Figure 7.5.21/3GPP TS 44.118: RRC Connection Release procedure

7521 General

The purpose of this procedure is to release the RRC connection and al radio bearers between the M S and the GERAN.
By doing so, al established signalling connections will be released.

75.2.2 Initiation

When the MSisin state RRC-Cell_Dedicated state or RRC-Cell_Shared state, the GERAN may at anytime initiate an
RRC connection release by transmitting an RRC CONNECTION RELEASE message using SRB2.

75.2.3 Reception of an RRC CONNECTION RELEASE message by the MS
The MS shall receive and act on an RRC CONNECTION RELEASE message in states RRC-Cell_Dedicated state and

RRC-Cell_Shared state. Furthermore this procedure can interrupt any ongoing procedures with the MS in the above
listed states.
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When the M S receives the RRC CONNECTION RELEASE message, it shall:
1> in state RRC-Cell_Dedicated state:

2> set the |IE "RRC Transaction Identifier” in the RRC CONNECTION RELEASE COMPLETE message to the
value of "RRC transaction identifier" in the entry for the RRC CONNECTION RELEASE message in the
table "Accepted transactions' in the variable TRANSACTIONS; and

2> if the IE "RPLMN Information” is present:
3> the MS may:
4> store the |E on the ME together with the PLMN id for which it applies;
3> the MS may then:

4> utilise thisinformation, typically indicating where a number of BCCH frequency ranges of a RAT
may be expected to be found, during subsequent RPLMN selections of the indicated PLMN.

2> submit an RRC CONNECTION RELEASE COMPLETE message to the lower layers for transmission the
SRB2 to the GERAN;

1> in state RRC-Cell _Shared state:

2> set the IE "RRC Transaction Identifier " in the RRC CONNECTION RELEASE COMPLETE message tothe
value of "RRC transaction identifier" in the entry for the RRC CONNECTION RELEASE message in the
table "Accepted transactions' in the variable TRANSACTIONS; and

2> submit an RRC CONNECTION RELEASE COMPLETE message to the lower layers for transmission using
the SRB2;

1> when the successful transmission of the RRC CONNECTION RELEASE COMPLETE message has been
confirmed by the lower layers:

2> release dll itsradio resources; and

2> indicate the release of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_ RABS) to upper layers, and

2> clear any entry for the RRC CONNECTION RELEASE message in the tables " Accepted transactions' and
"Rejected transactions” in the variable TRANSACTIONS;

2> clear the variable ESTABLISHED _SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED RABS;

2> pass the value of the |E "Release Cause" received in the RRC CONNECTION RELEASE message to upper
layers,;

2> enter RRC-1dle mode;

2> perform the actions specified in sub-clause 7.18 and 6 when entering RRC-Idle mode from RRC-Connected
mode;

2> and the procedure ends.

75.2.4 Invalid RRC CONNECTION RELEASE message

If the RRC CONNECTION RELEASE message contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, and if the "protocol error cause” in
PROTOCOL_ERROR_INFORMATION is set to any cause value except "CSN.1 violation or encoding error”, the MS
shall perform procedure specific error handling as follows.

The MS shall:
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1> ignore any |1E(s) causing the error but treat the rest of the RRC CONNECTION RELEASE message as normal
according to sub-clause 7.5.2.3, with an addition of the following actions;

1> set the |E "RRC Transaction Identifier” in the RRC CONNECTION RELEASE COMPLETE message to the
value of "RRC transaction identifier" in the entry for the RRC CONNECTION RELEASE message in the table
"Rejected transactions' in the variable TRANSACTIONS; and

1> include the IE "Error Indication” in the RRC CONNECTION RELEASE COMPLETE message with:
2> the |E "Failure Cause" set to the cause value "Protocol error"; and
2> the |E "Protocol Error Information" set to the value of the variable
PROTOCOL_ERROR_INFORMATION.
7.5.25 Cell re-selection or radio link failure

If the MS performs cell re-selection or the radio link failure criteriain sub-clause 7.18 is met at any time during the
RRC connection rel ease procedure and the M S has not yet entered idle mode, the MS shall:

1> if cell re-selection occurred (RRC-Cell_Shared state):

2> perform a Cell Update procedure according to sub-clause 7.8 using the cause “cell reselection”;
1> if radio link failure occurred (RRC-Cell_Dedicated state):

2> release dl itsradio resources;

2> indicate the release of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

2> clear the variable ESTABLISHED SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED RABS;
2> enter RRC-ldle mode;

2> perform the actions specified in sub-clause 6 and 7.18 when entering RRC-Idle mode from RRC-Connected
mode;

2> and the procedure ends.
7.5.2.6 Reception of an RRC CONNECTION RELEASE COMPLETE message by
GERAN
When GERAN receives an RRC CONNECTION RELEASE COMPLETE message from the MS; it shall:
1> release al M S dedicated resources and the procedure ends on the GERAN side.
75.2.7 Unsuccessful transmission of the RRC CONNECTION RELEASE
COMPLETE message, acknowledged mode transmission
When RLC does not succeed in transmitting the RRC CONNECTION RELEASE COMPLETE message, the M S shall:
1> release all its radio resources,

1> indicate the release of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

1> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS,
1> clear the variable ESTABLISHED_RABS;

1> enter RRC-Idle mode;
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1> perform the actions specified in clause 6 and sub-clause 7.18 when entering RRC-Idle mode from RRC-
Connected mode;

1> and the procedure ends.
7.5.2.8 Detection of loss of dedicated physical channel by GERAN in RRC-
Cell_Dedicated state

If the release is performed from the state RRC-Cell_Dedicated state, and GERAN detects | oss of the dedicated basic
physical channel according to sub-clause 7.18, GERAN may release all M S dedicated resources, even if no RRC
CONNECTION RELEASE COMPLETE message has been received.

7.5.2.9 Failure to receive RRC CONNECTION RELEASE COMPLETE message by
GERAN

If GERAN does not receive any RRC CONNECTION RELEASE COMPLETE message, it shall releaseall MS
dedicated resources.

7.6 Transmission of MS capability information

7.6.1 General

MS GERAN

MS CAPABILITY INFORMATION

MS CAPABILITY INFORMATION CONFIRM

<

Figure 7.6.1.1 /3GPP TS 44.118: Transmission of MS capability information, normal flow

The MS Capability Update procedure is used by the MS to convey MS specific capability information to the GERAN.

7.6.2 Initiation
The MS shall initiate the MS Capability Update procedure in the following situations:
1> the MSreceivesaMS CAPABILITY ENQUIRY message from the GERAN;

1> while in RRC-Connected mode the M S capabilities change compared to those stored in the variable
MS_CAPABILITY_TRANSFERRED.

If the MS CAPABILITY INFORMATION messageis sent in responseto aMS CAPABILITY ENQUIRY message, the
MS shall:

1> include the |IE “RRC Transaction Identifier”; and

1> set it to the value of “RRC Transaction Identifier” in the entry for the MS CAPABILITY ENQUIRY messagein
the table “ Accepted transactions’ in the variable TRANSACTIONS;

1> retrieve the GERAN lu mode radio access capability information elements from variable
MS CAPABILITY_REQUESTED; and

1> include thisin IE “ MS GERAN lu mode Radio Access Capability”, provided thisE isincluded in variable
MS_CAPABILITY_REQUESTED.
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1> retrieveitsinter-RAT and inter-mode specific M S radio access capability information elements from variable
MS_CAPABILITY_REQUESTED; and

1> include thisin IE "MS GERAN A/Gb mode Radio Access Capability”, IE" UE UTRAN Radio Access
Capability", IE “UE UTRAN Predefined Configuration Status Information” and in |IE "UE CDMA2000 Radio
Access Capability", provided this IE isincluded in variable MS_CAPABILITY_REQUESTED.

If the MS CAPABILITY INFORMATION message is sent because one or more of the MS capabilities change
compared to those stored in the variable MS_CAPABILITY_TRANSFERRED while in RRC-Connected mode, the MS
shall include the information elements associated with the capabilities that have changed in the MS CAPABILITY
INFORMATION message.

If the MSisin RRC-GRA_PCH state, it shall first perform a Cell Update procedure using the cause “Uplink Data
Transmission”, see sub-clause 7.8.

The MS RRC shall submit the MS CAPABILITY INFORMATION message to the lower layers for transmission on the
uplink using SRB2. The MS RRC shall:

1> set counter V304 to 1;
1> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
2> start timer T304,
1> if the RLC sub-layer indicates alink failure to the RRC layer:
2> enter RRC-Idle mode;
2> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
2> consider the MS Capability Update procedure to be unsuccessful;

2> the procedure ends.

7.6.3 Reception of an MS CAPABILITY INFORMATION message by the
GERAN

Upon reception of aMS CAPABILITY INFORMATION message, the GERAN should transmit aMS CAPABILITY
INFORMATION CONFIRM message on the downlink SRB2. After the MS CAPABILITY INFORMATION
CONFIRM message has been submitted to the lower layers for transmission, the procedure is complete.

7.6.4 Reception of the MS CAPABILITY INFORMATION CONFIRM
message by the MS

Upon reception of aMS CAPABILITY INFORMATION CONFIRM message, the MS shall:
1> stop timer T304;

1> if thereisan entry for the MS CAPABILITY ENQUIRY message present in the table " Accepted transactions” in
the variable TRANSACTIONS:

2> clear that entry.

1> updateitsvariable MS_CAPABILITY_TRANSFERRED with the MS capabilitiesit has last transmitted to the
GERAN during the current RRC connection;

1> clear the variable MS_CAPABILITY REQUESTED;

1> and the procedure ends.
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7.6.5 Invalid MS CAPABILITY INFORMATION CONFIRM message

If the MSreceivesaMS CAPABILITY INFORMATION CONFIRM message, which contains a protocol error causing
the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the M S shall perform
procedure specific error handling as follows:

1> stop timer T304;

1> transmit an RRC STATUS message on the uplink using SRB2;

1> include the IE "Identification of Received Message"; and

1> set the |E "Received Message Type' to MS CAPABILITY INFORMATION CONFIRM; and

1> set the |E "RRC Transaction Identifier" to the value of "RRC transaction identifier" in the entry for the MS
CAPABILITY INFORMATION CONFIRM message in the table "Rejected transactions' in the variable
TRANSACTIONS; and

1> clear that entry;

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> when the RRC STATUS message has been submitted to lower layers for transmission:

2> restart timer T304 and continue with any ongoing procedures or processes asif theinvalid MS
CAPABILITY INFORMATION CONFIRM message has not been received.

7.6.6 T304 timeout
Upon expiry of timer T304, the MS shall check the value of V304 and:
1> if V304 is smaller than or equal to N304:
2> prior to retransmitting the MS CAPABILITY INFORMATION message:
3> if the IE “Satus’ in the variable INTEGRITY_PROTECTION_INFO has the value * Started”:

4> include the same |Es asin the last unsuccessful attempt of this message, except for the |E “Integrity
Check Info”, which is modified as follows:

5> increment the “Uplink RRC Message sequence number” for signalling radio bearer RB2 in the
variable INTEGRITY_PROTECTION_INFO by one;

5> set the |E “RRC Message Sequence Number” in the | E “Integrity Check Info” by the value of the
“Uplink RRC Message sequence number” for signalling radio bearer RB2 in the variable
INTEGRITY_PROTECTION_INFO in this message;

5> recalculate the | E “Message Authentication Code” in the |E “Integrity Check Info” in this message,
in accordance with sub-clause 7.18;

3> else
4> include the same IEs asin the last unsuccessful attempt of this message.
2> send the MS CAPABILITY INFORMATION message on SRB2;
2> restart timer T304,
2> increment counter V 304.
1> if V304 is greater than N304:

2> initiate the Cell Update procedure as specified in sub-clause 7.8 using the cause “radio link failure”.
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7.7 MS capability enquiry
7.7.1  General

| [ oo |

MS CAPABILITY ENQUIRY

Figure 7.7.1.1/3GPP TS 44.118: MS Capability Enquiry procedure, normal flow

The MS Capability Enquiry procedure can be used to request the M S to transmit its capability information related to
any radio access network that is supported by the MS. For amulti-RAT MS this procedure allows in addition to request
UTRAN predefined configuration status informatio.

71.7.2 Initiation

The MS Capahility Enquiry procedureisinitiated by the GERAN by transmitting aMS CAPABILITY ENQUIRY
message using SRB2.

7.7.3 Reception of an MS CAPABILITY ENQUIRY message by the MS

Upon reception of an MS CAPABILITY ENQUIRY message, the MS shall act on the received information elements as
specified in sub-clause 7.19 and 7.18 and initiate the transmission of M'S Capability Information procedure, whichis
specified in sub-clause 7.6.

7.7.4 Invalid MS CAPABILITY ENQUIRY message

If the MSreceivesaMS CAPABILITY ENQUIRY message, which contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure specific
error handling as follows:

1> transmit an RRC STATUS message on the uplink using SRB2;
1> include the IE "Identification of Received Message"; and
1> set the | E "Received Message Type' to MS CAPABILITY ENQUIRY; and

1> set the IE "RRC Transaction Identifier” to the value of "RRC transaction identifier” in the entry for the MS
CAPABILITY ENQUIRY message in the table "Rejected transactions' in the variable TRANSACTIONS; and

1> clear that entry;

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> when the RRC STATUS message has been submitted to lower layers for transmission:

2> continue with the ongoing processes and procedures asif theinvalid MS CAPABILITY ENQUIRY message
has not been received.
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7.8 RRC Connection mobility procedures

7.8.1 Cell and GRA Update procedures

MS GERAN

CELL UPDATE

CELL UPDATE CONFIRM

Figure 7.8.1.1/3GPP TS 44.118: Cell Update procedure, basic flow

MS GERAN

CELL UPDATE

g

CELL UPDATE CONFIRM

GERAN MOBILITY INFORMATION
CONFIRM

P

Figure 7.8.1.2/3GPP TS 44.118: Cell Update procedure with update of GERAN mobility information

MS GERAN

CELL UPDATE

>

CELL UPDATE CONFIRM

RADIO BEARER RELEASE COMPLETE

P

Figure 7.8.1.3/3GPP TS 44.118: Cell Update procedure with radio bearer release

MS GERAN

CELL UPDATE

>

CELL UPDATE CONFIRM

RADIO BEARER RECONFIGURATION
COMPLETE

P

Figure 7.8.1.4/3GPP TS 44.118: Cell Update procedure with radio bearer reconfiguration
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MS GERAN

CELL UPDATE

RRC CONNECTION RELEASE

Figure 7.8.1.5/3GPP TS 44.118: Cell Update procedure, failure case

MS GERAN

GRA UPDATE

g

GRA UPDATE CONFIRM

Figure 7.8.1.6/3GPP TS 44.118: GRA Update procedure, basic flow

MS GERAN

GRA UPDATE

g

GRA UPDATE CONFIRM

GERAN MOBILITY INFORMATION
CONFIRM

P

Figure 7.8.1.7/3GPP TS 44.118: GRA Update procedure with update of GERAN mobility information

MS GERAN

GRA UPDATE

g

RRC CONNECTION RELEASE

Figure 7.8.1.8/3GPP TS 44.118: GRA Update procedure, failure case

7.8.1.1 General
The GRA Update and Cell Update procedures serve several main purposes.

- tonotify GERAN of an RLC unrecoverable error (see 3GPP TS 44.160 [31]) on an AM RLC entity;
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- to be used as a supervision mechanism in the RRC-Cell_Shared state or RRC-GRA_PCH state by means of
periodical update;
In addition, the GRA Update procedure a so serves the following purpose:

- toretrieve anew GRA identity after cell re-selection to a cell not belonging to the current GRA assigned to the
MSin RRC-GRA_PCH state;

In addition, the Cell Update procedure a so serves the following purposes:
- to update GERAN with the current cell the MSis camping on after cell reselection;

- toactonaradio link failure or notification of invalid RLC/MAC control message in the RRC-Cell_Dedicated
state;

- to act on the transmission failure of the MS CAPABILITY INFORMATION message;

- whentriggered in the RRC-GRA_PCH state, to notify GERAN of atransition to the RRC-Cell _Shared state due
to the reception of GERAN originated paging or due to a request to transmit uplink data.

The GRA Update and Cell Update procedures may:
- include an update of mobility related information inthe M S,

- cause a state transition from the RRC-Cell_Shared state to the RRC-Cell_Dedicated state, or from RRC-
GRA_PCH state to RRC-Idle mode.

The Cell Update procedure may also include:
- are-establish of layer 2, AM RLC entities;
- aradio bearer release,or radio bearer reconfiguration;

- aDBPSCH assignment.

7.8.1.2 Initiation
A MS shall initiate the Cell Update procedure in the following cases:
1> Uplink data transmission:
2> if the MSisin RRC-GRA_PCH state; and
2> if the MS has uplink signalling or data to transmit except a GRA UPDATE message;
3> perform cell update using the cause "uplink data transmission".
1> Paging response:

2> if the criteriafor performing cell update with the cause specified above in the current sub-clause is not met;
and

2> if the MSin RRC-GRA_PCH state or RRC-Cell_Shared state, receives paging information from the lower
layers fulfilling the conditions for initiating a Cell Update procedure specified in 7.4:

3> perform cell update using the cause "paging response”.
1> Radio link failure:

2> if none of the criteriafor performing cell update with the causes specified above in the current sub-clauseis
met; and

3> if the MSisin RRC-Cell_Dedicated state; and the criteria for radio link failure is met as specified in sub-
clause 7.18; or

3> if the criteriafor radio link failure is met as specified in sub-clause 7.18 the transmission of the M S
CAPABILITY INFORMATION message fails as specified in sub-clause 7.6.6:
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4> perform cell update using the cause "radio link failure".
1> Invalid RLC/MAC control message:

2> if none of the criteriafor performing cell update with the causes specified above in the current sub-clauseis
met; and

2> if the MSisin RRC-Cdl_Dedicated state; and
2> if notification is received of the reception of an invalid RLC/MAC control message on DBPSCH:
3> act as specified in sub-clause 7.18.10:
4> perform cell update using the cause "invalid RLC/MAC control message".
1> RLC unrecoverable error:

2> if none of the criteriafor performing cell update with the causes specified above in the current sub-clauseis
met; and

2> if the MS detects an RLC unrecoverable error (see 3GPP TS 44.160 [31]) inan AM RLC entity:
3> perform cell update using the cause "RLC unrecoverable error”.
1> Cell reselection:

2> if none of the criteriafor performing cell update with the causes specified above in the current sub-clauseis
met; and

2> if the MSisin RRC-Cdll_Shared state; and
2> if the MS performs cell re-selection:
3> perform cell update using the cause "cell reselection”.
1> Periodical cell update:

2> if none of the criteriafor performing cell update with the causes specified above in the current sub-clauseis
met; and

2> if the MSisin RRC-Cdll_Shared state; and
2> if the timer T305 expires,
3> perform cell update using the cause "periodical cell update”.
A MSin RRC-GRA_PCH state shall initiate the GRA Update procedure in the following cases:
1> GRA reselection:

2> if the MS detects that the current GRA assigned to the M S, stored in the variable GRA_IDENTITY, is not
present in the list of GRA identitiesin packet system information 16; or

2> if the list of GRA identities in packet system information 16 is empty; or
2> if the packet system information 16 can not be found:
3> perform GRA update using the cause "change of GRA".
1> Periodic GRA update:

2> if the criteriafor performing GRA update with the causes as specified above in the current sub-clause are not
met; and

2> if the timer T305 expires while the MSisin RRC-GRA_PCH,;

3> perform GRA update using the cause "periodic GRA update”.
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When initiating the GRA Update or Cell Update procedure, the MS shall:
1> stop timer T305;
1> if the MSisin RRC-Cell_Dedicated state:
2> inthevariable RB_TIMER_INDICATOR, set the |IE "T314 Expired" and the |E "T315 Expired" to FALSE;

2> if the stored values of the timer T314 and timer T315 are both equal to zero, or if the stored value of the timer
T314 isequal to zero and there are no radio bearers associated with any radio access bearers for which in the
variable ESTABLISHED RABS the value of the |E "Re-establishment timer" is set to "useT 315":

3> release dll itsradio resources;

3> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

3> clear the variable ESTABLISHED SIGNALLING _CONNECTIONS;
3> clear the variable ESTABLISHED_RABS;
3> enter RRC-ldle mode;

3> perform other actions when entering RRC-1dle mode from RRC-Connected mode as specified in clause 6
and sub-clause 7.18;

3> and the procedure ends.
2> if the stored value of the timer T314 is equal to zero:

3> release al radio bearers, associated with any radio access bearers for which in the variable
ESTABLISHED_RABS the value of the |E "Re-establishment Timer" is set to "useT314";

3> inthe variable RB_TIMER_INDICATOR set the |IE "T314 expired" to TRUE;
2> if the stored value of the timer T315 is equal to zero:

3> release dl radio bearers associated with any radio access bearers for which in the variable
ESTABLISHED_RABS the value of the |E "Re-establishment Timer" is set to "useT315";

3> inthevariable RB_TIMER_INDICATOR set the |IE "T315 expired" to TRUE;
2> if the stored value of the timer T314 is greater than zero:

3> if there are radio bearers associated with any radio access bearers for which in the variable
ESTABLISHED RABS the value of the |E "Re-establishment Timer" is set to "useT314":

4> start timer T314.
2> if the stored value of the timer T315 is greater than zero:

3> if there are radio bearers associated with any radio access bearers for which in the variable
ESTABLISHED_ RABS the value of the |E "Re-establishment timer" is set to "useT315":

4> dtart timer T315.
2> for the released radio bearer(s):
3> delete the information about the radio bearer from the variable ESTABLISHED RABS;
3> when all radio bearers belonging to the same radio access bearer have been released:

4> indicate local end release of the radio access bearer to upper layers using the CN domain identity
together with the RAB identity stored in the variable ESTABLISHED_RABS;

4> delete all information about the radio access bearer from the variable ESTABLISHED _RABS;
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2> set the variable ORDERED_RECONFIGURATION to FALSE;

1> set the variables PROTOCOL_ERROR_INDICATOR, FAILURE_INDICATOR,
UNSUPPORTED_CONFIGURATION and INVALID_CONFIGURATION to FALSE;

1> set the variable CELL_UPDATE_STARTED to TRUE;

1> in case of a Cell Update procedure:
2> set the contents of the CELL UPDATE message according to sub-clause7.8.1.3;
2> submit the CELL UPDATE message for transmission on the SRB2;

1> in case of a GRA Update procedure:
2> set the contents of the GRA UPDATE message according to sub-clause7.8.1.3;
2> submit the GRA UPDATE message for transmission on the SRB2;

1> set counter V302 to 1,

1> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
2> start timer T302;

1> if the RLC sub-layer indicates alink failure to the RRC layer:
2> enter RRC-ldle mode;
2> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
2> consider the GRA Update procedure or Cell Update procedure to be unsuccessful;

2> the procedure ends.

7.8.1.3 CELL UPDATE / GRA UPDATE message contents to set
In case of Cell Update procedure the MS shall transmit a CELL UPDATE message.

In case of GRA Update procedure the M S shall transmit a GRA UPDATE message.

The MS shall set the IEsin the CELL UPDATE message as follows:

1> set the |IE "Cell Update Cause" corresponding to the cause specified in sub-clause 7.8.1.2 that is valid when the
CELL UPDATE message is submitted to lower layers for transmission;

NOTE: During the time period starting from when a cell update procedureisinitiated by the MS until when the
procedure ends, additional CELL UPDATE messages may be transmitted by the MS with different
Causes.

1> set the IE "G-RNTI" to the value of the variable G-RNTI;
1> if the value of the variable PROTOCOL_ERROR _INDICATOR is TRUE:
2> include the |E "RRC Transaction Identifier"; and

3> set it to the value of "RRC Transaction Identifier” in the entry for the CELL UPDATE CONFIRM
message in the table "Rejected transactions” in the variable TRANSACTIONS;

2> include and set the |E "Failure Cause" to the cause value "protocol error”;

2> set the |[E "Protocol Error Information” set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> if the value of the variable FAILURE_INDICATOR is TRUE:

2> include the |E "RRC Transaction Identifier"; and
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3> set it to the value of "RRC Transaction Identifier” in the entry for the CELL UPDATE CONFIRM
message in the table "Accepted transactions' in the variable TRANSACTIONS;
2> include and set the |E "Failure Cause" to the value of the variable FAILURE_CAUSE;
1> include the START values for each CN domain, calculated according to sub-clause 7.18;

1> if an unrecoverable error (see 3GPP TS 44.160 [31]) in any of the AM RLC entities for the signalling radio
bearers SRB2, SRB3 or SRB4 is detected:

2> setthe IE"AM_RLC error indication for c-plane” to TRUE;
1> otherwise:
2> setthe IE"AM_RLC error indication for c-plane” to FALSE;

1> if an unrecoverable error (see 3GPP TS 44.160 [31]) in any of the AM RLC entities for the RB5 or upward is
detected:

2> setthe IE"AM_RLC error indication for u-plane" to TRUE;
1> otherwise:
2> settheI[E"AM_RLC error indication for u-plane” to FALSE;
1> set the IE "RB Timer Indicator” to the value of the variable RB_TIMER_INDICATOR;
The MS shall set the IEsin the GRA UPDATE message as follows:
1> set the |IE "G-RNTI" to the value of the variable G-RNTI;

1> set the |E "GRA Update Cause" corresponding to which cause as specified in sub-clause 7.8.1.2 that isvalid
when the GRA UPDATE message is submitted to lower layers for transmission;

2> if the value of the variable PROTOCOL_ERROR_INDICATOR is TRUE:
3> include the |E "RRC Transaction Identifier"; and

4> set it to the value of "RRC Transaction Identifier” in the entry for the GRA UPDATE CONFIRM
message in the table "Rejected transactions” in the variable TRANSACTIONS;

3> set the |[E "Protocol Error Indicator” to TRUE;

3> include the | E "Protocol Error Information" set to the value of the variable
PROTOCOL_ERROR_INFORMATION.

2> if the value of the variable PROTOCOL_ERROR_INDICATOR isFALSE:
3> if the value of the variable INVALID_CONFIGURATION is TRUE:
4> include the |E "RRC Transaction Identifier"; and

5> set it to the value of "RRC transaction identifier" in the entry for the GRA UPDATE CONFIRM
message in the table "Accepted transactions' in the variable TRANSACTIONS;

4> set the IE" Protocol Error Indicator " to TRUE;
4> include the |E "Protocol Error Information™ set to "Information element value not comprehended”;
3> if the value of the variable INVALID_CONFIGURATION is FALSE:

4> set the |E "Protocol Error Indicator" to FALSE.

7.8.1.4 Reception of an CELL UPDATE/GRA UPDATE message by the GERAN
When the GERAN receives a CELL UPDATE/GRA UPDATE message, the GERAN shall:
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1> in case the procedure was triggered by reception of a CELL UPDATE:
2> if SBSSrelocation was performed:
3> transmit a CELL UPDATE CONFIRM message on the downlink SRB2.
2> if SBSSrelocation was not performed:

3> update the START value for each CN domain as maintained in GERAN sub-clause 7.18 with "START"
inthe IE "START List" for the CN domain as indicated by "CN Domain Identity” I1E in the IE "START
List";

3> transmit a CELL UPDATE CONFIRM message on the SRB2;

3> optionally set the |E "RLC re-establish indicator (RB2, RB3 and RB4)" and/or the |E "RLC re-establish
indicator (RB5 and upwards)" to TRUE to request a RLC re-establishment in the MS, in which case the
corresponding RLC entities shall also be re-established in GERAN; or

1> in case the procedure was triggered by reception of a GRA UPDATE:
2> if SBSSrelocation was performed:
3> transmit a GRA UPDATE CONFIRM message on the downlink SRB2;
2> if SBSSrelocation was not performed:

3> transmit a GRA UPDATE CONFIRM message to the lower layers for transmission on SRB2 in which
case the GERAN should include the |E "GRA Identity" in the GRA UPDATE CONFIRM messagein a
cell where multiple GRA identifiers are broadcast; or

1> initiate an RRC Connection Release procedure (see sub-clause 7.5.2) by transmitting an RRC CONNECTION
RELEASE message on the SRB2. In particular GERAN shall:

2> if the CELL UPDATE message was sent because of an unrecoverable error in SRB2, SRB3 or SRB4:

3> initiate an RRC Connection Release procedure (sub-clause 7.5.2) by transmitting an RRC
CONNECTION RELEASE message on the SRB2.

7.8.1.5 Reception of the CELL UPDATE CONFIRM/GRA UPDATE CONFIRM
message by the MS

When the MSreceives a CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message the MS shall:
1> stop timer T302;
1> in case of a Cell Update procedure and the CELL UPDATE CONFIRM message:

2> includes one of the RB information elements (RB Information to Release list, RB Information to Reconfigure
list, RB Information to Be Affected list); and/or

2> includesthe |E “DBPSCH Description”; and
2> if the variable ORDERED_RECONFIGURATION is set to FALSE:
3> set the variable ORDERED_RECONFIGURATION to TRUE;

1> act upon all received information elements as specified in sub-clause 7.19 unless specified otherwise in the
following;

2> if the CELL UPDATE CONFIRM message includes the field "RLC Re-establish indicator SRB2-4":

3> re-establish the RLC entities for signalling radio bearer SRB2, signalling radio bearer SRB3 and
signalling radio bearer SRB4 (if established);

3> if the value of the IE "Status” in the variable CIPHERING_STATUS of the CN domain stored in the
variable LATEST_CONFIGURED_CN_DOMAIN is set to "Started":
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4> set the HFN component of the respective COUNT-C values for AM RLC entities SRB2, SRB3 and
SRB4 (if established) equal to the START valueincluded in the latest transmitted CELL UPDATE
message for the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN.

2> if the CELL UPDATE CONFIRM message includesthe field "RLC re-establish indicator RB5+":
3> for radio bearers with RB identity larger than 4:
4> re-establish the AM RLC entities;

4> if the value of the |IE "Satus' in the variable CIPHERING_STATUS of the CN domain asindicated in
the IE"CN Domain Identity" inthe |IE "RAB Info" in the variable ESTABLISHED_RABSIis set to
"Started":

5> set the HFN component of the respective COUNT-C values for AM RLC entities equal to the
START valueincluded in the latest transmitted CELL UPDATE message for the CN domain as
indicated in the IE"CN domain identity" in the IE "RAB info" in the variable
ESTABLISHED RABS.

1> if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the |E " Ciphering Mode
Info" or contained the IE "Integrity Protection Mode Info":

2> set the |E “Status’ in the variable SECURITY_MODIFICATION for all the CN domainsin the variable
SECURITY_MODIFICATION to “Affected”;

1> enter a state according to sub-clause 7.19 applied on the CELL UPDATE CONFIRM / GRA UPDATE
CONFIRM message.

If the M S after state transition remains in RRC-Cell_Shared state, it shall

1> start the timer T305 using itsinitial valueif timer T305 is not running and periodical cell update has been
configured by T305 in the |E "MS Timers and Constants in Connected mode" set to any other value than
"infinity";

1> if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the |IE "GERAN DRX Cycle
Length Coefficient":

2> usethevauein the IE "GERAN DRX Cycle Length Coefficient” for calculating Paging occasion as specified
in sub-clause 7.19;

If the M S after state transition enters RRC-GRA_PCH state, it shall

1> start the timer T305 using itsinitial valueif timer T305 is not running and periodical update has been configured
by T305in the |IE "MS Timers and Constants in Connected mode" set to any other value than "infinity";

The MS after state transition shall:

1> if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the |E " Ciphering Mode
Info":

2> include and set the |E "Radio Bearer Uplink Ciphering Activation Time Info" in any response message
transmitted below to the value of the variable RB_UPLINK _CIPHERING_ACTIVATION_TIME_INFO.

1> in case cell reselection interrupted an ongoing cell update procedure and a CELL UPDATE CONFIRM/GRA
UPDATE CONFIRM was received with the |E "Downlink counter synchronisation info" present and the
response to which was not submitted to the lower layers due to the cell re-selection:

2> include the |E "START list" in the response message transmitted according to sub-clause 7.8.1.6;

2> if the CELL UPDATE CONFIRM/GRA UPDATE CONFIRM, the response to which was not delivered to
the lower layers, due to the cell re-selection, included the |E "RB with PDCP information list":

3> include the |IE "RB with PDCP information list" in the response message transmitted according to sub-
clause 7.8.1.6;

1> in case of a Cell Update procedure:
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2> set the |IE "RRC Transaction Identifier” in any response message transmitted below to the value of "RRC
transaction identifier" in the entry for the CELL UPDATE CONFIRM message in the table " Accepted
transactions’ in the variable TRANSACTIONS; and

2> clear that entry.
1> in case of a GRA Update procedure:

2> set the |E "RRC Transaction Identifier" in any response message transmitted below to the value of "RRC
transaction identifier" in the entry for the GRA UPDATE CONFIRM message in the table " Accepted
transactions' in the variable TRANSACTIONS; and

2> clear that entry;
1> if the variable PDCP_SN_INFO is non-empty:

2> include the |IE "RB with PDCP Information List" in any response message transmitted below and set it to the
value of the variable PDCP_SN_INFO;

1> if thereceived CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message included the structure
"Downlink Counter Synchronisation Info":

2> if the variable PDCP_SN_INFO is empty:

3> configure the corresponding RLC entity for all AM and UM radio bearers and AM and UM signalling
radio bearers except SRB2 to "stop”;

2> else
3> configure the RLC entity for signalling radio bearers SRB1, SRB3 and SRB4 to "stop”;

3> configure the RLC entity for UM and AM radio bearers for which the IE “PDCP SN Info” is not included
to “stop”;

2> re-establish SRB2;
2> for the downlink and the uplink, apply the ciphering configuration as follows:
3> if the received re-configuation message included the | E “ Ciphering Mode Info”:
4> use the ciphering configuration in the received message when transmitting the response message;

3> if the ciphering configuration for SRB2 from a previously received SECURITY MODE COMMAND has
not yet been applied because of the activation times not having been reached:

4> if the previous SECURITY MODE COMMAND was received due to new keys being received:
5> consider the new ciphering configuration to include the received new keys,

4> if the ciphering configuration for SRB2 from a previously received SECURITY MODE COMMAND
has not yet been applied because of the corresponding activation times not having been reached and
the previous SECURITY MODE COMMAND caused a change in
LATEST_CONFIGURED_CN_DOMAIN:

5> consider the new ciphering configuration to include the keys associated with the
LATEST _CONFIGURED_CN_DOMAIN;

4> apply the new ciphering configuration immediately following RLC re-establishment.
3> dse
4> continue using the current ciphering configuration;
2> set the new uplink and downlink HFN of SRB2 to MAX (uplink HFN of SRB2, downlink HFN of SRB2);

2> increment by one the downlink and uplink HFN values for SRB2;
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2> calculate the START value according to sub-clause 7.18;

2> include the calculated START values for each CN domain in the |[E "START List" in the structure "Uplink
Counter Synchronisation Info" in any response message transmitted below;

2> if the cell reselection from UTRAN is performed :

3> set the 20 most significant bits of the uplink and downlink HFN component of COUNT-C of SRB2 to
MAX (uplink HFNy, downlink HFNy) where HFN is the HFN component of COUNT-C of SRB2in
UTRAN;

3> set the remaining bits of the uplink and downlink HFN component of COUNT-C of SRB2 equal to zero;
3> calculate the START value according to sub-clause 7.18;

3> include the calculated START values for each CN domain in the |E "START list" in the GERAN
MOBILITY INFORMATION CONFIRM message;

3> set the variable LATEST_CONFIGURED_CN_DOMAIN equal to the corresponding UTRAN variable;
3> set thevariable MS_CAPABILITY_TRANSFERRED equal to the corresponding UTRAN variable ;
3> setthevariable ESTABLISHED RABS equal to the corresponding UTRAN variable ;

3> set the variable ESTABLISHED_SIGNALLING_CONNECTIONS equal to the corresponding UTRAN
variable;

3> set the variable CIPHERING_STATUS equal to the corresponding UTRAN variable;
3> set the variable START_THRESHOLD equal to the corresponding UTRAN variable;
3> set the variable START_VALUE_TO_TRANSMIT equal to the corresponding UTRAN variable;

3> set |IE “Satus’ for the ciphering status in the the variable SECURITY_MODIFICATION equal to the
corresponding UTRAN variable;

3> set |E “Satus’ for the integrity protection in the variable INTEGRITY_PROTECTION_INFO equa to
the corresponding UTRAN variable;

1> transmit a response message as specified in sub-clause 7.8.1.6;

1> if the IE "Integrity Protection Mode Info" was present in the CELL UPDATE CONFIRM or GRA UPDATE
CONFIRM message:

2> start applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from
and including the transmitted response message;

1> if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE
CONFIRM message in case of acell update procedure:

2> set the variable ORDERED_RECONFIGURATION to FALSE;
1> clear the variable PDCP_SN_INFO;
1> when the response message transmitted per sub-clause 7.8.1.6 to the GERAN has been confirmed by RLC:

2> if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the IE "Ciphering Mode
Info":

3> resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM
or RLC-UM;

3> set the |E "Reconfiguration™ in the variable CIPHERING_STATUSto FALSE; and

3> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
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2> if the CELL UPDATE CONFIRM / GRA UPDATE CONFIRM message contained the |E "Integrity
Protection Mode Info":
3> dlow the transmission of RRC messages on all signalling radio bearers with any RRC SN;
3> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
2> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;
1> in case of a Cell Update procedure:

2> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions” in the
variable TRANSACTIONS;

1> in case of a GRA update procedure:

2> clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions” in the variable
TRANSACTIONS;

1> set the variable CELL_UPDATE_STARTED to FALSE;
1> clear the variable SECURITY_MODIFICATION.

The procedure ends.

7.8.1.6 Transmission of a response message to GERAN
If the CELL UPDATE CONFIRM message
- includesthe |E "RB Information to Release List":
the MS shall:
1> transmit aRADIO BEARER RELEASE COMPLETE as response message using SRB2.
If the CELL UPDATE CONFIRM message
- doesnot include the IE "RB Information to Release List"; and
- includesthe |E "RB Information to Reconfigure List"; or
- includesthe |E "RB Information to Be Affected List"; and
- doesnot include the |IE “DBPSCH Description” :
the MS shall:
1> transmit aRADIO BEARER RECONFIGURATION COMPLETE as response message using SRB2.
If the CELL UPDATE CONFIRM message:

- does not includethe | E “RB Information to Release list” ; and

does not include the |E “RB Information to Be Affected list” ; and

includes the |E “RB Information to Reconfigure list” ; and

- includesthe |E "DBPSCH description™:
the MS shall:

1> transmit aRADIO BEARER SETUP COMPLETE as response message on SRB2.
If the CELL UPDATE CONFIRM message

- doesnot include RB Information Elements (RB Information to Release list, RB Information to Reconfigure list,
RB Information to Be Affected list); and
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includes the |IE "CN Information Info"; or

includes the | E " Ciphering Mode Info"; or

includes the IE "Integrity Protection Mode Info"; or

- includesthe IE "New G-RNTI":
the MS shall:

1> transmit a GERAN MOBILITY INFORMATION CONFIRM as response message on the SRB2.
If the CELL UPDATE CONFIRM message:

- does not include RB Information Elements (RB Information to Release list, RB Information to Reconfigure list,
RB Information to Be Affected list); and

- doesnot include "CN Information Info"; and
- does not include the | E " Ciphering Mode Info"; and
- does not include the | E "Integrity Protection Mode Info"; and
- doesnot include the |IE "New G-RNTI":
the M S shall:
1> transmit no response message.
If the GRA UPDATE CONFIRM message:

- includesthe IEs"CN Information Info"; or

includes the | E " Ciphering Mode Info"; or

includes the IE "Integrity Protection Mode Info"; or
- includesthe |E "New G-RNTI":
the MS shall:
1> transmit a GERAN MOBILITY INFORMATION CONFIRM as response message on SRB2.
If the GRA UPDATE CONFIRM message:
- doesnot include “CN Information Info” ; and
- doesnotincludethe IE " Ciphering Mode Info"; and
- doesnotincludethe lE" Integrity Protection Mode Info "; and
- doesnot include the |E "New G-RNTI"; and
the MS shall:
1> transmit no response message.

If the new state is RRC-Cell_Dedicated or RRC-Cell _Shared state, the response message shall be transmitted using the
new configuration after the state transition, and the MS shall:

1> if the structure "Downlink Counter Synchronisation Info" was included in the received CELL UPDATE
CONFIRM or GRA UPDATE CONFIRM message:

2> when RLC has confirmed the successful transmission of the response message:
3> if the variable PDCP_SN_INFO is empty:

4> configure the RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers
except SRB2 to "continue”;
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3> else
4> configure the RLC entity for signalling radio bearers SRB1, SRB3 and SRB4 to "continue";

4> configure the RLC entity for UM and AM radio bearers for which the IE “PDCP SN Info” is not
included to “continue’;

3> re-establish all AM and UM RLC entities with RB identities larger than 4 and set the first 20 bits of all
the HFN component of the respective COUNT-C valuesto the START value included in the response
message for the corresponding CN domain;

3> re-establish the RLC entities with RB identities 1, 3 and 4 and set the first 20 bits of all the HFN
component of the respective COUNT-C values to the START value included in the response message for
the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

3> set the remaining bits of the HFN component of the COUNT-C values of all UM RLC entitiesto zero;

3> set the remaining bits of the HFN component of the COUNT-C values of al AM RLC entitiesto zero, for
those bearers to which RLC entitie where re-established,;

3> if the IE "PDCP Context Relocation Info" is not present:

4> re-initialise the PDCP header compression entities of each radio bearer in the variable
ESTABLISHED_RABS as specified in 3GPP TS 25.323;.

3> if the IE "PDCP Context Relocation Info" is present:
4> perform the actions as specified in7.19.
1> if the variable PDCP_SN_INFO is empty:

2> if the CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the | E " Ciphering
Mode Info":

3> when RLC has confirmed the successful transmission of the response message:
4> continue with the remainder of the procedure;

2> if the CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message did not contain the | E "Ciphering
Mode Info":

3> when RLC has been requested to transmit the response message,

4> continue with the remainder of the procedure;
1> if the variable PDCP_SN_INFO non-empty:
2> when RLC has confirmed the successful transmission of the response message:

3> for each radio bearer in the variable PDCP_SN_INFO:

4> if the IE "RB Sarted" in the variable ESTABLISHED_RABS s set to "started":
5> configure the RLC entity for that radio bearer to "continue”;
3> continue with the remainder of the procedure.

If the new RRC state is RRC-GRA_PCH state, the response message shall be transmitted in RRC-Cell_Shared state,
and the MS shall:

1> when RLC has confirmed the successful transmission of the response message:

2> if the IE "Downlink Counter Synchronisation Info" was included in the received CELL UPDATE CONFIRM
or GRA UPDATE CONFIRM message:
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3> re-establish al AM and UM RLC entities with RB identities larger than 4 and set the first 20 bits of all
the HFN component of the respective COUNT-C valuesto the START value included in the response
message for the corresponding CN domain;

3> re-establish the RLC entities with RB identities 1, 3 and 4 and set the first 20 bits of all the HFN
component of the respective COUNT-C values to the START value included in the response message for
the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

3> set the remaining bits of the HFN component of the COUNT-C values of all UM RLC entities to zero;

3> set the remaining bits of the HFN component of the COUNT-C values of al AM RLC entities to zero, for
those bearers to which RLC entitie where re-established,;

3> re-initialise the PDCP header compression entities of each radio bearer in the variable
ESTABLISHED RABS as specified in 3GPP TS 25.323.

2> for each radio bearer in the variable PDCP_SN_INFO:
3> if the IE"RB Sarted" in the variable ESTABLISHED_RABS s set to "started":
4> configure the RLC entity for that radio bearer to " continue”;
2> enter the RRC-GRA_PCH dtate;

1> continue with the remainder of the procedure.

7.8.1.7 Physical channel failure
If the received CELL UPDATE CONFIRM message would cause the MS to transit to RRC-Cell_Dedicated state; and

1> if the MSfailed to establish the physical channel(s) indicated in the received CELL UPDATE CONFIRM
message according to the criteria defined in sub-clause 7.8.1.6 are not fulfilled; or

1> thereceived CELL UPDATE CONFIRM message does not contain the |E “DBPSCH Description”;
the MS shall:
1> the IE "Reconfiguration” in the variable CIPHERING_STATUS is set to TRUE; and/or
1> the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:
2> abort the ongoing integrity and/or ciphering reconfiguration;
2> if the received CELL UPDATE CONFIRM message contained the IE " Ciphering Mode Info":
3> set the |E "Reconfiguration” in the variable CIPHERING_STATUSto FALSE; and
3> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> if thereceived CELL UPDATE CONFIRM message contained the |E "Integrity Protection Mode Info":
3> set the |E "Reconfiguration” in the variable INTEGRITY _PROTECTION_INFO to FAL SE; and
3> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;

1> if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE
CONFIRM message:

2> set the variable ORDERED_RECONFIGURATION to FALSE;
1> if V302 isequal to or smaller than N302:
2> select asuitable GERAN cell according to 3GPP TS 45.008;

2> set the contents of the CELL UPDATE message according to sub-clause 7.8.1.3, except for the |E " Cell
Update Cause" which shall be set to "radio link failure";
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2> submit the CELL UPDATE message for transmission on the uplink SRB2;
2> increment counter V302; and
2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;
2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-ldle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the Cell Update procedure to be unsuccessful;
3> the procedure ends.
1> if V302 is greater than N302:
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;
2> in case of acell update procedure:

3> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions' in the
variable TRANSACTIONS;

2> release dl itsradio resources;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_ RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED_RABS;
2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-ldle mode.

7.8.1.8 Unsupported configuration by the MS

If the M S does not support the configuration in the CELL UPDATE CONFIRM message and/or the variable
UNSUPPORTED_CONFIGURATION is set to TRUE, the MS shall:

1> if V302 isequal to or smaller than N302, the M S shall:
2> if, caused by the received CELL UPDATE CONFIRM message
3> the |IE "Reconfiguration” in the variable CIPHERING_STATUS is set to TRUE; and/or
3> the |E "Reconfiguration™ in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:
4> abort the ongoing integrity and/or ciphering reconfiguration;
4> if the received CELL UPDATE CONFIRM message contained the |E " Ciphering Mode Info":
5> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to FALSE; and
5> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

4> if the received CELL UPDATE CONFIRM message contained the |E "Integrity Protection Mode
Info":

5> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
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5> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE
CONFIRM message in case of acell update procedure:

3> set the variable ORDERED_RECONFIGURATION to FALSE;
2> set the variable FAILURE_INDICATOR to TRUE;
2> set the variable FAILURE_CAUSE to "configuration unsupported”;
2> set the content of the CELL UPDATE message according to 7.8.1.3;
2> submit the CELL UPDATE message for transmission on the uplink SRB2;
2> increment counter V302; and
2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;
2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-ldle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the Cell Update procedure to be unsuccessful;
3> the procedure ends.
1> if V302 is greater than N302, the M S shall:
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> clear the variable INTEGRITY _PROTECTION_ACTIVATION_INFO;
2> clear the variable PDCP_SN_INFO;

2> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions” in the
variable TRANSACTIONS;

2> release dll its radio resources;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-ldle mode;

2> other actions the MS shall perform when entering RRC-1dle mode from RRC-Connected mode are specified
in sub-clause 7.18;

2> and the procedure ends.

7.8.1.9 Invalid configuration
If the variable INVALID_CONFIGURATION is set to TRUE, the MS shall:
1> if V302 isequal to or smaller than N302:
2> if, caused by the received CELL UPDATE CONFIRM message
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3> the IE "Reconfiguration” in the variable CIPHERING_STATUS is set to TRUE; and/or
3> the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:
4> abort the ongoing integrity and/or ciphering reconfiguration;
4> if the received CELL UPDATE CONFIRM message contained the |E " Ciphering Mode Info":
5> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to FALSE; and
5> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

4> if the received CELL UPDATE CONFIRM message contained the |E "Integrity Protection Mode
Info";

5> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
5> clear thevariable INTEGRITY _PROTECTION_ACTIVATION_INFO;

2> if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE
CONFIRM message in case of acell update procedure:

3> set the variable ORDERED_RECONFIGURATION to FALSE;

2> in case of a Cell Update procedure:
3> set the variable FAILURE_INDICATOR to TRUE;
3> set the variable FAILURE_CAUSE to "Invalid configuration";
3> set the contents of the CELL UPDATE message according to sub-clause 7.8.1.3;
3> submit the CELL UPDATE message for transmission on the uplink SRB2;

2> in case of a GRA Update procedure:
3> set the contents of the GRA UPDATE message according to sub-clause 7.8.1.3;
3> submit the GRA UPDATE message for transmission on the uplink SRB2;

2> increment counter V302; and

2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;

2> if the RLC sub-layer indicates a link failure to the RRC layer:
3> enter RRC-Idle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the Cell Update procedure or GRA Update procedure to be unsuccessful;
3> the procedure ends.

1> if V302 is greater than N302:

2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

2> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> clear the variable PDCP_SN_INFO;

2> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions' in the
variable TRANSACTIONS;

2> release dll itsradio resources;
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2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_ RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED_RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-Idle mode;

2> other actions the MS shall perform when entering RRC-Idle mode from RRC-Connected mode are specified
in sub-clause 7.18;

1> the procedure ends.

7.8.1.10 Incompatible simultaneous reconfiguration
In case of acell update procedure and if the received CELL UPDATE CONFIRM message:

- includes RB information elements (RB Information to Release list, RB Information to Reconfigure list, RB
Information to Be Affected list) ; and

- if thevariable ORDERED RECONFIGURATION is set to TRUE because of an ongoing Reconfiguration
procedure;

or

- if thevariable INCOMPATIBLE_SECURITY_RECONFIGURATION is set to TRUE due to the received
CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message:

the MS shall:
1> if V302 isequal to or smaller than N302:
2> if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message
3> the |E "Reconfiguration” in the variable CIPHERING_STATUS is set to TRUE; and/or
3> the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:
4> abort the ongoing integrity and/or ciphering reconfiguration;

4> if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the |E
"Ciphering Mode Info":

5> set the |E "Reconfiguration” in the variable CIPHERING_STATUSto FALSE; and
5> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

4> if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the |IE
"Integrity Protection Mode Info":

5> set the |E "Reconfiguration” in the variable INTEGRITY _PROTECTION_INFO to FAL SE; and
5> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE
CONFIRM message in case of a Cell Update procedure:

3> set the variable ORDERED_RECONFIGURATION to FALSE;
2> set the variable FAILURE_INDICATOR to TRUE;

2> set the variable FAILURE_CAUSE to "Incompatible simultaneous reconfiguration”;
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1>

1>

2> set the content of the CELL UPDATE message according to sub-clause 7.8.1.3;
2> submit the CELL UPDATE message for transmission on the uplink SRB2;
2> increment counter V302; and
2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;
2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-ldle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the Cell Update procedure to be unsuccessful;
3> the procedure ends.
if V302 isgreater than N302:
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> clear thevariable INTEGRITY _PROTECTION_ACTIVATION_INFO;
2> clear the variable PDCP_SN_INFO;
2> set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

2> clear the entry for the CELL UPDATE CONFIRM message in the table " Rejected transactions' in the
variable TRANSACTIONS;

2> release dl its radio resources;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_ RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED_RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-Idle mode;

2> other actions the MS shall perform when entering RRC-Idle mode from RRC-Connected mode are specified
in clause 6 and sub-clause 7.18;

the procedure ends.

7.8.1.10a  Security reconfiguration during Cell update procedure

If:

the variable CELL_UPDATE_STARTED is set to TRUE; and
the MS receives a SECURITY MODE COMMAND message:

the MS shall:

1>

ignore the received SECURITY MODE COMMAND message and continue with any ongoing processes and
procedures as if the SECURITY MODE COMMAND message had not been received.
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7.8.1.11 Confirmation error of GRA ID list

If the GRA UPDATE CONFIRM message causes a confirmation error of GRA identity list as specified in sub-clause
7.19.3the MS shall:

1> check the value of V302; and
1> if V302 is smaller or equal than N302:
2> if, caused by the received GRA UPDATE CONFIRM message
3> the |E "Reconfiguration” in the variable CIPHERING_STATUS is set to TRUE; and/or
3> the |E "Reconfiguration™ in the variable INTEGRITY_PROTECTION_INFO is set to TRUE:
4> abort the ongoing integrity and/or ciphering reconfiguration;

4> if the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the |E
"Ciphering Mode Info":

5> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to FALSE; and
5> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
4> if the received GRA UPDATE CONFIRM message contained the IE "Integrity Protection Mode Info"
5> set the |E "Reconfiguration” in the variable INTEGRITY _PROTECTION_INFO to FALSE; and
5> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;
2> set the |Esin the GRA UPDATE message according to sub-clause 7.8.1.3;
2> submit the GRA UPDATE message for transmission on the uplink SRB2;
2> increment counter V302; and
2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;
2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-Idle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the GRA Update procedure to be unsuccessful;
3> the procedure ends.
1> if V302 is greater than N302:
2> release dll itsradio resources;
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;
2> clear the variable PDCP_SN_INFO;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED_RABS;
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2> set the variable CELL_UPDATE_STARTED to FALSE;
2> enter RRC-ldle mode;

2> perform the actions specified in clause 6 and sub-clause 7.18 when entering RRC-1dle mode from RRC-
Connected mode;

2> the procedure ends.

7.8.1.12 Invalid CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message

If the MS receives an CELL UPDATE CONFIRM/GRA UPDATE CONFIRM message, which contains a protocol
error causing the variable PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the M Sshall
perform procedure specific error handling as follows:

1> if V302 isequa to or smaller than N302, the MS shall:
2> set the variable PROTOCOL_ERROR_INDICATOR to TRUE;
2> in case of a Cell Update procedure:
3> set the contents of the CELL UPDATE message according to sub-clause 7.8.1.3;
3> submit the CELL UPDATE message for transmission on the uplink SRB2;
2> in case of a GRA Update procedure:
3> set the contents of the GRA UPDATE message according to sub-clause 7.8.1.3;
3> submit the GRA UPDATE message for transmission on the uplink SRB2;
2> increment counter V302; and
2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;
2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-Idle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the Cell Update procedure or GRA update procedure to be unsuccessful;
3> the procedure ends.
1> if V302 is greater than N302, the M S shall:
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> in case of a Cell Update procedure:

3> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions” in the
variable TRANSACTIONS;

2> in case of a GRA Update procedure:

3> clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions' in the
variable TRANSACTIONS;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
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2> clear the variable ESTABLISHED_RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;
2> release dl itsradio resources,

2> enter RRC-Idle mode;

2> other actions the MS shall perform when entering RRC-Idle mode from RRC-Connected mode are specified
in clause 6 and sub-clause 7.18;

2> the procedure ends.

7.8.1.13 T302 expiry or cell reselection
If any or severa of the following conditions are true:
- expiry of timer T302;

- reselection to another GERAN cell (including the previously serving cell) before completion of the Cell Update
or GRA Update procedure;

the MS shall:
1> stop T302 if it isrunning;
1> if the MSwas in RRC-Cell_Dedicated state prior to the initiation of the procedure; and
2> if timers T314 and T315 have elapsed while T302 was running:
3> enter RRC-Idle mode.

3> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers. Other actions the M S shall perform when entering
RRC-Idle mode from RRC-Connected mode are specified in clause 6 and sub-clause 7.18.

3> and the procedure ends.

2> if timer T314 has elapsed while T302 was running and,
3> if "T314 Expired" in the variable RB_TIMER_INDICATOR is set to FALSE and
3> if T315isstill running:

4> release locally all radio bearers which are associated with any radio access bearers for which in the
variable ESTABLISHED RABS the value of the |E "Re-establishment Timer" is set to "useT 314";

4> indicate release of those radio access bearers to upper layers;
4> delete al information about those radio access bearers from the variable ESTABLISHED RABS;
4> set "T314 Expired” inthe variable RB_TIMER_INDICATOR to TRUE;
2> if timer T315 has elapsed while T302 was running and,
3> if "T315 Expired" in the variable RB_TIMER_INDICATOR is set to FALSE and,
3> if T314 isstill running:

4> release locally all radio bearers which are associated with any radio access bearers for which in the
variable ESTABLISHED RABS the value of the |E "Re-establishment Timer" is set to "useT 315";

4> indicate release of those radio access bearers to upper layers;

4> delete all information about those radio access bearers from the variable ESTABLISHED RABS;
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4> set "T315 Expired” in the variable RB_TIMER_INDICATOR to TRUE;

1> if, caused by the received CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message the |IE
"Reconfiguration” in the variable CIPHERING_STATUS is set to TRUE and/or the |E "Reconfiguration” in the
variable INTEGRITY_PROTECTION_INFO isset to TRUE:

2> abort the ongoing integrity and/or ciphering reconfiguration;

2> if thereceived CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the |E
"Ciphering Mode Info":

3> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to FALSE; and
3> clear thevariable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

2> if thereceived CELL UPDATE CONFIRM or GRA UPDATE CONFIRM message contained the |E
"Integrity Protection Mode Info":

3> set the |E "Reconfiguration” in the variable INTEGRITY _PROTECTION_INFO to FAL SE; and
3> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

1> if the variable ORDERED_RECONFIGURATION is set to TRUE caused by the received CELL UPDATE
CONFIRM message in case of acell update procedure:

2> sat the variable ORDERED_RECONFIGURATION to FALSE;
1> in case of a Cell Update procedure:

2> clear any entry for the CELL UPDATE CONFIRM message in the table " Accepted transactions' in the
variable TRANSACTIONS;

1> in case of a GRA Update procedure:

2> clear any entry for the GRA UPDATE CONFIRM message in the table " Accepted transactions' in the
variable TRANSACTIONS;

If the M S has not entered RRC-Idle mode, and:
1> if V302isequa to or smaller than N302, the M S shall:
2> in case of a Cell Update procedure:
3> set the contents of the CELL UPDATE message according to sub-clause 7.8.1.3;

3>if aCELL UPDATE CONFIRM message was received and caused the |E “Reconfiguration” in the
variable CIPHERING_STATUS to be set to TRUE and/or the | E “Reconfiguration” in the variable
INTEGRITY_PROTECTION_INFO to be set to TRUE:

4> if the |E “Downlink counter sychnronization info” wasincluded in the received CELL UPDATE
CONFIRM message:

5> apply the new security (integrity protection) configuration received in the CELL UPDATE
CONFIRM on the CELL UPDATE message.

3> submit the CELL UPDATE message for transmission on the uplink SRB2;
2> in case of a GRA Update procedure:
3> set the contents of the GRA UPDATE message according to sub-clause 7.8.1.3;

3> if aGRA UPDATE CONFIRM message was received and caused the |E “Reconfiguration” in the
variable CIPHERING_STATUS to be set to TRUE and/or the | E “Reconfiguration” in the variable
INTEGRITY_PROTECTION_INFO to be set to TRUE:

4> if the IE “Downlink counter sychnronization info” was included in the received GRA UPDATE
CONFIRM message:
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5> apply the new security (integrity protection) configuration received in the GRA UPDATE
CONFIRM on the GRA UPDATE message.
3> submit the GRA UPDATE message for transmission on the uplink SRB2.;
2> increment counter V302,
2> if the RLC sub-layer indicates to the RRC layer a successful transmission of the message:
3> restart timer T302;
2> if the RLC sub-layer indicates alink failure to the RRC layer:
3> enter RRC-ldle mode;
3> perform the actions specified in clause 6 when MSisin RRC-ldle mode;
3> consider the Cell Update procedure or GRA Update procedure to be unsuccessful;
3> the procedure ends.
1> if V302 is greater than N302, the MS shall:
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> clear the variable INTEGRITY _PROTECTION_ACTIVATION_INFO;
2> clear the variable PDCP_SN_INFO;
2> in case of a Cell Update procedure:

3> clear the entry for the CELL UPDATE CONFIRM message in the table " Rejected transactions' in the
variable TRANSACTIONS;

2> in case of a GRA Update procedure:

3> clear the entry for the GRA UPDATE CONFIRM message in the table "Rejected transactions” in the
variable TRANSACTIONS;

2> release dll its radio resources;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-Idle mode;

2> other actions the M S shall perform when entering RRC-1dle mode from RRC-Connected mode are specified
in clause 6 and sub-clause 7.18;

2> and the procedure ends.

7.8.1.14 T314 expiry
Upon expiry of timer T314 the MS shall:
1> if timer T302 is running:
2> continue awaiting response message from GERAN;

1> if timer T302 is not running and timer T315 is running:
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2> set IE "T314 Expired" in variable RB_TIMER_INDICATOR to TRUE;

2> release locally all radio bearers which are associated with any radio access bearers for which in the variable
ESTABLISHED_ RABS the value of the |E "Re-establishment Timer" is set to "use T314";

2> indicate release of those radio access bearersto upper layers;

2> delete all information about those radio access bearers from the variable ESTABLISHED RABS;
1> if timers T302 and T315 are not running:

2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

2> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> clear the variable PDCP_SN_INFO;

2> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions' in the
variable TRANSACTIONS;

2> release dll its radio resources;

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_ RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED_RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-Idle mode;

2> other actions the MS shall perform when entering RRC-Idle mode from RRC-Connected mode are specified
in clause 6 and sub-clause 7.18;

2> and the procedure ends.

7.8.1.15 T315 expiry
Upon expiry of timer T315 the MS shall:
1> if timer T302 is running:
2> continue awaiting response message from GERAN;
1> if timer T302 is not running and timer T314 is running:
2> set |IE "T315 Expired” in variable RB_TIMER_INDICATOR to TRUE;

2> release locally al radio bearers which are associated with any radio access bearers for which in the variable
ESTABLISHED_RABS the value of the |E "Re-establishment Timer" is set to "use T315";

2> indicate release of those radio access bearersto upper layers;

2> delete all information about those radio access bearers from the variable ESTABLISHED RABS;
1> if timers T302 and T314 are not running:

2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

2> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> clear the variable PDCP_SN_INFO;
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2> clear the entry for the CELL UPDATE CONFIRM message in the table "Rejected transactions” in the
variable TRANSACTIONS;
2> release dl itsradio resources,

2> indicate release (abort) of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_ _RABS) to upper layers,

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED RABS;

2> set the variable CELL_UPDATE_STARTED to FALSE;

2> enter RRC-ldle mode;

2> other actions the MS shall perform when entering RRC-Idle mode from RRC-Connected mode are specified
in clause 6 and sub-clause 7.18;

2> and the procedure ends.
7.8.1.16 Reception of the GERAN MOBILITY INFORMATION CONFIRM message by
the GERAN

See sub-clause 7.8.1.6.
7.8.1.17 Inter-RAT cell reselection to GERAN lu mode

7.8.1.17.1 General

The purpose of the inter-RAT cell reselection procedure to GERAN lu mode is to transfer, under the control of the MS
and to some extent the source radio access technology, a connection between the MS and another radio access
technology (e.g. UTRAN) to GERAN |u mode.

7.8.1.17.2 Initiation

When the MS makes an inter-RAT cell reselection to GERAN Iu mode according to the criteria specified in
3GPP TS 44.160, it shall initiate this procedure. The inter-RAT cell reselection made by the MS may use system
information broadcast from the source radio access technology or M'S dedicated information.

When the MS performs an inter-RAT cell reselection from a RAT other than UTRAN, the MS shall:
1> set the variable ESTABLISHMENT_CAUSE to "Inter-RAT cell reselection”;
1> initiate an RRC connection establishment procedure as specified in sub-clause 7.5;
1> after initiating an RRC connection establishment:
2> release all resources specific to the other radio access technology.

When the MS performs an inter-RAT cell reselection from UTRAN Cell_FACH or Cell_PCH stateto GERAN lu
mode, the MS shall:

1> initiate the cell update procedure as specified in sub-clause 7.8, using the cause "cell reselection™and setting the
U-RNTI inthe IE "G-RNTI".

When the MS performs an inter-RAT cell reselection from UTRAN URA_PCH, the MS shall:

1> compare the URA identity which the MS had been assigned to in UTRAN against the GRA identities which are
broadcast in the GERAN cell.

2> If the assigned URA identity is not present in the list of GRA identities that are broadcast in the GERAN cell:
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3> initiate the GRA update procedure as specified for the GRA reselection case in sub-clause 7.8, using the
cause "change of GRA" and setting the U-RNTI inthe IE "G-RNTI".

7.8.1.17.3 MS fails to complete an inter-RAT cell reselection

When the MS performs an inter-RAT cell reselection from a RAT other than UTRAN, and if the inter-RAT cell
reselection fails before the MS hasinitiated the RRC connection establishment, the MS may return back to the other
radio access technology.

When the MS performs an inter-RAT cell reselection from a RAT other than UTRAN, and if the RRC connection
establishment fails, the M S shall enter RRC-1dle mode.

When the MS performs an inter-RAT cell reselection from UTRAN to GERAN Iu mode, and the cell reselection fails,
the MS may return back to the UTRAN RRC Connected state, from which it initiated the inter-RAT cell reselection.

7.8.1.18 Inter-RAT cell reselection from GERAN lu mode

7.8.1.18.1 General

The purpose of the inter-RAT cell reselection procedure from GERAN lu mode is to transfer, under the control of the
MS and to some extent the GERAN, a connection between the M S and GERAN lu mode to another radio access
technology (e.g. UTRAN).

7.8.1.18.2 Initiation
This procedureis applicable in states RRC-Cell_Shared or RRC GRA_PCH.

When the M S based on received system information makes ainter-RAT cell reselection to aradio access technology
other than UTRAN, according to the criteria specified in 3GPP TS 44.160, the MS shall:

1> initiate the establishment of a connection to the target radio access technology according to its specifications.

When the MS in RRC-Cell_Shared state performs an inter-RAT cell reselection to UTRAN, according to the criteria
specified in 3GPP TS 44.160, the MS shall:

1> initiate the cell update procedure according to 3GPP TS 25.331, using the cause "cell reselection"and setting the
G-RNTI inthe IE "U-RNTI". When the MS in RRC-GRA_PCH state performs an inter-RAT cell reselection to
UTRAN, according to the criteria specified in 3GPP TS 44.160, the M S shall:

1> compare the GRA identity which the MS had been assigned to in GERAN against the URA identities which are
broadcast in the UTRAN cell.

2> If the assigned GRA identity is not present in the list of URA identities that are broadcast in the UTRAN cell:

3> initiate the URA update procedure as specified in 3GPP TS 25.331, using the cause "change of URA"and
setting the G-RNTI inthe |E "U-RNTI".

7.8.1.18.3 Successful cell reselection

When the M'S has succeeded in reselecting a cell in the target radio access technology other than UTRAN and has
initiated the establishment of a connection, it shall release all GERAN specific resources.

When the M S has succeeded in reselecting to a UTRAN cell, it shall release all GERAN specific radio resources.

7.8.1.18.4 MS fails to complete an inter-RAT cell reselection

If theinter-RAT cell reselection to another radio access technology fails, the MS shall resume the connection to
GERAN lu mode using the resources used before initiating the inter-RAT cell reselection procedure.

7.8.2 GRA update

See sub-clause 7.8.1.

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 73 ETSI TS 144 118 V5.6.0 (2003-09)

7.8.3 GERAN mobility information

MS GERAN

GERAN MOBILITY INFORMATION

GERAN MOBILITY INFORMATION
CONFIRM

>

Figure 7.8.3.1/3GPP TS 44.118: GERAN Mobility Information procedure, normal flow

MS GERAN

GERAN MOBILITY INFORMATION

GERAN MOBILITY INFORMATION
FAILURE

>

Figure 7.8.3.2/3GPP TS 44.118: GERAN Mobility Information procedure, failure case

7.8.3.1 General
The purpose of this procedure is to allocate any one or a combination of the following to aM S in Connected Mode:
- anew G-RNTI,

- other mobility related information.

7.8.3.2 Initiation
To initiate the procedure GERAN transmitsa GERAN MOBILITY INFORMATION message to the MS on the
downlink SRB2.
7.8.3.3 Reception of GERAN MOBILITY INFORMATION message by the MS
When the MS receivesa GERAN MOBILITY INFORMATION message, it shall:

1> act on received information elements as specified in sub-clause 7.19;

1> if the IE "MS Timers and Constants in Connected Mode" is present:

2> store the values of the |E "MS Timers and Constants in Connected Modge" in the variable
TIMERS _AND_CONSTANTS, replacing any previoudly stored value; and

2> for each updated timer value:
3> dtart using the new value next time the timer is started;

NOTE: If anew value of timer T305 isincluded in the IE "MS Timers and constants in connected mode”, and the
old value of timer T305 is"infinity", the MS will not use the new value of the timer T305 until the next
cell reselection.

1> set the IE "RRC Transaction Identifier" in the GERAN MOBILITY INFORMATION CONFIRM message to the
value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message in the
table " Accepted transactions' in the variable TRANSACTIONS; and

1> clear that entry;
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1> if the GERAN MOBILITY INFORMATION message contained the IE " Ciphering Mode Info" or contained the
IE "Integrity Protection Mode Info":

2> set the |E “Satus’ inthe variable SECURITY_MODIFICATION for all the CN domains in the variable
SECURITY_MODIFICATION to “Affected”;

1> if the GERAN MOBILITY INFORMATION message contained the IE " Ciphering Mode Info":

2> include the |E "Radio Bearer Uplink Ciphering Activation Time Info" in the GERAN MOBILITY
INFORMATION CONFIRM message and set to the value of the variable
RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

1> if the variable PDCP_SN_INFO is non-empty:

2> include the |E "RB with PDCP Information List" in the GERAN MOBILITY INFORMATION CONFIRM
message and set it to the value of the variable PDCP_SN_INFO;

1> if thereceived GERAN MOBILITY INFORMATION message included the structure "Downlink Counter
Synchronisation Info":

2> if the variable PDCP_SN_INFO is empty:

3> configure the corresponding RLC entity for all AM and UM radio bearers and AM and UM signalling
radio bearers except SRB2 to "stop”;

2> else
3> configure the RLC entity for signalling radio bearers SRB1, SRB3 and SRB4 to "stop";

3> configure the RLC entity for UM and AM radio bearers for which the |IE “PDCP SN Info” is not included
to “stop”;

2> re-establish SRB2;
2> for the downlink and the uplink, apply the ciphering configuration as follows:;
3> if the received re-configuation message included the | E “ Ciphering Mode Info”:
4> use the ciphering configuration in the received message when transmitting the response message;

3> if the ciphering configuration for SRB2 from a previoudly received SECURITY MODE COMMAND has
not yet been applied because of the activation times not having been reached:

4> if the previous SECURITY MODE COMMAND was received due to new keys being received:
5> consider the new ciphering configuration to include the received new keys,

4> if the ciphering configuration for SRB2 from a previously received SECURITY MODE COMMAND
has not yet been applied because of the corresponding activation times not having been reached and
the previous SECURITY MODE COMMAND caused a changein
LATEST_CONFIGURED_CN_DOMAIN:

5> consider the new ciphering configuration to include the keys associated with the
LATEST _CONFIGURED_CN_DOMAIN;

4> apply the new ciphering configuration immediately following RLC re-establishment.
3> else
4> continue using the current ciphering configuration;

2> set the new uplink and downlink HFN of SRB2 to MAX (uplink HFN of SRB2, downlink HFN of SRB2) +
1

2> increment by one the downlink and uplink HFN values for SRB2;

2> calculate the START value according to sub-clause 7.18;
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2> include the calculated START values for each CN domain in the IE "START List" in the structure "Uplink
Counter Synchronisation Info" in the GERAN MOBILITY INFORMATION CONFIRM message;
1> transmit a GERAN MOBILITY INFORMATION CONFIRM message on the uplink SRB2;
1> if the IE "Integrity Protection Mode Info" was present in the GERAN MOBILITY INFORMATION message:

2> start applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from
and including the transmitted GERAN MOBILITY INFORMATION CONFIRM message;

1> if the structure "Downlink Counter Synchronisation Info" was included in the received GERAN MOBILITY
INFORMATION message:

2> when RLC has confirmed the successful transmission of the response message:
3> if the variable PDCP_SN_INFO is empty:

4> configure the RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers
except SRB2 to "continue”;

3> ese
4> configure the RLC entity for signalling radio bearers SRB1, SRB3 and SRB4 to "continue";

4> configure the RLC entity for UM and AM radio bearers for which the |IE “PDCP SN Info” is not
included to “continue’;

3> re-establish all AM and UM RLC entities with RB identities larger than 4 and set the first 20 bits of all
the HFN component of the respective COUNT-C vauesto the START value included in the response
message for the corresponding CN domain;

3> re-establish the RLC entities with RB identities 1, 3 and 4 and set the first 20 bits of all the HFN
component of the respective COUNT-C values to the START value included in the response message for
the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

3> set the remaining bits of the HFN component of the COUNT-C values of all UM RLC entitiesto zero;

3> set the remaining bits of the HFN component of the COUNT-C values of al AM RLC entitiesto zero, for
those bearers to which RLC entitie where re-established,;

3> if the IE "PDCP Context Relocation Info" is not present:

4> re-initialise the PDCP header compression entities of each radio bearer in the variable
ESTABLISHED_RABS as specified in 3GPP TS 25.323;

3> if the IE "PDCP Context Relocation Info" is present:
4> perform the actions as specified in 7.19.
1> if the variable PDCP_SN_INFO is empty; and
2> if the GERAN MOBILITY INFORMATION message contained the |E " Ciphering Mode Info":

3> when RLC has confirmed the successful transmission of the GERAN MOBILITY INFORMATION
CONFIRM message, perform the actions below;

2> if the GERAN MOBILITY INFORMATION message did not contain the IE " Ciphering Mode Info ":

3> when RLC has been requested to transmit the GERAN MOBILITY INFORMATION CONFIRM
message, perform the actions below;

1> if the variable PDCP_SN_INFO is non-empty:

2> when RLC has confirmed the successful transmission of the GERAN MOBILITY INFORMATION
CONFIRM message:

3> for each radio bearer in the variable PDCP_SN_INFO:
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4> if the IE "RB Sarted" in the variable ESTABLISHED_RABS is set to "started":
4> configure the RLC entity for that radio bearer to " continue”;
3> clear the variable PDCP_SN_INFO;
1> if the GERAN MOBILITY INFORMATION message contained the IE " Ciphering Mode Info "
2> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to FALSE; and
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
1> if the GERAN MOBILITY INFORMATION message contained the |E "Integrity Protection Mode Info":
2> dlow the transmission of RRC messages on al signalling radio bearers with any RRC SN;
2> set the |E "Reconfiguration™ in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
2> clear the variable INTEGRITY _PROTECTION_ACTIVATION_INFO;
2> clear the variable SECURITY_MODIFICATION.

The procedure ends.
7.8.3.4 Reception of an GERAN MOBILITY INFORMATION CONFIRM message by
the GERAN

When the network receives GERAN MOBILITY INFORMATION CONFIRM message, GERAN may delete any old
G-RNTI. The procedure ends.
7.8.3.5 Cell re-selection
If the MS performs cell re-selection, the MS shall:
1> initiate a Cell Update procedure according to sub-clause 7.8.1;

1> if the M S has not yet submitted the GERAN MOBILITY INFORMATION CONFIRM message to lower layers
for transmission;

2> transmit a GERAN MOBILITY INFORMATION FAILURE message on the uplink SRB2;

2> set the |E "RRC Transaction Identifier" in the GERAN MOBILITY INFORMATION FAILURE messageto
the value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message
in the table " Accepted transactions’ in the variable TRANSACTIONS; and

2> clear that entry.
2> set the |E "Failure Cause" to the cause value "cell reselection”;

2> when the GERAN MOBILITY INFORMATION FAILURE message has been submitted to lower layers for
transmission:

3> continue with any ongoing processes and procedures asif the invalid GERAN MOBILITY
INFORMATION message has not been received and the procedure ends.

1> otherwise:

2> continue the procedure normally.

7.8.3.6 Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION becomes set to TRUE because of the received
GERAN MOBILITY INFORMATION message, the MS shall:

1> transmit a GERAN MOBILITY INFORMATION FAILURE message on the uplink SRB2;
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1> set the IE "RRC Transaction Identifier” in the GERAN MOBILITY INFORMATION FAILURE message to the
value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION messagein the
table "Accepted transactions' in the variable TRANSACTIONS; and

1> clear that entry;
1> set the |IE "Failure Cause" to the cause value "incompatible simultaneous reconfiguration”;

1> when the GERAN MOBILITY INFORMATION FAILURE message has been delivered to lower layers for
transmission:

2> set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;

2> continue with any ongoing processes and procedures asif the GERAN MOBILITY INFORMATION
message has not been received;

2> and the procedure ends.

7.8.3.7 Invalid GERAN MOBILITY INFORMATION message

If the GERAN MOBILITY INFORMATION message contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure specific
error handling as follows. The MS shall:

1> transmit a GERAN MOBILITY INFORMATION FAILURE message on the uplink SRB2;

1> set the IE" RRC Transaction Identifier RRC" in the GERAN MOBILITY INFORMATION FAILURE message
to the value of "RRC transaction identifier" in the entry for the GERAN MOBILITY INFORMATION message
in the table "Rejected transactions” in the variable TRANSACTIONS, and;

1> clear that entry.
1> set the |E "Failure Cause" to the cause value "protocol error";

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> when the GERAN MOBILITY INFORMATION FAILURE message has been submitted to lower layers for
transmission:

2> continue with any ongoing processes and procedures asif the invalid GERAN MOBILITY INFORMATION
message has not been received;

1> and the procedure ends.

7.8.4 Inter-mode handover from GERAN lu mode

7.8.4.1 General

[ cean |

HANDOVER FROM GERAN lu COMMAND

A

Figure 7.8.4.1.1/3GPP TS 44.118: Inter-mode handover from GERAN, successful case
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[ ceman |

HANDOVER FROM GERAN lu COMMAND

A

HANDOVER FAILURE

Figure 7.8.4.1.2/3GPP TS 44.118: Inter-mode handover from GERAN Ilu mode, failure case

The purpose of the Inter-Mode Handover from GERAN lu procedure is to, under the control of the network, transfer a
connection between the MS and GERAN |u mode to GERAN A/Gb mode.This procedure may be used to request an
intercell or intracell change of channel(s) by the network, in RRC-Cell_Dedicated state.

NOTE: This procedureis applicableto CS domain service.

7.8.4.2 Initiation

The procedure isinitiated when GERAN lu mode orders aMS in RRC-Cell_Dedicated state, to make a handover to
GERAN A/Gb mode.

To initiate the procedure, GERAN sendsaHANDOVER FROM GERAN |lu COMMAND message.
Upon the receipt of HANDOVER FROM GERAN lu COMMAND message, the mobile station shall:
1> initiate reconfiguration of the layer 2 and disconnection of the DBPSCHS;
1> switch to the assigned cell(s) and establish the physical channels as described in 3GPP TS 44.018.
7.8.4.3 Reception of a HANDOVER FROM GERAN lu COMMAND message by the
MS

The MS shall be able to receive aHANDOVER FROM GERAN lu COMMAND message and perform an inter-mode
handover, even if no prior MS measurements have been performed on the target cell. The connection is established in
GERAN A/Gb mode by using the contents of encapsulated message HANDOVER COMMAND message (see

3GPP TS 44.018)

If the IE "RAB information List" isincluded in the HANDOVER FROM GERAN Ilu COMMAND message:

1> if the IE "RAB information List" includes one IE "RAB Info" with the IE "CN domain Identity" setto"CS
domain":

2> connect upper layer entities corresponding to the indicated CS domain RAB to the radio resources indicated
in the encapsulated HANDOV ER COMMAND message.

2> and act upon received information element as specified 3GPP TS 44.018.

NOTE: Inthisversion of the specification the maximum number of CS domain RABs which may be included in
the |[E "RAB information List" islimited to 1.

7.8.4.4 Successful completion of the inter-mode handover
Upon successfully completing the handover, GERAN shall:
1> release the radio connection;

Upon successfully completing the handover, the MS shall:
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1> if inter-mode handover is performed and if there are any NAS messages with the IE "CN domain identity” set to
"CS domain” for which the successful delivery of the INITIAL DIRECT TRANSFER message or UPLINK
DIRECT TRANSFER message on signalling radio bearer SRB3 or signalling radio bearer SRB4 has not yet
been confirmed by RLC:

2> retransmit those NAS messages to the network on the newly established radio connection to the system.
3> clear or set variables upon leaving GERAN RRC-Connected mode as specified in sub-clauses 7.19 and
10.4.
7.8.4.5 Unsuccesful completion of the inter-mode handover at the MS side
If the MS does not succeed in establishing the connection to the target, it shall:
1> revert back to the GERAN configuration;

1> establish the GERAN physical channel(s) used at the time for reception of HANDOVER FROM GERAN lu
COMMAND;

1> if the M S does not succeed to establish the GERAN physical channel(s):
2> select asuitable GERAN cell according to 3GPP TS 45.008.
2> perform a Cell Update procedure according to sub-clause 7.8 with cause "radio link failure";
2> when the Cell Update procedure has completed successfully:
3> proceed as below;
1> transmit the HANDOVER FAILURE message setting the information elements as specified below:
2> include the |E "RRC Transaction Identifier"; and

2> set it to the value of "RRC Transaction Identifier" in the entry for the HANDOVER FROM GERAN lu
COMMAND message in the table " Accepted transactions” in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause" to "physical channel failure”;
1> when the HANDOVER FAILURE message has been submitted to lower layer for transmission:

2> the procedure ends.

7.8.4.6 Invalid HANDOVER FROM GERAN Iu COMMAND message

If the received HANDOV ER FROM GERAN lu COMMAND message does not include a valid encapsul ated
HANDOVER COMMAND message (see 3GPP TS 44.018), the M S shall perform procedure specific error handling as
follows. The MS shall:

1> set the |E "Failure Cause" to the cause value "Inter-mode Protocol Error”;
1> transmit aHANDOVER FAILURE message on the uplink SRB2;
1> when the transmission of the HANDOV ER FAILURE message has been confirmed by RLC:

2> continue with any ongoing processes and procedures as if the invalid HANDOVER FROM GERAN Iu
COMMAND message has not been received;

2> and the procedure ends.

If the HANDOVER FROM GERAN Iu COMMAND message contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure specific
error handling asfollows. The MS shall:
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1> set the IE "RRC Transaction Identifier” in the HANDOVER FAILURE message to the value of "RRC
transaction identifier" in the entry for the HANDOVER FROM GERAN lu COMMAND message in the table
"Rejected transactions' in the variable TRANSACTIONS; and

1> clear that entry;
1> set the |E "Failure Cause” to the cause value "protocol error”;

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> transmit aHANDOVER FAILURE message on the uplink SRB2;
1> when the HANDOVER FAILURE message has been submitted to lower layers for transmission:

2> continue with any ongoing processes and procedures as if the invalid HANDOVER FROM GERAN Iu
COMMAND message has not been received;

2> and the procedure ends.

7.8.4.7 Reception of an HANDOVER FAILURE message by GERAN in lu mode

Upon receiving an HANDOV ER FAILURE message, GERAN may initiate the release of the resourcesin the GERAN
A/Gb mode (see 3GPP TS 44.018 and 3GPP TS 25.413).

7.8.4.8 Unsupported configuration in HANDOVER FROM GERAN lu COMMAND
message

- the GERAN instructs the M S to perform a non-supported handover scenario; or
- the GERAN instructs the M S to use a non-supported configuration; or

- thelE"RAB Information List" isincluded in the HANDOV ER FROM GERAN lu mode COMMAND message
and this 1E does not include any |E "RAB Info" with the IE "CN domain Identity” set to "CS domain”:

the MS shall:
1> transmit aHANDOVER FAILURE message, setting the information elements as specified below:
2> include the |IE "RRC Transaction Identifier"; and

2> set it to the value of "RRC Transaction Identifier" in the entry for the HANDOVER FROM GERAN lu
COMMAND message in the table " Accepted transactions” in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause" to "configuration unsupported";
2> when the HANDOVER FAILURE message has been submitted to lower layers for transmission:

3> resume normal operation asif the invalid HANDOVER FROM GERAN |lu COMMAND message has not
been received;

3> and the procedure ends.
7.8.4.9 Reception of HANDOVER FROM GERAN Ilu COMMAND message by MS in
RRC-Cell_Shared state
If the MS receives HANDOV ER FROM GERAN lu COMMAND while in RRC-Cell_Shared state, the M S shall:
1> transmit aHANDOVER FAILURE message, setting the information elements as specified below:

2> include the |E "RRC Transaction Identifier"; and
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2> set it to the value of "RRC Transaction Identifier" in the entry for the HANDOVER FROM GERAN lu
COMMAND message in the table " Accepted transactions” in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause" to "protocol error”;

3> include | E "Protocol Error Information”;

3> set the value of |E "Protocol Error Cause” to "Message not compatible with receiver state”; and
2> when the HANDOVER FAILURE message has been submitted to lower layers for transmission:

3> resume normal operation asif the invalid HANDOVER FROM GERAN |lu COMMAND message has not
been received;

3> and the procedure ends.

7.9 Procedures for System Information transmission and
Measurement reporting in RRC-Cell_Dedicated state

NOTE: Any modification to this sub-clause may have impact on 3GPP TS 44.018 sub-clause 3.4.1.

79.1 General

In RRC-Cell_Dedicated state, the mobile station sends measurement report messages and receives system information
on SRB1.

In the uplink direction, measurement report messages are sent using SRB1 at each possible occasion when no other
RRC message has to be sent (see sub-clause 7.9.2). Similarly, in the downlink direction, SY STEM INFORMATION
TYPE 5, 6 and optionally 5bis and 5Ster messages are sent on SRB1 when no other RRC message has to be sent. The
network may, in addition, send MEASUREMENT INFORMATION messages on SRB1 to a mobile station in RRC-
Cell_Dedicated state. This message may order the MS to use the enhanced measurement reporting. The mapping of
SRB1 onto logical channelsis specified in 3GPP TS 44.160 sub-clause 5.6.

A mobile station with extended measurement capabilities, which receives EXTENDED MEASUREMENT ORDER
messages on SRB1, shall perform and report extended measurements, see sub-clause 7.9.3.

The SYSTEM INFORMATION TY PE 5bis message shall be sent if and only if the EXT IND bit in the Neighbour Cell
Description information element in both the SY STEM INFORMATION TYPE 5 and TY PE 5bis messages indicates
that each information element only carries part of the BA.

A GSM 900 mobile station which only supports the primary GSM band P-GSM 900 (cf. 3GPP TS 45.005) may
consider the EXT-IND bit in the Neighbour Cell Description |E in the SYSTEM INFORMATION TY PE 5 message bit
as a spare bit, assume that the information element carries the complete BA, and ignore any SYSTEM INFORMATION
TY PE 5bis messages.

NOTE: The network should take into account limitations of certain mobile stations to understand SY STEM
INFORMATION TY PE 5ter and TY PE 5bis messages, the EXT-IND bit in the Neighbour Cell
Description | E, and formats used in the Neighbour Cell Description information el ement and Cell
Channel Description information element used in system information messages, see 3GPP TS 44.018
sub-clause 10.5.2.1b, and sub-clause 10.5.2.22.

Problems occurring in the reception of SACCH frames are interpreted as aloss of communication means and
appropriate procedures are then triggered as specified in 3GPP TS 45.008 sub-clause 7.5.2.
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7.9.2 Measurement Report and Enhanced Measurement Report
7.9.2.2 Parameters for Measurements and Reporting

7.9.2.2.1 General

Some parameters from the MEASUREMENT INFORMATION or PSl3guater messages allow an MSto build lists
which are used for M easurement reporting and Enhanced M easurement reporting.

Full sets of MEASUREMENT INFORMATION messages and PS|3quater messages are defined by a number of
different instances indicated respectively by the parameters MI_COUNT and PSI3_QUATER_COUNT. Two different
instances of MEASUREMENT INFORMATION) messages and PSI3quater messages are respectively distinguished by
different M1_INDEX and PSI3_QUATER_INDEX parameter values.

If the MP_CHANGE_MARK parameter or the PSI3_ CHANGE_MARK parameter is changed, the MS shall re-read the
Real Time differences, REP_PRIORITY, CCN_SUPPORTED, Measurement Parameters and 3G Measurement
Parametersin all instances of respectively MEASUREMENT INFORMATION messages or PSl3quater messages. The
MS shall start using the parameters as soon as they have been received. In the case that not all the parameters have been
received in afull set of instances, then the default values shall be used. If different values occur for the same parameter
in different instances of aMEASUREMENT INFORMATION message or PSI3quater message, the instance with the
highest index shall be used.

7.9.2.2.2 Deriving the 3G Neighbour Cell list from the 3G Neighbour Cell Description
A multi-RAT MS shall form a 3G Neighbour Cell list.

In RRC-Idle mode, the M S obtains the 3G Neighbour Cell Description information on PBCCH by one or more
instances of the PSI3quater message as specified in 3GPP TS 44.160 sub-clause 5.5.3. When the

PSI3_ CHANGE_MARK parameter is changed in a PSI3quater message, the MS shall re-read al instances and rebuild
the 3G Neighbour Cell list. This 3G neighbour cell list shall then be used for measurement reporting when the MS
enters RRC-Cell_Dedicated state, until the M S has received a given number of instances of MEASUREMENT
INFORMATION messages that contain 3G Neighbour Cell Description. This number of instances is defined by the 3G-
WAIT parameter.

In RRC-Cell_Dedicated state, the M S abtains the 3G Neighbour Cell Description information on SRB1 by one or more
instances of the MEASUREMENT INFORMATION message with the same 3G_BA_IND value as defined in this sub-
clause. When the 3G_BA_IND parameter in the MEASUREMENT INFORMATION message is changed, the M S shall
also re-read al instances of MEASUREMENT INFORMATION messages, rebuild the 3G Neighbour Cell list, and use
the new list for measurement reporting based on the parameter 3G-WAIT.

The 3G Neighbour Cell list may contain up to 96 3G Neighbour Cells.

Each 3G Neighbour Cell Description received is added to the 3G Neighbour Cell list, starting with the index equal to
the parameter Index_Start_3G. If this parameter is not present then the value O shall be used.

For each 3G Neighbour Cell Description, the cells are indexed in the following order:

1) UTRAN FDD cells. FDD ARFCNs are indexed in the order of occurrence in the 3G Neighbour Cell description.
Then for each FDD ARFCN, the cells are indexed in the order of increasing values of the decoded
FDD_CELL_INFORMATION parameters.

2) UTRAN TDD cells: TDD ARFCNs are indexed in the order of occurrence in the 3G Neighbour Cell description.
Then for each TDD ARFCN, the cells are indexed in the order of increasing values of the decoded
TDD_CELL_INFORMATION parameters.

3) CDMA 2000 cells: the cellsare indexed in the order of occurrence in the 3G Neighbour Cell description.

If a3G Neighbour Cell Description includes non-supported frequencies or Radio Access Technologies, this shall not be
considered as an error; indices in the 3G Neighbour Cell list shall be incremented accordingly.

If more than one cell with the sameindex in the 3G Neighbour Cell list are provided by different instances of 3G
Neighbour Cell Descriptions, the cell from the message instance with the highest index shall be used. In case the same
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3G Cell occurs more than once in the resulting 3G Neighbour Cell list, each occurrence shall be assigned an index but
only the cell with the highest index in the 3G Neighbour Cell list shall be referred to in measurement reports.

If acell isprovided for an index higher than 95 in the 3G Neighbour Cell list, this shall not be considered as an error;
the cell shall not be included in the 3G Neighbour Cell list.

7.9.2.2.3 Deriving the GSM Neighbour Cell list from the BSICs and the BCCH Allocation

In RRC-Idle mode, the M S shall derive the GSM Neighbour Cell from information received on PBCCH, by one or
more instances of the PSI3 or PSI3bis message as specified in 3GPP TS 44.160 sub-clause 5.5.3. In RRC-
Cell_Dedicated state, the GSM Neighbour Cell list shall be derived from information received, on SRB1, by one or
more instances of the MEASUREMENT INFORMATION message as defined in this sub-clause. The GSM Neighbour
Cell list may contain up to 96 Neighbour Cells.

To obtain the GSM neighbour cell list, the MS shall combine the BA (list) received in SI5/SI5bis/Sl5ter with the BSIC
list received in one or more instances of the MEASUREMENT INFORMATION message with the same BA_IND
value asthe BA (list). The BSICs may be received before the corresponding BA (list). The first BSIC in each instance
appliesto the frequency in the BA (list) referenced by the parameter BA_Index_Start BSIC. For each successive BSIC,
one hit indicates if the BSIC appliesto the same frequency as the previous BSIC or to the next frequency in the BA
(list), as defined in 3GPP TS 44.018 sub-clause 9.1.54, ‘Measurement Information’. When the BA_IND is changed the
MS shall rebuild the combined list and the BSIC list shall aso be rebuilt.

79.2.2.4 Deriving the Neighbour Cell list from the GSM Neighbour Cell list and the
3G Neighbour Cell list

For report with the ENHANCED MEASUREMENT REPORT message, the Neighbour Cell list is the concatenation of
the GSM Neighbour Céll list and the 3G Neighbour Cell list (if any). In this concatenation the value of the parameter
Absolute Index_Start EMR is added to the 3G Neighbour Cell list indices. The Neighbour Cell list may contain up to
96 Neighbour Cells. If the sameindex occurs for a GSM Cell and a 3G Cell, the GSM Cell shall be used.

NOTE: For report with the MEASUREMENT REPORT message, the concatenated list is not used. Instead, the
two lists are used separately, as defined in 3GPP TS 44.018 sub-clause 10.5.2.20, ‘M easurement Results.

7.9.2.2.5 Real Time Differences

To obtain the Real Time Differences, the M S shall combine the BA (list) with the Real Time Differences parameters
received in the MEASUREMENT INFORMATION message with the same BA_IND value asthe BA (list). The Real
Time Difference list may contain up to 96 Real Time Difference parameters. Each frequency in the BA (list) may be
associated to 0, 1 or more Real Time Difference parameters. The Real Time Difference parameters may be received
before the corresponding BA (list). The parameter BA_Index_Start RTD in each structure indicates the index of the
frequency inthe BA (list) to be taken as a starting reference. A sub-structure is included for each frequency referenced.
Each of those sub-structuresindicatesif 0, 1 or more RTD parameters are present for this frequency. If afrequency in
the BA (list) is not provided with Real Time Difference information by any of the message instances with correct
BA_IND, it shall be assumed that no information is available for that frequency, see 3GPP TS 44.018 sub-clause 9.1.54
'‘Measurement Information’. When the BA_IND is changed the M S shall re-read the Real Time Differences parameters
inal instances.

The Real Time Difference may be received from the PSI3ter message in the GPRS Real Time Difference
Description(see 3GPP TS 44.160 sub-clause 5.5.3).

7.9.2.2.6 Report Priority Description

Report Priority information can be received in one instance of the MEASUREMENT INFORMATION message. The
Report Priority information is associated with the Neighbour Cell list (see 7.9.2.2.4) having the same BA_IND value
and 3G_BA_IND vaue. Each REP_PRIORITY bit of thisfield relates to indices of the Neighbour Cell list, starting
with index 0. The Report Priority information may be received before the corresponding Neighbour Cell list. When the
BA_IND or 3G_BA_IND are changed the MS shall re-read the REP_PRIORITY parametersin al instances.

Indices exceeding the value 95 shall be ignored. If there are fewer indices than the number of Neighbour Cells, the
value 0 shall be assumed for the missing bits.
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Report Priority Description for GSM cells may aso be received from the PSI 3ter message and Report Priority
Description for 3G cells from the PSI 3quarter message(see 3GPP TS 44.160 sub-clause 5.5.3).

7.9.2.2.7 The 3G Cell Reselection list

This applies only to amulti-RAT MS. The 3G Cell Reselection list isdefined in 3GPP TS 44.160 sub-clause 5.5.3.

7.9.2.2.8 CCN Support description

The CCN Support description may be received from the PSI3 message or any instance of the PSI3bis or PSI 3quater
messages(see 3GPP TS 44.160 sub-clause 8.9).

7.9.3 Extended measurement report
Only applicable to mobile stations which support extended measurement.

When in RRC-Cell_Dedicated state, a mobile station may receive an EXTENDED MEASUREMENT ORDER
message from the network. As defined in 3GPP TS 45.008, the mobile station shall then perform measurements on the
frequencies specified by this EXTENDED MEASUREMENT ORDER message for one reporting period. The mobile
station shall thereafter send an EXTENDED MEASUREMENT REPORT message. This message contains the
measurement results as defined in 3GPP TS 45.008.

If the mobile station has not started to send its EXTENDED MEASUREMENT REPORT message within 10 seconds
after the reception of the EXTENDED MEASUREMENT ORDER message, no EXTENDED MEASUREMENT
REPORT message shall be sent. The mobile station shall after a successful channel change abort any pending
measurements or reporting related to an EXTENDED MEASUREMENT ORDER message received on the old channel.

If amobile station receivesan EXTENDED MEASUREMENT ORDER message indicating the same value of the
sequence code as an EXTENDED MEASUREMENT ORDER message received earlier on the same channel without
having received any EXTENDED MEASUREMENT ORDER message indicating a different value of the sequence
code in between, that EXTENDED MEASUREMENT ORDER message shall be ignored. If the mobile station, before
the reporting related to an EXTENDED MEASUREMENT ORDER message has started, receives a new EXTENDED
MEASUREMENT ORDER message with a different value of the sequence code, any pending measurements or
reporting related to the earlier EXTENDED MEASUREMENT ORDER message shall be aborted and the new message
treated.

The EXTENDED MEASUREMENT ORDER message and the EXTENDED MEASUREMENT REPORT message are
sent on SRB1.

7.10 Handover to UTRAN procedure

7.10.1 General

This procedureisonly valid for UTRAN capable MSs. A change to UTRAN channel (s) can be requested by the
network RRC sublayer in RRC-Cell_Dedicated state.

The handover to UTRAN procedure includes:
1> the reconfiguration of the layer 2 established for the DBPSCHS;
1> the disconnection and the deactivation of physical channels and their release (layer 1).

1> the establishment of UTRAN channel(s), see 3GPP TS 25.331.

7.10.2 Initiation
The network initiates the handover to UTRAN procedure by sending an INTER SYSTEM TO UTRAN HANDOVER

COMMAND message to the mobile station on the SRB2 in GERAN in lu mode. The INTER SYSTEM TO UTRAN
HANDOVER COMMAND message shall contain encapsulated the HANDOVER TO UTRAN COMMAND. If the
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INTER SYSTEM TO UTRAN HANDOVER COMMAND refersto anot known cell (see 3GPP TS 25.133 and
3GPP TS 25.123), this shall not be considered as an error.

7.10.3 Reception of INTER SYSTEM TO UTRAN HANDOVER COMMAND
message by the MS

Upon the receipt of INTER SYSTEM TO UTRAN HANDOVER COMMAND message, the mobile station shall:
1> initiate reconfiguration of the layer 2 and disconnection of the DBPSCHSs;
1> switch to the assigned cell(s) and establish the physical channels as described in 3GPP TS 25.331.

1> establish the connection to the UTRA cell, by using the contents of encapsulated message HANDOVER TO
UTRAN COMMAND.

1> in case one or more IEs"RAB Info" isincluded in the INTER SYSTEM TO UTRAN HANDOVER
COMMAND message:

2> connect upper layer entities corresponding to indicated RABs to the radio resources indicated in the inter-
RAT message.

2> and act upon received information element as specified in sub-clauses 7.18 and 7.19.

7.10.4  Successful completion of the inter-RAT handover

When inter-RAT handover to UTRAN is performed, the MS shall:
1> perform the actions on reception of HANDOVER TO UTRAN command as specified in 3GPP TS 25.331,
1> keep the ciphering and integrity keysthat are stored in the USIM/SIM for that CN domain.

1> if inter-RAT handover to UTRAN is performed and if there are any NAS messages for which the successful
delivery of the INITIAL DIRECT TRANSFER message or UPLINK DIRECT TRANSFER message on
signalling radio bearer SRB3 or signalling radio bearer SRB4 has not yet been confirmed by RLC:

2> retransmit those NAS messages to the network on the newly established radio connection to the target radio
access technology.

1> clear or set variables upon leaving GERAN RRC connected mode as specified in sub-clause 10.4.

After lower layer connections are successfully established, the mobile station returns a Handover to UTRAN Complete
message on UTRAN channel s(s), see 3GPP TS 25.331.

When receiving the Handover to UTRAN Complete message (see 3GPP TS 25.331), the network shall release the old
channels (see 3GPP TS 25.413).
7.10.5 Unsuccesful inter-rat handover at the MS side
If the M S does not succeed in establishing the connection to the UTRA cell, it shall:
1> revert back to the old configuration;

1> establish the GERAN physical channel(s) used at the time of reception of the INTERSY STEM HANDOVER
TO UTRAN COMMAND;

1> if the lower layer failure happens while attempting to connect back to the old channels;
2> the PROTOCOL_ERROR_REJECT variableis set TRUE;
1> if the M S does not succeed to establish the GERAN physical channel(s):
2> perform a Cell Update procedure according to sub-clause 7.8 with cause "radio link failure”;

2> when the Cell Update procedure has been completed successfully:
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3> proceed as below.
1> transmit the HANDOVER FAILURE message setting the information elements as specified below:
2> include the IE "RRC Transaction Identifier”; and

2> set it to the value of "RRC transaction identifier” in the entry for the INTER SYSTEM HANDOVER TO
UTRAN COMMAND message in the table "Accepted transactions' in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause” to "physical channel failure".

2> when the HANDOVER FAILURE message has been submitted to lower layer for transmission the procedure
ends.

If the INTER SYSTEM TO UTRAN HANDOVER COMMAND instructs the mobile to use a predefined configuration
not implemented or if the INTER SYSTEM TO UTRAN HANDOVER COMMAND instructs the mobile to use a
default configuration not supported by the MS, the MS shall:

1> set the variable PROTOCOL _ERROR_REJECT to TRUE; and
1> if allowed by the source RAT:

2> include the |E "Protocol Error Information" with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> then stay on the current channel(s) and return aHANDOVER FAILURE message on SRB2 with cause "UTRAN
configuration unknown";

1> clear al the UTRAN predefined configurations.

When sending aHANDOVER FAILURE message in response to an INTERSY STEM TO UTRAN HANDOVER
COMMAND, the mobile station shall erase all the UTRAN predefined configurations.

If theINTER SYSTEM TO UTRAN HANDOVER COMMAND message instructs the mobile station to use a
frequency that it is not capable of, then the mobile station shall:

1> stay on the current channel(s) and return aHANDOV ER FAILURE message on SRB2 with cause "frequency
not implemented".

7.10.6 Reception of an HANDOVER FAILURE message by GERAN in lu
mode

When HANDOVER FAILURE has been received, the network shall
1> release the UTRAN channel(s), if they were dedicated channels;
1> if aHANDOVER FAILURE message is received on the old channels on SRB2; or
1> if the GERAN hasreceived CELL UPDATE with the cause "Radio link failure" then:

2> the old channels shall be released if they were DBPSCHs and all contexts related to the connections with that
mobile station are cleared.

7.11 Handover to CDMA2000 procedure

7.11.1 General

This procedureisonly valid for CDMA2000 capable MSs. A change to CDMA2000 channel(s) can be requested by the
network RRC sublayer in RRC-Cell_Dedicated state.

The handover to CDMA2000 procedure includes:
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- the disconnection and the deactivation of physical channels and their release (layer 1).

- the establishment of CDMA2000 channel(s), see TIA/EIA/1S-833 and TIA/EIA/1S-2000-5.

7.11.2 Initiation

The network initiates the handover to CDM A 2000 procedure by sending an INTER SYSTEM TO CDMA2000
HANDOVER COMMAND message to the mobile station on the SRB2 in GERAN in lu mode. The INTER SY STEM
TO CDMA2000 HANDOVER COMMAND message shall contain encapsulated the HANDOVER TO CDMA2000
COMMAND. If the INTER SYSTEM TO CDMA2000 HANDOVER COMMAND refers to a not known base station
(see TIA/EIA/1S-98), this shall not be considered as an error.

7.11.3 Reception of INTERSYSTEM TO CDMA2000 HANDOVER
COMMAND message by the MS

Upon the receipt of INTER SYSTEM TO CDMA2000 HANDOVER COMMAND message, the maobile station shall:

1> switch to the assigned cell(s) and establish the physical channels as described in TIA/EIA/IS-833 and
TIA/EIA/I1S-2000-5.

1> establish the connection to the CDMA cell, by using the contents of encapsulated message HANDOVER TO
CDMAZ2000 COMMAND.

1> in case one or more IEs"RAB Info" isincluded in the INTER SYSTEM TO CDMA2000 HANDOVER
COMMAND message:

2> connect upper layer entities corresponding to indicated RABs to the radio resources indicated in the inter-
RAT message.

2> and act upon received information element as specified in sub-clauses 7.18 and 7.19.

7.11.4 Successful completion of the inter-RAT handover

NOTE: After lower layer connections are successfully established, the mobile station returns a Handoff
Completion message on CDMA 2000 channels(s), see TIA/EIA/IS-833.

When receiving the Handoff Completion message (see TIA/EIA/IS-833 and 3GPP TS 25.413), the network shall release
the old channels.
7.11.5 Unsuccesful inter-rat handover at the MS side
If the MS does not succeed in establishing the connection to the CDMA2000 cell (see TIA/EIA/1S-2000-5), it shall:
1> revert back to the old configuration;

1> establish the GERAN physical channel(s) used at the time of reception of the INTER SYSTEM HANDOVER
TO CDMA2000 COMMAND;

1> if the lower layer failure happens while attempting to connect back to the old channels;
2> the PROTOCOL_ERROR_REJECT variableis set TRUE;
1> if the M S does not succeed to establish the GERAN physical channel(s):
2> perform a Cell Update procedure according to sub-clause 7.8 with cause "radio link failure";
2> when the Cell Update procedure has been completed successfully:
3> proceed as below.
1> transmit the HANDOVER FAILURE message setting the information elements as specified below:

2> include the |E "RRC Transaction Identifier"; and
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2> set it to the value of "RRC transaction identifier” in the entry for the INTER SY STEM HANDOVER TO
CDMA2000 COMMAND message in the table " Accepted transactions” in the variable TRANSACTIONS;
and

2> clear that entry;
2> set the |E "Failure Cause” to "physical channel failure".

1> when the HANDOVER FAILURE message has been submitted to lower layer for transmission the procedure
ends.

If theINTER SYSTEM TO CDMA2000 HANDOVER COMMAND message instructs the mobile station to use a
frequency that it is not capable of, then the mobile station shall:

1> stay on the current channel(s) and return aHANDOVER FAILURE message on SRB2 with cause "frequency
not implemented".

7.11.6 Reception of an HANDOVER FAILURE message by GERAN in lu
mode

When HANDOVER FAILURE has been received, the network shall
1> release the CDMA2000 channel(s);
1> if aHANDOVER FAILURE message is received on the old channels on SRB2; or
1> the mobile station has received CELL UPDATE with the cause "radio link failure" then:

2> the old channels shall be released and all contexts related to the connections with that mobile station are
cleared.

7.12  Mapping of user data substreams onto timeslots in a
multislot configuration

For multislot configurations the following rules for mapping of the user data substreams onto timeslots shall apply for
each channel set:

1> at initia assignment, the lowest numbered user data substream shall be mapped to the lowest numbered timeslot
etc. in ascending order (the user data substreams are numbered 0 to (n-1), where n is the number of substreams)

1> at channel changes using handover procedure or radio bearer procedures, the lowest numbered user data
substream shall be mapped to the lowest numbered timeslot etc. in ascending order (the user data substreams are
numbered 0 to (n-1), where nis the number of substreams)

1> at channel changes using radio bearer procedures:

2> user data substream(s) mapped to timeslot(s) that are present in both the old and the new configuration shall
continue to be mapped to the same timedlot(s) as before the channel change; and

2> possibly added timedlot(s) shall carry the lowest numbered avail able user data substream so that the lowest
numbered data substream among the added is mapped to the lowest numbered added timeslot and so onin
ascending order.

NOTE: The user data substream number is a number that need not be the same as the inband number used for
transparent services. The user data substream number is only used as a point of reference to a specific
user data substream.
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7.13  Application Procedures

7.13.1 LCS transfer

| [ oo |

LCS DOWNLINK INFORMATION [RRLP PDU]

LCS UPLINK INFORMATION [RRLP PDU] >

Figure 7.13.1.1/3GPP TS 44.118: LCS transfer

7.13.1.1 General

The LCS Transfer procedure enables the SMLC on the network side and the M S to exchange RRLP Protocol Data Units
(PDUs). Only the GERAN may initiate the exchange of RRLP PDU's (initiated by the SMLC). The MS only sends
RRLP PDU's in the uplink direction in response to RRLP PDU's sent by the GERAN (SMLC).

The maximum size of the RRLP PDU in the LCS DOWNLINK INFORMATION and LCS UPLINK INFORMATION
messages is 242 octets. Since RRLP pseudo segmentation limits the length of RRLP PDUs, segmentation is not defined
for the LCS Transfer procedure.

7.13.1.2 Intiation of LCS transfer procedure in the GERAN

Inthe GERAN, the LCS transfer procedure is initiated when the the SMLC requests the transfer of an RRLP PDU after
theinitial signaling connection is established. The GERAN may also initiate the LCS transfer procedure when another
RRC procedure is ongoing, and in that case the state of the latter procedure shall not be affected. The RRLP PDU in the
LCS DOWNLINK INFORMATION message shall contain a complete RRLP PDU according to the RRLP protocol
3GPP TS 44.031. The GERAN shall transmit the LCS DOWNLINK INFORMATION message on the downlink using
AM RLC on signalling radio bearer SRB3.

The SMLC may be a"stand alone SMLC" (and therefore not tightly integrated to the GERAN). This can lead to
message loss or truncation during the Handover procedure (during change of BPSCH).
7.13.1.3 Reception of LCS DOWNLINK INFORMATION message by the MS

When the MS has received an LCS DOWNLINK INFORMATION message, the MS shall deliver the RRLP PDU to
the LCS local application.

The MS shall detect RRLP PDU truncation if an LCS DOWNLINK INFORMATION message is received carrying an
RRLP PDU that is shorter than the indicated length. If atruncated RRLP PDU isreceived, RRLP PDU shall be
discarded.
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7.13.14 Transmission of a response message by the MS

When the LCS local application has received and processed an RRLP PDU from the LCS DOWNLINK
INFORMATION message, one or two RRLP PDU's shall be returned to the GERAN. The MS shall

1> encapsulate the RRLP PDU received from the LCSlocal application in the LCS UPLINK INFORMATION
message;

1> transmit the LCS UPLINK INFORMATION message on the uplink using AM RLC on signalling radio bearer
SRB3;

1> if asecond RRLP PDU isreceived from the LCS local application, repeat the previous two steps;
Suspend/Resume functions of lower layers will prevent message loss on the uplink. If the BPSCH is changed before the
RLC ACK isreceived in the MS, message duplication is possible in the uplink after change of the physical channel.
7.13.1.5 Reception of a response message by the GERAN

When the GERAN has received an LCS UPLINK INFORMATION message, the GERAN shall deliver the RRLP PDU
to the SMLC.

The GERAN shall detect RRLP PDU truncation if an LCS UPLINK INFORMATION message is received carrying an
RRLP PDU that is shorter than the indicated length. If atrucated RRLP PDU is received, the RRLP PDU shall be
discarded.

7.13.1.6 Invalid LCS DOWNLINK INFORMATION message

If the MSreceivesaLCS DOWNLINK INFORMATION message, which contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure specific
error handling as follows. The MS shall:

1> transmit an RRC STATUS message on the SRB2;
1> include the IE "Identification of Received Message”;
1> set the |E "Received Message Type" to LCS DOWNLINK INFORMATION message;

1> set the IE "RRC Transaction Identifier” to the value of "RRC transaction identifier" in the entry for the LCS
DOWNLINK INFORMATION message in the table "Rejected transactions' in the variable TRANSACTIONS;

1> clear that entry;

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> when the RRC STATUS message has been submitted to lower layers for transmission;

2> continue with any ongoing processes and procedures asif the invalid LCS DOWNLINK INFORMATION
message has not been received.
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7.14  Radio Bearer control procedures
7.14.1 Reconfiguration procedures

e | oo |

P RADIO BEARER SETUP

RADIO BEARER SETUP COMPLETE

Figure 7.14.1.1/3GPP TS 44.118: Radio Bearer Establishment, normal case

MS GERAN

RADIO BEARER SETUP

RADIO BEARER SETUP FAILURE

Figure 7.14.1.2/3GPP TS 44.118: Radio Bearer Establishment, MS reverts to old configuration

MS GERAN

RADIO BEARER RECONFIGURATION

<

RADIO BEARER
RECONFIGURATION COMPLETE

>

Figure 7.14.1.3/3GPP TS 44.118: Radio Bearer Reconfiguration, normal flow

| [ oo |

RADIO BEARER RECONFIGURATION
<

RADIO BEARER
RECONFIGURATION FAILURE

>

Figure 7.14.1.4/3GPP TS 44.118: Radio Bearer Reconfiguration, failure case
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| [ o |

RADIO BEARER RELEASE

RADIO BEARER RELEASE COMPLETE

Figure 7.14.1.5/3GPP TS 44.118: Radio Bearer Release, normal case

| [ oo |

RADIO BEARER RELEASE

RADIO BEARER RELEASE FAILURE

Figure 7.14.1.6/3GPP TS 44.118: Radio Bearer Release, MS reverts to old configuration

71411 General
The reconfiguration procedures include the following procedures:
- the Radio Bearer Establishment procedure;
- the Radio Bearer Reconfiguration procedure;
- the Radio Bearer Release procedure;
The Radio Bearer Establishment procedure is used to establish new radio bearer(s).
The Radio Bearer Reconfiguration procedure is used to reconfigure parameters for a radio bearer.

The Radio Bearer Release procedure is used to release radio bearer(s).

7.14.1.2 Initiation
To initiate any one of the reconfiguration procedures, the GERAN shall:
1> configure new radio linksin any new physical channel;
1> start transmission and reception on the new radio links;
1> for aRadio Bearer Establishment procedure:
2> transmit a RADIO BEARER SETUP message on the SRB2;

2> if signaling radio bearer SRB4 is setup with this procedure and signaling radio bearers SRB1-SRB3 were
already established prior to the procedure:

3> if thevariable "LATEST_CONFIGURED_CN_DOMAIN" has been initialised:

4> any radio bearers setup by the same message as signalling radio bearer SRB4 shall be connected to the
CN domain indicated in the variable "LATEST CONFIGURED CN DOMAIN";

1> for aRadio Bearer Reconfiguration procedure:
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2> transmit aRADIO BEARER RECONFIGURATION message on the SRB2;
1> for a Radio Bearer Release procedure:
2> transmit aRADIO BEARER RELEA SE message on the SRB2;

The RADIO BEARER RECONFIGURATION message shall include in case of SBSS relocation procedure the
structure "Downlink Counter Synchronisation Info"and

1> if ciphering and/or integrity protection are activated:
2> include new ciphering and/or integrity protection configuration information to be used after reconfiguration.
If one of the reconfiguration messages is transmited then the |E "New G-RNTI" may be present.

NOTE 1. The RADIO BEARER RECONFIGURATION message always includes the IE "RB Information to
Reconfigure", even if GERAN does not require the reconfiguration of any RB. In these cases, GERAN
may include only the IE "RB Identity" within the |E "RB Information to Reconfigure".

GERAN shall take the M'S capabilities into account when setting the new configuration. If the message is used to
initiate atransition from RRC-Cell_Dedicated state to RRC-Cell_Shared state, the RRC may allocate the new physical
resources.

7.14.1.3 Reception of RADIO BEARER SETUP or RADIO BEARER
RECONFIGURATION or RADIO BEARER RELEASE message by the MS

If the M S receives the one of the following reconfiguration messages:
- RADIOBEARER SETUP; or
- RADIO BEARER RECONFIGURATION; or
- RADIO BEARER RELEASE;
it shall:
1> set the variable ORDERED_RECONFIGURATION to TRUE;

1> act upon all received information elements as specified in sub-clause 7.18 and 7.19, unless specified in the
following and perform the actions below.

The MS may first release the physical channel used at reception of the reconfiguration message (i.e aRADIO BEARER
SETUP message, a RADIO BEARER RECONFIGURATION message or a RADIO BEARER RELEASE message).
The MSshal:

1> then stop the RLC operation for the duration of the reconfiguration procedure;

1> establish anew physical channel and act upon all received information elements as specified in sub-clause 7.19;
1> enter a state according to sub-clause 7.19;

1> continue the RLC operation, if applicable.

NOTE: The RADIO BEARER RECONFIGURATION message always includes the IE "RB Information to
Reconfigure”. GERAN hasto include it even if it does not require the reconfiguration of any RB.

If the MSisin RRC-Cell_Dedicated state upon reception of the reconfiguration message and remainsin RRC-
Cell_Dedicated state after that, the MS shall:

1> stop the RLC operation for the duration of the reconfiguration procedure;

1> then establish anew physical channel and act upon all received information elements as specified in sub-clause
7.19;

1> if RADIO BEARER RECONFIGURATION message has been received; and if the |IE “DBPSCH Description” is
present and:
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2> if the following IEs are present |E “Handover Reference”, 1E “Power Command and Access Type”, IE “Cell
Description” and IE “Description of the First Channel After Time”, the MS shall:

3> if the IE “ Synchronization Indication” is not present, establish new physical channel using non-
synchronized method as specified in sub-clause 7.18.6 and act upon all received information elements and
7.19.

3> if the IE “Synchronization Indication” is present, establish new physical channel using one of the
synchronized methods as specified below:

4> if IE “Timing Advance” is present and if the |E “ Synchronization Indication” indicates pre-
synchronized type of physical channel establishment, the MS shall:

5> establish new physical channel using the pre-synchronized method as specified in sub-clause
7.18.6 and act upon all received information elements and 7.19.

4> if IE “Real Time Difference” is present and if the |E “Synchronization Indication” indicates pseudo-
synchronized type of physical channel establishment, the MS shall:

5> establish new physical channel using the pseudo-synchronized method as specified in sub-clause
7.18.6 and act upon all received information elements and 7.19;

4> if the |E “Synchronization Indication” is present and if it indicates finely synchronized type of
physical channel establishment, the MS shall:

5> establish new physical channel using the finely synchronized method as specified in sub-clause
7.18.6 and act upon all received information elements and 7.19,;

2> if thefollowing IEs, IE “Handover Reference’, |1E “Power Command and Access Type’, 1E “Cell
Description” are not present, the MS shall:

3> not use the procedures specified in sub-clause 7.18.6;

2> if at least one of the following IEs, |E “Handover Reference’, 1E “Power Command and Access Type” and |E
“Cell Description” and IE “Description of the First Channel After Time” is not present, the MS shall:

3> act as specified in sub-clause 7.14.1.14.

1> if RADIO BEARER RELEASE message has been received and isindicating the release of one or more
channels, then:

2> deactivate the physical channel to be released.

If the RADIO BEARER RECONFIGURATION message refersto a cell to which the mobile station is not synchronised
to (see 3GPP TS 45.008), this shall not be considered as an error.

NOTE: The network takes into account limitations of certain mobile stations to understand formats used in the |E
“Frequency List” , IE “Frequency Short List”, and |E “Cell Channel Description” used in the RADIO
BEARER RECONFIGURATION message, see sub-clause 7.19.

If the MSisin RRC-Cell_Dedicated state when receives the one of the reconfiguration messages (i.e RADIO BEARER
SETUP message, a RADIO BEARER RECONFIGURATION message or RADIO BEARER RELEASE message) and
entersin RRC-Cell_Shared state after state transition, the M S shall:

1> release the dedicated basic physical resources,
1> act upon al received information elements as specified in sub-clause 7.19;

1> if RADIO BEARER RELEASE message has been received and is indicating the rel ease of one or more
channels, then:

2> deactivate the physical channel to be released.
If after state transition the M S enters RRC-Cell_Shared state, the MS shall:

1> if timer T305 is not running and if periodical update in the |E "MS Timers and Constants In Connected Mode"
has been set to any other value than "infinity" in PACKET SYSTEM INFORMATION TY PE16 message;
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2> start timer T305 using itsinitial value;
1> if the IE "GERAN DRX Cycle Length Coefficient" isincluded in the received message:
2> store this |E and apply this coefficient as specified in 3GPP TS 44.160.

If the MSisin RRC-Cell_Shared state when receives the one of the reconfiguration messages (i.e RADIO BEARER
SETUP message or RADIO BEARER RECONFIGURATION message or RADIO BEARER RELEASE message) and
entersin RRC-Cell_Dedicated state after state transition, the MS shall:

1> establish the dedicated basic physical resources as specified in 7.19.6.1;
1> act upon all received information elements as specified in sub-clause 7.19.6.1;

1> if RADIO BEARER RELEASE message has been received and is indicating the release of one or more
channels, then:

2> deactivate the physical channel to be released.

If the MSisin RRC-Cell_Shared state upon reception of the reconfiguration message and remainsin RRC-Cell_Shared
state after that, the M S shall:

1> if IE “SBPSCH Description” isincluded then:

2> establish new physical channels for each RB identity included in the |E “RB Information to Reconfigure” and
act upon all received information elements as specified in sub-clause 7.19.

If after state transition the M S enters RRC-GRA_PCH state, the M S shall:

1> if timer T305 is not running and if periodical updatein the |IE "MS Timers And Constants In Connected Mode"
has been set to any other value than "infinity" in PACKET SYSTEM INFORMATION TY PE 16 message;

2> start timer T305 using itsinitial value;
1> if the IE "GERAN DRX Cycle Length Coefficient" isincluded in the message:

2> usethevauein the IE "GERAN DRX Cycle Length Coefficient” for calculating Paging occasion as specified
in sub-clauses 7.18 and 7.19;

1> if the IE "GERAN DRX Cycle Length Coefficient" is not included in the same message:
2> set the variable INVALID_CONFIGURATION to TRUE.

The MS shall transmit a response message as specified in 7.14.1.4, setting the information elements as specified below.
The MS shall:

1> if the received reconfiguration message includes the structure "Downlink Counter Synchronisation Info"; or
1> if the received reconfiguration message includes the |E "New G-RNTI":
2> if the variable PDCP_SN_INFO is empty:

3> configure the corresponding RLC entity for all AM and UM radio bearers and AM and UM signalling
radio bearers except SRB2 to "stop”;

2> else
3> configure the RLC entity for signalling radio bearers SRB1, SRB3 and SRB4 to "stop";

3> configure the RLC entity for UM and AM radio bearers for which the IE “PDCP SN Info” is not included
to “stop”;

2> re-establish SRB2;
2> for the downlink and the uplink, apply the ciphering configuration as follows:

3> if the received re-configuation message included the |E “ Ciphering Mode Info”:
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1>

4> use the ciphering configuration in the received message when transmitting the response message;

3> if the ciphering configuration for SRB2 from a previously received SECURITY MODE COMMAND has
not yet been applied because of the activation times not having been reached:

4> if the previous SECURITY MODE COMMAND was received due to new keys being received:
5> consider the new ciphering configuration to include the received new keys,

4> if the ciphering configuration for SRB2 from a previously received SECURITY MODE COMMAND
has not yet been applied because of the corresponding activation times not having been reached and
the previous SECURITY MODE COMMAND caused a change in
LATEST _CONFIGURED_CN_DOMAIN:

5> consider the new ciphering configuration to include the keys associated with the
LATEST_CONFIGURED_CN_DOMAIN;

4> apply the new ciphering configuration immediately following RLC re-establishment.
3> dse
4> continue using the current ciphering configuration;
2> set the new uplink and downlink HFN of SRB2 to MAX (uplink HFN of SRB2, downlink HFN of SRB2);
2> increment by one of the downlink and uplink HFN values for SRB2;
2> calculate the START value according to sub-clause 7.18.4;

2> include the calculated START values for each CN domain in the |IE "START List" in the structure "Uplink
Counter Synchronisation Info";

if the handover is performed from UTRAN and RADIO BEARER RECONFIGURATION message is received:

2> set the 20 most significant bits of the uplink and downlink HFN component of COUNT-C of SRB2 to MAX
(uplink HFNy, downlink HFN) where HFN, is the HFN component of COUNT-C of SRB2 in UTRAN;

2> set the remaining bits of the uplink and downlink HFN component of COUNT-C of SRB2 equal to zero;
2> increment by one the downlink and uplink values of the HFN component of COUNT-C for SRB2;
2> calculate the START value according to sub-clause 7.18;

2> include the calculated START values for each CN domain in the |[E "START list" in the RADIO BEARER
RECONFIGURATION COMPLETE message;

2> set the variable LATEST_CONFIGURED_CN_DOMAIN equal to the corresponding UTRAN variable;
2> setthevariable MS_CAPABILITY_TRANSFERRED equal to the corresponding UTRAN variable ;
2> set the variable ESTABLISHED _RABS equal to the corresponding UTRAN variable ;

2> set the variable ESTABLISHED_SIGNALLING_CONNECTIONS equal to the corresponding UTRAN
variable;

2> set the variable CIPHERING_STATUS equal to the corresponding UTRAN variable;
2> set the variable START_THRESHOLD equal to the corresponding UTRAN variable ;
2> set the variable START_VALUE _TO_TRANSMIT equal to the corresponding UTRAN variable ;

2> set |E “Satus’ for the ciphering status in the the variable SECURITY_MODIFICATION equal to the
corresponding UTRAN variable;

2> set |[E “Satus’ for theintegrity protection in the the variable INTEGRITY _PROTECTION_INFO equal to
the corresponding UTRAN variable;
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1> if inter-mode handover is performed from A/Gb mode and RADIO BEARER RECONFIGURATION messageis
received:

2> store G-RNTI value (32 bits), which is derived by the IEs" SRNC identity" (12 bits) and "S-RNTI" (20 bits)
shall be derived by padding the IE"S-RNTI " with 10 zero bits in the most significant positions; and

2> initialise the variable ESTABLISHED_SIGNALLING_CONNECTIONS with the signalling connections that
remains after the handover according to the specifications of the source;

2> initidise the variable MS_CAPABILITIES TRANSFERRED with the M S capabilities that have been
transferred to the network up to the point prior to the handover, if any;

2> initidise the variable TIMERS _AND_CONSTANTS to the default values and start to use values,

2> set the IE "START" for each CN domain, in the |E "START list" in the RADIO BEARER
RECONFIGURATION COMPLETE message equal to the START vaue for each CN domain stored in the
USIM if the USIM is present, or as stored in the MS for each CN domain if the SIM is present; and then;

2> set the value of "THRESHOLD" in the variable START_THRESHOLD to the 20 M SBs of the value stored
inthe USIM [3GPP TS 31.102] for the maximum value of START for each CN Domain, or to the default
valuein [3GPP TS 33.102] if the SIM is present.

NOTE: Reception of new keys while in A/Gb mode does not trigger the actionsin 7.16.1.2.3.1in a subsequent
security control procedure in GERAN (lu mode), irrespective of whether the keys are aready being used
in A/Gb mode or not. If the MS has received new keysin A/Gb mode before handover, then the START
valuesin the USIM (sent in the RADIO BEARER RECONFIGURATION COMPLETE message to BSS)
will not reflect the receipt of these new keys.

2> if ciphering has been activated and ongoing in A/Gb mode when the handover is performed:

3> for the CN domain included in the IE "CN Domain Identity" which isincluded in the |IE "RAB
Information to Reconfigure”, or the CS domain when these |Es are not present:

4> et the variable LATEST_CONFIGURED_CN_DOMAIN to the value indicated in the IE "CN
Domain Identity”, or to the CS domain when this |E is not present;

4> et the 20 MSB of the HFN component of the COUNT-C variable for all radio bearersusing RLC-TM
and all signalling radio bearersto the"START" value included in the IE " GERAN A/Gb Security Info

4> set the remaining LSBs of the HFN component of COUNT-C for all radio bearers using RLC-TM and
all signalling radio bearersto zero;

4> not increment the HFN component of COUNT-C for radio bearersusing RLC-TM;
4> set the |[E "Satus' in the variable CIPHERING _STATUS to " Started”;

4> apply the algorithm according to |E " Ciphering Algorithm" with the ciphering key set used whilein
the A/Gb mode prior to handover and apply ciphering immediately upon reception of the RADIO
BEARER RECONFIGURATION message.

NOTE: If ciphering has been activated and ongoing in the A/Gb mode from which inter mode handover is
performed, GERAN Ilu mode should not include the IE “ Ciphering Mode Info” in the SECURITY MODE
COMMAND message that starts Integrity protection, and should not send a SECURITY MODE
COMMAND including |E “Ciphering Mode Info” and |E “CN Domain Identity” set to the same value as
MSvariable LATEST _CONFIGURED_CN_DOMAIN until all pending ciphering activation times have
been reached for the radio bearersusing RLC-TM.

2> if ciphering has not been activated and ongoing in the source BSS:

3> for the CN domain included in the |E "CN Domain Identity” whichisincluded in the |IE "RAB
Information To Reconfigure”, or the CS domain when these |Es are not present:

4> set the |[E "Status' in the variable CIPHERING_STATUS to "Not Started".

2> if the M S has successfully connected to GERAN [u mode then
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3> Set the START value stored in the USIM [3GPP TS 31.102] if present, and as stored in the MS if the SIM
is present for any CN domain to the value "THRESHOLD" of the variable START_THRESHOLD;
1> if the received reconfiguration message did not include the structure "Downlink Counter Synchronisation Info":

2> if the variable START_VALUE_TO_TRANSMIT is set;
3> include and set the |E "START" to the value of that variable;

2> if the variable START_VALUE _TO_TRANSMIT isnot set and the |IE "New G-RNTI" isincluded:
3> calculate the START value according to sub-clause 7.18.4;

3> include the calculated START values for each CN domain in the |[E "START List" in the structure "Uplink
Counter Synchronisation Info";

2> if the received reconfiguration message caused a change in the RLC size for any RB using RLC-AM:
3> calculate the START value according to sub-clause 7.18.4;

3> include the calculated START values for the CN domain associated with the corresponding RB identity in
the |[E "START List" in the structure "Uplink Counter Synchronisation Info".

1> if the received reconfiguration message contained the | E " Ciphering Mode Info" or contained the |E "Integrity
Protection Mode Info":

2> set the |E “Status’ in the variable SECURITY_MODIFICATION for all the CN domains in the variable
SECURITY_MODIFICATION to “Affected”;

1> if the received reconfiguration message (contained the |E " Ciphering Mode Info":

2> include and set the |E "Radio Bearer Uplink Ciphering Activation Time Info" to the value of the variable
RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

1> if the received reconfiguration message did not contain the |E " Ciphering Activation Time for DBPSCH" in the
|E "Ciphering Mode Info":

2> if prior to this procedure there exist no transparent mode RL C radio bearers for the CN domain indicated in
the |[E"CN Domain Identity" inthe |IE "RAB info":

3> if, at the conclusion of this procedure, the MS will be in RRC-Cell_Dedicated state; and

3> if, at the conclusion of this procedure, at least one transparent mode RLC radio bearer exists for the CN
domain indicated in the IE "CN Domain Identity" in the |E "RAB info":

4> include the IE "COUNT-C Activation Time" and specify a TDMA frame number for this|E.

NOTE: GERAN does not include the |IE " Ciphering Mode Info" in any reconfiguration messages unlessit is also
used to perform an SBSS rel ocation with change of ciphering algorithm.

1> set the |E "RRC Transaction Identifier” to the value of "RRC transaction identifier" in the entry for the received
message in the table " Accepted transactions' in the variable TRANSACTIONS; and

1> clear that entry;
1> if the variable PDCP_SN_INFO is not empty:

2> include the |E "RB with PDCP Information List" and set it to the value of the variable PDCP_SN_INFO;
1> if the IE "Integrity Protection Mode Info" was present in the received reconfiguration message

2> gtart applying the new integrity protection configuration in the uplink for SRB2 from and including the
transmitted response message.

If after state transition the M S enters RRC-GRA_PCH state, the M S shall, after the transmission of the response
message:
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1> if the criteriafor GRA Update caused by "GRA reselection” according to sub-clause 7.8 is fulfilled:
2> initiate a GRA Update procedure according to sub-clause 7.8 using the cause "GRA reselection”;
2> when the GRA Update procedure completed:

3> the procedure ends.

7.14.1.4 Transmission of a response message by the MS, normal case

In case the procedure was triggered by reception of a RADIO BEARER SETUP message, the M S shall:
1> transmit aRADIO BEARER SETUP COMPLETE as response message on the uplink SRB2

In case the procedure was triggered by reception of a RADIO BEARER RECONFIGURATION message, the MS shall:
1> transmit aRADIO BEARER RECONFIGURATION COMPLETE as response message on the uplink SRB2 ;

In case the procedure was triggered by reception of a RADIO BEARER RELEASE message, the M S shall:
1> transmit aRADIO BEARER RELEASE COMPLETE as response message on the uplink SRB2;

If the new RRC stateis RRC-Cell_Dedicated state or RRC-Cell_Shared state, the response message shall be transmitted
using the new configuration after the state transition, and the MS shall:

1> if the structure "Downlink Counter Synchronization Info" wasincluded in the reconfiguration message; or

1> if the received reconfiguration message isa RADIO BEARER RECONFIGURATION and the IE "New G-
RNTI" isincluded:

2> when RLC sub-layer has confirmed the successful transmission of the response message:
3> if the variable PDCP_SN_INFO is empty:

4> configure the RLC entity for all AM and UM radio bearers and AM and UM signalling radio bearers
except SRB2 to "continue”;

3> ese
4> configure the RLC entity for signalling radio bearers SRB1, SRB3 and SRB4 to "continue”;

4> configure the RLC entity for UM and AM radio bearers for which the |IE “PDCP SN Info” is not
included to “continue”;

3> re-establish all AM and UM RLC entities with RB identities larger than 4 and set the first 20 bits of all
the HFN component of the respective COUNT-C valuesto the START value included in the response
message for the corresponding CN domain;

3> re-establish the RLC entities with RB identities 1, 3 and 4 and set the first 20 bits of all their HFN
component of the respective COUNT-C values to the START value included in the response message for
the CN domain stored in the variable LATEST_CONFIGURED_CN_DOMAIN;

3> set the remaining bits of the HFN component of COUNT-C values of all UM RLC entities to zero;

3> set the remaining bits of the HFN component of the COUNT-C values of all AM RLC entities to zero, for
those bearers to which RLC entitie where re-established;

3> if the IE "PDCP Context Relocation Info" is not present:

4> re-initialise the PDCP header compression entities of each radio bearer in the variable
ESTABLISHED_RABS as specified in 3GPP TS 25.323.

3> if the IE "PDCP Context Relocation Info" is present:
4> perform the actions as specified in 7.19.

1> if the variable PDCP_SN_INFO is empty:
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2> if the received reconfiguration message contained the | E " Ciphering Mode Info":
3> when RLC sub-layer has confirmed the successful transmission of the response message:
4> notify upper layers upon change of the security configuration;
4> perform the actions below;
2> if the received reconfiguration message did not contain the | E " Ciphering Mode Info":
3> when RLC sub-layer has been requested to transmit the response message:
4> perform the actions below;
1> if the variable PDCP_SN_INFO is non-empty:
2> when RLC sub-layer has confirmed the successful transmission of the response message:
3> for each radio bearer in the variable PDCP_SN_INFO:
4> if the IE "RB Started" in the variable ESTABLISHED _RABS is set to "started":
5> configure the RLC entity for that radio bearer to "continue”;
3> perform the actions below.

If the |E “ Synchronization Indication” is present in the RADIO BEARER RECONFIGURATION and if requested in
the |E “ Synchronization Indication”, the maobile station shall:

1> include the observed time difference which it has measured when performing reconfiguration of the physical
channels, corrected by half the timing advance received in the |E "Timing Advance” in the RADIO BEARER
RECONFIGURATION COMPLETE message (detailed specifications are given in 3GPP TS 45.010).

If the new RRC state is RRC-GRA_PCH state, the response message shall be transmitted using the old configuration
before the state transition and the MS shall:

1> when RLC sub-layer has confirmed the successful transmission of the response message:
2> for each radio bearer in the variable PDCP_SN_INFO:
3> if the IE"RB Started" in the variable ESTABLISHED RABS s set to "started":
4> configure the RLC entity for that radio bearer to "continue”;
2> enter the new RRC state (RRC-Cell_Shared state or RRC-GRA_PCH state, respectively);
2> perform the actions below.
The MS shall:
1> set the variable ORDERED _RECONFIGURATION to FALSE;
1> if the received reconfiguration message contained the |E " Ciphering Mode Info":

2> resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or
RLC-UM;

2> set the |E "Reconfiguration™ in the variable CIPHERING_STATUSto FALSE; and
2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
1> if the received reconfiguration message contained the IE "Integrity Protection Mode Info":
2> dlow the transmission of RRC messages on all signalling radio bearers with any RRC SN;
2> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
2> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;
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1> clear the variable PDCP_SN_INFO;
1> clear thevariable START_VALUE_TO _TRANSMIT;
1> clear the variable SECURITY_MODIFICATION;

1> continue RLC operation.

7.14.15 Reception of a response message by the GERAN, normal case
When GERAN has received one of the following reconfiguration response messages.
- RADIO BEARER SETUP COMPLETE message; or
-  RADIO BEARER RECONFIGURATION COMPLETE message; or
- RADIO BEARER RELEASE COMPLETE message;
GERAN shall delete the old configuration.
If the IE "START" or the IE "START List" isincluded in reconfiguration response message, the GERAN shall:
1> set the START value for each CN domain with the corresponding val ues as received in this response message;

1> consequently, then use the START values to initialise the hyper frame numbers, in the same way as specified for
the MSin sub-clause 7.14.1.3, for any new radio bearers that are established.

If GERAN has ordered a ciphering reconfiguration by including the I1E " Ciphering Mode Info", GERAN shall:
1> For radio bearersusing RLC-AM or RLC-UM:

2> use the old ciphering configuration for received RLC PDUs with RLC sequence number less than the RLC
sequence number indicated in the |E "Radio Bearer Uplink Ciphering Activation Time Info" sent by the MS;

2> use the new ciphering configuration for received RLC PDUs with RLC sequence number greater than or
egual to the RLC sequence number indicated in the |E "Radio Bearer Uplink Ciphering Activation Time Info"
sent by the MS;

2> if an RLC reset or re-establishment occurs after the reconfiguration response message has been received by
the GERAN before the activation time for the new ciphering configuration has been reached:

3> ignore the activation time; and
3> apply the new ciphering configuration immediately after the RLC reset or RLC re-establishment.
1> For radio bearers using RLC-TM:

2> use the new ciphering configuration and only begin incrementing the COUNT-C at the TDMA FRAME
NUMBER asindicated in:

3> the |E "Ciphering Activation Time for DBPSCH" in the |E " Ciphering Mode Info", if included in the
message that triggered the radio bearer control procedure; or

3> the IE "COUNT-C Activation Time", if included in the response message for this procedure.
1> the procedure ends on the GERAN side

7.14.1.6 Unsupported configuration in the MS

If the GERAN instructs the M S to use a configuration, which it does not support and/or if the received message causes
the variable UNSUPPORTED_CONFIGURATION to be set to TRUE, the MS shall:

1> transmit afailure response as specified in sub-clause 7.14.1.9, setting the information elements as specified
below:

2> include the |E "RRC Transaction Identifier"; and
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2> set it to the value of "RRC Transaction Identifier" in the entry for the received message in the table
"Accepted transactions' in the variable TRANSACTIONS; and
2> clear that entry;
2> set the |E "Failure Cause" to "configuration unsupported”;
1> set the variable UNSUPPORTED_CONFIGURATION to FALSE;
1> continue with any ongoing processes and procedures asif the reconfiguration message was not received.

The procedure ends.

7.14.1.7 Physical channel failure
A physical channel failure occursin case the criteria defined in 7.18 are not fulfilled.

If the received message (a RADIO BEARER SETUP message, aRADIO BEARER RECONFIGURATION message or
aRADIO BEARER RELEASE message) causes the MSto enter in RRC-Cell_Dedicated state and the MSfailsto
establish the basic physical subchannel(s) indicated in the received message the M S shall:

1> revert to the configuration prior to the reception of the message (old configuration);

1> if the old configuration includes dedicated physical channels (RRC-Cell_Dedicated state) and the MSisunable
to revert to the old configuration:

2> initiate a Cell Update procedure according to sub-clause 7.8, using the cause "radio link failure”;
2> dfter the Cell Update procedure has completed successfully:
3> proceed as below;
1> if the old configuration does not include dedicated physical channels (RRC-Cell_Shared state):
2> select a suitable GRA cell according to 7.8;
2> if the M S selects another cell than the cell the MS camped on upon reception of the reconfiguration message :
3> initiate a Cell Update procedure according to sub-clause 7.8, using the cause "cell reselection”;
3> after the Cell Update procedure has completed successfully:
4> proceed as below;

1> transmit a failure response message as specified in sub-clause 7.14.1.9, setting the information elements as
specified below:

2> include the |E "RRC Transaction Identifier"; and

2> setit to the value of "RRC transaction identifier" in the entry for the received message in the table " Accepted
transactions' in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause” to "physical channel failure";
1> set the variable ORDERED _RECONFURATION to FALSE;
1> continue with any ongoing processes and procedures as if the reconfiguration message was not received,;

The procedure ends.

7.14.1.8 Cell re-selection
If the M S performs cell re-selection during the reconfiguration procedure, the M S shall:

1> initiate a Cell Update procedure, as specified in sub-clause 7.8;
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1> continue with the Reconfiguration procedure.

7.14.1.9 Transmission of a response message by the MS, failure case
The MS shall:
1> in case of reception of a RADIO BEARER SETUP message:
2> if the Radio Bearer Establishment procedure affects several radio bearers:

3> (may) include the identities of the radio bearers for which the procedure would have been successful into
the RADIO BEARER SETUP FAILURE message;

2> transmit aRADIO BEARER SETUP FAILURE as response message on the SRB2;
1> in case of reception of a RADIO BEARER RECONFIGURATION message:
2> if the Radio Bearer Reconfiguration procedure affects several radio bearers:

3> (may) include the identities of the radio bearers for which the procedure would have been successful into
the RADIO BEARER RECONFIGURATION FAILURE message,

2> transmit a RADIO BEARER RECONFIGURATION FAILURE as response message on the SRB2;
1> in case of reception of a RADIO BEARER RELEA SE message:
2> if the Radio Bearer Release procedure affects several radio bearers:

3> (may) include the identities of the radio bearers for which the procedure would have been successful into
the RADIO BEARER RELEASE FAILURE message;

2> transmit a RADIO BEARER RELEASE FAILURE as response message on the SRB2;
1> when the response message has been submitted to lower layers for transmission:
2> continue with any ongoing processes and procedures as if no reconfiguration attempt had occurred,;
2> if alower layer failure happens while attempting to connect back to the old channels, the standard rules are
applied according to 7.19.4.5.
7.14.1.10  Reception of a response message by the GERAN, failure case
When the GERAN has received:
- the RADIO BEARER SETUP FAILURE message; or
- the RADIO BEARER RECONFIGURATION FAILURE message; or
- the RADIO BEARER RELEASE FAILURE message
the GERAN may restore the old and delete the new configuration. Upper layers shall be notified of the failure.
The procedure ends on the GERAN side.

7.14.1.11  Invalid configuration
If the variable INVALID _CONFIGURATION is set to TRUE the MS shall:
1> keep the configuration existing before the reception of the message;

1> transmit afailure response message as specified in sub-clause7.14.1.9, setting the information elements as
specified below:

2> include the |E "RRC Transaction Identifier"; and
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3> set it to the value of "RRC transaction identifier” in the entry for the received message in the table
"Accepted transactions' in the variable TRANSACTIONS; and
3> clear that entry;
2> set the |[E "Failure Cause” to "invalid configuration”;
1> set the variable INVALID_CONFIGURATION to FALSE;
1> continue with any ongoing processes and procedures asif the reconfiguration message was not received,

The procedure ends.

7.14.1.12  Incompatible simultaneous reconfiguration

If the table "Rejected transactions' in the variable TRANSACTIONS is set due to the received message and the variable
PROTOCOL_ERROR_REJECT isset to FALSE, the MS shall:

1> not apply the configuration contained in the received reconfiguration message;

1> transmit a failure response message as specified in sub-clause 7.14.1.9, setting the information elements as
specified below:

2> include the |E "RRC Transaction Identifier"; and

2> set it to the value of "RRC transaction identifier” in the entry for the received message in the table " Rejected
transactions’ in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause” to "incompatible simultaneous reconfiguration”;
1> continue with any ongoing processes and procedures as if the reconfiguration message was not received,

The procedure ends.

7.14.1.12.1 Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION is set to TRUE due to the received
reconfiguration message, the MS shall:

1> transmit a failure response message as specified in sub-clause7.14.1.9, setting the information elements as
specified below:

2> include the |E "RRC Transaction Identifier"; and

2> set it to the value of "RRC transaction identifier” in the entry for the received message in the table " Accepted
transactions’ in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause" to the cause value "incompatible simultaneous reconfiguration”;
1> set the variable INCOMPATIBLE_SECURITY_RECONFIGURATION to FALSE;
1> continue with any ongoing processes and procedures as if the reconfiguration message was not received.

The procedure ends.

7.14.1.12.2 Cell Update procedure during security reconfiguration
If:
- aCadll Update procedure according to sub-clause 7.8.1 isinitiated; and

- the received reconfiguration message causes either,
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- thelE "Reconfiguration” in the variable CIPHERING_STATUS to be set to TRUE; and/or

- thelE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to be set to TRUE;
the MS shall:

1> release all radio resources,

1> indicate the release of the established signalling connections (as stored in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers; and

1> clear any entry for the RRC CONNECTION RELEASE message in the tables " Accepted transactions' and
"Rejected transactions' in the variable TRANSACTIONS;

1> clear the variable ESTABLISHED _SIGNALLING_CONNECTIONS;
1> clear the variable ESTABLISHED_RABS;
1> if the received reconfiguration message contained the | E " Ciphering Mode Info":
2> set the |E "Reconfiguration™ in the variable CIPHERING_STATUSto FALSE; and

2> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;2> clear the variable
SECURITY_MODIFICATION.

1> if the received reconfiguration message contained the IE "Integrity Protection Mode Info":
2> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
2> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO;

1> enter RRC-ldle mode;

1> perform the actions specified in clause 6 and sub-clause 7.18 when entering RRC- Idle mode from RRC-
Connected mode;

1> the procedure ends.
NOTE: The GERAN shall use radio bearer control messages to perform an SBSS relocation only in case of state
transitions from RRC-CELL_Dedicated to RRC-Cell-CELL_Dedicated state.
7.14.1.13 Invalid received message

If the received reconfiguration message contains a protocol error causing the variable PROTOCOL_ERROR_REJECT
to be set to TRUE according to sub-clause 8, the M Sshall perform procedure specific error handling as follows. The MS
shal:

1> transmit a failure response message as specified in sub-clause 7.14.1.9, setting the information elements as
specified below:

2> include the |E "RRC Transaction Identifier"; and

2> set it to the value of "RRC transaction identifier” in the entry for the received message in the table " Rejected
transactions’ in the variable TRANSACTIONS; and

2> clear that entry;
2> set the |E "Failure Cause” to the cause value "protocol error”;

2> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION.

1> continue with any ongoing processes and procedures as if the reconfiguration message was not received.
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7.14.1.14 Abnormal cases

If the mobile station has no current CA and if it needs a CA to analyse one of the messages RADIO BEARER SETUP
or RADIO BEARER RECONFIGURATION, or RADIO BEARER RELEASE the MS shall:

1> stay on the current channel(s); and
1> send the failure message according to sub-clause 7.14.1.9 with cause "no cell allocation available”; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4.

If the RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE
message instructs the M S to use a Channel Description or Channel Mode that it does not support, or if the Channel
Modeto useis not defined for all channel sets, then the mobile station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause "channel mode unacceptable”; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel (s) and use the old Channel Description or Channel Mode(s).

If the mobile station receives the RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO
BEARER RELEASE message containing an inconsistent | E "MultiRate Configuration™, then the mobile station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause " channel mode unacceptable”; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel (s) and use the old Channel Description or Channel Mode(s).

If during the initial assignment of the multirate speech the mobile station receives RADIO BEARER SETUP or RADIO
BEARER RECONFIGURATION or RADIO BEARER RELEASE message and the |E "MultiRate Configuration™ is
not present, then the mobile station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause "channel mode unacceptable”; and
1> act and set the variables according with the sub-clause 7.19.; and
1> remain on the current channel (s) and use the old Channel Description or Channel Mode(s).

If the RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE
message instructs the mobile station to use a frequency that it is not capable of, then the mobile station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause "frequency not implemented”; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel(s).

If MS receives the RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER
REL EASE message with alE "Frequency List" indicating frequencies that are not all in one band, then the mobile
station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause "frequency not implemented”; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel(s).

If the mobile station receives the RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or READIO
BEARER RELEASE message with a |E Mobile Allocation indexing frequencies that are not all in one band, then the
mobile station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause "frequency not implemented”; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4; and

1> remain on the current channel(s).
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NOTE: A RADIOBEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER
REL EASE message sent to a multi band mobile station shall not be considered invalid because it
indicates frequencies that are al in a different frequency band to that of the current channel.

If the mobile station receives RADIO BEARER RECONFIGURATION message with alE Mobile Allocation indexing
frequencies that are not al in one band and a |E Sarting Time indicating a time that has not elapsed then the mobile
station shall:

1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel(s).
1> send aRRC STATUS message with cause "frequency not implemented”.

If the mobile station receives a RADIO BEARER RECONFIGURATION message with alE "Mobile Allocation”
indexing frequencies that are not al in one band and alE "Sarting Time" indicating atime that has elapsed, then the
mobile station shall act and set the variables according with the sub-clause 7.19.

If the mobile station receives a RADIO BEARER RECONFIGURATION message with the |E " Synchronization
Indication" and the IE “Timing Advance ” included; and

If synchronous or pseudo-synchronous (see sub-clause 7.18.6) physical channel establisment is performed, when using
Radio Bearer Reconfiguration procedure; and

If the mobile station knows that the timing advance with the new cell is out of range, i.e. is bigger than the maximum
timing advance that can be coded as specified in 3GPP TS 44.004; and

If the new cell does not accept out of range timing advance as indicated in the RADIO BEARER
RECONFIGURATION message, the mobile station shall:

1> send a afailure message according with sub-clause 7.14.1.9 on the SRB2 and does not attempt that
reconfiguration as defined in sublcause 7.14.1.3;

1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel(s).

If the mobile station receives a RADIO BEARER RECONFIGURATION message with |E "Frequency Short List"
indicating frequencies that are not all in one band, then the mobile station shall:

1> send the failure message according to sub-clause 7.14.1.9 with cause "frequency not implemented"; and
1> act and set the variables according with the sub-clauses 7.19 and 10.4.; and
1> remain on the current channel(s).

If “Synchronization Indication” IE is present in RADIO BEARER RECONFIGURATION message and if it indicates
non- synchronized type of physical channel establishment (see sub-clause 7.18.6), and if timer T3124 timesout or if a
lower layer failure happens on the new channel before the RADIO BEARER RECONFIGURATION COMPLETE
message has been sent, the mobile station shall:

1> deactivate the new channels, reactivates the old channels;
1> reconnect the DBPSCHSs if any;
1> then send a failure message as specified in sub-clause 7.14.1.9; and

1> resume normal operation asif no physical channel establishment (see sub-clause 7.18.6) attempt had occurred.
The operational parameters (e.g. ciphering mode) when returning on the old channel are those applied before the
RADIO BEARER RECONFIGURATION message was received.

If the mobile station receives a RADIO BEARER RECONFIGURATION message and if at least one of the following

IEs, |IE “Handover Reference’, |E “Power Command and Access Type”, |E “Cell Description” and |E “Description of
the first channel after time” is not present, the MS shall:

1> send a afailure message according with sublcause 7.14.1.9 on the SRB2 and does not attempt that
reconfiguration as defined in sublcause 7.14.3;
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1> act and set the variables according with the sub-clauses 7.19 and 10.4; and
1> remain on the current channel(s).

If the mobile station receives aRADIO BEARER RECONFIGURATION message and if only IE “Power Command” is
present, the M S shall:

1> send a afailure message according with sublcause 7.14.1.9 on the SRB2 and does not attempt that
reconfiguration as defined in sublcause 7.14.3 and 10.4;

1> act and set the variables according with the sub-clause 7.19 and 10.4.

If IE “SBPSCH Description” is present in the reconfiguration messages and if RLC data blocks are not received in the
T3190 seconds(as specified in TS 44.060), the mobile station shall:

1> deactivate the new channels, reactivates the old channels;
1> reconnect the SBPSCHsiif any;
1> then send afailure message as specified in sub-clause 7.14.1.9 with a cause “ protocol error unspecified”; and

1> resume normal operation asif no physical channel establishment (see sub-clause 7.18.6) attempt had occurred.
The operational parameters (e.g. ciphering mode) when returning on the old channel are those applied before the
reconfiguration message was received.

If IE “SBPSCH Description” is present in the reconfiguration messages and if the mobile station has been assigned
more PDCHSs than it supports according to its MS multislot class or if the mobile station has been assigned a TBF in
EGPRS TBF mode and the MS does not support EGPRS, or if the M'S has been assigned an MCS (e.g. 8-PSK in the
uplink) that the MS does not support or if the failure is due to any other reason, return to MAC-ldle state and cell
reselection continues.

The MSshall:

1> then send afailure message as specified in sub-clause 7.14.1.9 with a cause “protocol error unspecified”

7.14.2 MS initiated DTM procedures while in RRC-Cell_Dedicated-MAC-
Dedicated state

7.14.2.1 General

While in RRC-Cell_Dedicated-M AC-Dedicated state, the establishment of one or more SBPSCHs may be initiated by
the RRC entity of the mobile station using the DTM Request procedure. The procedure is used only for existing radio
bearers and istriggered by a request from upper layers to transfer an upper layer PDU.

7.14.2.2 Initiation of the DTM Request procedure by the MS

The mobile station initiates the DTM Request procedure by sending a GERAN lu mode DTM REQUEST message on
the SRB2.

The MS shall set the IEsin the GERAN lu mode DTM REQUEST message as follows:

1> calculate the START according to sub-clause 7.19.4 for the CN domain as set in the |E "CN Domain Identity”;
and

2> include the calculated START value for that CN domainin the |IE “START”;

1> include IE “lu mode RRC Channel RequestDescription” to indicate the establishment cause, as applicable, a
request to send user data, page response or a mobility management message;

1> may include “Integrity Check Info” IE. If the IE isincluded, act asis specified in sub-clause 7.19.4.6;
The MS shall:
1> transmit the GERAN lu mode DTM REQUEST message on the uplink SRB 2;
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1> start timer T3148.
7.14.2.3 Reception of a GERAN lu mode DTM REQUEST message by the GERAN

7.14.2.3.1 General
Upon receiving a GERAN [u mode DTM REQUEST message, GERAN shall either:

1> transmit the RADIO BEARER RECONFIGURATION message on the downlink SRB 2 as specified in sub-
clause 7.14.2.3.2; or

1> transmit the GERAN lu mode DTM REJECT message on the downlink SRB 2 as specified in sub-clause
7.14.2.3.3.

7.14.2.3.2 SBPSCH assignment

On receipt of a GERAN Ilu mode DTM REQUEST message the network may allocate one or more uplink SBPSCH(s)
for the mobile station. The SBPSCH(s) are assigned to the mobile station in the RADIO BEARER
RECONFIGURATION message.

The RADIO BEARER RECONFIGURATION is sent on SRB2 as specified in sub-clause 7.14.1. If frequency hopping
is applied, the mobile station shall use the cell alocation defined for the cell to decode the mobile allocation.

The alocation of the uplink SBPSCH(s) may imply the reallocation of the DBPSCH(s). The RADIO BEARER
RECONFIGURATION message shall not be used to change to a dependent configuration.

On receipt of aRADIO BEARER RECONFIGURATION message the mobile station shall stop T3148.

If the received RADIO BEARER RECONFIGURATION message includes uplink SBPSCH(s), the maobile station shall
proceed as specified in sub-clause 7.14.1.3. If the received RADIO BEARER RECONFIGURATION message includes
downlink SBPSCHY(s) and no uplink SBPSCHY(s), the mobile station shall stop T3148, abort the DTM request procedure
and proceed as specified in sub-clause 7.14.1.3, and then attempt an establishment of uplink TBF, using the applicable
procedure specified in 3GPP TS 44.160.

If the RADIO BEARER RECONFIGURATION includes alocation of one or more uplink SBPSCHs but the resources
can not be allocated for all RBs requested by the mobile station, then failureis triggered for the radio bearers to which
resources where not granted and T3148 is stopped. Request of resources for failed RBsis then done as specified in
3GPP TS 44.160.

7.14.2.3.3 DTM Request rejection

If the network cannot allocate the requested SBPSCH(s) it may send to the mobile station a GERAN [u mode DTM
REJECT message on the SRB2. This message shall contain

1> the "Wait Indication” |E;
1> the “RB Identity” |E set to the RB_IDENTITY;

1> the "RRC transaction identifier” |E set to the the value of "RRC transaction identifier" in the entry for the
GERAN lu mode DTM REJECT message in the table "Rejected transactions” in the variable TRANSACTIONS;

1> the "Failure Cause" |E set to the cause value "protocol error";

1> the"Protocol Error Information" |E with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION.

7.14.2.3.4 Reception of a GERAN Iu mode DTM REJECT message by the MS, normal case
On receipt of the GERAN lu mode DTM REJECT message, the mobile station shall:
1> stop T3148;

1> notify upper layers of a SBPSCH establishment failure;
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1> start timer T3142 with the value given in the "Wait Indication” information element.

The mobile station is not alowed to make a new attempt for aDTM request procedure in the same cell until T3142
expires. The value of the wait indication (i.e. T3142) relatesto the cell from which it was received.

After sending GERAN lu mode DTM REQUEST message the MS shall wait for the response from the network or
expiry of timer T3148 before it may initiate new DTM Reguest procedure.

The GERAN Iu mode DTM Reject procedure rejects all pending requests that were sent in the previous GERAN Iu
mode DTM Request message.

7.14.2.3.5 Invalid GERAN lu mode DTM REJECT message

If the MS receives an GERAN Iu mode DTM REJECT message which contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure specific
error handling as follows:

The MS shall:
1> set the variable PROTOCOL_ERROR_INDICATOR to TRUE;
1> set the IEsin the GERAN Iu mode DTM REQUEST message as specified in sub-clause 7.14.2.2;
1> transmit the GERAN lu mode DTM REQUEST message on the uplink SRB 2;

1> start timer T3148.

7.14.2.4 Abnormal cases
Abnormal cases related to radio bearer reconfiguration procedures are defined in sub-clause 7.14.1.14.
In the following cases a GERAN Iu mode DTM Request failure has occurred:

- Atexpiry of T3148;

- If aRADIO BEARER RECONFIGURATION message indicates resources in a non-supported frequency band.
The cause value is "frequency not implemented"”. The actions are defined in sub-clause 7.14.1.14.

- If theinformation available in the mobile station after the reception of a RADIO BEARER
RECONFIGURATION message does not satisfactorily define uplink packet resources. The cause valueis
"protocol error unspecified". The actions are defined in sub-clause 7.14.1.14.

- If aRADIO BEARER RECONFIGURATION message includes a mobile alocation or afrequency list that
indexes frequencies in more than one frequency band. The cause value is "frequency not implemented”. The
actions are defined in sub-clause 7.14.1.14.

- If aRADIO BEARER RECONFIGURATION message assigns resources not compliant with the multisiot
capabilities of the mobile station. The cause value is " channel mode unacceptable”. The actions are defined in
sub-clause 7.14.1.14.

- If the mobile station has no current CA and if it needs a CA to analyse the RADIO BEARER
RECONFIGURATION message. The cause valueis"no cell alocation available". The actions are defined in
sub-clause 7.14.1.14.

- If the RADIO BEARER RECONFIGURATION message instructs the mobile station to use a channel
description or mode that it does not support. The cause value is " channel mode unacceptable”. The actions are
defined in sub-clause 7.14.1.14.

- If the RADIO BEARER RECONFIGURATION message does not include any uplink or downlink packet
resources. The cause value is " protocol error unspecified ". The actions are defined in sub-clause 7.14.1.4.
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7.14.2.5 T3148 expiry

On expiry of timer T3148 DTM Request procedure has failed on the mobile station side. The mobile station shall
then reinitiate DTM Request procedure unlessit has already been reinitiated 4 times. In that case DTM Request
procedure shall be aborted.

7.15  Signalling flow procedures

7.15.1 Signalling connection release procedure

7.15.1.1 General

MS GERAN

SIGNALLING CONNECTION
RELEASE

Figure 7.15.1.1.1/3GPP TS 44.118: Signalling Connection Release procedure, normal case

The Signalling Connection Release procedure is used to notify to the MS that one of its ongoing signalling connections
has been released. The procedure does not initiate the release of the RRC connection.

7.15.1.2 Initiation of SIGNALLING CONNECTION RELEASE by the GERAN

To initiate the procedure, the GERAN transmits a SIGNALLING CONNECTION RELEASE messageon SRB 2.

7.15.1.3 Reception of SIGNALLING CONNECTION RELEASE by the MS
Upon reception of a SIGNALLING CONNECTION RELEA SE message, the MS shall:

1> indicate the release of the signalling connection and pass the value of the IE "CN Domain I dentity" to upper
layers,;

1> remove the signalling connection with the identity indicated by the IE "CN Domain Identity” from the variable
ESTABLISHED SIGNALLING_CONNECTIONS;

1> clear the entry for the SIGNALLING CONNECTION REL EASE message in the table " Accepted transactions’
in the variable TRANSACTIONS,

1> the procedure ends.

7.15.1.4 Invalid SIGNALLING CONNECTION RELEASE message

If the MSreceives a SIGNALLING CONNECTION RELEASE message, which contains a protocol error causing the
variable PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause 8, the MS shall perform procedure
specific error handling as follows:

1> include the IE "Identification of Received Message"; and
2> set the |E "Received Message Type' to SIGNALLING CONNECTION RELEASE;

2> set the |IE "RRC Transaction Identifier" to the value of "RRC transaction identifier" in the entry for the
SIGNALLING CONNECTION RELEASE message in the table "Rejected transactions’ in the variable
TRANSACTIONS; and
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2> clear that entry;

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION;

1> transmit an RRC STATUS message on SRB 2 uplink;
1> when the RRC STATUS message has been submitted to lower layers for transmission:

2> continue with any ongoing processes and procedures asif the invalid SSIGNALLING CONNECTION
RELEASE message has not been received.

7.15.1.5 Invalid configuration

If radio access bearers for the CN domain indicated by the IE "CN domain identity” exist in the variable
ESTABLISHED_RABS, the MS shall:

1> transmit an RRC STATUS message on SRB 2 uplink using AM RLC;
1> include the IE "Identification of Received Message"; and
1> set the |E "Received Message Type" to SIGNALLING CONNECTION RELEASE; and

1> set the IE "RRC Transaction Identifier” to the value of "RRC transaction identifier" in the entry for the
SIGNALLING CONNECTION RELEASE message in the table "Accepted transactions' in the variable
TRANSACTIONS and clear that entry;

1> include the IE "Protocol Error Information” with contents set to the value "Message not compatible with
receiver state;

1> when the RRC STATUS message has been submitted to lower layers for transmission:

2> continue with any ongoing processes and procedures asif the invalid SIGNALLING CONNECTION
RELEASE message has not been received.

7.15.2 Signalling connection release indication procedure

7.15.2.1 General

MS GERAN

SIGNALLING CONNECTION
RELEASE INDICATION

Figure 7.15.2.1.1/3GPP TS 44.118: Signalling Connection Release Indication procedure, normal case

The Signalling Connection Release Indication procedure is used by the MS to indicate to the GERAN that one of its
signalling connections has been released. The procedure may in turn initiate the RRC connection release procedure.

7.15.2.2 Initiation
The MS shall, on receiving a reguest to release (abort) the signalling connection from upper layers:

1> if asignalling connection in the variable ESTABLISHED _SIGNALLING_CONNECTIONS for the specific CN
domain identified with the IE "CN domain identity” exists:
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2> initiate the signalling connection release indication procedure.
1> otherwise:

2> abort any ongoing establishment of signalling connection for that specific CN domain as specified in
7.15.2.2a.

Upon Initiation of the Signalling Connection Release I ndication procedure in RRC-GRA_PCH state, the MS shall:
1> perform a Cell Update procedure, according to sub-clause 7.8, using the cause "uplink data transmission”;
1> when the Cell Update procedure completed successfully:

2> continue with the signalling connection release indication procedure as described below;
The MS shall:

1> set the IE"CN Domain Identity" to the value indicated by the upper layers. The value of the |E indicates the CN
domain whose associated signalling connection the upper layers are indicating to be rel eased;

1> remove the signalling connection with the identity indicated by upper layers from the variable
ESTABLISHED SIGNALLING_CONNECTIONS;

1> transmit a SIGNALLING CONNECTION RELEASE INDICATION message on SRB 2.
When the successful delivery of the SIGNALLING CONNECTION RELEASE INDICATION message has been
confirmed by RL C sub-layer the procedure ends.
7.15.2.2a  RLC re-establishment, inter-mode handover or inter-RAT change

If are-establishment of RLC on signalling radio bearer SRB2 occurs before the successful delivery of the
SIGNALLING CONNECTION RELEASE INDICATION message has been confirmed by RLC sublayer, the MS
shall:

1> retransmit the SIGNALLING CONNECTION RELEASE INDICATION message on the uplink using signalling
radio bearer SRB2.

If aninter-RAT handover from GERAN procedure occurs before the successful delivery of the SIGNALLING
CONNECTION RELEASE INDICATION message has been confirmed by RLC sublayer, the MS shall:

1> abort the signalling connection while in the new RAT.

If an inter-mode handover procedure occurs before the successful delivery of the SIGNALLING CONNECTION
RELEASE INDICATION message has been confirmed by RLC sublayer, the MS shall:

1> abort the signalling connection whilein A/Gb mode.

7.15.2.3 Reception of SIGNALLING CONNECTION RELEASE INDICATION by the
GERAN

Upon reception of a SIGNALLING CONNECTION RELEASE INDICATION message, the GERAN requests the

release of the signalling connection from upper layers. Upper layers may then initiate the release of the signalling
connection.
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7.16  Security mode control

7.16.1 Security mode control

=
GERAN

SECURITY MODE COMMAND

A

SECURITY MODE COMPLETE

v

Figure 7.16.1.1/3GPP TS 44.118: Security mode control procedure

7.16.1.1 General

The purpose of this procedure isto trigger the start of ciphering or to command the restart of the ciphering with a new
ciphering configuration, for the radio bearers of one CN domain and for all signalling radio bearers.

Itisalso used to start integrity protection or to modify the integrity protection configuration for all signalling radio
bearers.

7.16.1.2 Initiation

7.16.1.2.1 Ciphering configuration change

To start/restart ciphering, GERAN sends a SECURITY MODE COMMAND message on one downlink SRB2 using the
most recent ciphering configuration. If no such ciphering configuration exists then the SECURITY MODE
COMMAND message is not ciphered. The GERAN shall not transmit a SECURITY MODE COMMAND message to
signal a change in ciphering algorithm.

When configuring ciphering, GERAN shall ensure that the MS needs to store at most two different ciphering
configurations (keyset and algorithm) per CN domain, in total over all radio bearers at any given time. For signalling
radio bearers the total number of ciphering configurations that need to be stored is at most three.

Prior to sending the SECURITY MODE COMMAND message, for the CN domain indicated in the IE "CN Domain
Identity” in the SECURITY MODE COMMAND message, the GERAN shall:

1> suspend all radio bearers using RLC-AM or RLC-UM and suspend all signalling radio bearers using RLC-AM
or RLC-UM, except the signalling radio bearer used to send the SECURITY MODE COMMAND message on
the downlink SRB2 according to the following:

2> send an indication to lower layers:

3> not to transmit RLC PDUs with sequence number greater than or equal to the number in IE “RB Downlink
Ciphering Activation Time Info” in the IE “Ciphering Mode Info” on all suspended radio bearers and all
suspended signalling radio bearers;

3> set, for the signalling radio bearer used to send the SECURITY MODE COMMAND message, the "RLC
sequence number” in |E "RB Downlink Ciphering Activation Time Info" in the IE " Ciphering Mode Info",
at which time the new ciphering configuration shall be applied;
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1> if atransparent mode radio bearer for this CN domain exists

2> include the " Ciphering Activation Time for DBPSCH" in |E " Ciphering Mode Info", at which time the new
ciphering configuration shall be applied;

1> consider an ciphering activation time in downlink to be pending until the RLC sequence number of the next RLC
PDU to be transmitted for the first timeis equal to or larger than the selected activation time;

1> set, for each suspended radio bearer and signalling radio bearer that has no pending ciphering activation time set
by a previous security mode control procedure, an "RLC sequence number” in |E "RB Downlink Ciphering
Activation Time Info" in the IE " Ciphering Mode Info", at which time the new ciphering configuration shall be

applied;

1> set, for each suspended radio bearer and signalling radio bearer that has a pending ciphering activation time set
by a previous security mode control procedure, the "RLC sequence number” in |E "RB Downlink Ciphering
Activation Time Info" in the IE " Ciphering Mode Info" to the value used in the previous security mode control
procedure, at which time the latest ciphering configuration shall be applied.

1> if Integrity protection has already been started for the MS; and

2> if for the CN domain indicated in the |IE "CN Domain Identity” in the SECURITY MODE COMMAND
message, a new security key set (new ciphering and integrity protection keys) has been received from upper
layers since the transmission of the last SECURITY MODE COMMAND message for that CN domain:

3> include the |E “Integrity Protection Mode Info” in the SECURITY MODE COMMAND message
1> if integrity protection has already been started for the MS; and

2> if the IE “CN Domain Identity” in the SECURITY MODE COMMAND message is different from the |E
“CN Domain Identity” that was sent in the previous SECURITY MODE COMMAND message to the M S:

3> include the |E “Integrity Protection Mode Info” in the SECURITY MODE COMMAND message
1> transmit the SECURITY MODE COMMAND message on the downlink SRB2.

7.16.1.2.2 Integrity protection configuration change

To start or modify integrity protection, the GERAN sends a SECURITY MODE COMMAND message on the downlink
SRB2 using the new integrity protection configuration. The GERAN shall not modify integrity protection for aCN
domain for which a SECURITY MODE COMMAND message configuring integrity protection has been previousy
sent for an ongoing signalling connection unless the application of new integrity keys needs to be signalled to the M S.
The GERAN shall not transmit a SECURITY MODE COMMAND message to signal achangein integrity protection
algorithm.

When configuring Integrity protection, the GERAN shall:

1> ensure that the M S needs to store at most three different Integrity protection configurations (keysets) at any
given time. Thisincludes the total number of Integrity protection configurations for all signalling radio bearers.

1> if Ciphering has already been started for the MS for the CN domain to be set in the IE "CN Domain Identity" in
the SECURITY MODE COMMAND message; and

2> if for the CN domain indicated in the |IE "CN Domain Identity" in the SECURITY MODE COMMAND
message, a hew security key set (new ciphering and integrity protection keys) has been received from upper
layers since the transmission of the last SECURITY MODE COMMAND message for that CN domain:

3> include the |E “ Ciphering Mode Info” in the SECURITY MODE COMMAND message;

1> if Ciphering has already been configured for the MS for a CN domain different from the CN domain to be set in
the IE"CN Domain Identity" in the SECURITY MODE COMMAND;

2> include the IE “ Ciphering Mode Info” in the SECURITY MODE COMMAND message;

Prior to sending the SECURITY MODE COMMAND message, for the CN domain indicated in the IE "CN Domain
Identity”" in the SECURITY MODE COMMAND message, the GERAN shall:
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1> if thisisthe first SECURITY MODE COMMAND message sent for this RRC connection:
2> if new keys have been received:
3> initialise the hyper frame numbers as follows:
4> set all bits of the hyper frame numbers of the COUNT-I values for all signalling radio bearers to zero;
2> else (if new keys have not been received):

3> usethevalue"START" in the most recently received |IE "START List" or IE "START" that belongsto the
CN domain indicated in the IE "CN Domain Identity" to initialise al hyper frame numbers of COUNT-I
for all the signalling radio bearers; by:

4> setting the 20 most significant bits of the hyper frame numbers for all signalling radio bearersto the
value "START" in the most recently received |E "START List" or IE "START" for that CN domain;

4> setting the remaining bits of the hyper frame numbers equal to zero;
1> else (thisisnot the first SECURITY MODE COMMAND message sent for this RRC connection):
2> if new keys have been received;
3> initialise the hyper frame number for COUNT-I for SRB2 as follows:
4> et all bits of the HEN of the COUNT-I value for SRB2 to zero;
2> if new keys have not been received;
3> initialize the hyper frame number for COUNT-I for SRB2 as follows:

4> et the 20 most significant bits of the HFN of the downlink and uplink COUNT-I to the value of the
most recently received |IE "START" or |IE "START List" for the CN domain to be set in the the IE "CN
Domain Identity";

4> set the remaining bits of the HFN of the downlink and uplink COUNT-I to zero;
1> if the |IE "Integrity Protection Mode Command" has the value " Start":

2> prohibit the transmission of signalling messages with any RRC SN on all signalling radio bearers, except
SRB2;

2> set the FRESH value in the |E "Integrity Protection Initialisation Number”, included in the IE "Integrity
Protection Mode Info";

1> if the IE "Integrity Protection Mode Command" has the value "Modify":
2> for each signalling radio bearer SRBn, except SRB2:

3> prohibit the transmission of signalling messages with RRC SN greater or equal to the RRC sequence
number in entry for signalling radio bearer n in the "RRC message sequence number list" in the |IE
"Downlink Integrity Protection Activation Info", included in the |E "Integrity Protection Mode Info";

2> consider an integrity protection activation time in downlink to be pending until the selected activationtimeis
equal to the next RRC sequence number to be used, which means that the last RRC message using the old
integrity protection configuration has been transmitted to lower layers;

2> set, for each signalling radio bearer SRBn, that has no pending integrity protection activation time set by a
previous security mode control procedure, an RRC sequence number in entry for signalling radio bearer nin
the "RRC message sequence number list" in the |1E "Downlink Integrity Protection Activation Info", included
in the |E "Integrity Protection Mode Info", at which time the new integrity protection configuration shall be

applied;

2> sat, for each signalling radio bearer SRBn, that has a pending integrity protection activation time set by a
previous security mode control procedure, the RRC sequence number in entry for signalling radio bearer nin
the "RRC message sequence number list" in the |E "Downlink Integrity Protection Activation Info", included
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in the IE "Integrity Protection Mode Info", to the value used in the previous security mode control procedure,
at which time the latest integrity protection configuration shall be applied,;

1> transmit the SECURITY MODE COMMAND message on SRB2 using the new integrity protection
configuration.

NOTE: Inthe case of re-initialisation of Integrity Protection at HFN wrap around, the network takes into account
the MS actions as described in 7.18.5.1 and 7.18.5.2

7.16.1.2.3 Reception of SECURITY MODE COMMAND message by the MS
Upon reception of the SECURITY MODE COMMAND message, the MS shall :

1> if neither |E "Ciphering Mode Info" nor |E "Integrity Protection Mode Info" isincluded in the SECURITY
MODE COMMAND:

2> set the variable INVALID_CONFIGURATION to TRUE.

1> if the IE "Security Capability” isthe same asindicated by variable MS_CAPABILITY_TRANSFERRED, and
the IE "GSM MS Security Capability” (if included in the SECURITY MODE COMMAND message) is the same
asindicated by the variable MS_CAPABILITY_TRANSFERRED:

2> set the variable LATEST_CONFIGURED_CN_DOMAIN equal to the IE "CN Domain Identity”;

2> set the |lE “Satus’ in the variable SECURITY_MODIFICATION message for the CN domain indicated in
the IE "CN domain identity” in the received SECURITY MODE COMMAND message to the value
“Affected”;

2> set the |lE “Satus’ inthe variable SECURITY_MODIFICATION for all CN domains other than the CN
domainindicated in the IE "CN Domain Identity" to “Not affected”;

2> set the IE "RRC Transaction Identifier" in the SECURITY MODE COMPLETE message to the value of
"RRC transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table
"Accepted transactions' in the variable TRANSACTIONS; and

2> clear that entry;

2> if the SECURITY MODE COMMAND message contained the | E " Ciphering Mode Info":
3> perform the actions as specified in sub-clause 7.19.4.4 “ Ciphering mode info”.

2> if the SECURITY MODE COMMAND message contained the IE "Integrity Protection Mode Info":
3> perform the actions as specified in sub-clause 7.19.4.5 “Integrity Protection Mode Info”.

1> Prior to sending the SECURITY MODE COMPLETE message the MS shall:
2> use the old ciphering configuration for this message;
2> if the SECURITY MODE COMMAND message containes the | E “ Ciphering Mode Info”:

3> include and set the |E “Radio Bearer Uplink Ciphering Activation Time Info” to the value of the variable
RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.

3> for each radio bearer and signalling radio bearer that belongsto the CN domain asindicated in the
variable LATEST _CONFIGURED _CN_DOMAIN:

4> start or continue incrementing the COUNT-C values for all RLC-AM and RLC-UM signalling radio
bearers at the ciphering activation time as specified in the Ciphering mode info procedure (see sub-
clause 7.19.4.4);

4> start or continue incrementing the COUNT-C values common for all transparent mode radio bearers
for this CN domain at the ciphering activation time as specified in the Ciphering mode info procedure
(see sub-clause 7.19.4.4);

4> continue incrementing the COUNT-C values for all RLC-AM and RLC-UM radio bearers;
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3> if no new security key set (new ciphering and integrity protection keys) has been received from the upper
layers (see 3GPP TS 33.102) for the CN domain asindicated in the variable
LATEST_CONFIGURED_CN_DOMAIN:

4> for ciphering on signalling radio bearers using RLC-AM and RLC-UM in the downlink, at the RLC
sequence number indicated in IE "RB Downlink Ciphering Activation Time Info" in the | E " Ciphering
Mode Info" included in the SECURITY MODE COMMAND message, for each signalling radio
bearer:

5> set the 20 most significant bits of the HFN component of the downlink COUNT-C to the value
"START" in the most recently transmitted |E "START List" or |E "START", at the reception of the
SECURITY MODE COMMAND message, that belongs to the CN domain as indicated in the
variable LATEST_CONFIGURED_CN_DOMAIN;

5> set the remaining bits of the hyper frame numbers to zero;
3> if new keys have been received perform the actions in sub-clause 7.16.1.2.3.1.
2> if the SECURITY MODE COMMAND message contained the | E “Integrity Protection Mode Info”;

3> include and set the |E “Uplink Integrity Protection Activation Info” to the value of the variable
INTEGRITY_PROTECTION_ACTIVATION_INFO for each signalling radio bearer;

3> if no new security key set (new ciphering and integrity protection keys) has been received from the upper
layers (see 3GPP TS 33.102) for the CN domain asindicated in the variable
LATEST_CONFIGURED_CN_DOMAIN, for SRB2:

4> in the downlink, for the received SECURITY MODE COMMAND message :

5> set the 20 most significant bits of the |IE "Downlink RRC HFN" in the variable
INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to the value"START" in the most
recently transmitted |E "START List" or |IE "START", at the reception of the SECURITY MODE
COMMAND message, that belongs to the CN domain asindicated in the variable
LATEST _CONFIGURED_CN_DOMAIN;

5> set the remaining bits of the |E "Downlink RRC HFN" to zero;
4> in the uplink, for the transmitted response message, SECURITY MODE COMPLETE message:

5> set the 20 most significant bits of the IE "Uplink RRC HFN" in the variable
INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to the value "START" in the most
recently transmitted |E "START List" or IE "START", at the reception of the SECURITY MODE
COMMAND message, that belongs to the CN domain asindicated in the variable
LATEST _CONFIGURED_CN_DOMAIN;

5> set the remaining bits of the |E "Uplink RRC HFN" to zero;

3> if no new security key set (new ciphering and integrity protection keys) has been received from the upper
layers (3GPP TS 33.102) for the CN domain indicated in the variable
LATEST _CONFIGURED _CN_DOMAIN, the MS shall for each signalling radio bearer other than
SRB2:

4> if the |E "Integrity Protection Mode Command" has the value "start":

5> in the downlink, for this signalling radio bearer, set the 20 most significant bits of I1E "Downlink
RRC HFN" in the variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to the
value START transmitted in the most recently transmitted |E "START List" or IE"START", at the
reception of the SECURITY MODE COMMAND message, that belongs to the CN domain as
indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

5> set the remaining bits of the |E "Downlink RRC HFN" in the variable
INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to zero;

4> else
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5> in the downlink, for the first message for which the RRC sequence number in areceived RRC
message for this signalling radio bearer is equal to or greater than the activation time as indicated
in 1E "Downlink Integrity Protection Activation Info" asincluded in the |E "Integrity Protection
Mode Info":

6> for this signalling radio bearer, set the 20 most significant bits of the IE "Downlink RRC HFN"
inthe variable INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to the value
"START" in the most recently transmitted |E "START List" or IE "START", at the reception of
the SECURITY MODE COMMAND message, that belongs to the CN domain asindicated in
the variable LATEST_CONFIGURED_CN_DOMAIN;

6> set the remaining bits of the |E "Downlink RRC HFN" to zero;

3> if new keys have been received perform the actions in sub-clause 7.16.1.2.3.1;

2> dtart applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from
and including the transmitted SECURITY MODE COMPLETE message;

2> transmit the SECURITY MODE COMPLETE message on the uplink SRB2.

After submission of the SECURITY MODE COMPLETE message to the lower layers, the MS shall accept messages
received in the DL which require the new security configuration to be applied on them. If areceived messageis
successfully integrity checked, the MS shall not discard the message due to lack of completion of the security procedure
caused by the successful delivery of the SECURITY MODE COMPLETE message not having been confirmed by lower
layers yet, unless the security configuration to be applied has been aborted and the message received requires integrity
protection (see 3GPP TS 24.008).

1> when the successful delivery of the SECURITY MODE COMPLETE message has been confirmed by RLC:
2> if the SECURITY MODE COMMAND message contained the | E " Ciphering Mode Info":
3> if no new security key set (new ciphering and integrity protection keys) has been received from the upper
layers (see3GPP TS 33.102) for the CN domain as indicated in the variable
LATEST _CONFIGURED_CN_DOMAIN:

4> for ciphering on signalling radio bearers using RLC-AM and RLC-UM in the uplink, at the RLC
sequence number indicated in |E "Radio Bearer Uplink Ciphering Activation Time Info" included in
the SECURITY MODE COMPLETE message, for each signalling radio bearer:

5> set the HFN component of the uplink COUNT-C to the value "START" in the most recently
transmitted |1E "START List" or IE"START", at the reception of the SECURITY MODE
COMMAND message, that belongs to the CN domain as indicated in the variable
LATEST_CONFIGURED_CN_DOMAIN.

5> set the remaining bits of the hyper frame numbers to zero;
3> if new keys have been received perform the actionsin sub-clause 7.16.1.2.3.1.

3> resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM
or RLC-UM;

3> set the |E "Reconfiguration™ in the variable CIPHERING_STATUSto FALSE; and
3> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO.
2> if the SECURITY MODE COMMAND message containes the | E "Integrity protection mode info":

3> if no new security key set (new ciphering and integrity protection keys) has been received from the upper
layers (see3GPP TS 33.102) for the CN domain indicated in the variable
LATEST_CONFIGURED_CN_DOMAIN, the MS shall for each signalling radio bearer other than
SRB2:

4> if the |E "Integrity Protection Mode Command" has the value "start":

5> in the uplink, for this signalling radio bearer, set the 20 most significant bits of IE "Uplink RRC
HFN" in the variable INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to the value
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START transmitted in the most recently transmitted |E "START List" or |IE "START", at the
reception of the SECURITY MODE COMMAND message, that belongs to the CN domain as
indicated in the variable LATEST_CONFIGURED_CN_DOMAIN;

5> set the remaining bits of the |E "Uplink RRC HFN" in the variable
INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to zero;

4> else:

5> inthe uplink, for the first transmitted RRC message for this signalling radio bearer with RRC
sequence number equal to the activation time asindicated in |E "Uplink Integrity Protection
Activation Info" included in the transmitted SECURITY MODE COMPLETE message:

6> for this signalling radio bearer, set the 20 most significant bits of the |IE "Uplink RRC HFN" in
the variable INTEGRITY _PROTECTION_INFO of the uplink COUNT-I to the value
"START" in the most recently transmitted |E "START List" or |IE "START", at the reception of
the SECURITY MODE COMMAND message, that belongs to the CN domain asindicated in
thevariable LATEST_CONFIGURED_CN_DOMAIN;

6> set the remaining bits of the IE "Uplink RRC HFN" to zero;

3> if new keys have been received perform the actions in sub-clause 7.16.1.2.3.1;
3> dlow the transmission of RRC messages on all signalling radio bearers with any RRC SN;
3> set the |E "Reconfiguration” in the variable INTEGRITY _PROTECTION_INFO to FAL SE; and
3> clear the variable INTEGRITY_PROTECTION_ACTIVATION_INFO.
2> clear the variable SECURITY_MODIFICATION;
2> notify upper layers upon change of the security configuration;
2> and the procedure ends.

1> if the IE " Security Capability” is not the same as indicated by the variable
MS _CAPABILITY_TRANSFERRED, or the |IE "GSM MS Security Capability" (if included in the SECURITY
MODE COMMAND message) is not the same as indicated by the variable
MS_CAPABILITY_TRANSFERRED, or if the IE "GSM MS Security Capability” is not included in the
SECURITY MODE COMMAND message and isincluded in the variable
MS _CAPABILITY_TRANSFERRED:

2> release dl itsradio resources;

2> indicate the release of the established signalling connections (as stored in the variable
ESTABLISHED SIGNALLING_CONNECTIONS) and established radio access bearers (as stored in the
variable ESTABLISHED_RABS) to upper layers;

2> clear the variable ESTABLISHED_SIGNALLING_CONNECTIONS;
2> clear the variable ESTABLISHED_RABS;

2> clear the variable SECURITY_MODIFICATION;

2> enter RRC-Idle mode;

2> perform actions when entering RRC-1dle mode as specified in sub-clause 7.18 “ Actions when entering RRC-
Idle mode from RRC-Connected mode”;

2> and the procedure ends.

7.16.1.2.3.1 New ciphering and integrity protection keys

NOTE: Theactionsin this sub-clause are to be performed only if the new keys were received for an on-going
signalling connection.

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 121 ETSI TS 144 118 V5.6.0 (2003-09)

If anew security keyset (new ciphering and integrity protection keys) has been received from the upper layers [see
3GPP TS 33.102] for the CN domain asindicated in the variable LATEST_CONFIGURED_CN_DOMAIN, the MS
shal:

1> set the START value for the CN domain indicated in the variable LATEST_CONFIGURED_CN_DOMAIN to
zero;

1> if the SECURITY MODE COMMAND message contained the | E "Integrity Protection Mode Info":
2> for integrity protection in the downlink on each signalling radio bearer except SRB2:
3> if IE "Integrity Protection Mode Command" has the value "start":
4> for thefirst received message on this signalling radio bearer:
5> start using the new integrity key;

5> for this signalling radio bearer, set the |IE "Downlink RRC HFN" in the variable
INTEGRITY_PROTECTION_INFO of the downlink COUNT-I to zero.

3> dse

4> for the first message for which the RRC sequence number in areceived RRC message for this
signalling radio bearer is equal to or greater than the activation time asindicated in | E “Downlink
Integrity Protection Activation Info” asincluded in the IE “Integrity Protection Mode Info”:

5> dart using the new integrity key;

5> for this signalling radio bearer, set the |E “Downlink RRC HFN” in the variable
INTEGRITY_PROTECTION_INFO of the downlink COUNT_| to zero.

2> for integrity protection in the uplink on each signalling radio bearer except SRB2:

3> for the first message for which the RRC sequence humber in ato be transmitted RRC message for this
signalling radio bearer is equa to the activation time asindicated in |E “Uplink Integrity Protection
Activation Info” included in the transmitted SECURITY MODE COMPLETE message:

4> start using the new integrity key;

4> for this signalling radio bearer, set the IE “Uplink RRC HFN” in the variable
INTEGRITY_PROTECTION_INFO of the uplink COUNT-I to zero.

2> for integrity protection in the downlink on signalling radio bearer SRB2:
3> at the received SECURITY MODECOMMAND:
4> start using the new integrity key;

4> set the |IE "Downlink RRC HFN" in the variable INTEGRITY _PROTECTION_INFO of the downlink
COUNT-I to zero;

2> for integrity protection in the uplink on signalling radio bearer SRB2 :
3> at the transmitted SECURITY MODE COMPLETE:
4> start using the new integrity key;

4> st the |E "Uplink RRC HEN" in the variable INTEGRITY_PROTECTION_INFO of the uplink
COUNT-I to zero;

1> if the SECURITY MODE COMMAND message contained the |E " Ciphering Mode Info";

2> for each signalling radio bearer and for each radio bearer for the CN domain asindicated in the variable
LATEST _CONFIGURED_CN_DOMAIN:

3> if the IE “Satus’ in the variable CIPHERING_STATUS has the value “ Started” for this CN domain, then
for ciphering on the radio bearer using RLC-TM:
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4> at the TDMA frame number as indicated in the |E * Ciphering Activation Time for DBPSCH” in the IE
“Ciphering Mode Info” ;
5> gtart using the new key in uplink and downlink;
5> set the HFN component of the COUNT-C to zero.

3> if the IE “Satus’ in the variable CIPHERING_STATUS has the value “ Started” for this CN domain, then
for ciphering on the radio bearers and signalling radio bearers using RLC-AM and RLC-UM:

4> in the downlink, at the RL C sequence number indicated in |E “RB Downlink Ciphering Activation
Time Info” in the IE “Ciphering Mode Info”:

5> dart using the new key;
5> set the HFN component of the downlink COUNT-C to zero.

4> in the uplink, at and after the RLC sequence number indicated in IE “Radio Bearer Uplink Ciphering
Activation Time Info”:

5> dart using the new key;
5> set the HFN component of the uplink COUNT-C to zero.

1> consider the value of the latest transmitted START value to be zero.

7.16.1.2.4 Incompatible simultaneous security reconfiguration

If the variable INCOMPATIBLE_SECURITY_RECONFIGURATION becomes set to TRUE of the received
SECURITY MODE COMMAND message, the MS shall:

1> transmit aSECURITY MODE FAILURE message on the uplink SRB2, using the ciphering and integrity
protection configurations prior to the reception of this SECURITY MODE COMMAND;

1> set the |E "RRC Transaction Identifier" in the SECURITY MODE FAILURE message to the value of "RRC
transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table " Accepted
transactions’ in the variable TRANSACTIONS; and

1> clear that entry;
1> set the |IE "Failure Cause" to the cause value "incompatible simultaneous reconfiguration”;
1> when the response message has been submitted to lower layers for transmission:

2> set the variable INCOMPATIBLE _SECURITY_RECONFIGURATION to FALSE;

2> continue with any ongoing processes and procedures asif the invalid SECURITY MODE COMMAND
message has not been received;

1> and the procedure ends.

7.16.1.2.5 Cell Update procedure during security reconfiguration
If:
- acell update procedure according to sub-clause 7.6.1 isinitiated; and

- thereceived SECURITY MODE COMMAND message causes,

the |E "Reconfiguration” in the variable CIPHERING_STATUS to be set to TRUE; and/or
- thelE "Reconfiguration" in the variable INTEGRITY_PROTECTION_INFO to be set to TRUE:
the MS shall:

1> abort the ongoing integrity and/or ciphering reconfiguration;
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1> resume data transmission on any suspended radio bearer and signalling radio bearer mapped on RLC-AM or
RLC-UM;
1> allow the transmission of RRC messages on all signalling radio bearers with any RRC SN;
1> when the CELL UPDATE message has been submitted to lower layers for transmission:
2> if the SECURITY MODE COMMAND message contained the | E "Ciphering Mode Info":
3> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to FALSE; and
3> clear the variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;
2> if the SECURITY MODE COMMAND message contained the |E "Integrity Protection Mode Info":
3> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to FALSE; and
3> clear thevariable INTEGRITY_PROTECTION_ACTIVATION_INFO.

2> continue with any ongoing processes and procedures asif the invalid SECURITY MODE COMMAND
message has not been received; and

2> clear the variable SECURITY_MODIFICATION;

2> the procedure ends.

7.16.1.2.6 Invalid configuration

If the variable INVALID_CONFIGURATION is set to TRUE due to the received SECURITY MODE COMMAND
message, the MS shall:

1> transmit a SECURITY MODE FAILURE message on the uplink SRB2 after setting the | Es as specified below;

1> set the IE "RRC Transaction Identifier” in the SECURITY MODE FAILURE message to the value of "RRC
transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table " Accepted
transactions’ in the variable TRANSACTIONS; and

1> clear that entry;
1> set the |E "Failure Cause" to the cause value "invalid configuration”.
1> when the response message has been submitted to lower layers for transmission:
2> set the variable INVALID_CONFIGURATION to FALSE;
2> set the |E “Reconfiguration” in the variable CIPHERING_STATUSto FALSE

2> continue with any ongoing processes and procedures asif the invalid SECURITY MODE COMMAND
message has not been received;

1> and the procedure ends.

7.16.1.2.7 Reception of SECURITY MODE COMPLETE message by the GERAN

The GERAN shall apply integrity protection on the received SECURITY MODE COMPLETE message and all
subsequent messages with the new integrity protection configuration, if changed. When GERAN has received a
SECURITY MODE COMPLETE message and the integrity protection has successfully been applied, GERAN shall:

1> if the IE “Ciphering Mode Info” was included in the SECURITY MODE COMMAND message:

2> if new keys were received for the CN domain set in the |IE "CN Domain Identity” in the SECURITY MODE
COMMAND:

3> at the downlink and uplink activation time set all the bits of the hyper frame numbers of the downlink and
uplink COUNT-C values respectively for al radio bearers for this CN domain and al signalling radio
bearersto zero;
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2> else (if new keys were not received)

3> at the downlink and uplink activation time use the value "START" in the most recently received |IE
"START List" or IE"START" that belongs to the CN domain as indicated in the |IE "CN Domain |dentity"
toinitialise al hyper frame numbers of the downlink and uplink COUNT-C val ues respectively for all the
signalling radio bearers by:

4> setting the 20 most significant bits of the hyper frame numbers of the COUNT-C for all signalling
radio bearersto the value "START" in the most recently received |E "START List" or IE "START" for
that CN domain;

4> setting the remaining bits of the hyper frame numbers equal to zero.
1> if the IE “Integrity Protection Mode Info” was included in the SECURITY MODE COMMAND message:
2> if thiswas not the first SECURITY MODE COMMAND message for this RRC connection:

3> if new keys have been received for the CN domain set in the IE "CN Domain Identity” included in the
transmitted SECURITY MODE COMMAND message:

4> at the downlink and uplink activation time initialise all hyper frame numbers of the downlink and
uplink COUNT-I values respectively for all the signalling radio bearers other than SRB2 as follows:

5> set all bits of the hyper frame numbers of the uplink and downlink COUNT-I to zero;

3> if no new keys have been received for the CN domain set in the IE "CN Domain Identity”" included in the
transmitted SECURITY MODE COMMAND message:

4> at the downlink and uplink activation time use the value "START" in the most recently received |E
"START List" or IE"START" that belongs to the CN domain asindicated in the IE "CN Domain
Identity" to initialise al hyper frame numbers of the downlink and uplink COUNT-I values
respectively for all the signalling radio bearers other than SRB2 by:

5> setting the 20 most significant bits of the hyper frame numbers of the downlink and uplink
COUNT-I respectively for al signalling radio bearers to the value "START" in the most recently
received |E "START List" or IE "START" for that CN domain;

5> setting the remaining bits of the hyper frame numbers equal to zero.
1> send an indication to upper layers that the new integrity protection configuration has been activated;
1> resume in the downlink, all suspended radio bearers and all signalling radio bearers;
1> allow the transmission of RRC messages on all signalling radio bearers with any RRC SN;

1> if the IE "Integrity Protection Mode Command" included in the SECURITY MODE COMMAND had the value
"Start":

2> start applying integrity protection in the downlink for all signalling radio bearers;

1> if the IE" Integrity Protection Mode Command " included in the SECURITY MODE COMMAND had the value
"Modify":

2> start applying the new integrity protection configuration in the downlink at the RRC sequence number, for
each signalling radio bearers SRBn, except for signalling radio bearer SRB2, indicated by the entry for
signalling radio bearer nin the "RRC message sequence number list" in the |E "Downlink Integrity
Protection Activation Info";

2> continue applying the new integrity configuration for signalling radio bearer SRB2;

2> apply the new integrity protection configuration on the received signalling messages with RRC SN greater
than or equal to the number associated with the signalling radio bearer in |E "Uplink Integrity Protection
Activation Info";
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1> apply the old ciphering configuration for the transmission of RLC PDUs with RL C sequence humber less than
the number indicated in the I1E "RB Downlink Ciphering Activation Time Info" included in the 1E " Ciphering
Mode Info";

1> apply the new ciphering configuration for the transmission of RLC PDUs with RLC sequence number greater
than or equal to the number indicated in |E "Radio Bearer Downlink Ciphering Activation Time Info" included in
the |E "Ciphering Mode Info";

1> apply the old integrity protection configuration on the received signalling messages with RRC SN smaller than
the number associated with the signalling radio bearer in |E "Uplink Integrity Protection Activation Info";

1> for radio bearers and signalling radio bearers using RLC-AM or RLC-UM:
2> send an indication to lower layers:

2> use the old ciphering configuration for received RLC PDUs with RLC sequence number less than the RLC
sequence number indicated in the |E "Radio Bearer Uplink Ciphering Activation Time Info" sent by the MS;

2> use the new ciphering configuration for received RLC PDUs with RLC sequence number greater than or
egual to the RLC sequence number indicated in the |E "Radio Bearer Uplink Ciphering Activation Time Info"
sent by the MS;

2> if an RLC reset or re-establishment occurs after the SECURITY MODE COMPLETE message has been
received by GERAN before the activation time for the new ciphering configuration has been reached, ignore
the activation time and apply the new ciphering configuration immediately after the RLC reset or RLC re-
establishment;

1> for radio bearersusing RLC-TM:
2> send an indication to lower layers:

2> use the old ciphering configuration for the received RLC PDUs before the TDMA frame number as indicated
inthe IE "Ciphering Activation Time for DBPSCH" in the |E " Ciphering Mode Info" asincluded in the
SECURITY MODE COMMAND;

2> use the new ciphering configuration for the received RLC PDUs at the TDMA frame number asindicated in
the |E " Ciphering Activation Time for DBPSCH" in the |E " Ciphering Mode Info" asincluded in the
SECURITY MODE COMMAND;

1> and the procedure ends.

7.16.1.2.8 Invalid SECURITY MODE COMMAND message

If the SECURITY MODE COMMAND message contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to sub-clause “ General error handling”, the MS shall
perform procedure specific error handling as follows:

1> transmit a SECURITY MODE FAILURE message on the uplink SRB2;

1> set the IE "RRC Transaction Identifier” in the SECURITY MODE FAILURE message to the value of "RRC
transaction identifier" in the entry for the SECURITY MODE COMMAND message in the table "Rejected
transactions’ in the variable TRANSACTIONS; and

1> clear that entry;
1> set the |E "Failure Cause" to the cause value "protocol error";

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION.

1> when the response message has been submitted to lower layers for transmission:

2> continue with any ongoing processes and procedures asif the invalid SECURITY MODE COMMAND
message has not been received;

1> and the procedure ends.
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7.17  Delivery of Non-Access stratum messages

7.17.1 Initial Direct transfer

INITIAL DIRECT TRANSFER

Figure 7.17.1.1/3GPP TS 44.118: Initial Direct transfer in the uplink, normal flow

7.17.1.1 General

The Initial Direct Transfer procedure is used in the uplink to establish a signalling connection. It is also used to carry an
initial upper layer (NAS) messages over the radio interface.

7.17.1.2 Initiation of Initial direct transfer procedure in the MS

Inthe MS, the Initial Direct Transfer procedure shall be initiated, when the upper layers request establishment of a
signalling connection. This request also includes arequest for the transfer of a NAS message.

Upon initiation of the Initial Direct Transfer procedure when the MS isin RRC-1dle mode, the MS shall:
1> set the variable ESTABLISHMENT _CAUSE to the cause for establishment indicated by upper layers,
1> perform an RRC Connection Establishment procedure, according to sub-clause 7.5;
1> if the RRC Connection Establishment procedure was not successful:

2> indicate failure to establish the signalling connection to upper layers and end the procedure;
1> when the RRC Connection Establishment procedure is completed successfully:
2> continue with the Initial Direct Transfer procedure as below;

Upon initiation of the Initial Direct Transfer procedure when the MSisin RRC-GRA_PCH state, the MS shall:
1> perform a Cell Update procedure, according to sub-clause 7.8, using the cause "uplink data transmission”;
1> when the Cell Update procedure completed successfully:

2> continue with the Initial Direct Transfer procedure as below.

The MSshall, inthe INITIAL DIRECT TRANSFER message:
1> set the IE "NAS Message” as received from upper layers; and
1> set the IE"CN Domain Identity" as indicated by the upper layers; and

2> set the |E "Intra Domain NAS Node Selector” as follows:
2> derivethe |E "Intra Domain NAS Node Selector” from TMSI/PMTSI, IMS, or IMEI; and
2> provide the coding of the IE "Intra Domain NAS Node Selector” according to the following priorities:

1. derive therouting parameter for IDNNS from TMSI (CS domain) or PTMSI (PS domain) whenever a
valid TMSI/PTMS is available;
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2. base the routing parameter for IDNNS on IMSI when no valid TMSI/PTMS! is available;
3. base the routing parameter for IDNNS on IMEI only if no (U)SIM isinserted in the MS.

1> calculate the START according to sub-clause 7.18.4 for the CN domain as set in the IE "CN Domain Identity”;
and

2> include the calculated START value for that CN domain in the |E “START”;
The MS shall:

1> transmit the INITIAL DIRECT TRANSFER message on the uplink using AM RLC on signalling radio bearer
SRB 3;

1> when the INITIAL DIRECT TRANSFER message has been submitted to lower layers for transmission:
2> confirm the establishment of a signalling connection to upper layers; and

2> add the signalling connection with the identity indicated by the IE "CN Domain |dentity" in the variable
ESTABLISHED_SIGNALLING_CONNECTIONS; and

1> when the successful delivery of the INITIAL DIRECT TRANSFER message has been confirmed by RLC sub-
layer:

2> the procedure ends.

When not stated otherwise elsewhere, the MS may also initiate the initial direct transfer procedure when another
procedure is ongoing, and in that case the state of the latter procedure shall not be affected.

A new signalling connection request may be received from upper layers subsequent to the indication of the release of a
previously established signalling connection to upper layers. From the time of the indication of release to upper layers
until the M S has entered RRC-Idle mode, any such upper layer request to establish a new signalling connection shall be
gueued. Thisrequest shall be processed after the M S has entered RRC-Idle mode.

7.17.1.3 RLC re-establishment, inter-mode handover or inter-RAT change

If are-establishment of RLC on SRB3 occurs before the successful delivery of the INITIAL DIRECT TRANSFER
message has been confirmed by RLC, the MS shall:

1> retransmit the INITIAL DIRECT TRANSFER message on the uplink using SRB3.

If inter-mode handover occurs before the successful delivery of the INITIAL DIRECT TRANSFER message has been
confirmed by RLC, for messages with the IE "CN Domain Identity" set to "CS domain”, the MS shall:

1> retransmit the NAS message as specified in sub-clause 7.8.4.4

If inter-RAT handover occurs before the successful delivery of the INITIAL DIRECT TRANSFER message has been
confirmed by RLC, the MS shall:

1> retransmit the NAS message as specified in sub-clause 7.10.4.

7.17.1.4 Abortion of signalling connection establishment

If the M S receives arequest from upper layersto release (abort) the signalling connection for the CN domain for which
theinitial direct transfer procedure is ongoing, the MS shall:

1> if the MS has not yet entered GERAN RRC-Connected mode:
2> abort the RRC Connection Establishment procedure as specified in sub-clause 7.5.1.6;

the procedure ends.
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7.17.1.5 Reception of INITIAL DIRECT TRANSFER message by the GERAN

On reception of the INITIAL DIRECT TRANSFER message the NAS message should be routed using the IE "CN
Domain Identity”". GERAN may also use the |E "Intra Domain NAS Node Selector” for routing among the CN nodes for
the addressed CN domain.

If no signalling connection exists towards the chosen node, then a signalling connection is established.

When the GERAN receivesan INITIAL DIRECT TRANSFER message, it shall not affect the state of any other
ongoing RRC procedures, when not stated otherwise elsewhere.

The GERAN should:
1> set the START value for the CN domain indicated in the IE "CN Domain Identity” to the value of the |IE
"START".

7.17.2 Downlink Direct transfer

MS GERAN

DOWNLINK DIRECT TRANSFER
<

Figure 7.17.2.1/3GPP TS 44.118: Downlink Direct transfer, normal flow

7.17.2.1 General

The Downlink Direct Transfer procedure is used in the downlink direction to carry upper layer (NAS) messages over
the radio interface.

7.17.2.2 Initiation of downlink direct transfer procedure in the GERAN

In the GERAN, the Direct Transfer procedure is initiated when the upper layers request the transfer of aNAS message
after theinitial signalling connection is established. The GERAN may also initiate the Downlink Direct Transfer
procedure when another RRC procedure is ongoing, and in that case the state of the latter procedure shall not be
affected. The GERAN shall transmit the DOWNLINK DIRECT TRANSFER message on the downlink using AM RLC
on signalling radio bearer SRB 3 or signalling radio bearer SRB 4. The GERAN should:

1> if upper layersindicate "low priority" for this message:

2> select signalling radio bearer SRB4, if available. Specificaly, for a GSM-MAP based CN, signalling radio
SRB4 should, if available, be selected when "SAPI 3" is requested;

2> select signalling radio SRB3 when signalling radio SRB 4 is not available;
1> if upper layersindicate "high priority” for this message:

2> select signalling radio SRB3. Specificaly, for a GSM-MAP based CN, signalling radio bearer RB3 should be
selected when "SAPI 0" is requested.

The GERAN setsthe |E "CN Domain Identity” to indicate, which CN domain the NAS message is originated from.

7.17.2.3 Reception of a DOWNLINK DIRECT TRANSFER message by the MS

Upon reception of the DOWNLINK DIRECT TRANSFER message, the MS RRC shall, using the IE "CN Domain
Identity", route the contents of the |E "NAS Message" and the value of the IE"CN Domain Identity" to the upper layers.
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The MS shall clear the entry for the DOWNLINK DIRECT TRANSFER message in the table “ Accepted transactions’
in the variable TRANSACTIONS.

When the MS receives a DOWNLINK DIRECT TRANSFER message, it shall not affect the state of any other ongoing
RRC procedures when not stated otherwise elsewhere.

7.17.2.4 No signalling connection exists

If the MS receivesa DOWNLINK DIRECT TRANSFER message, and the signalling connection identified with the |IE
"CN Domain Identity" does not exist according to the variable ESTABLISHED_SIGNALLING_CONNECTIONS, the
MS shall:

1> ignore the content of the DOWNLINK DIRECT TRANSFER message;

1> transmit an RRC STATUS message on the uplink SRB2;

1> include the IE "Identification of Received Message"; and

1> set the |E "Received Message Type" to DOWNLINK DIRECT TRANSFER message; and

1> set the IE "RRC Transaction Identifier” to the value of "RRC transaction identifier" in the entry for the
DOWNLINK DIRECT TRANSFER message in the table "Accepted transactions' in the variable
TRANSACTIONS; and

1> clear that entry;

1> include the |E "Protocol Error Information" with the |E "Protocol Error Cause" set to "Message not compatible
with receiver state".

When the RRC STATUS message has been submitted to lower layers for transmission, the MS shall:

1> continue with any ongoing processes and procedures as if the DOWNLINK DIRECT TRANSFER message has
not been received.

7.17.2.5 Invalid DOWNLINK DIRECT TRANSFER message

If the MS receivesa DOWNLINK DIRECT TRANSFER message, which contains a protocol error causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE according to clause 8 the MS shall perform procedure specific error
handling as follows:

1> transmit an RRC STATUS message on the uplink SRB2;
1> include the IE "Identification of Received Message"; and
1> set the |E "Received Message Type" to DOWNLINK DIRECT TRANSFER; and

1> set the IE "RRC Transaction Identifier” to the value of "RRC transaction identifier” in the entry for the
DOWNLINK DIRECT TRANSFER message in the table "Rejected transactions” in the variable
TRANSACTIONS; and

1> clear that entry;

1> include the |E "Protocol Error Information” with contents set to the value of the variable
PROTOCOL_ERROR_INFORMATION.

When the RRC STATUS message has been submitted to lower layers for transmission, the MS shall:

1> continue with any ongoing processes and procedures asif the invalid DOWNLINK DIRECT TRANSFER
message has not been received.
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7.17.3 Uplink Direct transfer

UPLINK DIRECT TRANSFER

>

Figure 7.17.3.1/3GPP TS 44.118: Uplink Direct transfer, normal flow

7.17.3.1 General

The Uplink Direct Transfer procedure is used in the uplink direction to carry all subsequent upper layer (NAS)
messages over the radio interface belonging to a signalling connection.

7.17.3.2 Initiation of uplink direct transfer procedure in the MS

Inthe MS, the Uplink Direct Transfer procedure shall be initiated when the upper layers request atransfer of aNAS
message on an existing signalling connection. When not stated otherwise elsewhere, the MS may initiate the Uplink
Direct Transfer procedure when another procedure is ongoing, and in that case the state of the latter procedure shall not
be affected.

Upon initiation of the Uplink Direct Transfer procedure in RRC-GRA_PCH state, the MS shall:
1> perform a Cell Update procedure, according to sub-clause 7.8, using the cause "uplink data transmission”;
1> when the Cell Update procedure has been completed successfully:
2> continue with the Uplink Direct Transfer procedure as below.

The MS shall transmit the UPLINK DIRECT TRANSFER message on the uplink using AM RLC on signalling radio
bearer SRB3 or signalling radio bearer SRB4. The MS shall:

1> if upper layersindicates "low priority” for this message:

2> select signalling radio SRB4, if available. Specifically, for a GSM-MAP based CN, signalling radio bearer
SRB4 shall, if available, be selected when "SAPI 3" is requested,;

2> select signalling radio bearer SRB3 when signalling radio bearer SRB4 is not available;
1> if upper layersindicates "high priority” for this message:

2> select signalling radio bearer SRB3. Specifically, for a GSM-MAP based CN, signalling radio bearer SRB3
shall be selected when "SAPI 0" is requested.

The MS shall set the IE "NAS Message” as received from upper layers and set the |IE "CN Domain Identity” asindicated
by the upper layers.

When the sucessful delivery of the UPLINK DIRECT TRANSFER message has been confirmed by RLC sub-layer the
procedure ends.

7.17.3.3 RLC re-establishment, inter-mode handover or inter-RAT change

If SRB n (where n equalsto 3 or 4) was used when transmitting the UPLINK DIRECT TRANSFER message and are-
establishment of RLC on the same SRB n occurs before the successful delivery of the UPLINK DIRECT TRANSFER
message has been confirmed by RLC, the MS shall:

1> retransmit the UPLINK DIRECT TRANSFER message on the uplink SRB n.
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If inter-mode handover occurs before the successful delivery of the UPLINK DIRECT TRANSFER message has been
confirmed by RLC, for messages with the IE "CN Domain I dentity” set to "CS domain”, the MS shall:

1> retransmit the NAS message as specified in sub-clause 7.8.4.4

If inter-RAT handover occurs before the successful delivery of the UPLINK DIRECT TRANSFER message has been
confirmed by RLC, the MS shall:

1> retransmit the NAS message as specified in sub-clause 7.10.4.

7.17.3.4 Reception of UPLINK DIRECT TRANSFER message by the GERAN

On reception of the UPLINK DIRECT TRANSFER message the NAS message should be routed using the value
indicated in the IE "CN Domain Identity".

When the GERAN receives an UPLINK DIRECT TRANSFER message, it shall not affect the state of any other
ongoing RRC procedures, when not stated otherwise elsewhere.

7.18 General procedures

7.18.1 Selection of initial MS identity

The purpose of the |IE "Initial MS Identity" isto provide a unique M S identification at the establishment of an RRC
connection. The MS shall choose "M S id type" inthe IE "Initial MS Identity" with the following priority:

1. TMSI (GSM-MAP): The TMSI (GSM-MAP) shall be chosen if available. The IE "LAI" inthe IE "Initial MS
Identity” shall also be present when TMSI (GSM-MAP) is used.

2. P-TMSI (GSM-MAP): The P-TMSI (GSM-MAP) shall be chosen if available and no TMS| (GSM-MAP) is
available. The IE "RAI" in the |E "Initial MSIdentity" shall in this case aso be present when P-TMSI (GSM-
MAP) isused.

3. IMSl (GSM-MAP): TheIMSI (GSM-MAP) shall be chosen if no TMSI (GSM-MAP) or P-TMS! isavailable.
4. IMEI: The IMEI shall be chosen when none of the above three conditions are fulfilled.

When being used, the IEs"TMS (GSM-MAP)", "P-TMS (GSM-MAP)", "IMS (GSM-MAP)", "LAI" and "RAI" shal be
set equal to the values of the corresponding identities stored in the USIM.

If the variable SELECTED _PLMN inthe MSindicates"ANSI-41", the MS shall choose "MSId Type" in the |E "Initial
MS Identity" according to the procedure specified in the 3GPP2 document "3GPP2 C.PO004-A".
7.18.2 Actions when entering RRC-Idle mode from RRC-Connected mode
When entering RRC-1dle mode from RRC-Connected mode, the M S shall:

1> clear or set variables upon leaving GERAN RRC-Connected mode as specified in sub-clause 10.4;

1> attempt to select a suitable cell to camp on.
When leaving the RRC-Connected mode according to 3GPP TS 45.010, the MS shall:

1> perform cell selection.
While camping on acell, the MS shall:

1> acquire system information according to the system information procedure in sub-clause 7.3;

1> perform measurements according to the measurement control procedure specified in sub-clause 7.9; and

1> if the MSisregistered:

2> be prepared to receive paging messages according to the Paging procedure in sub-clause 7.4.
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If IE "PLMN Identity" within variable SELECTED_PLMN has the value "GSM-MAP", the MS shall:
1> delete any NAS system information received in RRC-Connected Mode;
1> acquire the NAS system information in packet system information 16; and
1> proceed according to sub-clause 7.19.
When entering RRC-1dle mode, the M S shall:
1> if the USIM is present, for each CN domain:

2> if anew security key set was received for this CN domain but was not used either for integrity protection or
ciphering during this RRC connection:

3> set the START value for this domain to zero; and
3> store this START value for this domain in the USIM.
2> else

3> if the current "START" value, according to sub-clause 7.18 for a CN domain, is greater than or equal to
the value "THRESHOLD" of the variable START_THRESHOLD:

4> delete the ciphering and integrity keys that are stored in the USIM for that CN domain;
4> inform the deletion of these keys to upper layers.
3> dse
4> store the current "START" value for this CN domain on the USIM.
1> else
2> if the SIM is present, for each CN domain:

3> if anew security key set was received for this CN domain but was not used either for integrity protection
or ciphering during this RRC connection:

4> set the START value for this domain to zero; and
4> store this START vaue for thisdomain in the MS.
3> else, the MS shall:

4> if the current "START" value, according to sub-clause 7.18 for this CN domain, is greater than or equal to
the value "THRESHOLD" of the variable START_THRESHOLD:

5> delete the Kc key for this CN domain;
5> delete the ciphering and integrity keys that are stored in the MS for that CN domain;
5> set the "START" value for this CN domain to zero and storeit in the MS;
5> inform the deletion of the key to upper layers.
4> else

4> store the current "START" value for this CN domain in the M S.

7.18.2a Actions when entering GERAN A/Gb mode or CDMA2000 from
GERAN Iu mode, RRC- Connected mode

When entering GERAN A/Gb mode or CDMA2000 from GERAN lu mode, RRC- Connected mode (due to Inter-mode
handover from GERAN or Inter-system handover to CDMA2000), after successful completion of the procedure causing
the transition to the GERAN A/Gb mode or CDMA2000 from GERAN Iu mode, the MS shall:
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1> if the USIM is present, for each CN domain:

2> if anew security key set was received for this CN domain but was not used either for integrity protection or
ciphering during this RRC connection:

3> set the START value for this domain to zero and;
3> store this START value for thisdomain in the USIM;
2> else
3> store the current START value for every CN domain in the USIM;
1> if the SIM is present, for each CN domain:

2> if anew security key was received for this CN domain but was not used either for integrity protection or
ciphering during this RRC connection:

3> set the START value for thisdomain to zero and;
3> store this START value for thisdomain in the M S;
2> else

3> store the current START value for this CN domain in the MS.

7.18.3 Maintenance of Hyper Frame Numbers

The M SBs of both the ciphering sequence numbers (COUNT-C) and integrity sequence numbers (COUNT-I), for the
ciphering and integrity protection algorithms, respectively (see 3GPP TS 33.102), are called the Hyper Frame Numbers
(HFN). For TM RLC bearers an extended TDMA frame number is used, which is built by an HFN plus part of a TDMA
frame number.

For integrity protection, the MS shall:
1> maintain COUNT-I as specified in sub-clause 7.18.5;
The following hyper frame numbers types are defined:

1> MAC HFN:
11 MSB of COUNT-C for datasent over RLC TM

1> RLC HFN:

2> if the RLC sequence number is of length 7 bits(GPRS TBF mode, see 3GPP TS 44.160), then the HFN
3> defines the 24 M SB of the COUNT-C parameter for data sent over RLC UM, and
3> definesthe 24 MSB of the COUNT-C parameter for data sent over RLC AM.

2> if the RLC sequence number is of length 11bits ( EGPRS TBF mode, see 3GPP TS 44.160), then the HFN
3> definesthe 20 MSB of the COUNT-C parameter for data sent over RLC UM, and
3> defines the 20 MSB of the COUNT-C parameter for data sent over RLC AM.

2> if the RLC sequence number is of length 4 bits (DCCH TBF mode, see 3GPP TS 44.160), then the HFN
3> definesthe 27 MSB of the COUNT-C parameter for data sent over RLC UM, and
3> defines the 27 MSB of the COUNT-C parameter for data sent over RLC AM.

2> if the RLC sequence number is of length 8 bits (TCH TBF mode, see 3GPP TS 44.160), then the HFN
3> defines the 23 MSB of the COUNT-C parameter for data sent over RLC UM, and
3> defines the 23 MSB of the COUNT-C parameter for data sent over RLC AM.
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1> RRC HFN:
28 MSB of COUNT-I.
For non-transparent mode RLC radio bearers, the MS shall:

1> maintain one uplink and one downlink COUNT-C per radio bearer and one uplink and one downlink COUNT-I
per signalling radio bearer.

For all transparent mode RL C signalling radio bearers and radio bearers of the same CN domain, the MS shall:
1> maintain one COUNT-C, common for all signalling radio bearers and radio bearers in uplink and downlink;
1> if the activation time for a new ciphering configuration set by an RRC procedure is equal to zero:
2> apply the configured MAC HFN at this activation time, i.e. the configured HFN is not incremented;

1> maintain one uplink and one downlink COUNT-I per signalling radio bearer.

7.18.4 START value calculation
In RRC connected mode, the START value for CN domain X' is calculated as
Let STARTy =the START value for CN domain 'X' prior to the calculation below:

STARTy' = MSBy (MAX {COUNT-C, COUNT-I | radio bearers and signalling radio bearers using CKy and 1Ky}) +
2.

- if START'= the maximum value = 20"2 —1 = 1048575 then STARTyx = STARTY";
- if thecurrent STARTy < STARTY' then STARTy = STARTY', otherwise STARTY is unchanged.

NOTE: Here, “most recently configured” means that if there are more than one key in use for aCN domain, due
to non expiry of the ciphering and/or integrity protection activation time for any signalling radio bearers
and/or radio bearers, do not include the COUNT-I/COUNT-C for these signalling radio bearers and/or
radio bearersin the calculation of the STARTY'.

COUNT-C corresponding to non-ciphered radio bearers (i.e. RBs with ciphering status set to "not started") shall not be
included in the calculation of the STARTY'. If aradio bearer isreleased and the radio bearer was ciphered, the values of
the COUNT-C at the time the radio bearer is released shall be taken into account in the calculation of the START'.

7.18.5 Integrity protection

7.18.5.0 General

If the"Status' in the variable INTEGRITY _ PROTECTION_INFO has the value " Started" then the MS and the
GERAN shall:

1> perform integrity protection (and integrity checking) on all RRC messages, with the following exceptions:
RRC CONNECTION REJECT
RRC CONNECTION SETUP
RRC CONNECTION REQUEST
RRC CONNECTION SETUP COMPLETE
SYSTEM INFORMATION TYPE 5, 5his, 5ter, 6
SYNCHRONIZATION CHANNEL INFORMATION
RRC STATUS
EXTENDED MEASUREMENT ORDER
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EXTENDED MEASUREMENT REPORT
MEASURMENT REPORT
MEASUREMENT INFORMATION
ENHANCED MEASUREMENT REPORT

If the "Status” in the variable INTEGRITY _ PROTECTION_INFO has the value "Not started" then integrity protection
(and integrity checking) shall not be performed on any RRC message.

For each signalling radio bearer, the M S shall use two RRC hyper frame numbers:
1> "Uplink RRC HFN";
1> "Downlink RRC HFN".
and two message sequence numbers:
1> "Uplink RRC Message sequence humber”;
1> "Downlink RRC Message sequence number".

The above information is stored in the variable INTEGRITY _PROTECTION_INFO per signalling radio bearer (RB1-
RB4).

Upon the first activation of integrity protection for an RRC connection, MS and GERAN initialise the "Uplink RRC
M essage sequence number” and "Downlink RRC Message sequence number” for all signalling radio bearers as
specified in sub-clauses 7.18.5.2 and 7.18.5.1.

The RRC message sequence number (RRC SN) isincremented for every integrity protected RRC message.
If the |E "Integrity Protection Mode Info" is present in a received message, the MS shall:

1> perform the actionsin sub-clause 7.19.4.5 before proceeding with the integrity check of the received message.

7.18.5.1 Integrity protection in downlink

If the MS receives an RRC message on signalling radio bearer with RB identity n, the "Status' in the variable
INTEGRITY_ PROTECTION_INFO has the value "Started" and the | E 'Integrity Check Info' is present the M S shall:

1> check the value of the |E "RRC Message Sequence Number™ included in the IE "Integrity Check Info";

2> if the "Downlink RRC M essage sequence number” for signalling radio bearer RBn is not present in the
variable INTEGRITY_PROTECTION_INFO:

3> initialise the "Downlink RRC Message sequence number” for signalling radio bearer RBn in the variable
INTEGRITY_PROTECTION_INFO with the value of the |E "RRC Message Sequence Number" included
inthe IE "Integrity Check Info" of the received message;

2> if the "Downlink RRC Message sequence number” is present in the variable
INTEGRITY_PROTECTION_INFO:

3> if the RRC message sequence number is lower than the “ Downlink RRC Message sequence number” for
signaling radio bearer RBnin the variable INTEGRITY_PROTECTION_INFO:

4> increment "Downlink RRC HFN" for signalling radio bearer SRBn in the variable
INTEGRITY_PROTECTION_INFO with one.

NOTE: The actions above imply that also for the case the "Downlink RRC HFN" is re-initialised by a security
mode control procedure, this"Downlink RRC HFN" value isincremented by one beforeit is applied for
the integrity protection of any received message if the conditions above are fulfilled.

3> if the RRC message sequence number is equal to the "Downlink RRC Message sequence number” for
signaling radio bearer RBnin the variable INTEGRITY_PROTECTION_INFO:

4> discard the message;
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1> calculate an expected message authentication code in accordance with sub-clause 7.18.5.3;

1> compare the expected message authentication code with the value of the received IE "Message Authentication
Code" contained in the |E "Integrity Check Info";

2> if the expected message authentication code and the received message authentication code are the same, the
integrity check is successful:

3> update the "Downlink RRC M essage sequence number" for signalling radio bearer RBn in the variable
INTEGRITY_PROTECTION_INFO with the value of the |E "RRC Message Sequence Number™ included
in the IE "Integrity Check Info" of the received RRC message;

2> if the calculated expected message authentication code and the received message authentication code differ:
3> act as though the message was not received.

If the M S receives an RRC message on signalling radio bearer with identity n, the " Status" in the variable
INTEGRITY_PROTECTION_INFO hasthe value " Started" and the |E 'Integrity Check Info' is not present the MS
shall:

1> discard the message.

7.18.5.2 Integrity protection in uplink

Prior to sending an RRC message using the signalling radio bearer with radio bearer identity n, and the " Status” in the
variable INTEGRITY_PROTECTION_INFO hasthe value "Started" the M S shall:

1> increment "Uplink RRC Message sequence number" for signalling radio bearer RBn in the variable
INTEGRITY_PROTECTION_INFO with 1, even if the message is aretransmission of a previously transmitted

message.

1> if the "Uplink RRC Message sequence number" for signalling radio bearer RBn in the variable
INTEGRITY_PROTECTION_INFO equals zero :

2> the M S shall increment "Uplink RRC HFN" for signalling radio bearer RBn in the variable
INTEGRITY_PROTECTION_INFO by one;

NOTE: The actions above imply that also for the case the "Uplink RRC HFN" isre-initialised by a security mode
control procedure, this"Uplink RRC HFN" isincremented before it is applied in the integrity protection
of any transmitted message if the conditions above are fulfilled.

1> calculate the message authentication code in accordance with sub-clause 7.18.5.3;

1> replace the "Message authentication code” in the IE "Integrity Check Info" in the message with the calculated
message authentication code;

1> replace the "RRC Message sequence number™ in the |E "Integrity Check Info" in the message with contents set to
the new value of the "Uplink RRC Message sequence number” for signalling radio bearer RBn in the variable
INTEGRITY_PROTECTION_INFO;

In the response message for the procedure ordering the security reconfiguration, the MS indicates the activation time,
for each signalling radio bearer. When the new integrity configuration isto be applied in uplink, GERAN should then
start to apply the new integrity protection configuration according to the activation time for each signalling radio bearer
(except for the signalling radio bearer which is used to send the message that is reconfiguring the security
configuration) where the new configuration is to be applied starting from and including reception of the response

message.
7.18.5.3 Calculation of message authentication code

The MS shall calculate the message authentication code in accordance with 3GPP TS 33.102 Security Architecture. The
construction of the input parameter MESSAGE (3GPP TS 33.102) for the integrity algorithm is FFS.

For usage on an RRC message transmitted or received on the radio bearer with identity n, the MS shall:
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1> construct the input parameter COUNT-I (3GPP TS 33.102) by appending the following |Es from the |E
"Sgnalling Radio Bearer Specific Integrity Protection Information” for radio bearer nin the variable
INTEGRITY_PROTECTION_INFO:

2> for uplink:
3> "Uplink RRC HFN", asthe MSB, and "Uplink RRC Message sequence number", as LSB;
2> for downlink:

3> "Downlink RRC HFN", asthe MSB, and the |E "RRC Message Sequence Number” included in the |E
“Integrity Check Info”, as LSB.

7.18.6  Physical channel establishment

7.18.6.0 General

MSRRC MSMAC/RLC GERAN- MAC/RLC GERAN-RRC

HANDOV ER-Reg primitive

MAC- HANDOVER ACCESS

HANDOVER-Ind primitive
_PHYSICAL INFO-Req primitive

MAC- PHYSICAL INFORMATION

PHYSICAL INFO-Ind primitive

<

Figure 7.18.6.0.1/3GPP TS 44.118: Handover Access procedure

The Handover Access procedure initiation in RRC-Cell_Dedicated state is done by sending a HANDOV ER-Req
primitive to the MS MAC layer as described in 3GPP TS 44.160. The MS MAC uses this procedure to initiate access in
the new cell. The reception of aHANDOVER ACCESS message at GERAN MAC isindicated to GERAN RRC by
sending the HANDOV ER-Ind primitive as specified in 3GPP TS 44.160.

The Physical Information procedure initiation is done by sending a PHY SICAL INFO-Req primitive to the GERAN
MAC layer as specified in 3GPP TS 44.160 upon receipt of aHANDOVER-Ind primitive from the GERAN MAC
layer. When the network has the necessary mobile station’s RF characteristics it sends PHY SICAL INFORMATION
message as specified in sub-clause 7.18.6.2. The reception of a PHY SICAL INFORMATION message at MSMAC is
indicated to the MS RRC by sending the PHY SICAL INFO-Ind primitive.

Four procedures are defined: Finely synchronized cell, Non-synchronized cell, Pseudo-synchronized cell and Pre-
synchronized cell. The support of all of them except the pseudo-synchronized cell case is mandatory in the mobile
station. A pseudo-synchronized establishment can be commanded only to a mobile station that can support it, as
indicated in the classmark.

7.18.6.1 Finely synchronized cell case

When M S receives the RADIO BEARER RECONFIGURATION message and

1> if the IE "Timing Advance'with the new cell is not out of range, i.e. smaller than or equal to the maximum timing
advance that can be coded as specified in 3GPP TS 44.004, or

1> if the new cell does accept out of range timing advance asindicated in the RADIO BEARER
RECONFIGURATION message, the mobile station shall:
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2> after having switched to the assigned channels, send the HANDOVER ACCESS message as specified in
3GPP TS 44.160 The transmission of this message is optional if so indicated by the network in the RADIO
BEARER RECONFIGURATION message.

The MS shall not transmit the HANDOVER ACCESS message in those cells that support extended TA valuesif TA
valuein the new cell is greater than 63 and the RADIO BEARER RECONFIGURATION message indicates that the
transmission of the HANDOV ER ACCESS messagesis optional.

Then the MS shall:
1> activate the channelsin sending and receiving mode.

If applicable, ciphering isimmediately started.

7.18.6.2 Non synchronized cell case

Upon reception of the RADIO BEARER RECONFIGURATION message and after having switched to the assigned
channels, the mobile station shall:

1> send repeatedly the HANDOVER ACCESS message as specified in 3GPP TS 44.160 ;

1> start timer T3124 at the start point of the timeslot in which the HANDOVER ACCESS message is sent the first
time;

1> then, activate the channelsin receiving mode; If applicable, deciphering isthen immediately started.
Upon receipt of aHANDOVER-ind primitive the GERAN RRC shall:

1> set the value of the Timing Advance Value parameter in the PHY SICAL INFO-Req primitive to the timing
advance value received from the GERAN MAC layer.

1> initiate the transmission of PHY SICAL INFORMATION message by transmitting aPHY SICAL INFO-Req
service primitive to the GERAN MAC sublayer.

When the network has the necessary mobile station’s RF characteristicsit shall send aPHY SICAL INFORMATION
message to the mobile station as specified in 3GPP TS 44.160. If applicable, ciphering and deciphering isimmediately
started

The network shall start timer T3143 immediately after having sent the PHY SICAL INFORMATION message. If this
timer times out before the reception of the RADIO BEARER RECONFIGURATION COMPLETE message from the
mobile station, the network shall send the PHY SICAL INFORMATION message once more and shall restart timer
T3143. The network shall not send the PHY SICAL INFORMATION message more than N3143 times. The value of
T3143 and N3143 is an implementation issue.

At the mobile side, when the MAC layer indicates the reception of a PHY SICAL INFORMATION message, the MS
shall:

1> stop timer T3124;
1> stop sending HANDOVER ACCESS messages,
1> activate the physical channelsin sending and receiving mode;

If the allocated channel is a DBPSCH/S, the performance of the mobile station must enable the mobile station toaccept
acorrect PHY SICAL INFORMATION message sent by the network in any block while T3124 is running.

7.18.6.3 Pseudo-synchronized cell case
The details of the use of this procedure are described in 3GPP TS 45.010.

If the RADIO BEARER RECONFIGURATION message is received by the MS and if the IE "Timing Advance" and the
IE "Real Time Difference" are included in the message, then MS shall:

1> compute the timing advance to be used with the new cell from the real time difference value given in the RADIO
BEARER RECONFIGURATION message.
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The mobile station shall switch to the new physical channel and proceed as follows:
1> if the "Timing Advance" |IE isreceived in the RADIO BEARER RECONFIGURATION; and

1> if the mobile station knows that the timing advance with the new cell is not out of range, i.e. smaller or equal to
the maximum timing advance that can be coded as specified in 3GPP TS 44.004; or

1> if the new cell accepts an out of range timing advance as indicated in the RADIO BEARER
RECONFIGURATION message after having switched to the assigned channels, the mobile station shall:

2> send the HANDOV ER ACCESS message as specified in 3GPP TS 44.160. The transmission of this message
is optional if so indicated by the network in the RADIO BEARER RECONFIGURATION message.

The MS shall not transmit the HANDOVER ACCESS message in those cells that support extended TA valuesif TA
valuein new cell is greater than 63 and the RADIO BEARER RECONFIGURATION message indicates that the
transmission of the HANDOV ER ACCESS messages is optiona.Then MS shall:

1> activate the channels in sending and receiving mode while sending the HANDOV ER ACCESS message.

If applicable, ciphering isimmediately started.

7.18.6.4 Pre-synchronized cell case

The details of the use of this procedure are described in 3GPP TS 45.010.

Upon reception of the RADIO BEARER RECONFIGURATION message, the mobile station shall:
1> switch to the new channel; and

1> send the HANDOVER ACCESS message as specified in 3GPP TS 44.160. The transmission of this messageis
optional if so indicated by the network in the RADIO BEARER RECONFIGURATION message.

The MS shall not transmit the HANDOVER ACCESS message in those cells that support extended TA valuesif TA
valuein new cell is greater than 63 and the RADIO BEARER RECONFIGURATION message indicates that the
transmission of the HANDOV ER ACCESS messages is optional.Then M S shall activate the channelsin sending and
receiving mode during the transmission of the HANDOV ER ACCESS message.The timing advance value to be used
with the new cdll is:

1> either the value contained in the RADIO BEARER RECONFIGURATION message if the timing advance
information element is present; or

1> the default value for pre-synchronized handover as defined in 3GPP TS 45.010, if the timing advance
information element is not included in the RADIO BEARER RECONFIGURATION message. The MS may
activate the channels in receiving mode while sendingHANDOV ER ACCESS message.

If applicable, ciphering isimmediately started.
7.18.7  (void)

7.18.8 Link failure and Radio link failure criteria and actions upon link or
radio link failure

When aradio link failureis detected at L2, it is notified to RRC as specified in 3GPP TS 44.160.
When alink failureis reported by a given RLC entity to RRC, RRC shall:
1> stop the RLC entity

When aradio link failure occurs signalled by the MAC sublayer or the physical layer (see 3GPP TS 45.008), the MS
shal:

1> clear the dedicated physical channel configuration;

1> perform actions as specified for the ongoing procedure;
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1> if no procedure is ongoing or no actions are specified for the ongoing procedure:

2> perform a Cell Update procedure according to sub-clause 7.8 using the cause "radio link failure".

7.18.9 Unsupported configuration
The M S should set the variable UNSUPPORTED_CONFIGURATION to TRUE if the received message is not
according to the M'S capabilities.

7.18.10 Invalid RLC/MAC control message notification

When notification is received of the reception of an invalid RLC/MAC acknowledgement message on DBPSCH, the
MS shall:

1> re-establish all RLC entities for the radio bearers currently established on the DBPSCH(s);
1> clear the dedicated physical channel configuration;

1> perform actions as specified for the ongoing procedure;

1> if no procedure is ongoing or no actions are specified for the ongoing procedure:

2> perform a Cell Update procedure according to sub-clause 7.8 using the cause "Invalid RLC/MAC control
message”

7.19  Generic actions on receipt and absence of an information
element

7.19.1 CN information info

If the IE "CN Information Info" is present in a message, the MS shall:
1> if present, forward the content of the IE "PLMN Identity” to upper layers;
1> if present, forward the content of the |E "CN Common GSM-MAP NAS System Information" to upper layers,
1> if the IE "CN Domain Related Information” is present:

2> forward each occurrence of the |E "CN Domain Specific GIVI-MAP NAS System Info" together with the |IE
"CN Domain Identity" to upper layers,

2> if an |E "CN Domain Specific GSM-MAP NAS System Info" is not present for a particular CN domain:

3> indicate to upper layersthat no CN system information is available for that CN domain.

7.19.2 Signalling connection release indication
If the IE "Sgnalling Connection Release Indication” is present in a message, the MS shall:

1> if all radio access bearers for the CN domain identified with the value of the |E "Signalling Connection Release
Indication” would have been released in the variable ESTABLISHED RABS after processing of the received

message:

2> indicate release of the signalling connection identified with the value of the |E " Sgnalling Connection
Release Indication" to the upper layers,

2> remove the signalling connection identified with the value of the IE "Signalling Connection Release
Indication" from the variable ESTABLISHED_SIGNALLING_CONNECTIONS;

1> if radio access bearers for the CN domain identified with the value of the IE "Signalling Connection Release
Indication” would remain in the variable ESTABLISHED RABS after processing of the received message:
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2> set the variable INVALID_CONFIGURATION to TRUE.
7.19.3 GERAN mobility information elements

7.19.3.1 GRA identity
The MS shall:
1> if the IE "GRA Identity" isincluded in a received message:
2> if the IE "RRC State Indicator” isincluded and set to "GRA_PCH":
3> store this GRA identity in the variable GRA_IDENTITY;

3> after sending a possible message to GERAN and entering GRA_PCH state as specified elsewhere, read
packet system information 16 in the selected cell;

3> if the stored GRA identity in the variable GRA_IDENTITY isnot included in the list of GRA identitiesin
System Information 16 in the selected cell, the list of GRA identities in system information 16 is empty or
if the packet system information 16 can not be found, a confirmation error of GRA identity list has
occurred:

4> if no GRA Update procedure is ongoing:
5> initiate a GRA Update procedure after entering GRA_PCH state; see sub-clause 7.8;
4> if a GRA Update procedure is ongoing:
5> take actions as specified in sub-clause 7.8;
1> if the IE "GRA Identity” is not included in a received message:
2> the |IE "RRC Sate Indicator" isincluded and set to " GRA_PCH":

3> after sending a possible message to GERAN and entering GRA_PCH state as specified elsewhere, read
System Information 16 in the selected cell;

3> if System Information 16 in the selected cell contains a single GRA identity:
4> store this GRA identity in the variable GRA_IDENTITY;

3> if Packet system information 16 of the selected cell contains more than one GRA identity, the list of GRA
identitiesin packet system information 16 is empty or if the system information 16 can not be found, a
confirmation error of GRA identity list has occurred:

4> if no GRA Update procedure is ongoing:
5> initiate a GRA Update procedure after entering RRC-GRA_PCH state see sublsub-clause 7.8;
4> if aGRA Update procedure is ongoing:

5> take actions as specified in sub-clause 7.8.

7.19.3.2 Mapping info
If the IE "Mapping Info" isreceived, the MS shall in this version of the specification:

1> ignore the contents of this|E.
7.19.4 MS information elements

7.19.4.1 Activation time

If the M S receives a message containing the IE " Activation time" with a value other than 0, the MS shall:
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1> select the beginning of the FN (TDMA Frame Number) indicated by the |E " Activation Time" as the activation
timeT.
1> at the activation time T:
2> for aphysical channel reconfiguration caused by the received message:
3> release the physical channel configuration, which was present before T;

3> initiate the establishment of the physical channel configuration as specified for the physical channel
information elements in the received message as specified el sewhere.

2> for actions, other than a physical channel reconfiguration, caused by the received message:
3> perform the actions for the information elements in the received message as specified elsewhere.
If the M S receives a message containing the IE " Activation time" with the value O meaning "Now", the MS shall:
1> as an immediate reaction to the reception of the message (see 3GPP TS 45.010 for timing constraints):
2> perform the actions for the information elementsin the received message as specified elsewhere,

NOTE: If the MSwasin RRC-ldle mode or RRC- CELL_Shared state upon reception of the message, and the
value of the |E "Activation Time" in the received message is different from "Now", regardless of the state
the M S enters after reception of the message the M S behaviour is unspecified.

7.19.4.2 DRX parameters

7.19.4.2.1 CN domain specific DRX cycle length coefficients

The GERAN shall broadcast the CN domain specific DRX cycle length coefficients parameter on PBCCH. The MS
may be attached to different CN domains with different CN domain specific DRX cycle lengths. The MS shall store
each CN domain specific DRX cycle length for each CN domain the MSiis attached to.

For the CS CN domain, the CS CN specific DRX cycle length coefficient shall be updated locally in the MS using
information given in system information.

For the PS CN domain, the PS CN specific DRX cycle length coefficient may be updated after indication by the MS to
the PS CN in NAS procedure. If no specific value isindicated, the MS and PS CN shall use the DRX cycle length given
for PS CN domain in system information.

NOTE: Broadcast of CN domain specific DRX cycle length coefficients shall be introduced with System
Information broadcasting for GERAN lu mode.

7.19.4.2.2 GERAN DRX cycle length coefficient

In RRC-Connected mode, GERAN shall determine and it may send its GERAN specific DRX cycle length coefficients
parameter to agiven MSin the following RRC messages.

- CELL UPDATE CONFIRM

- GRA UPDATE CONFIRM

- RADIO BEARER RECONFIGURATION
- RADIO BEARER RELEASE

- RADIO BEARER SETUP

- RRC CONNECTION SETUP

7.19.4.2.3 Paging Group

In DRX mode, the M S shall compute its paging group and the GERAN shall compute a paging group listened by the
MS[3GPP TS 23.122] using the SPLIT_PG_CY CLE parameter obtained with the following equation:
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SPLIT PG CYCLE=3x2 (9-“main DRX cycle length coefficient”)
In RRC-Idle mode, the "main DRX cycle length coefficient" is:

1> for the M S, the smallest of the stored CN domain specific DRX cycle length coefficients corresponding to the
CN domains to which the MS is attached,;

1> for the GERAN, the smallest of:

2> the broadcast CN domain specific DRX cycle length coefficients corresponding to the CN domains to which
the MSis attached, and

2> the DRX cycle length coefficient, if indicated in the PAGING message received via RANAP.
In RRC-Connected mode, the “main DRX cycle length coefficient” is:
1> for the M S, the smallest of:

2> the stored CN domain specific DRX cycle length coefficients corresponding to the CN domains to which the
MSis attached, and,

2> the GERAN DRX cycle length coefficient, if previousdly received.
1> for the GERAN, the smallest of:

2> the broadcast CN domain specific DRX cycle length coefficients corresponding to the CN domains to which
the MSis attached,

2> the GERAN DRX cycle length coefficient, if previously received, and
2> the DRX cycle length coefficient, if indicated in the PAGING message received via RANAP.
The paging group isindicated to lower layers via primitives.

NOTE: Primitives between RLC/MAC and RRC shall be described in 3GPP TS 44.160.

7.19.4.3 Generic state transition rules depending on received information elements

The |IE "RRC Sate Indicator" indicates the state the MS shall enter. The MS shall enter the state indicated by the |E
"RRC Sate Indicator" even if the received message includes other |Es relevant only for states other than indicated by
the |IE "RRC State Indicator". E.g. if the RRC state indicator is set to " RRC-Cell_Shared” while other 1Es provide
information about a configuration including dedicated channels, the MS shall enter RRC-Cell _Shared state. If however
the M S has no information about the configuration corresponding to the state indicated by the IE "RRC State Indicator”,
it shall consider the requested configuration asinvalid.

The MS shall, if the IE "RRC State Indicator" in the received message has the value:
1> "RRC-Cell_Shared":
2> enter RRC-Cell_Shared state as dictated by the procedure governing the message received;
1> "RRC-CELL_Dedicated":
2> if neither DBPSCH is assigned in the message nor isthe MS is RRCRRC-CELL_Dedicated state:
3> set the variable INVALID_CONFIGURATION to TRUE;
2> else
3> enter RRC-Cell_Dedicated state as dictated by the procedure governing the message received;
1> "RRC-GRA_PCH":

2> if the received message is RRC CONNECTION SETUP and |E "RRC Sate Indicator" is set to RRC-
GRA_PCH:

3> set the variable INVALID_CONFIGURATION to TRUE;
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2> else

3> enter RRC-GRA_PCH state as dictated by the procedure governing the message received.

7.19.4.4 Ciphering mode info

The IE "Ciphering Mode Info" defines the new ciphering configuration. At any given time, the M S needs to store at
most two different ciphering configurations (keyset and algorithm) per CN domain at any given timein total for all
radio bearers, and three configurationsin total for al signalling radio bearers.

If the |E "Ciphering Mode Info" is present and if the |E "Reconfiguration” in the variable CIPHERING_STATUS is set
to TRUE, the MS shall:

1> ignore this attempt to change the ciphering configuration; and
1> set the variable INCOMPATIBLE_SECURITY_CONFIGURATION to TRUE.

If the |E "Ciphering Mode Info" is present and if the |E "Reconfiguration” in the variable CIPHERING_STATUS is set
to FALSE, the MS shall:

1> if none of the |IE "Status' in the variable CIPHERING STATUS has the value " Started”, and this |E "Ciphering
Mode Info" was included in a message that is not the message SECURITY MODE COMMAND message; or

1> if the IE " Ciphering Mode Info" was received in the message SECURITY MODE COMMAND message and
there does not exist exactly one ciphering activation time in the |E “Radio Bearer Downlink Ciphering
Activation Time Info” for each established RLC-AM and RLC-UM radio bearersincluded in the |IE “RB
Information” inthe ESTABLISHED_RABS for the CN domain asindicated in the variable
LATEST_CONFIGURED_CN_DOMAIN; or

1> if the IE " Ciphering Mode Info" was received in the message SECURITY MODE COMMAND message and the
IE "Ciphering Activation Time for DBPSCH" is not included in the message, and there exist radio bearers using
RLC-TM according to the |E "RB Information” in the IE "ESTABLISHED _RABS" for the CN domain as
indicated in the variable LATEST_CONFIGURED_CN_DOMAIN; or

1> if the IE "Ciphering Mode Info" was received in the message SECURITY MODE COMMAND message and
there does not exist excactly one ciphering activation time in the |1E “Radio Bearer Downlink Ciphering
Activation Time Info” for each established signalling radio bearer included in the |E “ Sgnalling Radio Bearer
Information” in the ESTABLISHED-RABS,

2> ignore this attempt to change the ciphering configuration;
2> set the variable INVALID_CONFIGURATION to TRUE;
2> perform the actions as specified in sub-clause 7.16.1.2.6;

If the |E "Ciphering Mode Info" is present and if the |E " Reconfiguration” in the variable CIPHERING_STATUS is set
to FALSE, the MS shall:

1> set the |E "Reconfiguration” in the variable CIPHERING_STATUS to TRUE;

1> set the IE "Satus' in the variable CIPHERING_STATUS of the the CN domains for which the IE “ Satus’ of the
variable SECURITY_MODIFICATION isset to “Affected” to "Started";

1> apply the new ciphering configuration in the lower layers for all RBs that belong to a CN domain for which the
|E “Status’ of the variable SECURITY_MODIFICATION is set to “ Affected” and all signalling radio bearers:

2> using the ciphering algorithm (UEA [3GPP TS 33.102]) indicated by the |E "Ciphering Algorithm" as part of
the new ciphering configuration;

2> for each radio bearer that belongs to a CN domain for which the |E “ Status’ of the variable
SECURITY_MODIFICATION is set to “ Affected” and al signalling radio bearers:

3> use the value of the |E "RB Identity” in the variable ESTABLISHED_RABS minus one as the val ue of
BEARER (see 3GPP TS 33.102) in the ciphering algorithm;

1> for the downlink and the uplink, the new ciphering configuration shall be applied as follows:
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2> if the ciphering configuration for aradio bearer or signalling radio bearer from a previously received
SECURITY MODE COMMAND message has not yet been applied because of the corresponding activaton
times not having been reached and the current received message includes the | E "Downlink Counter
Synchronization Info" or the current received message isa RADIO BEARER RECONFIGURATION
message and includes the IE "New G-RNTI":

3> if the previous SECURITY MODE COMMAND message was received due to new keys being received:
4> consider the new ciphering configuration to include the received new keys,

3> elseif the previous SECURITY MODE COMMAND caused achangein
LATEST_CONFIGURED_CN_DOMAIN

4> consider the new ciphering configuration to include the keys associated with the
LATEST _CONFIGURED_CN_DOMAIN;

2> apply the new ciphering configuration in uplink and downlink immediately following RL C re-establishment.

2> if the IE "Ciphering Activation Time for DBPSCH" is present in the |E " Ciphering Mode Info" and the MS
was in Cell_Dedicated state prior to this procedure:

3> for radio bearersusing RLC-TM:

4> apply the old ciphering configuration for the TDMA frame number less than the number indicated by
the |IE "COUNT-C activation time" in the IE "Ciphering Activation Time for DBPSCH";

4> apply the new ciphering configuration for the TDMA frame number greater than or equal to the
number indicated in |E "Ciphering Activation Time for DBPSCH";

2> if the |E "Radio Bearer Downlink Ciphering Activation Time Info" is present:

3> apply the following procedure for each radio bearer and signalling radio bearers using RLC-AM or RLC-
UM indicated by the |E "RB Identity":

4> suspend uplink transmission on the radio bearer or the signalling radio bearer (except for the SRB
where the response message is transmitted) according to the following:

5> do not transmit RLC PDUs with sequence number greater than or equal to the uplink activation
time, where the uplink activation time is seclected according to the rules below;

4> select an "RLC sequence number” at which (activation) time the new ciphering configuration shall be
applied in uplink for that radio bearer according to the following:

5> consider an ciphering activation timein uplink to be pending until the RLC sequence number of
the next RLC PDU to be transmitted for the first timeis equal to or larger than the selected
activation time;

5> for each radio bearer and signalling radio bearer that has no pending ciphering activation timein
the uplink as set by a previous procedure changing the security configuration:

6> set a suitable value that would ensure a minimised delay in the change to the latest ciphering
configuration;

5> for each radio bearer and signalling radio bearer that has a pending ciphering activation timein
uplink as set by a previous procedure changing the security configuration:

6> for radio bearers and signalling radio bearers except SRB2, set the same val ue as the pending
ciphering activation time;

4> store the selected "RLC send sequence number” for that radio bearer in the entry for the radio bearer
inthe variable RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO;

4> switch to the new ciphering configuration according to the following:

5> use the old ciphering configuration for the transmitted and received RLC PDUswith RLC
sequence number smaller than the corresponding RLC sequence number indicated in the |E "Radio
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Bearer Uplink Ciphering Activation Time Info" sent to GERAN and the received | E "Radio Bearer
Downlink Ciphering Activation Time Info" received from GERAN, respectively;

5> use the new ciphering configuration for the transmitted and received RLC PDUs with RLC
sequence numbers greater than or equal to the corresponding RL C sequence number indicated in
the |E "Radio Bearer Uplink Ciphering Activation Time Info" sent to GERAN and in the received
|E "Radio Bearer Downlink Ciphering Activation Time Info" received from GERAN, respectively;

5> for aradio bearer using RLC-AM, when the RLC sequence number indicated in the |E "Radio
Bearer Downlink Ciphering Activation Time Info" falls below the RLC receiving window and the
RLC sequence number indicated in the |E "Radio Bearer Uplink Ciphering Activation Time Info"
falls below the RLC transmission window, the MS may release the old ciphering configuration for
that radio bearer;

5> if an RLC reset or re-establishment occurs before the activation time for the new ciphering
configuration has been reached, ignore the activation time and apply the new ciphering
configuration both in uplink and downlink immediately after the RLC reset or RLC re-
establishment.

If the IE " Ciphering Mode Info" is not present, the M S shall:
1> for the downlink and the uplink, apply the ciphering configuration as follows:

2> if the ciphering configuration for a AM or UM radio bearer or signalling radio bearer from a previousy
received SECURITY MODE COMMAND has not yet been applied because of the corresponding activation
times not having been reached and the current received message includes the IE "DL Counter Synch Info" or
the current received message is a RADIO BEARER RECONFIGURATION message and includes the |E
"New G-RNTI":

3> if the previous SECURITY MODE COMMAND was received due to new keys being received:
4> consider the ciphering configuration to include the received new keys;

3> elseif the previous SECURITY MODE COMMAND caused achangein
LATEST_CONFIGURED_CN_DOMAIN:

4> consider the ciphering configuration to include the keys associated with the
LATEST_CONFIGURED_CN_DOMAIN;

3> apply the ciphering configuration in uplink and downlink immediately following RL C re-establishment;
2> ese

3> not change the ciphering configuration.
7.19.45 Integrity protection mode info

7.19.45.1 General

The |E "Integrity Protection Mode Info" defines the new integrity protection configuration. At any given time, the MS
needs to store at most three different integrity protection configurations (keysets) in total for al signalling radio bearers
for all CN domains.

If the |E "Integrity Protection Mode Info" is present and if the IE "Reconfiguration™ in the variable
INTEGRITY_PROTECTION_INFO is set to TRUE, the MS shall:

1> ignore this second attempt to change the integrity protection configuration; and
1> set the variable INCOMPATIBLE _SECURITY RECONFIGURATION to TRUE.

If IE "Integrity Protection Mode Command" has the value " Start” and the IE "Status® in the variable
INTEGRITY_PROTECTION_INFO hasthe value "Not started”, and the |E "Integrity Protection Mode Command Info"
was not included in the message SECURITY MODE COMMAND message; or
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If IE "Integrity Protection Mode Command" has the value " Start” and the IE "Status® in the variable
INTEGRITY_PROTECTION_INFO hasthe value "Not started”, and the | E "Integrity Protection Mode Info" was
included in the message SECURITY MODE COMMAND message, and the | E "Integrity Protection Algorithm" is not
included; or

If the |E "Integrity Protection Mode Command" has the value "Modify" and the |E "Status" in the variable
INTEGRITY_PROTECTION_INFO has the value "Not Started"; or

If 1E "Integrity Protection Mode Command" has the value " Start" and the |E "Status' in the variable
INTEGRITY_PROTECTION_INFO hasthe value " Started”, and the |E "Integrity protection mode command info" was
included in the message SECURITY MODE COMMAND message; or

If the |E "Integrity Protection Mode Command" has the value "Maodify" and there does not exist exactly one integrity
protection activation time in the |E "Downlink Integrity Protection Activation Info" for each established signalling radio
bearer included in the |IE "Sgnalling Radio Bearer Information” in the variable ESTABLISHED RABS; or

If IE "Integrity Protection Mode Command" has the value "Modify" and the IE "Status® in the variable
INTEGRITY_PROTECTION_INFO has the value " Started”, and the |E "Integrity Protection Mode Info" was not
included in the message SECURITY MODE COMMAND message:

the MS shall:
1> ignore this attempt to change the integrity protection configuration; and
1> set the variable INVALID_CONFIGURATION to TRUE.

If the IE "Integrity protection mode info" is not present, the MS shall:

1> not change the integrity protection configuration.If the IE "Integrity Protection Mode Info" is present and if the IE
"Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO is set to FALSE, the MS shall:

1> set the |E "Reconfiguration” in the variable INTEGRITY_PROTECTION_INFO to TRUE;

1> perform the actions in accordance with sub-clauses 7.19.4.5.2, 7.19.4.5.3 and 7.19.4.5.4.;

7.19.45.2 Initialization of Integrity ProtectionThe MS shall:

1> if IE "Integrity Protection Mode Command" has the value "start” and the |E " Status’ in the variable
INTEGRITY_PROTECTION_INFO hasthe value "Not started”, and this |E was included in the message
SECURITY_MODE_COMMAND:

2> initialise theinformation for all signalling radio bearersin the variable INTEGRITY _PROTECTION_INFO
according to the following:

3> set the |E "Uplink RRC Message Sequence Number™ in the variable INTEGRITY _PROTECTION_INFO
to zero;

3> do not set the |E "Downlink RRC Message Sequence Number" in the variable
INTEGRITY_PROTECTION_INFO;

3> set the variable INTEGRITY_PROTECTION_ACTIVATION_INFO to zero for each signalling radio
berer inthe variable ESTABLISHED _RABS.

NOTE: ThelE "Integrity Protection Activation Info" and "RRC Message Sequence Number"included in the |E
"Integrity Check Info" in the transmitted message do not have identical values, but integrity protectionis
applied from the first transmitted message.

2> set the IE "Status’ in the variable INTEGRITY_PROTECTION_INFO to the value " Started”;

2> perform integrity protection on the received message, applying the new integrity protection configuration, as
described in sub-clause 7.18.5 by:

3> using the algorithm (UIA [3GPP TS 33.102]) indicated by the |E "Integrity Protection Algorithm®
contained in the |E "Integrity Protection Mode Info";
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3> using the |E "Integrity Protection Initialisation Number", contained in the |E "Integrity Protection Mode
Info" asthe value of FRESH [3GPP TS 33.102];

2> dtart applying the new integrity protection configuration in the downlink for each signalling radio bearer in
the |E "Established RABS' except SRB2 at the next received RRC message;

2> start applying the new integrity protection configuration in the downlink for signalling radio bearer SRB2
from and including the received SECURITY MODE COMMAND message;

2> start applying the new integrity protection configuration in the uplink for signalling radio bearer SRB2 from
and including the transmitted SECURITY MODE COMPLETE message;

2> gtart applying the new integrity protection configuration in the uplink for signalling radio bearers other than
SRB2 at the uplink activation time included in the |E "Uplink Integrity Protection Activation Info".
7.19.4.5.3 Integrity Protection Re-configuration for SBSS Relocation
The MS shall:

1> if IE "Integrity Protection Mode Command" has the value "start” and the |E " Status’ in the variable
INTEGRITY_PROTECTION_INFO hasthe value " Started" and this |E was not included SECURITY MODE
COMMAND:

NOTE: Thiscaseisused in SBSSrelocation

2> perform integrity protection on the received message, applying the new integrity protection configuration, as
described in sub-clause 7.18.5 by:

3> using the algorithm (UIA [3GPP TS 33.102]) indicated by the | E "Integrity Protection Algorithm"
contained in the |E "Integrity Protection Mode Info";

3> using the |E "Integrity Protection Initialisation Number", contained in the |E "Integrity Protection Mode
Info" asthe value of FRESH [3GPP TS 33.102];

2> let SRBm be the signalling radio bearer where the reconfiguration message was received and let SRBn be
the signalling radio bearer where the response message is transmitted;

2> for the downlink, for each signalling radio bearer, if for the signalling radio bearer, a security configuration
triggered by a previous SECURITY MODE COMMAND message has not yet been applied, dueto the
activation time for the signalling radio bearer not having been reached:

3> set "Down link RRC Message sequence number" for this signalling radio bearer in the variable
INTEGRITY_PROTECTION_INFO to (activation time - 1), where the activation time isthe
corresponding activation time for this signalling radio bearer;:

3> if the previous SECURITY MODE COMMAND message was received due to new keys being received:
4> consider the new integrity protectioon configuration to include the received new keys,

3> elseif the previous SECURITY MODE COMMAND caused achangein
LATEST _CONFIGURED_CN_DOMAIN:

4> consider the new Integrity Protection configuration to include the keys associated with the
LATEST_CONFIGURED_CN_DOMAIN associated with the previously received SECURITY
MODE COMMAND message;

2> dtart applying the new integrity protection configuration in the downlink for each signalling radio bearer in
the variable ESTABLISHED _RABS except RBm at the next received RRC message for the corresponding
signalling radio bearer;

2> gtart applying the new integrity protection configuration in the downlink for signalling radio bearer RBm
from and including the received configuration message;

2> start applying the new integrity protection configuration in the uplink for signalling radio bearer RBn from
and including the transmitted response message;
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2> start applying the new integrity protection configuration in the uplink for signalling radio bearers other than
RBn from the first message onwards.

7.19.45.4 Integrity Protection modification in case of new keys or initialisation of signalling
connection

The MS shall:

1> if IE "Integrity Protection Mode Command" has the value "modify" and the |E "Status' in the variable
INTEGRITY_PROTECTION_INFO hasthe value "Started" and this |E was included
SECURITY_MODE_COMMAND:

2> store the (oldest currently used) integrity protection configuration until activation times have elapsed for the
new integrity protection configuration to be applied on all signalling radio bearers;

2> gtart applying the new integrity protection configuration in the downlink at the RRC sequence number, for
each radio bearer n, indicated by the entry for radio bearer nin the "RRC message sequence number list" in
the |E "Downlink Integrity Protection Activation Info", included in the | E "Integrity Protection Mode Info";

2> perform integrity protection on the received message, applying the new integrity protection configuration, as
described in sub-clause 7.18.5;

3> if present, use the algorithm indicated by the IE "Integrity Protection Algorithm® (UIA
[3GPP TS 33.102));

2> set the content of the variable INTEGRITY _PROTECTION_ACTIVATION_INFO according to the
following:

3> for each established signalling radio bearer, stored in the variable ESTABLISHED RABS:

4> select avaue of the RRC sequence number at which (activation) time the new integrity protection
configuration shall be applied in uplink for that signalling radio bearer according to the following:

5> for each signalling radio bearer:

6> set the activation time for the new integrity protection configuration to the next RRC SN;

4> prohibit the transmission of RRC messages on all signalling radio bearers, except for SRB2, with
RRC SN greater than or equal to the value in the “RRC message sequence number list” for the
signalling radio bearer in the |E “Uplink Integrity Protection Activation Info” of the variable
INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> start applying the new integrity protection configuration in the uplink at the RRC sequence number, for each
SRBn, except for signalling radio bearer SRB2, indicated by the entry for radio bearer nin the "RRC
message sequence number list" in the |E "Uplink Integrity Protection Activation Info", included in the
variable INTEGRITY_PROTECTION_ACTIVATION_INFO;

2> start applying the new integrity protection configuration in the uplink at the RRC sequence number for
signalling radio bearer SRB2, as specified for the procedure initiating the integrity protection reconfiguration;

2> gtart applying the new integrity protection configuration in the downlink at the RRC sequence number, for
each SRBN, except for signalling radio bearer SRB2, indicated by the entry for signalling radio bearer nin
the "RRC Message Sequence Number List" in the |E "Downlink Integrity Protection Activation Info".

NOTE: For signalling radio bearers that have a pending activation time as set for integrity protection by a
previous procedure changing the integrity protection configuration, the GERAN shall set thisvauein IE
"Downlink Integrity Protection Activation Info".

2> start applying the new integrity protection configuration in the downlink at the RRC sequence number for
signalling radio bearer SRB2, as specified for the procedure initiating the integrity protection reconfiguration.

7.19.4.6 Integrity check info

If the |E "Integrity check info" is present the MS shall:
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1> act as described in sub-clause 7.18.4.1 .

7.19.4.7 New G-RNTI
If the IE "New G-RNTI" isincluded in areceived message, the MS shall:

1> storethevalue in the variable G_RNTI, replacing any old stored value.

7.19.4.8 RRC Transaction Identifier

The |IE "RRC Transaction Identifier" may be used, together with the message type, for identification of an invocation of
adownlink procedure (transaction). The M S behaviour for accepting or rejecting transactions based on the message
type and the |E "RRC Transaction Identifier" is specified below.

If the IE "RRC Transaction Identifier" isincluded in areceived message, the MS shall perform the actions below. The
MS shall:

If the received message is any of the messages:
- RADIOBEARER SETUP; or
- RADIO BEARER RECONFIGURATION; or
- RADIO BEARER RELEASE;
the MS shall:
1> if the variable ORDERED_RECONFIGURATION is set to FALSE; and
1> if thevariable CELL_UPDATE_STARTED isset to FALSE; and

1> if the received message does not contain a protocol error according to clause 8 and the variable
PROTOCOL_ERROR_REJECT isset to FALSE:

2> accept the transaction; and

2> gtorethe |IE "Message Type" and the |E "RRC Transaction Identifier" of the received message in the table
"Accepted transactions” in the variable TRANSACTIONS;

1> ese
2> if the variable ORDERED RECONFIGURATION is set to TRUE; or
2> if the variable CELL_UPDATE_STARTED is set to TRUE; or

2> if the received message contains a protocol error according to clause 8 causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE:

3> if the IE "RRC Transaction Identifier" of the received message isidentical to the "RRC Transaction
Identifier" stored for the same "Message Type" as the received message in the table " Accepted
transactions' in the variable TRANSACTIONS:

4> ignore the transaction; and
4> continue with any ongoing processes and procedures as the message was not received;
4> and end the procedure;
3> else
4> reject the transaction; and

4> if the |E "Message Type" of the received message is not present in the table "Rejected transactions” in
the variable TRANSACTIONS:
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5> gtore the |E "Message Type" and the |E "RRC Transaction Identifier" of the received messagein
the table "Rejected transactions' in the variable TRANSACTIONS.
Else:
If the received message is any of the messages:
- RRC CONNECTION SETUP; or
- CELL UPDATE CONFIRM; or
-  GRA UPDATE CONFIRM;
the MS shall:

1> if the IE "Message Type" of the received message is not present in the table " Accepted transactions” in the
variable TRANSACTIONS:

2> if the received message does not contain a protocol error according to clause 8 and the variable
PROTOCOL_ERROR_REJECT isset to FALSE:

3> accept the transaction; and

3> store the |E "Message Type" and the |E "RRC Transaction Identifier" of the received message in the table
" Accepted transactions' in the variable TRANSACTIONS;

2> ese

2> if the received message contains a protocol error according to clause 8 causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE:

3> rgject the transaction; and

3> if the |E "Message Type" of the received message is not present in the table "Rejected transactions' in the
variable TRANSACTIONS:

3> store the |E "Message Type" and the |E "RRC Transaction Identifier” of the received message in the table
"Rejected transactions' in the variable TRANSACTIONS.

1> ese

1> if the IE "Message Type" of the received message is present in the table " Accepted transactions' in the variable
TRANSACTIONS:

2> if the IE "RRC Transaction Identifier" of the received message isidentical to the "RRC Transaction
Identifier" stored for the "Message Type" in the table " Accepted transactions” in the variable
TRANSACTIONS:

3> ignore the transaction; and
3> continue with any ongoing processes and procedures as the message was not received; and
3> end the procedure;

2> ese

2> if the IE "RRC Transaction Identifier" of the received message is different from the "RRC transaction
identifier" stored for the "Message Type" in the table "Accepted transactions' in the variable
TRANSACTIONS:

3> if the received message does not contain a protocol error according to clause 8 and the variable
PROTOCOL_ERROR_REJECT isset to FALSE:

4> ignore the once accepted transaction and instead accept the new transaction; and

4> storethe |E "Message Type' and the |E "RRC Transaction Identifier" of the received message in the
table "Accepted transactions" in the variable TRANSACTIONS, replacing the previous entry;
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NOTE 1: The MSis expected to process the first RRC CONNECTION SETUP/CELL UPDATE CONFIRM/GRA
UPDATE COMFIRM message that it receives after transmitting an RRC CONNECTION
REQUEST/CELL UPDATE/GRA UPDATE message. If the MS receives further RRC CONNECTION
SETUP/CELL UPDATE CONFIRM/GRA UPDATE COMFIRM messages without having transmitted
another RRC CONNECTION REQUEST/CELL UPDATE/GRA UPDATE message, the MSis not
required to process these messages.

3> dse

3> if the received message contains a protocol error according to clause 8 causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE:

4> reject the transaction; and

4> if the |E "Message Type" of the received message is not present in the table "Rejected transactions' in
the variable TRANSACTIONS:

5> store the |E "Message Type" and the |E "RRC Transaction Identifier" of the received message in
the table "Rejected transactions' in the variable TRANSACTIONS.

Else:
If the received message is any other message, the M S shall:

1> if the IE "Message Type" of the received message is not present in the table " Accepted transactions” in the
variable TRANSACTIONS:

2> if the received message does not contain a protocol error according to clause 8 and the variable
PROTOCOL_ERROR_REJECT isset to FALSE:

3> accept the transaction; and

3> store the |E "Message Type" and the |E "RRC Transaction Identifier" of the received message in the table
" Accepted transactions' in the variable TRANSACTIONS;

2> else

2> if the received message contains a protocol error according to clause 8 causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE:

3> reject the transaction; and

3> store the |E "Message Type" and the |E "RRC Transaction Identifier" of the received message in the table
"Rejected transactions” in the variable TRANSACTIONS.

1> else

1> if the IE "Message Type" of the received message is present in the table " Accepted transactions' in the variable
TRANSACTIONS:

2> if the IE "RRC Transaction Identifier" of the received message isidentical to the "RRC transaction identifier”
stored in any entry for the "Message Type" in the table "Accepted transactions' in the variable
TRANSACTIONS:

3> ignore the transaction; and
3> continue with any ongoing processes and procedures as the message was not received; and
3> end the procedure;

2> else

2> if the IE "RRC Transaction Identifier" of the received message is different from the "RRC transaction
identifier" stored in all entries for the "Message Type" in the table " Accepted transactions” in the variable
TRANSACTIONS:
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3> if the received message does not contain a protocol error according to clause 9 and the variable
PROTOCOL_ERROR_REJECT isset to FALSE:
4> accept the additional transaction; and

4> store the |E "Message Type" and the |E "RRC Transaction Identifier" of the received message in the
table "Accepted transactions' in the variable TRANSACTIONS, in addition to the already existing
entries;

3> dse

3> if the received message contains a protocol error according to clause 8 causing the variable
PROTOCOL_ERROR_REJECT to be set to TRUE:

4> reject the transaction; and
4> storethe |E "Message Type' and the |E "RRC Transaction Identifier" of the received message in the
table "Rejected transactions' in the variable TRANSACTIONS.
7.19.4.9 Capability Update Requirement
If the |IE " Capability Update Requirement" isincluded the M S shall:
1> if the IE "MS GERAN A/Gb mode Radio Acces Capability Update Requirement” is set to “required”:
2> if the MS supports the GERAN A/Gb mode:

3> include its GERAN A/Gb mode radio access capability in the IE "MS GERAN A/Gb mode Radio Access
Capability " of the variable MS_CAPABILITY_REQUESTED;

1> if one or more of the 3 the IEs "UE Radio Access FDD Capability Update Requirement” or "UE Radio Access
3,84 Mcps TDD Capability Update Requirement” or "UE Radio Access 1,28 Mcps TDD Capability Update
Requirement” is set to "required":

2> include its UE UTRAN Radio Access Capability in the IE "UE UTRAN Radio Access Capability" and its UE
UTRAN Radio Access Capahility Extension if present in the |E "UE UTRAN Radio Access Capability
Extension” of the variable MS_CAPABILITY_REQUESTED as specified in sub-clause 8.6 " Capability
Update Requirement” of 3GPP TS 25.331.

1> if the IE "UE CDMA2000 Radio Acces Capability Update Requirement List" is set to "required":
2> if the M S supports the CDMA2000 RAT:

3> include its UE CDMA2000 radio acces capability in the |IE "UE CDMA2000 Radio Acces Capability" of
the variable MS_CAPABILITY_REQUESTED

If the |E " Capability Update Requirement™ is not present, the MS shall:

1> assume no capabilities were required and act in accordance with the above.
7.19.5 Radio bearer information elements

7.195.1 Signalling RB information to setup list
If the IE "Sgnalling RB Information To Setup List" isincluded the MS shall:

1> use the same START vaue to initialise the COUNT-C and COUNT-I variables for al the signalling radio
bearersin thelist;

1> if the IE "Sgnalling RB Information To Setup List" was included in the RADIO BEARER SETUP message:
2> if thevariable "LATEST_CONFIGURED_CN_DOMAIN" has been initialised:

3> calculate the START value only once during this procedure according to sub-clause 7.18.4 for the CN
domainindicated in the variable "LATEST _CONFIGURED CN_DOMAIN";
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3> store the calculated START valuein the variable START_VALUE _TO_TRANSMIT,;
1> for each occurrence of the IE "Signalling RB Information to Setup":
2> usethe value of the |IE "RB Identity” as the identity of the signalling radio bearer to setup;

2> if the signalling radio bearer identified with the |E "RB Identity" does not exist in the variable
ESTABLISHED_ RABS:

3> create anew entry for the signalling radio bearer in the variable ESTABLISHED_RABS;

2> if thevariable LATEST_CONFIGURED_CN_DOMAIN has been initialised and the value " Status" of the
variable "INTEGRITY_PROTECTION_INFO" of the CN domain stored in this variable is " Started":

3> initidise the 20 MSB of the hyper frame number component of COUNT-I for this signalling radio bearer
with the START value in the variable START_VALUE_TO_TRANSMIT

3> set the remaining LSB of the hyper frame number component of COUNT-I for this signalling radio bearer
to zero;

3> for this signalling radio bearer, set the |E "Uplink RRC Message Sequence Number™ in the variable
INTEGRITY_PROTECTION_INFO to zero.

3> start performing integrity protection according to sub-clause 7.18.5.1 and 7.18.5.2;
1> apply adefault value of the |IE "RB Identity" equal to 1 for thefirst IE "Sgnalling RB Information To Setup”; and

1> increase the default value by 1 for each occurrence.

7.19.5.2 RAB Information for Setup

If the IE "RAB Information For Setup" isincluded, the procedure is used to establish radio bearers belonging to aradio
access bearer, and the M S shall:

1> if severa 1Es"RAB Information For Setup” are included and the included IEs "CN domain identity” inthe |IE
"RAB Info" does not all have the same value:

2> set the variable INVALID_CONFIGURATION to TRUE;

1> if the radio access bearer identified with the |E "RAB Info" does not exist in the variable
ESTABLISHED RABS:

2> create anew entry for the radio access bearer in the variable ESTABLISHED _RABS;

2> gtore the content of the IE "RAB Info" in the entry for the radio access bearer in the variable
ESTABLISHED_RABS;

2> indicate the establishment of the radio access bearer to the upper layer entity using the IE "CN Domain
Identity”, forwarding the content of the |E "RAB Identity";

2> calculate the START value only once during this procedure (the same START value shall be used on all new
radio bearers created for this radio access bearer) according to sub-clause 7.18 for the CN domain as
indicated in the IE "CN Domain Identity” in the |IE "RAB Info" part of the |IE "RAB Information To Setup”;

2> storethe calculated START vaue in the variable START_VALUE_TO_TRANSMIT,;
1> for each radio bearer in the |[E "RB Information To Setup":

2> if the radio bearer identified with the |E "RB Identity" does not exist in the variable ESTABLISHED_RABS
for another radio access bearer than the one identified with the |[E "RAB Info":

3> perform the actions specified in sub-clause 7.19;

3> store information about the new radio bearer in the entry for the radio access bearer identified by "RAB
info" in the variable ESTABLISHED_RABS;
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2> if the radio bearer identified with the |E "RB Identity" already existsin the variable ESTABLISHED RABS
for another radio access bearer than the one identified with the |[E "RAB Info":

3> set the variable INVALID_CONFIGURATION to TRUE.

7.19.5.3 RAB Information to Reconfigure
If the |IE "RAB Information to Reconfigure” is included then the M S shall:

1> if the entry for the radio access bearer identified by the IE "CN Domain |dentity" together with the |E "RAB
Identity" in the variable ESTABLISHED RABS dready exists:

2> perform the action for the |E "NAS Synchronization Indicator”, according to sub-clause 7.19.13;
1> else

2> set the variable INVALID_CONFIGURATION to TRUE.

7.19.54 RB information to setup

If the IE "RB Information To Setup" isincluded, the MS shall apply the following actions on the radio bearer identified
with the value of the |IE "RB identity". The MS shall:

1> usethe same START vaue to initiaise the hyper frame number components of COUNT-C variables for all the
new radio bearers to setup;

1> perform the actions for the IE "PDCP Info", if present, according to sub-clause 7.19.5.10, applied for the radio
bearer;

1> perform the actions for the IE "RLC Info", according to sub-clause 7.19.5.9, applied for the radio bearer;
1> if IE “Physical Channel Configuration” isincluded
2> perform the actions as specified in sub-clause 7.19.5.14 applied for the radio bearer;

1> if the IE "Downlink RLC mode" either in the IE "RLC info" or referenced by the RB identity in the IE "Same as
RB" issetto"TM RLC":

2> configure delivery of erroneous SDUs in lower layers according to indication from upper layer asin
3GPP TS 24.008.

1> if the IE "Uplink RLC mode" or the |E "Downlink RLC mode" either in the IE "RLC info" or referenced by the
RB identity inthe IE "Sameas RB" isset to "AM RLC" or "UM RLC":

2> initialise the 20 MSB of the hyper frame number component of COUNT-C for this radio bearer with the
START vaueinthevariable START_VALUE_TO_TRANSMIT;

2> set the remaining LSB of the hyper frame number component of COUNT-C for this radio bearer to zero;
2> dtart incrementing the COUNT-C values.

1> if the IE "Uplink RLC mode" and the |E "Downlink RLC mode" either in the IE "RLC info" or referenced by the
RB identity inthe IE "Sameas RB" isset to "TM RLC":

2> if prior to this procedure there exists no transparent mode radio bearer for the CN domain included in the |IE
"CN domain identity" in the |IE "RAB info" in the variable ESTABLISHED RABS and at least one
transparent mode radio bearer isincluded in the |E "RB information to setup”:

3> if the IE "Status" in the variable CIPHERING_STATUS of the CN domain asindicated in the IE"CN
domain identity" in the |IE "RAB info" in the variable ESTABLISHED RABS s set to "Not Started":

4> at the activation time as specified in the IE " Ciphering activation time for DBPSCH" if included in the
IE " Ciphering mode info" in the command message or, if this IE is not included, as specified in the IE
"COUNT-C activation time" included in the response message:
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5> initialise the 20 most significant bits of the hyper frame number component of COUNT-C
common for al transparent mode radio bearers of this CN domain with the START value in the
variable START_VALUE_TO_TRANSMIT;

5> set the remaining LSB of the hyper frame number component of COUNT-C to zero;

5> do not increment the COUNT-C value common for al transparent mode radio bearers for this CN
domain;

4> if the IE "Status' in the variable CIPHERING_STATUS of the CN domain asindicated in the IE "CN
domain identity” in the IE "RAB info" in the variable ESTABLISHED_RABS s set to "Not Started":

4> at the activation time as specified in the |IE "Activation Time" in the RADIO BEARER SETUP
message:

5> initialise the 20 most significant bits of the hyper frame number component of COUNT-C
commom for all transparent mode RLC radio bearer to the value of the latest transmitted START
for this CN domain, while not incrementing the value of the HFN component of COUNT-C at
each TDMA frame number cycle; and;

5> set the remaining LSB of the hyper frame number component of COUNT-C to zero;
5> start to perform ciphering on the radio bearer in lower layers while not incrementing the HFN;

4> at the activation time as specified in the |E " Ciphering activation time for DBPSCH" if included in the
|E "Ciphering mode info" in the command message or, if this|E is not included, as specified in the |E
"COUNT-C activation time" included in the response message:

5> initialise the 20 most significant bits of the hyper frame number component of COUNT-C
common for al transparent mode radio bearers of this CN domain with the START value in the
variable START_VALUE_TO_TRANSMIT;

5> set the remaining LSB of the hyper frame number component of COUNT-C to zero;

5> gtart incrementing the COUNT-C value common for all transparent mode radio bearers offor this
CN domain as hormal, at each TDMA frame number cycle value, i.e. the HFN component is no
longer fixed in value but incremented at each TDMA frame number cycle.

3> if the IE "Status” in the variable CIPHERING_STATUS of the CN domain asindicated in the IE"CN
Domain Identity” in the IE "RAB info" in the variable ESTABLISHED RABS s set to "Not Started™:

4> do not increment the COUNT-C value common for all transparent mode radio bearers for this CN
domain.

3> if the IE "Satus' in the variable CIPHERING_STATUS of the CN domain asindicated in the IE"CN
Domain Identity" in the |IE "RAB Info" in the variable ESTABLISHED_RABSisset to" Started":

4> continue incrementing the COUNT-C value common for all transparent mode radio bearers of this CN
domain.

1> if the IE "Satus’ in the variable CIPHERING_STATUS of the CN domain asindicated in the IE "CN Domain
Identity" in the IE "RAB Info" in the variable ESTABLISHED_RABS s set to " Started":

2> dtart to perform ciphering on the radio bearer in lower layers, using the value of the |E "RB Identity" minus
one as the value of BEARER in the ciphering algorithm.

NOTE: The GERAN does not use the |E "RB Information To Setup” to setup radio bearers with RB identity in the
range 1-4.
7.19.5.5 RB information to be affected

If the IE "RB Information To Be Affected" isincluded, the MS shall apply the actions on the radio bearer identified with
the value of the IE "RB Identity".
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7.19.5.6 RB information to reconfigure

If the IE "RB Information To Reconfigure" isincluded, the MS shall apply the following actions on the radio bearer
identified with the value of the |IE "RB Identity". The MS shall:

1> perform the actions for the IE "PDCP Info", if present, according to sub-clause 7.19.5.10, applied for the radio
bearer;

1> perform the actions for the IE "RLC Info", according to sub-clause 7.19.5.9, applied for the radio bearer;
1> if IE “Physical Channel Configuration” isincluded
2> perform the actions as specified in sub-clause 7.19.5.14 applied for the radio bearer;
1> if the IE "PDCP SN Info" isincluded:
2> perform the actions as specified in sub-clause 7.19.5.11 applied for the radio bearer;
1> if the IE "RB Sop/Continue” isincluded; and
2> if the "RB Identity" has a value greater than 2; and
3> if the value of the IE "RB Stop/Continue” is"stop":
4> configure the RLC entity for the radio bearer to stop;
4> et the |IE "RB Started" in the variable ESTABLISHED_RABS to "stopped” for that radio bearer;
3> if the value of the IE "RB Stop/Continue” is"continue":
4> configure the RLC entity for the radio bearer to continue;
4> set the IE "RB Sarted” in the variable ESTABLISHED _RABSto "started” for that radio bearer;
2> if the IE "RB Identity” is set to avalue less than 2:

3> set the variable INVALID_CONFIGURATION to TRUE.

7.195.7 RB Information to Release

If the IE "RB Information to Release” isincluded, the MS shall apply the following actions on the radio bearer
identified with the value of the |IE "RB Identity". The MS shall:

1> release the PDCP and RLC entities dedicated for that radio bearer;

1> if IE “Physical Channel Configuration” isincluded
2> perform the actions as specified in sub-clause 7.19.5.14 applied for the radio bearer;

1> if theinformation about the radio bearer is stored in the variable ESTABLISHED RABS:
2> delete the information about the radio bearer from the variable ESTABLISHED _RABS;
2> when all radio bearers belonging to the same radio access bearer have been released:

3> indicate release of the radio access bearer to upper layers providing the "CN domain identity” together
with the "RAB Identity" stored in the variable ESTABLISHED_RABS;

3> delete al information about the radio access bearer from the variable ESTABLISHED_RABS.

7.195.8 RB with PDCP Information

If the IE "RB with PDCP Information" isincluded, the MS shall apply the following actions on the radio bearer
identified with the value of the |IE "RB Identity". The MS shall:

1> for the [IE"PDCP SN Info":
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2> perform the actions as specified in sub-clause 7.19.5.11.

7.19.5.9 (void)

7.19.5.10 RLC Info
If the IE "RLC Info" isincluded, the MS shall:

1> configure the transmitting and receiving RLC entitiesin the MSfor that radio bearer accordingly.

7.19.5.11 PDCP Info
For RFC 3095:

1> the chosen MAX_CID shall not be greater than the value "Maximum Number of ROHC Context Sessions" as
indicated in the IE "PDCP Capability";

1> the configuration for the PACKET_SIZES ALLOWED governs which packet sizes RFC 3095 is allowed to use.
If IE"PDCP Info" isincluded, the MS shall:
1> if theradio bearer is connected to a CS domain radio access bearer:
2> set the variable INVALID_CONFIGURATION to TRUE;
1> if the IE "PDCP PDU Header" is set to the value "absent":
2> if the IE " Support for Lossless SBSS Relocation™ istrue:
3> set the variable INVALID_CONFIGURATION to TRUE;
1> if the IE"PDCP PDU Header" is set to the value "present":
2> if the IE "Support for Lossless SBSS Relocation” isfalse:
3> if the structure "Header Compression Information” is absent:
4> set the variable INVALID_CONFIGURATION to TRUE;
1> if the structure "Header compression information” is absent:
2> not use Header compression after the successful completion of this procedure;
2> remove any stored configuration for the structure "Header compression information".
1> configure the PDCP entity for that radio bearer accordingly;

1> configure the RLC entity for that radio bearer according to the value of the |E " Support for Lossless SBSS
Relocation”.

1> set the PROFILES parameter, used by inband ROHC profile negotiation, for this PDCP entity for both UL and
DL equal to the list of ROHC profilesreceived inthe IE “PDCP info”. A MS complying with this version of the
specification shall support ROHC profiles 0x0000 (ROHC uncompressed), 0x0001 (ROHC RTP), 0x0002
(ROHC UDP) and 0x0003 (ROHC ESP) (IANA ROHC profile identifier definition]
7.19.5.11a PDCP context relocation info
If the IE "PDCP context relocation info" isincluded, the MS shall, for each radio bearer included in this|E:
1> If the IE "Downlink RFC3095 Context Relocation Indication” is set to TRUE:

2> perform the actions as specified in 3GPP TS 25.323 for all RFC3095 contexts associated to that radio bearer
in the downlink;

1> If the IE "Uplink RFC3095 Context Relocation Indication” is set to TRUE:
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2> perform the actions as specified in 3GPP TS 25.323 for all RFC3095 contexts associated to that radio bearer
in the uplink.

7.19.5.12 PDCP SN Info

If the IE "PDCP SN Info" isincluded, the MS shall:
1> transfer the sequence number to the PDCP entity for the radio bearer;
1> configure the RLC entity for the radio bearer to stop;

1> include the current PDCP receive sequence number and the radio bearer identity for the radio bearer in the
variable PDCP_SN_INFO.

7.19.5.13  NAS Synchronisation Indicator
If the IE "NAS Synchronisation Indicator” is present in a message, the MS shall:

1> forward the content to upper layers along with the |[E "CN Domain Identity" of the associated RAB stored in the
variable ESTABLISHED_RABS at the CFN indicated in the |E "Activation Time" in order to synchronise
actionsin NAS and AS.
7.19.5.14  Physical Channel Configuration
If the IE "Physical Channel Configuration” isincluded, the MS shall:
1> if the IE “SBPSCH Description” isincluded,;
2> perform the action specified in 7.19.6.2;
2> start timer T3190.
1> if the IE “DBPSCH Description” isincluded;

1> perform the action specified in 7.19.6.1;
7.19.6 Physical channel parameters

7.19.6.1 DBPSCH Description

If the M S receives the one of the messages RADION BEARER SETUP or RADIO BEARER RECONFIGURATION
or RADIO BEARER RELEASE message and if |E "Power Command" is present, the MS shall:

1> set the power level accordingly for the initial power on the new channel(s) and it shall not affect the power used
on the old channel(s).

else set the INVALID_CONFIGURATION to TRUE, in case that M S enters the RRC-Cell_Dedicate state-MAC-
Dedicated state.

If the IE "Mode of the First Channel" to be applied corresponds to a multi-rate speech codec in one of the messages
RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE message
shall contain the MultiRate Configuration IE, then the MS shall:

1> expect the |E MultiRate Configuration and ;
1> if itisinitial establishment the MS shall:
2> usetheInitial Codec Mode specified in the |E MultiRate Configuration
1> otherwise apply the implicit rule defined in 3GPP TS 45.009.
else

1> set the INVALID_CONFIGURATION to TRUE and;
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1> remain on the current channel (s) and use the old Channel Description or Channel Mode(s).
If the value of |E MultiRate Configuration isincosistent the MS shall:
1> set the INVALID_CONFIGURATION to TRUE;
1> remain on the current channel (s) and use the old Channel Description or Channel Mode(s).
The IE MultiRate Configuration shall be considered as inconsistent by the MSif:
- theactive set does not include any codec mode or the active set includes more than four codec modes; or
- one or more codec modes of the active codec set are not supported by the physical channel; or
- thethreshold and hysteresis values are not set according to requirements given in 3GPP TS 45.0009.

If the M S receives one of the messages RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or
RADIO BEARER RELEASE and

1> if the message contains only the description of a channel to be used after the starting time in the |E "Description
of the Channel After Time", the MS shall:

1> wait until the starting time before accessing the channel:
else
1> if the starting time already elapsed, the MS shall:

2> access the channel as an immediate reaction to the reception of the message (see 3GPP TS 45.010 for the
timing constraints).

1> if the message contains both the description of a channel to be used after the indicated time and the description
of achannel to be used before the indicated time, in the |Es "Description of the Channel, After Time" and
"Description of the Channel, Before Time", the MS may:

2> access the channel immediatelly after the reception of the message.

2> if the moment, at which the mobile station is ready to access, is before the time indicated by the IE
"Description of the Channel, After Time", the mobile station shall:

3> access the channel s as described in the |E " Description of the Chanel, Before The Sarting Time".

3> then change to the channel described for after the starting time at the indicated time. New parameters
shall be frequency list, MAIO and HSN. Other parameters describing the allocated channels must be

identical to the parameters described in the |E "Description of the Chanel, Before The Sarting Time". If
the moment the mobile station is ready to accessis after the starting time, the mobile station accesses the
channel described in the IE "Description of the Chanel, Before The After Time".

1> if the IE "Sarting Time" is not present and some of the information elements referring to before the starting time
is present, these information elements shall be considered as | Es unnecessary in the message.

1> if the IE "Description of the Channel, Before Time" is not present, the MS shall:

2> apply the channel description for before the time, if needed, given by the |E "Description of the Channel,
After Time".

1> if the IE "Sarting Time" is present and the |E "Description of the Channel, before time" indicates frequency
hopping, one and only one of the following information elements may be present and the M S shall apply this
before the starting time

- IE"Mobile Allocation, Before Time";
- |E"Frequency List, Before Time'";

- |E"Frequency Channel Sequence, Before Time".
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1> if the IE "Sarting Time" is present and the |E " Channel Description, Before The Starting Time" indicates
frequency hopping, and none of the above mentioned IE is present,
2> the IE"Frequency List, After Time" must be present, and this applies also for before the starting time.

2> if frequency hopping is applied, the cell alocation if present in the message is used to decode the mobile
alocation. If the cell alocation is not included, the mobile station shall useits current cell alocation.

1> if the RADIO BEARER RECONFIGURATION message contains only the |E "Description of the Channel,
After Time" and the handover is towards a GERAN cell to which the mobile station is not synchronised for the
case of an intersystem handover to GERAN, the mobile station shall:

2> wait up to the starting time before accessing the new channel;
2> if the starting time has already elapsed, the mobile shall:

3> access the new channel as an immediate reaction to the reception of the message (see 3GPP TS 45.010 for
the timing constraints). Between the reception of the RADIO BEARER RECONFIGURATION and the
starting time there is no requirement for the mobile station to receive or transmit on the old channel.

If MS receives the RADIO BEARER RECONFIGURATION and the |E "Power Command and Access Type" is
present, the MS shall:

1> set theinitial power on the new channel (s) to the the power level defined in this power command (cf
3GPP TS 45.008). It shall not affect the power used on the old channel(s).

else
1> set the variable INVALID _CONFIGURATION to TRUE.

If MSreceivesthe RADIO BEARER RECONFIGURATION and if the |IE "Handover Reference” is present, the MS
shal:

1> use handover reference value used for access identification. The choice of the handover reference by the network
is out of the scope of this specification and left to the manufacturers.

else
1> set the variables INVALID_CONFIGURATION to TRUE.

If MS receives the RADIO BEARER RECONFIGURATION and if the | E " Synchronization Indication” is not be
present then, the M S shall:

1> assume the handover type is non-synchronized.

If MS receives the RADIO BEARER RECONFIGURATION and if the |IE "Timining Advance" is present then the M S
shall:

1> usethisin the new cell;

1> if in the case of a synchronous or pseudo-synchronous handover the MS knows that the timing advance with the
new cell isout of range, i.e. is bigger than the maximum timing advance that can be coded as specified in
3GPP TS 44.004, and if the new cell does not accept out of range timing advance as indicated in the RADIO
BEARER RECONFIGURATION message, the mobile station shall:

2> set the variable INVALID_CONFIGURATION to TRUE.
If the mobile station receives a RADIO BEARER RECONFIGURATION message and if at least one of the following

IEs, |IE “Handover Reference’, |E “Power Command and Access Type”, |E “Cell Description” and |E “Description of
the first channel after time” is not present, the MS shall:

1> set the variable INVALID_CONFIGURATION to TRUE.

If the MSreceives RADIO BEARER RECONFIGURATION and the |E "Sarting Time" may be present, thenthe MS
shall:
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1> change the frequency paramters of the channels more or less at the moment a change of channel occurs. In this
case anumber of parameters can be included.

If the MS receives RADIO BEARER RECONFIGURATION and if the |IE "Sarting Time" is present and none of the
information elements referring to before the starting time are present, the mobile station shall:

1> wait and access the channels at the indicated time.

If the MS receives RADIO BEARER RECONFIGURATION and if the IE "Sarting Time" is present and at |east one of
the information elements referring to before the starting time is present, the mobile station shall:

1> not wait for the indicated time and access the channel using the frequency parameters for before the starting
time.

If the MS receives RADIO BEARER RECONFIGURATION and if the IE "Sarting Time" is not present and some of
the information elements referring to before the starting time are present, these information elements shall be considered
as | Es unnecessary in the message.

If the MS receives RADIO BEARER RECONFIGURATION and if the |E "Description of the First Channel, Before
Time" is not present, the M S shall:

1> apply for the channel description the information given for before the time, if needed, in the |E "Description of
tThe First Channel, After Time".

If the MS receives RADIO BEARER RECONFIGURATION and if the |E "Description of the Second Channel, After
Time" is present, and if the |E "Description of the Second Channel, Before Time" not present, and a description of the
configuration for before the time needed, the MS shall:

1> use the channel configuration before the starting time, and the channel description to apply to the second channel
before the starting time is given by the |E "Description of the Second Channel, After Time".

If the MS receives RADIO BEARER RECONFIGURATION and if the |IE "Sarting Time" is present and at least one of
the channel descriptions for before the starting time indicates frequency hopping, one and only one of the following
information elements may be present and applies before the starting time to al assigned channels:

- IE"Mobile Allocation, Before Time";

- |IE"Frequency Short List, Before Time";

- |E"Frequency List, Before Time'";

- |E "Frequency Channel Sequence, Before Time".

If the |IE "Starting Time" is present and at least one of the channel descriptions for before the starting time indicates
frequency hopping, and if none of the above mentioned |E is present, the MS shall use:

1> afrequency list for after the starting time must be present, and thislist applies also for the channels before the
starting time.

If MS receives the RADIO BEARER RECONFIGURATION and if at least one of the channel descriptions for after
time indicates frequency hopping, one and only one of the following information elements shall be present |IE
"Frequency Channel Sequence, After Time", IE "Frequency List, After Time", |E "Frequency Short List, After Time",
|E"Mobile Allocation, After Time".

If MS receives the RADIO BEARER RECONFIGURATION and if neither of the Channel Description |Es indicate
frequency hopping, and if they are not required for the decoding of Channel Description IEs for before time, and if any
of the four information elements are present they shall be considered as | Es unnecessary in the message.

The |E "Frequency Channel Sequence” element shall not be used unless all the ARFCNs that it indicates are in the P-
GSM band.

If the RADIO BEARER RECONFIGURATION message instructs the mobile station to use a frequency that it is not
capable of, then the mobile station shall:

1> set the variable UNSUPPORTED_CONFIGURATION to TRUE;
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1> remain on the current channel(s).

If the mobile station receives a RADIO BEARER RECONFIGURATION message with a |E "Freguency List" or |E
"Frequency Short List" indicating frequencies that are not al in one band, then the mobile station shall:

1> stay on the current channel(s); and
1> set the variable UNSUPPORTED_CONFIGURATION to TRUE.

If M S receives the one of the messages RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or
RADIO BEARER RELEASE message and if the |E "Frequency List, After Time" or |E "Frequency List, Before Time"
is present, then MS shall:

1> change the frequency according with the values of the IEs.

If the M S receives the reconfiguration message and if 1E "Cell Channel Description” is present in the message and if the
frequency hopping is applied, the MS may decode the mobile alocation based on the cell allocation, if present in the
message.

The network shall include the |E "Cell Channel Description™” in the RADIO BEARER RECONFIGURATION, RADIO
BEARER SETUP or RADIO BEARER RELEASE message if no proper reference cell frequency list (CA) has been
sent previously to the mobile station.

If MSreceivesinthe RADIO BEARER RECONFIGURATION message which contains the "Cell Channel
Description” |E or "Channel Mode" 1E which instruct the mobile station to use a Channel Description or Mode that it
does not support, or the Channel Mode indicated for use is not defined for all channel sets, then the M S shall:

1> set the variable UNSUPPORTED_CONFIGURATION to TRUE
1> remain on the current channel (s) and use the old Channel Description or Mode(s).

If the cell alocation is not included, the mobile station shall use its current cell allocation, the current CA isthelast CA
received. If the mobile station receives RADIO BEARER RECONFIGURATION message with alE "Mobile
Allocation" indexing frequencies that are not al in one band and alE Sarting Time indicating a time that has not
elapsed then the mobile station shall:

1> remain on the current channel(s).
1> send aRRC STATUS message with cause "frequency not implemented”;
1> set the variable INVALID_CONFIGURATION to TRUE.

If the mobile station receives a RADIO BEARER RECONFIGURATION message with a |E "Mobile Allocation”
indexing frequencies that are not all in one band and a"Starting Time" |E indicating atime that has elapsed, then the
mobile station shall locally abort the radio connection and, if permitted, attempt Call Re-establishment.

If the MSreceives the RADIO BEARER RECONFIGURATION message and if |E "Cell Description” isincluded in
the message then M S shall:

1> use its pre-knowledge about synchronization acquired by the measurement process (i.e. BSIC + BCCH
frequency)

else
1> set the variable INVALID _CONFIGURATION to TRUE.

If the MS receives the RADIO BEARER RECONFIGURATION and if the |E "Real Time Difference” isincluded then
the MS shall:

1> apply the pseudo-synchronous case type of handover.

If the MSreceives the RADIO BEARER RECONFIGURATION and if the |IE "Timing Advance' isincluded then the
MS shall:

1> if IE "Synchronization Indication" indicates a presynchronized handover, use presynchronous type of handover.

1> else
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2> if IE "Synchronization Indication” not indicates a presynchronized handover, use the default value as defined
in 3GPP TS 45.010. The MS shall consider an unnecessary information element for other types of handover.

The “Dynamic ARFCN" |E shall only be included if the network supports dynamic ARFCN mapping and thereisa
need to define new dynamic ARFCN mapping, e.g. at handover to another PLMN or from another RAT to GSM. This
information replaces any previously received information about dynamic ARFCN mapping. After returning to idle
mode or packet idle mode, the mobile station shall acquire new dynamic ARFCN mapping information, except for the
cases specified in 3GPP TS 44.018 (SI115). This mapping shall apply to any ARFCN used in the RADIO BEARER
RECONFIGURATION message.

When one of the reconfiguration messagesis received and |IE “PDTCH” isincluded, the MS shall
1> set the structure “Dynamic Allocation” as specified in 3GPP TS 44.160, and
1> if the MSis EGPRS capable
2> set the |[E EGPRS Window Sze as specified in the PACKET UPLINK ASSIGNMENT message in
3GPP TS 44.060 for each RB.
7.19.6.2 SBPSCH parameters

The reconfiguration message can contain either the description of the uplink TBF or the downlink TBF. The
information on the power to be used on the target TBF shall not affect the power used on the old channel(s). The
network may assign a radio resource on one or more PDCHs to be used for the TBF. The amount of radio resource to be
reserved is a network dependent choice.

The lE “SBPSCH Description” message may indicate afrequency change in progress, with a starting time and possibly
aternative channel descriptions.

If MS receives the one of the messages RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION
RADIO BEARER RELEASE message and the message includes either 1E "RRC Packet Uplink Assignment" or IE"RRC
Packet Downlink Assignment” the MS shall:

1> set the parameters for uplink or downlink TBF. The information on the power to be used on the target TBF shall
not affect the power used on the old channel(s).

else
1> set the INVALID_CONFIGURATION to TRUE.

The RADIO BEARER SETUP or RADIO BEARER RECONFIGURATION or RADIO BEARER RELEASE message
may indicate a frequency change in progress, with a starting time and possibly alternative channel descriptions. If the
MSisin RRC-Cell_Dedicated state, MAC Dedicted or MAC DTM state and if M S receives the reconfiguration
message and if the message contains only the description of a TBF to be used after the starting time, the mobile station
shall

1> wait untill the starting time before using the TBF.
1> if the starting time has already elapsed, the mobile shall:
2> usethe TBF immediatly after the reception of the message (see 3GPP TS 45.010 for the timing constraints).

1> if the message contains both the description of a TBF to be used after the indicated time and of a TBF to be used
before, the mobile station shall:

2> use the TBF as an immediate reaction to the reception of the message.
1> if the moment the mobile station is ready to access is before the indicated time, the mobile station shall:
2> use the TBF described for before the starting time.

2> the mobile station shall then change to the TBF described for after the starting time at the indicated time.
New parameters shall be frequency list, MAIO and HSN. Other parameters describing the allocated channels
shall be identical to the parameters described for before the starting time. If the moment the mobile station is
ready to access is after the starting time, the mobile station shall the TBF described for after the starting time.
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8 Handling of unknown, unforeseen, and erroneous
protocol data

8.1 General

This sub-clause specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the
receiving entity. These procedures are called "error handling procedures', but in addition to provide recovery
mechanisms for error situations they define a compatibility mechanism for future extensions of the protocol.

The error handling procedures specified in this sub-clause shall apply to all RRC messages. When there is a different
handling for the same message received on different logical channels, thisis specified.

For system information, the error handling procedures applied on system information messages are specified below.

When the M S receives an RRC message, it shall set the variable PROTOCOL_ERROR_REJECT to FALSE and then
perform the checks in the order as defined below.

The error cases specified in the following include handling upon reception of spare values. This behaviour also applies
in case the actual value of the |E results from mapping the originally sent I1E value. Moreover, in certain error cases, as
specified in the following, default values apply. In this case, the default values specified within the procedure
specifications apply.

8.2 CSN.1 violation or encoding error

If the M S receives an RRC message on SRB 2, SRB 3 or SRB 4 for which the encoded message does not result in any
valid syntax value (or "encoding error"), it shall perform the following. The MS shall:

1> set the variable PROTOCOL_ERROR_REJECT to TRUE;

1> transmit an RRC STATUS message on SRB2. The |E "Protocol Error Information” shall contain an IE
"Protocol Error Cause" set to "CSN.1 violation or encoding error”;

1> when RRC STATUS message has been submitted to lower layers for transmission:
2> continue with any ongoing processes and procedures as if the invalid message had not been received.

If the M S receives an RRC message sent via a radio access technology other than GERAN, for which the encoded
message does not result in any valid syntax, the M S shall:

1> set the variable PROTOCOL_ERROR_REJECT to TRUE;

1> set the |E "Protocol Error Cause” in the variable PROTOCOL_ERROR_INFORMATION to "CSN.1 violation
or encoding error";

1> perform procedure specific error handling according to sub-clause 7.

If aset of system information message received on SRB 1 does not result in any valid syntax value, the MS shall:
1> ignore the set of system information message;
1> treat the other sets of this system information message as if those sets were not present.

If the M S receives an RRC message on SRB 1 for which the encoded message does not result in any valid syntax value,
it shall ignore the message.

8.3 Unknown or unforeseen message type

If aMS receives an RRC message on a SRB 2, SRB 3 or SRB 4 with a message type not defined for that SRB it shall:
1> set the variable PROTOCOL_ERROR_REJECT to TRUE;
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1> transmit an RRC STATUS message on SRB 2. The IE "Protocol Error Information” shall contain an IE
"Protocol Error Cause” set to "M essage type non-existent or not implemented”;
1> when the RRC STATUS message has been submitted to lower layers for transmission:
2> continue with any ongoing processes and procedures as if the invalid message had not been received.

If the M S receives an RRC message on SRB 1 with a message type not defined for the logical channel type the message
was received on, it shall ignore the message.

8.4 Unsolicited received message
If the MS receives any of the following messages, on SRB 2:
- an RRC CONNECTION SETUP message addressed to the MS; or
- an RRC CONNECTION REJECT message addressed to the MS; or
- aMSCAPABILITY INFORMATION CONFIRM message; or
- aCELL UPDATE CONFIRM message addressed to the MS; or
- aGRA UPDATE CONFIRM message addressed to the MS
and no procedure is ongoing according to clause 7 which expects the message to be received:
the MS shall:

1> ignore the received message.

8.5 Unexpected critical message extension

If the M S receives an RRC message on SRB 2, SRB 3 or SRB 4, or sent via aradio access technology other than
GERAN, containing an undefined critical message extension indicated with the error label: * Critical extension’, the M S
shall:

1> set the variable PROTOCOL_ERROR_REJECT to TRUE;

1> set the IE "Protocol Error Cause” in the variable PROTOCOL_ERROR_INFORMATION to "Message
extension not comprehended";

1> if the IE "Message Type" of the received message is not present in the table "Rejected transactions' in the
variable TRANSACTIONS:

2> store the |E "Message Type" of the received message in the table "Rejected transactions® in the variable
TRANSACTIONS; and

2> set the |E "RRC Transaction Identifier” to zero in that table entry.
1> perform procedure specific error handling according to sub-clause 7.
If the M S receives an RRC message on the SRB 1, containing an undefined critical message extension, the M S shall:
1> ignore the message.

8.6 Message with error label: ‘Content part error’
If the M S receives an RRC message containing the error label: ‘ Content part error’, the MS shall:
1> set the variable PROTOCOL_ERROR_REJECT to TRUE;

1> set the IE "Protocol Error Cause” in the variable PROTOCOL_ERROR_INFORMATION to "Message content
part error";
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1> if the IE "Message Type" of the received message is not present in the table "Rejected transactions” in the
variable TRANSACTIONS:

2> gtore the |IE "Message Type" of the received message in the table "Rejected transactions' in the variable
TRANSACTIONS; and

2> set the |IE "RRC Transaction Identifier” to zero in that table entry;
1> ignore the data corresponding to the description following the error label;

1> perform procedure specific error handling according to sub-clause 7.

8.7 Unknown or unforeseen information element value,
mandatory information element

If the M S receives an RRC message on SRB 2, SRB 3 or SRB 4, or sent via aradio access technology other than
GERAN, with a mandatory |E having a value, including choice, reserved for future extension (spare) or avalue not
used in this version of the specification (e.g. adummy value), the MS shall:

1> if adefault value of the |E is defined in the procedure:

2> treat the rest of the message using the default value of the IE.
1> if no default value of the | E is defined in the procedure:

2> set the variable PROTOCOL_ERROR_REJECT to TRUE;

2> set the |E "Protocol Error Cause" in the variable PROTOCOL_ERROR_INFORMATION to "Information
element value not comprehended”;

2> perform procedure specific error handling according to sub-clause 7.

If the M S receives a system information message on SRB 1 with a mandatory |E having a value reserved for future
extension (spare) or avalue not used in this version of the specification (e.g. adummy value), the MS shall:

1> if adefault value of the |E is defined in the procedure:

2> treat the rest of the system information message using the default value of the |E.
1> if no default value of the |E is defined in the procedure:

2> ignore the system information message.

If the M S receives an RRC message on SRB 1 with a mandatory |E having a value reserved for future extension (spare)
or avalue not used in this version of the specification (e.g. adummy value), the MS shall:

1> if adefault value of the |E is defined in the procedure:
2> treat the rest of the message using the default value of the IE.
1> if no default value of the |E is defined in the procedure:

2> ignore the message.

8.8 Unexpected non-critical message extension

If the M S receives an RRC message on the SRB 2, SRB 3 or SRB 4, or sent via a radio access technology other than
GERAN, containing an undefined non-critical message extension, the MS shall:

1> ignore the content of the extension and the message contents after the extension, but treat the parts of the
message up to the extension normally.

If the M S receives an RRC message on the SRB 1, containing an undefined non-critical message extension, the MS
shall:
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1> ignore the content of the extension and the message contents after the extension, but treat the parts of the
message up to the extension normally.

8.9 Message with error label: ‘Message escape’

If the M S receives an RRC message containing the error label: *Message escape’ where the number of bits of the
extension is not defined in sub-clause 9, the M S shall:

1> ignore the message.

If the M S receives an RRC message containing the error label: ‘Message escape’ where the number of bits of the
extension is defined in sub-clause 9, the MS shall:

1> ignore the extension by skiping the number of bitsindicated in sub-clause 9;

1> treat the rest of the message as if the extension was not present.

8.10  Handling of errors in nested information elements

This sub-clause specifies the handling of errorsin mandatory |Es as well as for conditional 1Es for which the specified
conditions for presence are met, that are nested in another IE.

In case the M S receives an | E (Information Element 1) that includes a mandatory |E (Information Field 1-1) having a
value, including reserved for future extension (spare) or avalue not used in this version of the specification (e.g. a
dummy value), the M S shall:

1> consider Information Element 1 to have an undefined value; and
1> apply the corresponding generic error handling to Information Element 1.

In case there are many | E nesting levels, in all of which the IE is mandatory while no default value is defined, this
treatment may need to be repeated several times. The following example illustrates the general principle.

Table 8.11.1: EXAMPLE MESSAGE information elements

< EXAMPLE MESSAGE message content > ::=

{0] 1 <Information Element 1 : < Information Element 1 IE > >}
< Information Element 2 : < Information Element 2 IE > >
| < content part error : bit (*) = < no string > > };

Table 8.11.2: Information Element 1 information element

< Information Element 1 |IE > ::=

{0] 1 <Information Field 1-1: bit (4) >}
< Information Element 1-2 : < Information Element 1-2 IE > >
< Information Element 1-3 : < Information Element 1-3 IE > >

L

Table 8.11.3: Information Element 1 information element details

Information Field 1-1 (4 bit field)

4321
0000 1
0001 2
1100 13

1101 reserved for future extension
1110 reserved for future extension
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1111 reserved for future extension

Infor mation Element 1-2
Definition of Information Element 1-2.

Information Element 1-3
Definition of Information Element 1-3.

If in the above example, GERAN would include Information Element 1 and set Information Field 1-1 to value 13, the
MS experiences an error in amandatory |E. The guideline outlined in the previous then means that the M S shall not
discard the entire message but instead consider " Information Element 1" to have an unknown value. Since Information
Element 1 is optional, the generic error handling would be to ignore " Information Element 1".

In case the M S receives an |E (Information Element 1) that includes alist of another 1E (Information Field1-1) for
which one or more entriesin the list have a va ue, including reserved for future extension (spare) or avalue not used in
this version of the specification (e.g. adummy value), the M S shall:

1> consider thelist asif these entries were not included.

9 Message functional definitions and contents

9.1 General

9.1.1 Introduction

Padding is not needed for RRC messages since RRC is not a transmission protocol.

For harmonization sake, it is assumed that GERAN RRC has to provide the same extension capability as UTRAN RRC.
The management of extension for future releasesis done at the message level or at Information Element (1E) level when
the |E usesthe{ < Length of content > < Content >} format. The error handling is not defined at the IE level.

An |E can be structured or simple. A structured |E consists of other |Es and/or fields. A simple |E consists of one field.
A field definesitself.

It was al so agreed as working assumption that IEsin 3GPP TS 44.018 to be used in both modes (e.g. physical channel
parameters) will not be copied from 3GPP TS 44.018 into 3GPP TS 44.018. Instead, in 3GPP TS 44.118, two fields will
be defined: the length in octets, as bit(8), and a content placeholder with such length and whose definition points to the
value part of the |E in 3GPP TS 44.018 should be included in the 3GPP TS 44.118. When the IE in 3GPP TS 44.018 is
coded in CSN.1 (e.g. RR PACKET UPLINK ASSIGNMENT) and it already includes the length, a content placehol der
with such length and whose definition points to the value part of the IE in 3GPP TS 44.018 should be included in
theBGPP TS 44.118.

Bit fields within RRC messages shall have the highest numbered bit of the bit field in the highest numbered bit of the
lowest number octet. The mapping of an 11 bit field isillustrated in figure 11.1.
bit
8 7 6 5 4 3 2 1

Octet N

[bit11 bit10 bit9 bit8 |Octet N+1
bit7 bit6 bit5 bit4 bit3 bit2 bit1l Octet N+2
Octet N+3

Figure 9.1.1: Field mapping within RRC messages
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9.1.2 Repetitions of Structure, IE or field:
The following coding shall be used for unbounded repetition:
{{1l<labd:<IE>>}**0} or,
{ { 1 <field : bit (integer) >} ** 0} or,
{{ 1<repeated struct>} ** 0}
The following coding shall be used for bounded extension for optional structures, IE’s or fields:

{0]|1 <number of repetition : bit (integer) >
<label : < IE > >* (n+va(number of repetition)) }

or

{0]1 <number of repetition : bit (integer) >
< field: bit (integer) >* (n+val(number of repetition)) }

or

{0]1 <number of repetition : bit (integer) >
< repeated struct >* (n+val(number of repetition)) }

wheren=> 1.
The following coding shall be used for bounded extension for mandatory structures, |E’s or fields:

{ <number of repetition : bit (integer) >
<labdl : <IE >>* (n+val (number of repetition)) }

or

{ < number of repetition : bit (integer) >
<field : bit (integer) >* (n+val (number of repetition)) }

or

{ < number of repetition : bit (integer) >
< repeated struct >* (n+val (number of repetition)) }

wheren= 1.

9.1.3 Message format and error labels

9.13.1 General

The general format of messages, including these error labels, is:

< General message format > ::=
< MESSAGE_TYPE : < bit (8) > >
{ <contents >
I < Content part error : bit (*) = < no string > >}
I < Unknown message type : bit (8) = < no string > ;

Message type shall be coded using 8 bits with separate message type for uplink and downlink, as follow:

< Uplink RRC messages > ::=
< MESSAGE_TYPE : 00000000 > < MESSAGE NAME1 message content > |
< MESSAGE_TYPE : 00000001 > < MESSAGE NAME2 message content > ;
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The message content should be presented has follow:

9.2.Xx MESSAGE NAME

Explanation of the message use.
Radio Bearer:  SRBx

Direction: GERAN - MSand/or MS - GERAN

Table 9.2.x.1: MESSAGE NAME information elements

< MESSAGE NAME message content > ::=

<|IE1l:<IE1l>>
<I|IE2:<IE2>>
! < Content part error : bit (*) = < no string > >} ;

Table 9.2.x.2: MESSAGE NAME information element details

IE1
Definition of the IE1

IE2
Definition of the IE2

9.1.3.2 Message extension for new protocol version in RRC

Non-Critical message extension and critical message extension mechanism from UTRAN RRC (3GPP TS 25.331 Table
10.1.1) are duplicated in GERAN RRC.

9.1.3.2.1 Non-Critical extension

Non-critical extensions will be achieved by adding in the optional references at the end of the message definition. The
new elements introduced to specify the extensions should be grouped together in a structure with a name showing the
version of the release.

Table 9.1.3.2.1.1: Coding non-critical extension in CSN.1

{null] 0 bit** =< no string > -- Receiver compatible with earlier release
|1 -- Additions in Release xx
< MessageLabel extension for R-XX: < Extension for R-XX struct > > }

Table 9.1.3.2.1.2: Example message coding using non-critical extension in CSN.1

< MESSAGE NAME message content > ::=
{
<|IEl:<IE1>>
<IE2:<IE2>>
{null'] O bit ** = < no string >
|1
<R6IE1:<R6IE1>>
<R6IE2:<R6IE2>>
{null | 0 bit ** = < no string >
|1
<R7IE1:<R7IE1>>
<R7IE2:<R7IE2>>}}
I < Content part error : bit (*) = < no string > >} ;
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9.1.3.2.2 Critical extension

At the beginning of the message, which may require critical extensions, one bit is added for defining a choice of two
branches. All Downlink messages shall enable critical extension with an escape bit at the beginning. One branch would
include the message structure, the other branch would be an empty sequence with the comment * M essage escape critical
extensions.

Table 9.1.3.2.2.1: Coding of critical extension in CSN.1

0 -- critical extension escape available
< Content >
I < Message escape : 1 bit (*) = < no string > >

Table 9.1.3.2.2.2: An example message coding containing critical extension bit in CSN.1

< MESSAGE NAME message content > ::=
{0 -- critical extension escape available

<IEl:<IE1>>
<|E2:<IE2>> I < content part error : bit (*) = < no string > >}
I < Message escape critical extension: 1 bit (*) = < no string > > };

When anew release is introduced, the empty sequence with 'Message escape critical extensions' will be replaced by a
new structure that includes a new type contai ning the message extensions, and the same extension mechanism
recursively for further extensions.

Table 9.1.3.2.2.3: An example message coding using critical extension bit in CSN.1

< MESSAGE NAME message content > ::=
{0 -- critical extension escape available

<IEl:<IE1>>
<IE2:<IE2>>
! < Content part error : bit (*) = < no string > >}

|1 -- critical extension for R-7
{0
{
<IE3:<IE3>>
<I[E4:<IE4>>

! < Content part error : bit (*) = < no string > >}
! < Message escape critical extension: 1 bit (*) = < no string > >}

The critical extension escape should be used as scarcely as possible in order to preserve backward compatibility.

9.1.3.2.3 Extension of IE’s

If an IE is expected to be extended, the addition of afixed length extension length at the start of the |E, and <spare bits
>** gt the end will allow for future extension of the information element.
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Table 9.1.3.2.3.1: Coding of IE extension in CSN.1

< |E NAME message content > ::=
< |[E Name Length : bit (n) >
<IEl:<IE1>>
<IE2:<IE2>>
< spare hit >** ;

Table 9.1.3.2.3.2: Example description of IE extension fields

| E Name Length (n bit field)
Thisfield isthe binary representation of the length in bits of the |E (excluding the length field) struct. Range 0-2...

9.1.3.24 'Message escape' error label

The 'Message escape' error label is used to provide an escape for, e.g. a future modification of the message syntax. The
generic descriptioniis:

0 < Content >
! < Message escape : 1 bit (N) = < no string > >

An 'Message escape' error label shall be applied by the receiver of a downlink RRC message when specified in the
message description. The description on the left of the error branch needs to be correctly recognised. Otherwise, the
error branch 'Message escape' is called. N should be an integer to enable the receiver to skip the exact number of
information bits in the message in case of error. N may also be **’ when the number of bits are not defined.

9.2 Messages for Radio Resources management

9.2.1 General

Each definition given in the sub-clause 9.2 includes:
- abrief description of the message direction and use;

- aCSN.1 description of the message, information elements and fields (see CSN.1 Specification, Version 2.0
[41]). Definition of information elements may immediately follow the definition of the message. If the
definition of an information element immediately follows the message definition, the information element name
ends with 'struct’. Otherwise the information element name ends with 'l E' and the definition of the information
element is defined in sub-clause 9.3 or in 3GPP TS 44.160. The definition of a'struct' is valid only within the
tablein which it is defined. No references shall be made to a'struct’ definition from outside of the table in which
it is defined or from outside the present document. The definition of an information element is valid throughout
clause 9. ;

- atablefollows which contains a definition for each field referenced in the message definition or in an
information element struct immediately following the message definition. Presence requirement for information
elements or fields may be indicated in this table to define when the information elements shall be included or
not, what non-presence of such information elements or fields means, and, for I1Es with conditional presence
requirement, the static conditions for presence and/or non-presence of the information elements or fields.
However, the normative text for the presence requirement for information elements or fieldsis specified in the
appropriate procedure sub-clause;

9.21.1 References
Table 9.2.1.1.1/3GPP TS 44.118 summarizes the messages for Radio Resources management.
NOTE: New messages will be added in thistable.
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Table 9.2.1.1.1/3GPP TS 44.118: Messages for Radio Resources management

Messages

Reference

RRC connection mobility

CELL UPDATE

3GPP TS 44.118 sub-clause 9.2.2

CELL UPDATE CONFIRM

3GPP TS 44.118 sub-clause 9.2.3

GERAN MOBILITY INFORMATION

3GPP TS 44.118 sub-clause 9.2.8

GERAN MOBILITY INFORMATION CONFIRM

3GPP TS 44.118 sub-clause 9.2.9

GERAN MOBILITY INFORMATION FAILURE

3GPP TS 44.118 sub-clause 9.2.10

GRA UPDATE

3GPP TS 44.118 sub-clause 9.2.11

GRA UPDATE CONFIRM

3GPP TS 44.118 sub-clause 9.2.12

Handover

HANDOVER COMPLETE

3GPP TS 44.118 sub-clause 9.2.14

HANDOVER FAILURE

3GPP TS 44.118 sub-clause 9.2.15

HANDOVER FROM GERAN Iu COMMAND

3GPP TS 44.118 sub-clause 9.2.16

INTER SYSTEM TO CDMA2000 HANDOVER COMMAND

3GPP TS 44.118 sub-clause 9.2.18

INTER SYSTEM TO UTRAN HANDOVER COMMAND

3GPP TS 44.118 sub-clause 9.2.19

LCS information

LCS DOWNLINK INFORMATION

3GPP TS 44.118 sub-clause 9.2.20

LCS UPLINK INFORMATION

3GPP TS 44.118 sub-clause 9.2.21

MS Capability information

MS CAPABILITY ENQUIRY

3GPP TS 44.118 sub-clause 9.2.24

MS CAPABILITY INFORMATION

3GPP TS 44.118 sub-clause 9.2.25

MS CAPABILITY INFORMATION CONFIRM

3GPP TS 44.118 sub-clause 9.2.26

Measurement

EXTENDED MEASUREMENT ORDER

3GPP TS 44.118 sub-clause 9.2.6

EXTENDED MEASUREMENT REPORT

3GPP TS 44.118 sub-clause 9.2.7

MEASUREMENT INFORMATION

3GPP TS 44.118 sub-clause 9.2.22

MEASUREMENT REPORT

3GPP TS 44.118 sub-clause 9.2.23

ENHANCED MEASUREMENT REPORT

3GPP TS 44.118 sub-clause 9.2.7a

Paging

DEDICATED PAGING REQUEST

3GPP TS 44.118 sub-clause 9.2.4

Radio bearer control

RADIO BEARER RECONFIGURATION

3GPP TS 44.118 sub-clause 9.2.28

RADIO BEARER RECONFIGURATION COMPLETE

3GPP TS 44.118 sub-clause 9.2.29

RADIO BEARER RECONFIGURATION FAILURE

3GPP TS 44.118 sub-clause 9.2.30

RADIO BEARER RELEASE

3GPP TS 44.118 sub-clause 9.2.31

RADIO BEARER RELEASE COMPLETE

3GPP TS 44.118 sub-clause 9.2.32

RADIO BEARER RELEASE FAILURE

3GPP TS 44.118 sub-clause 9.2.33

RADIO BEARER SETUP

3GPP TS 44.118 sub-clause 9.2.34

RADIO BEARER SETUP COMPLETE

3GPP TS 44.118 sub-clause 9.2.35

RADIO BEARER SETUP FAILURE

3GPP TS 44.118 sub-clause 9.2.36

GERAN lu mode DTM REQUEST

3GPP TS 44.118 sub-clause 9.2.57

GERAN lu mode DTM REJECT

3GPP TS 44.118 sub-clause 9.2.58

RRC Connection Management

RRC CONNECTION REJECT

3GPP TS 44.118 sub-clause 9.2.37

RRC CONNECTION RELEASE

3GPP TS 44.118 sub-clause 9.2.38

RRC CONNECTION RELEASE COMPLETE

3GPP TS 44.118 sub-clause 9.2.39

RRC CONNECTION REQUEST

3GPP TS 44.118 sub-clause 9.2.40

RRC CONNECTION SETUP

3GPP TS 44.118 sub-clause 9.2.41

RRC CONNECTION SETUP COMPLETE

3GPP TS 44.118 sub-clause 9.2.42

Security mode control

SECURITY MODE COMMAND

3GPP TS 44.118 sub-clause 9.2.45

SECURITY MODE COMPLETE

3GPP TS 44.118 sub-clause 9.2.46

SECURITY MODE FAILURE

3GPP TS 44.118 sub-clause 9.2.47

Signalling flow

SIGNALLING CONNECTION RELEASE

3GPP TS 44.118 sub-clause 9.2.48

SIGNALLING CONNECTION RELEASE INDICATION

3GPP TS 44.118 sub-clause 9.2.49

System information

SYSTEM INFORMATION 13

3GPP TS 44.108

SYSTEM INFORMATION 3

3GPP TS 44.108

SYSTEM INFORMATION 5

3GPP TS 44.118 sub-clause 9.2.51

SYSTEM INFORMATION 5bis

3GPP TS 44.118 sub-clause 9.2.52

SYSTEM INFORMATION 5ter

3GPP TS 44.118 sub-clause 9.2.53

SYSTEM INFORMATION 6

3GPP TS 44.118 sub-clause 9.2.54
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Delivery of NAS

DOWNLINK DIRECT TRANSFER 3GPP TS 44.118 sub-clause 9.2.5

INITIAL DIRECT TRANSFER 3GPP TS 44.118 sub-clause 9.2.17

UPLINK DIRECT TRANSFER 3GPP TS 44.118 sub-clause 9.2.56

Miscellaneous

RRC STATUS 3GPP TS 44.118 sub-clause 9.2.43

RRC FAILURE INFO 3GPP TS 44.118 sub-clause 9.2.44

INTER RAT or MODE HANDOVER INFO WITH MS
CAPABILITIES

3GPP TS 44.118 sub-clause 11.1.5

SBSS RELOCATION INFO 3GPP TS 44.118 sub-clause 11.1.5

9.21.2
The different types of messages are distinguished by the MESSAGE_TY PE field.

Downlink RRC messages

< Downlink RRC messages > ::=

{

< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE:
: 00001100 > < MS CAPABILITY ENQUIRY message content > |
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :

< MESSAGE_TYPE

< spare hit >** }

00000000 > < CELL UPDATE CONFIRM message content > |

00000001 > < DEDICATED PAGING REQUEST message content > |
00000010 > < DOWNLINK DIRECT TRANSFER message content > |
00000011 > < EXTENDED MEASUREMENT ORDER message content > |
00000100 > < GERAN MOBILITY INFORMATION message content > |
00000101 > < GRA UPDATE CONFIRM message content > |

00000111 > < HANDOVER FROM GERAN lu COMMAND message content > |
00001000 > < INTERSYSTEM HANDOVER TO CDMA2000 message content > |
00001001 > < INTERSYSTEM HANDOVER TO UTRAN message content > |
00001010 > < LCS DOWNLINK INFORMATION message content > |
00001011 > < MEASUREMENT INFORMATION message content > |

00001101 > < MS CAPABILITY INFORMATION CONFIRM message content > |
00001110 > < RADIO BEARER RECONFIGURATION message content > |
00010000 > < RADIO BEARER RELEASE message content > |

00010111 > < RADIO BEARER SETUP message content > |

00010001 > < RRC CONNECTION REJECT message content > |
00010010 > < RRC CONNECTION RELEASE message content > |
00010011 > < RRC CONNECTION SETUP message content > |

00010100 > < RRC STATUS message content > |

00010101 > < SECURITY MODE COMMAND message content > |
00010110 > < SIGNALLING CONNECTION RELEASE message content > |
00010111 > < GERAN Ilu mode DTM REJECT message content > |
00011000 > < SYSTEM INFORMATION 5 message content > |

00011001 > < SYSTEM INFORMATION 5bis message content > |
00011010 > < SYSTEM INFORMATION 5ter message content > |
00011011 > < SYSTEM INFORMATION 6 message content >

! < Unknown message type : { bit (8) = < no string > } < Default downlink message content > > ;
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9.2.1.3
The different types of messages are distinguished by the MESSAGE_TY PE field.

Uplink RRC messages

< Uplink RRC messages > ::=

{
< MESSAGE_TYPE

< spare hits > **};

: 00000000 > < CELL UPDATE message content > |
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE:
< MESSAGE_TYPE:
< MESSAGE_TYPE:
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :
< MESSAGE_TYPE :

00000001 > < EXTENDED MEASUREMENT REPORT message content > |
00000010 > < GERAN MOBILITY INFORMATION CONFIRM message content > |
00000011 > < GERAN MOBILITY INFORMATION FAILURE message content > |
00000100 > < GRA UPDATE message content > |

00000110 > < HANDOVER COMPLETE message content > |

00000111 > < HANDOVER FAILURE message content > |

00001000 > < INITIAL DIRECT TRANSFER message content > |

00001001 > < LCS UPLINK INFORMATION message content > |

00001010 > < MEASUREMENT REPORT message content > |

00001011 > < MS CAPABILITY INFORMATION message content > |

00001100 > < RADIO BEARER RECONFIGURATION COMPLETE message content > |
00001101 > < RADIO BEARER RECONFIGURATION FAILURE message content > |
00001110 > < RADIO BEARER RELEASE COMPLETE message content > |
00001111 > < RADIO BEARER RELEASE FAILURE message content > |

00010000 > < RADIO BEARER SETUP COMPLETE message content > |

00010001 > < RADIO BEARER SETUP FAILURE message content > |

00010010 > < RRC CONNECTION RELEASE COMPLETE message content > |
00010011 > < RRC CONNECTION REQUEST message content > |

00010100 > < RRC CONNECTION SETUP COMPLETE message content > |
00010101 > < RRC STATUS message content > |

00010110 > < SECURITY MODE COMPLETE message content > |

00010111 > < SECURITY MODE FAILURE message content > |

00011000 > < SIGNALLING CONNECTION RELEASE INDICATION message content > |
00011001 > < UPLINK DIRECT TRANSFER message content >

00011010 > < ENHANCED MEASUREMENT REPORT message content >
00011011 > < GERAN |lu mode DTM REQUEST message content >

The 'Default downlink message contents' consists an unspecified bit string that expands to the end of the message.

< Default downlink message content > ::=
bit (*) = < no string > ;

9.2.2 CELL UPDATE

This message is used by the MSto initiate a cell update procedure.
Radio Bearer :  SRB2

Direction : MS- GERAN
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Table 9.2.2.1: CELL UPDATE information elements

< CELL UPDATE message content > ::=
{ < G-RNTI:<G-RNTIIE > >
{01 <Integrity Check Info : <Integrity Check Info IE > >}
< START list : bit (2) >
< CN Domain START : < CN Domain START struct > > *(1+val(START List))
< AM_RLC error indication for c-plane : bit (1) >
< AM_RLC error indication for u-plane : bit (1) >
< Cell update cause : < Cell update cause IE > >
{0|1 <RRC Transaction Identifier : < RRC Transaction Identifer IE > >
{ <Failure Cause: 0011 >

< Protocol Error Information : < Protocol Error Information IE > >
| < Failure cause : 0000 | 0001 | 0010 | 01 bit (2) | 1 bit(3) >
}
}
< RB Timer Indicator : < RB Timer Indicator IE > >
I < Content part error : bit (*) = < no string > >},

< CN Domain START struct > ::=
< START : < START IE > >
< CN Domain Identity : < CN Domain Identity |IE > >;

Table9.2.2.2: CELL UPDATE information element details

G-RNTI
This |E is defined in sub-clause 9.3.32.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The integrity Check Info |E isincluded when integrity protection is applied.

START List (2 hit field)
Thisfield isthe binary representation of the number of CN domain START struct. Range : 0 to maxCNdomains-1.

CN Domain START struct
This structure may be repeated up to maxCNdomains.

START
This|E is defined in sub-clause 9.3.102.

CN Domain Identity
This |E is defined in sub-clause 9.3.15.

AM_RLC error indication for c-plane
bit
1

0 False- No AM_RLC unrecoverable error occurred on c-plane in the M S;
1 True- AM_RLC unrecoverable error occurred on c-planein the MS.

AM_RLC error indication for u-plane
bit
1

0 Fase- No AM_RLC unrecoverable error occurred on u-planein the MS;
1 True- AM_RLC unrecoverable error occurred on u-planeinthe MS.

Cell Update Cause
The Cell Update Cause |E indicates the cause for peforming a Cell Update. This|E is defined in sub-clause 9.3.8.

Failure Cause
The Failure cause |E indicates the cause of the failure in order to perform the required RRC procedure. ThisIE is
defined in sub-clause 9.3.24.
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RRC Transaction Identifier
This|E is defined in sub-clause 9.3.98. This |E shall be present when the failure cause | E indicates Protocol Error.

Protocol Error Information
This|E isdefined in sub-clause 9.3.71.

RB Timer Indicator
This |E is defined in sub-clause 9.3.85.

9.2.3 CELL UPDATE CONFIRM

This message confirms the cell update procedure and can be used to reallocate new G-RNTI information for the MS
valid in the new cell.

Radio Bearer: SRB2

Direction : GERAN - MS

Table 9.2.3.1: CELL UPDATE CONFIRM information elements

< CELL UPDATE CONFIRM message content > ::=
{0 -- Critical extension escape available

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Activation Time : < Activation Time IE > >
< RRC State Indicator : < RRC State Indicator IE > >
< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
{0]1 <Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <New G-RNTI:<G-RNTIIE>>}
< RLC re-establishment indicator SRB2-4 : bit(1) >
< RLC re-establishment indicator RB5+ : bit(1) >
-- CN Information Elements
{0]1 <CN Information Info : < CN Information Info IE > >}
-- GERAN Information Elements
{0]1 < GRA Identity : < GRA Identity IE > >}
-- RB Information Elements
{0]1 <RB Information to Release list : bit (5) >
{ < RB Information to Release : < RB Information to Release IE > >
{0|1 < DBPSCH Description : < DBPSCH Description IE > >}
(2 + val(RB Information to Release list) ) }
{0]1 <RB Information to Reconfigure list : bit (5) >
{ <RB Information to Reconfigure : < RB Information to Reconfigure IE > >
{0]1 < DBPSCH Description : < DBPSCH Description IE > >}
}*(1 + val(RB Information to Reconfigure list) )
{0]1 <RB Information to Be Affected list : bit (5) >
{ < RB Information to Be Affected : < RB Information to Be Affected IE > >
{0 |1 < DBPSCH Description : < DBPSCH Description IE > >}
¥*(1 + val(RB Information to Be Affected list) ) }
{0]1 < Downlink Counter Synchronisation Info : < Downlink Counter Synchronisation info struct > >}
I < Content part error : bit (*) = < no string > >}
I < Message escape critical extensions : 1 bit (*) = < no string > >} ;
< Downlink Counter Synchronisation Info struct> ::=
< RB with PDCP Information List : bit (5) >
{ {0]|1 <RB with PDCP Information : < RB with PDCP Information IE > >}
{0]1 < PDCP context relocation info : < PDCP context relocation info IE >>}}* (1 + val(RB with PDCP

Information List) );
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Table 9.2.3.2: CELL UPDATE CONFIRM information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Activation Time
This|E is defined in sub-clause 9.3.1.

RRC State Indicator
This|E is defined in sub-clause 9.3.97.

GERAN DRX cyclelength coefficient
Thisl|E is defined in sub-clause 9.3.29.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The integrity Check Info IE isincluded when integrity protection is applied

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39. The GERAN does not include this |E unless it is performing an SBSS relocation

Ciphering M ode Info
This|E is defined in sub-clause 9.3.14. The GERAN does not include this |E unlessit is performing an SBSS relocation
and a change in ciphering algorithm.

New G-RNTI
This|E assignsanew G-RNTI to the MS. This|E is coded asthe G-RNTI |E defined in sub-clause 9.3.32.

CN Information Info
This|E is defined in sub-clause 9.3.17.

RL C Re-establishment indicator SRB2-4 (1 bit field)
Thisfield indicates to the M S to re-establish the RLC instances for SRB2-4 (see 3GPP TS 44.160).

bit

1

0 Do not re-establish the RLC instances for SRB2-4
1 Re-esatblish the RLC instances for SRB2-4

RL C Re-establishment indicator RB5+ (1 bit field)
Thisfield indicates to the MS to re-establish the RLC instances for RB5+ (see 3GPP TS 44.160).

bit

1

0 Do not re-establish the RLC instances for RB5+
1 Re-esatblish the RLC instances for RB5+

GRA | dentity
Thisfield is defined in sub-clause 9.3.30.

DBPSCH Description
This|E isdefined in sub-clause 9.3.19.

RB Information to Release list (5 hit field)
Thisfield is used to repeat information on each RB to be released, where 0 enables one RB to be described. Range: 0 to
maxRB-1.

RB Information to Release
This|E is defined in sub-clause 9.3.83.

RB Information to Reconfigurelist (5 bit field)
Thisfield is used to repeat information on each RB to be reconfigured, where O enables one RB to be described. Range:
0 to maxRB-1.
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RB Information to Reconfigure
This|E is defined in sub-clause 9.3.82.

RB Information to Be Affected list (5 bit field)
Thisfield is used to repeat information on each RB to be affected, where 0 enables one RB to be described. Range: 0 to
maxRB-1.

RB Information to Be Affected
This|E is defined in sub-clause 9.3.81.

RB with PDCP Information list (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described. .
Range: 0 to maxRBallRABs-1.

RB with PDCP | nfor mation
This |E is defined in sub-clause 9.3.86.

PDCP context relocation info
This|E is defined in sub-clause 9.3.116.

Downlink Counter Synchronisation Info struct
This structure contains information about PDCP synchronisation.

9.24 DEDICATED PAGING REQUEST

In RRC-Cell_Dedicated state, GERAN sends this message to signal a core-network-originated page.
Radio Bearer :  SRB2

Direction : GERAN = MS

Table 9.2.4.1: DEDICATED PAGING REQUEST information elements

< DEDICATED PAGING REQUEST message content > ::=
{0 -- critical extension escape available

< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0] 1 < Integrity Check Info : < Integrity Check Info IE > >}
< Paging Cause : < Paging Cause IE > >
< CN Domain Identity : < CN Domain Identity IE > >
< Paging Record Type Identifier : < Paging Record Type Identifier IE> >
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extension : 1 bit (*) = < no string > >} ;

Table 9.2.4.2: DEDICATED PAGING REQUEST information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36.

Paging Cause
This IE is defined in sub-clause 9.3.57.

CN Domain ldentity
This|E is defined in sub-clause 9.3.15

Paging Record Type | dentifier
This |E is defined in sub-clause 9.3.58.
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9.25 DOWNLINK DIRECT TRANSFER

This message is sent by GERAN to transfer higher layer messages.
Radio Bearer : SRB3 and SRB4

Direction : GERAN - MS

Table 9.2.5.1: DOWNLINK DIRECT TRANSFER information elements

< DOWNLINK DIRECT TRANSFER message content > ::=
{0 -- critical extension escape available

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}

-- CN Information Elements
< CN Domain Identity : < CN Domain Identity IE > >
< NAS Message : < NAS Message IE > >

I < Content part error : bit (*) = < no string > >}

| < Message escape critical extensions : 1 bit (*) = < no string > >} ;

Table 9.2.5.2: DOWNLINK DIRECT TRANSFER information element details

RRC Transaction | dentifier
The RRC Transaction Identifier |E is defined in sub-clause 9.3.98.

Integrity Check Info
The Integrity Check Info |E is defined in sub-clause 9.3.36.
The Integrity Check Info IE isincluded if integrity protection is applied.

CN Domain Identity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

NAS M essage
The NAS Message | E is defined in sub-clause 9.3.54.

9.2.6 EXTENDED MEASUREMENT ORDER

This message isthe same asthe EXTENDED MEASUREMENT ORDER message defined in 3GPP TS 44.018 sub-
clause 9.1.51 but shall not contain:

- RR management Protocol Discriminator IE.
- Skip Indicator IE.

- L2 pseudo length IE.

- Extended Measurement Order |E.

Radio Bearer:  SRB1

Direction : GERAN = MS

9.2.7 EXTENDED MEASUREMENT REPORT

This message is the same asthe EXTENDED MEASUREMENT REPORT message defined in 3GPP TS 44.018 sub-
clause 9.1.52 but shall not contain:

- RR management Protocol Discriminator |E.

- Skip Indicator IE.
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- Extended Measurement Report Message Type |E.
Radio Bearer :  SRB1

Direction : MS - GERAN

9.2.7a ENHANCED MEASUREMENT REPORT

This message is the same as the ENHANCED MEASUREMENT REPORT message defined in 3GPP TS 44.018 sub-
clause 9.1.55 but shall not contain:

- RRshort PD field.

- Message type field.

- Short layer 2 header field.
Radio Bearer :  SRB1

Direction : MS - GERAN

9.2.8 GERAN MOBILITY INFORMATION

This message is used by GERAN to allocate anew G-RNTI and to convey other GERAN mobility related information
toaMS.

Radio Bearer : SRB2

Direction : GERAN - MS

Table 9.2.8.1: GERAN MOBILITY INFORMATION information elements

< GERAN MOBILITY INFORMATION message content > ::=
{0 -- Critical extension escape available

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< MS Timers and Constants in Connected Mode : < MS Timers and Constants in Connected Mode IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity protection mode info : < Integrity Protection Mode Info IE > >}
{0]1 <Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <New G-RNTI: < G-RNTIIE>>}
-- CN Information Elements
{0]1 <CN Information Info : < CN Information Info Full IE > >}
-- GERAN Information Elements
{0]1 < GRA Identity : < GRA Identity IE > >}
{0]1 < Downlink Counter Synchronisation Info : < Downlink Counter Synchronisation Info struct > >}
I < Content part error : bit (*) = < no string > >}
I < Message escape critical extensions : 1 bit (*) = < no string > >} ;
< Downlink Counter Synchronisation Info struct> ::=
< RB with PDCP Information List : bit (5) >
{ {0]|1 <RB with PDCP Information : < RB with PDCP Information IE > >}
{0]1 < PDCP context relocation info : < PDCP context relocation info IE >>}}* (1 + val(RB with PDCP
Information List) );

Table 9.2.8.2: GERAN MOBILITY INFORMATION information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

M S Timersand Constantsin connected mode
This|E is defined in sub-clause 9.3.51.
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Integrity Check Info
This|E is defined in sub-clause sub-clause 9.3.36. The Integrity Check Info | E isincluded when integrity protection is
applied

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39. The GERAN does not include this |E unless it is performing an SBSS relocation

Ciphering modeinfo
This|E is defined in sub-clause 9.3.14. The GERAN does not include this |E unlessit is performing an SBSS relocation
and a change in ciphering agorithm

New G-RNTI
This|E assignsanew G-RNTI to the MS. The G-RNTI IE isdefined in sub-clause 9.3.32.

CN Information Info Full
This|E is defined in sub-clause 9.3.18.

GRA ldentity
This|E is defined in sub-clause 9.3.30.

Downlink Counter Synchronisation info
This structure contains information about PDCP synchronisation.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described..
Range: 0 to maxRBallRABs-1. Other values are reserved.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.

PDCP context relocation info
This|E is defined in sub-clause 9.3.116

9.2.9 GERAN MOBILITY INFORMATION CONFIRM

This message is used to confirm the new GERAN mobility information for the MS.
Radio Bearer :  SRB2

Direction : MS- GERAN
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Table 9.2.9.1: GERAN MOBILITY INFORMATION CONFIRM information elements

< GERAN MOBILITY INFORMATION CONFIRM message content > ::=

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
{0]1 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >}
-- RB Information Elements
{0]1 < COUNT-C Activation Time : < Activation Time IE > >}
{0]1 < Radio Bearer Uplink Ciphering Activation Time Info : < RB Activation Time Info IE> >}
{0]1 < Uplink Counter Synchronisation Info : < Uplink Counter Synchronisation Info struct > >}
I < Content part error : bit (*) = < no string > > };

< Uplink Counter Synchronisation Info struct > ::=

{
< START List: bit (2) >
{ <START:<STARTIE>>
< CN Domain Identity : < CN Domain Identity IE > > } *(1+val(START list))
{0]1 <RB with PDCP Information list : bit (5) >
< RB with PDCP Information : < RB with PDCP Information IE > > *(1 + val(RB with PDCP Information

list) )}
}

Table 9.2.9.2: GERAN MOBILITY INFORMATION CONFIRM information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded when integrity protection is applied.

Uplink Integrity Protection Activation Info
The Integrity Protection Activation Info |E is defined in sub-clause 9.3.37.

COUNT-C Activation Time
Thie lE is used for radio bearers mapped on RLC-TM when the MS is moving to RRC-Cell_Dedicated state. The
Activation Time IE is defined in sub-clause 9.3.1.

Radio Bearer Activation Time Info
The RB Activation Time Info | E is defined in sub-clause 9.3.77.

Uplink Counter Synchronisation info
This structure contains information about PDCP synchronisation.

START List (2 bit field)
Thisfield isthe binary representation of the number of CN domain START struct. Range : 0 to maxCNdomains-1.

START
Thisfield is defined in sub-clause 9.3.102.

CN Domain ldentity
The CN Domain Identity |E identifies the type of core network domain. This IE is defined in sub-clause 9.3.15.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described..
Range: 0 to maxRBallRABs-1.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.
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9.2.10 GERAN MOBILITY INFORMATION FAILURE

This message is sent to indicate afailure to act on areceived GERAN MOBILITY INFORMATION message.
Radio Bearer : SRB2

Direction : MS- GERAN

Table 9.2.10.1: GERAN MOBILITY INFORMATION FAILURE information elements

< GERAN MOBILITY INFORMATION FAILURE message content > ::=
{
< RRC Transaction Identifier : < RRC Transaction ldentifier IE > >
< Failure Cause : < Failure Cause and Error Information IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
! < Content part error : bit (*) = < no string > > };

Table 9.2.10.2: GERAN MOBILITY INFORMATION FAILURE information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Failure Cause and Error |nformation
The Failure Cause And Error Information |E is defined in sub-clause 9.3.25.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded when integrity protection is applied.

9.2.11 GRA UPDATE

This message is used by the MSto initiate a GRA Update procedure.
Radio Bearer : SRB2

Direction : MS- GERAN

Table 9.2.11.1: GRA UPDATE information elements

< GRA UPDATE message content > ::=

{
< G-RNTI: < G-RNTI IE > >
< GRA Update Cause : < GRA Update Cause IE > >
{ <Protocol Error Indicator : 0 >
| < Protocol Error Indicator : 1 >

{ <RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Protocol Error Information : < Protocol Error Information |IE > > } }

{0]1 <Integrity Check Info : < Integrity Check Info IE > >}

I < Content part error : bit (*) = < no string >>};

Table 9.2.11.2: GRA UPDATE information element details

G-RNTI
This |E is defined in sub-clause 9.3.32.

GRA Update Cause
This|E is defined in sub-clause 9.3.31.

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.
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Protocol Error Information
This|E is defined in sub-clause 9.3.71.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded when integrity protection is applied.

Protocol Error Indicator
This|E is defined in sub-clause 9.3.70

9.2.12 GRA UPDATE CONFIRM

This message confirms the GRA update procedure and can be used to reallocate new G-RNTI information for the MS
valid after the GRA update.

Radio Bearer: SRB2

Direction : GERAN - MS

Table 9.2.12.1: GRA UPDATE CONFIRM information elements

< GRA UPDATE CONFIRM message content > ::=
{0 -- critical extension escape available

< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< RRC State Indicator : < RRC State Indicator IE > >
< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
{0]1 < Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <New G-RNTI: <G-RNTIIE > >}
{0]1 <CN Information Info : < CN Information Info IE > >}
{0]1 < GRA Identity : < GRA Identity |IE >>}
{0]1 < Downlink Counter Synchronisation Info : < Downlink Counter Synchronisation Info struct > >}
I < Content part error : bit (*) = < no string > >}
I < Message escape critical extensions : 1 bit (*) = < no string > >} ;
< Downlink Counter Synchronisation Info struct> ::=
< RB with PDCP Information List : bit (5) >
{ {0]|1 <RB with PDCP Information : < RB with PDCP Information IE > >}
{0]1 < PDCP context relocation info : < PDCP context relocation info IE >>}}* (1 + val(RB with PDCP
Information List) );

Table 9.2.12.2: GRA UPDATE CONFIRM information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

RRC State Indicator
This|E is defined in sub-clause 9.3.97.

GERAN DRX Cycle Length Coefficient
This |E is defined in sub-clause 9.3.29.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39. The GERAN does not include this |E unlessit is performing an SBSS relocation

Ciphering Mode Info
This|E is defined in sub-clause 9.3.14. The GERAN does not include this |E unless it is performing an SBSS relocation
and a change in ciphering algorithm
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New G-RNTI
This|E assignsanew G-RNTI to the MS. This|E is coded as the G-RNTI |E defined in sub-clause 9.3.32.

CN Information info
This|E is defined in sub-clause 9.3.17.

GRA ldentity
This|E is defined in sub-clause 9.3.30.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described.
Range: 0 to maxRBallRABs-1. Other values are reserved.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.

PDCP context relocation info
This|E is defined in sub-clause 9.3.116.

9.2.13  (void)

9.2.14 HANDOVER COMPLETE

This message is sent from the MS when a physical channel reconfiguration has been done.
Radio Bearer :  SRB2

Direction : MS - GERAN

Table 9.2.14.1: HANDOVER COMPLETE information elements

< HANDOVER COMPLETE message content > ::=

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< RRC Cause : < RRC Cause IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >}
{0]1 < Mobile Observed Time Difference : < Mobile Time Difference IE> > }
-- RB information elements
{0]1 < COUNT-C Activation Time : < Activation Time IE > >}
{0]1 < Radio Bearer Uplink Ciphering Activation Time Info : < RB Activation Time Info IE> >}
{0]1 < Uplink Counter Synchronisation Info : < Uplink Counter Synchronisation Info struct > >}
I < Content part error : bit (*) = < no string > >1};

< Uplink Counter Synchronisation Info struct > ::=
{ < START List: bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< START : < START IE > >} * (1+val(START List))
{0]1 <RB with PDCP Information List : bit (5) >
< RB with PDCP Information : < RB with PDCP Information IE > > *(1+val(RB with PDCP Information
List))
I

Table 9.2.14.2: HANDOVER COMPLETE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.
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Integrity Check Info

This|E shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the
MESSAGE parameter in the integrity protection algorithm. This|E is defined in sub-clause 9.3.36. The Integrity Check
Info IE isincluded when integrity protection is applied.

Uplink Integrity Protection Activation Info
This |E contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be
activated for the signalling radio bearers. The Integrity protection activation info |E is defined in sub-clause 9.3.36.

COUNT-C Activation Time
The Activation Time | E is defined in sub-clause 9.3.1

Radio Bearer Uplink Ciphering Activation Timeinfo
The RB activation timeinfo | E is defined in sub-clause 9.3.77

Uplink Counter Synchronisation Info struct
This structure enable to synchronise the Uplink security counters.

START List (2 bit field)
Thisfield is used to repeat information on each RB to be affected, where 0 enables one RB to be described.. Range : 0
to maxCNdomains-1.

CN Domain Identity
This|E is defined in sub-clause 9.3.15.

START
This|E is defined in sub-clause 9.3.102. START value to be used in this CN domain.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described..
Range : 0 to maxRBallRABs-1.

RRC Cause
This|E is defined in sub-clause 9.3.94.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.

9.2.15 HANDOVER FAILURE
Radio Bearer: SRB2

Direction : MS - GERAN

Table 9.2.15.1: HANDOVER FAILURE information elements

< HANDOVER FAILURE message content > ::=
{
< Failure Cause : < Failure Cause and Error Information |IE > >
< RRC Cause : < RRC Cause IE > >
{0]1 <RRC Transaction Identifier : < RRC Transaction Identifier IE > >}
{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
I < Content part error : bit (*) = < no string > >1};

Table 9.2.15.2: HANDOVER FAILURE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.
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Integrity Check Info
This|E shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the
MESSAGE parameter in the integrity protection algorithm. ThisIE is defined in sub-clause 9.3.36.

RRC Cause
The RRC Cause | E is defined in sub-clause 9.3.94.

Failure Cause
The Failure Cause and Error Information IE is defined in sub-clause 9.3.25.

9.2.16 HANDOVER FROM GERAN lu COMMAND

This message is used for handover from GERAN lu to GERAN A/Gb.
Radio Bearer :  SRB2

Direction : GERAN - MS

Table 9.2.16.1: HANDOVER FROM GERAN lu COMMAND information elements

<HANDOVER FROM GERAN Iu COMMAND message content > ::=
{0 -- critical extension escape available

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Activation Time : < Activation Time IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
-- RB Information Elements
{0]1 <RAB Information List : bit (4) >
< RAB Info : < RAB Info IE > > * (1 + val(RAB Information List) ) }
< Handover Command : < Handover Command struct > >
I < Content part error : bit (*) = < no string > >}
I < Message escape critical extension : 1 bit (*) = < no string > >} ;

< Handover Command struct > ::=

< Handover Command Length : bit (8) >
< Handover Command : octet(val(Handover Command Length)) >

b

Table 9.2.16.2: HANDOVER FROM GERAN lu COMMAND information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Activation Time
This|E is defined in sub-clause 9.3.1.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info |E isincluded when integrity protection is applied.

Integrity Protection Mode Info
This|E is defined in sub-clause 9.3.39

RAB Information List (4 bit field)
Thisfield is used to repeat information on each RABto Setup, where 0 enables one RAB to be described.Range : 0 to
maxRABsetup-1. Other values are reserved.

RAB Information List
The RAB Info IE is defined in sub-clause 9.3.73.

ETSI




3GPP TS 44.118 version 5.6.0 Release 5 190 ETSI TS 144 118 V5.6.0 (2003-09)

Handover Command struct
This structure contains the message HANDOV ER COMMAND and the length of the message. The HANDOVER
COMMAND message is defined in 3GPP TS 44.018.

9.2.17 INITIAL DIRECT TRANSFER

This message is used to initiate a signalling connection based on indication from the upper layers, and to transfer aNAS
message.

Radio Bearer :  SRB3

Direction : MS - GERAN

Table 9.2.17.1: INITIAL DIRECT TRANSFER information elements

< INITIAL DIRECT TRANSFER message content > ::=

{
< CN Domain Identity : < CN Domain Identity IE > >
< Intra Domain NAS Node Selector : < Intra Domain NAS Node Selector IE > >
< NAS Message : < NAS Message IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
< Start : < Start IE > >

I < Content part error : bit (*) = < no string > >} ;

Table 9.2.17.2 : INITIAL DIRECT TRANSFER information element details

CN Domain ldentity
The CN Domain Identity IE is defined in sub-clause 9.3.15.

Intra Domain NAS Node Selector
The IntraDomain NAS Node Selector |E is defined in sub-clause 9.3.41.

NAS M essage
The NAS Message |E is defined in sub-clause 9.3.54.

Integrity Check Info
The Integrity Check Info |E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity
protection is applied.

Start
This|E is defined in sub-clause 9.3.102.

9.2.18 INTER SYSTEM TO CDMA2000 HANDOVER COMMAND

This message is used for handover from GERAN lu mode to another system e.g. CDMA2000. One or several messages
from the other system can be included in the Inter-RAT message information element in this message. These messages
are structured and coded according to that systems specification.

Radio Bearer : SRB2

Direction : GERAN - MS
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Table 9.2.18.1: INTER SYSTEM TO CDMA2000 HANDOVER COMMAND information elements

< INTER SYSTEM TO CDMA2000 HANDOVER COMMAND message content > ::=
{ 0 --critical extension escape available

--MS information elements

< RRC Transaction Identifier : bit (2) >

< Activation Time : < Activation Time IE > >

{0]1 <Integrity Check Info : < Integrity Check Info IE > >}

{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
-- RB information elements

{0]1 <RAB Information List : bit (4) >

< RAB Info : < RAB Info IE > > * (1+val(RAB Information List))}

< Handover to CDMA2000 Command : < Handover to CDMA2000 Command struct > >

I < Content part error : bit (*) = < no string > >}
I < Message escape critical extension : 1 bit (*) = < no string > >} ;

< Handover to CDMA2000 Command struct > ::=

< Length of Handover to CDMA2000 Command contents : bit (8) >
< Handover to CDMA2000 Command : octet(val(Length of Handover to CDMA2000 Command contents)) >

1

Table 9.2.18.2 : INTER SYSTEM TO CDMA2000 HANDOVER COMMAND information element details

RRC Transaction I dentifier (2 bit field)
Thisfield is defined in sub-clause 9.3.98.

Activation Time
This|E is defined in sub-clause 9.3.1.

Integrity Check Info
This|E is defined in sub-clause 9.3.36.

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39

RAB Information List (4 bit field)
Thisfield isthe binary representation of the number of Radio Access Bearers to setup. Range : 0 to maxRABsetup-1.
Other values are reserved.

RAB Info
The RAB Info IE is defined in sub-clause 9.3.73.

Handover to CDM A2000 Command struct

This structure contains the message HANDOV ER to CDMA2000 COMMAND and the length of the HANDOVER to
CDMA2000 COMMAND message. The HANDOVER to CDMA2000 COMMAND message is defined in TIA/EIA/IS-
833 and TIA/EIA/1S-2000-5.
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NOTE: TheMSG_TYPE of the cdma2000 message used for the intersystem handover isincluded in the first
octet of the Handover to CDMA 2000 Command struct. It is specified in TIA/EIA/1S-2000 and in
TIA/EIA/1S-833. (E.g. MSG_TYPE::={00010001} if Extended Handoff Direction Message (EHDM) is
used, MSG_TYPE::={00011111} if General Handoff Direction Message is used, etc.). The order of the
bitsin this octet representing is given by the following example. If MSG_TY PE::={ 00010001} (EHDM),
the bit number 1 of ‘cdma2000 MSG_TYPE IEI’ is‘0’, the bit number 2 shall be ‘0, etc., and the hit
number 8is‘1’.

The remaining octets in the Handover to CDM A2000 Command struct is coded as the payload of the
message used for the inter system handover, as specified in TIA/EIA/IS-2000-5 and in TIA/EIA/1S-833.
The bit ordering is similar to the case described above. The bit number 1 of ‘cdma2000 message payload’
is coded asthefirst bit of the first record of the message defined in TIA/EIA/IS-2000-5 and in
TIA/EIA/1S-833, reading the records defined in TIA/EIA/IS-2000-5 and in TIA/EIA/1S-833 from left to
right.

9.2.19 INTER SYSTEM TO UTRAN HANDOVER COMMAND

This message is used for handover from GERAN lu mode to another system e.g. UTRAN. One or several messages
from the other system can be included in the Inter-RAT message information element in this message. These messages
are structured and coded according to that systems specification.

Radio Bearer : SRB2

Direction : GERAN - MS

Table 9.2.19.1: INTER SYSTEM TO UTRAN HANDOVER COMMAND information elements

<INTER SYSTEM TO UTRAN HANDOVER COMMAND message content > ::=
{0 -- critical extension escape available

-- MS information elements

< RRC Transaction Identifier : < RRC Transaction Identifier IE > >

< Activation Time : < Activation Time IE > >

{0]1 <Integrity Check Info : < Integrity Check Info IE > >}

{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
-- RB information elements

{0]1 <RAB Information List : bit (4) >

< RAB Info : < RAB Info IE > > * (1+val(RAB Information List)) }

< Handover to UTRAN Command : < Handover to UTRAN Command struct > >

I < Content part error : bit (*) = < no string > >}
I < Message escape critical extension : 1 bit (*) = < no string > >} ;

< Handover to UTRAN Command struct > ::=
{
< Handover to UTRAN Command Length : bit (8) >
< Handover to UTRAN Command : octet(val(Handover to UTRAN Command Length)) >

L

Table 9.2.19.2: INTER SYSTEM TO UTRAN HANDOVER COMMAND information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Activation Time
This|E is defined in sub-clause 9.3.1.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The integrity Check Info |E isincluded when integrity protection is applied.

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39
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RAB Information List (4 bit field)
Thisfield isthe binary representation of the number of Radio Access Bearers setup.

Range : 0 to maxRABsetup-1.

Other values are reserved.

RAB Information List
The RAB Info IE is defined in sub-clause 9.3.73.

Handover to UTRAN Command struct
This structure contains the message HANDOVER to UTRAN COMMAND and the length of the HANDOVER to
UTRAN COMMAND message. The HANDOVER to UTRAN COMMAND message is defined in 3GPP TS 25.331.

9.2.20 LCS DOWNLINK INFORMATION

This message is used by the GERAN to convey embedded LCS RRLP PDUs between the SMLC and the MS.
Radio Bearer:  SRB3

Direction: GERAN - MS

Table 9.2.20.1: LCS DOWNLINK INFORMATION information elements

< LCS DOWNLINK INFORMATION message content > ::=
{0 -- critical extension escape available
{
< RRC Transaction Identifier :< RRC Transaction Identifier IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
< RRLP PDU Length : bit (8) >
< RRLP PDU : octet(val(RRLP PDU Length)) >
I < Content part error : bit (*) = < no string > >}
I < Message escape critical extension : 1 bit (*) = < no string > >} ;

Table 9.2.21.2: LCS DOWNLINK INFORMATION information element details

RRC Transaction | dentifier
Thisfield is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

RRLP PDU Length (8 hit field)
Thisfield isthe binary representation of the length in octets of the following RRLP PDU field. Range: 0 to 241. All
other values are reserved.

RRLP PDU (variable length octet string)
Thisfield contains an RRLP PDU as defined in 3GPP TS 44.031.

9.2.21 LCS UPLINK INFORMATION

This message is used by the M S to convey embedded LCS RRLP PDUs between the MS and the GERAN (SMLC).
Radio Bearer:  SRB3

Direction: MS - GERAN
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Table 9.2.21.1: LCS UPLINK INFORMATION information elements

< LCS UPLINK INFORMATION message content > ::=
{
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
< RRLP PDU Length : bit (8) >
< RRLP PDU : octet(val(RRLP PDU Length)) >
I < Content part error : bit (*) = < no string > >} ;

Table 9.2.21.2: LCS UPLINK INFORMATION information element details

RRC Transaction | dentifier
Thisfield is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

RRLP PDU Length (8 hit field)
Thisfield isthe binary representation of the length in octets of the following RRLP PDU field. Range: 0 to 241. All
other values are reserved.

RRLP PDU (variable length octet string)
Thisfield contains an RRLP PDU as defined in 3GPP TS 44.031.

9.2.22 MEASUREMENT INFORMATION

This message is the same as the MEASUREMENT INFORMATION message defined in 3GPP TS 44.018 sub-clause
9.1.54, but shall not contain:

- RRshort PD field.

- Message type field.

- Short layer 2 header field.
Radio Bearer :  SRB1

Direction : GERAN = MS

9.2.23 MEASUREMENT REPORT

This message is the same as the MEASUREMENT REPORT message defined in 3GPP TS 44.018 sub-clause 9.1.21
but shall not contain:

- RR management Protocol Discriminator IE.
- Skip Indicator IE.

- Measurement Report Message Type |E.
Radio Bearer :  SRB1

Direction : MS - GERAN

9.2.24 MS CAPABILITY ENQUIRY

The MS CAPABILITY ENQUIRY is used by the GERAN to enquire GERAN A/Gb mode, UTRAN or CDMA2000
classmarks and UTRAN predefined configurations from the M S.
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Radio Bearer: SRB2

Direction: GERAN - MS

Table 9.2.24.1: MS CAPABILITY ENQUIRY information elements

< MS CAPABILITY ENQUIRY message content > ::=
{ 0 -- critical extension escape available

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
< Capability Update Requirement : < Capability Update Requirement IE > >
{0] 1 <UTRAN predefined Configuration Requirement: bit (1) >}
I < Content part error: bit(*) = < no string > >}
| < Message escape critical extensions: 1 bit (*) = < no string >>1};

Table 9.2.24.2: MS CAPABILITY ENQUIRY information element details

RRC Transaction | dentifier
Thisfield is defined in sub-clause 9.3.98.

Integrity Check Info
ThisIE is defined in sub-clause 9.3.36.
Integrity check info isincluded if integrity protection is applied.

UTRAN predefined Configuration Requirement (1 bit field)
Thisfield corresponds to the information whether the predefined configurations are requested by the network..

bit

1

0 UTRAN predefined configuration not requested by the network
1 UTRAN predefined configuration requested by the network

Capability Update Requirement
This|E is defined in sub-clause 9.3.4.

9.2.25 MS CAPABILITY INFORMATION

This message is sent by the M S to the GERAN to convey M S specific capability information to the GERAN.
Radio Bearer: SRB2

Direction: MS - GERAN
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Table 9.2.25.1: MS CAPABILITY INFORMATION information elements

< MS CAPABILITY INFORMATION message content > ::=

-- MS Information Elements
{0]1 <RRC Transaction Identifier : < RRC Transaction Identifier IE > >}
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <MS GERAN Ilu mode Radio Access Capability : < MS GERAN Ilu mode Radio Access Capability IE
>>}
{0]1 <MS GERAN A/Gb mode Radio Access Capability : < MS GERAN A/Gb mode Radio Access
Capability IE > >}
{0]1 <UE UTRAN Radio Access Capability : < UE UTRAN Radio Access Capability IE > >}
{0]1 <UE UTRAN Radio Access Capability Extension : < UE UTRAN Radio Access Capability Extension
IE>>}
{0]1 <UE UTRAN Predefined Configuration Status Information : < UE UTRAN Predefined Configuration
Status Information IE >>}
{0]1 <UE CDMA2000 Radio Access Capability : < UE CDMA2000 Radio Access Capability IE > >}
I < Content part error: bit (*) = < no string > > };

Table 9.2.25.2: MS CAPABILITY INFORMATION information element details

RRC Transaction | dentifier
Thisfield is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36.
Integrity check info isincluded if integrity protection is applied.

M S GERAN lu mode Radio Access Capability
This IE is defined in sub-clause 9.3.45.

M S GERAN A/Gb mode Radio Access Capability
Thisl|E is defined in sub-clause 9.3.46.

UE UTRAN Radio Access Capability
This|E is defined in sub-clause 9.3.108.

UE UTRAN Radio Access Capability Extension
This|E is defined in sub-clause 9.3.109.

UE UTRAN Predefined Configuration Status Infor mation
This|E is defined in sub-clause 9.3.108a

UE CDM A2000 Radio Access Capability
This |E is defined in sub-clause 9.3.110.

9.2.26 MS CAPABILITY INFORMATION CONFIRM

This message is sent by the GERAN to the MSto confirm that the M S capability information has been received.
Radio Bearer:  SRB2

Direction: GERAN - MS
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Table 9.2.26.1: MS CAPABILITY INFORMATION CONFIRM information elements

< MS CAPABILITY INFORMATION CONFIRM message content > ::=
{0 -- critical extension escape available

-- MS Information Elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extensions: 1 bit (*) = < no string > >} ;

Table 9.2.26.2: MS CAPABILITY INFORMATION CONFIRM information element details

RRC Transaction | dentifier
Thisfield is defined in sub-clause 9.3.98.

Integrity Check Info
ThisIE is defined in sub-clause 9.3.36.
Integrity Check Info IE isincluded if integrity protectionis applied.

9.2.27 (void)

9.2.28 RADIO BEARER RECONFIGURATION

This message is sent from GERAN to reconfigure parameters related to a change of QoS or change of physical channel.
Radio Bearer :  SRB2

Direction : GERAN - MS
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Table 9.2.28.1: RADIO BEARER RECONFIGURATION information elements

< RADIO BEARER RECONFIGURATION message content > ::=
{0 -- critical extension escape available

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Activation Time : < Activation Time IE > >
< RRC State Indicator : < RRC State Indicator IE > >
< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
{0]1 <Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <New G-RNTI:<G-RNTIIE>>}
-- CN information elements
{0]1 <CN Information Info : < CN Information Info IE > >}
-- GERAN information elements
{0]1 <GRA Identity : < GRA Identity IE > >}
-- RB information elements
{0]1 <RAB Information to Reconfigure List : bit (4) >
< RAB Information to Reconfigure : < RAB Information to Reconfigure IE > > * (1+val(RAB
Information to Reconfigure List)) }
{0]1 <RB Information to Reconfigure List : bit (5) >
{ < RB Information to Reconfigure : < RB Information to Reconfigure IE > >
{0 1 < Physical Information : < Physical Channel Configuration IE > >}
¥* (1+val(RB Information to Reconfigure List))

}
{0]1 < Downlink Counter Synchronisation Info : < Downlink Counter Synchronisation info struct > >}
{0]1 <RB Information to Be Affected List : bit (5) >
< RB Information to Be Affected : < RB Information to Be Affected IE > > *(1+val(RB Information to
Be Affected List)) }
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extension : 1 bit (*) = < no string > >} ;

< Downlink Counter Synchronisation Info struct> ::=
< RB with PDCP Information List : bit (5) >
{ {0]|1 <RB with PDCP Information : < RB with PDCP Information IE > >}
{0]1 < PDCP context relocation info : < PDCP context relocation info IE >>}}* (1 + val(RB with PDCP
Information List) );

Table 9.2.28.2: RADIO BEARER RECONFIGURATION information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Activation Time
The Activation Time | E is defined in sub-clause 9.3.1.

RRC State Indicator
This|E is defined in sub-clause 9.3.86.

GERAN DRX Cycle Length Coefficient
This IE is defined in sub-clause 9.3.29.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The integrity Check Info |E isincluded when integrity protection is applied.

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39. The GERAN does not include this |E unless it is performing an SBSS relocation

Ciphering M ode Info
This|E is defined in sub-clause 9.3.14. The GERAN does not include this |E unlessit is performing an SBSS relocation
and a change in ciphering algorithm.

New G-RNTI
This|E assignsanew G-RNTI to the MS. This|E is coded as the G-RNTI IE defined in sub-clause 9.3.32.
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CN Information Info
This|E is defined in sub-clause 9.3.17.

GRA | dentity
This |E is defined in sub-clause 9.3.30.

RAB Information to Reconfigure List (4 bit field)
Thisfield is used to repeat information on each RAB to reconfigure. Range: 0 to maxRABsetup-1, where 0 enables one
RAB to be described.

RAB Information to Reconfigure
This IE is defined in sub-clause 9.3.76.

RB Information to Reconfigure List (5 bit field)
Thisfield is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. Range : 0
to maxRB-1.

RB Information to Reconfigure
This|E is defined in sub-clause 9.3.82.

RB Information to Be Affected List (5 bit field)
Thisfield is used to repeat information on each RB to be affected, where 0 enables one RB to be described. Range : 0 to
maxRB-1.

RB Information to Be Affected
This|E is defined in sub-clause 9.3.81.

RB with PDCP Information list (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described. .
Range: 0 to maxRBalRABs-1

Downlink Counter Synchronisation Info struct
This structure contains information about PDCP synchronisation.

RB with PDCP Infor mation
This|E is defined in sub-clause 9.3.86.

PDCP context relocation info
This|E is defined in sub-clause 9.3.116.

Physical Information
The Physical Channel Configuration |E is defined in sub-clause 9.3.62.

9.2.29 RADIO BEARER RECONFIGURATION COMPLETE

This message is sent from the MS when a RB and/or a physical channel reconfiguration has been done.
Radio Bearer :  SRB2

Direction : MS- GERAN
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Table 9.2.29.1: RADIO BEARER RECONFIGURATION COMPLETE information elements

< RADIO BEARER RECONFIGURATION COMPLETE message content > ::=

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
{0]1 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >}
{0]1 < Mobile Observed Time Difference : < Mobile Time Difference IE > >}
-- RB information elements
{0]1 < COUNT-C Activation Time : < Activation Time IE > >}
{0]1 <Radio Bearer Uplink Ciphering Activation Time Info : < RB Activation Time Info IE> >}
{0]1 < Uplink Counter Synchronisation Info : < Uplink Counter Synchronisation Info struct > >}
I < Content part error : bit (*) = < no string > >1};

< Uplink Counter Synchronisation Info struct > ::=
{ < START List: bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< START : < START IE > >} * (1+val(START List))
{0]1 <RB with PDCP Information List : bit (5) >
< RB with PDCP Information : < RB with PDCP Information IE > > * (1+val(RB with PDCP Information
List)) }

Table 9.2.29.2: RADIO BEARER RECONFIGURATION COMPLETE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

Uplink Integrity Protection Activation Info
This |E contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be
activated for the signalling radio bearers. The Integrity protection activation info | E is defined in sub-clause 9.3.37.

COUNT-C Activation Time
The Activation Time | E is defined in sub-clause 9.3.1.

Radio Bearer Uplink Ciphering Activation Time Info
This|E is coded as the RB activation time info | E defined in sub-clause 9.3.77.

M obile Observed Time Difference
The Mobile Time Difference | E is defined in sub-clause 9.3.43.

Uplink Counter Synchronisation Info struct
This structure enable to synchronise the Uplink security counters.

START List (2 bit field)
START value to be used in this CN domain. Thisfield is the binary representation of the number of RB to be affected.
Range : 0 to maxCNdomains-1.

CN Domain ldentity
This IE is defined in sub-clause 9.3.15.

START
This|E is defined in sub-clause 9.3.102.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. . Range : 0
to maxRBallRABs-1.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.
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9.2.30 RADIO BEARER RECONFIGURATION FAILURE

This message is sent by MSif the configuration given by GERAN is unacceptable or if the MS failed to establish the
physical channel(s).

Radio Bearer : SRB2

Direction : MS- GERAN

Table 9.2.30.1: RADIO BEARER RECONFIGURATION FAILURE information elements

< RADIO BEARER RECONFIGURATION FAILURE message content > ::=

-- MS information elements

< RRC Transaction ldentifier : < RRC Transaction Identifier IE > >

< RRC Cause : < RRC Cause IE > >

< Failure Cause : < Failure Cause and Error Information IE > >

{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
-- RB information elements

{0]1 < Potentially Succesful RB List : bit (5) >

< RB Identity : < RB Identity IE >> *(1 + val(Potentially Succesful RB List) ) }

| < Content part error : bit () = <no string >>1};

Table 9.2.30.2: RADIO BEARER RECONFIGURATION FAILURE information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. Integrity Check Info isincluded if integrity protection is applied.

Failure Cause
This Failure Cause and Error Information |E is defined in sub-clause 9.3.25.

RRC Cause
This RRC Cause |E is defined in sub-clause 9.3.94.

Potentially Succesful RB List (5 bit field)
Thisfield isthe binary representation of the number of RB for which reconfiguration would have succeeded.
Range : 0 to maxRB-1.

RB I dentity
This|E is defined in sub-clause 9.3.80.

9.2.31 RADIO BEARER RELEASE

This message is used by GERAN to release aradio bearer. It can also include modifications to the configurations of
physical channels.

Radio Bearer: SRB2

Direction : GERAN - MS
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Table 9.2.31.1: RADIO BEARER RELEASE information elements

< RADIO BEARER RELEASE message content > ::=
{0 -- critical extension escape available

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction IdentifierlE > >
< Activation Time : < Activation Time IE > >
< RRC State Indicator : < RRC State Indicator IE > >
< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
{0]1 < Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <New G-RNTI:<G-RNTIIE>>}
-- CN information elements
{0|1 < Signalling Connection Release Indication : < CN Domain Identity IE> >}
{0]1 <CN Information Info : < CN Information Info IE > >}
-- GERAN information elements
{0]1 <GRA Identity : < GRA Identity IE > >}
-- RB information elements
{0]1 <RAB Information to Reconfigure List : bit (4) >
< RAB Information to Reconfigure : < RAB Information to Reconfigure IE > > *(1+val(RAB
Information to Reconfigure List)) }
{0]1 <RB Information to Release List : bit (5) >
{ <RB Information to Release : < RB Information to Release IE > >
{0 1 < Physical Information : < Physical Channel Configuration IE > >}
¥*(1+val(RB Information to Release List))

}
{0]1 <RB Information to Be Affected List : bit (5) >
< RB Information to Be Affected : < RB Information to Be Affected IE > >*(1+val(RB Information to

Be Affected List)) }
{0]1 < Downlink Counter Synchronisation Info : < Downlink Counter Synchronisation info struct > >}

I < Content part error : bit (¥) = < no string > >}
I < Message escape critical extension : 1 bit (*) = < no string > >} ;

< Downlink Counter Synchronisation Info struct> ::=
< RB with PDCP Information List : bit (5) >
{ {0]|1 <RB with PDCP Information : < RB with PDCP Information IE > >}
{0]1 < PDCP context relocation info : < PDCP context relocation info IE >>}}* (1 + val(RB with PDCP
Information List) );

Table 9.2.31.2: RADIO BEARER RELEASE information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Activation Time
The Activation Time |E is defined in sub-clause 9.3.1.

RRC State Indicator
This|E is defined in sub-clause 9.3.97.

GERAN DRX Cycle Length Coefficient
This|E is defined in sub-clause 9.3.29.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. Integrity Check Info isincluded if integrity protection is applied.

Integrity Protection Mode Info
This|E is defined in sub-clause 9.3.39. The GERAN does not include this |E unlessit is performing an SBSS relocation

Ciphering Mode Info
This|E is defined in sub-clause 9.3.14. The GERAN does not include this |E unlessit is performing an SBSS relocation
and a change in ciphering agorithm
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New G-RNTI
This|E assignsanew G-RNTI to the MS. This|E is coded asthe G-RNTI IE defined in sub-clause 9.3.33.

Signalling Connection Release Indication
The CN Domain Identity |E is defined in sub-clause 9.3.15.

CN Information Info
This|E is defined in sub-clause 9.3.17.

GRA | dentity
This |E is defined in sub-clause 9.3.30.

RAB Information to Reconfigure List (4 bit field)
Thisfield is used to repeat information on each RAB to reconfigure, where 0 enables one RAB to be described. Range:
0 to maxRABsetup-1.

RAB Information to Reconfigure
ThisIE is defined in sub-clause 9.3.76.

RB Information to Release List (5 bit field)
Thisfield is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. Range: 0 to
maxRB-1.

RB Information to Release
This|E is defined in sub-clause 9.3.83.

RB Information to Be Affected List (5 bit field)
Thisfield is used to repeat information on each RB to be affected, where 0 enables one RB to be described. Range: 0 to
maxRB-1.

RB Information to Be Affected
This|E is defined in sub-clause 9.3.81.

Downlink Counter Synchronisation Info struct
This structure contains information about PDCP synchronisation.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described.
Range: 0 to maxRBallRABs-1.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.

PDCP context relocation info
This|E is defined in sub-clause 9.3.116.

Physical Information
The Physical Channel Configuration |E is defined in sub-clause 9.3.62.

9.2.32 RADIO BEARER RELEASE COMPLETE

This message is sent from the MS when radio bearer rel ease has been completed.
Radio Bearer :  SRB2

Direction : MS - GERAN
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Table 9.2.32.1: RADIO BEARER RELEASE COMPLETE information elements

< RADIO BEARER RELEASE COMPLETE message content > ::=

-- MS information elements

< RRC Transaction Identifier : < RRC Transaction Identifier IE > >

{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}

{0]1 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >}
-- RB information elements

{0]1 < COUNT-C Activation Time : < Activation Time IE > >}

{0]1 <Radio Bearer Uplink Ciphering Activation Time Info : < RB Activation Time Info IE> >}

{0]1 < Uplink Counter Synchronisation Info : < Uplink Counter Synchronisation Info struct > >}
I < Content part error : bit (*) = < no string > >1};

< Uplink counter synchronisation Info struct > ::=
{ < START List: bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< START : < START IE >) >} * (1+val(START List))
{0]1 <RB with PDCP Information List : bit (5) >
< RB with PDCP Information : < RB with PDCP Information |IE > > * (1+val(RB with PDCP Information
List))
J2

Table 9.2.32.2: RADIO BEARER RELEASE COMPLETE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

Uplink Integrity Protection Activation Info
This |E contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be
activated for the signalling radio bearers. The Integrity Protection Activation Info I1E is defined in sub-clause 9.3.3. 37

COUNT-C Activation Time
The Activation Time | E is defined in sub-clause 9.3.1.

Radio Bearer Uplink Ciphering Activation Time Info
The RB Activation Time Info |E is defined in sub-clause 9.3.77.

Uplink Counter Synchronisation Info Struct
This structure enable to synchronise the Uplink security counters.

START List (2 bit field)
START value to be used in this CN domain. Thisfield is the binary representation of the number of RB to be affected.
Range : 0 to maxCNdomains-1.

CN Domain ldentity
This|E is defined in sub-clause 9.3.15.

START
This|E is defined in sub-clause 9.3.102.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described.
Range: 0 to maxRBallRABs-1.

RB with PDCP | nfor mation
This|E is defined in sub-clause 9.3.86.
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9.2.33 RADIO BEARER RELEASE FAILURE

This message is sent by MSif the configuration given by GERAN is unacceptable or if radio bearer can not be rel eased.
Radio Bearer : SRB2

Direction : MS- GERAN

Table 9.2.33.1: RADIO BEARER RELEASE FAILURE information elements

< RADIO BEARER RELEASE FAILURE message content > ::=
{
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< RRC Cause : < RRC Cause IE > >
< Failure Cause : < Failure Cause and Error Information IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 < Potentially Succesful RB List : bit (5) >
< RB Identity :< RB Identity IE > > *(1 + val(Potentially Succesful RB List) ) }
| < Content part error : bit (*) = < no string > >1};

Table 9.2.33.2: RADIO BEARER RELEASE FAILURE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36.The Integrity Check Info IE isincluded if integrity protection is applied.

Failure Cause
The Failure Cause and Error Information |E is defined in sub-clause 9.3.25.

RRC Cause
This RRC Cause |E is defined in sub-clause 9.3.94.

Potentially Succesful RB List (5 bit field)
Thisfield isthe binary representation of the number of RB for which reconfiguration would have succeeded.
Range : 0 to maxRB-1.

RB | dentity
This |E is defined in sub-clause 9.3.80.

9.2.34 RADIO BEARER SETUP

This message is sent by GERAN to the MS to establish new radio bearer(s).
Radio Bearer :  SRB2

Direction : GERAN = MS
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Table 9.2.34.1: RADIO BEARER SETUP information elements

< RADIO BEARER SETUP message content > ::=
{0 -- critical extension escape available

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Activation Time : < Activation Time IE > >
< RRC State Indicator : < RRC State Indicator IE > >
< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
{0]1 < Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <New G-RNTI:<G-RNTIIE>>}
-- CN information elements
{0]1 <CN Information Info : < CN Information Info IE > >}
-- GERAN information elements
{0]1 <GRA identity : < GRA identity IE > >}
-- RB information elements
{0]1 <RB Information to Setup List : bit (3) >
{ < RB Information to Setup : < Signalling RB Information to Setup IE > >
{0 1 < Physical Information : < Physical Channel Configuration IE > >}
} *(1+val(RB Information to Setup List))

}
{0]1 <RAB Information for Setup List : bit (4) >
< RAB Information for Setup : < RAB Information for Setup IE > > *(1+val(RAB Information for Setup
List)) }
{0]1 <RB Information to Be Affected List : bit (5) >
< RB Information to Be Affected : < RB Information to Be Affected IE > > *(1+val(RB Information to
Be Affected List)) }
{0]1 < Downlink Counter Synchronisation Info : < Downlink Counter Synchronisation info struct > >}
I < Content part error : bit (*) = < no string > >}
I < Message escape critical extension : 1 bit (*) = < no string > >} ;

< Downlink Counter Synchronisation Info struct> ::=
< RB with PDCP Information List : bit (5) >
{ {0]|1 <RB with PDCP Information : < RB with PDCP Information IE > >}
{0]1 < PDCP context relocation info : < PDCP context relocation info IE >>}}* (1 + val(RB with PDCP
Information List));

Table 9.2.34.2: RADIO BEARER SETUP information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Activation Time
The Activation Time |E is defined in sub-clause 9.3.1.

RRC State Indicator (2 bit field)
This IE is defined in sub-clause 9.3.97.

GERAN DRX Cycle Length Coefficient (3 bit field)
This|E is defined in sub-clause 9.3.29.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

Integrity Protection M ode Info
This|E is defined in sub-clause 9.3.39. The GERAN does not include this |E unless it is performing an SBSS relocation

Ciphering M ode Info
This|E is defined in sub-clause 9.3.14. The GERAN does not include this |E unlessit is performing an SBSS relocation
and a change in ciphering agorithm
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New G-RNTI
This|E assignsanew G-RNTI to the MS. This|E is coded asthe G-RNTI IE defined in sub-clause 9.3.32.

CN Information Info
This|E isdefined in sub-clause 9.3.17.

GRA ldentity
This|E is defined in sub-clause 9.3.30.

Signalling RB Information to Setup List (3 bit field)
Thisfield isthe binary representation of the number of SRB to setup. Range : 0 to maxSRBsetup-1.

Signalling RB Information to Setup
This|E is present for each SRB to establish. This|E is defined in sub-clause 9.3.101.

RAB Information for Setup List (4 bit field)
Thisfield is used to repeat information on each RAB to reconfigure, where 0 enables one RAB to be described. Range:
0 to maxRABsetup-1.

RAB Information for Setup
This|E is present for each signalling RAB to establish. This |E is defined in sub-clause 9.3.75.

RB Information to Be Affected List (5 bit field)
Thisfield is used to repeat information on each RB to reconfigure, where 0 enables one RB to be described. Range: 0 to
maxRB-1.

RB Information to Be Affected
This|E is defined in sub-clause 9.3.72.

Downlink Counter Synchronisation Info struct
This structure contains information about PDCP synchronisation.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described.
Range: 0 to maxRBallRABs-1.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.

PDCP context relocation info
This|E is defined in sub-clause 9.3.116.

9.2.35 RADIO BEARER SETUP COMPLETE

This message is sent by MSto confirm the establishment of the radio bearer.
Radio Bearer:  SRB2

Direction : MS - GERAN
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Table 9.2.35.1: RADIO BEARER SETUP COMPLETE information elements

< RADIO BEARER SETUP COMPLETE message content > ::=

{
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
{0]1 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >}
{0]1 < COUNT-C Activation Time : < Activation Time : bit (8) > >}
{0]1 < Radio Bearer Uplink Ciphering Activation Time info : < RB Activation Time info IE > >}
{0]1 < Uplink Counter Synchronisation Info : < Uplink Counter Synchronisation Info struct > >}

I < Content part error : bit () = < no string > >} ;

< Uplink Counter Synchronisation Info struct > ::=
{ < START List: hit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< START : < START IE > >} * (1 + val(START List) )
{0]1 <RB with PDCP Information List : bit (5) >
< RB with PDCP Information : < RB with PDCP Information IE > > * (1 + val(RB with PDCP Information
List) ) }

b

Table 9.2.35.2: RADIO BEARER SETUP COMPLETE information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Integrity Check Info
ThisIE is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

Uplink Integrity Protection Activation Info
This|E contains the time, in terms of RRC sequence numbers, when a new integrity protection configuration shall be
activated for the signalling radio bearers. The Integrity protection activation info |1E is defined in sub-clause 9.3.36.

COUNT-C Activation Time
The Activation Time | E is defined in sub-clause 9.3.1.

Radio bearer uplink ciphering activation time info
The RB Activation Time Info |E is defined in sub-clause 9.3.77.

Uplink Counter Synchronisation Info struct
This structure enables the synchronisation of the Uplink security counters.

START List (2 bit field)
START value to be used in this CN domain. Thisfield is the binary representation of the number of RB to be affected.
Range : 0 to maxCNdomains-1.

CN Domain ldentity
This|E is defined in sub-clause 9.3.15.

START
This|E is defined in sub-clause 9.3.102.

RB with PDCP Information List (5 bit field)
Thisfield is used to repeat information on each RB with PDCP Information, where 0 enables one RB to be described.
Range: 0 to maxRBallRABs-1.

RB with PDCP I nfor mation
This|E is defined in sub-clause 9.3.86.

9.2.36 RADIO BEARER SETUP FAILURE

Thismessageis sent by MS, if it does not support the configuration given by GERAN.
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Radio Bearer: SRB2

Direction : MS- GERAN

Table 9.2.36.1: RADIO BEARER SETUP FAILURE information elements

< RADIO BEARER SETUP FAILURE message content > ::=
{
< RRC Transaction ldentifier : < RRC Transaction Identifier IE > >
< RRC Cause : < RRC Cause IE > >
< Failure Cause : < Failure Cause and Error Information IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1 < Potentially Succesful RB List : bit (5) >
< RB Identity : < RB Identity IE > > *(1+val(Potentially Succesful RB List)) }
| < Content part error : bit (*) = < no string > >1};

Table 9.2.36.2: RADIO BEARER SETUP FAILURE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

Failure Cause
The Failure Cause and Error Information | E is defined in sub-clause 9.3.25.

RRC Cause
This RRC Cause |E is defined in sub-clause 9.3.94.

Potentially Succesful RB List (5 bit field)
Thisfield isthe binary representation of the number of RB for which setup would have succeeded.
Range : 0 to maxRB-1.

RB | dentity
This |E is defined in sub-clause 9.3.80.

9.2.37 RRC CONNECTION REJECT

The network transmits this message when the requested RRC connection cannot be accepted.
Radio Bearer :  SRB2

Direction : GERAN = MS

Table 9.2.37.1: RRC CONNECTION REJECT information elements

< RRC CONNECTION REJECT message content > ::=
{0 -- critical extension escape available
{
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Initial MS Identity : < Initial MS Identity IE > >
< RRC Rejection Cause : < RRC Rejection Cause IE > >
< Wait time : < Wait Time IE > >
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extensions : 1 bit (*) = < no string > >} ;
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Table 9.2.37.2: RRC CONNECTION REJECT information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Initial M S Identity
This|E is defined in sub-clause 9.3.35.

RRC Rejection Cause
This|E is defined in sub-clause 9.3.89. In this version of specification, the M S ignores the Rejection Cause | E.

Wait Time
This|E is defined in sub-clause 9.3.112.

9.2.38 RRC CONNECTION RELEASE

This message is sent by GERAN to release the RRC connection. The message also releases all radio bearers between
the MS and GERAN.

RadioBearer: SRB 2

Direction : GERAN - MS

Table 9.2.38.1: RRC CONNECTION RELEASE information elements

< RRC CONNECTION RELEASE message content > ::=
{ 0 -- critical extension escape available
{ < RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< RRC Release Cause : < Release Cause IE > >
{0] 1 <Integrity Check Info : < Integrity Check Info IE > >}
{0]1<N308:bit (3) >}
{0] 1 <RPLMN Information : < RPLMN Information IE > >}
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extensions : 1 bit (*) = < no string > >} ;

Table 9.2.38.2: RRC CONNECTION RELEASE information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

N308 (3 bit field)
ThislE ispresent when MSisin RRC-CELL_DEDICATED state.
N308 indicates the Maximum number of retransmissions of the RRC CONNECTION RELEASE COMPLETE

message.
bit
321
000
001
010
011
100
101
110
111

O~NO U WNPE
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Release cause
This|E is defined in sub-clause 9.3.90.

RPLMN Information
This|E is defined in sub-clause 9.3.93.

9.2.39 RRC CONNECTION RELEASE COMPLETE

This message is sent by M S to confirm that the RRC connection has been released.
Radio Bearer :  SRB2

Direction : MS - GERAN

Table 9.2.39.1: RRC CONNECTION RELEASE COMPLETE information elements

< RRC CONNECTION RELEASE COMPLETE message content > ::=
{
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0] 1 < Integrity Check Info : < Integrity Check Info IE > >}
{0] 1 <Error Indication : < Failure Cause and Error Information IE > >}
I < Content part error : bit (*) = < no string > >}

Table 9.2.39.2: RRC CONNECTION RELEASE COMPLETE information element details

RRC Transaction | dentifier
This |E is defined in sub-clause 9.3.98.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied

Error Indication
The Failure Cause and Error Information | E is defined in sub-clause 9.3.25.

9.2.40 RRC CONNECTION REQUEST

RRC Connection Request is the first message transmitted by the MS when setting up an RRC Connection to the
network.

Radio Bearer:  SRB2

Direction : MS - GERAN

Table 9.2.40.1: RRC CONNECTION REQUEST information elements

< RRC CONNECTION REQUEST message content > ::=
{
< Initial MS Identity : < Initial MS Identity IE > >
< Establishment Cause : < Establishment Cause IE > >
< Protocol Error Indicator : < Protocol Error Indicator IE > >
! < Content part error : bit (*) = < no string > > };

Table 9.2.40.2: RRC CONNECTION REQUEST information element details

Initial M SIdentity
This|E is defined in sub-clause 9.3.35.
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Establishment Cause
This|E is defined in sub-clause 9.3.21

Protocol Error Indicator
This|E is defined in sub-clause 9.3.70.

9.2.41 RRC CONNECTION SETUP

This message is used by the network to accept the establishment of an RRC connection for an MS, including
assignment of signalling link information and optionally physical channel information.

Radio Bearer: SRB2

Direction : GERAN - MS

Table 9.2.41.1: RRC CONNECTION SETUP information elements

< RRC CONNECTION SETUP message content > ::=
{ 0 -- critical extension escape available

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Initial MS Identity : < Initial MS Identity IE > >
< Activation Time : < Activation Time IE > >
< New G-RNTI : < G-RNTI IE > >
< RRC State Indicator : < RRC State Indicator IE > >
< GERAN DRX Cycle Length Coefficient : < GERAN DRX Cycle Length Coefficient > >
< Capability Update Requirement : < Capability Update Requirement IE > >

-- RB information elements
{0]1 < Signalling RB Information to Setup list : bit (3) >

< Signalling RB Information to Setup : < Signalling RB Information to Setup IE > > *(1+val(Signalling
RB Information to Setup list)) }
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extensions : 1 bit (*) = < no string > >} ;

Table 9.2.41.2: RRC CONNECTION SETUP information element details

RRC Transaction Identifier (2 bit field)
This|E is defined in sub-clause 9.3.98.

Activation Time (8 bit field)
This|E is defined in sub-clause 9.3.1.

Initial M SIdentity
This |E is defined in sub-clause 9.3.35.

New G-RNTI
This|E assignsanew G-RNTI to the MS. This|E is coded as the G-RNTI |E defined in sub-clause 9.3.32.

RRC State Indicator
This|E is defined in sub-clause 9.3.97.

GERAN DRX Cycle Length Coefficient
This|E is defined in sub-clause 9.3.29.

Capability Update Requirement
This|E is defined in sub-clause 9.3.4.
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Signalling RB Information to Setup list (3 bit field)
Thisfield isthe binary representation of the number of SRB to setup. Range : 0 to maxSRBsetup-1.

Signalling RB Information to Setup
This|E is present for each SRB to establish. This|E is defined in sub-clause 9.3.101.

9.2.42 RRC CONNECTION SETUP COMPLETE

This message confirms the establishment of the RRC Connection by the MS.
Radio Bearer :  SRB2

Direction : MS - GERAN

Table 9.2.42.1: RRC CONNECTION SETUP COMPLETE information elements

< RRC CONNECTION SETUP COMPLETE message content > ::=
{

< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< START list : bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< START : < START IE > >} *(1+val(START List))
{0]1 <MS GERAN lu mode Radio Access Capability : < MS GERAN lu mode Radio Access Capability IE > >

< Inter-RAT MS Radio Access Capability : < Inter-RAT MS Radio Access Capability struct > >}
I < Content part error : bit (*) = < no string >>1};

< Inter-RAT MS Radio Access Capability struct > ::=

< Inter-RAT MS Radio Access Capability Length : bit (15) >

{0]|1 <MS GERAN A/Gb mode Radio Access Capability : < MS GERAN A/Gb mode Radio Access Capability IE
>>}

{0|1 <UE UTRAN Radio Access Capability : < UE UTRAN Radio Access Capability IE > >}

{0]1 <UE UTRAN Radio Access Capability Extension : < UE UTRAN Radio Access Capability Extension IE > >

{0]1 <UE CDMA2000 Radio Access Capability : < UE CDMA2000 Radio Access Capability IE > >}
< spare hits >**;

NOTE: Inter-RAT MS radio access capability are currently included in the M S radio access capability from
24.008. M S radio access capability extension is currently not defined.

Table 9.2.42.2:RRC CONNECTION SETUP COMPLETE information element details

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

START List (2 bit field)
Thisfield isthe binary representation of the number of CN domains for which a START value isincluded.
Range : 0 to maxCNdomains-1.

CN Domain ldentity
Thisfield is defined in sub-clause 9.3.15.

START
Thisfield is defined in sub-clause 9.3.102.

Inter-RAT M S Radio Access Capability Length
Thisfield indicates the length of the structure excluding the 15 bits to indicate the length.
Range 0 — 32768.
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M S GERAN lu mode Radio Access Capability
Thisl|E isdefined in sub-clause 9.3.45.

MS GERAN A/Gb mode Radio Access Capability
This IE is defined in sub-clause 9.3.44.

UE UTRAN Radio Access Capability
This|E is defined in sub-clause 9.3.108

UE UTRAN Radio Access Capability Extension
This|E is defined in sub-clause 9.3.109.

UE CDM A2000 Radio Access Capability
This|E is defined in sub-clause 9.3.110.

9.2.43 RRC STATUS

This message is sent to indicate a protocol error.
Radio Bearer: SRB2

Direction : MS- GERAN

Table 9.2.43.1: RRC STATUS information elements

< RRC STATUS message content > ::=
{
< Protocol Error Information : < Protocol Error Information IE > >
{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
{0]1 <Identification of Received Message : < Identification of Received Message struct > >}
I < Content part error : bit (*) = < no string > >1};

< ldentification of Received Message struct > ::=
< Received Message Type : < Message Type IE > >
< RRC Transaction Identifier : < RRC Transaction Identifier IE > > ;

Table 9.2.43.2: RRC STATUS information element details

Protocol Error Information
The Protocol Error Information |E is defined in sub-clause 9.3.71.

Integrity Check Info
The Integrity Check Info |E is defined in sub-clause 9.3.36.
The Integrity Check Info IE isincluded if integrity protectionis applied.

I dentification of Received M essage struct
This structure is present if the Protocol Error Cause |E in the Protocol Error Information |E has any other value than
"CSN.1 violation or encoding error” or "Message type non-existent or not implemented"”.

Received M essage Type
The Message Type IE is defined in sub-clause 9.2.1.

RRC Transaction | dentifier
The RRC Transaction Identifier |E is defined in sub-clause 9.3.98.

9.2.44 RRC FAILURE INFO

This message is sent between network nodes in order to provide information about the cause for failure to perform the
requested operation.
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Radio Bearer:  N/A

Direction: GERAN/UTRAN - GERAN

Table 9.2.44.1: RRC FAILURE INFO information elements

< RRC FAILURE Info message content > ::=
{ < Failure cause: 0011 >
< Protocol Error Information : < Protocol Error Information IE > >
| < Failure cause : 0000 | 0001 | 0010 | 01 bit (2) | 1 bit(3) >}
| < Content part error : bit (*) = < no string > > ;

Table 9.2.44.2: RRC FAILURE INFO information element details

Failure Cause
The Failure Cause | E indicates the cause of the failure in order to perform the required RRC procedure. ThislE is
defined in sub-clause 9.3.24.

Protocol Error Information
This|E is defined in sub-clause 9.3.71.

9.2.45 SECURITY MODE COMMAND

This message is sent by GERAN to start or reconfigure ciphering and/or integrity protection parameters.
Radio Bearer :  SRB2

Direction : GERAN - MS

Table 9.2.45.1: SECURITY MODE COMMAND information elements

< SECURITY MODE COMMAND message content > ::=
{0 -- critical extension escape available

-- MS information elements
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
< Integrity Check Info : < Integrity Check Info IE > >
< Security Capability : < Security Capability IE > >
{0]1 <Ciphering Mode Info : < Ciphering Mode Info IE > >}
{0]1 <Integrity Protection Mode Info : < Integrity Protection Mode Info IE > >}
-- CN information elements
< CN Domain Identity : < CN Domain Identity IE > >
-- other information elements
{0]1 < GSM MS Security Capability : < GSM MS Security Capability IE > >}
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extensions : 1 bit (*) = < no string > >} ;

Table 9.2.45.2: SECURITY MODE COMMAND information element details

RRC Transaction | dentifier
The RRC Transaction Identifier |E is defined in sub-clause 9.3.98.

Integrity Check Info
The Integrity Check Info |E is defined in sub-clause 9.3.36.

Security Capability
The Security Capability |E is defined in sub-clause 9.3.100.

Ciphering M ode Info
Only present if ciphering shall be controlled. The Ciphering Mode Info |E is defined in sub-clause 9.3.14.
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Integrity Protection Mode Info
Only present if integrity protection shall be controlled. The Integrity Protection Mode Info |E is defined in sub-clause
9.3.39.

CN Domain Identity
Indicates which cipher and integrity protection keys are applicable. The CN Domain Identity |E is defined in sub-clause
9.3.15.

GSM M S Security Capability
This|E is defined in sub-clause 9.3.33.

9.2.46 SECURITY MODE COMPLETE

This message is sent by MS to confirm the reconfiguration of ciphering and/or integrity protection.
Radio Bearer : SRB2

Direction : MS- GERAN

Table 9.2.46.1: SECURITY MODE COMPLETE information elements

< SECURITY MODE COMPLETE message content > ::=
{
< RRC Transaction Identifier : < RRC Transaction Identifier IE >>
< Integrity Check Info : < Integrity Check Info IE > >
{0]1 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >}
{0]1 < Radio Bearer Uplink Ciphering Activation Time Info : < RB Activation Time Info IE > >}
| < Content part error : bit (*) = < no string >>1};

Table 9.2.46.2: SECURITY MODE COMPLETE information element details

RRC Transaction | dentifier
The RRC Transaction Identifier |E is defined in sub-clause 9.3.98.

Integrity Check Info
Th Integrity Check Info |E is defined in sub-clause 9.3.36.

Uplink Integrity Protection Activation Info

The Integrity Protection Activation Info |E contains the time, in terms of RRC sequence numbers, when a new integrity
protection configuration shall be activated for the signalling radio bearers. The Integrity Protection Activation Info IE is
defined in sub-clause 9.3.37.

Radio Bearer Uplink Ciphering Activation Time Info
The RB Activation Time Info |E is defined in sub-clause 9.3.77.

9.2.47 SECURITY MODE FAILURE

This message is sent to indicate a failure to act on areceived SECURITY MODE CONTROL message.
Radio Bearer :  SRB2

Direction : MS- GERAN
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Table 9.2.47.1: SECURITY MODE FAILURE information elements

< SECURITY MODE FAILURE message content > ::=
{
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0]1 <Integrity Check Info : < Integrity Check Info IE > >}
< Failure Cause : < Failure Cause and Error Information IE > >
| < Content part error : bit (*) = < no string > >1};

Table 9.2.47.2: SECURITY MODE COMPLETE information element details

RRC Transaction | dentifier
The RRC Transaction Identifier |E is defined in sub-clause 9.3.98.

Integrity Check Info
The Integrity Check Info | E is defined in sub-clause 9.3.36. Integrity Check Info isincluded if integrity protectionis

applied

Failure Cause
The Failure Cause and Error Information |E is defined in sub-clause 9.3.25

9.2.48 SIGNALLING CONNECTION RELEASE

This message is used to notify the M S that its ongoing signalling connection to a CN domain has been rel eased.
Radio Bearer: SRB 2

Direction : GERAN - MS

Table 9.2.48.1: SIGNALLING CONNECTION RELEASE information elements

< SIGNALLING CONNECTION RELEASE message content > ::=
{0 -- critical extension escape available

< CN Domain Identity : < CN Domain Identity IE > >
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0] 1 <Integrity Check Info : < Integrity Check Info IE > >}
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extensions : 1 bit (*) = < no string > >} ;

Table 9.2.48.2: SIGNALLING CONNECTION RELEASE information element details

CN Domain ldentity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

RRC Transaction | dentifier
The RRC Transaction Identifier |1E is defined in sub-clause 9.3.98.

Integrity Check Info
The Integrity Check Info IE is defined in sub-clause 9.3.36. Integrity Check Info isincluded if integrity protectionis

applied

9.2.49 SIGNALLING CONNECTION RELEASE INDICATION

This message is used by the MS to indicate to GERAN the release of an existing signalling connection.

RadioBearer: SRB 2
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Direction : MS- GERAN

Table 9.2.49.1: SIGNALLING CONNECTION RELEASE INDICATION information elements

< SIGNALLING CONNECTION RELEASE INDICATION message content > ::=

< CN Domain Identity : < CN Domain Identity IE > >
{0] 1 <Integrity Check Info : < Integrity Check Info IE > >}
| < Content part error : bit (*) = < no string > >1};

Table 9.2.49.2: SIGNALLING CONNECTION RELEASE INDICATION information element details

CN Domain ldentity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

Integrity Check Info
The Integrity Check Info IE is defined in sub-clause 9.3.36. Integrity Check Info IE isincluded if integrity protectionis

applied.

9.2.50 (void)

9.251 SYSTEM INFORMATION 5

This message is the same as the SY STEM INFORMATION 5 message specified in 3GPP TS 44.018 but shall not
contain:

- RR management Protocol Discriminator |E.

- Skip Indicator IE.

- L2 pseudo length IE

- System Information Type 5 Message Type |E.
RadioBearer: SRB 1

Direction : GERAN - MS

9.2.52 SYSTEM INFORMATION 5bis

This message is the same as the SY STEM INFORMATION 5bis message specified in 3GPP TS 44.018 but shall not
contain:

- RR management Protocol Discriminator IE.

- Skip Indicator IE.

- L2 pseudo length IE.

- System Information Type 5bis Message Type |E.
RadioBearer: SRB 1

Direction : GERAN = MS

9.253 SYSTEM INFORMATION 5ter

This message is the same as the SY STEM INFORMATION 5ter message specified in 3GPP TS 44.018 but shall not
contain:
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- RR management Protocol Discriminator IE.

- Skip Indicator IE..

- L2 pseudo length IE.

- System Information Type 5Ster Message Type |E.
RadioBearer: SRB 1

Direction : GERAN - MS

9.254 SYSTEM INFORMATION 6

This message is the same as the SY STEM INFORMATION 6 message specified in 3GPP TS 44.018 but shall not
contain:

- RR management Protocol Discriminator |E.

- Skip Indicator IE..

- L2 pseudo length IE.

- System Information Type 6 Message Type IE.
RadioBearer: SRB 1

Direction : GERAN - MS

9.2.55 (void)

9.2.56 UPLINK DIRECT TRANSFER

This message is used to transfer NAS messages for an existing signalling connection.
Radio Bearer : SRB3 and SRB4

Direction : MS - GERAN

Table 9.2.56.1: UPLINK DIRECT TRANSFER information elements

< UPLINK DIRECT TRANSFER message content > ::=
{
< CN Domain Identity : < CN Domain Identity IE > >
< NAS Message : < NAS Message IE > >
{0] 1 <Integrity Check Info : < Integrity Check Info IE > >}
| < Content part error : bit () = < no string >>1};

Table 9.2.56.2: UPLINK DIRECT TRANSFER information element details

CN Domain ldentity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

NAS M essage
The NAS Message |E is defined in sub-clause 9.3.54.

Integrity Check Info
The Integrity Check Info |E is defined in sub-clause 9.3.36. Integrity Check Info IE isincluded if integrity protection is

applied.
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9.2.57 GERAN lu mode DTM REQUEST

This message is used by the MSto initiate an alocation of SBPSCH(s) when the MSisin RRC-Cell_Dedicated state-
MAC-Dedicated state.

Radio Bearer: SRB2

Direction : MS- GERAN

Table 9.2.57.1: GERAN Iu mode DTM REQUEST information elements

< GERAN lu mode DTM REQUEST message content > ::=
{
{0]1 <lIntegrity Check Info : < Integrity Check Info IE > >}
< START List : bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< START : < START IE > >} * (1+val(START List))
< lu mode RRC Channel Request Description : < lu mode Channel Request Description IE > >
I < Content part error : bit (*) = < no string > >1};

Table 9.2.57.2: GERAN lu mode DTM REQUEST information element details

G-RNTI
This IE is defined in sub-clause 9.3.32.

Integrity Check Info
This|E is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

START List (2 bit field)
START value to be used in this CN domain. Thisfield is the binary representation of the number of RB to be affected.
Range : 0 to maxCNdomains-1.

CN Domain Identity
This |E is defined in sub-clause 9.3.15.

START
This|E is defined in sub-clause 9.3.102.

lu mode RRC Channel Request Description
This|E is defined in sub-clause 9.3.113.

9.2.58 GERAN Iu mode DTM REJECT

This message is used by the GERAN to reject the DTM request when the MSisin RRC-Cell_Dedicated state- MAC-
Dedicated state.

Radio Bearer : SRB2

Direction : GERAN - MS

Table 9.2.58.1: GERAN lu mode DTM REJECT information elements

< GERAN lu mode DTM REJECT message content > ::=
{ < RRC Transaction Identifier : < RRC Transaction Identifier IE > >
{0] 1 <Integrity Check Info : < Integrity Check Info IE > >}
< Failure Cause : < Failure Cause and Error Information IE > >
< Wait Indication : <Wait Indication IE>>
| < Content part error : bit (*) = < no string > >1};
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Table 9.2.58.2: GERAN lu mode DTM REJECT information element details

Integrity Check Info
ThisIE is defined in sub-clause 9.3.36. The Integrity Check Info IE isincluded if integrity protection is applied.

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

Failure Cause
This Failure Cause and Error Information |E is defined in sub-clause 9.3.25.

Wait Indication
This Wait Indication |E is defined in sub-clause 9.3.114.

9.3 Information Elements

9.3.1 Activation Time

The Activation Time | E defines the frame number/time at which the operation/changes caused by the related message
shall take effect.

Table 9.3.1.1: Activation Time information elements

< Activation Time IE > ::=
< Activation Time : bit (22) > ;

Table 9.3.1.2: Activation Time information element details

Activation Time (22 bit field)
The Activation Time field defines the frame number/time at which the operation/changes caused by the related message
shall take effect. Thisfield is encoded as a binary number. TDMA Frame Number is defined in 3GPP TS 45.002.

9.3.2 BA List Pref

The purpose of the BA List Pref |E is to provide the mobile station with ARFCN information, which can be used in the
cell selection/reselection procedure. This|E is defined in 3GPP TS 44.018 sub-clause 10.5.2.1c.

9.3.3 BA Range

The purpose of the BA Range | E is to provide the mobile station with ARFCN range information which can be used in
the cell selection procedure.

Table 9.3.3.1: BA Range information elements

<BARange IE > ::=
< BA Range Length : bit (8) >
< BA Range Value : octet(val(BA Range Length) ) > >;

Table 9.3.3.2: BA Range information element details

BA Range Length (8 bit field)
Thisfield indicates the length of BA Range value in octets as defined in 3GPP TS 44.018 sub-clause 10.5.2.1a.

BA Range Value (octet string)
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This|E holds the Value part of the BA Range |E defined in 3GPP TS 44.018 sub-clause 10.5.2.1a.

9.3.4 Capability Update Requirement

The Capability Update Requirement | E indicates to the MS which specific capabilities to transfer to the network.

Table 9.3.4.1: Capability Update Requirement information elements

< Capability Update Requirement IE > ::=
< Capability Update Requirement length : bit (4) >
< MS GERAN Iu mode radio access capability update requirement : bit (1) >
< MS GERAN A/Gb mode radio access capability update requirement : bit (1) >
< UE radio capability FDD capability update requirement : bit (1) >
< UE radio capability 3,84 McpsTDD capability update requirement : bit(1) >
< UE radio capability 1,28 Mcps TDD capability update requirement : bit (1) >
< UE CDMA2000 radio access capability update requirement : bit (1) >
< spare hits >**;

Table 9.3.4.2: Capability Update Requirement information element details

Capability Update Requirement length (4 bit field)
Thisfield indicates the number of capability updates requirementsincluded in this IE in bits. It is encoded as the binary
representation of the amount of capability udpatesincluded. Itsvalue is 6 (‘0110 in this version of the protocol.

M S GERAN lu mode radio access capability update requirement (1 bit field)

MS GERAN A/Gb mode radio access capability update requirement (1 bit field)
UE radio capability FDD capability update requirement (1 bit field)

UE radio capability 3,84 McpsT DD capability update requirement (1 bit field)
UE radio capability 1,28 Mcps TDD capability update requirement (1 bit field)
UE CDM A2000 radio access capability update requirement (1 bit field)

Each of these fields indicates the update requirement of the associated radio access capability.

bit

1

0 not required
1 required

9.3.5 CDMA2000 MS security capability

The CDMA2000 M S security capability 1E indicates the M S security capability for CDMA2000.

9.3.6 Cell Channel Description

The purpose of the Cell Channel Description IE isto provide the reference frequency list to be used to decode the
mobile allocation information element.

Table 9.3.6.1: Cell Channel Description information elements

< Cell Channel Description |IE > ::=
< Cell Channel Description Value : octet (17) >;
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Table 9.3.6.2: Cell Channel Description information element details

Cell Channel Description Value (17 octet field)
The Cell Channel Description Value is coded as the value part of the Cell Channel Description IE specified in
3GPP TS 44.018 § 10.5.2.1h.

9.3.7 Cell Description

The Cell Description |1E provides a minimum description of acell, e.g. to alow the mobile station to useits pre-
knowledge about synchronization.

Table 9.3.7.1: Cell Description information elements

< Cell Description IE > ::=
< Cell Description Value : octet(2) > > ;

Table 9.3.7.2: Cell Description information element details

Cell Description Value (2 octet field)
Thisfield indicates the Value part of the Cell Description |E defined in 3GPP TS 44.018 sub-clause 10.5.2.2.

9.3.8 Cell Update Cause

The Cell Update Cause |E indicates the cause for peforming a Cell Update.

Table 9.3.8.1: Cell Update Cause information elements

< Cell Update Cause IE > ::=
< Cell Update Cause : bit (3) > > ;

Table 9.3.8.2: Cell Update Cause information element details

Cell Update Cause (3 bit field)

bit

321

000 cell reselection

001 periodical cell update

010 uplink datatransmission

011 paging response

100 radiolink failure

101 RLC unrecoverable error

110 Invaid RLC/MAC control message

All other values are reserved.

9.3.9 Channel Description

The Channel Description | E provides a description of an alocable channel together with its SACCH.
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Table 9.3.9.1: Channel Description information elements

< Channel Description IE > ::=
< Channel Description Value : octet(3) > >;

Table 9.3.9.2: Channel Description information element details

Channel Description Value
This | E holds the Value part of the Channel Description IE defined in 3GPP TS 44.018 sub-clause 10.5.2.5

9.3.10 Channel Description 2

The Channel Description 2 IE isto provide a description of an allocable channel configuration together.

Table 9.3.10.1: Channel Description 2 information elements

< Channel Description 2 |IE > ::=
< Channel Description 2 Value : octet(3) > >;

Table 9.3.10.2: Channel Description 2 information element details

Channel Description 2 Value
This|E holds the Value part of the Channel Description 2 |E defined in 3GPP TS 44.018 sub-clause 10.5.2.5a

9.3.11 Channel Mode

The Channel Mode | E gives information of the mode on coding/decoding and transcoding. The exact modeis
determined by the contents of this field and the channel type.

Table 9.3.11.1: Channel Mode information elements

< Channel Mode IE > ::=
< Channel Mode Value : octet(1) > >;

Table 9.3.11.2: Channel Mode information element details

Channel Mode Value
This |E holds the Value part of the Channel Mode | E defined in 3GPP TS 44.018 sub-clause 10.5.2.6

9.3.12 Channel Mode 2

The Channel Mode 2 field gives information of the mode on coding/decoding and transcoding.

Table 9.3.12.1: Channel Mode 2 information elements

< Channel Mode 2 IE > ::=
< Channel Mode 2 Value : octet(1) > >;

Table 9.3.12.2: Channel Mode 2 information element details

Channel Mode 2 Value
This |E holds the value part of the Channel Mode 2 |E defined in 3GPP TS 44.018 sub-clause 10.5.2.7
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9.3.13 Ciphering Algorithm

The Ciphering Algorithm | E indicates which type of ciphering algorithm isused. Thisfield isdefined in
3GPP TS 33.102.

Table 9.3.13.1: Ciphering Algorithm information elements

< Ciphering Algorithm IE > ::=
< Ciphering Algorithm : bit (4) > > ;

Table 9.3.13.2: Ciphering Algorithm information element details

Ciphering Algorithm (4 bit field)

bit

4321

0000 UEAO -- see 3GPP TS 33.102
0001 UEA1 -- see 3GPP TS 33.102

All other values are reserved.

9.3.14 Ciphering Mode Info

The Ciphering Mode Info | E contains the ciphering specific security mode control information.

Table 9.3.14.1: Ciphering Mode Info information elements

< Ciphering Mode Info IE > ::=
{

< Ciphering Mode Command : 0 >
| < Ciphering Mode Command : 1>
{ <Ciphering Algorithm : < Ciphering Algorithm IE > >
{0]1 <Ciphering Activation Time for DBPSCH : < Activation Time IE > >}
{0]1 <RB Downlink Ciphering Activation Time Info : < RB Activation Time Info IE >>}}

}s

Table 9.3.14.2: Ciphering Mode Info information element details

Ciphering Mode Command (1 bit field)
bit
1

0 stop ciphering mode
1 dtart/restart ciphering mode

Ciphering Algorithm (4 bit field)
The Ciphering Algorithm |E is defined in sub-clause 9.3.12

Ciphering Activation Time for DBPSCH
The Activation Time IE is used for radio bearers mapped on RLC-TM. This |E is defined in sub-clause 9.3.1.

RB Downlink Ciphering Activation Timeinfo
The RB Activation Time Info |E is used for radio bearers mapped on RLC-AM or RLC-UM. This|E isdefiend in sub-
clause 9.3.77.
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9.3.15 CN Domain ldentity

The CN Domain Identity |E identifies the type of core network domain.

Table 9.3.15.1: CN Domain Identity information elements

< CN Domain Identity IE > ::=
< CN Domain Identity : bit (2) > ;

Table 9.3.15.2: CN Domain Identity information element details

CN Domain ldentity (2 bit field)

bit

21

00 CSdomain
01 PS domain
10 Reserved
11 Reserved.

9.3.16 CN Domain Specific DRX Cycle Length Coefficient

The CN Domain Specific DRX Cycle Length Coefficient | E determines the value of the CN domain specific DRX cycle

length coefficient to use in DRX computations. The discontinuous reception computations determine the paging blocks
to monitor on PCCCH for a specific MS.

Table 9.3.16.1: CN Domain Specific DRX Cycle Length Coefficient information elements

< CN Domain Specific DRX Cycle Length Coefficient IE > ::=
< CN Domain Specific DRX Cycle Length Coefficient : bit (2) >;

Table 9.3.16.2: CN Domain Specific DRX Cycle Length Coefficient information element details

CN Domain Specific DRX Cycle Length Coefficient (2 bit field)
Thisfield isthe binary representation of the CN domain specific DRX cycle length coefficient. Range : 6 to 9.

bit
21
00 CN domain specific DRX cycle length coefficient = 6
01 CN domain specific DRX cycle length coefficient = 7
10 CN domain specific DRX cycle length coefficient = 8
11 CN domain specific DRX cycle length coefficient = 9

9.3.17 CN Information Info

The CN Information Info | E indicates information about the CN.

Table 9.3.17.1: CN Information Info information elements

< CN Information info IE > ::=
{0|1 <PLMN Identity : < PLMN Identity IE >>}
{0|1 <CN Domain Specific GSM-MAP NAS System Info : < NAS System Information GSM-MAP |E > >}
{0|1 <Length of CN Domain Related Information : bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< CN Domain Specific GSM-MAP NAS System Info : < NAS System Information GSM-MAP [E > >
} *( 1 + val ( Length of CN Domain Related Information ) )

}i
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Table 9.3.17.2: CN Information Info information element details

PLMN ldentity
This|E is defined in sub-clause 9.3.63.

CN Domain Specific GSM-MAP NAS System Info
The NAS system information GSM-MAP IE is defined in sub-clause 9.3.56.

Length of CN Domain Related Information (2 bit field)
Thisfield is used to calculate the number of CN domains included in this |E. Range : 0 to MaxCNdomains-1.

CN Domain Identity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

9.3.18 CN Information Info Full

The CN Information Info Full 1E indicates information about the CN.

Table 9.3.18.1: CN Information Info Full information elements

< CN Information Info Full IE > ::=
{0]1 <PLMN Identity : < PLMN identity IE > >}
{0|1 <CN Domain Specific GSM-MAP NAS System Info : < NAS System Information GSM-MAP |E > >}
{0]1 <Length Of CN Domain Related Information : bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< CN Common GSM-MAP NAS System Info : < NAS System Information GSM-MAP IE > >
< CN Domain Specific DRX Cycle Length Coefficient : < CN Domain Specific DRX Cycle Length
Coefficient IE > >
} * 1 + val (Length of CN domain related information)
b

Table 9.3.18.2: CN Information Info Full information element details

PLMN ldentity
This|E is defined in sub-clause 9.3.63.

CN Common GSM-M AP NAS System Info
The NAS System Information GSM-MAP |E is defined in sub-clause 9.3.56.

CN Domain Specific GSM-MAP NAS System Info
The NAS System Information GSM-MAP |E is defined in sub-clause 9.3.56.

Length Of CN Domain Related I nfor mation (2 bit field)
Thisfield is used to calculate the number of CN domains included in thisIE. Range : 0 to MaxCNdomains-1.

CN Domain Identity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

CN Domain Specific DRX Cycle Length Coefficient
The CN Domain Specific DRX Cycle Length Coefficient |E is defined in sub-clause 9.3.16.
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9.3.19 DBPSCH Description

The DBPSCH Description | E describes dedicated physical resources.

Table 9.3.19.1: DBPSCH Description information elements

< DBPSCH Description IE > ::=
{ -- Common parameters
{0]1 < Starting Time : < Starting Time IE > >}
{0]1 -- Conditional on presence of Mobile Allocation after time or before time
< Cell Channel Description : < Cell Channel Description IE > >}
{0] 1 -- Conditional on presence of Frequency Hopping in Description of the channel IEs
{00 < Frequency Short List after time : < Frequency Short List IE > >
| 01 < Frequency List after time : < Frequency List IE > >
| 10 < Frequency Channel Sequence after time : < Frequency Channel Sequence IE > >
| 11 < Mobile Allocation after time : < Mobile Allocation IE > > }}
{0]1 -- Conditional on Starting Time and at least one Channel Description before time
{00 < Frequency Short List before time : < Frequency Short List IE > >
| 01 < Frequency List before time : < Frequency List IE > >
| 10 < Frequency Channel Sequence before time : < Frequency Channel Sequence IE > >
| 11 < Mobile Allocation before time : < Mobile Allocation IE > > }}
{0|1 -- Conditional, not used for Handover
< Power Command : < Power Command IE > >}
{0]|1 -- Conditional, used for Handover
<Handover struct : <Handover struct>>}
-- Individual parameters
{00 < TCH:<TCH struct> >
|01 < PDTCH : < PDTCH struct> >

! < Message escape : { 11| 10 } bit** = < no string > >}
-- Reserved for future use

h

< TCH struct > ::=
{
{0]1 < MultiRate Configuration : < MultiRate Configuration |IE > >}
-- Description of the first channel
< Description of the first channel after time : < Channel Description 2 |IE> >
{0]1 < Description of the First Channel before time : < Channel Description 2 IE> >}
{0]1 < Mode of the Channel Set 1: < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 2 : < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 3 : < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 4 : < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 5 : < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 6 : < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 7 : < Channel Mode IE > >}
{0]1 < Mode of the Channel Set 8 : < Channel Mode IE > >}
-- Description of the second channel
{0]1 < Description of the Second Channel before time : < Channel Description IE > >}
{0]1 < Description of the Second Channel after time : < Channel Description IE > >}
{0]1 < Mode of the Second Channel : < Channel Mode 2 IE > >}
-- Conditional on value in Channel Description
{0]1 -- Conditional on the value of Channel Description IE
< Description of the multislot configuration : < Multislot Allocation IE > >}

k

< PDTCH struct > ::=
{ < RRC Packet Uplink Assignment 2: < RRC Packet Uplink Assignment 2 IE> >
< RRC Packet Downlink Assignment 2: < RRC Packet Downlink Assignment 2 |IE> >
h
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< Handover struct > ::=

{
< Handover Reference : < Handover Reference IE > >
< Power Command And Access Type : < Power Command And Access Type IE > >
{0]1 < Dynamic ARFCN Mapping : < Dynamic ARFCN Mapping IE > >}
{0]|1 < Synchronization Indication : < Synchronization Indication IE > >
{0]1 -- Conditional on Synchronization Indication value
{0 < Real Time Difference : < Time Difference IE > >
| 1 < Timing Advance : < Timing Advance IE >>1}1}}
-- Description of the cell
< Cell Description : < Cell Description IE > >
h

Table 9.3.19.2: DBPSCH Description information element details

Handover struct
This structure defines the physical parameters when handover is performed.

Cell Description
This |E is defined in sub-clause 9.3.7.

Handover Reference
This|E is defined in sub-clause 9.3.4

Power Command And Access Type
This|E is defined in sub-clause 9.3.65

Synchronization Indication
This|E is defined in sub-clause 9.3.104

Frequency Short List after time

The Frequency Short List IE is defined in sub-clause 9.3.28. This |E is conditional on presence of the frequency
hopping in either Channel Description |E or Channel Description 2 |E, asindicated in 3 GPP TS 44.018, sub-clause
9.1.15.

Real Time Difference
The Time Difference IE is defined in sub-clause 9.3.105. This | E is conditional on value of the Synchronization
Indication IE, asindicated in 3 GPP TS 44.018, sub-clause 9.1.15.

Timing Advance
This|E is defined in sub-clause 9.3.106. This IE is defined in sub-clause 9.3.93. This |E is conditional on value of the
Synchronization Indication IE, asindicated in 3 GPP TS 44.018, sub-clause 9.1.15.

Frequency Short List beforetime
The Frequency Short List IE is defined in sub-clause 9.3.28. This |E is conditional on presence of the Starting Time |E,
asindicated in 3 GPP TS 44.018, sub-clause 9.1.15.

Dynamic ARFCN Mapping
This|E is defined in sub-clause 9.3.20

Description of the First Channel after time
The Channel Description 2 IE is defined in sub-clause 9.3.10.

Power Command
This|E is defined in sub-clause 9.3.64

Frequency List after time
The Frequency List IE is defined in sub-clause 9.3.27. This|E is conditional on presence of the frequency hopping in
either Channel Description |E or Channel Description 2 |E, asindicated in 3GPP TS 44.018, sub-clause 9.1.2.
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M obile Allocation after time

The Mobile Allocation | E is defined in sub-clause 9.3.42. The Mobile Allocation after time |E is conditional on
presence of the frequency hopping in either Channel Description |E or Channel Description 2 IE, asindicated in
3GPP TS 44.018, sub-clause 9.1.2.

Cell Channel Description
This|E is defined in sub-clause 9.3.6. This |E is conditional on presence of either Mobile Allocation before time or
Mobile Allocation after time |E, asindicated in 3GPP TS 44.018, sub-clause 9.1.15.

Description of the M ultislot Configuration
The Multislot Allocation |E is defined in sub-clause 9.3.53. .

M ode of the Channel Set X
The Channel Mode | E is defined in sub-clause 9.3.11. The channe Imode is defined for the channel set X, where X has
arangefrom 1to 8.

Description of the Second Channel after time
The Channel Description IE is defined in sub-clause 9.3.9.

M ode of the Second Channel
The Channel Mode2 IE is defined in sub-clause 9.3.12.

Starting Time
This|E is defined in sub-clause 9.3.103.

Frequency List beforetime
The Frequency List |E is defined in sub-clause 9.3.27. The Frequency List before time | E is conditional on presence of
the Sarting Time |E, asindicated in 3GPP TS 44.018, sub-clause 9.1.2.

Frequency Channel Sequence beforetime
The Frequency Channel Sequence IE is defined in sub-clause 9.3.26. The Frequency Channel Sequence beforetime IE
is conditional on presence of the Starting Time IE, asindicated in 3GPP TS 44.018, sub-clause 9.1.2.

Mabile Allocation beforetime
The Mobile Allocation | E is defined in sub-clause 9.3.42. This | E is conditional on presence of the Sarting Time |E, as
indicated in 3GPP TS 44.018, sub-clause 9.1.2

Description of the First Channel beforetime
The Channel Description 2 |E is defined in sub-clause 9.3.10.

Description of the Second Channel beforetime
The Channel Description IE is defined in sub-clause 9.3.9.

MultiRate Configuration
This IE is defined in sub-clause 9.3.52.

RRC Packet Uplink Assignment
This|E is defined in sub-clause 9.3.96

RRC Packet Downlink Assignment
This|E is defined in sub-clause 9.3.95

Description of the Uplink Packet Channel Assignment2
The RRC Packet Uplink Assignment IE is defined in sub-clause 9.3.96a.

Description of the Downlink Packet Channel Assignment2
The RRC Packet Downlink Assignment |E is defined in sub-clause 9.3.95a.

9.3.20 Dynamic ARFCN Mapping

The purpose of the Dynamic ARFCN Mapping | E is to provide information on ARFCN mapping to physical frequencies
(see 3GPP TS 45.005). This|E is coded as defined in 3GPP TS 44.018 sub-clause 10.5.2.11b.
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9.3.21 Establishment Cause

The Establishment Cause | E defines the cause for an RRC connection establishment request.

Table 9.3.21.1: Establishment Cause information elements

< Establishment Cause IE > ::=
< Establishment Cause : bit (5) > > ;

Table 9.3.21.2: Establishment Cause information element details

Establishment Cause (5 bit field)

bit

54321

00000 Originating Conversational Call
00001 Originating Streaming Call
00010 Originating Interactive Call
00011 Originating Background Call
00100 Originating Subscriber traffic Call
00101 Terminating Conversational Call
00110 Terminating Streaming Call
00111 Terminating Interactive Call
01000 Terminating Background Call
01001 Emergency Call

01010 Inter-RAT cell re-selection
01011 Inter-RAT cell change order
01100 Registration

01101 Detach

01110 Originating High Priority Signaling
01111 Originating Low Priority Signalling
10000 Call re-establishment

10001 Terminating High Priority Signalling
10010 Terminating Low Priority Signalling
10011 Terminating— cause unknown
10100 Inter-mode cell re-selection

9.3.22 Expiration Time Factor

The Expiration Time Factor |E defines the validity of physical channel information.

Table 9.3.22.1: Expiration Time Factor information elements

< Expiration Time Factor IE > ::=
< Expiration Time Factor : bit (3) > >;
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Table 9.3.22.2: Expiration Time Factor information element details

Expiration Time Factor (3 bit field)

bit

321

000 2times

001 4times

010 8times

011 16times
100 32times
101 64times
110 128times
111 256times

9.3.23 Extension

The Extension | E indicates possible extension for empty choice branches.

Table 9.3.23.1: Extension information elements

< Extension IE > ::=
null;

9.3.24 Failure Cause

The Failure Cause | E indicates the cause of the failure in order to perform the required RRC procedure.

Table 9.3.24.1: Failure Cause information elements

< Failure Cause IE > ::=
< Failure Cause : bit (4) > >;

Table 9.3.24.2: Failure Cause information element details

Failure Cause (4 bit field)

bit

4321

0000 configuration unsupported
0001 physical channel failure

0010 incompatible simultaneous reconfiguration
0011 protocol error

0100 compressed mode runtime error
0101 cell reselection

0110 invalid configuration

0111 configuration incomplete
1000 unsupported measurement
1001 Inter-mode Protocol Error

All others values are reserved

9.3.25 Failure Cause and Error Information

The Failure Cause and Error Information | E indicates the cause for failure to perform the requested procedure.
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Table 9.3.25.1: Failure Cause and Error Information information elements

< Failure Cause and Error Information IE > ::=
{ <Failure Cause : 0011>
< Protocol Error Information : < Protocol Error Information IE > >
| < Failure cause : 0000 | 0001 | 0010 | 01 bit (2) | 1 bit (3) > };

Table 9.3.25.2: Failure Cause and Error Information information element details

Failure Cause
The Failure Cause | E is defined in sub-clause 9.3.24.

Protocol Error Information
The IE indicates information about the protocol error when the |E "Failure Cause" has the value "Protocol error”. This
IE is defined in sub-clause 9.3.71.

9.3.26 Frequency Channel Sequence

The purpose of the Frequency Channel Sequence |E is to provide the absolute radio frequency channel numbers used in
the mobile hopping sequence. Thisinformation element shall only be used for radio frequency channelsin the primary
GSM band (see 3GPP TS 45.005).

Table 9.3.26.1: Frequency Channel Sequence information elements

< Frequency Channel Sequence IE > ::=
< Frequency Channel Sequence Value : octet(9) > >;

Table 9.3.26.2: Frequency Channel Sequence information element details

Frequency Channel Sequence Value
This|E holds the Value part of the Frequency Channel Sequence |E defined in 3GPP TS 44.018 sub-clause 10.5.2.12

9.3.27 Frequency List

The purpose of the Frequency List IE isto provide the list of the absolute radio frequency channel numbersused in a
frequency hopping sequence.

Table 9.3.27.1: Frequency List information elements

< Frequency List IE > ::=
< Frequency List Length : bit (8) >
< Frequency List Value : octet (val(Frequency List Length)) >;

Table 9.3.27.2: Frequency List information element details

Frequency List Length (8 bit field)
Thisfield indicates the length of the Frequency List Value in octets

Frequency List Value
This|E isholdsthe Value part of Frequency List IE as defined in 3GPP TS 44.018 sub-clause 10.5.2.13
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9.3.28 Frequency Short List

The purpose of the Frequency Short List IE isto provide the list of the absolute radio frequency channel numbers used
in afrequency hopping sequence, in a small fixed length information element to obtain when possible the HANDOVER
COMMAND message in a single block.

Table 9.3.28.1: Frequency Short List information elements

< Frequency Short List IE > ::=
< Frequency Short List Value : octet(9) > >;

Table 9.3.28.2: Frequency Short List information element details

Frequency Short List Value
This |E holds the Value part of the Frequency Short List |E defined in 3GPP TS 44.018 sub-clause 10.5.2.14

9.3.29 GERAN DRX Cycle Length Coefficient

The GERAN DRX Cycle Length Coefficient |E determines the value of the GERAN DRX cycle length coefficient to use
in DRX computations. The dicontinuous reception computations determine the paging blocks to monitor on PCCCH for
aspecific MS.

Table 9.3.29.1: GERAN DRX Cycle Length Coefficient information elements

< GERAN DRX Cycle Length Coefficient IE > ::=
< GERAN DRX Cycle Length Coefficient : bit (3) >;

Table 9.3.29.2: GERAN DRX Cycle Length Coefficient information element details

GERAN DRX Cycle Length Coefficient (3 bit field)

bit

321

000 GERAN DRX cyclelength coefficient = 3
001 GERAN DRX cyclelength coefficient = 4
010 GERAN DRX cyclelength coefficient =5
011 GERAN DRX cyclelength coefficient = 6
100 GERAN DRX cyclelength coefficient =7
101 GERAN DRX cyclelength coefficient = 8
110 GERAN DRX cyclelength coefficient =9
111 Reserved

9.3.30 GRA Identity

The GRA Identity |E identifies a GERAN Registration Area (GRA). In case of overlapping GRAs in the cell, it can be
used to indicate to the MS which GRA it shall use.

Table 9.3.30.1: GRA Identity information elements

< GRA Identity IE > ::=
< GRA Identity : bit(16) >;
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Table 9.3.30.2: GRA Identity information element details

GRA | dentity (16 bit field)
The GRA identity field is encoded as a binary number. Range 0 to 65535.

9.3.31 GRA Update Cause

The GRA Update Cause | E indicates the cause for performing GRA Update.

Table 9.3.31.1: GRA Update Cause information elements

< GRA Update Cause IE > ::=
< GRA Update Cause : hit(2) >;

Table 9.3.31.2: GRA Update Cause information element details

GRA Update Cause (2 bit field)

bit

21

00 change of GRA

01 periodic GRA updat

All others values are reserved

9.3.32 G-RNTI

The G-RNTI (GERAN Radio Network Temporary Identity) 1E is allocated to an MS having a RRC connection and
identifies the MS within GERAN.

Table 9.3.32.1: G-RNTI information elements

< G-RNTIIE > ::=
< Serving BSC identity : bit (12) >
< S-RNTI : bit (20) >;

Table 9.3.32.2: G-RNTI information element details

Serving BSC identity (12 bit field)
Thisfield identifies the mobile station's serving BSC in GERAN.

S-RNTI (20 bit field)
Thisfield identifies the mobile station in the area of its serving BSC.

9.3.33 GSM MS Security Capability
The GSM MS Security Capability |E indicates the M S security capability for A/Gb mode.
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Table 9.3.33.1: GSM MS Security Capability information elements

< GSM MS Security Capability IE > ::=
< A5/1 support : bit (1) >
< A5/2 support : bit (1) >
< A5/3 support : bit (1) >
< A5/4 support : bit (1) >
< A5/5 support : bit (1) >
< A5/6 support : bit (1) >
< A5/7 support : bit (1) >
<spare hit >};  -- Reserved

Table 9.3.33.2: GSM MS Security Capability information element details

A5/1 support (1 bit field)
A5/2 support (1 bit field)
A5/3 support (1 bit field)
A5/4 support (1 bit field)
A5/5 support (1 bit field)
A5/6 support (1 bit field)
A5/7 support (1 bit field)

These field indicates the support of the GSM encryption algorithm A5/X, where X hasarange from1to 7.

bit

1

0 not supported
1 supported

9.3.34 Handover Reference

The Handover Reference |E is to provide a handover reference value used for access identification.

Table 9.3.34.1: Handover Reference information elements

< Handover Reference IE > ::=
< Handover Reference Value : octet(1) >;

Table 9.3.34.2: Handover Reference information element details

Handover Reference Value (1 octet field)
The Handover Reference content is coded as the value part of the Handover Reference |E defined in 3GPP TS 44.018
sub-clause 10.5.2.15.

9.3.35 Initial MS Identity

The Initial MS Identity |E identifiesthe MS at arequest of an RRC connection.
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Table 9.3.35.1: Initial MS Identity information elements

< Initial MS Identity IE > ::=

{ < MS Identity Type : 0000 > -- GSM-MAP TMSI and LAl
< TMSI : bit (32) >
< LAI: octet (5) >

| < MS Identity Type : 0001 > -- GSM-MAP P-TMSI and RAI
< PTMSI : bit (32) >
< RAI : octet (6) >

| < MS Identity Type : 0010 > -- GSM-MAP IMSI or IMEI
< Length of Mobile Identity contents : bit (4) >
< Mobile Identity : octet (val (Length of Mobile Identity contents)) >

| < MS Identity Type: 0011 > -- ESN (DS-41)
< ESN : bit (32) >
| < MS Identity Type : 0100 > -- IMSI (DS-41)
< IMSlI length : bit (2) > -- only allowed O - 2
< IMSI : octet (5+val(IMSI Length)) >
| < MS Identity Type : 0101 > -- reserved for IMSI and ESN (DS-41)

< IMSI length : bit (2) > -- only allowed O - 2
< IMSI : octet (5+val(IMSI Length)) >
< ESN : bit (32) >
| < MS Identity Type: 0110 > -- reserved for TMSI (DS-41)
< TMSI length : bit (4) >
< TMSI-DS-41 : octet (2+val(length)) >

| < Message escape : { 1 bit(3) } bit** = < no string > > -- reserved

Table 9.3.35.2: Initial MS Identity information element details

GSM-MAP TMS and LAl structure

TMSI (32 bit field)
The Temporary Mobile Subscriber Identity (TMS) is associated with the mobile subscriber and defined in
3GPP TS 23.003. Thisfield is coded as a binary number. Range 0 to 4294967295.

LAI (5 octet field)
Thisfield is coded using the V format of the type 3 information element Location Area Identification defined in
3GPP TS 44.018.

GSM-MAP P-TMS and RAI structure

PTM Sl (32 bit field)
The Packet Temporary Mobile Station Identity (PTMSI) is associated with the mobile subscriber and defined in
3GPP TS 23.003. Thisfield is encoded as a binary number. Range 0 to 4294967295.

RAI (48 bit field)
Thisfield contains the Routing Area identification. Thisfield is described in 3GPP TS 44.018.

GSM-MAP IMS or IMEI

M obile I dentity (variable length octet string)
This octet string is the representation of the Mobile Identity. The encoding of this octet string is the value part (starting
with octet 3) of the type 4 information element Mobile Identity defined in 3GPP TS 24.008.

Any value other than IMSI and IMEI for the type of identity in this octet string is spare.

9.3.36 Integrity Check Info

The Integrity Check Info |E contains the RRC message sequence humber needed in the calculation of XMAC-I
[3GPP TS 33.102] and the calculated MAC-I.
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Table 9.3.36.1: Integrity Check Info information elements

< Integrity Check Info IE > ::=
< Message Authentication Code : bit (32) > -- see 3GPP TS 33.102
< RRC Message sequence number : bit (4) >;

Table 9.3.36.2: Integrity Check Info information element details

M essage Authentication Code (32 bit field)

Thisfield indicates authentication code of the message. The 27 MSB of the |E shall be set to zero and the 5 LSB of the
| E shall be set to the used signalling radio bearer identity when the encoded RRC message is used as the MESSAGE
parameter in the integrity protection algorithm.

RRC M essage Sequence Number (4 bit field)

Thisfield isthe binary representation of the sequence number of the RRC message. Range 0 to 15.

Thisfield shall be set to zero when the encoded RRC message is used as the MESSAGE parameter in the integrity
protection agorithm.

9.3.37 Integrity Protection Activation Info

The Integrity Protection Activation Info | E contains the time, in terms of RRC sequence numbers, when a new integrity
protection configuration shall be activated for the signalling radio bearers.

Table 9.3.37.1: Integrity Protection Activation Info information elements

< Integrity Protection Activation Info IE > ::=
< RRC message sequence number : bit (4) > * 4,

Table 9.3.37.2: Integrity Protection Activation Info information element details

RRC M essage Sequence Number (4 bit field)
These fields are binary representation of the RRC sequence nhumber. Range 0 to 15.
The RRC segquence number shall be applied for the signalling radio bearersin the order SRB4, SRB3, SRB2 and SRB1.

9.3.38 Integrity Protection Algorithm

The Integrity Protection Algorithm |E indicates which type of UMTS Integrity Algorithm isused. Thisfield is defined
in 3GPP TS 33.102.

Table 9.3.38.1: Integrity Protection Algorithm information elements

< Integrity Protection Algorithm IE > ::=
< Integrity Protection Algorithm : bit (4) >;

Table 9.3.38.2: Integrity Protection Algorithm information element details

Integrity Protection Algorithm (4 bit field)
bit
4321

0001 UIA1 -- see 3GPP TS33.102
All other values are reserved.
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9.3.39 Integrity Protection Mode Info

The Integrity Protection Mode Info | E countains information about the integrity protection.

Table 9.3.39.1: Integrity Protection Mode Info information elements

< Integrity Protection Mode Info |IE > ::=
{ <Integrity protection mode command : 0 >
< Integrity protection initialisation number : bit (32) >
| < Integrity protection mode command : 1 >
< Downlink integrity protection activation info : < Integrity protection activation info IE > >
{0] 1 <Integrity protection algorithm : < Integrity protection algorithm IE > > }

1

Table 9.3.39.2: Integrity Protection Mode Info information element details

Integrity protection mode command (1 bit field)
bit
1

0 start
1 modify

Downlink integrity protection activation info
The Integrity protection activation info |E is defined in sub-clause 9.3.37.

Integrity protection initialisation number (32 bit field)
Thisfield isthe FRESH random value generated by the network side asit is defined in 3GPP TS 33.102.

Integrity protection algorithm
This|E is defined in sub-clause 9.3.1.16.

9.3.40 (void)

9.3.41 Intra Domain NAS Node Selector

This |E specifiesinformation for routing a signalling connection to a CN node within a CN domain.

Table 9.3.41.1: Intra Domain NAS Node Selector information elements

< Intra Domain NAS Node Selector IE > ::=
{0 -- release 5
{0 -- GSM-MAP-type PLMN
-- Routing basis
{000 < Routing Parameter TMSI-PTMSI : bit (10) >
-- TMSI allocated in current LA or PTMSI allocated in current RA
| 001 < Routing Parameter TMSI-PTMSI : bit (10) >
-- TMSI allocated in another LA of this PLMN or PTMSI allocated in another RA of this PLMN
| 010 < Routing Parameter TMSI-PTMSI : bit (10) >
-- TMSI or PTMSI allocated in another PLMN
| 011 < Routing Parameter IMSI : bit (10) >
-- NAS identity is IMSI (response to IMSI paging)
| 100 < Routing Parameter IMSI : bit (10) >
-- NAS identity is IMSI (MS-inititated event)
| 101 < Routing Parameter IMEI : bit (10) >
-- NAS parameter is IMEI

I < Message escape : { 11 bit(1) } bit(10) = < no string > >} -- Reserved
< Entered parameter : bit (1) > }
| 1(0)*14} -- ANSI-41
! < Message escape : 1 bit(15) = < no string > > }; -- Reserved
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Table 9.3.41.2: Intra Domain NAS Node Selector information element details

Routing parameter TM SI-PTM SI (10 bit field)
Thisfield isthe bitstring of bit(14) through bit(23) of the TMSI or PTM S| where bit(14) isthe least significant.

Routing parameter IM Sl (10 bit field)
Thisfield isthe binary representation of [(IMSI div 10) mod 1000]. Range 0 to 999.

Routing parameter IMEI (10 bit field)
Thisfield isthe binary representation of [(IMEI div 10) mod 1000]. Range 0 to 999.

Entered parameter (1 bit field)

bit

1

0 the most-significant octet of the current LAI/RALI is not different from the most-significant octet of
the LAI/RAI stored on the SIM.

1 the most-significant octet of the current LAI/RAI is different from the most-significant octet of the

LAI/RAI stored on the SIM.

9.3.42 Mobile Allocation

This|E specifies the RF channels used in the mobile hopping sequence.

Table 9.3.42.1: Mobile Allocation information elements

< Mobile Allocation IE > ::=
< Mobile Allocation Length : bit(8) >
< Mobile Allocation Value : octet (val(Mobile Allocation Length)) >;

Table 9.3.42.2: Mobile Allocation information element details

M obile Allocation Length (8 bit field)
The Mobile Allocation Length is coded as the length part of the Mobile Allocation |E specified in 3GPP TS 44.018
§10.5.2.21.

M obile Allocation Value (octet string)
The Mobile Allocation Valueis coded as the value part of the Mobile Allocation |E specified in 3GPP TS 44.018
§10.5.2.21.

9.3.43 Mobile Time Difference

This |E encodes atime related to the synchronization difference between the time bases of two base stations.

Table 9.3.43.1: Mobile Time Difference information elements

< Mobile Allocation IE > ::=
< Mobile Time Difference Length : bit (8) >
< Mobile Time Difference Value : octet (val(Mobile Time Difference Length)) >;

Table 9.3.43.2: Mobile Time Difference information element details

M obile Time Difference Length (8 bit field)
The Mobile Time Difference Length is coded as the length part of the Mobile Time Difference |E specified in
3GPPTS44.018 § 10.5.2.21a.
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M obile Time Difference Value (octet string)
The Mobile Time Difference Vaueis coded as the value part of the Mobile Time Difference |E specified in
3GPPTS44.018 § 10.5.2.21a.

9.3.44 MS GERAN A/Gb mode Radio Access Capability

This Information Element containsthe MS GERAN A/Gb mode radio access capability that is structured and coded
according to the specification used for the corresponding system type.

This |E contains the Mobile station classmark 2 and 3 of the MS.

Table 9.3.44.1: MS GERAN A/Gb mode Radio Access Capability information elements

< MS GERAN A/Gb mode Radio Access Capability IE > ::=
{ < Mobile Station Classmark 2 length : bit(3) >
< Mobile Station Classmark 2: octet(val (Mobile Station Classmark 2 length)) >}
{ < Mobile Station Classmark 3 length : bit(5) >
< Mobile Station Classmark 3: octet (val (Mobile Station Classmark 3 length)) >} ;

Table 9.3.44.2: MS GERAN A/Gb mode Radio Access Capability information element details

Mabile Station Classmark 2 length (3 bit field)
Thisfield is the binary representation of the length of the Mobile Station Classmark 2 |E in octets excluding the bits
used for thislength field. Range O to 7 octets

M obile Station Classmark 2
This|E isdefined in 3GPP TS 24.008

Mobile Station Classmark 3 length (5 bit field)
Thisfield isthe binary representation of the length of the Mobile Station Classmark 3 | E in octets excluding the bits
used for thislength field. Range 0 to 31 octets

M obile Station Classmark 3
This|E isdefined in 3GPP TS 24.008

9.3.45 MS GERAN lu mode Radio Access Capability

This Information Element contains the MS GERAN |u mode radio access capability that is structured and coded
according to the specification used for the corresponding system type.

Table 9.3.45.1: MS GERAN Iu mode Radio Access Capability information elements

<MS GERAN lu mode Radio Access Capability IE > ::=
{
< MS GERAN lu mode Radio Access Capability length : bit (10)>
< MS RF Capability GSM : < MS RF Capability GSM IE > >
< MS GERAN lu mode RLC Capability : < MS GERAN Iu Mode RLC Capability IE > >
< PDCP Capability : < PDCP Capability IE > >
< MS Multi-Mode and Multi-RAT Capability : < MS Multi-Mode and Multi-RAT Capability IE > >
< Security Capability : < Security Capability IE > >
< MS Positioning Capability : < MS Positioning Capability IE > >
< MS Measurement Capability : < MS Measurement Capability IE > >
< spare bit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit
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Table 9.3.45.2: MS GERAN Iu mode Radio Access Capability information element details

MS GERAN lu mode Radio Access Capability length (10 bit field)
Thisfield is the binary representation of the length of the MS GERAN |u Mode Radio Access Capability |E in bits
excluding the bits used for this length field. Range: 0 to 1023.

M S RF Capability GSM
This|E is defined in sub-clause 9.3.47.

MS GERAN lu mode RL C Capability
This |E is defined in sub-clause 9.3.46.

PDCP Capability
This |E is defined in sub-clause 9.3.59.

M SMulti-Mode and M ulti-RAT Capability
This|E is defined in sub-clause 9.3.48.

Security Capability
This|E is defined in sub-clause 9.3.100.

M S Positioning Capability
This|E is defined in sub-clause 9.3.50.

M S M easurement Capability
This IE is defined in sub-clause 9.3.49.

9.3.46 MS GERAN lu mode RLC Capability
The MS GERAN lu mode RLC capability |E describes the capabilities of the RLC layer of the MSin GERAN Iu mode.

Table 9.3.46.1: MS GERAN Iu mode RLC Capability information elements

< MS GERAN lu mode RLC Capability IE > ::=
{
< MS GERAN Iu mode RLC Capability Length : bit (4)>
< Maximum number of RLC-AM entities : bit (3) >
< Maximum number of RLC-UM entities : bit (3) >
< Maximum numer of RLC-T entities : bit (3) >
< spare bit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit

Table 9.3.46.2: MS GERAN lu mode RLC Capability information element details

MS GERAN lu mode RL C Capability L ength (4 bit field)
Thisfield is the binary representation of the length of the MS GERAN lu Mode RLC Capability |E in bits excluding the
bits used for this length field. Range: 0 to 15.
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Maximum number of RLC-AM entities (3 bits field)
Thisfield defines the number of RLC entities operating in acknowledge mode in the MS.

bit

321

000 3 RLC-AM entities
001 4RLC-AM entities
010 5RLC-AM entities
011 6RLC-AM entities
100 8RLC-AM entities
All other values are reserved.

Maximum number of RLC-UM entities (3 bits field)
Thisfield defines the number of RLC entities operating in unacknowledge mode in the M S.

bit

321

000 3RLC-UM entities
001 4RLC-UM entities
010 5RLC-UM entities
011 6RLC-UM entities
100 8RLC-UM entities
All other values are reserved.

Maximum number of RLC-T entities (2 bits field)
Thisfield defines the number of RLC entities operating in transparent mode in the M S.

bit

321

000 3RLC-T entity

001 4RLC-T entities
010 5RLC-T entities
011 6RLC-T entities
100 8RLC-T entities

All other values are reserved.

9.3.47 MS RF Capability GSM

The purpose of the MS RF Capability GSM information element isto provide the radio part of the network with
information concerning radio aspects of the mobile station. The contents might affect the manner in which the network
handles the operation of the mobile station.

The MS RF Capability GSM information element is coded as shown in table 9.3.47.1/3GPP TS 44.118.
For the indication of the Access Technology Types the following conditions shall apply:

- Among the three Access Type Technologies GSM 900-P, GSM 900-E and GSM 900-R only one shall be
present.

- Dueto shared radio frequency channel numbers between GSM 1800 and GSM 1900, the mobile station should
provide the relevant radio access capability for either GSM 1800 band OR GSM 1900 band, not both.

- The MSshal indicate its supported Access Technology Types.
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For error handling the following shall apply:
- If areceived Access Technology Type is unknown to the receiver, it shall ignore all the corresponding fields.
- If within aknown Access Technology Type areceiver recognizes an unknown field it shall ignoreiit.

- For more details about error handling of M S radio access capability see 3GPP TS 48.018.

Table 9.3.47.1: MS RF Capability GSM information elements

< MS RF Capability GSM IE > ::=

< MS RF Capability GSM Length : bit (8) >
< RF Capability Group : < RF Capability Group struct > >
{1 < Additional RF Capability Group : < RF Capability Group struct > >} ** 0

b

< RF Capability Group struct > ::=
-- Access Technology using common capabilities
< Access Technology Type : bit (4) >
{1 < Additional Access Technology Type : bit (4) >} ** 0
< Common Access Capabilities : < Access Capabilities struct > >
-- Access Technology using individual capcabilities
{1 < Additional Access Technology : < Additional Access Technology struct >>1}**0 ;

< Access Capabilities struct > ::=
< Access Capabilities length : bit (6)>
< GMSK Power Capability : bit (3) >
{0 1< 8PSK Power Capability : bit (2) >}
< Pseudo Synchronisation : bit (1) >
< Multislot capability : < Multislot capability struct > >
< spare bit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit

< Additional Access Technology struct > ::=
< Additional Access Technology length : bit (6)>
< Access Technology Type : bit (4) >
< GMSK Power Class : bit (3) >
< 8PSK Power Class : bit (2) >
< spare bit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit

< Multislot Capability struct > ::=

{0 < Combined GMSK and 8-PSK Multislot Class : bit (6) >
|1

< GMSK Multislot Class : bit (6) >

{0] 1 <8-PSK Multislot Class : bit (6) >}};

ETSI



3GPP TS 44.118 version 5.6.0 Release 5 245 ETSI TS 144 118 V5.6.0 (2003-09)

Table 9.3.47.2: MS RF Capability GSM information element details

MS RF Capability GSM Length (8 bit field)
This field is the binary representation of the length of the MS RF Capability GSM IE in bits exluding the bits used for
this length field.

Access Technology Type (4 bit field)
This field indicates the access technology type to be associated with the following access capabilities.

bit

4321

0000 GSM P

0001 GSM E  --note that GSM E covers GSM P
0010 GSM R --note that GSM R covers GSM E and GSM P
0011 GSM 1800

0100 GSM 1900

0101 GSM 450

0110 GSM 480

0111 GSM 850

1000 GSM 700

All other values are treated as unknown by the receiver.

Common Access Capabilities

This structure contains the access capabilities for the indicated access technology type and - if present - for the
access technologies indicated by the optional List of additional access technologies.

Access Capabilities length (6 bit field)

This field is the binary representation of the length of the Access Capabilities struct in bits excluding the bits used for
this length field. Range: 0 to 63.

GMSK Power Capability, GMSK Power Class (3 bit field)

This field contains the binary coding of the power class used for GMSK associated with the indicated Access
Technology Type (see 3GPP TS 45.005).

8PSK Power Capability (2 bit field)

If 8-PSK modulation is supported for uplink, this field indicates the radio capability for 8-PSK modulation. The
following coding is used (see 3GPP TS 45.005):

bit

21

00 Reserved

01 Power class E1
10 Power class E2
11 Power class E3

8PSK Power Class (2 bit field)
This field indicates the radio capability for 8-PSK modulation. The following coding is used (see 3GPP TS 45.005):

bit

21

00 8-PSK modulation not supported for uplink
01 Power class E1

10 Power class E2

11 Power class E3

Pseudo Synchronisation (1 bit field)

This field indicates the Pseudo Synchronisation (Handover) capability.
0 Pseudo Synchronisation capability not present
1 Pseudo Synchronisation capability present

RF Capability Group
This structure contains the Common access capabilities for the indicated access technology type. These access
capabilities may be extended by an optional List of additional access technologies.
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Additional Access Technologies

This structure contains the GMSK Power Class and 8PSK Power Class for additional access technologies. All other
capabilities for this indicated access technologies are the same as the capabilities as indicated by the last previously
included Common access capabilities.

Additional Access Technology length (6 bit field)

This field is the binary representation of the length of the Additional Access Technology struct in bits excluding the
bits used for this length field. Range: 0 to 63.

Multislot Capability

This structure contains the multislot capability for GMSK and 8-PSK modulations. The multislot class capability for
GMSK and 8-PSK modulations can be combined or it can be defined separately for the modulations.

Combined GMSK and 8-PSK Multislot Class (6 bit field)

This field indicates common multislot class for both GMSK and 8-PSK modulations. The field is coded as the binary
representation of the multislot class defined in 3GPP TS 45.002.

GMSK Multislot Class (6 bit field)

This field indicates multislot class for GMSK modulation. The field is coded as the binary representation of the
multislot class defined in 3GPP TS 45.002.

8-PSK Multislot Class (6 bit field)

This field indicates multislot clas for 8-PSK modulation. The field is coded as the binary representation of the
multislot class defined in 3GPP TS 45.002.

9.3.48 MS Multi-Mode and Multi-RAT Capability

The MS Multi-Mode and Multi-RAT Capability |E describes the RLCmulti-mode and multi-RAT capabilities of the MS.

Table 9.3.48.1: MS Multi-Mode and Multi-RAT Capability information elements

< MS Multi-Mode and Multi-RAT Capability IE > ::=
< Support of GERAN A/Gb : bit (1) >
< Support of Multi-Carrier : bit (1) >
< Support of UMTS FDD : bit (1) >
< Support of UMTS 1.28 Mcps TDD : bit (1) >
< Support of UMTS 3.84 Mcps TDD : bit (1) >
< Support of CDMA2000 : bit (1) >
< spare bit >*10;

Table 9.3.48.2: MS Multi-Mode and Multi-RAT Capability information element details

Support of GERAN A/Gb (1 bit field)

Support of Multi-Carrier (1 bit field)

Support of UMTSFDD (1 bit field)

Support of UMTSFDD (1 bit field)

Support of UMTS 1.28 Mcps TDD (1 bit field)

Support of UMTS 3.84 Mcps TDD (1 bit field)

Support of CDM A2000 (1 bit field)

These fields indicates the support of the associated multi-mode/multi-RAT capability.
bit

1
0 not supported
1 supported
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9.3.49 MS Measurement Capability

The MS Measurement Capability | E describes the measurement capability and SM S value of the MS.

Table 9.3.49.1: MS Measurement Capability information elements

< MS Measurement Capability IE > ::=

{

< MS Measurement Capability Length : bit (4)>

< Extended Measurement Capability : bit (1) >

< SMS Value : bit (4) >

< SM Value : bit (4) >

< spare bhit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit

}i

Table 9.3.49.2: MS Measurement Capability information element details

M S M easurement Capability Length (4 bit field)
Thisfield is the binary representation of the length of the MS Measurement Capability |E in bits excluding the bits used
for thislength field. Range: 0 to 15.

Extended M easurement Capability (1 bit field)

These field indicates the support of Extended M easurement.
bit

0 Extended Measurement is not supported

1 Extended Measurement is supported

SM S Value (4 bit field)
The SMS Value field indicates the time needed for the mobile station to switch from one radio channel to another,
perform a neighbour cell power measurement, and the switch from that radio channel to another radio channel.

bits

4321

0000 1/4 timed ot (~144 microseconds)
0001 2/4 timeslot (~288 microseconds)
0010 3/4 timeslot (~433 microseconds)
1111 16/4 timeslot (~2307 microseconds)

SM Value (4 bit field)
The SM Vauefield indicates the time needed for the mobile station to switch from one radio channel to another and
perform a neighbour cell power measurement.

bits

4321

0000 1/4 timed ot (~144 microseconds)
0001 2/4 timeslot (~288 microseconds)
0010 3/4 timeslot (~433 microseconds)
1111 16/4 timesl ot (~2307 microseconds)

9.3.50 MS Positioning Capability

The MS Positioning Capability | E describes the supported positioning methodsin GERAN |u mode.
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Table 9.3.50.1: MS Positioning Capability information elements

< MS Positioning Capability IE > ::=

{

< MS Positioning Capability Length : bit (4)>

< OTD-A support : bit (1) >

< OTD-B support : bit (1) >

< GPS-A support : bit (1) >

< GPS-B support : bit (1) >

< GPS-C support : bit (1) >

< spare bit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit

}i

Table 9.3.50.2: MS Positioning Capability information element details

M S Positioning Capability L ength (4 bit field)
Thisfield isthe binary representation of the length of the M 'S Positioning Capability |E in bits excluding the bits used
for thislength field. Range: 0 to 15.

OTD-A support (1 bit field)
MS assisted E-OTD.
OTD-B support (1 bit field)
MS based E-OTD.t

GPS-A support (1 bit field)
MS assisted GPS.

GPS-B support (1 bit field)
MS based GPS.

GPS-C support (1 hit field)
Conventional GPS.

Each of these fields indicates the support of the associated positioning method.

bit

1

0 not supported
1 supported

9.3.51 MS Timers and Constants in RRC-Connected mode

This | E specifies timer values and constant values used by the mobile station in RRC-Connected mode.

Table 9.3.51.1: MS Timers And Constants in RRC-Connected Mode information elements

< MS Timers and Constants in RRC-Connected mode IE > ::=
< MS Timers and Constants Length : bit (4) >
{0]1 <T305: GRA AND CELL UPDATE TIMER IE >}
{0]1 <T314:bit(3)>}
{0]1 <T315:hit(3) >}
< spare bhits >** } ;

Table 9.3.51.2: MS Timers And Constants in RRC-Connected Mode information element details

M S Timers and Constants L ength (4 bit field)
Thisfield isthe binary representation of the length of the MS Timers and Constants in RRC-Connected Mode | E in bits
excluding the 4 bits used for this length field.

T305 (3 hit field)
Thisfield specifies the starting value of timer T305. This |E defined in 3GPP TS 44.160, PACKET SYSTEM
INFORMATION 16 message.
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T315 (3 bit field)
Thisfield specifies the starting value of timer T315. The following table specifies the coding :

bit

321

000 Os

001 10s

010 30s

011 60s

100 180s --default value
101 600s

110 1200s

111 1800s

9.3.52 MultiRate Configuration

This | E specifies all parameters for a multirate speechcodec.

Table 9.3.52.1: MultiRate Configuration information elements

< MultiRate Configuration IE > ::=
< MultiRate Configuration Length : bit(8) >
< MultiRate Configuration Value : octet (val(MultiRate Configuration Length)) >;

Table 9.3.52.2: MultiRate Configuration information element details

MultiRate Configuration Length (8 bit field)
The MultiRate Configuration Length is coded as the length part of the MultiRate Configuration | E specified in
3GPP TS 44.018 § 10.5.2.21aa.

MultiRate Configuration Value (octet string)
The MultiRate Configuration Value is coded as the value part of the MultiRate Configuration | E specified in
3GPP TS 44.018 § 10.5.2.218a

9.3.53 Multislot Allocation

This |E specifies the downlink and uplink timeslots used in a multislot configuration. It also groups the timeslots into
channel sets.

Table 9.3.53.1: Multislot Allocation information elements

< Multislot Allocation IE > ::=
< Multislot Allocation Length : bit(8) >
< Multislot Allocation Value : octet (val(Multislot Allocation Length)) >;

Table 9.3.53.2: Multislot Allocation information element details

Multislot Allocation Length (8 bit field)
The Multislot Allocation Length is coded as the length part of the Multislot Allocation |E specified in 3GPP TS 44.018
§10.5.2.21h.

Multislot Allocation Value (octet string)
The Multislot Allocation Value is coded as the value part of the Multislot Allocation |E specified in 3GPP TS 44.018
§10.5.2.21h.
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9.3.54 NAS Message

The NAS Message | E contains a non-access stratum message to be transferred transparently through GERAN.

Table 9.3.54.1: NAS Message information elements

< NAS Message |IE > ::=
< Length of NAS Message : bit (12) >
< NAS Message : octet (1+val(Length of NAS Message) ) > ;

Table 9.3.54.2: NAS Message information element details

Length of NAS M essage (12 bit field)

Thisfield is used to calculate the length of the NAS Message | E excluding the bits used for this length field. Range : 0
to 4095.

NAS M essage (variable length octet string)

Thefirst octet contains octet 1 of the NAS message, the second octet contains octet 2 of the NAS message and so on.
See 3GPP TS 24.007.

9.3.55 NAS Synchronization Info

The NAS Synchronization Info | E is a container for non-access stratum information to be transferred transparently
through GERAN.

Table 9.3.55.1: NAS Synchronization Info information elements

< NAS Synchronization Info |IE > ::=
< NAS Synchronization Info : bit (4) >>;

Table 9.3.55.2: NAS Synchronization Info information element details

NAS Synchronization Info (4 bit field)
Thisfield contains NAS information to be transferred transparently through GERAN. The bits are numbered b1-b4,
where bl isthe least significant bit.

9.3.56 NAS System Information GSM-MAP
This |E contains system information that bel ongs to the non-access stratum for a GSM-MAP type of PLMN. This

information is transparent to RRC. It may contain either information specific to one CN domain (CS or PS) or
information common for both CN domains.

Table 9.3.56.1: NAS System Information GSM-MAP information elements

< NAS System Information GSM-MAP |E > ::=
< Length of NAS System Information GSM-MAP : bit (3) >
< NAS System Information GSM-MAP : octet (1+val(Length of NAS System Information GSM-MAP)) >;

Table 9.3.56.2: NAS System Information GSM-MAP information element details

Length of NAS System Information GSM-M AP (3 hit field)
Thisfield is used to calculate the length in octets of the NAS System Information GSM-MAP | E excluding the bits used
for thislength field. Range: 0...7.
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NAS System Information GSM_M AP (octet string)
Thefirst octet contains octet 1 of the NAS System Information element, the second octet contains octet 2 of the NAS
system information element and so on. See 3GPP TS 24.008.

9.3.57 Paging Cause

The Paging Cause | E indicates the cause of the paging request.

Table 9.3.57.1: Paging Cause information elements

< Paging Cause |IE > ::=
< Paging Cause : hit (3) >;

Table 9.3.57.2: Paging Cause information element details

Paging Cause (3 bit field)

bit

321

000 Terminating Conversationa Call
001 Terminating Streaming Call

010 Terminating Interactive Call

011 Terminating Background Call

100 Terminating High Priority Signalling
101 Terminating Low Priority Signalling
110 Terminating— cause unknown

111 Reserved

9.3.58 Paging Record Type ldentifier

The Paging Record Type Identifier 1E indicates the identifier used in the Core Network Paging.

Table 9.3.58.1: Paging Record Type Identifier information elements

< Paging Record Type Identifier IE > ::=
< Paging Record Type Identifier : bit (3) >;

Table 9.3.58.2: Paging Record Type Identifier information element details

Paging Record Type Identifier (3 bit field)

bit

321

000 IMSl (GSM-MAP)

001 TMSI/PTMSI (GSM/MAP)
010 IMSI (DS41)

011 TMSI (DS41)

1xx reserved

9.3.59 PDCP Capalbility

Indicates which algorithms and which value range of their parameters are supported by the MS.

The PDCP Capability | E indicates the algorithms and the value range of parameters supported by the MS PDCP.
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Table 9.3.59.1: PDCP Capability information elements

< PDCP Capability IE > ::=
{

< PDCP Capability length : bit (8)>

< Support for lossless serving BSC relocation : bit (1) >

{ < Support for RFC2507 : 0 >

| < Support for RFC2507 : 1 >

< Max HC context space : hit (3) }

{ < Support for RFC3095: 0 >

| < Support for RFC3095: 1 >
{0] 1 <Maximum number of ROHC context sessions : bit (4) >}
{01 < Reverse decompression depth : bit (16) >} }
{ < Support for RFC 3095 context relocation: 0 >
| < Support for RFC 3095 context relocation: 1>} }

< spare bit >**;  -- Extension information may be truncated between released versions of the protocol

-- The receiver shall assume the value zero for any truncated bit

Table 9.3.59.2: PDCP Capability information element details

PDCP Capability Length (8 bit field)
Thisfield isthe binary representation of the length of the PDCP Capability I1E in bits excluding the 8 bits used for this
length field. Range: O to 255.

Support for lossless Serving BSC relocation (1 bit field)

bit

1

0 Lossless Serving BSC relocation not supported
1 Lossless Serving BSC relocation supported

Support for RFC2507 (1 hit field)
Support for RFC3095 (1 hit field)

bit
1

0 not supported
1 supported

Max HC context space (3 bit field)
Thisfield indicates the maximum header compression context space supported by the MS, when RFC2507 is supported
and is encoded asfollows :

bit

321

000 512 bytes

001 1024 bytes

010 2048 bytes

011 4096 bytes

100 8192 bytes

All other values are reserved
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Maximum number of ROHC context sessions (4 bit field)
Thisfield indicates the maximum number of ROHC context sessions when RFC3095 is supported and is encoded as
shown below. If thisfield is not present, the MS shall use the default value of 16 :

bit

4321

0000 2 sessions
0001 4 sessions
0010 8 sessions
0011 12 sessions
0100 16 sessions
0101 24 sessions
0110 32 sessions
0111 48 sessions
1000 64 sessions
1001 128 sessions
1010 256 sessions
1011 512 sessions
1100 1024 sessions
1101 16384 sessions
1110 reserved
1111 reserved

Rever se decompression depth (16 bit field)
Thisfield describes the reverse compression depth as an integer from 0 - 65535. If the |E is not present, the default
value of 0 (reverse decompression is not supported) is used.

Support for RFC 3095 context relocation (1 bit field)
bit
1

0 Support for RFC 3095 context rel ocation not supported
1 Support for RFC 3095 context relocation supported

9.3.60 PDCP Info

The PDCP Info | E contains information about the PDCP protocol.
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Table 9.3.60.1: PDCP Info information elements

< PDCP Info IE > ::=
{
< PDCP mode : bit (1) >
{ <Lossless Serving BSS relocation support: 0>
| <Lossless Serving BSS relocation support : 1>
< Max PDCP SN : bit (1) >}
< PDCP PDU header : bit (1) >
{0]1 <Header compression information List : bit(3) >
< Header compression information struct : < Header compression information struct > >} } *(1+val(Header
compression information List))

}

< Header compression information struct > ::=

< Header Compression Information struct length : bit (14) >

{000 -- Header compression according to IETF standard RFC2507
<F_MAX_PERIOD : bit (16) >
<F_MAX_TIME : bit (8) >
< MAX_HEADER : hit (16) >
< TCP_SPACE : hit (8) >
< NON_TCP_SPACE : bit (16) >
< EXPECT_REORDERING : it (1) >}

| 001 -- Header compression according to IETF standard RFC3095

< Profiles List : bit (4) >
< Profile instance : bit (2) > * (1 + val (Profiles List))
{0]1 < UPLINK: bit (1) >
< CID inclusion info : bit (1) >
{0]1 < Max_CID : bit (14) >}
{0]1<MRRU : bit (16) >}
< Packet Sizes Allowed List : bit (4) >
< PACKET_SIZES_ALLOWED: bit (11) > * (1 + val (Packet Sizes Allowed List)) }
{0] 1 < DOWNLINK: bit (1) >
< CID inclusion info : bit (1) >
{0]1<Max_CID: bit (14) >}
}
{0]1 < Reverse_Decompression_Depth : bit (16) >}
! < Message escape : {01 bit(1) | 1 bit (2) } bit** = < no string > > ;

Table 9.3.60.2: PDCP Info information element details

PDCP mode (1 bit field)
bit

1

0 non-transparent

1 transparent

L ossless Serving BSS relocation support (1 bit field)

Lossless Serving BSC relocation is supported when both the RLC isin Acknowledged mode meaning when the |IE
"RLC mode" is"Acknowledged" bit

1

0 Lossless Serving BSS relocation not supported

1 Lossless Serving BSS relocation supported

Max PDCP SN (1 hit field)

This field indicates the maximim PDCP Sequence Number supported, when the lossless Serving BSC relocation is
supported.

bit

1

0 255

1 65535

ETSI




3GPP TS 44.118 version 5.6.0 Release 5 255 ETSI TS 144 118 V5.6.0 (2003-09)

PDCP PDU header (1 bit field)
bit

1

0 not present

1 present

Header compression information List (3 bit field)
Thisfield isthe binary representaion of the number of header compression information.

Range: 0 to maxPDCPAIgoType-1.
NOTE: Link with the PDCP instancesto be clarified in the procedure.

Header compression information struct
The Header compression information struct is repeated up to maxPDCPalgoType times.

Header Compression Information struct length (14 bit field)
Thisfield is the binary representaion of the length of the Header Compression Information struct excluding the bits used
for thislength field.

Range: 0 to 4095.

F_MAX_PERIOD (16 bit field)
Thisfield isabinary representation of the maximum number of compressed non-TCP headers that may be sent without
sending afull header.

Range 1 to 65535.

F MAX_TIME (8 bit field)
Thisfield isabinary representation of the maximum time in seconds that a compressed headers may not be sent after
sending last full header.

Range 1 to 255.

MAX_HEADER (16 bit field)
Thisfield isabinary representation of the largest header size in octets that may be compressed.

Range 60 to 65535.

TCP_SPACE (8 bit field)
Thisfield isabinary representation of the maximum CID value for TCP connections.

Range 3 to 255.

NON_TCP_SPACE (16 bit field)
Thisfield isabinary representation of the maximum CID value for non-TCP connections.

Range 3 to 65535.

EXPECT_REORDERING (1 bit field)
bit

1

0 reordering not expected,

1 reordering expected

UPLINK (1 bit field)

bit

1

0 does not indicate the necessary information elements for UL
1 indicates the necessary information elements for UL
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DOWNLINK (1 bit field)

bit

1

0 does not indicate the necessary information elements for DL
1 indicates the necessary information elements for DL

CID inclusion info
Thisfield configures which method shall be used to carry RFC3095 CID values :

bit
1

0 PDCP Header
1 RFC3095 packet format

Max_CID

This field describes the highest context ID number to be used by the MS compressor. If thisfield is not present then the
default value of 15 is used.

Thisfield is encoded as a binary number.

Range 0 to 16383. A value of 0 shall be counted as reserved.

ProfilesList (4 bit field)
Thisfield isabinary representation of the number of ROHC profiles supported by the GERAN decompressor.

Range 0 to maxROHC-Profiles-1.

Profileinstance
Thisfield isabinary representation of the supported profile types.

Range 1 to 3. Any other value received shall be treated as reserved.

MRRU

Thisfield describes the Maximum Reconstructed Reception Unit. When RLC is configured in non-transparent mode,
thisfield is set to the 0 and the segmentation function of the RFC 3095 shall not be used by the MS.

Thefiled is encoded as a binary number.

Range 0 to 65535

Packet Sizes Allowed List (4 bit field)
Thisfield isthe binary representation of the list of packet sizes that are allowed to be produced by RFC 3095.

PACKET_SIZES ALLOWED (11 bit field)
Thisfield isthe binary representation of the packets sizesin octets as defined by M 'S compressor.

Range 2 to 1500. Any other received values shall be treated as reserved.

Rever se decompression depth (16 bit field)

Thisfield describes the reverse compression depth as an integer from 0 to 65535. Also it determines whether reverse
decompression should be used or not and the maximum number of packets that can be reverse decompressed by the MS
decompressor. If the |E is not present, the default value of O (reverse decompression shall not be used) is used.

Range 0 to 65535

9.3.61 PDCP SN Info

The PDCP SN Info |E indicates the PDCP sequence number that the sender of the message is expecting to be received
next.

Table 9.3.61.1: PDCP SN Info information elements

< PDCP SN Info IE > ::=
< PDCP SN Info : bit (16) >;
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Table 9.3.61.2: PDCP SN Info information element details

PDCP SN Info (16 bit field)
The PDCP SN Info field is encoded as a binary number. Range 0 to 65535.

9.3.62 Physical Channel Configuration

The Physical Channel Configuration |IE describes the dedicated and the shared physical resources.

Table 9.3.62.1: Physical Channel Configuration information elements

< Physical Channel Configuration IE > ::=
{00 -- no physical resource allocated
|01 < DBPSCH : < DBPSCH Description IE > >
| 10 < SBPSCH : < SBPSCH Description IE > >
I
! < Message escape : { 11 } bit** = < no string > >}
-- Reserved for future use};

Table 9.3.62.2: Physical Channel Configuration information element details

DBPSCH Description
This|E is defined in sub-clause 9.3.19.

SBPSCH Description
This|E is defined in sub-clause 9.3.99.

9.3.63 PLMN Identity

The PLMN Identity | E identifies a Public Land Mobile Network for a GSM-MAP type of PLMN. The PLMN identity
digits are defined in 3GPP TS 23.003.

Table 9.3.63.1: PLMN ldentity information elements

< PLMN Identity IE > ::=
< MCC_digit_1 : bit (4) >
< MCC_digit_2: bit (4) >
< MCC_digit_3: bit (4) >
< MNC _digit_1: bit (4) >
< MNC_digit_2 : bit (4) >
{0]|1 <MNC_digit_3: bit(4) >};

Table 9.3.63.2: PLMN Identity information element details

MCC_digit_1 (4 bit field)
MCC_digit_2 (4 bit field)
M CC_digit_3 (4 bit field)
These fields are the binary representation of the MCC digit number X, where X goesfrom 1 to 3. Range: 0to 9.

MNC_digit_1 (4 bit field)

MNC_digit_2 (4 bit field)

MNC_digit_3 (4 hit field)

These fields are the binary representation of the MNC digit number X, where X goesfrom 1to 2 or 3. Range: 0to 9.
The presence of athird MNC digit depends on the value of the MCC.
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9.3.64 Power Command

The Power Command |E is to provide the power level to be used by the mobile station.

Table 9.3.64.1: Power Command information elements

< Power Command IE > ::=
< Power Command Value : octet (1) >;

Table 9.3.64.2: Power Command information element details

Power Command Value (1 octet field)
The Power Command Value is coded as the value part of the Power Command 1E defined in 3GPP TS 44.018 sub-
clause 10.5.2.28.

9.3.65 Power Command and Access Type

The Power Command and Access Type | E isto provide the power level to be used by the mobile station.

Table 9.3.65.1: Power Command and Access Type information elements

< Power Command and Access Type IE > ::=
< Power Command and Access Type Value : octet (1) >;

Table 9.3.65.2: Power Command and Access Type information element details

Power Command and Access Type Value (1 octet field)
The Power Command and Access Type Vaue is coded as the value part of the Power Command and Access Type |E
defined in 3GPP TS 44.018 sub-clause 10.5.2.28.

9.3.66 (void)
9.3.67 (void)
9.3.68 (void)

9.3.69 Protocol Error Cause

The Protocol Error Cause |E indicates the cause of the incomprehension of a message or information.

Table 9.3.69.1: Protocol Error Cause information elements

< Protocol Error Cause IE > ::=
< Protocol Error Cause : bit (3) >,
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Table 9.3.69.2: Protocol Error Cause information element details

Protocol Error Cause (3 bit field)

bit

321

000 CSN.1violation or encoding error

001 Message type non-existent or not implemented
010 Message not compatible with receiver state
011 Information element value not comprehended
100 Message content part error

101 Message extension not comprehended

All other values are reserved.

9.3.70 Protocol Error Indicator

The Protocol Error Indicator |E indicates whether a message was transmitted due to a protocol error or not.

Table 9.3.70.1: Protocol Error Indicator information elements

< Protocol Error Indicator |IE > ::=
< Protocol Error Indicator : bit (1) >;

Table 9.3.70.2: Protocol Error Indicator information element details

Protocol Error Indicator (1 bit field)
bit

1

0 Fase- no protocol error occurred
1 True- protocol error occurred

9.3.71 Protocol Error Information

The Protocol Error Information |E contains diagnostic information returned by the receiver of a message that was not
completely understood.

Table 9.3.71.1: Protocol Error Information information elements

< Protocol Error Information IE > ::=
{0 < Protocol Error Cause : < Protocol Error Cause IE > >
|1}; --reserved

Table 9.3.71.2: Protocol Error Information information element details

Protocol Error Cause
This|E is defined in sub-clause 9.3.69.

9.3.72 RAB Identity

The RAB Identity IE uniquely identifies a radio access bearer within a CN domain.
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Table 9.3.72.1: RAB Identity information elements

< RAB Identity IE > ::=
{0 < RAB_ldentity_GSM-MAP : bit (8) >
| 1 < RAB_Identity_ ANSI-41 : bit (8) > };

Table 9.3.72.2: RAB Identity information element details

RAB_Identity GSM-M AP (8 bit field)
Thisfield indicates the RAB identity with a GSM-MAP-type PLMN. See 3GPP TS 24.008

RAB_ldentity ANSI-41 (8 hit field)
Thisfield indicates the RAB identity with a ANSI-41-type PLMN. See 3GPP TS 24.008

9.3.73 RAB Info

The RAB Info | E contains information used to uniquely identify a radio access bearer.

Table 9.3.73.1: RAB Info information elements

<RAB Info IE > ::=
< RAB Identity : < RAB Identity IE > >
< CN Domain Identity : < CN Domain Identity IE> >
{01 < NAS Synchronization Indicator : < NAS Synchronization Info IE > >}
< Re-Establishment Timer : < Re-Establishment Timer IE > >;

Table 9.3.73.2: RAB Info information element details

RAB ldentity
This|E is defined in sub-clause 9.3.72.

CN Domain ldentity
This|E is defined in sub-clause 9.3.15.

NAS Synchronization I ndicator
The NAS Synchronization Info |E is defined in sub-clause 9.3.55.

Re-Establishment Timer
This|E is defined in sub-clause 9.3.88.

9.3.74 RAB Info Post

The RAB Info Post | E contains information used to uniquely identify aradio access bearer.

Table 9.3.74.1: RAB Info Post information elements

< RAB Info Post IE> ::=
< RAB Identity : < RAB Ildentity IE > >
< CN Domain Identity : < CN Domain Identity IE > >
{01 <NAS Synchronization Indicator : < NAS Synchronization Info : bit (4) > >},

Table 9.3.74.2: RAB Info Post information element details

RAB ldentity
This|E is defined in sub-clause 9.3.72.
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CN Domain ldentity
Thisfield is defined in sub-clause 9.3.15.

NAS Synchronization I ndicator
The NAS Synchronization Info field is defined in sub-clause 9.3.55.

9.3.75 RAB Information for Setup

The RAB Information for Setup | E indicates the radio access bearer(s) to setup.

Table 9.3.75.1: RAB Information for Setup information elements

< RAB Information for Setup IE > ::=
< RAB Info : <RAB info IE > >
< RB Information to Setup List : bit (3) >
< RB Information to Setup : < RB Information to Setup IE > > *(1+val(RB Information to Setup List)) };

Table 9.3.75.2: RAB Information for Setup information element details

RAB Info
This|E is defined in sub-clause 9.3.73.

RB Information to Setup List (3 bit field)
Thisfield isthe binary representation of the number of RB to setup in a RAB. Range : 0 to maxRBperRAB-1.

RB Information to Setup
This|E is defined in sub-clause 9.3.84. This |E can be repeated up to maxRBperRAB times within one RAB
information for setup IE.

9.3.76 RAB Information to Reconfigure

The RAB Information to Reconfigure | E indicates the radio access bearer(s) to reconfigure.

Table 9.3.76.1: RAB Information to Reconfigure information elements

< RAB Information to Reconfigure IE > ::=
< RAB Identity : < RAB Identity IE > >
< CN Domain Identity : < CN Domain Identity IE > >
< NAS Synchronization Indicator : < NAS synchronization Info : bit (4) > >;

Table 9.3.76.2: RAB Information to Reconfigure information element details

RAB ldentity
This|E is defined in sub-clause 9.3.72.

CN Domain ldentity
This|E is defined in sub-clause 9.3.15.

NAS Synchronization I ndicator
The NAS Synchronization Info |E is defined in sub-clause 9.3.55.

9.3.77 RB Activation Time Info

The RB Activation Time Info |E contains the time, in terms of RL C sequence numbers, when a certain configuration
shall be activated, for a number of radio bearers.
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Table 9.3.77.1: RB Activation Time Info information elements

< RB Activation Time Info IE > ::=
{0|1 < Repeated Radio Bearer Activation Time list : bit (5) >
< Repeated Radio Bearer Activation Time : < Radio Bearer Activation Time struct > > } *(1+val(Repeated
Radio Bearer Activation Time list)) } ;

< Repeated Radio Bearer Activation Time struct > ::=
{ <RB Identity : < RB Identity IE > >
{0]1 {00 < GPRS RLC Sequence Number : bit (7) >
| 01 < EGPRS RLC Sequence Number : bit (11) >
| 10 < DCCH TBF mode RLC Sequence Number : bit (4) >
| 11 < TCH TBF RLC Sequence Number : bit (8) >}

Table 9.3.77.2: RB Activation Time Info information element details

Repeated radio bearer activation timelist (5 bit field)
Thisfield isthe binary representation of the number of RBs. Range : 0 to maxRB-1.

Repeated radio bearer activation time struct
The Repeated radio bearer activation time struct is repeated up to maxRB times.

RB | dentity
This |E is defined in sub-clause 9.3.80.

GPRS RLC Sequence Number (7 bit field)
Thisfield indicates the RLC send state variable for GPRS M S with radio bearers mapped on RLC AM and UM. This
field is encoded as a binary number. Range : 0 to 127.

EGPRSRL C Sequence Number (11 bit field)
Thisfield indicates the RLC send state variable for EGPRS M S with radio bearers mapped on RLC AM and UM. This
field is encoded as a binary number. Range : 0 to 2047.

DCCH TBF RLC Sequence Number (4 bit field)
Thisfield indicates the RLC send state variable for DCCH TBF mode M S (see 3GPP TS 44.160) with radio bearers
mapped on RLC AM and UM. Thisfield is encoded as a binary nhumber. Range : 0 to 15.

TCH TBF RLC Sequence Number (8 bit field)
Thisfield indicates the RLC send state variable for TCH TBF mode M S (see 3GPP TS 44.160) with radio bearers
mapped on RLC AM and UM. Thisfield is encoded as a binary number. Range : 0 to 255.

9.3.78 RB COUNT-C Information

The RB COUNT-C Information |E indicates RB COUNT-C values for aradio bearer.

Table 9.3.78.1: RB COUNT-C Information information elements

< RB COUNT-C Information IE > ::=
< RB Identity : < RB Identity IE > >
< COUNT-C-Uplink : bit (32) >
< COUNT-C-Downlink : bit (32) >;

Table 9.3.78.2: RB COUNT-C Information information element details

RB | dentity
This |E is defined in sub-clause 9.3.80.
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COUNT-C-Uplink (32 bit field)
Thisfield isthe binary representation of the amount of data sent in Uplink. See 3GPP TS 33.102.

COUNT-C-Downlink (32 bit field)
Thisfield isthe binary representation of the amount of data sent in Downlink. See 3GPP TS 33.102.

9.3.79 RB COUNT-C MSB Information

The RB COUNT-C MSB Information |E indicates the MSB of the COUNT-C values of the radio bearer.

Table 9.3.79.1: RB COUNT-C MSB Information information elements

< RB COUNT-C MSB Information IE > ::=
< RB Identity : bit (5) >
< COUNT-C-MSB-Uplink : bit (25) >
< COUNT-C-MSB-Downlink : bit (25) >;

Table 9.3.79.2: RB COUNT-C MSB Information information element details

RB | dentity
This |E is defined in sub-clause 9.3.80.

COUNT-C-M SB-Uplink (25 bit field)
Thisfield indicates 25 M SBs from the COUNT-C-uplink associated to this RB. See 3GPP TS 33.102.

COUNT-C-M SB-Downlink (25 bit field)
Thisfield indicates 25 M SBs from the COUNT-C-downlink associated to this RB. See 3GPP TS 33.102.

9.3.80 RB Identity

The RB Identity | E indicates the identification number for the radio bearer affected by a certain message.

Table 9.3.80.1: RB Identity information elements

< RB Identity IE > ::=
< RB Identity : bit (5) >,

Table 9.3.80.2: RB Identity information element details

RB Identity (5 bit field)
The RB Identity field is encoded as a binary number. Range: 0 to 31. Values 0-4 shall only be used for signalling radio
bearers.

9.3.81 RB Information to Be Affected

The RB Information to Be Affected | E indicates identity of the RB to be affected by the message.

Table 9.3.81.1: RB Information to Be Affected information elements

< RB Information to Be Affected IE > ::=
< RB Identity : < RB Identity IE > >;
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Table 9.3.81.2: RB Information to Be Affected information element details

RB Identity (5 bit field)
Thisfield is defined in sub-clause 9.3.80.

9.3.82 RB Information to Reconfigure

The RB Information to Reconfigure | E indicates the radio bearer to reconfigure.

Table 9.3.82.1: RB Information to Reconfigure information elements

< RB Information to Reconfigure IE > ::=
< RB Identity : < RB Identity IE > >
{0]1 <PDCP Info : <PDCP Info IE >>}
{0]1 <PDCP SN Info : < PDCP SN Info > >}
{0|1 <RLCInfo:<RLCinfolE>>}
{0]1 <RB Stop/Continue : bit (1) >};

Table 9.3.82.2: RB Information to Reconfigure information element details

RB | dentity
This |E is defined in sub-clause 9.3.80.

PDCP Info
This|E is defined in sub-clause 9.3.60.

PDCP SN Info
This |E is defined in sub-clause 9.3.61. The PDCP sequence number info from the network is present only in case of
lossless SRNS relocation.

RLC Info
This|E is defined in sub-clause 9.3.91.

RB Stop/Continue (1 bit field)
bit

1

0 stopRB

1 continue RB

9.3.83 RB Information to Release

The RB Information to Release | E indicates identity of the RB to be released.

Table 9.3.83.1: RB Information to Release information elements

< RB Information to Release IE > ::=
< RB Identity : < RB Identity IE > >;

Table 9.3.83.2: RB Information to Release information element details

RB | dentity
Thisfield is defined in sub-clause 9.3.80.
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9.3.84 RB Information to Setup

The RB Information to Setup |E contains information about the RB to setup.

Table 9.3.84.1: RB Information to Setup information elements

< RB Information to Setup IE > ::=
< RB Identity : < RB Identity IE > >
{0]1<PDCP Info : <PDCP Info IE > >}
{0] 1<RLC Info: <RLC Info IE > >};

Table 9.3.84.2: RB Information to Setup information element details

RB I dentity
This|E is defined in sub-clause 9.3.80.

PDCP Info
This|E is defined in sub-clause 9.3.60.

RLC Info
This|E is defined in sub-clause 9.3.91.

9.3.85 RB Timer Indicator

This RB Timer Indicator |E indicates to GERAN if the timers T314 and T315 have expired in the M S.

Table 9.3.85.1: RB Timer Indicator information elements

< RB Timer Indicator IE > ::=
< T314 Expired : bit (1) >
< T315 Expired : bit (1) >;

Table 9.3.85.2: RB Timer Indicator information element details

T314 Expired (1 bit field)

bit

1

0 Fase-thetimer has not expired

1 True- thetimer has expired or the stored value is zero

T315 Expired (1 bit field)

bit

1

0 Fase-thetimer has not expired

1 True- thetimer has expired or the stored value is zero

9.3.86 RB with PDCP Information

The RB with PDCP Information | E identifies the RB and provides the PDCP sequence number info from the sender of
the message for lossless Serving BSC relocation.

Table 9.3.86.1: RB with PDCP Information information elements

< RB with PDCP Information IE > ::=
< RB Identity : < RB Identity IE > >
< PDCP SN Info : < PDCP SN Info > >;
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Table 9.3.86.2: RB with PDCP Information information element details

RB | dentity
This |E is defined in sub-clause 9.3.80.

PDCP SN Info
This|E is defined in sub-clause 9.3.61. PDCP sequence number info from the sender of the message for lossless
Serving BSC relocation.

9.3.87 (void)

9.3.88 Re-Establishment timer

This Re-Establishment Timer |E indicates which timer to associate with RAB.

Table 9.3.88.1: Re-Establishment Timer information elements

< Re-Establishment timer IE > ::=
< Re-Establishment timer : bit (1) >;

Table 9.3.88.2: Re-Establishment Timer information element details

Re-Establishment Timer (1 bit field)
bit

1

0 useT314

1 useT315

9.3.89 Rejection Cause

The Rejection Cause | E indicates the cause for rejection of RRC connection establishment request.

Table 9.3.89.1: Rejection Cause information elements

< Rejection Cause IE > ::=
< Rejection Cause : hit (1) >;

Table 9.3.89.2: Rejection Cause information element details

Rejection Cause (1 bit field)
bit

1

0 congestion

1 unspecified

9.3.90 Release Cause

The Release Cause | E indicates the cause for releasing the RRC connection.
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Table 9.3.90.1: Release Cause information elements

< Release Cause IE > ::=
< Release Cause : bit (3) >;

Table 9.3.90.2: Release Cause information element details

Release Cause (3 bit field)
bit

321

000 normal event

001 unspecified

010 pre-emptive release
011 congestion

100 re-establishment reject
101 directed signalling connection re-establishment
110 userinactivity

111 reserved

9.3.91 RLC Info

The RLC Info IE contains information about the RL C protocol.

Table 9.3.91.1: RLC Info information elements

<RLC Info IE > ::=
< RLC Info length : bit (5) >
{00 -- RLC in Acknowledged mode
{0]1 < Resegment : bit (1) >}
{0] 1< Transmission RLC Discard : < Transmission RLC Discard IE > >}
{0]1 < EGPRS window size : bit (5) >}

| 01 -- RLC in Unacknowledged mode
{0 ] 1 < EGPRS Window Size : bit (5) >}
| < Message escape : {1 bit (1) } bit**= <no string >>},; --reserved

Table 9.3.91.2: RLC Info information element details

RLC Infolength (5 bit field)
Thisfield isthe binary representation of the RLC Info |E excluding the 5 bits used to define this field. Range 0 to 31.

Resegment

bit

1

0 Retransmitted RLC data blocks shall not be resegmented

1 Retransmitted RLC data blocks shall be resegmented according to commanded MCS

Transmission RLC Discard
This |E is defined in sub-clause 9.3.95.

EGPRS Window Size

Thisinformation element defines the window size to be used in an EGPRS TBF. The network sets the window size
according to the number of timeslots alocated in the direction of the TBF. ThisField is coded as defined in

3GPP TS 44.060

9.3.92 RLCHEFNIE

This|E contains the RLC HFN used in ciphering for EGPRS, GPRS or UTRAN in AM or UM RLC.
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Table 9.3.92.1: RLC HFN information elements

<RLC HFN IE >::=
< RLC HFN length : hit (5) >

{ 000 < RLCHFN: bit(20)> -- Used in the case of EGPRS and UTRAN AM RLC
| 001 <RLCHFN :bit(24) > -- Used in the case of GPRS

| 010 < RLCHFN: bit(25)> -- Used in the case of UTRAN UM RLC

| 011 < RLCHFN:bit(27) > -- Used in the case of GERAN DBPSCH

|

< Message escape : { 1 bit (1) } bit**= < no string > >} ;

Table 9.3.92.2: RLC HFN information element details

RLC HFN Length
Thisfield isthe binary representation of the length in bits of the RLC HFN field in this|E. Range: 1+val(RLC HFN
length)

RLC HFN (20..25 bit field)
Thisfield defines the RLC HFN used in the ciphering procedure at RLC/MAC. See 3GPP TS 44.160

9.3.93 RPLMN Information

Table 9.3.93.1: RPLMN Information information elements

< RPLMN Information IE > ::=

{
-- GSM parameters, lower bound and upper bound of GSM BA freqgs
{0]1 < GSM BA Range : bit (6) >

{ <GSM Lower Range:bit (14)>

<GSM Upper Range : bit(14) >

<UARFCN : bit(14) > } * (1+val(GSM BA Range))}}
{0]1 < CDMA2000 UMTS Frequency list : bit (3) >

{ <BAND_CLASS: bit(5)>
< CDMA_FREQ : bit(11)>} * (1+val(CDMA2000 UMTS Frequency list))}}

Table 9.3.93.2: RPLMN Information information element details

GSM BA Range (6 bit field)
Thisfield isthe binary representation of maximum number of GSM Frequency Ranges to store. Range 0 to
maxNumGSM FreqRanges-1.

GSM Lower Range (14 bit field)
Thisfield isthe binary representation of lower bound for range of GSM BA fregquencies, lower bound.

GSM Upper Range (14 bit field)
Thisfield isthe binary representation of lower bound for range of GSM BA frequencies, upper bound.

UARFCN (14 bit field)
Thisfield is defined in 3GPP TS 25.102.

CDMA2000 UM TS Frequency list (3 bit field)
Thisfield isthe binary representation of maximum number of CDMA Frequency Ranges to store. Range 0 to
maxNumCDM A2000FregRanges-1.

BAND_CLASS (5 bit field)
Thisfield isthe bit string representation of TIA/EIA/IS-2000 BAND_CLASS. The bits are numbered b0 to b4, where
b0 isthe least significant bit.
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CDMA_FREQ (11 bit field)

Thisfield isthe bit string representation of COMA_FREQ TIA/EIA/IS-2000. The CDMA_FREQ hits are numbered b0

to b10, where b0 is the least significant bit.

9.3.94 RRC Cause

The RRC Cause |E isto provide the reason for failure of the physical channel setup, reconfiguration, release or the

reason for completion of handover.

Table 9.3.94.1: RRC Cause information elements

<RRC Cause IE > ::=
< RRC Cause : bit (8) >;

Table 9.3.94.2: RRC Cause information element details

RRC Cause (8 field)

Bits

87654321

00000000 Normal event

00000001 Abnormal release, unspecified

00000010 Abnorma release, channel unacceptable
00000011 Abnormal release, timer expired

00000100 Abnormal release, no activity on the radio path
00000110 UTRAN configuration unknown

00001000 Handover impossible, timing advance out of range
00001001 Channel mode unacceptable

00001010 Frequency not implemented

00001100 Lower layer failure

01000001 Cal aready cleared

01011111 Semanticaly incorrect message

01100000 Invaid mandatory information

01100001 Message type non-existent or not implemented
01100010 Message type not compatible with protocol state
01100100 Conditional IE error

01100101 Nocel alocation available

01101111 Protocol error unspecified

All other cause values shall be treated as 0000 0000, 'normal event'.

9.3.95 RRC Packet Downlink Assignment

ETSI TS 144 118 V5.6.0 (2003-09)

The RRC Packet Downlink Assignment |E is sent by the network to the mobile station to indicate the assigned downlink
resources. The RRC Packet Downlink Assignment | E is coded as shown in 3GPP TS 44.018.
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Table 9.3.95.1: RRC Packet Downlink Assignment information elements

< RRC Packet Downlink Assignment IE > ::=
< LENGTH_IN_OCTETS : bit (8) >
< MAC_MODE : bit (2) >
< RLC_MODE : bit (1) >
< TIMESLOT_ALLOCATION : bit (8) >
< Packet Timing Advance : < Packet Timing Advance IE > >
{0|1 <PO:bit(4)>
<BTS_PWR_CTRL_MODE : bit (1) >
< PR_MODE : bit (1) >}
< Power Control Parameters : < Power Control Parameters IE > >}
< DOWNLINK_TFI_ASSIGNMENT : bit (5) >}
< MEASUREMENT_STARTING_TIME : bit (16) >
< MEASUREMENT_INTERVAL : bit (5) >
< MEASUREMENT_BITMAP : bit (8) >}
{01 -- indicates EGPRS TBF mode, see 3GPP TS 44.060
< EGPRS Window Size : < EGPRS Window Size |IE > >
< LINK_QUALITY_MEASUREMENT_MODE : bit (2)>}
{0]1<BEP_PERIOD2 : bit (4) >}}
{0|1 <Packet Extended timing Advance : bit (2) >} ;

i —
[leNeoNe]
PR

Table 9.3.95.2: RRC Packet Downlink Assignment information element details

LENGTH_IN_OCTETS (8 bit field)
Thisfield encodes (in binary) the number that is equal to one eighth of the number of bits in the RR Packet Downlink
Assignment information element that follow the end of thisfield.

MAC_MODE (2 hit field)
Thisfield is encoded asthe MAC_MODE information field in the PACKET DOWNLINK ASSIGNMENT messagein
3GPP TS 44.060.

RLC_MODE (1 bit field)
Thisfield isencoded asthe RLC_MODE field in the PACKET DOWNLINK ASSIGNMENT messagein
3GPP TS 44.060.

TIMESLOT_ALLOCATION (8 hit field)
Thisfield isencoded asthe TIMESLOT_ALLOCATION field in the PACKET DOWNLINK ASSIGNMENT message
in 3GPP TS 44.060.

Packet Timing Advance lE
Thisfield is encoded as the Packet Timing Advance |E in the PACKET DOWNLINK ASSIGNMENT messagein
3GPP TS 44.060.

PO, BTS PWR_CTRL_MODE and PR_MODE fields
These fields are optional downlink power control parameters and are encoded as in the PACKET UPLINK
ASSIGNMENT message in 3GPP TS 44.060.

Power Control Parameters|E
Thisfield is encoded as the Power Control Parameters |E in the PACKET DOWNLINK ASSIGNMENT message in
3GPP TS 44.060.

DOWNLINK_TFI_ASSIGNMENT (5 hit field)
If present, thisfield is encoded as the DOWNLINK_TFI_ASSIGNMENT information element in the PACKET
DOWNLINK ASSIGNMENT message in 3GPP TS 44.060.

MEASUREMENT_STARTING_TIME (16 bit field)

If present, this field is encoded as the 16-bit value part of the Starting Time IE defined in sub-clause 10.5.2.38 (starting
with bit 8 of octet 2 and ending with bit 1 of octet 3 of the Sarting Time IE).MEASUREMENT_STARTING_TIME
field in the PACKET DOWNLINK ASSIGNMENT message in 3GPP TS 44.060.

The frame number shall be aligned to aPDTCH block period according to the requirements defined for the * Absolute
Frame Number Encoding’ in the ‘ Sarting Time Frame Number Description’ 1E defined in 3GPP TS 44.060.
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MEASUREMENT_BITMAP (8 bit field)
If present, thisfield is encoded asthe MEASUREMENT BITMAP information field in the PACKET DOWNLINK
ASSIGNMENT message in 3GPP TS 44.060.

MEASUREMENT_INTERVAL (5 bit field)
If present, thisfield is encoded asthe MEASUREMENT_INTERVAL field in the PACKET DOWNLINK
ASSIGNMENT message in 3GPP TS 44.060.

EGPRSWindow Size |lE
Thisfield is encoded as the EGPRS Window Sze |E in the PACKET UPLINK ASSIGNMENT messagein
3GPP TS 44.060.

LINK_QUALITY_MEASUREMENT_MODE (2 bit field)
Thisfield is encoded as the LINK_QUALITY_MEASUREMENT_MODE in the PACKET DOWNLINNK
ASSIGNMENT message in 3GPP T'S 44.060.

Packet Extended Timing Advance (2 bit field)

This bit field is used for support of Extended Timing Advance.
Bit

1 bit 7 of the Timing Advance |E defined in sub-clause 10.5.2.40
2 hit 8 of the Timing Advance |E defined in sub-clause 10.5.2.40

BEP_PERIOD2 (4 bit field)
Thisfield is described in 3GPP TS 44.060.

9.3.95a RRC Packet Downlink Assignment 2

The RRC Packet Downlink Assignment 2 |E is sent by the network to the mobile station to indicate the assigned
downlink resources. The RRC Packet Downlink Assignment 2 |E is coded as shown in the table below.

Table 9.3.95a.1: RRC Packet Downlink Assignment information elements

< RRC Packet Downlink Assignment 2 IE > ::=
< LENGTH_IN_OCTETS : hit (8) >
{0]1 -- indicates EGPRS TBF mode, see 3GPP TS 44.060
< EGPRS Window Size : < EGPRS Window Size IE > >
< LINK_QUALITY_MEASUREMENT_MODE : bit (2)>
{0]1<BEP_PERIOD2 : hit (4) > }};

Table 9.3.95a.2: RRC Packet Downlink Assignment 2 information element details

LENGTH_IN_OCTETS (8 hit field)
Thisfield encodes (in binary) the number that is equal to one eighth of the number of bits in the RR Packet Downlink
Assignment 2 information element that follow the end of thisfield.

EGPRSWindow Size |lE
Thisfield is encoded as the EGPRS Window Sze |E in the PACKET UPLINK ASSIGNMENT messagein
3GPP TS 44.060.

LINK_QUALITY_MEASUREMENT_MODE (2 bit field)
Thisfield is encoded as the LINK_QUALITY_MEASUREMENT _MODE in the PACKET DOWNLINK
ASSIGNMENT message in 3GPP TS 44.060.

9.3.96 RRC Packet Uplink Assignment

The RRC Packet Uplink Assignment |E is sent by the network to the mobile station to indicate the assigned uplink
resources. The RRC Packet Uplink Assignment |E is coded as shown in 3GPP TS 44.018.
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Table 9.3.96.1: RRC Packet Uplink Assignment information elements

< RRC Packet Uplink Assignment IE > ::=
< LENGTH_IN_OCTETS : bit (8) >
< G-RNTI_BLOCK_CHANNEL_CODING : bit (1) >
< Packet Timing Advance : < Packet Timing Advance |IE > >
< Allocation : < Allocation struct > >

{0 -- for MS operating in GPRS
< CHANNEL_CODING_COMMAND : bit (2) >
|1 -- for MS operating in EGPRS

< EGPRS_MCS_MODE : bit (4) >

< RESEGMENT : bit (1) >

< EGPRS Window Size : < EGPRS Window Size |IE > >}
{0 1< Packet Extended Timing Advance : bit (2) >} ;

< Allocation struct > ::=
{00 < Dynamic Allocation : < Dynamic Allocation struct> >
|01 < Single Block Allocation : < Single Block Allocation struct > >
I < Message escape : { 1 bit (1) } bit**= < no string > >}
< Dynamic Allocation struct > ::=
< Extended Dynamic Allocation : bit (1) >
{0]1 <PO: bit(4)>
<PR_MODE : bit (1) > }
< USF_GRANULARITY : bit (1) >
{0]1 < UPLINK_TFI_ASSIGNMENT : bit (5) >}
{0]1<RLC_DATA_BLOCKS_GRANTED : bit (8) >}
{0 -- Timeslot Allocation
{0]1<USF_TNO : bit (3) >}
{0]1<USF_TN1: bit (3) >}
{0]1<USF_TN2: bit (3) >}
{0]1<USF_TN3: bit (3) >}
{0]1<USF_TN4: bit (3) >}
{0]1<USF_TN5: bit (3) >}
{0]1<USF_TNG6 : bit (3) >}
{0]1<USF_TNT7 : bit (3) >}
|1 -- Timeslot Allocation with Power Control Parameters
< ALPHA : bit (4) >
{0]1 <USF_TNO: bit (3) >
< GAMMA_TNO : bit (5) >}
{0]1 <USF_TN1: bit (3) >
< GAMMA_TN1 : bit (5) >}
{0]1 <USF_TN2: bit (3) >
< GAMMA_TN2 : bit (5) >}
{0]1 <USF_TN3: bit (3) >
< GAMMA_TN3 : hit (5) >}
{0]1 <USF_TN4: bit (3) >
< GAMMA_TN4 : bit (5) >}
{0]1 <USF_TN5: bit (3) >
< GAMMA_TNS5 : bit (5) >}
{0]1 <USF_TNG6: bit (3) >
< GAMMA_TNG : bit (5) >}
{0]1 <USF_TN7: bit (3) >
< GAMMA_TN7 : bit (5) >} };

< Single Block Allocation struct > ::=
< TIMESLOT_NUMBER : bit (3) >
{0]1 <ALPHA : bit (4) >
< GAMMA_TN : bit (5) >}
{0]1 <PO:bit(4)>
<BTS_PWR_CTRL_MODE : bit (1) >
< PR_MODE : bit (1) > };
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Table 9.3.96.2: RRC Packet Uplink Assignment information element details

LENGTH_IN_OCTETS(8 bit field)
Thisfield isthe binary representation of the length of the RR Packet Uplink Assignment | E value part in octets. Range:
0to 255

CHANNEL_CODING_COMMAND (2 hit field)
Thisfield is encoded asthe CHANNEL_CODING_COMMAND field in the PACKET UPLINK ASSIGNMENT
message in 3GPP TS 44.060.

TLLI_BLOCK_CHANNEL_CODING (1 bit field)
Thisfield isencoded asthe TLLI_BLOCK_CHANNEL_CODING field in the PACKET UPLINK ASSIGNMENT
message in 3GPP TS 44.060.

Packet Timing Advance | E
Thisfield is encoded as the Packet Timing Advance |E in the PACKET UPLINK ASSIGNMENT message in
3GPP TS 44.060.

Allocation struct
This structure indicates the type of radio resources allocation used and the parameters necessary to define the radio
resources.

EGPRS MCS MODE (4 hit field)
Thisfield is coded as the EGPRS Modulation and Coding Scheme |E in the PACKET UPLINK ASSIGNMENT
message in 3GPP TS 44.060.

RESEGMENT (1 bit field)
Thisfield is coded asthe RESEGMENT bit in the PACKET UPLINK ASSIGNMENT message in 3GPP TS 44.060.

EGPRSWindow Size |lE
Thisfield is encoded as the EGPRSwindow size |E in the PACKET DOWNLINK ASSIGNMENT message in
3GPP TS 44.060.

TIMESLOT_ALLOCATION (8 bit field)
Thisfield is encoded asthe TIMESLOT_ALLOCATION field in the PACKET UPLINK ASSIGNMENT message in
3GPP TS 44.060.

Dynamic Allocation struct
This structure contains parameters necessary to define the radio resources of a dynamic allocation or an extended
dynamic allocation.

Extended Dynamic Allocation (1 bit field)

Thisinformation field indicates the medium access mode to be used during the TBF.
0 Dynamic Allocation

1 Extended Dynamic Allocation

UPLINK_TFI_ASSIGNMENT (5 bit field)
Thisfield is encoded asthe UPLINK_TFI_ASSIGNMENT information element in the PACKET UPLINK
ASSIGNMENT message in 3GPP TS 44.060.

Power Control Parameters|E
Thisfield is encoded as the Power Control Parameters |E in the PACKET UPLINK ASSIGNMENT messagein
3GPP TS 44.060.

RLC_DATA_BLOCKS GRANTED (8 hit field)
Thisfield isencoded asthe RLC_ DATA BLOCKS GRANTED field in the PACKET UPLINK ASSIGNMENT
message in 3GPP TS 44.060.
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USF for Timeslot Number 0 (TNO) (3 bit field)

USF for Timeslot Number 1 (TN1) (3 bit field)

USF for Timeslot Number 2 (TN2) (3 bit field)

USF for Timeslot Number 3 (TN3) (3 bit field)

USF for Timeslot Number 4 (TN4) (3 bit field)

USF for Timeslot Number 5 (TN5) (3 bit field)

USF for Timeslot Number 6 (TN6) (3 bit field)

USF for Timeslot Number 7 (TN7) (3 bit field)

These fields are encoded as the USF for Timeslot Number X field (where 0=<X<7) in the PACKET UPLINK
ASSIGNMENT message in 3GPP TS 44.060.

Single Block Allocation struct
This structure contai ns parameters necessary to define the radio resources of a Single Block allocation. For example for
sending of a PACKET RESOURCE REQUEST message in atwo phase access or a Measurement report.

ALPHA (4 bit field)
The ALPHA Power control parameter field is coded according to the following table :

bit

4321

0000 a=00
0001 a=01
1001 a=09
1010 a=10

All other values are reserved in this version of the protocol and shall be interpreted by the mobile station as a = 1.0.

TIMESLOT_NUMBER (3 bit field)
If present, this field is encoded asthe TIMESLOT _NUMBER field in the PACKET UPLINK ASSIGNMENT message
in 3GPP TS 44.060.

GAMMA_TN (5 bit field)
The GAMMA_TN field isthe binary representation of the parameter 'y for MS output power control in units of 2 dB,
see 3GPP TS 45.008.

PO, BTS PWR_CTRL_MODE and PR_MODE fields
These fields are optional downlink power control parameters and are encoded as in the PACKET UPLINK
ASSIGNMENT message in 3GPP TS 44.060.

9.3.96a RRC Packet Uplink Assignment 2

The RRC Packet Uplink Assignment 2 |E is sent by the network to the mobile station to indicate the assigned uplink
PDCTH on DBPSCH. The RRC Packet Uplink Assignment 2 | E is coded as shown in the table below.
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Table 9.3.96a.1: RRC Packet Uplink Assignment 2 information elements

< RRC Packet Uplink Assignment 2 IE > ::=
< LENGTH_IN_OCTETS : bit (8) >
< Dynamic Allocation : < Dynamic Allocation struct > >

{0 -- for MS operating in GPRS
< CHANNEL_CODING_COMMAND : bit (2) >
|1 -- for MS operating in EGPRS

< EGPRS_MCS_MODE : hit (4) >
< RESEGMENT : bit (1) >
< EGPRS Window Size : < EGPRS Window Size |IE > >},

< Dynamic Allocation struct > ::=

< Extended Dynamic Allocation : bit (1) >
< USF_GRANULARITY : bit (1) >
{0]1<USF_TNO : bit (3) >}
{0]1<USF_TNL1: bit (3) >}
{0]1<USF_TN2: bit (3) >}
{0]1<USF_TNS3: bit (3) >}
{0]1<USF_TN4: bit (3) >}
{0]1<USF_TN5: bit (3) >}
{0]1<USF_TNG6 : bit (3) >}
{0]1<USF_TNT7: bit (3) >}

Table 9.3.96a.2: RRC Packet Uplink Assignment information element details

LENGTH_IN_OCTETS (8 hit field)
Thisfield isthe binary representation of the length of the RR Packet Uplink Assignment | E value part in octets. Range:
0to 255

CHANNEL_CODING_COMMAND (2 hit field)
Thisfield is encoded asthe CHANNEL_CODING_COMMAND field in the PACKET UPLINK ASSIGNMENT
message in 3GPP TS 44.060.

EGPRS MCS M ODE (4 bit field)
Thisfield is coded as the EGPRS Modulation and Coding Scheme |E in the PACKET UPLINK ASSIGNMENT
message in 3GPP TS 44.060.

RESEGMENT (1 bit field)
Thisfield is coded asthe RESEGMENT bit in the PACKET UPLINK ASSIGNMENT message in 3GPP TS 44.060.

EGPRSWindow Size |lE
Thisfield is encoded as the EGPRSwindow size |E in the PACKET DOWNLINK ASSIGNMENT message in
3GPP TS 44.060.

Dynamic Allocation struct
This structure contai ns parameters necessary to define the radio resources of a dynamic allocation or an extended
dynamic allocation.

Extended Dynamic Allocation (1 bit field)

Thisinformation field indicates the medium access mode to be used during the TBF-.
0 Dynamic Allocation

1 Extended Dynamic Allocation
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USF for Timeslot Number 0 (TNO) (3 bit field)

USF for Timeslot Number 1 (TN1) (3 bit field)

USF for Timeslot Number 2 (TN2) (3 bit field)

USF for Timeslot Number 3 (TN3) (3 bit field)

USF for Timeslot Number 4 (TN4) (3 bit field)

USF for Timeslot Number 5 (TN5) (3 bit field)

USF for Timeslot Number 6 (TN6) (3 bit field)

USF for Timeslot Number 7 (TN7) (3 bit field)

These fields are encoded as the USF for Timeslot Number X field (where 0=<X<7) in the PACKET UPLINK
ASSIGNMENT message in 3GPP TS 44.060.

9.3.97 RRC State Indicator

The RRC Sate Indicator |E isindicatesto a MS the RRC state to be entered.

Table 9.3.97.1: RRC State Indicator information elements

< RRC State Indicator IE > ::=
< RRC State Indicator : bit (2) >;

Table 9.3.97.2: RRC State Indicator information element details

RRC State Indicator (2 bit field)

bit

21

00 RRC-Cdl _Dedicated state
01 RRC-Cédll_Shared state
10 RRC-GRA_PCH state

11 Reserved

9.3.98 RRC Transaction ldentifier

The RRC Transaction Identifier |E identifies the RRC procedure transaction for the message this |E was included
within.

Table 9.3.98.1: RRC Transaction Identifier information elements

< RRC Transaction Identifier |IE > ::=
< RRC Transaction Identifier : bit (2) >;

Table 9.3.98.2: RRC Transaction Identifier information element details

RRC Transaction | dentifier
Thisfield isthe binary representation of the RRC Transaction Identifier . Range: 0to 3

9.3.99 SBPSCH Description

The SBPSCH Description |E describes shared physical resources.
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Table 9.3.99.1: SBPSCH Description information elements

< SBPSCH Description IE > ::=

{01 < Frequency Parameters : < Frequency Parameters IE > >}
{1 < TBF Information: < TBF Information struct > >} ** 0

}

< TBF Information struct > ::=
{ < TBF Starting Time : < Starting Time IE > >
{0 < Description of the Uplink Packet Channel Assignment : < RRC Packet Uplink Assignment IE> >
| 1 < Description of the Downlink Packet Channel Assignment : < RRC Packet Downlink Assignment IE> >
{0]1<HFN_LSB:bit(1) >}}

Table 9.3.99.2: SBPSCH Description information element details

Frequency Parameters
This|E is defined in TS 3GPP 44.060 sub-clause 12.8.

TBF Information struct
This structure describe the information for a TBF. This structure may be repeated up to maxTBF times.

TBF Starting Time
The Sarting Time | E is defined in sub-clause 9.3.103.

Description of the Uplink Packet Channel Assignment
The RRC Packet Uplink Assignment IE is defined in sub-clause 9.3.96.

Description of the Downlink Packet Channel Assignment
The RRC Packet Downlink Assignment |E is defined in sub-clause 9.3.95.

HFN_L SB (1 bit field)
Thisfield contains the least significant bit of the HFN of the radio bearer for which the TBF is assigned, in the direction
of the TBF.

9.3.100 Security Capability

The Security Capability |E indicates the security capablities of the MS.

Table 9.3.100.1: Security Capability information elements

< Security Capability IE > ::=
< Security Capability Length : bit (7)>
< lu mode Ciphering algorithm capability : < lu mode Ciphering algorithm capability struct > >
< lu mode Integrity protection algorithm capability : < lu mode Integrity protection algorithm capability struct > >;
< spare bhit >**;  -- Extension information may be truncated between released versions of the protocol
-- The receiver shall assume the value zero for any truncated bit

< lu mode Ciphering algorithm capability struct > ::=
< UEAO support : bit (1) >
< UEA1 support : bit (1) >
< spare bit > *14;

< lu mode Integrity protection algorithm capability struct > ::=
< UIA1 support : bit (1) >
< spare hit > *15;
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Table 9.3.100.2: Security Capability information element details

Security Capability Length (7 bit field)
Thisfield isthe binary representation of the length of the Security Capability IE in bits excluding the bits used for this
length field. Range: 0 to 127.

lu mode Ciphering algorithm capability struct

This structure indicates the ciphering algorithms supported by the M S.
UEAO support (1 bit field)

UEAL1 support (1 bit field)

These fields indicate the support of the UEA encryption algorithm UEAX, where X has arange from 1 to 2. At least one
Ciphering algorithm must be supported.

bit

0 Ciphering algorithm is not supported

1 Ciphering agorithm is supported

lu mode I ntegrity protection algorithm capability struct
This structure indicates the Integrity protection algorithms supported by the M S.

UIAL support (1 bit field)

These field indicates the support of the UIA integrity protection algorithm UIAX, where X has arange from 1 to 1. At
least one integrity protection algorithm must be supported.

bit

0 Integrity protection algorithm is not supported

1 Integrity protection algorithm is supported

9.3.101 Signalling RB Information To Setup

The Sgnalling RB Information To Setup | E indicates information for setting up SRBs.

Table 9.3.101.1: Signalling RB Information To Setup information elements

< Signalling RB Information To Setup IE > ::=
< SRB Identity : bit (2) >

Table 9.3.101.2: Signalling RB Information To Setup information element details

SRB Identity (2 bit field)

bit
21
00 SRB1
01 SRB2
10 SRB3
11 SRB4

9.3.102 START

Ths START IE contains the START value used to initialise the 20 most significant bits of al hyper frame numbers
(MACHFN, RLC UM HFN, RLC AM HFN, RRC HFN) for aCN domain. Thisfield is defined in 3GPP TS 33.102.
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Table 9.3.102.1: START information elements

<STARTIE > :=
< START : hit(20) > ;

Table 9.3.102.2: START information element details

START (20 bit field)
The START bits are numbered b0-b19, where b0 is the least significant bit.

9.3.103 Starting Time

The Starting Time |E provides the start TDMA frame number, FN modulo 42432.

Table 9.3.103.1: Starting Time information elements

< Starting Time |IE > ::=
< Starting Time Value : octet(2) > ;

Table 9.3.103.2: Starting Time information element details

Starting Time Value
Thisfield is encoded as defined in 3GPP TS 44.018 sub-clause 10.5.2.38

9.3.104 Synchronization Indication

The Synchronization Indication IE is to indicate which type of handover isto be performed.

Table 9.3.104.1: Synchronization Indication information elements

< Synchronization Indication IE > ::=
< Synchronization Indication Value: bit (4) > ;

Table 9.3.104.2: Synchronization Indication information element details

Synchronization Indication Value
Thisfield is encoded as defined in 3GPP TS 44.018 sub-clause 10.5.2.39

9.3.105 Time Difference

The Time Difference IE isto provide information about the synchronization difference between the time bases of two
Base Stations. Thistype of information element is used in relation with the pseudo-synchronization scheme, see
3GPP TS 45.010. The Time Difference |E is coded as shown in 3GPP TS 44.018.

Table 9.3.105.1: Time Difference information elements

< Time Difference |IE > ::=
< Time Difference Value : bit (8) >;
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Table 9.3.105.2: Time Difference information element details

Time Difference Value (8 bit field)
Thisfield isdefined in 3GPP TS 44.018 sub-clause 10.5.2.41

9.3.106 Timing Advance

This Timing Advance |E is to provide the timing advance value.

The Timing Advance | E is coded as shown in Figure 10.5.2.40.1/3GPP TS 44.018 and
Table 10.5.2.40.1/3GPP TS 44.018.

Table 9.3.106.1: Timing Advance information elements

< Timing Advance |E > ::=
< Timing Advance Value : bit (8) >;

Table 9.3.106.2: Timing Advance information element details

Timing Advance Value (8 bit field)
Thisfield isdefined in 3GPP TS 44.018 sub-clause 10.5.2.40

9.3.107 Transmission RLC Discard

The Transmission RLC Discard |E indicates SDU Discard mode.

Table 9.3.107.1: Transmission RLC Discard information elements

< Transmission RLC Discard IE > ::=
< Transmission RLC Discard : bit (1) >;

Table 9.3.107.2: Transmission RLC Discard information element details

Transmission RLC Discard (1 bit field)
Thisfield indicates whether the discharge of RLC buffer on the transmitter side can occur. For UM RLC or TM RLC,
RLC discard shall not be used for that radio bearer.

bit
1

0 no discharge of the transmission RLC buffer
1 discharge of the transmission RLC buffer based on timer

9.3.108 UE UTRAN Radio Access Capability

This |IE indicates the UTRAN radio access capability of the MS.

Table 9.3.108.1: UE UTRAN Radio Access Capability information elements

< UE UTRAN Radio Access Capability IE > ::=
{ <UE UTRAN Radio Access Capability length : bit(14) >
< UE UTRAN Radio Access Capability : bit (1+val( UE UTRAN Radio Access Capability length)) >} ;
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Table 9.3.108.2: UE UTRAN Radio Access Capability information element details

UE UTRAN Radio Access Capability length
Thisfield indicates the length of the UE Radio Access capability field in bits.

UE UTRAN Radio Access Capability
Thisfield is encoded as the UE Radio Access capability IE in 3GPP TS 25.331.

9.3.108a UE UTRAN Predefined Configuration Status Information

This|E isvalid only for UTRAN capable mobiles. The | E indicates UTRAN predefined configuration status
information /UECapability/UTRANCIlassmark information. The |E includes the INTER RAT HANDOVER INFO
(defined in 3GPP TS 25.331) which may give UTRAN related information to the network (target system) for
intersystem handover.The INTER-RAT HANDOVER INFO message contains following information:

- The Pre-defined configuration status information; and/or
- Security information to be used after handover to UTRAN, see 3GPP TS 31.102; and/or
- TheUTRAN Capabilities of the MS.

None, one, two or three of these three information may be present. The security information present in the message
should be ignored.

Table 9.3.108a.1: UE UTRAN Predefined Configuration Status Information information elements

< UE UTRAN Predefined configuration status information |E > ::=
{ < UE UTRAN Predefined Configuration Status Information length : bit(14) >
< UE UTRAN Predefined Configuration Status Information : bit (1+val( UE UTRAN Predefined configuration
status information length)) >} ;

Table 9.3.108a.2: UE UTRAN Predefined Configuration Status Information information element details

UE UTRAN Predefined Configuration Status Information length
Thisfield indicates the length of the UE UTRAN Predefined Configuration Status Information field in bits.

UE UTRAN Predefined Configuration Status Infor mation
Thisvalue part of thisfield isthe INTER RAT HANDOVER INFO message as defined in 3GPP TS 25.331.

9.3.109 UE UTRAN Radio Access Capability Extension

This|E indicates the UTRAN radio access capability extension of the MS.

Table 9.3.109.1: UE UTRAN Radio Access Capability Extension information elements

< UE UTRAN Radio access capability extension IE > ::=
{ < UE UTRAN Radio Access Capability Extension length : bit(10) >

< UE UTRAN Radio Access Capability Extension : bit (1+val( UE UTRAN Radio Access Capability Extension
length)) > };

Table 9.3.109.2: UE UTRAN Radio Access Capability Extension information element details

UE UTRAN Radio Access Capability length
Thisfield indicates the length of the UE UTRAN Radio access capability extension field in bits.
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UE UTRAN Radio Access Capability Extension
This|E isdefined in 3GPP TS 25.331 as Radio access capability extension.

9.3.110 UE CDMA2000 Radio Access Capability

This Information Element contains the UE CDM A 2000 radio access capability that is structured and coded according to
the specification used for the corresponding system type.

Table 9.3.110.1: UE CDMA2000 Radio Access Capability information elements

< UE CDMA2000 Radio Access Capability IE > ::=
< CDMA2000 Information length : bit(12) >
< CDMA2000 Information : bit(1+val(CDMA2000 Information length)) > ;

Table 9.3.110.2: UE CDMAZ2000 Radio Access Capability information element details

CDM AZ2000 Information length (12 bit field)
Thisfield indicates the length of the CDMA2000 Information field in bits.

CDM A2000 I nformation
Thisfield is encoded as the CDMA2000 Radio Access Capability |E defined in TIA/EIA/IS-2000 or later, TIA/EIA/IS-
833 or later, TIA/EIA/IS-834 or later.

9.3.111 UTRAN Freq List

Thisvariable length |IE is coded as defined in 3GPP TS 44.018 sub-clause 10.5.2.1d.

9.3.112 Wait Time

The Wait Time | E defines the time period the MS has to wait before repeating the rejected procedure.

Table 9.3.112.1: Wait Time information elements

<Wait Time IE > ::=
< Wait Time : bit (4) >,

Table 9.3.112.2: Wait Time Capability information element details

Wait Time (4 bit field)

bit

4321

0000 -- repetition is not allowed
0001 1s

0010 2s

1110 14s

1111 15s

9.3.113 Iu mode Channel Request Description

The lu mode Channel Request Description |E is used by the mobile station to request uplink resources.
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Table 9.3.113.1: lu mode Channel Request Description information elements

< lu mode Channel Request Description IE > ::=

< LENGTH_IN_OCTETS : bit(8) > -- Remaining length

< PACKET_ESTABLISHMENT_CAUSE : bit(2) >

< lu mode RRC Channel Request Description : lu mode Channel Request Description IE > -- Defined in
3GPP TS 44.060

{0|1<HFN_LSB : bit(1) >}
< spare bit >**;

Table 9.3.113.2: lu mode Channel Request Description information element details

PACKET_ESTABLISHMENT_CAUSE (2 hit field)
Thisfield indicates the reason for requesting the access.

Bit

21

00 User Data

01 Page Response

10 Cell Update

11 Mobility Management procedure

lu mode Channel Request Description
This|E is defined in 3GPP TS 44.060, sublcause 12.7a.

HFN_L SB (1 bit field)
Thisfield contains the least significant bit of the HFN of the radio bearer for which the TBF is established, in the
direction of the TBF.

9.3.114 Wait Indication

The Wait Indication |IE element is used by the network to indicate the time the mobile station shall wait before
attempting another channel request after the GERAN lu mode DTM REJECT message is received.

Table 9.3.106.1: Wait Indication information elements

< Wait Indication IE > ::=
< Wait Indication : bit (8) >;

Table 9.3.106.2: Wait Indication information element details

Wait Indication Value (8 bit field)
Thisfield is coded as the binary representation of the T3142 timeout value in seconds. This IE is defined in
3GPP TS 44.018 sub-clause 10.5.2.43.

9.3.115 (void)

9.3.116 PDCP Context Relocation Info

The PDCP Context Relocation Info | E indicates that the header compression context relocation isto be performed
during SBSS relocation for the given radio bearer.
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Table 9.3.116.1: PDCP Context Relocation Info elements

< PDCP Context Relocation Info IE > ::=
< PDCP Context Relocation Info length: bit (2) >
{ < Downlink RFC3095 Context Relocation Indication: 0 >
| < Downlink RFC3095 Context Relocation Indication: 1>}
{ < Uplink RFC3095 Context Relocation Indication: 0 >
| < Uplink RFC3095 Context Relocation Indication: 1 >}

Table 9.3.116.2: PDCP Context Relocation Info information elements details

Downlink RFC3095 Context Relocation Indication (1 bit field)

bit

1

0 RFC3095 context relocation is not performed in downlink
1 RFC3095 context relocation is performed in downlink

Uplink RFC3095 Context Relocation Indication (1 bit field)

bit

1

0 RFC3095 context relocation is not performed in uplink
1 RFC3095 context relocation is performed in uplink

9.4 Multiplicity values and type constraint values

The following table includes constants that are either used as multi bounds (name starting with "max") or as high or low
value in atype specification (name starting with "lo" or "hi"). Constants are specified only for values appearing more
than once in the RRC specification. In case a constant is related to one or more other constants, an expression is
included in the "value" column instead of the actual value.
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Constant Explanation Value
CN information
maxCNdomains Maximum number of CN domains 4
MS information
maxTransactions Maximum number of parallel RRC transactions in downlink 25
maxPDCPalgoType Maximum number of PDCP algorithm types 8
maxSystemCapability Maximum number of system specific capabilities that can be | 16

requested in one message.

maxTBF Maximum nuber of TBFs 8
GERAN mobility
information
maxRAT Maximum number of Radio Access Technologies maxOtherRAT + 1
maxOtherRAT Maximum number of other Radio Access Technologies 15
maxGRA Maximum number of GRAs in a cell 8
maxinterSysMessages Maximum number of Inter System Messages 4
maxRABsetup Maximum number of RABs to be established 16
RB information
maxRB Maximum number of RBs 32
maxRBallRABs Maximum number of non signalling RBs 27
maxRBperRAB Maximum number of RBs per RAB 8
maxSRBsetup Maximum number of signalling RBs to be established 8
maxRFC3095-CID Maximum number of available CID values per radio bearer 16384
Other information
maxNumGSMFregRanges Maximum number of GSM Frequency Ranges to store 32
maxNumFDDFregs Maximum number of FDD centre frequencies to store 8
maxNumTDDFregs Maximum number of TDD centre frequencies to store 8
maxNumCDMA200Freqgs Maximum number of CDMA2000 centre frequencies to store | 8
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10 Protocol timers, counters, other parameters and

default configurations

10.1  Timers for MS
Table 10.1.1: Timers for MS

Timer Start Stop At expiry

T300 Started when the transmission | Reception of RRC Retransmit RRC CONNECTION REQUEST
of RRC CONNECTION CONNECTION SETUP if V300 =< N300, else go to Idle mode. Its
REQUEST is indicated as value is 7s.
successfully delivered by RLC

T302 Started when the transmission | Reception of CELL UPDATE | Retransmit CELL UPDATE/GRA UPDATE if
of CELL UPDATE/GRA CONFIRM/URA UPDATE V302 =< N302, else, go to Idle mode. Its
UPDATE is indicated as CONFIRM value is 7s.
successfully delivered by RLC

T304 Started when the transmission | Reception of MS Retransmit MS CAPABILITY
of MS CAPABILITY CAPABILITY INFORMATION if V304 =< N304, else
INFORMATION is indicated as | INFORMATION CONFIRM initiate a cell update procedure. Its value is
successfully delivered by RLC 7s.

T305 Entering RRC- CELL_Shared Entering another state. Transmit CELL UPDATE or GRA UPDATE.
or GRA_PCH Reception of See sub-clause 7.8
CELL UDPATE
CONFIRM/URA UPDATE
CONFIRM.

T314 When the criteria for radio link | When the Cell Update See sub-clause 7.8.
failure are fulfilled. procedure has been
The timer is started only if completed.
radio bearer(s) that are
associated with T314 exist.

T315 When the criteria for radio link | When the Cell Update See sub-clause 7.8.
failure are fulfilled. procedure has been
The timer is started only if completed.
radio bearer(s) that are
associated with T315 exist.

T3124 | At the start point of the When PHYSICAL Its value is set to 675 ms if the channel type
timeslot in which the INFORMATION message of the channel allocated in the RADIO
HANDOVER ACCESS has been received BEARER RECONFIGURATION
message is sent the first time COMPLETE message is a DBPSCH/S;

otherwise its value is set to 320 ms.

T3148 | Started after the GERAN lu When the RADIO BEARER Its value is 4 seconds. At expiry the mobile
mode DTM REQUEST RECONFIGURATION station shall reinitiate DTM Request
message transmission is message or GERAN Ilu mode | procedure.
indicated as successfully DTM REJECT message is
delivered by RLC received

10.1a Timers on the network side

Table 10.1a.1: Timers on the network side

Timer Start Stop Action at expiry Typical Value
T3143 | After having sent Reception of the Indicate to the RLC sublayer | Its value is network dependent
the sent of RADIO BEARER to send once more
PHYSICAL RECONFIGURATION | PHYSICAL INFORMATION
INFORMATION COMPLETE message | message
message
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10.2  Counters for MS
Table 10.2.1: Counters for MS
Counter Reset Incremented When reaching max value
V300 When initiating the Upon expiry of T300. When V300 > N300, the MS enters on RRC-
procedure RRC Idle mode.
connection
establishment
V302 When initiating the Upon expiry of T302 When V302 > N302 the MS enters in RRC-
procedure Cell Idle mode.
update or GRA
update
V304 When sending the Upon expiry of T304 When V304 > N304 the MS initiates the Cell
first MS CAPABILITY update procedure
INFORMATION
message.
10.3  MS constants and parameters
Table 10.3.1: MS constants and parameters
Constant Usage
N300 Maximum number of retransmissions of the RRC CONNECTION REQUEST message.
Its value is 3.
N302 Maximum number of retransmissions of the CELL UPDATE / URA UPDATE message.
Its value is 3.
N304 Maximum number of retransmissions of the MS CAPABILITY INFORMATION message.
Its value is 2.

10.3a Network constants and parameters

Table 10.3a.1: Network constants and parameters

Constant

Usage

N3143

Maximum number of retransmissions of the PHYSICAL INFORMATION message

10.4 MS variables

10.4.0 General

Table 10.4.0.1: MS variables

Name of the Variable

Usage

CELL_UPDATE_STARTED

Thisvariable indicates whether a cell update or GRA update
procedure isin progress.

CIPHERING_STATUS

This variable contains information about the current status of
ciphering in the MS.

ESTABLISHED_SIGNALLING_CONNECTIONS

Thisvariable is used to store information about established
signalling connections.

ESTABLISHMENT_CAUSE

Thisvariable is used to store the cause for establishment of a
signalling connection received by upper layers, to be used at
RRC connection establishment.
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ESTABLISHED_RABS

Thisvariable is used to store information about the
established radio access bearers and signalling radio bearers
inthe MS.

FAILURE_CAUSE

This variable contains the cause for failure of aMSinitiated
procedure, to be reported in aretransmitted message.

FAILURE_INDICATOR

This variable indicates whether the procedure has failed for a
MS initiated procedure.

GRA_IDENTITY

This variable stores the assigned GRA identity for thisMS
when in RRC-GRA_PCH state.

G_RNTI

Thisvariable stores the assigned G-RNTI for thisMS.

INITIAL_MS IDENTITY

In this variable the identity used by the MS when establishing
an RRC connection is stored.

INCOMPATIBLE_SECURITY_RECONFIGURATION

This variable indicates whether an incompatible simultaneous
reconfiguration of a security function has been received

INTEGRITY_PROTECTION_ACTIVATION_INFO

This variable contains information to be sent to GERAN
about when a new integrity protection configuration shall be
activated in the uplink for signalling radio bearers in case of
modification of integrity protection.

INTEGRITY_PROTECTION_INFO

This variable contains information about the current status of
the integrity protection in the MS.

LATEST_CONFIGURED_CN_DOMAIN

This variable stores the CN-domain that was most recently
configured to be used for ciphering and integrity protection.

MS _CAPABILITY_REQUESTED

This variable stores information about the M S capabilities
that have been requested by GERAN but that have not yet
been transferred to GERAN

INVALID_CONFIGURATION

This variable indicates whether a received message contai ned
an invalid configuration, by means of invalid values or invalid
combinations of information elements

MS_CAPABILITY_TRANSFERRED

This variable stores information about which UE capabilities
that have been transferred to GERAN.

ORDERED_RECONFIGURATION

This variable stores information about an ongoing
Reconfiguration procedure.

PDCP_SN_INFO

This variable contains PDCP receive sequence numbers for
one or several radio bearersto be included in aresponse
message to GERAN.

PROTOCOL_ERROR_INDICATOR

Thisvariable indicates whether there exist a protocol error
that is to be reported to GERAN.

PROTOCOL_ERROR_INFORMATION

This variable contains diagnostics to be reported to GERAN
for a message that was not completely understood.

PROTOCOL_ERROR_REJECT

This variable indicates whether there has occurred a severe
protocol error causing the ongoing procedure to fail.

RB_TIMER_INDICATOR

This variable contains information to be sent to GERAN if
any of thetimers T314 or T315 has expired when the MS
sends a cell update with cause RL failure.
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RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO This variable contains information to be sent to GERAN
about when a new ciphering configuration shall be activated
in the uplink for radio bearers using RLC-AM or RLC-UM.

SECURITY_MODIFICATION This variable contains information on which CN domain is
affected by the ongoing security reconfiguration.

START_THRESHOLD This variable contains information about the maximum
allowed value of the START for aCN domain.

START_VALUE_TO_TRANSMIT This variable contains the value of START for new radio
bearer(s) to be transmitted in a response message

TRANSACTIONS This variable stores the identifications of the ongoing RRC
procedure transactions.

TIMERS AND_CONSTANTS Thisvariable contains the values for all timers and constants
used in RRC-Connected mode.

UNSUPPORTED_CONFIGURATION This variable indicates whether a received message contained
aconfiguration that is not supported by the MS.

10.4.1 CELL_UPDATE_STARTED

Thisvariable indicates whether a cell update or GRA update procedure isin progress.

Table 10.4.1.1: CELL_UPDATE_STARTED Variable

< CELL_UPDATE_STARTED VAR > ::=
< Cell Update Started : bit (1) > ;

Table 10.4.1.2: CELL_UPDATE_STARTED Variable details

Cell Update Started (1 hit field)
bit
1

0 False- when leaving or entering the RRC Connected Mode
1 True-aCel or GRA Update procedureisin progress

10.4.2 CIPHERING_STATUS

This variable contains information about the current status of ciphering in the MS. When performing handover or cell
reselection to UTRAN the value of this variable istransferred to the corresponding UTRAN variable. When performing
handover or cell reselection from UTRAN the value of this variable is transferred from the corresponding UTRAN
variable.

Table 10.4.2.1: CIPHERING_STATUS Variable

< CIPHERING_STATUS VAR > ::=
< CN Domain Related Information List : bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< Status : bit (1) >
< Reconfiguration : bit (1) >
} *(1+val(CN Domain Related Information List)) ;
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Table 10.4.2.2: CIPHERING_STATUS Variable details

CN Domain Related Information List (2 bit field)
Thisfield is used to repeat information for each CN Domain. Range : 0 to maxCNdomains-1, where 0 enables one CN
domain to be described.

CN Domain ldentity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

Status (1 bit field)

bit

1

0 Not Started - when leaving the RRC-Connected mode
1 Started - when entering the RRC-Connected mode

Reconfiguration (1 bit field)
bit
1

0 Fase - when leaving or entering the RRC Connected Mode
1 True- an RRC procedure performing reconfiguration of ciphering is ongoing

10.4.3 ESTABLISHED_SIGNALLING_CONNECTIONS

Thisvariable is used to store information about established signalling connections. This variable is cleared when
entering the RRC Connected Mode when not otherwise stated in the procedure or when leaving the RRC Connected
Mode. When performing handover or cell reselection to UTRAN the value of this variable istransferred to the
corresponding UTRAN variable. When performing handover or cell reselection from UTRAN the value of this variable
istransferred from the corresponding UTRAN variable.

Table 10.4.3.1: ESTABLISHED_SIGNALLING_CONNECTIONS Variable

< ESTABLISHED_SIGNALLING_CONNECTIONS VAR > ::=
{0|1 <Signalling Connection List : bit (2) >
< CN Domain Identity : < CN Domain Identity IE > > * (1+ val(Signalling Connection List))
b

Table 10.4.3.2: ESTABLISHED_SIGNALLING_CONNECTIONS Variable details

Signalling Connection List (2 bit field)
Thisfield is used to repeat the CN domain identity of CN domains with established signalling connection. Range: 0 to
maxCNdomains-1, where 0 enables one CN domain with established signalling connection to be described.

CN Domain ldentity
The CN Domain Identity |E is defined in sub-clause 9.3.15.

10.4.4 ESTABLISHMENT_CAUSE

Thisvariable is used to store the cause for establishment of a signalling connection received by upper layers, to be used
at RRC connection establishment. This variable is cleared when entering or leaving the RRC Connected Mode.

Table 10.4.4.1: ESTABLISHMENT_CAUSE Variable

< ESTABLISHMENT_CAUSE VAR > ::=
{0]1 <Establishment Cause : < Establishment Cause |IE > >};
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Table 10.4.4.2: ESTABLISHMENT_CAUSE Variable details

Establishment Cause
This|E is defined in sub-clause 9.3.21.

10.4.5 ESTABLISHED_RABS

Thisvariable is used to store information about the established radio access bearers and signalling radio bearersin the
MS. Thisvariable is cleared when entering or leaving the RRC Connected Mode. When performing handover or cell
reselection to UTRAN the value of this variable is transferred to the corresponding UTRAN variable. When performing
handover or cell reselection from UTRAN the value of this variable is transferred from the corresponding UTRAN
variable.

Table 10.4.5.1: ESTABLISHED_RABS Variable

< ESTABLISHED_RABS VAR > ::=
{
{0 -- Not present when entering or leaving the RRC-Connected mode when not otherwise stated in the procedure
| 1 < RAB Information List :bit (4) >
{ <RAB Info: <RAB Info IE >>
< RB Information List : bit (3) >
{ < RB Identity : < RB Identity IE > >
< RB Started : bit (1) > } * (1+val(RB Information List))
}* (1+val (RAB Information List))
}
{0 -- Not present when leaving RRC-Connected mode
| 1 < Signalling RB Information List : bit (3) >
< Signalling RB Started : bit (1) >* (1+val(Signalling RB Information List)) }

Table 10.4.5.2: ESTABLISHED_RABS Variable details

RAB Information List (4 bit field)
Thisfield isused to repeat information for each RAB established. Range : 0 to maxRABsetup-1, where 0 eanbles one
established RAB to be described.

RAB Info
The RAB Info IE is defined in sub-clause 9.3.73.

RB Information List (3 bit field)
Thisfield is used to repeat information for each RB of the RAB. Range : 0 to maxRBperRAB-1, where 0 enables one
RB to be described.

RB | dentity
This|E is defined in sub-clause 9.3.80.

RB Started ( 1 bit field)

bit

1

0 Stopped

1 Started — default value

Signalling RB Information List (3 bit field)
Thisfield is used to repeat information for each SRB. Range : 0 to maxSRBsetup-1, where 0 enables one SRB to be
described.
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Signalling RB Started (1 hit field)
Field repeated in the order of Signalling RB1 and upwards.

bit

1

0 Stopped

1 Started —default value.

10.4.6 FAILURE_CAUSE

This variable contains the cause for failure of aMSinitiated procedure, to be reported in a retransmitted message. This
variable is cleared when entering or |eaving the RRC Connected Mode.

Table 10.4.6.1: FAILURE_CAUSE Variable

< FAILURE_CAUSE VAR > ::=
{0]1 <Failure Cause : < Failure Cause |IE > >} ;

Table 10.4.6.2: FAILURE_CAUSE Variable details

Failure Cause
The Failure Cause | E is defined in sub-clause 9.3.24.

10.4.7 FAILURE_INDICATOR

This variable indicates whether the procedure has failed for a M Sinitiated procedure.

Table 10.4.7.1: FAILURE_INDICATOR Variable

< FAILURE_INDICATOR VAR > ::=
< Failure Indicator : bit(1) > ;

Table 10.4.7.2: FAILURE_INDICATOR Variable details

Failure Indicator ( 1 bit field)

bit

1

0 False - when entering or leaving the RRC-Connected mode.
1 True - Procedure has failed.

10.4.8 GRA_IDENTITY

This variable stores the assigned GRA identity for thisMS when in RRC-GRA_PCH state. Thisvariableis cleared
when entering or leaving the RRC Connected Mode.

Table 10.4.8.1: GRA_IDENTITY Variable

< GRA_IDENTITY VAR > ::=
{0]|1 <GRA Identity : < GRA Identity IE > >} ;

Table 10.4.8.2: GRA_IDENTITY Variable details

| GRA Identity
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This|E is defined in sub-clause 9.3.30.

10.4.9 G_RNTI

Thisvariable stores the assigned G-RNTI for thisMS. Thie variable is cleared when leaving the RRC-Connected mode.

Table 10.4.9.1: G_RNTI Variable

<G_RNTIVAR > ::=
{0]1 <G-RNTI: < G-RNTI IE>>};

Table 10.4.9.2: G_RNTI Variable details

G-RNTI
This|E is defined in sub-clause 9.3.32. Not present when leaving the RRC-Connected mode.

10.4.10 INITIAL_MS_IDENTITY

In this variable the identity used by the M'S when establishing an RRC connection is stored.

Table 10.4.10.1: INITIAL_MS_IDENTITY Variable

< INITIAL_MS_IDENTITY VAR > ::=
{0 |1 <Initial MS Identity : < Initial MS Identity IE > >} ;

Table 10.4.10.2: INITIAL_MS_IDENTITY Variable details

Initial M SIdentity
This |E is defined in sub-clause 9.3.35. Not present when leaving the RRC-Connected mode.

10.4.11 INCOMPATIBLE_SECURITY_RECONFIGURATION

This variable indicates whether an incompatible simultaneous reconfiguration of a security function has been received.

Table 10.4.11.1: INCOMPATIBLE_SECURITY_RECONFIGURATION Variable

< INCOMPATIBLE_SECURITY_RECONFIGURATION VAR > ::=
< Incompatible Security Reconfiguration : bit(1) > ;

Table 10.4.11.2: INCOMPATIBLE_SECURITY_RECONFIGURATION Variable details

Incompatible Security Reconfiguration (1 bit field)

bit

1

0 False - when entering or leaving the RRC-Connected mode.

1 True —when an incompatible simultaneous security reconfiguration has been detected.

10.4.12 INTEGRITY_PROTECTION_ACTIVATION_INFO

This variable contains information to be sent to GERAN about when a new integrity protection configuration shall be
activated in the uplink for signalling radio bearers in case of modification of integrity protection. Thisvariableis
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cleared when entering or leaving the RRC-Connected mode. When performing handover to UTRAN the value of this
variable istransferred to the corresponding UTRAN variable. When performing handover from UTRAN the value of
this variable is transferred from the corresponding UTRAN variable.

Table 10.4.12.1: INTEGRITY_PROTECTION_ACTIVATION_INFO Variable

<INTEGRITY_PROTECTION_ACTIVATION_INFO VAR > ::=
{01 < Uplink Integrity Protection Activation Info : < Integrity Protection Activation Info IE > >} ;

Table 10.4.12.2: INTEGRITY_PROTECTION_ACTIVATION_INFO Variable details

Integrity Protection Activation Info
ThisIE is defined in sub-clause 9.3.37.

10.4.13 INTEGRITY_PROTECTION_INFO

This variable contains information about the current status of the integrity protection in the MS. When performing
handover or cell reselection to UTRAN the value of this variable is transferred to the corresponding UTRAN variable.
When performing handover or cell reselection from UTRAN the value of this variable is transferred from the
corresponding UTRAN variable.

Table 10.4.13.1: INTEGRITY_PROTECTION_INFO Variable

< INTEGRITY_PROTECTION_INFO VAR > ::=
{
< Historical Status : bit (1) >
< Status : bit (1) >
< Reconfiguration : bit (1) >
{0 -- Cleared when entering or leaving the RRC-Connected mode
| 1 < Signalling RB Specific Integrity Protection Information List : bit (3) >
{ -- Signalling SRB1 and upwards
< Uplink RRC HFN : bit (28) >
< Downlink RRC HFN : bit (28) >
< Uplink RRC Message Sequence Number : bit (4) >
{0] 1 <Downlink RRC Message Sequence Number : bit (4) >}
} * (1+val(Signalling RB Specific Integrity Protection Information List))

}
}e

Table 10.4.13.2: INTEGRITY_PROTECTION_INFO Variable details

Historical Status (1 bit field)
bit
1

0 Never been active — set when entering the RRC-Connected mode
1 Hasbeen active

Status (1 bit field)

bit

1

0 Not Started - when leaving the RRC-Connected mode
1 Started - when entering the RRC-Connected mode
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Reconfiguration (1 bit field)
bit
1

0 False- when leaving or entering the RRC Connected Mode
1 True- an RRC procedure performing reconfiguration of ciphering is ongoing

Signalling RB Specific Integrity Protection Information List (3 bit field)
Thisfield is used to repeat information for each SRB with specific integrity protection information. Range : 0 to
maxSRBsetup-1, where 0 enables one SRB with specific integrity protection informationto be described.

Uplink RRC HFN (28 hit field)
Downlink RRC HFN (28 bit field)
The field indicates the RRC HFN.

Uplink RRC M essage Sequence Number (4 bit field)
Downlink RRC M essage Sequence Number (4 bit field)
Thisfield isthe binary representation of the sequence number of the RRC message. Range 0 to 15.

10.4.14 INVALID_CONFIGURATION

This variable indicates whether a received message contained an invalid configuration, by means of invalid values or
invalid combinations of information elements.

Table 10.4.14.1: INVALID_CONFIGURATION Variable

< INVALID_CONFIGURATION VAR > ::=
< Invalid Configuration : bit(1) > ;

Table 10.4.14.2: INVALID_CONFIGURATION Variable details

Invalid Configuration (1 bit field)

bit

1

0 False - when entering or leaving the RRC-Connected mode.
1 True — an invalid configuration has been detected

10.4.14aLATEST_CONFIGURED_CN_DOMAIN

This variable stores the CN-domain that was most recently configured to be used for ciphering and integrity protection.
When performing handover or cell reselection to UTRAN the value of this variableis transferred to the corresponding

UTRAN variable. When performing handover or cell reselection from UTRAN the value of this variable is transferred
from the corresponding UTRAN variable

Table 10.4.14a.1: LATEST_CONFIGURED_CN_DOMAIN Variable

< LATEST_CONFIGURED_CN_DOMAIN VAR > ::=
{01 <Latest configured CN domain : < CN Domain Identity IE > >} ;

Table 10.4.14a.2: LATEST_CONFIGURED_CN_DOMAIN Variable details

Latest configured CN domain
The CN Domain Identity |E is defined in sub-clause 9.3.15. The variable is cleared when entering GERAN RRC
connected mode when not stated otherwise in the procedure or when leaving GERAN RRC connected mode.
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10.4.15 MS_CAPABILITY_REQUESTED

This variable stores information about the MS/UE capabilities that have been requested by GERAN but that have not
yet been transferred to GERAN. Thisvariable is cleared when entering or leaving the RRC-Connected mode.

Table 10.4.15.1: MS_CAPABILITY_REQUESTED Variable

<MS_CAPABILITY_REQUESTED VAR > ::=
< MS GERAN Iu mode Radio Access Capability : < MS GERAN lu mode Radio Access Capability IE > >
{0]|1 <MS GERAN A/Gb mode Radio Access Capability : < MS GERAN A/Gb mode Radio Access Capability IE
> >}
{0|1 <UE UTRAN Radio Access Capability: < UE UTRAN Radio Access Capability IE > >}
{0|1 <UE UTRAN Radio Access Capability Extension: < UE UTRAN Radio Access Capability Extension IE > >}
{0]1 <UE CDMA2000 Radio Access Capability : < UE CDMA2000 Radio Access Capability IE > >} ;

Table 10.4.15.2: MS_CAPABILITY_REQUESTED Variable details

MS GERAN lu mode Radio Access Capability
This IE is defined in sub-clause 9.3.45.

M S GERAN A/Gb mode Radio Access Capability
This IE is defined in sub-clause 9.3.44.

UE UTRAN Radio Access Capability
This|E is defined in sub-clause 9.3.108.

UE UTRAN Radio Access Capability Extension
This|E is defined in sub-clause 9.3.109.

UE CDM A2000 Radio Access Capability
This|E is defined in sub-clause 9.3.110.

10.4.16 MS_CAPABILITY_TRANSFERRED

This variable stores information about which UE/MS capabilities that have been transferred to GERAN. Thisvariableis
cleared when entering or leaving the RRC-Connected mode when not stated otherwise in the procedure. When
performing handover or cell reselection to UTRAN the value of this variable istransferred to the corresponding
UTRAN variable. When performing handover or cell reselection from UTRAN the value of this variable is transferred
from the corresponding UTRAN variable.

Table 10.4.16.1: MS_CAPABILITY_TRANSFERRED Variable

< MS_CAPABILITY_TRANSFERRED VAR > ::=
< MS GERAN Ilu mode Radio Access Capability : < MS GERAN lu mode Radio Access Capability IE > >
{0]|1 <MS GERAN A/Gb mode Radio Access Capability : < MS GERAN A/Gb mode Radio Access Capability IE
> >}
{0|1 <UE UTRAN Radio Access Capability: < UE UTRAN Radio Access Capability IE > >}
{0]1 <UE UTRAN Radio Access Capability Extension: < UE UTRAN Radio Access Capability Extension IE > >}
{0]1 <UE CDMA2000 Radio Access Capability : < UE CDMA2000 Radio Access Capability IE > >} ;

Table 10.4.16.2: MS_CAPABILITY_TRANSFERRED Variable details

M S GERAN lu mode Radio Access Capability
ThisIE is defined in sub-clause 9.3.45.

M S GERAN A/Gb mode Radio Access Capability
Thisl|E isdefined in sub-clause 9.3.44.

ETSI




3GPP TS 44.118 version 5.6.0 Release 5 297 ETSI TS 144 118 V5.6.0 (2003-09)

UE UTRAN Radio Access Capability
This|E is defined in sub-clause 9.3.108.

UE UTRAN Radio Access Capability Extension
This|E is defined in sub-clause 9.3.109.

UE CDM A2000 Radio Access Capability
This|E is defined in sub-clause 9.3.110.

10.4.17 ORDERED_RECONFIGURATION

This variable stores information about an ongoing Reconfiguration procedure.

Table 10.4.17.1: ORDERED_RECONFIGURATION Variable

< ORDERED_RECONFIGURATION VAR > ::=
< Ordered reconfiguration : bit (1) >;

Table 10.4.17.2: ORDERED_RECONFIGURATION Variable details

Ordered reconfiguration (1 bit field)

bit

1

0 False - when entering or leaving the RRC-Connected mode.
1 True — reconfiguration procedure is ongoing.

10.4.18 PDCP_SN_INFO

This variable contains PDCP receive sequence numbers for one or several radio bearersto be included in a response
message to GERAN. This variable is cleared when entering or leaving the RRC-Connected mode.

Table 10.4.18.1: PDCP_SN_INFO Variable

< PDCP_SN_INFO VAR > ::=
{0|1 <RB with PDCP Information List : bit (5) >
< RB with PDCP Information : < RB with PDCP Information IE > > * (1 + val(RB with PDCP Information List)

)b

Table 10.4.18.2: PDCP_SN_INFO Variable details

RB with PDCP Information List (5 bit field)
Thisfield used to repeat information for each RB with PDCP Information. Range : 0 to maxRBallRABs-1, where O
enables one RB with PDCP Information to be described. Other values are reserved.

RB with PDCP Infor mation
This|E is defined in sub-clause 9.3.86.

10.4.19 PROTOCOL_ERROR_INDICATOR

This variable indicates whether there exist a protocol error that isto be reported to GERAN. Thisvariableis cleared
when entering or leaving the RRC-Connected mode.
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Table 10.4.19.1: PROTOCOL_ERROR_INDICATOR Variable

< PROTOCOL_ERROR_INDICATOR VAR > ::=
< Protocol Error Indicator : < Protocol Error Indicator IE > > ;

Table 10.4.19.2: PROTOCOL_ERROR_INDICATOR Variable details

Protocol Error Indicator
This|E is defined in sub-clause 9.3.70.

10.4.20 PROTOCOL_ERROR_INFORMATION

This variable contains diagnostics to be reported to GERAN for a message that was not completely understood. This
variable is cleared when entering or leaving the RRC-Connected mode.

Table 10.4.20.1: PROTOCOL_ERROR_INFORMATION Variable

< PROTOCOL_ERROR_INFORMATION VAR > ::=
{0]1 < Protocol Error Information: < Protocol Error Information IE > >} ;

Table 10.4.20.2: PROTOCOL_ERROR_INFORMATION Variable details

Protocol Error Information
This|E is defined in sub-clause 9.3.71.

10.4.21 PROTOCOL_ERROR_REJECT

This variable indicates whether there has occurred a severe protocol error causing the ongoing procedure to fail.

Table 10.4.21.1: PROTOCOL_ERROR_REJECT Variable

<PROTOCOL_ERROR_REJECT VAR > ::=
< Protocol Error Reject : bit (1) > ;

Table 10.4.21.2: PROTOCOL_ERROR_REJECT Variable details

Protocol Error Reject (1 bit field)
bit
1

0 False - when entering or leaving the RRC-Connected mode.
1 True- asevere protocol error has occurred.

10.4.22 RB_TIMER_INDICATOR

This variable contains information to be sent to GERAN if any of the timers T314 or T315 has expired when the MS
sends a cell update with cause RL failure. Thisvariable is cleared when entering or leaving the RRC-Connected mode.

Table 10.4.22.1: RB_TIMER_INDICATOR Variable

< RB_TIMER_INDICATOR VAR > ::=
{0]1 <RB Timer Indicator : < RB Timer Indicator IE > >} ;

ETSI




3GPP TS 44.118 version 5.6.0 Release 5 299 ETSI TS 144 118 V5.6.0 (2003-09)

Table 10.4.22.2: RB_TIMER_INDICATOR Variable details

RB Timer Indicator
This|E is defined in sub-clause 9.3.85.

10.4.23 RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO
This variable contains information to be sent to GERAN about when a new ciphering configuration shall be activated in

the uplink for radio bearers using RLC-AM or RLC-UM. Thisvariableis cleared when entering or leaving the RRC-
Connected mode.

Table 10.4.23.1: RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO Variable

< RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO VAR > ::=
{0]1 <RB Uplink Ciphering Activation Time Info : < RB Uplink Ciphering Activation Time Info IE > >} ;

Table 10.4.23.2: RB_UPLINK_CIPHERING_ACTIVATION_TIME_INFO Variable details

RB Uplink Ciphering Activation Time I nfo
ThisIE is defined in sub-clause 9.3.77.

10.4.24 START_THRESHOLD

This variable contains information about the maximum allowed value of the START for aCN domain. Thisvariableis
cleared when entering or leaving the RRC-Connected mode. When performing handover or cell reselction to UTRAN
the value of thisvariable is transferred to the corresponding UTRAN variable. When performing handover or cell
reselction from UTRAN the value of this variable is transferred from the corresponding UTRAN variable

Table 10.4.24.1: START_THRESHOLD Variable

< START_THRESHOLD VAR > :=
{0]1 < Threshold : bit (20) > } ;

Table 10.4.24.2: START_THRESHOLD Variable details

Threshold (20 bit field)
Thisfield isthe binary representation of maximum allowed value of the START for a CN domain. Range: 0 to
1048575.

10.4.25 START_VALUE_TO_TRANSMIT

This variable contains the value of START for new radio bearer(s) to be transmitted in a response message. This
variableis cleared when entering or leaving the RRC-Connected mode. When performing handover or cell reselction to
UTRAN the value of this variable istransferred to the corresponding UTRAN variable. When performing handover or
cell reselection from UTRAN the value of this variable is transferred from the corresponding UTRAN variable

Table 10.4.25.1: START_VALUE_TO_TRANSMIT Variable

< START_VALUE_TO_TRANSMIT VAR > ::=
{0]1 <START:<STARTIE>>};
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Table 10.4.25.2: START_VALUE_TO_TRANSMIT Variable details

START
This|E is defined in sub-clause 9.3.102.

10.4.26 TRANSACTIONS

This variable stores the identifications of the ongoing RRC procedure transactions. This variable is cleared when
leaving the RRC Connected mode.

Table 10.4.26.1: TRANSACTIONS Variable

< TRANSACTIONS VAR > ::=
{0|1 < Accepted Transactions List : bit (5) >
{ < Message Type : < Message Type IE > >
< RRC Transaction Identifier : < RRC Transaction Identifier IE > >
} * (1+val(Accepted Transactions List))

{0]1 < Rejected Transactions List : bit (5) >
{ < Message Type : < Message Type IE > >
< RRC Transaction ldentifier : < RRC Transaction Identifier IE > >
} * (1+val(Rejected Transactions List))

Table 10.4.26.2: TRANSACTIONS Variable details

Accepted Transactions List (5 hit field)

Rejected TransactionsList (5 bit field)

These fields are used to repeat information for each accepted or rejected transations respectively. Range: 0 to
maxTransactions-1, where 0 enables one transaction to be described.

M essage Type
This|E is defined in sub-clause 9.2.1.

RRC Transaction | dentifier
This|E is defined in sub-clause 9.3.98.

10.4.27 TIMERS_AND_CONSTANTS

This variable contains the values for all timers and constants used in RRC-Connected mode.

Table 10.4.27.1: TIMERS_AND_CONSTANTS Variable

< TIMERS_AND_CONSTANTS VAR > ::=
< MS Timers and Constants In Connected Mode : < MS Timers and Constants In Connected Mode IE > > ;

Table 10.4.27.2: TIMERS_AND_CONSTANTS Variable details

M S Timersand Constants In Connected M ode
This |E is defined in sub-clause 9.3.51. All parameters are set to the default value when leaving the GERAN lu to
another RAT.

10.4.28 UNSUPPORTED_CONFIGURATION

This variable indicates whether a received message contained a configuration that is not supported by the M S.
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Table 10.4.27.1: UNSUPPORTED_CONFIGURATION Variable

< UNSUPPORTED_CONFIGURATION VAR > ::=
< Unsupported Configuration : bit (1) > ;

Table 10.4.27.2: UNSUPPORTED_CONFIGURATION Variable details

Unsupported Configuration
bit
1

0 False - when entering or leaving the RRC-Connected mode.
1 True- an unsupported configuration has been detected.

10.4.29 SECURITY_MODIFICATION
This variable contains information on which CN domain is affected by the ongoing security reconfiguration.When

performing handover to UTRAN the value of thisvariable is transferred to the corresponding UTRAN variable. When
performing handover from UTRAN the value of this variable istransferred from the corresponding UTRAN variable.

Table 10.4.29.1: SECURITY_MODIFICATION Variable

< SECURITY_MODIFICATION VAR > ::=
{0|1 < Status for each CN domain : bit (2) >
{ < CN Domain Identity: < CN Domain Identity IE > >
< Status : bit (1) >
} * (1+val(Status for each CN domain))

}i

Table 10.4.29.2: SECURITY_MODIFICATION Variable details

Statusfor each CN domain (2 bit field)
Thisfield is used to repeat the status for each CN domain. Range : 0 to maxCNdomains-1, where O enables one status of
CN domain to be described.

CN Domain ldentity
This IE is defined in sub-clause 9.3.15.

Status (1 bit field)

bit

1

0 Not affected
1 Affected
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11 Specific functions

11.1  Provision and reception of RRC information between
network nodes

11.1.1 General

In certain cases, e.g., when performing handover to GERAN or when performing SBSS relocation, RRC information
may need to be transferred between GERAN nodes, between GERAN and another RAT, between nodes within another
RAT or between the MS and another RAT.

The RRC information exchanged between network nodes or between the M S and another RAT istypically transferred
by means of RRC information containers. An RRC information container is a self-contained and extensible RRC
information unit that may be used to transfer a number of different RRC messages, one at atime. As stated before, RRC
information containers may be used to transfer RRC messages across interfaces other than the Um interface. The RRC
messages that may be included in RRC information containers have similar characteristics as the RRC messages that are
transferred across the Um interface.

The RRC messages tht are sent to/ from the M S, e.g RADIO BEARER RECONFIGURATION, INTER SYSTEM TO
UTRAN HANDOVER COMMAND HANDOVER FROM GERAN lu MODE COMMAND are covered by
(sub)clauses 7 and 9 of this specification. The following sub-clauses concern RRC messages exchanged between
network nodes.

In future versions of this specification, it is possible to extend the RRC messages transferred across interfaces other than
Um. For these RRC messages the same extension mechanism applies as defined for RRC messages transferred across
the Um interface, asis specified in sub-clause 9, i.e., both critical and non-critical extensions may be added.

The transfer syntax for RRC information containers and RRC messages transferred between network nodes is derived
from the description used in the target node. The resulting bit or octet string is, carried in a container, transferred
between the network nodes.

When using a separate RRC information container for each endpoint, the receiving RRC protocol entity is able to
interpret the received container; this means that the receiver need not take into account information about the (network
interface) message used in transferring the container.

11.1.2 General error handling for RRC messages exchanged between
network nodes

The error handling for RRC messages that are exchanged between network nodes applies the same principles as defined
for other RRC messages.

Although the same principles apply for network nodes receiving unknown, unforeseen and erroneous RRC messages
received in RRC information containers, the notification of the error should be done in a different manner, as specified
in the following:

The network node receiving an invalid RRC message from another network node should:
1> if the received RRC message was unknown, unforeseen or erroneous:

2> prepare an RRC FAILURE INFO message, including the |E "Failure Cause” set to "Protocol error and the
|E "Protocol error information” including an | E "Protocol Error Cause”" which should be set as follows:

3> to "CSN.1 violation or encoding error” upon receiving an RRC message for which the encoded message
does not result in any valid ¢ syntax value;

3> to "Message type non-existent or not implemented" upon receiving an unknown RRC message type;

3> to "Message extension not comprehended” upon receiving an RRC message including an undefined
critical message extension;
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3> to "Information element value not comprehended" upon receiving an RRC message including an
mandatory |E for which no default value is defined and for which either the value is set to spare or for
which the encoded |E does not result in avalid transfer syntax. The same applies for conditional |IEs, for
which the conditions for presence are met, the IE is present but has a value set to spare or for which the
encoded | E does not result in avalid transfer syntax;

3> to "Information element missing" upon receiving an RRC information container with an absent
conditional 1E for which the conditions for presence are met.

1> if there was another failure to perform the operation requested by the received RRC message:

2> prepare an RRC FAILURE INFO message, including the |E "Failure Cause" set to a value that reflects the
failure cause.

1> send the RRC FAILURE INFO message to the network node from which the invalid RRC protocol information
was received.

NOTE 1: The appropriate (failure) messages used across the network interfaces may not support the inclusion of a
RRC information container. In this case, the information contained in the RRC FAILURE INFO message
may need to be transferred otherwise e.g. by mapping to a cause value (e.g. a cause value in the RR-
HANDOVER FAILURE message when thereis a error associated with the RRC-RADIO BEAERER
RECONFIGURATION message).

NOTE 2 In case the RRC procedure used to perform SBSS rel ocation fails e.g. due to non comprehension, the
source BSS may notify the target BSS by including the diagnostics information (1Es " Protocol error* and
"Protocol error information™) in the "RRC message "SBSS Relocation” Info sent in the RRC information
container" used for a subsequent rel ocation request.

11.1.3 RRC Information to target GERAN Iu mode BSS

The RRC information container "RRC Information to target GERAN lu mode BSS' may either be sent from source
GERAN lu mode BSS or from another RAT. In case of Handover to GERAN, thisinformation originates from another
RAT, whilein case of SBSS relocation the RRC information originates from the source BSS. In case of handover to
GERAN, the RRC information transferred may provide GERAN specific information, as defined in the INTER RAT
HANDOVER INFO WITH INTER RAT CAPABILITIES message, that the target BSS needs when preparing the
handover command message. In case of SBSS relocation, the RRC information transferred specifies the configuration
of RRC and the lower layersit controls, e.g., including the radio bearer and RLC configuration. It is used by the target
BSSto initialise RRC and the lower layer protocols to facilitate SBSS relocation in a manner transparent to the M S.

Table 11.1.3.1: RRC INFORMATION TO TARGET GERAN IU MODE BSS information elements

< RRC INFORMATION TO TARGET GERAN IU MODE BSS message content > ::=
{0 -- critical extension escape available

{
{ 00 <Handover to GERAN: < INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES Message

| 01 < SBSS Relocation : < SBSS RELOCATION INFO > >
| 10 < RFC3095 Context Info : < RFC3095 CONTEXT INFO >

I < Message escape : { 11} bit** = < no string > >} -- reserved for future extension
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extension : 1 bit (*) = < no string > >} ;

Table 11.1.3.2: RRC INFORMATION TO TARGET GERAN IU MODE BSS information element details

INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES
This message is defined in sub-clause 11.1.5.

SBSS RELOCATION INFO
This message is defined in sub-clause 11.1.5.

RFC3095 CONTEXT INFO
This message is defined in sub-clause 11.1.5.3
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11.1.4 RRC information, target BSS to source BSS

There are 2 possible cases for BSS rel ocation:
1 TheMSisalready under control of target BSS; and

2 The SBSS Relocation with Handover (MS still under control of SBSS), but MS is moving to alocation
controlled by the target BSS (based on measurement information).

In case 1 the relocation is transparent to the MS and there is no "reverse” direction container. The SBSS just assigns the
'serving' function to the target BSS, which then becomes the Serving BSS.

In case 2 the relocation is initiated by SBSS, which also provides the RRC INFORMATION TO TARGET GERAN |U
MODE BSS Container to the target BSS. Based upon this information, the target BSS prepares the RADIO BEARER
RECONFIGURATION Message.

The source BSS then transmits the Handover Message to the MS, which then performs the handover.

In the successful case, the M S transmits a RADIO BEARER RECONFIGURATION COMPLETE message, using the
new configuration, to the target BSS.

In case of failure, the M S transmits an RADIO BEARER RECONFIGURATION FAILURE, using the old
configuration, to the source BSS and the RRC context remains unchanged (has to be confirmed and checked with the
SBSS relocation procedure).

Table 11.1.4.1: RRC Information Target BSS To Souce BSS information elements

< RRC Information Target BSS To Souce BSS message content > ::=
{0 -- critical extension escape available
{ 00 <RADIO BEARER RECONFIGURATION : < RADIO BEARER RECONFIGURATION message > >
| 01 <RRC FAILURE INFO : < RRC FAILURE INFO message > >
I < Message escape : {10 | 11} bit (*) = <no string> > } -- reserved for future extension
I < Content part error : bit (*) = < no string > >}
| < Message escape critical extension : 1 bit (*) = < no string > >} ;

Table 11.1.4.2: RRC Information Target BSS To Souce BSS information element details

RADIO BEARER RECONFIGURATION
This message is defined in sub-clause 9.3.28

RRC FAILURE INFO
This message is defined in sub-clause 9.3.44

11.1.5 RRC messages exchanged between network nodes

11.1.5.0 RADIO BEARER RECONFIGURATION

This RRC message is sent between network nodes to transfer the actual RADIO BEARER RECONFIGURATION
message including the details of the radio configuration to be used upon handover to GERAN as compiled by the target
BSS.

Direction: target BSS -, source RAT
The message is exactly the same as the RADIO BEARER RECONFIGURATIONdefined in sub-clause 9.2.29.

11.1.5.1 INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES
This RRC message is sent between network nodes when preparing for an inter RAT handover to GERAN.

Direction: source RAT - target BSS
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Table 11.1.5.1.1: INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES elements

< INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES message content > ::=

-- MS Information Elements

{0]1 <MS GERAN Ilu mode Radio Access Capability : < MS GERAN Iu mode radio access capability IE >
>}

{0]1 <MS GERAN A/Gb mode Radio Access Capability : < MS GERAN A/Gb mode radio access
capability IE > >}

{0]1 <UE UTRAN Radio Access Capability : < UE UTRAN radio access capability IE > >}

{0]1 <UE UTRAN Radio Access Capability Extension : < UE UTRAN radio access capability extension
IE >>}

{0]|1 <UE CDMA2000 Radio Access Capability : < UE CDMA2000 radio access capability IE > >}

{0]1 < Failure Cause and Error Information : < Failure Cause and Error Information IE > >}

{0]1 < Multirate configuration : < Multirate configuration IE > >}

| < Content part error : bit (*) = < no string > >1};

Table 11.1.5.1.2: INTER RAT or MODE HANDOVER INFO WITH MS CAPABILITIES element details

M S GERAN lu mode Radio Access Capability
ThisIE is defined in sub-clause 9.3.45.

M S GERAN A/Gb mode Radio Access Capability
Thisl|E isdefined in sub-clause 9.3.44.

UE UTRAN Radio Access Capability
This|E is defined in sub-clause 9.3.108.

UE UTRAN Radio Access Capability Extension
This|E is defined in sub-clause 9.3.109.

UE CDM A2000 Radio Access Capability
This |E is defined in sub-clause 9.3.110.

MultiRate configuration 1E

This|E is defined in sub-clause 9.3.52. If the present speech codec is a multi-rate speech codec, the old BSS may
inform the new BSS of the current multi-rate codec configuration by including the M ultiRate configuration information
element in the RRC INFORMATION TO TARGET GERAN U MODE BSS message.

11.1.5.2 SBSS RELOCATION INFO

This RRC message is sent between network nodes when preparing for an SBSS relocation or a handover from UTRAN
to GERAN Ilu mode.

Direction: source RAT - target BSS.
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Table 11.1.5.2.1: SBSS RELOCATION INFO information elements

< SBSS Relocation Information message content > ::=

-- MS Information Elements

< RRC State Indicator : < RRC State Indicator IE > >

< State of RRC procedure : bit (4) >

-- Ciphering related information

{ 00 < GERAN A/Gb Security Info : < GERAN A/Gb Security Info IE > >
| 01 < GERAN lu Security Info : < GERAN lu Security Info IE > >

| 10 < Extension : < Extension IE > >

| 11 < Extension : < Extension |IE > >}

< G-RNTI : < G-RNTI IE > >

< START : < START IE > >

{0]1 <MS GERAN Iu mode Radio Access Capability : < MS GERAN lu mode Radio Access Capability IE > >

{0]1 <MS GERAN A/Gb mode Radio Access Capability : < MS GERAN A/Gb mode Radio Access Capability

< UE UTRAN Radio Access Capability : < UE UTRAN Radio Access Capability IE > >}
< UE UTRAN Radio Access Capability Extension : < UE UTRAN Radio Access Capability Extension IE

{0]1 <UE CDMA2000 Radio Access Capability : < UE CDMA2000 Radio Access Capability IE > >}

<GRAId:<GRAId>>
< CN Common GSM-MAP NAS System Info : < NAS System Information GSM-MAP |E > >
< Length of CN Domain Related Information : bit (2) >
{ < CN Domain Identity : < CN Domain Identity IE > >
< CN Domain Specific GSM-MAP NAS System Info : < NAS System Information GSM-MAP IE > >
< CN Domain Specific DRX Cycle Length Coefficient : < CN Domain Specific DRX Cycle Length
Coefficient IE > >}
{0] 1 < sSignalling RB Information to Setup List : bit (3) >
< Signalling RB Information to Setup : < Signalling RB Information to Setup IE > > *(1+val(Signalling RB
Information to Setup List))
{0]1 <RAB Information for Setup List : bit (4) >
< RAB Information for Setup : < RAB Information for Setup IE > > *(1+val(RAB Information for Setup
List)) }
{0]1 <RAB Information to Reconfigure List : bit (4) >
< RAB Information to Reconfigure : < RAB Information to Reconfigure IE > >*(1+val(RAB Information
to Reconfigure List)) }
{0]1 <RB Information to Reconfigure List : bit (5) >
< RB Information to Reconfigure : < RB Information to Reconfigure IE > > }*(1+val(RB Information to
Reconfigure List))
{0] 1 < Multirate configuration : < Multirate Configuration IE > >}
{0]1 < TDMAFN : < hit(22) >}
{0]1 <Failure Cause and Error Information : < Failure Cause and Error Information IE > >}
| < Content part error : bit (*) = < no string > >1};

Table 11.1.5.2.2: SBSS RELOCATION INFO information element details

RRC State Indicator
This|E is defined in sub-clause 9.3.97.

ETSI




3GPP TS 44.118 version 5.6.0 Release 5 307 ETSI TS 144 118 V5.6.0 (2003-09)

State of RRC procedure (4 bit field)
This|E describes the state of the RRC procedure started in the source cell (i.e. RB reconfiguration) as follows:

bit

4321

0000 Await no RRC message

0001 Complete

0010 Await RB Setup Complete

0011 Await RB Reconfiguration Complete
0100 Await RB Release Complete

0101 Send Cell Update Confirm

0110 Send URA Update Confirm

All other values are reserved

GERAN A/Gb Security Info
This|E is defined in sub-clause 11.2.

GERAN lu or UTRAN Security Info
This|E is defined in sub-clause 11.2.

M S GERAN lu mode Radio Access Capability
Thisl|E isdefined in sub-clause 9.3.45.

MS GERAN A/Gb mode Radio Access Capability
ThisIE is defined in sub-clause 9.3.44.

UE UTRAN Radio Access Capability
This|E is defined in sub-clause 9.3.108.

UE UTRAN Radio Access Capability Extension
This|E is defined in sub-clause 9.3.109.

UE CDM A2000 Radio Access Capability
This |E is defined in sub-clause 9.3.110.

Ciphering status for each CN domain (2 bit field)
Thisfield isthe binary representation of the number of CN domains. Range : 0 to maxCNdomains-1.

Ciphering Status (1 bit field)

Thisfield indicates the status of ciphering for the CN domain
bit

1

1 Ciphering started

0 Ciphering not started.

START
This|E is defined in sub-clause 9.3.102.

TDMAFN (22 bit field)
Thisfield isthe binary representation of the TDMA Frame Number. The description of the TDMA Frame Number isin
3GPP TS 45.002.

CN Domain ldentity
This|E is defined in sub-clause 9.3.15.

Calculation timefor ciphering related infor mation (??? bit field)
Thisfield contains the time when the ciphering information of the message were calculated, relative to the intended
target cell of the target BSS

G-RNTI IE
This|E is defined in sub-clause 9.3.32.
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GRA ldentity
This|E indicates the GRA ID as defined in sub-clause 9.3.30.

CN Common GSM-M AP NAS System Info
The NAS System Information GSM-MAP |E is defined in sub-clause 9.3.55.

Length of CN Domain Related Infor mation (2 bit field)
Thisfield is used to calculate the number of CN domains included in thisIE. Range : 0 to MaxCNdomains-1.

CN Domain Specific GSM-M AP NAS System Info
The NAS System Information GSM-MAP |E is defined in sub-clause 9.3.55.

CN Domain Specific DRX Cycle Length Coefficient
The CN Domain Specific DRX Cycle Length Coefficient |E is defined in sub-clause 9.3.16.

Signalling RB Information to Setup List (3 bit field)
Thisfield isthe binary representation of the number of SRB to setup. Range : 0 to maxSRBsetup-1.

Signalling RB Information to Setup
This|E is present for each SRB to establish. This |E is defined in sub-clause 9.3.101.

RAB Information for Setup List (4 bit field)
Thisfield isthe binary representation of the number of RAB to setup. Range : 0 to maxRABsetup-1.

RAB Information for Setup
This|E is present for each signalling RAB to establish. This |E is defined in sub-clause 9.3.75.

RAB Information to Reconfigure List (4 bit field)
Thisfield isthe binary representation of the number of RAB to reconfigure. Range : 0 to maxRABsetup-1.

RAB Information to Reconfigure
This|E is defined in sub-clause 9.3.76.

RB Information to Reconfigure List (5 bit field)
Thisfield isthe binary representation of the number of RB to reconfigure. Range : 0 to maxRB-1.

RB Information to Reconfigure
ThisIE is defined in sub-clause 9.3.82.

M ultiRate Configuration |1 E

This|IE is defined in sub-clause 9.3.52. If the present speech codec is a multi-rate speech codec, the old BSS may inform
the new BSS of the current multi-rate codec configuration by including the M ultiRate configuration information Field
Element in the RRC INFORMATION TO TARGET GERAN |U MODE BSS message.

Failure Cause and Error Information
The Failure Cause and Error Information | E is defined in sub-clause 9.3.25.

11.1.5.3 RFC 3095 CONTEXT INFO

This RRC message is sent between network nodes in SBSS/SRNS or SBSS/SBSS relocation. It is used to transfer the
compressor and decompressor context information of the RFC 3095 protocol.

Direction: source BSS - target BSS/RNC
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Table 11.1.5.3.1: RFC 3095 CONTEXT INFO information elements

< RFC 3095 Context Info IE > ::=
< RB with RFC 3095 Context List : bit(5) >
{ <RB Identity : < RB Identity IE > >
< RFC 3095 Context List : bit(14) >

{0|1 -- Downlink RFC 3095 context
< Downlink RFC 3095 Context Identity: bit(14) >
< DL_MODE: bit(2) >
< REF_IR: octet(3000) >
{0]1 <REF_TIME: bit(32) >}
{0]1 <SYN_OFFSET_ID : bit(16) >}
{0]1 <SYN_SLOPE_TS : bit(32) >}
{<DYN_CHANGED: 0 >
| <DYN_CHANGED : 1>}

}
{0]1 -- Uplink RFC 3095 context
< Uplink RFC 3095 Context Identity: bit(14) >
< UL_MODE: bit(2) >
< REF_IR: octet(3000) >
{0|1 <REF_TIME: bit(32) >}
{0|1 <SYN_OFFSET_ID : bit(16) >}
{0]1 <SYN_SLOPE_TS: bit(32) >}
{0]1 <REF_SN_1: bit(15) >}

}
}*(1 + val(RFC 3095 Context List))
(1 + val(RB with RFC 3095 Context List));

Table 11.1.5.3.2: RFC 3095 CONTEXT INFO information elements details

RB with RFC 3095 Context List (5 bit field)
Thisfield isthe binary representation of the number of Radio Bearers with RFC 3095 context information.

Range: 0 to maxRBallRABs - 1.

RB I dentity
This|E is defined in sub-clause 9.3.80.

RFC 3095 Context List (14 bit field)
Thisfield isthe binary representation of the number of the RFC 3095 contexts for this Radio Bearer.

Range: 0 to maxRFC3095-CID - 1.

Downlink RFC 3095 Context Identity (14 bit field)
Uplink RFC 3095 Context Identity (14 bit field)
Thisfield represents the identity of the RFC 3095 in respectively Downlink and Uplink.

REF_IR (3000 octet string field)
Thisfield corresponds to the RTP IR header (see sub-clause 5.7.7 of RFC3095 for detailed format) corresponding to the
oldest header in the compressor dliding window.

RF_TIME (32 bit field)
Thisfield corresponds to the arrival time (at the compressor) of REF_IR in milliseconds. See sub-clauses 4.5.4 and 6.5.1
of IETF RFC3095.

SYN_SLOPE_TS (32 hit field)

Thisfield corresponds to the last synchronized slope of TS. See sub-clauses 5.5.1.2 and 5.7 of IETF RFC3095. In SO
state, TS(n) = TS(m) + (n-m) * SYN_SLOPE_TS, wheren and misthe RTP SN of current packet and the reference
packet. Note that the unit of SYN_SL OPE_TS depends on whether TS is scaled before compression or not.
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DYN_CHANGED (1 bit field)

Thisfield corresponds to the information whether dynamic fields other than RTP SN, RTP TS and IP-ID have changed
in the headers that are stored in the sliding window. Set to TRUE if changed and FAL SE if not changed.

bit

1

0 DYN_CHANGED not supported
1 DYN_CHANGED supported

SYN_OFFSET_ID (16 bit field)

Thisfield corresponds to the corresponds to the RTP Sequence Number of the predecessor of the latest RTP packet.
This could be used to perform local repair of context by decompressor in U or O mode (see “ref - 1” in sub-clause
5.3.2.2.5in IETF RFC3095 for further explanation).

DL_MODE (2 hit field)

UL_MODE (2 hit field)

Thisfield represents the RFC 3095 mode in respectively Downlink and Uplink before the SBSS relocation. The optimal
mode to operate in depends on the characteristics of the environment of the compression protocol, such as feedback
abilities, error probabilities and distributions, effects of header size variation, etc.

bit

10

00 U-mode -- Unidirectional mode

01 O-mode -- Bidirectional Optimistic mode
10 R-mode -- Bidirectional Reliable mode
11 reserved

11.2  Provision and reception of RRC security information
between network nodes

11.2.1 General

In certain cases, e.g., when performing handover or when performing SBSS relocation, RRC security related
information shall be transferred between other RATs and GERAN or between GERAN nodes within GERAN.

The lengths of the RLC counters of non-transparent radio bearers are different between GPRS (24bits) and EGPRS
(20bits). The BSC shall set the HFN values according the source cell (GPRS or EGPRS) and independent from the
target cell (UTRAN, GPRS or EGPRS).

In the following, the RRC security information to be transferred is separeted into the three scenarious:
- GERAN A/Gb mode to GERAN |u mode.

- GERAN lu mode to GERAN Iu mode or UTRAN to GERAN Iu mode.

11.2.2 RRC Security Information, from GERAN-A/Gb to GERAN-Iu

The START value is used to initialise the most significant bits of all the HFN counters (MAC HFN, RLC AM HFN,
RLC UM HFN, RRC HFN).

Direction: source:.  GERAN A/Gb mode BSC - target GERAN lu mode BSC
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Table 11.2.2.1: GERAN A/Gb Security Info information elements

< GERAN A/Gb Security Info |IE >::=

< Start-CS : < START IE > >
< Start-PS : < START IE > >
I < Content part error : bit (*) = < no string > >} ;

Table 11.2.2.2: GERAN A/Gb Security Info information element details

Start-CS
The START IE is used to intialise the most significant bits of all the HFN counters (MAC HFN, RLC AM HFN, RLC
UM HFN, RRC HFN) for the CS domain. The START IE is defined in sub-clause 9.3.102.

Start-PS
The START IE is used to intiaise the most significant bits of all the HFN counters (MAC HFN, RLC AM HFN, RLC
UM HFN, RRC HFN) for the PS domain. The START IE is defined in sub-clause 9.3.102.

11.2.3 RRC Security Information, from GERAN Iu mode/UTRAN to GERAN
lu mode

This | E contains security information required for continued communication between the MS and GERAN after a
handover or SRNS/SBSS rel ocation

Direction: source:  BSC/RNC - target BSC

Table 11.2.3.1: GERAN Iu or UTRAN Security Info information elements

< GERAN lu or UTRAN Security Info IE >::=

< Ciphering status for each CN domain : bit (2) >
{ < CNdomain identity : < CN domain identity > >
< Ciphering Status : bit (1) > }*(1+val(Ciphering status for each CN domain))
< Latest configured CN Domain : bit (2) >
< Ciphering info for transparent RB : bit (2) >
{ < CNdomain identity : < CN domain identity > >
< MAC-HFN : bit (11) > } *(1+val(Ciphering info for transparent RB))
< Ciphering info for non-transparent RB : bit (5) >
{ <RBId:<RB ldentity IE > >
<DL HFN: < RLC HFN IE > >
<UL HFN : < RLC HFN IE > > }*(1+val(Ciphering info for non-transparent RB))
{ <Integrity Protection status : 1 >
{ <SRB-Id:hit (2) >
< UL RRC HFN : bit (28) >
< DL RRC HFN : bit (28) >
< Uplink RRC Message Sequence number : bit (4) > }*4
< Downlink RRC Message Sequence number : bit (4) > }*4
| <Integrity Protection status : 0>}
| < Content part error : bit (*) = < no string > >1};

Table 11.2.3.2: GERAN Iu or UTRAN Security Info information element details

Ciphering statusfor each CN domain (2 bit field)
Thisfield isthe binary representation of the number of repeated groups of fields and |Es. Range : 0 to maxCNdomains-
1.

CN Domain ldentity
This|E is defined in sub-clause 9.3.115.
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Ciphering status (1 bit field)

Thisfield indicates the ciphering status of the indicated CN Domain.
Bit

1

0 Ciphering not started

1 Ciphering started

Last Configuered CN Domain (2 bit field)
Thisfield indicates the last configured CN Domain. Thisfield is encoded as the CN Domain Identity in sub-clause
9.3.15

Ciphering info for transparent RB (2 bit field)
Thisfield isthe binary representation of the number of instances of ciphering info which is provided for transparent
mode RLC RBs. Range : 0 to maxCNDomains-1.

MAC-HFN (11 bit field)
Thisfield contains the MAC-HFN. The MAC-HFN is defined asthe 11 MSB of the COUNT-C value.

Ciphering info for non-transparent RB (5 bit field)
Thisfield isthe binary representation of the number of non-transparent mode RLC RBs for which ciphering infois
provided. Range : 0 to maxRB-1.

DL HFN /UL HFN
The RLC HFN IE isdefined in 9.3.92.

Integrity Protection status (1 bit field)

Thisfield indicates the status of integrity protection in the current cell. Thefield is encoded:
Bit

1

0 Integrity Protection not started

1 Integrity Protection started.

SRB-Id (2 hit field)
Thisfield defines the SRB Id for which the following integrity protection information applies:

bit
21
00 SRB1
01 SRB2
10 SRB3
11 SRBA4.

UL /DL RRC HFN (28 bit field)

Thisfield contains the RRC HFN in the indicated direction. For each SRB, in case the activation times for the next
Integrity Protection configuration to be applied on this SRB have already been reached, this | E correspondsto the last
value used. Else this value corresponds to the value the source would have initalized the HFN to at the activation time.
Increment of HFN due to RRC SN roll over istaken care of by target based on the value sent by the source

Uplink RRC M essage Sequence Number (4 hit field)

Thisfield isthe binary representation of the RRC Sequence number for the indicated SRB. For each SRB, this|E
corresponds to the last value received or in case the activation time was not reached for a configuration the value equals
(activation time -1). Range 0-15.

Downlink RRC M essage Sequence Number (4 bit field)

Thisfield isthe binary representation of the RRC Sequence number for the indicated SRB. For each SRB, this|E
corresponds to the last value used or in case the activation time was not reached for a configuration, to the value
(activation time -1). In particular, for SRB2, this | E should not take into account the RRC message that will trigger the
relocation Range 0-15.
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11.2.4 RRC Security Information, from GERAN Iu to UTRAN

NOTE: Thisinformation should be specified in 25.331 since UTRAN isthe target RAT.

11.3  HFN mapping rules for radio bearer using non-transparent
mode RLC

The length of RLC countersin UTRAN (RLC-AM 20bits, RLC-UM 25bits) and GERAN-Iu are different. In GERAN-
lu there are additional differences between GPRS (RLC-AM and RLC-UM 24bits) and EGPRS (RLC-AM and RLC-
UM 20bits).

The network nodes shall use the following HFN mapping rules when sending or receiving HFN values within the RRC
information contai ners:

1> the source network node shall set the HFN value as used in the source cell,

1> if the target network node receives an HFN value with the same length as used in the target cell;
2> increment thisHFN by 1; and
2> usethisvalue as HFN in the target cell;

1> if the target network node receives an HFN which islonger than the one used in the target cell;
2> take the M SBs as needed for the target cell;
2> increment this value by 1; and
2> usethisvalue as HFN in the target cell;

1> if the target network node receives an HFN which is shorter than the one used in the target cell;
2> increment thisHFN by 1;
2> add a number of least significant zero bits as needed; and

2> usethisvaue asHFN in the target cell.
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