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Foreword

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETSI identities can be found under
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Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
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"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

The present document is part 2 of a multi-part deliverable covering conformance test specification for Mission Critical
Services over LTE consisting of:

3GPP TS 36.579-1 [2]: "Mission Critical (MC) services over LTE; Part 1: Common test environment”

3GPP TS 36.579-2: " Mission Critical (MC) servicesover LTE; Part 2: Mission Critical Push To Talk
(MCPTT) User Equipment (UE) Protocol confor mance specification" (the present document);

3GPP TS 36.579-3[3]: " Mission Critical (MC) servicesover LTE; Part 3: Mission Critical Push To Talk
(MCPTT) Server Application conformance specification”;

3GPP TS 36.579-4 [4]: "Mission Critical (MC) services over LTE; Part 4: Test Applicability and
Implementation Conformance Statement (1CS) proforma specification";

3GPP TS 36.579-5 [5]: "Mission Critical (MC) services over LTE; Part 5: Abstract test suite (ATS)".
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1 Scope

The present document specifies the protocol conformance testing for testing aMCPTT Client for compliance to the
Mission Critical Push To Talk (MCPTT) over LTE protocol requirements defined by 3GPP.

In particular the present document contains:

- theoverdl test structure;

the test configurations;

- the conformance requirement and reference to the core specifications;

- thetest purposes; and

- abrief description of the test procedure, the specific test requirements and short message exchange table.

The present document isvalid for MCPTT Clients implemented according to 3GPP releases starting from Release 13 up
to the Release indicated on the cover page of the present document.

The following information relevant to testing specified in the present document could be found in accompanying
specifications:

- default setting of the test parameters TS 36.579-1 [2];

- Implementation Conformance Statement (ICS) TS 36.579-4 [4] and Implementation eXtra Information for
Testing (IXIT) TS 36.579-5 [5];

- the applicability of each test case TS 36.579-4 [4].

The test cases are expected to be executed through the 3GPP radio interface. The present document does not specify the
protocol conformance testing for the EPS (L TE) bearers which carry the MCPTT data sent or received by the MCPTT
Client and which are required to be supported by the UE in which the MCPTT Client isinstalled. Thisis defined in
TS36.523-1[6].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version nhumber, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 36.579-1: "Mission Critical (MC) services over LTE; Part 1: Common test
environment".

[3] 3GPP TS 36.579-3: " Mission Critical (MC) services over LTE; Part 3: Mission Critical Push To

Talk (MCPTT) Server Application test specification”.

[4] 3GPP TS 36.579-4: " Mission Critical (MC) servicesover LTE; Part 4: Test Applicability and
Implementation Conformance Statement (1CS).

[5] 3GPP TS 36.579-5:; "Mission Critical (MC) services over LTE; Part 5: Abstract test suite (ATS)".
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6]

[7]
(8]

[9]
[10]

[11]
[12]
[13]
[14]

[15]
[16]

[17]
[18]
[19]

[20]

[21]
[22]
[23]

[24]

3GPP TS 36.523-1: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet
Core (EPC); User Equipment (UE) conformance specification; Part 1: Protocol conformance
specification”.

3GPP TS 22.179: "Mission Critical Push To Talk (MCPTT) over LTE; Stage 1".

3GPP TS 23.179: "Functional architecture and information flows to support mission critical
communication services, Stage 2".

3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control; Protocol specification”.

3GPP TS 24.380: "Mission Critical Push To Talk (MCPTT) media plane control; Protocol
specification .

3GPP TS 24.481: "Mission Critical Services (MCS) group management; Protocol specification".
3GPP TS 24.482: "Mission Critical Services (MCS) identity management; Protocol specification”.
3GPP TS 24.483: "Mission Critical Services (MCS) Management Object (MO)".

3GPP TS 24.484: "Mission Critical Services (MCS) configuration management; Protocol
specification”.

3GPP TS 33.179: " Security of Mission Critical Push To Talk (MCPTT) over LTE".

3GPP TS 24.229: "I1P multimedia call control protocol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP); Stage 3".

Void.
Void.

3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage
3".

3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage
3"

Void.

Void.

3GPP TS 36.509: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access Network (E-UTRAN); Specia conformance testing functions for User
Equipment (UE)".

3GPP TS 36.508: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access (E-UTRAN); Common Test Environments for User Equipment (UE)
Conformance Testing".

OpenlD Connect 1.0: "OpenlD Connect Core 1.0 incorporating errata set 1",
http://openid.net/specs/openid-connect-core-1_0.html.

Void.

Void

Void.

Void.

3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
Void.

3GPP TS 23.003: "Numbering, addressing and identification”.
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP
TR 21.905[1].

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.379 [9] apply:

An MCPTT user isaffiliated toan MCPTT group
An MCPTT user isaffiliated toan MCPTT group at an MCPTT client
Affiliation status

Group identity

I n-progress emergency private call state
In-progressimminent peril group state

MCPTT client ID

MCPTT emergency alert state

MCPTT emergency group state

MCPTT emergency group call state

MCPTT emergency private call state

MCPTT emergency privatepriority state
MCPTT imminent peril group call state

MCPTT imminent peril group state

MCPTT private emergency alert state

MCPTT speech

M edia-floor control entity

Temporary MCPTT group identity

Trusted mutual aid

Untrusted mutual aid

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 22.179 [7] apply:
I n-progress emer gency
MCPTT emergency alert
MCPTT emergency group call
MCPTT emergency state

Partner MCPTT system
Primary MCPTT system

For the purpose of the present document, the following terms and definitions givenin 3GPP TS 24.380 [10] apply:
MBM S subchannel

For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.179 [8] apply:
Pre-selected MCPTT user profile

3.2 Symbols

For the purposes of the present document, the following symbols apply:

None.

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 10 ETSI TS 136 579-2 V14.2.0 (2019-05)

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905[1].

ECGI E-UTRAN Cell Global Identification
FFS For Further Study
ICS Implementation Conformance Statement
IPEG In-Progress Emergency Group
IPEPC In-Progress Emergency Private Call
IPIG In-Progress Imminent peril Group
IluT Implementation Under Test
IXIT I mplementation eXtra Information for Testing
MBMS Multimedia Broadcast and Multicast Service
MBSFN Multimedia Broadcast multicast service Single Frequency Network
MCPTT Mission Critical Push To Talk
MCPTT group ID  MCPTT group IDentity
MEA MCPTT Emergency Alert
MEG MCPTT Emergency Group
MEGC MCPTT Emergency Group Call
MEPC MCPTT Emergency Private Call
MEPP MCPTT Emergency Private Priority
MES MCPTT Emergency State
MIME Multipurpose Internet Mail Extensions
MIG MCPTT Imminent peril Group
MIGC MCPTT Imminent peril Group Call
MONP MCPTT Off-Network Protocol
MPEA MCPTT Private Emergency Alert
NAT Network Address Trandation
PLMN Public Land Mobile Network
QCl QoS Class | dentifier
RTP Real-time Transport Protocol
SAl Service Area ldentifier
SDP Session Description Protocol
SIP Session Initiation Protocol
SS System Simulator
SSRC Synchronization SouRCe
TGl Temporary MCPTT Group I dentity
TMGI Temporary Mobile Group Identity
TP Transmission Point
TP Test Purpose
UE User Equipment
URI Uniform Resource | dentifier
4 General

4.1 Test methodology

4.1.1  Testing of optional functions and procedures

Any function or procedure which is optional, may be subject to a conformance test if it isimplemented in the MCPTT
Client.

A declaration by the MCPTT Client supplier (to use the Implementation Conformance Statement (ICS) proforma
specified in TS 36.579-4 [4]) is used to determine whether an optional function/procedure has been implemented.
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4.1.2 Test interfaces and facilities

Detailed descriptions of the MCPTT Client test interfaces and special facilities for testing are provided in 3GPP
TS36.509 [23].

4.2 Implicit testing

For some 3GPP MCPTT protocol features conformance is not verified explicitly in the present document. This does not
imply that correct functioning of these featuresis not essential, but that these are implicitly tested to a sufficient degree
in tests which are not explicitly dedicated to test the feature.

4.3 Repetition of tests

Asagenerd rule, the test cases specified in the present document are highly reproducible and do not need to be
repeated unless otherwise stated.

4.4 Handling of differences between conformance requirements
in different releases of cores specifications

The conformance requirements which determine the scope of each test case are explicitly copy-pasted from relevant
core specifications in the especially dedicated for this clause of each test with the title 'Conformance requirements.

NOTE: When in the copy/pasted text there are references to other specifications the reference numbers will not
match the reference numbers used in the present document. This approach has been taken in order to
alow easy copy and then search for conformance requirements in those specifications.

When differences between conformance requirements in different releases of the cores specifications have impact on
the Pre-test conditions, Test procedure sequence or/and the Specific message contents, the Conformance requirements
related to different releases are specified separately with clear indication of the Release of the spec from which they
were copied.

When there is no Release indicated for a conformance requirement text, this should be understood either as the
Conformance requirements in the latest version of the spec with release = the TC Applicability release (which can be
found in TS 36.579-4 [4], Table 4-1: Applicability of tests and additional information for testing, column ‘Release), o,
as the Conformance requirements in the latest version of the spec of the rel ease when the feature was introduced to the
Ccore specs.

4.5 Reference conditions

The reference environments used by all signalling and protocol testsis specified in TS 36.579-1 [2]. Where atest
requires an environment that is different, this will be specified in the test itself.

4.6 Generic setup procedures

A set of basic generic procedures for MCPTT Client-Server communication are described in TS 36.579-1 [2]. These
procedures will be used in numerous test cases throughout the present document.
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5 MCPTT Client Configuration

5.1 Configuration / Authentication / User Authorisation / UE
Configuration / User Profile / Key Generation

5.1.1 Test Purpose (TP)

@

with { UE (MCPTT dient) attached to EPS services }
ensure that {
when { the MCPTT User activates an MCPTT application and requests MCPTT initialisation }
then { UE (MCPTT Cient) performs MCPTT User Authentication }

2

with { UE (MCPTT dient) user authenticated }
ensure that {
when { the UE (MCPTT Cient) has established a secure HTPP tunnel }
then { UE (MCPTT Cdient) perfornms key management authorization and obtains identity management
key material }

©)

with { UE (MCPTT dient) has obtained identity managenent key naterial }
ensure that {
when { the UE (MCPTT Client) requests user service authorization }
then { UE (MCPTT dient) sends a user authorization request to the MCPTT Server }

(4)

with { UE (MCPTT dient) authorized for user services }
ensure that {
when { the UE (MCPTT Client) requests configuration nanagenent authorization}
then { UE (MCPTT dient) requests subscription to nultiple docunents sinultaneously and request
the retrieval of the MCPTT UE Configuration docunent, the MCPTT User Profile Configuration Docunent
and the MCPTT Service Configuration Docurment }

}

®)

with { UE (MCPTT dient) having obtained user configuration data }
ensure that {
when { the UE (MCPTT dient) requests group nmanagenent authorization }
then { UE (MCPTT Cient) receives the group profile including group traffic keys }

(6)

with { UE (MCPTT dient) having obtained all required configuration data }
ensure that {
when { the UE (MCPTT Cient) requires to refresh its service settings }
then { UE (MCPTT dient) sends a SIP PUBLI SH request }

}
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5.1.2 Conformance requirements

References. The conformance requirements covered in the present TC are specified in: TR 24.980 clauses 4.2.1 and
4.3.1, TS24.482 clause 6.2.1 and Annex A.2.1.2, TS 24.484 clauses 4.2.1, 4.2.2,6.2.2,6.3.1.1, 6.3.2.1, 6.3.2.2,
6.3.13.2.1 and 6.3.13.2.2, TS 24.481 clauses 6.2.2.2, 6.2.3, 6.3.3.2.1, 6.3.3.2.2 and 6.3.13.2.1, TS 24.379 clauses 7.2.1,
7.2.1A,7.22and 7.2.3, TS33.179 clauses 5.6.1, 6.2, 7.2.3 and Annex D. Unless otherwise stated these are Rel-13
requirements.

[TR 24.980, clause 4.2.1]

The MCPTT UE follows the SIP registration procedures defined in 3GPP TS 24.229 [4]. In addition, when the
conditions for performing IMS registration in bullets 2, 3, 4, 5 and 6 in subclause L.3.1.2 of 3GPP TS 24.229 [4]
evaluate to true, the MCPTT UE registers with the IMS.

[TR 24.980, clause 4.3.1]

The MCPTT UE follows the procedures defined in 3GPP TS 24.229 [4] and 3GPP TS 33.203 [7] for authentication
with IMS Authentication and Key Agreement (IMS-AKA), Sec-Agree and IPSec. The MCPTT UE supports integrity
protection.

[TS24.482, clause 6.2.1]

Upon anindication from the MCPTT client to initiate MCPTT user authentication, the IdM client shall perform the user
authentication procedure according to 3GPP TS 33.179 [2] with the following clarifications:

1) shall establish a TLStunnel to the authorisation endpoint of the IdM server as specified in 3GPP TS 33.179 2]
using the configured URL of the authorisation endpoint of the IdM server as specified in the
"[<x>/OnNetwork/AppServerlnfo/IDM SAuthEndpoint” leaf node defined in 3GPP TS 24.383 [11] and the
clarificationsin annex A;

2) shall generate an OIDC Authentication Request message as specified in the OpenlD Connect 1.0 [6] and
IETF RFC 6749 [5] with the following clarifications:

a) shall generate an HTTP GET request method according to IETF RFC 2616 [4];

b) shall include the configured parameter IdM client id as the client_id parameter specified in
3GPP TS 33.179[2] in the query component of the authorization endpoint’s URI using the "application/x-
www-form-urlencoded" format as specified in W3C.REC-html401-19991224 [7]; and

NOTE 1: The configuration of client_id is specified in 3GPP TS 24.383 [11].

¢) shall include the remaining required parameters as specified in 3GPP TS 33.179 [2] in the query component
of the authorization endpoint’s URI using the "application/x-www-form-urlencoded" format as specified in
W3C.REC-html401-19991224 [7]; and

3) shall sendthe HTTP GET request method towards the IdM server.

NOTE 2: The OpenlD Connect 1.0 [6] specification alows for an aternative mechanism for sending the OIDC
Authentication request message using an HTTP POST request method which can be used in place of steps
1, 2, and 3 above.

Upon receipt of an HTTP 200 (OK) response from the |dM server, the IdM client:
1) shall prompt the MCPTT user for their username and password;

NOTE 3: Other types of authentication are supported and are not defined by the OIDC specifications.
3GPP TS 33.179 [ 2] has defined username and password as a mandatory authentication method to be
supported; hence a procedure to realize that method isincluded here.

2) shall generate an HTTP POST request method containing the MCPTT user's username and password; and
3) shall send the HTTP POST request method towards the |[dM server.

Upon receipt of an OIDC Authentication Response message, the IdM client:
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1) shall establish a TLS tunnel to the token endpoint of the IdM server as specified in 3GPP TS 33.179 [2] using the
configured URL of the token endpoint of the IdM server as specified in the
"/<x>/OnNetwork/AppServerinfo/l DM ST okenEndpoint” leaf node defined in 3GPP TS 24.383 [11] and the
clarificationsin annex A;

2) shall generate an OIDC Token Request message as specified in OpenlD Connect 1.0 [6] and IETF RFC 6749 [5]
with the following clarifications:

a) shall generate an HTTP POST reguest method according to IETF RFC 2616 [4]; and

b) shall include the grant_type parameter set to a value of "authorization _code" and the other required
parameters in the entity body of the HTTP POST request method using the using the "applicati on/x-www-
form-urlencoded" format as specified in 3GPP TS 33.179 [2]; and

3) shall send the HTTP POST request method towards the |IdM server.
Upon receipt of an OIDC Token Response message, the IdM client:

1) shall validatetheid token, access token and refresh token in the received OIDC Token Response message as
specified in the OpenlD Connect 1.0 [6] specification; and

2) shall providetheid token and access token in the received OIDC Token Response message to the MCPTT
client.

NOTE 4: The method in which the I[dM client providesthe id_token and access token to the MCPTT client is
implementation specific.

[TS24.482, Annex A.2.1.2]

The HTTP client in the UE shall establish a TCP connection towards the home HT TP proxy FQDN and the home
HTTP proxy port, unless the specific TCP connection isto be used for the IdM client to 1dM server procedures
described in subclause 6.2 and subclause 6.3 in the present document, in which case the HTTP client shall establish a
TCP connection towards the |dM server.

The HTTP client in the UE shall establish a TLS tunnel viathe TCP connection as specified in 3GPP TS 33.179 [2].
When establishing the TLS tunnel, the HTTP client in the UE shall act asa TL S client and the UE shall perform the
TLS tunnel authentication using the TL S authentication method indicated by the TLS tunnel authentication method
parameter according to 3GPP TS 33.179 [2]. The UE shall use the configured TL S tunnel authentication X.509
certificate and the configured TLS tunnel authentication pre-shared key when applicable for the used TLS
authentication method. In order to prevent man-in-the-middle attacks, the HTTP client in the UE shall check the home
HTTP proxy FQDN against the server's identity as presented in the received server's certificate message if the TCP
connection terminates on the HTTP proxy. The HTTP client in the UE shall not check the portion of dereferenced
HTTP URL against the server's identity as presented in the received server's certificate message if the TCP connection
terminates on the HTTP proxy, but shall do so if the TCP connection terminates on the I[dM server.

NOTE: TheTLStunnel can beterminated inthe HTTP proxy (rather than in the HTTP server providing the
dereferenced HTTP URL).

The HTTP client in the UE shall send and receive all HTTP messages viathe TLS tunnel.

If the HTTP client in the UE has an access token of the "bearer" token type as specified in IETF RFC 6750 [14], the
HTTP client in the UE shall include an Authorization header field with the "Bearer" authentication scheme as specified
in [ETF RFC 6750 [14] in HTTP requests.

[TS33.179 Annex D]

All KMS communications are made viaHTTPS. The MCPTT key management client is provisioned via XML content
in the KMS'sresponse. The XML content is designed to be extendable to allow KM S/client providers to add further
information in the XML. Where the interface is extended, a different XML namespace should be used (so that may be
ignored by non-compatible clients).

It isassumed that transmissions between the KM S and the key management client are secure and that the KM S has
authenticated the identity of the key management client.
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Additionally, to allow the transmission of key material securely between a secure element within the KM S and a secure
element within the key management client, a security extension is defined which allows messages to be signed and key
material to be encrypted using a shared Transport Key (TrK).

[TS33.179 clause 5.6.1]

For key management authorization, the KM client in the UE presents an access token to the KMS over HTTP. The
KM S validates the access token and if successful, provides user specific key material back to the UE KM client based
onthe MCPTT ID of the user. Thisincludes identity based key information used for media and signalling protection.

For user service authorization, the MCPTT client in the UE presents an access token to the MCPTT server over SIP.
The MCPTT server validates the access token and if successful, authorizes the user for full MCPTT services and sends
an acknowledgement back to the MCPTT client. The MCPTT server then maps and maintains the IMPU to MCPTT 1D
association. The MCPTT ID to IMPU association shall only be known to the application layer. The SIP message used to
convey the access token from the MCPTT client to the MCPTT server may be either a SIP REGISTER or SIP
PUBLISH message.

The UE can now perform configuration management authorization and download the user profile. Following the flow
described in subclause 10.1.4.2 of 3GPP TS 23.179 [2] "MCPTT user obtains the user profile (UE initiated)", the
Configuration Management (CM) client in the UE sends an access token in the user profile query to the Configuration
Management server over HTTP. The CM server receives the request and validates the access token, and if valid, the
CM server usesthe MCPTT ID to obtain the user profile from the MCPTT user database. The CM server then sends the
user profile back to the CM client over HTTP.

Upon receiving the user's profile, the Group Management (GM) client in the UE can now perform group management
authorization. The GM client obtains the user's group membership information from the user's profile, and following the
flow shown in clause 10.1.5.2 of 3GPP TS 23.179 [2] "Retrieve group configurations at the group management client",
the Group Management (GM) client in the UE sends an access token in the Get group configuration request to the host
GM server of the group membership over HTTP. The GM server validates the access token, and if valid, completes the
flow. As part of group management authorization, group key information is provided as per subclause 7.3.2 of the
present document.

[TS33.179 clause 7.2.3]
Case that HTTP proxy is used between the KMC and KMS

0) The key management client establishes a connection to the MCPTT KMS. As with other elementsin the
Common Services Core, the connection routed via, and secured by, the HTTP Proxy. The message flow below is
within this secure connection.

NOTE: Additionally, the connection between the MCPTT KM S and the HTTP Proxy is secured according to
clause 8.

1) The key management client makes arequest for user key material from the MCPTT KMS. The reguest contains
details of theidentity (e.g. the MCPTT ID) requested for key management, and the time for which the key
material isrequired.

2) The KMS provides aresponse containing key material. The response includes the type of key material, the
period of use for the material and any domain-specific parameters required for its use. For public safety use, the
key material itself shall be wrapped using a 256-bit transport key (TrK). The TrK is distributed via an out-of-
band mechanism along with a 32-bit identifier, TrK-ID.

Case that HTTP proxy is not used between the KMC and KMS

0) The key management client establishes a direct HTTPS connection to the MCPTT KMS. The following message
flow is within this secure connection.

1) The key management client makes a request for user key material from the MCPTT KMS. The request contains
details of the identity requested for key management, and the time at which the key material is required.

2) The KMS provides aresponse containing key material. The response includes the type of key material, the
period of use for the material and any domain-specific parameters required for its use. Optionally, the key
material itself may also be wrapped using a 256-bit transport key (TrK), distributed via an out-of-band
mechanism along with a 32-bit identifier (TrK-1D).
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[TS24.484, clause 4.2.1]

Upon start up the MCPTT UE bootstraps the required information (e.g. FQDN or | P address) to locate the configuration
management server for configuration of the MCPTT UE initial configuration management object (MO) and the default
MCPTT user profile configuration management object (MO).

In order to obtain accessto the MCPTT service the MCPTT UE needs to obtain configuration data either online viathe
network or offline using some external device (e.g. alaptop). As part of the bootstrap processthe MCPTT UE needsto
discover either:

1. theonline configuration management server in the network that configuresthe MPCTT UE initial configuration
MO and the default MCPTT user profile configuration MO, then the MCPTT UE:

a) using the URI of the configuration management server obtained from the MPCTT UE initial configuration
MO, obtains:

- the MCPTT UE configuration document;
- the MCPTT user profile configuration document; and
- the MCPTT service configuration document; and

b) using the URI of the group management server obtained from the MPCTT UE initial configuration MO
obtain the MCPTT group document; or

[TS 24.484, clause 4.2.2]

The MCPTT UE contacts the identity management server using the HTTPS URI stored in the MCPTT UE initial
configuration MO and performs MCPTT User authentication as specified in 3GPP TS 24.382 [6].

The MCPTT UE, using the MCPTT ID obtained during MCPTT user authentication, subscribesto the MCPTT UE
configuration document, the MCPTT user profile configuration document and the MCPTT service configuration
document using the procedure for subscribing to multiple documents simultaneously using the subscription proxy
function specified in subclause 6.3.13.2.2 (i.e., the CM S acts as a Subscription Proxy) and subscribes to the MCPTT
group document using the procedure specified in 3GPP TS 24.381 [5]. If these documents have been updated since the
current version stored in the MCPTT UE, then the MCPTT UE will receive a SIP NOTIFY request with an X CAP Diff
document (see IETF RFC 5875 [11]), in which case the CM C updatesitslocal document copies. Retrieval by the
MCPTT UE using the notified HTTPS URI of the MCPTT group document is performed as specified in
3GPPTS24.381[5].

[TS24.484, clause 6.2.2]

The CMC shall send the HTTP request over TLS connection as specified for the HTTP client in the UE in annex A of
3GPP TS 24.382[6].

[TS 24.484, clause 6.3.1.1]

A CMC shall support subclause 6.1.1 " Document Management" of OMA OMA-TS-XDM_Core-V2 1[2] and
subclause 6.3.13.2.2 for subscribing to configuration management documents.

[TS24.484, clause 6.3.3.2.1]

In order to retrieve a configuration management document, a GC shall send an HTTP GET request with the Request
URI that references the document to be updated to the network according to procedures specified in
IETF RFC 4825 [14] "Retrieve a Document”.

[TS24.484, clause 6.3.3.2.2]

In order to retrieve a configuration management document, a CMC shall perform the procedures in subclause 6.3.3.2.1
specified for GC. The CM C shall set the Request-URI of the HTTP GET request to the "CM SXCAPRootURI"
configured as per 3GPP TS 24.383 [4] and include the "auid" as per the appropriate application usagein clause 7.

Subclause 7.5 specifies which configuration management documents can be retrieved from the CM S over the CSC-4
reference point.

[TS24.484, clause 6.3.13.2.1]
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This procedure enables the CMC to subscribe to notification of changes of one or more configuration management
documents defined in clause 7.

This procedure enablesthe MCPTT server to subscribe to notification of changes of the MCPTT service configuration
document.

[TS24.484, clause 6.3.13.2.2]

In order to subscribe to Configuration management document, a CM C shall send aninitial SIP SUBSCRIBE request to
the network according to the UE originating procedures specified in 3GPP TS 24.229 [22] and IETF RFC 5875 [11]. In
theinitial SIP SUBSCRIBE request, the CMC:

a ...
b) if subscription to multiple documents simultaneously using the subscription proxy function is used:

1) shall include an application/resource-lists+xml MIME body. In the application/resource-lists+xml MIME
body, the CMC shall include one <entry> element for each document or element to be subscribed to, such
that the "uri" attribute of the <entry> element contains a relative path reference:;

A) with the base URI being equal to the "CMSXCAPRootURI" configured in the CMC as per
3GPP TS 24.383 [4]; and

B) with the "auid" parameter set to the appropriate application usage identifying a configuration management
document as described in clause 7;

2) shall set the Reguest-URI to the configured public service identity for performing subscription proxy function
of the CMS;

¢) shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to
the value of the access token received during authentication procedure as described in 3GPP TS 24.382 [6];

d) if identity hiding is required:

1) shall perform the confidentiality protection procedures and integrity protection procedures defined in
3GPP TS 24.379 [9] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the
application/resource-liststxml MIME body; and

2) shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [9];

€) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in
3GPP TS 24.229 [22]), in a P-Preferred-Service header field according to IETF RFC 6050 [23]; and

f) shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
service.ims.icsi.meptt” in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP
SUBSCRIBE request:

1) if identity hiding is required, the CM C shall perform the confidentiality protection procedures and integrity
protection procedures defined in 3GPP TS 24.379 [9] for MCPTT client; and

2) shall handle the SIP NOTIFY request according to IETF RFC 5875 [11].
[TS24.481, clauses 6.2.2.2]

In order to address an existing group document defining a group ID known by GC, the GC shall set the Request-URI of
an HTTP request to a XCAP URI identifying a group document addressed by a group ID as described in

subclause 7.2.10.2, where the group 1D is set to the group 1D known by GC and where the XCAP root URI isthe XCAP
root URI configured in the UE.

[TS24.481, clauses 6.2.3]

The GMC shall send the HTTP request over a TLS connection as specified for the HTTP client in the UE in annex A of
3GPPTS24.382[10].

The GMC shall perform the procedures in subclause 6.2.2 specified for GC.
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[TS24.481, clauses 6.3.3.2.1]

In order to retrieve a group document, a GC shall send an HTTP GET request with the Request URI that references the
document to be retrieved to the network according to procedures specified in IETF RFC 4825 [22] "Fetch a Document™.

[TS24.481, clauses 6.3.3.2.2]

In order to retrieve a group document, a GM C shall perform the procedures in subclause 6.3.3.2.1 specified for GC.
[TS24.481, clauses 6.3.13.2.1]

In order to subscribe to notification of changes of:

a) one or more MCPTT group documents of MCPTT groups identified by MCPTT group IDs;

aGMC shall send aninitial SIP SUBSCRIBE request to the network according to the UE originating procedures
specified in 3GPP TS 24.229 [12] and IETF RFC 5875 [13]. In theinitial SIP SUBSCRIBE request, the GMC:

a) shall include an application/resource-liststxml MIME body. In the application/resource-liststxml MIME body,
the GM C shall include one <entry> element for each document or element to be subscribed to, such that the "uri"
attribute of the <entry> element:

1) containsarelative path reference:
A) with the base URI being equal to the XCAP root URI configured in the GMC; and

B) identifying a group document addressed by a group ID as described in subclause 7.2.10.2 where the group
ID issettothe MCPTT group ID; or

b) shall set the Request-URI to the configured public service identity for performing subscription proxy function of
the GMS;

¢) shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to
the value of the access token received during authentication procedure as described in 3GPP TS 24.382 [49];

d) if identity hiding is required:

1) shall perform the confidentiality protection procedures and integrity protection procedures defined in
3GPP TS 24.379 [5] for MCPTT client on the application/vnd.3gpp.mcptt-info+xml MIME body and on the
application/resource-liststxml MIME body; and

2) shall include an application/mikey MIME body with the CSK as specified in 3GPP TS 24.379 [5];

e) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt” (coded as specified in
3GPP TS 24.229 [12]), in a P-Preferred-Service header field according to IETF RFC 6050 [14]; and

f) shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.mcptt” in the Contact header field.

Upon receiving a SIP NOTIFY request associated with a subscription created as result of the sent initial SIP
SUBSCRIBE request:

1) if identity hiding isrequired, the GMC shall perform the confidentiality protection procedures and integrity
protection procedures defined in 3GPP TS 24.379 [5] for MCPTT client; and

2) shall handlethe SIP NOTIFY request according to IETF RFC 5875 [13].
[TS24.379, clause 7.2.1]

When the MCPTT client performs SIP registration the MCPTT client shall perform the registration procedures as
specified in 3GPP TS 24.229 [4].
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The MCPTT client shall include the following media feature tags in the Contact header field of the SIP REGISTER
request:

1) the g.3gpp.mcptt media feature tag; and

2) theg.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.meptt".

If the MCPTT client, upon performing SIP registration:
1) has successfully finished the user authentication procedure as described in 3GPP TS 24.382 [49];
2) hasan available access-token,;
3) based on implementation decides to use SIP REGISTER for service authorization; and

4) either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled as
specified in subclause 6.6.3.3.1;

then the MCPTT client:

2) if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall encrypt the received access-token
using the client server key (CSK) and shall include in the body of the SIP REGISTER request, an
application/vnd.3gpp.mcptt-info+xml MIME body with the <mcptt-access-token> element set to the encrypted
access-token, as specified in subclause 6.6.2.3.3;

4) if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the
application/vnd.3gpp.meptt-info+xml MIME body by following the procedures in subclause 6.6.3.3.3.

[TS24.379, clause 7.2.1A]
This procedureis only referenced from other procedures.
When populating the SIP PUBLISH request, the MCPTT client shall:

1) shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the
MCPTT user;

2) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9];

3) shall set the Event header field to the "poc-settings' value; and

4) shall set the Expires header field according to IETF RFC 3903 [37], to 4294967295, if the MCPTT user is not
removing the MCPTT service settings, otherwise to remove the MCPTT service settings the MCPTT client shall
set the Expires header field to zero.

[TS24.379, clause 7.2.2]

If based on implementation the MCPTT client decidesto use SIP PUBLISH for MCPTT server settings to also perform
service authorization and

1) has successfully finished the user authentication procedure as described in 3GPP TS 24.382 [49]; and
2) hasavailable an access-token,
then the MCPTT client:

1) shall perform the proceduresin subclause 7.2.1A;

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 20 ETSI TS 136 579-2 V14.2.0 (2019-05)

3) if either confidentiality protection is enabled as specified in subclause 6.6.2.3.1 or integrity protection is enabled
as specified in subclause 6.6.3.3.1 shall include an application/mikey MIME body with the CSK as MIKEY -
SAKKE |_MESSAGE as specified in 3GPP TS 33.179 [46] in the body of the SIP PUBLISH request;

4) if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP
PUBLISH request an application/vnd.3gpp.mcptt-info+xml MIME body with:

a) the <mcptt-access-token> element set to the received access-token encrypted using the client server key
(CSK), as specified in subclause 6.6.2.3.3; and

b) the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as
specified in subclause 6.6.2.3.3;

6) shall include an application/poc-settings+xml MIME body containing the Answer-Mode Indication setting in the
<am-settings> element of the poc-settings event package set to the current answer mode setting (" auto-answer™
or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and

7) if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the
application/vnd.3gpp.meptt-info+xml MIME body and application/poc-settings+xml MIME body by following
the procedures in subclause 6.6.3.3.3.

The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].
[TS24.379, clause 7.2.3]

To set, update, remove or refresh the MCPTT service settings, the MCPTT client shall generate a SIP PUBLISH request
according 3GPP TS 24.229 [4], IETF RFC 3903 [37] and IETF RFC 4354 [55]. In the SIP PUBLISH request, the
MCPTT client:

1) shall perform the proceduresin subclause 7.2.1A;

2) if confidentiality protection is enabled as specified in subclause 6.6.2.3.1, shall include in the body of the SIP
PUBLISH request, an application/vnd.3gpp.mcptt-info+xml MIME body with:

a) the <mcptt-request-uri> element set to the targeted MCPTT ID encrypted using the client server key (CSK),
as specified in subclause 6.6.2.3.3; and

b) the <mcptt-client-id> element set to the encrypted MCPTT client ID of the originating MCPTT client, as
specified in subclause 6.6.2.3.3;

4) shall include an application/poc-settings+xml MIME body containing the Answer-Mode Indication setting in the
<am-settings> element of the poc-settings event package set to the current answer mode setting (" auto-answer"
or "manual-answer") of the MCPTT client according to IETF RFC 4354 [55]; and

5) if integrity protection is enabled as specified in subclause 6.6.3.3.1, shall use the CSK to integrity protect the
application/vnd.3gpp.meptt-info+xml MIME body and application/poc-settings+xml MIME body by following
the procedures in subclause 6.6.3.3.3.

The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

On receiving the SIP 200 (OK) response to the SIP PUBLISH request the MCPTT client may indicate to the MCPTT
User the successful communication of the MCPTT service settings to the MCPTT server.

[TS33.179, clause 6.2]

The support of Transport Layer Security (TLS) on HTTP-1 is mandatory. The profile for TLS implementation and
usage shall follow the provisions givenin 3GPP TS 33.310 [5], annex E.

If the PSK TLS based authentication mechanism is supported, the HTTP client in the MCPTT UE and the HTTP Proxy
shall support the TLS version, PSK ciphersuites and TLS Extensions as specified in the TLS profile given in 3GPP

TS 33.310[5], annex E. The usage of pre-shared key ciphersuites for TLS is specified in the TLS profile given in 3GPP
TS 33.310[5], annex E.
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5.1.3

Test description

5.1.3.1 Pre-test conditions

System Simulator:

IUT:

SS(MCPTT server).

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

UE (MCPTT client)
Thetest USIM set as defined in TS 36.579-1 [2], subclause 5.5.10, isinserted.

The MCPTT Client has been provisioned with the Initial UE Configuration Data as specified in TS 36.579-1 [2],
clause 5.5.8.1 allowing for the location of the configuration management server for configuration of the MCPTT
UE initial configuration management object (MO) and the default MCPTT user profile configuration
management object (MO).

A single APN (px_MCPTT_ALL_APN, TS 36.579-5 [5]) shall be provided in the Initial UE Configuration Data
which the UE shall use to access each and all MCPTT relevant servicesincluding the MCPTT SIP-1 reference
point, the MC common core services for the HTTP-1 reference point and the MC identity management service
for the CSC-1 reference point.

UE is configured to support the general 3GPP TL S profile as specified in 3GPP TS 33.310 [30] Annex E using
pre-shared key (psk) cipher suites with TLS extensions.

The UE User is provided with username/password for user authentication (px_MCPTT_User_A_username,
px_MCPTT _User A password as provided in TS 36.579-5 [5], Table 9.2-1: MCPTT Client Common PIXIT)

Preamble:

The MCPTT client is attached to EPS services and then the UE is Switched OFF (state 1) accordingto TS
36.508 [24].
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5.1.3.2 Test procedure sequence

Table 5.1.3.2-1: Main behaviour
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St Procedure Message Sequence TP | Verdict
U-S Message

1 The UE is switched-on. - - N R

- EXCEPTION: The E-UTRA/EPC related - - - -
actions which step 1 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.2
‘Generic Test Procedure for MCPTT UE
registration”. The test sequence below shows
only the MCPTT relevant messages being
exchanged.

2 Make the UE user request MCPTT service - - - -
authorisation/configuration.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

- EXCEPTION: Steps 3al-3bl describe - - - -
behaviour that depends on UE implementation
of the OpenlD Connect protocol; the “lower
case letter” identifies a step sequence that
take place when one or the other is the case.

3al | Check: Does the UE (MCPTT client) establish - - 1 P
a secure TLS tunnel as specified by 3GPP TS
33.310 [30], to the authorisation endpoint of
the 1dM server as specified in 3GPP TS 33.179
[15] using the configured URL of the
authorisation endpoint of the IdM server as
specified in the
"<x>/OnNetwork/AppServerinfo/IDMSAuthEnd
point" leaf node, Table 5.5.8.1-1, TS 36.579-1
[2]?

3a2 | Check: Does the UE (MCPTT client) send an --> HTTP GET (Authorization) 1 P
OpenlD Connect Authentication Request using
HTTP GET?

3bl | Check: Does the UE (MCPTT client) send an --> HTTP POST (Authorization) 1 P
OpenID Connect Authentication Request using
HTTP POST?

4 The SS sends a HTTP 200 (OK) including the <-- HTTP 200 (OK) - -
HTML form requesting username and
password.

5 Make the UE user provide user credentials: - - - -
username and password

(px_MCPTT_User_A_username,
px_MCPTT_User_A_password).

NOTE: The UE is expected to prompt the
MCPTT user for their username and password,
or it may be stored on the UE. The provision of
the username/password is expected to be
done via a suitable implementation dependent
MMI.

6 Check: Does the UE (MCPTT client) send an --> HTTP POST 1 P
HTTP POST Request message to the SS
containing user name and password.

7 The SS sends a HTTP 302 (Found) as the <-- HTTP 302 (Found) - -
OpenlD Connect Authentication Response
containing an authorization code.

- EXCEPTION: Step 8al describes behaviour - - - -
that depends on step 3 above. Step 8al only
happens if the UE follows step 3b1, otherwise
step 8al is skipped.
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8al

Check: Does the UE (MCPTT client) establish
a secure TLS tunnel as specified by 3GPP TS
33.310 [30] to the token endpoint of the IdM
server as specified in 3GPP TS 33.179 [15]
using the configured URL of the token
endpoint of the IdM server as specified in the
"I<x>/OnNetwork/AppServerinfo/IDMSTokenE
ndpoint" leaf node, Table 5.5.8.1-1, TS 36.579-
1[2]?

Check: Does the UE (MCPTT client) send an
HTTP POST Request message to the SS over
the TLS connection established to the IdM
token endpoint (OIDC Token Request
message), passing the authorization code
obtained in step 7?

HTTP POST

10

The SS sends a HTTP 200 (OK) providing
id token, access token and refresh token.

HTTP 200 (OK)

11

Check: Does the UE (MCPTT client) send a
HTTP POST message presenting the access
token obtained in step 10 to the SS over HTTP
for Key Management Initialisation?

HTTP POST

12

The SS replies to the UE with identity specific
key information.

HTTP 200 (OK)

13

Check: Does the UE (MCPTT client) send a
HTTP POST message presenting an access
token to the SS over HTTP for Key Material

Request?

HTTP POST

14

The SS replies to the UE with identity specific
key information.

HTTP 200 (OK)

EXCEPTION: Steps 15al to 15b1 describe
behaviour that depends on UE
implementation; the “lower case letter”
identifies a step sequence that take place
when one or the other is the case.

15al

Check: Does the UE (MCPTT client) send a
SIP REGISTER request for service
authorisation?

SIP REGISTER

15b1

Check: Does the UE (MCPTT client) send a
SIP PUBLISH request for service
authorisation?

SIP PUBLISH

16

The SS (MCPTT server) sends SIP 200 (OK).

SIP 200 (OK)

17

Check: Does the UE (MCPTT client) sends a
SIP SUBSCRIBE - subscription to multiple
documents simultaneously - to the SS
containing the access token and a resource list
mime body containing a list of the following
documents: MCPTT UE Configuration
document, MCPTT User Profile Configuration
Document, and the MCPTT Service
configuration document. The base URI of each
list entry is set to the CMS XCAP-ROOT-URI?

SIP SUBSCRIBE

18

The SS sends a SIP 200 (OK) message.

SIP 200 (OK)

19

The SS sends a SIP NOTIFY message to the
UE that contains the XCAP-URI of the
documents.

SIP NOTIFY

20

The UE (MCPTT client) sends a SIP 200 (OK)
message.

SIP 200 (OK)

21

Check: Does the UE (MCPTT client) send an
HTTP GET Request message to the SS that
contains the access token and the XCAP-URI
of the MCPTT UE Configuration document?

HTTP GET

22

The SS sends the HTTP 200 (OK) message
including the MCPTT UE Configuration
Document.

HTTP 200 (OK)
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23

Check: Does the UE (MCPTT client) send an
HTTP GET Request message to the SS that
contains the access token and the XCAP-URI
of the MCPTT User Profile Configuration
Document?

HTTP GET

24

The SS sends the HTTP 200 (OK) message
including the MCPTT User Profile
Configuration Document.

HTTP 200 (OK)

25

Check: Does the UE (MCPTT client) send an
HTTP GET Request message to the SS that
contains the access token and the XCAP-URI
of the MCPTT Service Configuration
Document?

HTTP GET

26

The SS sends the HTTP 200 (OK) message
including the MCPTT Service Configuration
Document.

HTTP 200 (OK)

27

Check: does the UE (MCPTT client) send a
SIP SUBSCRIBE to the SS, containing the
access token and a resource list mime body
and a list of the Groups to be obtained. The
base URI of each list entry is set to the GMS
XCAP-ROOT-URI, and the MCPTT group ID
identifies a group document?

SIP SUBSCRIBE

28

The SS sends a SIP 200 (OK) message.

SIP 200 (OK)

29

The SS sends a SIP NOTIFY message to the
UE that contains the XCAP-URI of the Group
documents.

SIP NOTIFY

30

The UE (MCPTT client) sends a SIP 200 (OK)
message.

SIP 200 (OK)

31

Check: Does the UE (MCPTT client) send an
HTTP GET Request message to the SS that

contains the access token and the XCAP-URI
of the Group Configuration document?

HTTP GET

32

The SS sends the HTTP 200 (OK) message
including the Group Document ‘MCPTT UE
Configuration document'.

HTTP 200 (OK)

33

Check: Does the UE (MCPTT client) send the
SIP PUBLISH message to the SS including the
IMPU and Answer-mode indication?

SIP PUBLISH

34

The SS sends a SIP 200 (OK) message.

SIP 200 (OK)

EXCEPTION: SS releases the E-UTRA
connection.

5.1.3.3

Specific message contents

Table 5.1.3.3-1: HTTP GET (Step 3a2, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.2-1, condition AUTH

Table 5.1.3.3-2: HTTP POST (Step 3b1, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.3.1-1, condition AUTH
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Table 5.1.3.3-2A: HTTP 200 (OK) (Step 4, Table 5.1.3.2-1)

Derivation Path: Table 5.5.4.10-1

Information Element Value/remark Comment Reference Condition
Message-body <IDOCTYPE htmI>
<html>
<body>

<form action="">
Username: <input
type="text"
name="user"><br>
Password: <input
type="password"
name="password">
</form>

</body>
</html>

Table 5.1.3.3-3: HTTP POST (Step 6, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.3.1-1, condition USERAUTH

Table 5.1.3.3-4: HTTP 302 (Found) (Step 7, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.1-1, condition AUTH.

Table 5.1.3.3-5: HTTP POST (Step 9, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.3.1-1, condition TOKEN

Table 5.1.3.3-6: HTTP 200 (OK) (Step 10, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.1-1, condition TOKEN

Table 5.1.3.3-7: HTTP POST (Step 11, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.3.1-1, condition KMSINIT.

Table 5.1.3.3-8: HTTP 200 (OK) (Step 12, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.1-1, condition KMSINIT.

Table 5.1.3.3-9: HTTP POST (Step 13, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.3.1-1, condition KMSKEY.

Table 5.1.3.3-10: HTTP 200 (OK) (Step 14, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.1-1, condition KMSKEY.

Table 5.1.3.3-11: SIP REGISTER (Step 15al, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.2.13-1, condition CONFIG
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Table 5.1.3.3-12: SIP PUBLISH (Step 15b1, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.2.11-1, condition CONFIG

Table 5.1.3.3-13: SIP SUBSCRIBE (Step 17, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.2.14-1, condition CONFIG

Table 5.1.3.3-14: SIP NOTIFY (Step 19, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.2.8-1, condition CONFIG

Table 5.1.3.3-15: HTTP GET (Step 21, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.4.2-1, condition UECONFIG.

Table 5.1.3.3-16: HTTP GET (Step 23, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.4.2-1, condition UEUSERPROF.

Table 5.1.3.3-17: HTTP GET (Step 25, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.4.2-1, condition UESERVCONFIG.

Table 5.1.3.3-18: HTTP 200 (OK) (Step 22, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.4.1-1, condition UECONFIG.

Table 5.1.3.3-19: HTTP 200 (OK) (Step 24, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.4.1-1, condition UEUSERPROF.

Table 5.1.3.3-20: HTTP 200 (OK) (Step 26, Table 5.1.3.2-1)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.4.1-1, condition UESERVCONFIG.

Table 5.1.3.3-21: SIP SUBSCRIBE (Step 27, Table 5.1.3.2-1)

Derivation Path:

TS 36.579-1 [2], Table 5.5.2.14-1, condition GROUPCONFIG

Content-Type

Content-Length

Message-body

MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
5.2.2.4-21A

Table 5.3.2.4-21A: MCPTT-INFO in SIP SUBSCRIBE (Table 5.3.2.4-22)

| Derivation Path:

TS 36.579-1 [2], Table 5.5.2.22.2.2-1 condition CONFIG
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Table 5.1.3.3-21B: SIP NOTIFY (Step 29, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1, condition GROUPCONFIG

Table 5.1.3.3-22: HTTP GET (Step 31, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.2-1, condition GROUPCONFIG

Table 5.1.3.3-23: HTTP 200 (OK) (Step 32, Table 5.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.1-1, condition GROUPCONFIG.

Table 5.1.3.3-24: SIP PUBLISH (Step 33, Table 5.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.11-1
Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type "application/vnd.3gpp. TS 24.379 [9]
mcptt-info+xml" clause F.1
As described in Table
MCPPT-Info 5.1.3.3-25
MIME-Content-Type “application/poc-
settings+xml”
Answer-Mode
answer-mode-value "Auto"

Table 5.1.3.3-25: MCPTT-Info (Table 5.1.3.3-27)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params

px_MCPTT_User_A_ID | The URI of the MCPTT

mcptt-request-uri ID encrypted with the
CsK
px_MCPTT_Client_A_l | The URI of the MCPTT
mcptt-client-id D Client encrypted with
the CSK

Table 5.1.3.3-26: Void

Table 5.1.3.3-27: SIP 200 (OK) (Step 16, 18, 28, 34, Table 5.1.3.2-1))

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

Information Element Value/remark Comment Reference Condition

Content-Type Not included

5.2 Configuration / Group Creation / Group Regroup Creation /
Group Regroup Teardown

5.2.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) attached to EPS services }
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ensure that {
when { the UE (MCPTT dient) requests formation of a new MCPTT group }
then { on successful group creation the UE (MCPTT dient) has access to the new group }

}

)

with { UE (MCPTT dient) having access to at |east two MCPTT groups }
ensure that {
when { the UE (MCPTT dient) requests the groups to be conbined }
then { on successful group regrouping the UE (MCPTT dient) has access to the tenporary group }

}

©)

with { UE (MCPTT Cient) having access to a tenporary group }
ensure that {
when { the UE (MCPTT dient) requests tenporary group tear down }
then { on successful group tear down the UE (MCPTT dient) renoves the tenporary group }

}

5.2.2 Conformance requirements

References. The conformance requirements covered in the present TC are specified in: TS 24.481 clauses 6.3.2.2.1,
6.3.2.2.2,6.3.14.1, 6.3.14.2, 6.3.15.1 and 6.3.15.2; TS 33.179 clauses 7.3.4. Unless otherwise stated these are Rel-13
requirements.

[TS24.481 clause 6.3.2.2.1]

In order to create a group document, a GC shall create an XML document of the application usage specified in
subclause 7.2.1 and shall send the XML document to the network according to procedures specified in

IETF RFC 4825 [22] "Create or Replace a Document”. The GC shall set the Request-URI of the HTTP PUT request to
an XCAP URI in users tree where the XUI is set to a group creation XUI configuration parameter.

[TS24.481 clause 6.3.2.2.2]

In order to create a group document, a GM C shall perform the procedures in subclause 6.3.2.2.1 specified for GC.
[TS24.481 clause 6.3.14.1]

This procedure enables a GMC to initiate creation of atemporary MCPTT group by combining MCPTT groups.
[TS24.481 clause 6.3.14.2)

In order to form atemporary MCPTT group, a GMC shall send aHTTP POST request according to procedures
specified in IETF RFC 2616 [21] and subclause 6.2.3. Inthe HTTP POST request, the GMC:

a) shall set the Request-URI to an XCAP URI:
1) inuserstree wherethe XUI is set to a group creation XUl configuration parameter; and
2) with the document selector identifying the temporary MCPTT group to be created; and

b) shall include an application/vnd.3gpp.GMOP+xml MIME body containing a GMOP document requesting group
regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an
MCPTT group. In the group document, the GMC shall include the <on-network-temporary> element according
to subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-M CPT T-group-
IDs> element according to subclause 7.2. In the <constituent-M CPTT-group-1Ds> element, the GMC shall
include one <constituent-M CPT T-group-1D> element according to subclause 7.2 for each MCPTT group to be
combined.

Upon reception of an HTTP 2xx response to the sent HT TP POST request, the GMC shall consider the temporary
MCPTT group formation as successful.

Upon reception of an HTTP 409 (Conflict) response with at |east one <alt-value> element in the <uniqueness-failure>
error element, the GM C may repeat procedures of the present subclause and identify the temporary MCPTT group
being formed with an MCPTT Group ID indicated in an <alt-value> element.
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[TS 24.481 clause 6.3.15.1] This procedure enablesa GMC to initiate tear down of atemporary MCPTT group.
[TS24.481 clause 6.3.15.2]

In order to tear down atemporary MCPTT group, the GMC shall send an HTTP DELETE request with Request-URI
with an XCAP URI identifying a group document of the temporary MCPTT group according to procedures specified in
IETF RFC 4825 [22] "Delete an Element".

[TS33.179 clause 7.3.4]

Group creation procedure is described in clause 10.4.3 of 3GPP TS 23.179 [2]. To create the security context for the
group, the GM S follows the proceduresin clause 7.3.1, creating a new GMK and GMK-ID for the temporary group.

An encapsulated GMK and GUK-ID is sent to group members by the GM S within a notification message (step 4 within
clause 10.4.3 of 3GPP TS 23.179 [2]). The procedure is equivalent to that described in clause 7.3.2.

5.2.3 Test description
5.2.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

-  E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in
TS 36.508 [6] clause 4.4.

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10, isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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5.2.3.2 Test procedure sequence

Table 5.2.3.2-1: Main behaviour
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St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the UE user select the default MCPTT - - - -
Group A.

NOTE 1: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

- EXCEPTION: The E-UTRA/EPC related - - - -
actions which step 1 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.3
‘Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages being exchanged.

2 Make the UE user request the creation of a - - - -
new group, MCPTT Group B, for
communication with the user and two other
users, MCPTT Client B and MCPTT Client C.

NOTE 1: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

3 Check: Does the UE (MCPTT Client) send a --> HTTP PUT 1) P
HTTP PUT to the SS to request creation of the
new group?

4 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -

the new group has been created and supplies | <--
the group configuration data.
5 The UE sends a SIP 200 (OK) message to the | --> SIP 200 (OK) - -
SS.
6 The SS (MCPTT Server) sends a HTTP 201 <-- HTTP 201 (Created) - -
(Created) containing the new group identifier.
7 Check: Does the UE (MCPTT client) notify the | - - Q) P
user that the MCPTT User is now part of
Group C?

NOTE 2: This is expected to be done via a
suitable implementation dependent MMI.

8 Make the UE user request the creation of a - - - -
new group, MCPTT Group C, for
communication with the user and two other
users, MCPTT Client B and MCPTT Client C.

NOTE 1: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

9 The UE (MCPTT Client) sends a HTTP PUT to | --> HTTP PUT - -
the SS to request creation of the new group.
10 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -

the new group has been created and supplies | <--
the group configuration data.
11 The UE sends a SIP 200 (OK) message to the | --> SIP 200 (OK) - -
SS.
12 The SS (MCPTT Server) sends a HTTP 201 <-- HTTP 201 (Created) - -
(Created) containing the new group identifier.
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13 Make the UE user request the creation of a - - - -
temporary group formed from MCPTT Group B
and MCPTT Group C to communicate with
itself and MCPTT Client B and MCPTT Client
C.

NOTE 1: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

14 Check: Does the UE (MCPTT Client) send a --> HTTP POST )] P
HTTP POST to the SS to request creation of
the new temporary group?

15 The SS (MCPTT Server) sends a HTTP 409 <-- HTTP 409 (Conflict) - -
(Conflict).
16 Check: Does the UE (MCPTT Client) send a -> HTTP POST 2 P

HTTP POST to the SS to request creation of
the new temporary group?

17 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -
the new group has been created and supplies | <--
the group configuration data.
18 The UE sends a SIP 200 (OK) message to the | --> SIP 200 (OK) - -

SS.

19 The SS (MCPTT Server) sends a HTTP 200 <-- HTTP 200 (OK) - -
(OK).

20 Check: Does the UE (MCPTT client) notify the | - - (2) P

user that the MCPTT User is now part of a
temporary group?

NOTE 2: This is expected to be done via a
suitable implementation dependent MMI.

21 Make the UE user request tear down of the - - - -
temporary group.

NOTE 1: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

22 Check: Does the UE (MCPTT Client) send a --> HTTP DELETE 3) P
HTTP DELETE to the SS to request tear down
of the temporary group?

23 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -
the temporary group has been removed.
24 The UE sends a SIP 200 (OK) message to the | --> SIP 200 (OK) - -

SS.

25 The SS (MCPTT Server) sends a HTTP 200 <-- HTTP 200 (OK) - -
(OK) indicating group tear down completed.

26 Check: Does the UE (MCPTT client) notify the | - - 3) P

user that the MCPTT User is no longer part of
the temporary group?

NOTE 2: This is expected to be done via a

suitable implementation dependent MMI.

NOTE 1: This is expected to be done via a suitable implementation dependent mechanism and may be manually or
automatically initiated.

NOTE 2: This is expected to be done via a suitable implementation dependent MMI.

5.2.3.3 Specific message contents

Table 5.2.3.3-1: HTTP PUT (Step 3, Table 5.2.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.4-1, condition GROUPCONFIG
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Table 5.2.3.3-2: HTTP PUT (Step 9, Table 5.2.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.4-1, condition GROUPCONFIG

Table 5.2.3.3-3: SIP NOTIFY (Step 4, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1

Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type "application/mikey"
mike As described in Table MIKEY message, TS 33.179 [15]
y 5.2.3.3-5 containing the GMK
GROUP-
MCPPT-Info CALL
mcptt-Params
meptt-calling-group-id Bx_MCPTT_Group_B_I Group identifier TS 24.481 [11]
Table 5.2.3.3-4: SIP NOTIFY (Step 10, Table 5.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type "application/mikey"
mike As described in Table MIKEY message, TS 33.179 [15]
y 5.2.3.3-6 containing the GMK
GROUP-
MCPPT-Info CALL
mcptt-Params
meptt-calling-group-id gx_MCPTT_Group_C_I Group identifier TS 24.481 [11]
Table 5.2.3.3-5: MIKEY-SAKKE |_MESSAGE (Step 4, Table 5.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.9.1-1
Information Element Value/remark Comment Reference Condition
General Extension payload
MCPTT Group ID Bx_MCPTT_Group_B_I Group identifier TS 33.179 [15]
Table 5.2.3.3-6: MIKEY-SAKKE |_MESSAGE (Step 10, Table 5.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.9.1-1
Information Element Value/remark Comment Reference Condition

General Extension payload

MCPTT Group ID

px_MCPTT_Group_C_|I
D

Group identifier

TS 33.179 [15]

Table 5.2.3.3-7: HTTP 201 (Created) (Step 6, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.4.7-1, condition GROUPCONFIG

NOTE: ue-group-configuration is as specified in TS 36.579-1 [2], Table 5.5.7.1-1 with MCPTTGroupID specified as

px_MCPTT_Group_B_ID
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Table 5.2.3.3-8: HTTP 201 (Created) (Step 12, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.4.7-1, condition GROUPCONFIG

px_MCPTT_Group_C_ID

NOTE: ue-group-configuration is as specified in TS 36.579-1 [2], Table 5.5.7.1-1 with MCPTTGrouplID specified as

Table 5.2.3.3-9: HTTP POST (Step 14 & 16, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.4.3-1

MCPTT group

Information Element Value/remark Comment Reference Condition
Request-line
Method "POST"
Request-URI px_MCPTT_XCAP_Gro | Points to the group TS 24.481 [11]
up_Config_URI configuration document
Content-Type application/vnd.3gpp.G
MOP+xml;
charset="utf-8
Message-body
gmop:document
xmins "urn:oma:xml:poc:list- list-service xml TS 24.481 [11]
service" namespace identifier
xmins:rl "urn:ietf:params:xml:ns: | resource-lists xml TS 24.481 [11]
resource-lists" namespace identifier
xmins:cp "urn:ietf:params:xml:ns: | common-policy xml TS 24.481 [11]
common-policy" namespace identifier
xmins:ocp "urn:oma:xml:xdm:com | common-policy xml TS 24.481 [11]
mon-policy” namespace identifier
xmins:oxe "urn:oma:xml:xdm:exte | extensions xml TS 24.481 [11]
nsions" namespace identifier
xmins:rmcpttgi "urn:3gpp:ns:mepttGrou | MCPTT group info TS 24.481 [11]
pinfo:1.0" namespace identifier
xmins:gmop "urn:3gpp:ns:mcpttGM
OP:1.0"
gmop:request
group
list-service
uri temp group uri uri of the temporary TS 24.481 [11] | AL, A2

invite-members

“true”

Allow users to invite
members to this group

TS 24.481 [11]

supported-services

service-enabler

“urn:urn-7:3gpp-
service.ims.icsi.mcptt"

MCPTT-group-IDs

mcptt-group-id

px_MCPTT_Group_B_|I
D

uri of the group to be
part of the temporary

group

TS 24.481 [11]

mcptt-group-Id

px_MCPTT_Group_C_|
D

uri of the group to be
part of the temporary

group

TS 24.481 [11]

Condition Explanation
Al temp group uri equals "mcptt-group-T@mcptt-op.err” in Step 14
A2 temp group uri equals px MCPTT_Group_T_ID in Step 16

Table 5.2.3.3-10: HTTP 409 (Conflict) (Step 15, Table 5.2.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.9-1
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Table 5.2.3.3-11: SIP NOTIFY (Step 17, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1

Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type "application/mikey"
mike As described in Table MIKEY message, TS 33.179 [15]
y 5.2.3.3-11 containing the GMK
GROUP-

MCPPT-Info CALL
mcptt-Params

meptt-calling-group-id gx_MCPTT_Group_T_I Group identifier TS 24.481 [11]

Table 5.2.3.3-12: MIKEY-SAKKE |I_MESSAGE (Step 4, Table 5.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.9.1-1

Information Element Value/remark Comment Reference Condition

General Extension payload

MCPTT Group ID

px_MCPTT_Group_T _|
D

Group identifier

TS 33.179 [15]

Table 5.2.3.3-13: HTTP 200 (OK) (Step 19, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.4.10-1, condition GROUPCONFIG

px_MCPTT_Group_T_ID.

NOTE: ue-group-configuration is as specified in TS 36.579-1 [2], Table 5.5.7.1-1 with MCPTTGroupID specified as

Table 5.2.3.3-14: HTTP DELETE (Step 22, Table 5.2.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.4.5-1, condition GROUPCONFIG

Table 5.2.3.3-15: SIP NOTIFY (Step 23, Table 5.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type "application/mikey"
mike As described in Table MIKEY message, TS 33.179 [15]
y 5.2.3.3-3and 5.2.3.3-4 | containing the GMK
GROUP-
MCPPT-Info CALL
mcptt-Params
meptt-calling-group-id pr_MCPTT_Group_T_I Group identifier TS 24.481 [11]

5.3 Configuration / Group Affiliation / Remote change / De-
affiliation / Home MCPTT system

5.3.1 Test Purpose (TP)

(L)

with { MCPTT dient already provisioned with the group infornation or a pointer to the group
information, that the MCPTT Client is allowed to be affiliated }

ensure that {

when { MCPTT User requests for current affiliation status and to subscribe to affiliation status
changes for the MCPTT User }
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then { UE (MCPTT dient) requests to subscribe to affiliation status changes for the MCPTT User
by sending the SS a SI P SUBSCRI BE nessage and starts informng the MCPTT User of any affiliation
status changes for the MCPTT User after the subscription is accepted }

}

)

with { MCPTT Cient already provisioned with the group infornation or a pointer to the group
information, that the MCPTT Cient is allowed to be affiliated }
ensure that {
when { MCPTT User requests to affiliate to an MCPTT group }
then { UE (MCPTT Cient) requests to affiliate to a MCPTT group by sending the SS a SIP PUBLI SH
message }

3

with { MCPTT dient already provisioned with the group infornation or a pointer to the group
information, that the MCPTT Cient is allowed to be affiliated }
ensure that {

when { MCPTT User requests for current affiliation status and to subscribe to affiliation status
changes for a target user }

then { UE (MCPTT dient) requests to subscribe to affiliation status changes for the target user

by sending the SS a SI P SUBSCRI BE nessage and starts informng the MCPTT User of any affiliation
status changes for the target user after the subscription is accepted }

}

4

with { MCPTT client already provisioned with the group infornation or a pointer to the group
information that the MCPTT client is allowed to nake affiliation changes for another user }
ensure that {
when { MCPTT User requests that a target user be affiliated to an MCPTT group via nmandatory node }
then { UE (MCPTT dient) requests that a target user be affiliated to an MCPTT group via
mandat ory node by sending the SS a SIP PUBLI SH nessage }

®)

with { MCPTT client already provisioned with the group information or a pointer to the group
information that the MCPTT client is allowed to make affiliati on changes for another user }
ensure that {
when { MCPTT User requests that a target user be de-affiliated to an MCPTT group via nandatory
nmode }
then { UE (MCPTT Cient) requests that a target user be de-affiliated to an MCPTT group via
mandat ory node by sending the SS a SIP PUBLI SH nessage }

(6)

with { MCPTT client already provisioned with the group infornation or a pointer to the group
information that the MCPTT client is allowed to make affiliation changes for another user }
ensure that {

when { MCPTT User requests that a target user be affiliated to an MCPTT group via negoti ated node

then { UE (MCPTT dient) requests that a target user be affiliated to an MCPTT group via
negoti ated node by sending the SS a SI P MESSAGE nessage }

(7

with { MCPTT dient already provisioned with the group infornation or a pointer to the group
information, that the MCPTT Cient is allowed to be affiliated }
ensure that {
when { MCPTT User requests to de-subscribe to affiliation status changes for a target user }
then { UE (MCPTT dient) requests to de-subscribe to affiliation status changes for a target
user by sending the SS a SI P SUBSCRI BE nessage }

©)

with { MCPTT dient already affiliated with a MCPTT group }
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ensure that {
when { MCPTT User requests to de-affiliate froman MCPTT group }
then { UE (MCPTT dient) requests to de-affiliate froman MCPTT group by sending the SS a SIP
PUBLI SH nessage }
}

©)

with { MCPTT dient already provisioned with the group information or a pointer to the group
information, that the MCPTT Cient is allowed to be affiliated }
ensure that {
when { MCPTT Server requests that the MCPTT User choose to affiliate to an MCPTT group via
negoti ated node by sending a SIP MESSAGE nessage }
then { UE (MCPTT dient) accepts to affiliate to a MCPTT group by sending the SS a SIP PUBLI SH
nessage }

5.3.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in: TS 24.379, clauses 9.2.1.2,
9.2.1.3,9.2.1.4, and 9.2.1.5. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 9.2.1.2]
In order:
- toindicatethat an MCPTT user isinterested in one or more MCPTT group(s) at an MCPTT client;
- toindicate that the MCPTT user is no longer interested in one or more MCPTT group(s) at the MCPTT client;

- torefreshindication of an MCPTT user interest in one or more MCPTT group(s) at an MCPTT client due to near
expiration of the expiration time of an MCPTT group with the affiliation status set to the "affiliated" state
received in a SIP NOTIFY request in subclause 9.2.1.3;

- tosend an affiliation status change request in mandatory mode to another MCPTT user; or
- any combination of the above;

the MCPTT client shall generate a SIP PUBLISH request according to 3GPP TS 24.229 [4], IETF RFC 3903 [37], and
IETF RFC 3856 [51].

In the SIP PUBLISH request, the MCPTT client:

1) shal set the Request-URI to the public service identity identifying the originating participating MCPTT function
serving the MCPTT user;

2) shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml
MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the
MCPTT user;

3) shall include the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4) if thetargeted MCPTT user isinterested in at least one MCPTT group at the targeted MCPTT client, shall set the
Expires header field according to IETF RFC 3903 [37], to 4294967295,

NOTE 1: 4294967295, which is equal to 2%-1, is the highest value defined for Expires header field in
IETF RFC 3261 [24].

5) if thetargeted MCPTT user is no longer interested in any MCPTT group at the targeted MCPTT client, shall set
the Expires header field according to IETF RFC 3903 [37], to zero; and

6) shall include an application/pidf+xml MIME body indicating per-user affiliation information according to
subclause 9.3.1. In the MIME body, the MCPTT client:

a) shal include al MCPTT groups where the targeted MCPTT user indicatesitsinterest at the targeted MCPTT
client;
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b) shall includethe MCPTT client ID of the targeted MCPTT client;
¢) shal not include the "status" attribute and the "expires" attribute in the <affiliation> element; and
d) shall set the <p-id> child element of the <presence> root element to a globally unique value.

The MCPTT client shall send the SIP PUBLISH request according to 3GPP TS 24.229 [4].

[TS24.379, clause 9.2.1.3]

NOTE 1: The MCPTT UE also uses this procedure to determine which MCPTT groups the MCPTT user
successfully affiliated to.

In order to discover MCPTT groups:
1) whichthe MCPTT user at an MCPTT client is affiliated to; or
2) which another MCPTT user is affiliated to;

the MCPTT client shall generate an initial SIP SUBSCRIBE request according to 3GPP TS 24.229 [4],
IETF RFC 3856 [51], and IETF RFC 6665 [27].

In the SIP SUBSCRIBE reguest, the MCPTT client:

1) shall set the Request-URI to the public service identity identifying the originating participating MCPTT function
serving the MCPTT user;

2) shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml
MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the
targeted MCPTT user;

3) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9];

4) if the MCPTT client wants to receive the current status and later notification, shall set the Expires header field
according to IETF RFC 6665 [26], to 4294967295;

NOTE 2: 4294967295, which is equal to 2%-1, is the highest value defined for Expires header field in
IETF RFC 3261 [24].

5) if the MCPTT client wantsto fetch the current state only, shall set the Expires header field according to
IETF RFC 6665 [26], to zero; and

6) shall include an Accept header field containing the application/pidf+xml MIME type; and

7) if requesting MCPTT groups where the MCPTT user is affiliated to at the MCPTT client, shall include an
application/smple-filter+xml MIME body indicating per client restrictions of presence event package
notification information according to subclause 9.3.2.

In order to re-subscribe or de-subscribe, the MCPTT client shall generate an in-dialog SIP SUBSCRIBE request
according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and IETF RFC 6665 [26]. In the SIP SUBSCRIBE request, the
MCPTT client:

1) if the MCPTT client wantsto receive the current status and later notification, shall set the Expires header field
according to IETF RFC 6665 [26], to 4294967295

NOTE 3: 4294967295, which is equal to 2%-1, is the highest value defined for Expires header field in
IETF RFC 3261 [24].

2) if the MCPTT client wants to de-subscribe, shall set the Expires header field according to IETF RFC 6665 [26],
to zero; and

3) shall include an Accept header field containing the application/pidf+xml MIME type.

Upon receiving a SIP NOTIFY request according to 3GPP TS 24.229 [4], IETF RFC 3856 [51], and
IETF RFC 6665 [26], if SIP NOTIFY request contains an application/pidf+xml MIME body indicating per-user
affiliation information constructed according to subclause 9.3.1, then the MCPTT client shall determine affiliation
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status of the MCPTT user for each MCPTT group at the MCPTT client(s) in the MIME body. If the <p-id> child
element of the <presence> root element of the application/pidf+xml MIME body of the SIP NOTIFY request is
included, the <p-id> element value indicates the SIP PUBLISH request which triggered sending of the SIP NOTIFY
request.

[TS 24.379, clause 9.2.1.4]

NOTE: Procedure for sending affiliation status change request in negotiated mode to several target MCPTT users
is not supported in this version of the specification.

Upon receiving arequest from the MCPTT user to send an affiliation status change request in negotiated mode to a
target MCPTT user, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4]
and IETF RFC 3428 [33]. In the SIP MESSAGE request, the MCPTT client:

1) shal set the Request-URI to the public service identity identifying the originating participating MCPTT function
serving the MCPTT user;

2) shall include an application/vnd.3gpp.mcptt-info+xml MIME body. In the application/vnd.3gpp.mcptt-info+xml
MIME body, the MCPTT client shall include the <mcptt-request-uri> element set to the MCPTT ID of the target
MCPTT user;

3) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

4) shall include an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body as specified in Annex F.4;
and

5) shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall indicate to the user that the
request has been delivered to an MCPTT client of the target MCPTT user.

[TS24.379, clause 9.2.1.5]
Upon receiving a SIP MESSA GE request containing:

1) thelCSl value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-
Asserted-Service header field according to IETF RFC 6050 [9]; and

2) an application/vnd.3gpp.mcptt-affiliation-command+xml MIME body with alist of MCPTT groups for
affiliation under the <affiliate> element and alist of MCPTT groups for de-affiliation under the <de-affiliate>
element;

then the MCPTT client:
1) shall send a 200 (OK) response to the SIP MESSAGE request;

2) shall seek confirmation of the list of MCPTT groups for affiliation and the list of MCPTT groups for de-
affiliation, resulting in an accepted list of MCPTT groups for affiliation and an accepted list of MCPTT groups
for de-affiliation; and

3) if the user accepts the request:

a) shall perform affiliation for each entry in the accepted list of MCPTT groups for affiliation for which the
MCPTT client is not affiliated, as specified in subclause 9.2.1.2; and

b) shall perform de-affiliation for each entry in the accepted list of MCPTT groups for de-affiliation for which
the MCPTT client is affiliated, as specified in subclause 9.2.1.2.
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5.3.3 Test description
5.3.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE(MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble;
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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5.3.3.2 Test procedure sequence

Table 5.3.3.2-1: Main Behaviour

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14

43

ETSI TS 136 579-2 V14.2.0 (2019-05)

St

Procedure

Message Sequence

Message

TP

Verdict

Make the MCPTT User send a request to
discover which groups the MCPTT User is
affiliated to and to subscribe to affiliation status
changes for the MCPTT User.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'". The test sequence
below shows only the MCPTT relevant
messages exchanged.

Check: Does the UE (MCPTT Client) send a
SIP SUBSCRIBE message to subscribe to its
own affiliation status changes?

>

SIP SUBSCRIBE

The SS responds to the SIP SUBSCRIBE
message with a SIP 200 (OK) message.

SIP 200 (OK)

The SS sends a SIP NOTIFY informing that
the affiliation status of the MCPTT USER with
GROUP A is “affiliated”, but no other group is
"affiliated"

SIP NOTIFY

Make the MCPTT User send a request to
affiliate to a MCPTT group, GROUP D.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

Check: Does the UE (MCPTT Client) send a
SIP PUBLISH message to affiliate with
GROUP D?

>

SIP PUBLISH

The SS responds to the SIP PUBLISH
message with a SIP 200 (OK) message.

SIP 200 (OK)

The SS sends a SIP NOTIFY informing that
the affiliation status of the MCPTT USER with
GROUP D is “affiliating”

SIP NOTIFY

The SS sends a SIP NOTIFY informing that
the affiliation status of the MCPTT USER with
GROUP D is “affiliated”

SIP NOTIFY

10

Check: Does the UE (MCPTT client) notify the
user that the MCPTT User is now affiliated with
GROUP D?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

11

Make the MCPTT User send a request to
discover which groups a target user is affiliated
to and to subscribe to affiliation status changes
for that target user.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

12

Check: Does the UE (MCPTT Client) send a
SIP SUBSCRIBE message to subscribe to
affiliation status changes of a target user?

>

SIP SUBSCRIBE

13

The SS responds to the SIP SUBSCRIBE
message with a SIP 200 (OK) message.

SIP 200 (OK)

14

Make the MCPTT User send a request to have
a target user affiliate to a MCPTT group,
GROUP D (mandatory mode).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

15

Check: Does the UE (MCPTT Client) send a
SIP PUBLISH message to have to target user
affiliate with GROUP D?

>

SIP PUBLISH

16

The SS responds to the SIP PUBLISH
message with a SIP 200 (OK) message.

SIP 200 (OK)

17

The SS sends a SIP NOTIFY informing that
the affiliation status of the target user with
GROUP D is “affiliating”

SIP NOTIFY
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18

The SS sends a SIP NOTIFY informing that
the affiliation status of the target user with
GROUP D is “affiliated”

SIP NOTIFY

19

Check: Does the UE (MCPTT client) notify the
user that the target user is now affiliated with
GROUP D?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

20

Make the MCPTT User send a request to have
a target user de-affiliate to a MCPTT group,
GROUP D(mandatory mode).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

21

Check: Does the UE (MCPTT Client) send a
SIP PUBLISH message to have the target user
de-affiliate with GROUP D?

>

SIP PUBLISH

22

The SS responds to the SIP PUBLISH
message with a SIP 200 (OK) message.

SIP 200 (OK)

23

The SS sends a SIP NOTIFY informing that
the affiliation status of the target user with
GROUP D is “disaffiliating”

SIP NOTIFY

24

Check: Does the UE (MCPTT client) notify the
user that the target user is now de-affiliated
with GROUP D?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

25

Make the MCPTT User send a request to have
a target user affiliate to a MCPTT group,
GROUP D (negotiated mode).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

26

Check: Does the UE (MCPTT Client) send a
SIP MESSAGE message to have a target user
affiliate with GROUP D via negotiated mode?

>

SIP MESSAGE

27

The SS responds to the SIP MESSAGE
message with a SIP 200 (OK) message.

SIP 200 (OK)

28

The SS sends a SIP NOTIFY informing that
the affiliation status of the target user with
GROUP D is “affiliating”

SIP NOTIFY

29

The SS sends a SIP NOTIFY informing that
the affiliation status of the target user with
GROUP D is “affiliated”

SIP NOTIFY

30

Check: Does the UE (MCPTT client) notify the
user that the target user is now affiliated with
GROUP D?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

31

Make the MCPTT User send a request to de-
subscribe from affiliation status changes of a
target user.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

32

Check: Does the UE (MCPTT Client) send a
SIP SUBSCRIBE message with the Expires
header field set to zero to de-subscribe from
affiliation status changes for a target user?

>

SIP SUBSCRIBE

33

The SS responds to the SIP SUBSCRIBE
message with a SIP 200 (OK) message.

SIP 200 (OK)

34

Make the MCPTT User send a request to de-
affiliate from a MCPTT group, GROUP D.
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

35

Check: Does the UE (MCPTT Client) send a
SIP PUBLISH message to de-affiliate with
GROUP D?

>

SIP PUBLISH

36

The SS responds to the SIP MESSAGE
message with a SIP 200 (OK) message.

SIP 200 (OK)
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37 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -
the affiliation status of the user with GROUP D <--
is “disaffiliating”

38 Check: Does the UE (MCPTT client) notify the - - 1 P
user that the MCPTT User is no longer
affiliated with GROUP D?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

39 The SS sends a SIP MESSAGE to the MCPTT <-- SIP MESSAGE - -
Client to affiliate the MCPTT User to GROUP
D via negotiated mode

40 Check: Does the UE (MCPTT Client) send a --> SIP 200 (OK 9 P
SIP 200 (OK) message in response to the SIP
MESSAGE message?

41 Check: Does the UE (MCPTT client) notify the - - 9 P
user that another user is requesting the
MCPTT User affiliate to GROUP D?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

42 Make the MCPTT User accept to affiliate to - - - -
GROUP D.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

43 Check: Does the UE (MCPTT Client) send a --> SIP PUBLISH 9 P
SIP PUBLISH message to affiliate with
GROUP D?

44 The SS responds to the SIP PUBLISH
message with a SIP 200 (OK) message.

SIP 200 (OK) - -

45 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -
the affiliation status of the MCPTT USER with <--
GROUP D is “affiliating”

46 The SS sends a SIP NOTIFY informing that SIP NOTIFY - -
the affiliation status of the MCPTT USER with <--
GROUP D is “affiliated”

a7 Check: Does the UE (MCPTT client) notify the - - 1 P
user that the MCPTT User is now affiliated with
GROUP D?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

5.3.3.3 Specific message contents

Table 5.3.3.3-1: SIP SUBSCRIBE (step 2, Table 5.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.14-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
5.3.3.3-2

Table 5.3.3.3-2: MCPTT-INFO in SIP SUBSCRIBE (Table 5.3.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT_User_A_ID
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.14-1

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
5.3.3.3-4
: i "application/simple-
MIME-Content-Type filter-+xml"
As described in Table
SIMPLE-FILTER 53335
Table 5.3.3.3-4: MCPTT-INFO in SIP SUBSCRIBE (Table 5.3.3.3-3)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT User B ID
Table 5.3.3.3-5: SIMPLE-FILTER in SIP SUBSCRIBE (Table 5.3.3.3-3)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.6-1
Information Element Value/remark Comment Reference Condition
i px_MCPTT_Client_B_1I
ilter-set D
nc-bindings gx_MCPTT_Cllent_B_I
Table 5.3.3.3-6: SIP SUBSCRIBE (step 32, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.14-1
Information Element Value/remark Comment Reference Condition
Expires
delta-seconds "0"
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
5.3.3.3-7
: i "application/simple-
MIME-Content-Type filter-+xml"
As described in Table
SIMPLE-FILTER 53.33.8
Table 5.3.3.3-7: MCPTT-INFO in SIP SUBSCRIBE (Table 5.3.3.3-6)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition

mcpttinfo

mcptt-Params

mcptt-request-uri

px MCPTT User B ID
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Table 5.3.3.3-8: SIMPLE-FILTER in SIP SUBSCRIBE (Table 5.3.3.3-6)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.6-1

Information Element Value/remark Comment Reference Condition
filter-set Bx_MCPTT_Chent_B_I
nc-bindings gx_MCPTT_Cllent_B_I
Table 5.3.3.3-9: SIP 200 (OK) (steps 3, 7, 13, 16, 27, 44, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1
Information Element Value/remark Comment Reference Condition
Expires
delta-seconds "4294967295"
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 5.3.3.3-10: SIP 200 (OK) (steps 22, 33, 36, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1
Information Element Value/remark Comment Reference Condition
Expires
delta-seconds "0"
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 5.3.3.3-11: SIP 200 (OK) (step 40, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition
Expires
delta-seconds "4294967295"
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 5.3.3.3-12: SIP PUBLISH (steps 6, 43, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.11-1
Information Element Value/remark Comment Reference Condition

Content-Type

Content-Length

Message-body

MIME-Content-Type

"application/vnd.3gpp.
mcptt-info+xml"

As described in Table

MCPPT-Info 533313
MIME-Content-Type "application/pidf+xml"
PIDF As described in Table

5.3.3.3-14
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Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT User A ID
Table 5.3.3.3-14: PIDF in SIP PUBLISH (Table 5.3.3.3-12)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity
tuple id
status
affiliation
px_MCPTT_Group_D_|
group D
status not present
expires not present
..p-id any allowed value
Table 5.3.3.3-15:; SIP PUBLISH (step 15, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.11-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
} : "application/vnd.3gpp.
MIME-Content-Type mcptt-info+xml”
As described in Table
MCPPT-Info 533316
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-17
Table 5.3.3.3-16: MCPTT-INFO in SIP PUBLISH (Table 5.3.3.3-15)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT_User_B_ID
Table 5.3.3.3-17: PIDF in SIP PUBLISH (Table 5.3.3.3-15)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity pl:))x_MCPTT_Cllent_B_l
tuple id gx_MCPTT_Cllent_B_I
status
affiliation
px_MCPTT_Group_D_|
group D
status not present
expires not present
..p-id any allowed value
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.11-1

Information Element Value/remark Comment Reference Condition
Expires
delta-seconds "0"
Content-Type
Content-Length
Message-body
MIME-Content-Type appllqatlon/vng.sgpp.
mcptt-info+xml
As described in Table
MCPPT-Info 533319
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-20
Table 5.3.3.3-19: MCPTT-INFO in SIP PUBLISH (Table 5.3.3.3-18)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT _User_B_ID
Table 5.3.3.3-20: PIDF in SIP PUBLISH (Table 5.3.3.3-18)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
. px_MCPTT_Client_B_1I
presence entity D
tuple id Bx_MCPTT_Chent_B_I
status
affiliation
px_MCPTT_Group_D_|
group D
status not present
expires not present
..p-id any allowed value
Table 5.3.3.3-21: SIP PUBLISH (step 35, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.11-1
Information Element Value/remark Comment Reference Condition

Expires

delta-seconds

Content-Type

Content-Length

Message-body

MIME-Content-Type

"application/vnd.3gpp.
mcptt-info+xml"

As described in Table

MCPPT-Info 53.3.3.22
MIME-Content-Type "application/pidf+xml"
PIDF As described in Table

5.3.3.3-23
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Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT User A ID
Table 5.3.3.3-23: PIDF in SIP PUBLISH (Table 5.3.3.3-21)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity
tuple id
status
affiliation
px_MCPTT_Group_D_|
group D
status not present
expires not present
..p-id any allowed value
Table 5.3.3.3-24: SIP NOTIFY (step 4, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-25
Table 5.3.3.3-25: PIDF in SIP NOTIFY (Table 5.3.3.3-24)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity
tuple id
status
affiliation
status
affiliating not present
affiliated
..p-id not present
Table 5.3.3.3-26: SIP NOTIFY (steps 8, 45, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition

Content-Type

Content-Length

Message-body

MIME-Content-Type

"application/pidf+xml"

PIDF

As described in Table
5.3.3.3-27
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Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1

Information Element Value/remark Comment Reference Condition
presence entity
tuple id
status
affiliation
group Bx_MCPTT_Group_D_I
Table 5.3.3.3-28: SIP NOTIFY (steps 9, 46, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-29
Table 5.3.3.3-29: PIDF in SIP NOTIFY (Table 5.3.3.3-28)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity
tuple id
status
affiliation
group Bx_MCPTT_Group_D_I
status
affiliating not present
affiliated
Table 5.3.3.3-30: SIP NOTIFY (steps 17, 28, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-31
Table 5.3.3.3-31: PIDF in SIP NOTIFY (Table 5.3.3.3-30)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition

presence entity

px_MCPTT_Client_B_1I
D

px_MCPTT_Client_B_I

tuple id D
status
affiliation
px_MCPTT_Group_D_|
group

D
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-33
Table 5.3.3.3-33: PIDF in SIP NOTIFY (Table 5.3.3.3-32)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity Bx_MCPTT_Chent_B_I
tuple id gx_MCPTT_Cllent_B_I
status
affiliation
group pl:))x_MCPTT_Group_D_I
status
affiliating not present
affiliated
Table 5.3.3.3-34: SIP NOTIFY (step 23, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-35
Table 5.3.3.3-35: PIDF in SIP NOTIFY (Table 5.3.3.3-34)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition

presence entity

px_MCPTT_Client_B_I

D
tuple id pl:))x_MCPTT_Cllent_B_l
status
affiliation

group Bx_MCPTT_Group_D_I

status
affiliating not present
disaffiliating
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.8-1

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/pidf+xml"
As described in Table
PIDF 5.3.3.3-37
Table 5.3.3.3-37: PIDF in SIP NOTIFY (Table 5.3.3.3-36)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.5-1
Information Element Value/remark Comment Reference Condition
presence entity
tuple id
status
affiliation
group Bx_MCPTT_Group_D_I
status
affiliating not present
disaffiliating
Table 5.3.3.3-38: SIP MESSAGE (step 26, Table 5.3.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.1-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
5.3.3.3-39
"application/vnd.3gpp.
MIME-Content-Type mcptt-affiliation-
command+xml"
MCPPT-Affiliation- As described in Table
Command 5.3.3.3-40
Table 5.3.3.3-39: MCPTT-INFO in SIP MESSAGE (Table 5.3.3.3-38)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition

mcpttinfo

mcptt-Params

mcptt-request-uri

px_MCPTT_User_B_ID

Table 5.3.3.3-40: MCPTT-AFFILIATION-COMMAND in SIP MESSAGE (Table 5.3.3.3-38)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.7-1

Information Element

Value/remark

Comment

Reference

Condition

command-list

affiliate

group

pXx_MCPTT_Group_D_|
D
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Table 5.3.3.3-41: SIP MESSAGE (step 39, Table 5.3.3.2-1)
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.7.2-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
5.3.3.3-42
"application/vnd.3gpp.
MIME-Content-Type mcptt-affiliation-
command+xml"
MCPPT-Affiliation- As described in Table
Command 5.3.3.3-43
Table 5.3.3.3-42: MCPTT-INFO in SIP MESSAGE (Table 5.3.3.3-41)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition

mcpttinfo
mcptt-Params
mcptt-request-uri

px MCPTT User_A _ID

Table 5.3.3.3-43: MCPTT-AFFILIATION-COMMAND in SIP MESSAGE (Table 5.3.3.3-41)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.7-1

Information Element Value/remark Comment Reference Condition

command-list

affiliate

group Bx_MCPTT_Group_D_I

54 Configuration / Pre-established Session Establishment /
Pre-established Session Modification / Pre-established
Session Release

54.1 Test Purpose (TP)

@)

with { UE (MCPTT Cient) registered and authorized for MCPTT Service }
ensure that {
when { MCPTT User requests the creation of a pre-established session }
then { UE (MCPTT dient) requests the creation of a pre-establish session by sending a SIP
I NVI TE nessage, and, after indication fromthe MCPTT Server that the pre-established session request
was accepted, the UE notifies the user }

}

2

with { the MCPTT client already having a pre-established session created }
ensure that {
when { MCPTT User requests the nodification of a pre-established session }
then { UE (MCPTT dient) requests the nodification of a pre-establish session by sending a SIP
re-1NVI TE nessage or a S|P UPDATE nessage (depending on UE i nplenentation), and, after indication
fromthe MCPTT Server that the pre-established session nodification request was accepted, the UE
notifies the user }

}
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©)

with { the MCPTT client already having a pre-stablished session created }
ensure that {
when { MCPTT Server requests the nodification of a pre-established session by sending either a SIP
UPDATE nessage or a SIP re-1NVITE nessage }
then { UE (MCPTT dient) responds the pre-established session nodification request by sending a
SIP 200 (OK) message, and then UE notifies the user of that the pre-established session has been
nodi fied }
}

4

with { the MCPTT client already having a pre-stablished session created }
ensure that {
when { MCPTT User requests the rel ease of a pre-established session }
then { UE (MCPTT dient) requests the rel ease of a pre-establish session by sending a SIP INVITE
nmessage, and, after indication fromthe MCPTT Server that the pre-established session rel ease
request was accepted, the UE notifies the user }

®)

with { the MCPTT client already having a pre-stablished session created }
ensure that {
when { MCPTT Server requests the rel ease of a pre-established session by sending either a SIP BYE
nessage }
then { UE (MCPTT Cient) responds the pre-established session rel ease request by sending a SIP
200 (OK) nessage, and then UE notifies the user of that the pre-established session has been
rel eased }
}

54.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in: TS 24.379, clause 8. Unless
otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 8.2.1]
When the MCPTT client initiates a pre-established session the MCPTT client shall:
1) gather ICE candidates according to IETF RFC 5245 [17]; and
NOTE 1: ICE candidates are only gathered on interfaces that the MCPTT UE uses to obtain MCPTT service.

2) generateaninitia SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) shall set the Request-URI of the SIP INVITE request to the public service identity of the participating MCPTT
function serving the MCPTT user;

2) may include a P-Preferred-ldentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

3) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP INVITE request according
to IETF RFC 3840 [16];

4) shal include an Accept-Contact header field with the media feature tag g.3gpp.mcptt along with parameters
"require" and "explicit" according to IETF RFC 3841 [6];

5) shall include the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6) shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref set to the value "urn:urn-
7:3gpp-service.ims.icsi.meptt" along with parameters "require” and "explicit" according to IETF RFC 3841 [6];

7) shall include the "timer" option tag in the Supported header field,;
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8) should include the Session-Expires header field according to IETF RFC 4028 [ 7] and should not include the
"refresher” header field. The "refresher”" header field parameter shall be set to "uac" if included,;

9) shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and
include | CE candidates in the SDP offer as per IETF RFC 5245 [17]; and

10) shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 2xx response to the SIP INVITE request the MCPTT client:
1) shall interact with the media plane as specified in 3GPP TS 24.380 [5].

NOTE 2: If ICE candidate evaluation resultsin candidate pairs other than the default candidate pair being selected a
further offer answer exchange using the proceduresin subclause 8.3 will be needed.

[TS24.379, clause 8.3.1.1]
When the MCPTT client needs to modify the pre-established session outside of an MCPTT session, the MCPTT client:
1) shall generate a SIP UPDATE request or a SIP re-INVITE request according to 3GPP TS 24.229 [4];

2) shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1, and
include | CE candidates in the SDP offer as per IETF RFC 5245 [17], if required; and

3) shall send the SIP request towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
On receipt of the SIP 200 (OK) response the MCPTT client;

1) shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is change in media parameters or
codecs in the received SDP answer, compared to those in the previously agreed SDP; and

2) shall interact with media plane as specified in 3GPP TS 24.380 [5], if there is a media stream that is currently
used in the pre-established session, marked as rejected in the received SDP answer.

NOTE: TheMCPTT client keeps resources for previously agreed media stream, media parameters and codecs
until it receives a SIP 200 (OK) response.

[TS24.379, clause 8.3.1.2]

Upon receiving a SIP UPDATE request or a SIP re-INVITE request to modify an existing pre-established session
without associated MCPTT session, the MCPTT client:

1) shall validate that the received SDP offer includes at |east one media stream for which the media parameters and
at least one codec is acceptable by the MCPTT client and if not reject the request with a SIP 488 (Not
Acceptable Here) response. Otherwise, continue with the rest of the steps; and

2) shall generate a SIP 200 (OK) response as follows:

a) shall include an SDP answer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2,
and include ICE candidates in the SDP answer as per IETF RFC 5245 [17]. if required.[TS 24.379, clause
8.4.1.1]

NOTE: TheMCPTT client needs to be prepared to release the pre-established session when receiving a SIP BYE
request generated by the SIP core (e.g. due to network release of media plane resources).

When aMCPTT client needs to release a pre-established session as created in subclause 8.2.1, the MCPTT client:
1) shall generate a SIP BY E request according to rules and procedures of 3GPP TS 24.229 [4];
2) shall set the Request-URI of the SIP BY E request to the URI that identifies the pre-established session;

3) shall send the SIP BY E request towards the participating MCPTT function within the SIP dialog of the pre-
established session according to rules and procedures of the 3GPP TS 24.229 [4]; and

4) shall, upon receiving a SIP 200 (OK) response to the SIP BY E request interact with the media plane as specified
in 3GPP TS 24.380 [5].
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[TS24.379, clause 8.4.1.2]

Upon receiving a SIP BY E request from the participating MCPTT function within a pre-established session the MCPTT
client shall check whether there are any MCPTT sessions using the pre-established session, and:

1) if thereisan established MCPTT session then the MCPTT client shall remove the MCPTT client from the
MCPTT session by performing the procedures for session release for each MCPTT session as specified in
3GPP TS 24.380 [5]; and

2) if thereisno MCPTT session using the pre-established session, then the MCPTT client shall:

a) interact with the media plane as specified in 3GPP TS 24.380 [5] for disconnecting the media plane resources
towards the participating MCPTT function; and

b) shall generate and send a SIP 200 (OK) response to the SIP BY E request according to rules and procedures

of 3GPP TS 24.229 [4].
5.4.3 Test description
54.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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5.4.3.2 Test procedure sequence

Table 5.4.3.2-1: Main Behaviour
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St

Procedure

Message Sequence

Message

TP

Verdict

Make the MCPTT User request the creation of a
pre-established session

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment are
described in TS 36.579-1 [2], subclause 5.4.3
'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

Check: Does the UE (MCPTT Client) send a
SIP INVITE message in order to create pre-
established session?

>

SIP INVITE

The SS responds to the SIP INVITE message
with a SIP 200 (OK) message

SIP 200 (OK)

Make the MCPTT User request to modify the
pre-established session

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

EXCEPTION: Steps 5al-5b1 describe
behaviour that depends on the UE
implementation; the "lower case letter" identifies
a step sequence that take place if the UE uses
the SIP UPDATE message or the SIP re-
INVITE message to modify an existing pre-
established session.

5al

Check: Does the UE (MCPTT Client) send a
SIP UPDATE message to modify a pre-
established session?

>

SIP UPDATE

5b1

Check: Does the UE (MCPTT Client) send a
SIP re-INVITE message to modify a pre-
established session?

>

SIP re-INVITE

The SS responds to the SIP UPDATE message
or the SIP re-INVITE message with a SIP 200
(OK) message

SIP 200 (OK)

The SS sends a SIP UPDATE message to
modify a pre-established session.

SIP UPDATE

Check: Does the UE (MCPTT Client) respond to
the SIP UPDATE message with a SIP 200 (OK)
message

SIP 200 (OK)

The SS sends a SIP re-INVITE message to
modify a pre-established session.

SIP re-INVITE

10

Check: Does the UE (MCPTT Client) respond to
the SIP re-INVITE message with a SIP 200
(OK) message

SIP 200 (OK)

11

Make the MCPTT User request to release the
pre-established session

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

12

Check: Does the UE (MCPTT Client) send a
SIP BYE message in order to release pre-
established session?

>

SIP BYE

13

The SS responds to the SIP BYE message with
a SIP 200 (OK) message

SIP 200 (OK)

EXCEPTION: SS releases the E-UTRA
connection.

14

Make the MCPTT User request the creation of a
pre-established session

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
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- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment are
described in TS 36.579-1 [2], subclause 5.4.3
'Generic Test Procedure for MCPTT CO
communication in E-UTRA'". The test sequence
below shows only the MCPTT relevant
messages exchanged.

15 | Check: Does the UE (MCPTT Client) send a --> SIP INVITE 1 P
SIP INVITE message in order to create pre-
established session?

16 | The SS responds to the SIP INVITE message <-- SIP 200 (OK) - -
with a SIP 200 (OK) message

17 | The SS sends a SIP BYE message in order to <-- SIP BYE - -
release a pre-established session.

18 | Check: Does the UE (MCPTT Client) respond to --> SIP 200 (OK) 5 P
the SIP BYE message with a SIP 200 (OK)
message

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

5.4.3.3 Specific message contents

Table 5.4.3.3-1: SIP INVITE (steps 2, 15, Table 5.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
Answer-Mode not present
answer-mode-value not present

Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info not present

Table 5.4.3.3-2: SIP 200 (OK) (steps 3, 6, 16, Table 5.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

Information Element Value/remark Comment Reference Condition
Contact
addr-spec px_sesson_B_ID The URI that identifies
the pre-established
session

Table 5.4.3.3-3: SIP 200 (OK) (steps 8, 10, Table 5.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

Information Element Value/remark Comment Reference Condition
Contact
addr-spec px_sesson_B_ID The URI that identifies
the pre-established
session
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 5.4.3.3-5: SIP 200 (OK) (step 18, Table 5.4.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition
Contact
addr-spec px_sesson_B_ID The URI that identifies
the pre-established
session
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 5.4.3.3-6: SIP re-INVITE (step 5b1, Table 5.4.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
Contact
addr-spec px_sesson_B_ID The URI that identifies
the pre-established
session
Answer-Mode not present
answer-mode-value not present
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info not present
Table 5.4.3.3-7: SIP re-INVITE (step 9, Table 5.4.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition

Contact

addr-spec

px_sesson_B_ID

The URI that identifies
the pre-established
session

Answer-Mode

not present

answer-mode-value

not present

Content-Type

Content-Length

Message-body

MIME-Content-Type

"application/vnd.3gpp.
mcptt-info+xml"

MCPPT-Info

not present
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Table 5.4.3.3-8: SIP BYE (step 12, Table 5.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.2.1-1

Information Element Value/remark Comment Reference Condition
Request-Line
Request-URI px_sesson_B_ID The URI that identifies
the pre-established
session

Table 5.4.3.3-9: SIP BYE (step 17, Table 5.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.2.2-1
Information Element Value/remark Comment Reference Condition
Request-Line
Request-URI px_sesson_B_ID The URI that identifies
the pre-established
session

6 MCPTT Client on-network operation

6.1 Group Calls

6.1.1 Pre-arranged Group Call

6.1.1.1 On-network / On-demand Pre-arranged Group Call / Automatic
Commencement Mode / End-to-end communication security / Floor Control /
Upgrade to Emergency Group Call / Cancel Emergency State / Upgrade to
Imminent Peril Group Call / Cancel Imminent Peril State / Client Originated
(CO)

6.1.1.1.1 Test Purpose (TP)

@)

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {

when { the MCPTT User requests the establishnent of an MCPTT On-denand Pre-arranged G oup Call
requesting force of Automatic Commencenent Mbde at the invited MCPTT client(s) and inplicit floor
control }

then { UE (MCPTT dient) requests On-denand Autonatic Commencenent Mbde Pre-arranged G oup Call

establishment with inplicit floor control by sending a SIP I NVITE nmessage, and, after indication
fromthe MCPTT Server that the call was established notifies the user }

}

)

with { UE (MCPTT dient) having established an MCPTT On-denand Pre-arranged Group Call with
Aut omati ¢ Commencenent Mode }
ensure that {
when { the MCPTT User (MCPTT Cient) engages in comunication with the invited MCPTT User(s) }
then { UE (MCPTT Cient) respects the floor control inposed by the MCPTT Server (Fl oor Request
during a talk burst, Floor granting/rel ease, Floor idle, Floor deny, Floor taken/revoked, Floor
request queued and queue handling) }

®)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Comrencenent Mode }
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ensure that {
when { the SS (MCPTT Server) needs to term nate the ongoing MCPTT Group Call and the SS (MCPTT
Server) sends a S|P BYE request }
then { UE (MCPTT dient) responds with a SIP 200 (OK) and | eaves the MCPTT session }

}

(4)

with { UE (MCPTT dient) having established an On-denand Pre-arranged Group Call with Autonatic
Commencenent Mdde and the MCPTT User being authorised for initiating an MCPTT Energency G oup Call }
ensure that {

when { the MCPTT User (MCPTT dient) wants to upgrade the ongoing MCPTT Group Call to an MCPTT
Energency Group Call with floor control }

then { UE (MCPTT Cient) sends a SIP re-1NVITE request and upon receipt of a SIP 2xx response

considers the call as being upgraded to Emergency G oup Call (emergency group call state = "MECC 3:
emer gency-cal | -granted") }

®)

with { UE (MCPTT dient) having upgraded to an Energency G oup Call }
ensure that {
when { the MCPTT User (MCPTT dient) continues comunication with the invited MCPTT User(s) }
then { UE (MCPTT dient) respects the floor control inposed by the MCPTT Server }

}

(6)

with { UE (MCPTT dient) having upgraded an On-denand Pre-arranged Group Call with Autonatic
Commencenent Mbde to an Energency Group Call and the MCPTT User being authorised for cancelling an
MCPTT Energency state (MCPTT in-progress energency cancel) }
ensure that
when { the MCPTT User (MCPTT Client) wants to cancel the ongoing MCPTT Energency state }
then { UE (MCPTT Cient) sends a SIP re-1NVITE request and upon receipt of a SIP 2xx response
consi ders the energency condition cancelled }

@)

with { UE (MCPTT dient) having established an On-denand Pre-arranged Group Call with Autonatic
Commencenent Mbdde and the MCPTT User being authorised for initiating an MCPTT | mminent Peril G oup
Cal |
ensure that {
when { the MCPTT User (MCPTT Client) wants to upgrade the ongoing MCPTT Group Call to an MCPTT
Inminent Peril Goup Call with floor control }
then { UE (MCPTT Cient) sends a SIP re-1NVITE request and upon recei pt of a SIP 2xx response
considers the call as being upgraded to Immnent Peril Goup Call (immnent peril group call state =
"M G 2: in-progress") }
}

®)

with { UE (MCPTT dient) having upgraded to an Imminent Peril Goup Call }
ensure that {
when { the MCPTT User (MCPTT dient) continues comunication with the invited MCPTT User(s) }
then { UE (MCPTT dient) respects the floor control inposed by the MCPTT Server }

}

©)

with { UE (MCPTT dient) having upgraded an On-denand Pre-arranged Group Call with Autonatic
Commencenent Mbde to an Inminent Peril G oup Call and the MCPTT User being authorised for cancelling
an MCPTT |mmnent Peril state (MCPTT in-progress inmmnent peril cancel) }
ensure that {
when { the MCPTT User (MCPTT Cient) wants to cancel the ongoing MCPTT |Inminent Peril state }
then { UE (MCPTT Cient) sends a SIP re-1NVITE request and upon receipt of a SIP 2xx response
considers the immnent peril condition cancelled }

}
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(10)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Comrencenent Mode }
ensure that {
when { the MCPTT User (MCPTT Cient) wants to term nate the ongoing MCPTT Group Call }
then { UE (MCPTT dient) sends a SIP BYE request and | eaves the MCPTT session }

6.1.1.1.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clauses 10.1.1.2.1.1,
6.2.1,6.2.3.1.2,6.4,6.5,6.2.6,10.1.1.2.1.3,10.1.1.2.1.4,6.2.8.1.3,10.1.1.2.1.5, 6.2.8.1.11, 6.2.4.1, TS 24.380, clauses
6.2.45.3,6.24.64,6.24.35,6.24.42,6.2454,6.24.65,6.24.4.4,6.24.4.9,6.2.49.9,6.24.9.6, 6.2.4.9.4. Unless
otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client
shall generate an initial SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user has requested the origination of an MCPTT emergency group cal or is originating an
MCPTT prearranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply
with the procedures in subclause 6.2.8.1.1;

2) if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client
shall comply with the procedures in subclause 6.2.8.1.9;

3) if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with
the proceduresin subclause 6.2.8.2;

4) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require” and "explicit" header field parameters according to IETF RFC 3841 [6];

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

8) should include the "timer" option tag in the Supported header field;

9) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
"refresher” header field parameter is omitted. If included, the "refresher" header field parameter shall be set to

uac",;

10)shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1. The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

11) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

12)if the MCPTT emergency state is already set or the MCPTT client emergency group state for this group is set to
"MEG 2: in-progress’, the MCPTT client shall include the Resource-Priority header field and comply with the
procedures in subclause 6.2.8.1.2;
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13)if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress’ or "MIG 3: confirm-
pending” shall include the Resource-Priority header field and comply with the proceduresin
subclause 6.2.8.1.12;

14) shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the <session-type> element set to avalue of "prearranged”;
b) the <mcptt-request-uri> element set to the group identity;
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and

NOTE 2: The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this
will be inserted into the body of the SIP INVITE request that is sent from the originating participating
MCPTT function.

d) if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGl with a
MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3: Thetext "can associate the TGl withaMCPTT group ID" meansthat the MCPTT client is able to
determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4: The MCPTT client isinformed about temporary groups and regrouping of MCPTT groups that the user is
amember of as specified in 3GPP TS 24.381 [31].

NOTE5: If the MCPTT user selected a TGl where there are several MCPTT groups wherethe MCPTT user isa
member, the MCPTT client selects one of those MCPTT groups.

15) shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;
16)if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
17)shall send the SIP INVITE request towardsthe MCPTT server according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:
1) shal interact with the user plane as specified in 3GPP TS 24.380 [5] ;

2) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted” or the MCPTT imminent peril group call stateis set to "MIGC 2: imminent-peril-call-
requested” or "MIGC 3: imminent-peril-call-granted”, the MCPTT client shall perform the actions specified in
subclause 6.2.8.1.4; and

3) may subscribe to the conference event package as specified in subclause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted”; or

2) if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested” or
"MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session ID identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

[TS24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4]
and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor
control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:
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1) shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control
shall be used, for the offered media-floor control entity;

NOTE: If the MCPTT client isbehind a NAT the IP address and port included in the SDP offer can be a different
IP address and port than the actual 1P address and port of the MCPTT client depending on the NAT
traversal method used by the SIP/IP Core.

2) shall include an "m=audio" media-level section for the MCPTT media stream consisting of:
a) the port number for the media stream selected; and
b) the codec(s) and media parameters and attributes with the following clarification:
i) ifthe MCPTT client isinitiating a call to a group identity;

ii) if the <preferred-voice-encodings> element is present in the group document retrieved by the group
management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a
"name" attribute; and

iii) if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;
thenthe MCPTT client:

i) shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as
defined in IETF RFC 4566 [12]; and

c) "i="field set to "speech” according to 3GPP TS 24.229 [4];

3) if floor control shall be used during the session, shall include an "m=application" media-level section as
specified in 3GPP TS 24.380 [5] clause 12 for amedia-floor control entity, consisting of:

a) the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b) the 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4) if end-to-end security isrequired for a private call and the SDP offer is not for establishing a pre-established
session, shall include the MIKEY-SAKKE |_MESSAGE in an "a=key-mgmt" attribute as a"mikey" attribute
value in the SDP offer as specified in IETF RFC 4567 [47].

[TS24.379, clause 6.2.3.1.2]

When performing the automatic commencement mode procedures, the MCPTT client shall follow the proceduresin
subclause 6.2.3.1.1 with the following clarification:

- The MCPTT client may include a P-Answer-State header field with the value " Confirmed" as specified in
IETF RFC 4964 [34] in the SIP 200 (OK) response.

[TS 24.379, clause 6.4]

Aninitial SIP INVITE request fulfilling the following criteria shall be regarded by the MCPTT server as an implicit
floor request when the MCPTT client:

1) initiatesan MCPTT speech session or initiates a pre-established session; and

2) includesthe "mc_implicit_request” ‘fmtp' attribute in the associated UDP stream for the floor control in the SDP
offer/answer as specified in 3GPP TS 24.380 [5] clause 12.

A SIPre-INVITE request fulfilling the following criteria shall be regarded by the MCPTT server as an implicit floor
request when the MCPTT client:

1) performs an upgrade of:
a) an MCPTT group call to an emergency MCPTT group call;
b) an MCPTT private call to an emergency MCPTT private call; or

¢) anMCPTT group call to an imminent peril MCPTT group call; and
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2) includesthe "mc_implicit_request" 'fmtp' attribute in the associated UDP stream for the floor control in the SDP
offer/answer as specified in 3GPP TS 24.380 [5] clause 12.
In al other casesthe SIP (re-)INVITE request shall be regarded as received without an implicit floor request.
[TS24.379, clause 6.5]
The MCPTT client and the MCPTT server shall support several MIME bodiesin SIP request and SIP responses.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains more than one
MIME body, the MCPTT client or the MCPTT server:

1) shall, as specified in IETF RFC 2046 [21], include one Content-Type header field with the value set to
multipart/mixed and with a boundary delimiter parameter set to any chosen value;

2) for each MIME body:
a) shall insert the boundary delimiter;
b) shall insert the Content-Type header field with the MIME type of the MIME body; and
c) shall insert the content of the MIME body;

3) shall insert afinal boundary delimiter; and

4) if an SDP offer or an SDP answer is one of the MIME bodies, shall insert the application/sdp MIME body asthe
first MIME body.

NOTE: Thereason for inserting the application/sdp MIME body as the first body isthat if afunctional entity in
the underlying SIP core does not understand multiple MIME bodies, the functional entity will ignore all
MIME bodies with the exception of the first MIME body. The order of multiple MCPTT application
MIME bodiesin a SIP message isirrelevant.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains only one MIME
body, the MCPTT client or the MCPTT server:

1) shall include a Content-Type header field set to the MIME type of the MIME body; and
2) shall insert the content of the MIME body.

[TS 24.380, clause 6.2.4.5.3]

Upon receiving an indication from the user to release the permission to send RTP media, the floor participant:
1. shall send aFloor Release message towards the floor control server The Floor Release message:

a. may include the first bit in the subtype of the Floor Release message set to 1" (acknowledgement is required)
as specified in subclause 8.2.2;

NOTE: Itisanimplementation option to handle the receipt of the Floor Ack message and what action to take if
the Floor Ack message is not received.

b. if the sessionisabroadcast call and if the session was established as a normal call, shall include the Floor
Indicator with the A-bit set to '1' (Normal call); and

c. if the Floor Granted message included the G-bit set to '1' (Dual floor), shall include the Floor Indicator with
the G-bit set to '1' (Dual floor);

2. shall remove the indication that the participant is overriding without revoke if thisindication is stored;
3. shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and
4. shall enter the 'U: pending Release’ state.

[TS24.380, Clause 6.2.4.6.4]

Upon receiving a Floor |dle message, the floor participant:
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if the first bit in the subtype of the Floor Idle message to '1' (Acknowledgment is required) as described in
subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shal include the Message Typefield set to '5' (Floor Idle); and
b. shall include the Source field set to '0'" (the floor participant is the source);
may provide afloor idle notification to the MCPTT user;

if the Floor Indicator field isincluded and the B-hit set to '1' (Broadcast group call), shall provide a notification
to the user indicating the type of call;

shall stop timer T100 (Floor Release);

if the session is not a broadcast group call or if the A-bit in the Floor Indicator field isset to '1' (Normal call),
shall enter the 'U: has no permission’ state; and

if the session was initiated as a broadcast group call:
a. shal indicate to the MCPTT client the media transmission is completed; and

b shall enter the 'Releasing' state.

[TS 24.380, clause 6.2.4.3.5]

Upon receiving an indication from the user to request permission to send media, the floor participant:

1

2.
3.

shall send the Floor Request message toward the floor control server; The Floor Request message:

a. if adifferent priority than the normal priority isrequired, shall include the Floor Priority field with the
priority not higher than negotiated with the floor control server as specified in subclause 14.3.3; and

b. if thefloor request is abroadcast group call, system call, emergency call or an imminent peril call, shall
include a Floor Indicator field indicating the relevant call types;

shall start timer T101 (Floor Request) and initialise counter C101 (Floor Request) to 1; and

shall enter the 'U: pending Request’ state.

[TS24.380, clause 6.2.4.4.2]

Upon receiving a Floor Granted message from the floor control server or afloor granted indication in an SIP 200 (OK)
response in the application and signalling layer, the floor participant:

1

2.

if the first bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described
in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shal include the Message Type field set to '1' (Floor Granted); and
b. shall include the Source field set to '0" (the floor participant is the source);

shall provide floor granted notification to the user, if not already done;

NOTE: Providing the floor granted notification to the user prior to receiving the Floor Granted message is an

implementation option.

if the Floor Indicator field isincluded and the B-bit is set to '1' (Broadcast group call), shall provide a
notification to the user indicating the type of call;

if the G-bit in the Floor Indicator is set to '1' (Dual floor) shall store an indication that the participant is
overriding without revoke;

shall stop the optional timer T103 (End of RTP media), if running;
shall stop timer T101 (Floor Request); and

shall enter the 'U: has permission’ state.
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[TS24.380, clause 6.2.4.5.4]
Upon receiving a Floor Revoke message, the floor participant:
1. shal inform the user that the permission to send RTP mediais being revoked;
2. may give information to the user about the reason for revoking the permission to send media;

3. shall request the mediain the MCPTT client discard any remaining buffered RTP media packets and to stop
forwarding of encoded voice to the MCPTT server;

4 if the G-bit in the Floor Indicator is set to '1' (Dual floor):
a. shall send a Floor Release message. In the Floor Release message:
i. shal include the Floor Indicator with the G-bit set to '1' (Dual floor); and
ii. may set thefirst bit in the subtype to '1' (Acknowledgment is required) as described in subclause 8.3.2;
5 if the G-bit in the Floor Indicator is set to '0' (not Dual floor):
a shall send aFloor Release message. In the Floor Release message:
i. shal include the Floor Indicator with the G-bit set to '0' (not Dual floor); and
ii. may set thefirst bit in the subtypeto '1' (Acknowledgment is required) as described in subclause 8.3.2;

NOTE: Itisanimplementation option to handle the receipt of the Floor Ack message and what action to take if
the Floor Ack message is not received.

6. shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and
7. shall enter the 'U: pending Release' state.

[TS24.380, Clause 6.2.4.6.5]

Upon receiving a Floor Taken message, the floor participant:

1. if thefirst bit in the subtype of the Floor Taken messageis set to '1' (Acknowledgment is required) as described
in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shal include the Message Type field set to '2' (Floor Taken); and
b. shall include the Source field set to '0'" (the floor participant is the source);
2. may provide floor taken notification to the user;

3. if the Floor Indicator field isincluded and the B-bit is set to "1' (Broadcast group call), shall provide a
notification to the user indicating the type of call;

4. should start the optional timer T103 (End of RTP media);
5. shall stop timer T100 (Floor Release); and
6. shall enter the 'U: has no permission’ state.

[TS24.380, clause 6.2.4.4.4]

Upon receiving a Floor Deny message, the floor participant:

1. if thefirst bit in the subtype of the Floor Deny message is set to '1' (Acknowledgment is required) as described in
subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shall include the Message Type field set to '3' (Floor Deny); and
b. shall include the Source field set to '0" (the floor participant is the source);

2. shall provide floor deny notification to the user;
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3. may display the floor deny reason to the user using information in the Reject Cause field;
4. shall stop timer T101 (Floor Request); and
5. shall enter the 'U: has no permission’ state.

[TS 24.380, clause 6.2.4.4.9]

Upon receiving a Floor Queue Position Info message, the floor participant:

1. if thefirst bit in the subtype of the Floor Queue Position Info messageis set to '1' (Acknowledgment is required)
as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shall include the Message Type field set to '9' (Floor Queue Position Info); and
b. shall include the Source field set to '0'" (the floor participant is the source);
2. shall provide floor request queued response notification to the MCPTT user;
3. may provide the queue position and priority to the MCPTT user; and
4. shall enter the 'U: queued' state.
[TS 24.380, clause 6.2.4.9.9]
Upon receipt of an indication from the MCPTT client to request the queue position, the floor participant:
1. shall send the Floor Queue Position Request message;

2. shall start timer T104 (Floor Queue Position Request) and initialize counter C104 (Floor Queue Position
Request) to 1; and

3. remaininthe'U: queued' state.
[TS24.380, clause 6.2.4.9.6]
Upon receiving an indication from the MCPTT user to release the queued floor request, the floor participant:
1. shall send aFloor Release message: The Floor Release message:
a. may include the Floor Indicator field changing a broadcast group call to a normal call;

2. may set the first bit in the subtype of the Floor Release message to '1' (Acknowledgment is required) as
described in subclause 8.3.2;

NOTE: Itisanimplementation option to handle the receipt of the Floor Ack message and what action to take if
the Floor Ack message is not received.

3. shall start timer T100 (Floor Release) and initialise counter C10 (Floor Release) to 1;
4. shall stop timer T104 (Floor Queue Position Request), if running; and
5. shall enter the 'U: pending Release’ state.

[TS 24.380, clause 6.2.4.9.4]

Upon receiving a Floor Granted message, the floor participant:

1. if thefirst bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described
in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shall include the Message Type field set to '1' (Floor Granted); and
b. shall include the Source field set to '0" (the floor participant is the source);

2. shall provide afloor granted notification to the MCPTT user;
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3. if the Floor Indicator field isincluded and the B-bit is set to "1' (Broadcast group call), shall provide a

notification to the user indicating the type of call;

shall stop timer T104 (Floor Queue Position Request), if running;

shall start timer T132 (Queued granted user action);

shall indicate the user that the floor is granted; and

N o 0 &

shall remain in the 'U: queued' state.
[TS24.379, clause 6.2.6]
Upon receiving a SIP BY E request, the MCPTT client:
1) shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
2) shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].
[TS24.379, clause 10.1.1.2.1.3]
This subclause covers both on-demand session and pre-established sessions.

Upon receiving arequest from an MCPTT user to upgrade the MCPTT group session to an emergency condition or an
imminent peril condition on an MCPTT prearranged group, the MCPTT client shall generate a SIP re-INVITE request
as specified in 3GPP TS 24.229 [4], with the clarifications given below.

1) if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress emergency group state
and thisis an unauthorised request for an MCPTT emergency call as determined by the procedures of
subclause 6.2.8.1.8, the MCPTT client:

a) should indicateto the MCPTT user that they are not authorised to upgrade the MCPTT group session to an
in-progress emergency group state; and

b) shall skip the remaining steps of the current subclause;

2) if the MCPTT user isrequesting to upgrade the MCPTT group session to an in-progressimminent peril state and
thisis an unauthorised request for an MCPTT imminent peril group call as determined by the procedures of
subclause 6.2.8.1.8, the MCPTT client:

a) shouldindicateto the MCPTT user that they are not authorised to upgrade the MCPTT group session to an
in-progress imminent peril group state; and

b) shall skip the remaining steps of the current subclause;

3) if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT emergency call, the
MCPTT client:

a) shall include an application/vnd.3gpp.meptt-info+xml MIME body populated as specified in
subclause 6.2.8.1.1;

b) if anindication of an MCPTT emergency alert isto be included, shall perform the procedures specified in
subclause 6.2.9.1 for the MCPTT emergency alert trigger; and

¢) shall include a Resource-Priority header field and comply with the proceduresin subclause 6.2.8.1.2.

4) if the MCPTT user has reguested to upgrade the MCPTT group session to an MCPTT imminent peril call, the
MCPTT client:

a) shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in
subclause 6.2.8.1.9; and

b) shall include a Resource-Priority header field and comply with the proceduresin subclause 6.2.8.1.12;

5) if the SIP re-INVITE request is to be sent within an on-demand session, shall includein the SIP re-INVITE
reguest an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;
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6)

if the SIP re-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP
re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-
established session;

NOTE: The SIPre-INVITE request can be sent within an on-demand session or a pre-established session. If the

7)
8)

SIPre-INVITE request is sent within a pre-established session, the media-level section for the offered
MCPTT speech media stream and the media-level section of the offered media-floor control entity are
expected to be the same as was negotiated in the existing pre-established session.

if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:

1)
2)

shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

shall perform the actions specified in subclause 6.2.8.1.4.

[TS24.379, clause 10.1.1.2.1.4]

This subclause covers both on-demand session and pre-established sessions.

Upon receiving arequest from an MCPTT user to cancel the in-progress emergency condition on a prearranged MCPTT
group, the MCPTT client shall generate a SIP re-INVITE request by following the UE originating session procedures
specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1)

2)

3)

4)

if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as
determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:

a) should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group
state of the MCPTT group; and

b) shall skip the remaining steps of the current subclause;

shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency
aert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as
specified in subclause 6.2.8.1.3;

shall, if the MCPTT user is cancelling an in-progress emergency condition and an MCPTT emergency alert
originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as
specified in subclause 6.2.8.1.14;

shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the <session-type> element set to avalue of "prearranged”; and

b) the <mcptt-request-uri> element set to the group identity;

NOTE 1. The MCPTT ID of the originating MCPTT user is not included in the body, as thiswill be inserted into

5)

6)

7)

the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

shall include the g.3gpp.meptt media feature tag in the Contact header field of the SIP re-INVITE request
according to IETF RFC 3840 [16];

if the SIP re-INVITE request isto be sent within an on-demand session, shall include in the SIPre-INVITE
request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

if the SIP re-INVITE request isto be sent within a pre-established session, shall include an SDP offer in the SIP
re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-
established session;

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 73 ETSI TS 136 579-2 V14.2.0 (2019-05)

NOTE 2: The SIPre-INVITE request can be sent within an on-demand session or a pre-established session. If the
SIPre-INVITE request is sent within a pre-established session, the media-level section for the offered
MCPTT speech media stream and the media-level section of the offered media-floor control entity are
expected to be the same as was negotiated in the existing pre-established session.

8) shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and
9) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:
1) shall interact with the user plane as specified in 3GPP TS 24.380 [5];
2) shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency";
3) shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable”; and

4) if the MCPTT emergency alert state is set to "MEA 4. Emergency-alert-cancel-pending”, the sent SIP re-
INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME
body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header
field as specified in subclause 4.4 with the warning text containing the mcptt-warn-code set to " 149", shall set
the MCPTT emergency aert stateto "MEA 1: no-alert".

[TS24.379, clause 6.2.8.1.3]
This subclause is referenced from other procedures.

If the MCPTT emergency group cal stateis set to "MEGC 3: emergency-call-granted” and the MCPTT emergency aert
stateis set to "MEA 1: no-aert”, the MCPTT client shall generate a SIP re-INVITE request according to
3GPP TS 24.229 [4] with the clarifications given below.

NOTE 1: This procedure assumes that the calling procedure has verified that the MCPTT user has made an
authorised request for cancelling MCPTT in-progress emergency group state of the group.

The MCPTT client:

1) shall includeinthe SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in
clause F.1 with the <emergency-ind> element set to "false”;

2) shall clear the MCPTT emergency state; and
3) shall set MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending”

NOTE 2: Thisisthe case of an MCPTT user who hasinitiated an MCPTT emergency group call and wants to
cancdl it.

If the MCPTT emergency group call stateis set to "MEGC 3: emergency-call-granted" and the MCPTT emergency alert
state is set to a value other than "MEA 1: no-adert" and the MCPTT user has indicated only the MCPTT emergency
group call should be cancelled, the MCPTT client:

1) shall includeinthe SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in
clause F.1 with the <emergency-ind> element set to "false”; and

2) shall set the MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending”.

NOTE 3: Thisisthe case of an MCPTT user hasinitiated both an MCPTT emergency group call and an MCPTT
emergency alert and wishes to only cancel the MCPTT emergency group call. Thisleavesthe MCPTT
emergency state set.

If the MCPTT emergency group call stateis set to "MEGC 3: emergency-call-granted” and the MCPTT emergency aert
state is set to avaue other than "MEA 1: no-aert" and the MCPTT user has indicated that the MCPTT emergency alert
onthe MCPTT group should be cancelled in addition to the MCPTT emergency group call, the MCPTT client:

1) shall includeinthe SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in
clause F.1 with the <emergency-ind> element set to "false”;
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2) shal if thisis an authorised request to cancel an MCPTT emergency alert as determined by the procedures of
subclause 6.2.8.1.6:
a) include in the application/vnd.3gpp.mcptt-info+xml MIME body an <alert-ind> element set to "false”;
b) setthe MCPTT emergency alert state to "MEA 4: Emergency-al ert-cancel-pending"; and
c) clear the MCPTT emergency state;

3) should, if thisis not an authorised request to cancel an MCPTT emergency alert as determined by the procedures
of subclause 6.2.8.1.6, indicate to the MCPTT user that they are not authorised to cancel the MCPTT emergency
alert; and

4) shall setthe MCPTT emergency group state of the MCPTT group to "MEG 3: cancel-pending".

NOTE 4: Thisisthe case of an MCPTT user that hasinitiated both an MCPTT emergency group call and an
MCPTT emergency alert and wishesto cancel both.

[TS24.379, clause 10.1.1.2.1.5]
This subclause covers both on-demand session and pre-established sessions.

Upon receiving arequest from an MCPTT user to cancel the in-progress imminent peril condition on a prearranged
MCPTT group, the MCPTT client shall generate a SIP re-INVITE request by following the procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user is not authorised to cancel the in-progressimminent peril group state of the MCPTT group as
determined by the procedures of subclause 6.2.8.1.10, the MCPTT client:

a) should indicate to the MCPTT user that they are not authorised to cancel the in-progress imminent peril
group state of the MCPTT group; and

b) shall skip the remaining steps of the current subclause;

2) shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in
subclause 6.2.8.1.11; and

3) shall include a Resource-Priority header field and comply with the proceduresin subclause 6.2.8.1.12;

4) shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the <session-type> element set to a value of "prearranged"; and
b) the <mcptt-request-uri> element set to the group identity;

NOTE 1: The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into
the body of the SIP re-INVITE request that is sent by the originating participating MCPTT function.

5) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request
according to IETF RFC 3840[16];

6) if the SIPre-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE
request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

7) if the SIPre-INVITE request isto be sent within a pre-established session, shall include an SDP offer in the SIP
re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-
established session; and

NOTE 2: The SIP re-INVITE request can be sent within an on-demand session or a pre-established session. If the
SIPre-INVITE request is sent within a pre-established session, the media-level section for the offered
MCPTT speech media stream and the media-level section of the offered media-floor control entity are
expected to be the same as was negotiated in the existing pre-established session.

8) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
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On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2) shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril”; and

3) shall set the MCPTT imminent peril group call state of the group to "MIGC 1: imminent-peril-gc-capable”.
[TS24.379, clause 6.2.8.1.11]
This subclause is referenced from other procedures.

If the MCPTT imminent peril group call state is set to "MIGC 3: imminent-peril-call-granted” or the MCPTT imminent
peril group state of the MCPTT group is set to "MIG 2: in-progress’, the MCPTT client shall generate a SIP re-INVITE
request according to 3GPP TS 24.229 [4] with the clarifications given below.

NOTE 1: This procedure assumes that the calling procedure has verified that the MCPTT user has made an
authorised request for cancelling the in-progressimminent peril group state of the group.

The MCPTT client:

1) shal includeinthe SIP re-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in
clause F.1 with the <imminentperil-ind> element set to "false”; and

2) shall set MCPTT imminent peril group state of the MCPTT group to "MIG 4: cancel-pending".

NOTE 2: Thisisthe case of an MCPTT user who hasinitiated an MCPTT imminent peril group call and wants to
cancel it, or another authorised member of the group who wishes to cancel the in-progress imminent peil
state of the group.

[TS 24.379, clause 6.2.4.1]

Upon receiving a request from an MCPTT user to leave an MCPTT session established using on-demand session
signalling, the MCPTT client:

1) shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2) shall generate a SIP BY E request according to 3GPP TS 24.229 [4];

3) shall set the Request-URI to the MCPTT session identity to leave; and

4) shall send aSIP BY E request towards MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BY E request, the MCPTT client shall interact with the media plane
as specified in 3GPP TS 24.380 [5].

6.1.1.1.3 Test description
6.1.1.1.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
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Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.1.3.2 Test procedure sequence

Table 6.1.1.1.3.2-1: Main Behaviour
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St

Procedure

Message Sequence

Message

TP

Verdict

Make the MCPTT User request the
establishment of an MCPTT on-demand pre-
arranged group call using Group A, automatic
commencement mode, with explicit request for
floor control (implicit floor control).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'". The test sequence
below shows only the MCPTT relevant
messages exchanged.

Check: Does the UE (MCPTT client) send an
initial SIP INVITE request requesting the
establishment of an MCPTT on-demand pre-
arranged group call, automatic
commencement mode, applying End-to-end
communication security with implicit floor
control?

>

SIP INVITE

The SS sends SIP 100 Trying

SIP 100 Trying

The SS sends SIP 180 Ringing

SIP 180 Ringing

albhiw

The SS sends a SIP 200 (OK) message
indicating that it has accepted the SIP INVITE
request

SIP 200 (OK)

Check: Does the UE (MCPTT client) send a
SIP ACK in response to the SIP 200 (OK)

>

SIP ACK

Check: Does the UE (MCPTT client) notify the
user that the call has been successfully
established?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 10al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

10al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

11

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

12

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

13

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

14

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted

15

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message?

Floor Ack

16

Check: Does the MCPTT Client provide floor
granted natification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.
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17

The SS overrides the MCPTT Client and
grants the floor to a higher priority MCPTT
Client.

18

The SS sends a Floor Revoke message with
the Reject Cause set to #4 - Media Burst pre-
empted.

Floor Revoke

19

Check: Does the MCPTT Client send a Floor
Release message.

Floor Release

20

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken

21

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

22

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

23

The SS sends a Floor Deny message with no
acknowledgement required and Cause Code
#255

Floor Deny

24

Check: Does the MCPTT Client provide floor
deny notification to the MCPTT User?

25

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

26

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

27

The SS sends a Floor Queue Position Info
message indicating that the Floor Request was
queued

Floor Queue Position Info

28

Check: Does the MCPTT Client provide floor
request queued response natification to the
MCPTT user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

29

Make the MCPTT User request the current
position in the queue

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

30

Check: Does the UE (MCPTT client) send a
Floor Queue Position Request message?

Floor Queue Position Request

31

The SS sends a Floor Queue

Floor Queue Position Info

32

Make the MCPTT User request to cancel the
Floor Request and end being in the queue
(e.g. releasing the PTT button)

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

33

Check: Does the UE (MCPTT client) send a
Floor Release message to cancel the queue
position?

>

Floor Release

EXCEPTION: Step 34al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

34al

The SS sends a Floor Ack message

Floor Ack

35

Make the MCPTT User request to speak (e.g.
pressing the PTT button)

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

36

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

37

The SS sends a Floor Queue Position Info
message indicating that the Floor Request was
queued

Floor Queue Position Info
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38

Check: Does the MCPTT Client provide floor
request queued response notification to the
MCPTT user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

39

The SS sends a Floor Granted message with
no acknowledgement required

Floor Granted - -

40

Check: Does the MCPTT Client provide a floor
granted notification to the MCPTT user?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

41

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

42

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release 2 P

EXCEPTION: Step 43al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

43al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack - -

44

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle - -

45

The SS sends a SIP BYE message to end the
On-demand Pre-arranged Group Call

SIP BYE - -

46

Check: Does the UE (MCPTT client) respond
to the SIP BYE message with a SIP 200 (OK)
message?

SIP 200 (OK) 3 P

EXCEPTION: SS releases the E-UTRA
connection.

a7

Make the MCPTT User request the
establishment of an MCPTT on-demand pre-
arranged group call, automatic
commencement mode, with explicit request for
floor control (implicit floor control).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'". The test sequence
below shows only the MCPTT relevant
messages exchanged.

48

Check: Does the UE (MCPTT client) send an
initial SIP INVITE request requesting the
establishment of an MCPTT on-demand pre-
arranged group call, automatic
commencement mode, with explicit request for
floor control (implicit floor control)?

>

SIP INVITE 1 P

49

The SS sends SIP 100 Trying

SIP 100 Trying - -

50

The SS sends SIP 180 Ringing

SIP 180 Ringing - -

51

The SS sends SIP 200 (OK) message
indicating that it has accepted the SIP INVITE
request

SIP 200 (OK) - -

52

Check: Does the UE (MCPTT client) send a
SIP ACK in response to the SIP 200 (OK)

>

SIP ACK 1 P

53

Check: Does the UE (MCPTT client) notify the
user that the call has been successfully
established?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
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54

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

55

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 56al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

56al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

57

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

58

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken

59

Make the MCPTT User request upgrade of the
ongoing On-Demand Pre-arranged Group Call
to MCPTT Emergency Group Call with explicit
request for floor control (implicit floor control).
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

60

Check: Does the UE (MCPTT client) send a
SIP re-INVITE message to upgrade the call to
an emergency call with implicit floor control?

>

SIP re-INVITE

61

The SS sends a SIP 200 (OK) message
indicating that is has accepted the SIP re-
INVITE message

SIP 200 (OK)

62

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

63

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 64al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

64al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

65

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

66

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

67

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

68

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted

69

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message

Floor Ack

70

Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

71

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

72

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

ETSI




3GPP TS 36.579-2 version 14.2.0 Release 14

82

ETSI TS 136 579-2 V14.2.0 (2019-05)

EXCEPTION: Step 673al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

73al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

74

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

75

Make the MCPTT User cancel the Emergency
State.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

76

Check: Does the UE (MCPTT client) send a
SIP re-INVITE message to cancel the
emergency state?

>

SIP re-INVITE

77

The SS sends a SIP 200 (OK) message
indicating that is has accepted the SIP re-
INVITE message

SIP 200 (OK)

78

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

79

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 80al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

80al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

81

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

82

Make the MCPTT User request upgrade of the
ongoing On-Demand Pre-arranged Group Call
to MCPTT Imminent Peril Group Call with
explicit request for floor control (implicit floor
control).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

83

Check: Does the UE (MCPTT client) send a
SIP re-INVITE message to upgrade the call to
an imminent peril call?

>

SIP re-INVITE

84

The SS sends a SIP 200 (OK) message
indicating that is has accepted the SIP re-
INVITE message

SIP 200 (OK)

85

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

86

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 87al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

87al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

88

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle
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89

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

90

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

91

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted

92

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message?

Floor Ack

93

Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

94

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

95

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 96al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

96al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

97

The SS sends a Floor Idle message with no
acknowledgement required.
Floor indicator bit is D-Emergency Call

Floor Idle

98

Make the MCPTT User cancel the Imminent
Peril State.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

99

Check: Does the UE (MCPTT client) send a
SIP re-INVITE message to cancel the
imminent peril state?

>

SIP re-INVITE

100

The SS sends a SIP 200 (OK) message
indicating that is has accepted the SIP re-
INVITE message

SIP 200 (OK)

101

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

102

Check: Does the UE (MCPTT client) send a
Floor Release message?

>

Floor Release

EXCEPTION: Step 103al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

103a

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

104

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

105

Make the MCPTT User end the on-demand
group call.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

106

Check: Does the UE (MCPTT Client) send a
SIP BYE message to end the on-demand
group call.

>

SIP BYE

10

107

The SS sends a SIP 200 (OK)

SIP 200 (OK)
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connection.

- EXCEPTION: SS releases the E-UTRA

6.1.1.1.3.3

Specific message contents

Table 6.1.1.1.3.3-1: SIP INVITE (steps 2, 48, Table 6.1.1.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1

Information Element Value/remark Comment Reference | Condition
Table 6.1.1.1.3.3-2: MCPTT-INFO in SIP INVITE (Table 6.1.1.1.3.3-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference | Condition
Table 6.1.1.1.3.3-3: SIP 200 (OK) (step 46, Table 6.1.1.1.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 6.1.1.1.3.3-4: SIP 200 (OK) (step 107, Table 6.1.1.1.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 6.1.1.1.3.3-5: SIP re-INVITE (step 60, Table 6.1.1.1.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1 condition EMERGENCY-CALL
Information Element Value/remark Comment Reference Condition

Content-Type

Content-Length

Message-body

MIME-Content-Type

"application/vnd.3gpp.

mcptt-info+xml"

MCPPT-Info

As described in Table
6.1.1.1.3.3-6

MIME-Content-Type

"application/vnd.3gpp.

mcptt-location-
info+xml"

Whether this is
included or not
depends on the

MCPTT-Info 'alert-ind'

in Table 6.1.1.1.3.3-6

Location-info

As described in Table
6.1.1.1.3.3-7

Included only if 'alert-
ind' is set to "true" in
Table 6.1.1.1.3.3-6
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Table 6.1.1.1.3.3-6: MCPTT-INFO in SIP re-INVITE (Table 6.1.1.1.3.3-5)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1 condition GROUP-CALL and EMERGENCY-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
Not present or when Although alert
present any allowed indication is not

value ("true" or "false") | explicitly indicated to be
requested in the
present test case 'any
allowed value'is
included to handle UEs
which cannot request
alert-ind emergency _without
alert indication

If the UE sends "true"
then it shall include an
application/vnd.3gpp.m
cptt-location-info+xml
MIME body in the SIP
INVITE message Table
6.1.1.1.3.3-3

Table 6.1.1.1.3.3-7: Location-info in SIP INVITE (Table 6.1.1.1.3.3-5)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.4.1-1 condition GROUP-CALL and EMERGENCY-CALL
Information Element | Value/remark | Comment | Reference | Condition

Table 6.1.1.1.3.3-8: SIP re-INVITE (step 76, Table 6.1.1.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
6.1.1.1.3.3-9

Table 6.1.1.1.3.3-9: MCPTT-INFO in SIP re-INVITE (Table 6.1.1.1.3.3-8)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
emergency-ind "false”
alert-ind "false"

Table 6.1.1.1.3.3-10: SIP re-INVITE (step 83, Table 6.1.1.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1 condition IMMPERIL-CALL
Information Element | Value/remark | Comment | Reference | Condition

Table 6.1.1.1.3.3-11: MCPTT-INFO in SIP re-INVITE (Table 6.1.1.1.3.3-10)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1 condition GROUP-CALL and IMMPERIL-CALL
Information Element | Value/remark | Comment | Reference | Condition
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
6.1.1.1.3.3-13
Table 6.1.1.1.3.3-13: MCPTT-INFO in SIP re-INVITE (Table 6.1.1.1.3.3-12)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
imminentperil-ind "false”
Table 6.1.1.1.3.3-14: Floor Request (steps 13, 22, 26, 36, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "10000X0000000000" bit A=1 (Normal
call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.1.3.3-15: Floor Request (step 67, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00010X0000000000" bit D=1
(Emergency call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.1.3.3-16: Floor Request (step 90, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK
Value/remark Comment Condition

Information Element

Floor Indicator

Floor Indicator

"00001X0000000000"

bit E=1 (Imminent
Peril call)

bit F=X (Queueing
supported) any
value
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Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

Information Element

Value/remark

Comment

Condition

Subtype

"00001"

Acknowledgment
not required for
Floor Granted
message

Floor Indicator

Floor Indicator

"1000010000000000"

bit A=1 (Normal
call)

bit F=1 (Queueing
supported)

Table 6.1.1.1.3.3-18: Floor Release (steps 9, 19, 33, 42, 55, 79, 102, Table 6.1.1.1.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK

Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "10000X0000000000" bit A=1 (Normal
call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.1.3.3-19: Floor Release (steps 63, 72, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00010X0000000000" bit D=1
(Emergency call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.1.3.3-20: Floor Release (steps 86, 95, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00001X0000000000" bit E=1 (Imminent
Peril call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.1.3.3-21: Floor Idle (steps 11, 44, 57, 81, 104, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.6-1
Information Element Value/remark Comment Condition
Subtype "00101" Acknowledgment
not required for
Floor Idle
message

Floor Indicator

Floor Indicator

"1000010000000000"

bit A=1 (Normal
call)

bit F=1 (Queueing
supported)
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Table 6.1.1.1.3.3-22: Floor Idle (steps 65, 74, Table 6.1.1.1.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.6-1

Information Element Value/remark Comment Condition
Subtype "00101" Acknowledgment
not required for
Floor Idle
message
Floor Indicator
Floor Indicator "0001010000000000" bit D=1
(Emergency call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-23: Floor Idle (steps 88, 97, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.6-1
Information Element Value/remark Comment Condition
Subtype "00101" Acknowledgment
not required for
Floor Idle
message
Floor Indicator
Floor Indicator "0000110000000000" bit E=1 (Imminent
Peril call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-24: Floor Granted (step 14, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "10001" Acknowledgment
is required for
Floor Granted
message
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-25: Floor Granted (step 68, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "10001" Acknowledgment

is required for
Floor Granted
message

Floor Indicator

Floor Indicator

"0001010000000000"

bit D=1
(Emergency call)
bit F=1 (Queueing
supported)
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Table 6.1.1.1.3.3-26: Floor Granted (step 91, Table 6.1.1.1.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

Information Element Value/remark Comment Condition
Subtype "10001" Acknowledgment
is required for
Floor Granted
message
Floor Indicator
Floor Indicator "0000110000000000" bit E=1 (Imminent
Peril call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-27: Floor Ack (steps 15, 69, 92, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.11-1
Information Element Value/remark Comment Condition
SSRC of floor participant "10000000 11111111
00000000 00000001"
Source
Source "o" The floor
participant is the
source
Message Type
Message Type "10001" Floor Ack
message for Floor
Granted message
which requested
acknowledgment
Table 6.1.1.1.3.3-28: Floor Revoke (step 18, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.8-1
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-29: Floor Taken (steps 20, 58, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "00010" Acknowledgment
not required for
Floor Taken
message

Floor Indicator

Floor Indicator

"1000010000000000"

bit A=1 (Normal
call)

bit F=1 (Queueing
supported)
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Table 6.1.1.1.3.3-30: Floor Deny (step 23, Table 6.1.1.1.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.4-1 condition ON-NETWORK

Information Element Value/remark Comment Condition
Subtype "00011" Acknowledgment
not required for
Floor Deny
message
Reject Cause
Reject Cause "255" Cause #255 -

Other reason

Reject Phrase

"Other reason"

Floor Indicator

Floor Indicator

"1000010000000000"

bit A=1 (Normal
call)

bit F=1 (Queueing
supported)

Table 6.1.1.1.3.3-31: Floor Queue Position Info (steps 27, 31, 37, Table 6.1.1.1.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.10-1 condition ON-NETWORK

Information Element Value/remark Comment Condition
Subtype "01001" Acknowledgment
not required for
Floor Queue
Position Info
message
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-32: Floor Queue Position Request (step 30, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.9-1 condition ON-NETWORK
Information Element Value/remark | Comment | Condition

6.1.1.2

On-network / On-demand Pre-arranged Group Call / Automatic

Commencement Mode / Floor Control / Upgrade to Emergency Group Call /
Cancel Emergency State / Upgrade to Imminent Peril Group Call / Cancel
Imminent Peril State / Client Terminated (CT)

6.1.1.21 Test Purpose (TP)

@

with { UE (MCPTT Cient) registered and authorised for MCPTT }

ensure that {

when { the SS (MCPTT Server) initiates an On-denand Pre-arranged group call with Autonatic

Commencenent Mode and inplicit floor control

then { UE (MCPTT dient) responds by sending a SIP 200 (OK) nessage and after indication from
the MCPTT Server that the call was established notifies the user }

}

)

with { UE (MCPTT dient) having an ongoi ng MCPTT On-denand Pre-arranged Group Call with Autonatic

Commencenent Mbde }
ensure that {

when { the MCPTT User (MCPTT dient) engages in comunication with the invited MCPTT User(s) }
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then { UE (MCPTT Cient) respects the floor control inposed by the MCPTT Server (Fl oor Request
during a talk burst, Floor granting/release, Floor idle, Floor deny, Floor taken/revoked, Floor
request queued and queue handling) }

©)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Commencenent Mbde }
ensure that {
when { the MCPTT User (MCPTT Cient) wants to term nate the ongoing MCPTT Group Call }
then { UE (MCPTT dient) sends a SIP BYE request and | eaves the MCPTT session }

4

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Commencenent Mde }
ensure that
when { the SS (MCPTT Server) upgrades the ongoing MCPTT Group Call to an MCPTT Energency G oup

Call with floor control }

then { UE (MCPTT Cient) responds to the SIP re-1NVITE request with a SIP 200 (OK) response and
considers the call as being upgraded to an Emergency G oup Call (energency group call state = "MEGC
3: emergency-call-granted") }

®)

with { UE (MCPTT dient) in an upgraded Enmergency Goup Call }
ensure that {
when { the MCPTT User (MCPTT dient) continues comunication with the invited MCPTT User(s) }
then { UE (MCPTT dient) respects the floor control inposed by the MCPTT Server }

(6)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Commencenent Mdde whi ch was upgraded to an Energency G oup Call }
ensure that
when { the SS (MCPTT Server) cancels the ongoi ng MCPTT Energency state }
then { UE (MCPTT Cient) responds to the SIP re-INVITE request with a SIP 200 (OK) and consi ders
the energency condition cancelled }

}

@)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Commencenent Mbde }
ensure that {

when { the SS (MCPTT Server) upgrades the ongoing MCPTT Group Call to an MCPTT | nminent Peril
Goup Call with floor control }

then { UE (MCPTT Cient) responds to the SIP re-1NVITE request with a SIP 200 (OK) response and

considers the call as being upgraded to an clnminent Peril Goup Call (inmnent peril group call
state = "M G 2: in-progress") }

©)

with { UE (MCPTT dient) in an upgraded Inmnent Peril Goup Call }
ensure that {
when { the MCPTT User (MCPTT Cient) continues comunication with the invited MCPTT User(s) }
then { UE (MCPTT dient) respects the floor control inposed by the MCPTT Server }

}

©)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Comrencenent Mode whi ch was upgraded to an |mmnent Peril Goup Call }
ensure that {
when { the SS (MCPTT Server) cancels the ongoing MCPTT Inminent Peril state }
then { UE (MCPTT Cient) responds to the SIP re-INVITE request with a SIP 200 (OK) and considers
the imminent peril condition cancelled }
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(10)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call with Autonatic
Commencenent Mde }
ensure that {
when { the SS (MCPTT Server) needs to terminate the ongoing MCPTT Group Call }
then { the SS (MCPTT Server) sends a SIP BYE request and the UE (MCPTT dient) responds with a
SIP 200 (OK) and | eaves the MCPTT session }

6.1.1.2.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in: TS 24.379 clauses 10.1.1.2.1.2,
6.2.2,6.23.1.2,6.2.6,10.1.1.2.1.6,6.25.1, 10.1.1.2.3.1, 10.1.1.2.3.3 and TS 24.380, clauses 6.2.4.5.3, 6.2.4.3.5,
6.2.4.4.2,6.245.4,6.24.4.4,6.2.4.4.9,6.2.4.9.9, 6.2.4.9.6, 6.2.4.9.4. The following represents a copy/paste extraction
of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within
the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.2]
In the procedures in this subclause:

1) emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body; and

2) imminent peril indication in anincoming SIP INVITE request refers to the <imminentperil-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of aninitial SIP INVITE request, the MCPTT client shall follow the procedures for termination of
multimedia sessionsin the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:
1) may reject the SIP INVITE request if either of the following conditions are met:
a) MCPTT client does not have enough resources to handle the call; or
b) any other reason outside the scope of this specification;
and skip the rest of the steps;

2) if the SIPINVITE request isrejected in step 1), shall respond toward participating MCPTT function either with
appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or
with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict
the reason for failure and skip the rest of the steps of this subclause;

NOTE: If the SIP INVITE request contains an emergency indication or imminent peril indication, the MCPTT
client can by means beyond the scope of the present document choose to accept the request.

3) shall check if a Resource-Priority header field isincluded in the incoming SIP INVITE request and may perform
further actions outside the scope of the present document to act upon an included Resource-Priority header field
as specified in 3GPP TS 24.229 [4];

4) if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT emergency
group call and:

i) should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii) should display the MCPTT group identity of the group with the emergency condition contained in the
<mcptt-calling-group-id> element; and
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5)

6)
7)

8)

9)

iii) if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT
emergency alert and associated information;

b) shall set the MCPTT emergency group state to "MEG 2: in-progress’;
c) shall setthe MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and
d) shall set the MCPTT imminent peril group cal stateto "MIGC 1: imminent-peril-gc-capable”; otherwise

if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element contai ning the <mcptt-Params> element with the <imminentperil-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT imminent
peril group call and:

i) should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) should display the MCPTT group identity of the group with the imminent peril condition contained in the
<mcptt-calling-group-id> element; and

b) shall set the MCPTT imminent peril group state to "MIG 2: in-progress’;
may display to the MCPTT user the MCPTT ID of theinviting MCPTT user;

shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b) SIPINVITE reguest contains an Answer-Maode header field with the value "Auto" and the MCPTT service
setting at theinvited MCPTT client for answering the call is set to manual commencement mode, yet the
invited MCPTT client allows the call to be answered with automatic commencement mode;

shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b) SIPINVITE reguest contains an Answer-Mode header field with the value "Manual” and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the
invited MCPTT client allows the call to be answered with manual commencement mode; and

when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event
package as specified in subclause 10.1.3.1.

[TS24.379, clause 6.2.2]

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall processthe SDP
offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:

1)
2)

shall accept the MCPTT speech media stream in the SDP offer;

shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in
the SDP offer, for the accepted media-floor control entity;

NOTE: If the MCPTT client isbehind aNAT the IP address and port included in the SDP answer can be a

3

different IP address and port than the actual IP address and port of the MCPTT client depending on the
NAT traversal method used by the SIP/IP Core.

shall include an "m=audio” media-level section for the accepted MCPTT speech media stream consisting of:

a) the port number for the media stream;
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b) media-level attributes as specified in 3GPP TS 24.229 [4]; and
c) "i="field set to "speech" according to 3GPP TS 24.229 [4]; and

4) if included in the SDP offer, shall include the media-level section of the offered media-floor control entity
consisting of:

a) an"m=application” media-level section as specified in 3GPP TS 24.380 [5] clause 12; and
b) ‘fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.
[TS24.379, clause 6.2.3.1.2]

When performing the automatic commencement mode procedures, the MCPTT client shall follow the proceduresin
subclause 6.2.3.1.1 with the following clarification:

- TheMCPTT client may include a P-Answer-State header field with the value " Confirmed" as specified in
IETF RFC 4964 [34] in the SIP 200 (OK) response.

[TS24.379, clause 6.2.6]
Upon receiving a SIP BY E request, the MCPTT client:
1) shall interact with the media plane as specified in 3GPP TS 24.380 [5]; and
2) shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].
[TS24.379, clause 10.1.1.2.1.6]
This subclause covers both on-demand session and pre-established sessions.
Upon receipt of a SIP re-INVITE request the MCPTT client:

1) if the SIPre-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to avalue
of "true":

a) should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and

an indication that thisisan MCPTT emergency group call;

b) if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to
"true", should display to the MCPTT user an indication of the MCPTT emergency alert and associated
information;

c) shall setthe MCPTT emergency group state to "MEG 2: in-progress’;
d) shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and
€) shall set the MCPTT imminent peril group cal state to "MIGC 1: imminent-peril-gc-capable”;

2) if the SIPre-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a
value of "true":

a) should display to the MCPTT user the MCPTT ID of the originator of the MCPTT imminent peril group call
and an indication that thisis an MCPTT imminent peril group call; and

b) shall setthe MCPTT imminent peril group state to "MIG 2: in-progress’;

3) if the SIPre-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to avalue
of "false":

a) should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT emergency
group call;
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4)

5)

6)

7)
8)

9)

b) if the <mcpttinfo> element containing the <mcptt-Params> element contains an <alert-ind> element set to
"false":

i) should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and the
MCPTT ID of the MCPTT user cancelling the MCPTT emergency aert; and

ii) if the SIPre-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an
<originated-by> element:

A) should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the
MCPTT user that originated the MCPTT emergency alert; and

B) if the MCPTT ID contained in the <originated-by> element isthe MCPTT ID of the receiving
MCPTT user shall set the MCPTT emergency aert state to "MEA 1: no-aert”;

) shall set the MCPTT emergency group state to "MEG 1: no-emergency"; and

d) if the MCPTT emergency group call state of the group is set to "MEGC 3: emergency-call-granted”, shall set
the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable”;

if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a
value of "false":

a) should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT imminent peril
group call and an indication that thisisan MCPTT imminent peril group call;

b) shall setthe MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and
¢) shall set the MCPTT imminent peril group cal stateto "MIGC 1: imminent-peril-gc-capable”;

shall check if a Resource-Priority header field isincluded in the incoming SIP re-INVITE request and may
perform further actions outside the scope of the present document to act upon an included Resource-Priority
header field as specified in 3GPP TS 24.229 [4];

shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures
of 3GPP TS 24.229 [4];

shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
service.ims.icsi.meptt” in the Contact header field of the SIP 200 (OK) response;

if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP
200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4]
with the clarifications given in subclause 6.2.2;

10)if the SIP re-INVITE request was received within a pre-established session, shall include an SDP answer in the

SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to
3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session;

NOTE: TheSIPre-INVITE request can be received within an on-demand session or a pre-established session. If

the SIP re-INVITE request is received within a pre-established session, the media-level section for the
MCPTT speech media stream and the media-level section of the media-floor control entity are expected
to be the same as was negotiated in the existing pre-established session.

11)shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of

3GPP TS 24.229 [4]; and

12) shall interact with the media plane as specified in 3GPP TS 24.380 [5].

[TS 24.379, clause 6.2.5.1]

When the MCPTT client wants to release an MCPTT session established using on-demand session signalling, the
MCPTT client:
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1) shal interact with the media plane as specified in 3GPP TS 24.380 [5];

2) shall generate a SIP BY E request according to 3GPP TS 24.229 [4];

3) shall set the Request-URI to the MCPTT session identity to release; and

4) shall send aSIP BY E request towards MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BY E request, the MCPTT client shall interact with the media plane
as specified in 3GPP TS 24.380 [5].

[TS24.379, clause 10.1.1.2.3.1]

When an MCPTT client wants to leave the MCPTT session that has been established using on-demand session, the
MCPTT client shall follow the procedures as specified in subclause 6.2.4.1.

[TS24.379, clause 10.1.1.2.3.3]

Upon receiving a SIP BY E request for releasing the prearranged MCPTT group call, the MCPTT client shall follow the
procedures as specified in subclause 6.2.6.

[TS24.380, clause 6.2.4.5.3]
Upon receiving an indication from the user to release the permission to send RTP media, the floor participant:
1. shall send aFloor Release message towards the floor control server The Floor Release message:

a. may include the first bit in the subtype of the Floor Release message set to '1' (acknowledgement is required)
as specified in subclause 8.2.2;

NOTE: Itisanimplementation option to handle the receipt of the Floor Ack message and what action to take if
the Floor Ack message is not received.

b. if the sessionisabroadcast cal and if the session was established as a normal call, shall include the Floor
Indicator with the A-bit set to "1' (Normal call); and

c. if the Floor Granted message included the G-bit set to '1' (Dual floor), shall include the Floor Indicator with
the G-bit set to '1' (Dual floor);

2. shall remove the indication that the participant is overriding without revoke if thisindication is stored;
3. shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and
4. shall enter the 'U: pending Release’ state.
[TS 24.380, clause 6.2.4.3.5]
Upon receiving an indication from the user to request permission to send media, the floor participant:
1. shall send the Floor Request message toward the floor control server; The Floor Request message:

a. if adifferent priority than the normal priority is required, shall include the Floor Priority field with the
priority not higher than negotiated with the floor control server as specified in subclause 14.3.3; and

b. if the floor request is a broadcast group call, system call, emergency call or an imminent peril call, shall
include a Floor Indicator field indicating the relevant call types,

2. shall start timer T101 (Floor Request) and initialise counter C101 (Floor Request) to 1; and
3. shall enter the 'U: pending Request’ state.
[TS 24.380, clause 6.2.4.4.2]

Upon receiving a Floor Granted message from the floor control server or afloor granted indication in an SIP 200 (OK)
response in the application and signalling layer, the floor participant:

1. if thefirst bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described
in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:
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a. shal include the Message Type field set to '1' (Floor Granted); and
b. shall include the Source field set to '0' (the floor participant is the source);
2. shall provide floor granted notification to the user, if not already done;

NOTE: Providing the floor granted notification to the user prior to receiving the Floor Granted message is an
implementation option.

3. if the Floor Indicator field isincluded and the B-bit is set to "1' (Broadcast group call), shall provide a
notification to the user indicating the type of call;

4. if the G-bit in the Floor Indicator is set to '1' (Dual floor) shall store an indication that the participant is
overriding without revoke;

5. shall stop the optional timer T103 (End of RTP media), if running;
6. shall stop timer T101 (Floor Request); and
7. shall enter the 'U: has permission’ state.
[TS 24.380, clause 6.2.4.5.4]
Upon receiving a Floor Revoke message, the floor participant:
1. shall inform the user that the permission to send RTP mediais being revoked;
2. may give information to the user about the reason for revoking the permission to send media;

3. shall request the mediainthe MCPTT client discard any remaining buffered RTP media packets and to stop
forwarding of encoded voice to the MCPTT server;

4 if the G-bit in the Floor Indicator is set to '1' (Dual floor):
a. shall send aFloor Release message. In the Floor Release message:
i. shal include the Floor Indicator with the G-bit set to '1' (Dual floor); and
ii. may set thefirst bit in the subtypeto '1' (Acknowledgment is required) as described in subclause 8.3.2;
5 if the G-hit in the Floor Indicator is set to '0' (not Dual floor):
a. shall send a Floor Release message. In the Floor Release message:
i. shal include the Floor Indicator with the G-hit set to '0' (not Dual floor); and
ii. may set thefirst bit in the subtype to '1' (Acknowledgment is required) as described in subclause 8.3.2;

NOTE: Itisanimplementation option to handle the receipt of the Floor Ack message and what action to take if
the Floor Ack message is not received.

6. shall start timer T100 (Floor Release) and initialize counter C100 (Floor Release) to 1; and
7. shall enter the 'U: pending Release’ state.

[TS 24.380, clause 6.2.4.4.4]

Upon receiving a Floor Deny message, the floor participant:

1. if thefirst bit in the subtype of the Floor Deny message is set to '1' (Acknowledgment is required) as described in
subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shall include the Message Type field set to '3' (Floor Deny); and
b. shall include the Source field set to '0" (the floor participant is the source);

2. shall provide floor deny notification to the user;
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3. may display the floor deny reason to the user using information in the Reject Cause field;
4. shall stop timer T101 (Floor Request); and
5. shall enter the 'U: has no permission’ state.

[TS 24.380, clause 6.2.4.4.9]

Upon receiving a Floor Queue Position Info message, the floor participant:

1. if thefirst bit in the subtype of the Floor Queue Position Info messageis set to '1' (Acknowledgment is required)
as described in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shall include the Message Type field set to '9' (Floor Queue Position Info); and
b. shall include the Source field set to '0'" (the floor participant is the source);
2. shall provide floor request queued response notification to the MCPTT user;
3. may provide the queue position and priority to the MCPTT user; and
4. shall enter the 'U: queued' state.
[TS 24.380, clause 6.2.4.9.9]
Upon receipt of an indication from the MCPTT client to request the queue position, the floor participant:
1. shall send the Floor Queue Position Request message;

2. shall start timer T104 (Floor Queue Position Request) and initialize counter C104 (Floor Queue Position
Request) to 1; and

3. remaininthe'U: queued' state.
[TS24.380, clause 6.2.4.9.6]
Upon receiving an indication from the MCPTT user to release the queued floor request, the floor participant:
1. shall send aFloor Release message: The Floor Release message:
a. may include the Floor Indicator field changing a broadcast group call to a normal call;

2. may set the first bit in the subtype of the Floor Release message to '1' (Acknowledgment is required) as
described in subclause 8.3.2;

NOTE: Itisanimplementation option to handle the receipt of the Floor Ack message and what action to take if
the Floor Ack message is not received.

3. shall start timer T100 (Floor Release) and initialise counter C10 (Floor Release) to 1;
4. shall stop timer T104 (Floor Queue Position Request), if running; and
5. shall enter the 'U: pending Release’ state.

[TS 24.380, clause 6.2.4.9.4]

Upon receiving a Floor Granted message, the floor participant:

1. if thefirst bit in the subtype of the Floor Granted message is set to '1' (Acknowledgment is required) as described
in subclause 8.3.2, shall send a Floor Ack message. The Floor Ack message:

a. shall include the Message Type field set to '1' (Floor Granted); and
b. shall include the Source field set to '0" (the floor participant is the source);

2. shall provide afloor granted notification to the MCPTT user;

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 99 ETSI TS 136 579-2 V14.2.0 (2019-05)

N o 0 &

if the Floor Indicator field isincluded and the B-bit is set to '1' (Broadcast group call), shall provide a
notification to the user indicating the type of call;

shall stop timer T104 (Floor Queue Position Request), if running;
shall start timer T132 (Queued granted user action);
shall indicate the user that the floor is granted; and

shall remain in the 'U: queued' state.

6.1.1.2.3 Test description

6.1.1.2.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [ 2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.2.3.2 Test procedure sequence

Table 6.1.1.2.3.2-1: Main Behaviour
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St

Procedure

Message Sequence

Message

TP

Verdict

SS initiates an on-demand pre-arranged group
call with automatic commencement mode and
implicit floor control

SIP INVITE

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.4 Generic Test Procedure for MCPTT CT
communication in E-UTRA . The test
sequence below shows only the MCPTT
relevant messages exchanged.

EXCEPTION: Step 2al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

2al

Check: Does the UE (MCPTT Client) respond
with a SIP 183 (Session Progress)?

SIP 183 (Session Progress)

EXCEPTION: Step 3al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

3al

The SS responds to the SIP 183 (Session
Progress) with a SIP PRACK

<--

SIP PRACK

EXCEPTION: Step 4al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

4al

Check: Does the UE (MCPTT Client) respond
with a SIP 180 (Ringing)?

SIP 180 (Ringing)

Check: Does the UE (MCPTT Client) answer
the call with a SIP 200 (OK)?

SIP 200 (OK)

The SS responds to the SIP 200 (OK) with a
SIP ACK

SIP ACK

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken

Check: Does the UE (MCPTT client) notify the
user that the call has been successfully
established and that floor control is taken by
the caller?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

10

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

11

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

12

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted

13

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message?

Floor Ack

14

Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

ETSI




3GPP TS 36.579-2 version 14.2.0 Release 14

102

ETSI TS 136 579-2 V14.2.0 (2019-05)

15

The SS overrides the MCPTT Client and
grants the floor to a higher priority MCPTT
Client.

16

The SS sends a Floor Revoke message with
the Reject Cause set to #4 - Media Burst pre-
empted.

Floor Revoke

17

Check: Does the MCPTT Client send a Floor
Release message.

Floor Release

18

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken

19

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

20

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

21

The SS sends a Floor Deny message with no
acknowledgement required and Cause Code
#255

Floor Deny

22

Check: Does the MCPTT Client provide floor
deny notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

23

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

24

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

25

The SS sends a Floor Queue Position Info
message indicating that the Floor Request was
queued

Floor Queue Position Info

26

Check: Does the MCPTT Client provide floor
request queued response natification to the
MCPTT user?

27

Make the MCPTT User request the current
position in the queue

28

Check: Does the UE (MCPTT client) send a
Floor Queue Position Request message?

Floor Queue Position Request

29

The SS sends a Floor Queue Position Info
message with no acknowledgement required
indicating the current queue position

Floor Queue Position Info

30

Make the MCPTT User request to cancel the
Floor Request and end being in the queue
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

31

Check: Does the UE (MCPTT client) send a
Floor Release message to cancel the queue
position?

Floor Release

EXCEPTION: Step 32al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

32al

The SS sends a Floor Ack message

Floor Ack

33

Make the MCPTT User request to speak (e.g.
pressing the PTT button)

34

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

35

The SS sends a Floor Queue Position Info
message indicating that the Floor Request was
gueued

Floor Queue Position Info
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36 Check: Does the MCPTT Client provide floor
request queued response notification to the
MCPTT user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

37 | The SS sends a Floor Granted message with
no acknowledgement required

Floor Granted

38 Check: Does the MCPTT Client provide a floor
granted notification to the MCPTT user?

39 Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

40 Check: Does the UE (MCPTT client) send a
Floor Release message?

Floor Release

- EXCEPTION: Step 41al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

41al | The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

42 The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

43 Make the MCPTT User end the on-demand
group call.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

44 Check: Does the UE (MCPTT Client) send a
SIP BYE message to end the on-demand
group call.

SIP BYE

10 P

45 | The SS sends a SIP 200 (OK)

SIP 200 (OK)

- EXCEPTION: SS releases the E-UTRA
connection.

46 SS initiates an on-demand pre-arranged group
call with automatic commencement mode and
implicit floor control

SIP INVITE

- EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.4 Generic Test Procedure for MCPTT CT
communication in E-UTRA". The test
sequence below shows only the MCPTT
relevant messages exchanged.

- EXCEPTION: Step 47al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

47al | Check: Does the UE (MCPTT Client) respond
with a SIP 183 (Session Progress)?

SIP 183 (Session Progress) 1 P

- EXCEPTION: Step 48al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

48al | The SS responds to the SIP 183 (Session
Progress) with a SIP PRACK

SIP PRACK

- EXCEPTION: Step 49al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.
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49al

Check: Does the UE (MCPTT Client) respond
with a SIP 180 (Ringing)?

SIP 180 (Ringing) 1 P

50

Check: Does the UE (MCPTT Client) answer
the call with a SIP 200 (OK)?

SIP 200 (OK)

51

The SS responds to the SIP 200 (OK) with a
SIP ACK

SIP ACK

52

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken

53

SS upgrades the On-Demand Pre-arranged
Group Call to MCPTT Emergency Group Call

SIP re-INVITE

54

Check: Does the UE (MCPTT Client) to the
upgrade to an emergency call with a SIP 200
(OK)?

SIP 200 (OK)

55

The SS sends a Floor Idle message with no
acknowledgement required

<--

Floor Idle

56

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

57

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

58

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted

59

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message

Floor Ack

60

Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

61

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

62

Check: Does the UE (MCPTT client) send a
Floor Release message?

Floor Release

EXCEPTION: Step 63al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

63al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

64

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

65

SS sends a SIP re-INVITE message to cancel
the emergency state

SIP re-INVITE

66

Check: Does the UE (MCPTT Client) respond
to the emergency state cancel with a SIP 200
(OK)?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

SIP 200 (OK)

67

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken

68

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

69

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

70

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

71

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted
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72

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message

Floor Ack

73

Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

74

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

75

Check: Does the UE (MCPTT client) send a
Floor Release message?

Floor Release

EXCEPTION: Step 76al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

76al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

77

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

78

SS upgrades the On-Demand Pre-arranged
Group Call to MCPTT Imminent Peril Group
Call

SIP re-INVITE

79

Check: Does the UE (MCPTT Client) to the
upgrade to an imminent peril call with a SIP
200 (OK)?

SIP 200 (OK)

80

The SS sends a Floor Idle message with no
acknowledgement required

<--

Floor Idle

81

Make the MCPTT User request to speak (e.g.
pressing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

82

Check: Does the UE (MCPTT client) send a
Floor Request message?

Floor Request

83

The SS sends a Floor Granted message with
an acknowledgement required

Floor Granted

84

Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message

Floor Ack

85

Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

86

Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

87

Check: Does the UE (MCPTT client) send a
Floor Release message?

Floor Release

EXCEPTION: Step 88al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

88al

The SS sends a Floor Ack message in
response to the Floor Release message

Floor Ack

89

The SS sends a Floor Idle message with no
acknowledgement required

Floor Idle

90

SS sends a SIP re-INVITE message to cancel
the imminent peril state

SIP re-INVITE

91

Check: Does the UE (MCPTT Client) respond
to the imminent peril state cancel with a SIP
200 (OK)?

SIP 200 (OK)

92

The SS sends a Floor Taken message with no
acknowledgement required

Floor Taken
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93 The SS sends a Floor Idle message with no
acknowledgement required

<-- Floor Idle

94 Make the MCPTT User request to speak (e.g.
pressing the PTT button)

95 Check: Does the UE (MCPTT client) send a
Floor Request message?

--> Floor Request

96 The SS sends a Floor Granted message with
an acknowledgement required

<-- Floor Granted

97 Check: Does the UE (MCPTT client) send a
Floor Ack message in response to the Floor
Granted message

> Floor Ack

98 Check: Does the MCPTT Client provide floor
granted notification to the MCPTT User?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

99 Make the MCPTT User indicate end of talking
(e.g. releasing the PTT button).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

100 | Check: Does the UE (MCPTT client) send a
Floor Release message?

--> Floor Release

- EXCEPTION: Step 101al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release
message.

101a | The SS sends a Floor Ack message in
1 response to the Floor Release message

<-- Floor Ack

102 | The SS sends a Floor Idle message with no
acknowledgement required

<-- Floor Idle

103 | The SS sends a SIP BYE message to end the
On-demand Pre-arranged Group Call

<-- SIP BYE

104 | Check: Does the UE (MCPTT client) respond
to the SIP BYE message with a SIP 200 (OK)
message?

—> | SIP 200 (OK)

- EXCEPTION: SS releases the E-UTRA
connection.

6.1.1.2.3.3 Specific message contents

Table 6.1.1.2.3.3-1: SIP INVITE (steps 1, 46, Table 6.1.1.2.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL

Table 6.1.1.2.3.3-2: SIP 200 (OK) (step 45, Table 6.1.1.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

Information Element Value/remark

Comment Reference

Condition

Content-Type

Content-Length "0"

not present
Message-body

No message body
included - end of SIP
message
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL and EMERGENCY-CALL

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
6.1.1.2.3.3-4
Table 6.1.1.2.3.3-4: MCPTT-INFO in SIP re-INVITE (Table 6.1.1.2.3.3-3)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.2-1 condition GROUP-CALL and EMERGENCY-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
alert-ind "false”
Table 6.1.1.2.3.3-5: SIP re-INVITE (step 65, Table 6.1.1.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.
mcptt-info+xml"
MCPPT-Info As described in Table
6.1.1.2.3.3-6
Table 6.1.1.2.3.3-6: MCPTT-INFO in SIP re-INVITE (Table 6.1.1.1.3.3-5)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.2-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
emergency-ind "false"
alert-ind "false”
Table 6.1.1.2.3.3-7: SIP re-INVITE (step 78, Table 6.1.1.2.3.2-1)
| Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL and IMMPERIL-CALL
Table 6.1.1.2.3.3-8: SIP re-INVITE (step 90, Table 6.1.1.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition

Content-Type

Content-Length

Message-body

MIME-Content-Type

"application/vnd.3gpp.
mcptt-info+xml"

MCPPT-Info

As described in Table
6.1.1.2.3.3-9
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Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.2-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
imminentperil-ind "false”
Table 6.1.1.2.3.3-10: SIP 200 (OK) (step 104, Table 6.1.1.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 6.1.1.2.3.3-11: Floor Taken (steps 7, 18, 52, 67, 92, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.7-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "00010" Acknowledgment
not required for
Floor Taken
message
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.2.3.3-12: Floor Idle (steps 9, 42, 68, 77, 93, 102, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.6-1
Information Element Value/remark Comment Condition
Subtype "00101" Acknowledgment
not required for
Floor Idle
message
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.2.3.3-13: Floor Idle (steps 55, 64, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.6-1
Information Element Value/remark Comment Condition
Subtype "00101" Acknowledgment
not required for
Floor Idle
message
Floor Indicator
Floor Indicator "0001010000000000" bit D=1

(Emergency call)
bit F=1 (Queueing
supported)
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Derivation Path: 36.579-1 [2], Table 5.5.6.6-1

Information Element Value/remark Comment Condition
Subtype "00101" Acknowledgment
not required for
Floor Idle
message

Floor Indicator

Floor Indicator

"0000110000000000"

bit E=1 (Imminent
Peril call)

bit F=1 (Queueing
supported)

Table 6.1.1.2.3.3-15: Floor Request (steps 11, 20, 24, 34, 70, 95, Table 6.1.1.2.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK

Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "10000X0000000000" bit A=1 (Normal
call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.2.3.3-16: Floor Request (step 57, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00010X0000000000" bit D=1
(Emergency call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.2.3.3-17: Floor Request (step 82, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.2-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00001X0000000000" bit E=1 (Imminent
Peril call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.2.3.3-18: Floor Granted (step 12, 71, 96, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "10001" Acknowledgment

is required for
Floor Granted
message

Floor Indicator

Floor Indicator

"1000010000000000"

bit A=1 (Normal
call)

bit F=1 (Queueing
supported)
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Table 6.1.1.2.3.3-19: Floor Granted (step 37, Table 6.1.1.2.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK

Information Element Value/remark Comment Condition
Subtype "00001" Acknowledgment
not required for
Floor Granted
message
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.2.3.3-20: Floor Granted (step 58, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "10001" Acknowledgment
is required for
Floor Granted
message
Floor Indicator
Floor Indicator "0001010000000000" bit D=1
(Emergency call)
bit F=1 (Queueing
supported)
Table 6.1.1.1.3.3-21: Floor Granted (step 83, Table 6.1.1.1.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.3-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "10001" Acknowledgment
is required for
Floor Granted
message
Floor Indicator
Floor Indicator "0000110000000000" bit E=1 (Imminent
Peril call)
bit F=1 (Queueing
supported)
Table 6.1.1.2.3.3-22: Floor Ack (steps 13, 59, 72, 84, 97, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.11-1
Information Element Value/remark Comment Condition
SSRC of floor participant "10000000 11111111
00000000 00000001"
Source
Source "o" The floor
participant is the
source
Message Type
Message Type "10001" Floor Ack
message for Floor
Granted message
which requested
acknowledgment
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Derivation Path: 36.579-1 [2], Table 5.5.6.8-1

Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal
call)
bit F=1 (Queueing
supported)
Table 6.1.1.2.3.3-24: Floor Release (steps 17, 31, 40, 75, 100, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "10000X0000000000" bit A=1 (Normal
call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.2.3.3-25: Floor Release (steps 62, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00010X0000000000" bit D=1
(Emergency call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.2.3.3-26: Floor Release (steps 87, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.5-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Floor Indicator
Floor Indicator "00001X0000000000" bit E=1 (Imminent
Peril call)
bit F=X (Queueing
supported) any
value
Table 6.1.1.2.3.3-27: Floor Deny (step 21, Table 6.1.1.2.3.2-1)
Derivation Path: 36.579-1 [2], Table 5.5.6.4-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "00011" Acknowledgment
not required for
Floor Deny
message
Reject Cause
Reject Cause "255" Cause #255 -

Other reason

..Reject Phrase

"Other reason"

Floor Indicator

Floor Indicator

"1000010000000000"

bit A=1 (Normal
call)

bit F=1 (Queueing
supported)
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Table 6.1.1.2.3.3-28: Floor Queue Position Info (steps 25, 29, 35, Table 6.1.1.2.3.2-1)

Derivation Path: 36.579-1 [2], Table 5.5.6.10-1 condition ON-NETWORK
Information Element Value/remark Comment Condition
Subtype "01001" Acknowledgment
not required for
Floor Queue
Position Info
message

Floor Indicator
Floor Indicator "1000010000000000" bit A=1 (Normal

call)

bit F=1 (Queueing

supported)

Table 6.1.1.2.3.3-29: Floor Queue Position Request (step 28, Table 6.1.1.2.3.2-1)

[ Derivation Path: 36.579-1 [2], Table 5.5.6.9-1 condition ON-NETWORK |

6.1.1.3 On-network / On-demand Pre-arranged Group Call / Manual Commencement
Mode / Client Originated (CO)

6.1.1.3.1 Test Purpose (TP)

@

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnent of an MCPTT On-denand Pre-arranged G oup Call
requesting Manual Commencenent Mdde at the invited MCPTT client(s) and inplicit floor control }
then { UE (MCPTT dient) requests On-denand Manual Commencenent Mode Pre-arranged G oup Call
establishment with inplicit floor control by sending a SIP | NVI TE nessage }
}

)

with { UE (MCPTT dient) having an ongoi ng On-demand Pre-arranged G oup Call w th Manual
Comencenent Mode }
ensure that {
when { the MCPTT User (MCPTT Cient) wants to term nate the ongoing MCPTT Group Call }
then { UE (MCPTT dient) sends a SIP BYE request and | eaves the MCPTT session }

6.1.1.3.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clauses 10.1.1.2.1.1,
6.2.1,10.1.1.2.3.1, 6.2.4.1. The following represents a copy/paste extraction of the requirements relevant to the test
purpose; any references within the copy/paste text should be understood within the scope of the core spec they have
been copied from. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving arequest from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client
shall generate an initial SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an
MCPTT prearranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply
with the procedures in subclause 6.2.8.1.1;

2) if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client
shall comply with the procedures in subclause 6.2.8.1.9;
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3) if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with
the proceduresin subclause 6.2.8.2;

4) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require” and "explicit" header field parameters according to IETF RFC 3841 [6];

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

8) should include the "timer" option tag in the Supported header field;

9) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
"refresher”" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to

uac”;

10)shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1. The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

11) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

12)if the MCPTT client emergency group state for this group is set to "MEG 2: in-progress' or "MEG 4: confirm-
pending”, the MCPTT client shall include the Resource-Priority header field and comply with the proceduresin
subclause 6.2.8.1.2;

13)if the MCPTT client imminent peril group state for thisgroup is set to "MIG 2: in-progress’ or "MIG 3: confirm-
pending" shall include the Resource-Priority header field and comply with the proceduresin
subclause 6.2.8.1.12;

14) shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the<session-type> element set to avalue of "prearranged”;
b) the <mcptt-request-uri> element set to the group identity;
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and

NOTE 2: The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this
will be inserted into the body of the SIP INVITE request that is sent from the originating participating
MCPTT function.

d) if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGI with a
MCPTT group 1D, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3: Thetext "can associate the TGl withaMCPTT group ID" means that the MCPTT client isable to
determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4: The MCPTT client isinformed about temporary groups and regrouping of MCPTT groups that the user is
amember of as specified in 3GPP TS 24.381 [31].

NOTE 5: If the MCPTT user selected a TGl where there are several MCPTT groups wherethe MCPTT user isa
member, the MCPTT client selects one of those MCPTT groups.

15)shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 114 ETSI TS 136 579-2 V14.2.0 (2019-05)

16)if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and

17)shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5] ;

2) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted” or the MCPTT imminent peril group call stateis set to "MIGC 2: imminent-peril-call-
requested” or "MIGC 3: imminent-peril-call-granted”, the MCPTT client shall perform the actions specified in
subclause 6.2.8.1.4; and

3) may subscribe to the conference event package as specified in subclause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1) if the MCPTT emergency group call stateis set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted”; or

2) if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested” or
"MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session I1D identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

[TS24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4]
and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor
control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1) shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control
shall be used, for the offered media-floor control entity;

NOTE: If the MCPTT client isbehind a NAT the IP address and port included in the SDP offer can be a different
IP address and port than the actual 1P address and port of the MCPTT client depending on the NAT
traversal method used by the SIP/IP Core.

2) shall include an "m=audio" media-level section for the MCPTT media stream consisting of:
a) the port number for the media stream selected; and
b) the codec(s) and media parameters and attributes with the following clarification:
i) ifthe MCPTT client isinitiating a call to a group identity;

ii) if the <preferred-voice-encodings> element is present in the group document retrieved by the group
management client as specified in 3GPP TS 24.381 [31] containing an <encoding> element with a
"name" attribute; and

iii) if the MCPTT client supports the encoding name indicated in the value of the "name" attribute;
thenthe MCPTT client:

i) shall insert the value of the "name" attribute in the <encoding name> field of the "a=rtpmap" attribute as
defined in IETF RFC 4566 [12]; and

c) "i="field set to "speech” according to 3GPP TS 24.229 [4];

3) if floor control shall be used during the session, shall include an "m=application" media-level section as
specified in 3GPP TS 24.380 [5] clause 12 for amedia-floor control entity, consisting of:
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a) the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b) the'fmtp’ attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4) if end-to-end security isrequired for a private call and the SDP offer is not for establishing a pre-established
session, shall include the MIKEY-SAKKE |_MESSAGE in an "a=key-mgmt" attribute as a"mikey" attribute
value in the SDP offer as specified in IETF RFC 4567 [47].

[TS24.379, clause 10.1.1.2.3.1]

When an MCPTT client wants to leave the MCPTT session that has been established using on-demand session, the
MCPTT client shall follow the procedures as specified in subclause 6.2.4.1.

[TS24.379, clause 6.2.4.1]

Upon receiving arequest from an MCPTT user to leave an MCPTT session established using on-demand session
signalling, the MCPTT client:

1) shall interact with the media plane as specified in 3GPP TS 24.380 [5];

2) shall generate a SIP BY E request according to 3GPP TS 24.229 [4];

3) shall set the Request-URI to the MCPTT session identity to leave; and

4) shall send a SIP BY E request towards MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BY E request, the MCPTT client shall interact with the media plane
as specified in 3GPP TS 24.380 [5].

6.1.1.3.3 Test description
6.1.1.3.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.3.3.2 Test procedure sequence

Table 6.1.1.3.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message

1 Make the MCPTT User request the - - - -
establishment of an MCPTT on-demand pre-
arranged group call, manual commencement
mode, with explicit request for floor control
(implicit floor control).

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT on-demand pre-
arranged group call with manual
commencement mode and implicit floor

control?
3 The SS sends SIP 100 Trying <-- SIP 100 Trying - -
4 The SS sends SIP 180 Ringing <-- SIP 180 Ringing - -
5 SS sends SIP 200 (OK), indicating that the <-- SIP 200 (OK) - -
MCPTT call has been established
6 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P

SIP ACK in response to the SIP 200 (OK)

7 Make the MCPTT User end the on-demand - - - -
group call.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

8 Check: Does the UE (MCPTT Client) send a --> SIP BYE 2 P
SIP BYE message to end the on-demand
group call.
9 The SS sends a SIP 200 (OK) <-- SIP 200 (OK)
EXCEPTION: SS releases the E-UTRA - - - -
connection.
6.1.1.3.3.3 Specific message contents

Table 6.1.1.3.3.3-1: SIP INVITE (step 2, Table 6.1.1.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1 condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
Answer-Mode
value "Manual"

Table 6.1.1.3.3.3-2: SIP 200 (OK) (step 9, Table 6.1.1.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
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6.1.1.4 On-network / On-demand Pre-arranged Group Call / Manual Commencement
Mode / Client Terminated (CT)

6.1.1.4.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) registered and authorised for MCPTT }
ensure that {
when { the SS (MCPTT Server) initiates an On-denand Pre-arranged group call with Manual
Commencenent Mde }
then { UE (MCPTT dient) responds by sending a SIP 200 (OK) nessage and notifies the user that
the call was established and respects the floor control inmposed by the MCPTT Server }

}

2

with { UE (MCPTT dient) having an ongoi ng On-demand Pre-arranged Goup Call w th Mnual
Commencenent Mde }
ensure that {
when { the SS (MCPTT Server) needs to terminate the ongoing MCPTT Group Call }
then { the SS (MCPTT Server) sends a SIP BYE request and the UE (MCPTT dient) responds with a
SIP 200 (OK) and | eaves the MCPTT session }

©)

with { UE (MCPTT dient) registered and authorised for MCPTT }
ensure that {
when { the SS (MCPTT Server) initiates an On-denand Pre-arranged group call with Manual
Commencenent Mdde and the MCPTT User (MCPTT dient) chooses to reject the call }
then { UE (MCPTT dient) responds by sending a SIP 480 (Tenporarily unavail able) nessage to the
SSin order to reject the call }

}

6.1.1.4.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clauses 10.1.1.2.1.2,
6.2.2,6.2.3.2.2, 6.5, 10.1.1.2.3.3, 6.2.6. Unless otherwise stated these are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.2]
In the procedures in this subclause:

1) emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the
application/vnd.3gpp.meptt-info+xml MIME body; and

2) imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of aninitial SIP INVITE request, the MCPTT client shall follow the procedures for termination of
multimedia sessionsin the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:
1) may reject the SIP INVITE request if either of the following conditions are met:
a) MCPTT client does not have enough resources to handle the call; or
b) any other reason outside the scope of the present document;
and skip the rest of the steps;

2) if the SIPINVITE request isrejected in step 1), shall respond toward participating MCPTT function either with
appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or
with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict
the reason for failure and skip the rest of the steps of this subclause;
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NOTE: If the SIPINVITE request contains an emergency indication or imminent peril indication, the MCPTT

3)

4)

5)

6)
7)

8)

client can by means beyond the scope of the present document choose to accept the request.

shall check if a Resource-Priority header field isincluded in the incoming SIP INVITE request and may perform
further actions outside the scope of the present document to act upon an included Resource-Priority header field
as specified in 3GPP TS 24.229 [4];

if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <emergency-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT emergency
group cal and:

i) should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii) should display the MCPTT group identity of the group with the emergency condition contained in the
<mcptt-calling-group-id> element; and

iii) if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT
emergency alert and associated information;

b) shall set the MCPTT emergency group state to "MEG 2: in-progress’;
c) shall setthe MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and
d) shall set the MCPTT imminent peril group call state to "MIGC 1: imminent-peril-gc-capable"; otherwise

if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <imminentperil-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT imminent
peril group call and:

i) should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) should display the MCPTT group identity of the group with the imminent peril condition contained in the
<mcptt-calling-group-id> element; and

b) shall setthe MCPTT imminent peril group state to "MIG 3: in-progress’;
may display to the MCPTT user the MCPTT ID of theinviting MCPTT user;

shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b) SIPINVITE reguest contains an Answer-Maode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the
invited MCPTT client allows the call to be answered with automatic commencement mode;

shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the
invited MCPTT client allows the call to be answered with manual commencement mode; and

9) when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event

package as specified in subclause 10.1.3.1.
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[TS24.379, clause 6.2.2]

When the MCPTT client receives an initial SDP offer for an MCPTT session, the MCPTT client shall process the SDP
offer and shall compose an SDP answer according to 3GPP TS 24.229 [4].

When composing an SDP answer, the MCPTT client:
1) shall accept the MCPTT speech media stream in the SDP offer;

2) shall set the IP address of the MCPTT client for the accepted MCPTT speech media stream and, if included in
the SDP offer, for the accepted media-floor control entity;

NOTE: If the MCPTT client isbehind aNAT the IP address and port included in the SDP answer can be a
different IP address and port than the actual | P address and port of the MCPTT client depending on the
NAT traversal method used by the SIP/IP Core.

3) shall include an "m=audio” media-level section for the accepted MCPTT speech media stream consisting of:
a) the port number for the media stream;
b) media-level attributes as specified in 3GPP TS 24.229 [4]; and
c) "i=" field set to "speech" according to 3GPP TS 24.229 [4]; and

4) if included in the SDP offer, shall include the media-level section of the offered media-floor control entity
consisting of:

a) an"m=application” media-level section as specified in 3GPP TS 24.380 [5] clause 12; and
b) 'fmtp' attributes as specified in 3GPP TS 24.380 [5] clause 14.
[TS24.379, clause 6.2.3.2.2]
When performing the manual commencement mode procedures:

1) theterminating MCPTT client may automatically generate a SIP 183 (Session Progress) in accordance with
3GPP TS 24.229 [4], prior to the MCPTT user's acknowledgement; and

2) if the MCPTT user declinesthe MCPTT session invitation the MCPTT client shall send a SIP 480 (Temporarily
Unavailable) response towards the MCPTT server with the warning text set to: "110 user declined the call
invitation" in a Warning header field as specified in subclause 4.4, and not continue with the rest of the stepsin
this subclause.

When generating a SIP 183 (Session Progress) response, the MCPTT client:
1) shall include the following in the Contact header field:
a) theg.3gpp.mcptt media feature tag; and
b) the g.3gpp.icsi-ref mediafeature tag containing the val ue of "urn:urn-7:3gpp-service.ims.icsi.mcptt"; and
2) may include a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [34];

When sending the SIP 200 (OK) response to the incoming SIP INVITE request, the MCPTT client shall follow the
procedures in subclause 6.2.3.1.2.

When NAT traversal is supported by the MCPTT client and when the MCPTT client is behind a NAT, generation of
SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [15].

[TS24.379, clause 6.5]
The MCPTT client and the MCPTT server shall support several MIME bodiesin SIP request and SIP responses.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains more than one
MIME body, the MCPTT client or the MCPTT server:
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1) shall, as specified in IETF RFC 2046 [21], include one Content-Type header field with the value set to
multipart/mixed and with a boundary delimiter parameter set to any chosen value;
2) for each MIME body:
a) shall insert the boundary delimiter;
b) shall insert the Content-Type header field with the MIME type of the MIME body; and
¢) shall insert the content of the MIME body;
3) shall insert afinal boundary delimiter; and

4) if an SDP offer or an SDP answer is one of the MIME bodies, shall insert the application/sdp MIME body asthe
first MIME body.

NOTE: The reason for inserting the application/sdp MIME body asthe first body isthat if afunctional entity in
the underlying SIP core does not understand multiple MIME bodies, the functional entity will ignore all
MIME bodies with the exception of the first MIME body. The order of multiple MCPTT application
MIME bodiesin a SIP message isirrelevant.

When the MCPTT client or the MCPTT server sends a SIP message and the SIP message contains only one MIME
body, the MCPTT client or the MCPTT server:

1) shall include a Content-Type header field set to the MIME type of the MIME body; and
2) shall insert the content of the MIME body.
[TS24.379, clause 10.1.1.2.3.3]

Upon receiving a SIP BY E request for releasing the prearranged MCPTT group call, the MCPTT client shall follow the
procedures as specified in subclause 6.2.6.

[TS24.379, clause 6.2.6]
Upon receiving a SIP BY E request, the MCPTT client:
1) shal interact with the media plane as specified in 3GPP TS 24.380 [5]; and
2) shall send SIP 200 (OK) response towards MCPTT server according to 3GPP TS 24.229 [4].

6.1.1.4.3 Test description
6.1.1.4.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.
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- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.4.3.2 Test procedure sequence

Table 6.1.1.4.3.2-1: Main Behaviour
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St

Procedure

Message Sequence

U-s

Message

TP

Verdict

SS initiates an on-demand pre-arranged group
call with manual commencement mode and
implicit floor control

<--

SIP INVITE

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.4 Generic Test Procedure for MCPTT CT
communication in E-UTRA . The test
sequence below shows only the MCPTT
relevant messages exchanged.

EXCEPTION: Step 2al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

2al

Check: Does the UE (MCPTT Client) respond
with a SIP 183 (Session Progress)?

>

SIP 183 (Session Progress)

EXCEPTION: Step 3al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

3al

The SS responds to the SIP 183 (Session
Progress) with a SIP PRACK

SIP PRACK

EXCEPTION: Step 4al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

4al

Check: Does the UE (MCPTT Client) respond
with a SIP 180 (Ringing)?

>

SIP 180 (Ringing)

Make the MCPTT User answer the call

Check: Does the UE (MCPTT Client) answer
the call with a SIP 200 (OK)?

>

SIP 200 (OK)

Check: Does the UE (MCPTT client) notify the
user that the call has been successfully
established and that floor control is taken by
the caller?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

The SS sends a SIP BYE message to end the
On-demand Pre-arranged Group Call

SIP BYE

Check: Does the UE (MCPTT client) respond
to the SIP BYE message with a SIP 200 (OK)
message?

SIP 200 (OK)

EXCEPTION: SS releases the E-UTRA
connection.

10

SS initiates an on-demand pre-arranged group
call with manual commencement mode and
implicit floor control

SIP INVITE

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.4 Generic Test Procedure for MCPTT CT
communication in E-UTRA . The test
sequence below shows only the MCPTT
relevant messages exchanged.

EXCEPTION: Step 11al describes behaviour
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.
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11al | Check: Does the UE (MCPTT Client) respond --> SIP 183 (Session Progress) 1 P
with a SIP 183 (Session Progress)?

- EXCEPTION: Step 12al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

12al | The SS responds to the SIP 183 (Session <-- SIP PRACK
Progress) with a SIP PRACK

- EXCEPTION: Step 13al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

13al | Check: Does the UE (MCPTT Client) respond --> SIP 180 (Ringing) 1 P
with a SIP 180 (Ringing)?

14 Make the MCPTT User decline the call. - - - -
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

15 Check: Does the UE (MCPTT Client) answer --> SIP 480 (Temporarily unavailable) 3 P
the call with a SIP 480 (Temporarily
unavailable)?

16 SS responds to the SIP 480 (Temporarily <-- SIP ACK - -
unavailable) with a SIP ACK

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.1.4.3.3 Specific message contents

Table 6.1.1.4.3.3-1: SIP INVITE (steps 1, 10, Table 6.1.1.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
Answer-Mode
value "Manual"

Table 6.1.1.4.3.3-2: SIP 200 (OK) (step 9, Table 6.1.1.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length "0"
not present No message body
Message-body included - end of SIP
message
6.1.1.5 On-network / Pre-arranged Group Call using pre-established session / Client

originated Pre-established Session Release with associated MCPTT session
/ Client Originated (CO)

6.1.1.5.1 Test Purpose (TP)

@

with { UE (MCPTT dient) registered and authorised for MCPTT Service and having a pre-established
session with the MCPTT Server }
ensure that {

when { the MCPTT User requests the establishnent of an MCPTT On-denand Pre-arranged G oup Call
using a pre-established session requesting Automatic Commencenent Mdde at the invited MCPTT
client(s) and inplicit floor control }
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then { UE (MCPTT dient) requests On-denand Pre-arranged Group Call using a pre-established
sessi on establishment by sending a SIP REFER nessage and responds to the SS with correct MCPC
nessages }

)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call using a pre-established
session }
ensure that {
when { the MCPTT User (MCPTT Cient) wants to terminate the ongoing MCPTT Group Call but keep the
pre-established session }
then { UE (MCPTT dient) sends a SIP REFER request and | eaves the MCPTT session }
}

6.1.1.5.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.379, clauses 10.1.1.2.2.1,
10.1.1.31.2,10.1.1.2.3.2,6.2.4.2,10.1.1.3.3.2,6.3.2.1.7 and TS 24.380, clauses 4.1.2.2, 4.1.2.3. The following
represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste
text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these
are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving arequest from an MCPTT user to establish an MCPTT group session using an MCPTT group identity
identifying a prearranged MCPTT group within the pre-established session, the MCPTT client shall generate a SIP
REFER request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and
in accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client shall follow the procedures specified in subclause 10.1.2.2.2.1 with the clarification in step 3) of
subclause 10.1.2.2.2.1 that:

1) the <entry> element in the application/resource-lists MIME body shall contain a"uri" attribute set to the
prearranged MCPTT group identity;

2) the <session-type> element of the application/vnd.3gpp.mcptt-info MIME body in the hname "body" URI header
field shall be set to avalue of "prearranged”; and

3) if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with
the procedures in subclause 6.2.8.2.

[TS24.379, clause 10.1.1.3.1.2]
Upon receipt of a"SIP REFER request for a pre-established session”, with:

1) the Refer-To header field containing a Content-1D (“cid") Uniform Resource Locator (URL) as specified in
IETF RFC 2392 [62] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [20]
containing an <entry> element with a"uri" attribute containing a SIP-URI set to a pre-arranged group identity;

2) abody" URI header field of the SIP-URI specified above containing an application/vnd.3gpp.meptt-info MIME
body with the <session-type> element set to "prearranged”; and

3) aContent-1D header field set to the "cid" URL;
the participating MCPTT function:

1) if unable to process the request due to alack of resources or arisk of congestion exists, may reject the SIP
INVITE request with a SIP 500 (Server Interna Error) response. The participating MCPTT function may include
a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]
and shall not continue with the rest of the steps;

NOTE 1: If the application/vnd.3gpp.mcptt-info MIME body included in the SIP REFER request as described at
the top of the present subclause contains an <emergency-ind> element or <imminentperil-ind> element
set to avalue of "true", and thisis an authorised request for originating a priority call as determined by
subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy choose to accept
the request.
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2)

3)

shall check if the number of maximum simultaneous MCPTT group calls supported for the MCPTT user as
specified in the <MaxSimultaneousCallsSN6> element of the <M CPT T-group-call> element of the MCPTT user
profile document (see the MCPTT user profile document in 3GPP TS 24.384 [50]) has been exceeded. If
exceeded, the participating MCPTT function shall respond with a SIP 486 (Busy Here) response with the
warning text set to 103 maximum simultaneous MCPTT group calls reached" in a Warning header field as
specified in subclause 4.4 and shall not continue with the rest of the steps;

shall determine the MCPTT ID of the calling user from public user identity in the P-Asserted-ldentity header
field of the SIP REFER request;

NOTE 2: The MCPTT ID of the calling user is bound to the public user identity at the time of service authorisation,

4)

5)

6)

7)

8)

9)

as documented in subclause 7.3.

if the participating MCPTT function cannot find a binding between the public user identity and an MCPTT ID or
if the validity period of an existing binding has expired, then the participating MCPTT function shall reject the
SIP REFER request with a SIP 404 (Not Found) response with the warning text set to 141 user unknown to the
participating function" in a Warning header field as specified in subclause 4.4, and shall not continue with any of
the remaining steps,

if through local policy in the participating MCPTT function, the user identified by the MCPTT ID is not
authorised to initiate prearranged group calls, shall reject the " SIP REFER request for pre-established session”
with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to " 109 user not
authorised to make prearranged group calls' in aWarning header field as specified in subclause 4.4;

if the "SIP REFER request for a pre-established session” contained a Refer-Sub header field containing "false"
value and a Supported header field containing "norefersub” value, shall handle the SIP REFER request as
specified in 3GPP TS 24.229 [4], IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and

IETF RFC 4488 [22] without establishing an implicit subscription;

if received SIP REFER request includes an application/vnd.3gpp.meptt-info+xml MIME body with an
<emergency-ind> element included or an <imminent-peril> element included, shall validate the request as
described in subclause 6.3.2.1.8.3;

if the SIP REFER request contains in the application/vnd.3gpp.mcptt-info+xml MIME body:

a) an <emergency-ind> element set to a value of "true" and thisis an unauthorised request for an MCPTT
emergency group call as determined by subclause 6.3.2.1.8.1;

b) an <alert-ind> element set to avalue of "true" and thisis an unauthorised request for an MCPTT emergency
alert as determined by subclause 6.3.2.1.8.2; or

€) an <imminent-peril> element set to a value of "true" and thisis an unauthorised request for an MCPTT
imminent peril group call as determined by subclause 6.3.2.1.8.1;

then shall reject the SIP REFER request with a SIP 403 (Forbidden) response and skip the rest of the steps;

shall retrieve the group identity within the <entry> element of the application/resource-lists MIME body,
referenced by the "cid" URL contained in the Refer-To header field of the SIP REFER request;

10) shall determine the public service identity of the controlling MCPTT function associated with the group identity

in the application/resource-lists MIME body referenced by the Refer-To header of the SIP REFER request. If the
participating MCPTT function is unable to identify the controlling MCPTT function associated with the group
identity, it shall reject the REFER request with a SIP 404 (Not Found) response with the warning text "142
unabl e to determine the controlling function" in a Warning header field as specified in subclause 4.4, and shall
not continue with any of the remaining steps;

NOTE 3: The public service identity can identify the controlling function in the primary MCPTT system or a

partner MCPTT system.

NOTE 4: How the participating MCPTT server discovers the public service identity of the controlling MCPTT

function associated with the group identity is out of scope of the current document.

11)if the user identified by the MCPTT ID is not affiliated to the group identified in the SIP REFER request as

determined by subclause 9.2.2.2.11 and this is an authorised request for originating a priority call as determined
by subclause 6.3.2.1.8.1, shall perform the actions specified in subclause 9.2.2.2.12 for implicit affiliation;
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12)if the actions for implicit affiliation specified in step 11) above were performed but not successful in affiliating
the MCPTT user dueto the MCPTT user already having N2 simultaneous affiliations, shall reject the SIP
REFER request with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous
affiliations' in a Warning header field as specified in subclause 4.4. and skip the rest of the steps.

NOTE 5: N2 isthetotal number of MCPTT groups that an MCPTT user can be affiliated to simultaneously as
specified in 3GPP TS 23.179 [3].

NOTE 6: if the SIP INVITE request contains an emergency indication set to avalue of "true” or an imminent peril
indication set to a value of "true" and thisis an authorised request for originating a priority cal as
determined by subclause 6.3.2.1.8.1, the participating MCPTT function can according to local policy
choose to allow an exception to the N2 limit. Alternatively, alower priority affiliation of the MCPTT user
could be cancelled to allow for the new affiliation.

13)shall generate afinal SIP 200 (OK) response to the " SIP REFER request for a pre-established session” according
to 3GPP TS 24.229 [4];

NOTE 7: Inaccordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header
field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that
it has not created an implicit subscription.

[TS24.379, clause 10.1.1.3.1.2]

When an MCPTT client wants to leave the MCPTT session within a pre-established session, the MCPTT client shall
follow the procedures as specified in subclause 6.2.4.2.

[TS24.379, clause 6.2.4.2]

Upon receiving arequest from an MCPTT user to leave an MCPTT session within a pre-established session, the
MCPTT client:

1) shal interact with the media plane as specified in 3GPP TS 24.380 [5];

2) shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in
3GPP TS 24.229 [4], IETF RFC 4488 [22] and IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and
IETF RFC 7647 [27];

3) shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established
session on the MCPTT server serving the MCPTT user;

4) shal include the Refer-Sub header field with value "false" according to rules and procedures of
IETF RFC 4488 [22];

5) shall include the Supported header field with value "norefersub” according to rules and procedures of
IETF RFC 4488 [22];

6) shall set the Refer-To header field of the SIP REFER request to the MCPTT session identity to leave;
7) shall include the "method" SIP URI parameter with the value "BYE" in the URI in the Refer-To header field;

8) shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established
session; and

9) shall send the SIP REFER request according to 3GPP TS 24.229 [4].

Upon receiving a SIP 2xx response to the SIP REFER request, the MCPTT client shall interact with media plane as
specified in 3GPP TS 24.380 [5].

[TS24.379, clause 10.1.1.3.3.2]

Upon receiving from the MCPTT client a SIP REFER request when using a pre-established session with the method
SIP-URI parameter set to value "BY E" in the URI in the Refer-To header field the participating MCPTT function shall
follow the procedures as specified in subclause 6.3.2.1.7.

[TS24.379, clause 6.3.2.1.7]
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Upon receiving a SIP REFER request with the "method" SIP URI parameter set to value "BY E" in the URI in the
Refer-To header field from the MCPTT client, the participating MCPTT function:

1) if the user identified by the MCPTT ID is not authorised, shall reject the "SIP REFER request for pre-established
session” with a SIP 403 (Forbidden) response to the SIP BY E request, with warning text set to " 100 function not
alowed due to <detailed reason>" as specified in subclause 4.4, and shall not continue with the rest of the steps,

2) if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header
field containing "norefersub” value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [4],
IETF RFC 3515 [25] as updated by IETF RFC 6665 [26], and |IETF RFC 4488 [22] without establishing an
implicit subscription;

3) shall generate a SIP 200 (OK) response to the SIP REFER request, and in the SIP 200 (OK) response:

a) shall include the Supported header field with value "norefersub” according to rules and procedures of
IETF RFC 4488 [22]; and

b) shall check the presence of the Refer-Sub header field of the SIP REFER request and if it is present and set to
the value "false” shall include the Refer-Sub header field with value "false" according to rules and procedures
of IETF RFC 4488 [22];

NOTE: Inaccordance with IETF RFC 4488 [22], the participating MCPTT function inserts the Refer-Sub header
field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that
it has not created an implicit subscription.

4) shall send the SIP 200 (OK) response to the SIP REFER request towards MCPTT client according to
3GPP TS 24.229 [4];

[TS 24.380, clause 4.1.2.2]

For a pre-arranged group call, when the originator initiates the call setup indicating the use of a pre-established session
using SIP messages as specified in 3GPP TS 24.379 [2], the participating MCPTT function (which serves the
originating MCPTT client) sendsto the originating MCPTT client a Connect message after the controlling MCPTT
function accepts the initiation of this call. After the reception of this Connect message the originating MCPTT client
sends an Acknowledgment message by indicating that the connection is accepted or by indicating that the connection is
not accepted. If the connection is accepted by the originating MCPTT client, the floor control for this call continues a
specified in clause 6.

[TS24.380, clause 4.1.2.3]

For a pre-arranged group call if the controlling MCPTT function as triggered by an originating group member initiates a
call as specified in 3GPP TS 24.379 [2], the participating MCPTT function which serves the terminating MCPTT client
sends a Connect message to all affiliated MCPTT clients of this group. After the reception of the Connect message the
terminating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by
indicating that the connection is not accepted. If the connection is accepted by the terminating MCPTT client, the floor
control for this call continues a specified in clause 6.

NOTE: If aterminating client does not have an available pre-established session, the call setup proceeds asin on-
demand call setup as specified in 3GPP TS 24.379 [2].

6.1.1.5.3 Test description
6.1.1.5.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation inthe MCPTT
configuration document).
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IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT pre-established session establishment CO as
specified in TS 36.579-1 [2], subclause 5.3.3.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.1.5.3.2 Test procedure sequence

Table 6.1.1.5.3.2-1: Main Behaviour

St Procedure Message Sequence TP Verdict
U-S | Message

1 Make the MCPTT User request the - - - -
establishment of an MCPTT pre-arranged
group call using a pre-established session,
automatic commencement mode, with Floor
Control

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP REFER 1 P
initial SIP REFER request requesting the
establishment of an MCPTT pre-arranged
group call using a pre-established session with
automatic commencement mode?

3 SS sends SIP 200 (OK), indicating that the <-- SIP 200 (OK) - -
MCPTT call has been established

4 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P
SIP ACK in response to the SIP 200 (OK)?

5 SS sends a Connect message <-- Connect - -

6 Check: Does the UE (MCPTT Client) send an --> Acknowledgment 1 P

Acknowledgement message in response to the
Connect message?

7 Make the MCPTT User leave the MCPTT - - - -
session

8 Check: Does the UE (MCPTT Client) send a --> SIP REFER 2 P
SIP REFER message to end the on-demand
group call.

9 The SS sends a SIP 200 (OK) <-- SIP 200 (OK) - -
EXCEPTION: SS releases the E-UTRA - -
connection.
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Table 6.1.1.5.3-1: SIP 200 (OK) (steps 3, 9, Table 6.1.1.5.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

Information Element Value/remark Comment Reference Condition
Content-Type

Content-Length "0"
not present No message body
Message-body included - end of SIP
message
Table 6.1.1.5.3-2: SIP REFER (step 8, Table 6.1.1.5.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

Information Element Value/remark Comment Reference Condition

Refer-To

px_sesson_B_ID

The MCPTT session
identity to leave

..addr-spec not present
method "BYE"
Content-Type
Content-Length "0"

Message-body

not present

No message body
included - end of SIP

message

6.1.1.6 On-network / Pre-arranged Group Call using pre-established session /
Automatic Commencement Mode / Server originated Pre-established
Session Release with associated MCPTT session / Client Terminated (CT)

6.1.1.6.1 Test Purpose (TP)

1)

with { UE (MCPTT dient) registered and authorised for MCPTT Service and having a pre-established
session with the MCPTT Server }
ensure that {

when { the MCPTT Server requests the establishnent of an MCPTT On-denand Pre-arranged G oup Call
using a pre-established session requesting Automati c Commencenent Mode to the UE (MCPTT Client) by
sendi ng a Connect}

then { UE (MCPTT dient) accepts the On-denmand Pre-arranged Group Call by sending a

Acknow edgenent }

)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call using a pre-established
session with Automati c Comrencenent Mode }
ensure that {
when { the MCPTT Server wants to term nate the ongoing MCPTT Group Call and sends a Di sconnect }
then { UE (MCPTT dient) accepts the ending of the MCPTT Group Call by sending a Acknow edgenent

}

6.1.1.6.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.380, clauses 4.1.2.2,
4.1.2.3,9.2.2.3.2,9.2.2.3.4. The following represents a copy/paste extraction of the requirements relevant to the test
purpose; any references within the copy/paste text should be understood within the scope of the core spec they have
been copied from. Unless otherwise stated, these are Rel-13 requirements.

[TS24.380, clause 4.1.2.2]
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For a pre-arranged group call if the controlling MCPTT function as triggered by an originating group member initiates a
call as specified in 3GPP TS 24.379 [2], the participating MCPTT function which serves the terminating MCPTT client
sends a Connect message to all affiliated MCPTT clients of this group. After the reception of the Connect message the
terminating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by
indicating that the connection is not accepted. If the connection is accepted by the terminating MCPTT client, the floor
control for this call continues a specified in clause 6.

NOTE: If aterminating client does not have an available pre-established session, the call setup proceeds asin on-
demand call setup as specified in 3GPP TS 24.379 [2].

[TS 24.380, clause 4.1.2.3]

When acall isreleased by the controlling MCPTT function (as specified in 3GPP TS 24.379 [2]), the participating
MCPTT function sends a Disconnect message to all MCPTT clients which used a pre-established session for this call.
Then the call isreleased (see also 3GPP TS 24.379 [2]) and the pre-established session can be used for another call.
When an MCPTT client leaves a call (as specified in 3GPP TS 24.379 [2]) which was setup over a pre-established
session without releasing the pre-established session, this pre-established session can be used for another call.

[TS24.380, clause 9.2.2.3.2]
Upon reception of a Connect message:
1. if the MCPTT client accepts the incoming call the MCPTT client:
a. shall send the Acknowledgement message with Reason Code field set to 'Accepted’;

b. shall use only the media streams of the pre-established session which are indicated as used in the associated
call session Media Streams field, if the Connect contains a Media Streams field;

c. shall create an instance of the 'Floor participant state transition diagram for basic operation' as specified in
subclause 6.2.4; and

d. shall enter the 'U: Pre-established session in use’ state; or
2. Otherwisethe MCPTT client:
a. shall send the Acknowledgement message with the Reason Code field set to 'Busy' or 'Not Accepted'; and
b. shal remainin'U: Pre-established session not in use' state.
[TS24.380, clause 9.2.2.3.4]
Upon reception of a Disconnect message the MCPTT client:

1. if thefirst bit in the subtype of the Disconnect messageis set to '1' (acknowledgement is required), shall send the
Acknowledgement message with the Reason Code set to 'Accepted’; and

2. shadll remainin 'U: Pre-established session not in use' state.
6.1.1.6.3 Test description
6.1.1.6.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE (MCPTT client)
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- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT pre-established session establishment CO as
specified in TS 36.579-1 [2], subclause 5.3.3.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.1.6.3.2 Test procedure sequence

Table 6.1.1.6.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message

1 SS initiates an on-demand pre-arranged group <-- Connect - -
call with automatic commencement mode
using a pre-established session by sending a
Connect message

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> Acknowledgement 1 P
Acknowledgement to accept the incoming pre-
arranged group call using a pre-established

session?

3 SS releases the call by sending a Disconnect <-- Disconnect - -
message

4 Check: Does the UE (MCPTT client) send an --> Acknowledgement 2 P
Acknowledgement to accept the release of the
group call?

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.1.6.3.3 Specific message contents

Table 6.1.1.6.3.3-1: Connect (step 1, Table 6.1.1.6.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.6.12-1
Information Element Value/remark Comment Condition
Answer State field
Answer State "0" unconfirmed
Inviting MCPTT User Identity field
Inviting MCPTT User Identity Px_MCPTT User_B_ID

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 133 ETSI TS 136 579-2 V14.2.0 (2019-05)

6.1.1.7 On-network / Pre-arranged Group Call using pre-established session /
Manual Commencement Mode / Client Terminated (CT)

6.1.1.7.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) registered and authorised for MCPTT Service and having a pre-established
session with the MCPTT Server }
ensure that {

when { the MCPTT Server requests the establishnent of an MCPTT On-denand Pre-arranged G oup Call
using a pre-established session requesting Manual Commencenent Mode to the UE (MCPTT Client) by
sending a SIP re-1NVITE}

then { UE (MCPTT Cient) accepts the On-demand Pre-arranged Goup Call by sending an SIP 200

(OK) and responds to MCPC nessages with a Acknow edgenent }

}

)

with { UE (MCPTT dient) having an ongoi ng On-denand Pre-arranged Group Call using a pre-established
session with Automati c Comrencenent Mode }
ensure that {
when { the MCPTT Server wants to term nate the ongoing MCPTT Group Call and sends a Di sconnect }
then { UE (MCPTT dient) accepts the ending of the MCPTT Group Call by sending a Acknow edgenent

}

6.1.1.7.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.380, clauses 4.1.2.2,
4.1.23,9.223.2,9.2.2.34,9.22.33and TS24.379, clause 10.1.1.2.2.2, 10.1.1.2.1.2. The following represents a
copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should
be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-13
requirements.

[TS24.380, clause 4.1.2.2]

For a pre-arranged group call if the controlling MCPTT function as triggered by an originating group member initiates a
call as specified in 3GPP TS 24.379 [ 2], the participating MCPTT function which serves the terminating MCPTT client
sends a Connect message to al affiliated MCPTT clients of this group. After the reception of the Connect message the
terminating MCPTT client sends an Acknowledgment message by indicating that the connection is accepted or by
indicating that the connection is not accepted. If the connection is accepted by the terminating MCPTT client, the floor
control for this call continues a specified in clause 6.

NOTE: If aterminating client does not have an available pre-established session, the call setup proceeds asin on-
demand call setup as specified in 3GPP TS 24.379 [2].

[TS24.380, clause 4.1.2.3]

When acall isreleased by the controlling MCPTT function (as specified in 3GPP TS 24.379 [2]), the participating
MCPTT function sends a Disconnect message to all MCPTT clients which used a pre-established session for this call.
Then the call isreleased (see dlso 3GPP TS 24.379 [2]) and the pre-established session can be used for another call.
When an MCPTT client leaves a call (as specified in 3GPP TS 24.379 [2]) which was setup over a pre-established
session without releasing the pre-established session, this pre-established session can be used for another call.

[TS 24.380, clause 9.2.2.3.2]
Upon reception of a Connect message:
1. if the MCPTT client accepts the incoming call the MCPTT client:
a. shall send the Acknowledgement message with Reason Code field set to 'Accepted’;

b. shall use only the media streams of the pre-established session which are indicated as used in the associated
call session Media Streams field, if the Connect contains a Media Streams field;
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c. shall create an instance of the 'Floor participant state transition diagram for basic operation' as specified in
subclause 6.2.4; and
d. shall enter the 'U: Pre-established session in use’ state; or
2. Otherwisethe MCPTT client:

a. shall send the Acknowledgement message with the Reason Code field set to ‘Busy’ or 'Not Accepted’; and
b. shal remainin'U: Pre-established session not in use' state.

[TS24.380, clause 9.2.2.3.4]

Upon reception of a Disconnect message the MCPTT client:

1. if thefirst bit in the subtype of the Disconnect message is set to "1' (acknowledgement is required), shall send the
Acknowledgement message with the Reason Code set to 'Accepted’; and

2. shadll remainin 'U: Pre-established session not in use' state.
[TS24.380, clause 9.2.2.3.3]

When the associated pre-established session between the MCPTT client and the MCPTT server isreleased the MCPTT
client:

1. shall release any user plane resources including any running timers associated with the pre-established session;
and

2. shall enter the 'Start-stop' state and then the 'Call setup control over pre-established session state machinge' is
released.

[TS24.379, clause 10.1.1.2.2.2]

Upon receiving a SIP re-INVITE request within a pre-established Session without an associated MCPTT session or
when generating SIP responses to the SIP re-INVITE request, the MCPTT client shall follow the proceduresin
subclause 10.1.1.2.1.2.

NOTE: Insubclause 10.1.1.2.1.2, the reader is assumed to replace occurrences of SIP INVITE request with SIP
re-INVITE request.

[TS24.379, clause 10.1.1.2.2.2]
In the procedures in this subclause;

1) emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the
application/vnd.3gpp.meptt-info+xml MIME body; and

2) imminent peril indication in anincoming SIP INVITE request refers to the <imminentperil-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of aninitial SIP INVITE request, the MCPTT client shall follow the procedures for termination of
multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:
1) may reject the SIP INVITE request if either of the following conditions are met:
a) MCPTT client does not have enough resources to handle the call; or
b) any other reason outside the scope of this specification;

2) if the SIPINVITE request isrejected in step 1), shall respond toward participating MCPTT function either with
appropriate reject code as specified in 3GPP TS 24.229 [4] and warning texts as specified in subclause 4.4.2 or
with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict
the reason for failure and skip the rest of the steps of this subclause;
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NOTE: If the SIPINVITE request contains an emergency indication or imminent peril indication, the MCPTT

3)

4)

5)

6)
7)

8)

client can by means beyond the scope of this specification choose to accept the request.

shall check if a Resource-Priority header field isincluded in the incoming SIP INVITE request and may perform
further actions outside the scope of this specification to act upon an included Resource-Priority header field as
specified in 3GPP TS 24.229 [4];

if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <emergency-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT emergency
group cal and:

i) should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii) should display the MCPTT group identity of the group with the emergency condition contained in the
<mcptt-calling-group-id> element; and

iii) if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT
emergency alert and associated information;

b) shall set the MCPTT emergency group state to "MEG 2: in-progress’;
c) shall setthe MCPTT imminent peril group state to "MIG 1: no-imminent-peril"; and
d) shall set the MCPTT imminent peril group call stateto "MIGC 1: imminent-peril-gc-capabl€"; otherwise

if the SIP INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <imminentperil-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT imminent
peril group call and:

i) should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) should display the MCPTT group identity of the group with the imminent peril condition contained in the
<mcptt-calling-group-id> element; and

b) shall setthe MCPTT imminent peril group state to "MIG 2: in-progress’;
may display to the MCPTT user the MCPTT ID of theinviting MCPTT user;

shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b) SIPINVITE reguest contains an Answer-Maode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the
invited MCPTT client allows the call to be answered with automatic commencement mode;

shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the
invited MCPTT client allows the call to be answered with manual commencement mode; and

9) when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event

package as specified in subclause 10.1.3.1.6.1.1.7.3 Test description
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6.1.1.7.3 Test description
6.1.1.7.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- TheMCPTT User performs the Generic Test Procedure for MCPTT pre-established session establishment CO as
specified in TS 36.579-1 [2], subclause 5.3.3.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.7.3.2 Test procedure sequence

Table 6.1.1.7.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 SS initiates an on-demand pre-arranged group <-- SIP re-INVITE - -

call with manual commencement mode using a
pre-established session by sending an SIP re-
INVITE

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

- EXCEPTION: Step 2al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

2al | Check: Does the UE (MCPTT Client) respond --> SIP 183 (Session Progress) 1 P
with a SIP 183 (Session Progress)?

- EXCEPTION: Step 3al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

3al | The SS responds to the SIP 183 (Session <-- SIP PRACK
Progress) with a SIP PRACK

- EXCEPTION: Step 4al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE prior to the MCPTT user’s
acknowledgment.

4al | Check: Does the UE (MCPTT Client) respond --> SIP 180 (Ringing) 1 P
with a SIP 180 (Ringing)?

5 Make the MCPTT User answer the call. - - - -
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

6 Check: Does the UE (MCPTT Client) answer --> SIP 200 (OK) 1 P
the call with a SIP 200 (OK)?

7 SS sends a Connect message <-- Connect - -

8 Check: Does the UE (MCPTT Client) send an --> Acknowledgment 1 P
Acknowledgement in response to the Connect
message?

9 SS releases the call by sending a Disconnect <-- Disconnect - -
message

10 Check: Does the UE (MCPTT client) send an --> Acknowledgement 2 P

Acknowledgement message to accept the
release of the group call?

- EXCEPTION: SS releases the E-UTRA - - - -
connection.
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6.1.1.7.3.3 Specific message contents

Table 6.1.1.7.3.3-1: SIP re-INVITE (step 1, Table 6.1.1.7.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1 condition GROUP-CALL

Information Element Value/remark Comment Reference Condition
Answer-Mode not present
answer-mode-value not present

Table 6.1.1.7.3.3-2: Connect (step 7, Table 6.1.1.6.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.6.12-1

Information Element Value/remark Comment Condition
Inviting MCPTT User Identity field
Inviting MCPTT User Identity Px MCPTT User B ID
6.1.1.8 On-network / Pre-arranged Broadcast Group Call / Client Originated (CO)
6.1.1.8.1 Test Purpose (TP)

@

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishment of an MCPTT On-demand Pre-arranged Broadcast
Goup Call }
then { UE (MCPTT dient) requests On-demand Pre-arranged Broadcast Group Call by sending a SIP
I NVI TE nessage and responds to the SS with correct SIP nessages }

}

6.1.1.8.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in TS 24.379, clause 4.12, 6.2.8.2
and 10.1.1.2.1.1. Unless otherwise stated, these are Rel-13 requirements.

[TS 24.379, clause 4.12]

A broadcast group call isagroup call where the initiating MCPTT user expects no response from the other MCPTT
users, so that when the user's transmission is complete, so isthe call. The functionality in the present release of the
specification for broadcast group callsis not compliant to the requirements for user-broadcast group and group-
broadcast group calls as specified in 3GPP TS 22.179 [2], 3GPP TS 22.280 [76] and 3GPP TS 23.379 [3]. In the present
release of the specification, a broadcast group call can beinitiated by an MCPTT user on any MCPTT group that the
MCPTT user is part of.

NOTE 1: Configuration related to the authorisation to create a user-broadcast group or a group-broadcast existsin
the user profile document as specified in 3GPP TS 24.484 [50], but is not used by any proceduresin
3GPP TS 24.481 [31] in the current release, as the ability for an authorised user to create user-broadcast
groups and group-broadcast groups is not provided in the current release.

NOTE 2: Configuration related to broadcast group hierarchies can be found in the group document as specified in
3GPP TS 24.481 [31] and in the service configuration document as specified in 3GPP TS 24.484 [50].
However, this configuration is not used by any proceduresin 3GPP TS 24.380 [5] in the current release.

[TS24.379, clause 6.2.8.2]
NOTE: Thissubclauseisreferenced from other procedures.
When the MCPTT user initiates a broadcast group call, the MCPTT client:

1) inthe case of the prearranged group call isinitiated on-demand, shall include in the application/vnd.3gpp.mcptt-
info+xml MIME body the <broadcast-ind> element set to "true" as defined in clause F.1; and
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2) inthe case the prearranged group call isinitiated using a pre-established session, shall include in the
application/vnd.3gpp.meptt-info+xml MIME body in the "body" URI header field in the Refer-To header field
the <broadcast-ind> element set to "true" as defined in clause F.1.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client
shall generate an initial SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

3) if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with
the proceduresin subclause 6.2.8.2;

4) shal include the g.3gpp.meptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.mcptt" in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require” and "explicit" header field parameters according to IETF RFC 3841 [6];

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

8) should include the "timer" option tag in the Supported header field;

9) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
"refresher” header field parameter is omitted. If included, the "refresher” header field parameter shall be set to

uac";

10) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1. The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

11) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

14) shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the <session-type> element set to avalue of "prearranged”;
b) the <mcptt-request-uri> element set to the group identity;
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and

NOTE 2: The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this
will be inserted into the body of the SIP INVITE request that is sent from the originating participating
MCPTT function.

d) if the group identity can be determined to bea TGI and if the MCPTT client can associate the TGl with a
MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3: Thetext "can associate the TGl withaMCPTT group ID" meansthat the MCPTT client is able to
determine that there is a constituent group of the temporary group that it is a member of.
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NOTE 4: The MCPTT client isinformed about temporary groups and regrouping of MCPTT groups that the user is

amember of as specified in 3GPP TS 24.481 [31].

NOTE 5: If the MCPTT user selected a TGl where there are several MCPTT groups wherethe MCPTT user isa

member, the MCPTT client selects one of those MCPTT groups.

15) shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;

16)if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and

17)shall send the SIP INVITE request towardsthe MCPTT server according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5] ;

On receiving a SIP INFO request where the Request-URI containsan MCPTT session I1D identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

6.1.1.8.3 Test description

6.1.1.8.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 141 ETSI TS 136 579-2 V14.2.0 (2019-05)

6.1.1.8.3.2 Test procedure sequence

Table 6.1.1.8.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand pre-
arranged broadcast group call for the selected
MCPTT broadcast group GROUP A, with
explicit floor control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment are
described in TS 36.579-1 [2], subclause 5.4.3
'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT On-demand pre-
arranged broadcast group call?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).
4 The SS sends SIP 200 (OK), indicating that the <-- SIP 200 (OK) - -
MCPTT call has been established.

5 Check: Does the UE (MCPTT client) send a SIP --> SIP ACK 1 P
ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 (OK). --> SIP 200 (OK) - -
EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.1.8.3.3 Specific message contents

Table 6.1.1.8.3.3-1: SIP INVITE (step 2, Table 6.1.1.8.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1
Information Element Value/remark Comment Reference Condition
Resource-Priority not included in header
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.1.8.3.3-2

Table 6.1.1.8.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.8.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.32.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "prearranged"”
mcptt-request-uri px_MCPTT_Group_A_ID
broadcast-ind "true”
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Table 6.1.1.8.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.1.8.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition
Content-Type Not Included
6.1.1.9 On-network / Pre-arranged Broadcast Group Call / Client Terminated (CT)
6.1.1.9.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {

when { the MCPTT Cient receives a SIP INVITE nessage of an MCPTT On-denmand Pre-arranged Broadcast
G oup Call }
then { the MCPTT dient displays an indication for the Pre-arranged MCPTT group call to the user and
responds to the SS with correct SIP nessages }

}

2

with { UE (MCPTT dient) having an inconming Pre-arranged MCPTT group call and the Answer-Mde header
inthe SIP INVITE nessage is set to Manual }
ensure that {
when { the user answers the MCPTT group call }
then { UE sends a SIP 200 K as a response to the SIP INVITE nessage }

}

6.1.1.9.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in TS 24.379, clauses 4.12, and
10.1.1.2.1.2. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 4.12]

A broadcast group call isagroup call where the initiating MCPTT user expects no response from the other MCPTT
users, so that when the user's transmission is complete, so isthe call. The functionality in the present rel ease of the
specification for broadcast group callsis not compliant to the requirements for user-broadcast group and group-
broadcast group calls as specified in 3GPP TS 22.179 [2], 3GPP TS 22.280 [76] and 3GPP TS 23.379 [3]. In the present
release of the specification, a broadcast group call can beinitiated by an MCPTT user on any MCPTT group that the
MCPTT user is part of.

NOTE 1. Configuration related to the authorisation to create a user-broadcast group or a group-broadcast existsin
the user profile document as specified in 3GPP TS 24.484 [50], but is not used by any proceduresin
3GPP TS 24.481 [31] in the current release, as the ability for an authorised user to create user-broadcast
groups and group-broadcast groups is not provided in the current release.

NOTE 2: Configuration related to broadcast group hierarchies can be found in the group document as specified in
3GPP TS 24.481 [31] and in the service configuration document as specified in 3GPP TS 24.484 [50].
However, this configuration is not used by any proceduresin 3GPP TS 24.380 [5] in the current release.

[TS24.379, clause 10.1.1.2.1.2]

In the procedures in this subclause:

Upon receipt of aninitial SIP INVITE request, the MCPTT client shall follow the procedures for termination of
multimedia sessionsin the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:
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6)
7)

8)

9)

may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the
invited MCPTT client allows the call to be answered with automatic commencement mode;

shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Manual” and the MCPTT service
setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the
invited MCPTT client allows the call to be answered with manual commencement mode; and

when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event
package as specified in subclause 10.1.3.1.

6.1.1.9.3 Test description

6.1.1.9.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 is inserted.
Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [ 2], subclause 5.3.2.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.9.3.2 Test procedure sequence
Table 6.1.1.9.3.2-1: Main Behaviour
St Procedure Message Sequence TP | Verdict
Uu-S Message
1 The SS initiates an On-demand pre-arranged <-- SIP INVITE - -
MCPTT broadcast group call with manual
commencement mode, with explicit floor control
by sending an SIP INVITE message.
- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment are
described in TS 36.579-1 [2], subclause 5.4.4
'‘Generic Test Procedure for MCPTT CT
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.
2 Check: Does the UE (MCPTT client) respond --> SIP 183 (Session Progress) 1 P
with a SIP 183 (Session Progress)?
3 The SS responds to the SIP 183 (Session <-- SIP PRACK
Progress) with a SIP PRACK
4 Check: Does the UE (MCPTT client) respond --> SIP 180 (Ringing) 1 P
with a SIP 180 (Ringing)?
5 Check: Dose the MCPTT client display an - - 1 P
indication for the Pre-arranged MCPTT group
call to the MCPTT user?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.
6 Make the MCPTT User answer the call - - - -
7 Check: Does the UE (MCPTT client) answer the --> SIP 200 (OK) 2 P
call with a SIP 200 (OK)?
8 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.
9 The UE (MCPTT client) send a SIP 200 (OK). --> SIP 200 (OK) - -
- EXCEPTION: SS releases the E-UTRA - - - -
connection.
6.1.1.9.3.3 Specific message contents
Table 6.1.1.9.3.3-1: SIP INVITE (step 1, Table 6.1.1.9.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1
Information Element Value/remark Comment Reference Condition
Answer-Mode
answer-mode-value "Manual"
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.1.9.3.3-2
Table 6.1.1.9.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.9.3.3-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-1, condition GROUP-CALL
Information Element Value/remark Comment Reference Condition

mcpttinfo

mcptt-Params

broadcast-ind

"frue”

alert-ind

"true”
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Table 6.1.1.9.3.3-3: SIP 200 (OK) (Step 9, Table 6.1.1.9.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.1.10 On-network / Broadcast Group Call with Temporary Group / Client Originated
(CO)

6.1.1.10.1 Test Purpose (TP)

@

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnment of an MCPTT On-dermand Pre-arranged Broadcast
Goup Call with Tenporary G oup }
then { UE (MCPTT dient) requests On-denand Pre-arranged Broadcast Goup Call by sending a SIP
I NVI TE nessage via HTTP PCS }

}

6.1.1.10.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in TS 24.379, clause 4.12, 6.2.8.2
and 10.1.1.2.1.1, and TS 24.481 clause 6.3.14. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 4.12]

A broadcast group call isagroup call where theinitiating MCPTT user expects no response from the other MCPTT
users, so that when the user's transmission is complete, so isthe call. The functionality in the present release of the
specification for broadcast group callsis not compliant to the requirements for user-broadcast group and group-
broadcast group calls as specified in 3GPP TS 22.179 [2], 3GPP TS 22.280 [76] and 3GPP TS 23.379 [3]. In the present
release of the specification, a broadcast group call can beinitiated by an MCPTT user on any MCPTT group that the
MCPTT user is part of.

NOTE 1: Configuration related to the authorisation to create a user-broadcast group or a group-broadcast existsin
the user profile document as specified in 3GPP TS 24.484 [50], but is not used by any proceduresin
3GPP TS 24.481 [31] in the current release, as the ability for an authorised user to create user-broadcast
groups and group-broadcast groups is not provided in the current release.

NOTE 2: Configuration related to broadcast group hierarchies can be found in the group document as specified in
3GPP TS 24.481 [31] and in the service configuration document as specified in 3GPP TS 24.484 [50].
However, this configuration is not used by any proceduresin 3GPP TS 24.380 [5] in the current release.

[TS24.379, clause 6.2.8.2]
NOTE: Thissubclauseisreferenced from other procedures.
When the MCPTT user initiates a broadcast group call, the MCPTT client:

1) inthe case of the prearranged group call isinitiated on-demand, shall include in the application/vnd.3gpp.mcptt-
info+xml MIME body the <broadcast-ind> element set to "true" as defined in clause F.1; and

2) inthe casethe prearranged group call isinitiated using a pre-established session, shall include in the
application/vnd.3gpp.meptt-info+xml MIME body in the "body" URI header field in the Refer-To header field
the <broadcast-ind> element set to "true" as defined in clause F.1.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client
shall generate aninitial SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:
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3) if the MCPTT user has requested the origination of a broadcast group call, the MCPTT client shall comply with
the procedures in subclause 6.2.8.2;

4) shal include the g.3gpp.meptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.mcptt" in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” along with the "require" and "explicit" header field parameters according
to IETF RFC 3841 [6];

8) should include the "timer" option tag in the Supported header field;

9) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
"refresher” header field parameter is omitted. If included, the "refresher” header field parameter shall be set to

uac";

10) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1: The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

11) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

14)shall contain in an application/vnd.3gpp.meptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the <session-type> element set to avalue of "prearranged”;
b) the <mcptt-request-uri> element set to the group identity;
¢) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and

NOTE 2: The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, asthis
will be inserted into the body of the SIP INVITE request that is sent from the originating participating
MCPTT function.

d) if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGl with a
MCPTT group ID, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3: Thetext "can associate the TGl withaMCPTT group ID" means that the MCPTT client isable to
determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4: The MCPTT client isinformed about temporary groups and regrouping of MCPTT groups that the user is
amember of as specified in 3GPP TS 24.481 [31].

NOTE5: If the MCPTT user selected a TGl where there are several MCPTT groups wherethe MCPTT user isa
member, the MCPTT client selects one of those MCPTT groups.

15)shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;
16)if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and
17)shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].
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On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5] ;

3) may subscribe to the conference event package as specified in subclause 10.1.3.1.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session ID identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

[TS 24.481, clause 6.3.14]

In order to form atemporary MCS group, a GMC shall send aHTTP POST request according to procedures specified in
IETF RFC 2616 [21] and subclause 6.2.3. Inthe HTTP POST request, the GMC:

a) shal set the Request-URI to an XCAP URI:
1) inuserstree wherethe XUI is set to a group creation XUl configuration parameter; and
2) with the document selector identifying the temporary MCS group to be created; and

b) shall include an application/vnd.3gpp.GM OP+xml MIME body containing a GM OP document requesting group
regroup creation specified in subclause 7.3.4.3, with a <group> element containing a group document for an
MCS group. In the group document, the GMC shall include the <on-network-temporary> element according to
subclause 7.2. In the <on-network-temporary> element, the GMC shall include <constituent-M CPTT-group-
IDs> element according to subclause 7.2. In the <constituent-M CPTT-group-1Ds> element, the GMC shall
include one <constituent-M CPT T-group-1D> element according to subclause 7.2 for each MCS group to be
combined.

Upon reception of an HTTP 2xx response to the sent HTTP POST request, the GMC shall consider the temporary MCS
group formation as successful.

Upon reception of an HTTP 409 (Conflict) response with at least one <alt-value> element in the <uniqueness-failure>
error element, the GM C may repeat procedures of the present subclause and identify the temporary MCS group being
formed with an MCS Group ID indicated in an <alt-value> element.

6.1.1.10.3 Test description
6.1.1.10.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 2], subclause 5.5.10 is inserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.
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- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- The UE has affiliated to aMCPTT temporary group identity TGlI, identifyingaMCPTT temporary group
GROUP B as a member of MCPTT broadcast group GROUP A.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.1.10.3.2 Test procedure sequence

Table 6.1.1.10.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand pre-
arranged broadcast group call for the selected
MCPTT temporary group GROUP B as a
member of the MCPTT broadcast group
GROUP A, with explicit floor control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-

1 [2], subclause 5.4.3 'Generic Test Procedure
for MCPTT CO communication in E-UTRA'.
The test sequence below shows only the
MCPTT relevant messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> HTTP POS 1 P
initial SIP INVITE request requesting the SIP INVITE
establishment of an MCPTT On-demand pre-
arranged broadcast group call with temporary

group?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).

4 The SS sends SIP 200 (OK), indicating that <-- HTTP 2xx - -
the MCPTT call has been established. SIP 200 (OK)

5 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P
SIP ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 (OK). --> SIP 200 (OK) - -

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.1.10.3.3 Specific message contents

Table 6.1.1.10.3.3-1: SIP INVITE (step 2, Table 6.1.1.10.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1
Information Element Value/remark Comment Reference Condition
Resource-Priority not included in header
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
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MCPTT-Info As described in Table
6.1.1.10.3.3-2

Table 6.1.1.10.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.10.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1, condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
broadcast-ind "true”

Table 6.1.1.10.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.1.10.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.1.11 On-network / Pre-arranged Emergency Group Call / Client Originated (CO)
6.1.1.11.1 Test Purpose (TP)

@)

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnent of an MCPTT On-denand Pre-arranged Energency
G oup Call }
then { UE (MCPTT dient) requests On-denand Pre-arranged Energency Goup Call by sending a SIP
I NVI TE nessage and responds to the SS with correct SIP nessages }

}

6.1.1.11.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in TS 24.379, clause 6.2.8.2 and
10.1.1.2.1.1. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 6.2.8.2]
NOTE: Thissubclauseis referenced from other procedures.
When the MCPTT user initiates a broadcast group call, the MCPTT client:

1) inthe case of the prearranged group cal isinitiated on-demand, shall include in the application/vnd.3gpp.mcptt-
info+xml MIME body the <broadcast-ind> element set to "true" as defined in clause F.1; and

2) inthe case the prearranged group call isinitiated using a pre-established session, shall include in the
application/vnd.3gpp.mcptt-info+xml MIME body in the "body" URI header field in the Refer-To header field
the <broadcast-ind> element set to "true" as defined in clause F.1.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving arequest from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client
shall generate aninitial SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an
MCPTT prearranged group call and the MCPTT emergency state is already set, the MCPTT client shall comply
with the procedures in subclause 6.2.8.1.1;
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4) shal include the g.3gpp.meptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.mcptt" in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require” and "explicit" header field parameters according to IETF RFC 3841 [6];

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

8) should include the "timer" option tag in the Supported header field;

9) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
"refresher” header field parameter is omitted. If included, the "refresher” header field parameter shall be set to

uac";

10)shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1: The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

11) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

12)if the MCPTT client emergency group state for this group is set to "MEG 2: in-progress' or "MEG 4: confirm-
pending”, the MCPTT client shall include the Resource-Priority header field and comply with the proceduresin
subclause 6.2.8.1.2;

14) shall contain in an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the<session-type> element set to avalue of "prearranged”;
b) the <mcptt-request-uri> element set to the group identity;
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and

NOTE 2: The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, as this
will be inserted into the body of the SIP INVITE request that is sent from the originating participating
MCPTT function.

d) if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGI with a
MCPTT group 1D, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3: Thetext "can associate the TGl withaMCPTT group ID" meansthat the MCPTT client isable to
determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4: The MCPTT client isinformed about temporary groups and regrouping of MCPTT groups that the user is
amember of as specified in 3GPP TS 24.481 [31].

NOTE 5: If the MCPTT user selected a TGl where there are several MCPTT groups wherethe MCPTT user isa
member, the MCPTT client selects one of those MCPTT groups.

15) shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;
16)if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
17)shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 151 ETSI TS 136 579-2 V14.2.0 (2019-05)

1) shal interact with the user plane as specified in 3GPP TS 24.380 [5] ;

2) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted” or the MCPTT imminent peril group call stateis set to "MIGC 2: imminent-peril-call-
requested” or "MIGC 3: imminent-peril-call-granted”, the MCPTT client shall perform the actions specified in
subclause 6.2.8.1.4; and

3) may subscribe to the conference event package as specified in subclause 10.1.3.1.
On receiving a SIP 4xx response, a SIP 5xx response or a S|P 6xx response to the SIP INVITE request:

1) if the MCPTT emergency group call stateis set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted”; or

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session ID identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

6.1.1.11.3 Test description
6.1.1.11.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 2], subclause 5.5.10 is inserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.11.3.2 Test procedure sequence

Table 6.1.1.11.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand pre-
arranged emergency group call for the
selected MCPTT emergency group GROUP A,
with explicit floor control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test
sequence below shows only the MCPTT
relevant messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT On-demand pre-
arranged emergency group call?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).

4 The SS sends SIP 200 (OK), indicating that <-- SIP 200 (OK) - -
the MCPTT call has been established.

5 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P
SIP ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 (OK). --> SIP 200 (OK) - -

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.1.11.3.3 Specific message contents

Table 6.1.1.11.3.3-1: SIP INVITE (step 2, Table 6.1.1.11.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1, condition EMERGENCY-CALL
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.1.11.3.3-2

Table 6.1.1.11.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.11.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "prearranged"”
mcptt-request-uri px_MCPTT_Group_A_ID
broadcast-ind "true”
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Table 6.1.1.11.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.1.11.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.1.12 On-network / Pre-arranged Emergency Group Call / Client Terminated (CT)

6.1.1.12.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT Cient receives a SIP INVITE nessage with a energency indication of an MCPTT On-
demand Pre-arranged energency Goup Call }
then { the MCPTT dient displays an indication for the Pre-arranged MCPTT energency group call
to the user and responds to the SS with correct SIP nessages }

}

2

with { UE (MCPTT dient) having an inconming Pre-arranged MCPTT energency group call and the Answer-
Mode header in the SIP INVITE nessage is set to Manual }
ensure that {
when { the user answers the MCPTT energency group call }
then { UE sends a SIP 200 K as a response to the SIP INVITE nessage }

}

6.1.1.12.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in TS 24.379, clauses 4.12, 6.2.8.2
and 10.1.1.2.1.2. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 4.12]

A broadcast group call isagroup call where the initiating MCPTT user expects no response from the other MCPTT
users, so that when the user's transmission is complete, so isthe call. The functionality in the present rel ease of the
specification for broadcast group callsis not compliant to the requirements for user-broadcast group and group-
broadcast group calls as specified in 3GPP TS 22.179 [2], 3GPP TS 22.280 [76] and 3GPP TS 23.379 [3]. In the present
release of the specification, a broadcast group call can beinitiated by an MCPTT user on any MCPTT group that the
MCPTT user is part of.

NOTE 1. Configuration related to the authorisation to create a user-broadcast group or a group-broadcast existsin
the user profile document as specified in 3GPP TS 24.484 [50], but is not used by any proceduresin
3GPP TS 24.481 [31] in the current release, as the ability for an authorised user to create user-broadcast
groups and group-broadcast groups is not provided in the current release.

NOTE 2: Configuration related to broadcast group hierarchies can be found in the group document as specified in
3GPP TS 24.481 [31] and in the service configuration document as specified in 3GPP TS 24.484 [50].
However, this configuration is not used by any proceduresin 3GPP TS 24.380 [5] in the current release.

[TS24.379, clause 6.2.8.2]
NOTE: Thissubclauseis referenced from other procedures.
When the MCPTT user initiates a broadcast group call, the MCPTT client:

1) inthe case of the prearranged group call isinitiated on-demand, shall include in the application/vnd.3gpp.mcptt-
info+xml MIME body the <broadcast-ind> element set to "true" as defined in clause F.1; and

2) inthe case the prearranged group call isinitiated using a pre-established session, shall include in the
application/vnd.3gpp.mcptt-info+xml MIME body in the "body" URI header field in the Refer-To header field
the <broadcast-ind> element set to "true" as defined in clause F.1.
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[TS24.379, clause 10.1.1.2.1.2]
In the procedures in this subclause:

1) emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the
application/vnd.3gpp.meptt-info+xml MIME body; and

Upon receipt of aninitial SIP INVITE request, the MCPTT client shall follow the procedures for termination of
multimedia sessionsin the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:

4) if the SIPINVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT emergency
group cal and:

i) should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii) should display the MCPTT group identity of the group with the emergency condition contained in the
<mcptt-calling-group-id> element; and

iii) if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT
emergency alert and associated information;

b) shall set the MCPTT emergency group state to "MEG 2: in-progress’;

6) may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

8) shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the
invited MCPTT client allows the call to be answered with manual commencement mode; and

9) when the SIP 200 (OK) responseto the SIP INVITE request is sent, may subscribe to the conference event
package as specified in subclause 10.1.3.1.

6.1.1.12.3 Test description
6.1.1.12.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).
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IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.1.12.3.2 Test procedure sequence

Table 6.1.1.12.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 The SS initiates an On-demand pre-arranged <-- SIP INVITE - -
MCPTT emergency group call with manual
commencement mode, with explicit floor
control by sending an SIP INVITE message.
- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-
1 [2], subclause 5.4.4 'Generic Test
Procedure for MCPTT CT communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages

exchanged.

2 Check: Does the UE (MCPTT client) respond --> SIP 183 (Session Progress) 1 P
with a SIP 183 (Session Progress)?

3 The SS responds to the SIP 183 (Session <-- SIP PRACK
Progress) with a SIP PRACK

4 Check: Does the UE (MCPTT client) respond --> SIP 180 (Ringing) 1 P
with a SIP 180 (Ringing)?

5 Check: Dose the MCPTT client display an - - 1 P

indication for the Pre-arranged MCPTT
emergency group call to the MCPTT user?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

6 Make the MCPTT User answer the call - -
7 Check: Does the UE (MCPTT client) answer --> SIP 200 (OK) 2 P
the call with a SIP 200 (OK)?
8 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.
9 The UE (MCPTT client) send a SIP 200 --> | SIP 200 (OK) - -
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.
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6.1.1.12.3.3 Specific message contents

Table 6.1.1.12.3.3-1: SIP INVITE (step 1, Table 6.1.1.12.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition EMERGENCY-CALL

Information Element Value/remark Comment Reference Condition
Answer-Mode
answer-mode-value "Manual"

Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.1.12.3.3-2

Table 6.1.1.12.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.12.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "prearranged"
mcptt-calling-group-id pXx_MCPTT_Group A ID
broadcast-ind "true"

Table 6.1.1.12.3.3-3: SIP 200 (OK) (Step 9, Table 6.1.1.12.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.1.13 On-network / Pre-arranged Emergency Group Call / Client Originated (CO)
6.1.1.13.1 Test Purpose (TP)

(1)
with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnent of an MCPTT On-denand Pre-arranged | nmi nent Peril

Goup Call }
then { UE (MCPTT Cient) sends a SIP INVITE nessage to setup the Inmnent Peril Goup Call }

6.1.1.13.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in TS 24.379, clauses 6.2.8.2 and
10.1.1.2.1.1. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.1]

Upon receiving arequest from an MCPTT user to establish an MCPTT prearranged group session the MCPTT client
shall generate an initial SIP INVITE request by following the UE originating session procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

2) if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client
shall comply with the procedures in subclause 6.2.8.1.9;
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4) shal include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require" and "explicit" header field parameters according to IETF RFC 3841 [6];

6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

7) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” along with the "require" and "explicit" header field parameters according
to IETF RFC 3841 [6];

8) should include the "timer" option tag in the Supported header field;

9) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
"refresher” header field parameter is omitted. If included, the "refresher" header field parameter shall be set to

uac™;

10) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1. The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

11) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

13)if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress’ or "MIG 3: confirm-
pending" shall include the Resource-Priority header field and comply with the proceduresin
subclause 6.2.8.1.12;

14)shall contain in an application/vnd.3gpp.meptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the <session-type> element set to avalue of "prearranged”;
b) the <mcptt-request-uri> element set to the group identity;
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client; and

NOTE 2: The MCPTT client does not include the MCPTT ID of the originating MCPTT user in the body, asthis
will be inserted into the body of the SIP INVITE request that is sent from the originating participating
MCPTT function.

d) if the group identity can be determined to be a TGI and if the MCPTT client can associate the TGI with a
MCPTT group 1D, the <associated-group-id> element set to the MCPTT group ID;

NOTE 3: Thetext "can associate the TGl withaMCPTT group ID" means that the MCPTT client isable to
determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4: The MCPTT client isinformed about temporary groups and regrouping of MCPTT groups that the user is
amember of as specified in 3GPP TS 24.481 [31].

NOTE 5: If the MCPTT user selected a TGl where there are several MCPTT groups wherethe MCPTT user isa
member, the MCPTT client selects one of those MCPTT groups.

15)shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.1;
16)if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and
17)shall send the SIP INVITE request towards the MCPTT server according to 3GPP TS 24.229 [4].
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On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:
1) shall interact with the user plane as specified in 3GPP TS 24.380 [5] ;

2) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted” or the MCPTT imminent peril group call stateis set to "MIGC 2: imminent-peril-call-
reguested” or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in
subclause 6.2.8.1.4; and

3) may subscribe to the conference event package as specified in subclause 10.1.3.1.

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

2) if the MCPTT imminent peril group call stateis set to "MIGC 2: imminent-peril-call-requested” or
"MIGC 3: imminent-peril-call-granted”;

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session I1D identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

6.1.1.13.3 Test description
6.1.1.13.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.13.3.2 Test procedure sequence

Table 6.1.1.13.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand pre-
arranged imminent peril group call for the
selected MCPTT imminent peril group GROUP
A, with explicit floor control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment are
described in TS 36.579-1 [2], subclause 5.4.3
'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT On-demand pre-
arranged imminent peril group call?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).
4 The SS sends SIP 200 (OK), indicating that the <-- SIP 200 (OK) - -
MCPTT call has been established.

5 Check: Does the UE (MCPTT client) send a SIP --> SIP ACK 1 P
ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 (OK). --> SIP 200 (OK) - -

- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.1.13.3.3 Specific message contents

Table 6.1.1.13.3.3-1: SIP INVITE (step 2, Table 6.1.1.13.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1, condition IMMPERIL-CALL and GROUP-CALL
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.1.13.3.3-2

Table 6.1.1.13.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.13.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT_Group_A_ID
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Table 6.1.1.13.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.1.13.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.1.14 On-network / Pre-Arranged Imminent Peril Group Call / Client Terminated
(CT)

6.1.1.14.1 Test Purpose (TP)

@

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT dient receives a SIP INVITE nessage of an MCPTT On-dermand Pre-arranged | mm nent
Peril Goup Call }
then { the MCPTT Cient displays an indication for the Pre-arranged MCPTT i nmi nent peril group
call to the user and responds to the SS with correct SIP nessages }

}

)

with { UE (MCPTT dient) having an incomi ng Pre-arranged MCPTT inmi nent peril group call and the
Answer - Mode header in the SIP INVITE nessage is set to Manual }
ensure that {
when { the user answers the MCPTT inm nent peril group call }
then { UE sends a SIP 200 K as a response to the SIP I NVITE nessage }

}

6.1.1.14.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.1.2.1.2.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.1.2.1.2]

In the procedures in this subclause:

2) imminent peril indication in anincoming SIP INVITE request refers to the <imminentperil-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of aninitial SIP INVITE request, the MCPTT client shall follow the procedures for termination of
multimedia sessionsin the IM CN subsystem as specified in 3GPP TS 24.229 [4] with the clarifications below.

The MCPTT client:

5) if the SIP INVITE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <imminentperil-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT imminent
peril group call and:

i) should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) should display the MCPTT group identity of the group with the imminent peril condition contained in the
<mcptt-calling-group-id> element; and

b) shall set the MCPTT imminent peril group state to "MIG 2: in-progress’;
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6)
7)

8)

9)

may display to the MCPTT user the MCPTT ID of the inviting MCPTT user;

shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Auto" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to manual commencement mode, yet the
invited MCPTT client allows the call to be answered with automatic commencement mode;

shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following
conditions are met:

a) SIPINVITE request contains an Answer-Mode header field with the value "Manual” and the MCPTT service
setting at the invited MCPTT client for answering the call is to use manual commencement mode; or

b) SIPINVITE request contains an Answer-Mode header field with the value "Manual" and the MCPTT service
setting at the invited MCPTT client for answering the call is set to automatic commencement mode, yet the
invited MCPTT client allows the call to be answered with manual commencement mode; and

when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event
package as specified in subclause 10.1.3.1.

6.1.1.14.3 Test description

6.1.1.14.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 is inserted.
Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [ 2], subclause 5.3.2.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.14.3.2 Test procedure sequence

Table 6.1.1.14.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 The SS initiates an On-demand pre-arranged <-- SIP INVITE - -

MCPTT imminent peril group call with manual
commencement mode, with explicit floor control
by sending an SIP INVITE message.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment are
described in TS 36.579-1 [2], subclause 5.4.4
'‘Generic Test Procedure for MCPTT CT
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) respond --> SIP 183 (Session Progress) 1 P
with a SIP 183 (Session Progress)?

3 The SS responds to the SIP 183 (Session <-- SIP PRACK
Progress) with a SIP PRACK.

4 Check: Does the UE (MCPTT client) respond --> SIP 180 (Ringing) 1 P
with a SIP 180 (Ringing)?

5 Check: Dose the MCPTT client display an - - 1 P

indication for the Pre-arranged MCPTT
imminent peril group call to the MCPTT user?
NOTE: This is expected to be done via a
suitable implementation dependent MMI.

6 Make the MCPTT User answer the call. - -
7 Check: Does the UE (MCPTT client) answer the --> SIP 200 (OK) 2 P

call with a SIP 200 (OK)?
8 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.
9 The UE (MCPTT client) send a SIP 200 (OK). --> SIP 200 (OK) - -
- EXCEPTION: SS releases the E-UTRA - - - -
connection.
6.1.1.14.3.3 Specific message contents

Table 6.1.1.14.3.3-1: SIP INVITE (step 1, Table 6.1.1.14.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition IMMPERIL-CALL and GROUP-CALL

Information Element Value/remark Comment Reference Condition
Answer-Mode
answer-mode-value "Manual"

Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.1.14.3.3-2

Table 6.1.1.14.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.1.14.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
alert-ind "true”
mcptt-calling-group-id pX_MCPTT_Group_A_ID
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Table 6.1.1.14.3.3-3: SIP 200 (OK) (Step 9, Table 6.1.1.14.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.1.15 On-network / Emergency Alert / Cancel Emergency Alert / Client Originated
(CO)

6.1.1.15.1 Test Purpose (TP)

@

with { UE (MCPTT Cient) registered and authorized for MCPTT Service, including authorized to
initiate an energency alert }
ensure that {
when { the MCPTT User requests to send an energency alert with the |ocation of energency }
then { UE (MCPTT Cient) sends a SIP MESSAGE initiating an energency alert and reporting the
specific location information }

}

@
with { UE (MCPTT dient) in the “MEA3: energency-alert-initiated” state}
ensure that {

when { the MCPTT User requests to cancel the energency alert}
then { UE (MCPTT dient) sends a SIP MESSACE requesting the cancel ation of the energency alert}

6.1.1.15.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in: TS 24.379, clauses 12.1.1.1,
12.1.1.2. The following represents a copy/paste extraction of the requirements relevant to the test purpose; any
references within the copy/paste text should be understood within the scope of the core spec they have been copied
from. Unless otherwise stated, these are Rel-13 requirements.

[TS24.379 clause 12.1.1.1]

Upon receiving a request from the MCPTT user to send an MCPTT emergency alert to the indicated MCPTT group and
thisis an authorised request for an MCPTT emergency alert as determined by subclause 6.2.8.1.6, the MCPTT client
shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33] with the
clarifications given below.

NOTE 1: this SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1) shal includethe ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

3) may include a P-Preferred-ldentity header field in the SIP MESSAGE request containing a public user identity
as specified in 3GPP TS 24.229 [4];

4) shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the
<mcpttinfo> element containing the <mcptt-Params> element with:

a) the <mcptt-request-uri> element set to the group identity;
b) the <alert-ind> element set to a value of "true"; and

c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;
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5) shall include an application/vnd.3gpp.mcptt-location-info+xml MIME body as specified in Annex F.3 with a
<Report> element included in the <location-info> root element;

6) shall includein the <Report> element the specific location information configured for the MCPTT emergency
aert location trigger;

7) shall set the MCPTT emergency stateif not already set;
8) shall set the MCPTT emergency alert state to "MEA 2: emergency-alert-confirm-pending”;

9) shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the
group identity; and

10)shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP MESSAGE request, the MCPTT client shall set the MCPTT emergency
dert stateto "MEA 3: emergency-aert-initiated”.

On receiving a SIP 4xx response a S|P 5xx response or a SIP 6xx response to the SIP MESSAGE request, the MCPTT
client shall set the MCPTT emergency aert stateto "MEA 1. no-alert”.

NOTE 2: the MCPTT emergency state is left set in this case asthe MCPTT user presumably isin the best position
to determine whether or not they are in alife-threatening condition. The assumption isthat the MCPTT
user can clear the MCPTT emergency state manually if need be.

[TS24.379 clause 12.1.1.2]

Upon receiving arequest from the MCPTT user to send an MCPTT emergency alert cancellation to the indicated
MCPTT group and thisis an authorised request for an MCPTT emergency aert cancellation as determined by
subclause 6.2.8.1.6, the MCPTT client shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4]
and |[ETF RFC 3428 [33] with the clarifications given below.

NOTE 1: This SIP MESSAGE request is assumed to be sent out-of-dialog.
The MCPTT client:

1) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP MESSAGE request;

2) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

3) may include a P-Preferred-ldentity header field in the SIP MESSAGE reguest contai ning the public user identity
of the originator as specified in 3GPP TS 24.229 [4];

4) shall include an application/vnd.3gpp.mcptt-info+xml MIME body as specified in clause F.1 with the
<mcpttinfo> element containing the <mcptt-Params> element with:

a) the <mcptt-request-uri> element set to the MCPTT group identity;
b) the <alert-ind> element set to a value of "false"; and

c) if the MCPTT user is cancelling an MCPTT emergency aert originated by another MCPTT user, include the
<originated-by> element set to the MCPTT ID of the MCPTT user who originated the MCPTT emergency
aert;

5) if the MCPTT user has additionally requested the cancellation of the in-progress emergency state of the MCPTT
group and thisis an authorised request for an in-progress emergency group state cancellation as determined by
subclause 6.2.8.1.7, shall include an <emergency-ind> element set to avalue of "false" in the <mcpttinfo>
element containing the <mcptt-Params> element;

6) shall set the Request-URI to the public service identity identifying the participating MCPTT function serving the
group identity;
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7)

8)

if the generated SIP MESSAGE request does not contain an <originated-by> element in the
application/vnd.3gpp.meptt-info+xml MIME body, shall set the MCPTT emergency alert state to "MEA 4:
Emergency-alert-cancel-pending"; and

shall send the SIP MESSAGE request according to rules and procedures of 3GPP TS 24.229 [4].

On receipt of a SIP MESSAGE request containing an application/vnd.3gpp.mcptt-info+xml MIME body with an <alert-
ind-rcvd> element set to true and an <mcptt-client-id> matching the MCPTT client ID included in the sent SIP
MESSAGE request:

1)

2)

if the <alert-ind> element is set to avalue of "false" in the application/vnd.3gpp.mcptt-info+xml MIME body of
the received SIP MESSAGE request and the sent SIP MESSAGE request did not contain an <originated-by>
element in the application/vnd.3gpp.meptt-info+xml MIME body, shall:

a) setthe MCPTT emergency dert state to "MEA 1: no-alert"; and
b) clear the MCPTT emergency state if not already cleared;

if the <alert-ind> element in the application/vnd.3gpp.mcptt-info+xml MIME body of the received SIP
MESSAGE request is set to avalue of "true" and if the MCPTT emergency aert state is set to "MEA 4:
Emergency-alert-cancel-pending” and the sent SIP MESSAGE request did not contain an <originated-by>
element in the application/vnd.3gpp.mcptt-info+xml MIME body, shall set the MCPTT emergency alert state to
"MEA 3: emergency-alert-initiated”; and

NOTE 2: It would appear to be an unusual situation for the initiator of an MCPTT emergency alert to not be able to

3)

clear their own alert. Nevertheless, an MCPTT user can be configured to be authorised to initiate MCPTT
emergency alerts but not have the authority to clear them. Hence, the case is covered here.

if an <emergency-ind> element is present in the application/vnd.3gpp.mcptt-info+xml MIME body of received
SIP MESSAGE request and is set to avalue of "false":

a) shall setthe MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable”; and

b) shall set the MCPTT emergency group state of the group to "MEG 1: no-emergency".

NOTE 3: The case where an <emergency-ind> element is set to true is possible but not handled specifically above

asit resultsin no state changes.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the sent SIP MESSAGE request:

1)

if the received SIP 4xx response, SIP 5xx response or SIP 6xx response contai ns an application/vnd.3gpp.mcptt-
info+xml MIME body as specified in clause F.1 with the <mcpttinfo> element containing the <mcptt-Params>
element with the <alert-ind> element set to avalue of "true”, the sent SIP MESSAGE request did not contain an
<originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body and the MCPTT emergency
alert stateis set to "MEA 4: Emergency-alert-cancel-pending", shall set the MCPTT emergency alert state to
"MEA 3. emergency-alert-initiated”; and

NOTE 4: Inthiscase, an <emergency-ind> element would either not be present or would be set to true. In either

2)

case, no change in state would result. Hence, this case is not specified above.

if the received SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP MESSAGE request does
not contain an application/vnd.3gpp.meptt-info+xml MIME body with an <alert-ind> element, the sent SIP
MESSAGE request does not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml
MIME body and the MCPTT emergency alert state is set to "MEA 4: Emergency-al ert-cancel -pending"”, shall set
the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"”.

6.1.1.15.3 Test description

6.1.1.15.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)
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- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to
the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24]
clause 4.4. The smulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the
MCPTT configuration document).

- GNSS simulator to simulate alocation.

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- The GNSS simulator is configured to simulate alocation in the centre of Geographical area#1 to provide a
location, as defined in TS 36.508 [24] Table 4.11.2-2 scenario #1.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.1.15.3.2 Test procedure sequence

Table 6.1.1.15.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
U-S Message

0 Trigger the UE to reset UTC time and location. - - - -

NOTE: The UTC time and location reset may
be performed by MMI or AT command
(+CUTCR).

1 Make the MCPPT User request the - - - -
establishment of an emergency alert.

Note: This is expected to be done via a
suitable implementation dependent MMI

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT Client) send a --> SIP MESSAGE 1 P
SIP MESSAGE request for an emergency alert
providing location information?

3 SS (MCPTT Server) responds with 200 OK <-- SIP 200 (OK)

4 Make the MCPPT User request to send an - - - -
emergency alert cancellation to the MCPTT
group.

Note: This is expected to be done via a
suitable implementation dependent MMI

5 Check: Does the UE (MCPTT Client) send a --> SIP MESSAGE 2 P
SIP MESSAGE request to cancel the
emergency alert?

6 SS (MCPTT Server) responds with 200 OK <-- SIP 200 (OK)
EXCEPTION: SS releases the E-UTRA - - - -
connection.
6.1.1.15.3.3 Specific message contents

Table 6.1.1.15.3.3-1: SIP MESSAGE (Step 2, Table 6.1.1.15.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.4.1-1, Table 5.5.2.22.2.1-1, Condition EMERGENCY-ALERT
Information Element Value/remark Comment Condition
alert-ind "true" EMERGEN
CY-ALERT

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 168 ETSI TS 136 579-2 V14.2.0 (2019-05)

Table 6.1.1.15.3.3-1A: Location-Info in SIP MESSAGE (Table 6.1.1.15.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.4.1-1.
Information Element Value/remark Comment Reference Condition
location-info present
Report present
a unique string to The value need not be
identify what triggered checked however the
the location report inclusion of a non-zero
TriggerID length string shall be
verified. For the string
semantics see TS
24.379 [9] clause F.3.
CurrentLocation
As per the location
simulated by the GNSS
CurrentCoordinate simulator at the time of
transmission of the
message
The longitude value as
specified for location
longitude number #1 defined in
TS 36.508 [24] Table
4.11.2-3 +/- 0.00016
degrees.
The latitude value as
specified for location
latitude number #1 defined in
TS 36.508 [24] Table
4.11.2-3+/- 0.00013
degrees.
Table 6.1.1.15.3.3-2: SIP 200 (OK) (steps 3, 6, Table 6.1.1.15.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17-1.2-1
Information Element Value/remark Comment Condition
Content-Type Not Included
Table 6.1.1.15.3.3-3: SIP MESSAGE (Step 5, Table 6.1.1.15.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1
Information Element Value/remark Comment Condition
alert-ind "false"
6.1.1.16 On-network / Emergency Alert / Client Terminated (CT)
6.1.1.16.1 Test Purpose (TP)

@)

with { UE (MCPTT Cient) registered and authorized for MCPTT Service}

ensure that {

when { MCPTT Server notifies the UE (MCPTT client) with an energency alert with the |ocation of
emergency by sending the UE (MCPTT Client) a SIP MESSAGE }
then {UE (MCPTT client) acknow edges the energency alert by sending a SIP 200 (OK) response and
notifies the user of the energency alert }

}

2

with { UE (MCPTT dient) having been previously notified of an energency alert}

ensure that {

when { MCPTT Server sends an energency alert cancellation to the UE (MCPTT client) }
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then {UE (MCPTT client) acknow edges the cancellation of the enmergency state by sending a SIP
200 (OK) response and notifies the user of the cancellation }

}

6.1.1.16.2 Conformance requirements

References. The conformance requirements covered in the current TC are specified in: TS 24.379, clause 12.1.1.3. The
following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the
copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise
stated, these are Rel-13 requirements.

[TS24.379 clause 12.1.1.3]
Upon receipt of a"SIP MESSAGE request for emergency notification”, the MCPTT client:

1) if thereceived SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<dert-ind> element set to avalue of "true", should display to the MCPTT user an indication of the MCPTT
emergency alert and associated information, including:

a) the MCPTT group identity contained in <mcptt-calling-group-id> element application/vnd.3gpp.mcptt-
info+xml MIME body;

b) the originator of the MCPTT emergency alert contained in the <mcptt-calling-user-id> element of the
application/vnd.3gpp.meptt-info+xml MIME body; and

¢) the mission critical organization of the MCPTT emergency alert originator contained in the <mc-org>
element of the application/vnd.3gpp.mcptt-info+xml MIME body;

NOTE 1: Thisisthe case of the MCPTT client receiving the notification of another MCPTT user's emergency alert.

2) if thereceived SIP MESSAGE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<alert-ind> element set to avalue of "false":

a) should display to the MCPTT user an indication of the MCPTT emergency aert cancellation and associated
information, including:

i) the MCPTT group identity contained in the <mcptt-calling-group-id> element
application/vnd.3gpp.mcptt-info+xml MIME body;

ii) the originator of the MCPTT emergency alert contained in:
A) if present, the <originated-by> element of the application/vnd.3gpp.mcptt-info+xml MIME body; or
B) the <mcptt-calling-user-id> element of the application/vnd.3gpp.meptt-info+xml MIME body; and

b) if the MCPTT ID contained in the <originated-by> element isthe MCPTT ID of the receiving MCPTT user,
shall set the MCPTT emergency dert state to "MEA 1: no-alert"; and

c) if thereceived SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with
the <emergency-ind> element set to avalue of "false":

i) shall set the MCPTT emergency group state to "MEG 1: no-emergency"; and
ii) shall set the MCPTT emergency group call state to "MEGC 1: emergency-gc-capable”;

NOTE 2: Thisisthe case of the MCPTT client receiving the notification of the cancellation by athird party of an
MCPTT emergency alert. This can be the MCPTT emergency alert of another MCPTT user or the
MCPTT emergency alert of the recipient, as determined by the contents of the <originated-by> element.
Optionaly, notification of the cancellation of the in-progress emergency state of the MCPTT group can
be included.

3) if thereceived SIP MESSAGE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<emergency-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication of the additional emergency MCPTT user participating in
the MCPTT emergency group call including the following if not already displayed as part of step 1):
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i) the MCPTT group identity contained in the <mcptt-calling-group-id> element
application/vnd.3gpp.meptt-info+xml MIME body; and
ii) the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b) shall set the MCPTT emergency group state to "MEG 2: in-progress" if not already set to that value;

NOTE 3: Thisisthe case of the MCPTT client receiving notification of an additional MCPTT user inan MCPTT
emergency state (i.e., not the MCPTT user that originally triggered the in-progress emergency state of the
group) joining the in-progress emergency group call. An emergency aert indication, if included, is
handled in step 1).

4) if the received SIP MESSAGE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<emergency-ind> element set to avalue of "false":

a) should display to the MCPTT user an indication of the cancellation of the in-progress emergency state of the
MCPTT group call including the following if not already displayed as part of step 2):

i) the MCPTT group identity contained in the <mcptt-calling-group-id> element
application/vnd.3gpp.meptt-info+xml MIME body; and

ii) the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b) shall set the MCPTT emergency group stateto "MEG 1: no-emergency"; and
c) shall set the MCPTT emergency group call state to "MEGC 1: emergency-gc-capable”;

NOTE 4: Thisisthe case of the MCPTT client receiving the notification of the cancellation of the in-progress
emergency state of the MCPTT group. In this case, the receiving MCPTT client is affiliated with the
MCPTT group but not participating in the session. An emergency alert cancellation, if included, is
handled in step 2).

5) if the received SIP MESSAGE reguest contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<imminentperil-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication of the MCPTT user participating in the MCPTT imminent
peril group call including the following if not already displayed as part of step 1):

i) the MCPTT group identity contained in the <mcptt-calling-group-id> element
application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) the <mcptt-calling-user-id> element of the application/vnd.3gpp.meptt-info+xml MIME body; and
b) shall set the MCPTT imminent peril group state to "MIG 2: in-progress” if not already set to that value;

NOTE 5: Thisisthe case of the MCPTT client receiving notification of an additional MCPTT user initiating an
imminent peril group call when there is already an in-progress imminent peril state in effect on the group.

6) if the received SIP MESSAGE reguest contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<imminentperil-ind> element set to avalue of "false":

a) should display to the MCPTT user an indication of the cancellation of the in-progressimminent peril state of
the MCPTT group including the following if not already displayed as part of step 2):

i) the MCPTT group identity contained in the <mcptt-calling-group-id> element
application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) the <mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;
b) shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril”; and
c) shall setthe MCPTT imminent peril group cal state to "MIGC 1: imminent-peril-gc-capable”;

NOTE 6: Thisisthe case of the MCPTT client receiving notification of the cancellation of the in-progress
imminent peril state of the group.

7) shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4]; and
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8) shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of

3GPP TS 24.229 [4].
6.1.1.16.3 Test description
6.1.1.16.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to
the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24]
clause 4.4. The smulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the
MCPTT configuration document).

- GNSS simulator to simulate alocation.

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- The GNSS simulator is configured to simulate alocation in the centre of Geographical area#1 to provide a
location, as defined in TS 36.508 [24] Table 4.11.2-2 scenario #1.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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Table 6.1.1.16.3.2-1: Main Behaviour

St

Procedure

Message Sequence

Message

TP Verdict

Trigger the UE to reset UTC time and location.

NOTE: The UTC time and location reset may
be performed by MMI or AT command
(+CUTCR).

SS sends an emergency alert providing
location information.

SIP MESSAGE

EXCEPTION: The E-UTRA/EPC actions which
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.4 Generic Test Procedure for MCPTT CT
communication in E-UTRA . The test
sequence below shows only the MCPTT
relevant messages exchanged.

Check: Does the UE (MCPTT Client) respond
with a 200 (OK)?

>

SIP 200 (OK)

Check: Does the UE (MCPTT Client) notify the
user of the emergency alert?

Note: This is expected to be done via a
suitable implementation dependent MMI

SS sends an emergency alert cancel

SIP MESSAGE

Check: Does the UE (MCPTT Client) respond
with a 200 (OK)?

SIP 200 (OK)

Check: Does the UE (MCPTT Client) notify the
user of the emergency alert cancellation?
Note: This is expected to be done via a
suitable implementation dependent MMI

EXCEPTION: SS releases the E-UTRA
connection.

6.1.1.16.3.3

Specific message contents

Table 6.1.1.16.3.3-1: SIP MESSAGE (Step 1, Table 6.1.1.16.3.2-1)

Derivation Path: TS 36.579-1 [2], table 5.5.2.7, Table 5.5.2.22.2.1-1, Condition EMERGENCY-ALERT

Information Element

Value/remark Comment

Condition

alert-ind

"true”

EMERGEN
CY-ALERT
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Table 6.1.1.16.3.3-1A: Location-Info in SIP MESSAGE (Table 6.1.1.16.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.4.1-1

Information Element Value/remark Comment Reference Condition
location-info present
Report present
"EMERGENCY A randomly chosen
TriggerID ALERT" string to reflect the
trigger of the message.
CurrentLocation
The location simulated
by the GNSS simulator
at the time of
transmission of the
message is for location
number #1.
CurrentCoordinate The #7 is chosen below
to simulate an
Emergency alert
coming from an User
hypothetically located
in location #7. No need
for GNSS simulaiton for
this.
The longitude value as
specified for location
longitude number #7 defined in
TS 36.508 [24] Table
4.11.2-3.
The latitude value as
specified for location
latitude number #7 defined in
TS 36.508 [24] Table
4.11.2-3.

Table 6.1.1.16.3.3-2: SIP 200 (OK) (steps 2, 5, Table 6.1.1.16.3.2-1)

Derivation Path: TS 36.579-1 [2], table 5.5.2.17.1.1-1
Information Element Value/remark Comment Condition
Content-Type Not Included

Table 6.1.1.16.3.3-3: SIP MESSAGE (Step 4, Table 6.1.1.16.3.2-1)

Derivation Path: TS 36.579-1 [2], table 5.5.2.22.2.1-1
Information Element Value/remark Comment Condition
alert-ind "false"

6.1.2 Chat Group Calls

6.1.2.1 On-network / On-demand Chat Group Call / Client Origination (CO)
6.1.2.1.1 Test Purpose (TP)
1)

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnent of an on-denmand MCPTT group session using an
MCPTT group identity identifying an chat MCPTT group }
then { UE (MCPTT Cient) requests to join the Chat Goup Call by generating a SIP INVITE nessage
and, after indication fromthe MCPTT Server that the join request has been accepted, the UE (MCPTT
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Client) generates a FLOOR REQUEST, and after indication fromthe MCPTT server that the Floor is
granted, the user can participate in the group call }

}

2

with { UE (MCPTT dient) having established an on-demand Chat G oup Call }
ensure that {
when { the MCPTT User (MCPTT Client) requests to |leave the Chat Goup Call }
then { UE (MCPTT dient) requests to | eave the chat group call by sending a Floor Release and,
after indication fromthe MCPTT server that the Floor Release is accepted, the UE | eaves the Chat
Goup Call }

3

with { UE (MCPTT Cient) registered and authorised for MCPTT Services }
ensure that {
when { the MCPTT User (MCPTT dient) requests the origination of an energency group call }
then { UE (MCPTT dient) requests the set up and is able to join an enmergency group call, or if
unaut hori sed indicates to the user that they are not authorised to set up energency calls and no
call is set up }

(4)

with { UE (MCPTT dient) having established an on-demand Chat G oup Call }
ensure that {
when { the MCPTT User (MCPTT Cient) requests the origination of an inminent peril group call }
then { UE (MCPTT dient) requests the set up and is able to join an inmnent peril group call,
or if unauthorised indicates to the user that they are not authorised to set up immnent peril calls
and no call is set up }

®)

with { UE (MCPTT dient) having established an on-denmand Chat Group Call }
ensure that {
when { the UE (MCPTT dient) wishes to | eave the MCPTT session
then { UE (MCPTT Cient) initiates |eaving by sending a SIP INVITE and | eaves the call }

}

6.1.2.1.2 Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 6.2.4.1,
10.1.2.2.1.1,10.1.2.2.1.2,10.1.2.2.1.3, 10.1.2.2.1.4, 10.1.2.2.1.5, 10.1.2.2.3.1 and 10.1.2.2.3.3. Unless otherwise stated
these are Rel-13 requirements.

[TS 24.379 clause 6.2.4.1]

Upon receiving arequest from an MCPTT user to leave an MCPTT session established using on-demand session
signalling, the MCPTT client:

1) shal interact with the media plane as specified in 3GPP TS 24.380 [5];

2) shall generate a SIP BY E request according to 3GPP TS 24.229 [4];

3) shall set the Request-URI to the MCPTT session identity to leave; and

4) shall send aSIP BY E request towards MCPTT server according to 3GPP TS 24.229 [4].
[TS24.379 clause 10.1.2.2.1.1]

Upon receiving a request from an MCPTT user to establish an MCPTT group session using an MCPTT group identity,
identifying achat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following the UE
originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:
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1) if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an

MCPTT chat group call and the MCPTT emergency state is aready set, the MCPTT client shall comply with the

procedures in subclause 6.2.8.1.1;

2) if the MCPTT user has requested the origination of an MCPTT imminent peril group call, the MCPTT client
shall comply with the procedures in subclause 6.2.8.1.9;

3) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

4) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of

"urn:urn-7:3gpp-service.ims.ics.meptt” along with the "require" and "explicit" header field parameters according

to IETF RFC 3841 [6];
7) should include the "timer" option tag in the Supported header field;

8) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
refresher parameter is omitted. If included, the refresher parameter shall be set to "uac”;

9) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1: The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

10) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

13) shall contain an application/vnd.3gpp.meptt-info+xml MIME body with the <mepttinfo> element containing the
<mcptt-Params> element with:

a) the <session-type> element set to avalue of "chat”;
b) the <mcptt-request-uri> element set to the group identity; and
c) the <meptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;

NOTE 2: The MCPTT ID of the originating MCPTT user is not included in the body, as thiswill be inserted into
the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

14)shall includeinthe SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications
specified in subclause 6.2.1;

15)if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
16) shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:
1) shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

[TS24.379 clause 10.1.2.2.1.2]

This subclause covers both on-demand session and pre-established sessions.

Upon receipt of a SIP re-INVITE request the MCPTT client:
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1)

2)

3)

4)

if the SIP re-INVITE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to avalue
of "true":

a) should display to the MCPTT user the MCPTT ID of the originator of the MCPTT emergency group call and
an indication that thisisan MCPTT emergency group call;

b) if the <mcpttinfo> element contai ning the <mcptt-Params> element contains an <alert-ind> element set to
"true”, should display to the MCPTT user an indication of the MCPTT emergency alert and associated
information;

c) shall set the MCPTT emergency group state to "MEG 2: in-progress’;
d) shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril™;and
€) shall set the MCPTT imminent peril group cal state to "MIGC 1: imminent-peril-gc-capable”;

if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a
value of "true":

a) should display to the MCPTT user the MCPTT ID of the originator of the MCPTT imminent peril group call
and an indication that thisisan MCPTT imminent peril group call; and

b) shall set the MCPTT imminent peril group state to "MIG 2: in-progress’;

if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <emergency-ind> element set to avalue
of "false":

a) should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT emergency
group call;

b) if the <mcpttinfo> element contai ning the <mcptt-Params> element contains an <alert-ind> element set to
"false":

i) should display to the MCPTT user an indication of the MCPTT emergency alert cancellation and the
MCPTT ID of the MCPTT user cancelling the MCPTT emergency alert; and

ii) if the SIP re-INVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body including an
<originated-by> element:

A) should display to the MCPTT user the MCPTT ID contained in the <originated-by> element of the
MCPTT user that originated the MCPTT emergency aert; and

B) if the MCPTT ID contained in the <originated-by> element isthe MCPTT ID of the receiving
MCPTT user, shall set the MCPTT emergency alert stateto "MEA 1: no-alert";

c) shall set the MCPTT emergency group state to "MEG 1: no-emergency”; and

d) if the MCPTT emergency group call state of the group is set to "MEGC 3: emergency-call-granted”, shall set
the MCPTT emergency group call state of the group to "MEGC 1. emergency-gc-capable”;

if the SIP re-INVITE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the
<mcpttinfo> element containing the <mcptt-Params> element with the <imminentperil-ind> element set to a
value of "false":

a) should display to the MCPTT user the MCPTT ID of the MCPTT user cancelling the MCPTT imminent peril
group call and an indication that thisisan MCPTT imminent peril group call;

b) shall set the MCPTT imminent peril group state to "MIG 1: no-imminent-peril”; and

c) shall set the MCPTT imminent peril group call stateto "MIGC 1: imminent-peril-gc-capable”;
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5)

6)

7)
8)

9)

may check if a Resource-Priority header field isincluded in the incoming SIP re-INVITE request and may
perform further actions outside the scope of this specification to act upon an included Resource-Priority header
field as specified in 3GPP TS 24.229 [4];

shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures
of 3GPP TS 24.229 [4];

shall include the g.3gpp.meptt media feature tag in the Contact header field of the SIP 200 (OK) response;

shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
service.ims.icsi.meptt” in the Contact header field of the SIP 200 (OK) response;

if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP
200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [4]
with the clarifications given in subclause 6.2.2;

10)if the SIP re-INVITE request was received within a pre-established session, shall include an SDP answer in the

SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to
3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established session; and

NOTE: The SIPre-INVITE request can be received within an on-demand session or a pre-established session

associated with an MCPTT group session. If the SIP re-INVITE request is received within a pre-
established session, the media-level section for the MCPTT speech media stream and the media-level
section of the media-floor control entity are expected to be the same as was negotiated in the existing pre-
established session.

11)shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of

3GPPTS24.229[4].

[TS24.37910.1.2.2.1.3]

This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCPTT user to cancel the in-progress emergency condition on achat MCPTT group,
the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the clarifications
given below.

The MCPTT client:

1)

2)

3

4)

5)

if the MCPTT user is not authorised to cancel the in-progress emergency group state of the MCPTT group as
determined by the procedures of subclause 6.2.8.1.7, the MCPTT client:

a) should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency group
state of the MCPTT group; and

b) shall skip the remaining steps of the current subclause;

shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency
aert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as
specified in subclause 6.2.8.1.3;

shall, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency
aert originated by another MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body
populated as specified in subclause 6.2.8.1.14;

shall, if the SIP re-INVITE request is to be sent within an on-demand session, include in the SIP re-INVITE
reguest an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

if the SIP re-INVITE request isto be sent within a pre-established session, shall include an SDP offer in the SIP
re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-
established session;
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NOTE 1: The SIPre-INVITE request can be sent within an on-demand session or a pre-established session

associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established
session, the media-level section for the MCPTT speech media stream and the media-level section of the
media-floor control entity are expected to be the same as was negotiated in the existing pre-established
session.

6) shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

7) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1) shall setthe MCPTT emergency group state of the group to "MEG 1: no-emergency”;

2) shall set the MCPTT emergency group call state of the group to "MEGC 1: emergency-gc-capable”; and

3) if the MCPTT emergency alert state is set to "MEA 4: Emergency-al ert-cancel -pending"”, the sent SIP re-

INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME
body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header
field as specified in subclause 4.4 with the warning text containing the meptt-warn-code set to "149", shall set
the MCPTT emergency alert state to "MEA 1: no-aert".

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
2)

3)

shall set the MCPTT emergency group state as "MEG 2: in-progress’;

if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.meptt-info+xml
MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not
contain an <originated-by> element in the application/vnd.3gpp.mcptt-info+xml MIME body, the MCPTT client
shall set the MCPTT emergency alert state to "MEA 3: emergency-alert-initiated"; and

if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcptt-
info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCPTT
emergency alert (MEA) state shall revert to its value prior to entering the current procedure.

NOTE 3: If the in-progress emergency group state cancel request is rejected, the state of the session does not

change, i.e. continues with MCPTT emergency group call level priority.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session ID identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

[TS24.37910.1.2.2.1.4]

This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCPTT user to upgrade the MCPTT group session to an emergency condition or an
imminent peril condition on achat MCPTT group, the MCPTT client shall generate a SIP re-INVITE request as
specified in 3GPP TS 24.229 [4], with the clarifications given below.

1)

2)

if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress emergency group state
and is not authorised to do so as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:

a) should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session to an
in-progress emergency group state; and

b) shall skip the remaining steps of the current subclause;

if the MCPTT user is requesting to upgrade the MCPTT group session to an in-progress imminent peril state and
is not authorised to do so as determined by the procedures of subclause 6.2.8.1.8, the MCPTT client:

a) should indicate to the MCPTT user that they are not authorised to upgrade the MCPTT group session to an
in-progress imminent peril group state; and

b) shall skip the remaining steps of the current subclause;
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3) if the MCPTT user has requested to upgrade the MCPTT group session to an MCPTT emergency call, the
MCPTT client:

a) shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in
subclause 6.2.8.1.1; and

b) shall include a Resource-Priority header field and comply with the proceduresin subclause 6.2.8.1.2.

4) if the MCPTT user has reguested to upgrade the MCPTT group session to an MCPTT imminent peril call, the
MCPTT client:

a) shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in
subclause 6.2.8.1.9; and

b) shall include a Resource-Priority header field and comply with the proceduresin subclause 6.2.8.1.12;

5) if the SIP re-INVITE request is to be sent within an on-demand session, shall includein the SIP re-INVITE
reguest an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

6) if the SIPre-INVITE request isto be sent within a pre-established session, shall include an SDP offer in the SIP
re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters a ready negotiated for the pre-
established session;

NOTE: The SIPre-INVITE request can be sent within an on-demand session or a pre-established session
associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established
session, the media-level section for the offered MCPTT speech media stream and the media-level section
of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-
established session.

7) if animplicit floor request is required, shall indicate this as specified in subclause 6.4;
8) shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and
9) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:
1) shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2) shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request the MCPTT
client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session ID identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

[TS24.37910.1.2.2.1.5]
This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCPTT user to cancel the in-progress imminent peril condition on achat MCPTT
group, the MCPTT client shall generate a SIP re-INVITE request by following the procedures specified in
3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user is not authorised to cancel the in-progress imminent peril group state of the MCPTT group as
determined by the procedures of subclause 6.2.8.1.10, the MCPTT client:

a) should indicateto the MCPTT user that they are not authorised to cancel the in-progress imminent peril
group state of the MCPTT group; and

b) shall skip the remaining steps of the current subclause;

2) shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in
subclause 6.2.8.1.11;
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3) shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

4) shall include in the application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing
the <mcptt-Params> element with:

a) the<session-type> element set to avalue of "chat"; and
b) the <mcptt-request-uri> element set to the group identity;

NOTE 1: The MCPTT ID of the originating MCPTT user is not included in the body, as thiswill be inserted into
the body of the SIP re-INVITE request that is sent by the originating participating MCPTT function.

5) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP re-INVITE request
according to IETF RFC 3840 [16];

6) if the SIPre-INVITE request isto be sent within an on-demand session, shall include in the SIP re-INVITE
request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications specified in subclause 6.2.1;

7) if the SIPre-INVITE request is to be sent within a pre-established session, shall include an SDP offer in the SIP
re-INVITE request according to 3GPP TS 24.229 [4], based upon the parameters aready negotiated for the pre-
established session; and

NOTE 2: The SIPre-INVITE request can be sent within an on-demand session or a pre-established session
associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established
session, the media-level section for the offered MCPTT speech media stream and the media-level section
of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-
established session.

8) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5];

2) shall set the MCPTT imminent peril group state of the group to "MIG 1: no-imminent-peril”; and

3) shall set the MCPTT imminent peril group call state of the group to "MIGC 1. imminent-peril-gc-capable”.
On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1) if the SIP 4xx response, SIP 5xx response or SIP 6xx response:

a) contains an application/vnd.3gpp.meptt-info+xml MIME body with an <imminentperil-ind> element set to a
value of "true"; or

b) does not contain an application/vnd.3gpp.mcptt-info+xml MIME body with an <imminentperil-ind> element;
then the MCPTT client shall set the MCPTT imminent peril group state as "MIG 2: in-progress”.

NOTE 2: Thisisthe case wherethe MCPTT client requested the cancellation of the MCPTT imminent peril in-
progress state and was rejected.

[TS24.379 clause 10.1.2.2.3.1]

When an MCPTT client wants to leave the MCPTT session that has been established using on-demand session, the
MCPTT client shall follow the procedures as specified in subclause 6.2.4.1.

[TS24.379 clause 10.1.2.2.3.3]

Upon receiving a SIP BY E request for releasing the MCPTT chat session, the MCPTT client shall follow the
procedures as specified in subclause 6.2.6.
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6.1.2.1.3 Test description
6.1.2.1.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server).

- E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in
TS 36.508 [24] subclause 4.4.

IUT:

- UE (MCPTT client) has been provisioned with the Initial UE Configuration Data as specified in TS 36.579-1 [2],
subclause 5.5.8.1 allowing for the location of the configuration management server for configuration of the
MCPTT UE initial configuration management object (MO) and the default MCPTT user profile configuration
management object (MO).

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2] subclause 5.3.2.

- UE States at the end of the preamble;
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and user has registered-in asthe MCPTT User with the
Server as active user at the client.
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6.1.2.1.3.2 Test procedure sequence

Table 6.1.2.1.3.2-1: Main behaviour
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St

Procedure

Message Sequence

Message

TP

Verdict

Make the UE user initiate an on-demand chat

group call.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

EXCEPTION: The E-UTRA/EPC related
actions which step 1 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.3
'‘Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages being exchanged.

Check: Does the UE (MCPTT Client) send a
SIP INVITE request.

SIP INVITE

The SS sends SIP 200 (OK).

SIP 200 (OK)

Check: Does the UE (MCPTT Client) send a
Floor Request?

Floor Request

The SS sends Floor Granted

Floor Granted

Check: Does the UE (MCPTT client) notify the

user that the call has been successfully

established?

NOTE: This is expected to be done via a
suitable implementation dependent
MMI

Make the UE user leave an on-demand chat

group call.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

Check: Does the UE (MCPTT Client) sends a
Floor Release?

Floor Release

The SS sends a SIP BYE (terminates the
media plane)

SIP BYE

10

Make the UE user request an MCPTT

emergency group session.

NOTE: This is expected to be done via a
suitable implementation mechanism
and may be manually or automatically
initiated.

11

Check: Does the UE (MCPTT Client) send a
SIP INVITE request with <emergency_ind> set
true?

SIP INVITE

12

The SS sends SIP 403 (Forbidden).

SIP 403 (Forbidden)

13

Check: Does the UE (MCPTT client) notify the

user that the emergency call is not allowed

and that the call is not set up?

NOTE: This is expected to be done via a
suitable implementation dependent
MMI.

14

Make the UE user request an MCPTT

emergency chat group session.

NOTE: This is expected to be done via a
suitable implementation mechanism
and may be manually or automatically
initiated.

15

Check: Does the UE (MCPTT Client) send a
SIP INVITE request?

SIP INVITE

16

The SS sends SIP re-INVITE request

SIP re-INVITE

17

Check: Does the UE (MCPTT Client) send a
SIP 200 (OK)?

SIP 200 (OK)
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18

Check: Does the UE (MCPTT client) notify the

user that the emergency call has been

successfully established?

NOTE: This is expected to be done via a
suitable implementation dependent
MMI.

19

Make the UE user cancel the emergency chat

group session.

NOTE: This is expected to be done via a
suitable implementation mechanism
and may be manually or automatically
initiated.

20

The UE sends a SIP INVITE request

SIP INVITE - -

21

The SS sends SIP 200 (OK).

SIP 200 (OK) - -

22

Make the UE user request an imminent peril

chat group session.

NOTE: This is expected to be done via a
suitable implementation mechanism
and may be manually or automatically
initiated.

23

Check: Does the UE (MCPTT Client) send a
SIP INVITE request with <imminentperil_ind>
set true?

SIP INVITE 4 [)

24

The SS sends SIP 403 (Forbidden).

SIP 403 (Forbidden) - -

25

Check: Does the UE (MCPTT client) notify the

user that the imminent peril call is not allowed

and that the call is not set up?

NOTE: This is expected to be done via a
suitable implementation dependent
MMI.

- 4 P

26

Make the UE user re-request an imminent peril

chat group session.

NOTE: This is expected to be done via a
suitable implementation mechanism
and may be manually or automatically
initiated.

27

Check: Does the UE (MCPTT Client) send a
SIP INVITE request with <imminentperil_ind>
set true?

SIP INVITE 4 P

28

The SS sends SIP re-INVITE request.

SIP re-INVITE - -

29

Check: Does the UE (MCPTT Client) send a
SIP 200 (OK)?

SIP 200 (OK) 4 P

30

Check: Does the UE (MCPTT client) notify the

user that the imminent peril call has been

successfully established?

NOTE: This is expected to be done via a
suitable implementation dependent
MMI.

31

Make the US user request to leave the chat

group call.

NOTE: This is expected to be done via a
suitable implementation mechanism
and may be manually or automatically
initiated.

32

Check: Does the UE (MCPTT Client) send a
SIP INVITE to initiate call termination?

SIP INVITE 5 P

33

The SS sends SIP 200 (OK)

SIP 200 (OK) - -

34

Check: Does the UE (MCPTT Client) leave the

chat group call and indicate this to the user?

NOTE: This is expected to be done via a
suitable implementation dependent
MMI.

EXCEPTION: After the step 34 is completed,
the SS releases the E-UTRA connection.
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6.1.2.1.3.3 Specific message contents

Table 6.1.2.1.3.3-1: SIP INVITE (Step 2, Table 6.1.2.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type
As described in Table
MCPPT-Info 6.1.2.1.3.3-2
Table 6.1.2.1.3.3-2: MCPTT-Info in SIP INVITE (Step 2, Table 6.1.2.1.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type “chat”
Table 6.1.2.1.3.3-3: SIP INVITE (Step 11 and 15, Table 6.1.2.1.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1
Information Element Value/remark Comment Reference Condition

Message-body

MIME-Content-Type

MCPPT-Info

As described in Table
6.1.2.1.3.3-4

Table 6.1.2.1.3.3-4: MCPTT-Info in SIP INVITE (Step 11 and 15, Table 6.1.2.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition EMERGENCY-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type “chat”
Table 6.1.2.1.3.3-5: SIP INVITE (Step 23 and 27, Table 6.1.2.1.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1
Information Element Value/remark Comment Reference Condition

Message-body

MIME-Content-Type

MCPPT-Info

As described in Table
6.1.2.1.3.3-6

Table 6.1.2.1.3.3-6: MCPTT-Info in SIP INVITE (Step 23 and 27, Table 6.1.2.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition IMMPERIL-CALL

Information Element

Value/remark

Comment

Reference

Condition

mcpttinfo

mcptt-Params

session-type

“chat”

Table 6.1.2.2.3.3-7: SIP re-INVITE (Step 28, Table 6.1.2.1.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition IMMPERIL-CALL
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Table 6.1.2.1.3.3-8: SIP INVITE (Step 32, Table 6.1.2.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1
Information Element Value/remark Comment Reference Condition
Request-Line
Method "BYE"
Content-Type Not included

Table 6.1.2.1.3.3-9: SIP 200 (OK) (Step 3, 21 and 33, Table 6.1.2.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1
Information Element Value/remark Comment Reference Condition
Content-Type Not included

Table 6.1.2.1.3.3-10: SIP 403 (Forbidden) (Step 12, Table 6.1.2.1.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.19.1-1
Information Element Value/remark Comment Reference Condition
Warning
mcptt-warn-text "function not allowed
due to user
authorisation”
6.1.2.2 On-network / Chat Group Call Using Pre-established Session Including

Emergency and Imminent Peril Calls / Client Server originated Pre-
established Session Release with associated MCPTT session / Client
Origination (CO)

6.1.2.21 Test Purpose (TP)

@

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishment of an MCPTT group session using an MCPTT group
identity identifying a chat MCPTT group that is within a pre-established session}
then { UE (MCPTT dient) requests to join the Chat Goup Call within a pre-established session
by generating a SI P REFER nessage and, after indication fromthe MCPTT Server that the join request
has been accepted, the user can participate in the group call }

}

)

with { UE (MCPTT dient) having established a Chat Goup Call within a pre-established session }
ensure that {
when { the MCPTT User (MCPTT dient) requests the origination of an energency group call }
then { UE (MCPTT dient) requests the set up and is able to join an emergency group call, or if
unaut hori sed indicates to the user that they are not authorised to set up energency calls and no
call is set up}

3

with { UE (MCPTT dient) having established a Chat Goup Call within a pre-established session }
ensure that {
when { the MCPTT User (MCPTT Cient) requests the origination of an inminent peril group call }
then { UE (MCPTT Cient) requests the set up and is able to join an inmnent peril group call,
or if unauthorised indicates to the user that they are not authorised to set up immnent peril calls
and no call is set up }
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(4)

with { UE (MCPTT dient) having established a Chat Goup Call within a pre-established session }
ensure that {
when { the UE (MCPTT Cient) wishes to | eave the MCPTT session within a pre-established session }
then { UE (MCPTT dient) initiates |eaving by sending a SIP REFER and | eaves the call }

6.1.2.2.2 Conformance Requirements

References. The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 4.9, 6.2.4.2,
10.1.2.2.2, 10.1.2.2.3.2. Unless otherwise stated these are Rel-13 requirements.

[TS24.379, clause 4.9]

When establishing a pre-established session, the MCPTT client negotiates the media parameters, including establishing
| P addresses and ports using interactive connectivity establishment (ICE) as specified in IETF RFC 5245 with the
participating MCPTT function, prior to using the pre-established session for establishing MCPTT sessions with other
MCPTT users.

The pre-established session can later be used in MCPTT calls. This avoids the need to negotiate media parameters
(including evaluating | CE candidates) and reserving bearer resources during the MCPTT call establishment that results
in delayed MCPTT call establishment.

The use of pre-established session on the origination side is compatible with the use of on demand session on the
termination side. The use of pre-established session on the termination side is compatible with the use of on demand
session on the origination side.

[TS24.379, clause 10.1.2.2.2]

Upon receiving arequest from an MCPTT user to establish an MCPTT group session using an MCPTT group identity
identifying achat MCPTT group within the pre-established session, the MCPTT client shall generate a SIP REFER
request as specified in IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and IETF RFC 7647 [27], and in
accordance with the UE procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:
1) shall set the Request URI of the SIP REFER request to the session identity of the pre-established session;

2) shall set the Refer-To header field of the SIP REFER request as specified in IETF RFC 3515 [25] with a
Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [62] that pointsto an
application/resource-lists MIME body as specified in IETF RFC 5366 [20], and with the Content-1D header field
set to this"cid" URL;

3) shall includein the application/resource-lists MIME body a single <entry> element containing a"uri" attribute
set to the chat group identity, extended with the following URI header fields:

NOTE: Charactersthat are not formatted as ASCII characters are escaped in the following URI header fields;

a) the Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and
"explicit" header field parameters according to IETF RFC 3841 [6];

b) an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-
7:3gpp-service.ims.icsi.meptt” along with the "require" and "explicit" header field parameters according to
IETF RFC 3841 [6]; and

¢) an hname "body" URI header field populated with:

i) an application/sdp MIME body containing an SDP offer, if the session parameters of the pre-established
session require modification or if implicit floor control is required, according to the conditions specified
in subclause 6.4; and

ii) an application/vnd.3gpp.mcptt-info MIME body with:
A) the <session-type> element set to avalue of "chat"; and

B) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 188 ETSI TS 136 579-2 V14.2.0 (2019-05)

4)

6)

8)

9)

if the MCPTT user has reguested the origination of an MCPTT emergency group call or is originating an
MCPTT group call and the MCPTT emergency stateis already set:

a) if thisisan authorised request for an MCPTT emergency group call as determined by the procedures of
subclause 6.2.8.8.1.8, shall comply with the procedures in subclause 6.2.8.1.1; and

b) if thisisan unauthorised request for an MCPTT emergency group call as determined in step a) above, should
indicate to the MCPTT user that they are not authorised to initiate an MCPTT emergency group call;

if the MCPTT user has requested the origination of an MCPTT imminent peril group call:

a) if thisisan authorised request for an MCPTT imminent peril group call as determined by the procedures of
subclause 6.2.8.8.1.8, shall comply with the proceduresin subclause 6.2.8.1.9;

b) if thisisan unauthorised request for an MCPTT imminent peril group call as determined in step a) above,
should indicate to the MCPTT user that they are not authorised to initiate an MCPTT imminent peril group
call;

shall include a P-Preferred-Service header field set to the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt"
(coded as specified in 3GPP TS 24.229 [4]), according to IETF RFC 6050 [9];

shall include the following according to IETF RFC 4488 [22].
a) the option tag "norefersub™ in the Supported header field; and
b) thevalue "false" in the Refer-Sub header field.

10)shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established

session;

11) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP REFER request according

to IETF RFC 3840 [16]; and

12)shall send the SIP REFER request according to 3GPP TS 24.229 [4].

Onreceiving afinal SIP 2xx response to the SIP REFER request, the MCPTT client:

1)

shall interact with the media plane as specified in 3GPP TS 24.380 [5].

On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP REFER request:

1)

2)

if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or
"MEGC 3: emergency-call-granted"; or

if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested"” or
"MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5 and shall skip the remaining steps.

On receiving a SIP re-INVITE request within the pre-established session targeted by the sent SIP REFER request, and if
the sent SIP REFER request was a request for an MCPTT emergency group call or an MCPTT imminent peril group
cal, the MCPTT client:

1)
2)

3)

shall perform the actions specified in subclause 6.2.8.1.16;

shall check if a Resource-Priority header field isincluded in the incoming SIP re-INVITE request and may
perform further actions outside the scope of the present document to act upon an included Resource-Priority
header field as specified in 3GPP TS 24.229 [4];

shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures
of 3GPP TS 24.229 [4];
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4) shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE
reguest according to 3GPP TS 24.229 [4], based upon the parameters already negotiated for the pre-established
session; and

5) shall send the SIP 200 (OK) response towards the participating MCPTT function according to rules and
procedures of 3GPP TS 24.229 [4].

On call release by interaction with the media plane as specified in subclause 9.2.2 of 3GPP TS 24.380 [5] if the sent SIP
REFER request was arequest for an MCPTT emergency group call or an MCPTT imminent peril group call, the
MCPTT client shall perform the procedures specified in subclause 6.2.8.1.17.

[TS24.379, clause 6.2.4.2]

Upon receiving arequest from an MCPTT user to leave an MCPTT session within a pre-established session, the
MCPTT client:

2) shall generate an initial SIP REFER request outside a dialog in accordance with the procedures specified in
3GPP TS 24.229 [4], IETF RFC 4488 [22] and IETF RFC 3515 [25] as updated by IETF RFC 6665 [26] and
|IETF RFC 7647 [27];

3) shall set the Request-URI of the SIP REFER request to the public service identity identifying the pre-established
session on the MCPTT server serving the MCPTT user;

4) shal include the Refer-Sub header field with value "false" according to rules and procedures of
IETF RFC 4488 [22];

5) shall include the Supported header field with value "norefersub” according to rules and procedures of
IETF RFC 4488 [22];

6) shall set the Refer-To header field of the SIP REFER request to the MCPTT session identity to leave;
7) shall include the "method" SIP URI parameter with the value "BYE" in the URI in the Refer-To header field;

8) shall include a Target-Dialog header field as specified in IETF RFC 4538 [23] identifying the pre-established
session; and

9) shall send the SIP REFER request according to 3GPP TS 24.229 [4].
[TS24.379, clause 10.1.2.2.3.2]

When an MCPTT client wants to leave the MCPTT session within a pre-established session, the MCPTT client shall
follow the procedures as specified in subclause 6.2.4.2.

6.1.2.2.3 Test description
6.1.2.2.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10, isinserted.
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Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

The MCPTT client has followed the steps defined in TS 36.579-1 [2], subclause 5.3.3 Generic Test Procedure
for MCPTT pre-established session establishment CO.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.2.2.3.2 Test procedure sequence

Table 6.1.2.2.3.2-1: Main behaviour
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St

Procedure

Message Sequence

Message

TP

Verdict

Make the UE user initiate a chat group call
over the pre-established session.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

EXCEPTION: The E-UTRA/EPC related
actions which step 1 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.3
'‘Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages being exchanged.

Check: Does the UE (MCPTT Client) send a
SIP REFER request.

SIP REFER

The SS sends SIP 200 (OK).

SIP 200 (OK)

Hiw

The SS sends a Connect message.

Connect

Check: Does the UE (MCPTT Client) send an
Acknowledge?

Acknowledge

)]

The SS sends Floor Granted.

Floor Granted

Check: Does the UE (MCPTT client) notify the
user that the call has been successfully
established?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

The SS sends Disconnect (terminates the
media plane).

Disconnect

The UE (MCPTT Client) sends a media plane
Acknowledge.

Acknowledge

10

Make the UE user request an MCPTT
emergency group session.

NOTE: This is expected to be done via a
suitable implementation mechanism and may
be manually or automatically initiated.

11

Check: Does the UE (MCPTT Client) send a
SIP REFER request with <emergency_ind> set
true?

SIP REFER

12

The SS sends SIP 403 (Forbidden).

SIP 403 (Forbidden)

13

Check: Does the UE (MCPTT client) notify the
user that the emergency call is not allowed
and that the call is not set up?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

14

Make the UE user request an MCPTT
emergency chat group session.

NOTE: This is expected to be done via a
suitable implementation mechanism and may
be manually or automatically initiated.

15

Check: Does the UE (MCPTT Client) send a
SIP REFER request?

SIP REFER

16

The SS sends SIP re-INVITE request

SIP re-INVITE

17

Check: Does the UE (MCPTT Client) send a
SIP 200 (OK)?

SIP 200 (OK)

18

Check: Does the UE (MCPTT client) notify the
user that the emergency call has been
successfully established?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
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19

Make the UE user cancel the emergency chat
group session.

NOTE: This is expected to be done via a
suitable implementation mechanism and may
be manually or automatically initiated.

20

The UE sends a SIP REFER request.

SIP REFER - -

21

The SS sends SIP 200 (OK).

SIP 200 (OK) - -

22

Make the UE user request an imminent peril
chat group session.

NOTE: This is expected to be done via a
suitable implementation mechanism and may
be manually or automatically initiated.

23

Check: Does the UE (MCPTT Client) send a
SIP REFER request with <imminentperil_ind>
set true?

SIP REFER 3 P

24

The SS sends SIP 403 (Forbidden).

SIP 403 (Forbidden) - -

25

Check: Does the UE (MCPTT client) notify the
user that the imminent peril call is not allowed
and that the call is not set up?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- 3 P

26

Make the UE user re-request an imminent peril
chat group session.

NOTE: This is expected to be done via a
suitable implementation mechanism and may
be manually or automatically initiated.

27

Check: Does the UE (MCPTT Client) send a
SIP REFER request with <imminentperil_ind>
set true?

SIP REFER 3 P

28

The SS sends SIP re-INVITE request.

SIP re-INVITE - -

29

Check: Does the UE (MCPTT Client) send a
SIP 200 (OK)?

SIP 200 (OK) 3 P

30

Check: Does the UE (MCPTT client) notify the
user that the imminent peril call has been
successfully established?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

31

Make the US user request to leave the chat
group call.

NOTE: This is expected to be done via a
suitable implementation mechanism and may
be manually or automatically initiated.

32

Check: Does the UE (MCPTT Client) send a
SIP REFER to initiate call termination?

SIP REFER 4 P

33

The SS sends SIP 200 (OK).

34

Check: Does the UE (MCPTT Client) leave the
chat group call and indicate this to the user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

SIP 200 (OK) - -

EXCEPTION: After the step 35 is completed,
the SS releases the E-UTRA connection.
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6.1.2.2.3.3 Specific message contents

Table 6.1.2.2.3.3-1: SIP REFER (Step 2, Table 6.1.2.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

Information Element Value/remark Comment Reference Condition
Message-body
MIME-Content-Type
As described in Table
MCPPT-Info 6.1.2.2.3.3-2
Table 6.1.2.2.3.3-2: MCPTT-Info in SIP REFER (Step 2, Table 6.1.2.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type “chat”
Table 6.1.2.2.3.3-3: SIP REFER (Step 11 and 15, Table 6.1.2.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1
Information Element Value/remark Comment Reference Condition

Message-body

MIME-Content-Type

MCPPT-Info

As described in Table
6.1.2.2.3.3-4

Table 6.1.2.2.3.3-4: MCPTT-Info in SIP REFER (Step 11 and 15, Table 6.1.2.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition EMERGENCY-CALL

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type “chat”
Table 6.1.2.2.3.3-5: SIP REFER (Step 23 and 27, Table 6.1.2.2.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1
Information Element Value/remark Comment Reference Condition

Message-body

MIME-Content-Type

MCPPT-Info

As described in Table
6.1.2.2.3.3-6

Table 6.1.2.2.3.3-6: MCPTT-Info in SIP REFER (Step 23 and 27, Table 6.1.2.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition IMMPERIL-CALL

Information Element

Value/remark

Comment

Reference

Condition

mcpttinfo

mcptt-Params

session-type

“chat”

Table 6.1.2.2.3.3-7: SIP re-INVITE (Step 28, Table 6.1.2.2.3.2-1)

| Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition IMMPERIL-CALL
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Table 6.1.2.2.3.3-8: SIP REFER (Step 32, Table 6.1.2.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1
Information Element Value/remark Comment Reference Condition
Request-Line
Method "BYE"
Content-Type Not included

Table 6.1.2.2.3.3-9: SIP 200 (OK) (Step 3, 21 and 33, Table 6.1.2.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.2-1

Information Element Value/remark Comment Reference Condition

Content-Type Not included

Table 6.1.2.2.3.3-10: SIP 403 (Forbidden) (Step 12, Table 6.1.2.2.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.19.1-1
Information Element Value/remark Comment Reference Condition
Warning
mcptt-warn-text "function not allowed
due to user
authorisation”
6.1.2.3 On-network / Chat Group Call / Late Entry
6.1.2.3.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) being part of an ongoing chat group call }
ensure that {
when { the MCPTT user disconnects and |ater reconnects to the ongoing chat group call }
then { UE (MCPTT Cient) perforns a |late entry to the chat group call }

)

with { UE (MCPTT dient) having joined an ongoing chat group call via late entry }
ensure that {
when { the chat group call is ended by the originator }
then { UE (MCPTT dient) |eaves the group call and notifies the user }

}

6.1.2.3.2 Conformance Requirements

References. The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 10.1.2.2.1.6.
Unless otherwise stated these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.6]

Upon receipt of aninitial SIP INVITE request, the MCPTT client:

6) shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of
3GPP TS 24.229 [4];

7) shall include the option tag "timer” in a Require header field of the SIP 200 (OK) responsg;
8) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

9) shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
service.ims.icsi.meptt” in the Contact header field of the SIP 200 (OK) response;
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10) shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer

according to IETF RFC 4028 [7]. If no "refresher” parameter was included in the received SIP INVITE request
the "refresher" parameter in the Session-Expires header field shall be set to "uas', otherwise shall include a
"refresher” parameter set to the value received in the Session-Expires header field the received SIP INVITE
request;

11) shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE

reguest according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;

12) shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of

3GPP TS 24.229 [4]; and

13) shall interact with the media plane as specified in 3GPP TS 24.380 [5].

6.1.2.3.3 Test description

6.1.2.3.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10, isinserted.
Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [ 2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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St

Procedure

Message Sequence TP

Message

Verdict

Make the UE user initiate a chat group call.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

EXCEPTION: The E-UTRA/EPC related
actions which step 1 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.3
‘Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages being exchanged.

The UE (MCPTT Client) sends a SIP INVITE
request.

SIP INVITE

The SS sends SIP 200 (OK).

SIP 200 (OK)

The SS sets the active serving E-UTRA cell
to Non-suitable "Off" as specified in with TS
36.508 [24] Table 6.2.2.1-1.

The UE (MCPTT Client) indicates the device is
no longer in service.

NOTE: This is expected to be done via a
suitable implementation dependent MMI, e.g.
No service prompt or RF indication icon.

The SS sets the E-UTRA cell switched to Non-
suitable "Off" cell in step 4 to "Serving cell" as

specified in with TS 36.508 [24] Table 6.2.2.1-
1

The Generic Test Procedure for MCPTT UE
registration as specified in TS 36.579-1 [2],
subclause 5.4.2. takes place.

The SS sends a SIP INVITE to re-invite the
user to the chat group call.

SIP INVITE

Check: The UE (MCPTT Client) sends a SIP
200 (OK)?

SIP 200 (OK)

10

The SS sends a Connect message.

Connect

11

Check: Does the UE (MCPTT Client) send an
Acknowledge?

Acknowledge

12

The SS sends Floor Taken

Floor Taken

13

Check: The UE (MCPTT Client) notifies the
user that they have re-joined an ongoing call?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

14

The SS sends a SIP BYE message to end the
Group Call

SIP BYE

15

Check: Does the UE (MCPTT client) respond
to the SIP BYE message with a SIP 200 (OK)
message?

SIP 200 (OK)

16

Check: The UE (MCPTT Client) natifies the
user that they have left the ongoing call?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

EXCEPTION: After the step 13 is completed,
the SS releases the E-UTRA connection.
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6.1.2.3.3.3 Specific message contents

Table 6.1.2.3.3.3-1: SIP INVITE (Step 2, Table 6.1.2.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.12-1

Information Element Value/remark Comment Reference Condition

Message-body

MIME-Content-Type

As described in Table

MCPPT-Info 6.1.2.3.3.3-2

Table 6.1.2.3.3.3-2: MCPTT-Info in SIP INVITE (Step 2, Table 6.1.2.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.1-1, condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type “chat”

Table 6.1.2.3.3.3-3: SIP INVITE (Step 8, Table 6.1.2.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1

Information Element Value/remark Comment Reference Condition
Session-Expires
generic-param no value

Message-body

MIME-Content-Type

As described in Table

MCPPT-Info 6.1.2.3.3.3-2

Table 6.1.2.3.3.3-4: MCPTT-Info in SIP INVITE (Step 8, Table 6.1.2.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.22.2.2-1, condition GROUP-CALL
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type “chat”

Table 6.1.2.3.3.3-5: SIP 200 (OK) (Step 9, Table 6.1.2.3.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Session-Expires

generic-param no value

refresher "uas

6.1.2.4 On-network / Chat Group Call / Rejection Upon Join Attempt / Join Attempt
Successful / De-affiliation

6.1.2.4.1 Test Purpose (TP)

@

with { UE (MCPTT dient) registered but not authorised for chat group calls }
ensure that {

when { the MCPTT User requests the establishment of an MCPTT group session using an MCPTT group
identity identifying a chat MCPTT group}
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then { UE (MCPTT Cient) requests to join the Chat Goup Call by generating SIP INVITE nessage
and, after indication fromthe MCPTT Server that the join request has been rejected, the user is not
allowed to participate in the chat group call }

@
with { UE (MCPTT dient) registered and authorised for chat group calls }
ensure that {

when { the MCPTT User requests to join a MCPTT group session, using an MCPTT group identity
identifying a chat MCPTT group that the user is not allowed to join}

then { UE (MCPTT Cient) requests to join the Chat Goup Call by generating SIP INVITE nessage

and, after indication fromthe MCPTT Server that the join request has been rejected, the user is not
all owed to participate in the chat group call }

6.1.2.4.2 Conformance Requirements

References. The conformance requirements covered in the present TC are specified in: TS 24.379 clauses 10.1.2.2.1.1,
10.1.2.3.1.1, 10.1.2.4.1.1. Unless otherwise stated these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.1]
On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1) if the MCPTT emergency group call stateis set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted”; or

2) if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested” or
"MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.
[TS24.379, clause 10.1.2.3.1.1]

3) if through local policy in the originating participating MCPTT function, the user identified by the MCPTT ID is
not authorised to make chat group calls, shall reject the"SIP INVITE request for originating participating
MCPTT function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "108
user not authorised to make chat group calls' in a Warning header field as specified in subclause 4.4;

[TS24.379, clause 10.1.2.4.1.1]

5) if the MCPTT user identified by the MCPTT ID in the SIP INVITE request is not affiliated with the MCPTT
group identified by the group identity in the SIP INVITE request as determined by the procedures of
subclause 6.3.6:

a) shall check if the MCPTT user iseligible to be implicitly affiliated with the MCPTT chat group as
determined by subclause 9.2.2.3.6; and

b) if the MCPTT user is not éigible for implicit affiliation, shall reject the SIP INVITE request with a SIP 403
(Forbidden) response with the warning text set to "120 user is not affiliated to this group” in aWarning
header field as specified in subclause 4.4 and skip the rest of the steps below;

6.1.2.4.3 Test description
6.1.2.4.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).
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IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10, isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.2.4.3.2 Test procedure sequence

Table 6.1.2.4.3.2-1: Main behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 Make the UE user request a chat group call on - - - -
the selected group.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

- EXCEPTION: The E-UTRA/EPC related - - - -
actions which step 1 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.3
'‘Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages being exchanged.

2 | Check: Does the UE (MCPTT Client) send a --> SIP INVITE 1 P
SIP INVITE request?
3 | The SS sends SIP 403 (Forbidden) to indicate <-- SIP 403 (Forbidden) - -
UE is not authorised to make a chat group call.
4 Check: The UE (MCPTT Client) naotifies the - - 1 P
user that they are not allowed to make a chat
group call?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
5 | Make the UE user request a chat group call on - - - -
the selected group.

NOTE: This is expected to be done via a
suitable implementation dependent
mechanism and may be manually or
automatically initiated.

- EXCEPTION: The E-UTRA/EPC related - - - -
actions which step 5 above will trigger are
described in TS 36.579-1 [2], subclause 5.4.3
'‘Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages being exchanged.

6 | Check: Does the UE (MCPTT Client) send a --> SIP INVITE 2 P
SIP INVITE request?
7 The SS sends SIP 403 (Forbidden) to indicate <-- SIP 403 (Forbidden) - -
user is not affiliated to this group.
8 Check: The UE (MCPTT Client) notifies the - - 2 P
user that they are not allowed to make a chat
group call on this group?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
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6.1.2.4.3.3 Specific message contents

Table 6.1.2.4.3.3-1: SIP 403 (Forbidden) (Step 3, Table 6.1.2.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.19.1-1
Information Element Value/remark Comment Reference Condition
Warning
mcptt-warn-code “108”
mcptt-warn-text user not authorised to
make chat group calls

Table 6.1.2.4.3.3-2: SIP 403 (Forbidden) (Step 7, Table 6.1.2.4.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.19.1-1

Information Element Value/remark Comment Reference Condition
Warning
mcptt-warn-code “120”
mcptt-warn-text user is not affiliated to
this group
6.1.2.5 On-network / Chat Group Broadcast Group Call / Client Originated (CO)
6.1.2.5.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnment of an MCPTT On-demand Chat Group Call }
then { UE (MCPTT dient) requests Chat Goup Call by sending a SIP INVITE nessage and responds
to the SSwith correct SIP nessages }

}

6.1.2.5.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.2.2.1.1.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.1]

Upon receiving arequest from an MCPTT user to initiate or join an MCPTT group session using an MCPTT group
identity, identifying a chat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following
the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

3) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.mcptt" in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

4) shal include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5) shall include the ICSI value "urn:urn-7:3gpp-service.ims.ics.meptt” (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to |IETF RFC 3841[6];

7) should include the "timer" option tag in the Supported header field;
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8) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
refresher parameter is omitted. If included, the refresher parameter shall be set to "uac”;

9) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1: The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

10) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

13) shall contain an application/vnd.3gpp.meptt-info+xml MIME body with the <mepttinfo> element containing the
<mcptt-Params> element with:

a) the<session-type> element set to avalue of "chat";
b) the <mcptt-request-uri> element set to the group identity; and
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;

NOTE 2: The MCPTT ID of the originating MCPTT user is not included in the body, as thiswill be inserted into
the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

14)shall include in the SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications
specified in subclause 6.2.1;

15)if an implicit floor request is required, shall indicate this as specified in subclause 6.4; and
16) shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

Onreceiving a SIP INFO request where the Request-URI containsan MCPTT session I1D identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

6.1.2.5.3 Test description
6.1.2.5.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

ETSI



3GPP TS 36.579-2 version 14.2.0 Release 14 204 ETSI TS 136 579-2 V14.2.0 (2019-05)
- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.
- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.2.5.3.2 Test procedure sequence

Table 6.1.2.5.3.2-1: Main behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand
chat group call for the selected MCPTT
broadcast group GROUP A, with explicit floor
control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-

1 [2], subclause 5.4.3 'Generic Test
Procedure for MCPTT CO communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages
exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT On-demand
chat group call?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).
4 The SS sends SIP 200 (OK), indicating that <-- SIP 200 (OK) - -
the MCPTT call has been established.
5 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P
SIP ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 --> SIP 200 (OK) - -
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.2.5.3.3 Specific message contents

Table 6.1.2.5.3.3-1: SIP INVITE (step 2, Table 6.1.2.5.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1
Information Element Value/remark Comment Reference Condition
Resource-Priority not included in header
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.2.5.3.3-2
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Table 6.1.2.5.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.2.5.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "chat"
mcptt-request-uri px_MCPTT_Client_A_ID
broadcast-ind "true"

Table 6.1.2.5.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.2.5.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition
Content-Type Not Included
6.1.2.6 On-network / Chat Group Broadcast Group Call / Client Terminated (CT)
6.1.2.6.1 Test Purpose (TP)

@)

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT dient receives a SIP INVITE nessage of an On-demand MCPTT Chat G oup Broadcast
G oup Call }
then { the MCPTT Cient displays an indication for the On-demand MCPTT chat group call to the
user and sends a SIP 200 OK as a response to the SIP | NVI TE nessage }

}

6.1.2.6.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.2.2.1.6.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.6]

Upon receipt of aninitial SIP INVITE request, the MCPTT client:

5) shall check if a Resource-Priority header field isincluded in the incoming SIP INVITE request and may perform
further actions outside the scope of the present document to act upon an included Resource-Priority header field
as specified in 3GPP TS 24.229 [4];

6) shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of
3GPP TS 24.229 [4];

7) shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
8) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

9) shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
service.ims.icsi.meptt” in the Contact header field of the SIP 200 (OK) response;

10) shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer
according to IETF RFC 4028 [7]. If no "refresher” parameter was included in the received SIP INVITE request
the "refresher" parameter in the Session-Expires header field shall be set to "uas', otherwise shall include a
"refresher” parameter set to the value received in the Session-Expires header field the received SIP INVITE
request;

11) shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request
according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;
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12) shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of
3GPP TS 24.229 [4]; and
13) shall interact with the media plane as specified in 3GPP TS 24.380 [5].

6.1.2.6.3 Test description
6.1.2.6.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE (MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 2], subclause 5.5.10 is inserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.2.6.3.2 Test procedure sequence

Table 6.1.2.6.3.2-1: Main behaviour

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 The SS initiates an On-demand MCPTT chat <-- SIP INVITE - -
group call, with explicit floor control by
sending an SIP INVITE message.

- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-
1 [2], subclause 5.4.4 'Generic Test
Procedure for MCPTT CT communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages

exchanged.

2 Check: Does the UE (MCPTT client) respond --> SIP 200 (OK) 1 P
with a SIP 200 (OK)?

3 Check: Dose the MCPTT client display an - - 1 P

indication for the MCPTT On-demand chat
group call to the MCPTT user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
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4 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.
5 The UE (MCPTT client) send a SIP 200 --> SIP 200 (OK) - -
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.2.6.3.3 Specific message contents

Table 6.1.2.6.3.3-1: SIP INVITE (step 1, Table 6.1.2.6.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.2.6.3.3-2

Table 6.1.2.6.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.2.6.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params

session-type "chat"

broadcast-ind "true”

alert-ind "true”

mcptt-calling-group-id px_MCPTT_Group_A_ID

Table 6.1.2.6.3.3-3: SIP 200 (OK) (Step 5, Table 6.1.2.6.3.2-1)

Derivation Path: TS 36.579-1 [2], table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition
Content-Type Not Included
6.1.2.7 On-network / Chat Group Emergency Group Call / Client Originated (CO)
6.1.2.7.1 Test Purpose (TP)

@

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishment of an MCPTT On-denand Chat G oup Emergency G oup
Call }
then { UE (MCPTT Cient) requests Chat G oup Energency Goup Call by sending a SIP I NVITE
nmessage and responds to the SS with correct SIP nessages }

6.1.2.7.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.2.2.1.1.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.1]
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Upon receiving a request from an MCPTT user to initiate or join an MCPTT group session using an MCPTT group
identity, identifying a chat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following
the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user has requested the origination of an MCPTT emergency group call or is originating an
MCPTT chat group call and the MCPTT emergency state is already set, the MCPTT client shall comply with the
proceduresin subclause 6.2.8.1.1;

3) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

4) shal include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require” and "explicit" header field parameters according to IETF RFC 3841 [6];

5) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-serviceims.icsi.meptt” along with the "require” and "explicit" header field parameters according
to IETF RFC 3841 [6];

7) should include the "timer" option tag in the Supported header field;

8) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
refresher parameter is omitted. If included, the refresher parameter shall be set to "uac”;

9) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1. The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

10) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

11)if the MCPTT client emergency group state for this group is set to "MEG 2: in-progress* or "MEG 4: confirm-
pending", the MCPTT client shall comply with the procedures in subclause 6.2.8.1.2;

13) shall contain an application/vnd.3gpp.meptt-info+xml MIME body with the <mepttinfo> element containing the
<mcptt-Params> element with:

a) the <session-type> element set to avalue of "chat”;
b) the <mcptt-request-uri> element set to the group identity; and
c) the <meptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;

NOTE 2: The MCPTT ID of the originating MCPTT user is not included in the body, as thiswill be inserted into
the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

14)shall includeinthe SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications
specified in subclause 6.2.1;

15)if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and
16) shall send the SIP INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:

1) shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
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2) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted” or the MCPTT imminent peril group call stateis set to "MIGC 2: imminent-peril-call-
reguested” or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in
subclause 6.2.8.1.4.

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted”; or

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session I1D identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

6.1.2.7.3 Test description
6.1.2.7.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.2.7.3.2 Test procedure sequence

Table 6.1.2.7.3.2-1: Main behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand chat
group emergency group call for the selected
MCPTT chat group emergency group
GROUP A, with explicit floor control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-
1 [2], subclause 5.4.3 'Generic Test
Procedure for MCPTT CO communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages
exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT On-demand chat
group emergency group call?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).
4 The SS sends SIP 200 (OK), indicating that <-- SIP 200 (OK) - -
the MCPTT call has been established.
5 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P
SIP ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 --> SIP 200 (OK) - -
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.2.7.3.3 Specific message contents

Table 6.1.2.7.3.3-1: SIP INVITE (step 2, Table 6.1.2.7.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1, condition EMERGENCY-CALL
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.2.7.3.3-2

Table 6.1.2.7.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.2.7.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "chat"
mcptt-request-uri px_MCPTT_Group_A_ID
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Table 6.1.2.7.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.2.7.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition
Content-Type Not Included
6.1.2.8 On-network / Chat Group Emergency Group Call / Client Terminated (CT)
6.1.2.8.1 Test Purpose (TP)

@)

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT Cient receives a SIP INVITE nessage with a energency indication of an MCPTT On-
demand Chat Group Enmergency Goup Call }
then { the MCPTT dient displays an indication for the MCPTT Chat G oup Energency Group call to
the user and sends a SIP 200 OK as a response to the SIP I NVITE nessage }

}

6.1.2.8.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.2.2.1.6.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.6]

This procedure is used for MCPTT emergency and MCPTT imminent peril calls when the MCPTT client is affiliated
but not joined to the chat group.

In the procedures in this subclause:

1) emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body; and

Upon receipt of aninitial SIP INVITE request, the MCPTT client:

3) if the SIP INVITE request contains an application/vnd.3gpp.meptt-info+xml MIME body with the <mcpttinfo>
element containing the <mcptt-Params> element with the <emergency-ind> element set to a value of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT emergency
group call and:

i) should display the MCPTT ID of the originator of the MCPTT emergency group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body;

ii) should display the MCPTT group identity of the group with the emergency condition contained in the
<mcptt-calling-group-id> element; and

iii) if the <alert-ind> element is set to "true", should display to the MCPTT user an indication of the MCPTT
emergency alert and associated information;

b) shall set the MCPTT emergency group state to "MEG 2: in-progress’;

6) shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of
3GPP TS 24.229 [4];

7) shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
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8) shall include the g.3gpp.mcptt media feature tag in the Contact header field of the SIP 200 (OK) response;

9) shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field of the SIP 200 (OK) responsg;

10) shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer
according to IETF RFC 4028 [7]. If no "refresher” parameter was included in the received SIP INVITE request
the "refresher” parameter in the Session-Expires header field shall be set to "uas’, otherwise shall include a
"refresher” parameter set to the value received in the Session-Expires header field the received SIP INVITE
request;

11) shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request
according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;

12) shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of
3GPP TS 24.229 [4]; and

13) shall interact with the media plane as specified in 3GPP TS 24.380 [5].
6.1.2.8.3 Test description
6.1.2.8.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 is inserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.2.8.3.2 Test procedure sequence

Table 6.1.2.8.3.2-1: Main behaviour

St Procedure Message Sequence TP | Verdict
Message

SIP INVITE - -

1 The SS initiates an On-demand MCPTT chat <--
group emergency group call, with explicit
floor control by sending an SIP INVITE
message.

- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-
1 [2], subclause 5.4.4 'Generic Test
Procedure for MCPTT CT communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages
exchanged.

2 Check: Does the UE (MCPTT client) respond -->
with a SIP 200 (OK)?
3 Check: Dose the MCPTT client display an - - 1 P
indication for the MCPTT On-demand chat
group emergency group call to the MCPTT
user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

4 The SS (MCPTT server) sends a SIP BYE <--
request to terminate the MCPTT session.
5 The UE (MCPTT client) send a SIP 200 -->
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.

SIP 200 (OK) 1 P

SIP BYE - -

SIP 200 (OK) - -

6.1.2.8.3.3 Specific message contents

Table 6.1.2.8.3.3-1: SIP INVITE (step 1, Table 6.1.2.8.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition EMERGENCY-CALL

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.2.8.3.3-2
Table 6.1.2.8.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.2.8.3.3-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "chat"
Table 6.1.2.8.3.3-3: SIP 200 (OK) (Step 5, Table 6.1.2.8.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition

Content-Type

Not Included
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6.1.2.9 On-network / Chat Group Imminent Peril Group Call / Client Originated (CO)
6.1.2.9.1 Test Purpose (TP)
(1)

with { UE (MCPTT Cient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT User requests the establishnent of an MCPTT On-denand Chat G oup | nminent Peril
Goup Call }
then { UE (MCPTT Cient) sends a SIP INVITE nessage to setup the Chat Goup Imminent Peril G oup
Call }
}

6.1.2.9.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.2.2.1.1.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.1]

Upon receiving a request from an MCPTT user to initiate or join an MCPTT group session using an MCPTT group
identity, identifying a chat MCPTT group, the MCPTT client shall generate an initial SIP INVITE request by following
the UE originating session procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

2) if the MCPTT user has requested the origination of an MCPTT imminent peril group cal, the MCPTT client
shall comply with the procedures in subclause 6.2.8.1.9;

3) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

4) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require" and "explicit" header field parameters according to IETF RFC 3841 [6];

5) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;

6) shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” along with the "require" and "explicit" header field parameters according
to IETF RFC 3841 [6];

7) should include the "timer" option tag in the Supported header field;

8) should include the Session-Expires header field according to IETF RFC 4028 [7]. It is recommended that the
refresher parameter is omitted. If included, the refresher parameter shall be set to "uac”;

9) shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating
MCPTT function serving the MCPTT user;

NOTE 1: The MCPTT client is configured with public service identity identifying the participating MCPTT
function serving the MCPTT user.

10) may include a P-Preferred-1dentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

12)if the MCPTT client imminent peril group state for this group is set to "MIG 2: in-progress’ or "MIG 4: confirm-
pending" shall include the Resource-Priority header field and comply with the proceduresin
subclause 6.2.8.1.12;
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13) shall contain an application/vnd.3gpp.meptt-info+xml MIME body with the <mepttinfo> element containing the
<mcptt-Params> element with:
a) the <session-type> element set to avalue of "chat”;
b) the <mcptt-request-uri> element set to the group identity; and
c) the <mcptt-client-id> element set to the MCPTT client ID of the originating MCPTT client;

NOTE 2: The MCPTT ID of the originating MCPTT user is not included in the body, as this will be inserted into
the body of the SIP INVITE request that is sent by the originating participating MCPTT function.

14)shall includeinthe SIP INVITE request an SDP offer according to 3GPP TS 24.229 [4] with the clarifications
specified in subclause 6.2.1;

15)if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and
16) shall send the SIP INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP INVITE request, the MCPTT client:
1) shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and

2) if the MCPTT emergency group call state is set to "MEGC 2: emergency-call-requested” or "MEGC 3:
emergency-call-granted” or the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-
reguested” or "MIGC 3: imminent-peril-call-granted", the MCPTT client shall perform the actions specified in
subclause 6.2.8.1.4.

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

2) if the MCPTT imminent peril group call state is set to "MIGC 2: imminent-peril-call-requested” or
"MIGC 3: imminent-peril-call-granted";

the MCPTT client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI containsan MCPTT session I1D identifying an ongoing group
session, the MCPTT client shall follow the actions specified in subclause 6.2.8.1.13.

6.1.2.9.3 Test description
6.1.2.9.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 2], subclause 5.5.10 is inserted.
Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.
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- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.
- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- The MCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.

6.1.2.9.3.2 Test procedure sequence

Table 6.1.2.9.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the MCPTT User requesting the - - - -
establishment of an MCPTT On-demand
chat group call for the selected MCPTT
imminent peril group GROUP A, with explicit
floor control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-

1 [2], subclause 5.4.3 'Generic Test
Procedure for MCPTT CO communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages
exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE request requesting the
establishment of an MCPTT On-demand
chat group imminent peril group call?

3 The SS (MCPTT server) sends SIP 183 <-- SIP 183 (Session Progress)
(Session Progress).
4 The SS sends SIP 200 (OK), indicating that <-- SIP 200 (OK) - -
the MCPTT call has been established.
5 Check: Does the UE (MCPTT client) send a --> SIP ACK 1 P
SIP ACK in response to the SIP 200 (OK)?

6 The SS (MCPTT server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCPTT session.

7 The UE (MCPTT client) send a SIP 200 --> SIP 200 (OK) - -
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.

6.1.2.9.3.3 Specific message contents

Table 6.1.2.9.3.3-1: SIP INVITE (step 2, Table 6.1.2.9.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.1-1, condition IMMPERIL-CALL and GROUP-CALL
Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body

MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.2.9.3.3-2
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Table 6.1.2.9.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.2.9.3.3-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "chat"

Table 6.1.2.9.3.3-3: SIP 200 (OK) (Step 7, Table 6.1.2.9.3.2-1)

Derivation Path: TS 36.579-1 [2], table 5.5.2.17.1.1-1

Information Element Value/remark Comment Reference Condition

Content-Type Not Included

6.1.2.10 On-network Chat Group Imminent Peril Group Call / Client Terminated (CT)

6.1.2.10.1 Test Purpose (TP)

@

with { UE (MCPTT dient) registered and authorised for MCPTT Service }
ensure that {
when { the MCPTT dient receives a SIP INVITE nessage of an On-demand MCPTT Chat G oup | nm nent
Peril Goup Call }
then { the MCPTT Cient displays an indication for the On-denmand MCPTT chat group inmminent peril
group call to the user and sends a SIP 200 OK as a response to the SIP | NVI TE nessage }

}

6.1.2.10.2 Conformance requirements

References: The conformance requirements covered in the current TC are specified in TS 24.379, clause 10.1.2.2.1.6.
Unless otherwise stated, these are Rel-13 requirements.

[TS24.379, clause 10.1.2.2.1.6]

This procedure is used for MCPTT emergency and MCPTT imminent peril calls when the MCPTT client is affiliated
but not joined to the chat group.

In the procedures in this subclause:

2) imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the
application/vnd.3gpp.mcptt-info+xml MIME body.

Upon receipt of aninitial SIP INVITE request, the MCPTT client:

4) if the SIPINVITE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo>
element contai ning the <mcptt-Params> element with the <imminentperil-ind> element set to avalue of "true":

a) should display to the MCPTT user an indication that thisisa SIP INVITE request for an MCPTT imminent
peril group call and:

i) should display the MCPTT ID of the originator of the MCPTT imminent peril group call contained in the
<mcptt-calling-user-id> element of the application/vnd.3gpp.mcptt-info+xml MIME body; and

ii) should display the MCPTT group identity of the group with the imminent peril condition contained in the
<mcptt-calling-group-id> element; and

b) shall set the MCPTT imminent peril group state to "MIG 2: in-progress’;
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5)

6)

7)
8)
9)

shall check if a Resource-Priority header field isincluded in the incoming SIP INVITE request and may perform
further actions outside the scope of the present document to act upon an included Resource-Priority header field
as specified in 3GPP TS 24.229 [4];

shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of
3GPP TS 24.229 [4];

shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;
shall include the g.3gpp.meptt media feature tag in the Contact header field of the SIP 200 (OK) response;

shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-
serviceims.icsi.meptt” in the Contact header field of the SIP 200 (OK) responsg;

10) shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer

according to IETF RFC 4028 [7]. If no "refresher” parameter was included in the received SIP INVITE request
the "refresher” parameter in the Session-Expires header field shall be set to "uas’, otherwise shall include a
"refresher” parameter set to the value received in the Session-Expires header field the received SIP INVITE
request;

11)shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in theincoming SIP INVITE request

according to 3GPP TS 24.229 [4] with the clarifications given in subclause 6.2.2;

12) shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of

3GPP TS 24.229 [4]; and

13) shall interact with the media plane as specified in 3GPP TS 24.380 [5].

6.1.2.10.3 Test description

6.1.2.10.3.1 Pre-test conditions

System Simulator:

SS(MCPTT server)

For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:

- UE (MCPTT client)

- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 is inserted.
Preamble:

The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 [ 2],
subclause 5.4.2.

The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [ 2], subclause 5.3.2.

UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.1.2.10.3.2 Test procedure sequence

Table 6.1.2.10.3.2-1: Main Behaviour

St Procedure Message Sequence TP | Verdict
Message

SIP INVITE - -

1 The SS initiates an On-demand MCPTT chat <--
group imminent group call, with explicit floor
control by sending an SIP INVITE message.
- EXCEPTION: The E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment are described in TS 36.579-
1 [2], subclause 5.4.4 'Generic Test
Procedure for MCPTT CT communication in
E-UTRA'. The test sequence below shows
only the MCPTT relevant messages
exchanged.

2 Check: Does the UE (MCPTT client) respond -->
with a SIP 200 (OK)?
3 Check: Dose the MCPTT client display an - - 1 P
indication for the MCPTT On-demand chat
group imminent peril group call to the
MCPTT user?

NOTE: This is expected to be done via a
suitable implementation dependent MMI.
4 The SS (MCPTT server) sends a SIP BYE <--
request to terminate the MCPTT session.
5 The UE (MCPTT client) send a SIP 200 -->
(OK).
- EXCEPTION: SS releases the E-UTRA - - - -
connection.

SIP 200 (OK) 1 P

SIP BYE - -

SIP 200 (OK) - -

6.1.2.10.3.3 Specific message contents

Table 6.1.2.10.3.3-1: SIP INVITE (step 1, Table 6.1.2.10.3.2-1)

Derivation Path: TS 36.579-1 [2], Table 5.5.2.5.2-1, condition IMMPERIL-CALL and GROUP-CALL

Information Element Value/remark Comment Reference Condition
Content-Type
Content-Length
Message-body
MIME-Content-Type "application/vnd.3gpp.mcpt
t-info+xml"
MCPTT-Info As described in Table
6.1.2.10.3.3-2
Table 6.1.2.10.3.3-2: MCPTT-Info in SIP INVITE (Table 6.1.2.10.3.3-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.3.2.2-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
session-type "chat"
alert-ind "true”
mcptt-calling-group-id pX_MCPTT_Group_A_ID
Table 6.1.2.10.3.3-3: SIP 200 (OK) (Step 5, Table 6.1.2.10.3.2-1)
Derivation Path: TS 36.579-1 [2], Table 5.5.2.17.1.1-1
Information Element Value/remark Comment Reference Condition

Content-Type

Not Included
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6.2 Private Calls

6.2.1 On-network / Private Call / On-demand / Automatic Commencement
Mode / With Floor Control / Upgrade to Emergency Call /
Cancellation of Emergency on User request / Client Originated (CO)

6.2.1.1 Test Purpose (TP)

@

with { UE (MCPTT Cient) registered and authorized for MCPTT Service, including authorized to
initiate/cancel private and private energency calls with automati c conmencenent }
ensure that {

when { the MCPTT User requests the establishnent of an MCPTT private call, on-denand Autonatic
Commencenent Mdde, no Force of automatic commencenent, applying End-to-end conmunication security
wi th Fl oor Control

then { UE (MCPTT Cient) sends a SIP INVITE nessage requesting private call on-demand Autonatic

Commencenent Mode, applying End-to-end communi cation security, and offering a nedia-level section
for a nedia-floor control entity, and, after indication fromthe MCPTT Server that the call was
established notifies the user }

}

)

with { UE (MCPTT dient) having established an MCPTT private call, on-demand Automatic Comrencenent
Mode with Floor Control }
ensure that {
when { the MCPTT User engages in communication with the invited MCPTT User }
then { UE (MCPTT dient) respects the floor control inposed by the MCPTT Server (Fl oor
granting/rel ease/ deny) applying Floor Control confidentiality and integrity protection }

3

with { UE (MCPTT dient) having established an MCPTT private call, on-demand Automati c Commencenent
Mode with Floor Control }
ensure that {

when { the MCPTT User wants to upgrade the ongoi ng MCPTT private call to an MCPTT energency
private call with floor control }

then { UE (MCPTT dient) sends a SIP re-INVITE nessage requesting private energency call on-

dermand Aut omati c Commencenent Mode offering a nmedia-level section for a nmedia-floor control entity,
and, upon receipt of a SIP 200 (OK) response considers the call as being upgraded to energency
private call (emergency private call state = "MEPC 3: energency-pc-granted") }

4

with { UE (MCPTT dient) having upgraded an MCPTT private call, on-demand Automati c Commencenent
Mode with Floor Control to energency private call with floor control }
ensure that {
when { the MCPTT User engages in comunication with the invited MCPTT User }
then { UE (MCPTT dient) respects the floor control inposed by the MCPTT Server including
override of the invited MCPTT user (who is not in MCPTT energency state) and applying Floor Control
confidentiality and integrity protection }

}

®)

with { UE (MCPTT dient) having upgraded an MCPTT private call, on-demand Automatic Comrencenent
Mode with Floor Control to energency private call with floor control }
ensure that {
when { the MCPTT User wants to cancel the ongoing MCPTT energency private call }
then { UE (MCPTT Cient) sends a SIP re-1NVITE request requesting the energency state
cancel | ati on, and. upon receipt of a SIP 200 (OK) response considers the emergency condition
cancel l ed and the call being reverted back to MCPPT Private Call }

}
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(6)

with { UE (MCPTT dient) having an ongoing MCPTT private call, on-denand Autonatic Conmencenent Mbde
with Floor Control }
ensure that {
when { the MCPTT User wants to termi nate the ongoing MCPTT private call }
then { UE (MCPTT Cient) sends a SIP BYE request and after receiving a SIP 200 (OK) |eaves the
MCPTT session }

}

6.2.1.2 Conformance requirements

References: The conformance regquirements covered in the present TC are specified in: TS 24.379 clauses 4.6.2, 4.7,
6.2.1,6.25.1,6.28.34,6.283.6,11.1.1.21.1,11.1.1.2.14,11.1.1.2.15,11.1.3.1.1.1, TS 24.380 clauses 4.1.1.2, 5.2.1,
5.2.2,12.1.2.2,13.1, 13.3.3, TS 33.179, clause 7.2.4. Unless otherwise stated these are Rel-13 requirements.

[TS24.379, clause 4.6.2]
Key aspects of MCPTT emergency private callsinclude:

- adjusted EPS bearer priority for both participants whether or not they are both in an emergency condition (i.e.
both have their MCPTT emergency state set). Thisis achieved by using the Resource-Priority header field as
specified in IETF RFC 4412 [29] with namespaces defined for use by MCPTT specified in draft-holmberg-
dispatch-mcptt-rp-namespace [48];

- theinitiator of the MCPTT emergency private call can override the other MCPTT user in the MCPTT emergency
private call unlessthat user also hastheir MCPTT emergency state set;

- restoration of normal floor control priority participants when the emergency elevated priority is cancelled;

- requiresthe MCPTT user to be authorised to either originate or cancel an MCPTT emergency private call;

the originator of the MCPTT emergency private call can request that the call use either manual or automatic
commencement mode.

[TS 24.379, clause 4.7]

If amission critical organisation requires MCPTT users to communicate using end-to-end security, a security context
needs to be established between the initiator of the call and the recipient(s) of the call, prior to the establishment of
media, or floor control signalling. This provides assurance to MCPTT users that no unauthorised access to
communicationsis taking place within the MCPTT network. An MCPTT key management server (KM S) manages the
security domain. For any end-point to use or access end-to-end secure communications, it needs to be provisioned with
keying material associated to its identity by the KM S as specified in 3GPP TS 33.179 [46].

For private calls, the security context isinitiated at call setup. An end-to-end security context is established that is
unique to the pair of usersinvolved in the call. The procedure involves transferral of an encapsulated private call key
(PCK) and private call key id (PCK-ID) from the initiator to the terminator. The PCK is encrypted using the
terminator's MCPTT ID and domain-specific material provided from the KMS. The PCK and PCK-ID are distributed
withinaMIKEY payload within the SDP offer of the private call request. This payload is called aMIKEY-SAKKE
|_MESSAGE, asdefined in IETF RFC 6509 [75], which ensures the confidentiality, integrity and authenticity of the
payload. The encoding of the MIKEY payload in the SDP offer is described in IETF RFC 4567 [47] using an "a=key-
mgmt" attribute. The payload is signed using a key associated to the identity of theinitiating user. At the terminating
side, the signature is validated. If valid, the UE extracts and decrypts the encapsulated PCK. The MCPTT UE also
extracts the PCK-ID. This processis described in 3GPP TS 33.179 [46]. With the PCK successfully shared between the
two MCPTT UEs, the UEs are able to use SRTP/SRTCP to create an end-to-end secure session.

End-to-end security is independent of the transmission path and hence is applicable to both on and off-network
communications. With a security context established, the group call key and private call key can be used to encrypt
media and, if required, floor control traffic between the end-points as described in 3GPP TS 24.380 [5] clause 13.
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[TS33.179, clause 7.2.4]

End-to-end communication security for either group or private calls requires the provisioning of key material from the
KMS. The key materia required to be provisioned to each user islisted below:

- Domain specific key material, also known asa MCPTT KMS Certificate, which includes:

The MCPTT KMS Public Authentication Key (KPAK in IETF RFC 6507 [9]).
- TheMCPTT KMS Public Confidentiality Key (Z_T in IETF RFC 6508 [10]).
- The UID conversion (as described below).
- Choice of cryptographic domain parameters (such asthose listed in IETF RFC 6509 [8]).
- Thetime period for which thisinformation isvalid.
- A user signing key for each UID for the upcoming time period (SSK and PVT in IETF RFC 6507 [9]).
- A user decryption key for each UID for the upcoming time period (RSK in IETF RFC 6508 [10]).
- Thetime period, for which the user key material isvalid (e.g. month).

The UID conversion mechanism defines how UIDs are generated. Using thisinformation aMCPTT client can take a
user identifier (e.g. an MCPTT ID), and the current time, (e.g. the year and month) and convert theseto a UID.

EXAMPLE:  UID = Hash (MCPTT ID, KMS URI, validity period info).
[TS24.379, clause 6.2.1]

The SDP offer shall contain only one SDP media-level section for MCPTT speech according to 3GPP TS 24.229 [4]
and, if floor control shall be used during the session, shall contain one SDP media-level section for a media-floor
control entity according to 3GPP TS 24.380 [5].

When composing an SDP offer according to 3GPP TS 24.229 [4] the MCPTT client:

1) shall set the IP address of the MCPTT client for the offered MCPTT speech media stream and, if floor control
shall be used, for the offered media-floor control entity;

NOTE: If the MCPTT client isbehind aNAT the IP address and port included in the SDP offer can be a different
IP address and port than the actual 1P address and port of the MCPTT client depending on the NAT
traversal method used by the SIP/IP Core.

2) shall include an "m=audio" media-level section for the MCPTT media stream consisting of:
a) the port number for the media stream selected; and

b) the codec(s) and media parameters and attributes with the following clarification:

c) "i="field set to "speech” according to 3GPP TS 24.229 [4];

3) if floor control shall be used during the session, shall include an "m=application" media-level section as
specified in 3GPP TS 24.380 [5] clause 12 for amedia-floor control entity, consisting of:

a) the port number for the media-floor control entity selected as specified in 3GPP TS 24.380 [5]; and
b) the 'fmtp’ attributes as specified in 3GPP TS 24.380 [5] clause 14; and

4) if end-to-end security isrequired for a private call and the SDP offer is not for establishing a pre-established
session, shall include the MIKEY -SAKKE |_MESSAGE in an "a=key-mgmt" attribute as a"mikey" attribute
value in the SDP offer as specified in IETF RFC 4567 [47].

[TS 24.379, clause 6.2.5.1]

When the MCPTT client wants to release an MCPTT session established using on-demand session signalling, the
MCPTT client:
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1) shal interact with the media plane as specified in 3GPP TS 24.380 [5];

2) shall generate a SIP BY E request according to 3GPP TS 24.229 [4];

3) shall set the Request-URI to the MCPTT session identity to release; and

4) shall send aSIP BY E request towards MCPTT server according to 3GPP TS 24.229 [4].

Upon receiving a SIP 200 (OK) response to the SIP BY E request, the MCPTT client shall interact with the media plane
as specified in 3GPP TS 24.380 [5].

[TS24.379, clause 6.2.8.3.4]

On receiving a SIP 2xx response to a SIP request for an MCPTT emergency private call and if the MCPTT emergency
private call state is set to "MEPC 2: emergency-pc-requested” or "MEPC 3: emergency-pc-granted”, the MCPTT client:

1) shal set the MCPTT emergency private priority state of the call to "MEPP 2: in-progress" if it was not already
Set;

2) shall set the MCPTT emergency private call state to "MEPC 3: emergency-pc-granted”; and
[TS24.379, clause 6.2.8.3.6]

When the MCPTT emergency private call state is set to "MEPC 3: emergency-pc-granted” and the MCPTT emergency
aert stateis set to "MPEA 1: no-alert”, the MCPTT client shall generate a SIP re-INVITE reguest according to
3GPP TS 24.229 [4] with the clarifications given below.

NOTE 1: This procedure assumes that the MCPTT client in the calling procedure has verified that the MCPTT user
has made an authorised request for cancelling MCPTT the in-progress emergency private call state of the
call.

The MCPTT client:

1) shal includeinthe SIPre-INVITE request an application/vnd.3gpp.mcptt-info+xml MIME body as defined in
clause F.1 with the <emergency-ind> element set to "false";

2) shall clear the MCPTT emergency state; and

3) shall set MCPTT emergency private priority state of the MCPTT emergency private call to "MEPP 3: cancel-
pending”.

NOTE 2: Thisisthe case of an MCPTT user who hasinitiated an MCPTT emergency private call and wants to
cancdl it.

[TS24.379, clause 11.1.1.2.1.1]

Upon receiving arequest from an MCPTT user to establish an MCPTT private call the MCPTT client shall generate an
initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [4], with
the clarifications given below.

The MCPTT client:

1) shall set the Request-URI of the SIP INVITE request to a public service identity of the participating MCPTT
function serving the MCPTT user;

3) may include a P-Preferred-ldentity header field in the SIP INVITE request containing a public user identity as
specified in 3GPP TS 24.229 [4];

4) shall include the g.3gpp.mcptt media feature tag and the g.3gpp.icsi-ref media feature tag with the value of
"urn:urn-7:3gpp-service.ims.ics.meptt” in the Contact header field of the SIP INVITE request according to
IETF RFC 3840 [16];

5) shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the
"require” and "explicit" header field parameters according to IETF RFC 3841 [6];
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6) shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.meptt" (coded as specified in 3GPP TS 24.229 [4]),
in a P-Preferred-Service header field according to IETF RFC 6050 [9] in the SIP INVITE request;
7) shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref contain with the value of
"urn:urn-7:3gpp-service.ims.icsi.meptt” along with parameters "require” and "explicit" according to
IETF RFC 3841 [6];

8) shall insert inthe SIP INVITE request a MIME resource-lists body with the MCPTT ID of theinvited MCPTT
user, according to rules and procedures of IETF RFC 5366 [20];

9) if an end-to-end security context needs to be established then:

a) if necessary, shall instruct the key management client to request keying material from the key management
server as described in 3GPP TS 33.179 [46];

b) shall usethe keying material to generate a PCK as described in 3GPP TS 33.179 [46];

c) shall usethe PCK to generate a PCK-1D with the four most significant bits set to "0001" to indicate that the
purpose of the PCK isto protect private call communications and with the remaining twenty eight bits being
randomly generated as described in 3GPP TS 33.179 [46];

d) shall encrypt the PCK to a UID associated to the MCPTT client using the MCPTT ID of the invited user and
atime related parameter as described in 3GPP TS 33.179 [46];

€) shall generate aMIKEY-SAKKE | _MESSAGE using the encapsulated PCK and PCK-ID as specified in
3GPP TS 33.179 [46]; and

g) shall add the MCPTT ID of the originating MCPTT to theinitiator field (IDRi) of the |_MESSAGE as
described in 3GPP TS 33.179 [46]; and

f) shal signthe MIKEY-SAKKE | _MESSAGE using the originating MCPTT user's signing key provided in
the keying material together with atime related parameter, and add this to the MIKEY -SAKKE payload, as
described in 3GPP TS 33.179 [46].

10)shall include an SDP offer according to 3GPP TS 24.229 [4] with the clarification given in subclause 6.2.1 and
with a media stream of the offered media-floor control entity;

11)if implicit floor control is required, shall comply with the conditions specified in subclause 6.4,

...13) if force of automatic commencement mode at the invited MCPTT client is not requested by the MCPTT user
and:

a) if automatic commencement mode at theinvited MCPTT client is requested by the MCPTT user, shall
include in the SIP INVITE request an Answer-Mode header field with the value "Auto™ according to the
rules and procedures of IETF RFC 5373 [18]; and

14) shall contain an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the
<mcptt-Params> element with the <session-type> element set to avalue of "private”;

16) shall send SIP INVITE request towardsthe MCPTT server according to 3GPP TS 24.229 [4].
Upon receiving a SIP 183(Session Progress) response to the SIP INVITE request the MCPTT client:
1) may indicate the progress of the session establishment to the inviting MCPTT user.
Upon receiving a SIP 200 (OK) response to the SIP INVITE request the MCPTT client:
1) shal interact with the media plane as specified in 3GPP TS 24.380 [5];

3) shall notify the user that the call has been successfully established.
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[TS24.379, clause 11.1.1.2.1.4]

Upon receiving arequest from an MCPTT user to cancel the in-progress emergency condition onan MCPTT
emergency private call, the MCPTT client shall generate a SIP re-INVITE request by following the UE session
procedures specified in 3GPP TS 24.229 [4], with the clarifications given below.

The MCPTT client:

1) if the MCPTT user is not authorised to cancel the in-progress emergency condition on an MCPTT emergency
private call as determined by the procedures of subclause 6.2.8.3.1.2, the MCPTT client:

a) should indicate to the MCPTT user that they are not authorised to cancel the in-progress emergency condition
onan MCPTT emergency private call; and

b) shall skip the remaining steps of the current subclause;

2) shal, if the MCPTT user is cancelling an in-progress emergency condition and optionally an MCPTT emergency
alert originated by the MCPTT user, include an application/vnd.3gpp.mcptt-info+xml MIME body populated as
specified in subclause 6.2.8.3.6;

4) shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.3.3;
5) shall includeinthe SIP re-INVITE request an SDP offer the media parameters as currently established;

NOTE 1. The SIP re-INVITE request can be sent within an on-demand session or a pre-established session
associated with an MCPTT group session. If the SIP re-INVITE request is sent within a pre-established
session, the media-level section for the offered MCPTT speech media stream and the media-level section
of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-
established session.

6) if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and
7) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].
On receiving a SIP 2xx response to the SIP re-INVITE request, the MCPTT client:
1) shall interact with the user plane as specified in 3GPP TS 24.380 [5];
2) shall set the MCPTT emergency private priority state of the MCPTT private call to "MEPP 1. no-emergency™;
3) shall set the MCPTT emergency private call state of the call to "MEPC 1: emergency-pc-capable”; and
[TS24.379, clause 11.1.1.2.1.5]

Upon receiving arequest from an MCPTT user to upgrade the ongoing MCPTT private call to an MCPTT emergency
private call, the MCPTT client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [4], with the
clarifications given below.

1) shall include an application/vnd.3gpp.mcptt-info+xml MIME body populated as specified in subclause 6.2.8.3.2;
2) shall include a Resource-Priority header field and comply with the proceduresin subclause 6.2.8.3.3.
3) shall include an SDP offer with the media parameters as currently established according to 3GPP TS 24.229 [4];

NOTE: The SIPre-INVITE request can be sent within an on-demand session or a pre-established session
associated with an MCPTT private call. If the SIP re-INVITE request is sent within a pre-established
session, the media-level section for the offered MCPTT speech media stream and the media-level section
of the offered media-floor control entity are expected to be the same as was negotiated in the existing pre-
established session.

4) if animplicit floor request is required, shall indicate this as specified in subclause 6.4; and
5) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [4].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCPTT client:
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1) shall interact with the user plane as specified in 3GPP TS 24.380 [5]; and
2) shall perform the actions specified in subclause 6.2.8.3.4.
[TS24.379, clause 11.1.3.1.1.1]

Upon receiving arequest from an MCPTT user to release an MCPTT private call session established using on-demand
session signalling, the MCPTT client shall follow the procedures as specified in subclause 6.2.5.1.

[TS24.380, clause 4.1.1.2]
At any point in time a group member can request permission to talk.

When all group members are silent, a group member can press the PTT button, meaning the request for permission to
talk. The floor participant entity of this user reflects this request to the floor control server by sending a Floor Request
message. If the floor control server decidesto permit, it informs this permission for this request by sending a Floor
Granted message to the requesting group member. The floor control server informs the initiation of the talk to the other
group members by sending a Floor Taken message. Once the group member receives the permission, a permission
indication (permission tone) is generated and the user can talk. The media packets (encoded voice) are sent to the
controlling MCPTT server and from there they are distributed to all listeners of this group. The release of the PTT
button indicates the user’ sintension to end talking. Once the PTT button is released, the floor participant sends a Floor
Release message to the floor control server indicating that this user has finished talking. This cycle, starting from the
Floor Granted message and ending with Floor Release message, is known as 'talk burst' or ‘'media burst'.

In the beginning of acall theinitial talk permission request can be implied by the SIP message which initiates the call as
specified in 3GPP TS 24.379 [2] without any specific Floor Request message.

A group member can also request for permission to talk by sending a Floor Request message during atalk burst. The
floor control server can resolve this request in several ways.

1. If thisrequest has higher priority than the ongoing talk burst, the floor control server revokes the current talk
burst by sending a Floor Revoke message to the current talker. The current talker is interrupted and the current
media burst is ended by the current floor participant by sending a Floor Release message. Then the floor control
server sends a Floor Granted message to the revoking user and send Floor Taken message to other group
members. Then a new media burst starts.

2. |If thisrequest does not have higher priority and floor request queuing is not used the floor control server rejects
this request by sending a Floor Deny message to the requester. Then areject indication (reject tone) is generated
for the user. The ongoing talk burst continues.

During silence (when no talk burst is ongoing), the floor control server can send Floor Idle message to al floor
participants from time to time. The floor control server sends Floor Idle message in the beginning of silence.

[TS24.380, clause 5.2.1]

To be compliant with the procedures in the present document, an MCPTT client shall:
1. support therole of an MCPTT client as specified 3GPP TS 23.179 [5];
2. support the on-network MCPTT client role as specified in 3GPP TS 24.379 [2];

4. support media plane security as specified in clause 13.
To be compliant with the on-network procedures in the present document, an MCPTT client shall:
1. providetherole of afloor participant in on-network mode as specified in subclause 5.2.2;

2. provide the media mixer function as described in subclause 4.2.2 and support the related proceduresin
subclause 6.2;

4. provide PTT button events towards the on-network floor participant as specified in subclause 6.2;
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5. provide means (sound, display, etc.) for indications towards the MCPTT user as specified in subclause 6.2;
6. support negotiating media plane control channel medialevel attributes as specified in subclause 4.3; and
[TS24.380, clause 5.2.2]
To be compliant with the on-network procedures in the present document, a floor participant in on-network mode shall:
1. support the on-network floor control procedures as defined in 3GPP TS 23.179 [5];
2. support acting as an on-network floor participant as specified in subclause 6.2; and
3. support the on-network mode floor control protocol elements as specified in the clause 8.
A floor participant in on-network mode may:
1. support queuing of floor requests as specified in subclause 6.2 and subclause 4.1.1.2.
[TS24.380, clause 12.1.2.2]

In an SDP offer, the "mc_priority" fmtp attribute indicates (using an integer value between '1' and '255") the maximum
floor priority that the offerer requests to be used with Floor Reguest messages sent by the offerer. In an SDP answer, the
attribute parameter indicates the maximum priority level that the answerer has granted to the offerer. The value hasto
be equal or less than the value provided in the associated SDP offer.

NOTE 1: If the "mc_priority" fmtp attribute is not used within an SDP offer or answer, adefault priority valueis
assumed.

In an SDP offer, the "mc_granted" fmtp attribute parameter indicates that the offerer supports the procedure where the
answerer indicates, using the fmtp attribute in the associated SDP answer, that the floor has been granted to the offerer.

NOTE 2: When the "mc_granted" fmtp attribute is used in an SDP offer, it does not indicate an actual request for the
floor. The SDP "mc_implicit_request" fmtp attribute can be used to request the floor. In an SDP answer,
the attribute indicates that the floor has been granted to the offerer.

NOTE 3: Once the offerer has been granted the floor, the offerer has the floor until it receives a Floor Revoke
message, or until the offerer itself releases the floor by sending a Floor Rel ease message, as described in
the present specification.

In an SDP offer, the "mc_implicit_request" fmtp attribute indicates that the offerer implicitly requests the floor (without
the need to send a Floor Request message). In an SDP answer, the attribute parameter indicates that the answerer has
accepted the implicit floor request. Once the answerer grants the floor to the offerer, the answerer will send a Floor
Granted message.

NOTE 4: The usage of the "mc_implicit_request” fmtp attribute in an SDP answer does not mean that the answerer
has granted the floor to the offerer, only that the answerer has accepted the implicit floor request.

[TS24.380, clause 13.1]

Media plane security provides integrity and confidentiality protection of individual media streams and media plane
control messagesin MCPTT sessions.

The media plane security is based on 3GPP MCPTT security solution including key management and end-to-end media
and floor control messages protection as defined in 3GPP TS 33.179 [14].

Various keys and associated key identifiers protect:
1. RTPtransported media;
2. RTCP transported media control messages (i.e. RTCP SR packets, RTCP RR packets, RTCP SDES packets);

3. RTCP APP transported floor control messages,

In an on-network private call:
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1. if protection of mediais negotiated, the PCK and the PCK-ID protect media sent and received by the MCPTT
clients;

2. if protection of floor control messages sent using unicast between the MCPTT client and the participating
MCPTT function serving the MCPTT client is negotiated, the CSK and the CSK-1D protect the floor control
messages sent and received by the MCPTT client and by the participating MCPTT function;

4. if protection of media control messages sent using unicast between the MCPTT client and the participating
MCPTT function serving the MCPTT client is negotiated, the CSK and the CSK-ID protect the media control
messages sent and received using unicast by the MCPTT client and by a participating MCPTT function; and

The CSK and the CSK-ID are generated by the MCPTT client and provided to the participating MCPTT function
serving the MCPTT client using SIP signalling according to 3GPP TS 24.379 [2].

The PCK and the PCK-ID are generated by the MCPTT client initiating the private call and provided to the MCPTT
client receiving the private call using SIP signalling according to 3GPP TS 24.379 [ 2], using Connect message
described in subclause 8.3.4 or using MONP signalling according to 3GPP TS 24.379 [2].

[TS24.380, clause 13.3.3]

3. inanon-network private cal:

A)

B)

D)

if:

i) protection of mediais negotiated in originating call and the PCK and the PCK-ID were sent to the remote
MCPTT client using SIP signalling according to 3GPP TS 24.379 [2]; or

then:

i) shal encrypt sent media according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-MK,
SRTP-MS and SRTP-MKI generated using the PCK and PCK-ID as specified in subclause 13.2; and

ii) shall decrypt received media according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14] using SRTP-
MK, SRTP-MS and SRTP-MKI generated using the PCK and PCK-ID as specified in subclause 13.2;

if protection of floor control messages is negotiated and the CSK and the CSK-1D were sent to the
participating MCPTT function using SIP signalling according to 3GPP TS 24.379 [2]:

i) shall encrypt sent floor control messages according to IETF RFC 3711 [16] and 3GPP TS 33.179 [14]
using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID as specified in
subclause 13.2; and

ii) shall decrypt received floor control messages according to IETF RFC 3711 [16] and
3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-I1D
as specified in subclause 13.2; and

if protection of media control messages sent using unicast between the participating MCPTT function and the
MCPTT client is negotiated and the CSK and the CSK-ID were sent to the participating MCPTT function
using SIP signalling according to 3GPP TS 24.379 [2]:

i) shal encrypt media control messages sent using unicast according to IETF RFC 3711 [16] and
3GPP TS 33.179[14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-ID
as specified in subclause 13.2; and

ii) shall decrypt media control messages received using unicast according to IETF RFC 3711 [16] and
3GPP TS 33.179 [14] using SRTP-MK, SRTP-MS and SRTP-MKI generated using the CSK and CSK-I1D
as specified in subclause 13.2;
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6.2.1.3 Test description
6.2.1.3.1 Pre-test conditions

System Simulator:
- SS(MCPTT server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4.
The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCPTT operation in the MCPTT
configuration document).

IUT:
- UE(MCPTT client)
- Thetest USIM set asdefined in TS 36.579-1 [2], subclause 5.5.10 isinserted.

Preamble:

- The UE has performed the Generic Test Procedure for MCPTT UE registration as specified in TS 36.579-1 2],
subclause 5.4.2.

- The MCPTT User performs the Generic Test Procedure for MCPTT Authorization/Configuration and Key
Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

- UE States at the end of the preamble
- TheUEisin E-UTRA Registered, Idle Mode state.

- TheMCPTT Client Application has been activated and User has registered-in asthe MCPTT User with the
Server as active user at the Client.
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6.2.1.3.2 Test procedure sequence

Table 6.2.1.3.2-1: Main behaviour
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St Procedure Message Sequence TP | Verdict
U-S Message
1 Make the UE (MCPTT User) request the - - - -
establishment of an MCPTT private call, on-
demand Automatic Commencement Mode, no
Force of automatic commencement, applying
End-to-end communication security with Floor
Control.

NOTE: This is expected to be done via a
suitable implementation dependent MMI.

- EXCEPTION: The E-UTRA/EPC actions which - - - -
are related to the MCPTT call establishment
are described in TS 36.579-1 [2], subclause
5.4.3 'Generic Test Procedure for MCPTT CO
communication in E-UTRA'. The test sequence
below shows only the MCPTT relevant
messages exchanged.

2 Check: Does the UE (MCPTT client) send an --> SIP INVITE 1 P
initial SIP INVITE message requesting the
establishment of an MCPTT private call, on-
demand Automatic Commencement Mode, no
Force of automatic commencement, applying
End-to-end communication security with Floor
Control?

3 | The SS (MCPTT server) sends SIP <-- SIP 183 (Session Progress) - -
183(Session Progress).
- EXCEPTION: Steps 4al-4b4 describe - - - -
behaviour that depends on the UE
implementation; the "lower case letter"
identifies a step sequence that take place if the
UE requests or not implicit floor control in step
2 (i.e. the "mc_implicit_request" fmtp attribute
included in the SDP offer media-level section
for the media-floor control entity).

4al | IF implicit floor control was requested in step 2 <-- SIP 200 (OK) - -
THEN the SS (MCPTT server) sends SIP 200
(OK), indicating that it