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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document is part of a series of Technical Specifications (TSs) that specify charging functionality and
charging management in 3GPP networks. The 3GPP core network charging architecture and principles are specified in
document TS 32.240 [1], which provides an umbrellafor other charging management documents that specify:

- the content of the CDRs per domain and subsystem (offline charging),

- the content of real-time charging events per domain / subsystem (online charging);

the functionality of online and offline charging for those domains and subsystems;

- theinterfacesthat are used in the charging framework to transfer the charging information (i.e. CDRs or
charging events).

The complete document structure for these TSsisdefined in TS 32.240 [1].

The present document specifies the offline, online and converged charging description for the |P Multimedia Subsystem
(IMS), based on the functional descriptions of the IMSin TS 23.228 [200]. This charging description includes the
offline, online and converged charging architecture and scenarios specific to IMS, as well as the mapping of common
3GPP charging architecture specified in TS 32.240 [1] onto IMS. It further specifies the structure and content of the
CDRs and the charging events. The present document is related to other 3GPP charging TSs as follows:

- The common 3GPP charging architecture is specified in TS 32.240 [1];
- The parameters, abstract syntax and encoding rules for these CDR types are specified in TS 32.298 [51].
- A transaction based mechanism for the transfer of CDRs within the network is specified in TS 32.295 [54].

- Thefile based mechanism used to transfer the CDRs from the network to the operator's billing domain (e.g. the
billing system or a mediation device) is specified in TS 32.297 [52].

- The 3GPP Diameter application that is used for IMS offline and online charging is specified in TS 32.299 [50].

- The services, operations and procedures of charging, using Service Based I nterface are specified in TS 32.290
[45].

- The charging service of 5G system is specified in TS 32.291 [46].

Furthermore, requirements that govern the charging work are specified in TS 22.115 [101].
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2 References

The following documents contain provisions, which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 32.240: "Telecommunication management; Charging management; Charging
architecture and principles’.

[2] Void.

[3] - [10] Void.

[171] 3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched
(PS) domain charging".

[12] - [34] Void.

[35] 3GPP TS 32.275: "Telecommunication management; Charging management; MultiMedia
Telephony (MMTél) charging".

[36] 3GPP TS 32.276: "Telecommunication management; Charging management; \oice Call Service
(VCS) charging".

[37] - [39] Void.

[40] 3GPP TS 32.280: "Telecommunication management; Charging management; Advice of Charge
(AoC) service".

[41] 3GPP TS 32.281: "Telecommunication management; Charging management; Announcement
service'.

[42] - [44] Void.

[45] 3GPP TS 32.290: "Telecommunication management; Charging management; 5G system; Services,
operations and procedures of charging using Service Based Interface (SBI)".

[46] 3GPP TS 32.291: " Telecommunication management; Charging management; 5G system; Charging
service, stage 3".

[47] - [49] Void.

[50] 3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging
application”.

[51] 3GPP TS 32.298: " Telecommunication management; Charging management; Charging Data
Record (CDR) parameter description”.

[52] 3GPP TS 32.297: " Telecommunication management; Charging management; Charging Data
Records (CDR) file format and transfer”.

[53] Void.

[54] 3GPP TS 32.295: " Telecommunication management; Charging management; Charging Data
Record (CDR) transfer".

[55] - [99] Void.
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[100]
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[104]
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[201]
[202]
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[204]

[205]
[206]

[207]
[208]
[209]
[210]

[211]
[212]
[213]
[214]
[215]

[216]
[217]

[218]
[219]
[220]

[221]
[222]

- [199]

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.
3GPP TS 22.115: " Service aspects; Charging and billing”.
Void.

3GPP TS 23.002: "Network architecture”.

3GPP TS 23.003: "Numbering, addressing and identification".
Void.

3GPP TS 22.228: " Service requirements for the Internet Protocol (IP) multimedia core network
subsystem (IMS); Stage 1".

3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2"

3GPP TS 24.228: "Signalling flows for the |P multimedia call control based on Session Initiation
Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

3GPP TS 23.218: "IP Multimedia (IM) session handling; IM call model; Stage 2".

3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP); Stage 3".

3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol; Protocol details'.

3GPP TS 29.658: "SIP Transfer of P Multimedia Service Tariff Information; Protocol
specification”.

3GPP TS 33.203: "3G security; Access security for |P-based services'.
3GPP TS 33.210: "3G security; Network Domain Security (NDS); IP network layer security".
3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".

3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS);
Stage 3".

3GPP TS 29.079: "Optimal media routeing within the IP Multimedia Subsystem (IMS); Stage 3".
3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions’.

3GPP TS 23.203: "Policy and charging control architecture”.

3GPP TS 29.214: "Policy and charging control over Rx reference point".

3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh Interface; Signalling flows and message
contents'.

3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

3GPP TS 24.237: "IP Multimedia (IM) Core Network (CN) subsystem IP Multimedia Subsystem
(IMS) service continuity; Stage 3".

3GPP TS 24.337: "IP Multimedia Subsystem (IMS) inter-UE transfer; Stage 3".
3GPP TS 23.292: "IP Multimedia Subsystem (IMS) centralized services; Stage 2".

3GPP TS 24.628: "Common Basic Communication procedures using I|P Multimedia (IM) Core
Network (CN) subsystem; Protocol specification”.

3GPP TS 23.503:"Poalicy and Charging Control Framework for the 5G System; Stage 2.

3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.
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[223] 3GPP TS 26.114: "I1P Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and
interaction”.
[224] 3GPP TS 24.186: "IMS Data Channel applications; Protocol specification”.

[225] —[299]  Void.
[300] -[399]  Void.

[400] Void.

[401] Void.

[402] IETF RFC 4006 (2005): "Diameter Credit-Control Application”.

[403] IETF RFC 2806 (2000): "URLs for Telephone Calls'.

[404] IETF RFC 3261 (2002): "SIP: Session Initiation Protocol".

[405] IETF RFC 2486 (1999): "The Network Access Identifier".

[406] IETF RFC 7315 (2014): "Private Header (P-Header) Extensions to the Session Initiation Protocol
(SIP) for the 3rd-Generation Partnership Project (3GPP)".

[407] Void.

[408] Void.
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions givenin TR 21.905 [100] and TS 32.240
[1] apply. A term defined in the present document takes precedence over the definition of the sameterm, if any, in
TR 21.905[100].

3.2 Symbols

For the purposes of the present document, the following symbols apply:

Bi Reference point for the CDR file transfer from the IMS CGF to the BD.

Ga Reference point for CDR transfer between a CDF and CGF.

Nchf Service based interface exhibited by CHF.

N45 Reference point between IMS Node and the CHF.

Rf Offline Charging Reference Point between an IMS Network Entity or an AS and CDF
Ro Online Charging Reference Point between an AS or MRFC and IMS-GWF and the OCS

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [100] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905 [100].

5GS 5G System

ABNF Augmented Backus-Naur Form

ACA Accounting-Answer

ACR Accounting-Request

AS Application Server

ATCF Access Transfer Control Function
ATGW Access Transfer Gateway

AVP Attribute Value Pair

B2BUA Back-to-Back User Agent

BGCF Breakout Gateway Control Function
BS Billing System

CCA Credit-Control-Answer

CCF Charging Collection Function

CCR Credit-Control-Request

CDF Charging Data Function

CDIV Communication Diversion

CDR Charging Data Record

CGF Charging Gateway Function

CHF Charging Function

CONF Conference

CPCF Content Provider Charging Function
CSCF Call Session Control Function (I-Interrogating; P-Proxy; and S-Serving)
DCSF Data Channel Signalling Function
EATF Emergency Access Transfer Function
ECF Event Charging Function

ECUR Event Charging with Unit Reservation
IBCF Interconnect Border Control Function
IEC Immediate Event Charging

IMS IP Multimedia Subsystem

IMSAGW IMS Access Media Gateway
IMS-ALG IMS - Application Level Gateway
IMSAS IMS Application Server
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IMS-GWF IMS Gateway Function
IMSDC IMS Data Channel
[o]] Inter Operator Identifier
ISC IMS Service Control
LBO Local Break Out
MGCF Media Gateway Control Function
MMTéel MultiMedia Telephony
MRFC Media Resource Function Controller
NNI Network to Network Interface
MRFP Multimedia Resource Function Processor
NCGI NR Cell Global Identity
NCI NR Cell Identity
NetLoc Network provided Location informationNR
OCs Online Charging System
OMR Optimal Media Routing
PCRF Policy and Charging Rules Function
PCF Policy Control Function
RTTI Real-time Transfer of Tariff Information
SCCF Subscriber Content Charging Function
SCUR Session Charging with Unit Reservation
SDP Session Description Protocol
SMF Session Management Function
SIP Session Initiation Protocol
TF Transit Functions
TIP Terminating | dentity Presentation
TIR Terminating Identity Restriction
TRF Transit and Roaming Function
TrGW Transition GateWay
UA User Agent
UE User Equipment
VCC Voice Call Continuity
VCS Voice Cal Service
VDN VCC Domain transfer Number
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4

4.1

High level IMS architecture

Architecture considerations

Figure 4.1.1 depictsthe logical IMS architecture, as described in TS 23.002 [103]
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Figure 4.1.1: IMS logical architecture

Figure 4.1.2 depicts the IM S architecture to support IMS DC services, as specified in Annex AC in TS 23.228 [201].
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N33 DC Application Server
NEF
DC4 MDC3
DC3 MDC2

_________ Ndcsf Ndcsf

I DC Application DC5

| Repository (DCAR)I DC Signalling Function (DCSF)

N72/Sc DC1
i MDC1
N71/Sh Nimsas DC2
HSS IMS AS //J\
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N70
S-CSCF
Mw Mb
Gm Iq
UE P-CSCF IMS-AGW Remote IMS
| I Mb
Mb

Figure 4.1.2: Architecture option of IMS supporting DC usage

Figure 4.1.3 depicts the architecture to support Avatar communication, as specified in Annex AC in TS 23.228 [201].
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HSS IMS AS
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Media Function (MF)

N70

S-CSCF
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UE P-CSCF IMS-AGW Remote IMS
Mb

Figure 4.1.3: Architecture to support Avatar communication
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4.2 IMS offline charging architecture

The architecture for IMS offline charging is described in the following figure 4.2.1. The Rf interface is described in
clause 6.1.1 and Bi in clause 6.1.2.

Bi — | BGCF

I MGCF

I MRFC

: SIP AS

: P-CSCF

| CDF & R
—l—l— I-CSCF

I S-CSCF

i IBCF

I E-CSCF

| TRF

ATCF

| IMS Transit
' Functions

Figure 4.2.1: IMS offline charging architecture
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4.3 IMS online charging architecture

The architecture for IMS online charging is described in the following figure 4.3.1. The Ro interface is described in
clause 6.2 and ISC in TS 23.228 [201].

Billing Domain \

MRFC |

SIP-AS 1

o lwsowe]

Figure 4.3.1: IMS online charging architecture

4.4 IMS converged charging architecture

The architectural options for IMS converged charging are depicted in figure 4.4.1 in service-based representation for
CHF:
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IMS Node Billing Domain
Nchf Bi
=0 2| [ccF ' >
CTF
IMS Node Billing Domain
CTE Nchf % Ga CGE Bi
IMS Node Billing Domain
Nchf [A © Ga
CTF ¢ 2 » CGF
— T

Figure 4.4.1: IMS converged charging architecture

In this architecture, IMS nodes, CHF, CGF and corresponding Billing domain are located in the same PLMN.

The IMS Nodes for which this architecture applies are the MRFC, IMS-GWF (connected to S-CSCF using ISC), SIP
AS and DCSF, the architecture for MM Tel ASisdescribed in TS 32.275[35]. In addition the MRFC and SIP AS may
support offline only charging via Nchf interface.

Editor’ note: whether other IM'S Nodes use the Nchf interface is FFS.

The general architecture components can be found in TS 32.240 [2].
Gaisdescribed in clause 5.4.5 and Bi in clause 5.4.6 of the present document, and Nchf is described in TS 32.290 [45].

Figure 4.4.2 depicts the IM S converged charging architecture in reference point representation:

Billing domain/
CGF

CHF

N45

IMS node

Figure 4.4.2: IMS converged charging architecture in reference point representation

The architectural options of figure 4.4.1 apply to figure 4.4.2 with IMS node, CHF and corresponding Billing
domain/CGF located in the same PLMN.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 21 ETSI TS 132 260 V19.1.0 (2025-10)

The different IMS architectures for the support of IMS services for roaming users are specified in TS 23.228 [201], and
can be considered under two categories:

- without IMS-level roaming interfaces as per clause 4.15b, Annex M.2, Annex W and Annex Y.9.2 of TS 23.228
[201], with the P-CSCF located in HPLMN. All IMS Nodes are located in HPLMN and figure 4.4.1 and figure

4.4.2 apply.

- with IMS-level roaming interfaces as per clause 4.15a, Annex M.1 and Annex Y.9.3 of TS 23.228 [201], with
the P-CSCF located in VPLMN. Figure 4.4.3 and figure 4.4.4 are applicable.

Figure 4.4.3 depicts the IMS converged charging architecture in service-based representation for CHF, in IMS with
IMS-level roaming interfaces:

|
|
I Billing domain/
| CGF
[
| H-CHF NRF
|
|
|

P-CSCF Mw IMS Node
|
|

VPLMN : HPLMN

Figure 4.4.3: IMS converged charging architecture IMS-level roaming interfaces service based
representation

Editor’ note: whether P-CSCF use the Nchf interface is FFS.

The architectural options of figure 4.4.1 apply to figure 4.4.3 with IMS node, CHF and corresponding Billing
domain/CGF located in the HPLMN.

Figure 4.4.4 depicts the IMS converged charging architecture in reference point representation for CHF, in IMS with
IMS-level roaming interfaces:
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Billing domain/
CGF

CHF

N45

Mw

P-CSCF

IMS node

VPLMN HPLMN

Figure 4.4.4. IMS converged charging architecture IMS-level roaming interfaces in reference point
representation

Editor’ note: whether P-CSCF use the Nchf interface, therefore N45 is FFS.

The architectural options of figure 4.4.1 apply to figure 4.4.4 with IMS node, CHF and corresponding Billing
domain/CGF located in the HPLMN.
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5 Charging principles

5.1 IMS charging principles

51.0 Introduction

The IMS node shall maintain the integrity of all received or created charging-related information when forwarding the
information to the offline, online and converged charging systems, whatever the length of the value of any particular
parameter is. For example, the IMS Charging Identifier (ICID) may be generated by one IMS node (e.g. the P-CSCF)
and forwarded to another IMS node (e.g. the S-CSCF). Both may generate charging information and ensure that the data
integrity is maintained, in order to make possible correlation based on the ICID.

51.1 IMS charging applicability

The IMS node may select charging method, i.e. online, offline or converged. The selection can be made based on local
configuration or a combination of local configuration and received OCS/CDF addresses.

If acombination of local configuration and received OCS/CDF addresses and:

- only OCS address received, then either online charging (over Ro) or converged charging (over Nchf) may be
used based on local configuration.

- only CDF address received then either offline charging (over Rf), converged charging (over Nchf) or offline only
charging (over Nchf) may be used based on local configuration.

- both OCS and CDF address received then either online and offline changing (over Ro and Rf), or converged
charging (over Nchf) may be used based on local configuration.

- neither OCS nor CDF address received then depending on IMS node any of the above may be used based on
local configuration.

The CDF and OCS addresses transferred in SIP signalling are encoded in the P-Charging-Function-Addresses as
defined in TS 24.229 [204] and RFC 7315 [406]. The P-Charging-Function-Addresses header contains the following
parameters. CCF (i.e. CDF) and ECF (i.e. OCS).

5.1.2 IMS charging correlation

5121 Basic principles for IMS domain correlation

The IMS charging correlation information is encoded in the SIP P-Charging-V ector header as defined in the following
sub clauses. The P-Charging-V ector header contains the following parameters: CID, access network charging identifier
and 1OlI.

The loopback-indication parameter identify when loopback apply.

Genera correlation mechanisms are defined in TS 32.240 [1], and further details about the usage of P-Charging-V ector
aredefined in TS 24.229 [204], TS 24.292 [210], and |IETF RFC 7315 [406].

The enhanced M SC server for ICS charging in this specification refers the M SC server which performsIMS
registration, as defined in TS 23.292 [219]. The enhanced M SC server for SRV CC charging in this specification refers
the MSC server defined in TS 24.237 [217].

5.1.2.2 IMS Charging Identifier

The IMS domain correlation is based on IMS Charging Identifier (ICID) shared between IMS Network Elements
involved with the same session/transaction. With ICID it is possible to correlate session/transaction related charging
data generated in different IMS elements (i.e. x-CSCFs, ASS). The ICID isincluded in al SIP methods, if the P-
Charging-Vector header is present, and transferred through originating and terminating side nodes, except to UE.
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The value of the ICID parameter isidentical with the 'icid-value' parameter defined in TS 24.229 [204]. The 'icid-value'
isamandatory part of the P-Charging-Vector and coded as a text-based UTF-8 charset (as are all SIP messages). For
further information regarding the composition and usage of the P-Charging-Vector refer to [204] and RFC 7315 [406].

The ICID valueis globally unique across all 3GPP IMS networks for atime period of at least one month, implying that
neither the node that generated this ICID nor any other IMS Network Element reuse this value before the uniqueness
period expires. The one month minimum uniqueness period counts from the time of release of the ICID, i.e. the ICID
value no longer being used. This can be achieved by using node specific information, e.g. high-granularity time
information and / or topology / location information. The exact method how to achieve the uniqueness requirement is
an implementation issue.

At each SIP session unrelated method, both initial and subsequent (e.g. SIP REGISTER, SIP NOTIFY, SIP MESSAGE
etc.), anew, session unrelated ICID is generated at the first IMS Network Element that processes the method. This ICID
value is contained in the SIP request and SIP response of that SIP transaction and must be valid for the duration of the
transaction.

At each SIP session establishment a new, session specific ICID is generated at the first IMS Network Element that
processes the session-initiating SIP INVITE message. Enhanced M SC server will generate an ICID for ICS and SRVCC
originated calls as described in TS 24.229 [204]. ThisICID isthen used in all subsequent SIP messages for that session
(e.g., SIP 200 OK, SIP (RE-)INVITE, SIPBYE etc.) until the session is terminated.

5.1.2.2A Related ICID

During the process of SRV CC access transfer, the Enhanced M SC server or the P-CSCF generates an I CID for the
target access leg. For the purpose of charging correlation between the source access leg and the target access leg when
the user is roaming the SCC AS and the ATCF includes the ICID used on the source access leg as the Related ICID for
the target access leg as described in TS 24.229 [204]. Alternatively, when OneChargingSession is applied in the SCC
AS and the ATCF, the ICID of the original accesslegis preserved inthe AS/ATCF CDR for the whole duration of the
session, and the Related ICID contains the ICID used on the target access leg.

This Related ICID is sent in the 1xx and 2xx responses to the initial SIP INVITE as described in TS 24.237 [217].

5.1.2.3 Access network charging identifier

The access network charging identifier is the media flow level data shared among the IMS Network Elements for one
side of the session (either the originating or terminating side). Thisinformation is used to correlate the access network
charging data with the IM S charging data.

The access network isidentified by access specific correlation identifier, e.g. for Packet Switched Access (PGW address
and Charging Id per bearer) , for 5GS (SMF Address and Charging Id per PDU session) or Fixed Broadband Access
(Multimedia Charging Identifier). The access network charging identifier is populated in the P-Charging-Vector using
the access-network-charging-info parameter. For further information regarding the composition and usage of the access-
network-charging-info parameter refer to TS 24.229[204] and RFC 7315 [406].

5.1.2.4 Inter Operator Identifier

The Inter Operator Identifier (10I) identifies originating, terminating and transit networks involved in a
session/transaction. The 10l may be generated from each side of session/transaction to identify the home networks
associated with each side. The Orig-10I and Term-10I parameters of P-Charging-V ector represent the originating and
terminating operator identifiers.

For interconnection scenarios in multi operator environments where one or more transit operators are between the
originating and terminating operator, alist of Transit-IOl values may occur additionally to identify involved transit
operators. Due to operator policy, atransit operator may also hide hisidentity by adding a void value. Addition and
deletion of Transit-10I values are operator configurable. For further information regarding the composition and usage of
the parameters refer to TS 24.229[204], TS 24.292 [210], and |IETF RFC 7315 [406].

NOTE: No transit networks are expected between the S-CSCF and a 3" party Application Server triggered by the
initial filter criteriain the S-CSCF.
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5.1.2.5 Void

5.1.2.6 IMS visited network identifier

The IMS visited network identifier identifies the visited network involved in a session/transaction. The IMS visited
network identifier is available in the SIP P-Visited-Network-1D header of the SIP REGISTER, with the value
according to 3GPP TS 24.229 [204], and should be used for all charging events associated with the user.

- For the roaming architecture for voice over IMS with local breakout, the value of IMS visited network identifier
isapre-provisioned string that identifies the network of the P-CSCF at the home network.

- For the roaming architecture for voice over IMS with home routed traffic, IMS visited network identifier isa
string that identifies the visited network of the UE including an indication that the P-CSCF islocated in the home
network.

5.1.2.7 Loopback-indication

During the loopback the TRF will set the Loopback-indication parameter to identify when loopback applies. When the
TREF receives responses to initial or subsequent requests from the terminating side, the TRF insertsin the P-Charging-
Vector header field, if present, the "loopback-indication" header field parameter to the outgoing response.

5.1.2.8 Functional Entity (FE) Identifier List
The FE Identifier List contains one or more:

- IM CN subsystem functional entity address, and/or

- ASaddress and the corresponding application identifier

Asdefined in TS 32.240 [1] clause 5.3.4.4.2 the functional entity address is included when the IM CN subsystem
functional entity does create charging information for the related CDR of thisIM CN subsystem functional entity. As
defined in TS 32.240 [1] clause 5.3.4.4.3 for AS hosting several applications the same AS address can appear several
times, each accompanied with a different application identifier based on the application executed by the AS.

Valuesin SIP requests shall beignored. The FE-Identifier header exchange via SIP signalling isdefined in TS
24.229 [210].

5.1.3 SDP handling

SDP information on SIP can have two different meanings; SDP offer or SDP answer. Thisis captured in the charging
information by a SDP-type parameter that indicatesif the SDP Media Component is an SDP offer or SDP answer. SDP
offers can be sent by either the calling or called party and the Media lnitiator Flag identifies who sent the first SDP offer
in a SDP negotiation. SDP can be negotiated more than oncein an SIP INVITE or SIP RE-INVITE diaog.

Each occurrence of the List of SDP Media Componentsin the corresponding CDRs may include either SDP offer or
SDP answer. For the first negotiation, the SDP answer defines which media are used in the session, therefore it shall be
recorded in case of successful session setup. Additionally the corresponding SDP offer may be recorded. In case of
unsuccessful session setup the SDP offer may be recorded, if available.

When session re-negotiations occur, multiple occurrences of List of SDP Media Components may be used to include a
series of SDP negotiations in which each occurrence holds an SDP offer or SDP answer as for the first SDP negotiation.
5.1.4  Trigger conditions

This clause contains the details for trigger conditions listed in table 5.2.1.1 for offline charging messages (Charging
Data Request and Charging Data Response) and table 5.3.1.1 for online charging messages (Debit / Reserve Units
Request and Debit / Reserve Response) triggered by SIP methods or | SUP messages for all IMS nodes except for
MRFC and AS.

The I-CSCF and BGCF, which need not be present in the signalling path for subsequent requests after the first SIP
INVITE, do not support session-based charging using Charging Data Request [Start, Interim, and Stop]. In these (and
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only in these) IMS Network Elements, successful session set-up completion triggers Charging Data Request [Event].
Use of session-based charging when the I-CSCF or the BGCF is call stateful is not described in this release.

Theinitial registration, user-initiated re-registration, and user-initiated de-registration chargeable events relate to SIP
REGISTER to trigger Charging Data Request [Event] / Debit / Reserve Units Requests, while network-initiated
deregistration event relatesto SIP NOTIFY to trigger Charging Data Request [Event] / Debit / Reserve Units Requests
provided that subscription to registration events has been applied (see TS 24.229 [204]).

If at the time when the SIP 200 OK isreceived only the SDP offer is available, the CTF may trigger Charging Data
Request[ Start] immediately (subsequent SIP ACK containing the SDP answer triggers Charging Data Request[I nterim])
or may trigger Charging Data Request[ Start] once the SIP ACK has been received. The precise behaviour shall depend
on operator policy.

If capturing the last user location information and/or UE Time Zone of one specific party (originating or terminating) at
session release is required by operator (e.g. for legal purpose), and such information is not available at the time the SIP
BYE isreceived, the CTF shall delay the Charging Data Request [Stop] until the reception of SIP 200 OK
acknowledging the SIP BY E. Otherwise, the CTF shall trigger Charging Data Request [ Stop] once the SIP BY E request
has been received.

If capturing the last user location information and/or UE Time Zone of one specific party (originating or terminating) at
session release is required by operator (e.g. for legal purpose), and such information is not available at the time the SIP
BYE isreceived, the CTF shall delay the Debit / Reserve Units Request [Terminate] until the reception of SIP 200 OK

acknowledging the SIP BY E. Otherwise, the CTF shall trigger Debit / Reserve Units Request [ Terminate] once the SIP
BY E request has been received. In any case, the granted quota shall not be used once the SIP BY E is received.

If capturing a user location change during a session is required by operator (e.g. for legal or statistics purposes), the
CTF should trigger Charging Data Request or Debit / Reserve Units Request on any SIP method received containing
user location information.

515 IMS support of real-time tariff transfer

The TS 29.658 [206] describes the Real-time Transfer of Tariff Information (RTTI) in SIP. The RTTI may be supported
for the requested service (e.g. tariff information of a value added service residing in the called network or in a specific
AS).

According to the procedures described in the TS 29.658 [206], tariff information may be included in the content body of
the following SIP messages. 1xx provisional response or SIP 200 OK at session setup, mid-dialog requests or responses.
The following IMS Network Elements, IBCF, MGCF, S-CSCF and AS may pass tariff information and record the tariff
information in the corresponding CDRs for IM S offline charging. For online charging, the AS and the IMS-GWF may
send charging information related to the content body of RTTI message over Ro interface to the OCS.

The following security mechanisms shall be used for RTTI:

- IBCF shall accept RTTI information only from trusted IMS networks and filter out RTTI information from non
trusted IM S networks.

- If RTTI information has to be sent over unsecure domain networks, the security of the domains interconnection
shall rely on Network Domain Security specifications: TS 33.210 [208] and TS 33.310 [209].

- The S-CSCF responsible for the handling of RTTI messages shall follow the common IM S security specification
TS 33.203 [207] to protect against malicious UE that try to bypass the P-CSCF.
5.1.6 Served user identification

Subscriber Identifier is an Information Element used in both online and offline charging information to identify the
served user for the specific leg of an IMS session. A list of Subscription Id(s) for IMS CDR shall contain the Public user
Id(s) for the served user.

In the case when the served user is obtained from the P-Header P-Served-User (can be available in P-CSCF, S-CSCF
and AS) then it shall also be used as Subscription-ld in both online and offline charging.
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The Subscriber Equipment Number field contains the identification of the mobile device (e.g. IMEI) that the subscriber
isusing.

An Instance Id is defined as a URN generated by the device that uniquely identifies a specific device amongst all other
devices (fixed or mobile). The Instance Id is transported in the sip.instance feature tag in the Contact header of a SIP
request associated with the served user.

5.1.7 Single charging session from AS/ATCF acting as B2BUA

When a session-initiating SIP INVITE message is received by an AS/ATCEF, this ASATCF, per application logic
needs, acting asa B2BUA, may decide ICID for the outgoing dialog to be the same as received or different.

In case the same ICID is preserved between incoming and outgoing dialog by the AS/ATCF acting asaB2BUA, a
single charging session for both dialogs can be created by this AS/ATCF. This option, refered-to as
"OneChargingSession” in the different descriptions, is applicable per Operator configuration.
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5.1.8 Charging support for roaming architecture for voice over IMS with
local breakout

The roaming architecture for voice over IMS with local breakout is described in the TS 23.228 [201]. The
corresponding Charging principles are defined in the TS 32.240 [1]. In the present document, charging support for the
Transit and Roaming Function (TRF) requisite for roaming architecture for voice over IMS with local breakout is
rendered by presuming collocation or standalone.

Figure 5.1.8.1 shows an example for possible signalling and media flows in aroaming architecture for voice over IMS
with local breakout.

S-CSCF

ou] o

IBCF 2

IBCF 6
wi transit fot.

IBCF 1 IBCF 4

wF | | IBCFS

0B

P-CSCF 1

Figure 5.1.8.1: Signalling and media flows in a roaming architecture for voice over IMS with vocal
breakout (example)

5.1.8A Charging support for roaming architecture for voice over IMS with
home routed traffic

The charging principle of roaming architecture for voice over IMS with home routed traffic is described in TS 32.240

[1].

In LBO roaming model where P-CSCF islocated in VPLMN, the home network determines the serving PLMN of the
UE from the location of the P-CSCF during initial IMS Registration, using the P-CSCF network identifier.

In deployments without IM S-level roaming interfaces where P-CSCF is located in HPLMN, the home network
determines the serving PLMN of the UE using procedure defined in TS 23.228 [201], where P-CSCF requests the
PCRF/PCF to report the PLMN identifier where the UE is currently located. The received PLMN ID information is then
forwarded in the SIP REGISTER request.Figure 5.1.8A.1 shows an example for possible signalling and media flowsin
aRoaming Architecture for Voice over IMS with home routed traffic.
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— Control Plane (SIP)
— User Plane (RTP media)

Figure 5.1.8A.1: Signalling and media flows in a Roaming Architecture for Voice over IMS with home
routed traffic (Example)
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5.1.9 Charging support for Network provided Location information

5.1.9.1 User location retrieval by IMS Nodes

The Network provided Location information (NetLoc) is described in the TS 23.228 [201] and for emergency service
request using PCC-based solutions for the UE location in mobile networksin TS 23.167 [212].

In some scenarios, an AS can also detect emergency service and obtain the UE location using HSS-based solutionsin
TS 23.167 [212].

Based on operator policies and the availability of the user location information and/or UE Time Zone from the access
network, the solution ensures that relevant SIP messages contain the correct or up to date information about the user
location information, and/or UE Time Zone provided by the access network and currently used by the UE.

For the 3GPP and non-3GPP accesses, the P-CSCF can retrieve user location information and/or UE Time Zone related
to the access network currently used by the UE using PCC mechanisms, as specified in TS 23.203 [213] ,

TS 23.503[221] and TS 29.214 [214] . In some scenarios, an AS can aso obtain location information using HSS-based
solutionsin TS 29.328 [215].

For fixed networks, the P-CSCF is aware of the network provided location information through signalling with the
NASS.

519.2 User location information content

As specified in TS 24.229 [204], clause 7.2A.4.3, the network provided location information is transported in the SIP P-
Access-Network-Info header with an "np" parameter and indicates details of where the UE is currently located as
defined in TS 23.228 [214].

For trusted WLAN access, the SIP P-Access-Network-Info header includes the BSSID, and as specified in TS 23.228
[201] Annex T, a Geographical Identifier, if generated by the P-CSCF or AS based on the retrieved Access Network
Information.

For untrusted WLAN access, the SIP P-Access-Network-Info header includes the BSSID, and as specified in TS 23.228
[201] Annex V, UE loca IP address, ePDG IP Address, and the TCP source port or UDP source port used by the UE to
establish the IKEv2 tunnel with the ePDG.

For 3GPP accesses, the SIP P-Access-Network-Info header includes the SAl, TAI, RAI, CGI, ECGI, and NCGI.

NOTE: When NR is accessed by the UE via Dua Connectivity scenario (i.e. option 3a/x) specified TS 23.401 [222]
clause 4.3.23a, the user location is retrieved from EPC, i.e. NCGI is not applicable.

For other accesses, the SIP P-Access-Network-Info header includes specific user location information detailed in TS
24.229 [204], clause 7.2A.4.3.

5.1.93 User location Access charging

In the defined CDRs, the network provided location information available when the CDR is opened, for 3GPP accesses
isdirectly available in the User Location Info field and also available in the Access Network Information or Additional
Access Network Information fields. For non-3GPP accesses, the network provided location information available when
the CDR is opened, shall be available in either the Access Network |nformation or Additional Access Network
Information fields

NOTE 1: Inanode that receives two"P-Access-Network-Info" headers, in Rel-11, the operator determined which
"P-Access-Network-Info" header (i.e., network-provided or UE-provided) would be included in the
Access Network Information field. For backward compatibility, for an operator that deployed the Rel-11
capability the other "P-Access-Network-Info" header should be included in the Additional Access
Network Information field.

NOTE 2: Inanode that receives two "P-Access-Network-Info" headers for an operator first deploying this
capability in Rel-12, it is recommended that the network-provided "P-Access-Network-Info" header be
included in the Access Network Information field and a UE-provided " P-Access-Network-Info" header
be included in the Additional Access Network Information field.
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5.1.9A Charging support for IMS transit scenarios

The IM S transit network scenarios are described in the TS 23.228 [201] and may require additional functionalities
provided by the IMS Transit Functions (TF). When residing in a stand-alone entity, the IMS TF may apply offline
charging. Applicable fieldsfor the IMS TF arein table 6.3.2.1.

5.1.10 Charging support for TRF

In order to support traffic for the Roaming Architecture for VVoice over IMS with Local Breakout, IMS TF are enhanced
with additional routing functionality, both combined in a Transit and Roaming Function (TRF and defined in TS 23.228
[201]. Depending on the transit operator configuration, these functions might reside in a stand-alone entity or be
collocated with an existing IMS Network Element.

When residing in a stand-al one entity, the TRF may apply offline charging.

When collocated with an existing IMS Network Element, charging information for the TRF is combined with charging
information of the corresponding IMS Network Element. Applicable fields arein table 6.3.2.1.

5.1.11 Charging support for IMS service continuity
The charging requirements for IMS service continuity using AS and ATCF are specified in TS 23.237 [216].

Inter-UE transfer provides the capability of transferring the communication sessions with multiple media across
different UEs and is part of Service Continuity (SC) as described in TS 23.237 [216]. For inter-UE transfer shall an AS
implement the role of an SCC AS according to TS 24.337 [218].

A complete session can be transferred from one UE to another with or without establishing a collaborative session as
defined in TS 23.237 [216] and TS 24.337 [218]. The SCC ASis able to serve an inter-UE transfer request initiated by
the target UE without the establishment of a collaborative session regardless of the access technology used by either of
the involved UEs.

For a consistent representation of the various access transfers specified in TS 23.237 [216] and TS 24.337 [218] in
offline and online charging of the AS and in offline charging of the ATCF the Access Transfer Type parameter provides
information on the used access technologies, e.g. PSto CS, CSto PS, PSto PS or CSto CS. The Inter-UE Transfer
parameter indicates whether the access transfer was done between two UEs provided by the SCC ASasdefined in TS
24.337 [218]. These parameters together, show the type of access transfer in detail, and are reported together with UE
identification (i.e. Subscriber Equipment Number and/or Instance Id), Access Network Information and potentially
Additional Access Network Information and Cellular Network Information available along the session transfer
procedure.

Subsequently, the Requested Party Address parameter holds addresses related to session transfer if available: For SIP
transactions, the address of the party (Public User ID or Public Service ID) to whom the SIP transaction was originaly
posted. For PSto CS transfer, the Session Transfer Number for Single Radio Voice Call Continuity (STN-SR) as
described in TS 23.237 [216]. For CSto PS transfer, the Session Transfer Identifier for CS to PS Single Radio Voice
Call Continuity (STI-SR) as described in TS 23.237 [216].

5.1.12 IMS support of announcements

During a charging session, the CHF/OCS may utilize the Announcement service specified in TS 32.281 [41] to request
the IMS-GWF or ASto render video or audio announcements to a subscriber involved in an IMS session.

5.1.13 Charging support of UE location(s) and TimeZone(s)

As specified in TS 24.229 [204], clause 7.2A.4.3, and in RFC 7315 [406], details of the UE location and Timezone are
transported in the SIP P-Access-Network-Info header, which is conveyed in SIP signalling through IMS Nodes.
Consequently UE location and TimeZone changes are addressed under SIP P-Access-Network-Info header changes.

The SIP P-Access-Network-Info header includes either UE-provided location, either Network-Provided location, both
are subject to change independently during an IMS session. Any available UE-provided and Network-Provided
locations are received by IMS Nodes in every SIP requests and responses, and transported in two P-Access-Network-
Info headers when both are available. The charging support for Network-Provided location is described in clause 5.1.9.
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As specified in TS 24.229 [204], clause 7.2.15.3, when a User Agent (UA) supporting one or more cellular radio access
technology (e.g. E-UTRAN) isusing a non-cellular IP-CAN to accessthe IM CN subsystem, details of the radio cell
identity of the cellular radio access network on which the UE most recently camped are transported in the SIP Cellular-
Network-Info header, which is conveyed in SIP signalling through IMS Nodes.

When Charging Data Request [Start/ Interim/Stop] are triggered for SIP session-related procedures, based on principles
described in clause 5.2.1, any available SIP P-Access-Network-Info and SIP Cellular-Network-Info header(s) shall be
reported to the CDF, using Access Network Information, Additional Access Network Information and Cellular Network
Information IEs. The received |Es shall be included by the CDF:

- in Access Network Information, Additional Access Network Information and Cellular Network Information
fields of IMS CDRs, upon Charging Data Request [Start] from IMS Nodes.

- intheList of Access Network Info Change field of IMS CDRs, upon reception of Charging Data Request
[Interim, Stop] from IMS Nodes, only for SIP P-Access-Network-1nfo and SIP Cellular-Network-1nfo header(s)
identified as changed.

When Debit / Reserve Units Request [Initial/ Update/ Terminate] are triggered for SIP session-related procedures, based
on principles described in clause 5.3.1, any available SIP P-Access-Network-Info and SIP Cellular-Network-1nfo
header(s) shall be reported, using Access Network Information, Additional Access Network Information and Cellular
Network Information IEs.

As specified in clause 5.1.11, during IM S service continuity transfer procedure, the Access Network Information,
Additional Access Network Information and Cellular Network Information shall be provided by the AS and ATCF
together with transfer parameters, using Access Transfer Information |E, in offline and online charging.

5.1.14 Charging support of duration based charging

IMS Network Elements can not get the volume information from the underlying network as described in TS 24.229
[204], therefore IM S charging only supports duration based charging.

5.1.15 Charging support of duration-based charging for IMS data channel

The basic procedures related to IM S data channel are specified in TS 23.228 [201], with the signalling procedures for
IMS data channel specified in clause 4.20 of TS 24.229 [204] and clause 9 of TS 24.186 [224]. UE can establish data
channel(s) simultaneously while establishing an IM S audio/video session or upgrade an ongoing IM S audio/video
session through are-INVITE to add IMS data channel(s). The IMS data channel is kept aslong asthereisan
independent IM S audio/video SDP. The data channel is either terminated along with the release of the call or isor be
terminated by closing the data channel. The charging principle of this scenario is same as duration-based charging for
IMS audio/video session.

The information of each DC stream is available in SDP which can be used for IMS data channel charging, including the
charging for standalone IMS data channel and DC application usage. The media handling and interaction for IMS data
channel are specified in TS 26.114 [223]. The SDP can contain media description for data channel:

- "m=application” line with webrtc-datachannel.

- "a=dcmap" lines with stream ID for different types of data channels, and the stream ID values are specified in TS
26.114 [223].

- "a=3gpp-reg-app" line which contains the application identification via the "reg-app-id" parameter, and the
endpoints for the application DC via"app-dc-info" parameter, as specified in clause 6.2.13 of TS 26.114 [223].

The architecture and procedures supporting Avatar communication services are specified in Annex AC.11 of TS 23.228
[201]. The IMS AS may collect charging information for Avatar communication charging.
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5.1.16 Charging support of duration-based charging for UE-satellite-UE
communication

5.1.16.1 General

As specified in the clause 5.4.14 of TS 23.501 [200] and the Annex AE of TS 23.228 [201], the UE-satellite-UE
communication supports IM S voice/video services between two UES belonging to the same PLMN and in a non-
roaming scenario.

If UE-Satellite-UE communication in IMS is supported, the IMS-GWF (CTF) sends a charging data request to CHF
with charging information about UE-Satellite-UE communication by the trigger events. The following IMS charging
information isincluded:

- SatelliteID

5.1.16.2 Message flows for satellite change

As specified in the TS 23.228 [208], if the originating network cannot continue, P-CSCF determines IMS AGW
relocation and media routing path change due to change of satellites. Furthermore, If the P-CSCF determines that
optimized mediarouting is no longer possible e.g. due to a change of satellite, the P-CSCF executes the ground fallback
procedure as per clause AE.5.2.2 of TS 23.228 [208] to route the media via the ground.

The charging message flow of continued optimized media routing procedure, is based on Figure AE.5.2.1-1 description
with the differencesidentified in clause AE.5.2.1 of TS 23.228 [208]:

9ch-a, If the IMS ASreceived SIP re-INVITE containing the satellite ID of the target satellite in step 9 in clause
AE.5.2.1 of TS23.228 [208], the IMS AS sends the Charging Data Request [Update] may include satellite ID of
the target satellite to CHF for the UE-satellite-UE charging.

22ch-a, If theIMS ASreceived SIP 200 OK containing source satellitein step 22 in clause AE.5.2.1 of TS
23.228 [208], IMS AS sends the Charging Data Request [ Termination] may include satellite ID of the source
satellite to CHF for the UE-satellite-UE charging.

The charging message flow of ground fallback procedure is based on Figure AE.5.2.2-1 description with the differences
identified in clause AE.5.2.2 of TS 23.228 [208]:

7ch-a, If the IMS ASreceived SIP re-INVITE containing the | P address allocated in IMS AGW on ground to be
used by the terminating network and without any satellite ID in step 7 in clause AE.5.2.2 of TS 23.228 [208], the
IMS AS sends the Charging Data Request [Update] may without any satellite ID to CHF for the UE-satellite-UE
charging.

23ch-a, If theIMS ASreceived SIP 200 OK without any satellite ID in step 23 in clause AE.5.2.2 of TS
23.228[208], IMS AS sends the Charging Data Request [ Termination] without any satellite ID to CHF for the
UE-satellite-UE charging.
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5.2 IMS offline charging principles

5.2.1 Basic principles

5.2.1.0 General

The offline charging functionality is based on the IM S network nodes reporting accounting information upon reception
of various SIP methods or | SUP messages, as most of the accounting relevant information is contained in these
messages. This reporting is achieved by sending Charging Data Request [ Start, Interim, Stop and Event] from the IMS
Network Elements to the CDF or Charging Data Request [Initial, Update, Termination and Event] from the IMS
Network Elementsto the CHF.

The charging client uses Charging Data Request[ Start/Initial, Interim/Update and Stop/Termination] in procedures
related to successful SIP sessions. It uses Charging Data Request[ Event]s for unsuccessful SIP sessions and for session
unrelated procedures. Further details are specified in the tables below and in clause 5.2.2.

It is operator configurable in the nodes for which SIP method or ISUP messages a Charging Data Request is sent.
Table5.2.1.1 describes all possible Charging Data Requests that might be sent from a P-CSCF, |-CSCF, S-CSCF, IBCF,
MGCF or BGCF. A list of node specific Charging Data Requests, along with the AVPs to be included are detailed in TS
32.299 [50] or the API attributes to be included are detailed in TS 32.291 [46].

The Charging Data Requests to be sent from a MRFC are described in table 5.2.1.2 specific for reference point Rf or
5.2.1.4 specific for service based interface Nchf.

It is configurable for the operators to enable or disable the generation of a Charging Data Request message by the IMS
node in response to a particular "Triggering SIP Method /ISUP Message”.

5.21.1 Reference point Rf specifics

Table 5.2.1.1-1: Charging Data Request messages triggered by SIP methods or ISUP messages
for all IMS nodes except for MRFC and AS

Message Triggering SIP method /ISUP message
Charging Data Request |SIP 2xx acknowledging an initial SIP INVITE
[Start] SIP ACK acknowledging an initial SIP INVITE

ISUP:ANM (applicable for the MGCF)
Charging Data Request |[SIP 2xx acknowledging a SIP RE-INVITE or SIP UPDATE [e.g. change in media components,
[Interim] terminating identity change]
SIP ACK acknowledging an initial SIP INVITE or a SIP RE-INVITE
Expiration of Interim Interval
SIP 1xx provisional response, mid-dialog requests, mid-dialog responses and SIP INFO embedding RTTI
XML body (applicable for the S-CSCF and IBCF).
ISUP charging ASE (applicable for the MGCF).
SIP response (4xx, 5xx or 6xx), indicating an unsuccessful SIP RE-INVITE or SIP UPDATE
Charging Data Request [SIP BYE message (both normal and abnormal session termination cases)
[Stop] SIP 2xx acknowledging a SIP BYE message (only when last user location information of originating/
terminating party is required by operator for legal purpose)
ISUP:REL (applicable for the MGCF)
Charging Data Request |SIP 2xx acknowledging non-session related SIP messages, which are:
[Event] SIP NOTIFY
SIP MESSAGE
SIP REGISTER
SIP SUBSCRIBE
SIP PUBLISH
SIP REFER
SIP 2xx acknowledging an initial SIP INVITE (BGCF and I-CSCF only)
SIP Final/Redirection Response 3xx
SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up
SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure
SIP CANCEL, indicating abortion of a SIP session set-up
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Table 5.2.1.1-2: Charging Data Request messages triggered by SIP methods for the MRFC

Message Triggering SIP method
Charging Data Request SIP 2xx acknowledging an SIP INVITE for initiating a multimedia ad hoc conferencing session
[Start]
Charging Data Request SIP ACK acknowledging a SIP INVITE to connect an UE to the conferencing session
[Interim] SIP RE-INVITE (see Note 1)
SIP BYE (see Note 2)
Expiration of Interim Interval
Charging Data Request SIP BYE message (see Note 3)
[Stop] SIP CANCEL (see Note 3)
SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing
session (see Note 3)
NOTE 1: This trigger only applies to a user joining an ongoing conferencing session
NOTE 2: This trigger only applies to a user leaving an ongoing conferencing session
NOTE 3: This trigger only applies if this causes the ongoing conferencing session to terminate

5.2.1.2 Service based interface Nchf specific

The Charging Data Request and Charging Data Response are exchanged between the IM S nodes and the CHF using
Nchf, based on either PEC or SCUR scenarios specified in TS 32.290 [45].

The contents and purpose of each charging event that triggers interaction with CHF, as well as the chargeable events
that trigger them, are described in this clause.

The CHF address can be selected from IMS signalling as per the TS 24.229 [204] or can be configured locally.

The CHF services may be selected by local configuration. IMS nodes (except IMS-GWF) may consume offline only
charging service viaNchf interface.

The IMS nodes for which SIP method a charging Data Request is sent shall be operator configurable. The tables below
describe all possible Charging Data Requests that might be sent from IM'S nodes.

The generation of a Charging Data Reguest message by the IMS nodes in response to a particular "Triggering SIP
Method" shall be operator configurable (enable or disable).
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Table 5.2.1.2-1: Default Trigger conditions in IMS nodes (except MRFC and AS)
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Trigger Conditions Trigger Offline CHF CHF Message when
level only allowed to | allowed to "immediate reporting”
charging change enable category
default category and
category disable
SIP 2xx acknowledging - Immediate Not Not
a SIP INVITE Applicable | Applicable ) .
SIP ACK acknowledging Immediate Not Not SCUR: Chaygmg Data
a SIP INVITE Applicable | Applicable Request [Initial]
ISUP: ANM Immediate Not Not
Applicable | Applicable
SIP 2xx acknowledging - Immediate Not Not
a RE-INVITE or SIP Applicable | Applicable
UPDATE [e.g. change in
media components
terminating identity
change]
SIP ACK acknowledging - Immediate Not Not
an initial RE-INVITE or Applicable | Applicable
SIP UPDATE
SIP 1xx provisional - Immediate Not Not . .
response, mid-dialog Applicable | Applicable gguulz.sf:[huarglz:tg]Data
requests, mid-dialog q P
responses and SIP
INFO embedding RTTI
XML body
ISUP charging ASE Immediate Not Not
Applicable | Applicable
SIP response (4xx, 5xx Immediate Not Not
or 6xx), indicating an Applicable | Applicable
unsuccessful SIP RE-
INVITE or SIP UPDATE
SIP BYE message (both - Immediate Not Not
normal and abnormal Applicable | Applicable
session termination
cases)
SIP 2xx acknowledging - Immediate Not Not
a SIP BYE message Applicable | Applicable
(only when last user
location information of
originating/ terminating
party is required by SCUR: Charging Data
operator for legal Request [Termination]
purpose).
SIP Final Response - Immediate Not Not
(4xx, 5xx or 6xx), Applicable | Applicable
indicating an
unsuccessful SIP
session set-up
procedure
ISUP: REL Immediate Not Not
Applicable | Applicable
Aborting a SIP session - Immediate Not Not
set-up procedure, using Applicable | Applicable
an internal trigger, or a
SIP CANCEL
Deregistration - Immediate Not Not
Applicable | Applicable
SIP Final/Redirection - Immediate Not Not
Response 3xx Applicable | Applicable | PEC: Charging Data
SIP NOTIFY - Immediate Not Not Request [Event]
Applicable | Applicable
SIP MESSAGE - Immediate Not Not
Applicable | Applicable
SIP REGISTER - Immediate Not Not
Applicable | Applicable
SIP SUBSCRIBE - Immediate Not Not
Applicable | Applicable

ETSI




3GPP TS 32.260 version 19.1.0 Release 19 38 ETSI TS 132 260 V19.1.0 (2025-10)
SIP REFER - Immediate Not Not
Applicable | Applicable
SIP PUBLISH - Immediate Not Not
Applicable | Applicable
SIP Final Response - Immediate Not Not
(4xx, 5xx or 6xx), Applicable | Applicable
indicating an
unsuccessful session-
unrelated procedure

Table 5.2.1.2-2: Default Trigger conditions in MRFC

Trigger Conditions Trigger Offline only CHF CHF Message when
level charging allowed to allowed to "immediate reporting"
default change enable and category
category category disable
SIP INVITE for - Not Not Not SCUR: Charging Data
initiating a multimedia Applicable Applicable Applicable Request [Initial]
ad hoc conferencing
session
SIP 2xx - Immediate Not Not
acknowledging an SIP Applicable Applicable
INVITE for initiating a
multimedia ad hoc
conferencing session,
and no charging
session exists.
SIP ACK - Immediate Not Not SCUR: Charging Data
acknowledging a SIP Applicable Applicable Request [Update]
INVITE to connect an
UE to the conferencing
session
SIP RE-INVITE or SIP - Immediate Not Not
UPDATE[e.g. change Applicable Applicable
in media components]
SIP BYE(NOTE 1) - Immediate Not Not
Applicable Applicable
Expiration of Interim - Immediate Not Not
Applicable Applicable
SIP BYE message - Immediate Not Not
(both normal and Applicable Applicable
abnormal session
termination cases)
(NOTE 2)
SIP CANCEL - Immediate Not Not SCUR: Charging Data
Applicable Applicable Request [Termination]
SIP Final Response - Immediate Not Not
with error codes 4xx, Applicable Applicable
5xx or 6xx indicating
termination of an
ongoing session

NOTE 1: This trigger only applies to a user leaving an ongoing conferencing session
NOTE 2: Thistrigger only appliesif this causes the ongoing conferencing session to terminate

For offline only charging, the following details of chargeable events and corresponding actionsin the IMS nodes
(except MRFC) are defined in Table 5.2.1.2-3:

ETSI




3GPP TS 32.260 version 19.1.0 Release 19 39 ETSI TS 132 260 V19.1.0 (2025-10)

Table 5.2.1.2-3: Chargeable events and their related actions in IMS nodes (except MRFC)

Chargeable event Conditions IMS-GWF and AS action

SIP 2xx acknowledging a
SIP INVITE

Charging Data Request [Initial]

SIP ACK acknowledging a
SIP INVITE

Charging Data Request [Initial]

ISUP: ANM

Charging Data Request [Initial]

SIP 2xx acknowledging a

Charging Data Request [Update]

RE-INVITE or SIP
UPDATE [e.g. change in
media components
terminating identity
change]

SIP ACK acknowledging
an initial RE-INVITE or SIP
UPDATE

Charging Data Request [Update]

SIP 1xx provisional
response, mid-dialog
requests, mid-dialog
responses and SIP INFO
embedding RTTI XML
body

Charging Data Request [Update]

ISUP charging ASE Charging Data Request [Update]

SIP response (4xx, 5xx or
6xx), indicating an
unsuccessful SIP RE-
INVITE or SIP UPDATE

Charging Data Request [Update]

SIP BYE message (both Charging Data Request [Termination],
normal and abnormal indicating that charging session is
session termination cases) terminated

SIP 2xx acknowledging a Charging Data Request [Termination],
SIP BYE message (only indicating that charging session is
when last user location terminated

information of originating/
terminating party is
required by operator for
legal purpose).

SIP Final Response (4xx,
5xx or 6xx), indicating an

Charging Data Request [Termination],
indicating that charging session is

unsuccessful SIP session terminated

set-up procedure

ISUP: REL Charging Data Request [Termination],
indicating that charging session is
terminated

Aborting a SIP session
set-up procedure, using an
internal trigger, or a SIP

PEC: Charging Data Request [Event]

CANCEL

Deregistration PEC: Charging Data Request [Event]
SIP Final/Redirection PEC: Charging Data Request [Event]
Response 3xx

SIP NOTIFY PEC: Charging Data Request [Event]
SIP MESSAGE PEC: Charging Data Request [Event]
SIP REGISTER PEC: Charging Data Request [Event]
SIP SUBSCRIBE PEC: Charging Data Request [Event]
SIP REFER PEC: Charging Data Request [Event]
SIP PUBLISH PEC: Charging Data Request [Event]
SIP Final Response (4xx, PEC: Charging Data Request [Event]

5xx or 6xx), indicating an
unsuccessful session-
unrelated procedure

For offline only charging, the following details of chargeable events and corresponding actionsin the MRFC are
defined in Table 5.2.1.2-4:
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Table 5.2.1.2-4: Chargeable events and their related actions in MRFC

Chargeable event Conditions MRFC action

SIP 2xx acknowledging an Charging Data Request [Initial]
SIP INVITE for initiating a
multimedia ad hoc
conferencing session, and
no charging session
exists.

SIP ACK acknowledging a Charging Data Request [Update]
SIP INVITE to connect an
UE to the conferencing
session

SIP RE-INVITE or SIP Charging Data Request [Update]
UPDATEJe.g. change in
media components]

SIP BYE(NOTE 1) Charging Data Request [Update]
Expiration of Interim Charging Data Request [Update]
Interval

SIP BYE message (both Charging Data Request [Termination],

normal and abnormal indicating that charging session is

session termination cases) terminated

(NOTE 2)

SIP CANCEL Charging Data Request [Termination],
indicating that charging session is
terminated

SIP Final Response with Charging Data Request [Termination],

error codes 4xx, 5xx or indicating that charging session is

6xx indicating termination terminated

of an ongoing session

NOTE 1: This trigger only applies to a user leaving an ongoing conferencing session
NOTE 2: This trigger only applies if this causes the ongoing conferencing session to terminate

Editor’ note: The applicable triggersin the tablesis ffs.

Editor’ note: Whether the general table or individual tables for each IMS node is ffs.

5.2.2 Message flows and types

5.2.2.0 Introduction

The flows described in the present document specify the charging communications between IM S entities and the
charging functions for different charging scenarios. The SIP messages and Charging Data transactions associated with
these charging scenarios are shown primarily for general information and to illustrate the charging triggers. They are
not intended to be exhaustive of all the SIP message flows discussed in TS 24.228 [200] and they depend on the
Charging Data Requests triggers configured by the operator.

5.2.2.1 Message flows - successful cases and scenarios

5.2.2.1.1 Session establishment - mobile origination

Figure5.2.2.1.1.1 to figure 5.2.2.1.1.3 show the Charging Data transactions that are required between CSCF and CDF
during session establishment originated by a UE.

Figures5.2.2.1.1.1-5.2.2.1.1.3 below are illustrated in LBO roaming model where P-CSCF and CDF are located in
VPLMN. The same figures are applicable for deployment of voice over IMS with home routed traffic, where P-CSCF is
located in HPLMN, with the exception that the HPLMN CDF is used.
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Scenario 1: Successful session establishment
Visited Network HomeN etwork
. CDF | | y CDF
UE P-CSCF (visited) S-CSCF (home)
1. INVITE
1. INVITE

| Service Control

1. INVITE

More S P signalling

<

2.200 0K (Invite)

2.200OK (Invite)

>

Service Control

<

2,200 OK

5. Charging Data Réquest Sart]

3. Charging Data Regest] Start]

Open a P-CSCF CDR

6. . Charging Data Rg¢sponse

Opena S-CSCF CDR |

4. Charging Data Response

More S P signalling

<

>

| P Sesdon established

Figure 5.2.2.1.1.1: Message sequence chart for session establishment (mobile origination)

1. Thesessionisinitiated.

2. The destination party answers and a final response are received.

3. Upon reception of the final response, the S-CSCF sends an Charging Data Request[ Start] to record start of a user
session and start of a media component in the S-CSCF CDR.

4. The CDF acknowledges the reception of the data and opens an S-CSCF CDR.

5. Same as 3, but for P-CSCF.
6. Same as 4, but creating a P-CSCF CDR.
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Scenario 2: Successful session establishment with late SDP answer (SIP 200 OK triggering Charging
Data Request)

Figure 5.2.2.1.1.2 shows the Charging Data transactions that are required between CSCF and CDF during session
establishment originated by a UE.

Visited Network Home Network

CDF | | CDF
E P-CSCF -CSCF
U csc wisted) S-CSC (home)

1L INVITE
1. INVITE

| Service Control

L INVITE

< More S P signalling >

2.2000K (SDP offer

<

~

Service Control |

=
=

2. 200 OK (SDP offel

3. Charging D aa Request[ Start]
P 2.2000K (SDP offer)

5. Charging Data Réquest[Sart]

| Open aS-CSCF CDR

| openapcscreor |

4. . Charging Data Response
6. . Charging Data Rggponse <

7. ACK (SDPanswfr) 7. ACK (SDP ansfer)

8. Charging Data Redjuest[| nteri rrl Service Control |
7. ACK (SDP answer)
| Update the P-CSCF CDR | 10. Charging Data Request[I nterim]

\4

9. . Charging Data Rggponse

| Update the S-CSCF CDR

11. . Charging D &a Response

Figure 5.2.2.1.1.2: Message sequence chart for session establishment
(SIP 200 OK triggering Charging Data Request) - mobile origination

1. Thesessionisinitiated.

2. The destination party answers and a response are received.

w

Upon reception of the SIP 200 OK, the S-CSCF sends an Charging Data Request[ Start] to record start of a user
session and start of a media component in the S-CSCF CDR.

. The CDF acknowledges the reception of the data and opens an S-CSCF CDR.

4

5. Sameas 3, but for P-CSCF.

6. Same as 4, but creating a P-CSCF CDR.
7

.- 11.These steps are identical to steps 3. -7. of scenario 2 described in clause 5.2.2.1.3.
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Scenario 3: Successful session establishment with late SDP answer (SIP ACK triggering Charging
Data Request)

Figure 5.2.2.1.1.3 shows the Charging Data transactions that are required between CSCF and CDF during session
establishment originated by a UE.

Visited Network Home N etwork
UE P-CSCF CDF || S-CSCF CDF
(visited) (home)
L INVITE 1. INVITE

| Service Control

1. INVITE

< More SIP signalling >

| 2,200 0K (SDP offdr)

Service Control
2. 200 OK (SDP of fler)

2,200 OK (SDP offer)

3 ACK (SDPanswe) 5 A (sDP anspver)

| Service Control

3. ACK (SD P answdr)

4. Charging Data Rgquest Start]

6. Charging Data Regpest Start]

Open aP-CSCF CDR |
Opena S-CSCF CDR

5. Charging Data Regponse 7. Charging DataResjorse

Figure 5.2.2.1.1.3: Message sequence chart for session establishment
(SIP ACK triggering Charging Data Request) - mobile origination

1. Thesessionisinitiated.

2. The destination party answers and afinal response are received. If the final response includes a SDP offer only,
then the CSCF shall wait for the SIP ACK.

3. The SIP ACK including the SDP answer is received.

4. Upon reception of the SIP ACK, the P-CSCF sends an Charging Data Request[ Start] to record start of a user
session and start of a media component in the P-CSCF CDR.

5. The CDF acknowledges the reception of the data and opens an P-CSCF CDR.
6. Sameas4, but for S-CSCF.
7. Same as 5, but creating a S-CSCF CDR.
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5.2.2.1.2 Session establishment - mobile termination

Figure 5.2.2.1.2.1 shows the Charging Data transactions that are required between CSCF and CDF during a session
establishment that is terminated to a mobile. The I-CSCF is only involved in the SIP INVITE transaction.

Figure5.2.2.1.2.1 below isillustrated in LBO roaming model where P-CSCF and CDF are located in VPLMN. The
same figure is applicable for deployment of voice over IMS with home routed traffic, where P-CSCF islocated in
HPLMN, with the exception that the HPLMN CDF is used.

Visited Network Home Network
| cor ||| coF |
UE P-CSCF - S-CSCF I-CSCF
(visited) (home)
1. INVITE
Cx Query with the HSS
B 1. INVITE
Service Control
P 1. INVITE
P LINVITE |~
< More SIP signalling >
2.200 0K
2. 200 OK
3. Charging Data Reqest{ Start] 2 200K >
2.200 0K

5. Charging Data Rg juest Start]

@ Open S-CSCF CDR

4. Charging Data Response 6. Charging Data Response

< <

7. Charging Data Request[ Event]

Create |-CSCF CDR

8. Charging Data Regponse
—..

</ More SIP signalling >
\

| SIP Session established ‘

Figure 5.2.2.1.2.1: Message sequence chart for session establishment (mobile termination)

1. Thesessionisinitiated.

2. The dedtination party answers and afinal response are sent.

3. - 6. These steps are identical to the corresponding steps described in clause 5.2.2.1.1.

7. Upon reception of the SIP 200 OK, the I-CSCF sends an Charging Data Request[ Event].
8. The CDF acknowledges the data received and creates an |-CSCF CDR.
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5.2.2.1.3 Mid-session procedures

Figure 5.2.2.1.3.1 shows the Charging Data transactions that are required between CSCF and CDF when a UE generates
aSIP (RE-)INVITE or SIP UPDATE in mid-session, e.g. in order to modify media component(s), or when the hold and
resume procedure is executed.

Figures5.2.2.1.3.1-5.2.2.1.3.2 below are illustrated in LBO roaming model where P-CSCF and CDF are located in
VPLMN. The same figures are applicable for deployment of voice over IMS with home routed traffic, where P-CSCF is
located in HPLMN, with the exception that the HPLMN CDF is used.

Scenario 1: Mid-session procedures

Vidted Network Home Network

| UE P-CSCF (Vicsﬁgd) N S-CSCF (hco'?r';) |

| SIP Session ongoing

1L INVITE 1 INVITE/
UPDATE UPDATE

Service Control

1. INVITEH
UPDATE

>

< More SIPsignalling >

2. 200 OK (InviteUppdate)

Service Control

3. Charging Data Request] Interim]

2. 200 OK (Invite/Update)
|_2.200 OK (Invite/Update)

5. Charging Data Rgqueg[I nterim]

Update the P-CSCF CDR Update the S-CSCF CDR

6. Charging Data Response 4. . Charging Daa Hesponse

| S P Sesdon continues

Figure 5.2.2.1.3.1: Message sequence chart for media modification

1. Modified mediainformation is received from the subscriber.
2. The destination party acknowledges the media modification.

3. At modification of a media, the S-CSCF sends Charging Data Request[Interim] to record modification of a
media component in the S-CSCF CDR.

4. The CDF acknowledges the reception of the data and updates the S-CSCF CDR.
5. Sameas 3, but for P-CSCF.
6. Same as 4, updating the P-CSCF CDR.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 46 ETSI TS 132 260 V19.1.0 (2025-10)

Scenario 2 : Mid-session procedures with late SDP answer (SIP ACK triggering Charging Data Request)

Figure 5.2.2.1.3.2 shows the Charging Data transactions that are required between CSCF and CDF when a UE generates
aSIP (RE-)INVITE or SIP UPDATE in mid-session, e.g. in order to modify media component(s), or when the hold and
resume procedure is executed.

Visited N etwork Home Network

| UE P-CSCF (stagd) || SCSCF (Ii)[r’nz) |

| SIP Sessionongoing

L INVITE 1 INVITE
UPDATE UPDATE

Service Control

1. INVITH
UPDATE

2. 200 OK (SDP offdr)

Service Control
2.200 OK (SDP offpr)

2. 200 0K (SDP offier)
3. ACK (SDP answef)

3. ACK (SDP ansyver)

Service Control

4. Charging Data Rggue[ Interim] 3. ACK (SDP answer) >

6. Charging D ata Request[Interim]

Update the F-CSCF CDR |

) Update the S-CSCF CDR
5. Charging Data Regpornse

7. Charging Data Rgsponse

| S P Session continues

Figure 5.2.2.1.3.2: Message sequence chart for media modification (SIP ACK triggering Charging
Data Request)

1. The UE generatesa SIP RE-INVITE or SIP UPDATE in mid-session.

2. Thedestination party replies with aresponse including a SDP offer. If the final response includes a SDP offer
only, then the CSCF shall wait for the SIP ACK.

3. The SIP ACK including the SDP answer is received.

4. At modification of a media, the P-CSCF sends Charging Data Request[Interim] to record modification of a
media component in the P-CSCF CDR.

5. The CDF acknowledges the reception of the data and updates the P-CSCF CDR.
6. Sameas4, but for S-CSCF.
7. Same as 5, updating the S-CSCF CDR.
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Figures5.2.2.1.4.1 t0 5.2.2.1.4.2 show the Charging Data transactions that are required between CSCF and CDF for a

session release that isinitiated by the UE.

Figures5.2.2.1.4.1-5.2.2.1.4.2 below are illustrated in LBO roaming model where P-CSCF and CDF are located in
VPLMN. The same figures are applicable for deployment of voice over IMS with home routed traffic, where P-CSCF is

a7

Session release - mobile initiated

located in HPLMN, with the exception that the HPLMN CDF is used.

ETSI TS 132 260 V19.1.0 (2025-10)

Scenario 1: Successful session release (SIP BYE triggering Char ging Data Request)

Figure 5.2.2.1.4.1: Message sequence chart for session release (SIP BYE triggering Charging Data
Request)

1. Thesession isreleased.

2. At session termination the P-CSCF sends Charging Data Request[ Stop] to record stop of a session and stop of a
media component in the

P-CSCF CDR.

o o &~ w

Same as 2, but for S-CSCF.
Same as 3, closing the S-CSCF CDR.

The release is acknowl edged.

ETSI

Visited Network Home Network
CDF | | CDF
UE P-CSCF -
(visited) SCSCF (home)
1. BYE
1. BYE
Service Control
2. Charging Data Request[Stop] 1 BYE
Close the P-CSCF CDR |
4. Charging Data Request[ Sop]
3. Charging Data Regponse
Close the S-CSCF CDR
5. Charging Data Refponse
6. 200 OK
6. 200 OK
6. 200 OK

The CDF acknowledges the reception of the data and closes the P-CSCF CDR.
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Scenario 2: Successful session release (SIP 200 OK triggering Char ging Data Request)

3. Charging Data R%uest[smp]

| Close the P-CSCF CDR |

4. Charging Data Relponse

Visited Network Home Network
CDF | | CDF
UE P-CSCF - S-CSCF
(visited) (home)
1.BYE
Service Control
_1.BYE
1. BYE
2.200 OK
2.200 OK N

2.200 OK

| 5. Charging Data R#uest[&op]

| Close the S-CSCF CDR |

6. Charging Data Rel;ponse

Figure 5.2.2.1.4.2: Message sequence chart for session release (SIP 200 OK triggering Charging Data

1. Thesession isreleased.

Request)

2. Therelease is acknowledged.

3. At acknowledgement of SIP session termination and, if required, Rx session termination, the P-CSCF sends
Charging Data Request[ Stop] to record stop of a session and stop of a media component and information from
the acknowledgement message (e.g. user location retrieved as per Annex A.10.5 of TS 29.214[214] ) in the P-
CSCF CDR. Reported charging information must rely on the time when SIP BY E message is received and not
when the corresponding acknowledgement is received.

4. The CDF acknowledges the reception of the data and closes the P-CSCF CDR.

5. Sameas 3, but for SSCSCF.

6. Sameas 4, closing the S-CSCF CDR.
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5.2.2.15 Session-unrelated procedures

Figure 5.2.2.1.5.1 shows the Charging Data transactions that are required between CSCF and CDF for session-unrelated
IMS procedures, i.e. those that relate to the Charging Data Request [Event], aslisted intable 5.2.1.1.

Figure5.2.2.1.5.1 below isillustrated in LBO roaming model where P-CSCF and CDF are located in VPLMN. The

same figure is applicable for deployment of voice over IMS with home routed traffic, where P-CSCF islocated in
HPLMN, with the exception that the HPLMN CDF is used.

Visted Network Home Network

| CDF | | CDF
UE P-CSCF SCSCF
(visited) (homre)

1. S P Request (e g| SUBSCRIBE)

1. SIP Requedt (e.g)SUBSCRIBE)

Service Control
< More SIP sigralling >

2. SIP Response

2. S P Response

3. Charging Data Rejuest[Event]

5. Charging Data Refjjuest] Event]

Create P-CSCF CDR Create S-CSCF CDR

6. Charging Data Response 4. Charging D ata Repponse

Figure 5.2.2.1.5.1: Message sequence chart for session-unrelated procedure

1. The P-CSCF receivesa"SIP request” (e.g. SUBSCRIBE) from the subscriber.
2. The"SIP Reguest” is acknowledged by the "SIP response” as follows:
- inthe successful case, a SIP 200 OK message is returned;
- incase of failure an appropriate SIP error message is returned.
Depending on the used SIP method, there might be additional signalling between steps 1 and 2.

3. After the completion of the procedure, the SS-CSCF sends Charging Data Request[ Event] to record transaction
specific information in the S-CSCF CDR.

4. The CDF acknowledges the reception of the data and produces an S-CSCF CDR.
5. Sameas 3, but for P-CSCF.
6. Same as 4, creating a P-CSCF CDR.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 50 ETSI TS 132 260 V19.1.0 (2025-10)

5.2.2.1.6 Session establishment - PSTN initiated

Figure 5.2.2.1.6.1 shows the Charging Data transactions that are required between MGCF and CDF during session
establishment initiated from the PSTN side.

Home Network
PSTN MGCFE CDF
(home)
1. 1AM R
2. INVITE N
< More SIP/ISUP signdling >
3.200 OK (Invite)
| 4.ANM

5. Charging Data Request[Stait]

OpenaMGCF CDR |

6. Charging Data Regporse

< More SIP sigralling >

Session egtablished |

Figure 5.2.2.1.6.1: Message sequence chart for session establishment (PSTN initiated)

The session is originated from the PSTN.
The session setup istriggered in the IMS.
The destination party answers and afinal response are received.

MGCEF forwards an answer message to the PSTN.

ag c w0 NP

Upon reception of the final response, the MGCF sends an Charging Data Request[ Start] to record start of a user
session and start of a media component in the MGCF CDR.

6. The CDF acknowledges the reception of the data and opens a MGCF CDR.
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Session establishment - IMS initiated
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Figure 5.2.2.1.7.1 shows the Charging Data transactions that are required between BGCF, MGCF and CDF during
session establishment initiated from the IMS side.

Home Network
BGCF MGCF CDF PSTN
1 INVITE
1. INVITE
2. 1AM
< More SIP/ISUP signalling >

4. 200 OK (Invite)
(—

4. 200 OK (Invite)

3. ANM

A

7. Charging Data Request|

5. Charging Data Requeq

it Start]

| Open aMGCF CDR

6. Charging Data ResporLse

Event]

8. Charging Data Respong

| Create a BGCF CDR

More SIP/ISUP signallin

<

—>

Session established

Figure 5.2.2.1.7.1: Message sequence chart for session establishment (IMS initiated)

1. Thesessionisoriginated fromtheIMS.

o 0 W DN

A session towards PSTN is established.

The destination party answers and an answer message are received.

A final response message is sent to the session originator.

user session and start of a media component in the MGCF CDR.

IS

The CDF acknowledges the reception of the data and opens aMGCF CDR.

Upon reception of the answer message, the MGCF sends an Charging Data Request[ Start] to record start of a

7. Upon reception of the SIP 200 OK message, the BGCF sends an Charging Data Request[Event] to create a
BGCF CDR.

8. The CDF acknowledges the reception of the data and creates a BGCF CDR.
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5.2.2.1.8 Session release - PSTN initiated

Figure 5.2.2.1.8.1 shows the Charging Data transactions that are required between MGCF and CDF during a PSTN
initiated session release.

Home Network

MGCF CDF PSTN

Session ongoing

1. REL

<

2.BYE

A

3.RLC

A 4

4. Charging Data Requeg[Stop]

Close the MGCF CDR

5. Charging Data Responise

Figure 5.2.2.1.8.1: Message sequence chart for session release (PSTN initiated)

1. Thesession releaseisinitiated from PSTN.
Session rel ease continues within IMS.

The reception of the release message is acknowledged.

A WD

Upon reception of the release message, the MGCF sends an Charging Data Request[ Stop] to record stop of a
session in the MGCF CDR.

5. The CDF acknowledges the reception of the data and closes the MGCF CDR.
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5.2.2.1.9 Session release - IMS initiated

Figure 5.2.2.1.9.1 shows the Charging Data transactions that are required between MGCF and CDF during an IMS
initiated session release.

Home Network

MGCF CDF PSTN

Session ongoing

1. BYE

Y

2.REL

Y

3.RLC

A

4. Charging Data Request[Stg D]

Close the MGCF CDR

5. Charging Data Response

Figure 5.2.2.1.9.1: Message sequence chart for session release (IMS initiated)

1. Thesessionreleaseisinitiated from the IMS side.
A release message is sent towards PSTN.

The acknowledgement of the release message is received from PSTN.

A W D

Upon reception of the SIP BY E message the MGCF sends an Charging Data Request[ Stop] to record stop of a
session in the MGCF CDR.

5. The CDF acknowledges the reception of the data and closes the MGCF CDR.
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5.2.2.1.10 Multi-Party call

Figure 5.2.2.1.10.1 shows the establishment of an ad hoc conference (multiparty call). An AS (acting as B2BUA)
performsthird party call control with the MRFC, where the S-CSCF isin the signalling path. The AS that isin control
of the ad hoc conference is aware of the MRFC capabilities. Note that only accounting information sent from the MRFC
is shown in detail in figure 5.2.2.1.10.1. The SIP messages are for illustrative purpose only.
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UE-1 AS S-CSCF CDF MRFC UE-2 UE-3
[
1. INVITE (MPTY)
i1=' INVITE gMPTY)
Service Logic
T
2. INVITE (UE-2 SDP 2. INVITE (UE-2 SDP
3. 200 OK (UE-2SDR) 3. 200 OK (UE-2 SDP)
4. Charoino Data ReauestiStart]
Open MRFC CDR
T
5. Charaina Data Rgsponse
6. INVITE (UE-2 SQP) 6. INVITE (UE-2 SDP) .
7. 300 OK (UE-2 SDP) 7.200 OK (UE-2 SDP)
8. ACK(UE-2SDP) 8. ACK (UE-2 SDP) R
9. Cha[oino Data Reauestlinterim1
Update MRFC CDR
T
10. Charaina Data Resoonse
11. ACK (UE-2 SDE) 11. ACK (UE-2 SDP) .
12 INVITE (UE-3 §DP] 12. INVITE (UE-3 SDP) I
13,200 OK (UE-3 SDP) 13.200 OK (UE-3 SDP)
14. INVITE (UE-3 %DP) 14. INVITE (UE-3 SDP)
15. 200 OK (UE-3 SDP) 15. 200 OK (UE-3 SDP)
16. ACK (UE-3 SDP) 16. ACK (UE-3 SDP) _|
17 Charaina Data ReatiestCRIInterim]1
Update MRFC CDR
T
18. Charaina Data ﬁesoonse
19. ACK (UE-3 SDE) 19. ACK (UE-3 SDP) .
20. INVITE (UE-1 SDP) 20. INVITE (UE-1 SDP)
21, lZOO OK(UE-1 SQP) 21.200 OK (UE-1 SDP)
22.200 OK(MF’TYI!
P 23. 200 OK (MPTY) |
24. ACK (UE-1 SDB) 24. ACK (UE-1 SDP) ;
‘ 25. Chgroino Data Reauestlinteriml
27. ACK (MPTY) | Update MRFC CDR
| 26 Charaina Data Bncmncn
28 ACK (MPTY) |

Figure 5.2.2.1.10.1: Message sequence chart for Multi-Party call establishment in MRFC
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1. Sessionsexist between UE-1 and UE-2, and between UE-1 and UE-3. A request is received from UE-1for
putting all parties together to a multi-party call.

2. - 3. Reguest and acknowledgement to initiate multi-party call. MRFC assigns a conference-1D that is used by the
AS in subsequent interactions with the MRFC in SIP INVITE messages connecting other endpoints (see TS
23.228[201]). Path establishment between AS and MRFC for UE-2.

4. At start of session establishment the MRFC sends an Charging Data Request[ Start] to record start of multi-party
call inthe MRFC CDR

5. The CDF acknowledges the reception of the data and creates the MRFC CDR. 'Calling Party Address,, 'Service
Request Time Stamp', 'Service ID' (holding the conference-ID) etc. are included in the MRFC CDR

6 - 7. Path establishment between UE-2 and AS. Same ICID is used as for the path between AS and MRFC for UE-
2 (step 2. - 3).

8 Acknowledgement of path between AS and MRFC for UE-2.

9. The MRFC may send an Charging Data Request[Interim] to report that UE-2 has been connected to the multi-
party call.

10. The CDF acknowledges the reception of the data and includes UE-2 in the field 'Application Provided Called
Parties' of the MRFC CDR.

11. Acknowledgement of path between AS and UE-2. Now a path between UE-2 and MRFP via ASiis established.
12-13.  Request and acknowledgement to establish path between AS and MRFC for UE-3.

14. -15. Path establishment between UE-3 and AS. Same ICID is used as for the path between AS and MRFC for
UE-3 (step 12. - 13.).

16. Acknowledgement of path between AS and MRFC for UE-3.

17. The MRFC may send an Charging Data Reguest[Interim] to report that UE-3 has been connected to the multi-
party call.

18. The CDF acknowledges the reception of the data and includes UE-3 in anew field ‘Application Provided Called
Parties' of the MRFC CDR.

19. Acknowledgement of path between AS and UE-3.

20-21. Reqguest and acknowledgement to establish path between AS and MRFC for UE-1. Same ICID isused as
for the path between UE-1 and AS (step 1.).

22 - 23. Reqguest for multi-party conference with UE-2 and UE-3 is acknowledged to UE 1. Implicit
acknowledgement of path UE-1to AS.

24. Acknowledgement of path between AS and MRFC for UE-1.

25. The MRFC may send an Charging Data Request[Interim] to report that UE-1 has been connected to the Multi-
Party call.

26. The CDF acknowledges the reception of the data and includes the field 'Service Delivery Start Time Stamp' into
the MRFC CDR.

27. - 28. UE-1 acknowledges the multi-party call session establishment.

NOTE: Itisintheresponsibility of the ASto terminate the sessions existing at the beginning of the multi-party
call establishment between UE-1 and UE-2 and between UE-1 and UE-3 (see step 1.) in case of
successful multi-party call establishment. Thisis not shown in the diagram above.
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5.2.2.1.11 AS related procedures - AS acting as a redirect server

ASs may support a multitude of services which are not specified in 3GPP standards. Therefore it is not possible to
standardise charging flows and procedures for those services. However, for all such services, the AS may apply either
Event Charging, where Charging Data Request [Event] messages are generated, or Session Charging, using Charging
Data Request [Start, Stop and Interim]. The following clauses depict one example for each of the two scenarios. The
first procedure, AS acting as a redirect server, depictsthe "event" case, while the second procedure, AS acting as a
Voice Mail Server, depictsthe "session" case.

Figure 5.2.2.1.11.1 shows the case where an AS acts as aredirect server. In the figure below, UE-1 sets up asession
towards UE-2 but due to Call Forwarding functionality located in the AS, a new number (to UE-3) isreturned to UE-1.
Finally UE-1 sets up the session towards UE-3.

Originating UE-1 Terminating UE-2 Home Network Terminating UE-3
home network home network
| cor || |
AS

SCCF (home)
1. INVITE

| Service cortrol

L INVITE

A pplication performs
number translaion

2.302 MOVED TEMPORARILY

3. ACK

_ 6.302MOVED TEMPORARILY 4. Char ging Data Request Bvent]

7.ACK Creadean ASCDR

5. Charging Data Responss

8. INVITE

Setting up sesson towards UE-3

Figure 5.2.2.1.11.1: Message sequence chart for AS acting as a redirect server

1. Sessionsinitiated by UE-1 towards UE-2.
2. - 3. Response indicating that session should be redirected towards another number (UE-3).

4. After successful service execution, the AS sends Charging Data Request[Event] to record service specific
information in the AS CDR.

5. The CDF acknowledges the reception of the data and creates the AS CDR.
6-7. Responseindicating that session should be redirected towards another number (UE-3).

8. Sessionisinitiated by UE-1 towards UE-3.
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5.2.2.1.12 AS related procedures - AS acting as a voice mail server

Figure 5.2.2.1.12.1 shows the case where an AS acts as a voice mail server. S-CSCF invokes the AS acting as Voice
Mail Server according to procedure as defined in TS 23.218 [203].

AS (Voice CDF |

S CCF Mail)
[ [ I
SIP sgndling
1. Invite

I

V oice mail service invoked.

2.200 OK (Invite)

<

3. Charging Data Request|[$tart]

>

OpenanAS CDR

4, Charging Data Resporss

Voice mail sesgon (playing announcements, ec.)... When voice mail ends, tearing down session

5.BYE

6. Charging Data Request[Htop]

>

Clothe ASCDR

7. Charging Data Regponsg

<

Figure 5.2.2.1.12.1: Message sequence chart for AS acting as a mail server

1. ASreceivesthe SIP INVITE from the S-CSCF.

AS acknowledges the initiated Voice Mail session by issuing a SIP 200 OK in response to the SIP INVITE.
AS sends Charging Data Request[ Start] to record start of a voice mail session.

The CDF acknowledges the reception of the Charging Data Request[ Start] and opens an AS CDR.

Voice mail session release isinitiated.

© o &~ W DN

Upon reception of release message AS sends an Charging Data Request[ Stop] to record stop of a session in the
AS CDR.

7. The CDF acknowledges the reception of the data and closes the AS CDR.
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5.2.2.1.13 AS Related Procedures - AS Acting as a SCC AS

5.2.2.1.13.0 Introduction

Service continuity using SCC AS call flows with alternative "OneChargingSession” option reflected in the different
flows description, i.e. asingle charging session from SCC AS.

5.2.2.1.13.1 UE originating call (PS only or CS only)

In the flow figure 5.2.2.1.13.1.1, Call-ID #1 isfor access leg and Call-ID #2 isfor remote leg.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 60 ETSI TS 132 260 V19.1.0 (2025-10)

Originating UE#1 home network
A

UE #1 CS/IMS S-CSCF SCC AS CDF UE #2

Intermediate nodsg

wn

1. Invite (CaHID #1) /
CS Call Setup

2. Invite (CaHID #1) —0pf

3. Call Control
Service triggerin:

I 4 Invite (CalID #1) —pf

5. Anchoring
Decision

l@~ 6. Invite (CaHID #2)

7. Invite (CaHID #2)

8.200 OK

9. Charging Data
Request [Start]

10. Open S CSCF CDR for the
Remote Leg (CallID #2)

11. Charging Data
Response

12.2000K t0 6, — & .
13. Charging Data

— Request [Start]

14. Open SCC AS CDR for the
Remote Leg (CallID #2)
Or 14a. For the session when OneCDR
15Charging Data
<3 Response—————-

ke  16.2000Kto4. —

|_17. Charging Data Skipped when OneCDR
— Request[Start] — Ee

18. Opep SCC AS CDR for the
Access Leg (CallID #1)

19. Charging
Data Response |

K3

20. Charging Data——o—ow—F
Request[Start]

21. Open S CSCF CDR for the
Access Leg (CallID #1)

22. Charging
Data Response

| — 3.
24.200 OK / 3. 2000k

A

CS Call Connect

Figure 5.2.2.1.13.1.1: Message sequence chart UE originating call

1. The SCC session isinitiated (an SIP INVITE for IMS, acall setup for CS).
2. After processing at CS/PS intermediate nodes, the resulting SIP INVITE is sent to the S-CSCF
3. The S-CSCF validates the service profile, and invokes any appropriate service logic required for this user.

4. The S-CSCF forwards the SIP INVITE request message to the SCC AS, according to the service origination logic
defined by initial Filter Criteria (iFC) in the subscriber profile of the HSS.

5. The SCC call isanchored at the SCC ASin the home IMS Domain upon reception of the SIP Invite (Call-ID# 1).
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6-7. The S-CSCF forwards the SIP INVITE request message to the terminating network (Call-ID #2).
8. The response SIP 200 OK istransmitted to the S-CSCF in the Originating network.

9. Upon reception of the final response, the S-CSCF in the originating network sends an Charging Data
Request[ Start] to record SCC call routing and start of a user session/media component in the S-CSCF CDR.

10-11. The CDF from the Originating network opens a S-CSCF CDR related to the Remote leg and acknowledges
the reception of the data.

12. Same as 8 but for SCC AS (Remote leg)
13. Same as 9 but for the SCC AS (Remote leg)
14-15. Same as 10-11 but opening a SCC AS CDR related to the Remote leg

13-14a-15. Alternatively, when " OneChargingSession”, the SCC AS sends an Charging Data Request[ Start] to
record SCC call routing and start of a user session/media componentsin the SCC AS CDR for the IMS session
(ICID) with access leg and remote leg. The CDF opens a SCC AS CDR related to the IMS session, and
acknowledges the reception of the data.

16. Same as 8 but for SSCSCF AS (Access leg)
17. Same as 9 but for the SCC AS (Accessleg) .
18-19. Same as 10-11 but opening a SCC AS CDR (Access leg).
Steps 17 to 19 are not applicable for the "OneChargingSession™ option.
20. Same as 9 but for the S-CSCF (Access leg)
21-22. Same as 10-11 but opening a S-CSCF CDR (Access leg)
23. Thefinal response to SIP Invite (Call ID #1) is transmitted.
24. The session is set up with CS or PS media.

For IMS Emergency session over PS, the same flow applies in the UE serving Network, between the E-CSCF (instead
of S-CSCF) and the EATF (Emergency Access Transfer Function, instead of SCC AS), with E-CSCF and EATF CDRs
opened for access and remote legs.

EATF (acting asaB2BUA) performs third party call control and is considered as an AS for the charging description.

5.2.2.1.13.2 UE originating call (PS and CS combined origination)

Inthe flow figure 5.2.2.1.13.2.1, Call-ID #1 isfor PS access leg, Call-ID #1' for CS access leg and Call-1D #2 for
remote leg.
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Originating UE#1 home network

/\
- I

——lb#l | ICS/Interworkirlg S CSCF SCC AS CDF UE #2

nodes
1. Invite (non speech with STI —_
Call-ID #1) -
2. Service
Logic
- 3. Invite (non —
speech with STI )
4. Initiate call setup with CB
Bearer (STN)
5. Invite (speech, STN >
Cal-ID #1')
6. Service
Logic
— 7. Invite (speech, —p
STN)
8. Combine and
anchor the call
l— 9. Invite
10. Invite >
< 11. 200 OK
12. Charging Data
R
Request] Start]
13. Open S CSCF CDR for the
Remote Leg (Call-ID #2)
14. Charging Data
—
Response
- 15.200 0K 09. —p|
16. Charging Data
r Request[Start]
17. Open SCC AS CDR for the
Remote Leg (Call-ID #2)
Or 17a. for the session if OneChargsess
l€— 18. Charging-Data
Response
l— 19.200 0K to 3. —d
H SKipped when
20 Charging Data OneGhargingsession!
Request| Start]
21. Open SCC AS CDR for the
access Leg PS (Call-ID #1)
l— 22. Chargiag—,
TData Respon:
23. Charging Data
Request [Start]
24. Open S CSCF CDR for the
access Leg PS (Call-ID #1)
2.
| ¢—————  Charging
Data
Response
le——  26.2000Kt07. —]
Skipped wh
| 27 Charging Data g
Request [Start]
28. Open SCC AS CDR for the
access leg CS (Call-ID #1')
— 29. Charging-Ra
Response
30. Charging Data |
Request [Start] e
31.Open S CSCF CDR for the
access leg CS (Call-ID #1')
< 32. Char; Dat
Response
< 33.200 OK
35. Complete call setup with (S 34,200 OK
Bearer
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Figure 5.2.2.1.13.2.1: Message sequence chart UE originating call

1. UE-1 wantsto initiate a multimedia session with UE-2 with speech components carried on CS bearers and non-
speech components carried on PS bearers. Therefore the multimedia session is split into two parts, each one
corresponding to a separate access leg. UE-1 initiates the establishment of the first accessleg by sending an SIP
INVITE request with non-speech media components. The SIP INVITE contains STI information indicating that
a second access leg (with the speech component) will be originated from the CS domain.

2. The S-CSCF executes any service logic as appropriate.

3. The S-CSCF sends the SIP INVITE to the SCC AS. The SCC ASidentifies that this access leg hasto be
correlated to a subseguent access leg based on the STI informationin the SIP INVITE.

4. UE-1 request to set up call with CS bearer. The called party number is set to an identifier such asa PS| DN,
which is used to indicate to the SCC AS that this access leg is to be combined with a PS leg.
The DN is either statically configured on the UE or assigned to the UE by the network upon IM S Registration.

5. After processing at | CS/Interworking nodes, the resulting SIP INVITE is sent to the S-CSCF.
6. The S-CSCF executes any service logic as appropriate.

7. The S-CSCF sendsthe SIP INVITE to the SCC AS. The SCC AS identifies that this CS leg hasto be correlated to
aPSleg based ontheiFCinthe SIPINVITE.

8. After the SCC AS receives both the SIP INVITE requestsin step 3 and in step 7, the SCC AS identifies that they
are part of the same multimedia session and combines the two access legs of the session by checking the caller's
identity and anchor the combined session.

9-10. The SCC AS sends SIP INVITE to the remote end point for combined session establishment.
11. The SIP 200 OK response is transmitted to the S-CSCF in the Originating network.

12. Upon reception of the final response, the S-CSCF in the originating network sends an Charging Data
Request[ Start] to record SCC call routing and start of a user session/media component in the S-CSCF CDR.

13-14. The CDF from the Originating network opens an S-CSCF CDR related to the Remote leg and acknowledges
the reception of the data.

15. Same as 11 but for SCC AS (Remote leg)
16. Same as 12 but for the SCC AS (Remote leg)
17-18. Same as 13-14 but opening a SCC AS CDR related to the Remote leg

16-17a-18 Alternatively, when "OneChargingSession”, the SCC AS sends an Charging Data Request[ Start] to
record start of the SCC AS CDR for the IMS session (ICID) with the CS access leg, PS access leg and the
Remote leg. The CDF opens a SCC AS CDR related to the IMS session, and acknowledges the reception of the
data.

19. Same as 11 but for S-CSCF (Access leg)

20. Same as 12 but for the SCC AS (Access leg)

21-22. Same as 13-14 but opening a SCC AS CDR for the PS access | eg.
Steps 20 to 22 are not applicable for the " OneChargingSession” option.

23. Same as 12 but for the S-CSCF (Access leg)

24-25. Same as 13-14 but opening a S-CSCF CDR for the PS access leg.

26. Same as 11 but for SSCSCF AS (Access |l eg).

27. Same as 12 but for the SCC AS (Accessleg).

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 64 ETSI TS 132 260 V19.1.0 (2025-10)

28-29. Same as 13-14 but opening a SCC AS CDR for the CS access leg.
Steps 27 to 29 are not applicable for the "OneChargingSession™ option.

29. Same as 12 but for the S-CSCF (Access |eg)

30-31. Same as 13-14 but opening a S-CSCF CDR for the CS access leg.

32. Thefinal SIP 200 OK responseis sent to the UE #1

33. The SIP 200 OK responseis sent to the I CS intermediate nodes.

34. The completion of the CS call bearer is done.

5.2.2.1.13.3 UE terminating call (PS only or CS only)
In the flow figure 5.2.2.1.13.3.1, Call-ID #1 isfor PS access leg and Call-1D #2 for remote leg.
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Figure 5.2.2.1.13.3.1: Message sequence chart UE terminating call

1. The SCC session isinitiated by UE #2 sending an SIP INVITE to S-CSCF.

2. The S-CSCF validates the service profile, and invokes any appropriate service logic required for this user.

3. The S-CSCF forwards the SIP INVITE request message to the SCC AS, according to the service origination logic
defined by initial Filter Criteria (iFC) in the subscriber profile of the HSS.

4. The SCC call isanchored at the SCC AS in the home IMS Domain upon reception of the SIP INVITE (Call ID

#2).
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5-6-7. The S-CSCF forwards the SIP INVITE request message to the terminating network (Call ID #1). After
processing at CS/PS intermediate nodes, the resulting message is sent to UE #1.
8. The response SIP 200 OK istransmitted to CS/PS intermediate nodes.
9. After processing at CS/PS intermediate nodes, the SIP 200 OK message is sent to S-CSCF.

10. Upon reception of the final response, the S-CSCF in the originating network sends an Charging Data
Request[ Start] to record SCC call routing and start of a user session/media component in the S-CSCF CDR.

11-12. The CDF from the Originating network opens an S-CSCF CDR related to the Access leg and acknowledges
the reception of the data.

13. Same as 9 but for SCC AS (Access leg)
14. Same as 10 but for the SCC AS (Access leg)
15-16. Same as 11-12 but opening a SCC AS CDR related to the Accessleg

14-15a-16. Alternatively, when " OneChargingSession”, the SCC AS sends an Charging Data Request[ Start] to
record SCC call routing and start of a user session/media componentsin the SCC AS CDR for the IMS session
(ICID) with access leg and remote leg. The CDF opensa SCC AS CDR related to the IMS session and
acknowledges the reception of the data.

17. Same as 9 but for SCC AS (Remote leg)
18. Same as 10 but for the SCC AS (Remote leg) .
19-20. Same as 11-12 but opening a SCC AS CDR (Remote leg).
Steps 18 to 20 are not applicable for the "OneChargingSession™ option.
21. Same as 10 but for the S-CSCF (Remote leg)
22-23. Same as 11-12 but opening a S-CSCF CDR (Remote leg)
24. Thefinal responseto SIP INVITE (Call ID #2) is transmitted.

5.2.2.1.13.4 UE terminating call (PS and CS combined origination)

Inthe flow figure 5.2.2.1.13.4.1, Call-ID #1 isfor PS access leg, Call-ID #1' for CS access leg and Call-1D #2 for
remote leg.
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Figure 5.2.2.1.13.4.1: Message sequence chart UE terminating call

1. UE-2 sends SIP INVITE to UE-1 to establish a session with both speech and non-speech components.
2. The S-CSCF executes any service logic as appropriate.

3. The S-CSCF sends the SIP INVITE to the SCC AS. The SCC AS identifies that this access leg has to be
correlated to a subsequent access leg based on the ST information in the SIP INVITE.

4. The session is anchored at the SCC AS. Based on operator policy and on information indicating that UE-1 is
accessible over both the PS and CS domains, the SCC AS decides to split the session over PS and CS domains.
This behaviour is similar to the behaviour of a CSl AS specified in TS 23.279.

5-6. The SCC AS sends SIP INVITE for the non-speech part of the session. The SIP INVITE contains ST
information indicating that the speech component will be established from the CS domain.

7-8. The SCC AS sends SIP INVITE for the speech part of the session and the S-CSCF forwards the SIP INVITE to
the ICY/Interworking nodes.

9. The ICS/Interworking nodes set up call to UE-1 with CS bearer.
10-18. A 200 OK response is sent to the S-CSCF. The speech and non-speech part of the session is established.

11. Upon reception of the response, the S-CSCF in the originating network sends an Charging Data Request Start]
to record SCC call routing and start of a user session/media component in the S-CSCF CDR.

12-13. The CDF from the Originating network opens an S-CSCF CDR related to the PS Access leg and
acknowledges the reception of the data.

14. Same as 10 but for SCC AS (Access leg)
15. Same as 11 but for the SCC AS (Access leg)
16-17. Same as 12-13 but opening a SCC AS CDR related to the PS Access | eg.

15-16a-17. Alternatively, when "OneChargingSession", the SCC AS sends an Charging Data Request[ Start] to
record start of the SCC AS CDR for the IMS session (ICID) with the PS access leg and the Remote leg. The
CDF opensthe SCC AS CDR related to the IMS session and acknowledges the reception of the data.

19. Upon reception of the response, the S-CSCF in the originating network sends an Charging Data Request Start]
to record SCC call routing and start of a user session/media component in the S-CSCF CDR.

20-21. The CDF from the Originating network opens an S-CSCF CDR related to the CS Access leg and
acknowledges the reception of the data.

22. Same as 10 but for SCC AS (Access leg)
23. Same as 11 but for the SCC AS (Access leg)
24-25. Same as 12-13 but opening a SCC AS CDR related to the CS Access | eg.

23-24a-25. Alternatively, when "OneChargingSession", the SCC AS sends an Charging Data Request[Interim] to
record modification of the SCC AS CDR for the IMS session (ICID) with the CS access leg. The CDF updates
the SCC AS CDR related to the IM S session and acknowledges the reception of the data.

26. Same as 10 but for S-CSCF (Remote leg)

27. Same as 11 but for the SCC AS (Remote leg)

28-29. Same as 12-13 but opening a SCC AS CDR for the Remote leg.
Steps 27 to 29 are not applicable for the "OneChargingSession™ option.

30. Same as 11 but for the S-CSCF (Remote leg)

31-32. Same as 12-13 but opening a S-CSCF CDR for the Remote leg.
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33. The SIP 200 OK responseis sent to the UE #2.

5.2.2.1.135 Session transfer from PS to CS

Inthe flow figure 5.2.2.1.13.5.1, Call-ID #1 isfor PS access leg, Call-ID #1' for CS access leg and Call-1D #2 for
remote leg.
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Figure 5.2.2.1.13.5.1: Message sequence chart UE domain transfer PS access to CS access

The user is engaged in an active multimedia session with UE-2 via PS access.

1-2. UE-1 originates a multimedia call in the CS domain including the STN information to request the real time
media transfer to CS access.
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3. The ICS intermediate Nodes convert the request into IMS SIP format and then forward the converted request to
the S-CSCF.

4. The S-CSCF invokes the SCC Application asthe first AS of any ASsthat need to remain in the path of the call
after session transfer.

5. The S-CSCF forwards the SIP INVITE to the SCC Application over the ISC interface.

6 The SCC AS analysesthe SIP INVITE to derive that the SIP INVITE isarequest to transfer a multimedia session
with video and voice media components to the PS domain.

7-9. The SCC AS sends a SIP RE-INVITE to the Remote UE to update the media components of the previous
dialog. Remote UE answers by a SIP 200 OK message.

10-12. At Remote Leg update the S-CSCF in the originating network sends Charging Data Request[Interim] to
record update of a session in the S-CSCF CDR.

13. The S-CSCF answersto the SIP INVITE messagein 7.

14-16. At Remote Leg update the SCC AS sends Charging Data Request[Interim] to record update of asessionin
the SCC ASCDR.

14-15a-16. Alternatively, when "OneChargingSession", the SCC AS sends an Charging Data Request[Interim] to
record modification of SCC AS CDR for the IMS session (ICID) with the new legs configuration (Remote leg
and new CS access leg). The CDF updates the SCC AS CDR related to the IMS session and acknowledges the
reception of the data.

17. The SCC AS answersto the SIP INVITE message in 5.18-20. Upon generation of the SIP 200 OK response, the
SCC ASinthe home IMS of the originating SCC user sends an Charging Data Request[ Start] to record start of a
user session in the SCC AS-CDR for Call-ID #1'. The CDF from the originating network opensan AS CDR and
acknowledges the reception of the data.

Steps 18 to 20 are not applicable for the "OneChargingSession” option.

21-23. Upon generation of the SIP 200 OK response, the S-CSCF in the home IM S of the originating SCC user
sends an Charging Data Request[ Start] to record start of a user session in the S-CSCF-CDR for Call-ID #1'. The
CDF from the originating network opens an S-CSCF CDR and acknowledges the reception of the data.

24. The SIP 200 OK responseis sent by the S-CSCF.

25. The SIP 200 OK response is converted by the | CS/Interworking nodes in CS format.
26-28. The UE #1 acknowledges by sending an ACK message to the SCC AS.

29-31. The SCC Application sends BY E request to release the old access leg.

32-34. At session termination the SCC AS sends Charging Data Request[ Stop] to record stop of a session and stop
of amedia component in the SCC AS CDR. This CDR may be generated with special handling. One example of
specia handling isto zero rate the IMS resource usage for the Access leg establishment.

Steps 32 to 34 are not applicable for the " OneChargingSession” option.

35-37. The S-CSCF in the originating network sends Charging Data Request[Stop] for closing the S-CSCF CDR
related to the initial Accessleg. This CDR may be generated with special handling. One example of specia
handling isto zero rate the IMS resource usage for Access leg establishment. This can be performed using the
correlation mechanism with the SCC AS CDR for Access leg.

38-40. The UE-1 acknowledges the release of old access leg.

5.2.2.1.13.6 Session transfer from CS to PS

Inthe flow figure 5.2.2.1.13.6.1, Call-ID #1 isfor PS access leg, Call-ID #1' for CS access leg and Call-1D #2 for
remote leg.
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Figure 5.2.2.1.13.6.1: Message sequence chart UE domain transfer CS access to PS access

The user is engaged in an active multimedia session with UE-2 via CS access.
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1. UE-1 originates a cal in the PS domain including the STI to request the multimedia session transfer to PS access
in conjunction with CS access.
2. The session establishment request is routed to the S-CSCF by the P-CSCF.

3. The S-CSCF invokes the SCC Application asthe first AS of any ASsthat need to remain in the path of the call
after session transfer.

4. The S-CSCF forwards the SIP INVITE to the SCC Application over the ISC interface.

5. The SCC Application analyses the SIP INVITE to derive that the SIP INVITE is areguest to transfer a
multimedia session with video and voice media components to the PS domain.

6-8. The SCC AS sends a SIP RE-INVITE to the Remote UE to update the media components of the previous
dialog. Remote UE answers by a SIP 200 OK message.

9-11. At Access Leg update the S-CSCF in the originating network sends Charging Data Request[Interim] to record
update of a session in the S-CSCF CDR.

12. The S-CSCF answersto the SIP INVITE message in 6.

13-15. At Access Leg update the SCC AS sends Charging Data Request[Interim] to record update of a sessionin the
SCC ASCDR.

13-14a-15. Alternatively, when "OneChargingSession”, the SCC AS sends an Charging Data Request[Interim] to
record modification of SCC AS CDR for the IMS session (ICID) with the new legs configuration (Remote leg
and new PS access leg). The CDF updates the SCC AS CDR related to the IMS session and acknowledges the
reception of the data.

16. The SCC AS answersto the SIP INVITE message in 4.

17-19. Upon generation of the final response, the SCC ASin the home IMS of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the SCC AS-CDR. The CDF from the
originating network opens an AS CDR and acknowledges the reception of the data.

Steps 17 to 19 are not applicable for the " OneChargingSession” option.

20-22. Upon generation of the final response, the S-CSCF in the home IMS of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the S-CSCF-CDR. The CDF from the
originating network opens an S-CSCF CDR and acknowledges the reception of the data.

23. The S-CSCF answersto the SIP INVITE messagein 2.
24-25. The SIP 200 OK is acknowledged.

26-28. The SCC Application sends BY E request to release the old access leg. 29-31 The SCC AS sends Charging
Data Request[ Stop] for closing the SCC AS CDR related to the original Access leg. The CDF updates the SCC
AS CDR related to the IMS session and acknowledges the reception of the data

Steps 29 to 31 are not applicable for the " OneChargingSession” option.

32-34. The S-CSCF sends Charging Data Request[ Stop] for closing the S-CSCF CDR related to the original Access
leg. This CDR may be generated with special handling. One example of special handling isto zero ratethe IMS
resource usage for Access leg establishment. This can be performed using the correlation mechanism with the
SCC AS CDR for Access leg.

35-37. The UE-1 acknowledges the release of old access leg.

5.2.2.1.13.7 Session transfer from PS to (CS+PS)

Inthe flow figure 5.2.2.1.13.7.1, Call-ID #1 isfor PS2 access leg, Call-ID #1' for PS1 access leg, Call-1D #1" for CS
access leg and Call-ID #2 for remote leg.
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Figure 5.2.2.1.13.7.1: Message sequence chart UE domain transfer PS2 access to PS1 and CS
access.

1-2. UE-1 originates a call in the PS1 domain including the ST1 to request the multimedia session transfer to PS1
access in conjunction with CS access.

3. The session establishment request is routed to the S-CSCF by the P-CSCF.

4. The S-CSCF invokes the SCC Application asthe first AS of any ASsthat need to remain in the path of the call
after session transfer.

5. The S-CSCF forwards the SIP INVITE to the SCC Application over the ISC interface.
6. The SCC Application analyses the STI and decides to wait for the session transfer request in CS access.
7. UE-1 originsa CScall including STN to indicate to the network that thisis a session transfer request.

8. The ICS intermediate Nodes convert the request into IMS SIP format and then forward the converted request to
the S-CSCF.

9. The S-CSCF forwards the SIP INVITE to the SCC Application over the ISC interface.
10. The SCC Application correlates the two requests and decides to update the remote leg.

11-13. The SCC AS sends a SIP RE-INVITE to the Remote UE to modify the media components of the existing
dialog identified in the REFER request.
The SIP RE-INVITE proposes new SDP parameters based on the parameters received from UE-2 in step 6.
When the Remote UE receives the new media parameters, it returns an answer and starts the
reception/transmission of these media components.

14-16. At Access Leg update the S-CSCF in the originating network sends Charging Data Request[Interim] to
record update of a session in the S-CSCF CDR.

17. The S-CSCF answersto the SIP INVITE messagein 11.

18-20. At Access Leg update the SCC AS sends Charging Data Request[Interim] to record update of a session in the
SCC ASCDR

18-19a-20. Alternatively, when "OneChargingSession”, the SCC AS sends an Charging Data Request[Interim] to
record modification of SCC AS CDR for the IMS session (ICID) with the new PS access leg, new CS access leg
and Remote leg.
The CDF updates the SCC AS CDR related to the IM S session and acknowledges the reception of the data.

21. The S-CSCF answersto the SIP INVITE messagein 5.

22-24. Upon generation of the final response, the SCC ASin the home IMS of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the SCC AS-CDR for Call-ID #1'.
The CDF from the originating network opens an AS CDR and acknowledges the reception of the data.

Steps 22 to 24 are not applicable for the "OneChargingSession” option.

25-27. Upon generation of the final response, the S-CSCF in the home IM S of the originating SCC user sends an
Charging Data Request[ Start] to record start of auser session in the S-CSCF-CDR for Call-ID #1'. The CDF
from the originating network opens an S-CSCF CDR and acknowledges the reception of the data.

28-29. The S-CSCF accepts session continuity message from the Remote UE by sending a SIP 200 OK response
(for the PS1 INVITE message).

30-32. UE-1 sendsan ACK response to the SCC AS.
33. The S-CSCF answersto the SIP INVITE messagein 9.
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34-36. Upon generation of the final response, the SCC ASin the home IMS of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the SCC AS-CDR for Call-ID #1". The CDF
from the originating network opens an AS CDR and acknowledges the reception of the data.

Steps 34 to 36 are not applicable for the "OneChargingSession” option.

37-39. Upon generation of the final response, the S-CSCF in the home IM S of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the S-CSCF-CDR for Call-ID #1". The CDF
from the originating network opens an S-CSCF CDR and acknowledges the reception of the data.

40-41. The S-CSCF accepts session continuity message from the Remote UE by sending a SIP 200 OK response
(for the CSINVITE message).

42-44. UE-1 sends an ACK response to the S-CSCF.
45. Once acknowledgment has been received for the both leg, the ACK message is sent to the remote UE.
46-48. The SCC Application initiates to release the old access leg.

49-51. The SCC AS sends Charging Data Request[ Stop] for closing the SCC AS CDR related to the original Access
leg. The CDF updates the SCC AS CDR related to the IM S session and acknowledges the reception of the data.

Steps 49 to 51 are not applicable for the " OneChargingSession” option.

52-54. The S-CSCF sends Charging Data Request[ Stop] for closing the SSCSCF CDR related to the original Access
leg. This CDR may be generated with special handling. One example of special handling isto zero ratethe IMS
resource usage for Access leg establishment. This can be performed using the correlation mechanism with the
SCC AS CDR for Access leg.

55-56. The UE answers by a SIP 200 OK message to the S-CSCF.
57. The S-CSCF sends a SIP 200 OK message to the SCC AS the releasing of the old access leg.

5.2.2.1.13.8 Session transfer from (CS+PS) to PS

In the flow figure 5.2.2.1.13.8.1, Call-ID #1 isfor PS2 access leg, Call-ID #1' for CS access leg, Call-ID #1" for PS1
access leg and Call-1D #2 for remote leg.
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Figure 5.2.2.1.13.8.1: Message sequence chart UE domain transfer PS2 access and CS access to
PS1 access

1-2. UE-1 originates a call in the PS1 domain including the ST1 to request the multimedia session transfer to PS1
access.

3. The session establishment request is routed to the S-CSCF by the P-CSCF.

4. The S-CSCF invokes the SCC Application asthe first AS of any ASsthat need to remain in the path of the call
after session transfer.

5. The S-CSCF forwards the SIP INVITE to the SCC Application over the ISC interface.

6. The SCC Application analyses the ST and decides to update the Remote leg.
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7-9. The SCC AS sends a SIP RE-INVITE to the Remote UE to modify the media components of the existing dialog
identified in the REFER request.
The SIP RE-INVITE proposes new SDP parameters based on the parameters received from UE-2 in step 6.
When the Remote UE receives the new media parameters, it returns an answer and starts the
reception/transmission of these media components.

10-12. At Access Leg update the S-CSCF in the originating network sends Charging Data Request[Interim] to
record update of a session in the S-CSCF CDR.

13. The S-CSCF answersto the SIPINVITE messagein step 7.

14-16. At Access Leg update the SCC AS sends Charging Data Request[Interim] to record update of a sessionin the
SCC ASCDR.

14-15a-16. Alternatively, when "OneChargingSession", the SCC AS sends an Charging Data Request[Interim] to
record modification of SCC AS CDR for the IMS session (ICID) with remote leg and new PS accessleg. The
CDF updates the SCC AS CDR related to the IM S session and acknowledges the reception of the data.

17. The SCC AS answersto the SIP INVITE message in step 5.

18-20. Upon generation of the final response, the SCC ASin the home IMS of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the SCC AS-CDR. The CDF from the
originating network opens an AS CDR and acknowledges the reception of the data.

Steps 18 to 19 are not applicable for the "OneChargingSession” option.

21-23. Upon generation of the final response, the S-CSCF in the home IMS of the originating SCC user sends an
Charging Data Request[ Start] to record start of a user session in the S-CSCF-CDR. The CDF from the
originating network opens an S-CSCF CDR and acknowledges the reception of the data.

24. The S-CSCF answers to the SIP INVITE messagein step 3.
25. The SIP 200 OK message is sent to UE #1.
26-30. UE-1 sends an ACK response to the S-CSCF. The ACK message is sent to the remote UE.

31-33. The source Access Leg 2(which is one of the Access Legs previously established over PS2) is released by the
SCC Application in this example, however the UE-1 may initiate to release the source Access Leg 2.

34-36. The SCC AS sends Charging Data Request[ Stop] for closing the SCC AS CDR related to the original Access
leg. The CDF updates the SCC AS CDR related to the IM S session and acknowledges the reception of the data.

Steps 34 to 36 are not applicable for the " OneChargingSession” option.

37-39. The S-CSCF sends Charging Data Request[ Stop] for closing the S-CSCF CDR related to the original PS
Accessleg. This CDR may be generated with special handling. One example of specia handling isto zero rate
the IM S resource usage for Access leg establishment. This can be performed using the correlation mechanism
with the SCC AS CDR for PS Access leg.

40-42. The UE-1 answersto the BY E message in step 33.

43-45. The SCC Application initiates to release the old access leg via CS access in this example, however the UE-1
may initiate to release the source Access Leg.

46-48. The SCC AS sends Charging Data Request[Stop] for closing the SCC AS CDR related to the original CS
Access leg. The CDF updates the SCC AS CDR related to the IM S session and acknowledges the reception of
the data.

Steps 46 to 48 are not applicable for the "OneChargingSession” option.

49-51. The S-CSCF sends Charging Data Request[ Stop] for closing the S-CSCF CDR related to the original CS
Access leg. This CDR may be generated with special handling. One example of special handling isto zero rate
the IM S resource usage for Access leg establishment. This can be performed using the correlation mechanism
with the SCC AS CDR for CS Access leg.

52-54. The UE-1 answersto the BY E message in step 43.
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IMS emergency session transfer from PS to CS

In the flow figure 5.2.2.1.13.9.1, Call-ID #1 isfor PS access leg, Call-ID #1' for CS access leg and Call-ID #2 for

remote leg.

UE serving N etwork
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|-CSCF EATF E-CSCF CDF

1. Invite (call ID #1’

15. 200 OK

D A

2. Invite (call ID #1)
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5. Re-Invite (cpl I D #2)

6. 200 OK

7. Charging D ata Request [ Interim]

Update E{CSCF CDR
for the rlemote leg

9. 200 OK 8. Charging Data Re¢sponse

A

10. Gharging Data Request [|Star /I nterim]

Open EATF CDR for new accessleg
(call ID #1')
Or Update EATF CDR for the session

11. Chgrging Data Response
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17. Charging Data Rgsponse

18. Charging Data Request [Stop]

Close E-CSCF CDR for old
accessleg (call ID #1)

19. Chg ging Data Response |

Figure 5.2.2.1.13.9.1: Message sequence chart UE domain transfer PS access to CS access for IMS

emergency session.

1-2. UE originates an IMS emergency session transfer towards EATF via |-CSCF.
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3. From thereceived INVITE anaysis, the EATF derives arequest for transfer of the existing IM S emergency
session to the CS domain, and proceeds with switch of access leg communicating with the Remote Leg from Old
PS Access Leg to new CS Access Leg.

4-5. The EATF performs the Remote Leg update by sending the SIP RE-INVITE request towards the remote end vie
E-CSCF.

6-8 Upon receipt of the SIP 200 OK response, the E-CSCF sends an Charging Data Request[Interim] to record
update of the E-CSCF CDR for remote leg Call-1D #2.

9-11 Upon receipt of the SIP 200 OK response, the EATF sends an Charging Data Request[ Start] to record start of
an EATF CDR for new access leg Call-ID #1'. Alternatively, when "OneChargingSession", the EATF sends an
Charging Data Request[Interim] to record modification of EATF CDR for the IMS session (I1CID) with new CS
access leg. The CDF updates the EATR CDR related to the IMS session and acknowledges the reception of the
data.

12-14 Upon receipt of the SIP 200 OK response, the I-CSCF sends an Charging Data Request[Event] to create an |-
CSCF CDR for new access leg Call-ID #1'.

15. The SIP 200 OK response is sent towards the UE via | CS/Interworking nodes.

16-17 Upon release of old access leg, the EATF sends an Charging Data Request[ Stop] to record stop of the EATF
CDR for old access leg Call-ID #1.

Steps 16 to 17 are not applicable for the " OneChargingSession” option.

18-19 Upon release of old access leg, the E-CSCF sends an Charging Data Request[ Stop] to record stop of the E-
CSCF CDR for old access leg Call-1D #1.

EATF (acting asa B2BUA) performs third party call control and is considered as an AS for the charging description.

5.2.2.1.13.10 Inter-UE transfer triggered by target UE without collaborative session establishment

In the flow figure 5.2.2.1.13.10-1, Call-ID #1 is for source access leg, Call-ID #1' for target access leg and Call-1D #2
for remote leg.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 81 ETSI TS 132 260 V19.1.0 (2025-10)

UE#1 UE#2 ICS/Interworking
PS CS PS CS nodes S-CSCF AS CDF UE#3
<> «» a= = a=|PSor CS Bearer IMS bearer -
1. user|decides to transfer
thg session to UE-2
2a Tnvite |
2b. Setu g
D b
R e 1 3. Invite
Current gccess type
ke Logic
3. Invite
>
6 . Analyses|the INVITE
and STI information
7. Re-Invite
-t 8. Re-Invite
»
-
9. 200 OK
-t
10. Charging Data[Request [Interim]
Lt
11. Update S-CSQF CDR for the
. Remote leg [ Call-TD#2 )
12. Charging Data|Response
<
T 132000K107
>
14. Charging|Data Request [Interim] .
>
15. Update SCC AS CDR for the
Remote leg ( Call-TD#2 )
Or 15a. Update SCC A$ CDR for the session
16 Charging Data Response
| 17.200 OKto S i
-t
18. Charging Data Request [Start Skipped when
- OneChargingsession
19. Open SC{ AS CDR for the
New access lpg CS( Call-ID#1' )
L 20. Charging Data Reponse
-
21. Charging Data|Request[Start]
22. OpenS-CSCF CDR for the
. N lpg CS( Call-TD#1'
23. Charging Data|Response ew access Igg CS( Ca )
24.200 OK <
25a. 200 OK
-
-
(23] EES | 25b. Connect
Curr type -
26a. ACK -
-
Deflends on 26b. Connect resp,
Currentlaccess type =
27 ACK - 28, ACK
29. Bye
30. Bye -t
. 31a. Bye
-« Skipped when
epends on - 31b. Release 32. Charging Data Request [Si ] OneChargingsession
Currgnt access type -
33. Close SCC |AS CDR for the
Original access|leg PS ( Call-1D#1 )
. 34.Charging Data Response
-
35, Charging|Data Reuest [Stop]
Lt
36. Close S-C§CF CDR for the
Original accesp leg PS ( Call-TD#1 )
38a. 200 OK| - 37. Charging [Data Response
|
38b. Release{complete
epends on p. .
Currnt access type o 39. 200 0K | 40. 200 OK -
-
s e am «= a= | PSor CS bearer IMS bearer >

Figure 5.2.2.1.13.10-1 Message sequence chart Inter-UE transfer triggered by target UE without
collaborative session establishment

The user is engaged in an active call session with UE#2 via either PS or CS access. UE#2 is having either PS or CS
access (or both).
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1. The user decides to transfer the session to UE#2, therefore initiates a call with UE#2 in its current (PS or CS)
domain including the STN information to request the transfer of the session to UE#2.
2a. UE#2 originates acall in PS domain including the STN information to initiate Inter-UE transfer

2b. UE#2 originates a call in CS domain including the STN information (Inter-UE STN number) to initiate Inter-UE
transfer. The ICS intermediate Nodes convert the request into IMS SIP format.

3. Therequest is forwarded to the S-CSCF.

4. The S-CSCF invokes the SCC Application asthe first AS of any ASsthat need to remain in the path of the call
after session transfer.

5. The S-CSCF forwards the SIP INVITE to the SCC Application over the ISC interface.

6 The SCC AS analysesthe SIP INVITE to derive that the SIP INVITE is arequest to transfer a session from UE#1
to UE#2.

7-9. The SCC AS sends a SIP Re-INVITE to the Remote UE to update the media components of the previous
dialog. Remote UE answers by a SIP 200 OK message.

10-12. At Remote Leg update the S-CSCF in the originating network sends Charging Data Request[Interim] to
record update of a session in the S-CSCF CDR.

13. The S-CSCF answersto the SIP INVITE messagein 7.

14-16. At Remote Leg update the SCC AS sends Charging Data Request[Interim] to record update of asessionin
the SCC ASCDR.

14-15a-16. Alternatively, when "OneChargingSession", the SCC AS sends an Charging Data Request[I nterim] to
record modification of SCC AS CDR for the IMS session (ICID) with the new legs configuration (Remote leg
and new CS access leg). The CDF updates the SCC AS CDR related to the IMS session and acknowledges the
reception of the data.

17. The SCC AS answersto the SIP INVITE message in 5.18-20. Upon generation of the SIP 200 OK response, the
SCC ASinthe home IMS of the originating SCC user sends an Charging Data Request[ Start] to record start of a
user session in the SCC AS-CDR for Call-ID #1'. The CDF from the originating network opensan AS CDR and
acknowledges the reception of the data.

Steps 18 to 20 are not applicable for the "OneChargingSession” option.

21-23. Upon generation of the SIP 200 OK response, the S-CSCF in the home IM S of the originating SCC user
sends an Charging Data Request[ Start] to record start of a user session in the S-CSCF-CDR for Call-ID #1'. The
CDF from the originating network opens an S-CSCF CDR and acknowledges the reception of the data.

24. The SIP 200 OK responseis sent by the S-CSCF.
25a. The SIP 200 OK response is forwared to UE#2.
25b. The SIP 200 OK response is converted by the | CS/Interworking nodesin CS format and sent to UE#2.
26a. UE#2 acknowledges the SIP 200 OK message.
26b. UE#2 acknowledges the Connect message.
27-28. The acknowledge from UE#2 is forwarded to the SCC AS.
29-30. The SCC application sends SIP BY E request to release the old access leg.
3la. The SIPBYE isforwarded to UE#1.
31b. The BYE is converted by the ICS/Interworking nodesin CS format and sent to UE#1.

32-34. At session termination the SCC AS sends Charging Data Request[ Stop] to record stop of a session and stop
of amedia component in the SCC AS CDR. This CDR may be generated with special handling. One example of
specia handling isto zero rate the IMS resource usage for the Access leg establishment.
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Steps 32 to 34 are not applicable for the " OneChargingSession” option.

35-37. The S-CSCF in the originating network sends Charging Data Request[ Stop] for closing the SSCSCF CDR
related to theinitial Accessleg. This CDR may be generated with special handling. One example of special
handling isto zero rate the IMS resource usage for Access leg establishment. This can be performed using the
correlation mechanism with the SCC AS CDR for Access leg.

38a. UE#1 acknowledges the release of old accessleg in PS domain.

38b. UE#1 acknowledges the release of old accessleg in CS domain. The ICS intermediate nodes convert the
acknowledge into IMS SIP format.

39-40. The acknowledge of the release of old accessleg is forwarded to the AS.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 84 ETSI TS 132 260 V19.1.0 (2025-10)

5.2.2.1.14 Initiating alternate charged party call

Figure 5.2.2.1.14.1 shows the case where a call with an alternate charged party is successfully initiated.

AS CDF

SIPsigndling

1. Invite

»

ASdetermines viaan
internal process that itis
OK to initiate an Alternate
Party Charged cdl fora
served subscriber.

2. Invite

v

3. 200 OK (Answer)

<
<«

5. Charging Data Reques| Sart]

Open an ASCDR

6. Charging Data Regponse

< More SIP Signaling >

S P Session Established

Figure5.2.2.1.14.1: Successful Initiation of alternate party charging

1. TheASreceivesaSIPINVITE.

2. After determining that alternate charged party is supported, the ASinitiates an Invite with an "Alternate Party
Identity” for charging. The method for determination of the alternate charged party includes accessing subscriber
data and doing a security assessment.

3. Theterminating side issues a SIP 200 OK (Answer), to AS.
4. The ASsendsaSIP 200 OK.
5. The AS sends an Charging Data Request[ Start] to the CDF.
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6. The CDF opens a CDR with the Subscription-ID for the Alternate Charged Party and sends an Charging Data
Response to the AS.

7. Thesessionisestablished.
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5.2.2.1.15 Session establishment via IBCF to S-CSCF - IMS initiated

Figure 5.2.2.1.15.1 shows the Charging Data transactions that are required between IBCF, S-CSCF and CDF in each
IMS network during session establishment.

Home IMS A HomelMSB

| S-CSCF CDF IBCF | | IBCF | S-CSCF | | CDF |

1. INVITE
—ﬁ,

1. INVITE

1. INVITE
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2. 200 OK (Inyite)

-
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¢ 3. Charging Data Request[ Start

I gno H [ 5. Charging Data Requégst[ Start]
Open an IBCF CDR Open an S-CSCF CDR
4. Charging|Data Response 6. Charging Data Response

-

5. Charging Data Request[ Stait] 3. Charging Data Request[ Start]

Open an S-CSCF CDR Open an IBCFCDR

6. Charging Data Responsé 4 Charging Data Response

< More SIP signalling l\
| | | 1|

| Session established |
I I I I I

Figure 5.2.2.1.15.1: Message sequence chart for IMS initiated session establishment via IBCF

1. Thesessionisoriginatedin Home IMS A, and an SIP INVITE is sent through to Home IMS B via|BCFs.
2. All of the IMS network entities respond with successful SIP 200 OK to the SIP INVITE.

3. Upon reception of the answer message, the IBCFs send an Charging Data Request[Start] in each IMS to record
start of auser session and start of a media component in the IBCF and CDRs.

4 The CDF in each IM S acknowledges the reception of the data and opens an IBCF CDR.

5. Upon reception of the answer message, the S-CSCFs send an Charging Data Request[ Start] in each IMS to
record start of a user session and start of a media component in the and S-CSCF.

6 The CDF in each IMS acknowledges the reception of the data and opens an S-CSCF CDR.
7. The session is established.
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5.2.2.1.16 AS related procedures - AS acting as a MMTel AS.

For details on charging at AS acting asan MM Tel server, providing service such as CDIV, CONF and TIP/TIR, see the
TS32.275[35].

5.2.2.1.17 Session establishment via IBCF to a third party AS providing tariff information in
real time (RTTI)

Figure5.2.2.1.17.1 shows the Charging Data transactions that are required between S-CSCF, IBCF and CDF, in each
IMS network, during session establishment. It represents a charging interconnect scenario where the third party AS
(located in another network) provides e.g. value-added service and real time tariff information according to TS 29.658
[206].

Editor's Note: The interconnect scenario between IMS network and PSTN (involving MGCEF rather than IBCF) is

FFS.
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1. INVITE
1. INVITE :
" © 1. INVITE
i’ 1. INVITE
i’ 1. INVITE
>
2.200 OK
: 2.200 OK tar_f*?_eafl-tlmet )
X Real-time | taniff information
2 oK tariff informati
Real-time < information
2.200 OK oo e
Real-time < ariff in grma ion 5. Gharging Data Rebuest (s
tariff information : ,

5. Cha

: Open a
gling Data Request [Sfart] ] : S-CSCF CDR

P 4. Charging Data Response

Open a D
IBCF COR : 5. Charging Data Request [Start]

6| Charging Data Resppnse

»

»

) Open a
3. Charging Data Request [Start] : IBCF CDR

- 6. Charging Data Response

Open a : D
S-CSCF CDR ;

Charging Data Regponse

4.

< “More SIP Signalling

| SIP Session Established

Figure 5.2.2.1.17.1: Message sequence chart for IMS initiated session establishment with a 3¢ party
AS providing Real-Time Tariff Information (RTTI)

1. Thesessionisinitiated.

2. Thedestination (third party AS) answers with successful SIP 200 OK to the SIP INVITE. The third party AS
includes areal time tariff information within the SIP 2000K response.

3. Upon reception of the final response, the S-CSCF sends an Charging Data Request[ Start] to record start of a user
session and start of a media component in the S-CSCF.
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4 The CDF in each IMS network acknowledges the reception of the data and opens an S-CSCF CDR.

5. Upon reception of the SIP 200 OK message, the IBCFs send an Charging Data Request[ Start] in each IMSto
record start of a user session and start of a media component in the IBCF.

6 The CDF in each IMS acknowledges the reception of the data and opens an IBCF CDR.

5.2.2.1.18 Third party AS providing tariff information in real time (RTTI) during the session

Figure 5.2.2.1.18.1shows the Charging Data transactions that are required between S-CSCF, IBCF and CDF, in each
IMS network, when athird party AS (located in another network) involved in the session provides e.g. value-added
service and real time tariff information according to TS 29.658 [206] during the session.

Home IMS A IMS B

S-CSCF CDF IBCF : IBCF S-CSCF 3rd party AS CDF

SIP session ongoing

1. INFO
Real-time
tariff information

2.Charging Data Request [Interim]

»

Update the
S-CSCF CDR

3. Charging Data Rlesponse

1. INFO
: Real-time
1. INFO < tariff information
Real-time
P tariff information
6. Chargiﬂg Data Request [Int¢rim] : 4. Charging Data|Request [Interim] N
< N L
Update the : Update the
IBCF CDR : IBCF CDR
7. Charging Data Regsponse P 5. Charging Data Response
1. INFO d : D
Real-time

< tariff information

8. Charging Datafequest [Interim]
>

Update the
S-CSCF CDR

P 9. Charging Data [Response

<

| SIP session continues |

Figure 5.2.2.1.18.1: Message sequence chart for third party AS providing tariff information in real
time (RTTI) during the session

1. Thethird party ASincludesan RTTI within a SIP INFO and sends the message to the originating party.

2. Upon reception of the SIP INFO embedding RTTI, the S-CSCF sends an Charging Data Request[Interim] to
record tariff information in the CDR.

3. The CDF acknowledges the reception of the data and updates the S-CSCF CDR.

4 Upon reception of the SIP INFO embedding RTTI, the IBCF sends an Charging Data Request[Interim] to record
tariff information in the CDR.

5. The CDF acknowledges the reception of the data and updates the IBCF-CDR.
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6. Upon reception of the SIP INFO embedding RTTI, the IBCF sends an Charging Data Request[Interim] to record
tariff information in the CDR.
7. The CDF acknowledges the reception of the data and updates the IBCF-CDR.

8. Upon reception of the SIP INFO embedding RTTI, the S-CSCF sends an Charging Data Request[Interim] to
record tariff information in the CDR.

9. The CDF acknowledges the reception of the data and updates the S-CSCF CDR.

5.2.2.1.19 Support of Optimal Media Routing (OMR)

5.2.2.1.19.0 Introduction

Optimal Media Routing (OMR) relies on IMS-ALG function enhancement, used by some IMS Nodes as described in
TS 23.228 [201] Annex Q, when performing media functions at transport level such as firewall or NAT, or application
level such astranscoding. The purpose of OMR is to identify and remove unnecessary media functions from the media
path for each media stream associated to a session. The OMR procedures are applicable to the following IMS entities
having IMS-ALG function used in a B2BUA mode:

- P-CSCF for support of NAT for signalling and media (with IMS-ALG/IMS-AGW model as described in TS
23.228 [201]) Annex G);

- IBCFfor border Control Functions towards other IMS/SIP Networks (with IBCF/TrGW model as described in
TS 23.228[201] Annex 1);

- Any AS performing as a B2BUA controlling media resources.

Although the different TS 23.228 [201] scenarios mainly address the IBCF/TrGW, they are also applicable to P-CSCF/
IMS-AGW, except for transcoding function which relates to IBCF only. Consequently, in the different flows, the "GW*"
stands for TrGW or IMS-AGW, according to the situation.

The following flows focus on one IMS Node behaviour, embedding such IMS-ALG function supporting OMR, when
involved in some of OMR scenarios described in TS 23.228 [201] Annex Q.
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Each media line of the same session can be applied with separate OMR decision (i.e. different optimised paths),
however, for simplification, only one mediais assumed in the following call flows.

In the Figure, the "Originating side" may be an Originating UA or another IMS-ALG in the same IMS Network, or
another IMS Network, and the "Destination side" may be a Terminating UA or another IMS-ALG in the same IMS
Network, or another IMS Network.

5.2.2.1.19.1 IMS-ALG related procedures for OMR — Session establishment and IMS-ALG
bypasses its local GW

Figure 5.2.2.1.19.1.1 shows the session establishment with SDP offer/answer exchange from Originating side towards a
Destination side, traversing an IMS Network Node including IMS-ALG function supporting OMR, and OMR resultsin
IMS-ALG bypassesits local GW.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 91 ETSI TS 132 260 V19.1.0 (2025-10)

Originating side IMS Network Destination side
| | | IMSALG CDF | | |
(OMR)
Realm R1 Realm R2

v

< )

1. SIPINVITE (SDP offer-inc (R1, OMRYinf. prior segments), Call-1D#ing, | Cl D)

il

2. Interaction with GW

3. SPINVITE (SDP offer-ofit (R2, OMR inf.), Cdll-ID#out, 1 CI D)

|

More S P Sgndling

4. 9P 200 OK (SDP answer-out (R1), Cdl-ID#out)

-

5. GW
De-dlocation

6. 200 OK (SDP answer-inc(R1), Call- 1D#inc)

N

7. Charging DataRpquest[Sart]

»

8. Open CDR with
“Loc GW Not Inserted” and
“1P realm N ot Default”

9. Charging Data Responge

10. User PlaneinRealm R1

A
v

Figure 5.2.2.1.19.1.-1: Message sequence chart for session establishment with IMS-ALG supporting
OMR and IMS-ALG bypasses its local GW due to OMR process.

1. IMS-ALG receivesan SIP INVITE with SDP offer-inc (call-ID#-inc) from Originating side, containing the
transport address allocated in realm R1 by the Originating side for the media on incoming leg, and potential
OMR information from prior user plane segments.

2. IMS-ALG determines the outgoing | P realm (R2) is different from the incoming IP realm (R1) and interacts with
a GW in order to alocate alocal transport address for the media on outgoing leg, in ream R2.

3. IMS-ALG generates SIP INVITE towards Destination side (call-ID#-out), with a new SDP offer-out including
such local transport address, and also OMR extensions (for the segment locally handled, along with those
received from prior user plane segments) for further OMR decisions.
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4. The destination side answers with SIP 200 OK and SDP answer-out, with the transport address allocated by the
destination side for the media on outgoing leg, as result of OMR processing (based on OMR information
provided in step 3). Thistransport addressisin realm R1, thus identifying the local GW to be bypassed (i.e.
same IPrealm asin step 1), and also identifying use of a different |P realm from the default one (i.e. R2).

5. The Local GW is de-allocated (release of resource allocated in step 2 in realm R2).

6. IMS-ALG forwards the SDP answer-inc for the media on incoming leg, with this transport address received in
step 4.

7. IMS-ALG sends Charging Data Request[ Start] to record start of session with "Local GW Not Inserted" and 1P
realm Not Default" indications for the media.

8-9. The CDF opens a session CDR for the IMS Node and acknowledges the reception of the data.

10. A user plane connection is now established in realm R1 without GW insertion for the media.
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5.2.2.1.19.2 IMS-ALG related procedures for OMR — session establishment and alternate IP realm

is selected

Figure 5.2.2.1.19.2.1 shows the session establishment with SDP offer/answer exchange from Originating side towards
Destination side, traversing an IMS Network Node including IMS-ALG function supporting OMR, and OMR resultsin
aternate | P realm selection (i.e. not the default IP realm) for the media.

l;i nating side

IMS Network

Realm R1

IMSALG
(OMR)

CDF

Realm R2

Destination side

-
N

1. SIPINITE (SDP offer-inc (R1, OMRi

P

<

Alternate Realm R3

v

N

1

nf. prior segments), Call-I D#inc, | CID)

2. I nteraction with
GW1 (R2) and GW2 (R3

v

3. Invite (SDP offer-out (R2, alfer nate R3, OMR inf.), Call-ID#out, ICID)

>

More S P Sgndling

-

4. 9P 200 OK (SDP answer-out (R 3), Cdl-ID#out)

5. GWldeallocation and
Interaction with GW2

6. SIP 200 OK (SDP answer-inc(R1), Cdl-

A

«

7 Charging Data Requegt[Sart]

I

8. Open CDR with
“Local GW | nserted”

“I P redm Not D efault”
9. Charging Data Responge
+*
10a User Fanein Realm R1 10b. User Plane in Realnp R3
< Ll >

Figure 5.2.2.1.19.2.1: Message sequence chart for session establishment with IMS-ALG supporting
OMR, and alternate realm is selected due to OMR process.

1. IMS-ALG receivesan SIP INVITE with SDP offer-inc (call-ID#-inc) from Originating side, containing the
transport address allocated in realm R1 by the Originating side for the media on incoming leg, and potential
OMR information from prior user plane segments.
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2. IMS-ALG determines the outgoing | P realm (R2) is different from the incoming IP realm (R1) and interacts with
aGWL1in order to allocate alocal transport address for the media on outgoing leg, in realm R2. IMS-ALG
additionally interacts with GW2 in order to alocate an alternate local transport address for the mediain realm
R3.

3. IMS-ALG generates SIP INVITE towards Destination side (call-1D#-out), with a new SDP offer-out including
such local transport addresses, and also OMR extensions (for the segment locally handled, along with those
received from prior user plane segments) for further OMR decisions.

4. The destination side answers with SIP 200 OK and SDP answer-out, with the transport address allocated by the
destination side for the media on outgoing leg, as result of OMR processing (based on OMR information
provided in step 3).This transport addressisin realm R3, thus identifying the local GW?2 to be retained, and also
identifying use of a different 1P realm from the default one (i.e. R2).

5. The GW1 isde-alocated (release of resource allocated in step 2 for realm R2), and interaction occurs with GW2
to maintain the user plane connection via R3.

6. IMS-ALGI forwards the SDP answer-inc, with the transport address allocated by the GW2 in realm R1, for the
media on incoming leg.

7. IMS-ALG sends Charging Data Request[ Start] to record start of session with "Local GW Inserted” and "IP realm
Not Default" indications for the media.

8-9. The CDF opens a session CDR for the IMS Node and acknowledges the reception of the data.

10a-b. A user plane connection is now established in realm R1 up to the GW2, and in realm R3 from the GW2 for
the media.
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5.2.2.1.19.3 IMS-ALG related procedures for OMR — mid-session procedure

Figure 5.2.2.1.19.3.1 shows a scenario when a new SDP offer/answer exchange due to UE generating a SIP
(RE-)INVITE or SIP UPDATE in mid-session in order to add a media component , and the OMR proceduresis
processed for this new media, with same situation asin clause 5.2.2.1.19.1 (IMS-AL G bypassesits local GW).

This scenario also appliesfor situations where a (RE-)INVITE or a SIP UPDATE isissued for updating a media and
the OMR proceduresis processed again, changing the established media path.

I;i nating side IMS Network Destination side
| | | IMS-ALG CDF | | |
(OMR)
< e >

1.Relnvite (SDP offer-inc (R1, OMR inf] prior segments), Call-I1D#inc, | ¢ID)

»

2. I nteraction with GW

3. Re-Invite (SDP off er-ojit (R2, OMR inf.), Cdl-ID#out, ICID)

L

More SP Signdling

4,200 OK (SDP answer-out (R1), Cdl-ID#ou)

[

5. GW
De-dlocation

6. 200 OK (SDP answer-inc(R 1), [Call-ID#inc)

<

7. Charging D ata Request[] nterim]
X
8. Update CDR with

“Loc GW Not | nserted” and
“1P redm Not Default”

9. Charging Data Response

10. User Planein Realm R1

3
v

Figure 5.2.2.1.19.3.1: Message sequence chart for mid-session procedure with IMS-ALG supporting OMR,
IMS-ALG bypasses its GW due to OMR process for the added media.

The same steps described in clause 5.2.2.1.19.1 apply, with following exceptions:
land 3. A SIPRE-INVITE instead of SIPINVITE
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7. IMS-ALG sends Charging Data Request[Interim] to record update of session with "Local GW Not Inserted" and
"IP realm Not Default" indications for the media.

8-9. The CDF updates the session CDR for the IMS Node and acknowledges the reception of the data.
5.2.2.1.19.4 IMS-ALG related procedures for OMR — transcoding

5.2.2.1.19.4.0 Introduction
Asdescribed in TS 23.228 [201] Annex Q, transcoding is also part of OMR process.

The following flows 5.2.2.1.19.4.1 show session establishment with SDP offer/answer exchange from Originating side
towards a Destination side, traversing an IMS Network Node including IMS-ALG function supporting OMR with
transcoder inserted by this IM S node.

Although transcoding aspect is part of the same SDP offer/answer different exchanges described in clause 5.2.2.1.19.1
to clause 5.2.2.1.19.3, therefore combined in OMR process, it is reflected here through dedicated flows for
simplification.

These procedures apply to IBCF/TrGW only.

5.2.2.1.194.1 IMS-ALG Related Procedures for OMR — transcoder provided by IMS-ALG

Theflow in figure 5.2.2.1.19.4.1.1 describes the situation where IMS-ALG allocates a transcoder for offering an
additional transcoding option, and this transcoder is selected.
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Figure 5.2.2.1.19.4.1.1: Message sequence chart for Session establishment with transcoder offered
by IMS-ALG is inserted

1. IMS-ALG receivesan SIP INVITE with SDP offer-inc (call-ID#-inc) from Originating side, containing a codec-
list-inc in the SDP offer, and potential OMR information from prior user plane segments based on an Operator's

configuration.

2. IMS-ALG interacts with TrGW for transcoder allocation for the purpose of offering an additional codec " codec-

out".

3. IMS-ALG generates INVITE towards Destination side (call-I D#-out), the SDP offer-out containing the
new codec-list-out (i.e. codec-list-inc enriched with "codec-out"), and also OMR extensions (for
transcoding options associated to different segments).

4. The destination side answers with SIP 200 OK and SDP answer-out with the selected codec which is the
additional one offered by IMS-ALG (i.e. codec-out).
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5. Interaction occurs with TrGW for media configuration with codec-out for the outgoing leg and with codec-inc for
the incoming leg (codec-inc is selected by IBCF from the codec-list-inc received in step 1).
6. IMS-ALG forwards the SDP answer-inc for the incoming leg, with this codec-inc.

7. IMS-ALG sends Charging Data Request[ Start] to record start of session with "Transcoder Inserted” indication
for the media.

8-9. The CDF opens a session CDR for the IMS Node and acknowledges the reception of the data.

5.2.2.1.194.2 IMS-ALG related procedures for OMR — transcoder offered by IMS-ALG but not
selected

Thefflow in figure 5.2.2.1.19.4.2.1 describes the situation where IMS-AL G allocates a transcoder for offering an
additional transcoding option, and this transcoder is not selected.
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I

2. Interaction with
TrGW for transcoding
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Figure 5.2.2.1.19.4.2.1: Message sequence chart for session establishment with transcoder offered by
IMS-ALG is not selected

1. IMS-ALG receivesan SIP INVITE with SDP offer-inc (call-ID#-inc) from Originating side, containing a codec-
list-inc in the SDP offer, and potential OMR information from prior user plane segments, based on an Operator's

configuration.

2. IMS-ALG interacts with TrGW for transcoder allocation for the purpose of offering additional codec "codec-
out".

3. IMS-ALG generates SIP INVITE towards Destination side (call-ID#-out), the SDP offer-out containing the new
codec-list-out (i.e. codec-list-inc enriched with " codec-out™), and also OMR extensions (for transcoding options

associated to different segments).
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4. The destination side answers with SIP 200 OK and SDP answer-out with the selected codec (codec-inc),
belonging to the codec-list-inc received in step 1 (origina offer).
5. Therefore, transcoding is not needed, and TrGW is de-allocated.
6. IMS-ALG forwards the SDP answer-inc for the incoming leg, with this codec-inc.

7. IMS-ALG sends Charging Data Request[ Start] to record start of session with "Transcoder Not Inserted"
indication for the media.

8-9. The CDF opens a session CDR for the IMS Node and acknowledges the reception of the data.

5.2.2.1.20 AS acting as a B2BUA — single charging session

Figure 5.2.2.1.20.1 shows the case where an AS acts asaB2BUA, and a single offline charging session is created for
the established dialogs (" OneChargingSession” option)
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Figure 5.2.2.1.20.1: Message sequence chart for AS acting as a B2ZBUA with single charging session

1. ASreceivesthe SIP INVITE from Incoming side (Call-ID#inc) containing ICID.
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2. ASacting asaB2BUA generates SIP INVITE towards Outgoing side (Call-1D#out) with the same ICID as
received in step 1.
3. SIP 200 OK isreceived in response to the SIP INVITE (Call-I D#out).
4. SIP 200 OK issent inresponse to the SIP INVITE (Call-ID#inc).

5. ASsends Charging Data Request[ Start] to record start of a session, provided with ICID and information
associated to both Call-ID#inc and Call-1D#out.

6. The CDF acknowledges the reception of the Charging Data Request[ Start] and opensa AS CDR.

7. AS receives amid-session (e.g. in order to modify media component(s)) SIP RE-INVITE or SIP UPDATE from
Incoming side (Call-1D#inc) for the IMS session (ICID).

8. AS generates SIP RE-INVITE or SIP UPDATE towards Outgoing side (Call-1D#out)

9-10. AS sends SIP 200 OK (Call-1D#inc) towards Incoming side, when SIP 200 OK (Call-ID#out) response is
received from Outgoing side.

11. AS sends an Charging Data Request[Interim] to record changes associated to Call-1D#inc or/and Call-1D#out
(e.g. changed media component(s)) in the AS CDR for the IMS session (ICID).

12. The CDF acknowledges the reception of the data and updates the AS CDR.

13. ASreceives BY E from Incoming side (Call-ID#inc)

14. AS sends BY E towards Outgoing side (Call-1 D#out)

15. AS sends an Charging Data Request[ Stop] to record stop of a session in the AS CDR for the IMS session (ICID).
16. The CDF acknowledges the reception of the data and closesthe AS CDR.

17-18. AS sends SIP 200 OK (Call-ID#inc) towards Incoming side, when SIP 200 OK (Call-1D#out) response is
received from Outgoing side.

5.2.2.1.21 Session establishment for roaming architecture for voice over IMS with local
breakout

Figure 5.2.2.1.21.1 shows the Charging Data transactions initiated by the P-CSCF, S-CSCF, IBCF, and TRF towards
the CDF that are required for aroaming architecture for voice over IMS with local breakout in each IM S network
during session establishment. This example pertains to the flow in Annex M.3.1.3in TS 23.228 [201] in which
loopback and OMR procedures are applied between the visited network and the home network serving UE A.
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P 2f. Charging Pata Response
)
P 3.200 OK
h Ba. Charging Dati Request [Start]
3.200 OK Open S-CSCF CDR with
) - NNI(3) “roaming loopback”
p 3 2:OO OK NNI2 : A
NNI <3b. Charging D4ta Response
P 3.200 OK
A 3e. Charging [Data Request[Start] 3c. Chargingd Data Request[Sl r]
Open IBCF CDR with Open IBCF CDR with
NNI(1) “roaming non- NNI(2) “roaming non-
loopback” loopback”
“Loc GW Not Inserted” “Loc GW Not Inserted”
3f. Charging Dgta Response 3d. Charging Data Response
3g. Charging Data Request[Sia rt] B
Open P-CSCF CDR
P 3h. Charging Data Rgsponse
)

| SIP session established |

Figure 5.2.2.1.21.1: Message sequence chart for roaming architecture for voice over IMS with local
breakout with "VPLMN routing” and TRF
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1. Thesessioninitiation is acknowledged by the SIP 200 OK by the termination side and received by the IBCF in
the Visited Network A.

la. IBCF sends Charging Data Request[Start] to record start of session with "Local GW Inserted” indication and
with information on the non-roaming NNI 5 used for interconnection towards the terminating network.

1b. The CDF acknowledges the reception of the data and opens an IBCF CDR.

2. TheVisited Network A TRF performs the loopback procedure and the session acknowledgement is routed
towards the Home network through an IBCF.

2a. TRF sends Charging Data Request[ Start] to record start of session and indicating loopback routing from the
roaming NNI.

2b. The CDF acknowledges the reception of the data and opens a TRF CDR.

2c. IBCF sends Charging Data Request[ Start] to record start of session with "Local GW Not Inserted” indication and
with information on the roaming NNI 4 interconnecting to the intermediate network for the loopback path.

2d. The CDF acknowledges the reception of the data and opens an IBCF CDR.

2e. IBCF sends Charging Data Request[ Start] to record start of session with "Local GW Not Inserted” indication and
with information on the roaming NNI 3 interconnecting to the intermediate network for the loopback path.

2f. The CDF acknowledges the reception of the data and opens an IBCF CDR.

3. The S-CSCF in the Home Network A routes the session acknowledgement towards the Visited Network A
through an IBCF.

3a. S-CSCF sends Charging Data Request[ Start] to record start of session and indicating loopback routing to the
roaming NNI.

3b. The CDF acknowledges the reception of the data and opens an IBCF CDR.

3c. IBCF sends Charging Data Request[ Start] to record start of session with "Local GW Not Inserted" indication and
with information on the roaming NNI 2 interconnecting to the intermediate network for the non-loopback path.

3d. The CDF acknowledges the reception of the data and opens an IBCF CDR.

3e. IBCF sends Charging Data Request[ Start] to record start of session with "Local GW Not Inserted" indication and
with information on the roaming NNI 1 interconnecting to the intermediate network for the non-loopback path.

3f. The CDF acknowledges the reception of the data and opens an IBCF CDR.
3g. P-CSCF sends Charging Data Request[ Start] to record start of session.

3h. The CDF acknowledges the reception of the data and opens an IBCF CDR.

5.2.2.1.22 Service continuity using ATCF

5.2.2.1.22.0 Introduction

Service continuity using ATCF call flows with aternative "OneChargingSession” option reflected in the different flows
description, i.e. asingle charging session from ATCF.

5.2.21.221 UE originating call (CS only) through ATCF

Inthe flow figure 5.2.2.1.22.1.1, Call-ID #1 isfor serving leg and Call-ID #2 isfor home leg of CS access leg.
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UE#1 Visited Network UE#1 Home Network
S UB41 CS/MS ATCF/ . MS Tntenmedite Remote
I i > E#2
ntermediate Nodes ATGW SCC AS U
1. CS Setup——»
2. Invite————
3. Decision for anchoring
media or not
4. Tnvit »
5. Invite
[«——6. 200 OK:
- 7.200 OK:

8. Charging Data
— Request [Start] -

9. Open ATCF CDR for
home leg Call-ID#2 or
9a. For the session when OneCDR

10. Charging Data_

11. 200 OK Response
———13. Charging Data:

— Request[Start]

Skipped when
OneCDR

[<@—12. CS Connect

14. Open ATCF CDR for
serving leg Call-ID#1

15. Charging Data__|
Response

Figure 5.2.2.1.22.1.1: Message sequence chart UE originating call (CS only) through ATCF

1. The SCC session isinitiated by UE#1 sending a Call Setup.

2. After processing at CS/PS intermediate nodes, the resulting SIP INVITE goes through the ATCF in the UE#1
serving network.

3. The ATCF may decide whether to anchor the media session, and allocate if needed, ATGW resourcesto it.

4. The ATCF create an SIP INVITE request message and send it to the UE#1 Home Network SCC AS.

5. The call setup proceeds and is routed to the remote UE-2.

6-7. On response SIP 200 OK from the remote UE#2, response SIP 200 OK is transmitted to UE#1 serving network.

8. Upon reception of the final response, the ATCF sends an Charging Data Request[ Start] to record start of a user
session/media component in the ATCF CDR for the IMS session.

9-10. The CDF from the Serving network opens an ATCF CDR for the home leg (Call-ID#2) and acknowledges the
reception of the data.

9a-10. Alternatively, when "OneChargingSession", the CDF opens an ATCF CDR related to the IMS session, with
serving leg and home leg, and acknowledges the reception of the data.

11-12. Thefinal responseto SIP INVIT (Call ID #1) is transmitted.
13-15. Same as 8-9-10 but opening a ATCF CDR for the serving leg (Call-1D#1).

Steps 13 to 15 are not applicable for the "OneChargingSession™ option.
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5.2.2.1.22.1A UE originating call (PS only) through ATCF
UE#1 Visited Network UE#1 Home Network
IMS Intermediate
SC UE#1 P-CSCF :;gsé CDF Nodes, Rég;’f
SCC AS
1. Invite———»

2. Invite——————]

3. Decision for anchoring
media or not

4

4. Invit

5. Invite

[—6. 200 OK:

-t 7.200 OK:

8. Charging Data
Request [Start]

9. Open an ATCF CDR

10. Charging Data__|
11.200 OK Response

[-——12. 200 OK:

Figure 5.2.2.1.22.1A.1: Message sequence chart UE originating call (PS only) through ATCF

1. The SCC session isinitiated by UE#1 sending an SIP INVITE.

2. After processing at P-CSCF, the resulting SIP INVITE goes through the ATCF in the UE#1 Visited Network.

3. The ATCF may decide whether to anchor the media session, and allocate if needed, ATGW resourcesto it.

4. The ATCF forwards the SIP INVITE request message to the UE#1 Home Network SCC AS.

5. The call setup proceeds and is routed to the remote UE#2.

6-7 On response SIP 200 OK from the remote UE#2, response SIP 200 OK istransmitted to UE#1 Visited Network.

8. Upon reception of the final response, the ATCF sends an Charging Data Request[ Start] to record start of a user
session/media component in the ATCF CDR for the IMS session.

9-10. The CDF from UE#1 Visited Network opens an ATCF CDR and acknowledges the reception of the data.
11-12. Thefinal responseto SIP INVITE is transmitted.

5.2.2.1.22.2 UE terminating call (CS only) through ATCF
Inthe flow figure 5.2.2.1.22.2.1, Call-ID #1 isfor serving leg and Call-ID #2 isfor home leg.
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UE#1 Visited Network UE#1 Home Network

IMS Intermediate

CS/IMS ATCF/ Remote
SC UE#1 . CDF Nodes,
Intermediate Nodes ATGW SCC AS UE#2
[——1. Invite

< 2. Invite

3. Decision for anchoring
media or not

[—4. Invite

[«—5.CS Setup:

6. CS Connect—»
7.200 OK
—

8. Charging Data
— Request [Start]

9. Open ATCF CDR for
serving leg Call-ID#1 or
9a. For the session when OneCDR

10. Charging Data__|
Response

n

11.200 OK:

\ 4

12.200 OK

13. Charging Data:

— Request[Start] Sl i

OneCDR

14. Open ATCF CDR for
home leg Call-ID#2

15. Charging Data__ |
Response

Figure 5.2.2.1.22.2.1: Message sequence chart UE terminating call (CS only) through ATCF

1. The SCC session isinitiated by UE #2 sending an SIP INVITE towards UE-1.

2. The call setup proceeds and is routed to the UE-1.

3. The ATCF may decide whether to anchor the media session, and allocate if needed, ATGW resourcesto it.
4. The ATCEF create an SIP INVITE request message and send it to the CS/PS intermediate nodes.

5. After processing at CS/PS intermediate nodes, the resulting message is sent to UE #1.

6. The response is transmitted to CS/PS intermediate nodes.

7. After processing at CS/PS intermediate nodes, the SIP 200 OK messageis sent to ATCF.

8. Upon reception of the final response, the ATCF in the terminating network sends an Charging Data
Request[ Start] to record start of a user session/media component in the ATCF CDR.

9-10. The CDF from the Terminating serving network opens an ATCF CDR for the serving leg (Call 1D #1) and
acknowledges the reception of the data.

9a-10 Alternatively, when "OneChargingSession”, the CDF opens a ATCF CDR related to the IMS session (ICID)
with serving leg and home leg, and acknowledges the reception of the data.

11-12. Thefinal responseto SIP INVITE (Call ID #2) is transmitted.
13-15. Same as 8-9-10 but for the home leg (Call ID #2).

Steps 13 to 15 are not applicable for the "OneChargingSession™ option.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 108 ETSI TS 132 260 V19.1.0 (2025-10)

5.2.2.1.22.2A UE terminating call (PS only) through ATCF
UE#1 Visited Network UE#1 Home Network
IMS Intermediate
SC UE#1 P-CSCF A CDF Nodes, oo
SCC AS
l—1. Invite:
- 2. Invit
3. Decision for anchoring
media or not
[—4. Invite
[—5 Invite
6.200 OK———p»
7.200 OK
) 8. Charging Data
— Request [Start] |
9. Open an ATCF CDR
_‘_10. (l;harging Data__|
esponse
11. 200 OK: >
| 12.200 OK

Figure 5.2.2.1.22.2A.1: Message sequence chart UE terminating call (PS only) through ATCF

1. The SCC session isinitiated by UE #2 sending an SIP INVITE towards UE#1.

2. The call setup proceeds and is routed to the UE#1.

3. The ATCF may decide whether to anchor the media session, and allocate if needed, ATGW resourcesto it.
4. The ATCF forwards the SIP INVITE request message to the P-CSCF.

5. After processing at P-CSCF, the resulting message is sent to UE #1.

6. The response is transmitted to P-CSCF.

7. After processing at P-CSCF, the SIP 200 OK issent to ATCF.

8. Upon reception of the final response, the ATCF sends an Charging Data Request[ Start] to record start of a user
session/media component in the ATCF CDR.

9-10. The CDF from UE#1 Visited Network opens an ATCF CDR and acknowledges the reception of the data.
11-12. Thefinal responseto SIP INVITE is transmitted.
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5.2.2.1.22.3 UE session transfer PS to CS using ATCF

Inthe flow figure 5.2.2.1.22.3.1, Call-ID #1 isfor PS access leg, Call-ID #1' for serving leg of CS access leg and Call-
ID #2' for home leg of CS access leg.

UE#1 Visited Network UE#1 Home Network

’ IMS Intermediate
SC UE#1 MSC server P-CSCF ATCF/ CDF Nodes Remore
ATGW SCC AS UE#2

| 1. Interactions for transfer

2. Tnvite————————P

3. Configure ATGW

4,200 OK ]
[ — 5. Charging Data

— Request [Start]/ -]

6. Open ATCF CDR for

new serving leg Call-TD#1'

8. ACK » 6a. Update for the session when

OneCDR

7. Charging Data__ |
Response

9. Invity -

10. 200 OK:

-
11. Charging Data
— Request [Start]/ ]

12. Open ATCF CDR for

new home leg Call-TD#2' or

12a. Update for the session when

OneCDR

13. Charging Data__|
Response

14. ACK

\

-t 15. BYE:

16. Charging Data Skipped when
Request [Stop] OneCDR

17. Close ATCF CDR for
old access leg Call-TD#1

18. Charging Data
Response

-

19.BYE
20. BYE

Figure 5.2.2.1.22.3.1: Message sequence chart UE session transfer PS to CS using ATCF

1. UE has an ongoing session under PS with media anchored in ATGW, and interactions between UE, RAN,
MME/SGSN and M SC take place for session transfer to CS.

2. MSC server sends the resulting SIP INVITE towards the ATCF in the UE#1 serving network.
3. The media session is anchored in ATGW: the ATCF updates the ATGW with new CS access leg resource.
4. The ATCF sends SIP 200 OK answer to MSC server for switching the media path.

5-7. the ATCF sends an Charging Data Request[ Start] to record start of a user session/media component in the
ATCF CDR for the serving leg of new CS access leg.

5-6a-7. Alternatively, when "OneChargingSession”, the ATCF sends an Charging Data Request[Interim] to record
modification of the ATCF CDR with the serving leg of new CS access leg. The CDF updates ATCF CDR related
to the IMS session, with new serving leg, and acknowledges the reception of the data.

8. ACK from MSC server to ATCF

9. The ATCF creates and sends a SIP INVITE request viaa new dialog to the SCC AS for indicating the transfer has
taken place.
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10. The SCC AS sends a SIP 200 OK confirmation response to the ATCF containing SDP answer stored during the
original session establishment procedure.

11-13. The ATCF sends an Charging Data Request[ Start] to record start of a user session/media component in the
ATCF CDR for home leg of new CS access leg.

11-12a-13 Alternatively, when "OneChargingSession”, the ATCF sends an Charging Data Request[Interim] to
record modification of the ATCF CDR with the home leg of new CS access leg. The CDF updates ATCF CDR
related to the IMS session, with new home leg, and acknowledges the reception of the data.

14. The ATCF acknowledges the SIP 200 OK.
15, 19-20 The SCC AS terminates the old PS access leg, by sending a SIP BY E request.

16-18. The ATCF sends an Charging Data Request[ Stop] to close the ATCF CDR for the old PS access leg
(conducted for both serving and home leg of the old PS access leg if flow 5.2.2.1.22.4 precedes for the same
Session).

Steps 16 to 18 are not applicable for the " OneChargingSession” option.

5.2.2.1.22.4 UE session transfer CS to PS using ATCF

Inthe flow figure 5.2.2.1.22.4.1, Call-ID#1 for serving leg of old CS access leg and Call-ID#2 for home leg of old CS
access leg, Call-ID#1' isfor serving leg of new PS access leg, and Call-ID#2' is for home leg of new PS access | eg.
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UE#1 Visited Network UE#1 Home Network
’ IMS Intermediate ‘
SC UE#1 MSC server | | P-CSCF ATCE/ CDF Nodes Remote
ATGW scc A’S UE#2

1. CS to PS request

2. Transfer preparation between MSC server
and ATCF

I
3. INFO (transfer preparation
( preparation) >

4.200 OK
|————

5. Invite———

6. Invite—pm
7.200 OK
- —

. 8. Charging Data
< 112000k | —— Request [Start]/ -Jm
12. ACK————— P> 9. Open ATCF CDR for the

——13. ACK—»»{ new serving leg Call-ID#1' or
9a. Update for the session
when OneCDR

=4

10. Charging Data
-  Response —

— 14. Invit

15.200 OK:

\

<_16. Charging Data
— Request [Start]/ pm

17. Open ATCF CDR for the
new home leg Call-ID#2' or
17a.for the session when

OneCDR
18. Charging Data
-  Response —
— 19. ACK >
20. BYE

21. Charging Data, Skipped when
I Request [Stop] OneCDR
22. Close ATCF CDR for
the old serving leg Call-
ID#1

23. Charging Data__|
Response

| 24 Charging Data,
Request[Stop]

25. Close ATCF CDR for
old the home leg Call-ID#2

26. Charging Data
—  Response

[—27. BYE

Figure 5.2.2.1.22.4.1: Message sequence chart UE session transfer CS to PS using ATCF

1. UE has an ongoing session under CS with media anchored in ATGW, and interactions between UE, RAN,
MME/SGSN and M SC take place for session transfer to PS.

2. Transfer preparation procedure between M SC server and ATCF, the MSC interacts with UE for handover.

3. The MSC server sends a SIP INFO request containing a session transfer preparation to the ATCF to instruct the
ATCEF that media should be switched to the new accessleg.

4. The ATCF sends SIP 200 OK answer to M SC server for switching the media path.
5-6. UE A sendsan SIP INVITE request towards the ATCF to move the session control to the PS access.
7-11. The ATCF sends a SIP 200 OK response to the UE.

8-10. The ATCF sends an Charging Data Request[ Start] to record start of auser session in the ATCF CDR for the
serving leg of the new PS access leg.

ETSI



3GPP TS 32.260 version 19.1.0 Release 19 112 ETSI TS 132 260 V19.1.0 (2025-10)

8-9a-10. Alternatively, when "OneChargingSession”, the ATCF sends an Charging Data Request[Interim] to record
modification of the ATCF CDR with the serving leg of new PS access leg. The CDF updates ATCF CDR related
to the IMS session, with new serving leg, and acknowledges the reception of the data.

12-13. UE acknowledges the SIP 200 OK.

14. The ATCF creates and sends SIP INVITE request via a new dialog to the SCC AS for indicating the transfer has
taken place.

15. The SCC AS sends a SIP 200 OK confirmation response to the ATCF containing SDP answer stored during the
original session establishment procedure.

16-18. The ATCF sends an Charging Data Request[ Start] to record start of a user session in the ATCF CDR for the
home leg of the new PS access leg.

16-17a-18. Alternatively, when "OneChargingSession” , the AT CF sends an Charging Data Request[Interim] to
record modification of the ATCF CDR with the home leg of new PS access leg. The CDF updates ATCF CDR
related to the IMS session, with new home leg, and acknowledges the reception of the data.

20, 27 The SCC AS terminates the old CS access leg, by sending a SIP BY E request.

21-23. The ATCF sends an Charging Data Request[ Stop] to close the ATCF CDR for the serving leg of old CS
access leg.

24-26. The ATCF sends an Charging Data Request[ Stop] to close the ATCF CDR for the home leg of old CS access
leg.

Steps 21 to 26 are not applicable for the "OneChargingSession” option.

5.2.2.2 Message flows - error cases and scenarios

5.2.2.2.0 Introduction

This clause describes various error cases and how these should be handled. The error cases are grouped into the
following categories:

e Falurein SIP related procedures:
- Sessionrelated error scenarios;
- Session unrelated error scenarios.

e Errorsin Charging Data Transfer related procedures.

5.2.2.21 Session related SIP procedures- reception of SIP error messages
A SIP session is closed abnormally by the reception of a SIP BY E message indicating the reason for such termination.

In this case, an Charging Data Request[Stop] message that includes an appropriate error indication is sent.

5.2.2.2.2 Session related SIP procedures - SIP session failure

All nodes involved in the SIP session are expected to exercise some kind of session supervision. In case a node detects
an error in the SIP session, such as atimeout or the occurrence of an invalid SIP message that resultsin the inability to
maintain the session, this IMS node will generate a SIP BY E message towards both ends of the connection.

The node that sent the BY E to trigger session termination identifies the cause of the failure in the Charging Data
Reguest [Stop] towards the CDF. All other nodes, i.e. those that receive the SIP BY E, are not aware of an error, and
therefore they treat this situation as any normal SIP session termination.
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5.2.2.2.3 Session unrelated SIP procedures

Asdescribed in clause 5.1.2.1.2, a session unrelated SIP procedure may either be completed with the reception of a SIP
200 OK, or a SIP error message. If the latter occurs, i.e. there isafailure in the procedure, the Charging Data
Request[ Event] sent towards the CDF includes an appropriate error indication.

5.2.224 CDF connection failure

The CDF connection failure mechanism is specified in TS 32.299 [50] clause 6.1.3.1.

5.2.2.2.5 No reply from CDF

The mechanism when no reply from CDF, is specified in TS 32.299 [50] clause 6.1.3.2.

5.2.2.2.6 Duplicate detection
The duplicate detection mechanism is specified in TS 32.299 [50] clause 6.1.3.3.

5.2.2.2.7 CDF detected failure

The CDF detected failure mechanism on expected Charging Data Requests for a particular SIP session is specified in
TS 32.299 [50] clause 6.1.3.4.

5.2.3 CDR generation

For via Nchf interface (see clause 6.1.1a), CDR generation is the same as converged charging as described in clause
54.4.

Editor's Note: The CDR generation for offline charging is FFS.

524 GTP' record transfer flows

GTP isnot used between CDF and CGF for IM S offline charging because CDF and CGF are combined into CCF (see
clause 4.2).

NOTE: Vendors may neverthelessimplement a separate CDF and CGF for IMS offline charging. In thiscase, itis

recommended that the approach chosen conforms to the principles and protocol applications specified in
TS32.295 [54].

5.2.5 Bi CDR file transfer
The CGF will receive charging events from each ASinvolved in a SIP dialog. This may result in multiple CDRs, some

of these CDRs may be redundant for billing purposes. When preparing these CDRs for the BD, the CGF may elect not
to send some CDRs or may perform consolidation before transfer based on the operator's configuration.

5.3 IMS online charging scenarios

5.3.1 Basic principles
IMS online charging uses the Credit-Control application that is specified in TS 32.299 [50].
Three cases for online charging are distinguished:

- Immediate Event Charging (IEC); and
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- Event Charging with Unit Reservation (ECUR), and
- Session Charging with Unit Reservation (SCUR).
Both stage 2 and stage 3 mechanisms for the three cases for online charging are detailed in TS 32.299 [50].

In the case of Immediate Event Charging (IEC), granting unitsto the IMS Network Element is performed in asingle
operation that also includes the deduction of the corresponding monetary units from the subscriber's account. The
charging process is controlled by the corresponding Debit UnitsRequest which is sent for a given Credit-Control event.

In contrast, Event Charging with Unit Reservation (ECUR) also includes the process of requesting, reserving, releasing
and returning unused units for events. The deduction of the corresponding monetary units then occurs upon conclusion
of the ECUR transaction. In this case, the Debit / Reserve Units Request is used to control the Credit-Control session.

Session Charging with Unit Reservation (SCUR) is used for Credit-Control of sessions. SCUR also includes the process
of requesting, reserving, releasing and returning unused units for sessions, and the deduction of the corresponding
monetary units. During a SIP session there can be repeated execution of unit reservation and debit operations as
specified in TS 32.299 [50].

The IMS Network Element may apply |EC, where Debit UnitsRequest] Event] messages are generated, or ECUR, using
Reserve Units Request[I nitial] and Debit Units Request[ Terminate] or SCUR. The decision whether to apply IEC,
ECUR or SCUR is based on the service and/or operator's palicy.

The CTF uses Debit / Reserve Units Request[Initial, Update, Terminate] in procedures related to successful SIP
sessions. It uses Debit Units Request[Event] or Reserve Units Request[Event or Initial, Terminate] depending on
whether IEC or ECUR/SCUR applies) for unsuccessful SIP sessions and for session unrelated procedures. Further
details are specified in the tables bel ow.

It is operator configurable in the nodes for which SIP method a Debit / Reserve Units Request is sent. The table below
describes al possible Debit / Reserve Units Requests that might be sent from an IMS GWF or an MRFC or an AS.

It is configurable for the operators to enable or disable the generation of a Debit / Reserve Units Request message by the
IMS node in response to a particular "Triggering SIP Method".

ETSI



3GPP TS 32.26

Table 5.3.1.1

0 version 19.1.0 Release 19 115 ETSI TS 132 260 V19.1.0 (2025-10)

: Debit / Reserve Units Request messages triggered by SIP methods for IMS-GWF or AS

Message

Triggering SIP Method

Debit / Reserve

SIP INVITE (SCUR)

Units Request

SIP NOTIFY (ECUR)

[Initial]

SIP MESSAGE (ECUR)

SIP REGISTER (ECUR)

SIP SUBSCRIBE (ECUR)

SIP REFER (ECUR)

SIP PUBLISH (ECUR)

Reserve Units

SIP 2xx acknowledging a SIP INVITE, RE-INVITE or SIP UPDATE [e.g. change in media components] (SCUR)

Request [Update]

RE-INVITE or SIP UPDATE [e.g. change in media components, terminating identity change] (SCUR)

Expiration of quota, Validity time expiry or other authorization triggers (quota threshold reached, ...). (SCUR)

Any SIP message (except those triggering a Debit / Reserve Units Request[Initial] or those not covered by the above
triggers for Reserve Units Request[Update] conveying a SDP offer or its associated SDP answer before SIP session
establishment (SCUR)

SIP 1xx provisional response, mid-dialog requests, mid-dialog responses and SIP INFO embedding RTTI XML body

SIP response (4xx, 5xx or 6xx), indicating an unsuccessful SIP RE-INVITE or SIP UPDATE (SCUR)

Debit / Reserve

SIP BYE message (both normal and abnormal session termination cases) (SCUR)

Units Request
[Terminate]

SIP 2xx acknowledging a SIP BYE message (only when last user location information of originating/ terminating party is
required by operator for legal purpose).

SIP 2xx acknowledging non-session related SIP messages (ECUR)

Aborting a SIP session set-up procedure, using an internal trigger, or a SIP CANCEL.(SCUR/ECUR)

Deregistration (SCUR/ECUR)

SIP Final/Redirection Response 3xx (SCUR/ECUR)

SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful SIP session set-up procedure (SCUR)

SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure (ECUR)

Debit Units

SIP NOTIFY (IEC)

SIP MESSAGE (IEC)

Request [Event]

SIP REGISTER (IEC)

SIP SUBSCRIBE (IEC)

SIP REFER (IEC)

SIP PUBLISH (IEC)

SIP Final Response (4xx, 5xx or 6xx), indicating an unsuccessful session-unrelated procedure (IEC)

Table 5.

3.1.2: Debit / Reserve Units Request messages triggered by SIP methods for MRFC

Message

Triggering SIP Method

Units Request

Debit / Reserve |[SIP INVITE(SCUR) for initiating a multimedia ad hoc conferencing session

[Initial]

Reserve Units SIP RE-INVITE or SIP UPDATE[e.g. change in media components](SCUR)

Request SIP BYE message

[Update] Expiration of quota, Validity time expiry or other authorization triggers (quota threshold reached, ...). (SCUR)

Units Request
[Terminate]

Debit / Reserve |SIP BYE message(both normal and abnormal session termination cases)(SCUR)

SIP Final Response with error codes 4xx, 5xx or 6xx indicating termination of an ongoing session(SCUR)
SIP CANCEL(SCUR)
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5.3.2 Message flows and types

5.3.20 Introduction

This clause describes the message flows for the event charging procedures on the Ro interface. The IMS functions
providing online charging via the Ro interface are the S-CSCF with IMS GWF, the AS and the MRFC.

NOTE: Thefollowing sub-clauses only show the scenarios of the S-CSCF with IMS-GWF case and the AS case.
The scenarios of the MRFC are FFS.

5.3.2.1 Immediate Event Charging (IEC)

5.3.2.1.0 Introduction
This clause provides the details of the "Debit Units" operation specified in TS 32.299 [50].

5.3.2.1.1 Message flows - successful cases and scenarios

5.3.2.1.1.1 IEC — Debit Units operation

The transactions that are required on the Ro interface in order to perform IEC with Debit Units operations are carried
out as described in TS 32.299 [50] where CTF refersto IMS Network Element. The Debit Units operation may
aternatively be carried out prior to, concurrently with or after service/content delivery. The IMS Network Element must
ensure that the requested service execution is successful, when this scenario is used.

Editor's Note: Must be aligned with TS 32.299 [50].
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5.3.2.1.1.2 Scenarios

Figure 5.3.2.1.1.2.1 shows the Debit Units transactions that are required between the IMS-GWF/AS and the OCS for
session-unrelated IMS procedures, i.e. those that relate to the Debit Units Request[Event], aslisted in table 5.3.1.1.

SIP messages and Charging Data transactions associated with these charging scenarios are shown primarily for genera
information and to illustrate the charging triggers. They are not intended to be exhaustive and depend on the Debit Units
Request triggers configured by the operator.

Scenario 1: Successful session unrelated case

NOTE: The Dehit Units operation is carried out prior to service/content delivery.

IMS-GWF
S-CSCF I AS OCs

1. SIP Request (e.g. SUBSCRIBE)

» 1. SIP Request (e.g. SUBSCRIBE)

Service control

2. Debit Units Request[Event]

Credit control

Debit Units Response[Event]

3.
-

4. SIP Request (e.g. SUBSCRIBE)

4. SIP Request|(e.g. SUBSCRIBE)

\J

Figure 5.3.2.1.1.2.1: Message sequence chart for session-unrelated procedure

1) A session unrelated SIP request (e.g. SUBSCRIBE) isreceived in the S-CSCF. The S-CSCF forwards this
reguest to the IMS-GWF/AS.

2) The IMS-GWF/AS sends a Debit Units Request[Event] to the OCS, requesting unitsin order to provide the
service.

3) The OCS sends the Debit Units Response to acknowledge the Debit Units Request, granting the requested units.
4) The MS-GWFAS and the S-CSCF forward the SIP request.

5.3.2.1.2 Message flows - error cases and scenarios

5.3.2.1.2.0 Introduction

This clause describes various error cases and how these should be handled.
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The failure handling behaviour islocally configurable in the IMS Network Element. If the Direct-Debiting-Failure-
Handling AVP is not used, the locally configured values are used instead.

5.3.21.2.1 Reception of SIP error messages

If SIP errorsin SIP response (4xx, 5xx or 6xx) occur during service delivery, asdefined in TS 24.228 [202] and TS
23.218[203], it isup to the IMS Network Element to determine to what extent the service was delivered before the
error occurred and act appropriately with respect to charging. This may imply that no units at all (or no more units) are
debited.

5.3.2.1.2.2 Debit Units operation failure

This case comprises situations where either no, or an erroneous response, is received from the OCS. The "no response”
caseis detected by the IMS Network Element when the connection supervision timer Tx expires (IETF RFC 4006
[402]) before a Debit / Reserve Units Response isreceived. The case of receiving an erroneous response implies that
the IMS Network Element receives a Debit / Reserve Units Response, which it is unable to process, while Tx is
running. The failure handling complies with the failure procedures for "Direct Debiting" scenario described in IETF
RFC 4006 [402].

5.3.2.1.2.3 Duplicate detection

The detection of duplicate request is heeded and must be enabled. To speed up and simplify as much as possible the
duplicate detection, the all-against-all record checking should be avoided and just those records marked as potential
duplicates need to be checked against other received requests (within a reasonable time window) by the receiver entity.

The IMS Network Element marks the request messages that are retransmitted after alink failover as possible duplicates
with the T-flag as described in TS 23.228 [201]. For optimized performance, uniqueness checking against other
received requests is only necessary for those records marked with the T-flag received within a reasonabl e time window.
This focused check is based on the inspection of the Session-1d and CC-Request-Number AVP pairs.

5.3.2.2 Event Charging with Unit Reservation (ECUR) and Session Charging with
Unit Reservation (SCUR)

5.3.2.2.0 General
This clause provides the details of the "Reserve Units' and "Debit Units"' operation specified in TS 32.299 [50].

5.3.2.2.1 Message flows - successful cases and scenarios

5.3.2.21.1 ECUR and SCUR - Reserve / Debit Units operations

The transactions that are required on the Ro interface in order to perform ECUR/SCUR with Reserve / Debit Units
operationsis carried out as described in TS 32.299 [50] where CTF refersto an IMS Network Element. Multiple
replications of both of these operations are possible.

5.3.2.2.1.2 Expiration of reservation validity

This clause defines how reserved units are returned, if not used, within areasonable time. It should be possible that
both, reservation and SIP sessions are cancelled or only the reservation is cancelled without removing the SIP session.
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5.3.2.2.1.3 Scenarios

5.3.2.2.1.3.0 Introduction

The following figures show the Reserve Units transactions that are required between the IMS-GWF/AS and the OCS
for session-related and session-unrelated IM S procedures.

The SIP messages and Charging Data transactions associated with these charging scenarios are shown primarily for
general information and to illustrate the charging triggers. They are not intended to be exhaustive and they depend on
the Reserve Units Request triggers configured by the operator.

All of the scenarios depict originating sessions only.
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5.3.2.2.1.31 Session related procedures (SCUR)
Scenario 1. Successful session establishment

Figure 5.3.2.2.1.3.1.1 shows the Reserve Units transactions that are required in the IMS-GWF/AS during a SIP session
establishment.

IMS-GWF
S-CSCF /AS OCS

1. INVITE

- 1. INVITE

-

Service control

2. Reserve Units Request[lnitial]
B

Credit control

3. Reserve Units Response][lnitial]

el
-

4. INVITE

A

4. INVITE

\/

More SIP signalling and optionally more Reserve Unit Requests

5. 200 OK (Invite)

A

5. 200 OK (Invite)

Service control

6. Reserve Units Request[Update]
|-y

-

Credit control

7. Reserve Units Response[Update]
8.200 OK (Invite) |

8. 200 OK (Invite)

A

Figure 5.3.2.2.1.3.1.1: Message sequence chart for successful session establishment
1) Aninitia SIP Invite Request isreceived in the S-CSCF. Thisrequest is forwarded to the IMS-GWF/AS.

2) The IMS-GWF/AS sends a Reserve Units Request[Initial] to the OCS requesting service units. The online
Credit-Control sessionisinitiated.

3) The OCS grants units in the Reserve Units Response.
4) TheMS-GWF/AS and S-CSCF forward the initial SIP INVITE.

5) A final responseisreceived in the IMS-GWF/AS.
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6) If thetrigger isactive, the SIP 200 OK answer triggers a Reserve Units Request[ Update] in the IMS-GWF/ASin
order to update the Credit-Control session. New service units are requested. Also the used service units (if any)

arereported.

7) The OCS sends the Reserve Units Response to acknowledge the Reserve Units Request. New service units are
granted.

8) Thefinal answer isforwarded.
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Scenario 2: Successful session establishment with early media negotiation

Figure 5.3.2.2.1.3.1.2 shows the Charging Data transactions that are required in the IMS-GWF/AS during a SIP session
establishment in which SDP negotiation is completed before afinal response to theinitial SIP INVITE is exchanged.

IMS-GWF

S-CSCF TAS ocs
1. SIP INVITE (SDP offer) 1. SIP INVITE (SDP offer)
> |-

Service control

2. Reserve Units Request[Initial]

Credit control

3. Reserve Units Response[lInitial]
4. SIP INVITE (SDP offer) ¢——

4. SIP INVITE (SDP offer)

\J

5. Non final SIP Response (SDP Answer)

-l
-

5. Non final SIP Response (SDP Answer)

Service control

6. Reserve Units Request[Update]

Credit control

@

Non final SIP Response i
8. Non final SIP Response (SDP Answer)p 7. Reserve Units Response[Update]

(SDP Answer)

A

More SIP signalling and optionally more Reserve Unit Requests before INVITE final response

Figure 5.3.2.2.1.3.1.2: Message sequence chart for session establishment with early media
negotiation

1) Aninitial SDP offer isconveyedinaSIP INVITE message. The SIP INVITE message received in the S-CSCF is
forwarded to the IMS-GWF/AS.

2) Inthisexample, the SDP offer is conveyed in a SIP request which implies the start of the online Credit-Control
session towards the OCS. The IMS-GWF/AS sends a Reserve Units Request[Initial] to the OCS requesting
service units. The online Credit-Control session isinitiated.

3) The OCS grants unitsin the Reserve Units Response.
4) TheIMS-GWF/AS and S-CSCF forward the SIP request conveying the SDP offer.

5) A non-final SIP message (e.g. a provisional reliable response) conveying an SDP answer isreceived inthe IMS-
GWF/AS.

6) The received SDP answer triggers a Reserve Units Request[Update] in order to update the session. New service
units are requested. Also the used service units (if any) are reported.
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7) The OCS sends the Reserve Units Response to acknowledge the Reserve Units Request. New service units are
granted.

8) The SDP answer isforwarded.
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Scenario 3: Mid-session procedures

Figure 5.3.2.2.1.3.1.3 shows the Charging Data transactions that are required in the IMS-GWF/AS when receiving a SIP
RE-INVITE in mid-session, e.g. in order to modify media component(s), or when the hold and resume procedureis
executed.

IMS-GWF OCS
S-CSCF /AS (home)
Ongoing SIP Session
1. RE-INVITE
» 1. RE-INVITE
L

Service control

2. Reserve Units Request[Update]
»
Credit control
3. Reserve Units Response[Update]
. 4. RE-INVITE
4. RE-INVITE
More SIP signalling
5. 200 QK (RE-INVITE)
5. 200 OK (RE-INVITE)

Service control

6. Reserve Units Request[Update]
>
Credit control
7. Reserve Units Response[Update]
8.200 OK (RE-INVITE)
8. 200 OK (RE-INVITE) -

Figure 5.3.2.2.1.3.1.3: Message sequence chart for mid-session procedures

1) A SIPRE-INVITE request isreceived in the S-CSCF. This request is forwarded to the IMS-GWF/AS.

2) Upon receiving the SIP RE-INVITE request, the IMS-GWF/AS sends a Reserve Units Request[ Update] to
update the previoudly initiated session. New service units are requested. The used service units (if any) are also
reported.

3) The OCS grants new service units in the Reserve Units Response.
4) The RE-INVITE request is forwarded.
5) The RE-INVITE request is acknowledged with a SIP 200 OK.
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6) If thetrigger isactive, the IMS-GWF/AS sends a Reserve Units Request[ Update] to the OCS to update the
session. New service units are requested. The used service units (if any) are also reported.

7) The OCS grants new service unitsin the Reserve Units Response.

8) The SIP 200 OK message is forwarded.
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Scenario 4; Session release

Figure 5.3.2.2.1.3.1.4 shows the Debit / Reserve Units operation that are required in the IMS-GWF/AS for a session
release scenario with SIP BY E triggering online Credit-Control session termination.

IMS-GWF

S-CSCF I AS oCs
Ongoing SIP Session
1. BYE
> 1. BYE
Service control
P 2. BYE
2. BYE .
3. Reserve Units Request[[rerminate]
Credit control
4. Reserve Units Response[Terminate]
. 5. 200 OK
5. 200 OK
5.200 OK
5. 200 OK -«

Figure 5.3.2.2.1.3.1.4: Message sequence chart for session release (SIP BYE triggering Credit-Control
session termination).

1) A SIP sessionisreleased by sending a SIP BY E message. The S-CSCF forwards this message to the IMS-
GWF/AS.

2) Upon receiving the SIP BY E message, the IMS-GWF/AS forwards the SIP BY E request to the UE.

3) In casethereisan ongoing online control session, the IMS-GWF/AS sends a Reserve Units Request] Terminate]
reporting the used granted units.

4) The OCS sends a Reserve Units Response. The online Credit-Control session is terminated.

5) Thefinal answer to the SIP BY E message is forwarded.

Figure 5.3.2.2.1.3.1.4A shows the Debit / Reserve Units operation that are required in the IMS-GWF/AS for a session
release scenario with SIP 200 OK triggering online Credit-Control session termination.
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IMS-GWF
1 AS

0OCS

Ongoing SIP Session

[erminate]

Credit control

- 1. BYE
1. BYE
»
Service control
. 2. BYE
2. BYE
3.200 OK
3.200 OK o
| 4. Reserve Units Request[]
—_—
5. Reserve Units Respon
6. 200 OK
6.200 OK

se[Terminate]

[
|

Figure 5.3.2.2.1.3.1.4A: Message sequence chart for session release (SIP 200 OK triggering Credit-
Control session termination).

1) A SIP sessionisreleased by receiving a SIP BY E message. The S-CSCF forwards this message to the IMS-

2)

3)

4)

5)
6)

GWF/AS.

Upon receiving the SIP BY E message, the IMS-GWF/AS forwards the SIP BY E request to the UE. In case there
is an ongoing online control session, and the IMS-GWF/AS is configured to wait for SIP 200 OK acknowledging
SIP BYE, the counter of used granted unitsis stopped.

The release is acknowledged by SIP 200 OK forwarded to the IMS-GWF/AS by the S-CSCF.

In case there is an ongoing online control session, the IMS-GWF/AS sends a Reserve Units Request [ Terminate]
reporting charging information (e.g. user location received in SIP 200 OK) together with the used granted units.

The OCS sends a Reserve Units Response. The online Credit-Control session is terminated.

Thefinal SIP 200 OK answer to the SIP BY E message is forwarded.
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Scenario 5: Successful session establishment with reception of RTTI message

Figure 5.3.2.2.1.3.1.5 shows the Debit / Reserve Units operationthat are required in the IMS-GWF/AS during a SIP
session establishment when RTTI message is received embedded in the SIP 200 OK.

IMS-GWF

S-CSCF / AS 0OCS
1. INVITE
1. INVITE
Service control
2. Reserve Units Requesmnitial]
Credit control
3. Reserve Units Response]lnitial]
4. INVITE
4. INVITE
>
< More SIP signalling and optionally more Reserve Unit Requests >
5.200 OK
RTTI XML body
5.200 OK

RTTI XML body

Service control

6. Reserve Units Requesi[Update, Tariff Information]

|

Credit control

7. Reserve Units Response[Update]

8. 200 OK (Invite)

8. 200 OK (Invite) -t

Figure 5.3.2.2.1.3.1.5: Message sequence chart for successful session establishment with reception
of RTTI message

1) Aninitia SIPINVITE regquest isreceived in the SS-CSCF. This request is forwarded to the IMS-GWF/AS.

2) The IMS-GWF/AS sends a Reserve Units Request[Initial] to the OCS requesting service units. The online
Credit-Control sessionisinitiated.

3) The OCS grants units in the Reserve Units Response.
4) TheMS-GWF/AS and S-CSCF forward the initial SIP INVITE.
5) A final responseisreceived in the IMS-GWF/AS, which embedsa RTTI XML body.

6) If thetrigger isactive, the SIP 200 OK answer triggers a Reserve Units Request[Update] in the IMS-GWF/ASin
order to update the session and take into account the RTTI XML body within the SIP 200 OK (see NOTE). New
service units are requested. Also the used service units (if any) are reported.
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7) The OCS sends the Reserve Units Response to acknowledge the Reserve Units Request. New service units are
granted.
8) Thefinal answer isforwarded.

NOTE: The mapping of RTTI XML body on Tariff Information structure is described in TS 32.280 [36].
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5.3.2.2.1.3.2 Session unrelated procedures (ECUR)
Scenario 1. Successful session unrelated procedure

Figure 5.3.2.2.1.3.2.1shows the Debit / Reserve Units operation that are required in the IMS-GWF/AS for a session
unrelated procedure.

IMS-GWF

S-CSCF /AS

0OCS

1. SIP Request (e.g. SUBSCRIBE)

|

1. SIP Request (e.g. SUBSCRIBE)

Service control

2. Reserve Units Request]|nitial]

-

Credit control

3. Reserve Units Response[lnitial]

-
-

4. SIP Request (e.g. SUBSCRIBE)

4. SIP Request (e.g. SUBSCRIBE)

\j

More SIP signalling

5. SIP Response

|l
-

5. SIP Response

|

Service control

6. Reserve Units Requeqt[Terminate]

Credit control

7. Reserve Units Response[Terminate]

-

8. SIP Response

|l
-

8. SIP Response

A

Figure 5.3.2.2.1.3.2.1: Message sequence chart for session-unrelated procedures

1) A session unrelated SIP request (e.g. SIP SUBSCRIBE) isreceived in the S-CSCF. The S-CSCF forwards this
reguest to the IMS-GWF/AS.

2) TheMS-GWF/AS sends a Reserve Units Request[Initial] to initiate a Credit-Control session. Service units are
requested to the OCS.

3) The OCS grants service unitsin the Reserve Units Response.

4) The IMS-GWF/AS and the S-CSCF forward the SIP request

5) Depending on the used SIP method, there might be additional signalling between steps 4 and 5.
6) The SIP request is acknowledged by a SIP response.

7) The IMS-GWF/AS sends a Dehit Units Request[ Terminate] to the OCS. It also reports the used granted units.
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8) The OCS sends a Debit Units Response to acknowledge the Debit Units Request. The online session is
terminated.

9) TheMS-GWF/AS and S-CSCF forward the SIP response.
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5.3.2.2.2 Message flows - error cases and scenarios

5.3.2.2.2.0 Introduction
This clause describes various error cases and how these should be handled.

The failure handling behaviour islocally configurable in the IMS Network Element. If Credit-Control-Failure-
Handling AVP is not used, the locally configured values are used instead.

5.3.2.2.2.1 Reception of SIP error messages

If SIP errors occur during service delivery, as defined in [202] and [203], it is up to the IMS Network Element to
determine to what extent the service was delivered before the error occurred and act appropriately with respect to
charging. Thismay imply that no units at all (or no more units) are reserved or debited.

5.3.2.2.2.2 Debit / Reserve Units operation failure
The Debit / Reserve Units operation failure mechanism is specified in TS 32.299 [50] clause 6.3.6.2.

5.3.2.2.2.3 Duplicate detection

For Debit / Reserve Units operation duplicate detection is performed only for possible duplicate event requests related
to IEC as mentioned in clause 5.3.2.1.2.3, as retransmission of ECUR/SCUR related Debit / Reserve Units Requestsis
not allowed.

5.3.2.2.24 Aborted session setup

If atrigger occurs during session establishment to release a session during the establishment procedure, the IMS
Network Element shall initiate procedures to cancel the session establishment as defined in TS 24.229 [204].

On completion of the cancellation procedure, the IMS Network Element shall close the credit-control session (for
SCUR and ECUR) indicating an appropriate cause code.

5.3.2.3 IMS service termination by OCS

5.3.2.3.0 Introduction
Annex B describes several scenarios related to IM S service termination.
NOTE: The annex B only shows the scenario of the S-CSCF with IMS-GWF case.

For IMS session related scenarios charged by means of SCUR in the IMS-GWF, service termination shall imply the
rejection of arequest for IMS session establishment or the release of an established session that is possibly associated to
an online charging session.

For IMS session unrelated scenarios charged by means of ECUR in the IMS-GWF, Service Termination shall imply the
rejection of the SIP method triggering the Reserve Units Request as defined in TS 32.299 [50].

For IMS session unrelated scenarios charged by means of 1EC prior to service/content delivery in the IMS-GWF,
service termination shall imply the rejection of the SIP method triggering the Debit Units Request as defined in
TS32.299 [50].

5.3.23.1 Triggers on Ro interface which imply the termination of the IMS service

The procedures in Ro interface which may trigger the IMS Service termination are the following:

- Reception of an unsuccessful Operation Result different from
DIAMETER_CREDIT_CONTROL_NOT_APPLICABLE (TS 32.299 [50]) in the Debit / Reserve Units

Response message.

- Reception of an unsuccessful Result Code different from
DIAMETER_CREDIT_CONTROL_NOT_APPLICABLE (TS 32.299 [50]) within the multiple units operation
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in the Debit / Reserve Units Response message when only one instance of the multiple units operation field is
used.

Execution of the termination action procedure as defined in TS 32.299 [50] when only one instance of the
Multiple Unit Operation field is used.

Execution of the failure handling procedures when the Failure Action is set to ‘ Terminate' or ‘Retry &
Terminate'.

Reception in the IMS-GWF of an Abort-Session-Request message from OCS.

In case either a Final-Unit-Indication or an erroneous Result-Code at multiple units operation level trigger the IMS
service termination and the charging is based on ECUR or SCUR, the IMS-GWF shall close the online session by
sending a Debit Units and Reserve Units operation of Type ‘ Terminate'.

Refer to TS 32.299 [50] for a detailed description of these procedures.

5.3.2.3.2 Indication to the UE of the reason for IMS service release

Asaresult of service termination triggering in IMS-GWF, the IMS service shall be denied to end-users. The network
should provide an indication to UES of the reason the service has been released or rejected. The procedure shall depend

on:

The charged party.

The network should provide UEs with an indication of the reason the service has been released or rejected.
However, this reason shall depend on whether the UE is the charged party or not. The premiseisthat only the
charged party should know that the IMS service is being rejected / rel eased because of OCS interaction.

IMS specific protocol issues as defined in TS 24.229 [204].

A) Inthis scenario, the Response Code of the SIP response shall indicate the server understood the request but is
refusing to fulfil it and that this request should not be repeated. The SIP response may include additional
information about the cause to reject/release the IM S service. The presence of this additional error
information in the response shall be operator configurable.

The additional information included in the SIP response may contain a SIP URI. The UE may treat the SIP
URI asif it were a Contact in aredirect and generate anew SIP INVITE, resulting, for example, in a
recorded announcement session being established. If announcement information is present in the Debit /
Reserve Units Response message then a SIP URI should not be provided in the SIP response for
redirection purposes.

B) The IMS-GWF generates a SIP reguest (e.g. SIPBYE or SIP CANCEL) as aresult of the IMS Service
Termination procedure:

In this scenario, the IMS-GWF may include a‘ Reason' field in the request which provides additional
information about the cause to reject/rel ease the IMS service. The presence of this additional information
in the request shall be operator configurable.

In both scenarios, it shall also be operator configurable both per SIP method and per Originating/Terminating
side, the content of the additional error information sent to the UEs. This error information shall also be
configurable based on the procedure in Ro interface which has triggered the release/rejection of the IMS service
according to clause 5.3.2.3.1. In particular when the service termination is triggered by the reception of an
unsuccessful operation result (different from DIAMETER_CREDIT_CONTROL_NOT_APPLICABLE as
defined in TS 32.299 [50]) in the Debit / Reserve Units Response message or the reception of an unsuccessful
Result Code (different from DIAMETER _CREDIT_CONTROL_NOT_APPLICABLE asdefinedin

TS 32.299 [50]) within the multiple units operation in the Debit / Reserve Units Response message, the additional
error information/reason shall also be configurable based on the Result Code received through Ro interface.
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54 IMS converged charging scenarios

541 Basic scenario

The Charging Data Request and Charging Data Response are exchanged between the IMS Nodes and the CHF using
Nchf, based on either IEC, PEC, ECUR or SCUR scenarios specified in TS 32.290 [45].

Converged charging uses centralized or decentralized unit determination and centralized rating scenarios for event
based converged charging as specified in TS 32.290 [45].

The contents and purpose of each charging event that triggers interaction with CHF, as well as the chargeable events
that trigger them, are described in the following clauses 5.4.3.

A detailed formal description of the converged charging parameters defined in the present document isto be found in
TS 32.291 [46].

A detailed formal description of the CDR parameters defined in the present document isto be found in TS 32.298 [51].

5.4.2 CHF and charging service selection

When use of Nchf interface is determined by the IMS Node, the CHF address(s) with possible associated CHF instance
ID(s) and/or CHF set ID(s) can be selected from IMS signalling as per clause 5.1.1 , using NRF or can be configured
locally.

Each IMS Node of the IMS converged charging architecture is configured with "converged charging” method or
"offline only charging" method, except the IMS-GWF for which only the "converged charging" method isvalid. When
configured with "offline only charging" method, the Nchf converged charging service isthe default one to be used by
the IMS Node, unless based on Operator policy the alternative Nchf offline only service has to be used.

5.4.3  Applicable triggers for IMS charging

The IMS nodes for which SIP method a charging Data Request is sent shall be operator configurable. The tables below
describe all possible Charging Data Requests that might be sent from IM S nodes.

The generation of a Charging Data Regquest message by the IMS nodes in response to a particular "Triggering SIP
Method" shall be operator configurable (enable or disable).
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Table 5.4.3.1: Default Trigger conditions in IMS Node
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Trigger Conditions Trigger Default category CHF CHF Message when
level allowed to | allowed to "immediate reporting"
change enable category
category and
disable
SIP INVITE - Immediate Not Not SCUR: Charging Data
Applicable | Applicable | Request [Initial]
SIP NOTIFY - Immediate Not Not
Applicable | Applicable
SIP MESSAGE - Immediate Not Not
Applicable | Applicable
SIP REGISTER - Immediate Not Not ECUR: Charging Data
Applicable | Applicable | Request [Initial]
SIP SUBSCRIBE - Immediate Not Not IEC: Charging Data
Applicable | Applicable | Request [Event]
SIP REFER - Immediate Not Not
Applicable | Applicable
SIP PUBLISH - Immediate Not Not
Applicable | Applicable
Change of charging conditions
SIP RE-INVITE or - Immediate No No
UPDATE (e.g. change in
media components,
terminating identity
change)
SIP 2xx acknowledging a - Immediate No No
SIP INVITE, RE-INVITE
or UPDATE (e.g. change
in media components)
SIP 1xx provisional - Immediate No No
response, mid-dialog
requests, mid-dialog
responses and SIP INFO
embedding RTTI XML
body
SIP 4xx, 5xx or 6xx - Immediate No No
response, indicating an
unsuccessful SIP RE-
INVITE or UPDATE
Any other SIP message - Immediate Yes No SCUR: Charging Data
during a SIP session, Request [Update]
that allows the SIP
session to continue
CHEF limit
Expiry of time limit - Immediate No Yes
Expiry of limit of number - Immediate No Yes
of charging condition
changes
Quota management
Time threshold reached - Immediate No Yes
Time quota exhausted - Immediate No Yes
Unit quota exhausted - Immediate No Yes
Expiry of quota validity - Immediate No Yes
time
Expiry of quota holding - Immediate No Yes
time
Re-authorization request - Immediate No Yes
by CHF
Other
Management - Immediate No No
intervention
SIP BYE message - Immediate Not Not
Applicable | Applicable | SCUR: Charging Data
SIP 2xx acknowledging a - Immediate Not Not Request [Termination]
SIP BYE Applicable | Applicable

ETSI




download URL from
DCSF to UE

3GPP TS 32.260 version 19.1.0 Release 19 137 ETSI TS 132 260 V19.1.0 (2025-10)

Aborting a SIP session Immediate Not Not

set-up procedure, using Applicable | Applicable

an internal trigger or a

SIP CANCEL

SIP 3xx final or Immediate Not Not

redirection response Applicable | Applicable

SIP 2xx acknowledging Immediate Not Not

non-session related SIP Applicable | Applicable ECUR: Charging Data

messages - Request [Termination]

Deregistration Immediate Not Not

Applicable | Applicable

SIP 4xx, 5xx or 6xx final Immediate Not Not SCUR: Charging Data

response, indicating an Applicable | Applicable | Request [Termination]

unsuccessful procedure ECUR: Charging Data
Request [Termination]
PEC: Charging Data
Request [Event]

Sent HTTP Response Immediate Not Not PEC: Charging Data

with application Applicable | Applicable | Request [Event]

For converged charging, the following detail s of chargeable events and corresponding actionsin the IMS nodes are

defined in Table 5.4.3.2:
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Table 5.4.3.2: Chargeable events and their related actions in IMS nodes
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Chargeable event

Conditions

IMS node action

SIP INVITE

SCUR: Charging Data Request [Initial] with
a possible request quota for later use

SIP NOTIFY

ECUR: Charging Data Request [Initial] with
a possible request quota for later use
IEC: Charging Data Request [Event]

SIP MESSAGE

ECUR: Charging Data Request [Initial] with
a possible request quota for later use
IEC: Charging Data Request [Event]

SIP REGISTER

ECUR: Charging Data Request [Initial] with
a possible request quota for later use
IEC: Charging Data Request [Event]

SIP SUBSCRIBE

ECUR: Charging Data Request [Initial] with
a possible request quota for later use
IEC: Charging Data Request [Event]

SIP REFER ECUR: Charging Data Request [Initial] with
a possible request quota for later use
IEC: Charging Data Request [Event]

SIP PUBLISH ECUR: Charging Data Request [Initial] with

a possible request quota for later use
IEC: Charging Data Request [Event]

SIP RE-INVITE or
UPDATE (e.g. change in
media components,
terminating identity
change)

SCUR: Charging Data Request [Update]
with a request quota with a possible
amount of quota

SIP 2xx acknowledging a
SIP INVITE, RE-INVITE or
UPDATE (e.g. change in
media components)

SCUR: Charging Data Request [Update]
with a request quota with a possible
amount of quota

SIP 1xx provisional
response, mid-dialog
requests, mid-dialog
responses and SIP INFO
embedding RTTI XML
body

SCUR: Charging Data Request [Update]
with a request quota with a possible
amount of quota

SIP 4xx, 5xx or 6xx
response, indicating an
unsuccessful SIP RE-
INVITE or UPDATE

SCUR: Charging Data Request [Update]
with a request quota with a possible
amount of quota

Any other SIP message
during a SIP session, that
allows the SIP session to
continue

Start new counts with time stamps for all
active service data flows.

If the corresponding trigger is enabled and
the category is set to "immediate reporting"

SCUR: Charging Data Request [Update]
with a possible request quota.

Expiry of time limit

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Expiry of limit of number of
charging condition
changes

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Time threshold reached

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Time quota exhausted

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Unit quota exhausted

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Expiry of quota validity
time

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps
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Chargeable event

Conditions

IMS node action

Expiry of quota holding
time

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Re-authorization request
by CHF

If the corresponding trigger is enabled

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

Management intervention

SCUR: Charging Data Request [Update]
with a possible request quota

Close the counts and start new counts with
time stamps

SIP BYE message, both
normal and abnormal
session termination cases

SCUR: Charging Data Request
[Termination]
Close the counts with time stamps

SIP 2xx acknowledging a
SIP BYE

If last user location information of originating/
terminating party is required

SCUR:Charging Data Request
[Termination]
Close the counts with time stamps

SIP 2xx acknowledging
non-session related SIP
messages

ECUR: Charging Data Request
[Termination]
Close the counts with time stamps

Aborting a SIP session
set-up procedure, using an
internal trigger or a SIP
CANCEL

SCUR: Charging Data Request
[Termination]

ECUR: Charging Data Request
[Termination]

Close the counts with time stamps

Deregistration

SCUR: Charging Data Request
[Termination]

ECUR: Charging Data Request
[Termination]

Close the counts with time stamps

SIP 3xx final or redirection
response

SCUR: Charging Data Request
[Termination]

ECUR: Charging Data Request
[Termination]

Close the counts with time stamps

SIP 4xx, 5xx or 6xx final
response, indicating an
unsuccessful procedure

SCUR: Charging Data Request
[Termination]

ECUR: Charging Data Request
[Termination]

Close the counts with time stamps
IEC: Charging Data Request [Event]
PEC: Charging Data Request [Event]

Sent HTTP Response with
application download URL
from DCSF to UE

PEC: Charging Data Request [Event] from
DCSF to CHF for reporting the IMS DC
application download event

5.4.4

5.44.1

CDR generation

Introduction

The CHF CDRsfor IMS charging are generated by the CHF to collect charging information that they subsequently
transfer to the Charging Gateway Function (CGF).

The CHF shall support generating, opening updating and closing the CHF CDR as described in clause 5.4.4.2.

5.4.4.2

54421

General

Triggers for CHF CDR

A IMS charging CHF CDR is used to collect charging information related to IMS chargeable events.
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5.4.4.2.2 Triggers for CHF CDR generation

A CHF CDR is generated by the CHF for each received Charging Data Request [Event].

5.4.4.2.3 Triggers for CHF CDR opening
A CHF CDR shall be opened when the CHF receives Charging Data Request [Initial].

54424 Triggers for CHF CDR update
A CHF CDR shall be updated when the CHF receives Charging Data Request [Update].

5.4.4.2.5 Triggers for CHF CDR closure

The CHF CDR shall be closed when the CHF receives Charging Data Request [Termination].

545 Ga record transfer flows

Details of the Ga protocol application are specified in TS 32.295 [54].

546 Bi CDR file transfer

Details of the Bi protocol application are specified in TS 32.297 [52].
5.4.7 Message flows

54.7.1 General

The flows described in the present document specify the charging communications between IMS Nodes and CHF for
different converged charging scenarios.

5.4.7.2 IMS data channel charging from DCSF

The converged charging to support event-based charging for IMS DC application download may be performed by
DCSF. The DCSF shall be able to perform converged charging by interacting with CHF, for charging data related to
IMS DC application download event, based on PEC scenario specified in TS 32.290 [4].

Figure 5.4.7.2-1 depicts the charging procedure for IMS DC application download based on DCSF.

UE IMS AS DCSF MF CHF

[ [ [ [
1. UE initiate bootstrap DC set up procedure.

2. UE request for dedicated DC application(s) and DCSF download the
requested DC applications to UE.

2ch-a. Charging Data Request

[Event] >

-

2ehR-b-
Create

alni»]
A= Al

2ch-c. Charging Data Response
[Event]

A

Figure 5.4.7.2-1: PEC Charging Procedure for IMS DC application download
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1. Originating UE initiate the bootstrap DC set up procedure, as specified in step 1-20 of Figure AC.7.1-1
TS 23.228 [201]. Boostrap DC has been established between originating/terminating MF and
originating/terminating UE, as specified in step 21-24 of Figure AC.7.1-1 TS 23.228 [201].

2. In an established bootstrap DC, a UE may send application request message to MF using HTTP Get Reguest to
download dedicated DC application(s).

The MF, acting asHTTP proxy, prepare the subscriber specific HTTP URL corresponding to the stream ID of
the bootstrap DC and forward the regquest to the DCSF.

The DCSF, acting as HT TP web server, provide the subscriber specific HTTP URL with the requested DC
application(s) in HTTP response to the UE through MF.

NOTE 1. The detailed procedures to download DC application to the UE are out of scope as specified in
TS 23.228 [201].

2ch-a. After DCSF sent HTTP response to the UE, the DCSF sends Charging Data Request [Event] to CHF for this
DC application download event.

2ch-b. The CHF creates the CDR for this DC application download event.

2ch-c. The CHF acknowledges by sending Charging Data Response [Event] to the DCSF.
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6 Definition of charging information

6.1 Data description for IMS offline charging

6.1.1 Rf message contents

6.1.1.0 Introduction

The IMS nodes generate accounting information that can be transferred from the CTF to the CDF. For this purpose,
IMS offline charging utilises the Charging Data Transfer that is specified in the 3GPP accounting application described
in TS 32.299 [50].

The Charging Data Transfer operation employs the Charging Data Request and Charging Data Response messages.
Table 6.1.1.0.1 describes the use of these messages for offline charging.

Table 6.1.1.0.1: Offline charging messages reference table

Message Source Destination
: S-CSCF, I-CSCF, P-CSCF, MRFC, MGCF, BGCF, IBCF,
Charging Data Request AS, E-CSCF. TF, TRF, ATCF CDF
S-CSCF, I-CSCF, P-CSCF, MRFC,
Charging Data Response CDF MGCF, BGCF, IBCF, AS, E-CSCF,
TF, TRF, ATCF

The tables in the subsequent parts of this clause describes the Information Elements (1E) used in the charging data
messages and the category in table are used according to the charging data configuration defined in clause 5.4 of TS
32.240[1].

6.1.1.1 Charging Data Request message

Table6.1.1.1.1 illustrates the basic structure of a Charging Data Request message as used for IM S offline charging.

Table 6.1.1.1.1: Charging Data Request message contents

Information Element Category Description

Session Identifier M Described in 32.299 [50]

Originator Host M Described in 32.299 [50]

Originator Domain M Described in 32.299 [50]

Destination Domain M Described in 32.299 [50]

Operation Type M Described in 32.299 [50]

Operation Number M Described in 32.299 [50]

Operation Identifier Owm The field corresponds to the unique operation identification.

User Name Oc This field contains the Private User Identity defined in TS 23.003 [104].

Destination Host Oc Described in 32.299 [50]

Operation Interval Oc This field contains the requested time interval between Charging Data
Request operations.

Origination State Oc TBD

Origination Timestamp Oc This field contains the time when the operation is requested.

Proxy Information Oc This field contains the parameter of the proxy.

Route Information Oc This field contains the parameter of the route.

Operation Token Owm This field identifies the domain, subsystem, or service and release.

Service Information Owm This field holds the IMS charging specific parameters, described in clause
6.3.
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6.1.1.2 Charging Data Response message

Table6.1.1.2.1 illustrates the basic structure of a Charging Data Response message as used for IM S offline charging.

Table 6.1.1.2.1: Charging Data Response message contents

Information Element |Category Description

Session Identifier M This field identifies the operation session.

Operation Result M This field identifies the result of the operation.

Originator Host M This field contains the identification of the source point of the operation
and the realm of the operation originator.

Originator Domain M This field contains the realm of the operation originator.

Operation Type M This field defines the transfer type: event for event based charging and
start, interim, stop for session based charging.

Operation Number M This field contains the sequence number of the transferred messages.

Operation Identifier Owm The field corresponds to the unique operation identification.

User Name Oc The field contains the Private User Identity defined in TS 23.003 [104].

Operation Interval Oc This field contains the requested time interval between Charging Data
Request operations.

Origination State Oc TBD

Origination Timestamp

This field contains the time when the operation is requested.

Proxy Information

This field contains the parameter of the proxy.

6.1.1a Offline only charging message contents via Nchf interface

6.1.1a.1 General

The Charging Data Request and Charging Data Response are specified in TS 32.290 [57] and include charging

information. The Charging Data Request can be of type [Event, Initial, Update, Termination].

Table 6.1.1a.1.1 describes the use of these messages for offline only charging.

Table 6.1.1a.1.1: offline only charging messages reference table

Message Source Destination
Charging Data Request MRFC, SIP AS CHF
Charging Data Response CHF MRFC, SIP AS
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6.1.1a.2 Structure for the offline only charging message formats

6.1.1a.2.1 Charging Data Request message

Table6.1.1a.2.1.1 illustrates the basic structure of a Charging Data Request message as used for | IMS offline only
charging.

Table 6.1.1a.2.1.1: Charging Data Request message contents

Information Element | Category for offline Description
only charging
Session Identifier Oc Described in TS 32.290 [45]
Subscriber Identifier M Described in TS 32.290 [45]
NF Consumer M Described in TS 32.290 [45]
Identification
NF Functionality Oc Described in TS 32.290 [45]
NF Name Oc Described in TS 32.290 [45]
NF Address Oc Described in TS 32.290 [45]
NF PLMN ID Oc Described in TS 32.290 [45]
Invocation Timestamp M Described in TS 32.290 [45]
Invocation Sequence M Described in TS 32.290 [45]
Number
Retransmission Indicator Oc Described in TS 32.290 [45]
One-time Event Oc Described in TS 32.290 [45]
One-time Event Type Oc Described in TS 32.290 [45]
Service Specification Oc Described in TS 32.290 [45]
Information
Supported Features - Described in TS 32.290 [45]
Notify URI - Described in TS 32.290 [45]
Triggers Oc This field is described in TS 32.290 [45] and
holds the IMS specific triggers described in
clause 5.4.3
Multiple Unit Usage - Described in TS 32.290 [45]
Rating Group - Described in TS 32.290 [45]
Requested Unit - Described in TS 32.290 [45]
Used Unit Container - Described in TS 32.290 [45]
Triggers - This field is described in TS 32.290 [45] and
holds the IMS specific triggers described in
clause 5.4.3
IMS Charging Owm This field holds the IMS specific information
Information described in clause 6.4

Editor'sNote:  The full structure of the charging data request is FFS.
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Charging Data Response message

Information Element Category for Description
offline only
charging
Session Identifier Oc Described in TS 32.290 [45]
Invocation Timestamp M Described in TS 32.290 [45]
Invocation Result M Described in TS 32.290 [45]
Result code M Described in TS 32.290 [45]
Failed parameter Oc Described in TS 32.290 [45]
Failure Handling Oc Described in TS 32.290 [45]
Invocation Sequence Number M Described in TS 32.290 [45]
Session Failover Oc Described in TS 32.290 [45]
Triggers Oc Described in TS 32.290 [45]
Multiple Unit information - Described in TS 32.290 [45]
Result Code - Described in TS 32.290 [45]
Rating Group - Described in TS 32.290 [45]
Granted Unit - Described in TS 32.290 [45]
Validity Time - Described in TS 32.290 [45]
Announcement Information Described in TS 32.281 [41]
IMS Charging Information Owm This field holds the IMS specific information
described in clause 6.x

The full structure of the charging data response is FFS.

GTP' message contents

Not applicable. Refer to clause 5.2.4 for further information.

6.1.3

6.1.3.1

CDR description on the Bi interface

CDR content description

The following standard CDR content and format are considered:

S-CSCF-CDR generated based on information from the S-CSCF
I-CSCF-CDR generated based on information from the 1-CSCF
P-CSCF-CDR generated based on information from the P-CSCF
BGCF-CDR generated based on information from the BGCF
IBCF-CDR generated based on information from the IBCF
MGCF-CDR generated based on information from the MGCF
MRFC-CDR generated based on information from the MRFC
AS-CDR generated based on information from the AS
E-CSCF-CDR generated based on information from the E-CSCF
TF-CDR generated based on information from the IMS TF
TRF-CDR generated based on information from the TRF
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- ATCF-CDR generated based on information from the ATCF

The content of each CDR typeis defined in the tables in clauses 6.1.3.3 to 6.14.3.1. For each CDR type the field
definition includes the CDR parameter ("field name"), category and description. The categoriesin the tables are used
according to the charging data configuration defined in clause 5.4 of TS 32.240 [1].

Editor's Note: Equipment vendors shall be able to provide all of the fields listed in the CDR content table in order to
claim compliance with the present document. However, since CDR processing and transport consume
network resources, operators may opt to eliminate some of the fields that are not essentia for their
operation.

The CDF provides the CDRs at the Bi interface in the format and encoding described in TS 32.298 [51]. Additional
CDR formats and contents may be available at the interface to the billing system to meet the requirements of the billing
system, these are outside of the scope of 3GPP standardisation.

6.1.3.2 CDR triggers

6.1.3.2.1 Session related CDRs

Reflecting the usage of multimedia sessions IMS CDRs are generated by the CDF on a per session level. In the scope of
the present document the term "session” refers always to a SIP session. The coherent media components are reflected
inside the session CDRs with a media component container comprising of all the information necessary for the
description of a media component.

Accounting information for SIP sessions is transferred from the CTF involved in the session to the CDF using Charging
Data Request[Start, Interim and Stop] messages. A session CDR is opened in the CDF upon reception of a Charging
Data Request[ Start] message. Partial CDRs may be generated upon reception of a Charging Data Request[Interim]
message, which is sent by the network entity towards the CDF due to a session modification procedure (i.e. changein
media). Session CDRs are updated, or partial CDRs are generated upon reception of a Charging Data Request[Interim]
message, which is sent by the network entity due to expiration of the Charging Data I nterim Interval. The CDF closes
the final session CDR upon reception of a Charging Data Request[ Stop] message, which indicates that the SIP sessionis
terminated. Further details on triggers for the generation of IMS CDRs are specified in [1].

Accounting information for unsuccessful session set-up attempts may be sent by the CTF to the CDF employing the
Charging Data Reguest[Event] message. The behaviour of the CDF upon receiving Charging Data Request [Event]
messages is specified in clause 6.1.3.2.2.

6.1.3.2.2 Session unrelated CDRs

To reflect chargeable events not directly related to a session the CDF may generate CDRs upon the occurrence of
session unrelated SIP procedures, such as registration respectively de-registration events. Accounting information for
SIP session-unrelated procedures is transferred from the IM S nodes involved in the procedure to the CDF using
Charging Data Request[ Event] messages. Session unrelated CDRs are created in the CDF in a " one-off" action based on
the information contained in the Charging Data Request[Event] message. One session unrelated CDR is created in the
CDF for each Charging Data Request[ Event] message received, whereas the creation of partial CDRs s not applicable
for session unrelated CDRs. The cases for which the IMS nodes send Charging Data Request[ Event] messages are listed
per SIP procedurein table 5.2.1.1 and table 5.2.1.2.

Further details on triggers for the generation of IMS CDRs are specified in clause 5.2.2.
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6.1.3.3 S-CSCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.3.1: Charging data of S-CSCF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission Oc This parameter, when present, indicates that information from
retransmitted Charging Data Requests has been used in this CDR

SIP Method Oc Specifies the SIP-method for which the CDR is generated. Only available
in session unrelated cases.

Event Oc This field identifies the SIP event package to which the SIP request is
referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its
content, depending on the SIP method.

Role of Node Owm This field indicates whether the S-CSCF is serving the Originating or the
Terminating party.

Node Address Owm This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID Owm The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Address Owm The address or addresses (Public User ID or Public Service ID) of the
party requesting a service or initiating a session. In the case of no P-
Asserted-Identify is known, this list shall include one item with the value
"unknown".

List of Associated URI Oc The list of non-barred public user identities (SIP URIs and/or Tel URIs)
associated to the public user identity under registration.

Called Party Address Owm For SIP transactions, except for registration, this field holds the address
of the party (Public User ID or Public Service ID) to whom the SIP
transaction is posted.

For registration transactions, this field holds the Public User ID under
registration.

Requested Party Address Oc For SIP transactions this field holds the address of the party (Public User
ID or Public Service ID) to whom the SIP transaction was originally posted.
This field is only present if different from the Called Party Address
parameter.

Number Portability routing information Oc This field includes information on number portability after DNS/ENUM
request from S-CSCEF in the calling user's home network.

Carrier Select routing information Oc This field includes information on carrier select after DNS/ENUM request
from S-CSCEF in the calling user's home network.

List of Called Asserted Identity Oc The address or addresses of the final asserted identities. Present if the
final asserted identities are available in the SIP 2xx response.

List of Called Identity Changes Oc List of terminating identity address changes and associated timestamps.

Called Identity Change Time Stamp Oc Timestamp of SIP UPDATE or SIP RE-INVITE with changed terminating
identity information.

Called Identity Oc Changed terminating identity information received in a SIP UPDATE or
SIP RE-INVITE.

Private User ID Oc This field holds the private user identity of the served party defined in TS
23.003 [104], if available.

List of Subscription Id Owm Holds the public user identities of the served user

Service Request Time Stamp Owm This field contains the time stamp, which indicates the time at which the
service was requested.

Service Request Time Stamp Fraction Owm This parameter contains the milliseconds fraction in relation to the
Service Request Time Stamp.

Service Delivery Start Time Stamp Owm This field holds the time stamp reflecting either: successful session set-
up, a delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request.

Service Delivery Start Time Stamp Fraction Owm This parameter contains the milliseconds fraction in relation to the
Service Delivery Start Time Stamp.

Service Delivery End Time Stamp Oc This field records the time at which the service delivery was terminated.
It is Present only in SIP session related case.

Service Delivery End Time Stamp Fraction Oc This parameter contains the milliseconds fraction in relation to the
Service Delivery End Time Stamp.

Record Opening Time Oc A time stamp reflecting the time the CDF opened this record. Present
only in SIP session related case.

Record Closure Time Owm A Time stamp reflecting the time the CDF closed the record.

Application Servers Information Oc This a grouped CDR field containing the fields: "Application Server
Involved" and "Application Provided Called Parties ".

Application Servers Involved Oc Holds the ASs (if any) identified by the SIP URIs.
Application Provided Called Parties Oc Holds a list of the Called Party Address(es), if the address(es) are
determined by an AS (SIP URI, E.164...).
Status Oc Holds the abnormal status information of specific ASs (if any) when
AS(s) respond 4xx/5xx or time out to S-CSCF during an IMS session.
List of Inter Operator Identifiers Oc Holds the identification of the home network (originating and terminating)

if exchanged via SIP signalling, as recorded in the P-Charging-Vector
header. This grouped field may occur several times in one CDR.
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Field Category Description

Originating IOl Oc This parameter corresponds to Orig-IOI header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 101 Oc This parameter corresponds to Term-lOl header of the P-Charging-
Vector defined in TS 24.229 [204].

Transit 10l List Oc This parameter corresponds to Transit-10I List of the P-Charging-Vector
defined in TS 24.229 [204]. This field may occur several times in one
CDR. Each occurrence represents transit 101 values received from the
path inbound to or outbound from the S-CSCF.

Local Record Sequence Number Owm This field includes a unique record number created by S-CSCF. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the
partial records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.

Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects missing
Charging Data Requests.

IMS Charging Identifier Owm This parameter holds the IMS charging identifier (ICID) as generated by
the IMS node for the SIP session.

List of Early SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description Oc Holds the Session portion of SDP data exchanged in the above
mentioned scenario, if available.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SDP Offer Timestamp Owm This parameter contains the time of the SIP request which conveys the
SDP offer.

SDP Answer Timestamp Owm This parameter contains the time of the response to the SIP request
which conveys the SDP answer.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.

SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.

Access Correlation ID Oc This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-
GW for IP-CAN bearer, Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is
generated by another type of access network.
It is present only if received from the access network when PCC
architecture is implemented.

Media Initiator Flag Oc This field indicates if the called party has requested the session
madification and it is present only if the initiator was the called party.

List of SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

The field is present only in a SIP session related case.

SDP Session Description Oc Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SIP Request Timestamp Oc This parameter contains the time of the SIP request (usually a (RE-
)INVITE).

SIP Response Timestamp Oc This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP answer.

SIP Request Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.
SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.
Access Correlation ID Oc This parameter holds the charging identifier from the access network,

consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-
GW for IP-CAN bearer , Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is
generated by another type of access network.

It is present only if received from the access network when PCC
architecture is implemented.
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Field Category Description
Media Initiator Flag Oc This field indicates if the called party has requested the session

madification and it is present only if the initiator was the called party.

GGSN Address

This parameter holds the control plane IP address of the GGSN, PGW,
or SMF that handles one or more media component(s) of an IMS
session.

Service Reason Return Code

This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header

This parameter contains the list of SIP reason headers included in BYE
or CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the
Operator on a "per parameter basis ".

List of Message Bodies

This grouped field comprising several sub-fields describing the data that
may be conveyed end-to-end in the body of a SIP message. Since
several message bodies may be exchanged via SIP-signalling, this
grouped field may occur several times.

Content-Type

This sub-field of Message Bodies holds the MIME type of the message
body, Examples are: application/zip, image/gif, audio/mpeg, etc.

Content-Disposition

This sub-field of Message Bodies holds the content disposition of the
message body inside the SIP signalling, Content-disposition header field
equal to "render”, indicates that "the body part should be displayed or
otherwise rendered to the user". Content disposition values are: session,
render, inline, icon, alert, attachment, etc.

Content-Length

This sub-field of Message Bodies holds the size of the data of a
message body in bytes.

Originator

This sub-field of the "List of Message Bodies" indicates the originating
party of the message body.

Access Network Information

This field contains the content of one SIP P-header "P-Access-Network-
Info", available in the IMS Node when charging session starts, if
available.

Additional Access Network Information

This field contains the content of an additional SIP P-header "P-Access-
Network-Info", available in the IMS Node as additional location when
charging session starts, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies
but using a non-cellular IP-CAN, such as untrusted WLAN access,
provides this header field to relay information to its service provider
about the radio cell identity of the cellular radio access network on which
the UE most recently camped.

List of Access Network Info Change

This field is a list of grouped field describing the subsequent SIP P-
header "P-Access-Network-Info" changes.

Access Network Information

This field holds the content of the SIP P-header "P-Access-Network-
Info", when changed from the previous one.

Additional Access Network Information

This field holds the content of additional SIP P-header "P-Access-
Network-Info" when changed from the previous one, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies
but using a non-cellular IP-CAN, such as untrusted WLAN access,
provides this header field to relay information to its service provider
about the radio cell identity of the cellular radio access network on which
the UE most recently camped. This field is applicable when changed
from the previous one, if available.

Access Change Time

This field contains the time at which the changed user location
information was acquired.

Service Context Id

Holds the context information to which the CDR belongs. The information
is obtained from the Operation Token of the Charging Data Request
message.

IMS Communication Service 1D

This field contains the IMS communication service identifier if received in
the P-Asserted-Service header in the SIP request.

Online Charging Flag

This field indicates the Online Charging Request was sent based on the
provided ECF address from the SIP P-header "P-Charging-Function-
Addresses".

NOTE: No proof that online charging action has been taken

Real Time Tariff Information

This field holds the tariff/fadd-on charge received.

User Location Info

This field contains the network provided location information for 3GPP
accesses, available in the IMS Node when charging session starts, if
available.

MS Time Zone

This field indicates the offset between universal time and local time in
steps of 15 minutes of where the MS currently resides.
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Field Category Description
NNI Information Oc This grouped field holds information about the NNI used for

interconnection and roaming on the loopback routing path. It is present
only if "VPLMN routing" is applied in a Roaming Architecture for Voice
over IMS with Local breakout.

NNI Type

Oc

This field indicates usage of the roaming NNI for loopback routing, i.e. S-
CSCF performed the loopback decision.

From Address

Contains the information from the SIP From header.

IMS Emergency Indication

This field indicates the registration is an emergency registration or the
IMS session is an IMS emergency session, and is present only for
emergency cases.

IMS Visited Network Identifier

Contains the information from the SIP P-Visited-Network-ID header
received in a REGISTER request.

SIP Route header received

Contains the information in the topmost route header in a received initial
SIP INVITE or non-session related SIP MESSAGE request prior to
triggering of any ASs. This field is present only for requests from the
served user.

SIP Route header transmitted

Contains the information in the route header representing the destination
in a transmitted SIP INVITE or non-session related SIP MESSAGE
request following triggering of all application servers. This field is present
for requests toward the served user and for requests from the served
user when “VPLMN routing” is applied in a Roaming Architecture for
Voice over IMS with Local breakout.

Subscriber Equipment Number

Oc

This field contains the identification of the mobile device (e.g. IMEI) that
the subscriber is using.

Instance Id

Oc

This field uniquely identifies the device (fixed or mobile) of the served
user.

Record Extensions

A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE Identifier List

Oc

This parameter corresponds to FE Identifier List of the P-Charging-
Vector defined in TS 24.229 [204]. This element contains one or more IM
CN subsystem functional entity addresses and/or AS and application
identifiers where the IM CN subsystem functional entity does create
charging information for the related CDR of this IM CN subsystem
functional entity.
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6.1.3.4 P-CSCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.4.1: Charging data of P-CSCF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission Oc¢ This parameter, when present, indicates that information from retransmitted
Charging Data Requests has been used in this CDR.

SIP Method Oc¢ Specifies the SIP-method for which the CDR is generated. Only available in
session unrelated cases.

Event Oc This field identifies the SIP event package to which the SIP request is
referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its content,
depending on the SIP method.

Role of Node Owm This field indicates whether the P-CSCF is serving the Originating or the
Terminating party.

Node Address Owm This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID Om The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Address Owm The address (Public User ID or Public Service ID) of the party requesting a
service or initiating a session. In the case of no P-Asserted-ldentify is
known, this list shall include one item with the value "unknown"

Note: For P-CSCF, only one address is present

List of Associated URI Oc The list of non-barred public user identities (SIP URIs and/or Tel URIS)
associated to the public user identity under registration.

Called Party Address Owm In the context of an end-to-end SIP transaction this field holds the address
of the party (Public User ID) to whom the SIP transaction is posted. For
emergency calls, this parameter could contain an URN.

List of Called Asserted Identity Oc The address or addresses of the final asserted identities. Present if the final
asserted identities are available in the SIP 2xx response.

List of Called Identity Changes Oc List of terminating identity address changes and associated timestamps.
Called Identity Change Time Oc Timestamp of SIP UPDATE or SIP RE-INVITE with changed terminating
Stamp identity information.

Called Identity Oc Changed terminating identity information received in a SIP UPDATE or SIP
RE-INVITE.

Served Party IP Address Owm This field contains the IP address of either the calling or called party,
depending on whether the P-CSCEF is in touch with the calling or called
network.

Private User ID Oc This field holds the private user identity of the served party defined in TS
23.003 [104], if available.

List of Subscription Id Owm Holds the public user identities of the served user.

Service Request Time Stamp Owm This field contains the time stamp, which indicates the time at which the
service was requested.

Service Request Time Stamp Fraction Owm This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Service Delivery Start Time Stamp Owm This field holds the time stamp reflecting either: successful session set-up, a
delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request.

Service Delivery Start Time Stamp Owm This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery Start Time Stamp.

Service Delivery End Time Stamp Oc This field records the time at which the service delivery was terminated. It is
Present only in SIP session related case. Present with Charging Data
Request [Stop].

Service Delivery End Time Stamp Fraction Oc¢ This parameter contains the milliseconds fraction in relation to the Service
Delivery End Time Stamp.

Record Opening Time Oc A time stamp reflecting the time the CDF opened this record. Present only in
SIP session related case.

Record Closure Time Owm A Time stamp reflecting the time the CDF closed the record.

Inter Operator Identifiers Oc¢ Holds the identification of the home network (originating and terminating) if
exchanged via SIP signalling, as recorded in the P-Charging-Vector header.

Originating IOl Oc This parameter corresponds to Orig-l0Ol header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 101 Oc This parameter corresponds to Term-lOl header of the P-Charging-Vector
defined in TS 24.229 [204].

Transit 101 List Oc This parameter corresponds to Transit-10I List of the P-Charging-Vector
defined in TS 24.229 [204].

Local Record Sequence Number Owm This field includes a unique record number created by this node. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the partial
records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.

Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects missing

Charging Data Requests.
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Field Category Description

IMS Charging Identifier Owm This parameter holds the IMS charging identifier (ICID) as generated by the
IMS node for the SIP session.

Related IMS Charging Identifier Oc¢ This parameter holds the Related IMS charging identifier when the session
is the target access leg in case of access transfer.

Related IMS Charging Identifier Oc¢ This parameter holds the identifier of the server that generated the Related

Generation Node IMS charging identifier.

List of Early SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description Oc Holds the Session portion of SDP data exchanged in the above mentioned
scenario, if available.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SDP Offer Timestamp Owm This parameter contains the time of the SIP request which conveys the SDP
offer.

SDP Answer Timestamp Owm This parameter contains the time of the response to the SIP request which
conveys the SDP answer.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one

media component. Since several media components may exist for a session
in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.
SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.
Access Correlation ID Oc This parameter holds the charging identifier from the access network,

consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-GW
for IP-CAN bearer, Charging Id which is generated by SMF for PDU session
or the Access Network Charging Identifier Value which is generated by
another type of access network.

It is present only if received from the access network when PCC architecture
is implemented.

Media Initiator Flag Oc This field indicates if the called party has requested the session modification
and it is present only if the initiator was the called party.
List of SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

The field is present only in a SIP session related case.

SDP Session Description Oc Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SIP Request Timestamp Oc¢ This parameter contains the time of the SIP request (usually a (RE-

)INVITE). This parameter corresponds to SIP Request Timestamp in
Charging Data Request [Interim].

SIP Response Timestamp Oc¢ This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP answer. This
parameter corresponds to SIP Response Timestamp in Charging Data

Request.

SIP Request Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one

media component. Since several media components may exist for a session
in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data. This
parameter corresponds to SDP-Media-Name.

SDP Media Description Owm This field holds the attributes of the media as available in the SDP data. This
parameter corresponds to SDP-Media-Description.

Local GW Inserted Indication Oc¢ This field indicates whether the local IMS-AGW is inserted or not, for the
media component included in SDP answer, if available.

IP realm Default Indication Oc This field indicates whether the User Plane IP realm associated to the media
component included in SDP answer, is the Default IP realm or not, if
available.

Access Correlation ID Oc This parameter holds the charging identifier from the access network,

consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-GW
for IP-CAN bearer, Charging Id which is generated by SMF for PDU session
or the Access Network Charging Identifier Value which is generated by
another type of access network.

It is present only if received from the access network when PCC architecture
is implemented.

Media Initiator Flag Oc This field indicates if the called party has requested the session modification
and it is present only if the initiator was the called party.
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Field Category Description
GGSN Address Oc This parameter holds the control plane IP address of the GGSN, PGW, or
SMF that handles one or more media component(s) of a IMS session.
Service Reason Return Code Owm This parameter provides the returned SIP status code for the service
request for the successful and failure case,
List Of Reason Header Oc This parameter contains the list of SIP reason headers included in BYE or

CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator
on a "per parameter basis".

List of Message Bodies Oc This grouped field comprising several sub-fields describing the data that
may be conveyed end-to-end in the body of a SIP message. Since several
message bodies may be exchanged via SIP-signalling, this grouped field
may occur several times.

Content-Type Owm This sub-field of Message Bodies holds the MIME type of the message
body, Examples are: application/zip, image/gif, audio/mpeg, etc.
Content-Disposition Oc This sub-field of Message Bodies holds the content disposition of the

message body inside the SIP signalling, Content-disposition header field
equal to "render", indicates that "the body part should be displayed or
otherwise rendered to the user". Content disposition values are: session,
render, inline, icon, alert, attachment, etc.

Content-Length Owm This sub-field of Message Bodies holds the size of the data of a message
body in bytes.
Originator Oc This sub-field of the "List of Message Bodies" indicates the originating party
of the message body.
Access Network Information Oc This field contains the content of one SIP P-header "P-Access-Network-

Info", available in the IMS Node when charging session starts, if available.

Additional Access Network Information Oc¢ This field contains the content of an additional SIP P-header "P-Access-
Network-Info", available in the IMS Node as additional location when
charging session starts, if available.

Cellular Network Information Oc This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently

camped.
List of Access Network Info Change Oc This field is a list of grouped field describing the subsequent SIP P-header

"P-Access-Network-Info" changes.

Access Network Information Oc This field holds the content of the SIP P-header "P-Access-Network-Info",
when changed from the previous one.

Additional Access Network Oc This field holds the content of additional SIP P-header "P-Access-Network-

Information Info" when changed from the previous one, if available.

Cellular Network Information Oc This field contains the content of one SIP "Cellular-Network-Info" header,

when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently
camped. This field is applicable when changed from the previous one, if

available.
Access Change Time Oc This field contains the time at which the changed user location
information was acquired.
Service Context Id Owm Holds the context information to which the CDR belongs. The information is
obtained from the Operation Token of the Charging Data Request message.
IMS Communication Service ID Oc This field contains the IMS communication service identifier if received in the

P-Asserted-Service header in the SIP request when the P-CSCF is serving
the Terminating party or the topmost occurrence of the "+g.3gpp.icsi-ref"
header field parameter of the Feature-Caps header in the SIP response
when the P-CSCEF is serving the Originating party.

IMS Application Reference 1D Oc This field contains the IMS application reference identifier if received in the
SIP request.

User Location Info Oc¢ This field contains the network provided location information for 3GPP
accesses available in the IMS Node when charging session starts, if
available .

MS Time Zone Oc¢ This field indicates the offset between universal time and local time in steps
of 15 minutes of where the MS currently resides.

NNI Information Oc¢ This grouped field holds information about the NNI used for interconnection

and roaming on the loopback routing path. It is present only if RAVEL
“VPLMN routing” is applied.

NNI Type Oc This field indicates usage of the roaming NNI for loopback routing, The
loopback indication was received by the P-CSCF.
From Address Owm Contains the information from the SIP From header.
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Field Category Description
IMS Emergency Indication Oc This field indicates the registration is an emergency registration or the IMS
session is an IMS emergency session, and is present only for emergency
cases.
IMS Visited Network Identifier Oc Contains the information from the SIP P-Visited-Network-ID header sent in a
REGISTER request.
SIP Route header received Oc Contains the information in the topmost route header in a received initial SIP

INVITE or non-session related SIP MESSAGE request. This field is used for
SIP requests toward the served user.

SIP Route header transmitted Oc Contains the information in the route header representing the destination in
a transmitted initial SIP INVITE or non-session related SIP MESSAGE
request. This field is used for SIP requests from the served user.

Subscriber Equipment Number Oc This field contains the identification of the mobile device (e.g. IMEI) that the
subscriber is using.

Instance Id Oc This field uniquely identifies the device (fixed or mobile) of the served user.

FE Identifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-Vector

defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application identifiers
where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.
Record Extensions Oc A set of operator/manufacturer specific extensions to the record, conditioned
upon existence of an extension.

Editor's Note: The SIP parameter from which the IMS Application Reference ID (IARI) is to be extracted requires
further investigation in CT1. A mechanism to identify the lARI in useisffs.
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6.1.3.5 I-CSCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.5.1: Charging data of I-CSCF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission

Oc

This parameter, when present, indicates that information from retransmitted
Charging Data Requests has been used in this CDR

SIP Method

Oc

Specifies the SIP-method for which the CDR is generated. Only available in
session unrelated cases.

Event

This field identifies the SIP event package to which the SIP request is
referred.

Expires Information

This field indicates the validity time of either the SIP message or its content,
depending on the SIP method.

Role of Node

This field indicates whether the I-CSCF is serving the Originating or the
Terminating party.

Node Address

This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID

The Session identification. For a SIP session the Session-ID contains the SIP
Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority

The field contains the priority of the session.

List Of Calling Party Address

The address or addresses (Public User ID or Public Service ID) of the party
requesting a service or initiating a session. In the case of no P-Asserted-
Identify is known, this list shall include one item with the value "unknown".

List of Associated URI

The list of non-barred public user identities (SIP URIs and/or Tel URIs)
associated to the public user identity under registration.

Called Party Address

In the context of an end-to-end SIP transaction this field holds the address of
the party (Public User ID) to whom the SIP transaction is posted.

Number Portability routing information

This field includes information on number portability after DNS/ENUM request
from S-CSCF in the calling user's home network.

Carrier Select routing information

This field includes information on carrier select after DNS/ENUM request from
S-CSCEF in the calling user's home network.

Service Request Time Stamp

This field contains the time stamp, which indicates the time at which the
service was requested. This parameter corresponds to SIP Request
Timestamp. Present with Charging Data Request [Event].

Service Request Time Stamp Fraction

This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Inter Operator Identifiers

Holds the identification of the home network (originating and terminating) if
exchanged via SIP signalling, as recorded in the P-Charging-Vector header.

Originating 10l

This parameter corresponds to Orig-IOI header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 10l

This parameter corresponds to Term-lOl header of the P-Charging-Vector
defined in TS 24.229 [204].

Local Record Sequence Number

This field includes a unique record number created by this node. The number
is allocated sequentially for each partial CDR (or whole CDR) including all
CDR types. The number is unigue within the CDF.

Cause For Record Closing

This field contains a reason for the close of the CDR.

Incomplete CDR Indication

This field provides additional diagnostics when the CDF detects missing
Charging Data Requests.

S-CSCF Information

This field contains Information related to the serving CSCF, e.g. the S-CSCF
capabilities upon registration event or the S-CSCF address upon the session
establishment event.

IMS Charging ldentifier

This parameter holds the IMS charging identifier (ICID) as generated by the
IMS node for the SIP session.

Service Reason Return Code

This parameter provides the returned SIP status code for the service request
for the successful and failure case,

List Of Reason Header

This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator on
a "per parameter basis".

Access Network Information

This field contains the content of one SIP P-header "P-Access-Network-Info"
if available.

Additional Access Network Information

This field contains the content of an additional SIP P-header "P-Access-
Network-Info" if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently
camped.

Service Context Id

Holds the context information to which the CDR belongs. The information is
obtained from the Operation Token of the Charging Data Request message.
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Field Category Description

User Location Info Oc This field contains the network provided location information for 3GPP
accesses, if available .

MS Time Zone Oc This field indicates the offset between universal time and local time in steps
of 15 minutes of where the MS currently resides.

From Address Owm Contains the information from the SIP From header.

IMS Emergency Indication Oc This field indicates the registration is an emergency registration, and is
present only for emergency registrations.

SIP Route header transmitted Oc Contains the information in the route header representing the destination in a
transmitted initial SIP INVITE or non-session related SIP MESSAGE request.

Record Extensions Oc A set of operator/manufacturer specific extensions to the record, conditioned
upon existence of an extension.

FE Identifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-Vector

defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application identifiers
where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.
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6.1.3.6 MRFC CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.6.1: Charging data of MRFC CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission

Oc

This parameter, when present, indicates that information from retransmitted
Charging Data Reqguests has been used in this CDR.

SIP Method

Oc

Specifies the SIP-method for which the CDR is generated. Only available in
session unrelated cases.

Event

This field identifies the SIP event package to which the SIP request is
referred.

Expires Information

This field indicates the validity time of either the SIP message or its content,
depending on the SIP method.

Node Address

This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID

The Session identification. For a SIP session the Session-ID contains the SIP
Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Service ID

This field identifies the service the MRFC is hosting. For conferences the
conference ID is used here.

Session Priority

The field contains the priority of the session.

List Of Calling Party Address

The address or addresses (Public User ID or Public Service ID) of the party
requesting a service or initiating a session. In the case of no P-Asserted-
Identify is known, this list shall include a one item with the value "unknown".

Called Party Address

For SIP transactions, except for registration, this field holds the address of the
party (Public User ID or Public Service ID) to whom the SIP transaction is
posted.

For registration transactions, this field holds the Public User ID under
registration.

Requested Party Address

For SIP transactions this field holds the address of the party (Public User ID
or Public Service ID) to whom the SIP transaction was originally posted.
This field is only present if different from the Called Party Address parameter.

List of Called Asserted Identity

The address or addresses of the final asserted identities. Present if the final
asserted identities are available in the SIP 2xx response.

List of Subscription Id

Holds the public user identities of the served user

Service Request Time Stamp

This field contains the time stamp which indicates the time at which the
service was requested. This parameter corresponds to SIP Request
Timestamp. Present with Charging Data Request [Start] and Charging Data
Request [Event].

Service Request Time Stamp Fraction

This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Service Delivery Start Time Stamp

This field holds the time stamp reflecting either: successful session set-up, a
delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request. This parameter corresponds to SIP
Response Timestamp. Present with Charging Data Request [Start] and
Charging Data Request [EVENT].

Service Delivery Start Time Stamp
Fraction

This parameter contains the milliseconds fraction in relation to the Service
Delivery Start Time Stamp.

Service Delivery End Time Stamp

This field records the time at which the service delivery was terminated. It is
Present only in SIP session related case. This parameter corresponds to SIP
Request Timestamp. Present with Charging Data Request [Stop].

Service Delivery End Time Stamp
Fraction

This parameter contains the milliseconds fraction in relation to the Service
Delivery End Time Stamp.

Record Opening Time

A time stamp reflecting the time the CDF opened this record. Present only in
SIP session related case.

Record Closure Time

A Time stamp reflecting the time the CDF closed the record.

Application Servers Information

This is a grouped CDR field containing the fields: "Application Server
Involved" and "Application Provided Called Parties".

Application Servers Involved

Holds the ASs (if any) identified by the SIP URIs.

Application Provided Called Parties

Holds a list of the Called Party Address(es), if the address(es) are determined
by an AS (SIP URI, E.164...).

Inter Operator Identifiers

Holds the identification of the home network (originating and terminating) if
exchanged via SIP signalling, as recorded in the P-Charging-Vector header.

Originating 10l

This parameter corresponds to Orig-IOI header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 10l

This parameter corresponds to Term-lOl header of the P-Charging-Vector
defined in TS 24.229 [204].

Transit IOl List

This parameter corresponds to Transit-lOl List of the P-Charging-Vector
defined in TS 24.229 [204].

Local Record Sequence Number

This field includes a unique record number created by this node. The number
is allocated sequentially for each partial CDR (or whole CDR) including all
CDR types. The number is unigue within the CDF.

Record Sequence Number

This field contains a running sequence number employed to link the partial
records generated by the CDF for a particular session.

Cause For Record Closing

This field contains a reason for the close of the CDR.
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Field Category Description
Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects missing

Charging Data Requests.

IMS Charging Identifier

This parameter holds the IMS charging identifier (ICID) as generated by the
IMS node for the SIP session.

List of Early SDP Media Components

This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active before
the final SIP session answer to the initial SIP Invite is received.

This field can be present in either session or event CDRs.

SDP Session Description

Holds the Session portion of SDP data exchanged in the above mentioned
scenario, if available.

SDP Type

This parameter indicates if the SDP media component is an SDP offer or SDP
answer.

SDP Offer Timestamp

This parameter contains the time of the SIP request which conveys the SDP
offer.

SDP Answer Timestamp

This parameter contains the time of the response to the SIP request which
conveys the SDP answer.

SDP Media Components

This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a session
in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data.

SDP Media Description

This field holds the attributes of the media as available in the SDP data.

Access Correlation ID

This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-GW for
IP-CAN bearer, Charging Id which is generated by SMF for PDU session or
the Access Network Charging Identifier Value which is generated by another
type of access network.

It is present only if received from the access network when PCC architecture
is implemented.

Media Initiator Flag

This field indicates if the called party has requested the session modification
and it is present only if the initiator was the called party.

List of SDP Media Components

This is a grouped field which may occur several times in one CDR.
The field is present only in a SIP session related case

SDP Session Description

Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type

This parameter indicates if the SDP media component is an SDP offer or SDP
answer.

SIP Request Timestamp

This parameter contains the time of the SIP request (usually a (RE-)INVITE).
This parameter corresponds to SIP Request Timestamp in the Charging Data
Request [Interim].

SIP Response Timestamp

This parameter contains the time of the response to the SIP request (usually
a SIP 200 OK). This parameter corresponds to SIP Response Timestamp In
the Charging Data Request [Interim].

SIP Request Timestamp Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components

This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a session
in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data. This
parameter corresponds to SDP-Media-Name.

SDP Media Description

This field holds the attributes of the media as available in the SDP data.

Access Correlation ID

This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-GW for
IP-CAN bearer, Charging Id which is generated by SMF for PDU session or
the Access Network Charging Identifier Value which is generated by another
type of access network.

It is present only if received from the access network when PCC architecture
is implemented.

Media Initiator Flag

This field indicates if the called party has requested the session modification
and it is present only if the initiator was the called party.

GGSN Address

This parameter holds the control plane IP address of the GGSN, PGW, or
SMF that handles one or more media component(s) of a IMS session.

Service Reason Return Code

This parameter provides the returned SIP status code for the service request
for the successful and failure case,

List Of Reason Header

This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator on
a "per parameter basis".
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Field

Category

Description

Access Network Information

Oc

This field contains the content of one SIP P-header "P-Access-Network-Info",
available in the IMS Node when charging session starts, if available.

Additional Access Network Information

Oc

This field contains the content of an additional SIP P-header "P-Access-
Network-Info" available in the IMS Node as additional location when charging
session starts,if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently
camped.

List of Access Network Info Change

This field is a list of grouped field describing the subsequent SIP P-header "P-
Access-Network-Info" changes.

Access Network Information

This field holds the content of the SIP P-header "P-Access-Network-Info",
when changed from the previous one.

Additional Access Network
Information

This field holds the content of additional SIP P-header "P-Access-Network-
Info" when changed from the previous one, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently
camped. This field is applicable when changed from the previous one, if
available.

Access Change Time

This field contains the time at which the changed user location
information was acquired.

Service Context Id

Holds the context information to which the CDR belongs. The information is
obtained from the Operation Token of the Charging Data Request message.

Online Charging Flag

This field indicates the Online Charging Request was sent based on the
provided ECF address from the SIP P-header "P-Charging-Function-
Addresses".

NOTE: No proof that online charging action has been taken

User Location Info

This field contains the network provided location information for 3GPP
accesses available in the IMS Node when charging session starts, if
available.

MS Time Zone

This field indicates the offset between universal time and local time in steps of
15 minutes of where the MS currently resides.

From Address

Contains the information from the SIP From header.

Record Extensions

A set of operator/manufacturer specific extensions to the record, conditioned
upon existence of an extension.

FE Identifier List

This parameter corresponds to FE Identifier List of the P-Charging-Vector
defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application identifiers
where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.
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6.1.3.7 MGCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.7.1: Charging data of MGCF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission Oc This parameter, when present, indicates that information from
retransmitted Charging Data Requests has been used in this CDR

SIP Method Oc Specifies the SIP-method for which the CDR is generated. Only
available in session unrelated cases.

Event Oc This field identifies the SIP event package to which the SIP request is
referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its
content, depending on the SIP method.

Role of Node Owm This field indicates whether the MGCF is serving the Originating or the
Terminating party.

Node Address Owm This item holds the address of the node providing the information for
the CDR. This may either be the IP address or the FQDN of the IMS
node generating the accounting data.

Session ID Owm The Session identification. For a SIP session the Session-ID contains
the SIP Call ID as defined in the Session Initiation Protocol RFC 3261
[404].

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Address Owm The address or addresses (Public User ID or Public Service ID) of the
party requesting a service or initiating a session. In the case of no P-
Asserted-Identify is known, this list shall include a one item with the
value "unknown".

Called Party Address Owm In the context of an end-to-end SIP transaction this field holds the
address of the party (Public User ID) to whom the SIP transaction is
posted.

Number Portability routing Oc This field includes information on number portability after DNS/ENUM

information request from S-CSCF in the calling user's home network.

Carrier Select routing information Oc This field includes information on carrier select after DNS/ENUM
request from S-CSCEF in the calling user's home network.

Service Request Time Stamp Owm This field contains the time stamp which indicates the time at which
the service was requested. This parameter corresponds to SIP
Request Timestamp. Present with Charging Data Request [Start] and
Charging Data Request [Event].

Service Request Time Stamp Owm This parameter contains the milliseconds fraction in relation to the

Fraction Service Request Time Stamp.

Service Delivery Start Time Stamp Owm This field holds the time stamp reflecting either: successful session
set-up, a delivery unrelated service, an unsuccessful session set-up
and an unsuccessful session unrelated request. This parameter
corresponds to SIP Response Timestamp. Present with Charging Data
Request [Start] and Charging Data Request [Event].

Service Delivery Start Time Stamp Owm This parameter contains the milliseconds fraction in relation to the

Fraction Service Delivery Start Time Stamp.

Service Delivery End Time Stamp Oc This field records the time at which the service delivery was
terminated. It is Present only in SIP session related case. This
parameter corresponds to SIP Request Timestamp. Present with
Charging Data Request [Stop].

Service Delivery End Time Stamp Oc This parameter contains the milliseconds fraction in relation to the

Fraction Service Delivery End Time Stamp.

Record Opening Time Oc A time stamp reflecting the time the CDF opened this record. Present
only in SIP session related case.

Record Closure Time Owm A Time stamp reflecting the time the CDF closed the record.

Inter Operator Identifiers Oc Holds the identification of the home network (originating and
terminating) if exchanged via SIP signalling, as recorded in the P-
Charging-Vector header.

Originating 10l Oc This parameter corresponds to Orig-101 header of the P-Charging-
Vector defined in TS 24.229 [204].

Terminating 10l Oc This parameter corresponds to Term-lOI header of the P-Charging-
Vector defined in TS 24.229 [204].

Transit 10l List Oc This parameter corresponds to Transit-IOI List of the P-Charging-
Vector defined in TS 24.229 [204].

Local Record Sequence Number Owm This field includes a unique record number created by this node. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the
partial records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.

Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects
missing Charging Data Requests.

IMS Charging Identifier Owm This parameter holds the IMS charging identifier (ICID) as generated

by the IMS node for the SIP session.
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Field Category Description
List of Early SDP Media Oc This is a grouped field which may occur several times in one CDR.

Components

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description

Holds the Session portion of SDP data exchanged in the above
mentioned scenario, if available.

SDP Type

This parameter indicates if the SDP media component is an SDP offer
or SDP answer.

SDP Offer Timestamp

This parameter contains the time of the SIP Request which conveys
the SDP offer.

SDP Answer Timestamp

This parameter contains the time of the response to the SIP Request
which conveys the SDP answer.

SDP Media Components

This is a grouped field comprising several sub-fields associated with
one media component. Since several media components may exist for
a session in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data.

SDP Media Description

This field holds the attributes of the media as available in the SDP
data.

Media Initiator Flag

This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

List of SDP Media Components

This is a grouped field which may occur several times in one CDR.
The field is present only in a SIP session related case.

SDP Session Description

Holds the Session portion of the SDP data exchanged between the
User Agents if available in the SIP transaction.

SDP Type

This parameter indicates if the SDP media component is an SDP offer
or SDP answer.

SIP Request Timestamp

This parameter contains the time of the SIP Request (usually a (RE-
)INVITE). This parameter corresponds to SIP Request Timestamp in
Charging Data Request [Interim].

SIP Response Timestamp

This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP
answer. This parameter corresponds to SIP Response Timestamp in
Charging Data Request [Interim].

SIP Request Timestamp Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp
Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components

This is a grouped field comprising several sub-fields associated with
one media component. Since several media components may exist for
a session in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data.
This parameter corresponds to SDP-Media-Name.

SDP Media Description

This field holds the attributes of the media as available in the SDP
data.

Media Initiator Flag

This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

Service Reason Return Code

This parameter provides the returned SIP status code for the service
request for the successful and failure case.

List Of Reason Header

This parameter contains the list of SIP reason headers included in
BYE or CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the
Operator on a "per parameter basis".

ISUP Cause

When session is released via ISUP, this IE indicates the reason the
call was released.

Trunk Group ID Incoming/Outgoing

Contains the outgoing trunk group ID for an outgoing session/call or
the incoming trunk group ID for an incoming session/call.

Bearer Service

Holds the used bearer service for the PSTN leg.

Access Network Information

This field contains the content of one SIP P-header "P-Access-
Network-Info" available in the IMS Node when charging session starts,
if available.

Additional Access Network
Information

This field contains the content of an additional SIP P-header "P-
Access-Network-Info", available in the IMS Node as additional location
when charging session starts, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info"
header, when the UE supporting one or more cellular radio access
technologies but using a non-cellular IP-CAN, such as untrusted
WLAN access, provides this header field to relay information to its
service provider about the radio cell identity of the cellular radio
access network on which the UE most recently camped.
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Field Category Description
List of Access Network Info Change Oc This field is a list of grouped field describing the subsequent SIP P-

header "P-Access-Network-Info" changes.

Access Network Information Oc This field holds the content of the SIP P-header "P-Access-Network-
Info", when changed from the previous one.

Additional Access Network Oc This field holds the content of additional SIP P-header "P-Access-

Information Network-Info" when changed from the previous one, if available.

Cellular Network Information Oc This field contains the content of one SIP "Cellular-Network-Info"

header, when the UE supporting one or more cellular radio access
technologies but using a non-cellular IP-CAN, such as untrusted
WLAN access, provides this header field to relay information to its
service provider about the radio cell identity of the cellular radio
access network on which the UE most recently camped. This field is
applicable when changed from the previous one, if available.

Access Change Time Oc This field contains the time at which the changed user location
information was acquired.
Service Context Id Owm Holds the context information to which the CDR belongs. The

information is obtained from the Operation Token of the Charging Data
Request message.

Real Time Tariff Information Oc This field holds the tariff/fadd-on charge received.

From Address Owm Contains the information from the SIP From header.

Record Extensions Oc A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE Identifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-

Vector defined in TS 24.229 [204]. This element contains one or more
IM CN subsystem functional entity addresses and/or AS and
application identifiers where the IM CN subsystem functional entity
does create charging information for the related CDR of this IM CN
subsystem functional entity.
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6.1.3.8 BGCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.8.1: Charging data of BGCF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission

Oc

This parameter, when present, indicates that information from
retransmitted Charging Data Requests has been used in this CDR.

SIP Method

Oc

Specifies the SIP-method for which the CDR is generated. Only available
in session unrelated cases.

Event

This field identifies the SIP event package to which the SIP request is
referred.

Expires Information

This field indicates the validity time of either the SIP message or its
content, depending on the SIP method.

Role of Node

This field indicates whether the BGCF is serving the Originating or the
Terminating party.

Node Address

This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID

The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority

The field contains the priority of the session.

List Of Calling Party Address

The address or addresses (Public User ID or Public Service ID) of the
party requesting a service or initiating a session. In the case of no P-
Asserted-Identify is known, this list shall include a one item with the value
"unknown".

Called Party Address

In the context of an end-to-end SIP transaction this field holds the address
of the party (Public User ID) to whom the SIP transaction is posted.

Number Portability routing information

This field includes information on number portability after DNS/ENUM
request from S-CSCF in the calling user's home network.

Carrier Select routing information

This field includes information on carrier select after DNS/ENUM request
from S-CSCF in the calling user's home network.

Service Request Time Stamp

This field contains the time stamp which indicates the time at which the
service was requested. This parameter corresponds to SIP Request
Timestamp. Present with Charging Data Request [Event].

Service Request Time Stamp Fraction

This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Inter Operator Identifiers

Holds the identification of the home network (originating and terminating) if
exchanged via SIP signalling, as recorded in the P-Charging-Vector
header.

Originating 10l

This parameter corresponds to Orig-lOl header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating |0l

This parameter corresponds to Term-lOIl header of the P-Charging-Vector
defined in TS 24.229 [204].

Transit IOl List

This parameter corresponds to Transit-10I List of the P-Charging-Vector
defined in TS 24.229 [204].

Local Record Sequence Number

This field includes a unique record number created by this node. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Cause For Record Closing

This field contains a reason for the close of the CDR.

Incomplete CDR Indication

This field provides additional diagnostics when the CDF detects missing
Charging Data Requests.

IMS Charging Identifier

This parameter holds the IMS charging identifier (ICID) as generated by
the IMS node for the SIP session.

Service Reason Return Code

This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header

This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator
on a "per parameter basis".

Access Network Information

This field contains the content of the SIP P-header "P-Access-Network-
Info" if available.

Additional Access Network Information

This field contains the content of an additional SIP P-header "P-Access-
Network-Info" if available.

Cellular Network Information

Oc

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides
this header field to relay information to its service provider about the radio
cell identity of the cellular radio access network on which the UE most
recently camped.

Service Context Id

Holds the context information to which the CDR belongs. The information
is obtained from the Operation Token of the Charging Data Request
message.

From Address

Contains the information from the SIP From header.
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Field

Category

Description

Record Extensions

Oc

A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

NNI Information Oc This grouped field holds information about the NNI used for interconnection
and roaming on the loopback routing path. It is present only if RAVEL
"VPLMN routing" is applied.
NNI Type Oc This field indicates usage of the roaming NNI for loopback routing, i.e.
BGCF performed the loopback decision.
FE Identifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-Vector

defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application identifiers
where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.
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6.1.3.9 SIP AS CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.9.1: Charging data of AS CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission

Oc

This parameter, when present, indicates that information from retransmitted
Charging Data Requests has been used in this CDR

SIP Method

Oc

Specifies the SIP-method for which the CDR is generated. Only available in
session unrelated cases.

Event

This field identifies the SIP event package to which the SIP request is
referred.

Expires Information

This field indicates the validity time of either the SIP message or its content,
depending on the SIP method.

Role of Node

This field indicates whether the AS is serving the Originating Terminating or
Forwarding party.

Node Address

This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID

The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].
When the AS acts as B2BUA, the incoming session is identified, except for
the "OneChargingSession" option, where it contains either the incoming or
outgoing dialog SIP Call Id involved during IMS session setup.

Outgoing Session ID

When the AS acts as B2BUA, the outgoing session is identified by the
Outgoing Session ID which contains the SIP Call ID (as defined in the RFC
3261 [404]). This field is not used for the "OneChargingSession" option

Session Priority

Oc

The field contains the priority of the session.

List Of Calling Party Address

Owm

The address or addresses (Public User ID or Public Service ID) of the party
requesting a service or initiating a session. In the case of no P-Asserted-
Identify is known, this list shall include a one item with the value "unknown".

Called Party Address

For SIP transactions, except for registration, this field holds the address of
the party (Public User ID or Public Service ID) to whom the SIP transaction
is posted.

For registration transactions, this field holds the Public User ID under
registration.

Number Portability routing information

This field includes information on number portability after DNS/ENUM
request from S-CSCEF in the calling user's home network.

Carrier Select routing information

This field includes information on carrier select after DNS/ENUM request
from S-CSCF in the calling user's home network.

Alternate Charged Party Address

The address of an alternate party that is identified by the AS at session
initiation, and is charged in place of the calling party.

List of Requested Party Address

This field is a list of Requested Party Address.
This field is only present if different from the Called Party Address
parameter.

Private User ID

This field holds the private user identity of the served party defined in TS
23.003 [104], if available.

List of Subscription Id

Holds the public user identities of the served user

List of Called Asserted Identity

The address or addresses of the final asserted identities. Present if the final
asserted identities are available in the SIP 2xx response.

List of Called Identity Changes

List of terminating identity address changes and associated timestamps.

Called Identity Change Time Stamp

Timestamp of SIP UPDATE or SIP RE-INVITE with changed terminating
identity information.

Called Identity

Changed terminating identity information received in a SIP UPDATE or SIP
RE-INVITE.

Service Request Time Stamp

This field contains the time stamp which indicates the time at which the
service was requested. This parameter corresponds to SIP Request
Timestamp. Present with Charging Data Request [Start] and Charging Data
Request [Event].

Service Request Time Stamp Fraction

This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Service Delivery Start Time Stamp

This field holds the time stamp reflecting either: successful session set-up,
a delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request. This parameter corresponds to
SIP Response Timestamp. Present with Charging Data Request [Start] and
Charging Data Request [Event].

Service Delivery Start Time Stamp
Fraction

This parameter contains the milliseconds fraction in relation to the Service
Delivery Start Time Stamp.

Service Delivery End Time Stamp

This field records the time at which the service delivery was terminated. It is
Present only in SIP session related case. This parameter corresponds to
SIP Request Timestamp. Present with Charging Data Request [Stop].

Service Delivery End Time Stamp
Fraction

This parameter contains the milliseconds fraction in relation to the Service
Delivery End Time Stamp.

Record Opening Time

A time stamp reflecting the time the CDF opened this record. Present only
in SIP session related case.

Record Closure Time

A Time stamp reflecting the time the CDF closed the record.
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Field Category Description
Inter Operator Identifiers Oc Holds the identification of the home network (originating and terminating) if

exchanged via SIP signalling, as recorded in the P-Charging-Vector
header.

Originating 10l

This parameter corresponds to Orig-IOI header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 10l

This parameter corresponds to Term-lOl header of the P-Charging-Vector
defined in TS 24.229 [204].

Transit 10l List

This parameter corresponds to Transit-lOl List of the P-Charging-Vector
defined in TS 24.229 [204] . This field may occur several times in one CDR.
Each occurrence represents transit 10! values received from the path
inbound to or outbound from the S-CSCF.

Local Record Sequence Number

This field includes a unique record number created by this node. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number

This field contains a running sequence number employed to link the partial
records generated by the CDF for a particular session.

Cause For Record Closing

This field contains a reason for the close of the CDR.

Incomplete CDR Indication

This field provides additional diagnostics when the CDF detects missing
Charging Data Requests.

IMS Charging Identifier

This parameter holds the IMS charging identifier (ICID) as generated by the
IMS node for the SIP session.

Related IMS Charging Identifier

This field contains the related IMS Charging Identifier in case of access
transfer.

Related IMS Charging Identifier
Generation Node

This parameter holds the identifier of the server that generated the Related
IMS charging identifier.

List of Early SDP Media Components

This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description

Holds the Session portion of SDP data exchanged in the above mentioned
scenario, if available.

SDP Type

This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SDP Offer Timestamp

This parameter contains the time of the SIP Request which conveys the
SDP offer.

SDP Answer Timestamp

This parameter contains the time of the response to the SIP Request which
conveys the SDP answer.

SDP Media Components

This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data.

SDP Media Description

This field holds the attributes of the media as available in the SDP data.

Access Correlation ID

This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-GW
for IP-CAN bearer, Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is
generated by another type of access network.

It is present only if received from the access network when PCC
architecture is implemented.

Media Initiator Flag

This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

List of SDP Media Components

This is a grouped field which may occur several times in one CDR.

The field is present only in a SIP session related case.

When the AS acts as B2BUA and "OneChargingSession" option applies,
only SDP media components received by the AS are included, i.e. those
generated by the AS are not included.

SDP Session Description

Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type

This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SIP Request Timestamp

This parameter contains the time of the SIP Request (usually a SIP (RE-
)INVITE). This parameter corresponds to SIP Request Timestamp in
Charging Data Request [Interim].

SIP Response Timestamp

This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP answer.
This parameter corresponds to SIP Response Timestamp in Charging Data
Request [Interim].

SIP Request Timestamp Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.
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Field Category Description
SIP Response Timestamp Fraction Oc This parameter contains appropriately the time of SIP 200 OK

acknowledging an SIP INVITE or of SIP ACK including an SDP answer.
This parameter corresponds to SIP Response Timestamp in Charging Data
Request [Interim].

SDP Media Components

This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name

Owm

This field holds the name of the media as available in the SDP data.

SDP Media Description

Owm

This field holds the attributes of the media as available in the SDP data.

Access Correlation ID

This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-GW
for IP-CAN bearer, Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is
generated by another type of access network.

It is present only if received from the access network when PCC
architecture is implemented.

Media Initiator Flag

This field indicates if the called party has requested the session
madification and it is present only if the initiator was the called party.

GGSN Address

This parameter holds the control plane IP address of the GGSN, PGW, or
SMF that handles one or more media component(s) of a IMS session.

Service Reason Return Code

This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header

This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator
on a "per parameter basis".

Service Specific Info

This is a grouped field that contains service specific data if and as provided
by an AS. It may occur several times in one CDR.

Service Specific Data

This sub-field of Service Specific Data holds the value of the Service
Specific Data.

Service Specific Type

This sub-field of Service Specific Data holds the type of the Service
Specific Data.

List of Message Bodies

This grouped field comprising several sub-fields describing the data that
may be conveyed end-to-end in the body of a SIP message. Since several
message bodies may be exchanged via SIP-signalling, this grouped field
may occur several times.

Content-Type

This sub-field of Message Bodies holds the MIME type of the message
body, Examples are: application/zip, image/gif, audio/mpeg, etc.

Content-Disposition

This sub-field of Message Bodies holds the content disposition of the
message body inside the SIP signalling, Content-disposition header field
equal to "render”, indicates that "the body part should be displayed or
otherwise rendered to the user". Content disposition values are : session,
render, inline, icon, alert, attachment, etc.

Content-Length

This sub-field of Message Bodies holds the size of the data of a message
body in bytes.

Originator

This sub-field of the "List of Message Bodies" indicates the originating party
of the message body.

Access Network Information

This field contains the content of the SIP P-header "P-Access-Network-
Info" available in the IMS Node when charging session starts, if available.

Additional Access Network Information

This field contains the content of an additional SIP P-header "P-Access-
Network-Info", available in the IMS Node as additional location when
charging session starts, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides
this header field to relay information to its service provider about the radio
cell identity of the cellular radio access network on which the UE most
recently camped.

List of Access Network Info Change

This field is a list of grouped field describing the subsequent SIP P-header
"P-Access-Network-Info" and "Cellular-Network-Info" changes.

Access Network Information

This field holds the content of the SIP P-header "P-Access-Network-Info",
when changed from the previous one.

Additional Access Network
Information

This field holds the content of additional SIP P-header "P-Access-Network-
Info" when changed from the previous one, if available.
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Field

Category

Description

Cellular Network Information

Oc

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides
this header field to relay information to its service provider about the radio
cell identity of the cellular radio access network on which the UE most
recently camped. This field is applicable when changed from the previous
one, if available.

Access Change Time

This field contains the time at which the changed user location
information was acquired.

VLR Number

This field holds VLRNumber of User-Data AVP in User-Data-Answer (UDA)
command defined in TS 29.328 [215] if available.

MSC Address

This field holds MSCNumber of User-Data AVP in User-Data-Answer
(UDA) command defined in TS 29.328 [215] if available.

List of Access Transfer Information

This field is a list of grouped field describing the subsequent session
transfers.

Each other occurrence comprises sub-fields describing the session transfer
performed.

Access Transfer Type

This field contains indication about the access transfer performed. This field
is present only when transfer occurred.

Inter-UE Transfer

1) This field indicates that an inter-UE access transfer has been
performed. This field is present only when transfer occurred.

Access Network Information

This field holds the content of one SIP P-header "P-Access-Network-Info"
from the SIP INVITE requesting the transfer, if available

Additional Access Network
Information

This field contains the content of an additional SIP P-header "P-Access-
Network-Info" from the SIP INVITE requesting the transfer, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides
this header field to relay information to its service provider about the radio
cell identity of the cellular radio access network on which the UE most
recently camped.

Subscriber Equipment Number

This field contains the identification of the mobile device ( e.g. IMEI) that
the subscriber is using following successful inter-UE transfer.

Instance Id

This field uniquely identifies the device (fixed or mobile) of the served user
following successful inter-UE transfer.

Related IMS Charging Identifier

This field contains the related IMS Charging Identifier in case of access
transfer.

Related IMS Charging Identifier

Generation Node

This parameter holds the identifier of the server that generated the Related
IMS charging identifier in case of access transfer.

Access Transfer Time

This field contains the time stamp, which indicates the time at which the
session transfer has been performed.

Service Context Id

Holds the context information to which the CDR belongs. The information is
obtained from the Operation Token of the Charging Data Request
message.

IMS Communication Service ID

This field contains the IMS communication service identifier if received in
the P-Asserted-Service header in the SIP request.

Online Charging Flag

This field indicates the Online Charging Request was sent based on the
provided ECF address from the SIP P-header "P-Charging-Function-
Addresses".

NOTE: No proof that online charging action has been taken

Real Time Tariff Information

Oc

This field holds the tarifffadd-on charge received.

Initial IMS Charging Identifier

Oc

This parameter holds the Initial IMS charging identifier (ICID) as generated
by the IMS node for the initial SIP session created for IMS service
continuity.

This field is not used for the "OneChargingSession" option.

User Location Info

Oc

This field indicates contains the network provided location information for
3GPP accesses available in the IMS Node when charging session starts, if
available.

MS Time Zone

This field indicates the offset between universal time and local time in steps
of 15 minutes of where the MS currently resides.

NNI Information

This grouped field holds information about the NNI used for interconnection
and roaming on the loopback routing path. It is present only if RAVEL
“VPLMN routing” is applied.

NNI Type

This field indicates usage of the roaming NNI for loopback routing, The
loopback indication was received by the AS.

From Address

Contains the information from the SIP From header.

IMS Visited Network Identifier

Contains the information from the SIP P-Visited-Network-ID header
received in a REGISTER request.

Subscriber Equipment Number

This field contains the identification of the mobile device ( e.g. IMEI) that
the subscriber is using.
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Field Category Description

Instance Id Oc This field uniquely identifies the device (fixed or mobile) of the served user.

TAD ldentifier Oc This field indicates the type of access network (CS or PS) through which
the session shall be terminated.

3GPP PS Data Off Status Oc This field holds the 3GPP PS Data Off Status associated with the
registration, as defined in TS 23.228 [201], when available.

Record Extensions Oc A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE Identifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-Vector
defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application identifiers
where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.
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6.1.3.10 IBCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.10.1: Charging data of IBCF CDR
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Field Category Description

Record Type M Identifies the type of record. The parameter is derived from the Node
functionality parameter.

Retransmission Oc This parameter, when present, indicates that information from retransmitted
Charging Data Reqguests has been used in this CDR.

SIP Method Oc Specifies the SIP-method for which the CDR is generated. Only available in
session unrelated cases.

Event Oc This field identifies the SIP event package to which the SIP request is
referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its content,
depending on the SIP method.

Role of Node Owm This field indicates whether the IBCF is serving the Originating or the
Terminating party.

Node Address Owm This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID Owm The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Address Owm The address or addresses (Public User ID or Public Service ID) of the party
requesting a service or initiating a session. In the case of no P-Asserted-
Identify is known, this list shall include a one item with the value "unknown".

Called Party Address Owm In the context of an end-to-end SIP transaction this field holds the address
of the party (Public User ID) to whom the SIP transaction is posted.

Service Request Time Stamp Owm This field contains the time stamp which indicates the time at which the
service was requested. This parameter corresponds to SIP Request
Timestamp. Present with Charging Data Request [Start] and Charging Data
Request [Event].

Service Request Time Stamp Fraction Owm This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Service Delivery Start Time Stamp Owm This field holds the time stamp reflecting either: successful session set-up,
a delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request. This parameter corresponds to SIP
Response Timestamp. Present with Charging Data Request [Start] and
Charging Data Request [Event].

Service Delivery Start Time Stamp Owm This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery Start Time Stamp.

Service Delivery End Time Stamp Oc This field records the time at which the service delivery was terminated. It is
Present only in SIP session related case. This parameter corresponds to
SIP Request Timestamp. Present with Charging Data Request [Stop].

Service Delivery End Time Stamp Oc This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery End Time Stamp.

Record Opening Time Oc A time stamp reflecting the time the CDF opened this record. Present only
in SIP session related case.

Record Closure Time Owm A Time stamp reflecting the time the CDF closed the record

Inter Operator Identifiers Oc Holds the identification of the home network (originating and terminating) if
exchanged via SIP signalling, as recorded in the P-Charging-Vector header.

Originating IOl Oc This parameter corresponds to Orig-lOI header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 10l Oc This parameter corresponds to Term-IOI header of the P-Charging-Vector
defined in TS 24.229 [204].

Transit 1Ol List Oc This parameter corresponds to Transit-IOI List of the P-Charging-Vector
defined in TS 24.229 [204].

Local Record Sequence Number Owm This field includes a unique record number created by this node. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the partial
records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.

Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects missing
Charging Data Requests.

IMS Charging Identifier Owm This parameter holds the IMS charging identifier (ICID) as generated by the
IMS node for the SIP session.

List of Early SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description Oc Holds the Session portion of SDP data exchanged in the above mentioned
scenario, if available.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or

SDP answer.
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Field Category Description

SDP Offer Timestamp Owm This parameter contains the time of the SIP Request which conveys the
SDP offer.

SDP Answer Timestamp Owm This parameter contains the time of the response to the SIP Request which
conveys the SDP answer.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.

SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.

Media Initiator Flag Oc This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

List of SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

The field is present only in a SIP session related case.

SDP Session Description Oc Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SIP Request Timestamp Oc This parameter contains the time of the SIP Request (usually a (RE-
)INVITE). This parameter corresponds to SIP Request Timestamp in
Charging Data Request [Interim].

SIP Response Timestamp Oc This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP answer.
This parameter corresponds to SIP Response Timestamp in Charging Data
Request [Interim].

SIP Request Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.

SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.

Local GW Inserted Indication Oc This field indicates whether the local TrGW is inserted or not, for the media
component included in SDP answer, if available.

IP Realm Default Indication Oc This field indicates whether the User Plane IP realm associated to the
media component included in SDP answer, is the Default IP realm or not, if
available.

Transcoder Inserted Indication Oc This field indicates whether a transcoder is inserted or not, for the media
component included in the SDP answer, if available.

Media Initiator Flag Oc This field indicates if the called party has requested the session
madification and it is present only if the initiator was the called party.

Service Reason Return Code Owm This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header Oc This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator
on a "per parameter basis".

List of Message Bodies Oc This grouped field comprising several sub-fields describing the data that
may be conveyed end-to-end in the body of a SIP message. Since several
message bodies may be exchanged via SIP-signalling, this grouped field
may occur several times.

Content-Type Owm This sub-field of Message Bodies holds the MIME type of the message
body, Examples are: application/zip, image/gif, audio/mpeg, etc.

Content-Disposition Oc This sub-field of Message Bodies holds the content disposition of the
message body inside the SIP signalling, Content-disposition header field
equal to "render", indicates that "the body part should be displayed or
otherwise rendered to the user". Content disposition values are : session,
render, inline, icon, alert, attachment, etc.

Content-Length Owm This sub-field of Message Bodies holds the size of the data of a message
body in bytes.

Originator Oc This sub-field of the "List of Message Bodies" indicates the originating party
of the message body.

Access Network Information Oc This field contains the content of one SIP P-header "P-Access-Network-
Info" available in the IMS Node when charging session starts, if available.

Additional Access Network Information Oc This field contains the content of an additional SIP P-header "P-Access-

Network-Info", available in the IMS Node as additional location when
charging session starts, if available.
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Field

Category

Description

Cellular Network Information

Oc

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently
camped. This field is applicable when changed from the previous one, if
available.

List of Access Network Info Change

This field is a list of grouped field describing the subsequent SIP P-header
"P-Access-Network-Info" and "Cellular-Network-Info" changes.

Access Network Information

This field holds the content of the SIP P-header "P-Access-Network-Info",
when changed from the previous one.

Additional Access Network
Information

This field holds the content of additional SIP P-header "P-Access-Network-
Info" when changed from the previous one, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies but
using a non-cellular IP-CAN, such as untrusted WLAN access, provides this
header field to relay information to its service provider about the radio cell
identity of the cellular radio access network on which the UE most recently
camped. This field is applicable when changed from the previous one, if
available.

Access Change Time

This field contains the time at which the changed user location
information was acquired.

IMS Communication Service ID

This field contains the identifier for the type of communication service the
IMS is currently providing for the session if received in the P-Asserted-
Service header in the SIP request when the IBCF is downstream from the
S-CSCF serving the Originating party or the topmost occurrence of the
"+g.3gpp.icsi-ref" header field parameter of the Feature-Caps header in the
SIP response when the IBCF is upstream from the S-CSCF serving the
Originating party.

Service Context Id

Holds the context information to which the CDR belongs. The information is
obtained from the Operation Token of the Charging Data Request
message.

Real Time Tariff Information

Oc

This field holds the tariff/add-on charge received.

User Location Info

Oc

This field indicates contains the network provided location information for
3GPP accesses available in the IMS Node when charging session starts, if
available.

MS Time Zone

This field indicates the offset between universal time and local time in steps
of 15 minutes of where the MS currently resides.

NNI Information

Oc

This grouped field comprising several sub-fields holds information about the
NNI used for interconnection and roaming. This field may occur more than
once in a CDR e.g. when routing capability in support of transit is collocated
with the IBCF.

Session Direction

Oc

This field indicates whether the NNI is used for an inbound or outbound
service request on the control plane in case of interconnection and roaming.

NNI Type

Oc

This field indicates whether the type of used NNI is non-roaming, roaming
with loopback routing, or roaming without loopback routing.

Relationship Mode

Oc

This field indicates whether the other functional entity (contact point of the
neighbouring network) is regarded as part of the same trust domain.

Neighbour Node Address

Oc

This field holds the control plane IP address of the neighbouring network
contact point that handles the service request in case of interconnection
and roaming.

From Address

Contains the information from the SIP From header.

SIP Route header received in an
INVITE request

Contains the information in the topmost route header in a received initial
SIP INVITE and non-session related SIP MESSAGE request.

Record Extensions

A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE Identifier List

Oc

This parameter corresponds to FE Identifier List of the P-Charging-Vector
defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application identifiers
where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.
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6.1.3.11 E-CSCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.11.1: Charging data of E-CSCF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission Oc This parameter, when present, indicates that information from
retransmitted Charging Data Requests has been used in this CDR

SIP Method Oc Specifies the SIP-method for which the CDR is generated. Only available
in session unrelated cases.

Event Oc This field identifies the SIP event package to which the SIP request is
referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its
content, depending on the SIP method.

Role of Node Owm This field indicates whether the E-CSCF is serving the Originating or the
Terminating party.

Node Address Owm This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID Owm The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Address Owm The address or addresses (Public User ID or Public Service ID) of the
party requesting a service or initiating a session. In case no P-Asserted-
Identity is known, this list shall include one item with the value "unknown".

Called Party Address Owm For SIP transactions, this field holds the address of the party (Public User
ID or Public Service ID) to whom the SIP transaction is posted. It could be
in the format of a SIP URI, a Tel URI or a URN

Requested Party Address Oc For SIP transactions this field holds the address of the party (Public User
ID or Public Service ID) to whom the SIP transaction was originally
posted. It could be in the format of a SIP URI, a TEL URI or a URN.

This field is only present if different from the Called Party Address
parameter.

List of Called Asserted Identity Oc The address or addresses of the final asserted identities. Present if the
final asserted identities are available in the SIP 2xx RESPONSE.

List of Called Identity Changes Oc List of terminating identity address changes and associated timestamps.
Called Identity Change Time Oc Timestamp of SIP UPDATE or SIP RE-INVITE with changed terminating
Stamp identity information.

Called Identity Oc Changed terminating identity information received in a SIP UPDATE or
SIP RE-INVITE.

List of Subscription Id Oc Holds the public user identities of the served user

Service Request Time Stamp Owm This field contains the time stamp, which indicates the time at which the
service was requested.

Service Request Time Stamp Fraction Owm This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Service Delivery Start Time Stamp Owm This field holds the time stamp reflecting either: successful session set-
up, a delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request.

Service Delivery Start Time Stamp Owm This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery Start Time Stamp.

Service Delivery End Time Stamp Oc This field records the time at which the service delivery was terminated. It
is Present only in SIP session related case.

Service Delivery End Time Stamp Oc This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery End Time Stamp.

Record Opening Time Oc A time stamp reflecting the time the CDF opened this record. Present only
in SIP session related case.

Record Closure Time Owm A Time stamp reflecting the time the CDF closed the record.

Application Servers Information Oc This is a grouped CDR field containing the fields: "Application Server
Involved" and "Application Provided Called Parties".

Application Servers Involved Oc Holds the ASs (if any) identified by the SIP URls.
Application Provided Called Parties Oc Holds a list of the Called Party Address(es), if the address(es) are
determined by an AS (SIP URI, E.164...).

List of Inter Operator Identifiers Oc Holds the identification of the home network (originating and terminating)
if exchanged via SIP signalling, as recorded in the P-Charging-Vector
header. This grouped field may occur several times in one CDR.

Originating 10l Oc This parameter corresponds to Orig-10l header of the P-Charging-Vector
defined in TS 24.229 [204].

Terminating 10l Oc This parameter corresponds to Term-lOl header of the P-Charging-Vector
defined in TS 24.229 [204].

Local Record Sequence Number Owm This field includes a unique record number created by E-CSCF. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the
partial records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.
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Field Category Description
Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects missing

Charging Data Requests.

IMS Charging Identifier

This parameter holds the IMS charging identifier (ICID) as generated by
the IMS node for the SIP session.

List of Early SDP Media Components

This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description

Holds the Session portion of SDP data exchanged in the above
mentioned scenario, if available.

SDP Type

This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SDP Offer Timestamp

This parameter contains the time of the SIP Request which conveys the
SDP offer.

SDP Answer Timestamp

This parameter contains the time of the response to the SIP Request
which conveys the SDP answer.

SDP Media Components

This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data.

SDP Media Description

This field holds the attributes of the media as available in the SDP data.

Access Correlation ID

This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-
GW for IP-CAN bearer, Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is
generated by another type of access network.

It is present only if received from the access network when PCC
architecture is implemented.

Media Initiator Flag

This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

List of SDP Media Components

This is a grouped field which may occur several times in one CDR.

The field is present only in a SIP session related case.

SDP Session Description

Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type

This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SIP Request Timestamp

This parameter contains the time of the SIP Request (usually a (RE-
)INVITE).

SIP Response Timestamp

This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP answer.

SIP Request Timestamp Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction

This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components

This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name

This field holds the name of the media as available in the SDP data.

SDP Media Description

This field holds the attributes of the media as available in the SDP data.

Access Correlation ID

This parameter holds the charging identifier from the access network,
consisting of either GPRS charging ID (GCID) which is generated by the
GGSN for a GPRS PDP context, Charging Id which is generated by P-
GW for IP-CAN bearer, Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is
generated by another type of access network.

It is present only if received from the access network when PCC
architecture is implemented.

Media Initiator Flag

This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

GGSN Address

This parameter holds the control plane IP address of the GGSN, PGW, or
SMF that handles one or more media component(s) of an IMS session.

Service Reason Return Code

This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header

This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the
Operator on a "per parameter basis".
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Field Category Description
List of Message Bodies Oc This grouped field comprising several sub-fields describing the data that

may be conveyed end-to-end in the body of a SIP message. Since
several message bodies may be exchanged via SIP-signalling, this
grouped field may occur several times.

Content-Type

This sub-field of Message Bodies holds the MIME type of the message
body, Examples are: application/zip, image/gif, audio/mpeg, etc.

Content-Disposition

This sub-field of Message Bodies holds the content disposition of the
message body inside the SIP signalling, Content-disposition header field
equal to "render", indicates that "the body part should be displayed or
otherwise rendered to the user". Content disposition values are: session,
render, inline, icon, alert, attachment, etc.

Content-Length

This sub-field of Message Bodies holds the size of the data of a message
body in bytes.

Originator

This sub-field of the "List of Message Bodies" indicates the originating
party of the message body.

Access Network Information

This field contains the content of one SIP P-header "P-Access-Network-
Info" available in the IMS Node when charging session starts, if available.

Additional Access Network Information

This field contains the content of additional SIP P-header "P-Access-
Network-Info", available in the IMS Node as additional location when
charging session starts, if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies
but using a non-cellular IP-CAN, such as untrusted WLAN access,
provides this header field to relay information to its service provider about
the radio cell identity of the cellular radio access network on which the UE
most recently camped.

List of Access Network Info Change

This field is a list of grouped field describing the subsequent SIP P-
header "P-Access-Network-Info" and "Cellular-Network-Info" changes.

Access Network Information

This field holds the content of the SIP P-header "P-Access-Network-Info",
when changed from the previous one.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info" header,
when the UE supporting one or more cellular radio access technologies
but using a non-cellular IP-CAN, such as untrusted WLAN access,
provides this header field to relay information to its service provider about
the radio cell identity of the cellular radio access network on which the UE
most recently camped. This field is applicable when changed from the
previous one, if available.

Additional Access Network
Information

This field holds the content of additional SIP P-header "P-Access-
Network-Info" when changed from the previous one, if available.

Access Change Time

This field contains the time at which the changed user location
information was acquired.

Service Context Id

Holds the context information to which the CDR belongs. The information
is obtained from the Operation Token of the Charging Data Request
message.

IMS Communication Service ID

This field contains the IMS communication service identifier if received in
the P-Asserted-Service header in the SIP request.

User Location Info

This field contains the network provided location information for 3GPP
accesses available in the IMS Node when charging session starts, if
available.

MS Time Zone

This field indicates the offset between universal time and local time in
steps of 15 minutes of where the MS currently resides.

From Address

Contains the information from the SIP From header.

Record Extensions

A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE Identifier List

This parameter corresponds to FE Identifier List of the P-Charging-Vector
defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application
identifiers where the IM CN subsystem functional entity does create
charging information for the related CDR of this IM CN subsystem
functional entity.
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6.1.3.12 TRF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.12.1: Charging data of TRF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission Oc This parameter, when present, indicates that information from
retransmitted Charging Data Requests has been used in this CDR.

SIP Method Oc Specifies the SIP-method for which the CDR is generated. Only available
in session unrelated cases.

Event Oc This field identifies the SIP event package to which the SIP request is
referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its
content, depending on the SIP method.

Role of Node Owm This field indicates whether the TRF is serving the Originating or the
Terminating party.

Node Address Owm This item holds the address of the node providing the information for the
CDR. This may either be the IP address or the FQDN of the IMS node
generating the accounting data.

Session ID Owm The Session identification. For a SIP session the Session-ID contains the
SIP Call ID as defined in the Session Initiation Protocol RFC 3261 [404].

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Address Owm The address or addresses (Public User ID or Public Service ID) of the
party requesting a service or initiating a session.

Called Party Address Om In the context of an end-to-end SIP transaction this field holds the address
of the party (Public User ID) to whom the SIP transaction is posted.

List of Called Asserted Identity Oc The address or addresses of the final asserted identities. Present if the
final asserted identities are available in the SIP 2xx response.

List of Called Identity Changes Oc List of terminating identity address changes and associated timestamps.

Called Identity Change Time Stamp Oc Timestamp of SIP UPDATE or SIP RE-INVITE with changed terminating
identity information.

Called Identity Oc Changed terminating identity information received in a SIP UPDATE or
SIP RE-INVITE.

Requested Party Address Oc For SIP transactions this field holds the address of the party (Public User
ID or Public Service ID) to whom the SIP transaction was originally posted.
This field is only present if different from the Called Party Address
parameter.

List of Subscription Id Oc Holds the public user identities of the served user.

Number Portability routing information Oc This field includes information on number portability after DNS/ENUM
request from the TRF.

Carrier Select routing information Oc This field includes information on carrier select after DNS/ENUM request
from the TRF.

Service Request Time Stamp Owm This field contains the time stamp which indicates the time at which the
service was requested. This parameter corresponds to SIP Request
Timestamp. Present with Charging Data Request [Start] and Charging
Data Request [Event].

Service Request Time Stamp Fraction Owm This parameter contains the milliseconds fraction in relation to the Service
Request Time Stamp.

Service Delivery Start Time Stamp Owm This field holds the time stamp reflecting either: successful session set-up,
a delivery unrelated service, an unsuccessful session set-up and an
unsuccessful session unrelated request. This parameter corresponds to
SIP Response Timestamp. Present with Charging Data Request [Start]
and Charging Data Request [Event].

Service Delivery Start Time Stamp Owm This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery Start Time Stamp.

Service Delivery End Time Stamp Oc This field records the time at which the service delivery was terminated. It
is Present only in SIP session related case. This parameter corresponds
to SIP Request Timestamp. Present with Charging Data Request [Stop].

Service Delivery End Time Stamp Oc This parameter contains the milliseconds fraction in relation to the Service

Fraction Delivery End Time Stamp.

Record Opening Time Oc A time stamp reflecting the time the CDF opened this record. Present only
in SIP session related case.

Record Closure Time Owm A Time stamp reflecting the time the CDF closed the record

Application Servers Information Oc This is a grouped CDR field containing the fields: “Application Server
Involved” and “Application Provided Called Parties”.

Application Servers Involved Oc Holds the ASs (if any) identified by the SIP URIs.
Application Provided Called Parties Oc Holds a list of the Called Party Address(es), if the address(es) are
determined by an AS (SIP URI, E.164...).

Inter Operator Identifiers Oc Holds the identification of the home network (originating and terminating) if
exchanged via SIP signalling, as recorded in the P-Charging-Vector
header. This grouped field may occur several times in one CDR.

Originating 10l Oc This parameter corresponds to Orig-IOI header of the P-Charging-Vector
defined in TS 24.229 [204].
Terminating 10l Oc This parameter corresponds to Term-lOl header of the P-Charging-Vector

defined in TS 24.229 [204].
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Field Category Description
Transit 1Ol List Oc This parameter corresponds to Transit-IOI List of the P-Charging-Vector

defined in TS 24.229 [204]. This field may occur several times in one
CDR. Each occurrence represents transit 101 values received from the
path inbound to or outbound from the TRF.

Local Record Sequence Number Owm This field includes a unique record number created by this node. The
number is allocated sequentially for each partial CDR (or whole CDR)
including all CDR types. The number is unigue within the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the partial
records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.

Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects missing
Charging Data Requests.

IMS Charging Identifier Owm This parameter holds the IMS charging identifier (ICID) as generated by
the IMS node for the SIP session.

List of Early SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description Oc Holds the Session portion of SDP data exchanged in the above mentioned
scenario, if available.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SDP Offer Timestamp Owm This parameter contains the time of the SIP Request which conveys the
SDP offer.

SDP Answer Timestamp Owm This parameter contains the time of the response to the SIP Request
which conveys the SDP answer.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.
SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.

Media Initiator Flag Oc This field indicates if the called party has requested the session
madification and it is present only if the initiator was the called party.

List of SDP Media Components Oc This is a grouped field which may occur several times in one CDR.

The field is present only in a SIP session related case.

SDP Session Description Oc Holds the Session portion of the SDP data exchanged between the User
Agents if available in the SIP transaction.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or
SDP answer.

SIP Request Timestamp Oc This parameter contains the time of the SIP Request (usually a (RE-
)INVITE). This parameter corresponds to SIP Request Timestamp in
Charging Data Request [Interim].

SIP Response Timestamp Oc This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP answer.
This parameter corresponds to SIP Response Timestamp in Charging
Data Request [Interim].

SIP Request Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with one
media component. Since several media components may exist for a
session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.
SDP Media Description Owm This field holds the attributes of the media as available in the SDP data.

Media Initiator Flag Oc This field indicates if the called party has requested the session
madification and it is present only if the initiator was the called party.

Service Reason Return Code Owm This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header Oc This parameter contains the list of SIP reason headers included in BYE or
CANCEL method terminating the service,

Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the Operator
on a “per parameter basis”.

List of Message Bodies Oc This grouped field comprising several sub-fields describing the data that
may be conveyed end-to-end in the body of a SIP message. Since
several message bodies may be exchanged via SIP-signalling, this
grouped field may occur several times.

Content-Type Owm This sub-field of Message Bodies holds the MIME type of the message

body, Examples are: application/zip, image/gif, audio/mpeg, etc.
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Field Category Description
Content-Disposition Oc This sub-field of Message Bodies holds the content disposition of the

message body inside the SIP signalling, Content-disposition header field
equal to “render”, indicates that “the body part should be displayed or
otherwise rendered to the user”. Content disposition values are : session,
render, inline, icon, alert, attachment, etc.

Content-Length Owm This sub-field of Message Bodies holds the size of the data of a message
body in bytes.

Originator Oc This sub-field of the "List of Message Bodies" indicates the originating
party of the message body.

IMS Communication Service Id Oc Contains the identifier for the type of communication service the IMS is
currently providing for the session.

Service Context Id Owm Holds the context information to which the CDR belongs. The information
is obtained from the Operation Token of the Charging Data Request
message.

User Location Info Oc This field contains the network provided location information for 3GPP
accesses, if available.

MS Time Zone Oc This field indicates the offset between universal time and local time in
steps of 15 minutes of where the MS currently resides.

NNI Information Oc This grouped field comprising several sub-fields holds information about
the NNI used for interconnection and roaming. This field may occur more
than once in a CDR e.g. when routing capability in support of transit is
collocated with the TRF.

NNI Type Oc This field indicates whether the type of used NNI is non-roaming, roaming
with loopback routing, or roaming without loopback routing.

SIP Route header received Oc Contains the information in the topmost route header in a received initial
SIP INVITE or non-session related SIP MESSAGE request.

Record Extensions Oc A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE l|dentifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-Vector

defined in TS 24.229 [204]. This element contains one or more IM CN
subsystem functional entity addresses and/or AS and application
identifiers where the IM CN subsystem functional entity does create
charging information for the related CDR of this IM CN subsystem
functional entity.
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6.1.3.13 ATCF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.13.1: Charging data of ATCF CDR
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Field Category Description

Record Type M Identifies the type of record. The parameter is derived from the Node functionality parameter.

Retransmission Oc This parameter, when present, indicates that information from retransmitted Charging Data
Requests has been used in this CDR

SIP Method Oc Specifies the SIP-method for which the CDR is generated. Only available in session unrelated
cases.

Event Oc This field identifies the SIP event package to which the SIP request is referred.

Expires Information Oc This field indicates the validity time of either the SIP message or its content, depending on the SIP
method.

Role of Node Owm This field indicates whether the ATCF is serving the Originating or the Terminating party.

Node Address Owm This item holds the address of the node providing the information for the CDR. This may either be
the IP address or the FQDN of the IMS node generating the accounting data.

Session ID Owm The Session identification. For a SIP session the Session-ID contains the SIP Call ID as defined in
the Session Initiation Protocol RFC 3261 [404]. When the ATCF acts as B2BUA, the incoming
session is identified, except for the "OneChargingSession" option, where it contains either the
incoming or outgoing dialog SIP Call Id involved during IMS session setup.

Outgoing Session Oc When the ATCF acts as B2BUA, the outgoing session is identified by the Outgoing Session ID

ID which contains the SIP Call ID (as defined in the RFC 3261 [404]). This field is not used for the
"OneChargingSession" option

Session Priority Oc The field contains the priority of the session.

List Of Calling Party Owm The address or addresses (Public User ID or Public Service ID, Correlation MSISDN) of the party

Address requesting a service or initiating a session. In the case of no P-Asserted-Identify is known, this list
shall include one item with the value "unknown".

Called Party Owm For SIP transactions, except for registration, this field holds the address of the party (Public User

Address ID or Public Service ID) to whom the SIP transaction is posted.

For registration transactions, this field holds the Public User ID under registration.

List of Requested Oc This field is a list of Requested Party Address.

Party Address o o
This field is only present if different from the Called Party Address parameter.

Private User ID Oc This field holds the private user identity of the served party defined in TS 23.003 [104], if available.

List of Subscription Owm Holds the public user identities of the served user

Id

List of Called Oc The address or addresses of the final asserted identities. Present if the final asserted identities are

Asserted Identity available in the SIP 2xx response.

List of Called Oc List of terminating identity address changes and associated timestamps.

Identity Changes

Called Identity Oc Timestamp of SIP UPDATE or SIP RE-INVITE with changed terminating identity information.
Change Time

Stamp

Called Identity Oc Changed terminating identity information received in a SIP UPDATE or SIP RE-INVITE.

Service Request Owm This field contains the time stamp which indicates the time at which the service was requested.

Time Stamp This parameter corresponds to SIP Request Timestamp. Present with Charging Data Request
[Start] and Charging Data Request [Event].

Service Request Owm This parameter contains the milliseconds fraction in relation to the Service Request Time Stamp.

Time Stamp

Fraction

Service Delivery Owm This field holds the time stamp reflecting either: successful session set-up, a delivery unrelated

Start Time Stamp service, an unsuccessful session set-up and an unsuccessful session unrelated request. This
parameter corresponds to SIP Response Timestamp. Present with Charging Data Request [Start]
and Charging Data Request [Event].

Service Delivery Owm This parameter contains the milliseconds fraction in relation to the Service Delivery Start Time

Start Time Stamp Stamp.

Fraction

Service Delivery Oc This field records the time at which the service delivery was terminated. It is Present only in SIP

End Time Stamp session related case. This parameter corresponds to SIP Request Timestamp. Present with
Charging Data Request [Stop].

Service Delivery Oc This parameter contains the milliseconds fraction in relation to the Service Delivery End Time

End Time Stamp Stamp.

Fraction

Record Opening Oc A time stamp reflecting the time the CDF opened this record. Present only in SIP session related

Time case.

Record Closure Owm A Time stamp reflecting the time the CDF closed the record.

Time

Inter Operator Oc Holds the identification of the home network (originating and terminating) if exchanged via SIP

|dentifiers signalling, as recorded in the P-Charging-Vector header.

Originating IOl Oc This parameter corresponds to Orig-10I header of the P-Charging-Vector defined in TS 24.229
[204].
Terminating 10l Oc This parameter corresponds to Term-lOI header of the P-Charging-Vector defined in TS 24.229

[204].
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Field Category Description
Local Record Owm This field includes a unique record number created by this node. The number is allocated
Sequence Number sequentially for each partial CDR (or whole CDR) including all CDR types. The number is unique
within the CDF.
Record Sequence Oc This field contains a running sequence number employed to link the partial records generated by
Number the CDF for a particular session.
Cause For Record Owm This field contains a reason for the close of the CDR.
Closing
Incomplete CDR Oc This field provides additional diagnostics when the CDF detects missing Charging Data Requests.
Indication
IMS Charging Owm This parameter holds the IMS charging identifier (ICID) as generated by the IMS node for the SIP
Identifier session.
Related IMS Oc This field contains the related IMS Charging Identifier in case of access transfer.
Charging Identifier
Related IMS Oc This parameter holds the identifier of the server that generated the Related IMS charging identifier.
Charging Identifier
Generation Node
List of Early SDP Oc This is a grouped field which may occur several times in one CDR.
Media Components o ) ) ) )
This field shall not be present if no media components are set to active before the final SIP
session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.
SDP Session Oc Holds the Session portion of SDP data exchanged in the above mentioned scenario, if available.
Description
SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or SDP answer.
SDP Offer Owm This parameter contains the time of the SIP Request which conveys the SDP offer.
Timestamp
SDP Answer Owm This parameter contains the time of the response to the SIP Request which conveys the SDP
Timestamp answer.
SDP Media Owm This is a grouped field comprising several sub-fields associated with one media component. Since
Components several media components may exist for a session in parallel these sub-fields may occur several
times.
SDP Media Owm This field holds the name of the media as available in the SDP data.
Name
SDP Media Owm This field holds the attributes of the media as available in the SDP data.
Description
Access Oc This parameter holds the charging identifier from the access network, consisting of either GPRS
Correlation ID charging ID (GCID) which is generated by the GGSN for a GPRS PDP context, Charging Id which
is generated by P-GW for IP-CAN bearer , Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is generated by another type of
access network.
It is present only if received from the access network when PCC architecture is implemented.
Media Initiator Oc This field indicates if the called party has requested the session modification and it is present only
Flag if the initiator was the called party.
List of SDP Media Oc This is a grouped field which may occur several times in one CDR. .
Components The field is present only in a SIP session related case.
When the ATCF acts as B2BUA and "OneChargingSession" option applies, only SDP media
components received by the ATCF are included, i.e. those generated by the ATCF are not
included.
SDP Session Oc Holds the Session portion of the SDP data exchanged between the User Agents if available in the
Description SIP transaction.
SDP Type Owm This parameter indicates if the SDP media component is an SDP offer or SDP answer.
SIP Request Oc This parameter contains the time of the SIP Request (usually a (RE-)INVITE). This parameter
Timestamp corresponds to SIP Request Timestamp in Charging Data Request [Interim].
SIP Response Oc This parameter contains appropriately the time of SIP 200 OK acknowledging an SIP INVITE or of
Timestamp SIP ACK including an SDP answer. This parameter corresponds to SIP Response Timestamp in
Charging Data Request [Interim].
SIP Request Oc This parameter contains the milliseconds fraction in relation to the SIP Request Timestamp.
Timestamp Fraction
~ SIP Response Oc This parameter contains appropriately the time of SIP 200 OK acknowledging an SIP INVITE or of
Timestamp Fraction SIP ACK including an SDP answer. This parameter corresponds to SIP Response Timestamp in
Charging Data Request [Interim].
SDP Media Owm This is a grouped field comprising several sub-fields associated with one media component. Since
Components several media components may exist for a session in parallel these sub-fields may occur several
times.
SDP Media Owm This field holds the name of the media as available in the SDP data.
Name
SDP Media Owm This field holds the attributes of the media as available in the SDP data.
Description
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Field Category Description
Access Oc This parameter holds the charging identifier from the access network, consisting of either GPRS
Correlation 1D charging ID (GCID) which is generated by the GGSN for a GPRS PDP context, Charging Id which
is generated by P-GW for IP-CAN bearer, Charging Id which is generated by SMF for PDU
session or the Access Network Charging Identifier Value which is generated by another type of
access network.
It is present only if received from the access network when PCC architecture is implemented.
Media Initiator Oc This field indicates if the called party has requested the session maodification and it is present only
Flag if the initiator was the called party.
GGSN Address Oc This parameter holds the control plane IP address of the GGSN, PGW, or SMF that handles one
or more media component(s) of a IMS session.
Service Reason Owm This parameter provides the returned SIP status code for the service request for the successful
Return Code and failure case,
List Of Reason Oc This parameter contains the list of SIP reason headers included in BYE or CANCEL method
Header terminating the service,
Reliability of this information is not guaranteed if the SIP or CANCEL is originated outside of the
trust domain which is determined by the Operator on a "per parameter basis".
List of Message Oc This grouped field comprising several sub-fields describing the data that may be conveyed end-to-
Bodies end in the body of a SIP message. Since several message bodies may be exchanged via SIP-
signalling, this grouped field may occur several times.
Content-Type Owm This sub-field of Message Bodies holds the MIME type of the message body, Examples are:
application/zip, image/qgif, audio/mpeg, etc.
Content- Oc This sub-field of Message Bodies holds the content disposition of the message body inside the SIP
Disposition signalling, Content-disposition header field equal to "render", indicates that “the body part should
be displayed or otherwise rendered to the user". Content disposition values are : session, render,
inline, icon, alert, attachment, etc.
Content-Length Owm This sub-field of Message Bodies holds the size of the data of a message body in bytes.
Originator Oc This sub-field of the "List of Message Bodies" indicates the originating party of the message body.
Access Network Oc This field contains the content ofone SIP P-header "P-Access-Network-Info", available in the IMS
Information Node when charging session starts, if available.
Additional Access Oc This field contains the content of additional SIP P-header "P-Access-Network-Info", available in the
Network IMS Node as additional location when charging session starts, if available.
Information
Cellular Network Oc This field contains the content of one SIP "Cellular-Network-Info" header, when the UE supporting
Information one or more cellular radio access technologies but using a non-cellular IP-CAN, such as untrusted
WLAN access, provides this header field to relay information to its service provider about the radio
cell identity of the cellular radio access network on which the UE most recently camped.
List of Access Oc This field is a list of grouped field describing the subsequent SIP P-header "P-Access-Network-
Network Info Info" and "Cellular-Network-Info" changes.
Change
Access Oc This field holds the content of the SIP P-header "P-Access-Network-Info", when changed from the
Network previous one.
Information
Additional Oc This field holds the content of additional SIP P-header "P-Access-Network-Info" when changed
Access from the previous one, if available.
Network
Information
Cellular Oc This field contains the content of one SIP "Cellular-Network-Info" header, when the UE supporting
Network one or more cellular radio access technologies but using a non-cellular IP-CAN, such as untrusted
Information WLAN access, provides this header field to relay information to its service provider about the radio
cell identity of the cellular radio access network on which the UE most recently camped. This field
is applicable when changed from the previous one, if available.
Access Oc This field contains the time at which the changed user location information was acquired.
Change Time
List of Access Oc This field is a list of grouped field describing the subsequent session transfers.
Transfer Each other occurrence comprises sub-fields describing the session transfer performed.
Information
Access Transfer Oc This field contains indication about the access transfer performed. This field is present only when
Type transfer occurred.
Access Network Oc This field holds the content of one SIP P-header "P-Access-Network-Info" from the SIP INVITE
Information requesting the transfer, if available.
Additional Oc This field contains the content of an additional SIP P-header "P-Access-Network-Info" from the SIP
Access Network INVITE requesting the transfer, if available.
Information
Cellular Oc This field contains the content of one SIP "Cellular-Network-Info" header, when the UE supporting
Network one or more cellular radio access technologies but using a non-cellular IP-CAN, such as untrusted
Information WLAN access, provides this header field to relay information to its service provider about the radio

cell identity of the cellular radio access network on which the UE most recently camped.
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Field Category Description
Subscriber Oc This field contains the identification of the mobile device ( e.g. IMEI) that the subscriber is using
Equipment following successful inter-UE transfer.
Number
Instance Id Oc This field uniquely identifies the device (fixed or mobile) of the served user following successful
inter-UE transfer.
Related IMS Oc This field contains the related IMS Charging Identifier in case of access transfer.
Charging
Identifier
Related IMS Oc This parameter holds the identifier of the server that generated the Related IMS charging identifier
Charging in case of access transfer.
Identifier
Generation
Node
Access Transfer Oc This field contains the time stamp, which indicates the time at which the session transfer occurred.
Time
Service Context Id Owm Holds the context information to which the CDR belongs. The information is obtained from the
Operation Token of the Charging Data Request message.
IMS Oc This field contains the IMS communication service identifier if received in the P-Asserted-Service
Communication header in the SIP request when the ATCF is downstream from the S-CSCF serving the Originating
Service ID party or the topmost occurrence of the "+g.3gpp.icsi-ref" header field parameter of the Feature-
Caps header in the SIP response when the ATCF is upstream from the S-CSCF serving the
Originating party.
Initial IMS Charging Oc This parameter holds the Initial IMS charging identifier (ICID) as generated by the IMS node for the
Identifier initial SIP session created for IMS service continuity.
This field is not used for the "OneChargingSession" option.
User Location Info Oc This field contains the network provided location information for 3GPP accesses available in the
IMS Node when charging session starts, if available.
MS Time Zone Oc This field indicates the offset between universal time and local time in steps of 15 minutes of
where the MS currently resides.
NNI Information Oc This grouped field holds information about the NNI used for interconnection and roaming on the
loopback routing path. It is present only if RAVEL “VPLMN routing” is applied.
NNI Type Oc This field indicates usage of the roaming NNI for loopback routing, The loopback indication was
received by the AS.
From Address Owm Contains the information from the SIP From header.
SIP Route header Oc Contains the information in the topmost route header in a received initial SIP INVITE or non-
received session related SIP MESSAGE request.
SIP Route header Oc Contains the information in the route header representing the destination in a transmitted initial
transmitted SIP INVITE or non-session related SIP MESSAGE request.
Record Extensions Oc A set of operator/manufacturer specific extensions to the record, conditioned upon existence of an
extension.
FE Identifier List Oc This parameter corresponds to FE Identifier List of the P-Charging-Vector defined in TS 24.229

[204]. This element contains one or more IM CN subsystem functional entity addresses and/or AS
and application identifiers where the IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem functional entity.

NOTE: ATCF collocated with P-CSCF or IBCF applies combined offline charging with applicabl e fields described
intable 6.3.2.1.
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6.1.3.14 TF CDR content
The detailed description of the field is provided in TS 32.298 [51].

Table 6.1.3.14.1: Charging data of TF CDR
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Field Category Description
Record Type M Identifies the type of record. The parameter is derived from the Node

functionality parameter.

Retransmission

Oc

This parameter, when present, indicates that information from
retransmitted Charging Data Requests has been used in this CDR

SIP Method

Oc

Specifies the SIP-method for which the CDR is generated. Only
available in session unrelated cases.

Event

This field identifies the SIP event package to which the SIP request is
referred.

Expires Information

This field indicates the validity time of either the SIP message or its
content, depending on the SIP method.

Role of Node

This field indicates whether the Transit Functions are serving the
Originating or the Terminating party.

Node Address

This item holds the address of the node providing the information for
the CDR. This may either be the IP address or the FQDN of the IMS
node generating the accounting data.

Session ID

The Session identification. For a SIP session the Session-ID contains
the SIP Call ID as defined in the Session Initiation Protocol RFC 3261
[404].

Session Priority

The field contains the priority of the session.

List Of Calling Party Address

The address or addresses (Public User ID or Public Service ID) of the
party requesting a service or initiating a session. In the case of no P-
Asserted-Identify is known, this list shall include one item with the
value “unknown”.

Called Party Address

For SIP transactions, except for registration, this field holds the
address of the party (Public User ID or Public Service ID) to whom the
SIP transaction is posted.

For registration transactions, this field holds the Public User ID under
registration.

Requested Party Address

For SIP transactions this field holds the address of the party (Public User
ID or Public Service ID) to whom the SIP transaction was originally
posted.

This field is only present if different from the Called Party Address
parameter.

List of Called Asserted Identity

The address or addresses of the final asserted identities. Present if the
final asserted identities are available in the SIP 2xx response.

List of Called Identity Changes

List of terminating identity address changes and associated
timestamps.

Called Identity Change Time Stamp

Timestamp of SIP UPDATE or SIP RE-INVITE with changed
terminating identity information.

Called Identity

Changed terminating identity information received in a SIP UPDATE or
SIP RE-INVITE.

Service Request Time Stamp

This field contains the time stamp, which indicates the time at which
the service was requested.

Service Request Time Stamp Fraction

This parameter contains the milliseconds fraction in relation to the
Service Request Time Stamp.

Service Delivery Start Time Stamp

This field holds the time stamp reflecting either: successful session set-
up, a delivery unrelated service, an unsuccessful session set-up and
an unsuccessful session unrelated request.

Service Delivery Start Time Stamp
Fraction

This parameter contains the milliseconds fraction in relation to the
Service Delivery Start Time Stamp.

Service Delivery End Time Stamp

This field records the time at which the service delivery was
terminated. It is Present only in SIP session related case.

Service Delivery End Time Stamp
Fraction

This parameter contains the milliseconds fraction in relation to the
Service Delivery End Time Stamp.

Record Opening Time

A time stamp reflecting the time the CDF opened this record. Present
only in SIP session related case.

Record Closure Time

A Time stamp reflecting the time the CDF closed the record.

Application Servers Information

This a grouped CDR field containing the fields: “Application Server
Involved” and “Application Provided Called Parties”, to cover the case
of transit network providing IMS application services.

Application Servers Involved

Holds the ASs (if any) identified by the SIP URlIs.

Application Provided Called Parties

Holds a list of the Called Party Address(es), if the address(es) are
determined by an AS (SIP URI, E.164...).

List of Inter Operator Identifiers

Holds the identification of the home network (originating and
terminating) if exchanged via SIP signalling, as recorded in the P-
Charging-Vector header. This grouped field may occur several times
in one CDR.

Originating 10l

This parameter corresponds to Orig-I0Ol header of the P-Charging-
Vector defined in TS 24.229 [204].

Terminating 10l

This parameter corresponds to Term-lOI header of the P-Charging-

Vector defined in TS 24.229 [204].
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Field

Category

Description

Transit IOl List

Oc

This parameter corresponds to Transit-1Ol List of the P-Charging-
Vector defined in TS 24.229 [204]. This field may occur several times
in one CDR. Each occurrence represents transit 10l values received
from the path inbound to or outbound from the TF, including the own
Transit 101

Local Record Sequence Number Owm This field includes a unique record number created by the Transit
Functions. The number is allocated sequentially for each partial CDR
(or whole CDR) including all CDR types. The number is unique within
the CDF.

Record Sequence Number Oc This field contains a running sequence number employed to link the
partial records generated by the CDF for a particular session.

Cause For Record Closing Owm This field contains a reason for the close of the CDR.

Incomplete CDR Indication Oc This field provides additional diagnostics when the CDF detects
missing Charging Data Requests.

IMS Charging Identifier Owm This parameter holds the IMS charging identifier (ICID) as generated
by the IMS node for the SIP session.

List of Early SDP Media Components Oc This is a grouped field which may occur several times in one CDR.
This field shall not be present if no media components are set to active
before the final SIP session answer to the initial SIP Invite is received.
This field can be present in either session or event CDRs.

SDP Session Description Oc Holds the Session portion of SDP data exchanged in the above
mentioned scenario, if available.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer
or SDP answer.

SDP Offer Timestamp Owm This parameter contains the time of the SIP Request which conveys
the SDP offer.

SDP Answer Timestamp Owm This parameter contains the time of the response to the SIP Request
which conveys the SDP answer.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with
one media component. Since several media components may exist for
a session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.
SDP Media Description Owm This field holds the attributes of the media as available in the SDP
data.

Media Initiator Flag Oc This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

List of SDP Media Components Oc This is a grouped field which may occur several times in one CDR.
The field is present only in a SIP session related case.

SDP Session Description Oc Holds the Session portion of the SDP data exchanged between the
User Agents if available in the SIP transaction.

SDP Type Owm This parameter indicates if the SDP media component is an SDP offer
or SDP answer.

SIP Request Timestamp Oc This parameter contains the time of the SIP Request (usually a SIP
(RE-)INVITE).

SIP Response Timestamp Oc This parameter contains appropriately the time of SIP 200 OK
acknowledging an SIP INVITE or of SIP ACK including an SDP
answer.

SIP Request Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Request Timestamp.

SIP Response Timestamp Fraction Oc This parameter contains the milliseconds fraction in relation to the SIP
Response Timestamp.

SDP Media Components Owm This is a grouped field comprising several sub-fields associated with
one media component. Since several media components may exist for
a session in parallel these sub-fields may occur several times.

SDP Media Name Owm This field holds the name of the media as available in the SDP data.
SDP Media Description Owm This field holds the attributes of the media as available in the SDP
data.

Media Initiator Flag Oc This field indicates if the called party has requested the session
modification and it is present only if the initiator was the called party.

Service Reason Return Code Owm This parameter provides the returned SIP status code for the service
request for the successful and failure case,

List Of Reason Header Oc This parameter contains the list of SIP reason headers included in SIP
BYE or CANCEL method terminating the service,
Reliability of this information is not guaranteed if the SIP or CANCEL is
originated outside of the trust domain which is determined by the
Operator on a “per parameter basis”.

List of Message Bodies Oc This grouped field comprising several sub-fields describing the data

that may be conveyed end-to-end in the body of a SIP message.
Since several message bodies may be exchanged via SIP-signalling,
this grouped field may occur several times.
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Field

Category

Description

Content-Type

Owm

This sub-field of Message Bodies holds the MIME type of the message
body, Examples are: application/zip, image/gif, audio/mpeg, etc.

Content-Disposition

Oc

This sub-field of Message Bodies holds the content disposition of the
message body inside the SIP signalling, Content-disposition header
field equal to “render”, indicates that “the body part should be
displayed or otherwise rendered to the user”. Content disposition
values are: session, render, inline, icon, alert, attachment, etc.

Content-Length

This sub-field of Message Bodies holds the size of the data of a
message body in bytes.

Originator

This sub-field of the "List of Message Bodies" indicates the originating
party of the message body.

Service Context Id

Holds the context information to which the CDR belongs. The
information is obtained from the Operation Token of the Charging Data
Request message.

IMS Communication Service ID

This field contains the IMS communication service identifier if received
in the P-Asserted-Service header in the SIP request.

NNI Information

This grouped field holds information about the NNI used for
interconnection and roaming on the loopback routing path. It is present
only if “VPLMN routing” is applied in a Roaming Architecture for Voice
over IMS with Local breakout.

NNI Type

Oc

This field indicates usage of the roaming NNI for loopback routing, i.e.
S-CSCF performed the loopback decision.

From Address

Owm

Contains the information from the SIP From header.

SIP Route header received

Oc

Contains the information in the topmost route header in a received
initial SIP INVITE or non-session related SIP MESSAGE request prior
to triggering of any ASs.

SIP Route header transmitted

Contains the information in the route header representing the
destination in a transmitted initial SIP INVITE or non-session related
SIP MESSAGE request following triggering of all ASs.

Record Extensions

A set of operator/manufacturer specific extensions to the record,
conditioned upon existence of an extension.

FE Identifier List

Oc

This parameter corresponds to FE Identifier List of the P-Charging-
Vector defined in TS 24.229 [204]. This element contains one or more
IM CN subsystem functional entity addresses and/or AS and
application identifiers where the IM CN subsystem functional entity
does create charging information for the related CDR of this IM CN
subsystem functional entity.

Editor's note: More investigation on parameters occurrence should be worked out.
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6.2 Data description for IMS online charging

6.2.1 Ro message contents

6.2.1.0 Introduction

The IMS nodes generate Debit / Reserve Units message information that can be transferred from the CTF to the OCF.
For this purpose, IMS online charging utilises the Debit Units/ Reserve Units procedure that is specified in the 3GPP
Debit / Reserve Units operation in TS 32.299 [50].

The Debit / Reserve Units procedure employs the Debit / Reserve Units Request and Debit / Reserve Units Response
messages. Table 6.2.1.0 describes the use of these messagesin IMS online charging.

Table 6.2.1.0: Online charging messages reference table

Message Source Destination
Debit / Reserve Units Request MRFC, AS, IMS-GWF OCSs
Debit / Reserve Units Response ocCs MRFC, AS, IMS-GWF
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6.2.1.1 Debit / Reserve Units Request message

Table 6.2.1.1.1 illustrates the basic structure of a Debit / Reserve Units Regquest message from the CTF in MRFC and
AS and the IMS-GWF as used for IMS online charging.

Table 6.2.1.1.1: Debit / Reserve Units Request message contents

Information Element Category Description
Session Identifier M Described in TS 32.299 [50]
Originator Host M Described in TS 32.299 [50]
Originator Domain M Described in TS 32.299 [50]
Destination Domain M Described in TS 32.299 [50]
Operation Identifier M Described in TS 32.299 [50]
Operation Token M Described in TS 32.299 [50]
Operation Type M Described in TS 32.299 [50]
Operation Number M Described in TS 32.299 [50]
Destination Host Oc Described in TS 32.299 [50]
User Name Oc The field contains the Private User Identity defined in TS 23.003 [104]
Origination State Oc Described in TS 32.299 [50]
Origination Timestamp Oc Described in TS 32.299 [50]
Subscriber Identifier Owm This field contains the identification of the mobile subscriber (i.e.
MSISDN or SIP-URI) that uses the requested service.
Termination Cause Oc Described in TS 32.299 [50]
Requested Action Oc Described in TS 32.299 [50]
Multiple Operation Owm Described in TS 32.299 [50]
Multiple Unit Operation Oc Described in TS 32.299 [50]
Subscriber Equipment Number Oc Described in TS 32.299 [50]
Proxy Information Oc Described in TS 32.299 [50]
Route Information Oc Described in TS 32.299 [50]
Service Information Owm This field holts additional 3GPP service specific parameter:
- IMS Information,
- PS Information
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6.2.1.2 Debit / Reserve Units Response message

Table6.2.1.2.1 illustrates the basic structure of a Debit / Reserve Units Response message as used for IMS charging.
This message is aways used by the OCS as specified below, independent of the receiving IM S node and the operation
type that is being replied to.

Table 6.2.1.2.1: Debit / Reserve Units Response message contents for MRFC, AS and IMS-GWF

Information Element Category Description

Session |dentifier M Described in TS 32.299 [50]
Operation Result M Described in TS 32.299 [50]
Originator Host M Described in TS 32.299 [50]
Originator Domain M Described in TS 32.299 [50]
Operation Identifier M Described in TS 32.299 [50]
Operation Type M Described in TS 32.299 [50]
Operation Number M Described in TS 32.299 [50]
Operation Failover Oc Described in TS 32.299 [50]
Multiple Unit Operation Oc Described in TS 32.299 [50]

Announcement Information Oc Described in TS 32.281 [41]
Operation Failure Action Oc Described in TS 32.299 [50]. This field defines the operation if a failure

has occurred at the OCS for SCUR and ECUR.
Operation Event Failure Action Oc Described in TS 32.299 [50]. This field defines the operation if a failure
has occurred at the OCS for IEC.
Redirection Host Oc Described in TS 32.299 [50]
Redirection Host Usage Oc Described in TS 32.299 [50]
Redirection Cache Time Oc Described in TS 32.299 [50]
Proxy Information Oc Described in TS 32.299 [50]
Route Information Oc Described in TS 32.299 [50]
Failed parameter Oc Described in TS 32.299 [50]
Service Information Oc This field holts additional 3GPP service specific parameter:
- IMS Information,
- PS Information
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6.3.1.0 General

The IMS Information parameter used for IMS charging is provided in the Service Information parameter.

6.3.1.1

The components in the Service Information that are use for IMS charging can be found in Table 6.3.1.1.1.
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Definition of IMS charging information

IMS charging information assignment for Service Information

Table 6.3.1.1.1: Service Information used for IMS charging
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; R Provided
Information Element Category Description by IMS NE
Service Information Owm This is a structured field and holds the 3GPP specific parameter as All
defined in TS 32.299 [50]. For IMS Charging the IMS Information is
used.
Subscriber Identifier Owm Described in TS 32.299 [50] and contains the Public User Not in IBCF
Identity/Identities, if offline charging applies. nor I-CSCF
nor MGCF
nor BGCF
nor TF
IMS Information Owm This is a structured field and holds the IMS specific parameters. The All
details are defined in clause 6.3.1.2.
PS Information Oc This is a structured field and holds PS specific parameters. The All
complete structure is defined in TS 32.251 [11].
GGSN Address Oc This field holds the IP-address of the Node that generated the access Not in I-CSCF
Charging ID, as described in [1]. nor MGCF
nor BGCF
nor IBCF
User Location Info OC This field contains the network provided location information for 3GPP Not in MGCF
accesses, if available. nor BGCF
nor TF
MS Time Zone OC This field indicates the offset between universal time and local time in Not in MGCF
steps of 15 minutes of where the MS currently resides. nor BGCF
nor TF
Subscriber OC This field contains the identification of the mobile device (i.e., IMEI) that P-CSCF, S-
Equipment Number the subscriber is using. Note: In TS 32.251 [11], this is identified as CSCF, AS
User Equipment Info within PS Information.
3GPP PS Data Off Oc This field holds the 3GPP PS Data Off Status associated with the
Status registration, as defined in TS 23.228 [201], when available. AS
VCS Information Oc This is a structured field and holds VCS specific parameters. The MGCF,AS
complete structure is defined in TS 32.276 [36].
ISUP Cause Oc This indicates the reason the call was released. MGCF
VLR Number O¢ This identifies the international E.164 address of the VLR serving the AS
user.
MSC Address O¢ This identifies the international E.164 address of the MSC that AS
generated the network call reference number.
6.3.1.2 Definition of the IMS Information

IMS specific charging information is provided within the IMS Information. The fields of the IMS Information which
are differently covered in several IMS network nodes are indicated by the node specific type.
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The detailed structure of the IMS Information can be found in table 6.3.1.2.1.

Table 6.3.1.2.1: Structure of the IMS Information
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; . Provided
Information Element Category Description by IMS NE

Event Type Oc This field holds the SIP Method, the content of the SIP "Event" All
header and the content of the SIP "expires" header when present in
the SIP request.

Node Functionality M This field contains the function of the node. All

Role of Node Owm This field specifies whether the IMS node is serving the Originating Not in MRFC
or the Terminating party.

User Session ID Owm This field holds the session identifier. For a SIP session the Session- All
ID contains the SIP Call ID. When the AS acts as B2BUA, the
incoming session is identified.

Outgoing Session ID Oc When the AS acts as B2BUA, the outgoing side session is identified AS
by the Outgoing Session ID which contains the SIP Call ID.

Session Priority Oc This field contains the priority of the session. All

Calling Party Address Owm This field holds the address (SIP URI or Tel URI) URI of the party All
(Public User Identity or Public Service Identity) initiating a session or
reguesting a service.

Called Party Address Owm For SIP transactions, except for registration, this field holds the All
address of the party (Public User ID or Public Service ID) to whom
the SIP transaction is posted.

For registration transactions, this field holds the Public User ID under
registration.

Number Portability routing Oc This field includes information on number portability after S-CSCF,

information DNS/ENUM request from IMS node in the calling user's home I-CSCF, AS,
network. MGCF,

BGCF, TF,
TRF
Carrier Select routing Oc This field includes information on carrier select after DNS/ENUM S-CSCF, I-
information request from IMS node in the calling user's home network. CSCF, AS,
MGCEF,
BGCF, TF,
TRF

Alternate Charged Party Oc The address of an alternate party that is identified by the AS at AS

Address session initiation, and is charged in place of the calling party.

Requested Party Address Oc For SIP transactions this field initially holds the address of the party | S-CSCF, P-
(Public User ID or Public Service ID) to whom the SIP transaction CSCEF, E-
was originally posted. CSCF,
This field is only present if different from the Called Party Address AS MRFC,
parameter. TF, TRF,

ATCF
Called Asserted Identity Oc The address of the final asserted identity. Present if the final S-CSCF,
asserted identity is available in the SIP 2xx response. E-CSCF,
AS, MRFC,
TF, TRF,
ATCF
Called Identity Change Oc Terminating identity address change and associated time stamp. ggggz
E-CSCF, AS,
TF, TRF,
ATCF
: Oc Time stamp of SIP UPDATE or SIP RE-INVITE with changed S-CSCF,
'Clzier}r!l:dSta:gSntlty Change terminating identity information. P-CSCF,
E-CSCF, AS,
TF, TRF,
ATCF
; Oc Changed terminating identity information received in a SIP UPDATE S-CSCF,
Called Identity or SIP RE-INVITE. P-CSCF,
E-CSCF, AS,
TF, TRF,
ATCF

Associated URI Oc This field holds a non-barred public user identity (SIP URI or Tel S-CSCF, P-
URI) associated to the public user identity under registration and is CSCF,
present for registration transactions. I-CSCF, IBCF

Time Stamps Oc This field holds the time of the SIP Request and the time of the All

response to the SIP Request.
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; . Provided
Information Element Category Description by IMS NE

Application Server Information Oc This field holds the SIP URI(s) of the AS(s) addressed during the S-CSCF,
session and the called party number (SIP URI, E.164), if an AS E-CSCF,
determines it. MRFC,

TF, TRF

Inter Operator Identifier Oc This field holds the identification of the network neighbours All
(originating and terminating) as exchanged via SIP signalling if
available. This field may occur several times.

IMS Charging Identifier Owm This field holds the IMS Charging Identifier (ICID) as generated by a All
IMS node for a SIP session.

Related IMS Charging Oc This field holds the Related IMS charging identifier when the session P-CSCEF,

Identifier is the target access leg in case of access transfer. AS, ATCF

Related IMS Charging Oc This field holds the identifier of the server that generated the Related P-CSCF,

Identifier Generation Node IMS charging identifier. AS, ATCF

Transit 10l List Oc This field holds the identification of the involved transit networks as |Not in E-CSCF
exchanged via SIP signalling if available. This field may occur nor |I-CSCF nor
several times. When received from the AS, each occurrence of this ATCF
field represents transit networks inbound to or outbound from the S-

CSCF.

Early Media Description Oc This field holds session and media parameters related to media Not in I-CSCF
components set to active during the SIP session establishment and nor BGCF
before a final successful or unsuccessful SIP answer to the initial
SIP INVITE request is received. Once a media component is set to
active, subsequent status changes shall be registered. Since several
SDP negotiations may occur during the SIP session establishment,
this field may occur several times.

SDP Session Description Oc This field holds the content of an "attribute-line" (i=, c=, b=, k=, a=, Not in I-CSCF
etc.) related to a session. nor BGCF

SDP Media Component Oc This is a grouped field comprising several sub-fields associated with [ Not in -CSCF
one media component. Since several media components may exist nor BGCF
for a session in parallel these sub-fields may occur several times.

Served Party IP Address Oc This field holds the IP address of either the calling or called party, P-CSCF
depending on whether the P-CSCF is in touch with the calling or the
called party.

Server Capabilities Oc This field contains the server capabilities as described in 3GPP TS I-CSCF
29.229 [205].

Trunk Group 1D Oc This field identifies the incoming and outgoing PSTN legs. MGCF

Bearer Service Oc This field holds the used bearer service for the PSTN leg. MGCF

Service Id Oc This field identifies the service the MRFC is hosting. For conferences MRFC
the conference ID is used as the value of this parameter.

Service Specific Info Oc This field contains service specific data if and as provided by an AS. AS

Message Bodies Oc This field holds information about the Message body, Content-Type, | Not in I-CSCF
Content-Length, Content-Disposition and Originator if available. nor MRFC

nor BGCF

Access Network Information Oc This field contains the content of one P-header P-Access-Network- Not in TF nor
Info, if available. TRF

Additional Access Network Oc This field contains the content of an additional SIP P-header "P- Not in TF nor

Information Access-Network-Info", if available. TRF

Cellular Network Information Oc This field contains the content of one SIP "Cellular-Network-Info" Not in TF nor
header, when the UE supporting one or more cellular radio access TRF
technologies but using a non-cellular IP-CAN, such as untrusted
WLAN access, provides this header field to relay information to its
service provider about the radio cell identity of the cellular radio
access network on which the UE most recently camped.

Access Transfer Information Oc This field contains information related to the session transfer. AS, ATCF

Access Network Info Change Oc This field is a grouped field describing the subsequent SIP P-header S-CSCF,
"P-Access-Network-Info" changes and associated time stamp. P-CSCF,

E-CSCF,
IBCF, MRFC,
MGCF, AS

IMS Communication Service Oc This field contains the IMS communication service identifier if S-CSCF,

ID received in the P-Asserted-Service header in the SIP request for all P-CSCF,
applicable IMS nodes downstream from the S-CSCF serving the E-CSCF,
Originating party. This field contains the IMS communication service IBCF, ATCF,
identifier if received in the "+g.3gpp.icsi-ref" header field parameter TRF, AS
of the Feature-Caps header in the SIP response for all applicable
IMS nodes upstream from the S-CSCF serving the Originating party.

IMS Application Reference ID Oc This field contains the IMS application reference identifier if received P-CSCF
in the SIP Request.

Cause Code Oc This field contains the cause value. All
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. . Provided
Information Element Category Description by IMS NE
Reason Header Oc This field contains SIP reason header included in BYE or CANCEL All
method,
Reliability of this information is not guaranteed if the SIP or CANCEL
is originated outside of the trust domain which is determined by the
Operator on a "per parameter basis".
Since several Reason Header may exist for a SIP message, these
sub-fields may occur several times
Real Time Tariff Information Oc This field holds the tarifffadd-on charge received. S-CSCF,
IBCF, MGCF,
AS
Online Charging Flag Oc This field indicates the Online Charging Request was sent based on S-CSCF,
the provided ECF address from the SIP P-header "P-Charging- AS, MRFC
Function-Addresses".
NOTE: No proof that online charging action has been taken
Account Expiration Oc This field indicates the subscriber account expiration date and time OoCs
of day.
Initial IMS Charging Identifier Oc This field holds the Initial IMS charging identifier (ICID) as generated AS, ATCF
by the IMS node for the initial SIP session created for IMS service
continuity.
NNI Information Oc This field holds information about the NNI used for interconnection P-CSCF, S-
and roaming. CSCF, BGCF,
AS
IBCF, ATCF,
TF, TRF
From Address Owm Contains the information from the SIP From header. Not in TRF
IMS Emergency Indication This field indicates the registration is an emergency registration or P-CSCF, S-
Oc the IMS session is an IMS emergency session CSCF, I-CSCF
IMS Visited Network Identifier Contains the information from the SIP P-Visited-Network-ID header. P-CSCF,
Oc S-CSCF, AS
SIP Route header received Oc Contains the information in the topmost route header in a received P-CSCF, S-
initial SIP INVITE or non-session related SIP MESSAGE request. CSCF, IBCF,
TRF, ATCF,
TF
SIP Route header transmitted Oc Contains the information in the route header representing the P-CSCF, S-
destination in a transmitted initial SIP INVITE or non-session related CSCEF, I-
SIP MESSAGE request. CSCF, ATCF,
TF
Instance Id o This field uniquely identifies the device (fixed or mobile) of the P-CSCF, S-
c served user. CSCF, AS
TAD Identifier Oc This field indicates the type of access network (CS or PS) through AS
which the session shall be terminated.
FE Identifier List This element contains one or more IM CN subsystem functional
oc entity addresses and/or AS and application identifiers where the IM Al

CN subsystem functional entity does create charging information for
the related CDR of this IM CN subsystem functional entity.
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6.3.2 Detailed message format for offline charging

The following clause specifies per Operation Type the charging data that are sent by each of the IMS Network Elements
for:

- IMSsessionand IMS event (S/I/S/E)

S-CSCF, E-CSCF, P-CSCF, MGFC, AS, IBCF, TRF, ATCF, TF
- IMSsessiononly (§1/9)

MRFC
- IMSevent only (E)

I-CSCF, BGCF

The Operation Types are listed in the following order: S (Start)/I (Interim)/S (Stop)/E (Event). Therefore, when all
Operation Types are possible it is marked as SISE. If only some Operation Types are allowed for anode, only the
appropriate letters are used (i.e. SIS or E) asindicated in the table heading. The omission of an Operation Type for a
particular field is marked with "-" (i.e. SI-E). Also, when an entire field is not allowed in a node the entire cell is
marked as"-".
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Table 6.3.2.1 illustrates the basic structure of the supported fields in the Charging Data Request message for IMS
offline charging.

Table 6.3.2.1: Supported fields in Charging Data Request message
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Inlf;(ramztr:?n Node Type cocr | coer |coer |cece |MRFC |MGCF [BGCF | AS | IBCF | TF | TRF | ATCF
Supported
Operation |S/I/S/IE [S/NISIE |S/IIS/IE £ SNIS |S/ISIE E S/I/SIE |S/IISIE [S/NISIE |SNISIE |S/IISIE
Types
Session Identifier SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
Originator Node SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
Originator Domain SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Destination Domain SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Operation Type SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Operation Number SISE | SISE | SISE E SIS | SISE E SISE | SISE | SISE | SISE | SISE
Operation Identifier SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
User Name SISE - SISE - - - - SISE - - - SISE
(see notel)
Destination Host SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Operation Interval SIS- SIS- SIS- - SIS SIS- - SIS- SIS- SIS- SIS- SIS-
Origination State SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Origination Timestamp SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
Proxy Information SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Route Information SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Operation Token SISE | SISE | SISE E SIS | SISE E SISE | SISE | SISE | SISE | SISE
Subscriber Identifier SISE | SISE | SISE - SIS - - SISE - - SISE | SISE
ervice Information with PS, IMS and VCS Information
Event Type SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Role of Node SISE SISE SISE E - SISE E SISE SISE SISE SISE SISE
Node Functionality SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
User Session Id SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Outgoing Session ID - - - - - - - SISE - - - -
Session Priority S--E S--E S--E E S-- S--E E S--E S--E S--E S--E S--E
Calling Party Address SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
Called Party Address SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
Number Portability routing S--E - - E - S--E E S--E - S--E S--E -
information
Carrier Select routing S--E - - E - S--E E S--E - S--E S--E -
information
Alternate Charged Party - - - - - - - S--- - - - -
Address
Requested Party Address S--E S--E - - S-- - - SISE - S--E S--E SISE
Called Asserted Identity S--E S--E S--E - S-- - - S--E - S--E S--E S--E
Called Identity Change -l-- -l-- -l-- - - - - -l-- - -l-- -l-- -I--
Called Identity Change Time -l-- -l-- -l-- - - - - -l-- - -l-- -l-- -l--
Stamp
Called Identity -I-- -l-- -l-- - - - - -l-- - -l-- -l-- -l--
Associated URI -—E - -—E E - - - - --E - - -
(see note 5)
Time stamps SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
(see note 3)
Application server Information | SISE | SISE - - SIS - - - - SISE | SISE -
(see note 1)
Inter Operator Identifiers SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE
(see note 1)
Transit IOl List SISE - SISE - SIS SISE E SISE | SISE | SISE | SISE -
(see note 1)
IMS Charging Identifier SISE SISE SISE E SIS SISE E SISE SISE SISE SISE SISE
Related IMS Charging - - SISE - - - - SISE - - - SISE
Identifier
Related IMS Charging - SISE - - - SISE - - - SISE
Identifier Generation Node j
Early Media Description S--E S--E S--E S-- S--E - S--E S--E S--E S--E S--E
(see note 4) i
SDP Session Description SI-E SI-E SI-E - SI-E SI-E - SI-E SI-E SI-E SI-E SI-E
SDP Media Component SI-E SI-E SI-E SI-E SI-E - SI-E SI-E SI-E SI-E SI-E
(see note 4) i
GGSN Address Sl-- Sl-- Sl-- - Sl-- Sl-- - Sl-- - - - Sl--
User Location Info SISE SISE SISE E SIS - - SISE SISE - SISE SISE
MS Time Zone SISE SISE SISE E SIS - - SISE SISE - SISE SISE
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Served Party - - SISE - - - - - - - _
(see note 1) i
Server Capabilities (see note - - - E - - - - - - - _
1)

Trunk Group ID - - - - SISE - - - - - _
(see note 1) )

Bearer Service - - - - SISE - - B - _ _
(see note 1) i

Service Id - - - SIS - - - - - B _
(see note 1) )

Service Specific Info (see - - - - - - SISE - - - -
note 1) )

Message Bodies (see note 2) | SISE | SISE | SISE - - SISE - SISE | SISE | SISE | SISE | SISE
Cause Code --SE --SE --SE E --S --SE E --SE --SE --SE --SE --SE
Reason Header --SE --SE --SE E --S --SE E --SE --SE --SE --SE --SE
ISUP Cause - - - - - —-SE - - - - - -
Access Network Information SISE | SISE | SISE E SIS SISE E SISE | SISE - - SISE
Additional Access Network SISE | SISE | SISE E SIS SISE E SISE | SISE - - SISE
Information

Cellular Network Information SISE SISE SISE E SIS SISE E SISE SISE - - SISE
VLR Number - - - - - - - S--E - - R R
MSC Address - - - - - - - S--E - - - R
IMS Communication Service S--E S--E S--E - - - - S--E S--E S--E S--E S--E
ID

IMS Application Reference ID - - S--E - - - - - - - - _
Real Time Tariff Information SI-E - - - - SI-E - SI-E SI-E - - -
Initial IMS Charging Identifier - - - - - - - SISE - - - SISE
NNI Information S--E - S--E - - - E S --E S--E S--E S--E --S-
From Address SISE SISE SISE E SIS SISE E SISE SISE SISE - SISE
Access Network Info Change -l-- -l-- -l-- - -I-- -I-- - -I-- -I-- - - -
Access Transfer Information - - - - - - - SI-- - - - SI--
IMS Emergency Indication SISE - SISE E - - - - - - - _
IMS Visited Network Identifier | SISE - SISE - - - - SISE - - - -
Route Header Received S--E - S--E E - - - - S--E S-E S—E S—-E
Route Header Transmitted S--E - S--E E - - - - B S--E - S_E
Subscriber Equipment SISE - SISE - - - - SISE - - - B
Number

Instance Id SISE - SISE - - - - SISE - - R R
TAD Identifier - - - - - - - S--- B - - _
3GPP PS Data Off Status - - - - - - - E R B R N
FE Identifier List SISE | SISE | SISE E SIS SISE E SISE | SISE | SISE | SISE | SISE

NOTE 1: Only present if available in the CTF of the IMS node.

NOTE 2: Present only if Messages Bodies is included in the SIP message that triggered the Charging Data Request.

NOTE 3: Only present if Charging Data Request is triggered on a SIP message (e.g. SIP INVITE, SIP UPDATE).
NOTE 4: To be determined for presence in IBCF.
NOTE 5: Only present if Charging Data Request is triggered on SIP REGISTER 200 OK.

ETSI




3GPP TS 32.260 version 19.1.0 Release 19

Table 6.3.2.2 illustrates the basic structure of the supported fields in the Charging Data Response message for IMS

offline charging.

211

ETSI TS 132 260 V19.1.0 (2025-10)

Table 6.3.2.2: Supported fields in Charging Data Response message

| . Node Type cssc C'SEC CsPéF CS"CF MRFC |[MGCF (BGCF | AS IBCF TRF | ATCF
nformation
e — Suppor_ted

Operation S/IISIE |SNISIE |S/ISIE E SIS |SIIISIE E S/ISIE | SNISIE | SNISIE | S/IISIE

Types

Session Identifier SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Originator Node SISE | SISE | SISE E SIS | SISE E SISE SISE SISE SISE
Originator Domain SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Destination Domain SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Operation Type SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Operation Number SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Operation Identifier SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
User Name SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Operation Interval Sl-- Sl-- Sl-- - SI- Sl-- - Sl-- Sl-- Sl-- Sl--
Origination State SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Origination Timestamp SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Proxy Information SISE | SISE | SISE E SIS | SISE E SISE SISE SISE | SISE
Route Information SISE | SISE | SISE E SIS | SISE E SISE SISE SISE SISE

6.3.3 Detailed message format for online charging

The following table specifies per Operation Type the charging data that are sent by each of the IMS Network Elements

for:

- IMSsessionand IMS event (1/U/T/E)

IMS-GWF, AS
- IMSsession only (I/U/T)
MRFC

The Operation Types are listed in the following order: | (Initial)/U (Update)/T (Terminate)/E (Event). Therefore, when
all Operation Types are possible it is marked as IUTE. If only some Operation types are allowed for a node, only the
appropriate letters are used (i.e. IUT or E) asindicated in the table heading. The omission of an Operation Type for a

particular field is marked with "-"

marked as"-".

(i.e. IU-E). Also, when an entire filed is not allowed in a node the entire cell is

Note that not for all structured fields the individual field members are listed in the table. Detailed descriptions of the
fieldsare provided in TS 32.299 [50].
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Table 6.3.3.1 illustrates the basic structure of the supported fields in the Debit / Reserve Units Request for IMS online
charging.

Table 6.3.3.1: Supported fields in Debit / Reserve Units Request message
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. Node Type IMS-GWF MRFC AS
Information Element
Supported Operation Types I/UIT/IE It IIUIT/IE
Session Identifier IUTE T IUTE
Originator Host IUTE uT IUTE
Originator Domain IUTE T IUTE
Destination Domain IUTE IUT IUTE
Operation Identifier IUTE IUT IUTE
Operation Token IUTE IUT IUTE
Operation Type IUTE IUT IUTE
Operation Number IUTE T IUTE
Destination Host IUTE IUT IUTE
User Name IUTE - IUTE
Origination State IUTE T IUTE
Origination Timestamp IUTE uT IUTE
Subscriber Identifier IUTE IUT IUTE
Termination Cause —T- —T —T-
Requested Action --E - --E
Multiple Operation IUTE IUT IUTE
Multiple Unit Operation IUTE uT IUTE
Service Units Requested IU-E IU- IU-E
Service Units Used -UT- -UT -UT-
Subscriber Equipment Number IUTE IUT IUTE
Proxy Information IUTE T IUTE
Route Information IUTE IUT IUTE
Extended Information IUTE IUT IUTE
Service Information with PS and IMS Information
Event Type IUTE T IUTE
Role Of Node IUTE - IUTE
Node Functionality IUTE IUT IUTE
User Session Id IUTE uT IUTE
Outgoing Session 1D - - IUTE
Session Priority I-E I-- I-E
Calling Party Address IUTE T IUTE
Called Party Address IUTE uT IUTE
Number Portability routing information I--E - I--E
Carrier Select routing information I--E - I--E
Requested Party Address I-E I-- I-E
Called Asserted Identity -U-E -U- -U-E
Called Identity Change -U-- - -U--
Called Identity Change Time Stamp -U-- - -U--
Called Identity -U-- - -U--
Associated URI --E - -
Time Stamps IUTE uT IUTE
Application Server Information IUTE IUT -
Inter Operator Identifier IUTE IUT IUTE
Transit IOl List IUTE T IUTE
IMS Charging Identifier IUTE uT IUTE
Related IMS Charging Identifier - - IUTE
Related IMS Charging Identifier Generation Node - - IUTE
SDP Session Description IU-- IU- 1U--
SDP Media Component IU-- IU- 1U--
GGSN Address IU-- IU- 1U--
User Location Info IUTE T IUTE
MS Time Zone IUTE IUT IUTE
Served Party - - -
Server Capabilities - - -
Trunk Group ID - - -
Bearer Service - - -
Service Id - IUT -
Service Specific Info - - -
Messages Bodies IUTE - IUTE
Cause Code -TE -T -TE
Reason Header -TE -T -TE
Access Network Information IUTE uT IUTE
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Additional Access Network Information IUTE IuT IUTE
Cellular Network Information IUTE IUT IUTE
IMS Communication Service ID I--E - I—E
Tariff Information -U-- - -U--
Initial IMS Charging Identifier - - IUTE
From Address IUTE IuT IUTE
Access Network Info Change - - -
Access Transfer Information - - -U--
IMS Emergency Indication - - -
IMS Visited Network Identification IUTE - IUTE
Route Header Received - - -
Route Header Transmitted - - -
Instance Id IUTE - IUTE
3GPP PS Data Off Status - - E

Table 6.3.3.2 illustrates the basic structure of the supported fields in the Debit / Reserve Units Response for IMS online
charging.

Table 6.3.3.2: Supported fields in Debit / Reserve Units Response message

Node Type IMS-GWF MRFC AS
Information Element

Supported Operation Types I/UIT/IE Ui I/UIT/IE
Session Identifier IUTE T IUTE
Operation Result IUTE T IUTE
Originator Host IUTE T IUTE
Originator Domain IUTE T IUTE
Operation Identifier IUTE IUT IUTE
Operation Type IUTE IUT IUTE
Operation Number IUTE T IUTE
Operation Failover IUTE T IUTE
Multiple Unit Operation IUTE uT IUTE

Announcement Information IU-- - IU--

Operation Failure Action - - -
Redirection Host - - -
Redirection Host Usage - - -
Redirection Cache Time - - -
Proxy Information - - -
Route Information - - -
Failed parameter - - -
Extended Information IUTE IUT IUTE
Service Information with IMS Information
Account Expiration | - - IUTE

6.3.4 Formal IMS charging parameter description

6.34.1 IMS charging information for CDRs
The detailed definitions, abstract syntax and encoding of the IMS CDR parameters are specified in TS 32.298 [51].

6.3.4.2 IMS charging information for charging events

The detailed charging event parameter definitions are specified in TS 32.299 [50].
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6.4 Data description for IMS converged charging

6.4.1 Message contents

6.4.1.1 General

The Charging Data Request and Charging Data Response are specified in TS 32.290 [57] and include charging
information. The Charging Data Request can be of type [Event, Initial, Update, Termination].

Table 6.4.1.1.1 describes the use of these messages for converged charging.

Table 6.4.1.1.1: Converged charging messages reference table

Message Source Destination
Charging Data Request IMS Node CHF
Charging Data Response CHF IMS Node
6.4.1.2 Structure for the converged charging message formats
6.4.1.2.1 Charging Data Request message

Table6.4.1.2.1.1 illustrates the basic structure of a Charging Data Request message as used for IM S converged
charging.

Table 6.4.1.2.1.1: Charging Data Request message contents

Information Element Category Description
Session Identifier Oc Described in TS 32.290 [45]
Subscriber Identifier Om Described in TS 32.290 [45]
NF Consumer Identification M Described in TS 32.290 [45]
NF Functionality M Described in TS 32.290 [45]
NF Name Oc Described in TS 32.290 [45]
NF Address Oc Described in TS 32.290 [45]
NF PLMN ID Oc Described in TS 32.290 [45]
Invocation Timestamp M Described in TS 32.290 [45]
Invocation Sequence Number M Described in TS 32.290 [45]
Retransmission Indicator Oc Described in TS 32.290 [45]
One-time Event Oc Described in TS 32.290 [45]
One-time Event Type Oc Described in TS 32.290 [45]
Service Specification Information Oc Described in TS 32.290 [45]
Supported Features Oc Described in TS 32.290 [45]
Notify URI Oc Described in TS 32.290 [45]
Triggers Oc This field is described in TS 32.290 [45] and holds the IMS
specific triggers described in clause 5.4
Multiple Unit Usage Oc Described in TS 32.290 [45]
Rating Group M Described in TS 32.290 [45]
Requested Unit Oc Described in TS 32.290 [45]
Used Unit Container Oc Described in TS 32.290 [45]
Triggers Oc This field is described in TS 32.290 [45] and holds the IMS
specific triggers described in clause 5.4
IMS Charging Information Owm This field holds the IMS specific information described in
clause 6.4.2.2

Editor'sNote:  The full structure of the charging data request is FFS.
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6.4.1.2.2 Charging Data Response message

Table6.4.1.2.2.1 illustrates the basic structure of a Charging Data Response message as used for IMS converged
charging.

Table 6.4.1.2.2.1: Charging Data Response Message Contents

Information Element Category Description
Session Identifier Oc Described in TS 32.290 [45]
Invocation Timestamp M Described in TS 32.290 [45]
Invocation Result Oc Described in TS 32.290 [45]

Result code Oc Described in TS 32.290 [45]
Failed parameter Oc Described in TS 32.290 [45]
Failure Handling Oc Described in TS 32.290 [45]
Invocation Sequence Number M Described in TS 32.290 [45]
Session Failover Oc Described in TS 32.290 [45]
Triggers Oc Described in TS 32.290 [45]
Multiple Unit information Oc Described in TS 32.290 [45]
Result Code Oc Described in TS 32.290 [45]
Rating Group Om Described in TS 32.290 [45]
Granted Unit Oc Described in TS 32.290 [45]
Validity Time Oc Described in TS 32.290 [45]
Announcement Information Oc Described in TS 32.281 [41]
Final Unit Indication Oc Described in TS 32.290 [45]
IMS Charging Information Om This field holds the IMS specific
information described in clause 6.4.2.2.

Editor'sNote:  The full structure of the charging data response is FFS.
6.4.1a Ga message contents

Refer to clause 5.4.5 for further information.
6.4.1b CDR description on the B; interface

6.4.1b.1 General

This clause describes the CHF CDR content and format generated of IMS converged charging for IMS nodes (i.e.
MRFC, IMS-GWF, SIP AS or DCSF).

The following tables provide a brief description of each CDR parameter of CHF CDR. The category in thetablesis
used according to the charging data configuration defined in clause 5.4 of TS 32.240 [1]. Full definitions of the CDR
parameters, sorted by the name in alphabetical order, are provided in TS 32.298 [51].

6.4.1b.2 IMS converged charging CHF CDR data
Thefields of IMS converged charging CHF CDR are specified in table 6.4.1b.2.1.
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Table 6.4.1b.2.1: IMS converged charging CHF record data

Field Category Description
Record Type M CHF record.
Recording Network Function Owm This field holds the name of the recording entity, i.e. the CHF id.
ID
Subscriber Identifier Owm This field holds the Subscription Permanent Identifier (SUPI) of the
served party. This fields should be present except for emergency
session. The detail of SUPI is specified in clause 5.9.2 of
TS 23.501 [200]
NF Consumer Information M This field holds the information of the IMS nodes that used the
charging service.
NF Functionality M This field contains the function of the node (i.e. MRFC, IMS-GWF, SIP
AS or DCSF)
NF Name Oc This field holds the name of the IMS Nodes used.
NF Address Oc This fields holds the IP Address of the IMS Nodes used.
NF PLMN ID Oc This field holds the PLMN identifier (MCC MNC) of the IMS Nodes.
Invocation Timestamp Oc This field holds the timestamp of the charging service invocation,
described in TS 32.290 [45].
List of Multiple Unit Usage Oc This field holds a list of changes in charging
Rating Group Owm This filed holds the rating group.
Used Unit Container Oc This field holds the used units and information connected to the
reported units.
Service ldentifier Oc This field holds the Service Identifier.
Triggers Oc This field holds the reason for closing the used unit container.
Trigger Timestamp Oc This field holds the timestamp of the trigger.
Time Oc This field holds the amount of used time.
Service Specific Unit Oc This field holds the amount of used service specific units.
Event Time Stamps Oc This field holds the timestamps of the event reported in the Service
Specific Units, if the reported units are event based.
Rating Indicator Oc This field indicates if the units have been rated or not.
Local Sequence M This field holds the container sequence number.
Number
Record Opening Time M Time stamp when the CHF opens the records.
Duration M Described in TS 32.298 [57].
Record Sequence Number C Described in TS 32.298 [57].
Cause for Record Closing M Described in TS 32.298 [57].
Diagnostics Owm Described in TS 32.298 [57].
Local Record Sequence Owm Described in TS 32.298 [57].
Number
Record Extensions O¢ Described in TS 32.298 [57].
IMS Charging Information Owm This field holds the IMS specific information defined in clause 6.4.2.2.

6.4.2 Definition of the IMS converged charging information

6.4.2.1 General

The Charging Information parameter used for IMS converged charging is provided in the following clauses.
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6.4.2.2 Definition of IMS charging information

IMS specific charging information used for IMS converged charging is provided within the IMS charging Information.

Table 6.4.2.2.1: Structure of IMS Charging Information
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Information Element

Category

Description

Event Type

This field holds the SIP Method, the content of the SIP "Event"
header and the content of the SIP "expires" header when present
in the SIP request.

IMS Node Functionality

This field contains the function of the IMS node.

Role of Node

This field specifies whether the IMS node is serving the
Originating or the Terminating party.

User Information

Group of user information.

User Identifier

This field contains the public identification of the user (i.e. GPSI).

User Equipment Info

This field uniquely identifies the device (fixed or mobile) of the
served user, can be based on SIP instance id.

User Location Info

This field indicates details of where the UE is currently located
(access-specific user location information).

For MA PDU session, this field holds the user location associated
to the 3GPP access

UE Time Zone

This field holds the Time Zone of where the UE is located, if
available where the UE currently resides.

3GPP PS Data Off Status

This field holds the 3GPP Data off Status when UE's 3GPP Data
Off status is Activated or Deactivated.

ISUP Cause

This indicates the reason the call was released. This field may
hold a more detailed reason, for the release of IMS Charging.

Serving Node Address

This field holds the IP-address of the Node that generated the
access Charging ID.

VLR Number

This identifies the international E.164 address of the VLR serving
the user.

MSC Address

This identifies the international E.164 address of the MSC that
generated the network call reference number.

User Session ID

This field holds the session identifier. For a SIP session the
Session-ID contains the SIP Call ID. When the AS acts as
B2BUA, the incoming session is identified.

Outgoing Session ID

When the AS acts as B2BUA, the outgoing side session is
identified by the Outgoing Session ID which contains the SIP Call
ID.

Session Priority

This field contains the priority of the session.

Calling Party Addresses

This field holds the addresses (SIP URI or Tel URI) URI of the
party (Public User Identity or Public Service Identity) initiating a
session or requesting a service.

Called Party Address

For SIP transactions, except for registration, this field holds the
address of the party (Public User ID or Public Service ID) to whom
the SIP transaction is posted.

For registration transactions, this field holds the Public User ID
under registration.

For standalone IMS data channel, this field holds the Public
Service ID in the case of IMS session with only bootstrap data
channel towards PSI or the Public User ID of the terminating UE in
the case of IMS session with only bootstrap and application data
channels towards peer UE.

Number Portability routing information

This field includes information on number portability after
DNS/ENUM request from IMS node in the calling user's home
network.

Carrier Select routing information

This field includes information on carrier select after DNS/ENUM
request from IMS node in the calling user's home network.

Alternate Charged Party Address

Oc

The address of an alternate party that is identified by the AS at
session initiation, and is charged in place of the calling party.

Requested Party Address

Oc

For SIP transactions this field initially holds the address of the
party (Public User ID or Public Service ID) to whom the SIP
transaction was originally posted.

This field is only present if different from the Called Party Address
parameter.

Called Asserted Identities

The addresses of the final asserted identity. Present if the final
asserted identity is available in the SIP 2xx response.

Called Identity Change

Terminating identity address change and associated time stamp.

Called Identity

Changed terminating identity information received in a SIP
UPDATE or SIP RE-INVITE.

Called Identity Change Time Stamp

Time stamp of SIP UPDATE or SIP RE-INVITE with changed
terminating identity information.
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Associated URI

This field holds a non-barred public user identity (SIP URI or Tel
URI) associated to the public user identity under registration and
is present for registration transactions.

Time Stamps

This field holds the time of the SIP Request and the time of the
response to the SIP Request.

Application Server Information

This field holds the SIP URI(s) of the AS(s) addressed during the
session and the called party number (SIP URI, E.164), if an AS
determines it.

Inter Operator Identifier

This field holds the identification of the network neighbours
(originating and terminating) as exchanged via SIP signalling if
available. This field may occur several times.

IMS Charging ldentifier

This field holds the IMS Charging Identifier (ICID) as generated by
a IMS node for a SIP session.

Related IMS Charging Identifier

This field holds the Related IMS charging identifier when the
session is the target access leg in case of access transfer.

Related IMS Charging Identifier
Generation Node

This field holds the identifier of the server that generated the
Related IMS charging identifier.

Transit 10l List

This field holds the identification of the involved transit networks
as exchanged via SIP signalling if available. This field may occur
several times. When received from the AS, each occurrence of
this field represents transit networks inbound to or outbound from
the S-CSCF.

Early Media Description

This field holds session and media parameters related to media
components set to active during the SIP session establishment
and before a final successful or unsuccessful SIP answer to the
initial SIP INVITE request is received. Once a media component is
set to active, subsequent status changes shall be registered.
Since several SDP negotiations may occur during the SIP session
establishment, this field may occur several times.

SDP Session Description

This field holds the content of an "attribute-line" (i=, c=, b=, k=, a=,
etc.) related to a session.

SDP Media Component

This is a grouped field comprising several sub-fields associated
with one media component. Since several media components may
exist for a session in parallel these sub-fields may occur several
times.

Served Party IP Address

This field holds the IP address of either the calling or called party,
depending on whether the P-CSCF is in touch with the calling or
the called party.

Server Capabilities

This field contains the server capabilities as described in 3GPP
TS 29.229 [205].

Trunk Group ID

This field identifies the incoming and outgoing PSTN legs.

Bearer Service

This field holds the used bearer service for the PSTN leg.

Service Id

This field identifies the service the MRFC is hosting. For
conferences the conference ID is used as the value of this
parameter.

Message Bodies

This field holds information about the Message body, Content-
Type, Content-Length, Content-Disposition and Originator if
available.

Access Network Information

This field contains the content of the first P-header P-Access-
Network-Info, if available.

Additional Access Network Information

This field contains the content of an additional SIP P-header "P-
Access-Network-Info", if available.

Cellular Network Information

This field contains the content of one SIP "Cellular-Network-Info"
header, when the UE supporting one or more cellular radio access
technologies but using a non-cellular IP-CAN, such as untrusted
WLAN access, provides this header field to relay information to its
service provider about the radio cell identity of the cellular radio
access network on which the UE most recently camped.

Access Transfer Information

This field contains information related to the session transfer.

Access Network Info Change

This field is a grouped field describing the subsequent SIP P-
header "P-Access-Network-Info" changes and associated time
stamp.
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IMS Communication Service ID

Oc

This field contains the IMS communication service identifier if
received in the P-Asserted-Service header in the SIP request for
all applicable IMS nodes downstream from the S-CSCF serving
the Originating party. This field contains the IMS communication
service identifier if received in the "+g.3gpp.icsi-ref" header field
parameter of the Feature-Caps header in the SIP response for all
applicable IMS nodes upstream from the S-CSCF serving the
Originating party.

IMS Application Reference ID

This field contains the IMS application reference identifier if
received in the SIP Request.

Cause Code

This field contains the cause value.

Reason Header

Oc

This field contains SIP reason header included in BYE or
CANCEL method,

Reliability of this information is not guaranteed if the SIP or
CANCEL is originated outside of the trust domain which is
determined by the Operator on a "per parameter basis".

Since several Reason Header may exist for a SIP message, these
sub-fields may occur several times

Initial IMS Charging Identifier

This field holds the Initial IMS charging identifier (ICID) as
generated by the IMS node for the initial SIP session created for
IMS service continuity.

NNI Information

This field holds information about the NNI used for interconnection
and roaming.

From Address

Contains the information from the SIP From header.

IMS Emergency Indication

This field indicates the registration is an emergency registration or
the IMS session is an IMS emergency session

IMS Visited Network Identifier

Contains the information from the SIP P-Visited-Network-I1D
header.

SIP Route header received

Contains the information in the topmost route header in a received
initial SIP INVITE or non-session related SIP MESSAGE request.

SIP Route header transmitted

Contains the information in the route header representing the
destination in a transmitted initial SIP INVITE or non-session
related SIP MESSAGE request.

TAD ldentifier

Oc

This field indicates the type of access network (CS or PS) through
which the session shall be terminated.

FE Identifier List

Oc

This element contains one or more IM CN subsystem functional
entity addresses and/or AS and application identifiers where the
IM CN subsystem functional entity does create charging
information for the related CDR of this IM CN subsystem
functional entity.

IMS DC App Info

Oc

This field holds the information of IMS DC application download.

Application ID

Oc

This field holds the identifier of application in IMS DC.

HTTP URL

This field holds the HTTP URL per IMS DC stream ID allocated by
the application layer representing the application list offered to the
specific IMS subscriber, as specified in TS 23.228 [201].

Satellite ID list

This field holds the satellite IDs that used for the UE-satellite-UE
communication

Media Resource

This field holds the list of media resources for one or multiple
media as specified in clause AA.2.4.3.2 of TS 23.228 [201].

Media ID

This field identifies a media stream, e.g. data channel.

Media Resource Capability

This field holds the media resource type, e.g. DC, AR.

Avatar Media

This field holds the media specifications needed for Avatar
communication services.

Resource URL

This field holds the URL that MF to retrieve the avatar
representation to perform network rendering.

Media Processing Specification

This field specifies how media should be processed.

6.4.2.3 Detailed message format for converged charging

The following clause specifies per Operation Type the charging data that are sent by IMS node for IMS converged

charging.

The Operation Types are listed in the following order: | (Initial)/U (Update)/T (Termination)/E (Event). Therefore,
when all Operation Types are possible it is marked as IUTE. If only some Operation Types are allowed for a node, only
the appropriate letters are used (i.e. IUT or E) asindicated in the table heading. The omission of an Operation Type for
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aparticular field is marked with "-" (i.e. I-TE). Also, when an entire field is not allowed in a node the entire cell is
marked as"-".
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Table 6.5.3.1 defines the basic structure of the supported fields in the Charging Data Request message for IMS
converged charging.

Table 6.4.2.3.1: Supported fields in Charging Data Request message
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Information Element Node Type IMS
Node
Supported Operation UTE
Types
Session Identifier -UTE
Subscriber Identifier IUTE
NF Consumer Identification IUTE
Invocation Timestamp IUTE
Invocation Sequence Number IUTE
Retransmission Indicator IUT-
Notify URI 1U--
Supported Features IU-E
Service Specification Information IUTE
Triggers -UT-
Multiple Unit Usage IUTE
Rating Group IUTE
Requested Unit IU--
Used Unit Container -UTE
Triggers -UTE
IMS Charging Information IUTE
Event Type IUTE
IMS Node Functionality IUTE
Role of Node IUTE
User Information IUTE
User Identifier IUTE
User Equipment Info IUTE
User Location Info IUTE
UE Time Zone IUTE
3GPP PS Data Off Status -—-E
ISUP Cause -TE
Serving Node Address IU--
VLR Number I--E
MSC Address I--E
User Session ID IUTE
Outgoing Session ID IUTE
Session Priority I--E
Calling Party Address IUTE
Called Party Address IUTE
Number Portability routing information I--E
Carrier Select routing information I--E
Alternate Charged Party Address IUTE
Requested Party Address I--E
Called Asserted Identity -U-E
Called Identity Change -U--
Called Identity -U--
Called Identity Change Time Stamp -U--
Associated URI ---E
Time Stamps IUTE
Application Server Information IUTE
Inter Operator Identifier IUTE
IMS Charging Identifier IUTE
Related IMS Charging Identifier IUTE
Related IMS Charging Identifier Generation Node IUTE
Transit IOl List IUTE
Early Media Description I--E
SDP Session Description 1U--
SDP Media Component IU--
Served Party IP Address IUTE
Server Capabilities IUTE
Trunk Group ID IUTE
Bearer Service IUTE
Service Id IUT-
Message Bodies IUTE
Access Network Information IUTE
Additional Access Network Information IUTE
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Information Element Node Type IMS
Node
Supported Operation UTE
Types
Cellular Network Information IUTE
Access Transfer Information 1U--
Access Network Info Change -U--
IMS Communication Service ID -U--
IMS Application Reference ID I--E
Cause Code --TE
Reason Header --TE
Initial IMS Charging Identifier IUTE
NNI Information I-TE
From Address IUTE
IMS Emergency Indication IUTE
IMS Visited Network Identifier IUTE
SIP Route header received I--E
SIP Route header transm-tted I--E
TAD ldentifier 1U--
FE Identifier List IUTE
IMS DC App Info --E
Application ID -—E
HTTP URL --E
Satellite ID list IUTE
Media Resource IUTE
Media ID IUTE
Media Resource Capability IUTE
Avatar Media IUTE
Resource URL IUTE
Media Processing Specification IUTE

Table 6.4.2.3.1 defines the basic structure of the supported fieldsin the Charging Data Response message for IMS

converged charging.

Table 6.4.2.3.2: Supported fields in Charging Data Response message

Information Element Node Type IMS
Node
Supported Operation IUTE
Types
Session Identifier IUTE
Invocation Timestamp IUTE
Invocation Result IUTE
Invocation Sequence Number IUTE
Session Failover I---
Triggers -
Multiple Unit information I--E
Result Code IU-E
Rating Group 1U--
Granted Unit IU--
Validity Time IU--
Final Unit Indication 1U--
6.4.2.4 Formal IMS converged charging parameter description

6.4.24.1

IMS charging CHF CDR parameters

The detailed definitions, abstract syntax and encoding of the IMS charging CHF CDR parameters are specified in TS

32.298 [51].
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6.4.2.2.2 IMS charging resources attributes
The detailed definitions of resources attributes used for IMS charging are specified in TS 32.291 [58].
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Annex A (informative):
Bibliography

This Annex is a placeholder for documents which are not explicitly cited in this specification.
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Annex B (informative):
Message flows for service termination by OCS

B.O General

This annex describes several scenarios related to IMS service termination in IMS-GWE.

SIP messages and Diameter transactions associated with these charging scenarios are shown primarily to illustrate the
service termination procedures. They are not intended to be exhaustive and depend on the Diameter CCR triggers
configured by the operator. The triggers for sending Debit / Reserve Units Requests from the IMS-GWF to the OCS are
defined according to table 5.3.1.1.

B.1  Scenario 1 - session related (SCUR): service
termination on reception of an initial SIP INVITE
request

UE P-CSCF S-CSCF IMS-GWF OCs

1. SIP Request (INVITE)
1. SIP Request (INVITE)

-

1. SIP Request (INVITE)
Lol

Service
Control

2. Debit and Reserve Units
Request [Initial]

|

3. Debit and Reserve Units
Response [Initial, Service
Termination]

4. 4xx,5xx,6xx (Error-Info)

‘4. 4xx,5xx,6xx (Error-Info) |-
4. 4xx,5xx,6xx (Error-Info) h
———————————

4. ACK
—_—» 4. ACK
B 4. ACK

\J

Figure B.1.1: Service termination triggered by an initial SIP request
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B.2

Scenario 2 - session related (SCUR): service
termination triggered after an early SIP dialog is

established

UE

P-CSCF

-
-

S-CSCF

IMS-
GWF

0oCs

SIP early dialog established (Initial Request: SIP INVITE)

5. 4xx,5xx,6xx (Error-Info) ta

the INVITE request

1. 2000K

1.200 OK

Service
Control

2. Debit and Reserve Units
Request [Update]
|

T
3. Debit and Reserve Units
Response [Update, Service

5. SIP ACK

Figure B.2.1: Service termination triggered by the SIP 2000K response to the initial SIP INVITE

< Termination]
4. SIP BYE (Reason)

4. SIP BYE (Reason)
4. 200 OK to the SIP BYE

-

4. 200 OK to the SIP BYE
-
5. 4xx,5xx,6xx (Error-Info) to 5. 4xx,5xx,6xx (Error-Info) to
< the INVITE request - the INVITE request
- 5. SIP ACK 5. SIP ACK
4,,

The SIP Session is not established
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UE P-CSCF S-CSCF IMS-GWF OCS

Early SIP dialog already established (SIP INVITE initial method)

1. SIP UPDATE 1. SIP UPDATE 1. SIP UPDATE

) 4

>
Service
Control

2. Debit and Reserve Units
Request [Update]

3. Debit and Reserve Units
Response [Update, Service
Termination]

4. SIP CANCEL to the INVITE
transaction (Reason)

|l
-
4. SIP CANCEL to the INVITE
transaction (Reason) .
-—
5. 4xx, 5xx, 6xx (Error-Info) to 5. 4xx, 5xx, 6xx (Error-Info) to 5. 4xx, 5xx, 6xx (Error-Info) to
_ reject SIP UPDATE method _ reject SIP UPDATE method _, reject SIP UPDATE method
. - -
6. 4xx, 5xx, 6xx (Error-Info) to 6. 4xx, 5xx, 6xx (Error-Info) 6. 4xx, 5xx, 6xx (Error-Info)
P close Early Dialog . to close Early Dialog _, toclose Early Dialog
- - B
6. ACK o 6. ACK | 6. ACK
— — -—
4.200 OKto CANCEL in
P step 4
.

4.200 OK'to CANCEL in
step 4

The SIP Session is not established

Figure B.2.2: Service termination triggered by an SIP UPDATE request within an early SIP dialog
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UE P-CSCF S-CSCF IMS-GWF oCs
Early SIP Dialog is already established (Initiated with a SIP INVITE)
1. SIP UPDATE 1. SIP UPDATE 1. SIP UPDATE
. o 1. SIP UPDATE o
1. SIP UPDATE
2. 2000K o
- 2. 2000K

6. 4xx, 5xx, 6xx (Error-Info) to

reject SIP UPDATE method

5. SIP CANCEL (Reason) to
release the SIP early dialog

Service
Control

3. Debit and Reserve Units
Request [Update]

-t

4. Debit and Reserve Units
Response [Update,Service
Termination]

5. SIP CANCEL (Reason) to
release the SIP early dialog

6. 4xx, 5xx, 6xx (Error-Info) to
reject SIP UPDATE method

6. 4xx, 5xx, 6xx (Error-Info) to
reject SIP UPDATE method

7.4xx,5xx, 6xx (Error-Info) to
release the ‘early’ dialog

-

7.4xx,5xx, 6xx (Error-Info) to
release the ‘early’ dialog

7.4xx,5xx, 6xx (Error-Info) to
release the ‘early’ dialog

7. ACK

-

7. ACK

A

7. ACK

Figure B.2.3: Service termination triggered by the SIP 2000K to an SIP UPDATE request within an

Y

A

5. 2000K to SIP CANCEL

\j

5. 2000K to SIP CANCEL

The SIP Session is not established

early SIP di
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B.3

Scenario 3 - session related (SCUR): service
termination triggered after a confirmed SIP dialog is

established

Figure B.3.1: Service termination triggered by a SIP RE-INVITE request within a confirmed SIP dialog

ETSI

UE P-CSCF S-CSCF IMS-GWF OCS
Confirmed SIP dialog already established
1. SIP re-INVITE 1. SIP re-INVITE 1. SIP re-INVITE
> >
Service
|
Contro 2. Debit and Reserve Units
Request [Update]
>
3. Debit and Reserve Units
Response [Update,Service
Termination]
4. SIP BYE to release the Dialog [
- (Reason)
4. SIP BYE to release the Dialog
(Reason) .
Ll
5. 4xx, 5xx, 6xx (Error-Info) 5. 4xx, 5xx, 6xx (Error-Info) 5. 4xx, 5xx, 6xx (Error-Info)
to reject the SIP re-INVITE to reject the SIP re-INVITE to reject the SIP re-INVITE
5. ACK 5. ACK 5. ACK
- -
6. SIP BYE to release the 6. SIP BYE to release the 6. SIP BYE to release the
Dialog (Reason) Dialog (Reason) Dialog (Reason)
6.200 OK 6. 200 OK 6.200 OK >
4.200 OK to SIP BYE
-
4. 200 OK to SIP BYE
The SIP Session is released
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UE P-CSCF S-CSCF IMS-GWF OoCs
The SIP Session is already established
1. SIP re-INVITE 1. SIP re-INVITE 1. SIP re-INVITE
1. SIP re-INVITE
-t
1. SIP re-INVITE
-
2. 2000K
2. 2000K
ervice
Control . .
- Debit and Reserve Units
Request [Update]
4. Debit and Reserve UnitsV
Response [Update,Service
Termination]
5. SIP BYE (Reason) -
5. SIP BYE (Reason)
>
6.4xx, 5xx, 6xx (Error-Info) | 6.4xx, 5xx, 6xx (Error-Info) to 6.4xx, 5xx, 6xx (Error-Info)
 toreject the re-INVITE reject the re-INVITE to reject the re-INVITE
6. ACK - 6. ACK - 6. ACK |
7. SIP BYE (Reason) 7. SIP BYE (Reason) 7.SIP BYE (Reason)
7. 2000K > 7..2000K > 7. 2000K >
5. 2000K
5. 2000K
The SIP Session is released

Figure B.3.2: Service termination triggered by the SIP 200 OK response to a SIP RE-INVITE request
within a confirmed SIP dialog
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IMS-GWF

0oCs

1. Confirmed SIP dialog already established

6. SIP BYE (Reason)

6. SIP BYE (Reason)

2. Service Control
. Trigger,
Quota Expired...)

(Reauth

5. SIP BYE (Reason)

3. Debit and Reserve Units
Request [Update]

Lt

4. Debit and Reserve Units
Response [Update,Service
Termination]

A

5. SIP BYE (Reason)

-

5.200 OK

5. 200 OK

\ J

6. SIP BYE (Reason)

]

6. 200 OK

-

6. 200 OK

6. 200 OK

|-y
-

The SIP Session is released

Figure B.3.3: Service termination triggered by the charging application procedures as defined in
TS 32.299 [50] within a confirmed SIP dialog
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B.4

Scenario 4 - session unrelated (ECUR): service
termination on reception of an initial non-INVITE SIP

request

UE

P-CSCF

1. SIP Request (e.g. SUBSCRIBi

S-CSCF

IMS-GWF

1. SIP Request (e.g. SUBSCRIBE)
Lol

OCs

1. SIP Request (e.g. SUBSCRIBE
Ll

4. 4xx, 5xx, 6xx (Error-Info)

4. 4xx, 5xx, 6xx (Error-Info)

Service
Control

2. Debit and Reserve Units
Request [Initial]

3. Debit and Reserve Units
Response [Initial, Service
Termination]

A

4. 4xx, 5xx, 6xx (Error-Info)

-
-

-
-

.

Figure B.4.1: Service termination triggered by the reception of a non-INVITE SIP request
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B.5

Scenario 5 - session unrelated (IEC): service

termination on reception of an initial non-INVITE SIP

request

UE

P-CSCF

S-CSCF

1. SIP Request (e.g. SUBSCRIBE)

1. SIP Request (e.g. SUBSCRIBE)
-

IMS-GWF

1. SIP Request (e.g. SUBSCRIBE
Ll

4. 4xx,5xx,6xx (Error-Info)
-l

P

|

4. 4xx,5xx,6xx (Error-Info)

4.4xx, 5xx, 6xx (Error-Info)

Service
Control

OCs

2. Debit Units Request [Event]

3. Debit Units Response [Event,

Service Termination]

-

-
-

-

.

Figure B.5.1: Service termination triggered by the reception of a non-INVITE SIP request
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