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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.

Introduction

The present document defines the Universal Subscriber Identity Module (USIM) application. This application resides
onthe UICC, an IC card specified in TS 31.101 [11]. In particular, TS 31.101 [11] specifies the application independent
properties of the UICC/terminal interface such as the physical characteristics and the logical structure.

TS 31.101 [11] is one of the core documents for this specification and is therefore referenced in many placesin the
present document.
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1 Scope

The present document defines the USIM application for 3GPP telecom network operation.
The present document specifies:

- gpecific command parameters;

- file structures;

- contents of Efs (Elementary Files);

- security functions;

- application protocol to be used on the interface between UICC (USIM) and ME.

Thisisto ensure interoperability between aUSIM and an ME independently of the respective manufacturer, card issuer
or operator.

The present document does not define any aspects related to the administrative management phase of the USIM. Any
internal technical realisation of either the USIM or the ME is only specified where these are reflected over the interface.
The present document does not specify any of the security al gorithms which may be used.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 21.111: "USIM and IC Card Requirements”.

[2] 3GPP TS 22.011: " Service accessibility".

[3] 3GPP TS 22.024: "Description of Charge Advice Information (CAI)".

[4] 3GPP TS 22.030: "Man-Machine Interface (MMI) of the User Equipment (UE)".

[5] 3GPP TS 23.038: " Alphabets and language”.

[6] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[7] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2.

[8] 3GPP TS 22.067: "enhanced Multi Level Precedence and Pre-emption service (eMLPP) - Stage 1".

[9] gGPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage

[10] 3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio
interface”.

[11] 3GPP TS 31.101: "UICC-Terminal Interface, Physical and Logical Characteristics'.

[12] 3GPP TS 31.111: "USIM Application Toolkit (USAT)".

[13] 3GPP TS 33.102; "3GPP Security; Security Architecture'.
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[14]
[15]
[16]
[17]
[18]
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[24]
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[26]
[27]

[28]
[29]

[30]
[31]
[32]
[33]
[34]
[35]

[36]

[37]
[38]

[39]
[40]

[41]

[42]

3GPP TS 33.103: "3GPP Security; Integration Guidelines'.

3GPP TS 22.086: "Advice of charge (AoC) Supplementary Services - Stage 1".
3GPP TS 23.041: "Technical realization of Cell Broadcast (CB)".

3GPP TS 02.07: "Mobile Stations (MS) features’.

3GPP TS 51.011 Release 4: " Specification of the Subscriber |dentity Module — Mobile Equipment
(SIM = ME) interface”.

SO 639 (1988): "Code for the representation of names of languages”.

ISO/IEC 7816-4: "Integrated circuit cards, Part 4: Organization, security and commands for
interchange”.

Void.

ITU-T Recommendation E.164: "The international public telecommunication numbering plan”.
3GPP TS 23.073: "Support of Localised Service Area (SoLSA); Stage 2".

3GPP TS 22.101: " Service aspects; service principles’'.

3GPP TS 23.003: "Numbering, Addressing and Identification".

Void.

3GPP TS 22.022: "Personalisation of Mobile Equipment (ME); Mobile functionality
specification”.

3GPP TS 44.018 "Mobile Interface Layer3 Specification, Radio Resource control protocol”.

3GPP TS 23.022: "Functions related to Mobile Station (MS) in idle mode and group receive
mode".

3GPP TS 23.057: "Mobile Execution Environment (MexE);Functional description; Stage 2.
3GPP TS 23.122: "NAS Functions related to Mobile Station (MS) in idle mode”.

Void.

3GPP TS 25.101: "UE Radio Transmission and Reception (FDD)".

3GPP TS 45.005: "Radio Transmission and Reception".

I SO/IEC 8825-1 (2008): "Information technology — ASN.1 encoding rules : Specification of Basic
Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules
(DER)".

3GPP TS 23.097: "Multiple Subscriber Profile (MSP)".
Void.

3GPP TS 23.140 Release 6: "Multimedia Messaging Service (MMS); Functional description; stage
2",

ETSI TS 102 222 V7.1.0: "Administrative commands for telecommunications applications'.

3GPP TS 24.234 Release 12: "3GPP System to WLAN Interworking; UE to Network
protocols;Stage 3".

3GPP TS 33.234 Release 12: "3G Security; Wireless Local Area Network (WLAN) interworking
security”.

3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic bootstrapping
architecture”.
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3GPP TS 33.246: " Security of Multimedia Broadcast/M ulticast Service".
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network functions®

3GPP2 X.S0016-000-A v1.0: "3GPP2 Multimedia Messaging System MM S Specification
Overview, Revision A"

3GPP TS 43.068: "Technical Specification Group Core Network; Voice Group Call Service
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3GPP TS 33.110: "Key establishment between a Universal Integrated Circuit Card (UICC) and a
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IETF RFC 3629 (2003): "UTF-8, atransformation format of 1SO 10646".

Open Mobile Alliance; OMA-TS-BCAST _SvcCntProtection
URL: http://www.openmobilealliance.org/

ETSI TSTS 102483 V8.1.0: "UICC-Terminal interface; Internet Protocol connectivity between
UICC and Terminal”.

3GPP TS 24.301: "Technical Specification Group Core Network and Terminals; Non-Access-
Stratum (NAS) protocol for Evolved Packet Systems (EPS): Stage 3".

3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture”.

3GPP2 C.S0074-A v1.0: "UICC-Termina Interface Physical and Logical Characteristics for
¢cdma2000 Spread Spectrum Systems”

3GPP TS 22.220: " Service requirements for Home NodeBs and Home eNodeBs ".

3GPP TS 24.341: " Support of SMS over |P networks; Stage 3"

IETF RFC 3261: "SIP: Session Initiation Protocol".

IETF RFC 3629 (2003): "UTF-8, atransformation format of 1SO 10646".

3GPP TS 24.285: "Allowed Closed Subscriber Group (CSG) list; Management Object (MO)"

OMA Smartcard-Web-Server Approved Version 1.1 - 12 May 2009
(OMA-TS-Smartcard_Web_Server-V1_1-20090512-A).[60] ISO/IEC 15948:2003:
"Information technology - Computer graphics and image processing - Portable Network Graphics
(PNG): Functiona specification”.

Void.

ETSI TS 101 220 : "Smart Cards; ETSI numbering system for telecommunication application
providers'.

3GPP TS 24.229: "I1P multimedia call control protocol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP); Stage 3"

3GPP TS 31.103: "Characteristics of the |P Multimedia Services |dentity Module (1SIM)
application”.

3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".
ETSI TS 102 484 VV10.1.0: "Smart Cards; Secure channel between a UICC and end-point terminal "

ISO/IEC 7816-15:2004: "Identification cards -- Integrated circuit cards -- Part 15: Cryptographic
information application”

3GPP TS 22.268: "Public Warning System (PWS) Requirements’.

3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.
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[70]

[71]
[72]
[73]
[74]

[75]

[76]

[77]
[78]

[79]

[80]
[81]

[82]
[83]
[84]
[85]

[86]

[87]

[88]
[89]
[90]
[91]
[92]

[93]

[94]

3GPP TS 24.334: "Proximity-services (ProSe) User Equipment (UE) to Proximity-services
(ProSe) Function Protocol aspects; Stage 3".

3GPP TS 24.333: " Proximity-services (ProSe) Management Objects (MO)"
3GPP TS 33.303: "Proximity-based Services (ProSe); Security aspects'
3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2"

3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification”

3GPP TS 23.032: " Technical Specification Group Services and System Aspects; Universal
Geographical Area Description (GAD)"

3GPP TS 33.187: " Security aspects of Machine-Type Communications (MTC) and other mobile
data applications communications enhancements’

3GPP TS 32.277: " Proximity-based Services (ProSe) charging"

3GPP TS 23.682: "Technical Specification Group Services and System Aspects; Architecture
enhancements to facilitate communications with packet data networks and applications’

3GPP TS 24.302: " Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks".

IETF RFC 4122: " A Universally Unique | Dentifier (UUID) URN Namespace'".

3GPP TS 24.105: "Application specific Congestion control for Data Communication (ACDC)
Management Object (MO)".

Void
Void
GSMA: "IMEI Allocation and Approva Process Version 9.0"

3GPP TS 36.306: "Technical Specification Group Radio Access Network; Evolved Universal
Terrestrial Radio Access (E-UTRA); User Equipment (UE) radio access capabilities’

3GPP TS 24.607: "Originating | dentification Presentation (OIP) and Originating Identification
Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol
specification”

3GPP TS 24.417: "Management Object (MO) for Originating I dentification Presentation (OIP) and
Originating | dentification Restriction (OIR) using IP Multimedia (IM) Core Network (CN)
subsystem; Stage 3".

3GPP TS 24.167: "3GPP IMS Management Object (MO); Stage 3"

3GPP TS 24.483: "Mission Critical Services(MCS) Management Object (MO)".
void

3GPP TS 24.117: "TV service configuration Management Object (MO)"

3GPP TS 36.101: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
radio transmission and reception”.

3GPP TS 24.424: "Management Object (MO) for Extensible Markup Language (XML)
Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary
Services (SS)".

3GPP TS 24.391: "Unstructured Supplementary Service Data (USSD) using IP Multimedia (IM)
Core Network (CN) subsystem (IMS) Management Object (MO)".
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[95] 3GPP TS 24.275: "Management Object (MO) for basic communication part of IMS multimedia
telephony (MMTEL) communication service'".

[96] Void.

[97] 3GPP TS 24.385: "V2X services Management Object (MO)".

[98] 3GPP TS 24.386: "User Equipment (UE) to V2X control function; protocol aspects ™.

[99] 3GPP TS 26.346: " Technical Specification Group Services and System Aspects; Multimedia

Broadcast/Multicast Service (MBMS); Protocols and codecs’'[100] OMA-DDS-DM_ConnM O-
V1 0-20081107-A: " Standardized Connectivity Management Objects’.

[101] 3GPP TS 24.424: "Management Object (MO) for Extensible Markup Language (XML)
Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary
Services (SS)".

[100] OMA-DDS-DM_ConnMO-V1 0-20081107-A: " Standardized Connectivity Management
Objects".

[102] 3GPP TS 24.623: "Extensible Markup Language (XML) Configuration Access Protocol (XCAP)
over the Ut interface for Manipulating Supplementary Services'.

[103] OMA OMA-TS-XDM_Core-V1_1-20080627-A: "XML Document Management (XDM)
Specification".

[104] 3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[105] 3GPP TS 33.501: " Security architecture and procedures for 5G System".

[106] 3GPP TS 22.261: " Service requirements for the 5G system; Stage 1".

[107] IETF RFC 5480: "Elliptic Curve Cryptography Subject Public Key Information”.

[108] IETF RFC 7748: "Elliptic Curves for Security".

[109] 3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".

[110] 3GPP TS 24.175: "Management Object (MO) for Multi-Device and Multi-ldentity in IMS".

[1171] 3GPP TS 24.174: " Support of Multi-Device and Multi-ldentity in IMS; Stage 3".

[112] 3GPP TS 24.587: "Vehicle-to-Everything (V2X) servicesin 5G System (5GS); Protocol aspects;
Stage 3".

[113] 3GPP TS 24.588: "Vehicle-to-Everything (V2X) servicesin 5G System (5GS); User Equipment
(UE) policies; Stage 3".

[114] 3GPP TS 24.554: " Proximity-services (ProSe) in 5G System (5GS) protocol aspects, Stage 3".

[115] 3GPP TS 24.555: "Proximity-services (ProSe) in 5G System (5GS); User Equipment (UE)
policies; Stage 3".

[116] 3GPP TS 23.304: "Proximity-services (ProSe) in 5G System (5GS)".

[117] 3GPP TS 24.502: "Technical Specification Group Core Network and Terminals; Access to the

3GPP 5G Core Network (5GCN) via Non-3GPP Access Networks (N3AN); Stage 3".
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3 Definitions, symbols, abbreviations and coding
conventions

3.1 Definitions

For the purposes of the present document, the following definition applies.
ADM : access condition to an EF which is under the control of the authority which creates this file.

Allocation of these levels and the respective requirements for their fulfilment are the responsibility of the
appropriate administrative authority

The definition of access condition ADM does not preclude the administrative authority from using ALW, PIN,
PIN2 and NEV if required.

A terminal does not need to evaluate access conditions indicated as ADM in the present document.

PIN/ADM: A terminal isrequired to evaluate the access condition and verify it in order to access the EF if the access
condition is set to PIN or PIN2.

EHPLM N: represents the Equivalent HPLMNSs for network selection purposes. The behaviour of EHPLMNs is defined
inTS23.122 [31].

3.2 Symbols

For the purposes of the present document, the following symbols apply:

Il Concatenation
@ Exclusive OR

f1 M essage authentication function used to compute MAC

f1* A message authentication code (MAC) function with the property that no valuable information can
be inferred from the function values of f1* about those of f1, ..., f5 and vice versa

f2 M essage authentication function used to compute RES and XRES

f3 Key generating function used to compute CK

f4 Key generating function used to compute IK

f5 Key generating function used to compute AK

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP 34 Generation Partnership Project
5GCN 5G Core Network

AC Access Condition

ACDC Application specific Congestion control for Data Communication
ACL APN Control List

ADF Application Dedicated File

AID Application Identifier

AK Anonymity key

ALW ALWays

AMF Authentication Management Field
AoC Advice of Charge

APN Access Point Name

ASME Access Security Management Entity
ASN.1 Abstract Syntax Notation One

AuC Authentication Centre

AUTN Authentication token

BDN Barred Dialling Number

BER-TLV Basic Encoding Rule - TLV
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B-TID Bootstrapping Transaction Identifier
CAG Closed Access Group
CCP Capability Configuration Parameter
CK Cipher key
CLI Calling Line Identifier
CNL Co-operative Network List
CPBCCH COMPACT Packet BCCH
Cs Circuit switched
DCK Depersonalisation Control Keys
DF Dedicated File
DO Data Object
EC-GSM-loT  Extended coveragein GSM for loT
DUCK Discovery User Confidentiality Key
DUIK Discovery User Integrity Key
DUSK Discovery User Scrambling Key
eDRX Extended Discontinuous Reception
EARFCN Evolved Absolute Radio Frequency Channel Number
EF Elementary File
EPC Evolved Packet Core
ePDG Evolved Packet Data Gateway
EPS Evolved Packet System
FCP File Control Parameters
FFS For Further Study
FQDN Full Qualified Domain Name
GCl Global Cable Identifier
GLI Global Line Identifier
GSM Global System for Mobile communications
HE Home Environment
HNB Home NodeB
HeNB Home eNodeB
IARI IMS Application Reference | dentifier
ICC Integrated Circuit Card
ICE In Case of Emergency
ICl Incoming Call Information
ICT Incoming Call Timer
ID Identifier
Idi Identity of the initiator
Idr Identity of the responder
IEI Information Element Identifier
IK Integrity key
IMSI International Mobile Subscriber Identity
IOPS Isolated E-UTRAN Operation for Public Safety
K USIM Individual key
Kc Cryptographic key used by the cipher A5
KSI Key Set Identifier
LI Language Indication
LSA Localised Service Areas
LSB Least Significant Bit
MAC M essage authentication code
MAC-A MAC used for authentication and key agreement
MAC-I MAC used for data integrity of signalling messages
MBMS Multimedia Broadcast/Multicast Service
MCC Mobile Country Code
MCData Mission Critical Data
MCPTT Mission Critical Push To Talk
MCS Mission Critical Services
MCVideo Mission Critical Video
MexE Mobile Execution Environment
MF Master File
MGV-F MTK Generation and Validation Function
MICO Mobile Initiated Connection Only
MiD Multi-iDentity
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MIKEY Multimedia Internet KEYing
MINT Minimization of Service Interruption
MM Multimedia Message
MMI Man Machine Interface
MMS Multimedia Messaging Service
MMSS MultiMode System Selection
MNC Mobile Network Code
MODE Indication packet switched/circuit switched mode
MSB Most Significant Bit
MSK MBMS Service Key
MTC Machine Type Communications
MTK MBMS Traffic Key
MuD Multi-Device
MUK MBMS User Key
NAI Network Access Identifier
NB-loT Narrowband |oT
NEV NEVer
ngK Sl Key Set Identifier in 5G
NG-RAN Next Generation Radio Access Network
NPI Numbering Plan Identifier
NSI Network Specific Identifier
NSWO Non-Seamless WLAN Offload
OcCl Outgoing Call Information
OoCT Outgoing Call Timer
PBID Phonebook Identifier
PGK ProSe Group Key
PIN Personal |dentification Number
PL Preferred Languages
PS Packet switched
PSDK Public Safety Discovery Key
PS DO PIN Status Data Object
PSM Power Saving Mode
PTK ProSe Traffic Key
RAND Random challenge
RANDws Random challenge stored in the USIM
RES User response
RFU Reserved for Future Use
RLOS Restricted Local Operator Services
RST Reset
SDN Service dialling number
SE Security Environment
SEQp Seguence number for MGV -F stored in the USIM
SFI Short EF Identifier
SGSN Serving GPRS Support Node
SN Serving Network
SNPN Standalone Non-Public Network
SoL. SA Support of Localised Service Areas
SOR-CMCI Steering of roaming connected mode control information
SQN Sequence number
SRES Signed RESponse calculated by a USIM
SUCI Subscription Concealed Identifier
SUPI Subscription Permanent I dentifier
SwW Status Word
TLV Tag Length Value
TMGI Temporary Mobile Group Identity
TV Television
UAC Unified Access Control
URSP UE Route Selection Policy
USAT USIM Application Toolkit
usb User Service Description
USIM Universal Subscriber Identity Module
V2X Vehicle-to-Everything
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VLR Visitor Location Register
WLAN Wireless Local Area Network
WSID WLAN Specific Identifier
XRES Expected user RESponse
3.4 Coding Conventions

The following coding conventions apply to the present document.

All lengths are presented in bytes, unless otherwise stated. Each byte is represented by bits b8 to bl, where b8 is the
most significant bit (MSB) and b1 isthe least significant bit (LSB). In each representation, the leftmost bit is the MSB.

The coding of Data Objects in the present document is according to TS 31.101 [11].

XX" Single quotes indicate hexadecimal values. Valid elements for hexadecimal values are the numbers
'0'to'9"and 'A'to 'F.

4 Contents of the Files

This clause specifies the Efs for the 3GPP session defining access conditions, dataitems and coding. A dataitemisa
part of an EF which represents a complete logical entity, e.g. the alphatag in an EFapn record.

A fileis associated with attributes that depending of the file type indicates how dataisto be accessed e.g. file size,
record length etc. Although in the present document some files and data items stored in afile are indicated as having a
fixed length; when reading such structures the terminal shall derive the length of the data item from the attributes
provided in the file information i.e. not use the fixed value specified for the file in the present document. Although the
terminal is able to read the entire structure it should only use those elements in the data item which is recognised by the
terminal.

For any EF, when the SFI is not indicated in the description of the fileit is not allowed to assign an SFI. If in the
description of the file an SFI value isindicated the file shall support SFI. The SFI value shall be assigned by the card
issuer. It is mandatory for Efs stating an SFI value ("Y'Y") in the description of their structure to provide an SFI. For files
where in the file description the SFl isindicated as 'Optional’ the file may support an SFI.

For an overview containing all files see figures4.1 and 4.2.

4.1 Contents of the EFs at the MF level

The EFs at the Master File (MF) level are specified in TS 31.101 [11].

The information in EFs. may be used by the ME for MMI purposes.

This information may also be used for the screening of Cell Broadcast messages in a preferred language, as follows.

When the CB Message Identifier capability is available, the ME selects only those CB messages the language of which
corresponds to an entry in this EF or in EF.;, whichever of these Efsis used (see clause 5.1.1). The CB message
language is defined by the Data Coding Scheme (see TS 23.038 [5]) received with the CB message. The ME shall be
responsible for translating the language coding indicated in the Data Coding Scheme for the Cell Broadcast Service (as
defined in TS 23.038 [5]) to the language coding as defined in 1SO 639 [19] if it is necessary to check the language
coding in EFpy.

4.2 Contents of files at the USIM ADF (Application DF) level

The Efsin the USIM ADF contain service and network related information.

The File 1ds '6F1X" (for Efs), '5F1X" and '5F2X" (for DFs) with X ranging from '0' to 'F' are reserved under the USIM
ADF for administrative use by the card issuer.
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4.2.1 EFu (Language Indication)

This EF contains the codes for one or more languages. This information, determined by the user/operator, defines the
preferred languages of the user in order of priority. Thisinformation may be used by the ME for MMI purposes. This
information may also be used for the screening of Cell Broadcast messagesin a preferred language, as follows.

When the CB Message Identifier capability is available, the ME selects only those CB messages the language of which
corresponds to an entry in this EF or in EFp., whichever of these Efsis used (see clause 5.1.1). The CB message
language is defined by the Data Coding Scheme (DCS: see TS 23.038 [5]) received with the CB message. The ME shall
be responsible for trandating the language coding indicated in the Data Coding Scheme for the Cell Broadcast Service
(asdefined in TS 23.038 [5]) to the language coding as defined in SO 639 [19] if it is necessary to check the language
coding in EFpL.

Identifier: '6F 05' | Structure: transparent | Optional
SFI: '02'
File size: 2n bytes, (n =2 1) Update activity: low
Access Conditions:
READ ALW
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 1%t language code (highest priority). M 2 bytes
3t04 2" J]anguage code ) 2 bytes
2n-1to 2n [N language code (lowest priority). (0] 2 bytes

Coding:

each language code isa pair of alpha-numeric characters, defined in 1SO 639 [19]. Each alpha-numeric character
shall be coded on one byte using the SM S default 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set
to 0.

Unused language entries shall be set to 'FF FF'.

422  EFs (IMSI)

If service n°130 is"available", this file shall not be available.

This EF contains the I nternational Mobile Subscriber Identity (IMSI).

Identifier: '6F07" | Structure: transparent |  Optional
SFI. '07'
File size: 9 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Length of IMSI M 1 byte
2t09 IMSI M 8 bytes
- Lengthof IMSI

Contents:

- thelength indicator refers to the number of significant bytes, not including this length byte, required for the IMSI.
Coding:

- according to TS 24.008 [9].
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- IMSI
Contents:
- International Mobile Subscriber Identity.
Coding:
- thisinformation element is of variable length. If a network operator chooses an IMS| of less than 15 digits, unused
nibbles shall be set to 'F'.

Byte 2:

|b8|B7|b6|B5|b4|b3|b2|b1

[ 1
0
0

Parity
LSB of Digit 1

MSB of Digit 1

For the parity bit, see TS 24.008 [9].
Byte 3:

[b8 [b7 [b6 [B5 [ba[b3 [b2 [bl

etc.

4.2.3 EFkeys (Ciphering and Integrity Keys)

This EF contains the ciphering key CK, the integrity key IK and the key set identifier KSI.

Identifier: '6F08' Structure: transparent | Mandatory
SFI: '08'
File size: 33 bytes | Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Key set identifier KSI M 1 byte
2to 17 Ciphering key CK M 16 bytes
18 to 33 Integrity key IK M 16 bytes

- Key Set Identifier KSI.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

KSI
bits b4 to b8 are coded 0

- Ciphering key CK.
Coding:
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- theleast significant bit of CK isthe least significant bit of the 17" byte. The most significant bit of CK isthe most
significant bit of the 2™ byte.

- Integrity key IK.
Coding:
- theleast significant bit of IK isthe least significant bit of the 33" byte. The most significant bit of IK isthe most
significant bit of the 18" byte.

4.2.4  EFkeysps (Ciphering and Integrity Keys for Packet Switched domain)

This EF contains the ciphering key CKPS, the integrity key |KPS and the key set identifier KSIPS for the packet
switched (PS) domain.

Identifier: '6F09" | Structure: transparent | Mandatory
SFI: '09'
File size: 33 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Key set identifier KSIPS M 1 byte
2to 17 Ciphering key CKPS M 16 bytes
18 to 33 Integrity key IKPS M 16 bytes

- Key Set Identifier KSIPS.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

KSI PS
bits b4 to b8 are coded 0

- Ciphering key CKPS.
Coding:
- theleast significant bit of CKPS isthe least significant bit of the 17" byte. The most significant bit of CKPSisthe
most significant bit of the 2 byte.

- Integrity key IKPS.
Coding:
- theleast significant bit of IKPSisthe least significant bit of the 33 byte. The most significant bit of IKPS isthe
most significant bit of the 18™ byte.

4.25  EFpuvnwact (User controlled PLMN selector with Access Technology)
If servicen® 20 is"available", this file shall be present.

This EF contains the coding for n PLMNs, where nis at least eight. Thisinformation is determined by the user and
defines the preferred PLMNSs of the user in priority order. The first record indicates the highest priority and the n"
record indicates the lowest. The EF also contains the Access Technologies for each PLMN in thislist. (see
TS23.122[31)])
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Identifier: '6F60' | Structure: transparent |  Optional
SFI: '0A
File size: 5n bytes (where n >8) Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 15t PLMN (highest priority) M 3 bytes
4105 15t PLMN Access Technology Identifier M 2 bytes
6108 2nd PLMN M 3 bytes
910 10 2" PLMN Access Technology ldentifier M 2 bytes
36 to 38 8" PLMN M 3 bytes
3910 40 8" PLMN Access Technology Identifier M 2 bytes
41to 43 9t PLMN o 3 bytes
44 to 45 9" PLMN Access Technology Identifier 0] 2 bytes
(5n-4) to (5n-2) |N™ PLMN (lowest priority) 0 3 bytes
(5n-1) to 5n N PLMN Access Technology Identifier 0] 2 bytes
- PLMN
Contents:
- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).
Coding:

- according to TS 24.008 [9].
- Access Technology Identifier:
Coding:
- 2 bytes are used to select the access technology where the meaning of each bit is as follows:
- bit = 1: access technology selected;
- bit = 0: access technology not selected.

Byte5 n-1:

|b8|b7|b6|b5|b4|b3|b2|b1|
satellite E-UTRAN i n NB-S1 node
satellite E-UTRAN i n WB-S1 node
satellite NG RAN
NG RAN
E- UTRAN in NB-S1 node (see table 4.2.5.1 bel ow)
E- UTRAN in WB-S1 node (see table 4.2.5.1 bel ow)
E- UTRAN (see tabl e bel ow)
UTRAN

NOTE 1: NG-RAN refersto E-UTRA or NR connected to 5GCN.

Table 4.2.5.1: Coding of the E-UTRAN

b7 | b6 | b5 |Description

0 X x |E-UTRAN not selected

1 0 0 |E-UTRAN in WB-S1 mode and NB-S1 mode
1 0 1 |E-UTRAN in NB-S1 mode only

1 1 0 |E-UTRAN in WB-S1 mode only

1 1 1 |E-UTRAN in WB-S1 mode and NB-S1 mode

NOTE 2: E-UTRAN refersto E-UTRA connected to EPC.

Byte 5n:
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|b8|b7|b6|b5|b4|b3|b2|b1|
RFU
RFU
GSM (see table 4.2.5.2 bel ow)
EC-GSM | oT (see table 4.2.5.2 bel ow
cdma2000 1xRTT
cdma2000 HRPD
GSM COVPACT
GSM (see table 4.2.5.2 bel ow)

Table 4.2.5.2: Coding of the GSM

o
[e0)
o
a

b3 |Description

GSM and EC-GSM-1oT not selected
GSM and EC-GSM-loT

GSM without EC-GSM-loT
EC-GSM-IoT only

GSM and EC-GSM-loT

Rk (r|~|lo
N = =1 ES
ool

4.2.6  EFuppuvn (Higher Priority PLMN search period)

This EF contains the interval of time between searches for a higher priority PLMN (see 3GPP TS 23.122 [31]).

Identifier: '6F31' | Structure: transparent | Mandatory
SFI. '12'
File size: 1 byte Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Time interval M 1 byte
- Timeinterval.
Contents:
the time interval between two searches.
Coding:

For UEs not using any of the following at the time of starting the timer: NB-10T, GERAN EC-GSM-loT and Category
M1 of E-UTRAN enhanced-MTC as specified in 3GPP TS 36.306 [85], the time interval is coded in integer multiples
of n minutes. The range is from n minutes to a maximum value. The encodingis:

- '00: No higher priority PLMN search attempts;
- '01" nminutes,
- '02:  2nminutes;

- 'YZ" (16Y+Z)n minutes (maximum value).

For UEsusing any of the following at the time of starting the timer: NB-loT, GERAN EC-GSM-loT and Category M1
of E-UTRAN enhanced-MTC as specified in 3GPP TS 36.306 [85], the timeinterval is coded as follows. Therangeis
from n hours to a maximum value. The encoding is.

- '00: No higher priority PLMN search attempts;

- '01: nhours(2hours);

- '02'to'28:  2nhours (i.e. range from 4 hours to 80 hours with step of 2 hours);

- '29'to'50:  4n-80 hours (i.e. range from 84 hoursto 240 hours with step of 4 hours).

- All other values shall be interpreted by the ME as a default period.

For specification of the integer timer interval n, the maximum value and the default period refer to 3GPP
TS23.122[31].
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NOTE 1: Care should be taken in the configuration of this EF, asthe value stored can be interpreted in different
ways depending on the type of device and radio technology used by the device.

NOTE 2: If EFmcherimn iS configured as per clause 4.4.11.20, the time interval between two searches for a higher
priority PLMN (see 3GPP TS 23.122 [31]) is calculated by multiplying the time interval configured in
EFupemn @nd the multiplier coefficient configured in EFvchpeLmn.
4.2.7 EFacvmax (ACM maximum value)

If servicen® 13 is"available", thisfile shall be present.

This EF contains the maximum value of the accumulated call meter.

Identifier: '6F37" | Structure: transparent |  Optional
File size: 3 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN/PIN2
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 Maximum value M 3 bytes

- Maximum value.

Contents:
- maximum value of the Accumulated Call Meter (ACM).
Coding:
First byte:
|b8|b7|b6|b5|b4|b3|b2|bl|
| T T | | T T |
223 522 521 520 5,19 518 ,17 516
Second byte:
|b8|b7|b6|b5|b4|b3|b2|bl|
| T T | | T T |
215 514 513 512 511 510 5,9 58
Third byte:

|b8|b7|b6|b5|b4|b3|b2|bl|
| | | | | | | |
27 26 25 24 23 22 ol 0
For instance, '00' '00' '30' represents 25+24,
All ACM datais stored in the USIM and transmitted over the USIM/ME interface as binary.

ACMmax isnot valid, asdefined in TS 22.024 [3], if it is coded '000000".

If a GSM application is present on the UICC and the ACMmax value is to be shared between the GSM and the USIM
application thisfile shall be shared between the two applications.
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4.2.8  EFust (USIM Service Table)

This EF indicates which services are available. If aserviceisnot indicated as available in the USIM, the ME shall not
select this service.

Identifier: '6F38' | Structure: transparent | Mandatory
SFI: '04'
File size: X bytes, (X 2 1) Update activity: low
Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM

Bytes Description M/O Length
1 Servicesn°1ton°8 M 1 byte
2 Services n°9 to n° 16 o 1 byte
3 Services n° 17 to n° 24 (0] 1 byte
4 Services n° 25 to n°® 32 (0] 1 byte
etc.

X Services n° (8X-7) to n° (8X) o 1 byte
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-Services
Contents: Service n°1: Local Phone Book
Service n°2: Fixed Dialling Numbers (FDN)
Service n°3: Extension 2
Service n°4: Service Dialling Numbers (SDN)
Service n°5: Extension3
Service n°6: Barred Dialling Numbers (BDN)
Service n°7: Extension4
Service n°8: Outgoing Call Information (OCI and OCT)
Service n°9: Incoming Call Information (ICI and ICT)

Service n°10:
Service n°11:
Service n°12:
Service n°13:
Service n°14:
Service n°15:
Service n°16:
Service n°17:
Service n°18:
Service n°19:
Service n°20:
Service n°21:
Service n°22:
Service n°23:
Service n°24:
Service n°25:
Service n°26:
Service n°27:
Service n°28:
Service n°29:
Service n°30:
Service n°31:
Service n°32:
Service n°33:
Service n°34:
Service n°35:
Service n°36:
Service n°37:
Service n°38:
Service n°39:
Service n°40:
Service n°41:
Service n°42:
Service n°43:
Service n°44;
Service n°45;
Service n°46:
Service n°47:
Service n°48:
Service n°49:
Service n°50:
Service n°51:

Service n°52
Service n°53
Service n°54
Service n°55
Service n°56
Service n°57
Service n°58
Service n°59
Service n°60
Service n°61
Service n°62
Service n°63
Service n°64
Service n°65
Service n°66
Service n°67
Service n°68

Short Message Storage (SMS)

Short Message Status Reports (SMSR)

Short Message Service Parameters (SMSP)
Advice of Charge (AoC)

Capability Configuration Parameters 2 (CCP2)
Cell Broadcast Message Identifier

Cell Broadcast Message Identifier Ranges
Group ldentifier Level 1

Group ldentifier Level 2

Service Provider Name

User controlled PLMN selector with Access Technology
MSISDN

Image (IMG)

Support of Localised Service Areas (SoLSA)
Enhanced Multi-Level Precedence and Pre-emption Service
Automatic Answer for eMLPP

RFU

GSM Access

Data download via SMS-PP

Data download via SMS-CB

Call Control by USIM

MO-SMS Control by USIM

RUN AT COMMAND command

shall be setto '1'

Enabled Services Table

APN Control List (ACL)

Depersonalisation Control Keys

Co-operative Network List

GSM security context

CPBCCH Information

Investigation Scan

MexE

Operator controlled PLMN selector with Access Technology
HPLMN selector with Access Technology
Extension 5

PLMN Network Name

Operator PLMN List

Mailbox Dialling Numbers

Message Waiting Indication Status

Call Forwarding Indication Status

Reserved and shall be ignored

Service Provider Display Information

Multimedia Messaging Service (MMS)

Extension 8

Call control on GPRS by USIM

MMS User Connectivity Parameters

Network's indication of alerting in the MS (NIA)
VGCS Group Identifier List (EFvecs and EFvecss)
VBS Group Identifier List (EFves and EFvass)
Pseudonym

User Controlled PLMN selector for I-WLAN access
Operator Controlled PLMN selector for I-WLAN access
User controlled WSID list

Operator controlled WSID list

VGCS security

VBS security

WLAN Reauthentication Identity

Multimedia Messages Storage

Generic Bootstrapping Architecture (GBA)
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Service n°69
Service n°70
Service n°71
Service n°72
Service n°73
Service n°74
Service n°75
Service n°76
Service n°77
Service n°78
Service n°79
Service n°80
Service n°81
Service n°82
Service n°83
Service n°84
Service n°85
Service n°86
Service n°87
Service n°88
Service n°89
Service n°90
Service n°91
Service n°92
Service n°93
Service n°94
Service n°95
Service n°96
Service n°97
Service n°98
Service n°99
Service n°100
Service n°101
Service n°102
Service n°103
Service n°104
Service n°105
Service n°106
Service n°107
Service n°108
Service n°109
Service n°110
Service n°111
Service n°112
Service n°113

Service n°114
Service n°115
Service n°116
Service n°117
Service n°118
Service n°119
Service n°120
Service n°121
Service n°122
Service n°123
Service n°124
Service n°125
Service n°126
Service n°127
Service n°128
Service n°129
Service n°130
Service n°131
Service n°132
Service n°133
Service n°134
Service n°135

MBMS security

Data download via USSD and USSD application mode
Equivalent HPLMN

Additional TERMINAL PROFILE after UICC activation
Equivalent HPLMN Presentation Indication

Last RPLMN Selection Indication

OMA BCAST Smart Card Profile

GBA-based Local Key Establishment Mechanism
Terminal Applications

Service Provider Name Icon

PLMN Network Name Icon

Connectivity Parameters for USIM IP connections
Home I-WLAN Specific Identifier List

I-WLAN Equivalent HPLMN Presentation Indication
I-WLAN HPLMN Priority Indication

I-WLAN Last Registered PLMN

EPS Mobility Management Information

Allowed CSG Lists and corresponding indications
Call control on EPS PDN connection by USIM
HPLMN Direct Access

eCall Data

Operator CSG Lists and corresponding indications
Support for SM-over-I1P

Support of CSG Display Control

Communication Control for IMS by USIM

Extended Terminal Applications

Support of UICC access to IMS

Non-Access Stratum configuration by USIM

PWS configuration by USIM

RFU

URI support by UICC

Extended EARFCN support

ProSe

USAT Application Pairing

Media Type support

IMS call disconnection cause

URI support for MO SHORT MESSAGE CONTROL
ePDG configuration Information support

ePDG configuration Information configured

ACDC support

Mission Critical Services

ePDG configuration Information for Emergency Service support
ePDG configuration Information for Emergency Service configured
eCall Data over IMS

URI support for SMS-PP DOWNLOAD as defined in
3GPP TS 31.111 [12]

From Preferred

IMS configuration data

TV configuration

3GPP PS Data Off

3GPP PS Data Off Service List

V2X

XCAP Configuration Data

EARFCN list for MTC/NB-IOT UEs

5GS Mobility Management Information

5G Security Parameters

Subscription identifier privacy support

SUCI calculation by the USIM

UAC Access ldentities support

Control plane-based steering of UE in VPLMN

Call control on PDU Session by USIM

5GS Operator PLMN List

Support for SUPI of type NSI or GLI or GCI

3GPP PS Data Off separate Home and Roaming lists
Support for URSP by USIM

5G Security Parameters extended

MuD and MiD configuration data

Support for Trusted non-3GPP access networks by USIM
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Service n°136

Service n°137
Service n°138
Service n°139
Service n°140
Service n°141
Service n°142
Service n°143
Service n°144

Service n°145

Support for multiple records of NAS security context storage for
multiple registration

Pre-configured CAG information list

SOR-CMCI storage in USIM

5G ProSe

Storage of disaster roaming information in USIM
Pre-configured eDRX parameters

5G NSWO support

PWS configuration for SNPN in USIM

Multiplier Coefficient for Higher Priority PLMN search via NG-RAN
satellite access

Kausr derivation configuration

The EF shall contain at |east one byte. Further bytes may be included, but if the EF includes an optional byte, thenit is
mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be
coded on further bytesin the EF. The coding falls under the responsibility of the 3GPP.

Service n°46 can only be declared "available" if service n°45 is declared "available”.

Service n°95, n°99 and n°115 shall not be declared "available" if an ISIM application is present on the UICC.

Service n°125 shall only be taken into account if Service n°124 is declared "available". If Service n°124 and Service
n°125 are declared "available", the "SUCI calculation isto be performed by the USIM". If Service n°124 is declared
"available" and Service n°125 is not declared "available", the "SUCI calculation is to be performed by the ME".

Coding:

1 bit isused to code each service:

bit = 1: service available;

bit = O: service not available.

- Service available means that the USIM has the capability to support the service and that the serviceis available
for the user of the USIM unless the serviceisidentified as "disabled" in EFesr.
Service not available means that the service shall not be used by the USIM user, even if the USIM has the

capability to support the service.

First byte:

|b8|b7|b6|85|B4|b3|b2|b1|

o

Service
Service
Service
Service

o

o

o

Servi ce

o

Servi ce

o

Servi ce

o

5D 3 3 33335 S
o
O~NO O WNPR

Service

Second byte:

|b8|b7|b6|BS|B4|b3|b2|b1|

Service n°9
Service n°10
Service n°l11
Service n°12

Service n°13

Service n°14

Service n°15

Service n°16

etc.
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4.2.9 EFacv (Accumulated Call Meter)

If servicen® 13 is"available", this file shall be present.
This EF contains the total number of units for both the current call and the preceding calls.

NOTE: Theinformation may be used to provide an indication to the user for advice or asabasis for the
calculation of the monetary cost of calls (see TS 22.086 [19]).

Identifier: '6F39' | Structure: cyclic | Optional
SFI: Optional
Record length: 3 bytes Update activity: high
Access Conditions:

READ PIN

UPDATE PIN/PIN2

(fixed during administrative management)

INCREASE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1t03 Accumulated count of units M 3 bytes

NOTE: If a SFlis assigned, the recommended value is '1C'. However cards may exist
that indicate another value. Therefore the terminal shall be able to handle other
values.

- Accumulated count of units
Contents:
value of the ACM.
Coding:
see the coding of EFacmmax-

If a GSM application is present on the UICC and the ACM value is to be shared between the GSM and the USIM
application this file shall be shared between the two applications.

4.2.10 EFcp: (Group ldentifier Level 1)

If servicen® 17 is"available", this file shall be present.

This EF contains identifiers for particular USIM-ME associations. It can be used to identify a group of USIMsfor a
particular application.

Identifier: '6F3E' | Structure: transparent |  Optional
File size: n bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lton USIM group identifier(s) (0] n bytes

4.2.11 EFeip2 (Group ldentifier Level 2)

If servicen® 18 is"available", thisfile shall be present.
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This EF contains identifiers for particular USIM-ME associations. It can be used to identify a group of USIMsfor a
particular application.

Identifier: '6F3F' | Structure: transparent |  Optional
File size: n bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lton USIM group identifier(s) (0] n bytes

NOTE: The structure of EFgip1 and EFgip2 isidentical. They are provided to allow the network operator to
enforce different levels of security dependant on an application.

4.2.12 EFspn (Service Provider Name)

If servicen® 19 is"available", thisfile shall be present.

This EF contains the service provider name in text format and appropriate requirements for the display by the ME. The
service provider name may also be provided in agraphical format in EFseni. The ME shall use the service provider
name in the text format or the graphical format or both to display the service provider name according to the rules
defined in clause 4.2.88.

Identifier: '6F46' | Structure: transparent | Optional
File Size: 17 bytes | Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Display Condition M 1 byte
2to 17 Service Provider Name M 16 bytes

- Display Condition
Contents: display condition for the service provider name in respect to the registered PLMN (see TS 22.101 [24]).
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0: display of registered PLMN nanme not required
when registered PLMN is either HPLMN or a PLMN in
the service provider PLMN list (see EFspo).

Bl=1: display of registered PLMN nane required when
regi stered PLMN is either HPLMN or a PLMN in the
service provider PLMN |ist(see EFsrn) .

B2=0: display of the service provider nane is

requi red when registered PLMN i s neither HPLMWMN nor a
PLMN in the service provider PLMN |ist(see EFse).
B2=1: display of the service provider nane is not
required when registered PLMN is neither HPLMN nor a
PLMN in the service provider PLMN |ist(see EFsr) .
RFU (see TS 31.101)

- Service Provider Name
Contents:
service provider string

Coding:
the string shall use:
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- either the SMS default 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The string
shall be left justified. Unused bytes shall be set to 'FF'.
- or one of the UCS2 code options defined in the annex of TS 31.101 [11].

4.2.13 EFpuct (Price per Unit and Currency Table)
If servicen® 13 is"available", this file shall be present.

This EF contains the Price per Unit and Currency Table (PUCT). The PUCT is Advice of Charge related information
which may be used by the ME in conjunction with EFacu to compute the cost of callsin the currency chosen by the
subscriber, as specified in TS 22.024 [3].

Identifier: '6F41' | Structure: transparent |  Optional
File size: 5 bytes | Update activity: low
Access Conditions:

READ PIN

UPDATE PIN/PIN2

(fixed during administrative management)

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to3 Currency code M 3 bytes
4t05 Price per unit M 2 bytes

- Currency code
Contents:
the alpha-identifier of the currency code.

Coding:
bytes 1, 2 and 3 are the respective first, second and third character of the alphaidentifier. This apha-tagging shall
use the SMS default 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0.

- Price per unit
Contents:
price per unit expressed in the currency coded by bytes 1 to 3.

Coding:

byte 4 and bits b1 to b4 of byte 5 represent the Elementary Price per Unit (EPPU) in the currency coded by bytes 1
to 3. Bits b5 to b8 of byte 5 are the decimal logarithm of the multiplicative factor represented by the absol ute val ue of
its decimal logarithm (EX) and the sign of EX, whichis coded O for a positive sign and 1 for a negative sign.

Byte 4:
b8 | b7 | b6 | b5 | b4a | B3 | b2 | bl
[P [ [ [ [or [ [ o1 ]
511 510 ,9 .8 o7 56 o5 .4 of EPPU
Byte 5:
b8 [b7 | b6 | b5 | b4 | b3 | b2 | b
(oo o7 [oe [ o [o3 [ o2 1]
23 22 ,1 50 of EPPU
Sign of EX
20 of Abs(EX)
21 of Abs(EX)
22 of Abs(EX)

- The computation of the price per unit value is made by the ME in compliance with TS 22.024 [3] by the
following formula:
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price per unit = EPPU * 108X,

- The price hasto be understood as expressed in the coded currency.
If aGSM application is present on the UICC and the PUCT information isto be shared between the GSM and the
USIM application, then thisfile shall be shared between the two applications.

4.2.14 EFcewm (Cell Broadcast Message identifier selection)
If servicen® 15 is"available", thisfile shall be present.

This EF contains the Message | dentifier Parameters which specify the type of content of the cell broadcast messages
that the subscriber wishes the UE to accept.

Any number of CB Message | dentifier Parameters may be stored in the USIM. No order of priority is applicable.

Identifier: '6F45' | Structure: transparent |  Optional
File size: 2 n bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to2 CB Message Identifier 1 (0] 2 bytes
3t04 CB Message ldentifier 2 0] 2 bytes
2n-1to2n  |CB Message Identifier n 0] 2 bytes

- Cell Broadcast Message Identifier
Coding:
- asinTS23.041[16], "Message Format on BTS-MS Interface - Message | dentifier";
- vaueslisted show the types of message which shall be accepted by the UE;
- unused entries shall be set to 'FF FF'.

4.2.15 EFacc (Access Control Class)

This EF contains the assigned access control class(es). The access control classis a parameter to control the access
attempts. 15 classes are split into 10 classes randomly allocated to normal subscribers and 5 classes allocated to specific
high priority users. For more information see TS 22.011 [2].

Identifier: '6F78' | Structure: transparent | Mandatory
SFI: '06'
File size: 2 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to2 Access control classes M 2 bytes

- Access control classes
Coding:
- each ACC iscoded on one bit. An ACC is"alocated” if the corresponding bit is set to 1 and "not alocated" if this
bitisset to 0. Bit b3 of byte 1 isset to 0.
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Byte 1:

|b8|b7|b6|b5|b4|b3|b2|bl|
1|5 1I4 1|3 1|2 1|1 1IO O|9 0|8 Nunmber of the ACC (except for bit b3)

Byte 2

[B8 [ 57 [ b6 [ 55 [ b2 [ 63 [ b2 [ b1 |
0|7 0|6 0|5 0|4 0|3 0|2 Oll 0|0 Nurmber of the ACC

4.2.16 EFrpmn (Forbidden PLMNS)

This EF contains the coding for n Forbidden PLMNs (FPLMN). It isread by the ME as part of the USIM initialization
procedure and indicates PLMNs which the UE shall not automatically attempt to access.

A PLMN iswritten to the EF if anetwork rejects a Location Update with the cause "PLMN not allowed". The ME shall
manage the list as follows.

When n FPLMNs are held in the EF, and rejection of afurther PLMN isreceived by the ME from the network, the ME

shall modify the EF using the UPDATE command. This new PLMN shall be stored in the nth position, and the existing
list "shifted" causing the previous contents of the first position to be lost.

When less than n FPLMNs exist in the EF, storage of an additional FPLMN shall not cause any existing FPLMN to be
lost.

Dependent upon procedures used to manage storage and deletion of FPLMNsin the EF, it is possible, when lessthan n
FPLMNs exist in the EF, for 'FFFFFF' to occur in any position. The ME shall analyse all the EF for FPLMNs in any
position, and not regard 'FFFFFF' as atermination of valid data.

Identifier: '6F7B' | Structure: transparent | Mandatory
SFI. '0D'
File size: 3n bytes, (n= 4) Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1t03 PLMN 1 M 3 bytes
4t06 PLMN 2 M 3 bytes
7109 PLMN 3 M 3 bytes
10to 12 PLMN 4 M 3 bytes
(3n-2)to 3n  |PLMN n 0 3 hytes
- PLMN
Contents:
Mobile Country Code (M CC) followed by the Mobile Network Code (MNC).
Coding:

accordingto TS 24.008 [9].

For instance, using 246 for the MCC and 81 for the MNC and if thisis stored in PLMN 3 the contentsis as follows:
Bytes7t09: '42''F6''18.

If storage for fewer than n PLMNSsi s required, the unused bytes shall be set to 'FF'.

4.2.17 EFLoc (Location Information)

This EF contains the following Location Information:
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- Temporary Mobile Subscriber Identity (TMSI);
- Location Area Information (LAI);
- Location update status.

See clause 5.2.5 for specia requirements when updating EF_oc.

Identifier: '6F7E’ | Structure: transparent | Mandatory
SFI: '0B’
File size: 11 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to4 TMSI M 4 bytes
5t09 LAI M 5 bytes
10 RFU M 1 byte
11 Location update status M 1 byte
- TMS
Contents:
Temporary Mobile Subscriber Identity.
Coding:
according to TS 24.008 [9].
|BS|b7|b6|b5|b4|83|b2|b1|
T T T T T T T T
NEB
- LAI
Contents:
Location Area Information.
Coding:
according to TS 24.008 [9].
Byte 5: first byte of LAI
|b8|b7|b6|b5|b4|b3|b2|bl|
T T T T T T T T
NEB
- Location update status
Contents:
status of location update according to TS 24.008 [9].
Coding:
Byte 11:
Bits: b3 b2 bl
0 0 O : updated.
0 0 1 : notupdated.
0 1 0 : PLMN notallowed.
0 1 1 : Location Areanot alowed.
1 1 1 : reserved

Bitsb4 to b8 are RFU (see TS 31.101 [11]).

4.2.18 EFap (Administrative Data)

This EF contains information concerning the mode of operation according to the type of USIM, such as normal (to be
used by PLMN subscribers for 3GPP network operations), type approval (to allow specific use of the ME during type
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approval procedures of e.g. the radio equipment), cell testing (to allow testing of a cell before commercia use of this
cell), manufacturer specific (to allow the ME manufacturer to perform specific proprietary auto-test in its ME during
e.g. maintenance phases).

It also provides an indication about how some ME features shall work during normal operation as well asinformation
about the length of the MNC, which is part of the International Mobile Subscriber Identity (IMSI) if servicen°130is
"not available".

Identifier: '6FAD' | Structure: transparent | Mandatory
SFI: '03'
File size: 4+X bytes Update activity: low
Access Conditions:
READ ALW
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 UE operation mode M 1 byte
2t03 Additional information M 2 bytes
4 length of MNC in the IMSI M 1 byte
5 t0 4+X RFU (®) X bytes

- UE operation mode:
Contents:
mode of operation for the UE
Coding:
Initial value
- '00' normal operation.
- '80' type approval operations.
- '01' normal operation + specific facilities.
- '81'type approval operations + specific facilities.
- '02' maintenance (off line).
- '04' cell test operation.
All other values are RFU

- Additional information:
Contents:
additional information depending on the UE operation mode

Coding:
- specific facilities (if b1=1in byte 1):

Byte 2 (first byte of additional information):

|b8|b7|b6|b5|b4|b3|b2|bl|
[ [ RFU (see TS 31.101)

Byte 3 (second byte of additional information):

|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0: ci phering indicator feature disabled

b1l=1: ciphering indicator feature enabled

b2: CSG Di splay Control bit, see bel ow

b3: ProSe services for Public Safety, see bel ow
b4: extended DRX cycle

b5: 5G ProSe, see bel ow

RFU (see TS 31.101)

bl isused to control the ciphering indicator feature as specified in TS 22.101 [24].
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b2 is used to indicate which CSGs the UE shall display during manual CSG selection. This bit

corresponds to the value of OperatorCSGEntries Only leaf described in TS 24.285 [58]. This bit shall be
ignored when service n°92 is not "available".

- b2=0: for every PLMN not included in EF_OCSGL, or for which a CSG display indicator tag is not
present, all available CSGs can be displayed without any restriction.

- b2=1: for every PLMN not included in EF_OCSGL or any PLMN for which a CSG display indicator
tag is not present, only the available CSGs found in the Operator CSG list shall be displayed.

b3 is used to indicate whether the USIM enables the Public Safety UE to use the ME provisioning
parameters for Public Safety usage, in the cases described in TS 24.334 [70].

- b3=0: the ME is not authorized for ProSe services for Public Safety usage (i.e. Direct Discovery and
Direct Communication as per TS 24.334 [70]) without contacting the ProSe Function.

- b3=1: the ME is authorized to use the parameters stored in the USIM or in the ME for ProSe services
for Public Safety usage, as described in TS 24.334 [70] without contacting the ProSe Function.

b4 is used to indicate whether the UICC polling interval to retrieve proactive commands can be modified
(asdescribed in TS 31.101 [11]) or weather the UICC interface can be deactivated (as described in clause
5.1.11) during extended DRX cycle.

- b4=0: the ME is not authorized to modify the polling interval and/or disable the UICC interface
during extended DRX cycle.

- b4=1: the ME is authorized to modify the polling interval and/or disable the UICC interface during
extended DRX cycle.

b5 is used to indicate whether the USIM enables the UE to use "operator-managed” radio resources, in
the cases described in 3GPP TS 23.304 [116].

- b5=0: the UE is not authorized to use "operator-managed" radio resources.
- b5=1: the UE is authorized to use "operator-managed" radio resources.

- ME manufacturer specific information (if b2=1 in byte 1):
Byte 2 (first byte of additional information):

|Bs|b7|b6|B5|B4|b3|b2|b1|

Any val ue

Byte 3 (second byte of additional information):

|BS|b7|b6|b5|B4|b3|b2|b1|

Any val ue

- Length of MNCinthe IMSI:

Contents:

The length indicator refers to the number of digits, used for extracting the MNC from the IMSI if servicen°130 is
"not available" and the value shall be set to O if service n°130 is"available".

Coding:

Byte 4:

|b8|b7|b6|b5|b4|b3|b2|b1|

Thi s val ue codes the nunber of digits of the MNC in
the IMSI. Only the values ‘0000°, '0010' and '0011'
are currently specified, ‘0000" value is used if
service n°130 is "available", all other values are
reserved for future use.

RFU (see TS 31.101)
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4.2.20 EFcemp (Cell Broadcast Message Identifier for Data Download)

If servicen® 29 is"available",

thisfile shall be present.

This EF contains the message identifier parameters which specify the type of content of the cell broadcast messages
which are to be passed to the USIM.

Any number of CB message identifier parameters may be stored in the USIM. No order of priority is applicable.

Identifier: '6F48' | Structure: transparent |  Optional
SFI: 'OE'
File size: 2n bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 CB Message ldentifier 1 0] 2 bytes
3to4 CB Message Identifier 2 6] 2 bytes
2n-1to2n  |CB Message Identifier n 0] 2 bytes

- Cell Broadcast Message |dentifier.

Coding:

- asinTS23.041[16]. Values listed show the identifiers of messages which shall be accepted by the UE to be passed

to the USIM.
Unused entries shall be set to

'FF FF.

4.2.21 EFecc (Emergency Call Codes)

This EF contains emergency call codes.

Identifier: '6FB7' | Structure: linear fixed | Mandatory
SFI: '01'
Record size: X+4 bytes Update activity: low
Access Conditions:
READ ALW
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 Emergency Call Code M 3 bytes
4 to X+3 Emergency Call Code Alpha Identifier o X bytes
X+4 Emergency Service Category M 1 byte

- Emergency Call Code.
Contents:
- Emergency Call Code.

Coding:

- the emergency call codeis of avariable length with a maximum length of 6 digits. Each emergency call codeis
coded on three bytes, with each digit within the code being coded on four bits as shown below. If a code of lessthan 6
digitsis chosen, then the unused nibbles shall be set to 'F'.

Byte 1.
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|b8|b7|b6|b5|b4|b3|b2|b1|
[ LsBof Dgit 1

MSB of Digit 1
LSB of Digit 2

MSB of Digit 2

Byte 2:
|b8|b7|b6|b5|b4|b3|b2|b1|
[ _LsBof Dgit 3
;\/BBof Digit 3
LSB of Digit 4
;\/BBof Digit 4
Byte 3:

b8 | b7 | b6 [ b5 [ b4 | b3 | b2 | bl
[Pe[or[Pebe b4 fbsfr2 et |
LSB of Digit 5

MSB of Digit
LSB of Digit 6

[é)]

MSB of Digit 6

- Emergency Cal Code Alpha |dentifier.
Contents:
Information about the dialled emergency number to be displayed to the user.

Coding:
this alpha-tagging shall use
either:
- the SMSdefault 7-bit coded al phabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier shall
be left justified. Unused bytes shall be set to 'FF'.
Or
- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

- Emergency Service Category.
Contents:
Information to be sent to the network indicating the category of the emergency call.

Coding:
Coding according to TS 24.008 [9].

4.2.22 EFcewmr (Cell Broadcast Message Identifier Range selection)
If servicen® 16 is"available", this file shall be present.
This EF contains ranges of cell broadcast message identifiers that the subscriber wishes the UE to accept.

Any number of CB Message I dentifier Parameter ranges may be stored in the USIM. No order of priority is applicable.
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Identifier: '6F50' | Structure: transparent |  Optional
File size: 4n bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto4 CB Message Identifier Range 1 6] 4 bytes
5108 CB Message Identifier Range 2 0] 4 bytes
(4n-3) to 4n CB Message Identifier Range n (®) 4 bytes

- Cell Broadcast Message | dentifier Ranges.
Contents:
- CB Message |dentifier ranges:

Coding:

- bytesone and two of each range identifier equal the lower value of a cell broadcast range, bytes three and four equal
the upper value of a cell broadcast range, both values are coded asin TS 23.041 [16] "Message Format on BTS-MS
Interface - Message Identifier”. Values listed show the ranges of messages which shall be accepted by the UE.

Unused entries shall be set to 'FF FF FF FF'.

4.2.23 EFpsLoci (Packet Switched location information)
This EF contains the following Location Information:

- Packet Temporary Mobile Subscriber Identity (P-TMSI);

- Packet Temporary Mobile Subscriber Identity signature value (P-TM SI signature value);
- Routing AreaInformation (RAI);

- Routing Area update status.

Identifier: '6F73' | Structure: transparent | Mandatory
SFI: '0C'
File size: 14 bytes Update activity: high
Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
lto4 P-TMSI M 4 bytes
5t07 P-TMSI signature value M 3 bytes
81013 RAI M 6 bytes

14 Routing Area update status M 1 byte
- P-TMSI.
Contents:

Packet Temporary Mobile Subscriber |dentity.

Coding:
according to TS 24.008 [9].

Byte 1: first byte of P-TMSI

b8 | b7 [ B6 | BS | B4 | B3 | b2 | bl
e A L A A R

- P-TMSI signature value.
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Contents:
Packet Temporary Mobile Subscriber Identity signature value.

Coding:
according to TS 24.008 [9].

Byte 5: first byte of P-TMSI signature value.

|B8|b7|B6|BS|B4|B3|b2|b1|
T

VBB

- RAI
Contents:
Routing Area Information.

Coding:
accordingto TS 24.008 [9].

Byte 8: first byte of RAI

b8 | b7 [ b6 | b5 | b4 | b3 | b2 [ bl
i L A R R A
- Routing Area update status.

Contents:
status of routing area update according to TS 24.008 [9].

Coding:
byte 14:
Bits: b3 b2 bl
0 0 O : updated.
0 0 1 : notupdated.
0 1 0 : PLMN notallowed.
0 1 1 : Routing Areanot alowed.
1 1 1 : reserved

Bits b4 to b8 are RFU (see TS 31.101 [11]).

4.2.24 EFrpn (Fixed Dialling Numbers)

If service n® 2 and/or service n° 89 is"available”, thisfile shall be present.
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This EF contains Fixed Dialling Numbers (FDN) and/or Supplementary Service Control strings (SSC). In addition it
contains identifiers of associated network/bearer capabilities and identifiers of extension records at the USIM ADF
level. It may also contain an associated al pha-tagging. If thisfile is present in the USIM, the Enabled Services
Table (EFesr) shall also be present.

Identifier: '6F3B' | Structure: linear fixed |  Optional
Record length: X+14 bytes | Update activity: low
Access Conditions:

READ PIN

UPDATE PIN2

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier O X bytes
X+1 Length of BCD number/SSC contents M 1 byte
X+2 TON and NPI M 1 byte

X+3to X+12 |Dialling Number/SSC String M 10 bytes

X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension2 Record Identifier M 1 byte

For contents and coding of all dataitems see the respective data items of the EFapn (clause 4.4.2.3), with the exception
that extension records are stored in the EFgx2.

By default, destination addresses which are not in EFrpn shall not be allowed on any CS bearer service/teleservice, or
IMS communication or SMS when FDN is enabled.

For the FDN proceduresrelated to SMS see TS 22.101 [24] and TS 31.111 [12].
NOTE: Thevaueof X (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFADN.

4.2.25 EFswus (Short messages)

If servicen® 10 is"available", thisfile shall be present.

This EF contains information in accordance with TS 23.040 [6] comprising short messages (and associated parameters)
which have either been received by the UE from the network, or are to be used as an UE originated message.

Identifier: '6F3C' | Structure: linear fixed |  Optional
Record length: 176 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Status M 1 byte
210176 Remainder M 175 bytes
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- Status.
Contents:

Status byte of the record which can be used as a pattern in the SEARCH RECORD command. For UE originating
messages sent to the network, the status shall be updated when the UE receives a status report, or sends a successful
SMS Command relating to the status report.

Coding:
|b8|b7|b6|b5|b4|b3|b2|b1|
)I< )I< (I) free space
X X 1 used space
0 0 1 nessage received by UE from network; nessage read
0 1 1 nmessage received by UE from network; message to be
read
1 1 1 UE originating nessage; nessage to be sent
RFU (see TS 31.101 [11])
|b8|b7|b6|b5|b4|b3|b2|b1|
T T T T T
X X 1 0 1 UE originating nessage; nessage sent to the network:
0 0 1 0 1 Status report not requested
0 1 1 0 1 Status report requested but not (yet) received;
1 0 1 0 1 Status report requested, received but not stored
in EF- SMSR;
1 1 0 1 Status report requested, received and stored
i n EF- SVBR;
RFU (see TS 31.101 [11])
- Remainder.
Contents:

This data item commences with the TS-Service-Centre-Address as specified in TS 24.011 [10]. The bytes
immediately following the TS-Service-Centre-Address contain an appropriate short message TPDU as specified in
TS 23.040[6], with identical coding and ordering of parameters.

Coding:
according to TS 23.040 [6] and TS 24.011 [10]. Any TP-message reference contained in an UE originated message
stored in the USIM, shall have avalue as follows:
Vaue of the TP-message-reference:

message to be sent:  'FF.
Message sent to the network:  the value of TP-Message-Reference used in the
message sent to the network.

Any bytesin the record following the TPDU shall be filled with 'FF".

It ispossible for a TS-Service-Centre-Address of maximum permitted length, e.g. containing more than 18 address
digits, to be associated with a maximum length TPDU such that their combined length is 176 bytes. In this case the ME
shall storein the USIM the TS-Service-Centre-Address and the TPDU in bytes 2 to 176 without modification, except
for the last byte of the TPDU, which shall not be stored.

4.2.26 EFusison (MSISDN)

If servicen® 21 is"available", this file shall be present.

This EF contains MSISDN(s) related to the subscriber. In addition it contains identifiers of associated network/bearer
capabilities and identifiers of extension records at the USIM ADF level. It may also contain an associated

aphatagging.
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Identifier: '6F40' | Structure: linear fixed |  Optional
Record length: X+14 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN/ADM
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier O X bytes
X+1 Length of BCD number/SSC contents M 1 byte
X+2 TON and NPI M 1 byte
X+3to X+12 |Dialling Number/SSC String M 10 bytes
X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension5 Record Identifier M 1 byte

For contents and coding of all dataitems see the respective data items of EFapn.

If the USIM stores more than one MSISDN number and the ME displays the MSISDN number(s) within the
initialisation procedure then the one stored in the first record shall be displayed with priority.

NOTE: Thevaueof X (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFADN.
4.2.27 EFswvsp (Short message service parameters)
If servicen® 12 is"available", this file shall be present.

This EF contains values for Short M essage Service header Parameters (SM SP), which can be used by the ME for user
assistance in preparation of mobile originated short messages. For example, a service centre address will often be
common to many short messages sent by the subscriber.

The EF consists of one or more records, with each record able to hold a set of SMS parameters. Thefirst (or only)
record in the EF shall be used as a default set of parameters, if no other record is selected.

To distinguish between records, an alpha-identifier may be included within each record, coded on Y bytes.

The SMS parameters stored within a record may be present or absent independently. When a short message is to be sent
from the UE, the parameter in the USIM record, if present, shall be used when a value is not supplied by the user.

Identifier: '6F42' | Structure: linear fixed |  Optional
Record length: 28+Y bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoY Alpha-ldentifier o Y bytes
Y+1 Parameter Indicators M 1 byte
Y+2 to Y+13 TP-Destination Address M 12 bytes
Y+14 to Y+25 |TS-Service Centre Address M 12 bytes
Y+26 TP-Protocol Identifier M 1 byte
Y+27 TP-Data Coding Scheme M 1 byte
Y+28 TP-Validity Period M 1 byte

Storage is allocated for al of the possible SM S parameters, regardless of whether they are present or absent. Any bytes
unused, due to parameters not requiring al of the bytes, or due to absent parameters, shall be set to 'FF'.
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- Alpha-Identifier.
Contents:
Alpha Tag of the associated SMS-parameter.

Coding:
see clause 4.4.2.3 (EFapn).

NOTE: Thevaueof Y may be zero, i.e. the apha-identifier facility is not used. By using the command GET
RESPONSE the ME can determine the value of Y.

- Parameter Indicators.
Contents:

each of the default SM'S parameters which can be stored in the remainder of the record are marked absent or present
by individual bits within this byte.

Coding:

alocation of bits:

bit number  Parameter indicated.
TP-Destination Address.
TS-Service Centre Address.
TP-Protocol Identifier.
TP-Data Coding Scheme.
TP-Validity Period.
reserved, set to 1.
reserved, set to 1.
reserved, set to 1.

O~NO O WNPE

Bit value Meaning.
0 Parameter present.
1 Parameter absent.

- TP-Destination Address.
Contents and Coding:
as defined for SM-TL addressfieldsin TS 23.040 [6].

- TP-Service Centre Address.
Contents and Coding:
as defined for RP-Destination address Centre Addressin TS 24.011 [10].

- TP-Protocol Identifier.
Contents and Coding:
asdefined in TS 23.040 [6].

- TP-Data Coding Scheme.
Contents and Coding:
asdefined in TS 23.038 [5].

- TP-validity Period.

Contents and Coding:
asdefined in TS 23.040 [6] for the relative time format.

4.2.28 EFswss (SMS status)

If servicen® 10is"available", this file shall be present.

This EF contains status information relating to the short message service.
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Identifier: '6F43' | Structure: transparent |  Optional
File size: 2+X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Last Used TP-MR M 1 byte
2 SMS "Memory Cap. Exceeded" Not. Flag M 1 byte
310 2+X RFU (®) X bytes

- Last Used TP-MR.
Contents:
- the value of the TP-Message-Reference parameter in the last mobile originated short message, as defined in
TS23.040[6].

Coding:
- asdefined in TS 23.040 [6].

- SMS"Memory Capacity Exceeded" Notification Flag.
Contents:
- thisflagisrequired to allow a process of flow control, so that as memory capacity in the UE becomes available, the
Network can be informed. The process for thisis described in TS 23.040 [6].

Coding:
b1=1 means flag unset; memory capacity available;
b1=0 meansflag set;
b2 to b8 are reserved and set to 1.

4.2.29 EFspn (Service Dialling Numbers)

If service n° 4 and or service n® 89 is "available", thisfile shall be present.

This EF contains special service numbers (SDN) and/or the respective supplementary service control strings (SSC). In
addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records at the USIM
ADF level. It may aso contain associated al pha-tagging. If the service n® 89 is available this file will contain the eCall
test and reconfiguration numbers that are used by an UE in eCall and normal service mode.

Identifier: '6F49' | Structure: linear fixed |  Optional
Record length: X+14 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1-X Alpha identifier (0] X bytes
X+1 Length of BCD number/SSC contents M 1 bytes
X+2 TON and NPI M 1 byte
X+3 to X+12 |Dialling Number/SSC String M 10 bytes
X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension3 Record Identifier M 1 byte

For contents and coding of all data items see the respective data items of the EFapn (clause 4.4.2.3), with the exception
that extension records are stored in the EFexr3 and capability/configuration parameters are stored in EFccp.

NOTE: Thevaueof X (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFADN.
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4.2.30 EFexm (Extension2)

If service n® 3is"available", thisfile shall be present.

This EF contains extension data of an FDN (see FDN in 4.2.24).

Identifier: '6F4B’ | Structure: linear fixed | Optional
Record length: 13 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN2
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
21012 Extension data M 11 bytes
13 Identifier M 1 byte
For contents and coding see clause 4.4.2.4 (EFexT1).
4.2.31 EFexts (Extension3)
If service n® 5is"available", thisfile shall be present.
This EF contains extension data of an SDN (see SDN in 4.2.29).
Identifier: '6F4C’ | Structure: linear fixed | Optional
Record length: 13 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
2t012 Extension data M 11 bytes
13 Identifier M 1 byte

For contents and coding see clause 4.4.2.4 (EFexT1).

4.2.32 EFswusr (Short message status reports)
If servicen® 11 is"available", thisfile shall be present.

This EF contains information in accordance with TS 23.040 [6] comprising short message status reports which have
been received by the UE from the network.

Each record is used to store the status report of a short message in arecord of EFsus. The first byte of each record isthe
link between the status report and the corresponding short message in EFsus.
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Identifier: '6F47" | Structure: linear fixed |  Optional
Record length: 30 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 SMS record identifier M 1
2to 30 SMS status report M 29 bytes

- SMSrecord identifier.
Contents:
- thisdataitem identifies the corresponding SM S record in EFsus, e.g. if this byte is coded '05' then this status report
corresponds to the short message in record #5 of EFsus.

Coding:
- '00'- empty record;
- '01'to'FF - record number of the corresponding SMSin EFsus.

- SMSstatus report:
Contents:
- thisdataitem containsthe SMS-STATUS-REPORT TPDU as specified in TS 23.040 [6], with identical coding and
ordering of parameters.

Coding:
- according to TS 23.040 [6]. Any bytesin the record following the TPDU shall be filled with 'FF'.

4.2.33 EFici (Incoming Call Information)
If service n°9is"available", thisfile shall be present.

This EF islocated within the USIM application. The incoming call information can be linked to the phone book stored
under DFreLecowm oOr to the local phone book within the USIM. The EFi¢i contains the information related to incoming
cals.

The time of the call and duration of the call are stored in this EF. This EF can also contain associated a phaidentifier
that may be supplied with the incoming call. In addition it contains identifiers of associated network/bearer capabilities
and identifiers of extension records at the USIM ADF level. The structure of this EF is cyclic, so the contents shall be
updated only after a call is disconnected.

If CLI is supported and the incoming phone number matches a number stored in the phone book the incoming call
information is linked to the corresponding information in the phone book. If the incoming call matches an entry but is
indicated as hidden in the phone book the link is established but the information is not displayed by the ME if the code
for the secret entry has not been verified. The ME shall not ask for the secret code to be entered at this point.

Optionally the ME may store the link to phone book entry in the file, so that it does not need to look again for a match
in the phone book when it reuses the entry. But the ME will have to check that the incoming call number still exitsin
the linked phone book entry, as the link might be broken (entry modified). When not used by the ME or no link to the
phone book has been found, thisfield shall be set to 'FFFFFF.

Thefirst byte of thislink is used to identify clearly the phone book location either global (i.e. under DFreLecom) or local
(i.e. USIM specific). To allow the reuse of the referring mechanism in further implementation of the phonebook under
discussion, this byte can be used to indicate those.

For the current version of the phone book, the phone book entry isidentified as follows:
- therecord number in the EFpgr Which indicates the EFapn containing the entry;
- therecord number inside the indicated EFapn.

The structure of EF,¢ is shown below. Coding scheme is according to EFapn

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 53 ETSI TS 131 102 V17.7.0 (2022-10)

Structure of EF g

Identifier: '6F80' | Structure: Cyclic |  Optional
SFI: '14'
Record length: X+28 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier O X bytes
X+1 Length of BCD number contents M 1 byte
X+2 TON and NPI M 1 byte
X+3to X+12 |Incoming Call Number M 10 bytes
X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension5 Record Identifier M 1 byte
X+15 to X+21 |Incoming call date and time (see detail 1) M 7 bytes
X+22 to X+24 |Incoming call duration (see detail 2) M 3 bytes
X+25 Incoming call status (see detail 3) M 1 byte
X+26 to X+28 |Link to phone book entry (see detail 4) M 3 bytes

NOTE: When the contents except incoming call status are invalid, they are filled with 'FF'.
Detail 1 Coding of date and time.

Content:
the date and time are defined by the ME.

Coding:

it is according to the extended BCD coding from Bytel to Byte 7. The first 3 bytes show year, month and day
(yy.mm.dd). The next 3 bytes show hour, minute and second (hh.mm.ss). The last Byte 7 is Time Zone. The Time Zone
indicates the difference, expressed in quarters of an hour, between the local time and GMT. Bit 4 in Byte 7 represents
the algebraic sign of this difference (0: positive, 1: negative). If the terminal does not support the Time Zone, Byte 7
shall be "FF". Byte X+15: Year.

|88|b7|b6|b5|b4|b3|b2|bl|
[ LsBof first digit year

MSB of first digit year
LSB of second digit year

MSB of second digit year

Byte X+16: Month

|b8|b7|b6|b5|b4|b3|b2|b1|
[ LsBof first digit nonth

MSB of first digit nonth
LSB of second digit nonth

MBB of second digit nonth

Byte X+17: Day
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|b8|b7|b6|b5|b4|b3|b2|b1|
[ LsBof first digit day

MSB of first digit day
LSB of second digit day

MSB of second digit day

Byte X+18: Hour

|b8|b7|b6|b5|b4|b3|b2|b1|
[ LsBof first digit hour

MSB of first digit hour
LSB of second digit hour

MSB of second digit hour

Byte X+19: Minute

|b8|b7|b6|b5|b4|b3|b2|b1|

LSB of first digit minute

MBB of first digit minute
LSB of second digit minute

MSB of second digit minute

Byte X+20: Second

b8 [ b7 [ b6 | b5 | b4 | b3 [ b2 | bl
RN
LSB of first digit second

MSB of first digit second
LSB of second digit second

MSB of second digit second

Byte X+21: Time Zone

|b8|b7|b6|b5|b4|b3|b2|b1|

LSB of first digit indicates by quarters an hour

MSB of first digit indicates by quarters an hour
the al gebraic sign (0: positive, 1. negative)
LSB of second digit indicates by quarters an hour

MSB of second digit indicates by quarters an hour

Detail 2 Coding of call duration.
Call duration isindicated by second.
Byte X+22:
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b8 [ b7 | b6 | b5 | b4 | b3 | b2 | bl
[ o [ [w [ [ [ ]o]

223 522 21 520 19,18 ,17  ,16

Byte X+23:

|b8|b7|b6|b5|b4|b3|b2|bl|
I I I I I I I
215 514 513 512,11 510 5,9 58

Byte X+24:

|b8|b7|b6|b5|b4|b3|b2|bl|
| T T | | T T
27 26 25 24 3 2 ol 50
For instance, '00' '00' '30' represents 25+24.

Detail 3 Coding of Call status.
Byte X+25:

|b8|b7|b6|b5|b4|b3|b2|bl|

Answer ed="0'/ Not Answered='1'
RFU

Detail 4 Link to phone book entry
For the current implementation of the phone book the following coding applies:
Phone book reference.

Byte X+26:

|b8|b7|b6|b5|b4|b3|b2|bl|

0 d obal Phone Book (DFTELECOV
1 Local Phone Book (USIM Specific)
RFU

EFpsr record number:
- Byte X+27: Hexadecimal value.
EFapn record number:

- ByteX+28: Hexadecimal value.

4.2.34 EFoci (Outgoing Call Information)

If service n°8is"available", thisfile shall be present.

This EF islocated within the USIM application. The outgoing call information can be linked to the phone book stored
under DFreLecom Or to the local phone book within the USIM. The EFog contains the information related to outgoing
cals.

The time of the call and duration of the call are stored in this EF. It may also contain associated alphaidentifier. In
addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records at the USIM
ADF level. The structure of thisfileis cyclic, so the contents shall be updated only after acall is disconnected.

If the dialled phone number matches a number stored in the phone book the outgoing call information might be linked
to the corresponding information in the phone book. The dialled number may match with a hidden entry in the phone
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book. If the dialled number matches a hidden entry in the phone book the link is established but the information related
to the phone book entry is not displayed by the ME, if the hidden code has not been verified. The ME shall not perform
hidden code verification at this point.

Optionally, the ME may store the link to phone book entry in the file, so that it does not need to look again for a match
in the phone book when it reuses the entry. But the ME will have to check that the outgoing call number still existsin
the linked phone book entry, as the link might be broken (entry modified). When not used by the ME or no link to the
phone book has been found, thisfield shall be set to 'FFFFFF".

Coding scheme is according to EFic.

Structure of EFoc

Identifier: '6F81' | Structure: Cyclic |  Optional
SFI: '15'
Record length: X+27 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier o] X bytes
X+1 Length of BCD number/SSC contents M 1 byte
X+2 TON and NPI M 1 byte
X+3 to X+12  |Outgoing Call Number/SSC String M 10 bytes
X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension5 Record Identifier M 1 byte
X+15 to X+21 |Outgoing call date and time M 7 bytes
X+22 to X+24 |Outgoing call duration M 3 bytes
X+25 to X+27 |Link to Phone Book Entry M 3 bytes

NOTE: When the contents areinvalid, they arefilled with 'FF'.

4.2.35 EFict (Incoming Call Timer)

If service n°9is"available", thisfile shall be present.

This EF contains the accumulated incoming call timer duration value for the current call and previous calls. The EF is
USIM specific and resides within the USIM application.

Thisfile should have only one entry.

Structure of EFicr

Identifier: '6F82' | Structure: cyclic | Optional
Record length: 3 bytes | Update activity: high
Access Conditions:

READ PIN

UPDATE PIN/PIN2

(fixed during administrative management)

INCREASE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to3 Accumulated call timer value M 3 bytes

Coding:
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Accumulated call timer value isindicated by second.

Byte 1.
b8 | b7 | b6 | b5 | b4 | b3 | b2 | bl
[ [ o [ [ e[ [ ] ]
223 922 521 520 19 518 L1716
Byte 2
b8 | b7 | b6 | b5 | b4 | b3 | b2 | bl
R N A A
515 514 513 512 11 510 5,9 58
Byte 3:

|b8|b7|b6|b5|b4|b3|b2|bl|
| T T | | T T
27 26 25 24 3 2 ol 50
For example, '00' '00' '30' represents 25+24,

4.2.36 EFoct (Outgoing Call Timer)

If servicen°8is"available", thisfile shall be present.

This EF contains the accumulated outgoing call timer duration value for the current call and previous calls. The EF is
USIM specific and resides within the USIM application. The contents of this EF shall be updated only after acall is
disconnected. The coding of this EF is the same as EFcr.

Thisfile should have only one entry.

Structure of EFoct

Identifier: '6F83' | Structure: cyclic |  Optional
Record length: 3 bytes | Update activity: high
Access Conditions:
READ PIN
UPDATE PIN/PIN2
(fixed during administrative management)
INCREASE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 Accumulated call timer value M 3 bytes

4.2.37 EFexts (Extension5)

If servicen® 44 is"available", thisfile shall be present.
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This EF contains extension data of EFici, EFoci and EFusison of the USIM application.

Identifier: '6F4E’ | Structure: linear fixed |  Optional
Record length: 13 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
21012 Extension data M 11 bytes
13 Identifier M 1 byte

For contents and coding see EFexr1.

4.2.38 EFccp2 (Capability Configuration Parameters 2)
If servicen® 14 is"available", this file shall be present.

This EF contains parameters of required network and bearer capabilities and terminal configurations associated with a
call established using afixed dialling number, a barred dialling number, an MSISDN, a service dialling number, an
incoming call, an outgoing call or an MBDN. It isreferred by EFrpn, EFson, EFwsison, EFson, EFici, EFoci, EFveon and
EFcrsat USIM ADF level.

Identifier: '6F4F' Structure: linear fixed | Optional
SFI: '16'
Record length: X bytes, X>15 | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
l1to X Bearer capability information element M X bytes

- Bearer capability information elements.

- Contents and Coding:

- see TS24.008 [9]. The Information Element Identity (IEI) shall be excluded, i.e. the first byte of the EFcce, record
shall be Length of the bearer capability contents.

- unused bytes are filled with 'FF'.

4.2.39 EFemcre (enhanced Multi Level Precedence and Pre-emption)
If servicen® 24 is"available", this file shall be present.

This EF contains information about priority levels and fast call set-up conditions for the enhanced Multi Level
Precedence and Pre-emption service that can be used by the subscriber.
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Identifier: '6FB5' | Structure: transparent |  Optional
File size: 2 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Priority levels M 1 byte
2 Fast call set-up conditions M 1 byte
- Priority levels.
Contents:

- the eMLPP priority levels subscribed to.

Coding:
- each eMLPP priority level is coded on one bit. Priority levels subscribed to have their corresponding bits
set to 1. Priority levels not subscribed to have their corresponding bits set to 0. Bit b8 is reserved and set
to 0.
Byte 1:

|b8|b7|b6|b5|b4|b3|b2|b1|

priority |evel
priority |evel
priority |evel
priority |evel
priority |evel
priority |evel
priority |evel
0

AWNFRODY>

NOTE: Priority levels A and B can not be subscribed to (see TS 22.067 [5] for details).
EXAMPLE 1: If priority levels O, 1 and 2 are subscribed to, EFavipe shall be coded '1C..

- Fast cal set-up conditions.
Contents:
for each eMLPP priority level, the capability to use afast call set-up procedure.

Coding:

each eMLPP priority level is coded on one bit. Priority levels for which fast call set-up is alowed have their
corresponding bits set to 1. Priority levelsfor which fast call set-up is not allowed have their corresponding bits set to O.
Bit b8 isreserved and set to 0.

Byte 2: fast call set-up condition for:

|b8|b7|b6|b5|b4|b3|b2|b1|

fast call set-up condition for priority I|evel
fast call set-up condition for priority |evel
fast call set-up condition for priority |evel
fast call set-up condition for priority |evel
fast call set-up condition for priority |evel
fast call set-up condition for priority |evel
fast call set-up condition for priority |evel
0

AWNRFROD>

EXAMPLE 2: If fast call set-up isallowed for priority levels 0, and 1, then byte 2 of EFemipe is coded '0C'.

4.2.40 EFaaem (Automatic Answer for eMLPP Service)

If servicen® 25 is"available", thisfile shall be present.
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This EF contains those priority levels (of the Multi Level Precedence and Pre-emption service) for which the ME shall
answer automatically to incoming calls.

Identifier: '6FB6’ | Structure: transparent | Optional
File size: 1 byte | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Automatic answer priority levels M 1 byte

- Automatic answer priority levels.
Contents:
- for each eMLPP priority level, the capability for the mobile station to answer automatically to incoming calls (with
the corresponding eM LPP priority level).
Coding:
- each eMLPP priority level is coded on one hit. Priority levels allowing an automatic answer from the mobile station
have their corresponding bits set to 1. Priority levels not allowing an automatic answer from the mobile station have
their corresponding bits set to 0. Bit b8 is reserved and set to 0.

Byte 1.

|b8|b7|b6|b5|b4|b3|b2|b1|

Autormatic answer priority for priority |evel
Automatic answer priority for priority |evel
Automatic answer priority for priority |evel
Automatic answer priority for priority |evel
Automatic answer priority for priority |evel
Automatic answer priority for priority |evel
Automatic answer priority for priority |evel
0

AWNRFROD>

EXAMPLE: If automatic answer is alowed for incoming calls with priority levels A, 0 and 1, then EFazem iS
coded '0D".

4241 Void

4.2.42 EFniddenkey (Key for hidden phone book entries)

This EF contains the hidden key that has to be verified by the ME in order to display the phone book entries that are
marked as hidden. The hidden key can consist of 4 to 8 digits.

Identifier: '6FC3' | Structure: transparent |  Optional
File size: 4 bytes | Update activity: low
Access Conditions:

READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length

1to4 Hidden Key M 4 bytes

- Hidden Key.
Coding:

- the hidden key is coded on 4 bytes using BCD coding. The minimum number of digitsis 4. Unused digits are
padded with 'F'.
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NOTE 1: Digitsare not swapped, i.e. for instance the key "1234" is coded as '12 34 FF FF'.

NOTE 2: The phone book entries marked as hidden are not scrambled by means of the hidden key. They are stored
in plain text in the phone book.

4.2.43 Void

4.2.44

If service n® 6 is"available", thisfile shall be present.

EFson (Barred Dialling Numbers)

This EF contains Barred Dialling Numbers (BDN) and/or Supplementary Service Control strings (SSC). In addition it
contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also contain an
associated alpha-tagging. Asthe BDN service relies on the Call Control feature, BDN shall only be available if Call
Control isavailable. If thisfileis present in the USIM, the Enabled Services Table (EFesr) shall also be present.

Identifier: '6F4D"’ | Structure: linear fixed |  Optional
Record length: X+15 bytes Update activity: low
Access Conditions:

READ PIN

UPDATE PIN2

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier (0] X bytes
X+1 Length of BCD number/SSC contents M 1 byte
X+2 TON and NPI M 1 byte

X+3 to X+12 |Dialling Number/SSC String M 10 bytes

X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension4 Record Identifier M 1 byte
X+15 Comparison Method Pointer M 1 byte

For contents and coding of al dataitems, except for the Comparison Method Pointer, see the respective data items of
EFpn» With the exception that extension records are stored in the EFzy 1, and capability/configuration parameters are

stored in EFccre. The Comparison Method Pointer refers to arecord number in EFcw).

NOTE:

The value of X (the number of bytesin the alpha-identifier) may be different to the length denoted X in

4.2.45 EFexts (Extension4)

If servicen® 7 is"available", this file shall be present.

This EF contains extension data of a BDN/SSC.

Identifier: '6F55' | Structure: linear fixed |  Optional
Record length: 13 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE PIN2
DEACTIVE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
21012 Extension data M 11 bytes
13 Identifier M 1 byte

For contents and coding see clause 4.4.2.4 EFgxT1.
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4.2.46 EFcm (Comparison Method Information)

If service n® 6 is"available", thisfile shall be present.

This EF contains the list of Comparison Method Identifiers and a pha-tagging associated with BDN entries (see EFgpn).

Identifier: '6F58' | Structure: linear fixed |  Optional
Record length: X+1 bytes | Update activity: low
Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier M X bytes
X+1 Comparison Method Identifier M 1 byte

- Alphaldentifier.

Contents:

Alpha-tagging of the associated Comparison Method Identifier.

Coding:
Same as the alphaidentifier in EFapn.

- Comparison Method Identifier.
Contents:

- this byte describes the comparison method which is associated with aBDN record. Itsinterpretation is not specified
but it shall be defined by the card issuers implementing the BDN feature on their USIMs.

Coding:
- binary; values from O to 255 are allowed.
The default coding 255 is reserved for empty field.

4.2.47

EFest (Enabled Services Table)

If servicen® 2, 6, 34 or 35 is"available" (asindicated in the USIM Service Table), thisfile shall be present.

This EF indicates which services are enabled. If a serviceis not indicated as enabled in this table, the ME shall not

select the service.

Identifier: '6F56' | Structure: transparent |  Optional
SFI: '05'
File size: X bytes, (X 2 1) Update activity: low
Access Conditions:
READ PIN
UPDATE PIN2
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Services n°1ton°8 M 1 byte
2 Services n°9to n° 16 ©] 1 byte
etc.
X Services n° (8X-7) to n° (8X) ©] 1 byte
-Services
Contents: Service n°1: Fixed Dialling Numbers (FDN)
Service n°2: Barred Dialling Numbers (BDN)
Service n°3: APN Control List (ACL)
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The EF shall contain at |east one byte. Further bytes may be included, but if the EF includes an optiona byte, then the
EF shall also contain al bytes before that byte. Other services are possible in the future. The coding falls under the
responsibility of the 3GPP.

Coding:
- 1hitisused to code each service:
- bit = 1: service activated;
- bit = 0: service deactivated.
- Unused bits shall be setto '0'.

A servicewhichislisted in thistable is enabled if it isindicated as available in the USIM Service Table (UST) and
indicated as activated in the Enabled Services Tables (EST) otherwise this service is, either not available or disabled.

First byte:

|b8|b7|b6|85|b4|b3|b2|b1|
Service
Service
Service
Service
Service
Service
Service
Service

o

o

o

o

o

o

o

o
O~NO O WNPE

5D 3 33353335 35

etc.

4.2.48 EFacL (Access Point Name Control List)

If servicen® 35is"available", thisfile shall be present.

This EF contains the list of allowed APNs (Access Point Names) or DNNs. If thisfileis present in the USIM, the
Enabled Services Table (EFesr) shall also be present.

Identifier: '6F57" | Structure: transparent |  Optional
File size: X bytes (X>1) | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN2
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Number of APNs/DNNs M 1 byte
2to X APN/DNN TLVs M X-1 byte

For contents and coding of APN/DNN-TLV values see TS 23.003 [25]. The tag value of the APN/DNN-TLV shall be
'DD'. "Network provided APN/DNN" is coded with a TLV object of length zero.

4.2.49 EFpck (Depersonalisation Control Keys)
If servicen® 36 is"available", thisfile shall be present.

This EF provides storage for the de-personalization control keys associated with the OTA de-personalization cycle of
TS22.022 [27].
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Identifier: '6F2C' | Structure: transparent |  Optional
File Size: 16 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto4 8 digits of network de-personalization control key M 4 bytes
5t08 8 digits of network subset de-personalization M 4 bytes
control key
9to 12 8 digits of service provider de-personalization M 4 bytes
control key
13t0 16 8 digits of corporate de-personalization control M 4 bytes
key

Empty control key bytes shall be coded 'FFFFFFFF..

4.2.50 EFcn (Co-operative Network List)

If servicen® 37 is"available", thisfile shall be present.

This EF contains the Co-operative Network List for the multiple network personalization services defined in
TS22.022 [27].

Identifier: '6F32' | Structure: transparent | Optional
File size: 6n bytes, (n = 1) | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1t06 Element 1 of co-operative net list M 6 bytes
6n-5to 6n  |Element n of co-operative net list | o ] 6 bytes

- Co-operative Network List.

Contents:
- PLMN network subset, service provider ID and corporate ID of co-operative networks.

Coding:
- For each 6 byte list element.

Bytes1to 3: PLMN (MCC + MNC): according to TS 24.008 [9].

Byte 4:
|b8|b7|b6|b5|b4|b3|b2|b1|
LS bit of network subset digit 1
MS bit of network subset digit 1
LS bit of network subset digit 2
MS bit of network subset digit 2
Byte 5:
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|b8|b7|b6|b5|b4|b3|b2|b1|

LS bit of service provider digit 1

M5 bit of service provider digit 1
LS bit of service provider digit 2

MS bit of service provider digit 2

Byte 6:

|b8|b7|b6|b5|b4|b3|b2|b1|

LS bit of corporate digit 1

M5 bit of corporate digit 1
LS bit of corporate digit 2

MS bit of corporate digit 2

- Empty fields shall be coded with 'FF'.
- Theend of thelist is delimited by the first MCC field coded 'FFF'.

4.2.51 EFstarT-Hen (Initialisation values for Hyperframe number)

This EF contains the values of STARTcs and STARTps of the bearers that were protected by the keysin EFkeys or
EFkevsesat release of the last CS or PS RRC connection. These values are used to control the lifetime of the keys (see
TS33.102 [13)]).

Identifier: '6F5B' | Structure: transparent | Mandatory
SFI. 'OF'
File size: 6 bytes Update activity: high
Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to3 STARTcs M 3 bytes
410 6 STARTPs M 3 bytes

- STARTcs
Contents: Initialisation value for Hyperframe number — CS domain.
Coding: The LSB of STARTcsis stored in bit 1 of byte 3. Unused nibbles are set to 'F'.

- STARTes
Contents: Initialisation value for Hyperframe number — PS domain.
Coding: Asfor STARTcs.
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4.2.52 EFthresHolo (Maximum value of START)

This EF contains the maximum value of STARTcs or STARTes. Thisvalueis used to control the lifetime of the keys
(see TS 33.102 [13]).

Identifier: '6F5C' | Structure: transparent | Mandatory
SFI: '10'
File size: 3 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1t03 Maximum value of STARTcs or STARTps. M 3 bytes

- Maximum value of STARTcs or STARTps.
Coding: Asfor STARTcs

4.2.53 EFopLmnwacT (Operator controlled PLMN selector with Access
Technology)

If servicen® 42 is"available", thisfile shall be present.

This EF contains the coding for n PLMNs where n is determined by the operator. This information is determined by the
operator and defines the preferred PLMNs in priority order. The first record indicates the highest priority and the nt®
record indicates the lowest. The EF also contains the Access Technologies for each PLMN in thislist. (see
TS23.122[31])

Identifier: '6F61" | Structure: transparent | Optional
SFI: 11
File size: 5n bytes, (n = 8) Update activity: low
Access Conditions:
READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to3 15t PLMN (highest priority) M 3 bytes
4105 15t PLMN Access Technology Identifier M 2 bytes
36 to 38 8" PLMN M 3 bytes
39 to 40 8" PLMN Access Technology ldentifier M 2 bytes
41 to 43 9" PLMN O 3 bytes
44 to 45 9" PLMN Access Technology Identifier 0] 2 bytes
(5n-4) to (5n-2) |[N" PLMN (lowest priority) 0 3 bytes
(5n-1) to 5n N PLMN Access Technology Identifier 0] 2 bytes

- PLMN.
Contents:

- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:
- according to TS 24.008 [9].

- Access Technology Identifier:

Coding:
- See EFpmnwact for coding.
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4.2.54 EFnpimnwact (HPLMN selector with Access Technology)
If service n°43 is"available", thisfile shall be present.

The HPLMN Selector with access technology data field shall contain the HPLMN code, or codes together with the
respected access technology (see TS 23.122 [31]).

Identifier: '6F62' | Structure: Transparent |  Optional
SFI: '13'
File size: 5n (n = 1) bytes Update activity: low
Access Conditions:
READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to3 15t PLMN M 3 bytes
4t05 15t PLMN Access Technology Identifier M 2 bytes
6to8 2" PLMN O 3 bytes
9to 10 2"Y PLMN Access Technology Identifier 0] 2 bytes
(5n-4) to (5n-2) |n" PLMN 0 3 bytes
(5n-1) to 5n n PLMN Access Technology Identifier 0] 2 bytes

- PLMN
Contents:

Mobile Country Code (M CC) followed by the Mobile Network Code (MNC).

Coding:
accordingto TS 24.008 [9].

- Access Technology:
Contents. The Access Technology of the HPLMN that the ME will assume when searching for the HPLMN. No priority
is defined for the preferred access technology and the priority is an implementation issue, but this file may be used to
optimise the procedure.

Coding:
- See EFp mnwacT for codi ng.

4.2.55 EFarr (Access Rule Reference)

This EF contains the access rules for files located under the USIM ADF in the UICC. If the security attribute tag '8B' is
indicated in the FCP it contains areference to arecord in thisfile.

Structure of EFarr at ADF-level

Identifier: '6F06" | Structure: Linear fixed | Mandatory
SFI:'17'
Record Length: X bytes, (X > 0) Update activity: low
Access Conditions:
READ ALW
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X Access Rule TLV data objects M X bytes

This EF contains one or more records containing access rule information according to the reference to expanded format
asdefined in ISO/IEC 7816-4 [20]. Each record represents an access rule. Unused bytes in the record are set to 'FF.
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If the card cannot access EFarr , any attempt to access a file with access rulesindicated in this EFars shall not be
granted.

4.2.56 Void

4.2.57 EFnetrar (Network Parameters)
This EF contains information concerning the cell frequencies

Network Parameter storage may reduce the extent of the terminal search of FDD, TDD or GSM carriers when selecting
acell. The network parameters stored in the USIM shall be in accordance with the procedures specified in this clause.

The RF carrier frequency information is stored on 2 bytes and coded on 16 bits starting from 0,0 MHz. Each increment
of the 16 bit value is an increment of 200 kHz in frequency. This alows the exact channel frequency to be stored in this
data field making it independent of any band information. It is up to the terminal to associate the indicated frequency
with a particular band, e.g. GSM 900, GSM 1800 etc. This means that arange from O to 13,1 GHz can be covered, with
the resolution of 200 kHz. The frequency indicated is always the terminal receiver carrier frequency.

The EF provides a minimum storage capacity of 46 bytesin order to provide the capability of storing at least two cell
information TLV objects, e.g. GSM/FDD or FDD/TDD in its minimum configuration, i.e. the terminal can rely on the
required memory space for storing at least two cell information lists offering 8 GSM neighbour carrier frequencies and
8 Intra/lnter frequencies, respectively. In what configuration the available memory actually is being used is up to the
terminal.

A terminal shall ignoreaTLV object or the value of a carrier frequency which is beyond its capabilities, i.e. an FDD
only terminal shall ignore the GSM related frequency information. When updating thisfile, the terminal shall update it
with the current values available in the terminal. Updating of this file shall start from the beginning of the file. The
terminal need not respect the structure of any information previously stored, i.e. an FDD only terminal may overwrite
the GSM parameters stored in this file by another terminal.

The GSM cdll information constructed TLV object contains the information of the BCCH channel frequency that the
terminal is currently camped on, indicated by tag '80'". The constructed TLV object also contains an indication of up to
32 neighbour BCCH carrier frequencies indicated by tag '81'. In order to store a complete set of GSM network
parameters, atotal of 72 bytesisrequired. The terminal shall convert the BCCH channel information, as specified in
TS 44.018 [28], received from the network into the corresponding frequency before storing it in the USIM.

The FDD cell information constructed TLV object contains the scrambling code information for the intra frequency
carrier, tag '80', and the inter frequency scrambling codes, tag '81'. The intra frequency carrier information may contain
up to 32 scrambling codes (m) while there is alimitation of the number of inter frequency scrambling codes (nl, n2,
n3). The number of inter frequencies that can be indicated is limited to three and the total amount of scrambling codes
for the inter frequenciesislimited to 32 (n1+n2+n3 <= 32), i.e. if only oneinter frequency carrier isindicated, it can
contain up to 32 scrambling codes. If two or more inter frequency carriers are indicated, atotal of 32 scrambling codes
can be provided. How the information is split between the inter frequency carriersis determined by theterminal. In
order to store a complete set of FDD cell information atotal of 146 bytesisrequired. The terminal shall convert the
UARFCN information, as specified in TS 25.101 [33], received from the network into the corresponding frequency
before storing it in the USIM.

The TDD cell information constructed TLV object has the same structure asthe FDD cell information TLV object.

NOTE: Currently thereis no inter frequency cell information required for the TDD case.
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Identifier: '6FC4' |

Structure: transparent |

Mandatory

File size: X bytes, (X = 46)

Update activity: high

Access Conditions:

READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoX TLV object(s) containing GSM/FDD/TDD cell (0] X
information

EFnerear Cell Information tags

Description Value Information Element size
bytes
GSM Cell Information Tag ‘A0’ 1
Camping Frequency Tag ‘80" 1
Camping Frequency Information 2
Neighbour Frequency Tag '81' 1
Neighbour Frequency Information 2*m
(8 <=m<=32)
FDD Cell Information Tag ‘Al 1
Intra Frequency Information Tag ‘80" 1
Scrambling code Information 2*m
(8 <=m<=32)
Inter Frequency Information Tag '81' 1
Scrambling code information 2*(n1+n2+n3)
(8 <= n1+n2+n3 <= 32)
TDD Frequency information Tag ‘A2 1
Intra Frequency Information Tag '80' 1
Cell parameters ID 2*m
(8<=m<=32)
Inter Frequency Information Tag ‘81' 1
Cell parameters ID 2*(n1+n2+n3)
(8 <= n1+n2+n3 <= 32)

GSM Céll Information, if tag 'AQ' is present in this EF the content of thisTLV isasfollows:

Description Value M/O Length
GSM Cell Information Tag '‘AQ" M 1
Length "4+ (2+2*m) M 1
(<=70)°

Current camped cell BCCH frequency ‘80" M 1
information tag

Length '02' M 1
Current camped BCCH frequency M 2
Neighbour Cell BCCH Frequency ‘81" (0] 1
information tag

Length 2*m (=< 32) (@) 1
Neighbour BCCH carrier frequencies (0] 2*m

(8 <=m<=32)

FDD Cell Information. If tag ‘Al is present in this EF the content of this TLV isasfollows:
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Description Value M/O Length
FDD Cell Information Tag ‘Al M 1
Length 4+(2*m)+(4+2*nl M 1
)+(4+2*n2)+(4+2*
n3) (<=144)

FDD Intra Frequency information tag ‘80 M 1
Length 2+2*m M 1
Intra Frequency carrier frequency M 2
Intra Frequency scrambling codes M 2*m

(8 <=m <=32)
FDD Inter Frequency information tag '81' (0] 1
(see NOTE 1)
Length 2+2*n (NOTE 2) O 1
Inter Frequency carrier frequencies o 2
Inter Frequency scrambling codes o] 2*n (NOTE 2)
NOTE 1: This TLV object may occur up to 3 times within the constructed TLV object

depending how many inter frequencies are indicated

NOTE 2: nisin this case nl, n2 or n3, 8 <= (n1+n2+n3)<=32

TDD Cell Information: If tag 'A2' is present in this EF the content of thisTLV is asfollows:

Description Value M/O Length
TDD Cell Information Tag ‘A2 M 1
Length 4+(2*m)+(4+2*nl M 1
)+(4+2*n2)+(4+2*
n3) (<=144)

TDD Intra Frequency information tag '80° M 1
Length 2+2*m M 1
Intra Frequency carrier frequency M 2
Intra Frequency scrambling codes M 2*m

(8<=m<=32)
TDD Inter Frequency information tag ‘81" (0] 1
(see NOTE 1)
Length 2+2*n (NOTE 2) (0] 1
Inter Frequency carrier frequencies (@) 2
Inter Frequency scrambling codes @) 2*n (NOTE 2)
NOTE 1: This TLV object may occur up to 3 times within the constructed TLV object

depending how many inter frequencies are indicated

NOTE 2: nisin this case nl, n2 or n3, 8 <= (n1+n2+n3)<=32

4.2.58 EFpnn (PLMN Network Name)

If service n°45 is"available", thisfile shall be present.

This EF contains the full and short form versions of the network name for the registered PLMN. The ME shall use these
versionsin place of its own versions of the network name for the PLMN (stored in the ME's memory list), and also in
place of the versions of the network name received when registered to the PLMN, as defined by TS 24.008 [9].

Thisfile may also contain PLMN additional information to be displayed to the user during the Manual Network

Selection procedures as defined in TS 23.122 [31].

If the UE isregistered in NG-RAN and EFop s is not present, or if the UE isregistered in other technologies and
EFop is not present, then the first record in this EF is used for the default network name when registered in the HPLMN
(if the EHPLMN list is not present or is empty) or an EHPLMN (if the EHPLMN list is present).
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Identifier: '6FC5' | Structure: linear fixed |  Optional
SFI: '19'
Record length: X bytes; X = 3 Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1to X Network name TLV objects M X bytes

- Network name TLV objects.
The content and coding (Full name for network and Short name for network) is defined below, where the fields
within the objects are defined in TS 24.008 [9]:

Coding of the Network name TLV objects

Length Description Status
1 byte Full name for network IEI: '43' M
(This shall be the same as that used in the
MM/GMM INFORMATION message).

1 byte Length of Full name for network Name contents M

Y bytes Full name for network contents (Octets 3 to n of M
network name information element)

1 byte Short name for network IEI: '45' (0]

(This shall be the same as that used in the
MM/GMM INFORMATION message).

1 byte Length of Short name for network Cl

Z bytes Short name for network contents (Octets 3 to n C1
of network name information element)

1 byte PLMN Additional Information tag (‘80" (®)

1 byte Length of PLMN Additional Information C2

W bytes PLMN Additional Information (coded using one Cc2

of the UCS2 code options as defined in
TS 31.101 [11]).

C1: this field shall be present if the short name for network IEI is present
C2: this field shall be present if the PLMN Additional Information tag is
present

Unused bytes shall be set to 'FF.
4.2.59 EFop. (Operator PLMN List)

If servicen°46 is "available", thisfile shall be present.

This EF contains a prioritised list of Location Area Information (LAI) or Tracking Area ldentity (TAI) identities that
are used to associate a specific operator name contained in EFpyn Or EFpnng With the LAI/TAL The ME shall use this EF
in association with the EFpnn in place of any network name stored within the ME's internal list and any network name
received when registered to the PLMN, as defined by TS 24.008 [9] or TS 24.301 [51]. The PLMN Network Name may
also be provided in agraphical format in EFpyni. The ME shall use the text format or the graphical format or both to
display the service provider name according to the rules defined in clause 4.2.89.
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Identifier: '6FC6' | Structure: linear fixed |  Optional
SFI: 1A
Record length: X bytes, (X = 8) Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto7 Location Area Identity/Tracking Area Identity M 7 bytes
8 PLMN Network Name Record Identifier M 1 byte

- Location Area ldentity/Tracking Area |dentity

Contents:
Location Area Information, this comprises of the MCC, MNC and LAC
Tracking Area I dentity, this comprises of the MCC, MNC and TAC

Coding:

PLMN : according to TS 24.008 [9]/TS 24.301 [51]

A BCD vaueof 'D'in any of the MCC and/or MNC digits shall be used to indicate a"wild" value for that
corresponding MCC/MNC digit

LAC/TAC : according to TS 24.008 [9]/TS 24.301 [51]

Two valuesfor the LAC/TAC are stored in order to allow arange of LAC/TAC valuesto be specified for a
given PLMN. A value of '0000' stored in bytes 4 to 5 and avalue of 'FFFE' stored in bytes 6 to 7 shall be
used to indicate the entire range of LACSTACs for the given PLMN. In the case where only asingle
LAC/TAC vaueisto be specified then the value stored in bytes 4 to 5 shall be identical to the value stored
in bytes 6 to 7 for the given PLMN. If arange of LAC/TAC values are to be specified, then the value stored
in bytes 4 to 5 shall be the start of the LAC/TAC range and the value stored in bytes 6 to 7 shall be the end
of the LAC/TAC range for the given PLMN.

- PLMN Network Name Record |dentifier

Contents:
Identifier of operator name to be displayed

Coding:
A value of '00' indicates that the name is to be taken from other sources, see TS 22.101 [24]

A valueinthe range '01' to 'FE' indicates the record number in EFpnn that shall be displayed as the registered
PLMN name. It also indicates the record number in EFenn that may be displayed as the registered PLMN
name icon.

NOTE: Theintent of thisfileisto provide exceptions to the other sources of a network name. Care should be
taken not to introduce too many PLMN entries. An excessive number of entries could result in alonger
initialisation period.

4.2.60 EFwuson (Mailbox Dialling Numbers)

If service n°47 is"available", thisfile shall be present.

This EF contains dialling numbers to access mailboxes associated with Voicemail, Fax, Electronic Mail and other
messages. It may also contain associated al pha-tags for each supported mailbox. Each dialling number shall be
associated with a message waiting indication group type using EFvg (See TS 23.038 [5] for message waiting indication
group types).
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Identifier: '6FC7' | Structure: linear fixed |  Optional
Record length: X+14 bytes | Update activity: low
Access Conditions:

READ PIN

UPDATE PIN/ADM

(fixed during administrative management)

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier O X bytes
X+1 Length of BCD number/SSC contents M 1 byte
X+2 TON and NPI M 1 byte

X+3to X+12 |Dialling Number/SSC contents M 10 bytes

X+13 Capability/Configuration2 Record Identifier M 1 byte
X+14 Extension 6 Record Identifier M 1 byte

For contents and coding of all dataitems see the respective data items of the EFapn (clause 4.4.2.3), with the exception
that extension records are stored in the EFexts and with the exception that Capability/Configuration parameters are
stored in the EFccpz.

NOTE: Thevaueof X (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFADN.

4.2.61

This EF contains extension data of an MBDN (see MBDN in 4.2.60).

EFexte (Extension6)

Structure: linear fixed |
Update activity: low

Identifier: '6FC8' |
Record length: 13 bytes

Optional

Access Conditions:

READ PIN
UPDATE PIN/ADM
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
2t012 Extension data M 11 bytes
13 Identifier M 1 byte

For contents and coding, see clause 4.4.2.4 (EFext1).

4.2.62 EFwue (Mailbox ldentifier)

If servicen°47 is"available", thisfile shall be present.

This EF contains information to associate mailbox dialling numbers in EFvspn With a message waiting indication group
type and subscriber profile (as defined in TS 23.097 [36]). A message waiting indication group type may either be
Voicemail, Fax, Electronic Mail, Other or Videomail (as defined in TS 23.040 [6]).

This EF contains as many records as there are subscriber profiles (shall be record to subscriber profile). Each record
contains references to mailbox dialling numbersin EFvgpn (0ne reference for each message waiting indication group

type).
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Identifier: '6FC9’ | Structure: linear fixed |  Optional
Record length: X bytes, (X = 4) | Update activity: low
Access Conditions:

READ PIN
UPDATE PIN/ADM
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length
1 Mailbox Dialling Number Identifier — Voicemail M 1 byte
2 Mailbox Dialling Number Identifier — Fax M 1 byte
3 Mailbox Dialling Number Identifier — Electronic M 1 byte

Mail

4 Mailbox Dialling Number Identifier — Other M lbyte
5 Mailbox Dialling Number Identifier — Videomail (0] 1 byte

- Mailbox Dialing Number Identifier (message waiting group type = Voicemail, Fax, Electronic Mail, Other or
Videomail).
Contents:

I dentifies the mailbox dialling number to be associated with message waiting type.
Coding:
'00' — no mailbox dialling number associated with message waiting indication group type.
'xx' —record number in EFugpn associated with message waiting indication group type.
4.2.63 EFwwis (Message Waiting Indication Status)
If service n°48 is"available", thisfile shall be present.

This EF contains the status of indicators that define whether or not a VVoicemail, Fax, Electronic Mail, Other or
Videomail message iswaiting (as defined in TS 23.040 [6]). The ME uses the status after re-activation to determine
whether or not to display the respective message-waiting indication on its display.

This EF contains as many records as there are subscriber profiles (shall be record to subscriber profile) as defined in
TS 23.097 [36] for MSP.

Identifier: '6FCA' | Structure: Linear fixed |  Optional
Record length: X bytes, (X 25) | Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Message Waiting Indicator Status M 1 byte
2 Number of Voicemail Messages Waiting M 1 byte
3 Number of Fax Messages Waiting M 1 byte
4 Number of Electronic Mail Messages Waiting M 1 byte
5 Number of Other Messages Waiting M 1 byte
6 Number of Videomail Messages waiting o] 1 byte

Message Waiting Indication Status
Contents:
Indicates the status of the message-waiting indication.

Coding:

The indicator status for each indicator typeis 1 bit long and set as follows:
bit = 1: Set Indication Active
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bit = 0: Set Indication Inactive

b8 [ b7 [ B6 | b5 | b4 | b3 [ b2 | bl

(P8 | P7 [ B0 [P5 [ b4 b3 [ b2 [ o1 ]
Message Waiting |Indication Status — Voicensil
Message Waiting Indication Status — Fax
Message Waiting Indication Status — El ectronic Mail
Message Waiting Indication Status — O her
Message Waiting Indication Status - Videonsil
RFU

Number of Voicemail Messages Waiting
Contents:
Contains the number of voicemail messages waiting (see TS 23.040 [6]).

Coding:
Binary.

Number of Fax Messages Waiting
Contents:
Contains the number of fax messages waiting (see TS 23.040 [6]).
Coding:
Binary.
Number of Electronic Mail Messages Waiting
Contents:
Contains the number of electronic mail messages waiting (see TS 23.040 [6])
Coding:
Binary.
Number of Other Messages Waiting
Contents:
Contains the number of other messages waiting (see TS 23.040 [6]).
Coding:
Binary.
Number of Videomail Messages Waiting
Contents:
Contains the number of Videomail messages waiting (see TS 23.040 [6]).
Coding:
Binary.

4.2.64 EFcris (Call Forwarding Indication Status)

If service n°49 is"available", thisfile shall be present.

This EF contains the status of indicators that are used to record whether call forward is active. The ME uses the status
after re-activation to determine whether or not to display the respective Call Forwarding indicator on its display.

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 76 ETSI TS 131 102 V17.7.0 (2022-10)

This EF contains as many records as there are subscriber profiles (shall be record to subscriber profile) as defined in
TS 23.097 [36] for MSP.

Identifier: '6FCB' | Structure: Linear Fixed |  Optional
Record length: 16 bytes Update activity: low
Access Conditions:

READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length
1 MSP number M 1 byte
2 CFU indicator status M 1 byte
3 Length of BCD number M 1 byte
4 TON and NPI M 1 byte

5t0 14 Dialling Number M 10 bytes
15 Capability/Configuration2 Record Identifier M 1 byte
16 Extension 7 Record Identifier M 1 byte

For contents and coding of data items not detailed below, see the respective dataitems of EFapn (clause

4.4.2.3), Capahility/Configuration2 Record Identifier and Extension 7 Record Identifier.
M SP number:

Contents:
The MSP number contains the Profile Identity of the subscriber profile. The Profile Identity shall be between 1and 4
asdefined in TS 23.097 [36] for MSP.

Coding:
Binary.
CFU indicator status:

Contents:
Indicates the status of the call forward unconditional indicator. Service code = 21 (CFU) or 002 (for CFU part of al
CF), asdefined in TS 22.030 [4]

Coding:

The indicator status for each indicator typeis 1 bit long and is set as follows:
bit = 1. Set indication active

bit = 0: Set indication inactive.

|BS|b7|b6|b5|b4|b3|b2|b1|

CFU indi cator status - Voice
MM Service code = 11 (Tel ephony),
22.030 [4]).
CFU indi cator status — Fax
MM Service code = 13 (Fax),
[4]).
CFU indicator status — All data tel eservices
MM Service code = 12 (Data (Tel eservices)), as
defined in TS 22.030 [4]).
CFU indi cator status — SM5
MM Service code = 16 (SMS),
[4].
CFU indicator status — All bearer services
MM Service code = 20 (Data (Bearer Services)), as
defined in TS 22.030 [4]).
RFU (e.g. for other MM service codes)

as defined in TS

as defined in TS 22. 030

as defined in TS 22.030

4.2.65 EFexr? (Extension?)

This EF contains extension data of a CFIS (Call Forwarding Indication Status - see 4.2.64).

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 77 ETSI TS 131 102 V17.7.0 (2022-10)

Identifier: '6FCC' | Structure: linear fixed |  Optional
Record length: 13 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
2to 12 Extension data M 11 bytes
13 Identifier M 1 byte

For contents and coding see clause 4.4.2.4 (EFexT1).

4.2.66 EFsppi (Service Provider Display Information)
If servicen°51is"available”, thisfile shall be present.

This EF contains information regarding the service provider display i.e. the service provider PLMN list.

Identifier: '6FCD’ | Structure: transparent |  Optional
SFI: '1B'
File size: x bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1tox TLV object(s) containing Service Provider M X bytes
information
Tag Value Tag Description
'‘A3' Service provider display information Tag
'80' Service provider PLMN list tag

The service provider display information object is a constructed TLV coded according to 1SO/IEC 8825-1 [35].

- Service provider PLMN list

Contents:
ThisTLV contains alist of n PLMNsin which the Service Provider Name shall be displayed, as defined in
clause 4.2.12 (EFspn).
Coding:
Description M/O Length
Service provider PLMN list tag M 1 byte
Length (see note) M X bytes
15t PLMN entry M 3 bytes
2" PLMN entry 0 3 bytes
39 PLMN entry 0 3 bytes
n" PLMN entry 0 3 bytes
Note: the length is 3*n bytes, where n denotes the number of PLMN entries. The length can
be coded on one or more bytes according to ISO/IEC 8825-1 [35].

Each PLMN is coded as follows:
Mobile Country Code (MCC) followed by the Mobile Network Code (MNC) according to TS 24.008 [9].
In caseaPLMN entry is not used, it shall be set to 'FF FF FF'.
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4.2.67 EFuvsn (MMS Notification)

If service n°52 is"available", thisfile shall be present.

This EF contains information in accordance with TS 23.140 [38] and X.S0016-000-A v1.0 [45] comprising MM S
notifications (and associated parameters) which have been received by the UE from the network. A 3GPP terminal
needs only to support the MM S implementation specified in TS 23.140 [38].

Identifier: '6FCE' | Structure: Linear fixed | Optional
Record length: 4+X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to2 MMS Status M 2 bytes
3 MMS Implementation M 1 byte
4to X+3 MMS Noatification M X bytes
X+4 Extension file record number M 1 byte
- MMS Status
Content:
The status bytes contain the status information of the notification.
Coding:

b1 indicates whether there is valid data or if the location is free. B2 indicates whether the MM S notification has been read
or not. Bits b3-b4 of the first byte indicate the MM retrieval, MM rejection, or MM forwarding status, Bits b5-b8 of the
first byte and the entire second byte are reserved for future use.

First byte:

b8 | b7 | b6 | b5 | b4 [ b3 | b2 | bl

L]
X X X 0 Free space
X X X 1 Used space
X X 0 1 Notification not read
X X 1 1 Notification read
0 0 X 1 MMnot retrieved
0 1 X 1 MMretrieved
1 0 X 1 MMrejected
1 1 X 1 MM forwarded
Reserved for future use

Second byte:

b8 | b7 | b6 [ b5 | b4 [ b3 | b2 | bl

Reserved for future use

- MMS Implementation
Contents:
The MM S Implementation indicates the used implementation type, e.g. WAP.
Coding:
Allocation of bits:
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Bit number Parameter indicated
1 WAP implementation of MMS as defined in TS 23.140 [38]
2 Reserved for 3GPP2: M-IMAP implementation of MM S as defined in X.S0016-000-A v1.0 [45]
3 Reserved for 3GPP2: SIP implementation of MM S as defined in X.S0016-000-A v1.0 [45]
4-8Reserved for future use

Bitvalue Meaning
0 Implementation not supported.
1 Implementation supported.

- MMS Natification
Contents:
The MMS Notification contains the MMS notification.
Coding:
The MMS Notification is coded according to the MM S Implementation as indicated in Byte 3.
Any unused byte shall be set to 'FF'.

- Extension file record number
Contents:
- extension file record number. This byte identifies the number of arecord in the EFex1g containing extension data for the
notification information. The use of this byteisoptional. If it isnot used it shall be set to 'FF'.
Coding:
- binary.

4.2.68 EFexts (Extension 8)

If service n°53 is"available", thisfile shall be present.

This EF contains extension data of aMMS Notification (Multimedia Messaging Service - see 4.2.67).

Identifier: '6FCF’ | Structure: linear fixed | Optional
Record length: X+2 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
2 to X+1 Extension data M X bytes
X+2 Identifier M 1 byte

The structure of this EF isidentical to the structure of EFexT1 (see clause 4.4.2.4).

- Record type.
Contents:
type of the record, see clause 4.4.2.4

Coding:
according to the "additional data" type

- Extension data.
Contents:
additional data (MM S notification extension)

Coding:

the first byte of the extension data gives the number of bytes of the remainder of the MM S notification in this record.
The following bytes contain the extension of the MM S natification.
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- Idertifier.
Contents:
identifier of the next extension record (in EXT8) to enable longer storage of information.

Coding:
record number of next record. 'FF' identifies the end of the chain.

4.2.69 EFuwmsice (MMS Issuer Connectivity Parameters)
If servicen°52 is "available”, thisfile shall be present.

This EF contains values for Multimedia Messaging Connectivity Parameters as determined by the issuer, which can be
used by the ME for MM S network connection. Thisfile may contain one or more sets of Multimedia M essaging | ssuer
Connectivity Parameters. The first set of Multimedia Messaging I ssuer Connectivity Parametersis used as the default
set. Each set of Multimedia Messaging Issuer Connectivity Parameters may consist of one or more Interface to Core
Network and Bearer information TLV objects, but shall contain only one MM S implementation TLV object, one MM S
Relay/Server TLV object and one Gateway TLV object. The order of the Interface to Core Network and Bearer
information TLV objectsin the MM S Connectivity TLV object defines the priority of the Interface to Core Network
and Bearer information, with the first TLV object having the highest priority.

Identifier: '6FDO" | Structure: Transparent | Optional
File Size: Xi+...+ Xn bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X1 MMS Connectivity Parameters TLV M X1 bytes
object
X1+1 to X1 + X2 MMS Connectivity Parameters TLV @) X2 bytes
object
Xit...+ Xnat+l to Xat...+ Xn MMS Connectivity Parameters TLV @) Xn bytes
object

MMS Connectivity Parameters tags

Description Tag Value

MMS Connectivity Parameters Tag '‘AB'

MMS Implementation Tag '80'
MMS Relay/Server Tag '81'
Interface to Core Network and Bearer Information Tag '82'
GatewayTag '83'
Reserved for 3GPP2: MMS Authentication Mechanism Tag '84'
Reserved for 3GPP2: MMS Authentication User Name Tag '85'

- MMS Connectivity Parameters contents
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Description Value M/O Length (bytes)
MMS Connectivity Parameters Tag 'AB' M 1
Length Note 1 M Note 2
MMS Implementation Tag ‘80’ M 1
Length 1 M 1
MMS Implementation Information - M 1
MMS Relay/Server Tag '81' M 1
Length X1 M Note 2
MMS Relay/Server Address - M X1
MMS Authentication Mechanism Tag '84' C1 1
Length X2 C1 Note 2
MMS Authentication Mechanism -- C1 X2
MMS Authentication User Name Tag '85' Cl 1
Length X3 Cl Note 2
MMS Authentication User Name -- C1 X3
1%t Interface to Core Network and '82' Cc2 1
Bearer Information Tag (highest priority)
Length Y1 C2 Note 2
1%t Interface to Core Network and -- Cc2 Y1
Bearer information
2" Interface to Core Network and '82' Cc2 1
Bearer Information Tag
Length Y2 C2 Note 2
2" Interface to Core Network and -- Cc2 Y2
Bearer information
N Interface to Core Network and '82' Cc2 1
Bearer Information Tag (lowest priority)
Length Y3 C2 Note 2
Nt Interface to Core Network and -- C2 Y3
Bearer information
GatewayTag ‘83" ©) 1
Length z o] Note 2
Gateway Information -- (@) Z
Note 1:  This is the total size of the constructed TLV object.
Note 2:  The length is coded according to ISO/IEC 8825-1 [35].
C1: Reserved for 3GPP2: only present if M-IMAP or SIP indicated in tag 80.
C2: Only present if WAP is indicated in tag 80.
- MMS Implementation Tag '80'
See clause 4.2.67 for contents and coding.
- MMSReay/server Tag '81'
Contents:
The MMS relay/server contains the address of the associated MM S relay/server.
Coding:
The MM S relay/server address is coded according to the guideline provided in TS 23.140 [38].
- MMS Authentication Mechanism Tag '84'
Contents:
The MMS authentication mechanism contains the authentication mechanism used for M-IMAP and SIP.
Coding:

The MM authentication mechanism is coded according to the guidelines provided in X.S0016-000-A v1.0 [45].

-  MMS Authentication User Name Tag '85'
Contents:
The MM S Authentication User Name contai ns the authenti cation user name used for M-IMAP and SIP.
Coding:
The MMS authentication User Name is coded according to the guidelines provided in X.S0016-000-A v1.0 [45].

- Interface to Core Network and Bearer Information Tag '82'
Contents:

The Interface to Core Network and Bearer |nformation may contain the following information to set up the bearer:
Bearer, Address, Type of address, Speed, Call type, Authentication type, Authentication id, Authentication password.
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Coding:
The coding is according to the guideline provided in TS 23.140 [38].

- Gateway Tag '83'
Contents:
The Gateway may contain the following information; Address, Type of address, Port, Service, Authentication type,
Authentication id and Authentication password.
Coding:
The coding is according to the guideline provided in TS 23.140 [38].

Unused bytes shall be set to 'FF'.

An Example for the coding of these parameters can be found in Annex J.2.

4.2.70 EFwmvsur (MMS User Preferences)

If servicen°52 is "available”, thisfile shall be present.

This EF contains values for Multimedia Messaging Service User Preferences, which can be used by the ME for user
assistance in preparation of mobile multimedia messages (e.g. default values for parameters that are often used).

Identifier: '6FD1' | Structure: Linear Fixed | Optional
Record Length: X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X MMS User Preference TLV Objects M X bytes

MMS User Preference tags

Description Tag Value

MMS Implementation Tag '80'

MMS User preference profile name Tag '81'

MMS User Preference information Tag ‘82’

MMS User Preference information
Description Value M/O Length (bytes)

MMS Implementation Tag ‘80’ M 1
Length 1 M Note
MMS Implementation information -- M 1
MMS User preference profile name Tag '81' M 1
Length X M Note
MMS User profile name -- M X
MMS User Preference information Tag '82' M 1
Length Y M Note
MMS User Preference information -- M Y
Note: The length is coded according to ISO/IEC 8825-1 [35]

- MMS Implementation Tag '80'
For contents and coding see 4.2.67

- MMS User preference profile name Tag '81'
Contents:

Alphatagging of the MM S user preference profile.
Coding:

this alpha-tagging shall use either:
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- the SM S default 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The aphaidentifier shall be left
justified.

Or:

- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

-  MMS User Preference information Tag '82'
Contents:
The following information elements may be coded; Sender Visibility, Delivery Report, Read-Reply, Priority, Time of
Expiry and Earliest Delivery Time.
Coding:
Depending upon the MM S implementation as indicated in Tag '80'.

An Example for the coding of these parameters can be found in Annex J.1.

4.2.71 EFuwmsuce (MMS User Connectivity Parameters)
If service n°52 and n°55 are "available", thisfile shall be present.

This EF contains values for M ultimedia Messaging Connectivity Parameters as determined by the user, which can be
used by the ME for MM S network connection. Thisfile may contain one or more sets of Multimedia Messaging User
Connectivity Parameters. Each set of Multimedia Messaging User Connectivity Parameters may consist of one or more
Interface to Core Network and Bearer information TLV objects, but shall contain only one MM S implementation TLV
object, one MM S Relay/Server TLV object and one Gateway TLV object. The order of the Interface to Core Network
and Bearer information TLV objectsin the MM S Connectivity TLV object defines the priority of the Interface to Core
Network and Bearer information, with the first TLV object having the highest priority.

Identifier: '6FD2' | Structure: Transparent | Optional
File Size: Xi+...+ Xn bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN/PIN2
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X1 MMS Connectivity Parameters TLV o X1 bytes
object
X1+1 to X1 + X2 MMS Connectivity Parameters TLV @) X2 bytes
object
Xi+...+ Xnatl to Xa+...+ Xn MMS Connectivity Parameters TLV o Xn bytes
object

For the contents and coding see 4.2.69

4.2.72 EFwna (Network's Indication of Alerting)

If service n°56 is"available", thisfile shall be present.

This EF contains categories and associated text related to the Network's indication of alerting in the M S service defined
inTS22.101 [24].
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Identifier: '6FD3' Structure: linear fixed | Optional
Record length : X+1 bytes Update activity: low
Access Conditions:
READ PIN

UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length

1 Alerting category M 1 byte

2to X+1 Informative text M X bytes

- Alerting category
Contents:
category of aerting for terminating traffic.
Coding:
according to TS 24.008 [9]. Vaue 'FF means that no information on alerting category is available.
- Informative text
Contents:
text describing the type of terminating traffic associated with the category.
Coding:
see the coding of the Alpha Identifier item of the EFapn. The maximum number of charactersfor this

informative text isindicated in TS 22.101 [24].

4.2.73 EFvecs (Voice Group Call Service)

If service n°57 is"available", thisfile shall be present.

This EF contains alist of those VGCS group identifiers the user has subscribed to. The elementary fileis used by the
ME for group call establishment and group call reception.

Identifier: '6FB1’ | Structure: transparent | Optional
File size: 4n bytes, (1< n < 50) | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto4 Group ID 1 M 4 bytes
5t08 Group ID 2 o 4 bytes
(4n-3) to 4n Group ID n o 4 bytes

- Group ID
Contents. VGCS Group 1D, according to TS 23.003 [25]
Coding:

The VGCS Group ID is of avariable length with a maximum length of 8 digits. Each VGCS Group ID is
coded on four bytes, with each digit within the code being coded on four bits corresponding to BCD code.

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 85 ETSI TS 131 102 V17.7.0 (2022-10)

If aVGCS Group ID of lessthan 8 digits is chosen, then the unused nibbles shall be set to 'F. VGCS
Group ID Digit 1 isthe most significant digit of the Group ID.

Byte 1.

|b8|b7|b6|b5|b4|b3|b2|bl|
[ LSBof Dgit 10f GoupID1

MBof Ogit 1of GoupID1
LB of Ogit 2of Goup ID1

MBof Ogit 2of Goup ID1

Byte 2

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 3of GoupID1

MBof Ogit 3of GoupID1
LB of Ogit 40of GoupID1

MBof Ogit 4of Goup ID1

Byte 3:

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 50f GoupID1

MBof Ogit 50f Goup ID1
LB of Ogit 6 of GoupID1

MBof Ogit 6 of Goup ID1

Byte 4:

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 7of Goup ID1

MBof Ogit 70of GoupID1
LB of Ogit 8of Goup ID1

MBof Ogit 8of GoupID1

Byte (4n-3) to 4n:

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 7of GoupIDn

MBof Ogit 7of Goup IDn
LB of Ogit 8 of Goup IDn

MBof Ogit 8of Goup IDn

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 86 ETSI TS 131 102 V17.7.0 (2022-10)

If storage for fewer than the maximum possible number n of VGCS Group Ids, is required, the excess
bytes shall be set to 'FF.

4.2.74 EFvecss (Voice Group Call Service Status)

If service n°57 is"available", thisfile shall be present.

This EF contains the status of activation for the VGCS group identifiers. The elementary file is directly related to the
EFvecs This EF shall always be allocated if EFvecs is alocated.

Identifier: '6FB2' | Structure: transparent | Optional
File size: 7 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN/ADM
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to7 Activation/Deactivation Flags M 7 bytes

Activation/Deactivation Flags

Contents: Activation/Desactivation Flags of the appropriate Group Ids
Coding: bit = 0 means - Group ID deactivated
bit = 1 means - Group ID activated

Byte 1:

|b8|b7|b6|b5|b4|b3|b2|b1|
[ Goup ID1

Goup ID 8

etc:

Byte 7:

|b8|b7|b6|b5|b4|b3|b2|b1|
Goup ID 49
Goup ID 50
b3=1
b4=1
b5=1
b6=1
b7=1
b8=1

4.2.75 EFvss (Voice Broadcast Service)

If servicen°58 is "available”, thisfile shall be present.

This EF contains alist of those VBS group identifiers the user has subscribed to. The elementary file is used by the ME
for broadcast call establishment and broadcast call reception.
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Identifier: '6FB3' | Structure: transparent | Optional
File size: 4n bytes, (1 < n < 50) | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto4 Group ID 1 M 4 bytes
5t02 Group ID 2 o 4 bytes
(4n-3) to 4n Group ID n o 4 bytes
Group ID
Contents: VBS Group ID, according to TS 23.003 [25]
Coding: The VBS Group ID is of avariable length with a maximum length of 8 digits. Each VBS Group ID
is coded on four bytes, with each digit within the code being coded on four bits corresponding to
BCD code. If aVBS Group ID of lessthan 8 digitsis chosen, then the unused nibbles shall be set
to'F. VBS Group ID Digit 1 isthe most significant digit of the Group ID.
Byte 1.
|b8 |b7 |b6 |b5 |b4 |b3 |b2 |b1|
LB of Ogit 1of GoupID1
i\/ﬂBof Ogt 1of GouplID1
LB of Ogit 2of GoupID1
i\/EBof Ogit 20of GoupID1
Byte 2:
|b8 |b7 |b6 |b5 |b4 |b3 |b2| b1|
LB of Ogit 3of GoupID1
i\/EBof Dgt 3of GouplID1
LB of Ogit 40of GoupID1
i\/ﬂBof Ogt 40of GoupID1
Byte 3:

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 50f GoupID1

MBof Ogit 50f Goup ID1
LB of Ogit 6 of GoupID1

MBof Ogit 6 of Goup ID1
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Byte 4:

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 7of GoupID1

MBof Ogit 7of Goup ID1
LB of Ogit 8of Goup ID1

MBof Ogit 8of Goup ID1

Byte (4n-3) to 4n:

|b8|b7|b6|b5|b4|b3|b2|b1|

LB of Ogit 7of GoupIDn

MBof Ogit 7of GoupIDn
LB of Ogit 8 of Goup IDn

MBof Ogit 8 of Goup IDn

If storage for fewer than the maximum possible number n of VBS Group Ids, is required, the excess bytes shall be set to
'FF.

4.2.76 EFvsss (Voice Broadcast Service Status)

If service n°58 is"available", thisfile shall be present.

This EF contains the status of activation for the VBS group identifiers. The elementary file is directly related to the
EFves. This EF shall always be allocated if EFygs is alocated.

Identifier; '6FB4' | Structure: transparent | Optional
File size: 7 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN/ADM
(fixed during administrative management)
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto7 Activation/Deactivation Flags M 7 bytes

Activation/Deactivation Flags

Contents: Activation/Deactivation Flags of the appropriate Group Ids
Coding: see coding of EFvecss
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4.2.77 EFvecsca (Voice Group Call Service Ciphering Algorithm)
If service n°64 is"available", thisfile shall be present.

This EF contains the ciphering algorithm identifiers for each of the Master Group Key (V_Ki) of each VGCS group that
the user has subscribed to (defined in EFvacs).

Identifier: '6FD4' | Structure: transparent | Optional
File size: 2n bytes, (1 <n < 50) | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 VGCS Group ciphering algorithm identifier for M 1 byte
18t V_Ki of Group 1
2 VGCS Group ciphering algorithm identifier for M 1 byte
2"V Ki of Group 1
3 VGCS Group ciphering algorithm identifier for o 1 byte
18t V_Ki of Group 2
4 VGCS Group ciphering algorithm identifier for o 1 byte
2"V _Ki of Group 2
2n-1 VGCS Group ciphering algorithm identifier for (0] 1 byte
18t V_Ki of Group n
2n VGCS Group ciphering algorithm identifier for o 1 byte

2" V_Ki of Group n

Ciphering Algorithm Identifier:

Contents. Ciphering Algorithm identifier for the specified Master Group Key of each Voice Call Group
Coding:

Value

'00" no ciphering

'01' ciphering with algorithm GSM A5/1
'02' ciphering with algorithm GSM A5/2
'03' ciphering with algorithm GSM A5/3
'04' ciphering with algorithm GSM A5/4
'05' ciphering with algorithm GSM A5/5
'06' ciphering with algorithm GSM A5/6
‘07" ciphering with algorithm GSM A5/7
'08' to 'FF' RFU
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4.2.78 EFvssca (Voice Broadcast Service Ciphering Algorithm)
If service n°65 is"available", thisfile shall be present.

This EF contains the ciphering algorithm identifiers for each of the Master Group Key (V_Ki) of each VBS group that
the user has subscribed to (defined in EFves).

Identifier: '6FD5' | Structure: transparent | Optional
File size: 2n bytes, (1 <n < 50) | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 VBS Group ciphering algorithm identifier for 15t M 1 byte
V_Ki of Group 1
2 VBS Group ciphering algorithm identifier for M 1 byte
2"V Ki of Group 1
3 VBS Group ciphering algorithm identifier for 15t o 1 byte
V_Ki of Group 2
4 VBS Group ciphering algorithm identifier for o 1 byte
2"V _Ki of Group 2
2n-1 VBS Group ciphering algorithm identifier for 15t (0] 1 byte
V_Ki of Group n
2n VBS Group ciphering algorithm identifier for o 1 byte

2" V_Ki of Group n

Ciphering Algorithm Identifier:
Contents: Ciphering Algorithm identifier for the specified Master Group Key of each Voice Broadcast Group
Coding: See coding of EFveesca

4.2.79 EFceaer (GBA Bootstrapping parameters)

If servicen°68 is "available”, thisfile shall be present.

This EF contains the AKA Random challenge (RAND) and Bootstrapping Transaction Identifier (B-TID) associated
with a GBA bootstrapping procedure.

Identifier: '6FD6' | Structure: transparent |  Optional
File length: L+X+N+3 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Length of RAND (X) M 1 byte
2to (X +1) RAND M X bytes
X+2 Length of B-TID (L) M 1 byte
(X+3) to (X+2+L) [B-TID M L bytes
X+L+3 Length of key lifetime M 1 byte
(X+L+4) to Key lifetime M N bytes
(X+L+N+3)
Length of RAND
Contents: number of bytes, not including thislength byte, of RAND field
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RAND
Contents: Random challenge used in the GBA_U bootstrapping procedure.
Coding: asdefined in TS 33.103[13]

Length of B-TID

Contents: number of bytes, not including this length byte, of B-TID field
B-TID

Content: Bootstrapping Transaction Identifier the GBA_U bootstrapped keys

Coding: Asdefined in TS 33.220 [42]

Length of key lifetime

Contents: number of bytes, not including this length byte, of key lifetime field
Key lifetime

Content; Lifetime of the GBA_U bootstrapped keys

Coding: Asdefined in TS 33.220 [42]

4.2.80 EFwmsk (MBMS Service Keys List)

If servicen°69 is "available”, thisfile shall be present.

A record of this EF containsthe list of MBM S Service Keys (M SK) and associated parameters, which are related to an
MBMS Key Domain. There are up to two MSK's per Key Domain ID/Key Group ID pair, where the Key Group ID is
the Key Group part of the MSK ID as defined in TS 33.246 [43]. Two 4 byte MSK |IDs stored within arecord have the
same val ue for the 2 byte Key Group part.

Identifier: '6FD7' | Structure: linear fixed |  Optional
Record length: 8n+4 bytes, (n = 2) | Update activity: high
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 Key Domain ID M 3 bytes
4 Number of stored MSK IDs and M 1 byte
corresponding TS
5108 1t MSK ID M 4 bytes
9to 12 15t Time Stamp Counter (TS) M 4 bytes
1310 16 2" MSK ID M 4 bytes
171020 2" Time Stamp Counter (TS) M 4 bytes
8(n-1)+5to 8n |n" MSK ID (@] 4 bytes
(See Note)
8n+1to 8n+4 |n™ Time Stamp Counter (TS) C 4 bytes
(See Note)
Note: In the current version of the specification, these bytes are RFU.

Key Domain ID:
Content: Identifier of the Domain of the BM-SC providing MBMS Service.
Coding: Asdefined in TS 33.246 [43]
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Number of stored MSK IDs and corresponding TS:

Content: Number of stored MSK 1Ds and corresponding Time Stamp counter (TS) within the record, as defined in
TS 33.246 [43]. This number shall not exceed the maximum limit of MSK IDsfixed in TS 33.246 [43] (e.g if the
maximum number of MSK IDs s 2, then this byte may only take the following values: '00', '01', '02").

Coding: binary.

MSK ID:
Content: Identifier of MBMS Service Key (MSK) within a particular Key Domain.
Coding: Asdefined in TS 33.246 [43]

Time Stamp Counter (TS):

Content: Counter for MIKEY replay protection in MTK delivery. Each counter is associated with a
particular MSK.
Coding: Asdefined in TS 33.246 [43]

Any unused bytes shall be set to 'FF.

4.2.81 EFmuk (MBMS User Key)

If service n°69 is"available", thisfile shall be present.

This EF contains the identifier of the MBM S User Key (MUK) that is used to protect the transfer of MBMS Service
Keys (MSK). The file also contains the Time Stamp Counter associated with the MUK, which is used for Replay
Protection in MSK transport messages. This EF shall not contain MUK IDs with the same Idi part.

Identifier: '6FD8' | Structure: linear fixed |  Optional
Record length: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Bytes
ltoZ MBMS User Key TLV objects M ltoZ

MBMS User Key tags

Description Tag Value
MUK ID Tag ‘A0’
Time Stamp Counter Tag ‘81"
MBMS User Key information
Description Value M/O Length (bytes)

MUK ID Tag '‘AQ' M 1
Length X M Note
MUK Idr Tag ‘80 M 1
Lenght A M Note
MUK Idr value -- M A
MUK Idi Tag '‘82' M 1
Lenght w M Note
MUK Idi Value - M W
Time Stamp Counter Tag '81' M 1
Length Y M Note
Time Stamp Counter value -- M Y
Note: The length is coded according to ISO/IEC 8825-1 [35]

- MUK ID Tag 'AQ'. This constructed data object consists of the Idr, and the Idi
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- Idr Tag '80'
Content:
Idr part of MBM S User Key (MUK).
Coding:
Asdefined in TS 33.246 [43]
- 1di Tag '82'
Content:
Idi part of MBMS User Key (MUK).
Coding:
Asdefined in TS 33.246 [43]

- Time Stamp Counter Tag '81'

Content:
Counter for MIKEY replay protectionin MSK delivery. The counter is associated with the particular MUK. The
length value is defined in TS 33.246 [43].

Coding:

Asdefined in TS 33.246 [43]

Unused bytes shall be set to 'FF.
4.2.82 Void

4.2.83 EFcsan. (GBA NAF List)

If service n°68 is"available", thisfile shall be present.

This EF containsthe list of NAF_ID and B-TID associated to a GBA NAF derivation procedure.

Identifier: '6FDA' | Structure: Linear fixed | Optional
Record length: Z bytes Update activity: low

Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM

Bytes Description M/O Length
ltoZ NAF Key Identifier TLV objects M Z bytes
NAF Key ldentifier tags
Description Tag Value
NAF_ID Tag 80
B-TID Tag ‘81’
NAF Key Identifier information
Description Value M/O Length (bytes)

NAF_ID Tag '80' M 1
Length X M Note
NAF_ID value -- M X
B-TID Tag ‘81" M 1
Length Y M Note
B-TID value -- M Y
Note: The length is coded according to ISO/IEC 8825-1 [35]

- NAF_ID Tag'80'
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Identifier of Network Application Function used in the GBA_U NAF Derivation procedure.

Coding:
Asdefined in TS 33.220 [42]

- B-TID Tag ‘81
Content:

Bootstrapping Transaction Identifier of the GBA_U bootstrapped key

Coding:
Asdefined in TS 33.220 [42]

Unused bytes shall be set to 'FF

4.2.84 EFenrmn (Equivalent HPLMN)

If service n°71is"available", thisfile shall be present.

This EF contains the coding for n EHPLMNSs. The usage of EHPLMN isdefined in TS 23.122 [31]. This datafield may

contain the HPLMN code derived from the IMSI asan EHPLMN entry.

Identifier: '6FD9’ | Structure: transparent | Optional
SFI; '1D’
File size: 3n, (n >1) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 15t EHPLMN (highest priority) M 3 bytes
4106 2"4 EHPLMN O 3 bytes
(3n-2) to (3n) n" EHPLMN (lowest priority) 0 3 bytes

- EHPLMN
Contents:

- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:
- according to TS 24.008 [9].

Unused entries shall be set to 'FF FF FF

4.2.85 EFenruvne (Equivalent HPLMN Presentation Indication)

If service n°71 and service n°73 are "available", thisfile shall be present.

This EF contains an indication to the ME for the presentation of the available EHPLMN(S). The usage of the EHPLMN
presentation indication is defined in TS 23.122 [31].

Identifier: '6FDB' | Structure: transparent | Optional
File size: 1 byte Update activity: low
Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length
1 EHPLMN Presentation Indication M 1 byte
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- EHPLMN Presentation Indication:
Contents:

EHPLMN display mode
Coding:
- '00' - No preference for the display mode
- '01' - Display the highest-priority available EHPLMN only
- '02 - Display al the available EHPLMNs
- All other values are RFU

4.2.86 EFirpivnst (Last RPLMN Selection Indication)

If service n°74 is"available", thisfile shall be present.

This EF contains an indication to the ME for the selection of the RPLMN or the home network at switch on, or
following recovery from lack of coverage. The usage of the Last RPLMN Selection Indication is defined in
TS23.122[31].

Identifier: '6FDC' | Structure: transparent | Optional
File size: 1 byte | Update activity: low
Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length
1 Last RPLMN Selection Indication M 1 byte

- Last RPLMN Selection Indication:
Contents:

Last RPLMN Selection Indication
Coding:
- '00" - The UE shall attempt registration on the last RPLMN at switch-on or recovery from out-of-coverage as
described in TS 23.122 [31]
- '01'- The UE shall attempt registration either on the HPLMN or the last RPLMN at switch-on or recovery from out-
of-coverage as described in TS 23.122 [31]
- All other values are RFU

4.2.87 EFnarkca (NAF Key Centre Address)
If service n°68 and service n°76 are "available", thisfile shall be present.

This EF contains one or more NAF Key Centre addresses. The first record in the EF shall be considered to be of the
highest priority. The last record in the EF shall be considered to be the lowest priority.

Identifier: '6FDD’ | Structure: Linear fixed | Optional
Record length: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ NAF Key Centre TLV object M Z bytes

Unused bytes shall be set to 'FF.

NAF Key Centre tags
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Description Tag Value
NAF Key Centre address Tag '80'
NAF Key Centre information
Description Value M/O Length (bytes)

NAF Key Centre address Tag '80' M
Length X M Note
NAF Key Centre address value -- M X
Note: The length is coded according to ISO/IEC 8825-1 [35].

- NAF Key Centre Address value (Tag '80")

Contents:
Fully qualified Domain Name (FQDN) of the NAF Key Centre used in the Local Key Establishment
procedures (see TS 33.110 [47]).

Coding:

Encoded to an octet string according to UTF-8 encoding rules as described in IETF RFC 3629 [48].
4.2.88 EFspni (Service Provider Name Icon)
If service n°78 is"available", thisfile shall be present.

This EF may contain one or several links to the service provider name icon. When more than onelink isavailable, it is
up to the ME to choose the link type to be used (e.g. the link type that is supported by the ME). The requirements for
the display by the ME are defined in clause 4.2.12.

Identifier: '6FDE' | Structure: transparent |  Optional
File Size: X bytes | Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Icon TLV object(s) M X bytes

Thisfile may contain one or severa service provider name Icon TLV object(s). The coding of the service provider
name Icon TLV objects is described hereafter:

Length Description Value Status
1 byte Icon Tag (See Note 1) -- M
1 byte Length (see Note 2) Y+1 M
1 byte Icon Qualifier -- M
Y bytes Icon Link -- M

Note 1: The tag value indicates the type and format of the Icon Link that is provided in the TLV value
field (e.g. Tag '80' indicates that the Icon link is a URI, while Tag '81" indicates that the Icon Link is the
record number of the corresponding image in EFivg).

Note 2: coded according to ISO/IEC 8825-1 [35].

- lconTag
Contents: Tag value.
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- When the lcon Link isan URI, the Tag value shall be set to '80'.

- When the Icon Link is a pointer to the record number of the corresponding image in EFue, the Tag value
shall be set to '81".

- All other values are RFU.
Coding: binary.

- lcon Qualifier
Contents: Theicon qualifier indicates to the ME how the icon shall be used.

-'01' = icon is self-explanatory, i.e. if displayed, it replaces the corresponding name in text format.

-'02 =iconis not self-explanatory, i.e. if displayed, it shall be displayed together with the corresponding
name in text format.

- All other values are RFU.
Coding: binary.
- lconLink
Contents: Link to theicon. Thislink shall point to a UICC resource.
Coding:

- When the Tag value indicates an URI (i.e. Tag = '80") , the Icon Link shall be encoded to an octet string
according to UTF-8 encoding rules as described in IETF RFC 3629 [48] (e.g.
http://127.0.0.1:3516/pub/files/spng.jpg).

- When the Tag value indicates that the Icon Link contains the record number of the corresponding image in
EFmc (i.e. Tag ='81"), the Icon Link shall be encoded in binary.

4.2.89 EFpnni (PLMN Network Name Icon)

If servicen°79is"available", thisfile shall be present.

This EF contains one or several links to the PLMN network name icon. When more than one link is availablein a
record, it is up to the ME to choose the link type to be used (e.g. the link type that is supported by the ME).

Identifier: '6FDF' | Structure: linear fixed |  Optional
Record length: X bytes | Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Icon TLV object(s) M X bytes

Each record may contain one or several PLMN network name Icon TLV object(s). The coding of the lcon TLV
object(s) isdescribed in EFspn;.

4.2.90 EFncp-r (Network Connectivity Parameters for USIM IP connections)
If servicen°80 is "available", thisfile shall be present.

This EF contains the network activation parameters to be used by the ME for establishing a data channel (e.g. PDP
context activation) for UICC remote | P connectivity as described in ETSI TS 102 483 [50].

Each record contains a network connectivity parameters set. A network connectivity parameters set may comprise an
Access Point Name, a Login and Password of the Access Point Name, a Data Destination Address Range and the Bearer
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Description. The priority order of the different Network Connectivity Parameters sets is the same as the order of the
record numbers.

Each network connectivity parameters set provides a condition and the network connectivity parameters to be used
when this condition is met:

- Thenetwork activation parameters present in arecord shall be associated with this Data Destination Address
Range in the same record (i.e. if arecord contains a Data Destination Address Range, all |P packets that are sent
by the UICC to any network destination address belonging to this Address Range shall transit through a network
connection established using the parameters provided in that record).

Note: A Data Destination Address Range TLV with a zero length prefix matches all addresses of the
address type.

In arecord, if the Access Point Name has a value part, the associated Login and Password may be provided. If
supported by the ME, the Login and Password may be used for Access Point Name authentication. If only the Loginis
present, the ME shall useits default Password configuration if any. If the Login and Password are not present, the ME
shall useits default Login/Password configuration if any. If no authentication is requested, the Login and Password
shall beignored. The Password TLV can only be provided in arecord if aLogin TLV is provided in the same record.

In any record, if the Access Point Name has no value part, the ME may use its default Access Point Name or the default
subscription value together with the other network connectivity parameters of that record.

When present, the Bearer Description TLV provides recommended values for parameters that the ME should use to
establish the data link for UICC remote I P connections. However if the ME or network does not support these val ues,
the ME selects the most appropriate values.

Structure of EFncp.p

Identifier: '6FE2' | Structure: linear fixed |  Optional
Record length: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoM Data Destination Address Range TLV M M bytes
M+1 to M+N [Access Point Name TLV M N bytes
M+N+1to |Login TLV C O bytes
M+N+O
M+N+O+1 to |Password TLV C P bytes
M+N+O+P
M+N+O+P+1 |Bearer description TLV C Q bytes
to
M+N+O+P+Q

- DataDestination Address Range TLV
Contents. the data destination address or the range of data destination addresses.

Coding: the coding of the Data Destination Address Range TLV object is described hereafter.
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Length |Description Value [Status
1 byte Data Destination Address Range Tag 83 M
1 byte Length (see notel) X M
1 byte Type of Address -- M
1 byte Prefix length (in bits) '00" to M
‘20" for
IPv4
'00' to
‘80" for
IPv6
O0to 16 Prefix --
bytes
Note 1: coded according to ISO/IEC 8825-1 [35].

- Typeof Address
Contents:. the type of data destination address range.
Coding:
- '21'=1Pv4 address range;
- '57'=1Pv6 address range;
- Other values are RFU.
- Prefix length

Contents: the number N of valid bits of the prefix of the address range. A prefix length of zero denotes the
default "al 1P addresses" range.

Coding: binary
- Prefix

Contents: Prefix, i.e. the leftmost bits of the address range. All addresses where the leftmost N bits match
the prefix belong to the address range.

Coding:

- theleftmost N bits encode the prefix of the address range. If N is not an integer multiple of 8, the
prefix isright padded with zeroes to the next octet boundary.

- Access Point Name TLV
Contents: Access Point Name provides information to the ME necessary to identify the Gateway entity which

provides interworking with an external packet data network.

Coding: the coding of the Access Point Name TLV object is described hereafter. The Access Point Name
Vaueiscoded as defined in TS 23.003 [25].

Length [Description Value [Status

1 byte [Access Point Name Tag 80 M

1 byte [Length (see note 1) W M
W bytes |Access Point Name Value -- M
Note 1: coded according to ISO/IEC 8825-1 [35].

- LoginTLV
Contents. thelogin of the Access Point Name.
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Coding: the coding of the Login TLV object is described hereafter. The Login Valueis coded asfor SMS Data
coding scheme defined in TS 23.038 [5]. Parts of the data coding scheme other than the character set
indication shall beignored.

Length [Description Value [Status

1 byte [Login Tag 81 M

1 byte [Length (see note 1) X M

X bytes |Login Value -- M
Note 1: coded according to ISO/IEC 8825-1 [35].

- Password TLV
Contents. the password of the Access Point Name.

Coding: the coding of the Password TLV object is described hereafter. The Password Value is coded as for
SM S Data coding scheme defined in TS 23.038 [5]. Parts of the data coding scheme other than the
character set indication shall be ignored.

Length [Description Value [Status

1 byte [Password Tag 82 M

1 byte [Length (see note 1) Y M

Y bytes |Password Value -- M
Note 1: coded according to ISO/IEC 8825-1 [35].

- Bearer Description TLV
Contents: bearer description.

Coding: the coding of the Bearer Description TLV object is described hereafter. The Bearer Description Vaue
is encoded as the value part of the "Bearer description” TLV data object defined in TS31.111[12].

Length [Description Value [Status

1 byte [Bearer Description Tag 84 M

1 byte [Length (see note 1) z M

Z bytes |Bearer Description Value -- M
Note 1: coded according to ISO/IEC 8825-1 [35].

Any unused bytes shall be set to 'FF.

4.2.91 EFepsLoci (EPS location information)
If service n°85 is"available", thisfile shall be present.
This EF contains the following EPS location information:

- Globally Unique Temporary Identifier (GUTI);
- Last visited registered Tracking Area ldentity (TAI);
- EPSupdate status.
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Identifier: '6FE3' | Structure: transparent | Optional
SFI: '1E'
File size: 18 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to12 GUTI M 12 bytes
13 tol7 Last visited registered TAI M 5 bytes
18 EPS update status M 1 byte
- GUTI.
Contents:

Globally Unique Temporary Identifier.

Coding:

asthe GUTI part of the EPS mobile identity information element defined in TS 24.301 [51]. Byte 1
corresponds to "octet 2" of an EPS mobile identity information element containing a GUTI. Byte 12
corresponds to "octet 13" of an EPS mobile identity information element information element containing

aGUTI.
Byte 1: first byte of GUTI

b8 b7 b6 b5 b4 b3 b2 bl
I R R Rl A e N

VBB

- Last visited registered TAI
Contents:

Last visited registered Tracking Area ldentity.

Coding:

as the content of the tracking areaidentity information element defined in TS 24.301 [51]. Byte 13
corresponds to "octet 2" of atracking area identity information element. Byte 17 corresponds to "octet 6"

of atracking areaidentity information element.

Byte 13: first byte of last visited registered TAI

b8 b7 b6 b5 b4 b3 b2 bl
(59 [ o7 [ o [ o5 [ o [ o [o2 [ ]

VBB

- EPSupdate status.
Contents:

status of EPS update according to TS 24.301 [51].
Coding:
byte 18:
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Bits: b3 b2 bl
0 0O O : UPDATED.
0 0O 1 NOT UPDATED.
0 1 0 : ROAMINGNOTALLOWED.
0 1 1 . reserved.
1 0O O . reserved.
1 0 1 reserved.
1 1 O reserved.
1 1 1 reserved.

Bits b4 to b8 are RFU (see TS 31.101 [11]).

Unused bytes shall be set to 'FF.
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4.2.92 EFepsnsc (EPS NAS Security Context)
If service n°85 is"available", thisfile shall be present.

This EF contains the EPS NAS Security context as defined in TS 33.401 [52]. Thisfile shall contain only one record.

Identifier: '6FE4’ | Structure: linear fixed |  Optional
SFI: '18'
Record size: X bytes (X=54) Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
l1to X EPS NAS Security Context TLV Object M X bytes
EPS NAS Security Context tags
Description Tag Value
EPS NAS Security Context Tag ‘A0’

EPS NAS Security Context information

Description Value M/O Length (bytes)
EPS NAS Security Context Tag ‘A0’ M 1
Length (length of all subsequent data) Y M Note 1
Key set identifier KSlasme Tag ‘80’ M 1
Length K M Note 1
Key set identifier KSlasme -- M K
ASME key (Kasme) Tag ‘81 M 1
Length L M Note 1
ASME key (KasmE) - M L
Uplink NAS count Tag '82' M 1
Length M M Note 1
Uplink NAS count -- M M
Downlink NAS count Tag '83' M 1
Length N M Note 1
Downlink NAS count -- M N
Identifiers of selected NAS integrity and '84' M 1
encryption algorithms Tag
Length S M Note 1
Identifiers of selected NAS integrity and -- M S
encryption algorithms
Note 1:  The length is coded according to ISO/IEC 8825-1 [35]

- Key setidentifier KSIasve Tag '80'
Contents:
The ASME key set identifier as defined in TS 33.401 [52]. In this release the KSlasveis coded on 1 byte.

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

KSI asve
bits b4 to b8 are coded 0

-  ASME key (Kasue) Tag '81'

Contents:
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The ASME Key asdefined in TS 33.401 [52]. In thisrelease avalid ASME key is coded on 32 bytes. The
ME shall treat any ASME key values stored in this EF asinvalid if the ASME key set identifier indicates
that no ASME key is available or if the length indicated in the ASME key TLV isset to '00',

Coding:

The most significant bit of Kasve isthe most significant bit of the 1% byte of this TLV value field. The least
significant bit of Kasue isthe least significant bit of the last byte of this TLV value field.

- Uplink NAS count Tag '82'
Contents:

The uplink NAS count as defined in TS 33.401 [52]. In this release the Uplink NAS count is coded on 4
bytes.

Coding:

The most significant bit of the uplink NAS count is the most significant bit of the 1% byte of this TLV value
field. Theleast significant bit of the uplink NAS count isthe least significant bit of the last byte of this
TLV vauefield.

- Downlink NAS count Tag '83'
Contents:

The downlink NAS count as defined in TS 33.401 [52]. In this release the downlink NAS count is coded on 4
bytes.

Coding:

The most significant bit of the downlink NAS count is the most significant bit of the 1% byte of thisTLV
value field. The least significant bit of the downlink NAS count is the least significant bit of the last byte
of thisTLV valuefield.

- ldentifiers of selected NAS integrity and encryption algorithms Tag '84'
Contents:

The identifiers of selected NAS integrity and encryption algorithms as defined in TS 33.401 [52] and TS
24.301 [51]. In thisrelease the identifiers of selected NAS integrity and encryption algorithms are coded
on 1 byte.

Coding:
as the content of the NAS security algorithms information element defined in TS 24.301 [51].

Byte 1 of this TLV valuefield: first byte of the NAS security a gorithms information element

|b8|b7|b6|b5|b4|b3|b2|b1|
| | T T | | T T
VSB
Unused bytes shall be set to 'FF'.
In order to mark the stored EPS NAS security context asinvalid:
- therecord bytes shall be set to 'FF', or

- the KSlasve isset to '07', or
- thelength indicated in the ASME key TLV is set to '00'.

4.2.93 EF . (USAT Facility Control)

This EF contains datafor USAT Facility Control related to AT commands for USAT (see TS 31.111 [12]).
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Identifier: '6FE6' | Structure: transparent |  Optional
File size: X bytes, (X 2 1) | Update activity: low
Access Conditions:
READ ALW
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Facility list M X bytes

The facility list has the same format asthe TERMINAL PROFILE defined in TS 31.111[12].

By setting the corresponding bitsto 1, the facility list defines facilities which can only be provided by the MT and
which are not allowed to be provided by the TE.

If aTERMINAL PROFILE islonger than the facility list, for the purpose of facility control, the exceeding bytes of the
TERMINAL PROFILE shall be compared according to the generic rules found in TS 31.111 [12].
4.2.94 EFnasconric (Non Access Stratum Configuration)

If servicen°96 is "available", thisfile shall be present. This EF contains some of the NAS configuration parameters
defined in TS 24.368 [65]. For each of these NAS configuration parameters, a parameter provided in EFnasconric shall
take precedence over the corresponding parameter stored in the ME's non-volatile memory.

Identifier: '6FES' | Structure: transparent | Optional
File size: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
ltoZ NAS configuration parameter TLV objects M Z bytes

NAS configuration parameter information

| Description | Value | M/OIC | Length (bytes) |
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NAS signalling priority Tag ‘80" o] 1
Length L1 C Note 1
NAS signalling priority value - C L1
NMO | Behaviour Tag ‘81 ©) 1
Length L2 C Note 1
NMO | Behaviour value -- C L2
Attach with IMSI Tag '82' o] 1
Length L3 C Note 1
Attach with IMSI value -- C L3
Minimum Periodic Search Timer Tag '83' ®) 1
Length L4 C Note 1
Minimum Periodic Search Timer value -- C L4
Extended access barring Tag '84' ®) 1
Length L5 C Note 1
Extended access barring value -- C L5
Timer T3245 Behaviour Tag '85' (@) 1
Length L6 C Note 1
Timer T3245 Behaviour value -- C L6
Override NAS signalling low priority Tag '86' ©) 1
Length L7 C Note 1
Override NAS signalling low priority -- C L7
value
Override Extended access barring Tag ‘87" ©) 1
Length L8 C Note 1
Override Extended access barring value -- C L8
Fast First Higher Priority PLMN Search ‘88" (0] 1
Tag
Length L9 C Note 1
Fast First Higher Priority PLMN value -- C L9
E-UTRA Disabling Allowed for EMM ‘89’ o 1
cause #15 Tag
Length L10 C Note 1
E-UTRA Disabling Allowed for EMM - C L10
cause #15 Value
SM_RetryWaitTime Tag '8A' (6] 1
Length L11 C Note 1
SM_RetryWaitTime value - C L11
SM_RetryAtRATChange Tag '8B' o] 1
Length L12 C Note 1
SM_RetryAtRATChange value -- C L12
Default DCN_ID Tag '8C' [©) 1
Length L13 C Note 1
Default DCN_ID value -- C L13
Exception Data Reporting Allowed Tag ‘8D’ ©) 1
Length L14 C Note 1
Exception Data Reporting Allowed -- C L14
value
RLOSPreferredPLMNList Tag '8E' o] 1
Length L15 C 4n (Note 1)
RLOSPreferredPLMNList value -- C L15
RLOSAllowedMCCList Tag '8F' ) 1
Length L16 C 2n (Note 1)
RLOSAIllowedMCClList value - C L16
No E-UTRA Disabling In 5GS Tag '90" (@) 1
Length L17 C Note 1
Note 1: The length is coded according to ISO/IEC 8825-1 [35]

Note 2:  C; if the Tag is present, this is mandatory.

- NASsignaling priority

Contents:

Asdescribed in TS 24.368 [65], used to determine the NAS signalling priority included in NAS messages.

Coding:

Asdefined for the NAS_SignallingPriority leaf in TS 24.368 [65].

- NMO | Behaviour
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Content:
Asdescribed in TS 24.368 [65], indicates whether the "NMO |, Network Mode of Operation I" indication is
applied by the UE.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for the
NMO_| _Behavi our leaf in TS 24.368 [65].

RFU (see TS 31.101 [11])

- Attach with IMS]|
Content:
Asdescribed in TS 24.368 [65], indicates whether attach with IMSI is performed when moving to a non-
equivalent PLMN.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for the
AttachWthlMSI leaf in TS 24.368 [65].

RFU (see TS 31.101 [11])

- Minimum Periodic Search Timer
Content:
Asdescribed in TS 24.368 [65], gives a minimum value in minutes for the timer T controlling the periodic
search for higher prioritized PLMNSs. The content applies a minimum value that may override the valuein file
EFupeLvn (Higher Priority PLMN search period), as specified in TS 23.122 [31] clause 4.4.3.3.1.
Coding:
As defined for the MinimumPeriodicSearchTimer leaf in TS 24.368 [65].

- Extended access barring
Content:
Asdescribed in TS 24.368 [65], indicates whether the UE applies extended access barring.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for
Ext endedAccessBarring leaf in TS 24.368 [65].

RFU (see TS 31.101 [11])

- Timer T3245 Behaviour
Content:
Asdescribed in TS 24.368 [65], indicates whether the timer T3245 and the related functionality is used by the
UE.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for
Ti mer _T3245_Behavi our leaf in TS 24.368 [65].

RFU (see TS 31.101 [11])

- Override NAS signalling low priority
Contents:
Asdescribed in TS 24.368 [65], used to determine whether the NAS signalling priority included in NAS
messages can be overriden.
Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

bl value to be interpreted as defined for the
Override_NAS SignallingLowPriority leaf in
TS 24.368 [65].

RFU (see TS 31.101 [11])
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The Override NAS signalling low priority tag and the Override Extended access barring tag shall be set to the same
value, e.g., if the UE is configured to override the NAS signalling low access priority indicator, then it has also to be
configured to override Extended access barring (see 3GPP TS 23.401 [69] clause 4.3.17.4).

- Override Extended access barring
Contents:
Asdescribed in TS 24.368 [65], used to determine whether the Extended access barring included in NAS
messages can be overriden.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for the
Override_ ExtendedAccessBarring leaf in
TS 24.368 [65].

RFU (see TS 31.101 [11])

The Override Extended access barring tag and the Override NAS signalling low priority tag shall be set to the same
value, e.g., if the UE is configured to override Extended access barring, then it has also to be configured to override
the NAS signalling low access priority indicator (see 3GPP TS 23.401 [69] clause 4.3.17.4).

- Fast First Higher Priority PLMN Search

Contents:
Determine whether the UE can perform Fast First Higher Priority PLMN Search upon selectingaVPLMN as
specified in 3GPP TS 23.122 [31].

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

bl value to be interpreted as defined for the
Fast Fi rst H gherPriorityPLMNSearch |l eaf in
TS 24.368 [65].

RFU (see TS 31.101 [11])

- E-UTRA Disabling Allowed for EMM cause #15

Contents:
Determine whether the UE is allowed to disable the E-UTRA capability when it receives the Extended EMM |E
with value cause "E-UTRAN not allowed" as specified in 3GPP TS 24.301 [51].

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

bl value to be interpreted as defined for the
EUTRADI sabl i ngAl | owedf or EMMcausel5 | eaf in
3GPP TS 24.368 [65]

RFU (see TS 31.101 [11])

-  SM_RetryWaitTime

Contents:
Asdescribed in TS 24.368 [65], provides a configured UE retry wait time value applicable when in HPLMN or
EHPLMN (see 3GPP TS 23.122 [31]) for controlling the UE session management retry behaviour when prior
session management request was rejected by the network with cause value #8, #27, #32, #33 as specified in
3GPP TS 24.008 [9] and 3GPP TS 24.301 [51], or when prior session management request was rejected by the
network with cause value #8, #27, #32, #33, #70 as specified in 3GPP TS 24.501 [104].

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

bits bl to b8 to be interpreted as defined for the
SM RetryWaitTime |l eaf in 3GPP TS 24. 368 [65]

- SM_RetryAtRATChange
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Contents:
Asdescribed in TS 24.368 [65], indicates the UE's retry behaviour when in HPLMN or EHPLMN (see
3GPP TS 23.122 [31]) after inter-system change between S1 mode and A/Gb or lu mode or N1 mode as
specified in 3GPP TS 24.008 [9] and 3GPP TS 24.301 [51] and 3GPP TS 24.501 [104].

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

bl value to be interpreted as defined for the
SM Ret r yAt RATChange | eaf in 3GPP TS 24. 368 [ 65]

RFU (see TS 31.101 [11])

- Default DCN_ID

Contents:
Asdescribed in 3GPP TS 24.368 [65], indicates the default DCN-ID which is provided by NAS to the lower
layers at establishment of the NAS signalling connection as specified in 3GPP TS 24.301 [51].
Coding:
Asthe DCN-ID vaue inside the DCN-ID IEI defined in TS 24.008 [9] clause 10.5.5.35.
- Exception Data Reporting Allowed

Contents:
Asdescribed in 3GPP TS 24.368 [65], for the UE in NB-S1 mode indicates whether the UE is allowed to use the
RRC establishment cause mo-ExceptionData, as specified in 3GPP TS 24.301 [51].

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for the
Excepti onDat aReporti ngAl | owed | eaf in
TS 24.368 [65].

RFU (see TS 31.101 [11])

- RLOSPreferredPLMNList

Contents:
Asdescribed is3GPP TS 24.368 [65], it contains in descending priority order, alist of preferred RLOS PLMNs
configured to the UE for selection of aPLMN offering access to RLOS as specified in 3GPP TS 23.122 [31].
Coding:

Bytes Description M/O Length
1to3 15t PLMN (highest priority) M 3 bytes

4 15t PLMN Config M 1 byte

5to7 24 PLMN [®) 3 bytes

8 2"¢ PLMN Config 0 1 byte

9to 11 3" PLMN 0 3 bytes

12 3" PLMN Config 0] 1 byte
(4n-3) to (4n-1) |n"" PLMN 0 3 bytes
4n n™ PLMN Config 0 1 byte

Coding of PLMN Config:
|b8|b7|b6|b5|b4|b3|b2|bl|

b1=0: This PLWN has higher priority than the next
PLMN in the |ist

bl=1: This PLWN has sane priority than the next PLMN
inthe list

RFU (see TS 31.101 [11])

- RLOSAllowedMCCList

Contents:
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Asdescribed is 3GPP TS 24.368 [65], it contains alist of allowed MCC configured to the UE to alow the
UE to check whether the MCC of the PLMN ID of the serving network that advertises RLOS serviceis
present in the list and whether the MCC part of the IMSI configured in the USIM is present in the list of
MCCs before initiating the RLOS connection as specified in 3GPP TS 23.122 [31].

Coding:
Bytes Description M/O Length
1to2 1st MCC M 2 bytes
3to4 2" MCC o] 2 bytes
5t0 6 39 MCC O 2 bytes
(2n-1)to (2n) |n" MCC 0 2 bytes

Coding of MCC: according to TS 24.008 [9].

- A BCD vaueof 'D'in any of the MCC digits shall be used to indicate a"wild" value for that corresponding
MCC digit. A value of 'DDD' represents "any MCC" value.

- NoE-UTRA Disabling In 5GS
Contents:

Asdescribed in TS 24.368 [65], used to indicate whether E-UTRA Disabling In 5GSis disabled or enabled.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for
NoEUTRADI sabl i ngl n5GS | eaf in TS 24.368 [65].

RFU (see TS 31.101 [11])

If any of these NAS configuration parametersis neither included in EFnasconkic Nor stored in the ME's non-volatile
memory, the default val ue as defined for the corresponding leaf in TS 24.368 [65] shall apply.

Unused bytes shall be set to 'FF.

4.2.95 EFuicciar (UICC IARI)

If service n°95 is"available", thisfile shall be present.

As specified in TS 24.229 [63] a ME includes the list of IARIsfor the IMS applications it intends to use when sending
aninitial registration or when sending subsequent registrations to the IMSin the form of a SIP REGISTER request.

This EF contains alist of IARIs associated with active applications installed on the UICC that are included in the SIP
REGISTER request in accordance with the procedures of TS 24.229 [63].

NOTE: If thisfileis present in both the USIM and the ISIM, thefilein the ISIM is used. It is assumed that the
presence of thisfilein the USIM when an ISIM is present on the UICC is an incorrect configuration of

the UICC.
Identifier: '6FE7" | Structure: linear fixed | Optional
Record length: X bytes. | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
l1to X IARI TLV object M X bytes

IARI TLV object:
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Contents:

- The content and coding is defined below.

Coding of the IARI TLV objects

Length Description Value Status
1 byte IARI TLV TAG '80' M
1 byte Length of IARI Y M
Y bytes IARI value - M

- Coding:
- IMS Application Reference Identifier: shall be coded as specified in TS 24.229 [63].

Unused bytes shall be set to 'FF.

4.2.96 EFpws (Public Warning System)

If servicen°97 is "available", thisfile shall be present. This EF contains the configuration parameters for PWS, as
defined in TS 22.268 [68].

Identifier: '6FEC' | Structure: transparent | Optional
File size: 1+Z bytes Update activity: low
Access Conditions:

READ ALW
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM

Bytes Description M/O Length

1toZ+1 PWS configuration M 1+Z bytes

Contents:
Configuration for PWS

Coding:
First byte:
|b8|b7|b6|b5|b4|b3|b2|bl|

b1=0 process all PW5 warning nmessages in HPLMN and
equi val ent PLMN\s
bl=1 ignore all PWS5 warning nessages in HPLWN and
equi val ent PLMN\s
b2=0 process all PWS5 warning nessages in VPLWN\s
b2=1 ignore all PWS warning nessages in VPLMN\s
RFU (see TS 31.101 [11])

Successive bytes:

RFU (see TS 31.101 [11])

4.2.97 EFrpnuri (Fixed Dialling Numbers URI)

If service n® 2 and service n° 99 are "available", this file may be present.

ThisEF containsalist of FDN stored in URI address format. It may also contain an associated a pha-tagging.

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 112 ETSI TS 131 102 V17.7.0 (2022-10)

Structure of EFrpnurl

Identifier: '6FED' | Structure: linear fixed | Optional
Record length: X+Y bytes Update activity: low
Access Conditions:
READ PIN
UPDATE PIN2
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X URI Address M X bytes
X+1to X+Y |Alpha Identifier o Y bytes
- URI Address.
Content:

The URI Address associated to the referenced file Record number.

Coding:
Same as URI TLV data object in EFiwpu defined in TS 31.103 [64].

- Alphaldentifier.
Contents:
-Alpha-tagging of the associated dialling number.

Coding:
this alpha-tagging shall use either:
- the SMSdefault 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The aphaidentifier
shall be left justified. Unused bytes shall be set to 'FF'.

Or:
- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

If FDN is enabled, the ME shall only allow outgoing calls using destination addresses which are in EFepnuri, 1N addition
to the EFepn entries, following the same principle as defined in the Fixed Number Dialling descriptionin TS 22.101
[24] applied to URI addresses.

The EFronuri shall be enforced:
- If the dialing number introduced by the user isan URI
- Orif thedialing number has been stored in the UE asa URI
NOTE: Thevalueof Y (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFron.

4.2.98 EFgonuri (Barred Dialling Numbers URI)

If service n° 6 and service n° 99 are "available", this file may be present.

ThisEF containsalist of BDN stored in URI address format. It may also contain an associated al pha-tagging.
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Structure of EFgpnurl

Identifier: '6FEE’ | Structure: linear fixed |  Optional
Record length: X+Y bytes Update activity: low
Access Conditions:
READ PIN
UPDATE PIN2
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X URI Address M X bytes
X+1to X+Y |Alpha Identifier o Y bytes
- URI Address.
Content:

The URI Address associated to the referenced file Record number.

Coding:
Same as URI TLV data object in EFiwpu defined in TS 31.103 [64].

- Alphaldentifier.
Contents:
Alpha-tagging of the associated dialling number.

Coding:
this alpha-tagging shall use either:
- the SMSdefault 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier
shall be left justified. Unused bytes shall be set to 'FF'.

or:
- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

If BDN is enabled, the ME shall only allow outgoing calls using destination addresses which are neither in EFgpnuri NOr
in the EFgpn entries, following the same principle as defined in the Barring of Dialled Numbers described in TS 22.101
[24] applied to URI addresses.

The EFsonuri shall be enforceq:
- If the dialing number introduced by the user isan URI
- Orif thedialing number has been stored in the UE asa URI
NOTE: Thevalueof Y (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFspn.

4.2.99 EFspnuri (Service Dialling Numbers URI)

If service n® 4 and service n° 99 are "available", this file may be present.

ThisEF containsalist of SDN stored in URI address format. It may also contain an associated al pha-tagging. If the
service n°112 is available this file will contain the eCall test and reconfiguration URI s that are used by an UE in eCall
and normal service mode.
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Structure of EFspnuri

Identifier: '6FEF’ | Structure: linear fixed | Optional
Record length: X+Y bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X URI Address M X bytes
X+1to X+Y |Alpha Identifier o Y bytes
- URI Address.
Content:

The URI Address associated to the referenced file Record number.

Coding:
Same as URI TLV data object in EFiwpu defined in TS 31.103 [64].

- Alphaldentifier.
Contents:
Alpha-tagging of the associated dialling number.

Coding:
this alpha-tagging shall use either:
- the SMSdefault 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier
shall be left justified. Unused bytes shall be set to 'FF'.
or:
- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

If SDN isenabled, the ME shall perform SDN procedure using destination addresses which are in EFspnuri OF in EFspn
entries, following the same principle as defined in the Service Dialling Numbers description in TS 22.101 [24] applied
to URI addresses.

NOTE: Thevaueof Y (the number of bytesin the alpha-identifier) may be different to the length denoted X in
EFspon.
4.2.100 EFiaL (IMEI(SV) Allowed Lists)

Thefile EFa. stores ranges of values of IMEI(SV) to which the USIM is authorized to be paired as defined in this
specification.

Thisfile shall be present if USAT Application Pairing is supported as defined in this specification.

Thisfile shall contain at least one IMEI(SV) range of values to which the USIM is authorized to be paired.

Identifier: '6FFQ' | Structure: linear fixed | Optional
Record length: X+2 bytes (X>=16) | Update activity: low
Access Conditions:
READ ADM
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1to X+2 IMEI or IMEISV range TLV object M X+2 bytes

- IMEI(SV) range of values TLV object.
The content and coding is defined below, where IMEI and IMEISV are defined in 3GPP TS 23.003[25]:
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Coding of the IMEI Range TLV objects

Length Description Status

1 byte Tag of Range of IMEI values: '80' M

1 byte Length M

X bytes IMEI range of values that the USIM is C
authorized to be paired to (Detail 1)

Coding of the IMEISV Range TLV objects

Length Description Status

1 byte Tag of Range of IMEISV values: '81' M

1 byte Length M

X bytes IMEISV range of values that the USIM is C
authorized to be paired to (Detail 1)

Detail 1:
- Following the Length of the TLV, the range is defined as follow: [lower value][higher value].

- The authorized values of IMEI or IMEISV in an authorized range of values include the lower and higher values
of the specified range.

- Todefine an authorized individual IMEI or IMEISV, the lower value and the higher value of arange shall both
be equal to the value of the authorized IMEI or IMEISV.

- For an IMEI, the Check Digit is not considered in the evaluation
- For anIMEISV, the TAC|SNR part and the SVN part may be evaluated separately
Coding:
- IMEI and IMEISV coding is defined in 3GPP TS 23.003 [25] and 3GPP TS 24.008 [9]
- Unused nibble (IMEI) isset to'F
Unused bytes shall be set to 'FF.

UICC OTA mechanism is used to update the file EFaL stored in the USIM. This mechanism provides dynamic
management of the pairing to change the allowed combinations of USIM and MTC ME(s) by adding or removing
authorized IMEI(SV) rangesin the file EFjaL.

4.2.101 EFpps (IMEI(SV) Pairing Status)

The EFps file stores the status of USAT Application Pairing checking.
Thisfile shall be present if USAT Application Pairing is supported as defined in this specification.

The status flag of pairing check (with value "OK" or "K Q") stored in the file EFips can be read by any terminal hosting
the UICC. The information stored in the file EFips provides a mechanism to detect changes of association between a
USIM and aMTC ME. The information stored in the file EFps can be read locally by e.g. the maintenance person.
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Structure of EFps

Identifier: '6FF1' | Structure: Cyclic |  Optional
Record length: 4 bytes | Update activity: high
Access Conditions:
READ ALWAYS
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1-2 Status of the last pairing procedure (detail 1) o] 2 bytes
3 Link to a record of EFiep (detail 2) @) 1 byte
4 Reserved for future use - 1 byte

Due to the frequency of the pairing procedure, it is recommended that this file contain at least 100 records.
Detail 1:
These 2 bytes contain the status of the last pairing procedure as defined below:
- If thepairing is successful then:
1. Bytelisthe character "O"
2. Byte 2 isthe character "K"
- If the pairing is not successful then:
1. Bytelisthe character "K"
2. Byte 2 isthe character "O"
The characters are coded using the SMS default 7-bit coded al phabet as defined in TS 23.038 [5] with bit 8 set to 0.
Detail 2:
This byte contains alink to arecord of EFipp file:

- Unsigned integer coded from '01' to 'FE'

4.2.102 EFrp (IMEI(SV) of Pairing Device)

The EFpp contains the IMEI(SV) as defined in TS 23.003[25] that was used in the USAT Application Pairing
procedure.

Thisfile shall be present if USAT Application Pairing is supported as defined in this specification.

Identifier: '6FF2' | Structure: linear fixed | Optional
Record length: X+2 bytes (X>=8) | Update activity: high
Access Conditions:
READ ADM
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1to X+2 IMEI or IMEISV TLV object M X+2 bytes

- IMEI(SV) TLV object.
The content and coding is defined below, where IMEI and IMEISV are defined in 3GPP TS 23.003[25]:
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Coding of the IMEI TLV object

Length Description Status
1 byte Tag for an IMEI: '80' M
1 byte Length M
X bytes IMEI value used in the pairing procedure C

Coding of the IMEISV TLV object

Length Description Status
1 byte Tag for an IMEISV: '81' M
1 byte Length M
X bytes IMEISV value used in the pairing procedure C

- Coding:IMEI and IMEISV coding is defined in 3GPP TS 23.003 [25] and 3GPP TS 24.008 [9]
- Unused nibble (IMEI) isset to 'F

Unused bytes are set to 'FF.

4.2.103 EFeprpcia (Home ePDG ldentifier)

If service n°106 and service n°107 are "available", thisfile shall be present.

This EF contains zero or more Home Evolved Packet Data Gateway (ePDG) Identifier data objects as defined in the
" Selection of the ePDG" UE procedure of 3GPP TS 24.302 [79].

Identifier: '6FF3' | Structure: transparent | Optional
File size: >X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Home ePDG identifier TLV data object @) X bytes
X+1toY Home ePDG identifier TLV data object @) Y-X bytes

Home ePDG Identifier TLV data object
Contents:

- Address of Evolved Packet Data Gateway, in the format of a FQDN, an IPv4 address, or an |Pv6 address.

Coding:
- Thetag vaue of thisHome ePDG Identifier TLV data object shall be '80". The format of the data object isas
follows:
Field Length (bytes)
Tag 1
Length 1
Address Type 1
Home ePDG Address Address Length

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 118 ETSI TS 131 102 V17.7.0 (2022-10)

Address Type:  Type of the ePDG address.
- Thisfield shall be set to the type of the ePDG address according to the following:

Value Address Type
‘00’ FQDN
‘01 IPv4
'02' IPv6
All other values are
reserved

ePDG Address:  Address of the Evolved Packet Data Gateway
Contents:
- Thisfield shall be set to the address of the ePDG.
Coding:

- When the Address Typeis set to '00', the corresponding ePDG FQDN Address shall be encoded to an octet
string according to UTF-8 encoding rules as specified in IETF RFC 3629 [48].

- When the Address Typeis set to '01', the corresponding ePDG IPv4 Addressisin octet 5 to octet 8 of the
Home ePDG ldentifier TLV data object. Bit 8 of octet 5 represents the most significant bit of the |P address
and bit 1 of octet 8 the least significant bit.

- When the Address Typeis set to '02', the corresponding ePDG I1Pv6 Addressisin octet 5 to octet 20 of the
Home ePDG ldentifier TLV data object. Bit 8 of octet 5 represents the most significant bit of the |P address
and bit 1 of octet 20 the least significant bit.

Unused bytes shall be set to 'FF.

4.2.104 EFeppcselection (EPDG Selection Information)

If service n°106 and service n°107 are "available", thisfile shall be present.

This EF contains Evolved Packet Data Gateway (ePDG) selection information for one or more PLMNSs as defined in the
"Selection of the ePDG" UE procedure of 3GPP TS 24.302 [79].

Identifier: '6FF4' | Structure: transparent | Optional
File size: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoz ePDG selection information TLV data object (0] Z bytes

The file contains one ePDG selection information TLV data object. The ePDG selection information TLV data object
contains alist of PLMNs which are preferred for ePDG selection. The list of PLMNs may include the HPLMN. For
each PLMN, it isindicated:

- the preference order (priority) given to ePDG of aPLMN and

- whether selection of an ePDG in such PLMN should be based on Tracking/Location Area Identity FQDN or on
Operator Identifier FQDN,

as specified in the " Selection of the ePDG" UE procedure of 3GPP TS 24.302 [79].

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 119 ETSI TS 131 102 V17.7.0 (2022-10)

ePDG selection information TLV data object:

Description Value M/O/C | Length (bytes)

ePDG Selection Information Tag ‘80’ M 1

Length 5n M Note
PLMN 1 -- C 3

ePDG Priority - C 2

ePDG FQDN format '00' or '01" C 1

PLMN n -- C 3

ePDG Priority == C 2

ePDG FQDN format indicator '00" or '01" C 1

Note: The length is coded according to ISO/IEC 8825-1 [35]

PLMN:
Contents:
- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).
Coding:
- According to TS 24.008 [9].

- A BCD value of 'D'in any of the MCC and/or MNC digits shall be used to indicate a"wild" value for that
corresponding MCC/MNC digit.

- A value of 'DDDDDD' represents "any PLMN" value.
ePDG Priority:
Contents:
- The PLMN Priority represents the preference order given to ePDGs of a PLMN.
Coding:
- ePDG Priority value is coded as a 2-Byte integer.

ePDG FQDN format:
Contents:

- Indicates whether the selection of an eéPDG in this PLMN should be based on Tracking/L ocation Area
Identity FQDN or on Operator Identifier FQDN (see 3GPP TS 24.302 [79]).

Coding:
- '00": Indicates that Operator Identifier FQDN format shall be used (see 3GPP TS 24.302 [79]).
- '01" Indicates that location based FQDN format shall be used (see 3GPP TS 24.302 [79]).

- Other values are RFU.
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4.2.104a EFerocicem (Emergency ePDG ldentifier)

If service n°111 and service n°110 are "available", thisfile shall be present.

This EF contains zero or more Emergency Evolved Packet Data Gateway (ePDG) Identifier data objects.

Identifier: '6FF5' | Structure: transparent | Optional
File size: >X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Emergency ePDG identifier TLV data object o X bytes
X+1toY Emergency ePDG identifier TLV data object (0] Y-X bytes

For coding, see EFerpaid

4.2.105 EFeppcselectonem (€EPDG Selection Information for Emergency
Services)

If servicen°111 and service n°110 are "available", thisfile shall be present.

This EF contains Evolved Packet Data Gateway (ePDG) selection information for Emergency Services.

Identifier: '6FF6' | Structure: transparent | Optional
File size: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ ePDG selection information for Emergency (0] Z bytes
Services TLV data object

For coding, see EFeppasdection

42106 EFFromPreferred (From Preferred)

If service n°114 is "available", thisfile shall be present.

It shall be possible to define if the UE uses the From header field for the determination of the originating party identity
in the OIP service. For more detailed description see 3GPP TS 24.607 [86] clause 4.5.2.12.

NOTE: If thisfileis present in both the USIM and the ISIM, the filein the ISIM is used. It is assumed that the
presence of thisfilein the USIM when an ISIM is present on the UICC is an incorrect configuration of

the UICC.
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Identifier: '6FF7' | Structure: transparent | Optional
File size: n bytes. | Update activity: low
Access Conditions:

READ PIN
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM

Bytes Description M/O Length
1 Status M 1 bytes

- Status.
Contents:

Status byte indication if From header field is used or not.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

See 3GPP TS 24.417 [87] clause 5. 4.
RFU (see 3GPP TS 31.101 [3])

4.2.107 EFmsconfignata (IMS Configuration Data)

If servicen°115is"available", thisfile shall be present.

This EF contains the IMS configuration data object as specified in 3GPP TS 24.167 [88].
For the structure, content and coding of this file, see EFimsconfigpata in 3GPP TS 31.103 [2].

NOTE: If thisfileispresent in both the USIM and the ISIM, the filein the ISIM is used. It is assumed that the
presence of thisfilein the USIM when an ISIM is present on the UICC is an incorrect configuration of
the UICC.

4.2.108 EFtvconric (TV Configuration)

If servicen°116 is"available", thisfile shall be present.

This EF contains the configuration of the parameters related to TV service provided viaa PLMN.

Identifier: '6FFB' | Structure: linear fixed |  Optional
Record size: Z bytes. | Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1t03 PLMN identity M 3 bytes
54 to 4+X TMGI List TLV ©) X bytes
4+X+1 to EARFCN List TLV 0] Y bytes
4+X+1+Y
4+X+Y+2to Z |RFU C Z-X-Y-3 bytes

- PLMN
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Contents:

Asdescribed in TS 24.117 [91], the identity of the PLMN for which the TV service configuration applies.
Coding:

According to TS 24.008 [9].

- TMGI List TLV
Contents:
List of TMGls.
Coding:
Description Value M/O Length (bytes)
TMGI List Tag ‘A0’ M 1
Length 9n M Note
ENTRY 1 C 9
ENTRY 2 C 9
ENTRY n C 9
NOTE: The length is coded according to ISO/IEC 8825-1 [35]
Each entry is coded:
1t06 TMGI M 6 bytes
7t08 USD File Id M 2 bytes
9 Service type M 1 byte
- TMGI
Contents:

The TMGI is defined as specified in TS 23.003 [25].

Coding:

TMGI iscoded in 6 bytes:

- bytes1 to 3: contain the MBMS Service ID, with the first digit coded in the most significant nibble of the
first byte, and the last digit coded in the least significant nibble of the third byte.

- bytes4to 6: contain the MCC and MNC values of the TMGI, coded asa PLMN according to TS 24.008 [9].

- USD Fileld
Contents:
Fileidentifier of the EFrvusp inside the DFyy containing the User Service Description (USD).
Coding:
According to TS 31.101 [11]

- Servicetype
Contents:
Type of service for which the entry isvalid.
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

For Service Announcenent service. This is equival ent
to an entry in the TM3 ListForSA leaf in TS 24. 117
[91].

For User service. This is equivalent to an entry in
the TMJ Li st ForService leaf in TS 24.117 [91].

RFU
- EARFCN List TLV
Contents:
List of the E-UTRA ARFCN value of MBM S frequency.
Coding:
| Description | Value | M/O | Length (bytes) |
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EARFCN List Tag ‘Al M 1
Length 4m M Note
EARFCN 1 C 4
EARFCN 2 C 4
EARFCN m C 4
NOTE:  The length is coded according to ISO/IEC 8825-1 [35]

Each EARFCN iscoded in 4 bytes, as specified in 3GPP TS 36.101 [92].

4.2.109 EFscpppspataorr (3GPP PS Data Off)

If servicen® 117 is"available", thisfile shall be present.

This EF contains information about which SIP and non SIP Services are 3GPP PS Data Off Exempt in Home and/or
roaming.

If servicen® 131 is"available", bytel contains the 3GPP PS Data Off Exempt status for servicesin the Home and byte 2
contains the 3GPP PS Data Off Exempt status for servicesin roaming.

If servicen® 131 is"not available", bytel contains 3GPP PS Data Off Exempt status for services for both Home and
roaming. The ME shall ignore byte2 in that case.

Identifier: '6FF9’ | Structure: transparent | Optional
File size: 4 byte | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1-4 SIP and non-SIP Exempt Services M 4 bytes

- SIP and non-SIP Exempt Services.

Contents:

- the servicesthat are 3GPP PS Data Off exempt as specified in 3GPP TS 22.011 [2].
Coding:

- each service that can be 3GPP PS Data Off exempt is coded on one bit.
Byte 1.

|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for the
USSI _exenpt leaf in TS 24.391 [94]

b2 value to be interpreted as defined for the
MMTEL_voi ce_exenpt leaf in TS 24.275 [95]

b3 value to be interpreted as defined for the
MMTEL_vi deo_exenpt leaf in TS 24.275 [95]

b4 value to be interpreted as defined for the
SSP_XCAP_confi g_exenpt |eaf in TS 24.424 [93]
b5 value to be interpreted as defined for the
SMsol P_exenpt |eaf in TS 24.167 [88]

b6 value to be interpreted as defined for the
Bear er _i ndependent _protocol |eaf of the
Exenpted_service_list in TS 24.368 [65]

b7 value to be interpreted as defined for the
Devi ce_nanagenent _over _PS | eaf of the
Exenpted_service_list in TS 24.368 [65]

RFU

Byte 2 (if valid):
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|b8|b7|b6|b5|b4|b3|b2|b1|

bl value to be interpreted as defined for the
USSI _roani ng_exenpt leaf in TS 24.391 [94]
b2 value to be interpreted as defined for the
MMTEL_voi ce_roam ng_exenpt leaf in TS 24.275 [95]
b3 value to be interpreted as defined for the
MMTEL_vi deo_roami ng_exenpt leaf in TS 24.275 [95]
b4 value to be interpreted as defined for the
SSP_XCAP_confi g_roam ng_exenpt |leaf in
TS 24. 424 [93]
b5 value to be interpreted as defined for the
SMsol P_r oani ng_exenpt leaf in TS 24.167 [88]
b6 value to be interpreted as defined for the
Bear er _i ndependent _protocol |eaf of the
Exenpted_service_list_roanming in TS 24.368 [65]
b7 value to be interpreted as defined for the
Devi ce_nanagenent _over _PS | eaf of the
Exenpted_service_list_roaming in TS 24. 368 [65]
RFU

Bytes 3 to 4 are RFU.

4.2.110 EF3scppprspaTaorrsenicelist (3GPP PS Data Off Service List)

If service n® 118 is"available", thisfile shall be present. Thisfile containsalist of particular IMS services not defined
by 3GPP, where each such IMS serviceisidentified by an IMS communication service identifier. (See
3GPP TS 22.011[2]). The usage of thisfile is described in 3GPP TS 24.229 [63] clauses4.17 B.3.1.5 and L.3.1.5.

Identifier: '6FFA’ | Structure: linear fixed |  Optional
Record length: X bytes. | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
l1to X ICSI TLV object M X bytes

ICSI TLV object:
Contents:
- The content and coding is defined below.

Coding of the ICSI TLV objects

Length Description Value Status
1 byte ICSI TLV TAG '80° M
1 byte Length of ICSI Y M
Y bytes ICSI value - M

- Coding:

IMS Communication Service Identifier: shall be coded as specified in TS 24.229 [63].

4.2.111 EFxcapconfigpata (XCAP Configuration Data)

If service n°120 is "available", thisfile shall be present.

This EF contains the X CAP configuration data object as specified in 3GPP TS 24.424 [101], OMA OMA-TS
XDM_MO-V1_1-20080627-A [103] and OMA-DDS-DM_ConnMO-V1_0-20081107-A [100]:
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For the structure, content and coding of this file, see EFxcapconfigpaa in 3GPP TS 31.103 [2].

NOTE: If thisfileispresent in both the USIM and the ISIM, the filein the ISIM is used. It is assumed that the
presence of thisfilein the USIM when an ISIM is present on the UICC is an incorrect configuration of
the UICC.

4.2.112 EFgarrenst (EARFCN list for MTC/NB-IOT UES)
If Servicen°121 is"available", thisfile shall be present.

This EF contains NAS configuration MO having alist of EARFCNSs and associated geographical area coordinates
configured in the UE for initial cell search of MTC carrier or NB-loT carrier.

Identifier: '6FFD’ | Structure: transparent | Optional
File size: X bytes. | Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
ltoZ EARFCN List TLV data object M Z bytes

This EF contains one or more EARFCN List TLV data objects

EARFCN List information:

Description Value M/O/C | Length (bytes)
EARFCN List TLV ‘A0’ M 1
Length X M Note 1
EARFCN Tag '80' M 1
Length Note2 M 1
EARFCN value -- M Note2
Geographical Area — Polygon Tag ‘81" M 1
Length 6*n (n>2) M Note 1
Geographical Area — Polygon value -- M 6*n (n>2)
Note 1:  The length is coded according to ISO/IEC 8825-1 [35]
Note 2: EARFCN is coded in 4 bytes, as specified in 3GPP TS 36.101 [92]

Each EARFCN List TLV dataobject shall contain one EARFCN and one or more Geographical Area objects.

- Geographical Area— Polygon Tag '81'

Contents:
A geographical area defined by a polygon with 3 or more points.
Coding:
Bytes Description M/O Length
1to3 Latitude of point 1 M 3 bytes
4t06 Longitude of point 1 M 3 bytes
7109 Latitude of point 2 M 3 bytes
10to 12 Longitude of point 2 M 3 bytes
13t0 15 Latitude of point 3 M 3 bytes
16 to 18 Longitude of point 3 M 3 bytes
19 to 21 Latitude of point 4 o 3 bytes
221024 Longitude of point 4 o 3 bytes
(6n-5) to 6n-3  |Latitude of point n (0] 3 bytes
(6n-2) to 6n Longitude of point n o 3 bytes
Latitude and longitude are coded as defined in clause 6.1 of 3GPP TS 23.032 [75].

NOTE: The upper limit of 15 specified in 3GPP TS 23.032 [9] for the number of pointsin a polygon shape does
not apply to the number of coordinates in a geographical area described as a polygon here.
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4.2.113 EFmupmipconfignata (MuD and MiD Configuration Data)

If service n°134 is "available", thisfile shall be present.

This EF contains the MuD and MiD configuration data object as specified in 3GPP TS 24.175 [110]:
For the structure, content and coding of this file, see EFmuwmipconfigpaa in 3GPP TS 31.103 [2].

NOTE: If thisfileis present in both the USIM and the ISIM, thefilein the ISIM is used. It is assumed that the
presence of thisfilein the USIM when an ISIM is present on the UICC is an incorrect configuration of
the UICC.

4.2.114 EFeaka (enhanced AKA support)

Thefile EFeaka stores information about the support of the enhanced AKA. The content of the EF may be updated via
OTA. The content of this EF isinternal to the USIM.

It contains information if the enhanced SQN calculation as defined in 3GPP TS 33.102 [13] Annex Jis supported by the
USIM. Thisinformation can be used by the USIM internally to identify which SQN calculation to use.

Identifier: '6F01' | Structure: transparent | Optional
File size: X bytes, (X>1) | Update activity: low
Access Conditions:
READ ADM
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1-X eAKA support M X bytes
- eAKA support.
Contents:
- indicates the support of the enhanced SQN calculation
Coding:
- thesupport isindicated by bit 1 in Byte 1 as defined below
Byte 1.

b8 | b7 [ b6 | b5 | b4 [ b3 | b2 | bl
R S RS S R

b1=0: enhanced SQN cal cul ati on not supported
bl=1: enhanced SQN cal cul ati on supported
RFU
RFU
RFU
RFU
RFU
RFU
RFU

All other bytes are RFU.

4.3 DFs at the USIM ADF (Application DF) Level

DFs may be present as child directories of USIM ADF. The following DFs are defined:

DFpronesook  'BF3A' (see Note 2).
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DFgsv-access ~ 'SF3B'.

DFwvexe
DFwiaN
DFing
DFsoLsa

DFscasr

DFerose
DFacoc
DFrv
DFscs
DFsaip
DFsnen
DFsG prose
Note 1:

Note 2:

Note 3:

4.4

4.4.1

'5F3C..
'5F40.
'5F50',
'5F70.
'5F80' (see Note 1).
'5F90',
'5FAQ'
'5FBO
'5FCO
'5FDO’ (see Note 3)
'5FEQ'
'5FFO'
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The DF identifier '5F80' is reserved for OMA BCAST Smart Card Profile [49]

DF for application specific phonebook. This DF has the same structure as the DFpronesook under

DFreLecom.

The DF identifier '5FDO' is reserved for SIMalliance.

Contents of DFs at the USIM ADF (Application DF) level

Contents of files at the DF SoLSA level

This only appliesif the Support of Localised Service Areasis supported, asindicated by Service Number 23 in the
USIM Service Table and specified in TS 23.073[23] .

The Efs contain information about the users subscribed local service areas.

4411

EFsal (SOLSA Access

Indicator)

This EF contains the 'L SA only accessindicator'. This EF shall always be allocated if DFsoLsa iS present.

If the indicator is set, the network will prevent terminated and/or originated calls when the MSis camped in cells that
arenot included in the list of allowed LSAsin EFs_.. Emergency calls are, however, always allowed.

The EF also contains atext string which may be displayed when the MSis out of the served area(s).

Identifier: '4F30'

| Structure: transparent

| Optional

File size: X + 1 bytes

Update activity: low

Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 LSA only access indicator M 1 byte
2to X+1 LSA only access indication text M X bytes
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- LSA only access indicator
Contents: indicates whether the MSisrestricted to use LSA cells only or not.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0: LSA only access not activated
bl=1: LSA only access activated
RFU

- LSA only accessindication text
Contents: text to be displayed by the ME when it's out of LSA area.
Coding: the string shall use either

- the SMSdefault 7-bit coded al phabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier
shall beleft justified. Unused bytes shall be set to 'FF'; or

- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

4412 EFs.. (SOLSA LSA List)

This EF contains information describing the LSAs that the user is subscribed to. This EF shall always be allocated if
DFsoLsa is present.

Each LSA isdescribed by one record that is linked to a LSA Descriptor file. Each record contains information of the
PLMN, priority of the LSA, information about the subscription and may also contain atext string and/or an icon that
identifies the LSA to the user. The text string can be edited by the user.

Identifier: '4F31' | Structure: linear fixed | Optional
Record length: X + 10 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X LSA name (@) X bytes
X+1 Configuration parameters M 1 byte
X+2 RFU M 1 byte
X+3 Icon Identifier M 1 byte
X+4 Priority M 1 byte
X+5to X+7 | PLMN code M 3 bytes
X+8 to X+9 | LSA Descriptor File Identifier M 2 byte
X+10 LSA Descriptor Record Identifier M 1 byte

- LSA name

Contents: LSA name string to be displayed when the ME is camped in the corresponding area, dependant on the
contents of the LSA indication for idle mode field.

Coding: the string shall use either

- the SMSdefault 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier
shall be left justified. Unused bytes shall be set to 'FF'; or

- one of theUCS2 code options defined in the annex of TS 31.101 [11].

- Configuration parameters
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Contents: Icon qualifier, control of idle mode support and control of LSA indication for idle mode.

Coding:
|b8|b7|b6|b5|b4|b3|b2|b1|
Icon qualifier
I dl e node support
LSA indication for idle node
RFU
Icon qualifier:

Contents: Theicon qualifier indicates to the ME how the icon is to be used.

B2, bl: 00:iconisnot to be used and may not be present
01: iconis self-explanatory, i.e. if displayed, it replaces the LSA name
10: icon is not self-explanatory, i.e. if displayed, it shall be displayed together with the LSA name
11: RFU

|dle mode support:

Contents: The idle mode support is used to indicate whether the ME shall favour camping on the LSA cellsin
idle mode.

B3=0: Idlemode support disabled
b3 = 1:1dle mode support enabled

LSA indication for idle mode:

Contents: The LSA indication for idle mode is used to indicate whether or not the ME shall display the LSA
name when the ME is camped on a cell within the LSA.

B4=0: LSA indication for idle mode disabled
b4 = 1:LSA indication for idle mode enabled

Bits b5 to b8 are RFU (see clause 9.3).

- lcon Identifier
Contents: Theicon identifier addresses arecord in EFive.
Coding: binary.

- Priority

Contents. Priority of the LSA which givesthe ME the preference of this LSA relative to the other LSAS.

Coding:
|b8|b7|b6|b5|b4|b3|b2|b1|
Priority
RFU
'0" islowest priority, 'F ishighest.
- PLMN code

Contents: MCC + MNC for the LSA.
Coding: according to TS 24.008 [9] and EF_oci.
- LSA Descriptor File Identifier:

Contents: these bytes identify the EF which contains the LSA Descriptors forming the LSA.
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Coding: byte X+8: high byte of the LSA Descriptor file;

byte X+9: low byte of the LSA Descriptor file.

- LSA Descriptor Record Identifier:
Contents: this byte identifies the number of the first record in the LSA Descriptor file forming the LSA.

Coding: binary.

44.1.3 LSA Descriptor files

Residing under DFsoLsa, there may be several LSA Descriptor files. These Efs contains one or more records again
containing LSA Descriptors forming the LSAs. LSAs can be described in four different ways. Asalist of LSA Ids, asa
list of LAC + Cis, asalist of Cisor asalist of LACs. Asthe basic elements (LSA ID, LAC + ClI, Cl and LAC) of the
four types of lists are of different length, they can not be mixed within one record. Different records may contain
different kinds of lists within the Efs. Examples of codings of LSA Descriptor files can be found in annex F.

Identifier: '4FXX' | Structure: linear fixed | Optional
Record length: n*X+2 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 LSA descriptor type and number M 1 byte
2 to X+1 15t LSA Descriptor M X bytes
X+2to 2X+1 | 2" LSA Descriptor M X bytes
(n-1)*X+2to | n™" LSA Descriptor M X bytes
n*X+1
n*X+2 Record Identifier M 1 byte

- LSA descriptor type and number:

Contents: The LSA descriptor type gives the format of the LSA descriptor and the number of valid LSA
Descriptors within the record.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

LSA descriptor type
Nunmber of LSA Descriptors

LSA descriptor type:
Contents: Gives the format of the LSA Descriptors.

B2, bl: 00: LSA ID.
01: LAC+CI
10: ClI
11: LAC

Number of LSA Descriptors:

Contents: Gives the number of valid LSA Descriptorsin the record.

Coding: binary, with b8 as M SB and b3 as LSB leaving room for 64 LSA Descriptors per record.
- LSA Descriptor

Contents: Dependant of the coding indicated in the LSA descriptor type:

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 131 ETSI TS 131 102 V17.7.0 (2022-10)

in case of LSA ID thefield length X" is 3 bytes;

- incaseof LAC + ClI the field length 'X" is 4 bytes,

- incaseof Cl thefield length X" is 2 bytes;

- incaseof LAC thefield length X" is 2 bytes.
Coding: according to TS 24.008 [9].

- Record Identifier:
Contents: This byte identifies the number of the next record containing the LSA Descriptors forming the LSA.

Coding: record number of next record. 'FF' identifies the end of the chain.
Thisfile utilises the concept of chaining as for EFexr1.

Theidentifier '4FXX" shall be different from one LSA Descriptor file to the other and different from the identifiers of
EFsai and EFs_.. For the range of X X', see 3GPP TS 31.101 [11].

442 Contents of files at the DF PHONEBOOK level
The Efsin the DFeronesook level contain phone book related features as required in 3GPP TS 21.111 [1].

The UICC may contain aglobal phonebook, or application specific phonebooks, or both in parallel. When both
phonebook types co-exist, they are independent and no data is shared. In this case, when the terminal supports
application specific phonebooks, it shall be possible for the user to select which phonebook the user would like to
access.

Support of the global phonebook is mandatory, except for Terminals of type ND, NK or NS, as specified in 3GPP TS
31.111 [12] Annex P, for which support is optional. Terminals that support the global phonebook shall conditionally
support, the application specific phonebooks, also known aslocal phonebook. The support of local phone book is:

a) optional for terminals that support alternative phonebook applications; and

NOTE 1: Such terminas could be of type " Smartphone" as described in GSMA: "IMEI Allocation and Approval
Process' [84].

b) mandatory for terminals that do not support aternative phonebook applications.

NOTE 2: Such terminals could be of type "Feature Phone" as described in GSMA: "IMEI Allocation and Approval
Process' [84].

It is recommended that the terminal searches for the global phonebook located under DFreLecom &S its presence is not
indicated anywhere in the USIM application.

The global phonebook islocated in DFpronesook Under DFreLecom.. Each specific USIM application phonebook is
located in DFpronesook Of its respective Application ADFysv. The organisation of filesin DFpronesook under ADFysiv
and under DF teLecom follows the samerules. Y et DFpronesook Under ADFysiv may contain a different set of files than
DFpronesook under DFreLecom. All phonebook related Efs are located under their respective DFpronesook. USIM
specific phonebooks are dedicated to application specific entries. Each application specific phonebook is protected by
the application PIN.

EFapon and EFpgr shall dways be present if the DFphonebook iS present. If any phonebook file other than EFapn or
EFexT1, is used, then EFpsc shall be present.

If a GSM application resides on the UICC, the Efs ADN and EXT1 from one DFponesook (defined at GSM application
installation) are mapped to DFre ecom. Their file Ids are specified in 3GPP TS 51.011 [18], i.e. EFapn = '6F3A" and
EFext1 = '6F4A", respectively.

If the UICC isinserted into aterminal accessing the ADN and EXT1 files under DFreLecom; and arecord in these files
has been updated, aflag in the corresponding entry control information in the EFpsc is set from 0 to 1 by the UICC. If
the UICC islater inserted into a terminal that supports the global and/or application specific phonebook, the terminal
shall check the flag in EFpec and if thisflag is set, shall update the EFcc, and then reset the flag. A flag set in EFpac
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resultsin afull synchronisation of the phonebook between an external entity and the UICC (if synchronisation is
requested).

The EF structure related to the public phonebook is located under DFpronesook iN DFreLecom. A USIM specific
phonebook may exist for application specific entries. The application specific phonebook is protected by the application
PIN. The organisation of files in the application specific phonebook follows the same rules as the one specified for the
public phone book under DFre ecom. The application specific phonebook may contain a different set of files than the
one in the public area under DFre ecom.

4421 EFrer (Phone Book Reference file)

Thisfile describes the structure of the phonebook. All Efs representing the phonebook are specified here (with the
exception of EFpsc, EFpuip and EFcc), together with their file identifiers (FID) and their short file identifiers (SFI), if
applicable.

Certain kinds of Efs can occur more than once in the phonebook, e.g. there may be two entities of Abbreviated Dialling
Numbers, EFapn and EFapni. For these kinds of Efs, no fixed FID values are specified. Instead, the value '4FXX’
indicates that the value is to be assigned by the card issuer. These assigned values are then indicated in the associated
TLV object in EFpgr.

The SFI value assigned to an EF which isindicated in EFegr shall correspond to the SFI indicated in the TLV object in
EFpgr.

Thereferencefileisafile that contains information how the information in the different filesis to be combined together
to form a phone book entry. The reference file contains records. Each record specifies the structure of up to 254 entries
in the phone book. Each phone book entry consists of data stored in filesindicated in the reference file record. The entry
structure shall be the same over all the records in the EF pgr. If more than 254 entries are to be stored, a second record
is needed in the reference file. The structure of a phone book entry is defined by different TLV objects that are stored in
areference file record. The reference file record structure describes the way arecord in afile that is part of the
phonebook is used to create a complete entry. Three different types of file linking exist.

Type 1files: Files that contain as many records as the reference/master file (EFapn, EFapni) and are linked on
record number bases (Recl -> Recl). The master file record number is the reference.

Type 2 files: Files that contain less entries than the master file and are linked via pointersin the index
administration file (EFap).

Type 3files: Filesthat are linked by arecord identifier within arecord.

Table 4.1: Phone Book Reference file Constructed Tags

Tag Value Constructed TAG Description
'‘A8' Indicating files where the amount of records equal to
master EF, type 1
‘A9’ Indicating files that are linked using the index

administration file, type 2. Order of pointer appearance
in index administration EF is the same as the order of
file Ids following this tag

‘AA Indicating files that are linked using a record identifier,
type 3. (The file pointed to is defined by the TLV
object.)

Thefirst file ID in the first record of EFpgr indicated using constructed Tag 'A8' is called the master EF. Access
conditions for all other filesin the Phonebook structure using Tags 'A8', 'A9' or 'AA'" is set to the same as for the master
EF unless otherwise specified in the present document.

File Idsindicated using constructed Tag 'A8' isatype 1 file and contains the same number of records asthefirst file that
isindicated in the data part of this TLV object. All files following this Tag are mapped one to one using the record
numbers/lds of the first file indicated in this TLV object.

File Idsindicated using constructed Tag 'A9' are mapped to the master EF (the file ID indicated as the first data object
inthe TLV object using Tag 'A8’) using the pointers in the index administration file. The order of the pointersin the
index administration file is the same as the order of the file I ds presented after Tag 'A9'. If this Tag is not present in the
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reference file record the index administration fileis not present in the structure. In case the index administration fileis
not present in the structure it is not indicated in the data following tag 'A8'.

File Idsindicated using constructed Tag 'AA' indicate files that are part of the reference structure but they are addressed
using record identifiers within arecord in one or more of the filesthat are part of the reference structure. The length of
the tag indicates whether the file to be addressed resides in the same directory or if apath to thefileis provided in the
TLV object.

Type 2 and type 3 files contain records that may be shared between several phonebook entries (except when otherwise
indicated). The terminal shall ensure that a shared record is emptied when the last phonebook entry referencing it is
modified in such away that it doesn't reference the record anymore.

NOTE: inthe current version of the specification, only type 3 files contain records that may be shared.

Each constructed Tag contains alist of primitive Tags indicating the order and the kind of data (e.g. ADN, IAP,...) of
the reference structure.

The primitive tag identifies clearly the type of data, its value field indicates the file identifier and, if applicable, the SFI
value of the specified EF. That is, the length value of a primitive tag indicates if an SFI value is available for the EF or
not:

- Length='02" Vaue: 'FID (2 bytes)'

- Length="'03" Value: 'FID (2 bytes)', 'SFI (1 byte)'

Table 4.2: Tag definitions for the phone book kind of file

Tag Value TAG Description
'cO’ EFabn data object
'C1' EFiap data object
‘c2' EFex1 data object
'C3' EFsne data object
'C4' EFanr data object
'C5' EFpsc data object
'C6' EFcrp data object
‘CcT' EFaas data object
'C8' EFcas data object
'C9' EFuipb data object
'CA' EFemai data object
'CB' EFccp1 data object
‘cC EFpuri data object

Table 4.3 (below) lists the allowed types for each kind of file:

Table 4.3: Presence of files as type

File name Type 1l Type 2 Type 3
EFaas X
EFabn X
EFanr X X
EFemaiL X X
EFexT1 X
EFcas X
EFGrP X
EFiap X

EFpPsc X

X
X

EFsne
EFup
EFccr1 X
EFpPurI X X
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Phone Book Reference file EFpgr Structure

Identifier: '4F30' Structure: linear fixed Conditional
(see Note)
Record Length: X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoX TLV object(s) for indicating Efs that are part of M X bytes
the phone book structure

NOTE:  This file is mandatory if and only if DFphonebook iS present.

At the end of each record, unused bytes, if any, shall befilled with 'FF'.

4.4.2.2 EFiap (Index Administration Phone book)
Thisfileispresent if Tag 'A9' isindicated in the referencefile.

The EF contains pointers to the different records in the files that are part of the phone book. The index administration
file record number/ID is mapped one to one with the corresponding EFapn (shall be record to record). The index
administration file contains the same amount of records as EFapn. The order of the pointersin an EFiapshall be the
same as the order of file Ids that appear in the TLV object indicated by Tag 'A9" in the reference file record. The amount
of bytesin arecord is equal to the number of filesindicated the EFesr following tag 'A9'.

The value 'FF' isan invalid record number/ID and is used in any location in to indicate that no corresponding record in
theindicated file is available.

The content of EFapis set to 'FF' at the personalisation stage.

Index administration file EFap Structure

Identifier: '4FXX' Structure: linear fixed Conditional
(see Note)
SFI:'YY'
Record Length: X bytes, (X = 1) | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record number of the first object indicated after M 1 byte
Tag 'A9'
2 Record number of the second object indicated C 1 byte
after Tag 'A9'
X Record number of the x™ object indicated after C 1 byte
Tag 'A9'

NOTE 1: This file is mandatory if and only if type 2 files are present.
NOTE 2: xW"-field marked with 'C' is mandatory if x!"-object indicated following tag 'A9' is
present in EFper

4.4.2.3 EFabn (Abbreviated dialling numbers)

This EF contains Abbreviated Dialling Numbers (ADN) and/or Supplementary Service Control strings (SSC). In
addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records. It may also
contain an associated al pha-tagging.
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Identifier: '4FXX' Structure: linear fixed Conditional
(see Note)
SFI'YY'
Record length: X+14 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier o] X bytes
X+1 Length of BCD number/SSC contents M 1 byte
X+2 TON and NPI M 1 byte
X+3to X+12  |Dialling Number/SSC String M 10 bytes
X+13 Capability/Configuration1 Record Identifier M 1 byte
X+14 Extensionl Record Identifier M 1 byte
NOTE:  This file is mandatory if and only if DFpHonEBOOK iS present.

- Alphaldentifier.
Contents:
- Alpha-tagging of the associated dialling number.

Coding:
- thisalpha-tagging shall use either:
- the SMSdefault 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier
shall be left justified. Unused bytes shall be set to 'FF'.
Or:
- one of the UCS2 coded options as defined in the annex of TS 31.101 [11].

NOTE 1: The value of X may be from zero to 241. Using the command GET RESPONSE the ME can determine
the value of X.

- Length of BCD number/SSC contents.
Contents:
- this byte gives the number of bytes of the following two data items containing actual BCD number/SSC information.
This means that the maximum value is 11, even when the actual ADN/SSC information length is greater than 11. When
an ADN/SSC has extension, it isindicated by the extensionl identifier being unequal to 'FF'. The remainder is stored in
the EFext1 with the remaining length of the additional data being coded in the appropriate additional record itself (see
clause 4.4.2.4).

Coding:
- according to TS 24.008 [9].

- TON and NPI.
Contents:
- Type of number (TON) and numbering plan identification (NPI).

Coding:
- according to TS 24.008 [9]. If the Dialling Number/SSC String does not contain a dialling number, e.g. a control
string deactivating a service, the TON/NPI byte shall be set to 'FF' by the ME (see note 2).

NOTE 2: If adialing number is absent, no TON/NPI byte is transmitted over the radio interface (see
TS24.008[9]). Accordingly, the ME should not interpret the value 'FF' and not send it over the radio
interface.

|BS|b7|b6|b5|b4|b3|b2|b1|

NPI
TON
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- Dialing Number/SSC String
Contents:
- upto 20 digits of the telephone number and/or SSC information.

Coding:

- according to TS 24.008 [9], TS 22.030 [4] and the extended BCD-coding (see table 4.4). If the telephone number or
SSC islonger than 20 digits, the first 20 digits are stored in this data item and the remainder is stored in an associated
record in the EFex71. The record isidentified by the Extensionl Record Identifier. If ADN/SSC require less than

20 digits, excess nibbles at the end of the dataitem shall be set to 'F'. Where individual dialled numbers, in one or more
records, of less than 20 digits share a common appended digit string the first digits are stored in this dataitem and the
common digits stored in an associated record in the EFexr1. The record isidentified by the Extension 1 Record
Identifier. Excess nibbles at the end of the data item shall be set to 'F'.

Byte X+3
|BS|b7|86|b5|b4|b3|b2|b1|
[ LsBof Digit 1
;\/SB of Digit 1
LSB of Digit 2
;\/BB of Digit 2
Byte X +4:
|88|b7|BG|b5|b4|b3|b2|bl|
[ LsBof Dgit 3
;\/SB of Digit 3
LSB of Digit 4
;\/BB of Digit 4
etc.

- Capability/Configurationl Record Identifier.
Contents:
- capability/configuration identification byte. This byte identifies the number of arecord in the EFccp1 containing
associated capability/configuration parameters required for the call. The use of this byteis optional. If it isnot used it
shall be set to 'FF'.

Coding:
- binary.

- Extensionl Record Identifier.
Contents:
- extensionl record identification byte. This byte identifies the number of arecord in the EFgx1 containing an
associated called party subaddress or additional data. The use of this byte is optional. If it isnot used it shall be set to
'FF.
- if the ADN/SSC requires both additional data and called party subaddress, this byte identifies the additional record.
A chaining mechanism inside EFexr1 identifies the record of the appropriate called party subaddress (see clause 4.4.2.4).

Coding:
- binary.

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 137 ETSI TS 131 102 V17.7.0 (2022-10)

NOTE 3: EFapn in the public phone book under DFreLecom may be used by USIM, GSM and also other
applications in a multi-application card. If the non-GSM application does not recognise the use of Type of
Number (TON) and Number Plan Identification (NPI), then the information relating to the national
dialling plan shall be held within the data item dialling number/SSC and the TON and NP fields set to
UNKNOWN. This format would be acceptable for 3GPP network operation and also for the non-GSM
application where the TON and NPI fields shall be ignored.

EXAMPLE:

SIM storage of an International Number using E.164 [22] numbering plan.

TON NPI Digit field.

USIM application 001 0001 abc...

Other application compatible with 3GPP specification 000 0000 xxx...abc...

where "abc..." denotes the subscriber number digits (including its country code), and "xxx..."
denotes escape digits or a national prefix replacing TON and NPI.

NOTE 4: When the ME acts upon the EFapn With a SEARCH RECORD command in order to identify a character
string in the alpha-identifier, it is the responsibility of the ME to ensure that the number of characters used
as SEARCH RECORD parameters are less than or egual to the value of X if the MMI allows the user to
offer agreater number.

Table 4.4: Extended BCD coding

BCD Value Character/Meaning
0 0"
g g
X ey
B’ g
'C' DTMF Control digit separator (see TS 22.101 [24]).
‘D' "Wild" value. This will cause the MMI to prompt the user for a single digit (see TS 22.101 [24]).
'E' RFU.
'F' Endmark e.g. in case of an odd number of digits.

BCD values'C', 'D' and 'E' are never sent across the radio interface.

NOTE 5: Theinterpretation of values'D', 'E' and 'F' as DTMF digitsis for further study.

NOTE 6: A second or subsequent 'C' BCD value will be interpreted as a 3 second PAUSE (see TS 22.101 [24]).

4424

EFext1 (Extensionl)

This EF contains extension data of an ADN/SSC.

Extension datais caused by:

- an ADN/SSC which is greater than the 20 digit capacity of the ADN/SSC Elementary File or where common
digits are required to follow an ADN/SSC string of less than 20 digits. The remainder is stored in thisEF asa
record, which isidentified by a specified identification byte inside the ADN/SSC Elementary File. The EXT1
record in this case is specified as additional data;

- anassociated called party subaddress. The EXT1 record in this case is specified as subaddress data.
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Identifier: '4FXX' Structure: linear fixed | Optional
SFI:'YY'
Record length: 13 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Record type M 1 byte
2to 12 Extension data M 11 bytes
13 Identifier M 1 byte
- Record type.
Contents:
- type of the record.
Coding:

|BS|b7|b6|b5|b4|b3|b2|b1|
[ called Party Subaddress

Addi tional data
RFU

- b3tob8arereserved and set to 0;

- abhit set to 1 identifies the type of record;

- only onetype can be set;

- '00' indicates the type "unknown" or "freg".

The following example of coding means that the type of extension datais "additional data':

B8 | b7 | b6 [ b5 [ b4 | b3 | b2 | bl
il e

0 0 0 0 0 0 1 0

- Extension data
Contents:
additional data or Called Party Subaddress depending on record type.

Coding:

Case 1, Extensionl record is additional data:

- Thefirst byte of the extension data gives the number of bytes of the remainder of ADN/SSC. The coding
of remaining bytesis BCD, according to the coding of ADN/SSC. Unused nibbles at the end shall be set
to'F'. Itispossible if the number of additional digits exceeds the capacity of the additional record to chain
another record inside the EXT1 Elementary File by the identifier in byte 13. In this case byte 2 (first byte
of the extension data) of all records for additional data within the same chain indicates the number of
bytes ('01' to '0A") for ADN/SSC (respectively MSISDN, LND) within the same record unequal to 'FF'.

Case 2, Extensionl record is Called Party Subaddress:

- The subaddress data contains information as defined for this purposein TS 24.008 [9]. All information
defined in TS 24.008 [9], except the information element identifier, shall be stored in the USIM. The
length of this subaddress data can be up to 22 bytes. In those cases where two extension records are
needed, these records are chained by the identifier field. The extension record containing the first part of
the called party subaddress points to the record which contains the second part of the subaddress.

- ldentifier.
Contents:
identifier of the next extension record to enable storage of information longer than 11 bytes.

Coding:
record number of next record. 'FF' identifies the end of the chain.
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- Example of achain of extension records being associated to an ADN/SSC. The extensionl record identifier
(Byte 14+X) of EFapn is set to 3.

EF exm1

Byte:1 | 2 | 3 | 4 | 5 | 6 | 7 | 8 | 9 | 10 | 11 | 12 13

Record Extension data Identifier

Type
Record 1 01 XX | XX | XX | XX [ XX | XX | XX | XX [ XX | XX | XX FF <+
Record 2 XX XX | xx foxx | oxx | oxx | oxx | oxx | xx | oxx | xx | xx XX

— % Record 3 02 OA | XX | XX | Xx [ xx | xx | xx | Xx [ xx [ xx | xx 04

Record 4 02 04 | xx | xx | xx | xx | FF | FF | FF | FF | FF | FF 06 ;
Record 5 XX XX | oxx foxx | oxx | oxx | oxx | oxx | xx | oxx | xx | xx XX :|
Record 6 01 XX | XX | XX | XX [ XX | XX | XX | XX [ XX | XX | XX 01

In this example, ADN/SSC is associated to additional data (records 3 and 4) which represent the last 27 or 28 digits of
the whole ADN/SSC (the first 20 digits are stored in EFapn) and a called party subaddress whose length is more than 11
bytes (records 6 and 1).

4.4.2.5 EFrsc (Phone Book Control)

This EF contains control information related to each entry in the phone book. This EF contains as many records as the
EFapn associated with it (shall be record to record). Each record in EFpsc points to arecord inits EFapn. Thisfile
indicates the control information and the hidden information of each phone book entry.

The content of EFpscis linked to the associated EFapn record by means of the ADN record number/ID (there is a oneto
one mapping of record number/identifiers between EFpsc and EFapn).

Structure of control file EFpgc

Identifier: '4FXX' Structure: linear fixed Conditional
(see Note)
SFI: 'YY'
Record length: 2 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Entry Control Information M 1 byte
2 Hidden Information M 1 byte

NOTE: This file is mandatory if one or both of the following is true:
- hidden entries are supported
- a GSM SIM application is supported in the UICC.

- Entry Control Information.
Contents:
- provides some characteristics about the phone book entry e.g. modification by aterminal accessing the ADN and
EXT1 filesunder DFreLecom (See clause 4.4.2).

Coding:
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|b8|B7|b6|BS|b4|B3|b2|Bl|
Modi fi ed phonebook entry '1', no change 'O’
RFU (see TS 31.101)

- Hidden Information.
Contents:
indicates to which USIM application of the UICC this phone book entry belongs, so that the corresponding secret code
can be verified to display the phone book entry. If the secret code is not verified, then the phone book entry is hidden.

Coding:

'00" — the phone book entry is not hidden;
'xx" — the phone book entry is hidden. 'xx' is the record number in EFpr of the associated USIM application.

4.4.2.6 EFcrp (Grouping file)

This EF contains the grouping information for each phone book entry. This file contains as many records as the
associated EFapn. Each record contains alist of group identifiers, where each identifier can reference a group to which
the entry belongs.

Structure of grouping file EFgre

Identifier: '4FXX' Structure: linear fixed Conditional
(see Note)
SFI:'YY'
Record Length: X bytes (1 < X <10) | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Group Name Identifier 1 M 1 byte
2 Group Name Identifier 2 o] 1 byte
X Group Name Identifier X o] 1 byte
NOTE:  This file is mandatory if and only if EFGAS is present.

- Group Name Identifier x.

Content:

- indicatesif the associated entry is part of agroup, inthat case it contains the record number of the group namein
EFGAS.

- Oneentry can be assigned to a maximum of 10 groups.

Coding:

- '00'—no group indicated;

XX —record number in EFgas containing the alpha string naming the group of which the phone book entry isa
member.

4.4.2.7 EFaas (Additional number Alpha String)

Thisfile contains the alpha strings that are associated with the user defined naming tags for additional numbers
referenced in EFanr.
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Structure of EFaas

Identifier: '4FXX' Structure: linear fixed | Optional
SFI: Optional
Record length: X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
l1to X Alpha text string M X bytes

- Alphatext string.

Content:
- user defined text for additional number.

Coding:
- same asthe aphaidentifier in EFapn.

4.4.2.8 EFcas (Grouping information Alpha String)

This file contains the al pha strings that are associated with the group name referenced in EFgre.

Structure of EFgas

Identifier: '4FXX' Structure: linear fixed Conditional
(see Note)
SFI: Optional
Record length: X bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha text string M X bytes

NOTE: This file is mandatory if and only if EFGRP is present.

- Alphatext string

Content:
- group names.

Coding:
- same asthe aphaidentifier in EFapn.

4.4.2.9 EFanr (Additional Number)

Several phone numbers and/or Supplementary Service Control strings (SSC) can be attached to one EFapn record, using
one or several EFang. The amount of additional number entries may be less than or equal to the amount of recordsin
EFaon. The EF structureislinear fixed. Each record contains an additional phone number or Supplementary Service
Control strings (SSC). This record cannot be shared between several phonebook entries. The first byte indicates whether
the record is free or the type of additional number referring to the record number in EFaas, containing the text to be
displayed. The following part indicates the additional number and the reference to the associated record in the EFapn
file. In addition it contains identifiers of associated network/bearer capabilities and identifiers of extension records.
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Structure of EFanr

Identifier: '4FXX' Structure: linear fixed | Optional
SFI:'YY'
Record length: 15 or 17 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Additional Number Record identifier M 1 byte
2 Length of BCD number/SSC contents M 1 byte
3 TON and NPI M 1 byte
41013 Additional number/SSC String M 10 bytes
14 Capability/Configuration1 Record Identifier M 1 byte
15 Extensionl Record Identifier M 1 byte
16 ADN file SFI C 1 byte
17 ADN file Record Identifier C 1 byte
NOTE: The fields marked C above are mandatory if and only if the file is not type 1 (as
specified in EFpgr)

- Additional Number Record Identifier

Content:
- describes the type of the additional number defined in the file EFaas.

Coding:

- '00"—no additional number description;

'xx" — record number in EFaasdescribing the type of number (e.g. "FAX");
'FF —free record.

- Length of BCD number/SSC contents

Contents:

- this byte gives the number of bytes of the following two data items containing actual BCD number/SSC information.
This means that the maximum valueis 11, even when the actual additional number/SSC information length is greater
than 11. When the additional number/SSC has extension, it isindicated by the extensionl identifier being unequal to
'FF'. The remainder is stored in the EFext1 with the remaining length of the additional data being coded in the
appropriate additional record itself (see clause 4.4.2.4).

Coding:
- same asthe length of BCD number/SSC string byte in EFapn.

- TON and NPI.

Contents:
- Type of number (TON) and numbering plan identification (NPI).

Coding:
- sameasthe TON and NPI byte in EFapn.

- Additional number/SSC string

Content:
- upto 20 digits of the additional phone number and/or SSC information linked to the phone book entry.

Coding:
- same asthe dialling number /SSC string in EFapn.

- Capability/Configurationl Record Identifier.
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Contents:
- Thisbyte identifies the number of arecord in the EFcce: containing associated capability/configuration parameters
required for the call. The use of thisbyteis optional. If it is not used it shall be set to 'FF'.

Coding:
- binary.

- Extensionl Record |dentifier.

Contents:
- extensionl record identification byte. This byte identifies the number of arecord in the EFgx1 containing an
associated called party subaddress or additional data. The use of this byte is optional. If it isnot used it shall be set to
'FF.

if the number requires both additional data and called party subaddress, this byte identifies the additional record. A
chaining mechanism inside EFex11 identifies the record of the appropriate called party subaddress (see clause 4.4.2.4).

Coding:
- binary.

- ADN file SFI.

Content:
- Short File identifier of the associated EFapn file.

Coding:
- asdefined inthe UICC specification.

- ADN file Record Identifier

Content:
- record identifier of the associated phone book entry.

Coding:
- 'xx'—record identifier of the corresponding ADN record.

4.4.2.10 EFsne (Second Name Entry)

The phone book also contains the option of a second name entry. The amount of second name entries may be less than
or equal to the amount of records in EFapn. Each record contains a second name entry. This record cannot be shared
between several phonebook entries.

Structure of EFsne

Identifier: '4FXX' Structure: linear fixed | Optional
SFI:'YY!
Record length: X or X+2 bytes | Update activity: low
Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to X Alpha Identifier of Second Name M X bytes
X+1 ADN file SFI C 1 byte
X+2 ADN file Record Identifier C 1 byte

NOTE: The fields marked C above are mandatory if and only if the file is not type 1 (as
specified in EFpgr)

- Alphaldentifier of Second Name.

Content:
- string defining the second name of the phone book entry.
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Coding:
- asthealphaidentifier for EFapn.

- ADN file SFI.

Content:
- Short File identifier of the associated EFapn file.

Coding:
- asdefined in the UICC specification.

- ADN file Record Identifier

Content:
record identifier of the associated phone book entry.

Coding:
'xx' —record identifier of the corresponding ADN record.
4.4.2.11 EFccp1 (Capability Configuration Parameters 1)

This EF contains parameters of required network and bearer capabilities and ME configurations associated with a call
established using a phone book entry.

Structure of EFccp1

Identifier: '4FXX' Structure: linear fixed | Optional
SFL'YY'
Record length: X bytes, X > 15 | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
l1to X Bearer capability information element M X bytes

- Bearer capability information element.

Contents and Coding:
- see TS24.008 [9]. The Information Element Identity (1EI) shall be excluded; i.e. the first byte of the EFccp: record
shall be Length of the bearer capability contents.

"~ unused bytes are filled with 'FF'

4.4.2.12 Phone Book Synchronisation

To support synchronisation of phone book data with other devices, the USIM may provide the following files to be used
by the synchronisation method: a phone book synchronisation counter (PSC), a unique identifier (UID) and change
counter (CC) to indicate recent changes.

If synchronisation is supported in the phonebook, then EFpsc, EFuip, EFpuip and EFcc are all mandatory.

442121 EFuipb (Unique Identifier)

The EFuip is used to uniquely identify arecord and to be able to keep track of the entry in the phone book. The terminal
assigns the (UID) when anew entry is created. The value of the UID does not change as long as the val ue of the PBID
remains the same. The UID shall remain on the UICC, in EFyip, until the PBID is regenerated. This means that when a
phone book entry is deleted, the content of the linked information (e.g. ADN, E-MAIL,..) shall be set to the
personalization value 'FF...FF'. But the UID-value of the deleted record shall not be used when a new entry is added to
the phonebook until the PBID is regenerated, but it shall be set to anew value.
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If/when the PBID isregenerated, all UIDsfor the entry in the phone book shall be assigned new values starting from 1.
If more than one EFyp exists (i.e. multiple phone book file sets) then all values of UIDs used in that phone book shall
be unique over all phone book file sets within that phone book. The new value of the UID for each entry shall then be
kept until the PBID is regenerated again.

Structure of EFup

Identifier: '4FXX' Structure: linear fixed Conditional
(see Note)
SFI:'YY'
Record length: 2 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 Unique Identifier (UID) of Phone Book Entry M 2 bytes

NOTE: This file is mandatory if and only if synchronisation is supported in the phonebook.

- Unique Identifier of Phone Book Entry.

Content:
- number to unambiguoudly identify the phone book entry for synchronisation purposes.

Coding:
- hexadecimal value. At initialisation al UIDs are personalised to "00 00" (i.e. empty).

442122 EFrsc (Phone book Synchronisation Counter)

The phone book synchronisation counter (PSC) is used by the ME to construct the phone book identifier (PBID) and to
determine whether the accessed phone book is the same as the previously accessed phone book or if it isanew
unknown phone book (might be the case that there is one phonebook under DF-telecom and one phone book residing in
aUSIM-application). If the PSC is unknown, a full synchronisation of the phone book will follow.

The PSC is also used to regenerate the UIDs and reset the CC to prevent them from running out of range. When the
UIDs or the CC has reached its maximum value, a new PSC is generated. This leadsto a scenario where neither the CC
nor the UIDs will run out of range.

The PSC shall be regenerated by the terminal if one of the following situation applies:
- thevalues of the UIDs have run out of range;
- the whole phone book has been reset/del eted;
- thevalue of the CC hasrun out of range.

Structure of EFpsc

Identifier: '4F22' Structure: transparent Conditional
(see Note)
SFI:'YY'
File size: 4 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to4 Phone book synchronisation counter (PSC) M 4 bytes

NOTE:  This file is mandatory if and only if synchronisation is supported in the phonebook.

- PSC: Unique synchronisation counter of Phone Book.

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 146 ETSI TS 131 102 V17.7.0 (2022-10)
Content:
number to unambiguoudly identify the status of the phone book for synchronisation purposes.

Coding:
hexadecimal value.

The phone book identifier (PBID) coding based on the EFpsc is described hereafter:
- For aphone book residing in DF-telecom:
- PBID =ICCid (10bytes) "fixed part" + 4 bytes (in EFpsc) "variable part”.
- For aphone book residing in an USIM application:
- PBID =10 last bytesof (ICCid XOR AID) "fixed part" + 4 bytes (in EFpsc) "variable part”.

To be able to detect if the PSC needs to be regenerated (i.e. the variable part) the following test shall be made by
the terminal before for each update of either the CC or the assignment of a new UID:

- Each time the terminal has to increment the value of the UID the following test is needed:
- If UID ="FF FF then.
{Increment PSC mod 'FF FF FF FF'; al the UIDs shall be regenerated} .
- Each time the terminal has to increment the value of CC the following test is needed:
If CC ="FF FF' then.
{Increment PSC mod 'FF FF FF FF'; CC=0001}.
NOTE: If the phonebook is deleted then the terminal will change the PSC according to:
Incrementing PSC modulus 'FFFFFFFF.

442123 EFcc (Change Counter)
The change counter (CC) shall be used to detect changes made to the phone book.

Every update/deletion of an existing phone book entry or the addition of a new phone book entry causes the terminal to
increment the EFcc. The concept of having a CC makes it possible to update the phone book in different terminals,
which gtill are able to detect the changes (e.g. changes between different handset and/or 2" and 3™ generation of
terminals).

Structure of EFcc

Identifier: '4F23' Structure: transparent Conditional
(see Note)
SFI: 'Yy
File size: 2 bytes | Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 Change Counter (CC) of Phone Book M 2 bytes

NOTE: This file is mandatory if and only if synchronisation is supported in the phonebook.

- Change Counter of Phone Book.

Content:
- indicates recent change(s) to phone book entries for synchronisation purposes.
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- hexadecimal value. At initialisation, CC shall be personalised to '00 00' (i.e. empty).

442124

EFruip (Previous Unique Identifier)

The PUID is used to store the previously used unique identifier (UID). The purpose of thisfileisto alow the terminal
to quickly generate a new UID, which shall then be stored in the EFyp.

Structure of EFpup

Identifier: '4F24'

Structure: transparent

Conditional
(see Note)

SFL'YY'

File size: 2 bytes

Update activity: high

Access Conditions:

READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 Previous Unique Identifier (PUID) of Phone M 2 bytes
Book Entry

NOTE:

This file is mandatory if and only if synchronisation is supported in the phonebook.

- Previous unique Identifier of Phone Book Entry.

Content:

- Previous number that was used to unambiguously identify the phone book entry for synchronisation purposes.

Coding:
- Asfor EFup

4.4.2.13 EFewvaL (e-mail address)

This EF contains the e-mail addresses that may be linked to a phone book entry. Several e-mail addresses can be
attached to one EFADN record, using one or several EFEma|iL. The number of email addresses may be equal to or less
than the amount of recordsin EFaADpN. Each record contains an e-mail address. The first part indicates the e-mail
address, and the second part indicates the reference to the associated record in the EFapN file. This record cannot be

shared between several phonebook entries.

Structure of EFgman

Identifier: '4FXX'

| Structure: linear fixed |

Optional

SFII'YY'

Record length: X or X+2 bytes

Update activity: low

Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
lto X E-mail Address M X bytes
X+1 ADN file SFI C 1 byte
X+2 ADN file Record Identifier C 1 byte

NOTE:

specified in EFpgr)

The fields marked C above are mandatory if and only if the file is not type 1 (as
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- E-mail Address.
Content:
- string defining the e-mail address

Coding:
- the SMSdefault 7-bit coded alphabet as defined in TS 23.038 [5] with bit 8 set to 0. The alphaidentifier shall be left
justified. Unused bytes shall be set to 'FF.

- ADN file SFI.

Content:
- short Fileidentifier of the associated EFapn file.

Coding:
- asdefined in TS 31.101 [11].

- ADN file Record Identifier.

Content:
- record identifier of the associated phone book entry.

Coding:
- binary.

4.4.2.14 Phonebook restrictions
This clause lists some general restrictions that apply to the phonebook:

- if an EFegr file contains more than one record, then they shall al be formatted identically on atype-by-type
basis, e.g. if EFpgr record #1 contains one type 1 e-mail then all EFpsr records shall have onetype 1 email;

- if an EFpsr record contains more than one reference to one kind of file, such astwo EFema files, then they shall
al be formatted identically on atype-by-type basis, e.g. if an EFpgr record has 2 email addresses, then they shall
have the same record size and the same number of records in each EFpsr entry;

- an EFpsg record may contain TLV entriesindicating that the file exist asatype 1 and 2 file, e.g. a phonebook
entry may have two emails, one with a one-to-one mapping (type 1) and one with aindirect mapping (type 2).
Regardless of the type, filesin al entries shall have the same record configuration;

- an EFpgr record shall not contain more than one occurrence of a given kind of fileindicated intag 'AA' (type 3
link). For instance, an EFpsr record may only contain one reference to an EFgxra.

4.4.2.15 EFrurl (Phonebook URIS)

This EF contains the URI address that may be linked to a phonebook entry. Several URI addresses can be attached to
one EFapn record, using one or several EFpyuri. The number of URI addresses may be equal to or less than the amount
of recordsin EFapn. Each record contains a URI address. The first part indicates the URI address, and the second part
indicates the reference to the associated record in the EFapn file. This record cannot be shared between several
phonebook entries.
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Structure of EFpuri

Identifier: '4FXX' | Structure: linear fixed | Optional
SFI.'YY'
Record length: X or X+2 bytes Update activity: low
Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to X URI Address M X bytes
X+1 ADN file SFI C 1 byte
X+2 ADN file Record Identifier C 1 byte

NOTE: The fields marked C above are mandatory if and only if the file is not type 1 (as
specified in EFpgr)

- URI Address.
Content:
-  The URI Address associated to the ADN Record.

Coding:
- SameasURI TLV dataobject in EFimpu defined in TS 31.103 [64].

- ADN file SFI.

Content:
- Short Fileidentifier of the associated EFapn file.

Coding:
- asdefined in TS31.101 [11].

- ADN file Record Identifier.

Content:
- record identifier of the associated phone book entry.

Coding:
- binary.

4.4.3 Contents of files at the DF GSM-ACCESS level
(Files required for GSM Access)

The Efs described in this clause are required for the USIM application to be able to access service through a GSM
network.

The presence of this DF and thus the support of a GSM accessisindicated in the 'USIM Service Table' as service no.
‘27 being available.
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4.43.1 EFkc (GSM Ciphering key Kc)
If service n°27 is"available", thisfile shall be present.

This EF contains the ciphering key Kc and the ciphering key sequence number n for enciphering in a GSM access
network.

Identifier: '4F20' | Structure: transparent | Optional
SFI: '01'
File size: 9 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1t08 Ciphering key Kc M 8 bytes
9 Ciphering key sequence number n M 1 byte

- Ciphering key Kc.
Coding:
- theleast significant bit of Kc isthe least significant bit of the eighth byte. The most significant bit of Kc isthe most
significant bit of the first byte.

- Ciphering key sequence number n

Coding:
|b8|b7|b6|b5|b4|b3|b2|bl|
Eits b4 to b8 are coded 0
NOTE: TS 24.008 [9] definesthe value of n=111 as "key not available". Therefore the value '07' and not 'FF
should be present following the administrative phase.
4.4.3.2 EFkceprs (GPRS Ciphering key KcGPRS)

If servicen°27 is "available", thisfile shall be present.

This EF contains the ciphering key KcGPRS and the ciphering key sequence number n for GPRS (see TS 23.060 [7]).

Identifier: '4F52' | Structure: transparent |  Optional
SFI: '02
File size: 9 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to8 Ciphering key KcGPRS M 8 bytes
9 Ciphering key sequence number n for GPRS M 1 byte

- Ciphering key KcGPRS.

Coding:

the least significant bit of KcGPRS is the least significant bit of the eighth byte. The most significant bit of KcCGPRS
isthe most significant bit of the first byte.

- Ciphering key sequence number n for GPRS.
Coding:
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|b8|b7|b6|b5|b4|b3|b2|b1|

n
bits b4 to b8 are coded 0

NOTE: TS24.008 [9] definesthe value of n=111 as "key not available". Therefore the value '07' and not 'FF
should be present following the administrative phase.

4.43.3 Void

4.4.3.4 EFcpeccH (CPBCCH Information)
If service n°39 is"available", thisfile shall be present.
This EF contains information concerning the CPBCCH according to TS 44.018 [28].

CPBCCH storage may reduce the extent of a Mobile Station's search of CPBCCH carriers when selecting acell. The
CPBCCH carrier lists shall be in accordance with the procedures specified TS 23.022 [29]. The M S stores CPBCCH
information (from the System Information 19 message, Packet System Information 3, and Packet System Information 3
bis) on the USIM. The same CPBCCH carrier shall never occur twicein thelist.

Identifier: '4F63' | Structure: transparent | Optional
File size: 2n bytes | Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 Element 1 of CPBCCH carrier list M 2 bytes
2n-1to 2n  |Element n of CPBCCH carrier list M 2 bytes

- Elementin CPBCCH carrier list
Coding:
Byte 1: first byte of CPBCCH carrier list element

|b8|b7|b6|b5|b4|b3|b2|b1|
[ LsSB of ARFCN

Byte 2: second byte of CPBCCH carrier list element

|b8|b7|b6|b5|b4|b3|b2|b1|

MSB of ARFCN

Hi gh/ Low band i ndi cat or
bits b4 to b7 are RFU
Enpty indicator

- ARFCN (10 bits) as defined in TS 45.005 [34].

- High/Low band indicator: If the ARFCN indicates possibly a channel in the DCS 1800 or a channel in the
PCS 1900 band, if the bit is set to '1' the channel isin the higher band (GSM 1900). If the bit isset to '0',
the lower band (GSM 1800) isindicated. If ARFCN indicates a unique channel, thisindicator shall be set
to'0'.
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- Empty indicator: If thisbit isset to '1', no valid CPBCCH carrier is stored in this position. If the Empty
Indicator is set to '1', the content of the CPBCCH carrier field shall be ignored. The empty indicator shall
also be used, and set to "1, if storage of fewer than maximum number n, of CPBCCH carrier fieldsis
required.

4.4.3.5 EFinvscan (Investigation Scan)

If servicen®40is"available", thisfile shall be present.

This EF contains two flags used to control the investigation scan for higher prioritized PLMNs not offering voice
Services.

Identifier: '4F64' | Structure: transparent |  Optional
File size: 1 byte | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Investigation scan flags M 1 byte

- Investigation scan flags

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

In limted service node
After successful PLM sel ection
Bits b3 to b8 are coded RFU

A '1'in abit position indicates that the investigation scan shall be performed for the condition
corresponding to that bit position and a'0" that it shall not be performed.

If this elementary file is not present, no investigation scan shall be performed.

4.4.4 Contents of files at the MexE level

This clause specifies the Efs in the dedicated file DFwvexe. It only appliesif the USIM supports MexE (see
TS 23.057 [30]).

The presence of this DF isindicated in the 'USIM Service Table' as service no. '41' being available.

The Efsin the Dedicated File DFyee contain execution environment related information.
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This EF indicates which MexE services are available. If aserviceis not indicated as available in the USIM, the ME

shall not select this service.

Identifier: '4F40" | Structure: transparent | Optional
File size: X bytes, X > 1 | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Servicesn°1ton°8 M 1 byte
2 Servicesn°9ton° 16 (0] 1 byte
etc.
X Services (8X-7) to (8X) (0] 1 byte
-Services
Contents: Service n°l: Operator Root Public Key
Service n°2: Administrator Root Public Key
Service n°3: Third Party Root Public Key
Service n°4: RFU
Coding:

the coding rules of the USIM Serv

4442

ice Table apply to thistable.

EForpk (Operator Root Public Key)

If servicen®41is"available", thisfile shall be present.

This EF contains the descriptor(s) of certificates containing the Operator Root Public Key. This EF shall only be
allocated if the operator wishes to verify applications and certificates in the MexE operator domain using a root public

key held in the USIM. Each record of this EF contains one certificate descriptor.

For example, an operator may provide a second key for recover disaster procedure in order to limit OTA datato load.

Identifier: '4F41' | Structure: linear fixed |  Optional
Record length: X + 10 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Parameters indicator M 1 byte
2 Flags M 1 byte
3 Type of certificate M 1 byte
4105 Key/certificate file identifier M 2 bytes
6to7 Offset into key/certificate file M 2 bytes
8109 Length of key/certificate data M 2 bytes
10 Key identifier length (X) M 1 byte
11 to 10+X |Key identifier M X bytes

- Parameter indicator
Contents:

The parameter indicator indicates if record is full and which optional parameters are present
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Coding: bit string

|b8|b7|b6|b5|b4|b3|b2|b1|

Certificate descriptor is valid (bitl=0 key
descriptor is valid)

Reserved bit set to 1 (bitx=0 optional paraneter
present)

- Flags
Contents:
The authority flag indicates whether the certificate identify an authority (i.e. CA or AA) or not.

Coding: bit string

|b8|b7|b6|b5|b4|b3|b2|b1|

Authority certificate (bit=1 certificate of an
aut hority)

RFU

RFU

- Typeof certificate

Contents:
Thisfield indicates the type of certificate containing the key.

Coding: binary:
0 :WTLS
1 : X509
2 :X9.68

Other values are reserved for further use
- Keyl/certificate File Identifier

Contents:
these bytes identify an EF which is the key/certificate data file (see clause 4.4.4.5), holding the actual key/certificate
data for this record.

Coding:
byte 4: high byte of Key/certificate File Identifier;
byte 5: low byte of Key/certificate File Identifier.
- Offset into Key/certificate File

Contents:
these bytes specify an offset into the transparent key/certificate data File identified in bytes 4 and 5.

Coding:
byte 6: high byte of offset into Key/certificate Data File;
byte 7: low byte of offset into Key/certificate Data File
- Length of Key/certificate Data

Contents:
these bytes yield the length of the key/certificate data, starting at the offset identified in " Offset into Key/certificate
File" field.
Coding:
byte 8: high byte of Key/certificate Data length;
byte 9: low byte of Key/certificate Datalength.

- Key identifier length

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 155 ETSI TS 131 102 V17.7.0 (2022-10)
Contents:
Thisfield giveslength of key identifier

Coding:
binary

- Keyidentifier

Contents:
Thisfield provides a means of identifying certificates that contain a particular public key (chain building) and linking
the public key to its corresponding private key. For more information about value and using see TS 23.057 [30].

Coding:
octet string
NOTE: transparent key/certificate datalonger than 256 bytes may be read using successive READ BINARY
commands.
4.4.4.3 EFarprk (Administrator Root Public Key)

If service n°41is"available", thisfile shall be present.

This EF contains the descriptor(s) of certificates containing the Administrator Root Public Key. This EF shall only be
alocated if the SIM issuer wishesto control the Third Party certificates on the terminal using an Administrator root
public key held in the USIM. Each record of this EF contents one certificate descriptor.

Thisfile shall contain only one record.

Identifier: '4F42' | Structure: linear fixed |  Optional
Record length: X + 10 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Parameters indicator M 1 byte
2 Flags M 1 byte
3 Type of certificate M 1 byte
4105 Key/certificate file identifier M 2 bytes
6to7 Offset into key/certificate file M 2 bytes
8109 Length of key/certificate data M 2 bytes
10 Key identifier length (X) M 1 byte
11 to 10+X |Key identifier M X bytes

For contents and coding of al data items see the respective data items of the EForex (Clause 4.4.4.2).
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4.4.4.4 EFterek (Third Party Root Public Key)
If service n°41 is"available", thisfile shall be present.

This EF contains descriptor(s) of certificates containing the Third Party root public key (s). This EF shall only be
alocated if the USIM issuer wishesto verify applications and certificates in the MexE Third Party domain using root
public key(s) held in the USIM. This EF can contain one or more root public keys. Each record of this EF contains one
certificate descriptor.

For example, an operator may provide several Third Party Root Public Keys.

Identifier:'4F43' | Structure: linear fixed | Optional
Record length: X + Y + 11 bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Parameters indicator M 1 byte
2 Flags M 1 byte
3 Type of certificate M 1 byte
4105 Key/certificate file identifier M 2 bytes
6to7 Offset into key/certificate file M 2 bytes
8109 Length of key/certificate data M 2 bytes
10 Key identifier length (X) M 1 byte
11 to 10+X |Key identifier M X bytes
11+X Certificate identifier length (Y) M 1 byte
12+X to Certificate identifier M Y bytes
11+X+Y

- Certificate identifier length
Contents:
Thisfield gives the length of the certificate identifier

Coding:
binary

- Certificate identifier
Contents:
Thisfield identifies the issuer and provides an easy way to find a certificate. For more information about the value and
usage see TS 23.057 [30].

Coding:
Octet string

For contents and coding of all other data items see the respective data items of the EForex (Clause 4.4.4.2).

4445 EFtkcor (Trusted Key/Certificates Data Files)

Residing under DFvexe, there may be several key/certificates data files. These Efs containing key/certificates data shall
have the following attributes:
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Identifier: "4FXX' | Structure: transparent |  Optional
File size: Y bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoY Key/Certificate Data M Y bytes

Contents and coding:
Key/certificate data are accessed using the key/certificates descriptors provided by EFrprex (See clause 4.4.4.4).

Theidentifier '4FXX' shall be different from one key/certificate data file to another. For the range of 'XX', see
TS31.101 [11]. Thelength Y may be different from one key/certificate datafile to another.

445 Contents of files at the DF WLAN level

This clause describes the additional files that are used for WLAN purposes.

DFwian shall be present at the ADFysim level if either of the services n°59, n°60, n°61, n°62, n°63, N°66, N°81, N°82,
n°83, n°84 or n°88 are "available" in the corresponding EFysr (USIM Service Table).

4.45.1 EFpseudo (Pseudonym)
If servicen°59 is "available”, thisfile shall be present.

This EF contains atemporary user identifier (pseudonym) for subscriber identification. Pseudonyms may be provided as
part of a previous authentication sequence. Pseudonyms are used as defined in TS 24.234 [40].

Identifier: '4F41' | Structure: Transparent | Optional
SFI:'01'
File size: Y bytes (Y>n+2) Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to2 Pseudonym Length M 2 bytes
3to n+2 Pseudonym M n bytes
-Pseudonym Length
Contents:

- these bytes give the number of bytes of the following dataitem containing the Pseudonym value.

Coding:
- unsigned length coded on 2 bytes

- Pseudonym.
Contents:

-Pseudonym to be used as the username part of the NAI
Coding:

- Asdescribed for the user portion of the NAI in TS 33.234 [41]. Unused bytes shall be set to 'FF' and shall
not be considered as a part of the value.
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4.45.2 EFupLmnwiAN (User controlled PLMN selector for I-WLAN Access)
If service n°60 is"available", thisfile shall be present.

This EF contains the coding for preferred PLMNs to be used for WLAN PLMN Selection. Thisinformationis
determined by the user and defines the preferred PLMNs of the user in priority order. The first PLMN entry indicates
the highest priority and the n' PLMN entry indicates the lowest. It shall be possible to store at least the number of
PLMNs specified in TS 24.234 [40].

Identifier: '4F42' | Structure: transparent [Optional
SFI: '02'
File size: 3n (where n >10) Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 15t PLMN (highest priority) M 3 bytes
4t06 2" PLMN M 3 bytes
2810 30 10" PLMN M 3 bytes
3110 33 11" PLMN ®) 3 bytes
(3n-2) to 3n Nt PLMN (lowest priority) ¢] 3 bytes
- PLMN
Contents:
- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).
Coding:
- according to TS 24.008 [9].
4.45.3 EFopLmnwiAN (Operator controlled PLMN selector for I-'WLAN Access)

If servicen°61 is"available", thisfile shall be present.

This EF contains the coding for operator preferred PLMNs to be used for WLAN PLMN Selection. Thisinformation is
determined by the operator and defines the operator preferred PLMNs in priority order. The first PLMN entry indicates
the highest priority and the n'® PLMN entry indicates the lowest. It shall be possible to store at least the number of
PLMNs specified in TS 24.234 [40].
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Identifier: '4F43' | Structure: transparent |Optional
SFI: '03'
File size: 3n (where n >10) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to3 15t PLMN (highest priority) M 3 bytes
4t0 6 24 PLMN M 3 bytes
28 to 30 10t PLMN M 3 bytes
31to 33 11" PLMN O 3 bytes
(3n-2) to 3n N PLMN (lowest priority) 0 3 bytes
- PLMN
Contents:
- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).
Coding:

- according to TS 24.008 [9].

4.4.5.4 EFuwsioL (User controlled WLAN Specific Identifier List)
If service n°62 is"available", thisfile shall be present.

Thisfile contains the user preferred list of WLAN specific identifier (WSID) for WLAN selection in priority order. The
first record indicates the highest priority and the n" record indicates the lowest. Thisfileis used for WLAN selection
and shall store alist of at least the number of WSIDs specified in TS 24.234 [40].

Identifier: '4F44' | Structure: linear fixed | Optional

SFI: '04'

Record size: X+1 bytes

Update activity: low

Access Conditions:

READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Length of WSID M 1 bytes
2to X +1 WSID M X bytes
-Length of WSID
Contents:

- thisbyte gives the number of bytes of the following data item containing the WSID.

Coding:
- unsigned length coded on one byte

-WSID
Contents:

- WLAN specific identifier (WSID) asdefined in TS 24.234 [40].

Coding:

- binary. Unused bytes shall be set to 'FF' and not used either as a part of the value or for length calculation.
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4.4.5.5 EFowsioL (Operator controlled WLAN Specific IdentifierList)
If service n°63 is"available", thisfile shall be present.

Thisfile contains the operator preferred list of WLAN specific identifier (WSID) for WLAN selection in priority order.
The first record indicates the highest priority and the n' record indicates the lowest. Thisfile is used for WLAN
selection It shall be possible to store at least the number of PLMNSs specified in TS 24.234 [40].

Identifier: '4F45' | Structure: linear fixed | Optional
SFI. '05'
Record size: X + 1 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Length of WSID M 1 bytes
2to X +1 WSID M X bytes
-Length of WSID
Contents:

- thisbyte gives the number of bytes of the following data item containing the WSID.

Coding:
- unsigned length coded on one byte

-WSID

Contents:

- WLAN specific identifier (WSID) as defined in TS 24.234 [40].

Coding:

- binary. Unused bytes shall be set to 'FF' and not used either as a part of the value or for length calculation.

4.45.6 EFwr (WLAN Reauthentication ldentity)
If service n°66 is"available", thisfile shall be present.

This EF contains alist of parameters linked to a re-authentication identity to be used in fast re-authentication. Re-
authentication identities and related parameters (Master Key and Counter VValue) are provided as part of a previous
authentication sequence.
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Identifier: '4F46' |

Structure: Transparent |

Optional

SFI: '06'

File size: n bytes, (n > J+K+L+6)

Update activity: high

Access Conditions:

READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Reauthentication Identity Tag '80' M 1 byte
2 Re-authentication Identity Length M 1 byte
310 J+2 Re-authentication Identity Value M J bytes
J+3 Master Key Tag '81' M 1 byte
J+4 Master Key Length M 1 byte
J+5 to J+K+4 [ Master Key Value M K bytes
J+K+5 Counter Tag '82' M 1 byte
J+K+6 Counter Length M 1 byte
J+K+7 to Counter Value M L bytes
J+K+L+6

- Reauthentication Identity

Contents:

- Re-authentication identity TLV to be used as the username part of the NAI.

Coding:
Tag '80'

Unsigned length on 1 byte
Value: Asdescribed for the user portion of the NAI in TS 33.234 [41]. Unused bytes shall be set to 'FF and shall not be
considered as a part of the value.

- Master Key
Contents:
- Master Key TL

Coding:
Tag '81'

V.

Unsigned length on 1 byte
Value: Asdescribed in TS 33.234 [41].

- Counter
Contents:
- Counter TLV

Coding:
Tag '82'
Unsigned lengt

hon 1 byte

Value: Asdescribed in TS 33.234 [41].

4.4.5.7 EFnwsioL (Home I-WLAN Specific Identifier List)

If servicen°81is"available", thisfile shall be present.

Thisfile contains the Home I-WLAN specific identifier list (WSID list) for I-WLAN selection in priority order. The
WSIDsin thislist are known to connect to the HPLMN. The first record indicates the highest priority and the n'" record
indicates the lowest. Thisfileisused for I-WLAN selection. It shall be possible to store at least the number of WSIDs

specified in TS 24.

234 [40].
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Identifier: '4F47'

Structure: linear fixed

| Optional

SFI: ‘07

Record size: X + 1 bytes

Update activity: low

Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Length of WSID M 1 bytes
2to X +1 WSID M X bytes

For contents and coding see EFowsipL

4.45.8

If service n°82 is"available", thisfile shall be present.

EFwenpLmnet (IF-WLAN Equivalent HPLMN Presentation Indication)

This EF contains an indication to the ME for the presentation of the available EHPLMN(s) during I-WLAN selection
procedures. The usage of the I-WLAN EHPLMN presentation indication is defined in TS 24.234 [40].

Identifier: '4F48' | Structure: transparent | Optional
SFI: '08'
File size: 1 byte Update activity: low
Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length
1 I-WLAN EHPLMN Presentation Indication M 1 byte

- |-WLAN EHPLMN Presentation I ndication:

Contents:

I-WLAN EHPLMN display mode

Coding:

- '00" - No preference for the display mode

- '01' - Display the highest-priority available EHPLMN only

- '02 - Display al the available EHPLMNs

- All other values are RFU

4.45.9

If service n°83 is"available", thisfile shall be present.

EFwnpi (I-'WLAN HPLMN Priority Indication)

This EF contains an indication to the ME for the selection of the I-WLAN EHPLMN or the I-WLAN last Registered
PLMN. The usage of the I-WLAN HPLMN Priority Indication file is defined in TS 24.234 [40].
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Identifier: '4F49'

Structure: transparent |

Optional

SFI: '09'

File size: 1 byte

Update activity: low

Access Conditions:

- |-WLAN Last RPLMN Selection Indication:

Contents:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 I-WLAN Last RPLMN Selection Indication M 1 byte

I-WLAN Last RPLMN Selection Indication

Coding:

- '00" - The UE shall attempt registration on the last I-WLAN RPLMN as described in TS 24.234 [40]

- '01'- The UE shall attempt registration on the I-WLAN home network as described in TS 24.234 [40]

- All other values are RFU

4.45.10

If service n°84 is"available", thisfile shall be present.

EFwLrrLvn (IFWLAN Last Registered PLMN)

This EF contains I-WLAN Last Registered PLMN Selection. The usage of the I-WLAN Last Registered PLMN is

defined in TS 24.234 [40].

Identifier: '4F4A'

Structure: transparent |

Optional

SFI: '0A'

File size: 3 bytes

Update activity: low

Access Conditions:

- |-WLAN Last Registered PLMN
Contents:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to3 I-WLAN Last Registered PLMN M 3 bytes

- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:
- accordingto TS 24.008 [9].

44511

If service n°88 is"available", thisfile shall be present.

EFupLmnDAl (HPLMN Direct Access Indicator)

This EF contains HPLMN Direct Access related informations. The usage of the HPLMN Direct Access Indicator fileis

defined in TS 24.234 [40].
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Identifier: '4F4B’ | Structure: transparent | Optional
SFI: 'OB'
File size: 1 byte Update activity: low
Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length
1 HPLMN Direct Access Indication M lbyte

- HPLMN Direct Access Indication:
Contents:
HPLMN Direct Access Indication

Coding:
- '00'—HPLMN Direct Access Indicator is disabled

- '01'-=HPLMN Direct Access Indicator is enabled

- All other values are RFU
4.4.6 Contents of files at the DF HNB level

4.4.6.1 Introduction
This clause describes the additional files that are used for Home (€)NodeB purposes.

DFung shall be present at the ADFygim level if service n°86 and/or service n°90 isare "available" in EFysr .

4.4.6.2 EFacscL (Allowed CSG Lists)
If servicen°86 is "available”, thisfile shall be present.

This EF contains the coding for CSG ID belonging to the Allowed CSG lists. Furthermore, for each CSG ID inthelist,
alink to the corresponding HNB name and CSG Type may be provided.

Identifier: '4F81' | Structure: linear fixed |  Optional
SFI: '01'
Record length: X Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X CSG Lists TLV object M X bytes

Note: The CSG List in different records may contain the same PLMN

The CSG List TLV object shall contain only one PLMN TLV object, Tag '80', and at |east one CSG information TLV,
Tag '81'". A record may contain one or more CSG List TLV objects. This meansthat all CSG Idsin one CSG List TLV
object belong to the same PLMN.

CSG List Tags

Description Tag Value
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CSG List TLV object Tag ‘A0’

CSG List information

Description Value M/O Length (bytes)

CSG List Tag ‘A0’ M 1

Length Y M Note
PLMN Tag '80' M 1

Length A M Note
PLMN -- M A

CSG Information Tag '81' M 1

Length w M Note

CSG Information - M W

Note: The length is coded according to ISO/IEC 8825-1 [35]

- PLMN Tag '80'
Contents:
Mobile Country Code (MCC) followed by the Maobile Network Code (MNC).
Coding:
according to TS 24.008 [9].

CSG Information Tag '81'

Tag '81' Coding:
1 CSG Type indication M 1 byte
2 HNB Name indication M 1 byte
3toW CSG ID M W-2 bytes
Note: The length of the CSG ID is calculated from the TLV object length

- CSG Typeindication
Contents:
the CSG Type for the subsequent CSG ID.
Coding:

avalue of '00" indicates that the CSG Typeisto be taken from other sources (e.g. stored in the non-
volatile memory of the ME). A value in the range '01' to 'FE' indicates the record number in EFcser
that shall be displayed as the CSG Type.

- HNB Nameindication
Contents:
the HNB name for the subsequent CSG ID.
Coding:

avalue of '00" indicates that the HNB name is to be taken from other sources (e.g. broadcasted by the
Home Node B or stored in the non-volatile memory of the ME). A valuein the range '01' to 'FE'
indicates the record number in EFnnen that shall be displayed asthe HNB name.

- CSGID

Contents:
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CSG ID whichiis part of the allowed CSG list.
Coding:

the CSG ID shall be encoded as defined in TS 23.003 [25]. The CSG ID is coded left justified, i.e. the
most significant bit of the CSG ID is coded on bit 8 of byte 3, over the number of bits as specified in
TS 23.003 [25] using bytes 3to W . The unused rightmost bits of byte W shall be set 1.

Unused bytes shall be set to 'FF.
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4.4.6.3 EFcseT (CSG Type)

If service n°86 is"available", thisfile shall be present.

This EF contains the CSG Type. The CSG Typeisdefined in TS 22.220 [54]. The association between a CSG ID and
the corresponding CSG Typeis provided in EFacseL. The CSG Type may be provided in text or in graphic format.

Identifier: '4F82' | Structure: linear fixed |  Optional
SFI: '02'
Record length: X bytes Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X CSG Type TLV objects M X bytes
CSG Type tags
Description Tag Value
Text CSG Type Tag ‘89’
Graphics CSG Type Tag '80' or '81"

CSG Type information
Contents:

CSG Type contains either Text CSG Type or Graphic CSG Type or both the Graphic and Text CSG Types

Coding:
Text CSG Type:
Description Value M/O Length (bytes)
Text CSG Type Tag ‘89’ M 1
Length K M Note
Text CSG Type -- M K
Note: The length is coded according to ISO/IEC 8825-1 [35].

Graphic CSG Type:
Description Value M/O Length (bytes)
Graphic CSG Type Tag ‘80" or '81" M 1
Length K+1 M Note 1
Graphic CSG Type Icon Qualifier - M 1
Graphic CSG Type Icon Link -- M K (Note 2)

Note 1:  The length is coded according to ISO/IEC 8825-1 [35].

Note 2:  The tag value indicates the type and format of the Icon Link that is provided in the
TLV value field (e.g. Tag '80' indicates that the Icon link is a URI, while Tag '81"'
indicates that the Icon Link is the record number of the corresponding image in
EFimg).

- Text CSG Type Tag '89'
Contents:
Tag value for the CSG Typein text format.
Coding:
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- '89' = the Text CSG Type is coded using one of the UCS2 code options as defined in TS 31.101 [11].
- Graphic CSG Type Tag
Contents:
Tag value for the CSG Type in graphic format with the Icon Qualifier or an Icon Link
Coding:
- '80' = the Graphic CSG Type Icon Link isan URI

- '81' = the Graphic CSG Type Icon Link is a pointer to the record number of the corresponding image in
EFve,

- All other values are RFU.

- Graphic CSG Type Icon Qualifier
Contents:

Theicon qualifier indicates to the ME how the icon shall be used.
Coding:
- '01' = icon is self-explanatory, i.e. if displayed, it replaces the corresponding name in text format.

-'02' = icon is not self-explanatory, i.e. if displayed, it shall be displayed together with the corresponding
name in text format.

- All other values are RFU.

- Graphic CSG Type lcon Link
Contents:

Link to theicon. Thislink shall point to a UICC resource.
Coding:

- When the Tag value indicates an URI (i.e. Tag ='80") , the Icon Link shall be encoded to an octet string
according to UTF-8 encoding rules as described in IETF RFC 3629 [48] (e.g.
http://127.0.0.1:3516/pub/files/csgtype.jpg).

- When the Tag value indicates that the Icon Link contains the record number of the corresponding image in
EFvc (i.e. Tag ='81"), the Icon Link shall be encoded in binary.

Unused bytes shall be set to 'FF.
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4.46.4 EFunen (Home NodeB Name)
If service n°86 is"available", thisfile shall be present.

This EF contains the HNB name. The HNB name is defined in TS 22.220 [54]. HNB name is a common name referring
to HNB/HeNB. The association between a CSG 1D and the corresponding HNB name is provided in EFacscL.

Identifier: '4F83' | Structure: linear fixed | Optional
SFI: '03'
Record length: X bytes; X 2 3 Update activity: low
Access Conditions:
READ PIN
UPDATE PIN
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1to X HNB Name TLV object M X bytes
HNB Name tags
Description Tag Value
HNB Name Tag 80

HNB Name information

Description Value M/O Length (bytes)
HNB Name Tag ‘80" M 1
Length K M Note
HNB Name -- M K
Note 1:  The length is coded according to ISO/IEC 8825-1 [35].

- HNB Name Tag '80'
Contents:
name of the HNB or HeNB.
Coding:
coded using one of the UCS2 code options as defined in TS 31.101 [11].

Unused bytes shall be set to 'FF.

4.4.6.5 EFocscL (Operator CSG Lists)
If servicen®90 is "available", thisfile shall be present.

This EF contains the coding for CSG Ids belonging to the Operator CSG lists. Furthermore, for each CSG ID inthelist,
alink to the corresponding HNB name and CSG type may be provided. Within one PLMN the first occurrence of CSG
ID indicates the highest priority CSG ID and the last occurrence indicates the lowest.

NOTE 1: Thereisno requirement for the ME to take the priority into account.

Additionally, if service n°92 is "available", this EF allows the HPLMN to control, on aper PLMN basis, which
available CSGs are displayed by the ME during a manual CSG selection. If thereis no CSG display indicator for a
PLMN, the ME shall display the available CSGs according to the value in EFap byte 3 bit 2.

NOTE 2: Operators should ensure that all CSG display indicators have the same value if the sasme PLMN isused in
multiple CSG List TLV objects.
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Identifier: '4F84' | Structure: linear fixed |  Optional
SFI: '04'
Record length: Y bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X Operator CSG List TLV objects M X bytes
Note: The CSG List in different records may contain the same PLMN

The Operator CSG List TLV object shall contain only one PLMN TLV object, Tag '80', and at least one Operator CSG
information TLV, Tag '81'. A record may contain one or more Operator CSG List TLV objects. This means that all

CSG Idsin one Operator CSG List TLV object belong to the same PLMN.

Additionally, the Operator CSG List TLV object may contain one CSG Display Indicator TLV object, if service n°92 is

available.
CSG List Tags
Description Tag Value
Operator CSG List TLV object Tag ‘A’
CSG List information
Description Value M/O Length (bytes)

CSG List Tag ‘A0’ M 1
Length Y M Note
PLMN Tag ‘80" M 1
Length A M Note
PLMN -- M A
CSG Information Tag '81' M 1
Length w M Note
CSG Information - M W
CSG Display indicator tag '82' ®) 1
Length Z (@) Note
CSG Display indicator - ®) z
Note: The length is coded according to ISO/IEC 8825-1 [35]

PLMN Tag '80'

Contents:

Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:
according to TS 24.008 [9].

CSG Information Tag '81'

Tag '81' Coding:
1 CSG Type indication M 1 byte
2 HNB Name indication M 1 byte
3toW CSG ID M W-2 bytes
Note: The length of the CSG ID is calculated from the TLV object length

- CSG Typeindication
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Contents:
the CSG Type for the subsequent CSG ID.
Coding:

avalue of ‘00" indicates that the CSG Type isto be taken from other sources (e.g. stored in the non-
volatile memory of the ME). A value in the range '01' to 'FE' indicates the record number in
EFcser that shall be displayed as the CSG Type.

- HNB Nameindication
Contents:
the HNB name for the subsequent CSG ID.
Coding:

avalue of ‘00" indicates that the HNB name is to be taken from other sources (e.g. broadcasted by
the Home Node B or stored in the non-volatile memory of the ME). A valuein the range '01' to
'FE' indicates the record number in EFynen that shall be displayed as the HNB name.

- CSGID
Contents:
CSG ID which is part of the allowed CSG list.
Coding:

the CSG ID shall be encoded as defined in TS 23.003 [25]. The CSG ID is coded left justified, i.e.
the most significant bit of the CSG ID is coded on bit 8 of byte 3, over the number of bits as
specified in TS 23.003 [25] using bytes 3 to W. The unused rightmost bits of byte W shall be set 1.

- CSG display indicator Tag '82":

Coding:
- '00" All available CSG Ids can be displayed during a manual CSG selection

- '01' Only CSG Ids contained in Operator CSG lists shall be displayed during a manual CSG
selection

Unused bytes shall be set to 'FF'

4.4.6.6 EFocsct (Operator CSG Type)
If servicen®90 is "available", thisfile shall be present.

This EF contains the Operator CSG Types. The CSG Type isdefined in TS 22.220 [54]. The association between an
Operator CSG ID and the corresponding Operator CSG Typeis provided in EFocseL. The Operator CSG Type may be
provided in text or in graphic format.

Identifier: '4F85' | Structure: linear fixed | Optional
SFI: '05'
Record length: X bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X CSG Type TLV objects M X bytes
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For coding see EFcsar

4.4.6.7 EFonnen (Operator Home NodeB Name)

If service n°90 is"available", thisfile shall be present.

This EF contains the Operator HNB names. The HNB name is defined in TS 22.220 [54]. HNB Name is a common
name referring to HNB/HeNB. The association between an Operator CSG 1D and the corresponding Operator HNB
name is provided in EFocsct.

Identifier: '4F86' | Structure: linear fixed |  Optional
SFI: '06'

Record length: X bytes; X = 3

Update activity: low

Access Conditions:

READ PIN

UPDATE ADM

ACTIVATE ADM

DEACTIVATE ADM
Bytes Description M/O Length
1to X HNB Name TLV object M X bytes

For coding see EFingn

4.4.7 Void
4.4.8 Contents of files at the DF ProSe level
4.48.1 Introduction

This clause describes the additional files that are used for ProSe purposes.

DFprose shall be present at the ADFysiv level if service n°101 is "available" in EFysr .

4.48.2

If servicen°lis"available" in the ProSe Service Table, thisfile shall be present.

EFpProse_mon (ProSe Monitoring Parameters)

This EF contains the authorized PLMNs for restricted ProSe direct discovery for public safety as described in TS
24.334 [70]. Thisfile shall be used only if the ME is authorized as per content of EFap or received service authorization
from the ProSe Function.

Each record shall be associated with a different PLMN.

Identifier: '4F01' | Structure: linear fixed |  Optional
SFI: '01'
Record size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ ProSe Discovery monitoring parameters TLV (0] Z bytes
data object

ProSe Discovery monitoring parameters information
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Description Value M/O/C | Length (bytes)
ProSe Discovery monitoring parameters ‘A0’ M 1
TLV
Length X M Note
PLMN Tag ‘80’ M 1
Length L1 M Note
PLMN value -- M L1
Model Tag '82' o] 1
Length 1 C 1
Model value -- C 1
Note: The length is coded according to ISO/IEC 8825-1 [35]

- PLMN
Contents:
Asdescribed in TS 24.333 [71], the PLMN code of the operator in which the UE is authorised to use ProSe
direct discovery monitoring.
Coding:
As defined for the <X>/MonitoringPolicy/<X>/PLMN leaf in TS 24.333[71].

- Model
Contents:
Model used for the ProSe direct discovery, as described in TS 24.334 [70].
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl indicates if the UE is authorised for Restricted
Model A nonitoring policy

b2 indicates if the UE is authorised for Restricted
Model B di scoveree policy.

RFU (see TS 31.101 [11])

If the data object is missing, the UE shall behave as if only Restricted Model A monitoring policy is allowed. All
other values are reserved.

Unused bytes shall be set to 'FF.

4.4.8.3 EFpProse_ann (ProSe Announcing Parameters)
If servicen°lis"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the authorized PLMNSs for restricted ProSe direct discovery for public safety, as described in TS
24.334[70]. Thisfile shall be used only if the ME is authorized as per content of EFap or received service authorization
from the ProSe Function.

Each record shall be associated with adifferent PLMN.

Identifier: '4F02' | Structure: linear fixed |  Optional
SFI: '02'
Record size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ ProSe Discovery announcing parameters TLV (0] Z bytes
data object

ProSe Discovery announcing parameters information

| Description | Value | M/OIC | Length (bytes) |
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ProSe Discovery announcing ‘A0’ M 1
parameters TLV
Length X M Note 1
PLMN Tag '80' M 1
Length L1 M Note 1
PLMN value -- M L1
Range Tag (Note 3) '81' o] 1
Length L2 C Note 1
Range value - C L2
Model Tag '82' 0 1
Length 1 C 1
Model value - C 1
Note 1: The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  C; if the Tag is present, this is mandatory.
Note 3: The Range data object is obsolete from Rel-13 onwards and shall be ignored if
present.
- PLMN
Contents:

Asdescribed in TS 24.333 [71], the PLMN code of the operator in which the UE is authorised to use ProSe
direct discovery announcing.

Coding:
As defined for the <X>/AnnouncingPolicy/<X>/PLMN leaf in TS 24.333 [71].

- Model
Contents:
Model used for the ProSe direct discovery, as described in TS 24.334 [70].
Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

bl indicates if the UE is authorised for Restricted
Model A announci ng policy

b2 indicates if the UE is authorised for Restricted
Model B di scoverer policy.

RFU (see TS 31.101 [11])

If the data object is missing, the UE shall behave asif only Restricted Model A announcing policy is allowed. All
other values are reserved.

Unused bytes shall be set to 'FF.

4.4.8.4 EFpProserunc (HPLMN ProSe Function)
If servicen°2 is"available" in the ProSe Service Table, thisfile shall be present.
This EF contains the | P address of the HPLMN ProSe Function.

NOTE: only usage of the first record is supported in the current release of the specification.

Identifier: '4F03' | Structure: linear fixed |  Optional
SFI: '03'
File size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZz HPLMN ProSe Function Address TLV data M Z bytes
object

HPLMN ProSe Function information
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Description Value M/O Length (bytes)
HPLMN ProSe Function Tag ‘80" M 1
Length A+1 M 1
Address type -- M 1
HPLMN ProSe Function Address -- M A
- Addresstype
Contents:

Type of the HPLMN ProSe Function address.
Coding:

A value of '00' indicates FQDN, avalue of ‘01" indicates IPv4, avalue of '02' indicates IPv6. All other
values are reserved.

- HPLMN ProSe Function Address
Contents:
Address of the HPLMN ProSe function.
Coding:

Depending on the Address type. When the HPLMN ProSe Function typeis set to '00', the
corresponding HPLMN ProSe Function Address shall be encoded to an octet string according to UTF-
8 encoding rules as specified in IETF RFC 3629 [48].

Unused bytes shall be set to 'FF.

4485 EFpProse_rapio_com (ProSe Direct Communication Radio Parameters)
If servicen°3is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the radio paramenters to be used for ProSe direct communication for public safety when the UE is not
served by E-UTRAN, as described in TS 24.334 [70]. Thisfile shall be used only if the ME is authorized as per content
of EFap or received service authorization from the ProSe Function.

Identifier: '4F04' | Structure: transparent | Optional
SFI: '04'
File size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 ProSe Direct Communication not served by E- | M 1 byte
UTRAN
2toZ+1 ProSe Radio parameters TLV data object M Z bytes

The file may contain one or more ProSe Radio parameters TLV data objects.

ProSe Direct Communication not served by E-UTRAN:
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Indicatesif the ME is authorized to perform ProSe Direct Communication and/or one-to-one ProSe direct
communication when not served by E-UTRAN.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

ProSe Radio parameters information:

b1=0 indicates that the UE is not authorised to
perform one-to-many ProSe direct communi cati on when
not served by E- UTRAN

bl=1 indicates that UE is authorised to perform one-
to-many ProSe direct communi cati on when not served
by E- UTRAN

b2=0 indicates that the UE is not authorised to
perform one-to-one ProSe direct conmunication when
not served by E- UTRAN

b2=1 indicates that the UE is authorised to perform
one-to-one ProSe direct comunication when not
served by E- UTRAN.

RFU (see TS 31.101 [11])

Description Value M/O/C | Length (bytes)
ProSe Direct Communication '‘AO’ M 1
parameters TLV
Length X M Note 1
Geographical Area — Polygon Tag ‘80" M 1
Length L1 M Note 1
Geographical Area — Polygon value -- M L1
Radio parameters Tag '81' M 1
Length L2 M Note 1
Radio parameters value - M L2
Note 1: The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  C; if the Tag is present, this is mandatory.

Each ProSe Radio parameters TLV data object shall contain one or more Geographical Area objects and one Radio

parameters object.

- Geographical Area— Polygon Tag '80°

Contents:
A geographical area defined by a polygon with 3 or more points.
Coding:
1to3 Latitude of point 1 M 3 bytes
4106 Longitude of point 1 M 3 bytes
7109 Latitude of point 2 M 3 bytes
10to 12 Longitude of point 2 M 3 bytes
13t0 15 Latitude of point 3 M 3 bytes
16t0 18 Longitude of point 3 M 3 bytes
(6n-5) to 6n-3  |Latitude of point n M 3 bytes
(6n-2) to 6n Longitude of point n M 3 bytes
Latitude and longitude are coded as defined in clause 6.1 of 3GPP TS 23.032 [75].
NOTE: The upper limit of 15 specified in 3GPP TS 23.032 [9] for the number of pointsin a polygon shape does

not apply to the number of coordinatesin a geographical area described as a polygon for ProSe

communications.

- Radio parameters Tag '81'
Contents:

The radio parameters used for ProSe Direct Communication

Coding:

Coded as S_-Preconfiguration in 3GPP TS 36.331 [74].
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4.4.8.6 EFprose_rapio_mon (ProSe Direct Discovery Monitoring Radio Parameters)
If servicen°4 is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the radio paramenters to be used for ProSe direct communication for public safety when the UE is not
served by E-UTRAN, as described in TS 24.334 [70]. Thisfile shall be used only if the ME is authorized as per content
of EFap or received service authorization from the ProSe Function.

Identifier: '4F05' | Structure: transparent | Optional
SFI: '05'
File size: Z bytes Update activity: low
Access Conditions:
READ PIN

UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length

1 ProSe Direct Discovery Monitoring not served M 1 byte

by E-UTRAN
2toZ+1 ProSe Radio parameters TLV data object M Z bytes

ProSe Direct Discovery monitoring not served by E-UTRAN:

Contents:
Indicatesif the ME isauthorized to perform restricted ProSe Direct Discovery monitoring when not served by
E-UTRAN.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0 indicates that the UE is not authorised to
perform ProSe direct discovery nodel A nonitoring
when not served by E- UTRAN

bl=1 indicates that the UE is authorised to perform
ProSe direct discovery nodel A nonitoring when not
served by E- UTRAN

b2=0 indicates that the UE is not authorised to
perform ProSe direct discovery nodel B di scoveree
operation when not served by E-UTRAN

b2=1 indicates that the UE is authorised to perform
ProSe direct discovery nodel B discoveree operation
when not served by E-UTRAN.

RFU (see TS 31.101 [11])

ProSe Radio parameters information

Description Value M/O/C | Length (bytes)
ProSe Radio parameters TLV ‘A0’ M 1
Length X M Note 1
Geographical Area — Polygon Tag ‘80" M 1
Length L1 M Note 1
Geographical Area — Polygon value -- M L1
Radio parameters Tag '81' M 1
Length L2 M Note 1
Radio parameters value - M L2
Note 1: The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  C; if the Tag is present, this is mandatory.

Each ProSe Radio parameters TLV data object shall contain one or more Geographical Area objects and one Radio
parameters object.

- Geographical Area— Polygon Tag '80'

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 178 ETSI TS 131 102 V17.7.0 (2022-10)

Contents:
A geographical area defined by a polygon with 3 or more points.
Coding:
1to3 Latitude of point 1 M 3 bytes
4106 Longitude of point 1 M 3 bytes
7t09 Latitude of point 2 M 3 bytes
10to 12 Longitude of point 2 M 3 bytes
13 to 15 Latitude of point 3 M 3 bytes
16t0 18 Longitude of point 3 M 3 bytes
(6n-5) to 6n-3  |Latitude of point n M 3 bytes
(6n-2) to 6n Longitude of point n M 3 bytes
Latitude and longitude are coded as defined in clause 6.1 of 3GPP TS 23.032 [75].

NOTE: The upper limit of 15 specified in 3GPP TS 23.032 [9] for the number of pointsin a polygon shape does
not apply to the number of coordinatesin a geographical area described as a polygon for ProSe
communications.

- Radio parameters Tag '81'
Contents:
The radio parameters used for ProSe Direct Communication
Coding:
Coded as S_-Preconfiguration in 3GPP TS 36.331 [74].

4.4.8.7 EFrrose_rabpio_ann (ProSe Direct Discovery Announcing Radio Parameters)
If servicen°5is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the radio paramenters to be used for ProSe direct communication for public safety when the UE is not
served by E-UTRAN, as described in TS 24.334 [70]. Thisfile shall be used only if the ME is authorized as per content
of EFap or received service authorization from the ProSe Function.

Identifier: '4F06' | Structure: transparent |  Optional
SFI: '06'
File size: Z bytes Update activity: low
Access Conditions:
READ PIN

UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length

1 ProSe Direct Discovery Announcing not M 1 byte

served by E-UTRAN
2toZ+1 ProSe Radio parameters TLV data object M Z bytes

ProSe Direct Discovery announcing not served by E-UTRAN:

Contents:
Indicatesif the ME isauthorized to perform restricted ProSe Direct Discovery announcing when not served by
E-UTRAN.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0 indicates that the UE is not authorised to
perform ProSe direct discovery nodel A announcing
when not served by E- UTRAN

bl=1 indicates that the UE is authorised to perform
ProSe direct discovery nodel A announcing when not
served by E- UTRAN

b2=0 indicates that the UE is not authorised to
perform ProSe direct discovery nodel B discoverer
operation when not served by E-UTRAN
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b2=1 indicates that the UE is authorised to perform
ProSe direct discovery nodel B discoverer operation
when not served by E- UTRAN.
RFU (see TS 31.101 [11])

ProSe Radio parameters information

Description Value M/O/C | Length (bytes)
ProSe Radio parameters TLV ‘A0’ M 1
Length X M Note 1
Geographical Area — Polygon Tag ‘80" M 1
Length L1 M Note 1
Geographical Area — Polygon value -- M L1
Radio parameters Tag '81' M 1
Length L2 M Note 1
Radio parameters value - M L2
Note 1: The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  C; if the Tag is present, this is mandatory.

Each ProSe Radio parameters TLV data object shall contain one or more Geographical Area objects and one Radio
parameters object.

- Geographical Area— Polygon Tag '80'

Contents:
A geographical area defined by a polygon with 3 or more points.
Coding:
1to3 Latitude of point 1 M 3 bytes
4106 Longitude of point 1 M 3 bytes
7109 Latitude of point 2 M 3 bytes
10to 12 Longitude of point 2 M 3 bytes
13 to 15 Latitude of point 3 M 3 bytes
16 to 18 Longitude of point 3 M 3 bytes
(6n-5) to 6n-3  |Latitude of point n M 3 bytes
(6n-2) to 6n Longitude of point n M 3 bytes
Latitude and longitude are coded as defined in clause 6.1 of 3GPP TS 23.032 [75].

NOTE: The upper limit of 15 specified in 3GPP TS 23.032 [9] for the number of pointsin a polygon shape does
not apply to the number of coordinates in a geographical area described as a polygon for ProSe
communications.

- Radio parameters Tag '81'
Contents:
The radio parameters used for ProSe Direct Communication
Coding:
Coded as S_-Preconfiguration in 3GPP TS 36.331 [74].
4.4.8.8 EFrrose_poLicy (ProSe Policy Parameters)
If servicen°6is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the policy paramenters to be used for ProSe direct communication for public safety, as described in TS
24.334 [70]. Thisfile shall be used only if the ME is authorized as per content of EFap or received service authorization
from the ProSe Function.

Each record shall be associated with a different ProSe group.
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Identifier: '4F07" | Structure: linear fixed |  Optional
SFI: '07'
Record size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ ProSe Policy parameters TLV data object M Z bytes

ProSe Policy parameters information:

Description Value M/O Length (bytes)

ProSe Policy parameters Tag ‘A0’ M 1
Length X M Note
ProSe Layer-2 Group ID tag ‘80 M 1
Length 3 M 1
ProSe Layer-2 Group ID -- M 3
ProSe UE ID tag ‘81’ M 1
Length 3 M 1
ProSe UE ID -- M 3
ProSe Group IP multicast address tag '82' M 1
Length A M 1
ProSe Group IP multicast address - M A
Address type tag '83' M 1
Length 1 M 1
Address type -- M 1
IPv4 address as source tag ‘84 ®) 1
Length 4 C 1
IPv4 address as source -- C 4
Group related security tag '85' M 1
Length B M Note
Group related security contents - M B
Application Layer Group ID tag '86' ©) 1
Length C C Note
Application Layer Group 1D - C C
Note: The length is coded according to ISO/IEC 8825-1 [35]

- ProSe Layer-2 Group ID tag '80'
Contents:
Contains the ProSe Layer-2 Group 1D, asdefined in TS 23.303 [ 73]
Coding:
As per TS33.303[72]
- ProSeUEID tag '81'
Contents:

Contains the ProSe UE ID, equivalent to the layer-2 source address of the sending UE, as defined in
TS23.303[73]

Coding:
Asper TS33.303[72]
- ProSe Group IP multicast address tag '82'

Contents:
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IPv4 or |Pv6 group IP multicast addressed to be used for ProSe direct communication associated with
the corresponding layer-2 group ID.
Coding:
Depending on the Address type
- Addresstypetag '83'
Contents:
Type of |P address.
Coding:
A value of '01' indicates |Pv4, avalue of '02' indicates |Pv6. All other values are reserved.
- |Pv4 address as source tag '84'
Contents:

IPv4 addressed to be used as source, in case of IPv4 address. This TLV shall be ignored if address
typeis different from I Pv4.

Coding:
IPv4 address
- Group related security tag '85'
Contents:

Parameters related to the group security.

Coding:
1to 32 PGK as defined in TS 33.303 [72] M 32 bytes
33 PGK Id as defined in TS 33.303 [72]. M 1 byte
34 Algorithm Info as defined in TS 33.303 [72] M 1 byte
35t0B RFU 0] (B-34) bytes

- Application Layer Group ID '86'
Contents:
Application layer group that the UE belongs to.
Coding:
Asper TS23.303[73]
Unused bytes shall be set to 'FF.

4.4.8.9 EFpProse_pLvn (ProSe PLMN Parameters)
If servicen°3is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the authorized PLMNSs for ProSe direct communication for public safety, as described in TS 24.334
[70]. Thisfile shall be used only if the ME is authorized as per content of EFap or received service authorization from
the ProSe Function.

Each record shall be associated with adifferent PLMN.
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Identifier: '4F08' | Structure: linear fixed |  Optional
SFI: '08'
Record size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ ProSe PLMN parameters TLV data object (@) Z bytes

ProSe Policy parameters information:

Description Value M/O Length (bytes)

ProSe PLMN parameters Tag '‘AQ' M 1

Length X M Note
PLMN tag ‘80" M 1

Length 3 M 1

PLMN -- M 3

Direct communication authorisation tag ‘81’ @) 1

Length 1 C 1

Direct communication authorisation -- C 1

NOTE:  The length is coded according to ISO/IEC 8825-1 [35]

- PLMN tag '80'
Contents:

Contains the PLMNsin which the UE is authorised to perform ProSe direct communication when
served by E-UTRAN

Coding:
According to TS 24.008 [9].
- Direct communication authorisation tag '81'
Contents:
Indicatesif the UE is authorised to use one-to-one and/or one-to-many ProSe direct communication.

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

bl indicates if the UE is authorised for one-to-many
ProSe direct communication

b2 indicates if the UE is authorised for one-to-one
ProSe direct communication.

RFU (see TS 31.101 [11])

If the data object is missing, the UE shall behave asif only one-to-many ProSe direct communication
isauthorized in the PLMN. All other values are reserved.

Unused bytes shall be set to 'FF.

4.4.8.10 EFprose_cc (ProSe Group Counter)
If service n°7 is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the PTK ID and Counter associated with the PGK currently in use for a ProSe Group.
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Identifier: '4F09" | Structure: Transparent |  Optional
SFI: '09'
File size: X >= 9 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltolL ProSe Group Counter data object (0] L bytes
L+1 to 2xL ProSe Group Counter data object (@) L bytes
ProSe Group Counter:
Description Value M/O Length (bytes)
ProSe Group Counter Tag ‘80" M 1
Length X>=7 M Note
ProSe Layer-2 Group ID -- M 3
PTK ID -- M 2
Counter == M 2
RFU -- (6] X
Note: The length is coded according to ISO/IEC 8825-1 [35]
- ProSeLayer-2 Group ID
Contents:
Containsthe ProSe Layer-2 Group 1D, asdefined in TS 23.303 [ 73]
Coding:
Asper TS 33.303[72]
- PTKID
Contents:
Containsthe PTK value, as defined in TS 33.303 [72]
Coding:
Asper TS 33.303[72]
- Counter
Contents:
Contains the Counter for the PGK used in the group, as defined in TS 33.303 [72]
Coding:
Asper TS 33.303[72]

Unused bytes shall be set to 'FF.
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4.48.11 EFpst (ProSe Service Table)

If service n°101 is"available" in the USIM Service Table, thisfile shall be present. This EF indicates which ProSe
sarvices are available. If aserviceis not indicated as available in the ProSe Service Table, the ME shall not select this
service.

Identifier: '4F10' | Structure: transparent |  Optional
SFI: '10°
File size: X bytes, (X2 1) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Services n°1 to n°8 M 1 byte
2 Services n°9 to n°16 0 1 byte
etc.
X Services n°(8X-7) to n°(8X) (0] 1 byte
-Services
Contents: Service n°1: ProSe direct discovery parameters
Service n°2: HPLMN ProSe Function
Service n°3: ProSe Direct Communication radio parameters
Service n°4: ProSe Direct Discovery monitoring radio parameters
Service n°5: ProSe Direct Discovery announcing radio parameters
Service n°6: ProSe policy parameters
Service n°7: ProSe group counter
Service n°8: ProSe Usage Information Reporting configuration
Service n°9: UICC ProSe Direct Communication usage information reporting
Service n°10 ProSe Group Member Discovery parameters
Service n°11 ProSe Relay parameters

The EF shall contain at least one byte. Further bytes may be included, but if the EF includes an optional byte, thenitis
mandatory for the EF to also contain all bytes before that byte. Other services are possible in the future and will be
coded on further bytesin the EF.

If service n°9 is"available", then service n°8 shall also be "available".
If service n°10 is "available", then service n°1 shall also be "available".
Coding:

Same as coding of USIM Service Table

4.4.8.12 EFpProse_uirc (ProSe UsagelnformationReportingConfiguration)
If servicen°8is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the description of the configuration to be used by the UE for reporting the usage information for direct
communication for public safety, as described in TS 24.334 [70] and TS 32.277 [77]. Thisfile shall be used only if the
UE is authorized for direct communication as per content of EFap or received service authorization from the ProSe
Function.
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Identifier: '4F11' | Structure: transparent |  Optional
SFI: 11
File size: Z bytes Update activity: low
Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM

Bytes Description M/O Length

ltoZ ProSe M Z bytes

UsagelnformationReportingConfiguration TLV
data objects
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Description Value M/O Length (bytes)
ProSe ServerAddress tag '80' C 1
Length A C Note
ProSe ServerAddress -- C A
ProSe CollectionPeriod tag '81 M 1
Length 3 M 1
ProSe CollectionPeriod -- M 3
ProSe ReportingWindow tag ‘82’ M 1
Length 3 M 1
ProSe ReportingWindow -- M 3
ProSe ReportGroupParameters tag ‘83" ®) 1
Length 1 ®) 1
ProSe ReportGroupParameters -- @) 1
ProSe '84' o 1
ReportTimeStampsFirstTransmissionAn
dReception tag
Length 1 o] 1
ProSe -- o 1
ReportTimeStampsFirstTransmissionAn
dReception
ProSe ReportDataTransmitted tag '85' o] 1
Length 1 o] 1
ProSe ReportDataTransmitted -- o] 1
ProSe ReportDataReceived tag '86' ®) 1
Length 1 ®) 1
ProSe ReportDataReceived -- o] 1
ProSe ‘87" @) 1
ReportTimeStampsOutOfCoverage tag
Length 1 ©) 1
ProSe -- o 1
ReportTimeStampsOutOfCoverage
ProSe ReportLocationinCoverage tag ‘88 6] 1
Length 1 o] 1
ProSe ReportLocationinCoverage -- 0] 1
ProSe ReportRadioParameters tag '89' 0] 1
Length 1 ®) 1
ProSe ReportRadioParameters -- 0] 1
NOTE: The length is coded according to ISO/IEC 8825-1 [35]

- ProSe ServerAddress

Contents:

Asdescribed in TS 24.333 [71], used to determine the |Pv4 or IPv6 address the UE or the USIM shall use to
send the usage report to. If no server address is provided, the UE shall upload the usage information reports to
the IP address of the HPLMN ProSe Function. If the USIM supports storage of the usage information, the server
address is mandatory.

Coding:

As defined for the ProSe ServerAddressleaf in TS 24.333 [71].

- ProSe CollectionPeriod

Contents:

Asdescribed in TS 24.333 [71], contains the time interval, in unit of minutes, at which the UE shall generate the
usage information reports. Setting the CollectionPeriod to avalue of 0 disables generation of usage information
reports at the UE.

Coding:

As defined for the ProSe CollectionPeriod leaf in TS 24.333 [71].

- ProSe ReportingWindow
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Contents:
Asdescribed in TS 24.333 [71], contains the time window, in units of minutes, during which the UE shall upload
the usage information report to the server. Setting the ReportingWindow to a value of 0 disables upload of the
usage information reports by the UE.

Coding:
As defined for the ProSe ReportingWindow leaf in TS 24.333 [71].

- ProSe ReportGroupParameters
Contents:
Asdescribed in TS 24.333 [ 71], indicates whether or not the UE shall report the group parameters for one-to-
many ProSe direct communication in the usage information. The default value O appliesif thisTLV isnot
provisioned.
Coding:
As defined for the ProSe ReportGroupParameters leaf in TS 24.333 [71].

- ProSe ReportTimeStampsFirstTransmissionAndReception
Contents:
Asdescribed in TS 24.333 [ 71], indicates whether or not the UE shall report the time stamps of the first
transmission/reception during the collection period in the usage information. The default value O appliesif this
TLV isnot provisioned
Coding:
As defined for the ProSe ReportTimeStampsFirstTransmissionAndReception leaf in TS 24.333 [71].

- ProSe ReportDataT ransmitted
Contents:
Asdescribed in TS 24.333 [ 71], indicates whether or not the UE shall report the amount of data transmitted
during the collection period in the usage information, and whether with location information. The default value 1
appliesif thisTLV is not provisioned
Coding:
As defined for the ProSe ReportDataTransmitted leaf in TS 24.333 [71].

- ProSe ReportDataReceived
Contents:
Asdescribed in TS 24.333 [ 71], indicates whether or not the UE shall report the amount of data received during
the collection period in the usage information, and whether with location information. The default value 1
appliesif thisTLV is not provisioned
Coding:
As defined for the ProSe ReportDataReceived leaf in TS 24.333 [71].

- ProSe ReportTimeStampsOutOf Coverage
Contents:
Asdescribed in TS 24.333 [71], indicates whether or not the UE shall report the time stamps when it went in and
out of E-UTRAN coverage during the collection period in the usage information. The default value O appliesif
this TLV isnot provisioned
Coding:
As defined for the ProSe ReportTimeStampsOutOf Coverage leaf in TS 24.333 [71].

- ProSe ReportL ocationlnCoverage
Contents:
Asdescribed in TS 24.333 [ 71], indicates whether or not the UE shall report the list of locations of the UE when
in E-UTRAN coverage during the collection period in the usage information.
Coding:
As defined for the ProSe ReportLocationlnCoverage leaf in TS 24.333 [71].

- ProSe ReportRadioParameters
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Contents:
Asdescribed in TS 24.333 [71], indicates whether or not the UE shall report the radio parameters used for ProSe
direct communication (i.e. indicator of which radio resources used and radio frequency used) during the
reporting period in the usage information.

Coding:
As defined for the ProSe ReportRadioParameters leaf in TS 24.333 [71].
4.4.8.12 EFpProse_cMm_piscovery (ProSe Group Member Discovery Parameters)

If servicen°10is "available" in the ProSe Service Table, thisfile shall be present.

This EF contains the ProSe discovery parameters for public safety, as described in TS 24.334 [70]. Thisfile shall be
used only if the ME is authorized as per content of EFap or received service authorization from the ProSe Function.

Identifier: '4F12' | Structure: linear fixed |  Optional
SFI: '12'
Record size: Z bytes Update activity: low

Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM

Bytes Description M/O Length
ltoY Group member discovery parameters TLV (0] Y bytes
data object
Group member discovery parametersinformation:
Description Value M/O Length (bytes)

Group member discovery parameters ‘A0’ M 1
Tag
Length X M Note
User Info ID tag '80' M 1
Length 6 M 1
User Info ID -- M 6
Discovery Group ID tag '81' M 1
Length 3 M 1
Discovery Group ID -- M 3
Application Layer Group ID tag '82' M 1
Length Y M Note
Application Layer Group 1D - M Y
NOTE: The length is coded according to ISO/IEC 8825-1 [35]

Each record shall contain at most one Group member discovery parameters information.
- User Info ID tag '80'
Contents:

Indicates the user information which is sent by the announcing or discoverer or discoveree UE over
the air during Group Member Discovery procedures.

Coding:
Asdefined in TS 24.334 [70].
- Discovery Group ID tag '81'
Contents:

Indicates the group ID of the discovery group that the UE bel ongs to when group member discovery
is performed.

Coding:
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Asdefined in TS 24.334 [70].
- Application Layer Group ID tag '82'
Contents:

Indicates the Application Layer Group ID identifying an application layer group that the UE belongs
to.

Coding:
Asper TS 23.303 [73]
Unused bytes shall be set to 'FF.

4.4.8.13

If servicen°11is"available" in the ProSe Service Table, thisfile shall be present.

EFrrose_reLay (ProSe Relay Parameters)

This EF contains the authorized PLMNs for ProSe UE-to-network relay for public safety, as described in TS 24.334
[70]. Thisfile shall be used only if the ME is authorized as per content of EFap or received service authorization from
the ProSe Function.

Each record shall be associated with adifferent PLMN.

Identifier: '4F13' | Structure: linear fixed |
SFI: '13'

Record size: Z bytes

Optional

Update activity: low

Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
ltoZ ProSe Relay parameters TLV data object o Z bytes

ProSe Relay parameters information:

Description Value M/O Length (bytes)
ProSe Relay parameters Tag '‘AQ' M 1
Length X M Note
PLMN tag ‘80 M 1
Length 3 M 1
PLMN - M 3
Relay type tag '81' M 1
Length 1 M 1
Relay type -- M 1
NOTE:  The length is coded according to ISO/IEC 8825-1 [35]
PLMN tag '80'
Contents:

Contains the PLMNsin which the UE is authorised to act as a ProSe UE-to-network relay and/or use

a ProSe UE-to-network relay.

Coding:

According to TS 24.008 [9].

Relay typetag '81'

Contents:
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Indicatesif the UE is authorized to act as a ProSe UE-to-network relay and/or use a ProSe UE-to-

network relay.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0 indicates that the UE is

bl=1 indicates that the UE is
ProSe UE-to-network rel ay.
b2=0 indicates that the UE is
a ProSe UE-to-network rel ay.
b2=1 indicates that the UE is
ProSe UE-to-network rel ay.
RFU (see TS 31.101 [11])

Unused bytes shall be set to 'FF.

not authorised to act

as a ProSe UE-to-network rel ay.

authorised to act as a

not authorised to use

aut horised to use a

4.4.8.14 EFpProse_RreLay_piscovery (ProSe Relay Discovery Parameters)

If servicen®11is"available" in the ProSe Service Table, thisfile shall be present.

This EF contains the ProSe direct discovery parameters when it is used for ProSe UE-to-network relay discovery for
public safety, as described in TS 24.334 [70]. Thisfile shall be used only if the ME is authorized as per content of EFap

or received service authorization from the ProSe Function.

Identifier: '4F14' | Structure: transparent |  Optional
SFI: '14'
File size: Z bytes (Z > 5 bytes) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to6 User Info ID M 6 bytes
-- Remote UE parameters TLV data object (@) X bytes
-- Relay parameters TLV data object o Y bytes
User Info ID
Contents:

Indicates the user information which is sent by the announcing or discoverer or discoveree UE over the air during

Group Member Discovery procedures.
Coding:
Asdefined in TS 24.334 [70].
Remote UE parameters information:

The EF can contain multiple Remote UE parameters data objects.

| Description | Value | M/O | Length (bytes) |
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Remote UE parameters Tag ‘A0’ M 1
Length X M Note
Relay Service Code tag ‘80" M 1
Length 3 M 1
Relay Service Code -- M 3
User Info ID of Relay tag '81' o] 1
Length 6 C 1
User Info ID of Relay -- C 6
IP Versions tag '82' M 1
Length 1 M 1
IP Versions -- M 1
Security content tag '83' M 1
Length Y M Note
Security content - M Y
NOTE: The length is coded according to ISO/IEC 8825-1 [35]

- Relay Service Code tag '80'
Contents:

Indicates the connectivity service that the ProSe UE-to-network relay provides to public safety
applications.

Coding:
Asdefined in TS 24.334 [70].
- User Info ID of Relay tag '81'
Contents:

Indicates the user information of the ProSe UE-to-network relay that the remote UE seeksto discover
during ProSe UE-to-network relay discovery procedures.

Coding:
Asdefined in TS 24.334 [70].
- IPVersionstag '82'
Contents:

Indicates the IP version(s) that the remote UE can use for the relay traffic associated with the Relay
Service Code.

Coding:

A value of '01' indicates |Pv4, avalue of '02' indicates |Pv6, avaue of '03' indicates |Pv4v6. All other
values are reserved.

- Security Content tag '83'
Contents:
Parameters related to the relay discovery.

Coding:

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 192 ETSI TS 131 102 V17.7.0 (2022-10)
Byte(s) Description M/O Length
1to 32 PSDK as defined in TS 33.303 [72] M 32 bytes

33 PSDK Id as defined in TS 33.303 [72]. M 1 byte
34 Bitmask of keys: M 1 byte
- b1=1 indicates that DUSK is to be used
- b2=1 indicates that DUCK is to be used
- b3=1 indicates that DUIK is to be used
- all other bits are RFU
35to0 57 DUCK encryption bitmask, as defined in TS M 23 bytes
24.334 [70] (applicable when DUCK is used)
58t0 Y RFU O (Y-57) bytes

Relay parametersinformation:

The EF can contain multiple Relay parameters data objects.

Description Value M/O Length (bytes)

Relay parameters Tag ‘Al M 1
Length X M Note
Relay Service Code tag ‘80" M 1
Length 3 M 1
Relay Service Code -- M 3
PDN type tag ‘81 ®) 1
Length 1 C 1
PDN type -- C 1
APN tag '82' 0 1
Length 3 C 1
APN -- C 3
ProSe Relay UE ID tag '83' M 1
Length 3 M 1
ProSe Relay UE ID -- M 3
Security content tag '84' M 1
Length Y M Note
Security content - M Y
NOTE: The length is coded according to ISO/IEC 8825-1 [35]

- Relay Service Code tag '80'

Contents:

Indicates the connectivity service that the ProSe UE-to-network relay provides to public safety

applications.
Coding:

Asdefined in TS 24.334 [70].

- PDN typetag '81'

Contents:

Indicates the | P version of the PDN connection to be used for the relayed traffic associated with a

Relay Service Code.

Coding:

A value of '01' indicates IPv4, avalue of '02' indicates | Pv6. All other values are reserved.

- APNtag '82'

Contents:

Indicates the PDN connection that the ProSe UE-to-network relay uses for the relayed traffic
associated with a Relay Service Code. If thisTLV is missing, then the default APN is used for the

PDN connectivity.

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 193 ETSI TS 131 102 V17.7.0 (2022-10)

Coding:
A network access point name
- ProSe Relay UE ID tag '83'
Contents:

Indicates the link layer identifier used for direct communication associated with a Relay Service
Code.

Coding:
Asdefined in TS 24.334 [70].
- Security Content tag '84'
Contents:

Parameters related to the relay discovery.

Coding:
Byte(s) Description M/O Length
1to 32 PSDK as defined in TS 33.303 [72] M 32 bytes
33 PSDK Id as defined in TS 33.303 [72]. M 1 byte
34 Bitmask of keys: M 1 byte
- bl=1indicates that DUSK is to be used
- b2=1 indicates that DUCK is to be used
- b3=1 indicates that DUIK is to be used
- all other bits are RFU
351057 DUCK encryption bitmask, as defined in TS M 23 bytes
24.334 [70] (applicable when DUCK is used)
58t0 Y RFU 0 (Y-57) bytes

Unused bytes shall be set to 'FF'.

449 Contents of files at the DF ACDC level

449.1 Introduction
This clause describes the additional files that are used for ACDC configuration.

DFacoc shall be present at the ADFysiv level if service n®108 is"available" in EFyst (USIM Service Table).

4.49.2 EFacoc_uist (ACDC List)
If service n°108 is "available", thisfile shall be present.

This EF contains the link to EFs containing the ACDC for each operating system identifier. The ME parses the content
of the EFacoc_List and retrieves the file id and optionally the SFI to further access the relevant ACDC configuration.
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Identifier: '4F01' | Structure: transparent |  Optional
SFI: '01'
File size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltolLl ACDC OS TLV data object 1 M L1 bytes
L1+1to L1+L2 |ACDC OS TLV data object 2 (0] L2 bytes
L1+L2+...+L(n- [ACDC OS TLV data object n (0] Ln bytes
1)+1 to
L1+L2+...+Ln
ACDC OSTLV data object
Description Value M/O/C | Length (bytes)
ACDC OS tag ‘A0’ M 1
Length X+19 M Note
osid -- M 16
File Id - M 2
SFI -- M 1
RFU -- (@) X
Note: The length is coded according to ISO/IEC 8825-1 [35]

- OSlid
Contents:
The Operating System identifier
Coding:
A Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [80].

- Fileld
Contents:
File Id of the EF containing the ACDC configuration for the Operating System
Coding:
According to TS 31.101 [11]

- SHI
Contents:
Short File Identifier of the EF containing configuration for the Operating System
Coding:
According to TS 31.101 [11]. The value '0' indicates that SFI is not allocated for thefile.

Unused bytes shall be set to 'FF.

4.49.3 EFacoc_os_conric (ACDC OS configuration)

This EF contains the ACDC configuration for a specific Operating System. The ME retrievesthsfileid or the SFI of the
file from the EFacoc_Lisr.
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Identifier: "4FXX' | Structure: transparent |  Optional
SFI: 'XX' (optional)
File size: Z bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltolLl ACDC App Id 1 M L1 bytes
L1+1to L1+L2 [ACDC AppId 2 0 L2 bytes
L1+L2+...+L(n- |[ACDC Appldn (0] Ln bytes
1)+1 to
L1+L2+...+Ln
ACDC AppId
Description Value M/O/C | Length (bytes)
ACDC App Id tag ‘A0’ M 1
Length X M Note
ACDC category tag ‘80" M 1
Length 1 M 1
ACDC category -- M 1
OS App Id tag ‘81 M 1
Length L M Note
OS App Id -- M L
Note: The length is coded according to ISO/IEC 8825-1 [35]
- ACDC category
Contents:
The ACDC category indicates the category to which the identified application belongs.
Coding:
Asthe ACDCCategory leaf in 24.105 [81]
- OSAppld
Contents:

indicates an OS specific application identifier

Coding:

Asthe OSAppld leaf in 24.105 [81]

Unused bytes shall be set to 'FF.

4.4.10 Contents of files at the DF TV level

4.4.10.1

Introduction

This clause describes the additional files that are used for TV service configuration.

DF+v shall be present at the ADFygim level if service n116 is "available" in EFysr (USIM Service Table).

4.4.10.2

EFrvusp (TV User Service Description)

Thisfile contains the User Service Description (USD) associated with one or more entriesin the EFrvconric. The ME
retrieves this file identifier from the EFrvconric.

Multiple EFrvuso files may exist in the DF, each one associated with a different entry in EFrvconric.
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Identifier: "4FXX' | Structure: transparent |  Optional
File size: Z bytes | Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltolL USD TLV data object M L bytes
L+1toZ RFU O Z-L bytes

USD TLV data object:

Description Value M/O/C | Length (bytes)
USD Tag ‘A0’ M 1
Length X M Note
usbD -- C X
Note: The length is coded according to ISO/IEC 8825-1 [35]

USD:
Contents:
- User Service Description (USD).
Coding:
- According to TS 26.346 [99] clause J.1.

4411 Contents of files at the DFsgs level

4.4.11.1 Introduction
This clause describes the files that are specific for 5GS.

DFscs shall be present at the ADFyusiv level if any of the following services are "available" in EFysr (USIM Service
Table):
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Service n°122
Service n°123
Service n°124
Service n°125
Service n°126
Service n°127
Service n°128
Service n°129
Service n°130
Service n°132
Service n°133
Service n°134
Service n°135
Service n°136

Service n°137
Service n°138
Service n°140
Service n°141
Service n°142
Service n°144

Service n°145
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5GS Mobility Management Information

5G Security Parameters

Subscription identifier privacy support

SUCI calculation by the USIM

UAC Access ldentities support

Control plane-based steering of UE in VPLMN

Call control on PDU Session by USIM

5GS Operator PLMN List

Support for SUPI of type NSI or GLI or GCI

Support for URSP by USIM

5G Security Parameters extended

MuD and MiD configuration data

Support for Trusted non-3GPP access networks by USIM
Support for multiple records of NAS security context storage for
multiple registration

Pre-configured CAG information list

SOR-CMCI storage in USIM

Storage of disaster roaming information in USIM
Pre-configured eDRX parameters

5G NSWO support

Multiplier Coefficient for Higher Priority PLMN search via NG-RAN
satellite access

Kausr derivation configuration

131 102 V17.7.0 (2022-10)

4.411.2 EFscsscprpLoc (5GS 3GPP location information)
If service n°122 is "available" in EFysr, thisfile shall be present.
This EF contains the following 5GS location information for 3GPP access:

- 5G-Globally Unique Temporary Identifier (5G-GUTI);
- Last visited registered Tracking Area ldentity in 5GS (TAI);

- 5GS update status.
Identifier: '4F01" | Structure: transparent |  Optional
SFI: '01'
File size: 20 bytes Update activity: high
Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
1to 13 5G-GUTI for 3GPP access M 13 bytes
14 t019 Last visited registered TAl in 5GS for 3GPP M 6 bytes

access
20 5GS update status for 3GPP access M 1 byte

- 5G-GUTI for 3GPP access.
Contents:

5G-Glaobally Unique Temporary Identifier for 3GPP access.
Coding:

asthe 5G-GUTI part of the 5GS mobile identity information element defined in TS 24.501 [104]. Byte 1
corresponds to "octet 2" of an 5GS mobile identity information element containing a 5G-GUTI. Byte 13
corresponds to "octet 14" of an 5GS mobile identity information element information element containing
a5G-GUTI.

Byte 1: first byte of 5G-GUTI for 3GPP access
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|b8|b7|b6|b5|b4|b3|b2|bl|
T T | | T T | |
MSB
- Last visited registered TAl in 5GS for 3GPP access
Contents:
Last visited registered Tracking Arealdentity in 5GS for 3GPP access.
Coding:

as the content of the tracking areaidentity information element defined in TS 24.501 [104]. Byte 14
corresponds to "octet 2" of atracking area identity information element. Byte 19 corresponds to "octet 7"
of atracking areaidentity information element.

Byte 14: first byte of last visited registered TAI for 3GPP access

b8 [ b7 | b6 | b5 | b4 | b3 | b2 | bl
ol e e A A e

- 5GS update status for 3GPP access.
Contents:

status of 5GS update for 3GPP access according to TS 24.501 [104].

Coding:
byte 20:
Bits: b3 b2 bl
0 0 O : 5U1UPDATED.
0 0 1 : 5U2NOT UPDATED.
0 1 0 : 5U3ROAMING NOT ALLOWED.
0 1 1 : reserved.
1 0 O : reserved.
1 0 1 : reserved.
1 1 O : reserved.
1 1 1 : reserved.

Bits b4 to b8 are RFU (see TS31.101 [11]).
Unused bytes shall be set to 'FF.

4.411.3 EFsesnserpLoct (BGS non-3GPP location information)
If service n°122 is "available" in EFysr, thisfile shall be present.
This EF contains the following 5GS location information for non-3GPP access:

- 5G-Globally Unique Temporary Identifier (5G-GUTI);
- Last visited registered Tracking Area ldentity in 5GS (TAI);
- 5GS update status.
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Identifier: '4F02' | Structure: transparent | Optional
SFI: '02'
File size: 20 bytes Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to 13 5G-GUTI for non-3GPP access M 13 bytes
14 to19 Last visited registered TAI in 5GS for non-3GPP M 6 bytes
access
20 5GS update status for non-3GPP access M 1 byte

For content and coding see clause 4.4.11.2 for EFscssarrLoc-
4.4.11.4 EFscsseppnsc (5GS 3GPP Access NAS Security Context)

If service n°122 is"available" in EFysr, thisfile shall be present.

This EF contains the 5GS 3GPP access NAS security context as defined in TS 24.501 [104], consisting of Kame with
the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values. This
EF also contains the EPS NAS security agorithms to be used when the UE goes to EPS, either by means of connected
mode handover in a network that supports N26 interface, or by the means of idle mode mobility performed by the UE
from 5GS to EPS, as specified in TS 33.501 [105]. Thisfile shall contain one record.

If Service n°136 is not "available" in EFysr, the file shall contain one record.

If service n°136 is "available" in EFysr, the file shall contain two records. As specified in TS 33.501 [105] clause
6.3.2.1, in case of multiple registrations in different PLMNSs, each record shall store 5GS 3GPP access NAS security
context for each different PLMN (Refer to Annex O for examples),

Identifier: '4F03' | Structure: linear fixed |  Optional

SFI: '03'

Record size: X bytes (X=57)

Update activity: high

Access Conditions:

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
l1to X 5GS NAS Security Context TLV Object M X bytes

5GS NAS Security Context tags
Description Tag Value
5GS NAS Security Context Tag ‘A0’

5GS NAS Security Context information
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Description Value M/O Length
(bytes)
5GS NAS Security Context Tag ‘A0’ M 1
Length (length of all subsequent data) Y M Note 1
ngKSI Tag ‘80" M 1
Length K M Note 1
ngKsSl -- M K
Kavr Tag ‘81" M 1
Length L M Note 1
Kawmr -- M L
Uplink NAS count Tag '82' M 1
Length M M Note 1
Uplink NAS count -- M M
Downlink NAS count Tag '83' M 1
Length N M Note 1
Downlink NAS count -- M N
Identifiers of selected NAS integrity and '84' M 1
encryption algorithms Tag
Length S M Note 1
Identifiers of selected NAS integrity and -- M S
encryption algorithms
Identifiers of selected EPS NAS integrity and '85' M 1
encryption algorithms for use after mobility to
EPS Tag
Length U M Note 1
Identifiers of selected EPS NAS integrity and -- M U
encryption algorithms for use after mobility to
EPS
PLMN identifier tag '86' C (see Note 2) 1
Length 3 C (see Note 2) Note 1
PLMN identifier -- C (see Note 2) 3
Note 1:  The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  If service n°136 is "available", PLMN identifier shall be included to identify the
PLMN of the 5GS NAS Security Context stored in record 2 for the access. The
PLMN identifier is not applicable for record 1 and is mandatory for record 2.

- ngKSl Tag '80'
Contents:

The ngKSI (Key Set Identifier in 5G) as defined in TS 33.501 [105] is coded on 1 byte.

Coding:
|b8|b7|b6|b5|b4|b3|b2|bl|
ngKsl
bits b4 to b8 are coded 0
- Kamr Tag '81'
Contents:

The Kavr as defined in TS 33.501 [105] is coded on 32 bytes. The ME shall treat any Kamr values stored in
this EF asinvalid if the ngK Sl indicates that no Kamr is available or if the length indicated in the Kame
TLV isset to '00',

Coding:

The most significant bit of Kamr isthe most significant bit of the 1% byte of this TLV valuefield. The least
significant bit of Kamr isthe least significant bit of the last byte of this TLV value field.

- Uplink NAS count Tag '82'

Contents:
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The uplink NAS count as defined in TS 33.501 [105] is coded on 4 bytes.
Coding:

The most significant bit of the uplink NAS count is the most significant bit of the 1% byte of this TLV value
field. Theleast significant bit of the uplink NAS count is the least significant bit of the last byte of this
TLV valuefield.

- Downlink NAS count Tag '83'
Contents:
The downlink NAS count as defined in TS 33.501 [105] is coded on 4 bytes.
Coding:

The most significant bit of the downlink NAS count is the most significant bit of the 1% byte of this TLV
value field. The least significant bit of the downlink NAS count is the least significant bit of the last byte
of thisTLV valuefield.

- ldentifiers of selected NAS integrity and encryption algorithms Tag '84'
Contents:

Theidentifiers of selected NAS integrity and encryption algorithms as defined in TS 33.501 [105] and TS
24.501 [104]. In this release the identifiers of selected NAS integrity and encryption algorithms are coded
as 4-bit identifiers.

Coding:

Coding is same as the content of the NAS security algorithms information element defined in
TS 24.501 [104].

Byte 1 of thisTLV valuefield: first byte of the value part of the NAS security algorithms information
element

b8 [ b7 [ b6 | b5 | b4 | b3 | b2 | bl
A R N
VB
- ldentifiers of selected EPS NAS algorithms for use after mobility to EPS Tag '85'

Contents:

Theidentifiers of selected EPS NAS integrity and encryption algorithms to be used when the UE goesto
EPS, either by means of connected mode handover in a network that supports N26 interface, or by the
means of idle mode mobility performed by the UE from 5GS to EPS, as specified in TS 33.501 [105] and
TS 24.501 [104]. These identifiers are coded as 4-bit identifiers.

Coding:

Coding is same as the content of the EPS NAS security algorithms information element specified in
TS24.301 [51].

Byte 1 of this TLV valuefield: first byte of the value part of the EPS NAS security al gorithms information
element in TS 24.301 [51].

b8 | b7 [ b6 | b5 | b4 | b3 | b2 | bl
(o o7 [ oo [ o5 [ oo [ o3 [ o2 [ o1 ]
M5B
- PLMN identifier Tag '86'
Contents:

The PLMN identifier comprising MCC and MNC defined in TS 23.003 [25] is coded on 3 bytes.

Coding:
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The PLMN identifier is coded according to TS 24.008 [9].

Unused bytes shall be set to 'FF.

In order to mark the stored 5GS NAS security context asinvalid:
- therecord bytes shall be set to 'FF', or

- thengKSl isset to '07', or

- thelength indicated in the Kame TLV isset to '00'.

44115 EFscsnacppnsc (5GS non-3GPP Access NAS Security Context)
If Service n°122 is"available" in EFysr, thisfile shall be present.

This EF contains the 5GS non-3GPP access NAS security context as defined in TS 24.501 [104], consisting of Kame
with the associated key set identifier, the UE security capabilities, and the uplink and downlink NAS COUNT values.
This EF also contains the EPS NAS security algorithms to be used when the UE goes to EPS, either by means of
connected mode handover in a network that supports N26 interface, or by the means of idle mode mobility performed
by the UE from 5GS to EPS, as specified in TS 33.501 [105]. .

If Service n°136 is not "available" in EFysr, the file shall contain one record.

If service n°136 is "available" in EFysr, the file shall contain two records. As specified in TS 33.501 [105] clause
6.3.2.1, in case of multiple registrations in different PLMNSs, each record shall store 5GS non-3GPP access NAS
security context for each different PLMN (Refer to Annex O for examples).

Identifier: '4F04' | Structure: linear fixed | Optional
SFI: '04'
Record size: X bytes (X257) Update activity: high
Access Conditions:
READ PIN
UPDATE PIN
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X 5GS NAS Security Context TLV Object M X bytes

For content and coding see clause 4.4.11.4 for EFsessepensc.

4.4.11.6 EFscauthkeys (5G authentication keys)

If Service n°123 is"available" in EFysr, thisfile shall be present. This EF contains Ksear for 3GPP access and the
Kausr that are generated on the ME using CK and IK as part of AKA procedures as described in TS 33.501 [105].
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If Service n°133 isnot "available" in EFysr, the file size is at least 68 bytes.

If Service n°133 isalso "available" in EFysr, this EF additionally contains K sear for non-3GPP access, SOR counter

and UE parameter update counter and the file sizeis at least 110 bytes.

Identifier: '4F05' |

Structure: transparent |

Optional

SFI: '05'

File size: >= 68 or 110 bytes

Update activity: high

Access Conditions:

counter is 2 bytes each

READ PIN

UPDATE PIN

DEACTIVATE ADM

ACTIVATE ADM

Description Value M/O Length

Kausr Tag '80' M 1
Length K (Note2) M Notel
Kausr -- M K (Note2)
Ksear for 3GPP access Tag ‘81" M 1
Length L (Note2) M Notel
Ksear for 3GPP access -- M L (Note2)
Ksear for non-3GPP access Tag '82' C 1
Length M (Note?2) C Notel
Ksear for non-3GPP access -- C M (Note?2)
SOR counter Tag '83' C 1
Length N C Note 1
SOR counter -- C N (Note 3)
UE parameter update counter Tag '84' C 1
Length 0] C Note 1
UE parameter update counter -- C O (Note 3)
Note 1:  The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  As per TS 33.501 [105], the length of keys Kausr and Ksear is 32 bytes each
Note 3:  As per TS 33.501 [105], the length of SOR counter and UE parameter update

Kauss Tag ‘80",

Contents:
- Kausr asdescribed in TS 33.501[105]).

Coding:

The most significant bit of Kause isthe most significant bit of the 1st byte of this TLV valuefield. The least

significant bit of Kause isthe least significant bit of the last byte of thisTLV value field.

Ksear for 3GPP access Tag '81'.

Contents:

- Ksear for 3GPP access as described in TS 33.501[105]. If thereis no valid Ksear for 3GPP access, the

contents (Value part of the TLV) shall be 'FF...FF'.

Coding:

- Themost significant bit of Ksear for 3GPP accessis the most significant bit of the 1st byte of thisTLV value
field. The least significant bit of Kszar for 3GPP accessis the least significant bit of the last byte of thisTLV

value field.

K sear for non-3GPP access Tag '82'.

Contents:

- Ksear for non-3GPP access as specified in TS 33.501[105]. If thereis no valid Ksear for non-3GPP access,

the contents (Value part of the TLV) shall be 'FF...FF.
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Coding:

- The most significant bit of Kszar for non-3GPP access is the most significant bit of the 1st byte of thisTLV
value field. The least significant bit of Ksear for non-3GPP access is the least significant bit of the last byte of
this TLV valuefield.

SOR counter Tag '83'
Contents:

- The SOR counter as defined in 3GPP TS 33.501 [105] clause 6.14.2.3. In this release the SOR counter is
coded on 2 bytes. If there is no valid SOR counter, the contents (Value part of the TLV) shall be 'FF...FF.

Coding:

- The most significant bit of the SOR counter is the most significant bit of the 1% byte of this TLV value field.
The least significant bit of the SOR counter is the least significant bit of the last byte of this TLV value field.

UE parameter update counter Tag ‘84"
Contents:

- The UE parameter update counter as defined in 3GPP TS 33.501 [105] clause 6.15.2.2. In this release the UE
parameter update counter is coded on 2 bytes. If there is no valid UE parameter update counter, the contents
(Value part of the TLV) shall be 'FF...FF.

Coding:

- The most significant bit of the UE parameter update counter is the most significant bit of the 1% byte of this
TLV valuefield. Theleast significant bit of the UE parameter update counter is the least significant bit of the
last byte of thisTLV value field.

4.4.11.7 EFuac_aic (UAC Access ldentities Configuration)

If service n°126 is "available" in EFysr, thisfile shall be present.

This EF contains the configuration information pertaining to access identities allocated for specific high priority
services that can be used by the subscriber. The assigned access identities are used, in combination with an access
category, to control the access attempts. For more information see TS 22.261 [106] and TS 24.501 [104].

Identifier: '4F06' | Structure: transparent | Optional
SFI: '06'
File size: 4 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to4 UAC access identities configuration M 4 bytes

UAC access identities configuration
Contents:

- Configuration of certain Unified Access Control (UAC) access identities specified in TS 24.501 [104] clause
45.2.

Coding:
- Each accessidentity configuration is coded on one hit.

Byte 1.
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|b8|b7|b6|b5|b4|b3|b2|b1|

b1=0: UE is not configured for Miultinmedia Priority
Service in the HPLM\, EHPLMN or a visited PLMN of the
home country.

bl=1: UE is configured for Miultimedia Priority
Service in the HPLMN, EHPLMN or a visited PLW of the
honme country.

b2=0: UE is not configured for Mssion Critical
Services in the HPLMN, EHPLMN or a visited PLWN of
the hone country.

b2=1: UE is configured for Mssion Critical Services
in the HPLMN, EHPLMN or a visited PLMN of the hone
country.

RFU

Bytes 2 to 4.
Bits bl to b8 are RFU.

NOTE 1: Access Identities 11 to 15 (as specified in TS 24.501 [104]) are configured as Access Classes 11 to 15in
EFacc, specified in clause 4.2.15,

NOTE 2: The home country is defined as the country to which user subscription is associated (e.g. the MCC part of
the IMS, seethe definition in TS 24.301[51]).
4.4.11.8 EFsuci_calc_info (Subscription Concealed Identifier Calculation Information EF)

If "SUCI calculation isto be performed by the ME" (i.e. service n°124 is"available" in EFysr and service n°125 is not
"available" in EFysr), thisfile shall be present. This EF contains information needed by the ME for the support of
subscription identifier privacy as defined in 3GPP TS 33.501[105].

If "SUCI calculation isto be performed by the USIM" (i.e. service n°124 is"available" in EFysr and service n°125is
"available" in EFysr), thisfile shall not be available to the ME.

If service n°124 is not "available" in EFysr, thisfile shall not be available to the ME.

Note: How thefile is made "not available to the ME" is implementation specific, e.g. the file may not be
present, the file may be present but not readable by the ME, or the file may be present but deactivated.

Identifier: '4F07" | Structure: transparent |  Optional
SFI. '07'
File size: X bytes (X 2 2) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
ltoZ Protection Scheme Identifier List data object M Z bytes
Z+1to Y+Z Home Network Public Key List data object C Y bytes
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- Protection Scheme Identifier List data object.

Contents:
This data object shall aways be present. If Protection Scheme Identifier List data object length is not zero, this data
object contains alist of the Protection Scheme Identifier and the corresponding Key Index. The first Protection
Scheme Identifier entry has the highest priority and the last Protection Scheme Identifier entry has the lowest
priority. The Key Index value indicates the position of the Home Network Public Key in the Home Network Public
Key Ligt, that is applicable to the Protection Scheme.

Coding:
Description Value M/O/C Length
(bytes)
Protection Scheme Identifier List data object tag ‘A0’ M 1
Protection Scheme Identifier List data object length L1 M Note 1
Protection Scheme Identifier 1 (Highest priority) -- 0] 1
Key Index 1 -- C (Note 2) 1
Protection Scheme Identifier 2 -- o 1
Key Index 2 -- C (Note 2) 1
Protection Scheme Identifier N (Lowest priority) -- 0] 1
Key Index N -- C (Note 2) 1
Note 1:  The length is coded according to ISO/IEC 8825-1 [35]
Note 2:  This field is present only if the corresponding Protection Scheme Identifier field is
present

The Protection Scheme Identifier represents a protection scheme as described in 3GPP TS 33.501 [105] and it is
coded in one byte as follows:

|b8|b7|b6|b5|b4|b3|b2|b1|

Protecti on Schene identifier coded as described in
3GPP TS 24.501 [104]
RFU, bit =0

The Key Index is coded in one byte such that its value indicates the position of the Home Network Public Key in the
Home Network Public Key List data object, that is applicable to the Protection Scheme. A Key Index with a value of
"1" refersto the first Network Public Key entry in the Home Network Public Key List, and so on. A Key Index with
avalue of "0" indicates that there is no Home Network Public Key associated with that Protection Scheme (e.g., in
the case of null-scheme).

- Home Network Public Key List data object.

Contents:
This data object contains alist of the Home Network Public Key and the corresponding Home Network Public Key
Identifier that shall be used by the ME to calculate the SUCI.
This data object may not be present if none of the protection scheme profiles identified by the Protection Scheme
Identifiersincluded in the Protection Scheme Identifier List data object use the Home Network Public Key (e.g.
null-scheme). If this data object is present, it shall contain at least one Home Network Public Key and the
corresponding Home Network Public Key Identifier.
Coding:

Description Value M/O/C Length
(bytes)
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Home Network Public Key List data object ‘Al C 1
Home Network Public Key List data object length L1 C Note 1
Home Network Public Key 1 Identifier tag ‘80" C 1
Home Network Public Key 1 Identifier length L2 C Note 1
Home Network Public Key 1 Identifier -- C L2
Home Network Public Key 1 tag '81' C 1
Home Network Public Key 1 length L3 C Note 1
Home Network Public Key 1 -- C L3
Home Network Public Key N Identifier tag ‘80" [©) 1
Home Network Public Key N Identifier length L4 (@) Note 1
Home Network Public Key N Identifier - (@) L4
Home Network Public Key N tag '81' @) 1
Home Network Public Key N length L5 (@) Note 1
Home Network Public Key N -- @) L5
Note 1:  The length is coded according to ISO/IEC 8825-1 [35]

The Home Network Public Key Identifier may have any value in the range from 0 to 255 as described in
3GPP TS 23.003[25] and it is coded in one byte as described in 3GPP TS 24.501 [104].

The Home Network Public Key is coded in hexadecimal digits as described in IETF RFC 7748 [108] (for Protection
Scheme Profile A) and in IETF RFC 5480 [107] (for Protection scheme Profile B). The length of the Home Network
Public Key depends on the Protection Scheme and the form of the Home Network Public Key (e.g. compressed or
uncompressed).

4.411.9 EFoprLsc (5GS Operator PLMN List)
If service n°129 is "available", thisfile shall be present.

This EF contains a prioritised list of Tracking Arealdentity (TAI) identities for NG-RAN that are used to associate a
specific operator name contained in EFpnn OF EFpnni With the TALL The ME shall use this EF in association with the
EFpnn in place of any network name stored within the ME's internal list and any network name received when
registered to the PLMN, as defined by TS 24.501 [104]. The PLMN Network Name may also be provided in a graphical
format in EFenni. The ME shall use the text format or the graphical format or both to display the service provider name
according to the rules defined in clause 4.2.89.

Identifier: '4F08' | Structure: linear fixed |  Optional
SFI: '08'
Record length: X bytes, (X 2 10) Update activity: low
Access Conditions:
READ ALWAYS
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1t09 Tracking Area Identity M 9 bytes
10 PLMN Network Name Record Identifier M 1 byte

- Tracking Area ldentity

Contents:
Tracking Area Identity for NG-RAN, this comprises of the MCC, MNC and TAC

Coding:

PLMN: according to TS 24.501 [104]

A BCD vaueof 'D'in any of the MCC and/or MNC digits shall be used to indicate a"wild" value for that
corresponding MCC/MNC digit

TAC: according to TS 24.501 [104]

Two values for the TAC are stored in order to allow arange of TAC valuesto be specified for agiven
PLMN. A value of ‘000000 stored in bytes 4 to 6 and a value of 'FFFFFE' stored in bytes 7 to 9 shall be used
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to indicate the entire range of TACs for the given PLMN. In the case where only asingle TAC valueisto be
specified then the value stored in bytes 4 to 6 shall be identical to the value stored in bytes 7 to 9 for the
given PLMN. If arange of TAC values are to be specified, then the value stored in bytes 4 to 6 shall be the
start of the TAC range and the value stored in bytes 7 to 9 shall be the end of the TAC range for the given
PLMN.

- PLMN Network Name Record Identifier

Contents:
Identifier of operator name to be displayed

Coding:
A value of '00" indicates that the name is to be taken from other sources, see TS 22.101 [24]

A valueinthe range '01' to 'FE' indicates the record number in EFpnn that shall be displayed as the registered
PLMN name. It also indicates the record number in EFpnni that may be displayed as the registered PLMN
name icon.

NOTE: Theintent of thisfileisto provide exceptionsto the other sources of a network name. Care should be
taken not to introduce too many PLMN entries. An excessive number of entries could result in alonger
initialisation period.

4.411.10 EFsupi_nal (SUPI as Network Access Identifier)
If service n°130 is "available", thisfile shall be present.
This EF contains the SUPI in NAI format consisting of a:

- network specific identifier(NSI), as specified in TS 23.003 [25], when SUPI typeis NSI or

- Global Line Identifier (GLI), as specified in TS 23.003 [25] clause 28.15.2, when SUPI typeis GLI or

- Global Cable Identifier (GCI), as specified in TS 23.003 [25] clause 28.16.2, when SUPI type is GCl,

The SUPI contained in this EF shall not bean IMS].

Identifier: '4F09' | Structure: transparent |  Optional
SFI: '09'
File size: Z bytes (Z = X) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto X Network Access Identifier TLV data object M X bytes

- Network Access Identifier TLV data object:
Contents:
- Thisdata object contains the Subscription Permanent Identifier in NAI format consisting of a:
- network specific identifier (NSI) or
- Global Line Identifier (GLI) or
- Globa Cable Identifier (GCI).
Coding:
When SUPI type is network specific identifier:
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Description Value M/O Length (bytes)
Network Specific Identifier Tag ‘80" M 1
Length L M Note
Network Specific Identifier M L
Note: The length is coded according to ISO/IEC 8825 1[35]

The Network Specific Identifier in NAI format isa NAI constructed as specified in IETF RFC 7542 and encoded as

UTF-8 string.
When SUPI typeis Globa Line Identifier:

Description Value M/O Length (bytes)
Global Line Identifier Tag ‘81 M 1
Length L M Note
Global Line Identifier M L
Note: The length is coded according to ISO/IEC 8825 1[35]
The Global Line Identifier as specified in TS 23.003 [25] clause 28.16.2.
When SUPI typeis Global Cable Identifier (GCl):
Description Value M/O Length (bytes)
Global Cable Identifier Tag '82' M 1
Length L M Note
Global Cable Identifier M L
Note: The length is coded according to ISO/IEC 8825 1[35]

The Global Cable Identifier as specified in TS 23.003 [25] clause 28.15.2.
NOTE 1. Thelengthis coded according to | SO/IEC 8825-1 [35]

441111

If service n°124 is"available" in EFygr, thisfile shall be present. This EF contains Routing Indicator needed by the ME
or by the USIM for SUCI calculation.

EFRouting_Indicator (ROuUting Indicator EF)

Identifier: '4FOA" |
SFI: '0A'
File size: 4 bytes

Structure: transparent | Optional

Update activity: low

Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM
Bytes Description M/O Length
lto4 Routing Indicator M 4 bytes

- Routing Indicator

Contents:
This EF contains Routing Indicator that allows together with the MCC and MNC to route network signalling with
SUCI to AUSF and UDM instances capable to serve the subscriber, as specified in 3GPP TS 23.003 [25].

Coding:

Bytes1to 2
The Routing Indicator is coded in 2 bytes as specified in 3GPP TS 24.501 [104]. This EF shall contain at least one
valid digit of Routing ID even if that only digit is set to O (which is the case when the HPLMN intends to not
configure avalid Routing Indicator in the USIM), as specified in 3GPP TS 24.501 [104].
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Bytes 3to 4:

RFU.
4.411.12  EFurse (URSP)

If service n°132 is"available" in EFusr, thisfile shall be present. This EF contains UE Route Selection Policies per
PLMN. The format of the UE Route Selection Policies are specified in 3GPP TS 24.526 [109].

Identifier: '4FO0B' |
SFI: Optional
File size: > (LO + X1+X2+...+XN
+L1+L2+...+LN
+ 3 x N) bytes

Structure: BER-TLV | Optional

Update activity: low

Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1toLO+1 URSP Rules data object (0] LO +1
+X1+X2+...+XN +X1+X2+...+XN
+L1+L2+...+LN +L1+L2+...+LN
+3xN +3xN
- URSP Rules data object coded as follows:
Description Value M/O Length
URSP Rules data object tag ‘80" 0 1 byte
URSP Rules length X1+X2+...+XN o LO bytes (note)
+L1+L2+...+LN
+3xN
PLMN 1 o] 3 bytes
Total length of URSP rules for PLMN 1 X1 0] L1 bytes (note)
UE Route Selection Policy rules for PLMN 1 o X1 bytes
PLMN 2 o] 3 bytes
Length of URSP rules for PLMN 2 X2 o] L2 bytes (note)
UE Route Selection Policy rules for PLMN 2 o X2 bytes
PLMN N o] 3 bytes
Length of URSP rules for PLMN N XN o] LN bytes (note)
UE Route Selection Policy rules for PLMN N o XN bytes
Note: The length is coded according to ISO/IEC 8825-1 [35].

- PLMN

Contents:

- Mobile Country Code (MCC) followed by the Mobile Network Code (MNC).

Coding:

- According to TS 24.008 [9].

- Tota length of URSP rules

Contents:

- Thisfield contains the Total length of URSP rules for this PLMN.

Coding:

ETSI




3GPP TS 31.102 version 17.7.0 Release 17 211 ETSI TS 131 102 V17.7.0 (2022-10)

- Thelengthis coded according to |SO/IEC 8825-1 [35].

- UE Route Selection Policy rulesfor thisPLMN
Contents:

- UE Route Selection Palicies used by the UE to determine how to route outgoing traffic.
Coding:

- Thecoding of the URSP rulesis specified in clause 5.2 and URSP rule is encoded as shown in figures 5.2.1 to
5.2.4 and table 5.2.1 of 3GPP TS 24.526 [109].

4.4.11.13  EFtnscppsni (Trusted non-3GPP Serving network names list)
If service n°135 is "available" in EFysr, thisfile shall be present.
This EF contains the coding for n Serving network name TLV data objects, nis determined by the operator.

Thisinformation is determined by the home network operator as specified in TS 33.501 [105] (see clause 7.14).

Identifier: '4FOC’ | Structure: transparent | Optional
SFI:'0C*
File size: Z (>=1) bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Number of Serving network name TLV data M 1
objects (n)
2 to Xat+l 18t Serving network name TLV data object 0] X1 bytes
2+X1+..+Xn1 [N Serving network name TLV data object 0] Xn bytes

- Number of Serving network name TLV data objects
Contents:

- Number of TLV data objects coded in thefile

- Serving network name TLV data object
Contents:

- Thisdata object contains Serving network name for Trusted non-3GPP access network

Coding:
Description Value M/O/C | Length (bytes)
Serving network name tag ‘80 M 1
Length X M Note
Serving network name - M X
Note: The length is coded according to ISO/IEC 8825-1 [35]

- The serving network name is defined as specified in TS 33.501 [105] (see clauses 6.1.1.4) and shall be encoded
to an octet string according to UTF-8 encoding rules as specified in IETF RFC 3629 [48]
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4.4.11.14  EFcac (Pre-configured CAG information list EF)

If service n°137 is "available" in EFygr, thisfile shall be present. This EF contains a pre-configured CAG information
list used by the ME as specified in 3GPP TS 23.122 [31] clause 3.8.

Identifier: '4FOD' | Structure: transparent |  Optional
SFI: '0D'
File size: Z (>=2) bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
lto2 Length of CAG information list entries M 2
310 2+Xa 18t CAG information list entry o X1 bytes
3+X1+..+Xn1  |NT CAG information list entry o Xn bytes
to
2+ X1+, +XN

Length of CAG information list entries

Contents:
- Total length of al the CAG information list entries that follow
- CAG information list entry

Contents:

- Each CAG information list entry contains either:

i) anentry inthe CAG information list , the coding of which is specified in 3GPP TS 24.501 [104] clause
9.11.3.18A, Figure 9.11.3.18A.2 and Table 9.11.3.18A.1;0r

ii) anentry for HPLMN or EHPLMN including a CAG-ID range, the coding of which is as shown below.

8 7 6 5 4 3 2 1
Length of entry including a CAG-ID range contents octet
3+Xat+.. .+ Xma
MCC digit 2 MCC digit 1 octet
4+ X1+, .+ Xm1
MNC digit 3 MCC digit 3 octet
5+Xa1+...+Xm1
MNC digit 2 MNC digit 1 octet
6+Xa1+...+Xm1
0 0 0 0 0 0 1 CAG |octet
Spare | Spare | Spare | Spare | Spare | Spare |NOTE | only [7+Xi+...+Xm1
1
octet
8+X1+...+Xm1
CAG-ID range
octet
15+Xa+...+Xm1

where:

a) MCCdigits1to 3, MNC digits 1 to 3, and CAG only bit, are encoded as corresponding fields of an
entry in the CAG information list; and
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b) a CAG-ID range containstwo CAG-IDs. The coding of the CAG-ID is defined as the CAG-ldentifier
in 3GPP TS 23.003 [25]. It shall be considered that all CAG-I1Dsin the CAG-ID range between the
first CAG-ID and the second CAG-ID including the first and second CAG-IDs are allowed.

NOTE 1: Bit 2 in octet 7+X+...+Xm1 isset to '1' to indicate arange of CAG ID's see 3GPP TS 24.501 [104].

4.411.15  EFsor-cmcl (Steering Of Roaming - Connected Mode Control Information)
If service n°138 is "available" in EFysr, thisfile shall be present.

This EF contains SOR-CMCI parameters as specified in 3GPP TS 24.501 [104]

Identifier: '4FOE’ | Structure: transparent |  Optional
SFI: 'OE'
File size: Z bytes (Z 2 X) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
l1to X SOR-CMCI data object (0] X bytes

- SOR-CMCI data object

Coding of the SOR-CMCI data object

Length Description Coding Status
1 SOR-CMCI data object tag ‘80° [®)
ltoL(L=4) SOR-CMCI data object length As defined in TS 31.101 [11] o
for BER-TLV structured files
X-1-L bytes SOR-CMCI parameters As specified in TS 24.501 o]

[104] clause 9.11.3.51 and
start from octet (0+3) of SOR-
CMCI as defined in Figure
9.11.3.51.7 of
TS 24.501 [104].

Asdefined in 3GPP TS 23.122 [31] clause C.4.1, 'no SOR-CMCI rule' is defined when:
- SOR-CMCI dataobject is not present; or
- SOR-CMCI data object is zero length
Then UE behaviour described in 3GPP TS 23.122 [31] clause C.4.2 applies.
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4.4.11.16 Void

4.4.11.16.1 Void
4.4.11.16.2 Void
4.4.11.16.3 Void
4.4.11.16.4 Void
4.4.11.16.5 Void
4.4.11.16.6 Void

4.411.17  EFori (Disaster roaming information EF)
If service n°140 is "available" in EFysr, thisfile shall be present.

This EF contains the indication of whether disaster roaming is enabled in the UE as specified in 3GPP TS 23.122 [31].
In addition it contains disaster roaming parameters indicating availability of each related information field.

Further it contains disaster roaming wait range as specified in 3GPP TS 23.122 [31], disaster return wait range as
specified in 3GPP TS 23.122 [31] and the indication of ‘applicability of "lists of PLMN(S) to be used in disaster
condition” provided by aVPLMN' from the USIM into the ME, as specified in 3GPP TS 24.501 [104] annex C.

Identifier: '4FOF" | Structure: transparent |  Optional
SFI: 'OF'
File size: =2 7 bytes Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Disaster roaming is enabled M 1 byte
2 Disaster roaming parameters indicator status M 1 byte
3t04 Disaster roaming wait range M 2 bytes
5106 Disaster return wait range M 2 bytes
7 Applicability indicator for "list of PLMN(s) to be M 1 byte
used in disaster condition" provided by VPLMN

Storage is allocated for all of the possible disaster roaming parameters, regardless of whether they are present or absent.
Any bytes unused, due to parameters not requiring all of the bytes, or due to absent parameters, shall be set to 'FF.

- Disaster roaming is enabled
Coding:

The indication of whether disaster roaming is enabled, it is coded in one byte as follows:

|b8|b7|b6|b5|b4|b3|b2|b1|

I ndi cation of whether disaster roaming is enabled as
described in 3GPP TS 24.501 [ 104]
RFU, bit =0
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- Disaster roaming parameters indicator status

Contents:
Each of the disaster roaming information parameters which can be stored in the remainder of the record are marked
absent or present by individual bits within this byte.

Coding:

allocation of bits:

bit number  Parameter indicated.
Disaster roaming wait range.
Disaster return wait range
Applicability indicator for "list of PLMN(s) to be used in disaster condition” provided by VPLMN.
reserved, set to 1.
reserved, set to 1.
reserved, set to 1.
reserved, setto 1.
reserved, setto 1.

coO~NO U WNPE

Bit value Meaning.
0 Parameter present.
1 Parameter absent.

- Disaster roaming wait range
Coding:

The disaster roaming wait range is coded as specified in 3GPP TS 24.501 [104] clause 9.11.3.84 and starts from
octet 3 of the registration wait range as defined in Figure 9.11.3.84.1 of 3GPP TS 24.501 [104].

- Disagter return wait range
Coding:

The disaster return wait range is coded as specified in 3GPP TS 24.501 [104] clause 9.11.3.84 and starts from octet
3 of the registration wait range as defined in Figure 9.11.3.84.1 of 3GPP TS 24.501 [104].

- Applicability indicator for "list of PLMN(s) to be used in disaster condition” provided by VPLMN

Coding:
The applicability indicator for "list of PLMN(s) to be used in disaster condition" provided by VPLMN is coded as
specified in 3GPP TS 24.501 [104].
4.4.11.18  EFscseprx (5GS eDRX Parameters)
If service n°141 is"available" in EFysr, thisfile shall be present.
This EF contains the following 5GS eDRX parameters:

- ratType: Radio Access Technology Type;
- edrxVaue: Extended idle mode DRX cycle length.
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Identifier: '4F10' | Structure: transparent | Optional
SFI: '10'
File size: X bytes, (X2 2) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 5GS ratType M 1 byte
2 The extended idle mode DRX cycle length value M 1 byte

- 5GSratType.
Contents:

The NG-RAN rat type which eDRX values are applicable to.

Coding:

|b8|b7|b6|b5|b4|b3|b2|b1|

1:the rat type is NG RAN
0: RFU
1:the rat type is

RFU

- Theextended idle mode DRX cycle length value.
Contents:

The extended idle mode DRX cycle length value.

Coding:
This data object contains the extended idle mode DRX cycle length value, the coding of which is specified in
3GPP TS 24.008 table 10.5.5.32.

4.411.19  EFsenswo_conF (5G Non-Seamless WLAN Offload configuration)
If service n°142 is "available", thisfile shall be present.
This EF contains 5G Non-Seamless WLAN Offload configuration related information.

If the 5G Non-Seamless WLAN Offload usage Indicator is enabled ME shall always use 5G NSWO asin TS 33.501
[105] (i.e., it shall not use EPS NSWO).

Identifier: '4F11' | Structure: transparent | Optional

SFI: 11

File size: >= 1 byte

Update activity: low

Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 5G Non-Seamless WLAN Offload usage M lbyte
Indicator
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Contents:

5G Non-Seamless WL AN Offload usage Indicator

Coding:
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- '00'—5G Non-Seamless WLAN Offload usage Indicator is disabled

- '01'-5G Non-Seamless WLAN Offload usage Indicator is enabled

- All other values are RFU

4.4.11.20  EFwmcrpepuvn (Multiplier Coefficient for Higher Priority PLMN search)
If service n°144 is"available" in EFygr, thisfile shall be available.

This EF contains a multiplier coefficient which is used together with timer interval configured in EFype vn to adjust the
interval of time between two searches for a higher priority PLMN via NG-RAN satellite access (see 3GPP

TS23.122[31)).

Identifier: '4F15' |

Structure: transparent

Optional

SFI: '12'

File size: X bytes, (X 2 1)

Update activity: low

Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Multiplier coefficient for higher priority PLMN M 1 byte
search

- Multiplier coefficient.

Contents:

The multiplier coefficient to adjust the time interval for higher priority PLMN search.

Coding:

For UEs supporting satellite NG-RAN access as specified in 3GPP TS 23.122 [31], the multiplier coefficient
is coded as an unsigned byte. The range is from one to a maximum value of 255. The encodingis.

- '00: Not defined.
- 01t 1

- 02 2

- 'FF:  255; (maximum value).
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4.4.11.21  EFkausr_perivaTion (Kausr derivation configuration)

If service n°145 is"available", thisfile shall be present. This EF contains the configuration parameter for Kausr
derivation, asdefined in TS 33.501 [105].

Identifier: '4F16' | Structure: transparent | Optional
SFI: ‘13’
File size: X bytes (X 2 1) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM
Bytes Description M/O Length
1 Kausr derivation configuration M 1 byte
2to X RFU (0] X bytes

Contents:
Configuration for K ause derivation

Coding:

|b8|b7|b6|b5|b4|b3|b2|bl|

Kause derivation configuration in SNPN:

b1=0 Use EMSK for derivation of Kasr i n SNPN
bl=1 Use MSK for derivation of Kasr i n SNPN
RFU (see TS 31.101 [11])

4.4.12 Contents of files at the DF SNPN level

44.12.1 Introduction
This clause describes the files that are specific for Standal one Non-Public Networks (SNPNSs).

DFsnen shall be present at the ADFysim level if any of the following services are "available” in EFysr (USIM Service
Table):

Service n°143 PWS configuration for SNPN in USIM

4.4.12.2 EFpws_snpn (Public Warning System in SNPNSs)

If service n°xxx is"available", this file shall be present. This EF contains the configuration parameters for PWSin
SNPNs, asdefined in TS 23.122 [31].

Identifier: '4F01' | Structure: transparent | Optional
SFI. ‘01
File size: X bytes (X = 1) Update activity: low
Access Conditions:

READ ALW
UPDATE ADM
ACTIVATE ADM
DEACTIVATE ADM

Bytes Description M/O Length

1 PWS configuration in SNPN M 1 byte

ETSI



3GPP TS 31.102 version 17.7.0 Release 17 219 ETSI TS 131 102 V17.7.0 (2022-10)

Contents:
Configuration for PWSin SNPNs

Coding:
First byte:
|b8|b7|b6|b5|b4|b3|b2|bl|
b1=0 process all PW5 warning nmessages in SNPNs
| bl=1ignore all PW5 warning nmessages in SNPNs
RFU (see TS 31.101 [11])
Successive bytes:

RFU (see TS 31.101 [11])
4.4.13 Contents of files at the DF 5G ProSe level

4413.1 Introduction

This clause describes the additional files that are used for 5G ProSe purposes. The EFsin the Dedicated File DFsgprose
contain configuration data related to 5G ProSe, as specified in 3GPP TS 24.554 [114].

DFprose shall be present at the ADFysim level if service n°139 is "available" in EFusr.

4.4.13.2 EFsc_prose_st (5G ProSe Service Table)

If servicen°139 is"available" in the USIM Service Table, thisfile shall be present. This EF indicates which 5G ProSe
services are available. If aserviceis not indicated as available in the 5G ProSe Service Table, the ME shall not select
this service.

Identifier: '4F01' | Structure: transparent |  Optional
SFI: '01'
File size: X bytes, (X 2 1) Update activity: low
Access Conditions:
READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1 Services n°1 to n°8 M 1 byte
2 Services n°9 to n°16 (0] 1 byte
etc.
X Services n°(8X-7) to n°(8X) (0] 1 byte
Services
Contents: Service n°1: 5G ProSe configuration data for direct discovery
Service n°2: 5G ProSe configuration data for direct communication
Service n°3: 5G ProSe configuration data for UE-to-network relay UE
Service n°4: 5G ProSe configuration data for remote UE
Service n°x: 5G ProSe configuration data for usage information reporting

The EF shall contain at |east one byte for services. Further bytes may be included, but if the EF includes an optional
byte, then it is mandatory for the EF to also contain al bytes before that byte. Other services are possible in the future
and will be coded on further bytesin the EF.
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Coding:
Same as coding of USIM Service Table.

ETSI TS 131 102 V17.7.0 (2022-10)

4.4.13.3 EFsc_prose_pb (5G ProSe configuration data for direct discovery)

If service n°139 is"available" in the USIM Service Table and service n°lis"available" in EFsg _prose_st, thisfile shall
be present. This EF contains 5G ProSe policy for direct discovery. The format of the 5G ProSe policy for direct

discovery are specified in 3GPP TS 24.555 [115].

Identifier: '4F02' | Structure: Transparent

Optional

SFI: '02'

File size: X bytes, (X = 26)

Update activity: low

Access Conditions:

READ PIN
UPDATE ADM
DEACTIVATE ADM
ACTIVATE ADM
Bytes Description M/O Length
1to X 5G ProSe configuration data for direct M X bytes
discovery TLV objects
The 5G ProSe configuration data for direct discovery data object parameters tags:
Description Tag Value
5G ProSe configuration data for direct discovery Tag ‘A0’
Served by NG-RAN Tag ‘80"
Not served by NG-RAN Tag '81'
ProSe identifiers Tag '‘82'
ProSe identifier to default destination layer-2 1D for initial ‘83"
discovery signalling mapping rules Tag
Group member discovery parameters Tag '84'
Validity timer Tag '85'
ProSe direct discovery UE ID Tag '86'

The 5G ProSe configuration data for direct discovery contents:
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Description Value M/O Length (bytes)
5G ProSe configuration data for direct ‘A0’ M 1
discovery Tag
Length Note 1 M Note 2
Validity timer Tag '85' M 1
Length 5 M Note 2
Validity timer information -- M 5
Served by NG-RAN Tag ‘80" M 1
Length X1 M Note 2
Served by NG-RAN information - M X1
Not served by NG-RAN Tag ‘81 M 1
Length X2 M Note 2
Not served by NG-RAN information -- M X2
ProSe direct discovery UE ID Tag '86' M 1
Length 3 M Note 2
ProSe direct discovery UE ID -- M 3
information
ProSe identifiers Tag ‘82’ M 1
Length X3 M Note 2
ProSe identifiers information -- M X3
ProSe identifier to default destination '83' M 1
layer-2 ID for initial discovery signalling
mapping rules Tag
Length X4 M Note 2
ProSe identifier to default destination -- M X4
layer-2 ID for initial discovery signalling
mapping rules information
Group member discovery parameters '84' 0] 1
Tag
Length X5 ®) Note 2
Group member discovery parameters -- o X5
information
Note 1:  This is the total size of the constructed TLV object.
Note 2:  The length is coded according to ISO/IEC 8825-1 [35].

Validity timer Tag '85'
Contents:

The Validity timer information contains the timer for controlling the validity of 5G ProSe configuration data for
direct discovery.

Coding:
The Validity timer information is encoded as shown in figure 5.3.2.1 and table 5.3.2.1 of 3GPP TS 24.555 [115].

Served by NG-RAN Tag '80'
Contents:

The Served by NG-RAN information contains 5G ProSe configuration parameters for direct discovery when the
UE is served by NG-RAN.

Coding:

The Served by NG-RAN information is encoded as shown in figures 5.3.2.2 t0 5.3.2.5 and tables 5.3.2.2 to
5.3.2.5 of 3GPP TS 24.555 [115].

Not served by NG-RAN Tag '81'
Contents:

The Not served by NG-RAN information contains 5G ProSe configuration parameters for direct discovery when
the UE is not served by NG-RAN.

Coding:

The Not served by NG-RAN information is encoded as shown in figures 5.3.2.6 to 5.3.2.11a and tables 5.3.2.6 to
5.3.2.11a0of 3GPP TS 24.555[115].
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- ProSe direct discovery UE ID
Contents:

The ProSe direct discovery UE ID information contains ProSe direct discovery UE ID for restricted direct
discovery.
Coding:

The ProSe direct discovery UE ID information is encoded as shown in figure 5.3.2.1 and table 5.3.2.1 of
3GPP TS 24.555 [115].

- ProSeidentifiers Tag '82'
Contents:

The ProSe identifiers information contains ProSe application identifiers to be used for direct discovery.

Coding:

The ProSe identifiers information is encoded as shown in figure 5.3.2.14 and table 5.3.2.14 of
3GPP TS 24.555[115].

- ProSeidentifier to default destination layer-2 1D for initial discovery signalling mapping rules Tag '83'
Contents:

The ProSe identifier to default destination layer-2 1D for initial discovery signalling mapping rules information
contains alist of ProSe identifier to default destination layer-2 1D for initial discovery signalling mapping rules.

Coding:

The ProSeidentifier to default destination layer-2 ID for initial discovery signalling mapping rules information is
encoded as shown in figures 5.3.2.15 t0 5.3.2.16 and tables 5.3.2.15 to0 5.3.2.16 of 3GPP TS 24.555 [115].

- Group member discovery parameters Tag '84'
Contents:

The Group member discovery parameters information contains group member discovery parameters.
Coding:
The Group member discovery parameters information is encoded as shown in figures 5.3.2.12 t0 5.3.2.13 and
tables 5.3.2.12 10 5.3.2.13 of 3GPP TS 24.555 [115].
4.4.13.4 EFsc_prose_bc (5G ProSe configuration data for direct communication)

If service n°139 is"available" in the USIM Service Table and service n°2 is"available" in EFsg _prose_st, thisfile shall
be present. This EF contains 5G ProSe policy for direct communication. The format of the 5G ProSe policy for direct

communication are specified in 3GPP TS 24.555 [115].

Identifier: '4F03' | Structure: Transparent | Optional
SFI: '03'
File size: X bytes bytes, (X 2 12) Update activity: low
Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM

Bytes Description M/O Length
1to X 5G ProSe configuration data for direct M X bytes

communication TLV objects

The 5G ProSe configuration data for direct communication data object parameters tags:
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Description Tag Value
5G ProSe configuration data for direct communication Tag ‘A0’
Served by NG-RAN Tag '80"
Not served by NG-RAN Tag '81'
Privacy config Tag ‘87"
5G ProSe direct communication in NR-PC5 Tag '88'
ProSe application to path preference mapping rules Tag '89'
Validity timer Tag '85'
ProSe identifiers to NR Tx profile for broadcast and groupcast ‘91
mapping rules Tag

The 5G ProSe configuration data for direct communication contents:

Description Value M/O Length (bytes)
5G ProSe configuration data for direct ‘A0’ M 1
communication Tag
Length Note 1 M Note 2
Validity timer Tag '85' M 1
Length 5 M Note 2
Validity timer information -- M 5
Served by NG-RAN Tag '80' M 1
Length X1 M Note 2
Served by NG-RAN information -- M X1
Not served by NG-RAN Tag '81' (@) 1
Length X2 ©) Note 2
Not served by NG-RAN information - (@) X2
Privacy config Tag ‘87 ©) 1
Length X3 ®) Note 2
Privacy config information -- (6] X3
5G ProSe direct communication in NR- ‘88" o 1
PC5 Tag
Length X4 o] Note 2
5G ProSe direct communication in NR- -- o X4
PC5 information
ProSe application to path preference ‘89 @) 1
mapping rules Tag
Length X5 ©) Note 2
ProSe application to path preference -- o] X5
mapping rules information
ProSe identifiers to NR Tx profile for ‘o1 o 1
broadcast and groupcast mapping rules
Tag
Length X6 O] Note 2
ProSe identifiers to NR Tx profile for -- 0] X6
broadcast and groupcast mapping rules
information
Note 1:  This is the total size of the constructed TLV object.
Note 2:  The length is coded according to ISO/IEC 8825-1 [35].

- Validity timer Tag '85'
Contents:

The Validity timer information contains the timer for controlling the validity of 5G ProSe configuration data for
direct communication.

Coding:
The Validity timer information is encoded as shown in figure 5.4.2.1 and table 5.4.2.1 of 3GPP TS 24.555 [115].

- Served by NG-RAN Tag '80'
Contents:

The Served by NG-RAN information contains 5G ProSe configuration parameters for direct communication
when the UE is served by NG-RAN.

Coding:
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The Served by NG-RAN information is encoded as shown in figures 5.4.2.2 to 5.4.2.4 and tables 5.4.2.2 to
5.4.2.4 of 3GPP TS 24.555 [115].

- Not served by NG-RAN Tag '81'
Contents:

The Not served by NG-RAN information contains 5G ProSe configuration parameters for direct communication
when the UE is not served by NG-RAN.

Coding:

The Not served by NG-RAN information is encoded as shown in figures 5.4.2.5 t0 5.4.2.10c and tables 5.4.2.5 to
5.4.2.10c of 3GPP TS 24.555[115].

- Privacy config Tag '87'
Contents:

The Privacy config information contains configuration parameters for privacy configuration.
Coding:

The Privacy config information is encoded as shown in figures 5.4.2.11 t0 5.4.2.15 and tables 5.4.2.11 to
5.4.2.15 of 3GPP TS 24.555[115].

- 5G ProSe direct communication in NR-PC5 Tag '88'
Contents:

The 5G ProSe direct communication in NR-PC5 information contains configuration parameters for 5G ProSe
direct communication in NR-PC5.

Coding:

The 5G ProSe direct communication in NR-PC5 information is encoded as shown in figures 5.4.2.16 t0 5.4.2.38
and tables 5.4.2.16 t0 5.4.2.38 of 3GPP TS 24.555 [115].

- ProSe application to path preference mapping rules Tag '89'
Contents:

The ProSe application to path preference mapping rules information contains a list of ProSe application to path
preference mapping rules.

Coding:

The ProSe application to path preference mapping rules information is encoded as shown in figures 5.4.2.39 to
5.4.2.40 and tables 5.4.2.39 t0 5.4.2.40 of 3GPP TS 24.555[115].

- ProSeidentifiersto NR Tx profile for broadcast and groupcast mapping rules Tag '91'
Contents:

The ProSe identifiersto NR Tx profile for broadcast and groupcast mapping rules information contains alist of
ProSeidentifiersto NR Tx profile for broadcast and groupcast mapping rules.

Coding:

The ProSeidentifiersto NR Tx profile for broadcast and groupcast mapping rules information is encoded as
shown in figures 5.4.2.41 t0 5.4.2.42 and tables 5.4.2.41 t0 5.4.2.42 of 3GPP TS 24.555 [115].

4.4.13.5 EFsc_prose_uznru (5G ProSe configuration data for UE-to-network relay UE)

If service n°139 is"available" inthe USIM Service Table and service n°3 is"available" in EFsg_prose s, thisfile shall
be present. This EF contains 5G ProSe policy for UE-to-network relay UE. The format of the 5G ProSe policy for UE-
to-network relay UE are specified in 3GPP TS 24.555 [115].
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Identifier: '4F04' | Structure: Transparent | Optional
SFI: '04'
File size: X bytes bytes, (X = 32) Update activity: low
Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM

Bytes Description M/O Length
lto X 5G ProSe configuration data for UE-to- M X bytes

network relay UE TLV objects

The 5G ProSe configuration data for UE-to-network relay UE data object parameters tags:

Description Tag Value
5G ProSe configuration data for UE-to-network relay UE Tag ‘A0’
Served by NG-RAN Tag ‘80"
Not served by NG-RAN Tag '81'
Default destination layer-2 IDs for sending the discovery ‘8A'

signalling for announcement and additional information and for
receiving the discovery signalling for solicitation Tag

RSC info list Tag '8B'
5QI to PC5 QoS parameters mapping rules Tag '8C'
ProSe identifier to ProSe application server address mapping ‘8D’
rules Tag

Validity timer Tag '85'
User info ID for discovery Tag '8E'
Privacy timer Tag '92'

93"

5G PKMF addressing information Tag

The 5G ProSe configuration data for UE-to-network relay UE contents:
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Description Value M/O Length (bytes)

5G ProSe configuration data for UE-to- ‘A0’ M 1
network relay UE Tag
Length Note 1 M Note 2
Validity timer Tag '85' M 1
Length 5 M Note 2
Validity timer information -- M 5
Served by NG-RAN Tag ‘80" M 1
Length X1 M Note 2
Served by NG-RAN information -- M X1
Not served by NG-RAN Tag ‘81 M 1
Length X2 M Note 2
Not served by NG-RAN information -- M X2
Default destination layer-2 IDs for 'BA' M 1
sending the discovery signalling for
announcement and additional
information and for receiving the
discovery signalling for solicitation Tag
Length X3 M Note 2
Default destination layer-2 IDs for -- M X3
sending the discovery signalling for
announcement and additional
information and for receiving the
discovery signalling for solicitation
information
User info ID for discovery Tag '8E' M 1
Length 6 M Note 2
User info ID for discovery information -- M 6
RSC info list Tag ‘8B M 1
Length X4 M Note 2
RSC info list information -- M X4
5QI to PC5 QoS parameters mapping '8C' M 1
rules Tag
Length X5 M Note 2
5QI to PC5 QoS parameters mapping -- M X5
rules information
ProSe identifier to ProSe application ‘8D’ o 1
server address mapping rules Tag
Length X6 O] Note 2
ProSe identifier to ProSe application -- 0] X6
server address mapping rules
information
Privacy timer Tag '92' @) 1
Length X7 O] Note 2
Privacy timer information -- ©) X7
5G PKMF addressing information Tag '93' ®) 1
Length X8 ©) Note 2
5G PKMF addressing information -- (0] X8
information
Note 1:  This is the total size of the constructed TLV object.
Note 2:  The length is coded according to ISO/IEC 8825-1 [35].

Validity timer Tag '85'

Contents:

The Validity timer information contains the timer for controlling the validity of 5G ProSe configuration data for
UE-to-network relay UE.

Coding:

The Vadlidity timer information is encoded as shown in figure 5.5.2.1 and table 5.5.2.1 of 3GPP TS 24.555 [115].

Served by NG-RAN Tag '80'

Contents:
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The Served by NG-RAN information contains 5G ProSe configuration parameters for UE-to-network relay UE
when the UE is served by NG-RAN.

Coding:

The Served by NG-RAN information is encoded as shown in figures 5.5.2.2 t0 5.5.2.4 and tables 5.5.2.2 to
5.5.2.4 of 3GPP TS 24.555 [115].

- Not served by NG-RAN Tag '81'
Contents:

The Not served by NG-RAN information contains 5G ProSe configuration parameters for UE-to-network relay
UE when the UE is not served by NG-RAN.

Coding:

The Not served by NG-RAN information is encoded as shown in figures 5.5.2.5 to 5.5.2.11a and tables 5.5.2.5 to
5.5.2.11a0of 3GPP TS 24.555 [115].

- Default destination layer-2 1Ds for sending the discovery signalling for announcement and additional information
and for receiving the discovery signalling for solicitation Tag '8A’
Contents:

The Default destination layer-2 | Ds for sending the discovery signalling for announcement and additional
information and for receiving the discovery signalling for solicitation information contains the default
destination layer-2 1Ds for sending the discovery signalling for announcement and additional information and for
receiving the discovery signalling for solicitation.

Coding:

The Default destination layer-2 1Ds for sending the discovery signalling for announcement and additional
information and for receiving the discovery signalling for solicitation information is encoded as shown in
figure 5.5.2.11b and table 5.5.2.11b of 3GPP TS 24.555 [115].

- Userinfo ID for discovery Tag '8E'
Contents:

The User info ID for discovery information contains the user info ID for 5G ProSe UE-to-network relay UE.
Coding:

The User info ID for discovery information is encoded as shown in figure 5.5.2.1 and table 5.5.2.1 of
3GPP TS 24.555[115].

- RSCinfolist Tag '8B'
Contents:

The RSC info list information contains alist of RSCs related parameters.
Coding:

The RSC info list information is encoded as shown in figures 5.5.2.12 t0 5.5.2.16 and tables 5.5.2.12 10 5.5.2.16
of 3GPP TS 24.555 [115].

- 5QI to PC5 QoS parameters mapping rules Tag '8C'
Contents:

The 5QI to PC5 QoS parameters mapping rulesinformation contains a list of 5QI to PC5 QoS parameters
mapping rules.

Coding:

The 5QI to PC5 QoS parameters mapping rules information is encoded as shown in figures 5.5.2.17 t0 5.5.2.18
and tables 5.5.2.17 t0 5.5.2.18 of 3GPP TS 24.555 [115].

- ProSeidentifier to ProSe application server address mapping rules Tag '8D'
Contents:
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The ProSe identifier to ProSe application server address mapping rules information contains alist of ProSe
identifier to ProSe application server address mapping rules.
Coding:
The ProSe identifier to ProSe application server address mapping rules information is encoded as shown in
figures 5.5.2.19 t0 5.5.2.20 and tables 5.5.2.19 to 5.5.2.20 of 3GPP TS 24.555[115].
- Privacy timer Tag '92'
Contents:

The Privacy timer information contains a binary encoded duration, in units of seconds, after which the UE shall
change the source layer-2 ID self-assigned by the UE while performing transmission of 5G ProSe direct

communication.

Coding:
The privacy timer information is encoded as shown in figures 5.5.2.1 and tables 5.5.2.1 of
3GPP TS 24.555[115].

- 5G PKMF addressing information Tag '93'
Contents:

The 5G PKMF addressing information information contains alist of ProSe identifier to ProSe application server
address mapping rules.
Coding:

The 5G PKMF addressing information information is encoded as shown in figures 5.5.2.21 t0 5.5.2.23 and
tables 5.5.2.21 of 3GPP TS 24.555 [115].

4.4.13.6 EFsc_prose_ru (5G ProSe configuration data for remote UE)

If service n°139 is"available" in the USIM Service Table and service n°4 is"available" in EFsg _prose_st, thisfile shall
be present. This EF contains 5G ProSe policy for remote UE. The format of the 5G ProSe policy for remote UE are

specified in 3GPP TS 24.555 [115].

Identifier: '4F05' | Structure: Transparent | Optional
SFI: '05'
File size: X bytes bytes, (X = 29) Update activity: low
Access Conditions:

READ PIN

UPDATE ADM

DEACTIVATE ADM

ACTIVATE ADM

Bytes Description M/O Length
ltoX 5G ProSe configuration data for remote UE M X bytes

TLV objects

The 5G ProSe configuration data for remote UE data object parameters tags:
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Description Tag Value
5G ProSe configuration data for remote UE Tag ‘A0’
Served by NG-RAN Tag '80"
Not served by NG-RAN Tag '81'
Default destination layer-2 IDs for sending the discovery ‘8F'

signalling for solicitation and for receiving the discovery signalling
for announcement and additional information Tag

RSC info list Tag '8B'

N3IWF selection information for 5G ProSe layer-3 remote UE '90'
Tag

Validity timer Tag '85'

User info ID for discovery Tag '8E'

Privacy timer Tag '92'

5G PKMF addressing information Tag '93'

The 5G ProSe configuration data for remote UE contents:

Description Value M/O Length (bytes)

5G ProSe configuration data for remote ‘A0’ M 1
UE Tag

Length Note 1 M Note 2
Validity timer Tag '85' M 1
Length 5 M Note 2
Validity timer information -- M 5
Served by NG-RAN Tag ‘80" M 1
Length X1 M Note 2
Served by NG-RAN information -- M X1
Not served by NG-RAN Tag ‘81 M 1
Length X2 M Note 2
Not served by NG-RAN information -- M X2
Default destination layer-2 IDs for '8F' M 1

sending the discovery signalling for
solicitation and for receiving the
discovery signalling for announcement
and additional information Tag

Length X3 M Note 2
Default destination layer-2 IDs for -- M X3
sending the discovery signalling for
solicitation and for r