ETSI TS 129 537 v17.0.0 (2022-09)

. “E'-“:"::--—

TECHNICAL SPECIEICATION

5G;
5G System;
Multicast/Broadcast Policy Control services;
Stage 3
(3GPP TS 29.537 version 17.0.0 Release 17)

H°56

A GLOBAL INITIATIVE



3GPP TS 29.537 version 17.0.0 Release 17 1 ETSI TS 129 537 V17.0.0 (2022-09)

Reference
DTS/TSGC-0329537vh00

Keywords
5G

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16
Siret N° 348 623 562 00017 - APE 7112B

Association & but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° w061004871

Important notice

The present document can be downloaded from:
http://www.etsi .org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal .etsi.org/TB/ET Sl Deliverabl eStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https:.//portal .etsi.org/Peopl e/ CommiteeSupportStaff.aspx

If you find a security vulnerability in the present document, please report it through our
Coordinated Vulnerability Disclosure Program:
https://www.etsi .org/standards/coordinated-vul nerability-disclosure

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fitness
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2022.
All rights reserved.

ETSI


http://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx
https://portal.etsi.org/People/CommiteeSupportStaff.aspx
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

3GPP TS 29.537 version 17.0.0 Release 17 2 ETSI TS 129 537 V17.0.0 (2022-09)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ logo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.
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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their useis avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.

Introduction

Thisclauseisoptional. If it exists, it is always the second unnumbered clause.
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1 Scope

The present document specifies the stage 3 protocol and data model for the Service Based Interfaces of the
Multicast/Broadcast Policy Control Services. It provides stage 3 protocol definitions and message flows, and specifies
the APIs of the Multicast/Broadcast Services provided by the PCF.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3]. The
stage 2 architecture and procedures for 5G Multicast/Broadcast Services are specified in 3GPP TS 23.247 [14].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6] OpenAPI: "OpenAPI Specification Version 3.0.0", https.//spec.openapis.org/oas/v3.0.0.

[7] 3GPP TR 21.900: "Technical Specification Group working methods'.

[8] 3GPP TS 33.501: " Security architecture and procedures for 5G system".

[9] IETF RFC 6749: "The OAuth 2.0 Authorization Framework™.

[10] 3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

[11] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[12] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data | nterchange Format".

[13] IETF RFC 7807: "Problem Detailsfor HTTP APIs'.

[14] 3GPP TS 23.247: " Architectural enhancements for 5G multicast-broadcast services; Stage 2".
[15] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[16] 3GPP TS 29.532: "5G System; 5G Multicast-Broadcast Session Management Services; Stage 3".
[17] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".

[18] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[19] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point”.
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[20] 3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data,
Application Data and Structured Data for Exposure; Stage 3".
[21] 3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

For the purpose of the present document, the terms and definitions given in clause 3 of 3GPP TS 23.247 [14] also apply,
including the ones referencing other specifications.

3.2 Symbols

None.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905[1].

MBS M ulticast/Broadcast Service
MB-SMF Multicast/Broadcast Session Management Function
MBSF Multicast/Broadcast Service Function

4 Overview

In the frame of supporting Multicast/Broadcast Services (MBS), the Policy Control Function (PCF) provides servicesto
NF service consumers (e.g. MB-SMF) viathe Npcf service based interface. The PCF supports for this purpose the
functionalities defined in 3GPP TS 23.247 [14], i.e. MBS related Policy and Charging Control procedures.

Figures°4-1 and 4.2 depict the Multicast/Broadcast related reference architecture of the PCF respectively in SBI
representation and reference point representation.
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PCF

Npcf

MB-SMF NEF MBSF

Figure 4-1: Reference model for the MBS PCF Services — SBI representation

MB-SMF
N7mb
NEF N30 PCF
Nmb12
MBSF

Figure 4-2: Reference Model for the MBS PCF Services — Reference point representation

5 Services offered by the PCF

5.1 Introduction
Table 5.1-1 summarizes the corresponding APIs defined for this specification.

Table 5.1-1: API Descriptions

Service Name Clause Description C_)pen/_-\PI . apiName Annex
Specification File
. npcf-

. MBS Policy Control TS29537_Npcf_MB .
Npcf_MBSPolicyControl 5.2 Service SPolicyControl yam :;::)spollcycont A.2

. . . N TS29537_Npcf_MB 3
Npcf_MBSPollcyAuthorlz 53 MBS_ Policy Authorization SPolicyAuthorization npcf _ A3
ation Service yaml mbspolicyauth
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5.2 Npcf_MBSPolicyControl Service

5.2.1 Service Description

The MBS Session Policy Control Service enables the Policy Control Function (PCF) to provision, update and remove
MBS session related policies to NF service consumers (e.g. MB-SMF), i.e.:

- enable an NF service consumer to request the creation, update and deletion of an MBS Policy Association for an
MBS session; and

- enable the PCF to provision/update/remove MBS policies towards an NF service consumer.
5.2.2 Service Operations

5.2.2.1 Introduction
The service operations defined for Npcf_MBSPolicyControl are shown in table 5.2.2.1-1.

Table 5.2.2.1-1: Npcf_MBSPolicyControl Operations

Service Operation Name Description Initiated by

Npcf_MBSPolicyControl_Create Request the creation of an MBS Policy Association NF service consumer
at the PCF in order to receive MBS policies for an (e.g. MB-SMF)
MBS session.

Npcf_MBSPolicyControl_Update Request the update of an existing MBS Policy NF service consumer
Association with the PCF in order to receive the (e.g. MB-SMF)
updated MBS policies for an MBS session.

Npcf_MBSPolicyControl_Delete Request the deletion of an existing MBS Policy NF service consumer
Association. (e.g. MB-SMF)

5.2.2.2 Npcf_MBSPoliyControl_Create
5.2.2.2.1 General

The Npcf_MBSPolicyControl_Create service operation enables an NF service consumer (e.g. MB-SMF) to request the
creation of an MBS Policy Association at the PCF and the provisioning of MBS policies for a multicast or a broadcast
MBS session.

The following procedures using the Npcf_MBSPolicyControl_Create service operation are supported:

- MBS Poalicy Association Establishment.

5.2.2.2.2 MBS Policy Association Establishment

NF service
consumer

PCF

1. POST .../mbs-policies (MbsPolicyCtxtDatajJ————»

< 2. 201 Created (MbsPolicyData)

Figure 5.2.2.2.2-1: Procedure for MBS Policy Association establishment
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1. Inorder to request the creation of an MBS Policy Association, the NF service consumer (e.g. MB-SMF) shall
send an HTTP POST request to the PCF, as described in step 1of figure 5.2.2.2.2-1, with the request body
containing the MbsPolicyCtxtData data structure that shall contain:

- theidentifier of the concerned MBS Session, within the "mbsSessionld" attribute; and

- thelist of supported features, if feature negotiation needs to take place, within the "suppFeat" attribute;

and may contain:

- the DNN of the MBS session, within the "dnn" attribute;

- the S-NSSAI of the MBS session, within the "snssai" attribute; and

- the MBS Service Information, within the "mbsServinfo" attribute.

2. Upon reception of the HTTP POST request from the NF service consumer:

- if MBS Service Information is present within the "mbsServinfo" attribute, then:

NOTE 1

NOTE 2:

if the PCF is not already serving the MBS Session, the PCF may interact with the BSF, as specified in
3GPP TS 29.521 [21], to check whether there is aready a PCF serving the MBS Session;

if there isa PCF already serving the MBS Session, the PCF shall respond to the NF service consumer
with an HTTP "308 Permanent Redirection” status code including an HTTP Location header field
containing the "apiRoot" (e.g. FQDN or | P address) of the PCF currently serving the MBS Session;

otherwise:

- the PCF may interact with the UDR to retrieve MBS policy authorization information for the MBS
session, as specified in 3GPP TS 29.519 [20]; and

- the PCF shall perform MBS policy authorization based on the received MBS Service Information, and
the operator policies that are pre-configured at the PCF and/or the MBS Session policy control data
retrieved from the UDR;

if MBS policy authorization is successful, the PCF shall derive the required MBS policies (e.g. QoS
parameters) and determine whether they are allowed or not;

if the required MBS policies are alowed:

- the PCF shall store the generated MBS policies for the MBS session together with the corresponding
MBS session ID; and

- the PCF may register itself at the BSF as the PCF serving the MBS Session as specified in
3GPP TS 29.521 [21];

Registering at the BSF as the PCF serving the MBS Session is not necessary in a deployment with a
single PCF.

if MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall
reject the request with an appropriate error response as specified below in this clause;

If MBS Service Information is not present in the received request, then the PCF has previoudly
determined and generated the required MBS policies for the MBS session as specified in clause 5.3.

- upon success, the PCF shall:

create anew "Individual MBS Policy Association " resource; and

respond to the NF service consumer with an HTTP "201 Created" status code including a L ocation header
field containing the URI of the created "Individual MBS Policy Association” resource, and the response
body including the MbsPolicyData data structure that shall contain:

- thereceived input parameters within the request body, within the "mbsPolicyCtxtData" attribute;

- the provisioned MBS Policy Decision, within the "mbsPolicies" attribute; and
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- thelist of supported features, if feature negotiation is taking place, within the "suppFeat" attribute;

- if errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures
specified in clause 6.1.7;

- if MBS Service Information is provided, but it isinvalid, incorrect or insufficient for the PCF to perform
MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request” response
message including the the ProblemDetail s data structure with the "cause” attribute set to
"INVALID_MBS_SERVICE_INFO";

- if MBS Service Information is provided, but the MBS IP flow(s) description provided within the MBS
Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of
3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request"
status code including the ProblemDetails data structure with the "cause" attribute set to
"FILTER_RESTRICTIONS_NOT_RESPECTED";

- if from an application level point of view, the provided set of input parameters isincompl ete, erroneous or
missing necessary information for the PCF to perform MBS policy control, the PCF shall reject the request
with an HTTP "400 Bad Request" response message including the ProblemDetail s data structure with
"cause" attribute set to the"ERROR_INPUT_PARAMETERS' application error;

- if MBS Service Information is provided, but it is not authorized, the PCF shall reject the request with an
HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:

- the ProblemDetails data structure with the "cause" attribute set to
"MBS SERVICE_INFO_NOT_AUTHORIZED";

and may contain:

- the AcceptableMbsServinfo data structure including the MBS Service Information that is acceptable for
the PCF;

and

- if the PCF denies the creation of the "Individual MBS Policy" resource based on local configuration and/or
operator policies, the PCF shall reject the request within an HTTP "403 Forbidden™ status code including the
"cause" attribute of the ProblemDetails data structure set to "MBS _POLICY_CONTEXT_DENIED". At the
reception of this error code and based on the internally configured failure actions, the NF service consumer
may reject or allow, by applying local palicies, the establishment of the corresponding MBS session.

5.2.2.3 Npcf_MBSPolicyControl_Update

5.2.23.1 General

The Npcf_MBSPolicyControl_Update service operation enables the NF service consumer (e.g. MB-SMF) to request the
update of an existing "Individual MBS Policy Association” resource for a multicast or a broadcast MBS session and/or
report MBS Policy Decision installation and/or enforcement failure(s) to the PCF.

The following procedures using the Npcf_MBSPolicyControl _Update service operation are supported:
- MBS Policy Association Update.
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5.2.2.3.2 MBS Policy Association Update
NF service PCE
consumer
1. POST .../mbs-policies/{mbsPolicyld}/update
—>

1

(MbsPolicyCtxtDataUpdate)

< 2. 200 OK (MbsPolicyData)

Figure 5.2.2.3.2-1: Procedure for MBS Policy Association Update

In order to request the update of an existing MBS Policy Association, the NF service consumer shall invoke the
"Update" resource custom operation URI by sending an HTTP POST request targeting the URI of the
corresponding "Individual MBS Policy Association” resource custom operation, i.e. "{ apiRoot} /npcf-
mbspolicycontrol/<apiV ersion>/mbs-policies/{ mbsPolicyld} /update”, with the request body including the

M bsPolicyCixtDataUpdate data structure that may contain:

- the updated MBS Service Information, within the "mbsServinfo" attribute;
- the MBS Policy Control Request Triggers that are met, within the "mbsPcrts* attribute, and/or

- the MBS Error reporting containing the MBS Policy Decision installation and/or enforcement failure(s),
within the "mbsErrorReports” attribute.

Upon reception of the HTTP POST request from the NF service consumer:

- ifthe"MBS_SESSION_UPDATE" istriggered and updated MBS Service Information is present within the
"mbsServinfo" attribute, then the PCF shall perform MBS policy authorization for the received updated MBS
Service Information, taking into account the operator policiesthat are pre-configured at the PCF and/or the
MBS Session policy control data retrieved from the UDR;

- if MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall
reject the request with an appropriate error response as specified below in this clause;

- if MBS policy authorization is successful, the PCF shall derive the required updated MBS policies (e.g. QoS
parameters), if any, and determine whether they are allowed or not;

- if the required updated MBS policies are allowed, the PCF shall store the generated updated MBS policies for
the MBS session together with the corresponding MBS session ID; and

- ifthe"MBS_SESSION_UPDATE" istriggered and no updated MBS Service Information is provided, then
the PCF may identify whether there is any updated MBS policies that need to be applied based on local
configuration;

NOTE: If updated MBS Service Information is not present in the received request, then the PCF has previoudy

determined and generated the required updated MBS policies for the MBS session as specified in
clause 5.3.

- if MBS Policy Decision installation and/or enforcement failure(s) reporting is present in the request, the PCF
may take it into account when deriving the required updated MBS policies as specified in clause 5.2.4.1;

- upon success, the PCF shall:
- update the corresponding "Individual MBS Policy Association” resource accordingly; and

- respond to the NF service consumer with an HTTP "200 OK" status code with the response body
including the MbsPolicyData that shall contain:

- the updated complete list of input parameters, within the "mbsPolicyCtxtData" attribute;

and may contain:
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- the updated MBS Policy Decision containing the updated, deleted and/or newly provisioned MBS
policies, within the "mbsPolicies’ attribute;

- if errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures
specified in clause 6.1.7;

- if updated MBS Service Information is provided, but it isinvalid, incorrect or insufficient for the PCF to
perform MBS policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request”
response message including the the ProblemDetails data structure with the "cause" attribute set to
"INVALID_MBS_SERVICE_INFO";

- if updated MBS Service Information is provided, but the MBS IP flow(s) description provided within the
MBS Service Information cannot be handled by the PCF because the restrictions defined in clause 5.3.8 of
3GPP TS 29.214 [19] are not respected, the PCF shall reject the request with an HTTP "400 Bad Request”
status code including the ProblemDetails data structure with the "cause" attribute set to
"FILTER_RESTRICTIONS_NOT_RESPECTED";

- if from an application level point of view, the provided set of input parameters isincompl ete, erroneous or
missing necessary information for the PCF to perform MBS policy control, the PCF shall reject the request
with an HTTP "400 Bad Request" response message including the ProblemDetails data structure with
"cause" attribute set to the"ERROR_INPUT_PARAMETERS' application error;

- if updated MBS Service Information is provided, but it is not authorized, the PCF shall reject the request with
an HTTP "403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:

- the ProblemDetails data structure with the "cause" attribute set to
"MBS SERVICE_INFO_NOT_AUTHORIZED";

and may contain:

- the AcceptableMbsServinfo data structure including the MBS Service Information that is acceptable for
the PCF;

- if the PCF denies the update of the "Individual MBS Policy" resource based on local configuration and/or
operator policies, the PCF shall reject the request within an HTTP "403 Forbidden™ status code including the
ProblemDetails data structure with the "cause" attribute set to "MBS POLICY_CONTEXT_DENIED". At
the reception of this error code and based on the internally configured failure actions, the NF service
consumer (MB-SMF) may reject or alow, by applying local policies, the establishment of the corresponding
MBS session; and

- if thetargeted "Individual MBS Policy" resource does not exist, the PCF shall reject the request with an
HTTP "404 Not Found" status code including the ProblemDetails data structure with the "cause" attribute set
to "MBS_POLICY_ASSOCIATION_NOT_FOUND".

5.2.2.4 Npcf_MBSPolicyControl_Delete

52241 General

The Npcf_MBSPolicyControl_Delete service operation enables the NF service consumer (e.g. MB-SMF) to request the
deletion of an existing "Individual MBS Policy Association" resource.

The following procedures using the Npcf_MBSPolicyControl_Delete service operation are supported:

- MBS Policy Association Deletion.
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5.2.2.4.2 MBS Policy Association Deletion
NF service PCF
consumer
1. DELETE .../mbs-policies/{mbsPolicyld} >
< 2. 204 No Content

Figure 5.2.2.4.2-1: MBS Policy Association Deletion procedure

1. Inorder to request the deletion of an existing MBS Policy Association, the NF service consumer shall send an
HTTP DELETE request targeting the URI of the corresponding”Individual MBS Policy Association” resource.

2. On successful deletion of the MBS Policy Association:

- the PCF may deregister at the BSF from being the PCF serving the MBS Session, if the PCF created such
MBS Session binding during the creation of the MBS Policy Association, as specified in clause 5.2.2.2; and

- the PCF shall respond to the NF service consumer (MB-SMF) with an HTTP "204 No Content” status code.

If errors occur when processing the HT TP DELETE request, the PCF shall apply the error handling procedures
specified in clause 6.1.7.

If the targeted "Individual MBS Policy” resource does not exist, the PCF shall reject the request withan HTTP
"404 Not Found" status code including the ProblemDetails data structure with the "cause" attribute set to
"MBS POLICY_ASSOCIATION_NOT_FOUND".

5.2.3 MBS Policy Decision Management

5.23.1 General

An MBS Policy Decision enables to provide the necessary MBS policies for controlling an MBS Session. An MBS
Policy Decision is encoded via the MbsPolicyDecision data structure defined in clause 6.1.6.2.3 and composed of the
following information:

- MBSPCC rule(s), within the "mbsPccRules" attribute.
- MBS QoS decision(s), which can be referred by MBS PCC rules, within the "mbsQosDecs" attribute.

- Set(s) of MBS QoS characteristics for non-standardized and non-preconfigured 5QlI s, within the " mbsQosChars"
attribute.

- Theauthorized MBS Session-AMBR, within the "authMbsSessAmbr" attribute.
- The MBS Policy Control Request Trigger(s), within the "mbsPcrts" attribute.

The following clauses describe the above components of an MBS Policy Decision.

52311 MBS PCC Rule definition

An MBS PCC rule enables to provide MBS policy control for an MBS service data flow. It is composed of the
following information, as defined in table 5.2.3.1.1-1.

- Information enabling the detection of the MBS service data flow.

- A set of MBS Policy Control parameters to be enforced for the MBS service data flow.
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Table 5.2.3.1.1-1: Content of an MBS PCC rule

Name Description Category

MBS PCC Rule identifier Uniquely identifies the MBS PCC rule, within an MBS Session. Mandatory
It is used between the PCF and the MB-SMF for referencing MBS
PCC rules of an MBS Session.

MBS Service data flow detection
Precedence Determines the order in which the MBS service data flow template | Mandatory
of the MBS PCC rule is applied relative to the MBS service data
flow templates of the other MBS PCC rules of the MBS session,
during MBS service data flow detection and policy enforcement.
MBS Service Data Flow Template | The list of MBS service data flow filter(s) for the detection of the Mandatory
MBS service data flow.

MBS Policy control parameters

5QlI Identifier of the authorized set of QoS parameters for the MBS Mandatory
service data flow.
ARP The authorized Allocation and Retention Priority for the MBS Mandatory

service data flow, consisting of the priority level, the pre-emption
capability and the pre-emption vulnerability.

MBR — Maximum BitRate (DL) The downlink maximum bitrate authorized for the MBS service Optional
data flow.

MBR — Guaranteed BitRate (DL) The downlink guaranteed bitrate authorized for the MBS service Optional
data flow.

Averaging Window Represents the duration over which the guaranteed and Optional
maximum bitrates shall be calculated.

Priority Level Indicates the level of priority in scheduling resources among MBS | Optional
QoS flows.

Maximum Data Burst Volume Denotes the largest amount of data that is required to be Optional

transferred within a period of 5G-AN PDB.

An MBS PCC rule is encoded via the MbsPccRule data structure defined in clause 6.1.6.2.7 and is composed of the
following information:

- AnMBSPCC rule identifier that uniquely identifiesit within the related MBS Session, within the
"mbsPccRuleld” attribute.

- The MBS service data flow template for MBS service data flow detection, within the "mbsDII pFlowl nfo"
attribute.

- The precedence information, i.e. the order in which the MBS service data flow template of the MBS PCC ruleis
applied relative to the MBS service data flow templates of the other MBS PCC rules of the MBS session, during
MBS service data flow detection and policy enforcement, within the " precedence" attribute.

- The MBS authorized QoS to be applied of the MBS service data flow corresponding to the MBS PCC rule, i.e. a
reference to an MBS QoS decision instance provisioned by the PCF at MBS Policy Decision level, within the
"refMbsQosDec" attribute.

The following operations are allowed on MBS PCC rule(s):
- Installation: to provision MBS PCC rule(s).
- Moadification: to modify MBS PCC rule(s).
- Removal: to remove MBS PCC rule(s).

5.2.3.1.2 MBS QoS Decision

A Policy Decision based on MBS QoS contains the QoS parameters to be applied for an MBS service data flow. It
defines the QoS parameters (e.g. 5QI, ARP, maximum/guaranteed bitrates, etc.) to be applied for the corresponding
MBS PCC rule. An MBS QoS decision is encoded via the "MbsQosDec" data structure defined in the clause 6.1.6.2.8
and composed of the following information:
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- Anidentifier of the MBS QoS Decision that uniquely identifies it within the related MBS Session, within the
"mbsQosld" attribute.

- The5QI information, i.e. an identifier of the set of QoS parametersto be applied for an MBS service data flow,
within the "5qi" attribute;

- The5Ql Priority Level, within the "priorityLevel" attribute.

- TheAllocation and Retention Priority information to be applied for an MBS service data flow, within the "Arp"
attribute.

- The Maximum Downlink Bit Rate for to be applied for an MBS service data flow, within the "mbrDI" attribute.
- The Guaranteed Downlink Bit Rate to be applied for an MBS service data flow, within the "gbrDI" attribute.

- The averaging window, i.e. the duration over which the guaranteed and maximum bitrates shall be calcul ated,
within the "averWindow" attribute.

- The MBS Maximum Data Burst VVolume to be applied for an MBS service data flow, within the
"mbsMaxDataBurstVol" attribute.

5.2.3.1.3 MBS QoS Characteristics

A set of MBS QoS Characteristics contains the QoS parameters for a non-standardized and non-preconfigured 5QI. It
defines the QoS parameters (e.g. 5QI, ARP, maximum/guaranteed bitrates, etc.) to be applied for an MBS PCC rule and
the corresponding MBS service data flow. A set of MBS QoS Characteristicsis encoded via the "MbsQosChars' data
structure defined in the clause 6.1.6.2.9 and composed of the following information:

- The5Ql information, i.e. an identifier of the set of non-standardized and non-preconfigured QoS parameters for
an MBS service data flow. Appliesto MBS PCC rule and MBS session level, within the "5qi" attribute.

- Theresource type (i.e. GBR, delay critical GBR or non-GBR), within the "resourceType" attribute.
- The5Ql priority level, within the "priorityLevel" attribute.

- The Packet Delay Budget, within the " packetDelayBudget” attribute.

- The Packet Error Rate, within the "packetErrorRate" attribute.

- The averaging window, within the "averWindow" attribute.

- The MBS Maximum Data Burst VVolume, within the "mbsMaxDataBurstVol" attribute.

5.2.3.1.4 MBS Session-AMBR
The MBS Session-AMBR contains the Aggregated Maximum Bit Rate to be applied for an MBS session.

5.2.3.1.5 MBS Policy Control Request Triggers

The MBS Policy Control Request Triggers identify the conditions based on which the NF service consumer (MB-SMF)
shall trigger the MBS Policy Association Update procedure defined in clause 5.2.2.3. They can be either pre-configured
at the NF service consumer (MB-SMF), i.e. implicitly subscribed by default by the PCF, or explicitly provisioned by
the PCF to the NF service consumer (MB-SMF) during the MBS Policy Association Creation/Update procedures
defined in clause 5.2.2.

The MBS Policy Control Request Triggers are encoded using the MbsPcrt Enumeration data type defined in
clause 6.1.6.3.3. The possible values are the following:

"MBS_SESSION_UPDATE", i.e. MBS Session Update: the MBS policies may need to be updated due to
updated MBS Session information. This MBS Policy Control Request Trigger is pre-configured at the NF
service consumer (MB-SMF), i.e. implicitly subscribed by the PCF.
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5.2.3.2 Provisioning and enforcement of MBS Policy Decisions

5.2.3.2.1 General

MBS Policy Decisions are provided by the PCF to the NF service consumer (MB-SMF) as part of the following service
operations:

- the Npcf_MBSPolicyControl_Create service operation defined in clause 5.2.2.2; and
- the Npcf_MBSPolicyControl_Update service operation defined in clause 5.2.2.3.

For the Npcf_MbsPolicyControl_Create service operation, the MbsPolicyDecision data structure shall contain the MBS
Policy Decision containing a full description of all the MBS policies provisioned by the PCF for the MBS Policy
Association.

For the Npcf_MBSPolicyControl_Update service operation for, the MbsPolicyDecision data structure shall contain the
updated MBS Policy Decision containing afull description of all the updated MBS policies provisioned for the MBS
Policy Association.

5.2.3.2.2 Provisioning and enforcement of MBS PCC rules

The PCF provisions/updates'removes the MBS PCC rule(s) viathe "mbsPccRules' map attribute of the
MbsPolicyDecision data structure as part of the provisioning/update/removal of an MBS Policy Decision (cf.
clause 5.2.3.2.1).

- For provisioning or modifying a dynamic PCF-provisioned MBS PCC rule, the corresponding MbsPccRule data
structure shall be provided within the map entry value of the "mbsPccRules’ attribute within the
MbsPolicyDecision data structure representing the related MBS Policy Decision. The map key shall be set to the
value of "mbsPccRuleld" attribute of the MbsPccRule data structure.

- For removing a previously provisioned MBS PCC rule, the corresponding map entry value shall be set to
"NULL" and the map key to the value of "mbsPccRuleld" attribute of the MbsPccRule data structure
representing the targeted MBS PCC rule.

5.2.3.2.3 Provisioning and enforcement of authorized MBS QoS for an MBS service data
flow

The authorized MBS QoS for an MBS service data flow is provisioned along with the corresponding MBS PCC rule, as
specified in the clause 5.2.3.2.2.

The MBS authorized QoS per MBS service data flow shall be provisioned within the MbsQosDec data structure
representing the MBS QoS Decision to be applied for the MBS service data flow. For this purpose:

- the PCF shall include this MBS QoS Decision instance as a map entry within the "mbsQosDecs" attribute of the
M bsPolicyDecision data structure of the corresponding MBS Policy Decision, as specified in clause 5.2.3.1.2,
and include the reference to this MBS QoS Decision instance within the "refMbsQosDec" attribute of the
MbsPccRule data structure representing the corresponding MBS PCC rule;

- when the PCF provisions a standardized 5QI value, but the Priority Level, the Averaging Window and/or the
Maximum Data Burst Volume shall be different from the standardized values defined in the table 5.7.4-1 of
3GPP TS 23.501 [2], the PCF shall include within the corresponding MbsQosDec data structure the required
Priority Level within the "priorityLevel" attribute, the Averaging Window within the "averWindow" attribute
and/or the MBS Maximum Data Burst VVolume within the "mbsMaxDataBurstVol" attribute;

- if the PCF needs to provision dynamically assigned 5QI value(s) (from the non-standardized and non-
preconfigured value range) and the associated set(s) of MBS QoS Characteristics, the PCF shall include within
the MbsPolicyDecision data structure representing the related MBS Policy Decision the "mbsQosChars' map
attribute containing one or more set(s) of MBS QoS Characteristics, with each one of them encoded within a
MbsQosChar data structure as specified in clause 5.2.3.1.3. The PCF shall not update nor remove previously
provisioned set(s) of MBS QoS Characteristics during the lifetime of the concerned MBS Policy Association;

- when the PCF provisions a dynamically assigned 5QI value (from the non-standardized and non-preconfigured
value range) for the MBS PCC rule within the referred MBS QoS Decision instance, then the "5qi" attribute of
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the corresponding MbsQosDec data structure shall be set to the value of the dynamically assigned 5QI which
points to the MBS QoS Characteristics instance containing the related QoS parameters;

NOTE: Operator configuration is assumed to ensure that a dynamically assigned 5QI value is unique and
references the same set of MBS QoS characteristics within the whole PLMN at a given time.

Upon reception of an MBS PCC rule provisioning including the corresponding authorized MBS QoS information from
the PCF, the NF service consumer (MB-SMF) shall perform MBS QoS flow binding as specified in clause 6.10 of
3GPP TS 23.247 [14]. The NF service consumer (MB-SMF) shall also reserve the necessary resources for the
guaranteed bitrate of the MBS PCC rule, if provided. For GBR MBS QoS flows, the NF service consumer (MB-SMF)
should set the MBS QoS flow's GBR to the sum of the GBR(s) of al MBS PCC rule(s) that are active/installed and
bound to that GBR MBS QoS flow, and the MBS QoS flow's MBR to the sum of the MBR(s) of all MBS PCC rule(s)
that are active/installed and bound to that GBR MBS QoS flow.

The NF service consumer (MB-SMF) shall assign a QFI if anew MBS QoS flow needs to be established and derive the
MBS QoS profile required towards the Access Network, if applicable, and the MBS QoS information with PDRs
towards to the MB-UPF.

During an MBS session policy association update procedure that is updating all the MBS PCC rule(s) bound to a certain
MBS QoS flow, if al these MBS PCC rule(s) are updated with the same values of the QoS parameters (e.g. 5QI, ARP,
Priority level, Averaging Window and Maximum Data Burst Volume), the NF service consumer (MB-SMF) should not
perform anew MBS QoS flow binding and simply modify this MBS QoS flow with the updated QoS parameters.

5.2.3.24 Provisioning and enforcement of authorized MBS Session-AMBR

The Provisioning of the authorized MBS Session-AMBR for an MBS session is part of the provisioning of the
corresponding MBS Policy Decision, as specified in the clause 5.2.3.2.1.

Upon reception of the authorized MBS Session-AMBR from the PCF, the NF service consumer (MB-SMF) shall trigger
the necessary procedures towards the MB-UPF for the provisioning and enforcement of the MBS Session-AMBR for
the concerned MBS session.

NOTE: For an MBS session, the authorized MBS Session-AMBR is hot propagated to the access network or the
UE.

5.2.3.25 Provisioning and enforcement of MBS Policy Control Request Triggers

The PCF may provision one or more MBS Policy Control Request Triggers(s) to the NF service consumer (MB-SMF).
In order to do so, the PCF shall include the "mbsPcrts" attribute containing one or more MBS Policy Control Request
Triggers(s) within the MbsPolicyDecision data structure.

During the lifetime of the MBS Policy Association, the PCF may update and/or remove previously provisioned MBS
Policy Control Request Triggers(s):

- Inorder to update the previously subscribed set of MBS Policy Control Request Triggers(s), the PCF shall
provide the complete list of subscribed MBS Policy Control Request Triggers(s) within the "mbsPcrts" attribute
of the MbsPolicyDecision data structure.

- Inorder to remove all the previously subscribed MBS Policy Control Request Triggers(s), the PCF shall provide
the "mbsPcrts" attribute set to the value "NULL" within MbsPolicyDecision data structure. Upon reception of a
"NULL" value within "mbsPcrts" attribute, the NF service consumer (MB-SMF) shall only trigger the MBS
Policy Association Update procedure for the pre-configured MBS Policy Control Request Triggers(s), i.e. the
ones implicitly subscribed by the PCF.

MBS Policy Control Request Triggers(s) may also be pre-configured at the NF service consumer as specified in
clause 5.2.3.1.5. In such case, the PCF isimplicitly subscribed and does not need to explicitly subscribe to these MBS
Policy Control Request Triggers(s) towards the NF service consumer (MB-SMF). A combination of pre-configured
MBS Policy Control Request Triggers(s) and explicitly subscribed MBS Policy Control Request Triggers(s) may be
present for an MBS Policy Association.
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524 MBS Policy Error Handling

5241 MBS Report

Following an MBS Policy Association Creation or Update procedures defined in clause 5.2.2.2.2 or 5.2.2.3.2, the NF
service consumer (MB-SMF) may report the potentially encountered failure(s) during the installation and/or
enforcement of the provisioned MBS Policy Decision, both for MBS Policy Decision level failure(s) (e.g. MBS QoS
Decision failure) and MBS PCC rule level failure(s) (e.g. the installation of one or more MBS PCC rule(s) fails or the
PCF installed or modified one or more MBS PCC rules but resource alocation for these MBS PCC rule(s) was
unsuccessful).

In order to do so, the NF service consumer (MB-SMF) shall trigger the MBS Policy Association Update procedure
defined in clause 5.2.2.3.2 and include within the "mbsErrorReports” attribute of the MbsPolicyCtxtDataUpdate data
structure the necessary information on the failure(s) that occurred within one or more MBS Report instance(s), each one
of them encoded using the MbsReport data structure that shall include:

- thefailurereason, if available, within the "failureCode" attribute;

- the affected MBS PCC rule(s), if the reported failureisat MBS PCC rule level, within the "mbsPccRulel ds’
attribute; and

- the MBS PCC rule status, if the reported failureis at MBS PCC rule level, within the "mbsPccRuleStatus’
attribute.

Depending on the value of the "failureCode" attribute, the PCF may decide on the necessary updates to be applied to the
MBS Policy Decision, if any, including whether to retain, re-install, modify or remove the existing MBS PCC rule(s), or
any other action applies.

For MBS PCC rule level failure(s), the following handling shall apply:

- if theingtalation of one or more new MBS PCC rule(s) (i.e. MBS PCC rule(s) which were not successfully
installed previoudly) fails, the NF service consumer (MB-SMF) shall set the "mbsPccRuleStatus” attribute to the
value"INACTIVE";

- if one or more MBS PCC rule(s) were successfully installed but can no longer be enforced by the NF service
consumer (MB-SMF), the MB-SMF shall set the "mbsPccRuleStatus' attribute to "INACTIVE";

NOTE: When the PCF receives the "mbsPccRuleStatus’ set to the value "INACTIVE", the PCF does not need to
reguest the MB-SMF to remove the concerned MBS PCC rule(s) within the "mbsPccRulelds" attribute.

- if the requested modifications to currently active MBS PCC rule(s) fails, the NF service consumer (MB-SMF)
shall:

- retain the targeted existing MBS PCC rule(s) activein their current version (i.e. without any modification),
unless the failure reason also impacts the current version of these existing MBS PCC rule(s); and

- report the modification failure to the PCF;

- theremova of MBS PCC rule(s) shall not fail. The NF service consumer (MB-SMF) shall retain the MBS PCC
rule(s) removal request and perform the necessary actions/procedures in the network when it is possible.

5.3 Npcf MBSPolicyAuthorization Service

5.3.1 Service Description

The MBS Policy Authorization Service enables the Policy Control Function (PCF) to authorize the MBS Service
Information provided by an NF service consumer (e.g. AF, NEF, MBSF) and derive the related MBS policies, i.e.:

- enable an NF service consumer (e.g. AF, NEF, MBSF) to request the creation, update orremoval of an MBS
Application Session Context, based on the provisioning of MBS Service Information; and

- enable the PCF to authorize the provided MBS Service Information and derive the MBS policies related to the
targeted MBS session.
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5.3.2 Service Operations

5.3.2.1 Introduction
The service operations defined for Npcf_MBSPolicyAuthorization are shown in table 5.3.2.1-1.

Table 5.3.2.1-1: Npcf_MBSPolicyAuthorization Service Operations

Service Operation Name Description Initiated by
Request the creation of an MBS Application
Nocf MBSPolicvAuthorization Create Session Context at the PCF, to enable MBS NF service consumer
pel y - policy authorization for the provided MBS Service | (e.g. NEF, MBSF, AF)
Information.
Update an existing MBS Application Session
. L Context at the PCF, to enable MBS policy NF service consumer
Npcf_MBSPolicyAuthorization_Update authorization for the updated MBS Service (e.g. NEF, MBSF, AF)
Information.
. o Delete an existing MBS Application Session NF service consumer
Npcf_MBSPolicyAuthorization_Delete Context at the PCE. (e.g. NEF, MBSF, AF)
5.3.2.2 Npcf_MBSPoliyAuthorization_Create

5.3.221 General

The Npcf_MBSPolicyAuthorization_Create service operation enables an NF service consumer (e.g. AF, NEF, MBSF)
to request the creation of an MBS Application Session Context at the PCF, for the purpose of requesting MBS policy
authorization for a multicast or a broadcast MBS session.

The following procedures using the Npcf_MBSPolicyAuthorization Create service operation are supported:
- MBS Application Session Context Establishment.

5.3.2.2.2 MBS Application Session Context Establishment
NF service PCF
consumer
1. POST .../contexts (MbsAppSessionCtxt) >

A

2. 201 Created (MbsAppSessionCtxt)

Figure 5.3.2.2.2-1: MBS Application Session Context establishment procedure

1. Inorder to request the creation of anew MBS Application Session Context, the NF service consumer (e.g. AF,
NEF, MBSF) shall send an HTTP POST request to the PCF, as described in step 1 of figure 5.3.2.2.2-1, targeting
the "MBS Application Session Contexts" collection resource, with the request body containing the
MbsAppSessionCixt data structure that shall contain:

- the MBS session identifier, within the "mbsSessionld" attribute;

- the MBS Service Information, if available, within the "mbsServinfo" attribute;

- thelist of supported features, if feature negotiation needs to take place, within the "suppFeat" attribute;
and may contain:

- the DNN of the MBS session, within the "dnn" attribute; and
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- the S-NSSAI of the MBS session, within the "snssai" attribute.

2. Upon reception of the HTTP POST request from the NF service consumer, the PCF may interact with the UDR
to retrieve MBS policy authorization information for the MBS session, as specified in 3GPP TS 29.519 [20]. The
PCF shall perform MBS policy authorization based on the MBS Service Information received from the NF
service consumer, and the operator policies that are pre-configured at the PCF and/or the MBS Session policy
control dataretrieved from the UDR. Then:

- if MBS policy authorization is successful, the PCF shall derive the required MBS policies (e.g. QoS
parameters) and determine whether they are allowed or not;

- If therequired MBS policies are allowed:

- the PCF shall store the generated MBS policies for the MBS session together with the corresponding
MBS session ID;

- the PCF shall create anew "Individual MBS Application Session Context" resource and respond to the
NF service consumer with an HTTP "201 Created" status code, including an HTTP Location header field
containing the URI of the created "Individual MBS Application Session Context" resource and the
response body containing a representation of the created resource within the MbsAppSessionCixt data
structure; and

- the PCF may register itself at the BSF as the PCF handling the MBS session as specified in
3GPP TS 29.521 [21];

NOTE: Registering at the BSF as the PCF serving the MBS Session is hot necessary in a deployment with a
single PCF.

- If MBS policy authorization is not successful or the required MBS policies are not alowed, the PCF shall
reject the request with an appropriate error response as specified below in this clause;

- if errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures
specified in clause 6.2.7;

- if the provided MBS Service Information isinvalid, incorrect or insufficient for the PCF to performMBS
policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request” status code including
the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS SERVICE_INFO";

- if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the
PCF because the regtrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall
reject the request with an HTTP "400 Bad Request” status code including the ProblemDetails data structure
with the "cause" attribute set to "FILTER_RESTRICTIONS NOT_RESPECTED"; and

- if the provided MBS Service Information are not authorized, the PCF shall reject the request withan HTTP
"403 Forbidden™" status code including the MbsExtProblemDetails data structure that shall contain:

- the ProblemDetails data structure with the "cause" attribute set to
"MBS SERVICE_INFO_NOT_AUTHORIZED";

and may contain:
- the AcceptableMbsServinfo data structure including the MBS Service Information that is acceptable for
the PCF.
5.3.2.3 Npcf_MBSPoliyAuthorization_Update

5.3.2.3.1 General

The Npcf_MBSPolicyAuthorization_Update service operation enables an NF service consumer (e.g. AF, NEF, MBSF)
to request the update of an existing MBS Application Session Context, for the purpose of requesting the authorization of
updated MBS Service Information.

The following procedures using the Npcf_MBSPolicyAuthorization_Update service operation are supported:

- MBS Application Session Context Update.
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5.3.2.3.2 MBS Application Session Context Update

NF service
consumer

PCF

1. PATCH .../contexts/{contextld} (MbsAppSessionCtxtPatch)———

4— 2. 200 OK (MbsAppSessionCtxt) / 204 No Content————

Figure 5.3.2.3.2-1: MBS Application Session Context update procedure

1. Inorder to request the modification of an existing MBS Application Session Context, the NF service consumer
(e.g. AF, NEF, MBSF) shall send an HTTP PATCH request to the PCF targeting the URI of the
corresponding"Individual MBS Application Session Context" resource, with the request body containing the
M bsA ppSessionCtxtPatch data structure that may contain:

- therequested modifications to the MBS Service Information, within the "mbsServinfo" attribute.

2. Upon reception of the HTTP PATCH request from the NF service consumer, the PCF may interact with the
UDR to retrieve MBS policy authorization information for the MBS session, as specified in
3GPP TS 29.519 [20]. The PCF shall perform MBS policy authorization based on the requested modifications to
the MBS Service Informationreceived from the NF service consumer, and the operator policies that are pre-
configured at the PCF and/or the MBS session policy control data retrieved from the UDR. Then:

- if MBS policy authorization of the requested modifications to the MBS Service Informationis successful, the
PCF shall derive the required MBS policies (e.g. QoS parameters) and determine whether they are allowed or
not;

- If therequired MBS policies are allowed:

- the PCF shall store the generated MBS policies for the MBS session together with the corresponding
MBS session ID;

- the PCF shall update the associated "Individual MBS Application Session Context" resource accordingly
and respond to the NF service consumer with either an HTTP "200 OK" status code with the response
body containing a representation of the updated resource within the MbsAppSessionCtxt data structure, or
an HTTP "204 No Content" status code; and

- the PCF may include within the "contactPcfInd" attribute of the returned MbsA ppSessionCtxt data
structure an indication that the PCF shall be contacted, i.e. to indicate the NF service consumer (MB-
SMF) that it needs to trigger the MBS Policy Association Update procedure, as defined in clause 5.2.2.3,
to receive updated MBS policies from the PCF;

- If MBS policy authorization is not successful or the required MBS policies are not allowed, the PCF shall
reject the request with an appropriate error response as specified below in this clause;

- if errors occur when processing the HTTP PATCH request, the PCF shall apply the error handling procedures
specified in clause 6.2.7;

- if the provided MBS Service Information isinvalid, incorrect or insufficient for the PCF to perform MBS
policy authorization, the PCF shall reject the request with an HTTP "400 Bad Request” status code including
the ProblemDetails data structure with the "cause" attribute set to "INVALID_MBS SERVICE_INFO";

- if the MBS IP flow(s) description provided within the MBS Service Information cannot be handled by the
PCF because the regtrictions defined in clause 5.3.8 of 3GPP TS 29.214 [19] are not respected, the PCF shall
reject the request with an HTTP "400 Bad Request" status code including the ProblemDetails data structure
with the "cause" attribute set to "FILTER_RESTRICTIONS_NOT_RESPECTED"; and

- if the provided MBS Service Information are not authorized, the PCF shall reject the request withan HTTP
"403 Forbidden" status code including the MbsExtProblemDetails data structure that shall contain:

ETSI



3GPP TS 29.537 version 17.0.0 Release 17 25 ETSI TS 129 537 V17.0.0 (2022-09)
- the ProblemDetails data structure with the "cause" attribute set to
"MBS_SERVICE_INFO_NOT_AUTHORIZED";
and may contain:

- the AcceptableMbsServinfo data structure including the MBS Service Information that is acceptable for
the PCF.

If the updated service information provided in the body of the HTTP PATCH request is rejected because the
requested MBS service is not authorized, the PCF shall reject the request with an HTTP "403 Forbidden" status code
including the ProblemDetails data structure with the "cause" attribute set to

"REQUESTED_MBS SERVICE_NOT_AUTHORIZED".

5.3.24 Npcf_MBSPoliyAuthorization_Delete

5.3.2.4.1 General

The Npcf_MBSPolicyAuthorization_Delete service operation enables an NF service consumer (e.g. AF, NEF, MBSF)
to request the deletion of an existing MBS Application Session Context at the PCF.

The following procedures using the Npcf_MBSPolicyAuthorization Delete service operation are supported:
- MBS Application Session Context Deletion.

5.3.24.2 MBS Application Session Context Deletion
NF service PCF
consumer
1. DELETE .../contexts/{contextld} >

A

2. 204 No Content

Figure 5.3.2.4.2-1. MBS Application Session Context deletion procedure

1. Inorder to request the deletion of an existing MBS Application Session Context, the NF service consumer (e.g.
AF, NEF, MBSF) shall send an HTTP DELETE request to the PCF targeting the URI of the corresponding
"Individual MBS Application Session Context" resource.

2. Upon success, the PCF shall respond with an HTTP "204 No Content" status code.

If errors occur when processing the HTTP DELETE request, the PCF shall apply the error handling procedures
specified in clause 6.2.7.

6 API Definitions

6.1 Npcf_MBSPolicyControl Service API

6.1.1 Introduction
The Npcf_MBSPolicyControl shall use the Npcf_MBSPolicyControl API.
The APl URI of the Npcf_MBSPolicyControl API shall be:

{apiRoot}/<apiName>/<apiVersion>
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The reguest URIs used in HTTP requests from the NF service consumer towards the NF service producer shall have the
Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "npcf-mbspolicycontrol”.

The <apiVersion> shall be "v1".

The <api SpecificResourceUriPart> shall be set as described in clause 6.1.3.
6.1.2 Usage of HTTP

6.1.2.1 General
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

The OpenAPI [6] specification of HTTP messages and content bodies for the Npcf_MBSPolicyControl API is
contained in Annex A.2.

6.1.2.2 HTTP standard headers

6.1.2.2.1 General

See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.

6.1.2.2.2 Content type

JSON, IETF RFC 8259 [12], shall be used as content type of the HT TP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type
"application/json”.

"Problem Details" JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 7807 [13].

6.1.2.3 HTTP custom headers

The mandatory HT TP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and
the optional HT TP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.

6.1.3 Resources

6.1.3.1 Overview

This clause describes the structure for the resource URIs and the resources and methods used for the
Npcf_MBSPolicyControl service.

Figure 6.1.3.1-1 depicts the resource URIs structure for the Npcf_MBSPolicyControl API.
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{apiRoot}/npcf-mbspolicycontrol/<apiVersion>

/mbs-policies

/{mbsPolicyld}

Figure 6.1.3.1-1: Resource URI structure of the Npcf_MBSPolicyControl API

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.1.3.1-1: Resources and methods overview

HTTP
: method
Resource purpose/name REEEUEE IR ([EIEiE Feiy St or Description (service operation)
API URI)
custom
operation
Request the creation of a new
MBS Policyies Associations |/mbs-policies POST Individual MBS Policy Association
resource.
Request the retrieval of an existing
GET Individual MBS Policy Association
resource.
Individual MBS Policy o . Request the deletion of an existing
Association /mbs-policies{mbsPolicyld} DELETE [Individual MBS Policy Association
resource.
Update Request the update of an existing
(POST) MBS Policy Assaociation.
6.1.3.2 Resource: MBS Policies
6.1.3.2.1 Description

This resource represents the collection of Individual MBS Policy resources managed by the PCF.

6.1.3.2.2

Resource URI: {apiRoot}/npcf-mbspolicycontr ol/<apiVer sion>/mbs-policies

Resource Definition

This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.
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Table 6.1.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1.
6.1.3.2.3 Resource Standard Methods
6.1.3.2.3.1 POST

This method enables an NF service consumer (e.g. MB-SMF) to request the creation of an MBS Policy Association at
the PCF.

This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P [Cardinality Description Applicability

n/a

This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and
response codes specified in table 6.1.3.2.3.1-3.

Table 6.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

MbsPolicyCtxtDat M 1 Contains the parameters to request the creation of an MBS Policy
a Association.

Table 6.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

. Response o
Data type P | Cardinality codes Description
MbsPolicyData M 1 201 Created Successful case. An Individual MBS Policy resource is
successfully created.
n/a 308 Permanent Permanent Redirection. Another PCF already serves the
Redirect MBS Session.
ProblemDetails o] 0..1 400 Bad Request  |(NOTE 2)
ProblemDetails @) 0.1 403 Forbidden (NOTE 2)
VbsExtProblemb | 0.1 403 Forbidden  |(NOTE 2)
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 6.1.7.

Table 6.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Datatype | P |Cardinality Description
Contains the URI of the newly created resource, according to the
Location  |string M 1 stru_cture: . . .
{apiRoot}/npcf-mbspolicycontrol/<apiVersion>/mbs-
policies/{mbsPolicyld}

ETSI



3GPP TS 29.537 version 17.0.0 Release 17 29 ETSI TS 129 537 V17.0.0 (2022-09)

Table 6.1.3.2.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type | P [Cardinality Description
Contains the URI (i.e. "apiRoot") of the PCF currently
Location String M 1 handling the MBS Session and towards which the request

is redirected.
Contains the identifier of the PCF (service) instance
towards which the request is redirected.

String o 0.1

3gpp-Shi-Target-Nf-
Id

6.1.3.2.4 Resource Custom Operations

There are no resource custom operations defined for this resource in this release of the specification.
6.1.3.3 Resource: Individual MBS Policy

6.1.3.3.1 Description

This resource represents an Individual MBS Policy resource managed by the PCF.

6.1.3.3.2 Resource Definition
Resource URI: {apiRoot}/npcf-mbspolicycontrol/<apiVer sion>/mbs-policies/{mbsPolicyl d}

This resource shall support the resource URI variables defined in table 6.1.3.3.2-1.

Table 6.1.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1.
mbsPolicyld string Represents the unique identifier of the individual MBS Policy resource.
6.1.3.3.3 Resource Standard Methods
6.1.3.3.3.1 GET

This method enables an NF service consumer (e.g. MB-SMF) to retrieve an existing "Individual MBS Policy
Association” resource at the PCF.

This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description Applicability

n/a

This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and
response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality Ris(,)p:joensse Description
Successful case. The requested Individual MBS Policy
MbsPolicyData M 1 200 OK Association resource is successfully returned in the response
body.
307 Temporary redirection. The response shall include a Location
RedirectResponse | O 0.1 Temporary [header field containing an alternative URI of the resource
Redirect located in an alternative PCF (service) instance.
308 Permanent redirection. The response shall include a Location
RedirectResponse | O 0.1 Permanent |header field containing an alternative URI of the resource
Redirect located in an alternative PCF (service) instance.

NOTE: The mandatory HTTP error status code for the GET method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
Table 6.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
. . An alternative URI of the resource located in an alternative
Location string 1 L
PCF (service) instance.
3gpp-Shi-Target- strin o 0.1 Identifier of the target NF (service) instance towards which
Nf-1d 9 N the request is redirected

Table 6.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M 1 An alterna_tlve _URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- strin 0 0.1 Identifier of the target NF (service) instance towards which
Nf-I1d 9 ” the request is redirected
6.1.3.3.3.2 DELETE

This method enables an NF service consumer (e.g. MB-SMF) to request the deletion of an existing "Individual MBS

Policy Association”

resource at the PCF.

This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.

Table 6.1.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and

response codes specified in table 6.1.3.3.3.2-3.

Table 6.1.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a
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Table 6.1.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality R%?;:Sse Description

n/a 204 No Content [Successful response. The Individual MBS Policy resource
was successfully deleted.

RedirectRespons | O 0.1 307 Temporary |Temporary redirection. The response shall include a

e Redirect Location header field containing an alternative URI of the
resource located in an alternative PCF (service) instance.

RedirectRespons | O 0.1 308 Permanent |Permanent redirection. The response shall include a

e Redirect Location header field containing an alternative URI of the
resource located in an alternative PCF (service) instance.

ProblemDetails 6] 0.1 404 Not Found |[(NOTE 2)

NOTE 1: The mandatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 6.1.7.

Table 6.1.3.3.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description

An alternative URI of the resource located in an alternative
PCF (service) instance.

Identifier of the target NF (service) instance towards which

Location string M 1

3gpp-Shi-Target-

Nf-I1d string 0 0.1 the request is redirected
Table 6.1.3.3.3.2-5: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
. . An alternative URI of the resource located in an alternative
Location string M 1

PCF (service) instance.
Identifier of the target NF (service) instance towards which

3gpp-Shi-Target-

Nf-1d string o 0.1 the request is redirected
6.1.3.3.4 Resource Custom Operations
6.1.3.34.1 Overview
Table 6.1.3.3.4.1-1: Custom operations
Operation name Custom operaration URI Map;?;?]r(;rTP Description
Update /mbs-policies/{mbsPolicyld}/update (lIJDpOdgtTe) Egﬁ:;i\ts?sc:ﬁ%ite of an existing MBS
6.1.3.3.4.2 Operation: Update
6.1.3.34.2.1 Description

This resource custom operation enable an NF service consumer (e.g. MB-SMF) to request the update of an existing
MBS Policy Association at the PCF.

6.1.3.3.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.3.4.2.2-1 and the response data structure
and response codes specified in table 6.1.3.3.4.2.2-2.
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Table 6.1.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality

M 1

Description

Contains the parameters to request the update of the MBS Policy
Association.

MbsPolicyCtxtDataUpdate

Table 6.1.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

L Response .
Data type P | Cardinality codes Description
MbsPolicyData M 1 200 OK Succe_ssful case. The‘targeted Individual MBS Policy
Association resource is successfully updated.
307 Temporary redirection. The response shall include a Location
RedirectResponse | O 0.1 Temporary |header field containing an alternative URI of the resource
Redirect located in an alternative PCF (service) instance.
308 Permanent redirection. The response shall include a Location
RedirectResponse | O 0.1 Permanent [header field containing an alternative URI of the resource
Redirect located in an alternative PCF (service) instance.
. 400 Bad
ProblemDetails (0] 0.1 Request (NOTE 2)
. 403
ProblemDetails o 0.1 Forbidden (NOTE 2)
MbsExtProblemDet 403
ails © 01 IForbidden |NOTE?2)
. 404 Not
ProblemDetails (0] 0.1 Found (NOTE 2)

NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 6.1.7.

Table 6.1.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M 1 An alterna.tlve pRI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- strin 0 0.1 Identifier of the target NF (service) instance towards which
Nf-I1d 9 ” the request is redirected

Table 6.1.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location strin M 1 An alternative URI of the resource located in an alternative
9 PCF (service) instance.
3gpp-Shi-Target- . Identifier of the target NF (service) instance towards which
string O 0.1 : )
Nf-1d the request is redirected

6.1.4

6.1.4.1

Overview

Custom Operations without associated resources

There are no custom operations without associated resources defined for this API in this rel ease of the specification.

6.1.5

Notifications

There are no notifications defined for this API in this release of the specification.
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6.1.6 Data Model

6.1.6.1 General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Npcf_MBSPolicyControl service based interface protocol.

Table 6.1.6.1-1: Npcf_MBSPolicyControl specific Data Types

Data type Clause defined Description Applicability
Contains the reporting of MBS Policy
MbsErrorReport 6.1.6.2.10 decision level failure(s) and/or MBS PCC

rule level failure(s).

Represents the reason for the MBS Policy
MbsFailureCode 6.1.6.3.4 Decision(s) enforcement failure or the
MBS PCC rule(s) installation failure.
Represents the maximum MBS data burst

MbsMaxDataBurstVol 6.1.6.3.2
volume.
Represents the parameters constituting an
MbsPccRule 6.1.6.2.7 MBS PCC rule.
MbsPert 6.1.6.3.3 Represents_ an MBS Policy Control
Request Trigger.
Contains the parameters used to request
MbsPolicyCtxtData 6.1.6.2.2 the creation of an Individual MBS Policy
resource.

Contains the parameters to update an
existing MBS Policy Assaociation.
Contains the MBS policy data of an

MbsPolicyCtxtDataUpdate 6.1.6.2.11

MbsPolicyData 6.1.6.24 Individual MBS Policy resource.
. - Contains the parameters constituting an

MbsPolicyDecision 6.1.6.2.3 MBS Policy Decision.

MbsPccRuleStatus 6.1.6.3.5 Represents the MBS PCC rule status.
Represents the parameters constituting a

MbsQosChar 6.1.6.2.9 set of explicitly signalled QoS
Characteristics.

MbsQosDec 61628 Represents the parameters constituting an

MBS QoS Decision.

Includes the Information about the MBS
MbsReport 6.1.6.2.12 Policy Decision level failure(s) and/or the
MBS PCC rule level failure(s).

Table 6.1.6.1-2 specifies data types re-used by the Npcf_MBSPolicyControl service based interface protocol from other
specifications, including a reference to their respective specifications and when needed, a short description of their use
within the Npcf_MB SPolicyControl service based interface.
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Data type Reference Comments Applicability
5Qi 3GPP TS 29.571 [15] |Indicates the 5G QoS Identifier.
5QiPriorityLevel 3GPP TS 29.571 [15] |Indicates the 5QI Priority Level.
Arp 3GPP TS 29.571 [15] :{)rl(ij(;?%t/es the allocation and retention
AverWindow 3GPP TS 29.571 [15] |Indicates the Averaging Window.
BitRate 3GPP TS 29.571 [15] [Indicates the Bit Rate.
Dnn 3GPP TS 29.571 [15] |ldentifies a DNN.
FlowDescription 3GPP TS 29.512 [18] |Represents packet filter for an IP flow.
MbsExtProblemDetails Clause 6.2.6.4.1 Identifies the MBS related extensions to
the ProblemDetails data structure.
MbsServicelnfo 3GPP TS 29.571 [15] |Represents MBS Service Information.
MbsSessionld 3GPP TS 29.571 [15] [Represents an MBS Session Identifier.
PacketDelBudget 3GPP TS 29.571 [15] |Indicates Packet Delay Budget.
PacketErrRate 3GPP TS 29.571 [15] |Indicates Packet Error Rate.
QosResourceType 3GPP TS 29.571 [15] [Indicates the QoS resource type.
RedirectResponse 3GPP TS 29.571 [15] |Contains redirection related information.
Snssai 3GPP TS 29.571 [15] |ldentifies an S-NSSAI.
Represents the list of supported features.
SupportedFeatures 3GPP TS 29.571 [15] |It is used to negotiate the applicability of
the optional features.
Uinteger 3GPP TS 29.571 [15] |Represents an unsigned integer
6.1.6.2 Structured data types
6.1.6.2.1 Introduction
This clause defines the structures to be used in resource representations.
6.1.6.2.2 Type: MbsPolicyCtxtData
Table 6.1.6.2.2-1: Definition of type MbsPolicyCtxtData
Attribute name Data type P | Cardinality Description Applicability
mbsSessionld MbsSessionld M 1 Reprgsents the identifier of the MBS
Session.
dnn Dnn o 1 Represents the DNN of the MBS
session.
snssai Snssai o 1 Represents the S-NSSAI of the MBS
session.
. Represents the MBS Service
mbsServinfo MbsServicelnfo (0] 0.1 Information.
Contains the list of the supported
features among the ones defined in
SupportedFeatur clause 6.1.8.
suppFeat es ¢ 0.1 This attribute shall be present when
feature negotiation needs to take
place.
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Table 6.1.6.2.3-1: Definition of type MbsPolicyDecision

Attribute name Data type P | Cardinality Description Applicability

mbsPccRules map(MbsPccRule) | O 1..N A map of MBS PCC rule(s) with the
content being the MbsPccRule as
described in clause 6.1.6.2.7. The
key used in this map for each entry is
the "mbsPccRuleld" attribute of the
corresponding MbsPccRule instance.

mbsQosDecs map(MbsQosDec) | O 1..N Map of MBS QoS Decision(s). The
key used in this map for each entry is
the "mbsQosld" attribute of the
corresponding MbsQosDec instance.
(NOTE)

mbsQosChars map(MbsQosChar) | O 1..N Map of QoS characteristics for non-
standard 5Qls and non-
preconfigured 5Qls. The key of the
map is the 5QI value within the "5qi"
attribute of the corresponding
MbsQosChar instance.
(NOTE)

authMbsSessAmbr  [BitRate 0] 0.1 The Authorized MBS Session-AMBR.
The MBS Policy Control Request

mbsPcrts array(MbsPcrt) (0] 0.1 Triggers(s) that the PCF requests to
subscribe to.

NOTE: This attribute shall not be removed if it was provisioned.

6.1.6.2.4 Type: MbsPolicyData
Table 6.1.6.2.4-1: Definition of type MbsPolicyData
Attribute name Data type Cardinality Description Applicability
mbsPolicyCtxtData MbsPolicyCtxtData 1 Contains the parameters used to

request the MBS policy creation.

mbsPolicies

MbsPolicyDecision

0.1

Contains the provisioned MBS
Policy Decision containing the MBS
policies authorized by the PCF.

This attribute shall be present in
the response to a request to create
an MBS Policy Association or a
request to retrieve the properties of
an existing MBS Policy
Association, and may be present in
the response to a request to
update an existing MBS Policy
Association.

suppFeat

SupportedFeatures

0.1

Contains the list of negotiated
supported features.

This parameter shall be provided
by the PCF in the response to a
request in which the NF service
consumer provided the list of
features that it supports.
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Table 6.1.6.2.7-1: Definition of type MbsPccRule

decision type.
(NOTE 2, NOTE 3)

Attribute name Data type P | Cardinality Description Applicability
. Univocally identifies the MBS PCC
mbsPccRuleld String M L rule withiri/the related MBS session.
mbDlIpFlowInfo array(FlowDescripti | C 1..N Contains the MBSdownlink IP flow
on) packet filter(s) information.
(NOTE 3)
precedence Uinteger (0] 0.1 Determines the order in which this
MBS PCC rule is applied relative to
other MBS PCC rules within the
same MBS session. (NOTE 1)
refMbsQosDec array(string) C 1..N A reference to the MbsQosInfo policy

applies.

NOTE 1: The "precedence" attribute is used to specify the precedence of the MBS PCC rule among all MBS PCC
rules associated with the MBS session. It includes an integer value in the range of 0 to 255 (decimal). The
higher the value of the "precedence" attribute, the lower the precedence of the MBS PCC rule to which it

NOTE 2: Arrays are only introduced for future compatibility. In this release of the specification the maximum number
of elements in the array is 1.

NOTE 3: This attribute shall be present in the response to an MBS Policy Association Creation request and may be
present in the response to an MBS Policy Association Update request.
6.1.6.2.8 Type: MbsQosDec

Table 6.1.6.2.8-1: Definition of type MbsQosDec

Attribute name

Data type

Cardinality

Description

Applicability

mbsQosld

string

1

Univocally identifies the MBS QoS
Decision within the relatedMBS
session.

5qi

5Qi

0.1

Identifier for the authorized QoS
parameters for the MBS service data
flow.

(NOTE 2)

priorityLevel

5QiPriorityLevel

@]

Indicates a priority in scheduling
resources among MBS QoS flows.

(NOTE 1)

mbrDI

BitRate

Indicates the maximum bandwidth in
downlink.

gbrDI

BitRate

Indicates the guaranteed bandwidth
in downlink.

arp

Arp

Indicates the allocation and retention
priority.

averWindow

AverWindow

o ol ol ©o

Represents the duration over which
the guaranteed and maximum
bitrates shall be calculated.

(NOTE 1)

mbsMaxDataBurstVo
I

MbsMaxDataBurst

Vol

0.1

Denotes the largest amount of data
that is required to be transferred
within a period. (NOTE 1)

NOTE 2:

NOTE 1: This attribute is applicable only when a value different from the standardized 5QI values defined in
table 5.7.4-1 3GPP TS 23.501 [2], is provided.
When the provided 5QI value is a dynamically assigned 5QI (i.e. from the non-standardized and non-

preconfigured value range), the corresponding QoS parameters (e.g. Packet Delay Budget, Packet Error
Rate, etc.) are provided in the corresponding MbsQosChar data structure.
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Table 6.1.6.2.9-1: Definition of type MbsQosChar

Attribute name Data type P | Cardinality Description Applicability
5qi 5Qi M 1 Represents the identifier of the set of
non-standardized and non-
preconfigured MBS QoS parameters
for an MBS service data flow.
resourceType QosResourceType | M 1 Indicates whether the MBS QoS
resource type is GBR, delay critical
GBR or non-GBR.
priorityLevel 5QiPriorityLevel M 1 Indicates the 5QI Priority Level,
within a range of 1 to 127 and
encoded as an unsigned integer.
packetDelayBudget |PacketDelBudget M 1 Indicates the packet delay budget,
expressed in milliseconds and
encoded as an unsigned integer.
packetErrorRate PacketErrRate M 1 Indicates the packet error rate,
encoded as a string.
Examples:
- A Packer Error Rate of 4x10
6 shall be encoded as "4E-6".
- A Packer Error Rate of 102
shall be encoded as"1E-2".
averWindow AverWindow C 0.1 Indicates the averaging window.
This attribute shall be present only
for a GBR QoS flow or a Delay
Critical GBR QoS flow.
mbsMaxDataBurstVo [MbsMaxDataBurst | M 1 Indicates the maximum data burst
| Vol volume, encoded as an unsigned
integer.
6.1.6.2.10 Type: MbsErrorReport
Table 6.1.6.2.11-1: Definition of type MbsErrorReport
Attribute name Data type P [Cardinality Description Applicability
Contains the reporting of MBS Policy
mbsReports array(MbsReport) (O |1..N decision level failure(s) and/or MBS
PCC rule level failure(s).
6.1.6.2.11 Type: MbsPolicyCtxtDataUpdate
Table 6.1.6.2.11-1: Definition of type MbsPolicyCtxtDataUpdate
Attribute name Data type P [ Cardinality Description Applicability
mbsServinfo MbsServicelnfo 0.1 Represe.nts the updated MBS Service
Information.
Represents the list of MBS Polic
mbsPcrts array(MbsPcrt) o LN Coﬁtrol Request Triggers that arg met.
Contains the reporting of MBS Policy
mbsErrorReport MbsErrorReport (0] 0.1 decision level failure(s) and/or MBS PCC
rule level failure(s).
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Table 6.1.6.2.12-1: Definition of type MbsReport

Attribute name

Data type

P

Cardinality

Description

Applicability

mbsPccRulelds

array(string)

1.N

(NOTE)

Contains the identifier(s) of the
affected MBS PCC rule(s).

This attribute shall be present if the
reported failure is related to the MBS
PCC rule(s) installation.

mbsPccRuleStatus

MbsPccRuleStatus

0.1

present.

Indicates the status of the MBS PCC
rule(s) identified by the
"mbsPccRulelds" attribute.

This attribute shall be present only if
the "mbsPccRulelds"” attribute is

failureCode

MbsFailureCode

(NOTE)

Indicates the reason of the failure of
the MBS Policy Decision or the MBS
PCC rule(s) identified by the

0.1 "mbsPccRulelds" attribute.

This attribute shall be present when
available.

NOTE:

If the reported failure is due to MBS Policy Decision failure, then the "mbsPccRulelds" attribute shall not be
present and the "failureCode" attribute indicates the appropriate failure cause illustrating the MBS Policy
Decision failure that occurred.

6.1.6.3

6.1.6.3.1

Introduction

Simple data types and enumerations

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.

6.1.6.3.2

Simple data types

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

Type Name Type Definition Description Applicability
MbsMaxDataBur Represents_ MBS Maximum Data Burst Volume,
stVol Integer exp_ressed in Bytes_.
Minimum = 1. Maximum = 2000000.
6.1.6.3.3 Enumeration: MbsPcrt

The enumeration MbsPcrt represents the MBS Policy Control Request Triggers. It shall comply with the provisions
defined in table 6.1.6.3.3-1.

Table 6.1.6.3.3-1: Enumeration MbsPcrt

Enumeration value

Description

Applicability

MBS_SESSION_UPDATE

Indicates the MBS Session Update policy control request trigger.

This MBS Policy Control Request Trigger is implicitly subscribed by
the PCF, i.e. pre-configured at the NF service consumer (MB-SMF).
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Enumeration: MbsFailureCode

The enumeration MbsFailureCode represents the reason behind the MBS Policy Decision failure. It shall comply with

the provisions of table 6.1.6.3.4-1.

Table 6.1.6.3.4-1: Enumeration MbsFailureCode

Enumeration value

Description

Applicability

NF_MALFUNCTION

Indicates that the MBS PCC rule could not
be successfully installed due to MB-
SMF/MB-UPF malfunction.

NF_RESOURCES_UNAVAILABLE

Indicates that the MBS PCC rule could not
be successfully installed due to resources
unavailable at MB-SMF/MB-UPF.

RESOURCE_ALLOCATION_FAILURE

Indicates that the MBS PCC rule could not
be successfully installed or maintained
since the associated MBS QoS flow
establishment/modification failed or the
associated MBS QoS flow was released.

MBS_QOS_VALIDATION FAILURE

Indicate that MBS QoS validation has failed.

NO_MBS_QOS_FLOW

Indicates that there is no MBS QoS flow to
which the MB-SMF can bind the MBS PCC
rule(s).

MBS_QOS_DECISION_ERROR

Indicates failure in the provisioning of MBS
QoS Decision data.

MBS_POLICY_PARAM_ERROR

Indicates that the information related to the
provisioned MBS policy parameter(s) is
incorrect, incomplete or inconsistent.

6.1.6.3.5

Enumeration: MbsPccRuleStatus

The enumeration MbsPccRuleStatus represents the MBS PCC rule status. It shall comply with the provisions of

table 6.1.6.3.5-1.

Table 6.1.6.3.5-1: Enumeration MbsPccRuleStatus

Enumeration value Description Applicability
ACTIVE Indicates that the MBS PCC rule(s) are successfully installed.
INACTIVE Indicates that the MBS PCC rule(s) are removed.
6.1.6.4 Data types describing alternative data types or combinations of data types

There are no data types describing alternative data types or combinations of data types defined for this API in this

release of the specification.

6.1.6.5 Binary data

6.1.6.5.1 Binary Data Types

Table 6.1.6.5.1-1: Binary Data Types

Name

Clause
defined

Content type
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6.1.7 Error Handling

6.1.7.1 General

For the Npcf_MBSPolicyControl API, HTTP error responses shall be supported as specified in clause 4.8 of

3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be
supported for an HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP
method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].

In addition, the requirements in the following clauses are applicable for the Npcf_MBSPolicyControl API.

6.1.7.2 Protocol Errors

No specific procedures for the Npcf_MBSPolicyControl service are specified.

6.1.7.3 Application Errors

The application errors defined for the Npcf_MBSPolicyControl service are listed in Table 6.1.7.3-1.

Table 6.1.7.3-1: Application errors

. HTTP status o
Application Error e Description
The HTTP request is rejected because the provided
INVALID MBS SERVICE INEO 400 Bad MBS Serwc_e Informatlo_n is |r_1v_aI|d (e.g. invalid QoS
- - - Request reference), incorrect or insufficient for the PCF to
perform MBS policy authorization.
The HTTP request is rejected because the MBS IP
400 Bad flow(s) description provided within the MBS Service
FILTER_RESTRICTIONS_NOT_RESPECTED Request Information cannot be handled due to the restrictions
q defined in clause 5.3.8 of 3GPP TS 29.214 [19] not
being respected.
The HTTP request is rejected because the provided
ERROR INPUT PARAMETERS 400 Bad se_t o_f input parame_ters are _mcomplete, erroneous or
- - Request missing necessary information for the PCF to perform
MBS policy control.
403 The HTTP request is rejected because the provided
MBS_SERVICE_INFO_NOT_AUTHORIZED . MBS Service Information not authorized for the PCF
Forbidden . .
to perform MBS policy authorization.
403 The HTTP request is rejected because the PCF does
MBS_POLICY_CONTEXT_DENIED . not accept the NF service consumer request due to
Forbidden o ] L
operator policies and/or local configuration.
MBS_POLICY_ASSOCIATION_NOT_FOUND |404 Not The HTTP request is rejected because the targeted
Found MBS Policy Association does not exist at the PCF.

6.1.8 Feature negotiation

The optional featuresin table 6.1.8-1 are defined for the Npcf_MBSPolicyControl API. They shall be negotiated using
the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].

Table 6.1.8-1: Supported Features

Feature number Feature Name Description

6.1.9 Security
Asindicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Npcf_MBSPolicyControl API may be

authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the " Client
Credentials’ authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
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If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Npcf_MBSPolicyControl API,
shall obtain a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPP TS 29.510[10Q], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF
that the NF Service Consumer used for discovering the Npcf_MBSPolicyControl service.

The Npcf_MBSPolicyControl API defines a single scope " npcf-mbspolicycontrol” for the entire service, and it does not
define any additional scopes at resource or operation level.

6.2 Npcf MBSPolicyAuthorization Service API

6.2.1 Introduction

The Npcf_MBSPolicyAuthorization shall use the Npcf_MBSPolicyAuthorization API.
The APl URI of the Npcf_MBSPolicyAuthorization API shall be:
{apiRoot}/<apiName>/<apiVersion>

The request URIs used in HT TP requests from the NF service consumer towards the NF service producer shall have the
Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUriPart>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "npcf-mbspolicyauth”.

The <apiVersion> shall be"v1".

The <api SpecificResourceUriPart> shall be set as described in clause 6.2.3.
6.2.2 Usage of HTTP

6.2.2.1 General
HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

The OpenAPI [6] specification of HTTP messages and content bodies for the Npcf_MBSPolicyAuthorization APl is
contained in Annex A.2.

6.2.2.2 HTTP standard headers

6.2.2.2.1 General

See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HT TP standard headers.

6.2.2.2.2 Content type

JSON, IETF RFC 8259 [12], shall be used as content type of the HTTP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type
"application/json”.

"Problem Details' JSON object shall be used to indicate additional details of the error in aHTTP response body and
shall be signalled by the content type " application/problenm+json”, as defined in IETF RFC 7807 [13].
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6.2.2.3 HTTP custom headers

The mandatory HT TP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and
the optional HT TP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.

6.2.3 Resources

6.2.3.1 Overview

This clause describes the structure of the resource URIs and the resources and methods used for the
Npcf_MBSPolicyAuthorization service.

Figure 6.2.3.1-1 depicts the resource URIs structure for the Npcf_MBSPolicyAuthorization API.

{apiRoot}/npcf-mbspolicyauth/<apiVersion>

/contexts

{contextld}

Figure 6.2.3.1-1: Resource URI structure of the Npcf_MBSPolicyAuthorization API
Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.2.3.1-1: Resources and methods overview

HTTP
: method
Resource purpose/name RESCIITES LA (rﬂ?{tllve IR RS AP or Description (service operation)
) custom
operation
MBS Application Session Jcontexts POST Create a new MBS Application
Contexts Session Context.
Retrieve an existing Individual MBS
GET Application Session Context
resource.
Individual MBS Modify an existing Individual MBS
Application Session /contexts/{contextld} PATCH Application Session Context
Context resource.
Delete an existing Individual MBS
DELETE |Application Session Context
resource.

6.2.3.2 Resource: MBS Application Session Contexts

6.2.3.2.1 Description

This resource represents the collection of Individua MBS Application Session Context resources managed by the PCF.
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Resource URI: {apiRoot}/npcf-mbspolicyauth/<apiVer sion>/contexts

This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1.
6.2.3.2.3 Resource Standard Methods
6.2.3.2.3.1 POST

This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type P

Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and
response codes specified in table 6.2.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type

P | Cardinality

Description

MbsAppSessionC
txt

1

Contains the

parameters to create an MBS Application Session Context for

MBS policy authorization.

Table 6.2.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality Rei:sopdoer;se Description
Successful case. An Individual MBS Application Session
Context resource is successfully created and a representation
MbsAppSessionC M 1 201 of the created resource is returnedin the response body.
txt Created
A Location header field containing the URI of the created
resource is also included.
ProblemDetails 0] 0.1 éOO Bad (NOTE 2)
equest
MbsExtProblemD 403
etails © 0-1  Irorbidden  |NOTE2)

NOTE 1: The mandatory HTTP error status code for the HTTP POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 6.2.7.

Table 6.2.3.2.3.1-4: Headers supported by the POST method on this resource

Name Data type | P |Cardinality Description
Contains the URI of the newly created resource, according to the
Location |string M 1 structure: {apiRoot}/npcf-mbspolicyauth/<apiVersion>/
contexts/{contextld}
6.2.3.2.4 Resource Custom Operations

There are no resource custom operations defined under this resource in this release of the specification.
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6.2.3.3 Resource: Individual MBS Application Session Context

6.2.3.3.1 Description

This resource represents an Individual MBS Application Session Context resource managed by the PCF.

6.2.3.3.2 Resource Definition
Resource URI: {apiRoot}/npcf-mbspolicyauth/<apiV er sion>/contexts/{ contextl d}
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.

Table 6.2.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1.
contextld string Represents the unique identifier of the Individual MBS Application Session
Context resource.

6.2.3.3.3 Resource Standard Methods

6.2.3.3.3.1 GET
This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description Applicability

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and
response codes specified in table 6.2.3.3.3.1-3.

Table 6.2.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality Risé)%oer;se Description
MbsAppSessionCixt | M 1 200 OK Succgssful case. The requ_ested Individual MBS Application
Session Context resource is successfully returned.

307 Temporary redirection. The response shall include a Location

RedirectResponse (0] 0.1 Temporary [header field containing an alternative URI of the resource
Redirect located in an alternative PCF (service) instance.
308 Permanent redirection. The response shall include a Location

RedirectResponse (0] 0.1 Permanent |header field containing an alternative URI of the resource
Redirect located in an alternative PCF (service) instance.

NOTE: The mandatory HTTP error status code for the HTTP GET method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.
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Table 6.2.3.3.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description

An alternative URI of the resource located in an alternative
PCF (service) instance.

Identifier of the target NF (service) instance towards which

Location string M 1

3gpp-Shi-Target-

Nf-I1d string O 0.1 the request is redirected.
Table 6.2.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
Name Data type P |Cardinality Description
. . An alternative URI of the resource located in an alternative
Location string M 1

PCF (service) instance.
Identifier of the target NF (service) instance towards which
the request is redirected.

3gpp-Shi-Target-
Nf-1d

string 0] 0.1

6.2.3.3.3.2 PATCH
This method shall support the URI query parameters specified in table 6.2.3.3.3.2-1.

Table 6.2.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description Applicability

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and
response codes specified in table 6.2.3.3.3.2-3.

Table 6.2.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
MbsAppSessionC M 1 Contains the parameters to request the modification of an existing Individual
txtPatch MBS Application Session Context resource.

Table 6.2.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P |Cardinality Rei:sopdoer;se Description
Successful case. The correspondingindividual MBS
. Application Session Context resource is successfull
MbsAppSessionCtxt M 1 200 OK m%%ified and a representation of the updated resour)::e is
returned in the response body.
Successful case. The correspondingindividual MBS
n/a 204 No Content Appl_i(?ation Session Cont_ext resource is successfully
modified and no content is returned in the response
body.
Temporary redirection. The response shall include a
RedirectResponse o 0.1 307 Temporary Location header field.containing an alternative URI of
Redirect the resource located in an alternative PCF (service)
instance.
Permanent redirection. The response shall include a
. 308 Permanent |Location header field containing an alternative URI of
RedirectResponse o 0.1 Redirect the resource located in an alter?\ative PCF (service)
instance.
. 400 Bad
ProblemDetails o 0.1 Request (NOTE 2)
MbsExtProblemDetails | O 0.1 403 Forbidden (NOTE 2)
NOTE 1: The mandatory HTTP error status code for the HTTP PATCH method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 6.2.7.
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Table 6.2.3.3.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M 1 An alterna_tlve _URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- strin 0 0.1 Identifier of the target NF (service) instance towards which
Nf-I1d 9 " the request is redirected.

Table 6.2.3.3.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location strin M 1 An alternative URI of the resource located in an alternative
9 PCF (service) instance.
3gpp-Shi-Target- . Identifier of the target NF (service) instance towards which
string O 0.1 : )
Nf-1d the request is redirected.
6.2.3.3.3.3 DELETE

This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.

Table 6.2.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P | Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and

response codes specified in table 6.2.3.3.3.3-3.

Table 6.2.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a
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Table 6.2.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource

- Response o
Data type P [Cardinality codes Description

Successful case. The correspondinglindividual MBS

n/a 204 No Content  [Application Session Context resource is successfully
deleted.
Temporary redirection. The response shall include a

: 307 Temporary . N L .

RedirectResponse (0] 0.1 Redirect Location header field containing an alternative URI of the
resource located in an alternative PCF (service) instance.
Permanent redirection. The response shall include a

RedirectResponse (0] 0.1 308 permanent Location header field containing an alternative URI of the

Redirect ; ; NG

resource located in an alternative PCF (service) instance.

NOTE:

The mandatory HTTP error status code for the HTTP DELETE method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

Table 6.2.3.3.3.3-4: Headers supported by the 307 Response Code on this resource

Name

Data type

P |Cardinality

Description

Location

string

1

An alternative URI of the resource located in an alternative
PCF (service) instance.

3gpp-Shi-Target-
Nf-1d

string

@) 0.1

Identifier of the target NF (service) instance towards which

the request is redirected.
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Table 6.2.3.3.3.3-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M 1 An alterna_tlve _URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- strin 0 0.1 Identifier of the target NF (service) instance towards which
Nf-I1d 9 " the request is redirected.

6.2.3.3.4

Resource Custom Operations

There are no resource custom operations defined under this resource in this release of the specification.

6.2.4 Custom Operations without associated resources

There are no custom operations without associated resources defined for this API in this rel ease of the specification.

6.2.5 Notifications

There are no notifications defined for this API in this release of the specification.

6.2.6 Data Model

6.2.6.1 General

This clause specifies the application data model supported by the API.

Table 6.2.6.1-1 specifies the data types defined for the Npcf_MB SPolicyA uthorization service based interface protocol.

Table 6.2.6.1-1: Npcf_MBSPolicyControl specific Data Types

Data type Clause defined Description Applicability
AcceptableMbsServinfo 6.2.6.2.4 S;:?én:cT:p'l[\ggsbyS;rgi(I;ecllgformation that
bsExprobemetas | 62641 | el he MBS reted exteneons
MbsAppSessionCtxt 6.2.6.2.2 iSSIriizgcn):]Séljeesspiigagc?;?erit?f an MBS
MbsappSessionCiPateh | 62623 | el ST TICl o Session Context

Table 6.2.6.1-2 specifies data types re-used by the Npcf_MBSPolicyControl service based interface protocol from other
specifications, including a reference to their respective specifications and when needed, a short description of their use
within the Npcf_MBSPolicyControl service based interface.
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Data type Reference Comments Applicability
BitRate 3GPP TS 29.571 [15] [Represents a bit rate.
Dnn 3GPP TS 29.571 [15] [Identifies a DNN.
MbsMediaComp 3GPP TS 29.571 [15] [Represents an MBS Media Component.
MbsServicelnfo 3GPP TS 29.571 [15] |Represents MBS Service Information
MbsSessionld 3GPP TS 29.571 [15] |Represents an MBS Session Identifier.
. Contains error related additional
ProblemDetails 3GPP TS 29.571 [15] information.
RedirectResponse |3GPP TS 29.571 [15] |Contains redirection related information.
Snssai 3GPP TS 29.571 [15] |Identifies an S-NSSAI.
Represents the list of supported features. It
SupportedFeatures |3GPP TS 29.571 [15] [is used to negotiate the applicability of the
optional features.
6.2.6.2 Structured data types
6.2.6.2.1 Introduction
This clause defines the structures to be used in resource representations.
6.2.6.2.2 Type: MbsAppSessionCtxt
Table 6.2.6.2.2-1: Definition of type MbsAppSessionCtxt
Attribute name Data type P [Cardinality Description Applicability
mbsSessionld MbsSessionld M 1 Represents the identifier of the
correspondingMBS Session.
Represents the MBS Service
Information.
mbsServinfo MbsServicelnfo | C 1
This attribute shall be provided, if
available.
dnn Dnn o 0.1 Repr.esents the DNN of the MBS
session.
snssai Snssai 0 0.1 Represents the S-NSSAI of the MBS
session.
Indicates whether the PCF shall be
contacted or not, i.e.:
- "true" means that the PCF
shall be contacted; and
- "false" means that the PCF
shall not be contacted.
contactPciind boolean 0 0.1 When this attribute is not present, the
default value is "false".
This attribute may only be present in
the response to an MBS Application
Session Context update request.
Contains the list of the supported
features (among the ones defined in
clause 6.2.8).
suppFeat rSeuspportedFeatu c 0.1
This parameter shall be provided if
feature negotiation needs to take
place.
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6.2.6.2.3 Type: MbsAppSessionCtxtPatch

Table 6.2.6.2.3-1: Definition of type MbsAppSessionCtxtPatch

Attribute name Data type P | Cardinality Description Applicability
mbsServinfo MbsServicelnfo | O 0.1 Represent_s the updatgd
MBS Service Information.

6.2.6.2.4 Type: AcceptableMbsServinfo

Table 6.2.6.2.4-1: Definition of type AcceptableMbsServReq

Attribute name Data type P | Cardinality Description Applicability
Contains the maximum acceptable
bandwidth per media component that can
be accepted and authorized by the PCF.

Each map entry encoded using the
MbsMediaCom data structure shall only
include the "mbsMedCompNum" attribute
and the "maxRegMbsBwDI" attribute

C 1.N indicating the maximum acceptable
bandwidth.

map(MbsMediaC

accMbsServinfo omp)

The key of the map is the "medCompN"
attribute of the corresponding
MbsMediaCom data structure provided as
a map entry.

(NOTE)
Contains the maximum acceptable
bandwidth.

accMaxMbsBw BitRate C 0..1

(NOTE)

NOTE:  When the acceptable MBS bandwidth is per MBS media component, only the "accMbsServinfo" attribute
shall be present. When the acceptable MBS bandwidth applies to all the MBS media components, only the
"accMaxMbsBw" attribute shall be present.

6.2.6.3 Simple data types and enumerations

6.2.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses.

6.2.6.3.2 Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

Type Name Type Definition Description Applicability
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6.2.6.4 Data types describing alternative data types or combinations of data types

6.2.6.4.1 Type: MbsExtProblemDetails

Table 6.2.6.4.1-1: Definition of type MbsExtProblemDetails as a list of to be combined data types">

Data type Cardinality Description Applicability

ProblemDetails 1 Contains the details of the encountered
problem, as defined in 3GPP TS 29.571 [15].

Contains the MBS Service Information that

AcceptableMbsServinfo 0.1 can be accepted by the PCF
6.2.6.5 Binary data
6.2.6.5.1 Binary Data Types

Table 6.2.6.5.1-1: Binary Data Types

Clause
Name defined Content type

6.2.7 Error Handling

6.2.7.1 General

For the Npcf_MBSPolicyAuthorization API, HTTP error responses shall be supported as specified in clause 4.8 of
3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be
supported for an HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP
method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].

In addition, the requirements in the following clauses are applicable for the Npcf_MBSPolicyAuthorization API.

6.2.7.2 Protocol Errors

No specific procedures for the Npcf_M BSPolicyAuthorization service are specified.

6.2.7.3 Application Errors

The application errors defined for the Npcf_MBSPolicyAuthorization service are listed in table 6.2.7.3-1.

Table 6.2.7.3-1: Application errors

HTTP status

Application Error code

Description

The provided MBS Service Information is
invalid (e.g. invalid QoS reference),
incorrect or insufficient for the PCF to
perform MBS policy authorization.

The MBS IP flow(s) description provided
within the MBS Service Information cannot
FILTER_RESTRICTIONS_NOT_RESPECTED 400 Bad Request |be handled due to the restrictions defined
in clause 5.3.8 of 3GPP TS 29.214 [19]
not being respected.

The provided MBS Service Information is
rejected.

The targeted Individual MBS Application
Session Context does not exist.

INVALID_MBS_SERVICE_INFO 400 Bad Request

MBS_SERVICE_INFO_NOT_AUTHORIZED 403 Forbidden

MBS_SESSION_POL_AUTH_CTXT_NOT_FOUND (404 Not Found
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6.2.8 Feature negotiation

The optional featuresin table 6.2.8-1 are defined for the Npcf_MBSPolicyAuthorization API. They shall be negotiated
using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].

Table 6.2.8-1: Supported Features

Feature number Feature Name Description

6.2.9 Security

Asindicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Npcf_MBSPolicyAuthorization API
may be authorized by means of the OAuth2 protocol (see |IETF RFC 6749 [9]), based on local configuration, using the
"Client Credentials' authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization
server.

If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Npcf_MBSPolicyAuthorization
API, shall obtain a"token™ from the authorization server, by invoking the Access Token Request service, as described
in 3GPP TS 29.510[10], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF Service Consumer used for discovering the Npcf_MBSPolicyAuthorization service.

The Npcf_MBSPolicyAuthorization API defines a single scope " npcf-mbspolicyauth” for the entire service, and it does
not define any additional scopes at resource or operation level.
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Annex A (normative):
OpenAPI specification

Al General

This Annex specifies the formal definition of the API(s) defined in the present specification. It consists of OpenAPI
specificationsin YAML format.

This Annex takes precedence when being discrepant to other parts of the specification with respect to the encoding of
information elements and methods within the API(s).

NOTE 1: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on a
Git-based repository that uses the GitLab software version control system (see 3GPP TS 29.501 [5] clause 5.3.1 and
3GPP TR 21.900 [7] clause 5B).

A.2  Npcf _MBSPolicyControl API

openapi: 3.0.0
i nfo:
title: Npcf_MBSPolicyControl API
version: 1.0.0
description: |
MBS Policy Control Service
© 2022, 3GPP Organi zational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA TTO).
Al rights reserved.

ext er nal Docs:
description: >
3GPP TS 29.537 V17.0.0; 5G System Milticast/Broadcast Policy Control Services.
url: "https://ww. 3gpp. org/ftp/ Specs/archivel/ 29_series/29.537/"'

security:
- {1}

- OAuth2dientCredential s:
- npcf-nmbspolicycontrol

servers:
- url: '{api Root}/npcf-nbspolicycontrol/vl'
vari abl es:
api Root :
defaul t: https://exanple.com
description: api Root as defined in clause 4.4 of 3GPP TS 29.501.

pat hs:
/ nbs-policies:
post:

summary: Request the creation of a new MBS Policy Association.

operationld: CreateMBSPolicy

tags:
- MBS Policy Associations (Collection)

r equest Body:
required: true

content:
application/json:
schema:
$ref: '#/ conponents/schemas/ MysPol i cyCt xt Dat a'
responses:
'201":

description: >
Created. An Individual MBS Policy resource is successfully created.
content:
application/json:
schema:
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$ref: '#/ conponents/schemas/ MsPol i cyDeci si on'
headers:
Locati on:

description: >
Contains the URI of the newy created Individual MBS Policy Association resource.

required: true

schena:
type: string

' 400

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401"
' 403’

description: Forbi dden.

content:

appl i cati on/ pr obl em+j son:
schema:
$ref:
' TS29537_Npcf _MBSPol i cyAut hori zati on. yan #/ conponent s/ schemas/ MosExt Probl enDet ai | s’

' 404’

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 404"
'411

$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 411"
'413'

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413"
'415'

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 415’
' 429’

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
'503":

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 503’
defaul t:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t'

/ mbs-pol i ci es/ {nbsPolicyld}:
par anmet ers
- nane: nbsPolicyld

in: path

description: >
Contains the identifier of the concerned |Individual MBS Policy Association

required: true

schena:
type: string

get:

sunmary: Read an | ndividual MBS Policy.
operationld: GetlndMBSPolicy
tags:

- Individual MBS Policy Association (Docunent)
responses:

' 200

description: >
OK. The requested | ndividual MBS Policy Association resource is successfully returned.

content:
application/json:
schema:
' . $ref: ' #/ conponents/schenas/ MosPol i cyDat a'
' 3gr7ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307"
' 3g§ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 400°
' 4grlef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 401’
' 4g§ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 403’
' 4g?ef ;" TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 404’
' 4g?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 406’
' 4§?ef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429’
' Egzef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 500'
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$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 503’
defaul t:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t'

del et e:
sunmary: Del etes an existing Individual MBS Policy resource.
operationld: Del etel ndvMBSPolicy
tags:
- I'ndividual MBS Policy Association (Docunent)
par amet ers:
- nane: nbsPolicyld
in: path
description: >
Contains the identifier of the concerned |ndividual MBS Policy Association.
required: true
schena:
type: string
responses:
'204":
description: >
No Content. The concerned Individual MBS Policy Association resource is successfully

del et ed.

'307":

' $r ef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307'
' 3g§ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 308"
' 4g(rjef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 400'
' 4grlef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4gfef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 403’
' 4g?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4g?ef : " TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 406’
' 4§?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 500'
dsl;g?e:.‘ : ' TS29571_ConmonDat a. yanl #/ conponent s/ r esponses/ 503’

efaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
/ nmbs- pol i ci es/ {nbsPol i cyl d}/ updat e:
post :
summary: Request the update of an existing MBS Policy Association.
operationld: Updatel ndvBSPol i cy

t ags:

- Individual MBS PAicy Association (Docunent)
par anet er s:

- nane: nbsPolicyld

in: path
description: >
Contains the identifier of the concerned I|ndividual MBS Policy Association
required: true
schema
type: string
request Body:
required: true

content:
application/json:
schema:
$ref: ' #/ component s/ schemas/ MosPol i cyCt xt Dat aUpdat e’
responses:
' 200" :

description: >
OK. The targeted Individual MBS Policy Association resource is successfully updated.

content:
application/json:
schema:
$ref: ' #/ conponents/schenmas/ MosPol i cyDat a'

' 307" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 308’
' 400" :

$r e]; . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 400’
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"401":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

description: Forbidden.

content:

appl i cati on/ pr obl em+j son:
schena:
$ref:
' TS29537_Npcf _MBSPol i cyAut hori zat i on. yam #/ conponent s/ schemas/ MosExt Probl emDet ai | s'

' 404" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 404’
'411":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411"
'413":

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 413"
'415' :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 500
' 503" :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 503’
defaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

conponents:
securitySchenes:
oAut h2Cl i ent Credenti al s:
type: oaut h2
flows:
clientCredentials:
tokenUrl: '{nrfApi Root}/ oaut h2/token'
scopes:
npcf - mbspol i cycontrol : Access to the Npcf_MBSPol i cyControl AP

schemas:
MosPol i cyCt xt Dat a:
description: >
Contains the paraneters used to request the creation of an MBS Policy
Associ at i on.

type: object
properties:
nbsSessi onl d:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ MosSessi onl d'
dnn:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Dnn'
snssai :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Snssai '
nbsSer vl nf o:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ MosSer vi cel nf o'
notificationUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
required:
- nbsSessionl d

MosPol i cyDat a:
description: >
Contains the MBS policy data provisioned as part of an MBS Policy Association.
type: object
properties:
nmbsPol i cyCt xt Dat a:
$ref: '#/ conponents/schemas/ MsPol i cyCt xt Dat a'
nmbsPol i ci es:
$ref: ' #/ conponent s/ schemas/ MosPol i cyDeci si on'
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
required:
- nbsPol i cyCt xt Dat a

MosPol i cyDeci si on:
description: >
Represents the paraneters constituting an MBS Policy Deci sion.
type: object
properties:
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nmbsPccRul es:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schemas/ MosPccRul e'
m nProperties: 1
description: >
A map of MBS PCC rule(s) with each nap entry containing the MosPccRul e data structure.
The key of the map for each entry is the nmbsPccRuleld attribute of the correspondi ng
MosPccRul e data structure.
nul | abl e: true
mbsQosDecs:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ MosQosDec’
m nProperties: 1
description: >
A map of MBS QoS Decision(s) with each map entry containing the MsQosDecdata data
structure. The key of the map for each entry is the nbsQosld attribute of the
correspondi ng
to the MbsQosDec data structure.
nmbsQosChars:
type: object
addi ti onal Properties:
$ref: ' #/ component s/ schemas/ MosQosChar'
m nProperties: 1
description: >
A map of MBS QoS Characteristics set(s) with each map entry containi ng the MdsQosChar
data
structure. The key of the map for each entry is the 5Q attribute of the
correspondi ng MosQosDec data structure.
aut hMosSessAnbr :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
nbsPcrts:
type: array
itens:
$ref: ' #/ conponents/schemas/ MosPcrt'
mnltems: 1
nul | abl e: true

MosPccRul e:
description: Represents the paranmeters constituting an MBS PCC rul e.
type: object
properties:
nbsPccRul el d:
type: string
nbsDl | pFl ow nf o:
type: array
items:
$ref: 'TS29512_Npcf_SMPol i cyControl . yanl #/ conponent s/ schemas/ Fl owDescri pti on'
mnltens: 1
precedence:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
r ef MosQosDec:
type: array
items:
type: string
mnltems: 1
maxltems: 1
required:
- nbsPccRul el d

MsQosDec:
description: Represents the paranmeters constituting an MBS QoS Deci si on.
type: object
properties:
mbsQosl d:
type: string
5qi:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ 5Q '
prioritylLevel:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schemas/ 5Q PrioritylLevel'

nbr Dl :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
gbrD :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
arp:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Ar p'
aver W ndow:
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$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schenmas/ Aver W ndow
nbsMaxDat aBur st Vol :
$ref: '#/ conponents/schemas/ MosMaxDat aBur st Vol '
required:
- nbsQosld

MosQosChar :
description: Represents the paranmeters constituting a set of explicitly signalled QS
characteristics.

type: object
properties:
5qi :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ 5Q '
priorityLevel:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ 5Q PriorityLevel'
resour ceType:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ QosResour ceType'
packet Del ayBudget :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Packet Del Budget '
packet Err or Rat e:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Packet Er r Rat e’
aver W ndow:

$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Aver W ndow
nbsMaxDat aBur st Vol :

$ref: '#/ conponents/schenas/ MosMaxDat aBur st Vol '

required:

- 5qi
- resourceType
- prioritylLevel
- packet Del ayBudget
- packetErrorRate
- nmbsMaxDat aBur st Vol

MosMaxDat aBur st Vol :
type: integer
mnimum 1
maxi mum 2000000
description: Represents MBS Maxi mum Data Burst Vol ume, expressed in Bytes.

MosPol i cyCt xt Dat aUpdat e:
description: >
Contains the paraneters to request the nodification of an existing MBS Policy Association.

type: object
properties:
nmbsSer vl nf o:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenmas/ MosSer vi cel nf o'
nbsPcrts:
type: array
items:

$ref: ' #/ components/schemas/ MosPcrt'
mnltenms: 1
nbsError Report:
$ref: '#/ conponents/schenas/ MosError Report'

MosEr ror Report :
description: >
Represents the reporting of MBS Policy decision |level failure(s) and/or MBS PCC rul e | evel
failure(s).
type: object
properties:
mbsReports:
type: array
itens:
$ref: ' #/ component s/ schemas/ MosReport'
mnltems: 1

MosReport :
description: >
Cont ai ns i nformati on about the MBS Policy Decision |level failure(s) and/or the MBS PCC
rule level failure(s).
type: object
properties:
nmbsPccRul el ds:
type: array
itemns:
type: string
mnltems: 1
nmbsPccRul eSt at us:

ETSI



3GPP TS 29.537 version 17.0.0 Release 17 58 ETSI TS 129 537 V17.0.0 (2022-09)

$ref: ' #/ conponent s/ schemas/ MosPccRul eSt at us'
fail ureCode:
$ref: '#/ conponents/schenas/ MsFai | ur eCode'

# ENUMS:

MosPcrt :
anyCf :
- type: string
enum
- MBS_SESSI ON_UPDATE
- type: string
description: >
Represents MBS Policy Control Request Triggers.
description: |
Possi bl e val ues are
- MBS_SESSI ON_UPDATE: | ndi cates the MBS Session Update policy control request trigger.

MosPccRul eSt at us:
anyCF :
- type: string
enum
- ACTI VE
- | NACTI VE
- type: string
description: >
Represents the MBS PCC rul e status.
description: |
Possi bl e val ues are
- ACTIVE: Indicates that the MBS PCC rul e(s) are successfully installed.
- INACTIVE: Indicates that the MBS PCC rul e(s) are renoved.

MosFai | ur eCode:
anyCf :
- type: string
enum
- NF_MALFUNCTI ON
- NF_RESOURCES_UNAVAI LABLE
- RESOURCE_ALLGCCATI ON_FAI LURE
- MBS_QOS_VALI DATI ON_FAI LURE
- NO_MBS_QCS_FLOW
- MBS_QOS_DECI SI ON_ERROR
- MBS_POLI CY_PARAM ERROR
- type: string
description: >
Represents the reason for the MBS Policy Decision(s) enforcenent failure or the MBS PCC
rule(s) installation failure.
description: |

Possi bl e val ues are:

- NF_MALFUNCTI ON: I ndicates that the MBS PCC rul e could not be successfully installed due to
MB- SMF/ MB- UPF nal f uncti on.

- NF_RESOURCES_UNAVAI LABLE: | ndicates that the MBS PCC rul e coul d not be successfully
installed due to resources unavail able at M- SM-/ MB- UPF.

- RESOURCE_ALLOCATI ON_FAI LURE: | ndicates that the MBS PCC rul e could not be successfully
installed or maintai ned since the associ ated MBS QoS fl ow establishnment/nodification failed or the
associ ated MBS QoS fl ow was rel eased.

- MBS_QOS_VALI DATI ON_FAI LURE: I ndicates that MBS QoS validation has fail ed.

- NO_MBS_QOS FLOW Indicates that there is no MBS QoS flow to which the MB-SM- can bind the
MBS PCC rul e(s).

- MBS_QOS_DECI SION_ERROR Indicates failure in the provisioning of MBS QoS Deci sion dat a.

- MBS_PCOLI CY_PARAM ERROR I ndicates that the information related to the provisi oned MBS
policy paraneter(s) is incorrect, inconplete or inconsistent.

A.3  Npcf MBSPolicyAuthorization API

openapi: 3.0.0
i nfo:
title: Npcf_MBSPolicyAuthorization API
version: 1.0.0
description: |
MBS Pol i cy Authorization Service.
© 2022, 3GPP Organizational Partners (ARI B, ATIS, CCSA, ETSI, TSDSI, TTA, TTO).
Al rights reserved.

ext er nal Docs:
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description: >
3GPP TS 29.537 V17.0.0; 5G System Milticast/Broadcast Policy Control
url: "https://ww. 3gpp. org/ftp/ Specs/archivel/ 29_series/29.537/"'

security:

{3
- OAuth2dientCredential s:
- npcf-nbspolicyauth
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Servi ces.

servers:
- url: '{api Root}/npcf-nbspolicyauth/vl
vari abl es:
api Root :
default: https://exanple.com
description: api Root as defined in subclause 4.4 of 3GPP TS 29.501.
pat hs:
| contexts:
post :

summary: Request the creation of a new MBS Application Session Context.

operationld: CreateMBSAppSessi onCt xt
tags:

- MBS Application Session Contexts (Collection)
request Body:
required:
content:

application/json:
schema:
$ref:
responses:
'201":
description: >
Created. An Individual

true

' #/ conponent s/ schenas/ MosAppSessi onCt xt'

MBS Application Session Context

resource is successfully

created and a representation of the created resource is returned.

content:
application/json:
schema:
$ref: '#/ conponents/schemas/ MosAppSessi onCt xt'
header s:
Locati on:

description: >

Contains the URI of the newy created Individual

Cont ext resource.
required: true
schema:
type: string
' 400" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401":
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 401"
' 403" :
description: Forbidden.
content:
appl i cati on/ pr obl em+j son:
schena:
$ref: ' #/ conponents/schemas/ MosExt Probl enDet ai | s'
' 404" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404"
"411":
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
'413":
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413"
'415':
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 415’
'429':
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429"
' 500" :
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 500’
' 503" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"
defaul t:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
/ cont ext s/ {contextld}:
par anet ers:
- name: contextld
in: path

description: >
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Contains the identifier of the Individual MBS Applicati on Session Context resource.
required: true
schema:

type: string

get:

summary: Read an existing Individual MBS Application Session Context resource.
operationld: Get MBSAppSessi onCt xt
t ags:

- I'ndividual MBS Application Session Context (Docunent)
responses:

'200':

description: >
OK. The requested |ndividual MBS Application Session Context resource is successfully

returned.
content:
application/json:
schema:
$ref: ' #/ conponents/schenas/ MosAppSessi onCt xt'

' 307" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 307"
' 308" :

$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 308’
' 400" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
' 401" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 401’
' 403" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 404" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 404"
' 406" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 406’
1429 :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429"
' 500" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 500’
' 503" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

pat ch:
summary: Request the nodification of an existing |ndividual MBS Application Session Context
resource.
operationld: MdifyMBSAppSessi onCt xt
tags:
- I'ndividual MBS Application Session Context (Docunent)
request Body:
required: true

content:
appl i cati on/ mer ge- pat ch+j son:
schema:
$ref: '#/ conponents/schenas/ MosAppSessi onCt xt Pat ch’
responses:
'200':

description: >
OK. The requested | ndividual MBS Application Session Context resource is successfully
nmodi fied and a representation of the updated resource is returned in the response body.
content:
application/json:
schema:
$ref: ' #/ component s/ schemas/ MosAppSessi onCt xt'
'204":
description: >
No Content. The correspondi ngl ndi vi dual MBS Application Session Context resource is
successfully nodified and no content is returned in the response body.

' 3gr7ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 307"
' 3gr8ef ;" TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 308’
' 4g(r)ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 400’
' 4grlef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401’
4ggs;:ri ption: Forbidden.
content:
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appl i cati on/ pr obl em+j son:
schema:

'404"
$ref:
' 406" :
$ref:
'429'
$ref:
'500':
$ref:
'503':
$ref:

defaul t:

$ref:

del et e:

$ref: ' #/ conponents/
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.

' TS29571_CommonDat a.

schemas/ MosExt Probl enDet ai | s’

yan #/ conponent s/ r esponses/ 404’
yani #/ conponent s/ r esponses/ 406’
yaml #/ conponent s/ r esponses/ 429’
yani #/ conponent s/ r esponses/ 500’
yam #/ conponent s/ r esponses/ 503’

yani #/ conponent s/ responses/ defaul t'

sunmary: Request the del etion of an existing Individual MBS Appli

resource.

operationld: Del et eMBSAppSessi onCt xt

t ags:

- I ndi vi dual
responses:

1204 :

description: >

No Content.

successful ly del et ed.

'307":
$ref:
''308':
$ref:
'400' :
$ref:
'401'
$ref:
'403':
$ref:
'404"
$ref:
' 406" :
$ref:
'429' :
$ref:
"500':
$ref:
'503':
$ref:
def aul t
$ref:

conponent s:

' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.

' TS29571_CommonDat a.

securitySchenes:
oAut h2d i ent Credenti al s:
type: oauth2

flows:

clientCredential s:

tokenUr| :

scopes:
npcf-nbspol i cyauth: Access to the Npcf_MBSPol i cyAut hori zati on API

schenas:

MosAppSessi onCt xt :
description: >
Represents the paraneter of an MBS Applicati on Session Context.

The correspondi ngl ndi vi dual

MBS Application Session Context (Docunent)

yanl #/ conponent s/ r esponses/ 307"
yani #/ conponent s/ r esponses/ 308’
yanl #/ conponent s/ r esponses/ 400’
yani #/ conponent s/ r esponses/ 401’
yamnl #/ conponent s/ r esponses/ 403’
yani #/ conponent s/ r esponses/ 404’
yan #/ conponent s/ r esponses/ 406’
yani #/ conponent s/ r esponses/ 429’
yamnl #/ conponent s/ r esponses/ 500’
yani #/ conponent s/ r esponses/ 503’

yam #/ conponent s/ responses/ def aul t'

"{nrfApi Root }/ oaut h2/ t oken'
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cation Session Context

MBS Application Session Context resource is

type: object
properties:
nbsSessi onl d:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ MosSessi onl d'
nmbsSer vl nf o:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenmas/ MosSer vi cel nf o'
dnn:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenas/ Dnn'
snssai :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Snssai '

cont act Pcf I nd:

type:

bool ean

default: false
suppFeat :
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$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schemas/ Suppor t edFeat ur es'
required:
- nbsSessionld

MosAppSessi onCt xt Pat ch:
description: >
Represents the nodifications to an existing MBS Application Session Context resource.
type: object
properties:
nmbsSer vl nf o:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ MosSer vi cel nf o'

MosExt Probl enDet ai | s:
description: ldentifies the MBS rel ated extensions to the ProblenDetails data structure.
all O :
- $ref: 'TS29571_CommonDat a. yanl #/ conponent s/ schemas/ Pr obl enDet ai | s’
- $ref: '#/ component s/ schemas/ Accept abl eMbsSer vl nf o'

Accept abl eMosSer vi nf o:
description: >
Contains the MBS Service Infornation that can be accepted by the PCF.
type: object
properties:
accMosSer vl nf o:
type: object
addi ti onal Properti es:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ MosMedi aConp'
m nProperties: 1

accMaxMosBw:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
one(f :

- required: [accMsServlnfo]
- required: [accMaxMisBw]
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Annex B (informative):
Withdrawn API versions

B.1 General

This Annex lists withdrawn API versions of the APIs defined in the present specification. Clause 4.3.1.6 of
3GPP TS 29.501 [5] describes the withdrawal of API versions.

B.2  Npcf MBSPolicyControl API

The API versionslisted in table B.2-1 are withdrawn for the Npcf_MBSPolicyControl API.

Table B.2-1: Withdrawn API versions of the Npcf_MBSPolicyControl service

API version number Remarks

B.3  Npcf MBSPolicyAuthorization API

The API versionslisted in table B.3-1 are withdrawn for the Npcf_MBSPolicyAuthorization API.

Table B.3-1: Withdrawn API versions of the Npcf_MBSPolicyAuthorization service

API version number Remarks
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Annex C (informative):
Change history

Change history

Date Meeting TDoc CR Rev | Cat Subject/Comment N2
version
2022-01 | CT3#119bis-e [ C3-220401 TS Skeleton 0.0.0
Inclusion of C3-220113, C3-220114, C3-220115,
2022-01 | CT3#119bis-e | C3-220457 C3-220116, C3-220402, C3-220403, C3-220404 0.1.0

C3-220491, C3-220492, C3-220493

Inclusion of C3-222056, C3-222124, C3-222127,
2022-04 CT3#121-e C3-222483 C3-222403, C3-222404, C3-222405, C3-222406 0.2.0
C3-222407, C3-222462

Inclusion of C3-223561, C3-223574, C3-223562,

2022-05 CT3#122-e C3-223506 C3-223563, C3-223564, C3-223568, C3-223565 0.3.0
C3-223566, C3-223573, C3-223308
2022-06 CT#96 CP-221097 Presentation to TSG CT for information 1.0.0
2022-06 Update of info and externalDocs fields in OpenAPI specs 1.0.1
by MCC
Inclusion of C3-224644, C3-224645, C3-224646, C3- 1.0.2
202209 CT3#123-e 224709, C3-224710, C3-224711
2022-09 CT#97e CP-222129 Presentation to TSG CT for approval 2.0.0
2022-09 CT#97e CP-222129 Approved by TSG CT 17.0.0
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