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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document

ETSI
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.

ETSI
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1 Scope

The present document specifies the stage 3 protocol and data model for the Access and Mobility Policy Authorization
service (Npcf_AMPolicyAuthorization) of the 5G System.

The 5G System stage 2 architecture of the Access and Mobility Policy Authorization service are contained in
3GPP TS 23.502 [3] and 3GPP TS 23.503 [14]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].

Stage 3 call flowsfor policy and charging control use cases are provided in 3GPP TS 29.513 [15].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

The Access and Mobility Policy Authorization serviceis provided by the Policy Control Function (PCF). This service
creates access and mobility policies as requested by an authorized NF service consumer (e.g. AF, NEF) for the Access
and Mobility Policy Context to which the related NF service consumer's context (e.g. AF, NEF) is bound. This service
also enables subscription/notifications on UE 5G ProSe Policy event(s) related to the UE context to which the NF
service consumer’s context (e.g. 5G DDNMF) is bound.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6] OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.

[7] 3GPP TR 21.900: "Technical Specification Group working methods".

[8] 3GPP TS 33.501: "Security architecture and procedures for 5G system".

[9] IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[10] 3GPP TS 29.510: "5G System; Network Function Repository Services, Stage 3".

[11] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[12] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[13] IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[14] 3GPP TS 23.503: "Palicy and Charging Control Framework for the 5G System; Stage 2".

[15] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".
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[16] 3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".

[17] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".

[18] IETF RFC 7396: "JSON Merge Patch".

[19] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax”.

[20] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[21] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[22] 3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".

[23] 3GPP TS 24.555: "Proximity-services (ProSe) in 5G System (5GS); User Equipment (UE)

policies; Stage 3".

[24] 3GPP TS 29.555: "5G System; 5G Direct Discovery Name Management Services; Stage 3".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905[1].

Application Function (AF): Element acting on behalf of applications(s) that require the control of the Access and
Mobility context of a UE, which can in turn lead to e.g. Service Area Restrictions and/or RFSP changes.

AF application AM context: Information about the capabilities that an AF application requires from the access
network for aregistered UE. It is established by the AF before or during the use of the service that requiresit.

NF service consumer AM context: Information about the capabilities that a NF service consumer requires from the
access network for aregistered UE.

3.2 Symbols

None.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

5G DDNMF 5G Direct Discovery Name Management Function

AF Application Function

AMF Access and Mobility Management Function
JSON JavaScript Object Notation

NEF Network Exposure Function

NF Network Function

PCF Policy Control Function

PDUID ProSe Discovery UE ID

ProSe Proximity Services

RFSP RAT Frequency Selection Priority

SMF Session Management Function
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4 Npcf AMPolicyAuthorization Service

4.1 Service Description

41.1 Overview

The Npcf_AMPolicyAuthorization service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14], is provided by
the Policy Control Function (PCF) and enables an authorized NF service consumer to influence access and mobility
policies for a UE and to subscribe to notifications on UE 5G ProSe Policy event(s).

The Npcf_AMPolicyAuthorization service enables to authorize a NF service consumer's request and create/update the
associated access and mobility policies as requested by the authorized NF service consumer for the Access and Mobility
policy association to which the NF service consumer AM context (e.g. the AF application AM context) is bound.

This service also allows the NF service consumer to subscribe/unsubscribe to notifications on AM Policy event(s) (e.g.
service area restrictions policy change) and to subscribe/unsubscribe to notifications on UE 5G ProSe Policy event(s)
(e.g. PDUID change event).

4.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging control related 5G architecture
isalso defined in 3GPP TS 23.503 [14] and 3GPP TS 29.513 [15].

The known NF service consumers of the Npcf_ AMPolicyAuthorization service are the Application Function (AF) and
the Network Exposure Function (NEF).

The Npcf_AMPolicyAuthorization service is provided by the PCF and consumed by the NF service consumers (e.g.
AF, NEF), as shown in figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2 for the reference point

representation model.
I Npcf I

Npcf_AMPolicyAuthorization

NEF AF 5G DDNMF

Figure 4.1.2-1: Npcf_AMPolicyAuthorization service architecture, SBI representation
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N5 AF

PCF

Npd 5G DDNMF

Figure 4.1.2-2: Npcf_AMPolicyAuthorization service architecture, reference point representation

The NEF can act as an AF using N5 reference point.
4.1.3 Network Functions

4131 Policy Control Function (PCF)

The PCF (Policy Control Function) isafunctional element that encompasses, among other functionalities, access and
mobility policy decisions for the control of e.g. the UE Service Area Restrictions and RAT/RFSP control, and the
delivery of UE Policies (e.g. UE 5G ProSe Poalicies) to the UE.

The PCF receives from a NF service consumer (e.g. AF, NEF) access and mobility service requirements related to a
registered UE and notifies it about the outcome of the requested access and mobility policy changes, if the NF service
consumer previously subscribed, viathe Npcf _AMPolicyAuthorization service.

The PCF derives access and mobility policies and provisions them to the AMF viathe Npcf_AMPolicyControl as
described in 3GPP TS 29.507 [16].

When the PCF that handles the AM Policy Associations (PCF for the UE) is different from the PCF that handles the SM
Policy Associations (PCF for the PDU session) for a UE, the PCF subscribes to application traffic detection event(s)
using the Npcf_PolicyAuthorization service as described in 3GPP TS 29.514 [17].

The PCF receives from a NF service consumer (e.g. 5G DDNMF) subscriptions to notifications on events related to the
delivered UE 5G ProSe Policies for a SUPI.

4,1.3.2 NF Service Consumers
The known NF service consumers are the AF, the NEF and the 5G DDNMF, as defined in 3GPP TS 23.502 [3].

The Application Function (AF) is a network function offering, among other functionalities, control to applications for
the dynamic change of access and mobility policies for aregistered UE. The AF uses the Npcf_AMPolicyAuthorization
service to provide to the PCF service information related to the required access and mobility context (e.g. access and
mobility required policies) for the concerned service(s).

The AFs can be deployed by the same operator offering the access services or be provided by an externa third-party
service provider. If the AF is not allowed by the operator to directly access the PCF, the AF uses the 3GPP external
network exposure framework viathe NEF to interact with the PCF, as described in clause 5.20 of 3GPP TS 23.501 [2].

The Network Exposure Function (NEF) supports external exposure of the capabilities of 5GC network functions.

The 5G DDNMF is a network function that handles the network related actions required for dynamic 5G ProSe Direct
Discovery, as defined in 3GPP TS 23.304 [22].

4.2 Service Operations

42.1 Introduction

Service operations defined for the Npcf_ AMPolicyAuthorization service are shown in table 4.2.1-1.

ETSI



3GPP TS 29.534 version 17.0.0 Release 17 12 ETSI TS 129 534 V17.0.0 (2022-05)

Table 4.2.1-1: Npcf_AMPolicyAuthorization Service Operations

service consumer, and determines and installs
the access and mobility policy according to the
service information provided by the NF service
consumer. It also allows the subscription to
event notifications.

Service Operation Name Description Initiated by
Npcf_AMPolicyAuthorization_Create Creates an AF application AM context in the NF service consumer
PCF as per request from an authorized NF (e.g. AF, NEF)

Npcf_AMPolicyAuthorization_Update

Updates the AF application AM context in the
PCF as per request from an authorized NF
service consumer, and determines and
updates the access and mobility policy
according to the modified service information
provided by the NF service consumer. It also
allows the update of the associated
subscription to event natifications.

NF service consumer
(e.g. AF, NEF)

Npcf_AMPolicyAuthorization_Delete

Provides means to the concerned NF service
consumer to delete the AF application AM
context in the PCF.

NF service consumer
(e.g. AF, NEF)

Npcf_AMPolicyAuthorization_Subscribe

Allows NF service consumers to subscribe to
event notifications.

NF service consumer
(e.g. AF, NEF, 5G
DDNMF)

Npcf_AMPolicyAuthorization_Unsubscribe

Allows NF service consumers to unsubscribe
from event notifications.

NF service consumer
(e.g. AF, NEF, 5G
DDNMF)

Npcf_AMPolicyAuthorization_Notify

Notifies NF service consumers of the
subscribed events.

PCF

NOTE 1: The NEF and the AF use the Npcf_AM PolicyAuthorization service in the same way.

NOTE 2: The 5G DDNMF only uses the Npcf_AM PolicyAuthorization subscribe, unsubscribe and notify service

operations.

4.2.2

4221 General

Npcf_AMPolicyAuthorization _Create service operation

The Npcf_AMPolicyAuthorization Create service operation authorizes the request from the NF service consumer, and
optionally communicates with Npcf_AMPolicyControl service to determine and install in the AMF the access and
mobility policies according to the information provided by the NF service consumer.

The Npcf_AMPolicyAuthorization_Create service operation creates a NF service consumer related AM context in the

PCF.

The following procedures using the Npcf_AM PolicyAuthorization_Create service operation are supported:

- Initia provisioning of access and mobility related service information.

- Creation of the subscription to service area coverage change outcome.

4222

Initial provisioning of access and mobility related service information

This procedure is used to set up an NF service consumer AM context (e.g. an AF application AM context) for the
service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].

Figure 4.2.2.2-1 illustrates the initial provisioning of service information for the AM context.
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NF service
PCF
consumer
1. POST ...Japp-am-contexts
-
2."201 Created"
g

Figure 4.2.2.2-1: Initial provisioning of service information for the AM context

When a NF service consumer requires an AM context is being established in the 5GS and the related access and
mobility requirements are available at the NF service consumer, the NF service consumer shall invoke the

Npcf_AMPolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI
representing the "Application AM contexts' collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.

The NF service consumer shall include in the " AppAmContextData" datatype in the payload body of the HTTP POST
request a partial representation of the "Individual Application AM Context” resource, that shall include:

- thenatification URI where the PCF requests to the NF service consumer the termination of the application AM
context encoded as "termNotifUri" attribute;

- the SUPI of the UE to which the AF requested policy shall apply encoded as "supi" attribute;

In the "AppAmContextData" datatype in the payload body of the HTTP POST request, the NF service consumer may
include:

- the GPSI of the UE encoded as"gpsi" attribute;
- the expiration time of the AF requested policy encoded as "expiry" attribute;

- theindication that high throughput policy is desired for the indicated UE encoded as "highThrulnd” attribute;
and/or

- theservice area coverage desired for the indicated UE encoded as "covReq" attribute, that contains alist of
Tracking Area codes per serving network where the requested service shall be allowed.

The "highThrulnd" attribute, the "covReq" attribute or both shall be present in the
Npcf_AMPolicyAuthorization_Create request message.

The NF service consumer may also include the "evSubsc” attribute of " AmEventsSubscData" data type to request the
notification of access and mobility policy changes events. The NF service consumer shall include within the "evSubsc”
attribute:

- thenoatification URI where the NF service consumer receives the events notification encoded as "eventNotifUri"
attribute; and

- theeventsto subscribetoin the "events' attribute. For each subscribed event in the "events" attribute, the NF
service consumer shall include the event identifier within the "event” attribute and may include the description of
the event reporting mode as specified in clause 4.2.5.2.

The events subscription datais provisioned in the "AM Policy Events Subscription™” sub-resource.

The NF service consumer may include within the "evSubsc" attribute specific per event subscription information, if
applicable, and as described in clause 4.2.2.3.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error
inthe HTTP POST request, the PCF shall send the HTTP error response as specified in clause 5.7.
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Otherwise, when the PCF receives the HTTP POST request from the NF service consumer, the PCF shall bind the
Individual application AM context to the concerned AM policy association. The PCF identifies the AM policy
association for which the HTTP POST request applies with the SUPI provided in the "supi” attribute within the body of
the HTTP POST request:

If the PCF fails in executing the binding with the AM policy association, the PCF shall reject the HTTP POST request
with an HTTP "500 Internal Server Error" response and may include the "cause" attribute set to
"POLICY_ASSOCIATION_NOT_AVAILABLE".

The PCF shall check whether the received access and mobility related service information requires access and mobility
policies to be created and provisioned in the AMF. Provisioning of access and mobility policies shall be carried out as
specified at 3GPP TS 29.507 [16].

If the PCF created an "Individual Application AM Context" resource, the PCF shall send to the NF service consumer a
"201 Created" response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the
"201 Created" response:

- alLocation header field; and
- an"AppAmContextRespData" datatype in the payload body.

The Location header field shall contain the URI of the created Individual application AM context resourcei.e.
"{ apiRoot} /npcf-am-policyauthorization/{ apiV ersion} /app-am-contexts/{ appAmContextid} .

The"AppAmContextRespData" data type payload body shall contain the representation of the created "I ndividual
application AM context" resource within the "AppAmContextData" data type. When the request included event
subscription information:

- the"AppAmContextData" data type shall also include the "AM Policy Events Subscription” sub-resource
representation within the "evSubsc" attribute; and

- when the NF service consumer requested the immediate reporting and the current value is available, the
"AppAmContextRespData’ data type shall include the corresponding event(s) notification, encoding the event
identifier within the "repEvents" attribute and the applicable event(s) information as specified within the
"AmEventsNotification" datatype.

The acknowledgement towards the NF service consumer should take place before or in parallel with any required access
and mobility policy provisioning towards the AMF.

NOTE: The behaviour when the NF service consumer does not receive the HT TP response message, or when it
arrives after the internal timer waiting for it has expired, or when it arrives with an indication different
than a success indication, are outside the scope of this specification and is based on operator policy.

42.2.3 Creation of the subscription to service area coverage change outcome

This procedure is used by a NF service consumer to subscribe to notifications about whether the requested service area
coverage provided in the access and mobility service information has been provisioned as the corresponding Service
Area Redtrictions to the AMF or cannot be provisioned to the AMF. This procedure also enables the subscription to
notifications about subsequent changes on the service area coverage result of changes of the provisioned Service Area
Restrictions (e.g. due to changes in the subscribed Service Area Restrictions).

To request to the PCF to provide a notification when a service area coverage (which may be same or different service
area coverage from the service area coverage provided by the NF service consumer) has been determined (and the
related policy for Service Area Restrictionsis applied) based on the request or when a service area coverage cannot be
determined and, additionally, when the service area coverage subsequently changes within the AM Policy Association,
the NF service consumer shall provide in the HTTP POST request message described in clause 4.2.2.2 the "evSubsc”
attribute including an event entry within the "events' attribute with the "event" attribute set to "SAC_CH" and the
"notifMethod" set to "ON_EVENT_DETECTION" (or omitted).

The PCF shall reply to the NF service consumer as described in clause 4.2.2.2.

When the service area coverage change event is met in the PCF, the PCF notifies to the NF service consumer as
described in clause 4.2.7.4.
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4.2.3 Npcf_AMPolicyAuthorization_Update service operation

4231 General

The Npcf_AMPolicyAuthorization_Update service operation provides updated application level information from the
NF service consumer and optionally communicates with the Npcf_AMPolicyControl service to determine and install
the access and mobility policies according to the information provided by the NF service consumer.

The Npcf_AMPolicyAuthorization Update service operation updates an AF application AM context in the PCF.
The following procedures using the Npcf_PolicyAuthorization_Update service operation are supported:
- Modification of AM related service information.

- Moaodification of the subscription to service area coverage change outcome.

4.2.3.2 Modification of AM related service information

This procedure is used to modify an existing AF application AM context as defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].

Figure 4.2.3.2-1 illustrates the modification of access and mobility service information using HTTP PATCH method.

NF service
consumer PCF
1. PATCH ...Japp-am-contexts/{appAmContextld}
-
2."200 OK"
-

Figure 4.2.3.2-1: Modification of access and mobility service information using HTTP PATCH

The NF service consumer may modify the AF application AM context information at any time (e.g. dueto an AF
application AM context modification or an internal NF service consumer trigger) and invoke the
Npcf_AMPolicyAuthorization_Update service operation by sending an HTTP PATCH request message to the resource
URI representing the concerned "Individual application AM context" resource, as shown in figure 4.2.3.2-1, step 1, with
the modifications to apply.

The JSON body within the PATCH request shall include the " AppAmContextUpdateData" data type and shall be
encoded according to "JSON Merge Patch”, as defined in IETF RFC 7396 [18].

The NF service consumer may create, modify or remove access and mobility service information by including updated
values within the " AppAmContextUpdateData" data type as follows:

- the NF service consumer may update the "termNotifUri" attribute, to request that subsequent termination
notifications are sent to a new NF service consumer;

- the NF service consumer may create or update the previously provided access and mobility service information,
e.g. expiration time, high throughput indication and/or service area coverage information (see clause 4.2.2.2);
and

- the NF service consumer may delete the previously provided attribute(s), e.g. expiration time, high throughput
indication and/or service area coverage information, by setting them to null value, to indicate that the previously
provided access and mobility service information no longer applies.
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The NF service consumer may also create, modify or remove events subscription information by sending an HTTP
PATCH request message to the resource URI representing the concerned "Individual application AM context" resource.

The NF service consumer shall create event subscription information by including the "evSubsc" attribute of
"AmEventsSubscDataRm" data type with the corresponding list of events to subscribe to within the "events' attribute,
and the callback URI where to receive the event notifications within the "eventNotifUri" attribute. For each subscribed
event in the "events' attribute, the NF service consumer shall include the event identifier within the "event" attribute
and may include the description of the event reporting mode as specified in clause 4.2.5.2.

The NF service consumer shall update existing event subscription information by including an updated value of the
"evSubsc" attribute of the " AmEventsSubscDataRm" data type as follows:

- the"eventNotifUri" attribute may include an updated value of the callback URI;
- the"events' attribute shall include the new complete list of subscribed events; and

NOTE: When the NF service consumer requests to remove an event, this event is not included in the "events®
attribute.

- the per specific event subscription information is included/removed, if applicable, and as described in
clause 4.2.3.3.

The NF service consumer shall remove existing event subscription information by setting to null the "evSubsc”
attribute.

If the service information provided in the body of the HTTP PATCH request is rejected because the requested policy for
the AM context isinvalid or insufficient for the PCF to perform the requested action because the service area coverage
and/or high throughput policies present in the request result in an Individual application AM context without service
area coverage and high throughput requested policies, the PCF may indicate in an HTTP "400 Bad Request” response
message the cause for the rgjection including the "cause” attribute set to "INVALID_POLICY_REQUEST".

If the PCF cannot successfully fulfil the received HTTP PATCH request due to the internal PCF error or due to the error
inthe HTTP PATCH request, the PCF shall send the HTTP error response as specified in clause 5.7.

If the PCF determines the received HTTP PATCH request needs to be redirected, the PCF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

If the request is accepted, the PCF shall update the AM related service information with the new information received
and/or update the associated AM events subscription. Due to the updated service information and/or AM events
subscription, the PCF may need to create, modify or delete the related access and mobility policies and provide the
updated information towards the AMF following the corresponding procedures specified in 3GPP TS 29.507 [16].

The PCF shall reply to the NF service consumer with an HTTP "200 OK" response message and include the
"AppAmContextRespData’ data type payload body which shall include:

- the representation of the modified "Individual Application AM Context" resource within the
"AppAmContextData" data type; and

- when the request included the creation or the update of the subscription to notification event(s):

a) the representation of the "AM Policy Events Subscription" sub-resource within the "evSubsc” attribute
included in the "AppAmContextData" data type; and

b) when the NF service consumer requested the immediate reporting of the new subscribed event(s) and the
current value(s) is available, "AppAmContextRespData’ data type shall include the corresponding event(s)
notification encoding the event identifier within "repEvents" attribute and the applicable event(s) information
as specified within the "AmEventsNotification" data type.

The HTTP response message towards the NF service consumer should take place before or in parallel with any required
access and mobility policy provisioning towards the SMF.

4.2.3.3 Modification of the subscription to service area coverage change outcome

This procedure is used by a NF service consumer to subscribe to notifications about whether an updated service area
coverage (which may be same or different service area coverage from the service area coverage provided by the NF
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service consumer) determined from the requested service area coverage provided in the access and mobility service
information has been applied as the corresponding Service Area Restrictions or whether an updated service area
coverage cannot be provisioned. This procedure al so enables to modify or remove a previous subscription to service
area coverage changes.

The NF service consumer shall include in the HTTP PATCH request message described in clause 4.2.3.2 the "evSubsc”
attribute as encoded as follows:

- Tocreate asubscription (i.e., the subscription to the "SAC_CH" event does not exist in the PCF) the NF service
consumer shall include the "evSubsc™ attribute encoded as specified in clause 4.2.2.3.

- Tomodify an existing subscription, (i.e., the subscription to the "SAC_CH" event exists in the PCF) the NF
service consumer shall include within the "evSubc" attribute the "events" attribute with the updated subscription
information for the "event" attribute set to "SAC_CH" as specified in clause 4.2.2.3.

- Toremove an existing subscription (i.e., the subscription to the "SAC_CH" event existsin the PCF):

a. If there are other events whose subscription the NF service consumer wants to keep, the NF service consumer
shall include the "events" attribute without any event entry with the "event" attribute set to "SAC_CH".

b. If there are no other events whose subscription the NF service consumer wants to keep, the NF service
consumer shall set to null the "evSubsc" attribute.

The PCF shall reply to the NF service consumer as described in clause 4.2.3.2.

When the service area coverage change event is met in the PCF, the PCF notifies to the NF service consumer as
described in clause 4.2.7.4.

NOTE: When the previously provided service area coverage requirements are compl etely removed by the NF
service consumer, or the requested service area coverage policy expires, the NF service consumer should
also unsubscribe to SAC_CH event to prevent the stal e subscription information from remaining on the
PCF.

4.2.4 Npcf_AMPolicyAuthorization_Delete service operation

4241 General

The Npcf_AMPolicyAuthorization_Delete service operation provides means for the NF service consumer to delete the
AF application AM context.

The following procedures using the Npcf_AM PolicyAuthorization Delete service operation are supported:

- AF application AM context termination.

4.2.4.2 AF application AM context termination

This procedure is used to terminate an AF application AM context as defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].

Figure 4.2.4.2-1 illustrates the AF application AM context termination.

ETSI



3GPP TS 29.534 version 17.0.0 Release 17 18 ETSI TS 129 534 V17.0.0 (2022-05)

NF service
PCF
consumer
1. DELETE .../Japp-am-contexts/{appAmContextid}
-
2."204 No Content"
-

Figure 4.2.4.2-1: AF application AM context termination

When an AF session isterminated, and if the AF application AM context was created as described in clause 4.2.2, the
NF service consumer shall invoke the Npcf_ AMPolicyAuthorization_Del ete service operation to the PCF using an
HTTP DELETE request, as shown in figure 4.2.4.2-1, step 1.

The NF service consumer shall set the request URI to "{ apiRoot} /npcf-am-policyauthori zation/{ apiV ersion} /app-am-
contexts/{ appAmContextid}".

When the PCF receives the HTTP DELETE request from the NF service consumer, indicating the termination of the AF
application AM context information, if the HTTP DELETE request from the NF service consumer is accepted, the PCF
shall acknowledge that request by sending to the NF service consumer a"204 No Content".

Afterwards, the PCF shall determine whether the access and mobility policies of the concerned UE need to be updated
or not. If the PCF determines that an update is needed, the PCF shall initiate the update of the access and mobility
policies of the concerned UE as per the procedures specified in 3GPP TS 29.507 [16].

If the HTTP DELETE request from the NF service consumer is not accepted, the PCF shall indicate in the response to
HTTP DELETE request the cause for the rejection as specified in clause 5.7.

If the PCF determines the received HTTP DELETE request needs to be redirected, the PCF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

4.2.5 Npcf_AMPolicyAuthorization_Subscribe service operation

4251 General

The Npcf_AMPolicyAuthorization_Subscribe service operation enables to manage subscriptions to events for an
existing AF application AM context. The Npcf_AM PolicyAuthorization_Subscribe service operation also enablesto
manage subscriptions to events without an existing AF application AM context.

Such subscriptions to events shall be created:

- within the AF application AM context establishment procedure by invoking the
Npcf_AMPolicyAuthorization Create service operation, as described in clause 4.2.2;

- within the AF application AM context modification procedure by invoking the
Npcf_AMPolicyAuthorization_Update service operation, as described in clause 4.2.3; or

- by invoking the Npcf_AM PolicyAuthorization_Subscribe service operation for the existing AF application AM
context, as described in clause 4.2.5.2.

- by invoking the Npcf_AM PolicyAuthorization_Subscribe service operation when thereis no existing Individual
application AM context and the NF service consumer does not provide Access and Mobility related service
information, as described in clause 4.2.5.3.

The following procedures using the Npcf _AMPolicyAuthorization Subscribe service operation is supported:

- Subscription to events for an existing AF application AM context.
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- Subscription to events without an existing AF application AM context.

- Subscription to PDUID changes.

4.25.2 Handling of subscription to events for the existing AF application AM context

This procedure is used to create a subscription to events for the existing AF application AM context or to modify an
existing subscription, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].

Figure 4.2.5.2-1 illustrates the creation of events subscription information using HTTP PUT method.

NF service

PCF
consumer

1. PUT ...Japp-am-contexts/{appAmContextld}/events-subscription
P

2."201 Created"
-

Figure 4.2.5.2-1: Creation of events subscription information using HTTP PUT

Figure 4.2.5.2-2 illustrates the modification of events subscription information using HTTP PUT method.

NF service

PCF
consumer

1. PUT .../Japp-am-contexts/{appAmContextld}/events-subscription

-

2a."204 No Content"

2b. "200 OK"
¢

Figure 4.2.5.2-2: Modification of events subscription information using HTTP PUT

When the NF service consumer decides to create a subscription to one or more events for the existing AF application
AM context or to modify an existing subscription previously created by itself at the PCF, the NF service consumer shall
invoke the Npcf_AM PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the

resource URI representing the "AM Policy Events Subscription” sub-resource in the PCF, as shown in figure 4.2.5.2-1,
step 1 and figure 4.2.5.2-2, step 1.

NOTE 1. The NF service consumer builds the "AM Policy Events Subscription" sub-resource URI by adding the
path segment "/events-subscription” at the end of the resource URI of the "Individual application AM
context" resource, received in the Location header field of the resource creation response as specified in

clause 4.2.2.2.
The NF service consumer shall provide in the "AmEventsSubscData" data type of the body of the HTTP PUT request:

- the"events' attribute with the list of eventsto be subscribed; and

- the"eventNotifUri" attribute, that includes the callback URI where the PCF shall send the notification of the
subscribed events.
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NOTE 2: The"eventNotifUri" attribute within the "AmEventsSubscData" data structure can be modified to request
that subsequent notifications are sent to a new NF service consumer.

For each subscribed event included in the "events® attribute, the NF service consumer type shall include the event
identifier within the "event” attribute and may include the description of the event reporting mode, as follows:

a. immediate reporting indication as"immRep" attribute;

b. event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
c. maximum number of reports as "maxReportNbr" attribute;

d. monitoring Duration as"monDur" attribute; and/or

e. repetition period for periodic reporting as "repPeriod” attribute.

The NF service consumer may provide within the "AmEventsSubscData" data type specific per event subscription
information, if applicable, and as described in clause 4.2.2.3.

NOTE: The NF service consumer can use this service operation to subscribe/unsubscribe to events that matched
based on the provided requested policy related to the AM context (e.g. SAC_CH event, which is matched
based on the requested service area coverage). In these cases, to avoid the PCF keeping stale subscription
information, the NF service consumer needs to ensure that the concerned requested policy exists together
with the event subscription, i.e. the event subscription is removed when the related policy is removed.

Upon the reception of the HTTP PUT request from the NF service consumer, the PCF shall decide whether the received
HTTP PUT request is accepted.

If the HTTP PUT request from the NF service consumer is not accepted, the PCF shall indicate in the responseto HTTP
PUT request the cause for the rejection as specified in clause 5.7.

If the PCF determines the received HTTP PUT request needs to be redirected, the PCF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

If the PCF accepted the HTTP PUT request to create a subscription to events, the PCF shall create the"AM Policy
Events Subscription” sub-resource and shall send the HT TP response message to the NF service consumer as shown in
figure 4.2.5.2-1, step 2. The PCF shall include in the "201 Created" response:

- alLocation header field that shall contain the URI of the created "AM Policy Events Subscription” sub-resource

i.e. "{ apiRoot} /npcf-am-policyauthorization/{ apiV ersion} /app-am-contexts/{ appAmContextl d} /events-
subscription”; and

- aresponse body with the "AmEventsSubscRespData" data type, which:

a) shall contain the created "AM Policy Events Subscription™ sub-resource encoded in the attributes of the
"AmEventsSubscData" data type; and

b) if the NF service consumer requested the immediate reporting and the current value is available, may contain
the corresponding event(s) notification by encoding event identifier within the "repEvents’ the attribute and
the applicable event(s) information as specified within the "AmEventsNotification” data type.

If the PCF accepted the HTTP PUT request to modify the events subscription, the PCF shall modify the "AM Policy
Events Subscription” sub-resource and shall send to the NF service consumer:

- the HTTP"204 No Content" response (as shown in figure 4.2.5.2-2, step 2a); or

- the HTTP"200 OK" response (as shown in figure 4.2.5.2-2, step 2b) including in the
"AmEventsSubscRespData’ data type:

a) the updated representation of the "AM Policy Events Subscription” sub-resource encoded within the
attributes of the "AmEventsSubscData" data type; and

b) if one or more of the updated subscribed events are already met in the PCF, the notification of these events
by including the event identifier within the "repEvents" attribute and the applicable event(s) information as
specified within the " AmEventsNatification” data type.
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When the "monDur" attribute is included in the response, it represents a server selected expiry time that is equal or less
than a possible expiry time in the request.
4253 Subscription to events without an existing AF application AM context

This procedure is used by an NF service consumer (e.g. 5G DDNMF) to request the creation of a subscription to
event(s) in the PCF when no "Individual application AM context" exists, and the NF service consumer does not provide
Access and Mobility related service information, i.e., does not create an AF application AM context.

Figure 4.2.5.3-1 illustrates the subscription to event(s) without an existing AF application AM context.

NF service
PCF
consumer
1. POST .../app-am-contexts
-
2."201 Created"
<¢

Figure 4.2.5.3-1: Subscription to events without an existing AF application AM context

When an NF service consumer (e.g. 5G DDNMF) decides to create a subscription to one or more event(s), and the NF
service consumer is not providing Access and Mobility related service information and the "Individual application AM
context" resource does not exist, the NF service consumer shall invoke the Npcf_ AMPolicyAuthorization _Subscribe
service operation to create an "Individual application AM context" resource and the corresponding "AM Policy Events
Subscription™ sub-resource by sending an HTTP POST request to the resource URI representing the " Application AM
contexts" collection resource of the PCF, as shown in figure 4.2.5.3-1, step 1.

The NF service consumer shall include in the AppAmContextData data type in the payload body of the HTTP POST
request a partial representation of the "Individual Application AM Context” resource, which shall include:

- thenotification URI where the PCF shall request the termination of the application AM context to the NF service
consumer, encoded as "termNotifUri" attribute;

- the SUPI encoded as "supi" attribute; and

- the"evSubsc" attribute to subscribe to notifications of access and mobility policy changes events. The NF
service consumer shall include within the associated AmEventsSubscData data type:

a thenotification URI where the NF service consumer wants to receive the event notifications, encoded as
"eventNotifUri" attribute; and

b. the event(s) to subscribe to within the "events® attribute. For each subscribed event, the
AmEventSubscription data type shall include the event identifier in the "event" attribute and may include the
description of the event reporting mode as specified in clause 4.2.5.2.

The event(s) subscription datais provisioned in the "AM Policy Events Subscription" sub-resource.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error
inthe HTTP POST request, the PCF shall send the HTTP error response as specified in clause 5.7.

Otherwise, the PCF shall perform the association of the AF request to one and only one AM policy association or UE
policy association. If the PCF fails in executing the binding with the AM policy association or UE policy association,
the PCF shall reject the HTTP POST request with an HTTP "500 Internal Server Error” response and may include the
"cause" attribute set to "POLICY_ASSOCIATION_NOT_AVAILABLE".
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NOTE 1: Inthisrelease of the specification whether the AF request is associated to an AM policy association or to
aUE policy association is determined per specific event, e.g., a subscription to PDUID changes implies
the binding to a UE policy association.

If the PCF created an "Individual Application AM Context" resource and the corresponding "AM Policy Events
Subscription” sub-resource, the PCF shall send to the NF service consumer a"201 Created” response to the HTTP
POST request, as shown in figure 4.2.5.3-1, step 2. The PCF shall include in the "201 Created" response:

- alLocation header field; and
- an AppAmContextRespData data type in the payload body.

The Location header field shall contain the URI of the created "AM Policy Events Subscription" sub-resource, i.e.,
"{ apiRoot} /npcf-am-policyauthorization/{ apiV ersion} /app-am-contexts/{ appAmContextl d} /events-subscription™.

The AppAmContextRespData data type payload body shall contain:

- therepresentation of the created "Individual application AM context" resource within the AppAmContextData
data type, which shall also include the "AM Policy Events Subscription” sub-resource representation within the
"evSubsc" attribute; and

- when the PCF determines that the subscribed event(s) is already met and/or the NF service consumer requested
immediate reporting and the current value is available, the AppAmContextRespData data type shall include the
corresponding event(s) notification within the "repEvents" attribute of the AmEventsNotification data type.

NOTE 2: The created "Individual application AM context" resource does not include Access and Mobility related
service information, only includes the information supplied by the NF service consumer to perform the
association to the concerned AM policy association or UE policy association, i.e., the "supi” attribute, the
SBI handling specific properties, i.e. the "suppFeat” attribute and the "termNotifUri" attribute, together
with the "evSubsc" attribute.

4254 Subscription to PDUID changes

This procedure is used by a NF service consumer to request the PCF to subscribe to notifications of PDUID change
event.

The NF service consumer requests the subscription to notifications of PDUID change without providing (Access and
Mobility or 5G ProSe) service information at initial subscription to event(s), using the HTTP POST request message as
described in clause 4.2.5.3.

The NF service consumer shall include within the "events' array attribute of the "evSubsc" attribute of the
AppAmContextData data type:

- anevent with the "event" attribute set to "PDUID_CH"; and

- toretrieve the current value of the PCF allocated PDUID for the UE, the request for immediate reporting by
setting the "immRep" attribute to true.

The PCF shall perform the association of the AF request to the UE policy association and shall retrieve the internally
stored PDUID value alocated to the UE for the UE 5G ProSe Policy.

Upon success, the PCF creates an "Individual Application AM Context" resource and the corresponding "AM Policy
Events Subscription” sub-resource. The PCF shall then send a 201 Created" response to the HTTP POST request
received from the NF service consumer, as described in clause 4.2.5.3, including the retrieved PDUID value within the
AmEventsNotification data type as described in clause 4.2.7.5.

4.2.6 Npcf_AMPolicyAuthorization_Unsubscribe service operation

4.26.1 General

The Npcf_AMPolicyAuthorization_Unsubscribe service operation enables an NF service consumer to remove an
existing subscription to event(s) for an existing AF application AM context. The
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Npcf_AMPolicyAuthorization_Unsubscribe service operation also enables an NF service consumers to remove an
existing subscription to event(s) without an existing AF application AM context.

Such subscription to events shall be removed:

- by invoking the Npcf_AM PolicyAuthorization_Unsubscribe service operation for an existing AF application
AM context, as described in clause 4.2.6.2; or

- within the AF application AM context modification procedure by invoking the
Npcf_AMPolicyAuthorization_Update service operation, as described in clause 4.2.3; or

- within the AF application AM context termination procedure by invoking the
Npcf_AMPolicyAuthorization Delete service operation, as described in clause 4.2.4.

- by invoking the Npcf_AMPolicyAuthorization_Unsubscribe service operation when there is no existing
Individual application AM context, as described in clause 4.2.6.3.

The following procedures using the Npcf_AMPolicyAuthorization _Unsubscribe service operation are supported:
- Unsubscription to events, Access and Mobility related service information exists.
- Unsubscription to events, Access and Mobility related service information does not exist.
4.2.6.2 Unsubscription to events, Access and Mobility related service information
exists

This procedure is used to unsubscribe to al subscribed events when the NF service consumer previously provided
access and mobility related service information for the existing AF application AM context, as defined in

3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14]. As result of this procedure, the "AM Policy
Events Subscription” sub-resource is removed but the "Individual application AM context” remains with the access and
mobility related service information.

Figure 4.2.6.2-1 illustrates the procedure to unsubscribe from AM Policy Authorization event(s) using the HTTP
DELETE method.

NF service

PCF
consumer

1. DELETE .../Japp-am-contexts/{appAmContextld}/events-subscription
>

2."204 No Content"
g

Figure 4.2.6.2-1: Removal of events subscription information using HTTP DELETE

When the NF service consumer decides to unsubscribe to all subscribed event(s) for an existing AF application AM
context, and the NF service consumer previously provided access and mobility service information to the PCF, the NF
service consumer shall invoke the Npcf_AMPolicyAuthorization Unsubscribe service operation by sending an HTTP
DELETE request message to the resource URI representing the concerned "AM Policy Events Subscription” sub-
resource in the PCF, as shown in figure 4.2.6.2-1, step 1.

Upon the reception of the HTTP DELETE request message from the NF service consumer, the PCF shall decide
whether the received HT TP request message is accepted.

If the HTTP DELETE request message from the NF service consumer is accepted, the PCF shall delete the "AM Policy
Events Subscription” sub-resource and shall send to the NF service consumer aHTTP "204 No Content” response

message.
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If the HTTP DELETE request message from the NF service consumer is rejected, the PCF shall indicateinthe HTTP
response message the cause for the rejection as specified in clause 5.7.

If the PCF determines the received HTTP DELETE request needs to be redirected, the PCF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

4.2.6.3 Unsubscription to events, Access and Mobility related service information
does not exist

This procedure is used by the NF service consumer to unsubscribe to all subscribed event(s) when the AF application
AM context does not contain access and mobility related service information, i.e. only contains the "supi" attribute, the
SBI handling specific properties, i.e. the "suppFeat" attribute and the "termNotifUri", together with the subscription
information encoded in the "evSubsc" attribute. As aresult of this procedure, the "AM Policy Events Subscription” sub-
resource and the parent "Individual application AM context" resource are both removed.

The procedure to unsubscribe from AM Policy Authorization events when the AF application AM context does not
contain access and mobility related service information is the same as the procedure to delete the AF application AM
context defined in clause 4.2.4.2.

4.2.7 Npcf_AMPolicyAuthorization_Notify service operation

4271 General

The Npcf_AMPolicyAuthorization Notify service operation enables to notify to the NF service consumers that the
previously subscribed event for the existing AF application AM context occurred or that the AF application AM context
isno longer valid.

The following procedures using the Npcf _AMPolicyAuthorization Notify service operation are supported:
- Notification about AF application AM context event.
- Notification about AF application AM context termination.
- Notification about service area coverage change outcome.

- Notification about PDUID changes.

4.2.7.2 Notification about AF application AM context event

This procedure isinvoked by the PCF to notify the NF service consumer when a certain, previously subscribed, AF
application AM context event occurs, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and
3GPP TS 23.503 [14].

Figure 4.2.7.2-1 illustrates the notification about AF application AM context event.

NF service
PCF
consumer
1. POST ...{eventNotifUri}
g
2."204 No Content"
o

Figure 4.2.7.2-1: Notification about AF application AM context event
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When the PCF determines that the event for the existing AF application AM context, to which the NF service consumer
has subscribed to, occurred, the PCF shall invoke the Npcf_AMPolicyAuthorization Notify service operation by
sending the HTTP POST request (as shownin figure 4.2.7.2-1, step 1) to the NF service consumer using the callback
URI received in the subscription creation (or modification), as specified in clauses 4.2.2.2, 4.2.3.2 and 4.2.5.2. The PCF
shall provide in the body of the HTTP POST request the " AmEventsNotification" data type including:

- the AM Policy Events Subscription resource identifier related with the notification in the "appAmContextl d"
attribute; and

- thelist of the reported eventsin the "repEvents’ attribute. For each reported event, the "AmEventNotification”
data type may include additional event information.

The notification of other specific events using the Npcf_AM PolicyAuthorization_Notify request is described in the
related clauses.

Upon the reception of the HTTP POST request from the PCF indicating that the subscribed event occurred, the NF
service consumer shall acknowledge that request by sending an HT TP response message with the corresponding status
code.

If the HTTP POST reguest from the PCF is not accepted, the NF service consumer shall indicate in the response to
HTTP POST request the cause for the rejection as specified in clause 5.7.

If the HTTP POST request from the PCF is accepted, the NF service consumer shall acknowledge the receipt of the
event notification with a"204 No Content” response to HTTP POST request, as shown in figure 4.2.7.2-1, step 2.

If the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service
consumer shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

4.2.7.3 Notification about AF application AM context termination

This procedure is invoked by the PCF to notify the NF service consumer that the AF application AM context is ho
longer valid, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [14].

Figure 4.2.7.3-1 illustrates the notification about AF application AM context termination.

NF service
PCF
consumer
1. POST .../{termNotifUri}
-
2."204 No Content"
o

Figure 4.2.7.3-1: Notification about AF application AM context termination

When the PCF determines that the AF application AM context is no longer valid, the PCF shall invoke the
Npcf_AMPolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in

figure 4.2.7.3-1, step 1) using the callback URI received in the "Individual application AM context" resource creation,
as specified in clause 4.2.2.2. The PCF shall provide in the body of the HTTP POST request the " AmTerminationlnfo”
data type including:

- thelndividua application AM context resource identifier related to the termination notification within the
"appAmContextld" attribute; and

- the AF application AM context termination cause within the "termCause" attribute encoded using of the
"AmTerminationCause" data type, indicating the termination cause.
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Upon the reception of the HTTP POST request from the PCF requesting the AF application AM context termination,
the NF service consumer shall acknowledge that request by sending an HT TP response message with the corresponding
status code.

If the HTTP POST reguest from the PCF is not accepted, the NF service consumer shall indicate in the response to
HTTP POST request the cause for the rejection as specified in clause 5.7.

If the HTTP POST reguest from the PCF is accepted, the NF service consumer shall acknowledge the receipt of the AF
application AM context termination request with a"204 No Content" response (as shown in figure 4.2.7.3-1, step 2) and
shall invoke the Npcf_AMPolicyAuthorization_Delete service operation to the PCF as described in clause 4.2.4.

If the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service
consumer shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

4.2.7.4 Notification about service area coverage change outcome

When the PCF becomes aware that the request received from the NF service consumer to change the service area
coverage is performed, it shall inform the NF service consumer accordingly if the NF service consumer has previously
subscribed to the "SAC_CH" event as described in clauses 4.2.2.3 and 4.2.3.3.

The PCF shall notify the NF service consumer by including the AmEventsNotification data type in the body of the
HTTP POST request as described in clause 4.2.7.2. The PCF shall include within an entry of the "repEvents" attribute:

- the"event" attribute set to "SAC_CH" in the "event" attribute;

- the applied service area coverage (same or different service area coverage from the service area coverage
provided by the NF service consumer) in the "appliedCov" attribute.

When the result of the execution of the request of service area coverage isthat the service is allowed in one or more of
the requested Tracking Areas in the serving network where the UE is camping, the "appliedCov" attribute shall encode
within the "tacList" attribute the list of NF consumer provided Tracking Area codes where the requested service shall be
allowed and within the "servingNetwork™ attribute the serving network where the UE is camping.

When the result of the execution of the request of service area coverage change is that the service isrestricted in the
whole NF requested service area coverage, the "appliedCov" attribute shall encode an empty array within the "tacList"
attribute.

NOTE: The actua service area coverage for the UE might be larger than the one reported within " appliedCov"
attribute. The "appliedCov" attribute provides to the NF consumer feedback about where the serviceis
allowed in relation to the NF consumer provided service area coverage.

When the NF service consumer indicated that the notification method is"ON_EVENT_DETECTION" (or omitted it)
during the subscription, the subscription to this event is kept in the PCF until the NF service consumer terminates the
subscription as described in clause 4.2.3.2 or 4.2.6.2. The NF service consumer shall be notified of subsequent service
area coverage changes (i.e., changes in the applied service area coverage, which may indicate e.g. no service area
coverage is allowed) as specified in bullets above without requiring a new subscription, both, when the service area
coverage change is triggered by the NF service consumer and/or triggered by other events (e.g. based on PCF internal
policies and/or changes in the subscribed service area restrictions), and as long as the requested service area coverage
requirements exist (e.g, they have not expired).

Upon receipt of the HTTP POST request from the PCF, the NF service consumer shall acknowledge the reguest by
sending a"204 No Content" response as described in clause 4.2.7.2.

4.2.7.5 Notification about PDUID changes

When the PCF allocates anew PDUID (ProSe Discovery UE ID) for the UE 5G ProSe Policy of a SUPI, the PCF shall
inform the NF service consumer that previously subscribed as described in clause 4.2.5.4.

The PCF shall notify the NF service consumer by including the AmEventsNotification data type in the body of the
HTTP POST request as described in clause 4.2.7.2, which shall include within an entry of the "repEvents” attribute:

- the"PDUID_CH" event within the "event" attribute; and
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- the"pduidinfo” attribute, with the allocated PDUID within the "pduid” attribute and its validity timer within the
"expiry" attribute.

When the NF service consumer receives the notification in the HTTP POST request, it shall acknowledge the request by
sending a"204 No Content” response to the PCF as specified in clause 4.2.7.2.

5 Npcf AMPolicyAuthorization Service API

5.1 Introduction

The Npcf_AMPolicyAuthorization shall use the Npcf_AM PolicyAuthorization API.
The API URI of the Npcf_AMPolicyAuthorization API shall be:
{apiRoot}/<apiName>/<apiVersion>

The request URIs used in HT TP requests from the NF service consumer towards the NF service producer shall have the
Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "npcf-am-policyauthorization".

The <apiVersion> shall be "v1".

The <api SpecificResourceUriPart> shall be set as described in clause 5.3.

5.2 Usage of HTTP

521  General

HTTP/2, IETF RFC 7540 [11], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].

HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

The OpenAPI [6] specification of HT TP messages and content bodies for the Npcf _ AMPolicyAuthorization API is

contained in Annex A.

5.2.2 HTTP standard headers

5221 General

See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.

5.2.2.2 Content type

JSON, IETF RFC 8259 [12], shall be used as content type of the HT TP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type
"application/json".

"Problem Details" JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 7807 [13].

JSON object used inthe HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be
signalled by the content type "application/merge-patch+json", as defined in IETF RFC 7396 [18].
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523 HTTP custom headers

5.23.1 General

The mandatory HT TP custom header fields specified in clause 5.2.3.2 of 3GPP TS 29.500 [4] shall be supported, and
the optional HT TP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4] may be supported.

In this Release of the specification, no specific custom headers are defined for the Npcf_AM PolicyAuthorization API.

53 Resources

53.1 Overview

{apiRoot}/npcf-am-policyauthorization/{apiVersion}

/app-am-contexts ]

—[/{appAmContextId} }
—[/eve nts-subscription }

Figure 5.3.1-1: Resource URI structure of the Npcf_AMPolicyAuthorization API

Table 5.3.1-1 provides an overview of the resources and applicable HT TP methods.
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Table 5.3.1-1: Resources and methods overview

Resource name Resource URI HTTP method or Description
custom operation
Application AM contexts /app-am-contexts POST Npcf_AMPolicyAuthorization_Create.

Creates a new Individual application AM
context resource and may create the child
AM Policy Events Subscription sub-

resource.
Individual application AM  |/app-am-contexts/ PATCH Npcf_AMPolicyAuthorization_Update.
context {appAmContextld} Updates an existing Individual application

AM context resource. It can also create or
update an AM Policy Events Subscription
sub-resource.

GET Reads an existing Individual application AM
context resource.
DELETE Npcf_AMPolicyAuthorization_Delete.

Deletes an existing Individual application
AM context resource and the child AM
Policy Events Subscription sub-resource.

AM Policy Events /app-am-contexts/ PUT Npcf_AMPolicyAuthorization_Subscribe.
Subscription {appAmContextld} Creates a new AM Policy Events
/events-subscription Subscription sub-resource or modifies an
existing AM Policy Events Subscription sub-
resource.
DELETE Npcf_AMPolicyAuthorization_Unsubscribe.

Deletes an AM Policy Events Subscription
sub-resource.

5.3.2 Resource: Application AM contexts (Collection)

5.3.21 Description

The Application AM contexts resource represents all application AM contexts that exist in the
Npcf_AMPolicyAuthorization service at a given PCF instance.

5.3.2.2 Resource Definition
Resource URI: {apiRoot}/npcf-am-policyauthorization/{apiVer sion}/app-am-contexts

This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
apiVersion string See clause 5.1
5.3.2.3 Resource Standard Methods
5.3.23.1 POST

This method shall support the URI query parameters specified in table 5.3.2.3.1- 1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P Cardinality Description Applicability

n/a
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This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and
response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P Cardinality Description
AppAmContextData M 1 Contains the information for the creation of a new Individual
application AM context resource.

Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality Response codes Description
AppAmContextResp | M 1 201 Created Successful case.
Data The creation of an Individual application AM
context resource is confirmed and a representation
of that resource is returned, together with event
subscription and event notification information, if
available, as specified in clause 4.2.2.2.
ProblemDetails (0] 0.1 500 Internal Server  [(NOTE 2)
Error
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.

NOTE 2: Failure cases are described in clause 5.7.

Table 5.3.2.3.1-4: Headers supported by the 201 response code on this resource

Name Data type P Cardinality Description
Location string M 1 Contains the URI of the newly created resource,
according to the structure:
{apiRoot}/npcf-am-
policyauthorization/{apiVersion}/
app-am-contexts/{appAmContextld}

5.3.24 Resource Custom Operations

None.

5.3.3 Resource: Individual application AM context (Document)

5.3.3.1 Description

The Individua application AM context resource represents a single application AM context that existsin the
Npcf_AM PolicyAuthorization.

5.3.3.2 Resource Definition
Resource URI: {apiRoot}/npcf-am-policyauthorization/{apiV er sion}/app-am-contexts/{appAmContextl d}

This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
apiVersion string See clause 5.1
appAmContextld (string Identifies an application AM context formatted according to
IETF RFC 3986 [19].
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This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type P

Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and
response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P Cardinality Description
n/a
Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource
Data type P | Cardinality Response codes Description
AppAmContextData | M 1 200 OK Successful case.
A representation of an Individual application AM
context resource is returned.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during an Individual
Redirect application AM context retrieval. The response
shall include a Location header field containing an
alternative URI of the resource located in an
alternative PCF (service) instance.
RedirectResponse (@] 0..1 308 Permanent Permanent redirection, during an Individual
Redirect application AM context resource retrieval. The
response shall include a Location header field
containing an alternative URI of the resource
located in an alternative PCF (service) instance.
ProblemDetails ©) 0.1 404 Not Found (NOTE 2)

also apply.

NOTE 2: Failure cases are described in clause 5.7.

NOTE 1: The mandatory HTTP error status code for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4]

Table 5.3.3.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id [string (0] 0..1 Identifier of the target NF (service) instance towards
which the request is redirected.

Table 5.3.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-1d  [string (0] 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.
5.3.3.3.2 PATCH

This method shall support the URI query parameters specified in table 5.3.3.3.2- 1.
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Table 5.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource

Name

Data type P

Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and
response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type

P Cardinality

Description

a

AppAmContexUpdateDat | M 1

Contains the modification(s) to apply to the Individual application AM
context resource.

Table 5.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response codes Description

AppAmContextRe | M 1 200 OK Successful case.

spData A representation of an Individual application AM
context resource, together with event subscription and
event notification information, if available, as specified
in clause 4.2.3.2.

RedirectResponse | O 0.1 307 Temporary Temporary redirection, during an Individual application

Redirect AM context modification. The response shall include a

Location header field containing an alternative URI of
the resource located in an alternative PCF (service)
instance.

RedirectResponse | O 0.1 308 Permanent Permanent redirection, during an Individual application

Redirect AM context modification. The response shall include a

Location header field containing an alternative URI of
the resource located in an alternative PCF (service)
instance.

ProblemDetails o] 0.1 400 Bad Request (NOTE 2)

ProblemDetails o] 0.1 404 Not Found (NOTE 2)

NOTE 1: The mandatory HTTP error status code for the PATCH method listed in table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 5.7.

Table 5.3.3.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |string O 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.

Table 5.3.3.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |string (0] 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.
5.3.3.3.3 DELETE

This method shall support the URI query parameters specified in table 5.3.3.3.3-1.
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Table 5.3.3.3.3-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 5.3.3.3.3-2 and the response data structures and
response codes specified in table 5.3.3.3.3-3.

Table 5.3.3.3.3-2: Data structures supported by the DELETE Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 5.3.3.3.3-3: Data structures supported by the DELETE Response Body on this resource

Data type P Cardinality Response codes Description

n/a 204 No Content Successful case.
The Individual application AM context resource is
deleted.

RedirectRespons | O 0.1 307 Temporary Temporary redirection, during Individual application

e Redirect AM context termination. The response shall include a
Location header field containing an alternative URI of
the resource located in an alternative PCF (service)
instance.

RedirectRespons | O 0.1 308 Permanent Permanent redirection, during Individual application

e Redirect AM context termination. The response shall include a
Location header field containing an alternative URI of
the resource located in an alternative PCF (service)
instance.

ProblemDetails ®) 0.1 404 Not Found (NOTE 2)

NOTE 1: The mandatory HTTP error status code for the DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 5.7.

Table 5.3.3.3.3-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |[string (0] 0.1 Identifier of the target NF (service) instance towards

which the request is redirected.

Table 5.3.3.3.3-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |string O 0.1 Identifier of the target NF (service) instance towards

which the request is redirected.

5.3.34

None.

Resource Custom Operations
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5.34 Resource: AM Policy Events Subscription (Document)

5.34.1 Description

The AM Policy Events Subscription resource represents a subscription to access and mobility policy events for an
application AM context that existsin the Npcf_AMPolicyAuthorization service.

5.34.2 Resource definition

Resource URI: {apiRoot}/npcf-am-policyauthorization/{apiV er sion}/app-am-contexts{appAmContextl d}/events-
subscription

This resource shall support the resource URI variables defined in table 5.3.4.2-1.

Table 5.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
apiVersion string See clause 5.1
appAmContextld  |string Identifies an application AM context formatted according to
IETF RFC 3986 [19].

5343 Resource Standard Methods

5.34.3.1 PUT
This method shall support the URI query parameters specified in table 5.3.4.3.1-1.

Table 5.3.4.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P |Cardinality Description Applicability

n/a

This method shall support the request data structures specified in table 5.3.4.3.1-2 and the response data structures and
response codes specified in table 5.3.4.3.1-3.

Table 5.3.4.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P Cardinality Description

AmEventsSubscData M 1 Contains the information for the creation and/or modification of the AM
Policy Events Subscription sub-resource.
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Table 5.3.4.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type

P | Cardinality

Response codes

Description

AmEventsSubscResp
Data

M 1

201 Created

Successful case.

The AM Policy Events Subscription sub-resource
was created. The representation of the AM Policy
Events Subscription sub-resource is included
within the properties of the AmEventsSubscData
data type. The one or more matched events, if
available, are included within the properties of
the AmEventsNoatification data type.

AmEventsSubscResp
Data

200 OK

Successful case.

The AM Policy Events Subscription sub-resource
was modified and a representation of the sub-
resource is returned. The representation of the
AM Policy Events Subscription sub-resource is
included within the properties of the
AmEventsSubscData data type. The one or more
matched events, if available, are included within
the properties of the AmEventsNotification data

type.

n/a

204 No Content

Successful case.
The AM Policy Events Subscription sub-resource
was modified.

RedirectResponse

307 Temporary
Redirect

Temporary redirection, during AM Policy Events
Subscription modification. The response shall
include a Location header field containing an
alternative URI of the resource located in an
alternative PCF (service) instance.

RedirectResponse

308 Permanent
Redirect

Permanent redirection, during AM Policy Events
Subscription modification. The response shall
include a Location header field containing an
alternative URI of the resource located in an
alternative PCF (service) instance.

ProblemDetails

) 0.1

404 Not Found

(NOTE 2)

also apply.

NOTE 2: Failure cases are described in clause 5.7.

NOTE 1: The mandatory HTTP error status code for the PUT method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4]

Table 5.3.4.3.1-4: Headers supported by the 201 Response Code on this resource

Name

Data type P

Cardinality

Description

Location string

1 Contains the URI of the newly created resource, according to

the structure:
{apiRoot}/npcf-am-policyauthorization/{apiVersion}/
app-am-contexts/{appAmContextld}/events-subscription

Table 5.3.4.3.1-5: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |string O 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.

Table 5.3.4.3.1-6: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |[string (0] 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.
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This method shall support the URI query parameters specified in table 5.3.4.3.2-1.

Table 5.3.4.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description Applicability

n/a

This method shall support the request data structures specified in table 5.3.4.3.2-2 and the response data structures and
response codes specified in table 5.3.4.3.2-3.

Table 5.3.4.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 5.3.4.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response codes Description
n/a 204 No Content Successful case.
The AM Policy Events Subscription resource is deleted.
RedirectResponse | O 0.1 307 Temporary Temporary redirection, during AM Policy Events
Redirect Subscription termination. The response shall include a
Location header field containing an alternative URI of the
resource located in an alternative PCF (service)
instance.
RedirectResponse | O 0.1 308 Permanent Permanent redirection, during AM Policy Events
Redirect Subscription termination. The response shall include a
Location header field containing an alternative URI of the
resource located in an alternative PCF (service)
instance.
ProblemDetails o 0.1 404 Not Found (NOTE 2)

NOTE 1: The mandatory HTTP error status code for the DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
NOTE 2: Failure cases are described in clause 5.7.

Table 5.3.4.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |string (0] 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.

Table 5.3.4.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI of the resource located in an
alternative PCF (service) instance.
3gpp-Shi-Target-Nf-Id |string O 0.1 Identifier of the target NF (service) instance towards
which the request is redirected.

5.34.4

None.

Resource Custom Operations
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54 Custom Operations without associated resources

None.

5.5 Notifications

551 General

Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].

Table 5.5.1-1: Notifications overview

Notification Callback URI HTTP method or Description
custom operation (service operation)
{eventNotifUri} POST Notification of access and mobility policy
AM Event Notification changes event(s).
Termination Request {termNotifUri} POST Request for termination of an Individual
application AM context.

55.2 AM Event Notification

5521 Description

The AM Event Notification is used by the NF service producer to report one or several observed Access and Mobility
policy change Eventsto a NF service consumer that has subscribed to such Notifications viathe AM Policy Events
Subscription Resource.

55.2.2 Target URI
The Callback URI " {eventNotifUri}" shall be used with the callback URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: Callback URI variables

Name Definition
eventNotifUri String formatted as URI with the Callback Uri.
The Callback Uri is assigned within the AM Policy Events Subscription sub-resource
and described within the AmEventsSubscData type (see table 5.6.2.1-1).

5523 Standard Methods

5.5.2.3.1 POST

This method shall support the request data structures specified in table 5.5.2.3.1-1 and the response data structures and
response codes specified in table 5.5.2.3.1-2.

Table 5.5.2.3.1-1: Data structures supported by the POST Request Body

Data type P Cardinality Description
AmEventsNotification M 1 Provides information about the observed access and
mobility policy change events.
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Table 5.5.2.3.1-2: Data structures supported by the POST Response Body

Data type

P | Cardinality

Response codes

Description

n/a

204 No content

The receipt of the Notification is acknowledged.

RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during AM event notification.
Redirect The response shall include a Location header field
containing an alternative URI representing the end
point of an alternative NF consumer (service)
instance where the notification should be sent.
RedirectResponse 0] 0.1 308 Permanent Permanent redirection, during AM event notification.

Redirect The response shall include a Location header field
containing an alternative URI representing the end
point of an alternative NF consumer (service)

instance where the notification should be sent.

NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.

Table 5.5.2.3.1-4: Headers supported by the 307 Response Code on this resource

Name
Location

Data type P |Cardinality
string M 1

Description
An alternative URI representing the end point of an
alternative NF consumer (service) instance towards
which the notification should be redirected.
Identifier of the target NF (service) instance towards
which the notification request is redirected.

3gpp-Shi-Target-Nf-1d |string 0] 0.1

Table 5.5.2.3.1-5: Headers supported by the 308 Response Code on this resource

Name
Location

Data type P | Cardinality
string M 1

Description
An alternative URI representing the end point of an
alternative NF consumer (service) instance towards
which the notification should be redirected.
Identifier of the target NF (service) instance towards
which the natification request is redirected.

3gpp-Shi-Target-Nf-Id |string (0] 0.1

5.5.3 Termination Request

5531 Description

The Termination request is used by the NF service producer to request the NF service consumer the deletion of the
Individual Application AM context Resource.

5.5.3.2 Target URI
The Callback URI " {termNotifUri}" shall be used with the callback URI variables defined in table 5.5.3.2- 1.

Table 5.5.3.2-1: Callback URI variables

Name Definition
termNotifUri String formatted as URI with the Callback Uri.
The Callback Uri is assigned within the Individual Application AM Context resource and
described within the AppAmContextData type (see table 5.6.2.1-1).
5.5.3.3 Standard Methods
5.5.3.3.1 POST

This method shall support the request data structures specified in table 5.5.3.3.1-1 and the response data structures and
response codes specified in table 5.5.3.3.1-1.
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Table 5.5.3.3.1-2: Data structures supported by the POST Request Body

Data type P Cardinality Description
AmTerminationinfo M 1 Provides information about the cause of the termination
request.

Table 5.5.3.3.1-3: Data structures supported by the POST Response Body

Data type P | Cardinality Response codes Description
n/a 204 No content The receipt of the Notification is acknowledged.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during AM event
Redirect notification. The response shall include a Location

header field containing an alternative URI
representing the end point of an alternative NF
consumer (service) instance where the notification
should be sent.
RedirectResponse 0] 0.1 308 Permanent Permanent redirection, during AM event
Redirect notification. The response shall include a Location
header field containing an alternative URI
representing the end point of an alternative NF
consumer (service) instance where the notification
should be sent.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.

Table 5.5.3.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI representing the end point of an
alternative NF consumer (service) instance towards
which the notification should be redirected.
3gpp-Shi-Target-Nf-1d |string (0] 0.1 Identifier of the target NF (service) instance towards
which the notification request is redirected.

Table 5.5.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M 1 An alternative URI representing the end point of an
alternative NF consumer (service) instance towards
which the natification should be redirected.
3gpp-Shi-Target-Nf-Id |[string (0] 0.1 Identifier of the target NF (service) instance towards
which the natification request is redirected.

5.6 Data Model

56.1 General

This clause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Npcf_AM PolicyAuthorization service based interface protocol.
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Data type Clause defined Description Applicability

AmEvent 5.6.3.3 It represents the event the PCF can notify to
the NF service consumer.

AmEventNotification |5.6.2.9 Represents the notification of an event.

AmEventData 5.6.2.8 It contains the event identifier and the related
event reporting information.

AmEventsNotificatio |5.6.2.5 It describes the notification about the events

n occurred within an Individual application AM
context resource.

AmEventsSubscDat |5.6.2.4 It represents the AM Policy Events

a Subscription resource and identifies the events
the application subscribes to.

AmEventsSubscDat |5.6.2.7 This data type is defined in the same way as

aRm the "AmEventsSubscData" data type, but with
the OpenAPI "nullable: true" property.

AmEventsSubscRe |5.6.4.2 It represents a response to an AM Policy

spData Events Subscription request and contains the
created/updated AM Policy Events
Subscription resource. It may also include the
Notification of the events met at the time of
subscription.
It is represented as a non-exclusive list of two
data types: AmEventsSubscData and
AmEventsNotification.

AmTerminationCau |5.6.3.5 It represents the cause values that the PCF

se should report when requesting to an NF
service consumer the deletion of an "AF
application AM context" resource.

AmTerminationinfo |5.6.2.6 It includes information related to the
termination of the Individual Application AM
Context resource.

AppAmContextData |5.6.2.2 It represents an Individual application AM
context resource.

AppAmContextRes |5.6.4.1 It represents a response to a modification or

pData creation request of an Individual application
AM context resource.
It is represented as a non-exclusive list of two
data types AppAmContextData and
AmEventsNotification.

AppAmContextUpd |5.6.2.3 It describes the modifications to an Individual

ateData application AM context resource.

Pduidinformation 5.6.2.10 It contains the PDUID and its validity timer.

ServiceAreaCovera |5.6.2.11 It represents a list of Tracking Areas within a

gelnfo serving network.

Table 5.6.1-2 specifies data types re-used by the Npcf_AMPolicyAuthorization service based interface protocol from
other specifications, including areference to their respective specifications and when needed, a short description of their

use within the Npcf_AMPolicyAuthorization service based interface.
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Table 5.6.1-2: Npcf_AMPolicyAuthorization re-used Data Types

Data type Reference Comments Applicability

DurationSec 3GPP TS 29.571 [20] |[Indicates a period of time in units of
seconds.

DurationSecRm 3GPP TS 29.571[20] |[ltis defined as DurationSec but with the
nullable property set to "true".

Gpsi 3GPP TS 29.571 [20]  |Identifies a GPSI.

NotificationMethod |3GPP TS 29.508 [21] [t includes information about the
notification methods that can be
subscribed by the NF service consumer.

Pduid 3GPP TS 29.555 [24]  |String containing a PDUID

RedirectResponse  |3GPP TS 29.571 [20] |t contains redirection related information.

Supi 3GPP TS 29.571 [20]  [ldentifies the SUPIL.

SupportedFeatures |3GPP TS 29.571 [20] |Used to negotiate the applicability of the
optional features defined in table 5.8-1.

Tac 3GPP TS 29.571[20] |t contains a Tracking Area Code

PImnldNid 3GPP TS 29.571[20] [t contains the serving PLMN ID and, for
a SNPN, the NID that together with the
PLMN ID identifies the SNPN.

Uinteger 3GPP TS 29.571 [20]  |Unsigned integer.

Uri 3GPP TS 29.571 [20]  [String providing a URI.

5.6.2 Structured data types
5.6.2.1 Introduction

This clause defines the structures to be used in resource representations.
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5.6.2.2 Type: AppAmContextData

Table 5.6.2.2-1: Definition of type AppAmContextData

Attribute name Data type P Cardinality Description Applicability
evSubc AmEventsSubs | O 0.1 Represents the subscription
cData to one or more AM policy
events.
supi Supi M 1 Identifies the SUPI.
gpsi Gpsi (0] 0.1 Identifies the GPSI.
suppFeat SupportedFeatu | C 0.1 This IE represents a list of

res Supported features used as
described in clause 5.8.

It shall be supplied by the NF
service consumer in the
POST request that requests a
creation of an Individual
application AM context
resource.

It shall be supplied by the
PCF in the response to the
POST request that requests a
creation of an Individual
application AM context
resource.

termNotifUri Uri M 1 Identifies the callback URI
where the PCF notifies
termination requests.

expiry DurationSec 0] 0.1 Indicates the time duration
that the requested policy shall
last. If omitted, it indicates
that the requested policy lasts
till the Individual Application
AM context resource is
deleted.

highThrulnd boolean C 0.1 Indicates whether high
throughput is desired for the
indicated UE traffic. Set to
"true" if high throughput is
desired; otherwise set to
"false". Default value is "false"

if omitted.
(NOTE)
covReq array(ServiceAr | C 1..N Identifies a list of Tracking
eaCoveragelnfo Areas per serving network
) where the service is allowed.
(NOTE)

NOTE:  Either the "highThrulnd" attribute, the "covReq" attribute or both of them shall be included.
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Attribute name Data type P | Cardinality Description Applicability
evSubsc AmEventsSubs | O 0.1 Represents the subscription to
cDataRm one or more AM policy events.
termNotifUri Uri 0] 0.1 Identifies the callback URI where
the PCF notifies termination
reguests.
expiry DurationSecRm | O 0.1 The expiration time of the AM
related policy. If removed (i.e. set
to "NULL"), it indicates that the
requested policy lasts till the
Individual Application AM context
resource is deleted.
highThrulnd boolean o 0.1 Indicates whether high
throughput is desired for the
indicated UE traffic. Set to "true”
if high throughput is desired;
otherwise set to "false".
covReq array(ServiceAr | O 1..N Identifies a list of Tracking Areas
eaCoveragelnfo per serving network where the
service is allowed.
NOTE:  The "highThrulnd" attribute, the "covReq" attribute or both of them may be included.
5.6.24 Type: AmEventsSubscData
Table 5.6.2.4-1: Definition of type AmEventsSubscData
Attribute name Data type P | Cardinality Description Applicability
eventNotifUri Uri M 1 Indicates the callback URI where
the PCF sends the access and
mobility changes events met.
events array(AmEvent (0] 1..N Indicates the one or more access
Data) and mobility related events.
5.6.2.5 Type: AmEventsNotification
Table 5.6.2.5-1: Definition of type AmEventsNotification
Attribute name Data type P | Cardinality Description Applicability
repEvents array(AmEvent M 1.N The list of the reported events.
Notification)
appAmcContextld string C 0.1 Contains the AM Policy Events

Subscription resource identifier
related to the event natification. It
shall be included in the
notification requests. It may be
omitted in the resource
creation/update replies.
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5.6.2.6 Type: AmTerminationinfo
Table 5.6.2.6-1: Definition of type AmTerminationinfo
Attribute name Data type P | Cardinality Description Applicability
appAmcContextld string M 1 Contains the Individual

application AM context resource
identifier related to the
termination notification.

termCause AmTermination M 1 Indicates the cause for
Cause requesting the termination of the
Individual application AM context
resource
5.6.2.7 Type AmEventsSubscDataRm

This data type is defined as the AmEventsSubscData type, but:
- with the OpenAPI "nullable: true" property; and

- theattributes are defined as optional.

Table 5.6.2.7-1: Definition of type AmEventsSubscDataRm

Attribute name Data type P | Cardinality Description Applicability

eventNotifUri Uri (0] 1..N Indicates the callback URI where
the PCF sends the access and
mobility changes events met.

events array(AmEvent o 1.N Indicates the one or more access
Data) and mobility related events.
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Table 5.6.2.8-1: Definition of type AmEventData
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Attribute name

Data type

Cardinality

Description

Applicability

event

AmEvent

1

Subscribed Event.

immRep

boolean

[3)
M
O

0.1

Indication of immediate reporting:
- true: requires the immediate
reporting of the current value of
the subscribed event, if available.
- false (default): event report
occurs when the event is met.

notifMethod

NotificationMetho
d

0.1

Represents the notification
method (periodic, one time, on
event detection). If "notifMethod"
attribute is not supplied, the
default value
"ON_EVENT_DETECTION"
applies.

maxReportNbr

Uinteger

0.1

Represents the maximum number
of reports, after which the
subscription ceases to exist (i.e.,
the reporting ends). It may be
present for the "PERIODIC" and
on "ON_EVENT_DETECTION"
notification methods. If omitted,
there is no limit.

monDur

DateTime

0.1

Represents the time at which the
subscription ceases to exist (i.e
the subscription becomes invalid
and the reporting ends). If
omitted, there is no time limit. If
present in the subscription
request, it shall be present in the
subscription response.

repPeriod

DurationSec

0.1

Indicates the time interval
between successive event
notifications.lIt is supplied for
notification method "PERIODIC".

5.6.2.9

Type: AmEventNotification

Table 5.6.2.9-1: Definition of type AmEventNotification

Attribute name

Data type

Cardinality

Description

Applicability

event

AmEvent

1

Notified event.

appliedCov

ServiceAreaCov
eragelnfo

P
M
C

0.1

The list of applied Tracking Areas
for the serving network where the
UE is camping. It shall be present
when the notified event is
"SAC_CH".

pduidinfo

Pduidinformatio
n

0.1

Contains the PDUID and its
validity timer. It shall be included
when the "PDUID_CH" event is

reported.
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5.6.2.10 Type: Pduidinformation

Table 5.6.2.10-1: Definition of type PduidIinformation

Attribute name Data type P | Cardinality Description Applicability

expiry DateTime M 1 Contains the expiration time of
validity of UE policies for 5G
Prose direct discovery.

pduid Pduid M 1 Contains the PDUID as defined in
Table 5.3.1.1 of
3GPP TS 24.555 [23].

5.6.2.11 Type: ServiceAreaCoveragelnfo

Table 5.6.2.11-1: Definition of type ServiceAreaCoveragelnfo

Attribute name Data type P | Cardinality Description Applicability

tacList array(Tac) M 0..N It contains a list of the Tracking
Area codes where the requested
service shall be allowed.

An empty array may be included
within the AmEventNotification
data type and indicates the
service is restricted in the serving
network.

servingNetwork PImnldNid (0] 0.1 It contains the serving PLMN ID
and, for a SNPN, the NID that
together with the PLMN ID
identifies the SNPN. It may be
omitted when serving network is
the UE H-PLMN.

5.6.3 Simple data types and enumerations

5.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses.

5.6.3.2 Simple data types
The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

Type Name Type Definition Description Applicability
<one simple data
type, i.e. boolean,
integer, number, or
string>

5.6.3.3 Enumeration: AmEvent

The enumeration "AmEvent" represents the events the PCF can notify to the NF service consumer.
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Table 5.6.3.3-1: Enumeration AmEvent

Enumeration value Description Applicability
SAC_CH This trigger indicates a service area coverage
change for a UE.
PDUID_CH The PDUID assigned to a UE for the UE ProSe
Policies has changed.
(NOTE)
NOTE: This event can only be subscribed using the Npcf AMPolicyAuthorization_Subscribe service operation.

56.34 Enumeration: AmTerminationCause

The enumeration "AmTerminationCause" represents the cause val ues that the PCF should report when requesting to the
NF service consumer the deletion of the "AF application AM context" resource. It shall comply with the provisions of
table 5.6.3.4-1.

Table 5.6.3.4-1: Enumeration AmTerminationCause

Enumeration value Description Applicability
UE DEREGISTERED UE initiates the deregistration procedure.
UNSPECIFIED This value is used for unspecified reasons.
INSUFFICIENT_RESOURCE | Indicates that the server is overloaded and needs to
S release the AF application AM context resource.

5.6.4 Data types describing alternative data types or combinations of data

types
5.6.4.1 Type: AppAmContextRespData
Table 5.6.4.1-1: Definition of type AppAmContextRespData as a list of non-exclusive alternatives
Data type Cardinality Description Applicability
AmEventsNotification 0.1 It represents the notification of a match event

during the creation or modification of the
Individual application AM context data.

AppAmContextData 1 It represents the Individual application AM
context resource.

5.6.4.2 Type: AmEventsSubscRespData
Table 5.6.4.2-1: Definition of type AmEventsSubscRespData as a list of non-exclusive alternatives
Data type Cardinality Description Applicability
AmEventsSubscData 1 It represents the AM Policy Events
subscription resource.
AmEventsNotification 0.1 It represents the notification of a match event
during the creation or modification of the AM
Policy Events Subscription resource.

5.6.5 Binary data

5.6.5.1 Binary Data Types

None.
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5.7 Error Handling

5.7.1 General

HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [5].

For the Npcf_AMPolicyAuthorization API, HTTP error responses shall be supported as specified in clause 4.8 of
3GPP TS 29.501 [5]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be
supported for an HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP
method in table 5.2.7.1-1 of 3GPP TS 29.500 [4].

In addition, the requirements in the following clauses are applicable for the Npcf_ AMPolicyAuthorization API.

57.2 Protocol Errors

No specific procedures for the Npcf_AM PolicyAuthorization service are specified.

5.7.3 Application Errors

The application errors defined for the Npcf _AMPolicyAuthorization service arelisted in Table 5.7.3-1.

Table 5.7.3-1: Application errors

Application Error HTTP status code Description
INVALID_POLICY_REQUEST 400 Bad Request The HTTP request is rejected because the service
information for the AM context is invalid or insufficient
for the PCF to perform the requested action. (NOTE 1)

APPLICATION_AM_CONTEXT_NOT |404 Not Found The HTTP request is rejected because the specified

_FOUND Individual Application AM Context does not exist.
(NOTE 3)

POLICY_ASSOCIATION_NOT_AVAIL |500 Internal Server |The PCF failed in executing binding with the UE/AM

ABLE Error Policy Context. (NOTE 2)

NOTE 1: This application error is included in the response to the PATCH request (see clauses 4.2.3.2).

NOTE 2: This application error is included in the response to the POST request (see clauses 4.2.2.2 and 4.2.5.3).

NOTE 3: This application error is included in the responses to the GET, PATCH and DELETE requests to the
Individual Application AM Context resource, and to the PUT and DELETE requests to the AM Policy Events
Subscription resource.

5.8 Feature negotiation

The optional featuresin table 5.8-1 are defined for the Npcf_ AMPolicyAuthorization API. They shall be negotiated
using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].

Table 5.8-1: Supported Features

Feature number Feature Name Description

5.9 Security

Asindicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Npcf_AM PolicyAuthorization APl may
be authorized by means of the OAuth2 protocol (see |IETF RFC 6749 [9]), based on local configuration, using the
"Client Credentials' authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization
server.

If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Npcf_AMPolicyAuthorization
API, shall obtain a"token" from the authorization server, by invoking the Access Token Request service, as described
in 3GPP TS 29.510[10], clause 5.4.2.2.
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NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF Service Consumer used for discovering the Npcf_AMPolicyAuthorization service.

The Npcf_AMPolicyAuthorization API defines a single scope " npcf-am-policyauthorization " for the entire service,
and it does not define any additional scopes at resource or operation level.
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Annex A (normative):
OpenAPI specification

Al General

This Annex specifies the formal definition of the API(s) defined in the present specification. It consists of OpenAPI
specificationsin YAML format.

This Annex takes precedence when being discrepant to other parts of the specification with respect to the encoding of
information elements and methods within the API(s).

NOTE 1: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

Informative copies of the OpenAPI specification files contained in this 3GPP Technical Specification are available on a
Git-based repository that uses the GitLab software version control system (see 3GPP TS 29.501 [5] clause 5.3.1 and
3GPP TR 21.900 [7] clause 5B).

A.2  Npcf AMPolicyAuthorization API

openapi: 3.0.0
i nfo:
title: Npcf_AMPolicyAuthorization Service API
version: 1.0.0-al pha.8
description: |
PCF Access and Mobility Policy Authorization Service.
© 2022, 3GPP Organi zational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA TTO).
Al rights reserved.

ext er nal Docs:
description: >
3GPP TS 29.534 V17.0.0;
5G System Access and Mbility Policy Authorization Service; Stage 3.
url: "https://ww. 3gpp. org/ftp/ Specs/archivel 29_series/29.534/"
#
servers:
- url: '{api Root}/npcf-am policyauthorization/vl'
vari abl es:
api Root :
defaul t: https://exanple.com
description: api Root as defined in clause 4.4 of 3GPP TS 29. 501
#
security:
- {1
- oAuth2d ientCredentials:
- npcf-ampolicyauthorization
pat hs:
/ app- am cont ext s:
post :
summary: Creates a new | ndividual Application AM Context resource
operationld: PostAppAnCont exts
tags:
- Application AM contexts (Collection)
r equest Body:
description: Contains the information for the creation the resource.
required: true

content:
application/json:
schema:
$ref: ' #/ conponent s/ schemas/ AppAnCont ext Dat a'
responses:
'201":
description: Successful creation of the resource.
content:
application/json:
schema:
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$ref: ' #/ conponent s/ schemas/ AppAnCont ext RespDat a'
headers:
Locati on:

description: >
Contains the URI of the created individual application AM context resource,
according to the structure
{api Root }/ npcf-am pol i cyaut hori zati on/ { api Ver si on}/ app- am cont ext s/ { appAnCont ext | d}
or the URI of the created AM Policy events subscription subresource,
according to the structure
{api Root }/ npcf - am pol i cyaut hori zat i on/ { api Ver si on}/ app- am

cont ext s/ { appAnCont ext | d}/ event s- subscri pti on}

required: true

schema:
type: string

' 4g?ef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 400’
' 4gr1ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401’
' 4g§ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403’
' 4g?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 404'
' 4érlef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411’
' 4é§ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 413"
' 4ér5ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 415’
' 4;?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 500'

Sg?ei‘ ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503’
def$ra:|ff : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ def aul t'

cal | backs:

t er mi nati onRequest :
"{$request. body#/termNotifUri}":
post:
request Body:
description: Request of the term nation of the Individual Application AM Context.
required: true

content:

application/json:

schema:
$ref: '#/ conponents/schemas/ Aniler ni nati onl nf o'
responses:

'204":

description: The receipt of the notification is acknow edged.
' 307" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400
'401":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 404" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 404’
411" :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 411"
'413':

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413"
'415' :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 415’
'429':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429'
' 500" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 500’
' 503" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
anEvent Noti fication:
" {$request . body#/ evSubsc/ event Noti fUri}"':
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post:
r equest Body:

description: Notification of an event occurrence in the PCF.

required: true
content:

application/json:

schema:
$ref: ' #/ conponents/schemas/ AnEvent sNoti fi cati on'
responses:

1204 :

description: The receipt of the notification is acknow edged.
' 307" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yami #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401":

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401’
' 403" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 403"
' 404" :

$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 404’
411" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 411"
' 413"

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 413’
'415' :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 415’
'429':

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429'
' 500" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 500’
' 503" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

#
/ app- am cont ext s/ { appAnCont ext | d} :
get:
summary: "Reads an existing |ndividual Application AM Context"

operationld: GetAppAntCont ext

t ags:
- I ndi vi dual
par anet er s:

- name: appAnContext!d

description:
in: path
required:
schena:
type:
responses:
' 200" :
descri ption:
content:

true

string

application/json:

schema
$ref:
'307":
$ref:
'308':
$ref:
'400' :
$ref:
'401'
$ref:
'403':
$ref:
'404"
$ref:
' 406" :
$ref:
'429'
$ref:
'500':
$ref:
'503':
$ref:

' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.

' TS29571_CommonDat a.

Appl i cation AM Context (Document)

String identifying the resource.

A representation of the resource is returned.

' #/ conponent s/ schemas/ AppAntCont ext Dat a'

yanl #/ conponent s/ r esponses/ 307"
yaml #/ conponent s/ r esponses/ 308’
yanl #/ conponent s/ r esponses/ 400’
yaml #/ conponent s/ r esponses/ 401"
yanl #/ conponent s/ r esponses/ 403’
yani #/ conponent s/ r esponses/ 404’
yanl #/ conponent s/ r esponses/ 406’
yani #/ conponent s/ r esponses/ 429’
yanl #/ conponent s/ r esponses/ 500’

yani #/ conponent s/ r esponses/ 503’
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defaul t:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

pat ch:
sunmary: "Mdifies an existing |ndividual Application AM Context"
operationld: MdAppATCont ext
tags:
- Individual Application AM Context (Docunent)
par anmet ers:
- name: appAmrCont ext|d
description: String identifying the resource.
in: path
required: true
schema:
type: string
request Body:
description: Modification of the resource.
required: true

content:
appl i cati on/ nmer ge- pat ch+j son:
schema:
$ref: ' #/ conponents/schenas/ AppAnCont ext Updat eDat a'
responses:
''200':

description: >
Successful nodification of the resource and a representation of that resource is
returned. |If a subscribed event is matched, the event notification is also included
in the response.

content:
application/json:
schena:

' N $ref: ' #/ conponent s/ schemas/ AppAnCont ext RespDat a'
' Zgg'sé:ri ption: The successful nodification.
' 3!(i)5r7ef : " TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 307"
' 3g§ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400'
' 4grlef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4g§ef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403’
' 4gfef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4ég-ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
' 4é?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 413’
' Aé?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 415’
' 4§?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 429’
' Sg?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 500’

ngei‘ © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 503"
de;?g:‘? K TS29571_ConmonDat a. yan #/ conponent s/ responses/ def aul t'

cal | backs:

anmEvent Noti fi cation
' {$request . body#/ evSubsc/ event NotifUri}":
post :
request Body:
description: Notification of an event occurrence in the PCF
required: true

content:

application/json:

schema:
$ref: ' #/ conponent s/ schemas/ AnEvent sNoti fi cation'
responses:

'204" :

description: The receipt of the notification is acknow edged.
' 307" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 307’
' 308" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
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#

del ete:

sunmary: Del etes an existing |ndividual

"400' :
$ref:
'401'
$ref:
'403':
$ref:
'404"
$ref:
411"
$ref:
'413'
$ref:
'415":
$ref:
'429'
$ref:
' 500" :
$ref:
'503':
$ref:
defaul t:
$ref:

' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.

' TS29571_CommonDat a.

54

Appl i cation AM Cont ext

operationld: Del et eAppAnCont ext

t ags:
- I ndivi

dual Application AM

paraneters:

Cont ext (Docunent)

fying the Individual

is confirmed without
yanl #/ conponent s/ r esponses/ 307"
yani #/ conponent s/ r esponses/ 308’
yaml #/ conponent s/ r esponses/ 400’
yani #/ conponent s/ r esponses/ 401’
yaml #/ conponent s/ r esponses/ 403’
yani #/ conponent s/ r esponses/ 404’
yani #/ conponent s/ r esponses/ 411’
yaml #/ conponent s/ r esponses/ 413’
yani #/ conponent s/ r esponses/ 415’
yaml #/ conponent s/ r esponses/ 429’
yanl #/ conponent s/ r esponses/ 500’

yaml #/ conponent s/ r esponses/ 503’

yanl #/ conponent s/ responses/ def aul t'

- nane: appAnContext!d
description: String identi
in: path
required: true
schena:

type: string
responses:

1204 :
description: The del etion

'307":
$ref: ' TS29571_CommonDat a.

'308':
$ref: ' TS29571_CommonDat a.

' 400" :
$ref: ' TS29571 CommonDat a.

'401":
$ref: ' TS29571_CommonDat a.

' 403" :
$ref: ' TS29571_ConmmonDat a.

'404' :
$ref: ' TS29571_ConmonDat a.

"411"
$ref: ' TS29571_CommonDat a.

'413':
$ref: ' TS29571_ConmmonDat a.

' 415" :
$ref: ' TS29571_CommonDat a.

'429':
$ref: ' TS29571_ConmmonDat a.

' 500" :
$ref: ' TS29571_CommonDat a.

'503":
$ref: ' TS29571_ConmonDat a.

defaul t:
$ref: ' TS29571 CommonDat a.

/ app- am cont ext s/ { appAnCont ext | d}/ event s- subscri pti on:
put:
sunmary:
operationld: updateAnEvent sSubsc
tags:

- AM Pol i cy Events Subscription (Docunent)
par anmeters:

- nane:
descri
in:

appAnCont ext | d
ption:

path
required:

true

schema:

type:

string
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yani #/ conponent s/ r esponses/ 400’
yani #/ conponent s/ r esponses/ 401’
yaml #/ conponent s/ r esponses/ 403’
yani #/ conponent s/ r esponses/ 404’
yam #/ conponent s/ r esponses/ 411"
yani #/ conponent s/ r esponses/ 413’
yam #/ conponent s/ r esponses/ 415’
yanl #/ conponent s/ r esponses/ 429’
yaml #/ conponent s/ r esponses/ 500'
yanl #/ conponent s/ r esponses/ 503’

yam #/ conponent s/ r esponses/ def aul t'

resource.

dat a.

creates or nodifies an AM Policy Events Subscription subresource.

String identifying the AM Policy Events Subscription subresource.
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request Body:
description: Creation or nodification of an AM Policy Events Subscription subresource.
required: true

content:
application/json:
schema:
$ref: '#/ conponents/schemas/ ArEvent sSubscDat a'
responses:
'201":

description: >
The creation of the AM Policy Events Subscription subresource is confirmed and its
representation is returned. If an AM Event is matched, the response al so includes the
notification.

content:
application/json:
schena:
$ref: '#/ conponents/schemas/ AnEvent sSubscRespDat a'
header s:
Locati on:

description: >
Contains the URI of the created AM Policy Events Subscription subresource,
according to the structure
{api Root }/ npcf - am pol i cyaut hori zati on/ { api Ver si on}/ app- am
cont ext s/ { appAnCont ext | d}/ event s- subscri ption}
required: true
schema:
type: string
'200':
description: The nodification of the AM Policy Events Subscription subresource is
confirmed and its representation is returned. If an AM Event is matched, the response al so incl udes
the notification.
content:
application/json:
schema:
$ref: '#/ conponents/schemas/ AnEvent sSubscRespDat a'
1204 :
description: The nodification of the AM Policy Events Subscription subresource is
confirmed wi thout returning additional data.

' 3f(’gazef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 3g§ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4gfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4gfef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4irlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 411’
' 4é?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 413’
' 4érsef » ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 415’
' 4§?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 429’
' sg?ef ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500'

ngei‘ © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 503"
de;?g“ K TS29571_ConmonDat a. yanl #/ conponent s/ r esponses/ def aul t'

cal | backs:

anmEvent Noti fi cation
" {$request . body#/ evSubsc/ event NotifUri}':
post:
r equest Body:
description: Contains the information for the notification of an event occurrence in
t he PCF.
required: true
content:
application/json
schema:
$ref: ' #/ conponent s/ schemas/ AnEvent sNoti fi cation
responses
1204
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confirmed without

#
#

description
'307":
$ref:
'308':
$ref:
'400' :
$ref:
'401':
$ref:
'403":
$ref:
'404"
$ref:
411"
$ref:
'413'
$ref:
'415':
$ref:
''429':
$ref:
'500':
$ref:
'503':
$ref:
defaul t:
$ref:

del ete:

summary: del etes the AM Policy Events

' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_ConmonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.
' TS29571_CommonDat a.

' TS29571_CommonDat a.

56

Subscri ption subresource

operationld: Del et eArEvent sSubsc
tags:

- AM Pol i cy Events Subscription (Docunent)
par anmeters:

nane: appAntContextl!d

description: String identi
in: path
required: true
schena:
type: string
responses:
1204 :

description:

' 307" :

$ref: ' TS29571_CommonDat a.
' 308" :

$ref: ' TS29571_CommonDat a.
"400' :

$ref: ' TS29571_CommonDat a.
' 401" :

$ref: ' TS29571_CommonDat a.
' 403" :

$ref: ' TS29571_ConmmonDat a.
404" :

$ref: ' TS29571_CommonDat a.
'429':

$ref: ' TS29571_ConmonDat a.
'500':

$ref: ' TS29571_CommonDat a.
'503":

$ref: ' TS29571_ConmmonDat a.
defaul t:

$ref: ' TS29571 CommonDat a.

conponent s:

#

#

#

securitySchenes:
oAut h2d i ent Credenti al s:

type:

oaut h2

flows:

cl

schenas:

i ent Credential s:
t okenUr| :
scopes:

npcf-am pol i cyaut hori zati on:

fying the Individual

dat a.

yaml #/ conponent s/ r esponses/ 307"
yani #/ conponent s/ r esponses/ 308’
yaml #/ conponent s/ r esponses/ 400’
yani #/ conponent s/ r esponses/ 401’
yaml #/ conponent s/ r esponses/ 403’
yani #/ conponent s/ r esponses/ 404’
yaml #/ conponent s/ r esponses/ 429’
yanl #/ conponent s/ r esponses/ 500’

yaml #/ conponent s/ r esponses/ 503’

yanl #/ conponent s/ responses/ def aul t'

"{nrfApi Root }/ oaut h2/t oken'

ETSI
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The receipt of the notification is acknow edged.
yani #/ conponent s/ r esponses/ 307"
yan #/ conponent s/ r esponses/ 308’
yani #/ conponent s/ r esponses/ 400’
yaml #/ conponent s/ r esponses/ 401"
yani #/ conponent s/ r esponses/ 403’
yam #/ conponent s/ r esponses/ 404’
yani #/ conponent s/ r esponses/ 411’
yaml #/ conponent s/ r esponses/ 413’
yanl #/ conponent s/ r esponses/ 415’
yaml #/ conponent s/ r esponses/ 429’
yanl #/ conponent s/ r esponses/ 500’
yaml #/ conponent s/ r esponses/ 503’

yanl #/ conponent s/ responses/ def aul t'

resource.

The del etion of the of the AM Policy Events Subscription subresource is
returni ng additional

Access to the Npcf_AMPol i cyAut hori zati on API
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AppAntCont ext Dat a:
description: Represents an |ndividual Application AM Context resource.
type: object

required:
- supi
- termNotifUri
properties:
supi :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Supi '
gpsi :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Gpsi '
termNotifUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
evSubsc:
$ref: '#/ conponents/schemas/ ArEvent sSubscDat a'
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
expiry:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'
hi ghThr ul nd:

type: bool ean
description: Indicates whether high throughput is desired for the indicated UE traffic.

covReq:

type: array

description: Identifies a list of Tracking Areas per serving network where service is
al | oned.

items:

$ref: ' #/ conponents/schenas/ Servi ceAr eaCover agel nf o'
mnltems: 1
anyCf :

- required: [highThrulnd]

- required: [covReq]
#
#

AppAnCont ext Updat eDat a:
description: Describes the nodifications to an Individual Application AM resource.
type: object
properties:

termNotifUri:
$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schemas/ Uri '
evSubsc:
$ref: '#/ conponents/schemas/ AnEvent sSubscDat aRni
expiry:
$ref: ' TS29571_ CommonDat a. yan #/ conponent s/ schemas/ Dur at i onSecRmi
hi ghThr ul nd:

description: |ndicates whether high throughput is desired for the indicated UE traffic.
type: bool ean
nul | abl e: true
covReq:
type: array
description: ldentifies a list of Tracking Areas per serving network where service is
al | oned.
items:
$ref: '#/ conponents/schenas/ Servi ceAr eaCover agel nf o'
mnltenms: 1
nul | abl e: true

AnEvent sSubscDat a:
description: It represents the AM Policy Events Subscription subresource and identifies the
events the application subscribes to.
type: object
required:
- eventNotifUri
properties:
event Noti fUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
events:
type: array
itens:
$ref: '#/ conponents/schenas/ AnEvent Dat a'
mnltenms: 1

AnEvent sNot i fication:
description: Describes the notification about the events occurred within an Individual
Appl i cation AM Context resource.
type: object
required:
- repEvents

ETSI
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properties:
appAnrCont ext | d:
type: string
description: Contains the AM Policy Events Subscription resource identifier related to the
event notification.
repEvents:
type: array
items:
$ref: '#/ conponents/schemas/ AnEvent Noti fication'
mnltems: 1

Aniler mi nat i onl nf o:
description: Includes information related to the term nation of the Individual Application AM
Cont ext resource.
type: object
required:
- ternCause
properties:
appAnCont ext | d:
type: string
description: Contains the Individual application AM context resource identifier related to
the termnation notification.
t er nCause:
$ref: ' #/ conmponent s/ schemas/ Aniler mi nati onCause'

AnEvent sSubscDat aRm
description: This data type is defined in the sane way as the AnEvent sSubscData but with the
QpenAPl nul | abl e property set to true.
type: object
properties:
event Noti fUri:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schemas/ Uri '
events:
type: array
items:
$ref: ' #/ conponent s/ schemas/ AnEvent Dat a'
mnltems: 1
nul | abl e: true

AnEvent Dat a:
description: This data type contains the event identifier and the related event reporting
i nformation.

type: object
properties:
event:
$ref: '#/ conponents/schenmas/ AnEvent'
i mRep:
type: bool ean
not i f Met hod:

$ref: ' TS29508_Nsnf _Event Exposure. yani #/ conponent s/ schermas/ Not i fi cat i onMet hod'
maxReport Nor:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
nmonDur :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
repPeri od:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'

AnEvent Noti fi cati on:
description: Describes the notification of a subscription.
type: object
required:
- event
properties:
event:
$ref: '#/ conponents/schenas/ AnEvent'
appl i edCov:
$ref: '#/ conponents/schenas/ Servi ceAr eaCover agel nf o'
pdui dI nf o:
$ref: '#/ conponents/schenas/ Pdui dl nfornati on'

Pdui dI nf or nat i on:
description: Contains the ProSe Discovery UE ID and its validity timer.
type: object
required:
- expiry
- pduid
properties:
expiry:

ETSI



3GPP TS 29.534 version 17.0.0 Release 17 59 ETSI TS 129 534 V17.0.0 (2022-05)

$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
pdui d:
$ref: ' TS29555_N5g- ddnnf _Di scovery. yam #/ conponent s/ schemas/ Pdui d'

Ser vi ceAr eaCover agel nf o:
description: It represents a list of Tracking Areas within a serving network.
type: object
required:
- tacli st
properties:
tacli st:
type: array
description: Indicates a list of Tracking Areas where the service is allowed.
items:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Tac'
ser vi ngNet wor k:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Pl rml dNi d'

#
# ENUMERATI ONS DATA TYPES
#
AnTer m nat i onCause:
description: It represents the cause values that the PCF should report when requesting to an
NF service consuner the deletion of an "AF application AM context" resource.
anyCf :
- type: string
enum
- UE_DEREG STERED
- UNSPECI FI ED
- | NSUFFI Cl ENT_RESQURCES
- type: string

AnEvent :
anyCf :
- type: string
enum
- SAC_CH
- PDUI D_CH
- type: string
description: |
Possi bl e val ues are:
- SAC CH Service Area Coverage Change
- PDUI D CH The PDUI D assigned to a UE for the UE ProSe Policies changed

AppAnCont ext RespDat a:
description: It represents a response to a nodification or creation request of an I|ndividual
Application AMresource. It nmay contain the notification of the already net events.
anyCf :
- $ref: '#/ conponent s/ schemas/ AppAntCont ext Dat a'
- $ref: '#/ components/schemas/ AnEvent sNoti fi cati on'

AnEvent sSubscRespDat a:
description: ldentifies the events the application subscribes to within an AM Policy Events
Subscri ption subresource data. It may contain the notification of the already nmet events.
anyOf :
- $ref: '#/ component s/ schemas/ AnEvent sSubscDat a'
- $ref: '#/ components/schemas/ AnEvent sNoti fi cati on’
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