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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present specification provides the stage 3 definition of the Policy Authorization Service of the 5G System.

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The stage 2 definition and related procedures for the
Npcf Policy Authorization Service are specified in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

The 5G System stage 3 call flows are provided in 3GPP TS 29.513 [7].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [5] and 3GPP TS 29.501 [€].

The Policy Authorization Serviceis provided by the Policy Control Function (PCF). This service creates policies as
requested by the authorised AF for the PDU Session to which the AF session is bound.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[6] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[7] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

[8] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[9] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[10] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data | nterchange Format".

[171] OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI -
Specification/blob/master/versions/3.0.0.md.

[12] 3GPP TS 29.571: "5G System; Common Data Types for Service Based I nterfaces; Stage 3".

[13] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[14] 3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

Application Function (AF): Element offering application(s) that use PDU session resources.

AF application session context: Application level session context established by an application level signalling
protocol offered by the AF that requires a session context set-up with explicit session context description before the use
of the service.

M CS session: A session for which priority treatment is applied for alocating and maintaining radio and network
resources to support the Mission Critical Service (MCS). MCSisdefined in 3GPP TS 22.179 [45],
3GPP TS 22.280 [46], 3GPP TS 22.281 [47], and 3GPP TS 22.282 [48].

M PS session: A session for which priority treatment is applied for allocating and maintaining radio and network
resources to support the Multimedia Priority Service (MPS). MPSis defined in 3GPP TS 22.153 [23].

PCC rule: Set of information enabling the detection of a service data flow and providing parameters for policy control
and/or charging control.

Service information: Set of information conveyed from the AF/NEF to the PCF by the Npcf_PolicyAuthorization
serviceto be used as a basis for PCC decisions at the PCF, including information about the AF/NEF application session
context (e.g. application identifier, type of media, bandwidth, 1P address and port number).

Service data flow: An aggregate set of packet flows.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

5G-RG 5G Residential Gateway

AF Application Function

ARP Allocation and Retention Priority

ATSSS Access Traffic Steering, Switching and Splitting
BBF Broadband Forum

BMIC Bridge Management Information Container
BSSID Basic Service Set I Dentifier

CHEM Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF Charging Function

DEI Drop Eligible Indicator

DNAI DN Access |dentifier
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DNN
DSTT
DSL
E-UTRA
FLUS
FN-RG
GPSI
HFC
H-PCF
IMS
JSON
MA
MCPTT
MCVideo
MPS
NEF
NID

NR

NRF
NWDAF
NW-TT
PCC
PCF
PCP
P-CSCF
PEI
PMIC
PON
PRA
QoS
RFSP
RTCP
RTP
SDF
SDP

SIP
SMF
SNSSAI
SNPN
SSID
SUPI
TNAP
TSC
TSCAI
TSN
UDR
UPF
URSP
VID
VLAN
V-PCF
W-5GAN
W-5GBAN
W-5GCAN
W-AGF

Data Network Name

Device-side TSN translator

Digital Subscriber Line

Evolved Universal Terrestrial Radio Access
Framework for Live Uplink Streaming
Fixed Network Residential Gateway
Generic Public Subscription Identifier
Hybrid Fiber-Coaxial

PCF inthe HPLMN

IP-Multimedia Subsystem

JavaScript Object Notation
Multi-Access

Mission Critical Pushto Talk Service
Mission Critical Video

Multimedia Priority Service

Network Exposure Function

Network Identifier

New Radio

Network Repository Function
Network Data Analytics Function
Network-side TSN trandlator

Policy and Charging Control

Policy Control Function

Priority Code Point

Proxy Call Session Control Function
Permanent Equipment Identifier

Port Management Information Container
Passive Optical Network

Presence Reporting Area

Quiality of Service

RAT Frequency Selection Priority
Real Time Control Protocol

Real Time Protocol

Service Data Flow

Session Description Protocol

Session Initiation Protocol

Session Management Function

Single Network Slice Selection Assistance Information

Stand-alone Non-Public Network
Service Set |Dentifier
Subscription Permanent Identifier
Trusted Non-3GPP Access Point
Time Sensitive Communication

Time Sensitive Communication Assistance Information

Time Sensitive Networking
Unified Data Repository

User Plane Function

UE Route Selection Policy

VLAN Identifier

Virtual Local AreaNetwork

PCF inthe VPLMN

Wireline 5G Access Network
Wireline 5G BBF Access Network
Wireline 5G Cable Access Network
Wireline Access Gateway Function
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4 Npcf_PolicyAuthorization Service

4.1 Service Description

41.1 Overview

The Npcf_PolicyAuthorization Service, as defined in 3GPP TS 23.502 [3] and in 3GPP TS 23.503 [4], is provided by
the Policy Control Function (PCF).

The Npcf_PolicyAuthorization service authorises an AF request and creates policies as requested by the authorised NF
service consumer for the PDU session to which the AF session is bound to. This service also allows the NF service
consumer to subscribe/unsubscribe to notifications on events (e.g. access type change, PLMN change, usage report,
access network information report).

4.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging control related 5G architecture
isalso described in 3GPP TS 23.503 [4] and 3GPP TS 29.513 [7].

The only known NF service consumers of the Npcf_PolicyAuthorization service are the Application Function (AF) and
the Network Exposure Function (NEF).

The Npcf_PolicyAuthorization serviceis provided by the PCF and consumed by the AF and the NEF, as shown in
figure 4.1.2-1 for the SBI representation model and in figure 4.1.2-2 for the reference point representation model.

Npcf_PolicyAuthorization

NEF AF

Figure 4.1.2-1: Npcf_PolicyAuthorization service Architecture, SBI representation

PCF N> AF

Figure 4.1.2-2: Npcf_PolicyAuthorization service Architecture, reference point representation

The NEF can act as an AF using N5 reference point.
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4.1.3 Network Functions

4131 Policy Control Function (PCF)
The PCF (Policy Control Function) is afunctional element that encompasses:
- policy control decision and flow based charging control functionalities;

- access and mobility policy decisions for the control of e.g. the UE Service Area Restrictions and RAT/RFSP
control; and

- UE Policy for the Access network discovery and selection policy and UE Route Selection Policy (URSP).

The policy control decision and flow based charging control functionalities enable the PCF to provide network control
regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the
SMF/UPF.

The PCF receives session and media related information from the Npcf_PolicyAuthorization service consumers and
notifies them of subscribed traffic plane events.

The PCF may receive from the NF service consumers the request to monitor the requested service and media
information and notifies them of the UL/DL/round-trip delay of the requested flows.

The PCF may receive service routing reguirements and the indication of receiving notifications about user plane path
changes from the Npcf_PolicyAuthorization service consumers.

The PCF may receive from the NF service consumers the specific required QoS and a prioritized list of alternative QoS
profiles and notifies them about the QoS target the access network guarantees.

The PCF checks that the service information provided by the NF service consumer is consistent with the operator
defined policy rules before storing the service information.

The PCF uses the received service information and the subscription information when it applies as basis for the policy
and charging control decisions.

The PCF derives PCC rules and provisions them to the SMF via the Npcf_SMPolicyControl service and subscribes to
traffic plane events via policy control request triggers as described in 3GPP TS 29.512 [8].

In 5GS interworking with TSN networks, the PCF:

- notifiesthe TSN AF service consumer about the TSN bridge and DS-TT port information corresponding to a
PDU session;

- enablesthe TSN AF configuresthe TSN bridge and TSN ports by forwarding TSN bridge management
containers and TSN port management containers to the SMF as described in 3GPP TS 29.512 [8];

- notifiesthe TSN AF about updated TSN bridge configuration and TSN port configuration by forwarding TSN
bridge management containers and TSN port management containers received from the SMF; and

- usesthereceived QoS and TSC assistance information to derive the policy information delivered in the PCC rule
to the SMF as described in 3GPP TS 29.512 [8].
4.1.3.2 NF Service Consumers
The known NF service consumers are the AF and the NEF, as defined in 3GPP TS 23.502 [3].

The AF is an element offering control to applications that require the policy and charging control of traffic plane
resources, specific user plane paths for the requested traffic, the monitoring of the required service QoS, and/or specific
QoS and alternative QoS profiles. The AF uses the Npcf_PolicyAuthorization service to provide service information to
the PCF.

In 5GS interworking with TSN networks, the TSN AF is an element offering to TSN control functions an interface to
5GSto forward TSN bridge and TSN port management configuration, and to set the QoS policy required to forward the
TSN traffic making use of the 5GS traffic plane resources.
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The AFs can be deployed by the same operator offering the access services or can be provided by external third-party
service provider. If the AF is not allowed by the operator to access directly the PCF, the AF uses the external exposure
framework via NEF to interact with the PCF, as described in subclause 5.20 of 3GPP TS 23.501 [2].

The Network Exposure Function (NEF) supports external exposure of capabilities of network functions.

4.2 Service Operations

421 Introduction

Service operations defined for the Npcf_PolicyAuthorization Service are shown in table 4.2.1-1.

Table 4.2.1-1: Npcf_PolicyAuthorization Service Operations

Service Operation Name Description Initiated by
Npcf_PolicyAuthorization_Create Determines and installs the policy according to AF, NEF
the service information provided by an authorized
NF service consumer.
Npcf_PolicyAuthorization_Update Determines and updates the policy according to AF, NEF
the modified service information provided by an
authorized NF service consumer.

Npcf_PolicyAuthorization_Delete Provides means to delete the application session AF, NEF
context of the NF service consumer.

Npcf_PolicyAuthorization_Notify Notifies NF service consumers of the subscribed PCF
events.

Npcf_PolicyAuthorization_Subscribe Allows NF service consumers to subscribe to the AF, NEF
notifications of events.

Npcf_PolicyAuthorization_Unsubscribe Allows NF service consumers to unsubscribe AF, NEF

from the notifications of events.

NOTE 1: The NEF and the AF use the Npcf_PolicyAuthorization service in the same way. To improve the
readability of the service procedures, only the AF is mentioned in the following subclauses.

NOTE 2: The NWDAF can be a consumer in the Npcf_PolicyAuthorization_Notify/Subscribe/Unsubscribe
operations to perform data collection for UEs. While there is no data collected from the PCF by the
NWDAF defined in this Release of the specification.

4.2.2 Npcf_PolicyAuthorization_Create service operation

4221 General

The Npcf_PolicyAuthorization_Create service operation authorizes the request from the NF service consumer, and
optionally communicates with Npcf_SMPolicyControl service to determine and install the policy according to the
information provided by the NF service consumer.

The Npcf_PolicyAuthorization _Create service operation creates an application session context in the PCF.
The following procedures using the Npcf_PolicyAuthorization_Create service operation are supported:

- Initial provisioning of service information.

- Gate control.

- Initial Background Data Transfer policy indication.

- Initial provisioning of sponsored connectivity information.

- Subscription to Service Data Flow QoS notification control.

- Subscription to Service Data Flow Deactivation.

- Initia provisioning of traffic routing information.
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- Subscription to resources allocation outcome.

- Invocation of Multimedia Priority Services.

- Support of content versioning.

- Request of access network information.

- Initial provisioning of service information status.

- Provisioning of signalling flow information.

- Support of resource sharing.

- Indication of Emergency traffic.

- Invocation of MCPTT.

- Invocation of MCVideo.

- Priority sharing indication.

- Subscription to out of credit notification.

- Subscription to Service Data Flow QoS Monitoring information.
- Provisioning of TSCAI input information and TSC QoS related data.
- Provisioning of bridge management information and port management information.
- P-CSCF restoration enhancements.

- Support of CHEM feature.

- Support of FLUS feature.

- Subscription to EPS Fallback report.

- Subscriptionto TSN related events.

- Initia provisioning of required QoS information.

- Support of QoSHint feature.

- Subscription to reallocation of credit notification.

4222 Initial provisioning of service information

This procedure is used to set up an AF application session context for the service as defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.2.2-1 illustrates the initial provisioning of service information.
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AF PCF

1. POST .../app-sessions

2."201 Created"

Figure 4.2.2.2-1: Initial provisioning of service information

When anew AF application session context is being established and mediainformation for this application session
context is available at the AF and the related media requires PCC control, the AF shall invoke the
Npcf_PolicyAuthorization_Create service operation by sending the HTTP POST request to the resource URI
representing the "Application Sessions" collection resource of the PCF, as shown in figure 4.2.2.2-1, step 1.

The AF shall include in the " AppSessionContext" data type in the payload body of the HTTP POST request a partial
representation of the "Individual Application Session Context" resource by providing the " AppSessionContextReqData"
datatype. The "Individual Application Session Context" resource and the "Events Subscription” sub-resource are
created as described below.

The AF shall provide in the body of the HTTP POST request:
- for IPtype PDU sessions, the | P address (IPv4 or 1Pv6) of the UE in the "uelpv4" or "uelpv6" attribute; and
- for Ethernet type PDU sessions, the MAC address of the UE in the "ueMac" attribute.

- if the"TimeSensitiveNetworking" feature is supported, the "ueMac" attribute containing the MAC address of the
DS-TT port as received from the PCF during the reporting of bridge information as defined in
subclause 4.2.5.16.

NOTE: The determination of the DS-TT MAC addressis specified in subclause 5.28.2 of 3GPP TS 23.501 [2].

The AF shall provide the corresponding service information in the "medComponents” attribute if available. The AF
shall indicate to the PCF as part of the "medComponents" attribute whether the service data flow(s) (1P or Ethernet)
should be enabled or disabled with the "fStatus" attribute.

If the " AuthorizationWithRequiredQoS' feature as defined in subclause 5.8 is supported, the AF may provide within the
MediaComponent data structure required QoS information as specified in subclause 4.2.2.32.

The AF may include the AF application identifier in the "afAppld" attribute into the body of the HTTP POST request in
order to indicate the particular service that the AF session belongs to.

The AF application identifier may be provided at both " AppSessionContextRegData" data type level, and
"MediaComponent" data type level. When provided at both levels, the AF application identifier provided at
"MediaComponent" data type level shall have precedence.

The AF application identifier at the " AppSessionContextRegData" datatype level may be used to trigger the PCF to
indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in
3GPPTS29.512[8].

If the"IMS_SBI" feature is supported, the AF may include the AF charging identifier in the "afChargld" attribute for
charging correlation purposes.

If the "TimeSensitiveNetworking" feature is supported the AF may provide TSN information as specified in
subclauses 4.2.2.24 and 4.2.2.25.

The AF may also include the "evSubsc" attribute of " EventsSubscRegData" data type to request the notification of
certain user plane events. The AF shall include the events to subscribe to in the "events® attribute, and the notification
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URI where to address the Npcf_PolicyAuthorization Notify service operation in the "notifUri" attribute. The events
subscription is provisioned in the "Events Subscription" sub-resource.

The AF shall aso include the "notifUri" attribute in the " AppSessionContextRegData" data type to indicate the URI
where the PCF can request to the AF the deletion of the "Individua Application Session Context" resource.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error
inthe HTTP POST request, the PCF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, when the PCF receives the HTTP POST request from the AF, the PCF shall apply session binding as
described in 3GPP TS 29.513 [7]. To alow the PCF to identify the PDU session for which the HTTP POST request
applies, the AF shal provide in the body of the HTTP POST request:

- for IP type PDU session, either the "uelpv4" attribute or "uelpv6" attribute containing the IPv4 or the IPv6
address applicable to an IP flow or 1P flows towards the UE; and

- for Ethernet type PDU session, the "ueMac" attribute containing the UE MAC address applicable to an Ethernet
flow or Ethernet flows towards the UE.

The AF may provide DNN in the "dnn" attribute, SUPI in the "supi" attribute, GPSI in the "gpsi" attribute, the S-NSSAI
inthe "dicelnfo" attribute if available for session binding. The AF may a so provide the domain identity in the
"ipDomain" attribute.

NOTE 1: The"ipDomain" attribute is helpful in the following scenario: Within a network dice instance, there are
several separate | P address domains, with SMF/UPF(s) that allocate Ipv4 | P addresses out of the same
private address range to UE PDU Sessions. The same | P address can thus be allocated to UE PDU
sessions served by SMF/UPK(s) in different address domains. If one PCF controls several SMF/UPF(s) in
different IP address domains, the UE IP addressis thus not sufficient for the session binding. An AF can
serve UEs in different | P address domains, either by having direct | P interfaces to those domains, or by
having interconnections via NATs in the user plane between the UPF and the AF. If aNAT is used, the
AF obtains the I P address allocated to the UE PDU session via application level signalling and suppliesit
for the session binding to the PCF in the "uelpv4" attribute. The AF supplies an "ipDomain" attribute
denoting the I P address domain behind the NAT in addition. The AF can derive the appropriate value
from the source address (allocated by the NAT) of incoming user plane packets. The value provided in
the "ipDomain" attribute is operator configurable.

NOTE 2: The"dicelnfo" attribute is helpful in the scenario where multiple network dice instances are deployed in
the same DNN, and the same |Pv4 address may be allocated to UE PDU sessionsin different network
dliceinstances. If one PCF controls several network slices, the UE IP addressis not sufficient for the
session binding. The AF supplies "dicelnfo" attribute denoting the network dlice instance that allocated
the 1Pv4 address of the UE PDU session. How the AF derives S-NSSAIl is out of the scope of this
specification.

NOTE 3: When the scenario described in NOTE 1 applies and the AF isa P-CSCF it is assumed that the P-CSCF
has direct I P interfaces to the different | P address domains and that no NAT is located between the UPF
and P-CSCF. How anon-IMS AF obtains the UE private | P address to be provided to the PCF is out of
scope of the present release; it is unspecified how to support applications that use a protocol that does not
retain the original UE’ s private | P address.

If the PCF failsin executing session binding, the PCF shall reject the Npcf_PolicyAuthorization Create service
operation with an HTTP "500 Internal Server Error" response including the "cause" attribute set to
"PDU_SESSION_NOT_AVAILABLE".

If the request contains the "medComponents" attribute the PCF shall store the received service information. The PCF
shall process the received service information according to the operator policy and may decide whether the request is
accepted or not. The PCF may take the priority information within the "resPrio" attribute into account when making this
decision.

If the service information provided in the body of the HTTP POST request is rejected (e.g. the subscribed guaranteed
bandwidth for a particular user is exceeded), the PCF shall indicate in an HTTP "403 Forbidden" response message the
cause for the regjection including the "cause" attribute set to "REQUESTED_SERVICE_NOT_AUTHORIZED".

If the service information provided in the HTTP POST request is rejected due to atemporary condition in the network
(e.g. the NWDAF reported the network dslice selected for the PDU session is congested), the PCF may includein the
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"403 Forbidden" response the "cause" attribute set to
"REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED". The PCF may aso provide aretry interval
within the "Retry-After" HTTP header field. When the AF receives the retry interval within the "Retry-After" HTTP
header field, the AF shall not send the same service information to the PCF again (for the same application session
context) until the retry interval has elapsed. The "Retry-After" HTTP header is described in 3GPP TS 29.500 [5]
subclause 5.2.2.2.

The PCF may additionally provide the acceptable bandwidth within the attribute "acceptableServinfo" included in the
"ExtendedProblemDetails" data structure returned in the rejection response message.

To alow the PCF and SMF/UPF to perform PCC rule authorization and QoS flow binding for the described service data
flows, the AF shall supply:

- for IPtype PDU session, both source and destination | P addresses and port numbersin the "fDescs" attribute
within the "medSubComps" attribute, if such information is available; and

- for Ethernet type PDU session, the Ethernet Packet filtersin the "ethfDescs" attribute within the
"medSubComps' attribute, if such information is available.

The AF may specify the ToS traffic class within the "tosTrCI" attribute for the described service data flows together
with the "fDescs" attribute.

The AF may include the "resPrio" attribute at the " AppSessionContextRegData' datatype level to assign a priority to
the AF Session as well asinclude the "resPrio" attribute at the "MediaComponent” data type level to assign a priority to
the service data flow. The presence of the "resPrio" attribute in both levels does not constitute a conflict as they each
represent different types of priority. The reservation priority at the " AppSessionContextReqData" data type level
provides the relative priority for an AF session while the reservation priority at the "MediaComponent” data type level
provides the relative priority for a service data flow within a session. If the "resPrio" attribute is not specified, the
requested priority is PRIO_1.

The PCF shall check whether the received service information requires PCC rules to be created and provisioned as
specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at
3GPPTS29.512[8].

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications
for arelated PDU session from the SMF, as described in 3GPP TS 29.512 [8].

If the PCF created an "Individual Application Session Context" resource, the PCF shall send to the AF a"201 Created"
response to the HTTP POST request, as shown in figure 4.2.2.2-1, step 2. The PCF shall include in the "201 Created"
response:

- alLocation header field; and
- an"AppSessionContext" data type in the payload body.

The Location header field shall contain the URI of the created individual application session context resourcei.e.
"{ apiRoot} /npcf-policyauthorization/v1/app-sessions/{ appSessionl d} .

When "Events Subscription" sub-resource is created in this procedure, the AF shall build the sub-resource URI by
adding the path segment "/events-subscription™ at the end of the URI path received in the Location header field.

The "AppSessionContext" data type payload body shall contain the representation of the created "Individual
Application Session Context" resource and may include the "Events Subscription" sub-resource.

The PCF shall include in the "evsNotif" attribute:

- if the AF subscribed to the event "PLMN_CHG" inthe HTTP POST request, the "event” attribute set to
"PLMN_CHG" and the "plmnid" attribute including the PLMN identifier and, if available, the NID if the PCF
has previously requested to be updated with this information in the SMF;

- if the AF subscribed to the event "ACCESS_TYPE_CHANGE" inthe HTTP POST request, the "event” attribute
set to "ACCESS_TYPE_CHANGE" and:

i. the"accessType" attribute including the access type, and the "ratType" attribute including the RAT type
when applicable for the notified access type; and
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ii. if the"ATSSS' featureis supported, the "addAccessinfo" attribute with the additional access type
information if available, where the accesstype is encoded in the "accessType" attribute, and the RAT typeis
encoded in the "ratType" attribute when applicable for the notified access type; and

NOTE 4: For aMA PDU session, if the "ATSSS" feature is not supported by the AF the PCF includes the
"accessType" attribute and the "ratType" attribute with a currently active combination of access type and
RAT type (if applicable for the notifed access type). When both 3GPP and non-3GPP accesses are
available, the PCF includes the information corresponding to the 3GPP access.

iii. the"anGwAddr" attribute including access network gateway address when available,
if the PCF has previously reguested to be updated with this information in the SMF; and

- ifthe"IMS_SBI" feature is supported and if the AF subscribed to the "CHARGING_CORRELATION" event in
the HTTP POST request, the "event" attribute set to "CHARGING_CORRELATION" and may include the
"anCharglds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute
containing the access network charging address.

The AF subscription to other specific events using the Npcf_PolicyAuthorization_Create request is described in the
related subclauses. Natification of events when the applicable information is not available in the PCF when receiving
the Npcf_PolicyAuthorization_Create request is described in subclause 4.2.5.

The acknowledgement towards the AF should take place before or in parallel with any required PCC rule provisioning
towards the SMF.

NOTE 5: The behaviour when the AF does not receive the HT TP response message, or when it arrives after the
internal timer waiting for it has expired, or when it arrives with an indication different than a success
indication, are outside the scope of this specification and based on operator policy.

4223 Gate control

This procedureis used by an AF to instruct the PCF about when the service data flow(s) are to be enabled or disabled
for aPDU session.

The AF shall includein the HTTP POST request message described in subclause 4.2.2.2 the "fStatus” attribute for the
flows to be enabled or disabled within the "medComponents” or "medSubComps" attributes.

If a"medSubComps" attribute contains a "flowUsage" attribute with the value "RTCP", then the IP Flows described by
that media subcomponent shall be enabled in both directions irrespective of the value of the "fStatus" attribute of the
corresponding media component.

Asresult of this action, the PCF shall set the appropriate gate status for the corresponding active PCC rule(s).
The PCF shall reply to the AF as described in subclause 4.2.2.2.

4.2.2.4 Initial Background Data Transfer policy indication

This procedure is used by an AF to indicate atransfer policy negotiated for background data transfer using the
Npcf_BDTPolicyControl service as described in 3GPP TS 29.554 [14].

The AF may include in the HTTP POST request message described in subclause 4.2.2.2 areference identifier related to
atransfer policy negotiated for background data transfer in the "bdtRefld" attribute.

NOTE 1: The PCF will retrieve the corresponding transfer policy from the UDR based on the reference identifier
within the "bdtRefld" attribute. In case only one PCF is deployed in the network, transfer policies can be
locally stored in the PCF and the interaction with the UDR is not required.

If the PCF cannot retrieve the transfer policy, the PCF shall set to TP_NOT_KNOWN the "servAuthinfo" attribute in
the HTTP response message to the AF to indicate that the transfer policy is unknown.

If the time window of the received transfer policy has expired, the PCF shall set to TP_EXPIRED the "servAuthinfo"
attribute in the HT TP response message to indicate to the AF that the transfer policy has expired. Otherwise, if the time
window of the received transfer policy has not yet occurred, the PCF shall set to TP_NOT_YET _OCCURRED the
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"servAuthlnfo" attribute in the HT TP response message to the AF to indicate that the time window of the transfer policy
has not yet occurred.

NOTE 2: Inthe case that the PCF cannot retrieve the transfer policy, the transfer policy time window has not yet
occurred or the transfer policy expired, the PCF makes the decision without considering the transfer

policy.
The PCF shall reply to the AF as described in subclause 4.2.2.2.

4.2.2.5 Initial provisioning of sponsored connectivity information

This procedure is used by an AF to indicate sponsored data connectivity when " SponsoredConnectivity" feature is
supported.

The AF shall provide in the "AppSessionContext" datatype of the HTTP POST request message described in
subclause 4.2.2.2 an application service provider identity and a sponsor identity within the "aspld" attribute and
"sponld" attribute within the "ascReqData" attribute. Additionally, the AF may provide an indication to the PCF of
sponsored data connectivity not enabled by including the "sponStatus' attribute set to "SPONSOR_DISABLED".

To support the usage monitoring of sponsored data connectivity, the AF may subscribe with the PCF to the notification
of usage threshold reached. The AF shall include:

- anentry of the"AfEventSubscription" datatype in the "events' attribute with the "event" attribute set to
"USAGE_REPORT"; and

- the"usgThres" attribute of "UsageThreshold" datatype in the "EventsSubscRegData" data type with:
a) thetotal volumein the "totalVolume" attribute; or
b) the uplink volume only in the "uplinkVolume" attribute; or
¢) the downlink volume only in the "downlinkVolume"; and/or
d) thetimein the "duration" attribute.

NOTE 1: If the AFisinthe user plane, the AF can handle the usage monitoring and therefore it is not required to
provide a usage threshold to the PCF as part of the sponsored connectivity functionality.

When the AF indicated to enable sponsored data connectivity, and the UE isroaming in a VPLMN, the following
procedures apply:

- If the AFislocated in the HPLMN, for home routed roaming case and when the operator policies do not allow
accessing the sponsored data connectivity with this roaming case, the H-PCF shall reject the service request and
shall include in the HTTP "403 Forbidden" response message the "cause" attribute set to
"UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY".

- If the AFislocated in the VPLMN, the V-PCF shall reject the service request and shall include inthe HTTP
"403 Forbidden" response message the "cause" attribute set to
"UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY".

When the AF indicated to enable sponsored data connectivity, and the UE is non-roaming or roaming with the home
routed case and the operator policies allow accessing the sponsored data connectivity with this roaming case, the
following procedures apply:

- If the SMF does not support sponsored connectivity and the required reporting level for that service indicates a
sponsored connectivity level according to 3GPP TS 29.512 [8], then the PCF shall reject the request and shall
include inthe HTTP "403 Forbidden" response message the "cause" attribute set to
"REQUESTED_SERVICE_NOT_AUTHORIZED".

- If the SMF supports sponsored data connectivity feature or the required reporting level is different from
sponsored connectivity level as described in 3GPP TS 29.512 [8], then the PCF, based on operator policies, shall
check whether it isrequired to validate the sponsored connectivity data. If it is required, it shall perform the
authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCF shall include in
the HTTP "403 Forbidden" response message the "cause" attribute set to
"UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY".
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NOTE 2: The PCF isnot required to verify that a trust relationship exists between the operator and the sponsors.
The PCF shall reply to the AF as described in subclause 4.2.2.2.

4.2.2.6 Subscriptions to Service Data Flow QoS notification control

The subscription to Service Data Flow QoS notification control is used by an AF to subscribe to receive a notification
when the GBR QoS targets for one or more service data flows can no longer (or can again) be guaranteed.

NOTE: It may happen that the GBR QoS targets for one or more PCC rules (i.e. Service Data Flows) cannot be
guaranteed, either permanently or temporarily in the radio access network.

The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message an event within the "events" attribute with the "event" attribute set to "QOS_NOTIF".

The PCF shall reply to the AF as described in subclause 4.2.2.2.

Asresult of this action, the PCF shall set the appropriate subscription to QoS notification control for the corresponding
PCC rule(s) asdescribed inin 3GPP TS 29.512 [§].

4227 Subscription to Service Data Flow Deactivation

This procedure is used by an AF to subscribe to the notification of deactivation of one or more Service Data Flows
within the AF application session context.

NOTE: It may happen that one or more PCC rules (i.e. Service Data Flows) are deactivated at the SMF at certain
time, either permanently or temporarily, due to e.g. release of resources or out of credit condition.

The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message an event within the "events' attribute with the "event" attribute set to
"FAILED_RESOURCES ALLOCATION".

The PCF shall reply to the AF as described in subclause 4.2.2.2.
Asresult of this action, the PCF shall set the appropriate subscription to service data flow deactivation for the
corresponding PCC rule(s) as described inin 3GPP TS 29.512 [§].
42.2.8 Initial provisioning of traffic routing information
This procedureis used by an AF to:
- influence SMF traffic routing decisionsto alocal accessto a Data Network identified by a DNAI; and/or
- request subscriptions to notifications about UP path management events related to the PDU session,
when "InfluenceOnTrafficRouting" feature is supported.

NOTE 1: The AF usesthe Npcf_PolicyAuthorization service for requests targeting specific on-going PDU sessions
of individual UE(s). The AF requests that target existing or future PDU Sessions of multiple UE(s) or any
UE are sent viathe NEF and may target multiple PCF(s), as described in 3GPP TS 29.513 [7].

The AF shall includein the HTTP POST request message described in subclause 4.2.2.2 the "afRoutReq" attribute of

" AfRoutingReguirement” data type with specific routing requirements for the application traffic flows either within
"AppSessionContextReqData" data type for the service indicated in the "af Appld" attribute, or within the
"medComponents" attribute. When provided at both levels, the "afRoutReq" attribute value in the "medComponents’
attribute shall have precedence over the "afRoutReq" attribute included in the " AppSessionContextRegData" data type.

The AF may include traffic routing requirements together with service information.

The AF may request to influence SMF traffic routing decisions to a DNAI. The AF shall include in the "afRoutReq"
attribute:

a) A list of routesto locations of applicationsin the "routeTolLocs' attribute. Each element of the list shall contain:
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- aDNAl inthe"dna" attribute to indicate the location of the application towards which the traffic routing is
applied; and

- ether arouting profile identifier in the "routeProfld" attribute, or the explicit routing information in the
"routelnfo” attribute.

The AF may include in the "afRoutReq" attribute:
a) Indication of application relocation possibility in the "appReloc” attribute.

b) Tempora validity during which the AF request isvalid shall be indicated with the "startTime" and "stopTime"
attributes.

c) Spatial validity during which the AF request is valid shall be indicated in terms of validity areas encoded in the
"spva" attribute of "Spatia Validity" datatype. The "SpatiaValidity" datatype consists of alist of presence
areas included in the "presencelnfoList" attribute, where each element shall include the presence reporting area
identifier in the "prald" attribute and may include the elements composing a presence area encoded in the
attributes: "trackingArealist", "ecgList", "ncgList”, "globalRanNodeldList".

d) Indication of UE IP address preservation in the "addrPreserind" attribute if the URLLC feature is supported.

The AF may also subscribe to notifications about UP path management events. The AF shall include in the
"upPathChgSub" attribute:

- notifications of early and/or late DNAI change, using the attribute "dnai ChgType" indicating whether the
subscriptionisfor "EARLY", "LATE" or "EARLY_LATE";

- the notification URI where the AF is receiving the Nsmf_EventExposure_Notify service operation in the
"notificationUri" attribute; and

- the notification correlation identifier assigned by the AF in the "notif Correld” attribute.

If the URLLC featureis supported, the AF may include an indication of AF acknowledgement to be expected as an
"afAckind" attribute within the "upPathChgSub" attribute.

The PCF shall reply to the AF as described in subclause 4.2.2.2.
The PCF shall store the routing requirements included in the "afRoutReq" attribute.

The PCF shall check whether the received routing requirements requires PCC rules to be created or provisioned to
include or modify traffic steering policies, the AF transaction identifier and the application relocation possibility as
specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified in
3GPPTS29.512[8].

NOTE 2: The AF receives the notification about UP path management events by the Nsmf_EventExposure_Notify
service operation as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [13].

4.2.2.9 Void

4.2.2.10 Subscription to resources allocation outcome

This procedure is used by an AF to subscribe to notifications when the resources associated to the corresponding service
information have been allocated and/or cannot be all ocated.

The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message:

- if the AF requests the PCF to provide a notification when the resources associated to the service information
have been allocated, an event entry within the "events" attribute with the "event" attribute set to
"SUCCESSFUL_RESOURCES_ALLOCATION"; and/or
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- if the AF requests the PCF to provide a notification when the resources associated to the service information
cannot be allocated, an event entry within the "events' attribute with the "event" attribute set to
"FAILED_RESOURCES ALLOCATION".

The PCF shall reply to the AF as described in subclause 4.2.2.2.

Asaresult of this action, the PCF shall set the appropriate subscription to notification of resources allocation outcome
for the corresponding PCC Rule(s) as described in 3GPP TS 29.512 [g].

42211 Void

4.2.2.12 Invocation of Multimedia Priority Services

This procedure alows an AF, as per 3GPP TS 22.153 [23], to request prioritized access to system resourcesin
situations such as during congestion.

The AF may include the "mpsld" attribute to indicate that the new AF session relatesto an MPS session.

The "mpsld" attribute shall contain the national variant for the MPS service name indicating an MPS session. The
"resPrio" attribute shall include the priority value of the related priority service.

If the AF supports the SBI Message Priority mechanism for an MPS session, it shall include the " 3gpp-Shi-M essage-
Priority" custom HTTP header towards the PCF as described in subclause 6.8.2 of 3GPP TS 29.500 [5].

NOTE: If the AF supports the SBI Message Priority mechanism for an MPS session, the AF will include the
" 3gpp-Shi-Message-Priority" custom HT TP header with a priority value equivalent to the value of the
"resPrio” attribute. Highest user priority value is mapped in the corresponding lowest value of the " 3gpp-
Shi-Message-Priority" custom HTTP header.

When the PCF receives the "mpsld" attribute indicating an MPS session, the PCF shall take specific actions on the
corresponding PDU session to ensure that the MPS session is prioritized as specified in 3GPP TS 29.512 [8].
4.2.2.13 Support of content versioning

The support of the media component versioning is optional. When the "MediaComponentVersioning” featureis
supported, the AF and the PCF shall comply with the procedures specified in this subclause.

If required by operator policies, the AF shall assign a content version to the media component related to certain service
and shall provide assigned content version to the PCF in the "contVer" attribute included in the corresponding media
component entry of the "medComponents” attribute.

If the PCF receives the "contVer" attribute for a certain media component, the PCF shall follow the procedures
described in 3GPP TS 29.512 [8], subclause 4.2.6.2.14.

4.2.2.14 Request of access network information

This procedureis used by an AF to request the PCF to report the access network information (i.e. user location and/or
user timezone information) at the creation of the "Individual Application Session Context" resource, when the "NetLoc"
feature is supported.

The AF shall includeinthe HTTP POST request message described in subclause 4.2.2.2:
- anentry of the "AfEventSubscription" datatype in the "events' attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis' attribute, with the required access network information, i.e. user location and/or user time zone
information).
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When the PCF determines that the access network does not support the access network information reporting because
the SMF does not support the NetL oc feature, the PCF shall respond to the AF including in the "EventsNotification”
data type the "noNetLocSupp" attribute set to "ANR_NOT_SUPPORTED" value. Otherwise, the PCF shall
immediately configure the SMF to provide such access information, as specified in 3GPP TS 29.512 [8].

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.2.2.

4.2.2.15 Initial provisioning of service information status
When the "IMS_SBI" feature is supported, the AF may provide the status of the service information.

If the AF provides service information that has been fully negotiated (e.g. based on the SDP answer), the AF may
include the "servinfStatus" attribute set to "FINAL". In this case the PCF shall authorize the session and provision the
corresponding PCC rulesto the SMF.

The AF may additionally provide preliminary service information not fully negotiated yet (e.g. based on the SDP offer)
at an earlier stage. To do so, the AF shall include the "servinfStatus' attribute set to "PRELIMINARY". Upon receipt of
such preliminary service information, the PCF shall perform an early authorization check of the service information. If
the AF requests the PCF to report the access network information together with preliminary service information, the
PCF shall immediately configure the SMF to provide the access network information.

4.2.2.16 Provisioning of signalling flow information

This subclause is applicable when IM S restoration is supported according to the supported feature " ProvAFsignal Flow"
as described in subclause 5.8.

This procedure allows an AF to provision information about the AF signalling 1P flows between the UE and the AF.
The AF shall provide:
- thelP address (IPv4 or IPv6) of the UE in the "uel Pv4" or "uel Pv6" attribute; and
- amedia component within the "medComponents" attribute including:
- the"medCompN" attribute set to "0"; and

- one or more media subcomponents within the "medSubComps" attribute representing the AF signalling IP
flows, where each media subcomponent shall contain:

- the"flowUsage" attribute set to the value "AF_SIGNALLING";

- the"fNum" attribute set according to the rules described in Annex C;

- the"fDesc" attribute containing the IP flows of the AF signalling flow;
- the"fStatus' set to the value "ENABLED"; and

- the"afSigProtocol" set to the value corresponding to the signalling protocol used between the UE and the
AF.

The PCF shall perform session binding and shall reply to the AF as described in subclause 4.2.2.2.

PCC rulesrelated to the AF signalling IP flows could have been provisioned to SMF using the corresponding
procedures specified in 3GPP TS 29.512 [8] at an earlier stage (e.g. typically at the establishment of the QoS flow for
AF Signalling IP Flows). The PCF shall install the corresponding dynamic PCC rule for the AF signalling IP flows.

The AF may de-provision the information about the AF signalling IP flows at any time. To do that, if the "Individual
Application Session Context" resource is only used to provide information about the AF Signalling IP flows, the AF
shall remove the resource by sending an Npcf_PolicyAuthorization_Delete service operation as service operation
towards the PCF as defined in subclause 4.2.4.2. Otherwise, the AF shall remove the I P flows within the media
component invoking the Npcf_PolicyAuthorization_Update service operation as defined in subclause 4.2.3.17.
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4.2.2.17 Support of resource sharing

This procedure is used by an AF to indicate that a media component of an Individual Application Session Context
resource may share resources with other media components in the related direction in other Individual Application
Session Context resources when the "ResourceSharing" feature is supported.

The AF may include the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute within a media component of the
"medComponents” attribute to indicate that the related media of the created new Individual Application Session Context
resource may share resources with other media components in the related direction that include the same value for the
"sharingKeyUI" attribute and/or "sharingKeyDI" attribute.

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.2.2.

If the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute are provided within a media component of the
"medComponents" attribute, the PCF may apply the mechanisms for resource sharing as described in
3GPP TS 29.512[8], subclause 4.2.6.2.8.

4.2.2.18 Indication of Emergency traffic

Whenthe"IMS_SBI" featureis supported, this procedure allows an AF to indicate that the new AF session context
relates to emergency traffic.

The AF may include the "servUrn" attribute to indicate that the new AF session context relates to emergency traffic.
Additionally, the AF may include the "afReqData" attribute to indicate the additional information requested for the AF
session context.

When the PCF receives the "servUrn" attribute indicating an emergency session, the PCF may apply specia policies,
for instance prioritising service flows relating to the new AF session context or allowing these service flows free of
charge.

If the "servUrn" attribute indicates that the new AF session context relates to emergency traffic and the "afReqData’
attribute is received, the PCF shall reply to the AF as described in subclause 4.2.2.2 and shall provide the requested
available user information in the "uelds" attribute included within the "ascRespData" attribute in the HTTP "201
Created" response.

If the AF supports the SBI Message Priority mechanism for an emergency session, it shall include the
" 3gpp-Shi-Message-Priority" custom HT TP header towards the PCF as described in subclause 6.8.2 of
3GPP TS 29.500 [5].

NOTE: If the AF supports the SBI Message Priority mechanism for an emergency session, the AF includes the
" 3gpp-Shi-Message-Priority" custom HTTP header based on AF policiesin relation to valid values of the
"servUrn" attribute. The highest user priority value is mapped to the corresponding lowest value of the
" 3gpp-Shi-Message-Priority" custom HT TP header.

When the new AF session context does not indicate emergency traffic and the session binding function detects that the
binding isto a PDU session established to the Emergency DNN, the PCF shall reject the HTTP POST request and shall
indicate in an HTTP " 403 Forbidden™" response message the cause for the rejection including the "cause" attribute set to
"UNAUTHORIZED_NON_EMERGENCY _SESSION".

4.2.2.19 Invocation of MCPTT

When the feature "MCPTT" is supported by the AF and the PCF, this procedure allows an AF to request prioritized
access to system resources in situations such as an MCPTT session with priority call.

The AF may include the "mcpttld" attribute to indicate that the new "Individual Application Session Context" resource
relatesto an MCPTT session with priority call.

When the PCF receives the "mcpttld" attribute indicating an MCPTT session and the "resPrio" attribute, the PCF shall
take specific actions on the corresponding PDU session to ensure that the MCPTT session is prioritized as specified in
3GPPTS29.512[8].

Additionally, when the "PrioritySharing” feature is supported, the PCF may receive the "prioSharingind" attribute
within the media component received in the "medComponents” attribute as described in subclause 4.2.2.21. In this case,
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and if "MCPTT-Preemption” feature is supported, the PCF may receive pre-emption information as also described in
subclause 4.2.2.21.

For the handling of MCPTT session with priority call, see Annex B.13

4.2.2.20 Invocation of MCVideo

When the feature "M CVideo" is supported by the AF and the PCF, this procedure allows an AF to request prioritized
access to system resources in situations such as an MCVideo session with priority call.

The AF may include the "mcVideold" attribute to indicate that the new "Individual Application Session Context"
resource relates to an MCVideo session with priority call.

When the PCF receives the "mcVideold" attribute indicating an MCVideo session and the "resPrio” attribute, the PCF
shall take specific actions on the corresponding PDU session to ensure that the MCVideo session is prioritized as
specified in 3GPP TS 29.512 [8].

For the handling of MCVideo session with priority call, see Annex B.15

4.2.2.21 Priority sharing indication

When the "PrioritySharing" feature is supported, the AF may indicate to the PCF that the related media flow is allowed
to use the same Allocation and Retention Priority (ARP) as media flows belonging to other "Individual Application
Session Context" resources.

The AF may include the "prioSharinglnd" attribute set to "ENABLED" within a media component of the
"medComponents” attribute to indicate to the PCF that the related mediaflow is allowed to use the same Allocation and
Retention Priority as media flows which:

- areassigned the same 5QI in the PCF; and

- belong to other "Individual Application Session Context" resources bound to the same PDU session that also
contain the "prioSharinglnd” attribute set to "ENABLED".

If the "M CPTT-Preemption” feature is supported, the AF may also include:

- within a media component of the "medComponents" attribute, the "preemptCap" attribute containing the
suggested pre-emption capability value and the "preemptVuln™ attribute containing the suggested pre-emption
vulnerability value, for the PCF to determine ARP values;

- within the "ascRegData" attribute in the request body, the "preemptControlInfo" attribute containing the pre-
emption control information for the PCF to perform pre-emption control as described in 3GPP TS 29.512 [§],
subclause 4.2.6.2.9; and

- within the "evSubsc" attribute, the "event” attribute set to "FAILED _RESOURCES ALLOCATION" to request
the notification for resource allocation failure.

Upon reception of thisinformation, the PCF shall behave as described in 3GPP TS 29.512 [8], subclause 4.2.6.2.9. For
the handling of MCPTT sessions, see Annex B.10.

NOTE 1: Service data flow deactivation procedures will apply according to subclauses 4.2.2.7, 4.2.3.7, 4.2.5.5.

NOTE 2: This enhancement avoids the risk that a QoS flow establishment request is rejected if the maximum
number of active QoS flows is exceeded.

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.2.2.

4.2.2.22 Subscription to Out of Credit notification

This procedure is used by the AF if the"IMS_SBI" feature is supported to subscribe to notifications of credit not
available for the Service Data Flows within the AF application session context.

NOTE: It can happen that there are one or more PCC rules (i.e. Service Data Flows) with credit not available,
each one with their corresponding termination action (terminate, redirect, access restricted).
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The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message an event within the "evSubsc" attribute with the "event" attribute set to the value
"OUT_OF CREDIT".

Asresult of this action, the PCF shall set the appropriate subscription to out of credit notification for the corresponding
PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shdll reply to the AF with an HTTP response message as described in subclause 4.2.2.2.

4.2.2.23 Subscriptions to Service Data Flow QoS Monitoring Information

The subscription to Service Data Flow QoS monitoring information is used by an AF to receive a notification about the
packet delay between UPF and UE, when the "QoSMonitoring" feature is supported.

The AF shall use the "EventsSubscReqData" data type as described in subclause 4.2.2.2 and shall include:

- therequested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within
the "reqQosMonParams” attribute;

- anentry of the"AfEventSubscription" datatype in the "events' attribute with:
a) the"event" attribute set to the value "QOS_MONITORING"; and
b) the"notifMethod" attribute set to the value "EVENT_DETECTION" or "PERIODIC"; and

¢) when the "notifMethod" attribute is set to the value "PERIODIC", the reporting period within the "repPeriod"
attribute; and

d) when the "notifMethod" attribute set to the value "EVENT_DETECTION", the minimum waiting time
between subsequent reports within the "waitTime" attribute.

- when the "notifMethod" attribute set to the value "EVENT_DETECTION", the "qosMon" attribute, with the
required Qos Monitoring information, i.e.:

- thedelay threshold for downlink with the "repThreshDI" attribute;
- thedelay threshold for uplink with the "repThreshUI" attribute; and/or
- thedelay threshold for round trip with the "repThreshRp" attribute.

The AF may include in "EventsSubscRegData" data type the notification correlation identifier assigned by the AF
within the "notifCorreld” attribute.

The AF shall include more than one " AfEventSubscription” data type within the "EventsSubscRegData" data type if
more than one notify method is required.

The PCF shall reply to the AF as described in subclause 4.2.2.2.
Asresult of this action, the PCF shall set the appropriate subscription to QoS Monitoring information for the
corresponding PCC rule(s) as described in 3GPP TS 29.512 [8].

4.2.2.24 Provisioning of TSCAI input Information and QoS related data

If the "TimeSensitiveNetworking" feature is supported the TSN AF may provide TSCAI input information and QoS
related data to the PCF by the Npcf_PolicyAuthorization_Create service operation to describe the TSC traffic pattern
and QoS characteristics for use in the 5G System.

The TSN AF shall derive the TSCAI input information and the QoS related data for agiven TSN stream or flow of
aggregated TSN streams as defined in subclauses 5.27.2 and 5.28.4 of 3GPP TS 23.501 [2] respectively.

To indicate the TSCAI input information of a TSN stream or aggregated set of TSN streams, the TSN AF may include
for the uplink flow direction (ingressinterface of the DS-TT/UE) in the "tscailnputUI" attribute and/or for the downlink
flow direction (ingressinterface of the NW-TT) the "tscailnputDI" attribute included in a media component entry of the
"medComponents” attribute;
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- thetime period between the start of two bursts of a TSN stream or aggregated TSN streamsin reference to the
TSN GM encoded in the "periodicity" attribute; and

- thearrival time of the first data burst of a TSN stream or aggregated TSN streamsin reference to the TSN GM
encoded in the "burstArrival Time" attribute.

The uplink and/or downlink flow of the TSN stream or aggregated set of TSN streams shall be encoded within the
corresponding "M ediaSubComponent” entries of the "medSubComps" attribute, in the "ethfDescs" attribute.

To indicate the TSC QoS related data of a TSN stream or aggregated set of TSN streams, the TSN AF may includein
the "tsnQos" attribute included in a media component entry of the "medComponents" attribute;

- the maximum burst size encoded in the "maxTscBurstSize" attribute;
- the maximum time a packet may be delayed encoded in the "tscPackDelay" attribute;

- the TSC traffic priority in scheduling resources among other TSN streams encoded in the "tscPrioLevel"
attribute.

The TSN AF may also include the max bitrates in uplink and downlink within the "marBwUI" attribute and the
"marBwDI" attribute of the "medComponents" attribute respectively.

The PCF shall reply to the TSN AF as described in subclause 4.2.2.2.

The PCF shall check whether the received TSCALI input container and TSC QoS related data require to create PCC rules
to provide the SMF with derived QoS characteristics and the received TSCAI input container. Provisioning of PCC
rule(s) to the SMF shall be carried out as specified in 3GPP TS 29.512 [g].

4.2.2.25 Provisioning of bridge management information and port management
information

If the "TimeSensitiveNetworking" feature is supported the AF may provide a BMIC for the Bridge functionality of
UPF/NW-TT and PMIC(s) for the DS-TT port and/or the NW-TT portsto configure the 5G system asa TSN bridge by
invoking the Npcf_PolicyAuthorization_Create service operation to the PCF.

The AF may include in the " AppSessionContextRegData" data type:

- the DS-TT PMIC encoded in the attribute "tsnPortManContDstt" and/or the one or more NW-TT PMIC(s)
encoded in the "tsnPortManContNwitts" attribute, if available, for the DS-TT port and NW-TT ports allocated for
aPDU session. The PMIC(s) are encoded in the "PortM anagementContainer” data type, which includes the port
management information in the "portManCont" attribute and the related TSN port number in the " portNum”
attribute; and/or

- the BMIC encoded in the "tsnBridgeManCont", if available, for the Bridge functionality of the UPF/NW-TT
alocated for a PDU session. The BMIC is encoded in the " BridgeM anagementContainer" data type.
4.2.2.26 Invocation of Mission Critical Services

This procedure allows an AF, as per 3GPP TS 22.179 [45], to request prioritized access to system resources in
situations such as during congestion.

The AF may include the "mcsld" attribute to indicate that the new AF session relatesto an MCS session.

The "mcsld" attribute shall contain the national variant for the MCS service name indicating an MCS session. The
"resPrio" attribute shall include the priority value of the related priority service.

If the AF supports the SBI Message Priority mechanism for an MCS session, it shall include the " 3gpp-Shi-Message-
Priority" custom HTTP header towards the PCF as described in subclause 6.8.2 of 3GPP TS 29.500 [5].

NOTE: If the AF supports the SBI Message Priority mechanism for an MCS session, the AF will include the
" 3gpp-Shi-Message-Priority” custom HTTP header with a priority value equiva ent to the value of the
"resPrio” attribute. Highest user priority value is mapped in the corresponding lowest value of the "3gpp-
Shi-Message-Priority" custom HTTP header.
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When the PCF receives the "mcsld" attribute indicating an MCS session, the PCF shall take specific actions on the
corresponding PDU session to ensure that the MCS session is prioritised as specified in 3GPP TS 29.512 [8].

4.2.2.27 P-CSCF restoration enhancements

The P-CSCF restoration custom operation is applicable when the PCF based Restoration Enhancement, as defined in
3GPP TS 23.380 [39], represented by the supported feature "PCSCF-Restoration-Enhancement" is supported by both P-
CSCF and PCF.

Figure 4.2.2.27-1 illustrates the P-CSCF restoration enhancements.

AF PCF

1. POST ...Ipcscf-restoration

2."204 No Content"

Figure 4.2.2.27-1. P-CSCF restoration enhancements

The P-CSCF acting as an AF shall invoke the "P-CSCF restoration" custom operation sending an HTTP POST request
to the resource URI representing the custom operation (POST .../pcscf-restoration) as shown in figure 4.2.2.27-1,
step 1, in case P-CSCF restoration needs to be performed.

The P-CSCF shall include in the "PcscfRestorationRequestData" data type in the payload body of the HTTP POST
request:

- thelP address (IPv4 or IPv6) of the UE in the "uelpv4" or "uelpv6" attribute, and if the P address is not unique
(e.g. private IPv4 case), the "ipDomain” attribute or the "slicelnfo” attribute if available; or

- if theIP addressis not available or if the IP address is not unique and the "ipDomain™ attribute and the
"dicelnfo" attribute are not available, the SUPI in the "supi” attribute and the DNN in the "dnn" attribute.

The PCF shall identify the PDU session for which the HTTP POST request applies. If the PCF failsin identifying the
PDU session, the PCF shall reject the "P-CSCF restoration" custom operation with an HTTP "500 Internal Server Error"
response including the "cause" attribute set to "PDU_SESSION_NOT_AVAILABLE".

Otherwise, the PCF shall acknowledge the request and shall send to the AF a"204 No content" response to the HTTP
POST request, as shown in figure 4.2.2.27-1, step 2.

The PCF shall send arequest for P-CSCF restoration to the SMF for the corresponding PDU session as described in
3GPP TS 29.512 [8], subclause 4.2.3.18.

4.2.2.28 Support of CHEM feature
When CHEM feature is supported, the AF may include the value of Maximum Packet Loss Rate for UL within the

"maxPacketL ossRateUl" attribute and/or the value of Maximum Packet Loss Rate for DL within the
"maxPacketLossRateDI" attribute in " medComponents" attribute. For CHEM feature, see Annex B.14.

4.2.2.29 Support of FLUS feature

When "FLUS" feature is supported by the AF, the AF may include the "flusld" attribute within a media component of
the "medComponents” attribute to indicate that the related media of the created new Individual Application Session
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Context resource corresponds to a FLUS media stream. Additional QoS information for the treatment of FLUS media
may be provided within "desMaxLatency" attribute and/or "desMaxLoss" attribute.

4.2.2.30 Subscription to EPS Fallback report

When the "EPSFallbackReport” feature is supported, the AF subscribes to EPS Fallback report to be notified of the
rejection in 5GS of the requested resources associated to service information for voice mediatype and the subsequent
fallback to EPS of the resources associated to the voice media and other medias requested by this AF.

The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message an event within the "events' attribute with the "event" attribute set to "EPS _FALLBACK". The
AF shall request to the PCF to report EPS Fallback in conjuction with providing the PCF with AF service information
for voice mediatype as described in subclause 4.2.2.2.

The PCF shall reply to the AF as described in subclause 4.2.2.2.

Asresult of thisaction, the PCF shall set the appropriate subscription to EPS Fallback report for the corresponding PCC
rule(s) as described inin 3GPP TS 29.512 [8].

42231 Subscription to TSN related events

This procedure is used by the TSN AF if the " TimeSensitiveNetworking" feature is supported to subscribe to
notifications of updated 5GS Bridge information, e.g., DS-TT PMIC and/or NW-TT PMIC(s) and/or BMIC availability
within the Individual Application Session Context resource created to handle the TSN Bridge in the context of a PDU
session.

The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message within the "evSubsc™ attribute an event within "events" attribute with the "event" attribute set to
thevalue"TSN_BRIDGE_INFO" to subscribe to the reception of 5GS Bridge information

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.2.2.

4.2.2.32 Initial provisioning of required QoS information

This procedure is used by an AF to request that a data session to a UE is set up with a specific QoS (e.g. low latency or
jitter) and priority handling when the " AuthorizationWithRequiredQoS' feature is supported.

The AF may provide within one or more entries of the "medComponents* attribute included in the "ascRegData"
attribute of the HTTP POST request message described in subclause 4.2.2.2 areference to pre-defined QoS information
within the "qosReference” attribute.

Additionally, if the AF supports adjustment to different QoS parameter combinations, the AF may provide a prioritized
list of one or more QoS references within the "altSerReqs" attribute, where the lower the index of the array for agiven
entry, the higher the priority. If the "DisableUENGotification" feature is supported, the AF may also indicate to the PCF
that the UE does not need to be informed about changes related to Alternative QoS Profiles by including the
"disUeNotif" attribute set to true.

When the AF provides the "altSerRegs" attribute, the AF shall aso subscribe to receive notifications from the PCF
when the resources associated to the corresponding service information have been allocated as described in
subclause 4.2.2.10 and when the GBR QoS targets for one or more service data flows can no longer (or can again) be
guaranteed, as described in subclause 4.2.2.6.

Due to the received QoS information, the PCF may need to provision or modify the related PCC rules as specified in
3GPP TS 29.513 [7] and provide the related information towards the SMF following the corresponding procedures
specified in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.2.2.

4.2.2.33 Support of QoSHint feature
If the QoSHint feature is supported by the AF, the AF may include the "desMaxL atency" attribute and/or "desMaxL oss"

attribute within a media component of the "medComponents” attribute to indicate that the related media of the created
Individual Application Session Context resource has specific latency and/or loss demands.
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4.2.2.34 Subscription to Reallocation of Credit notification

This procedureis used by the AF if the"IMS_SBI" and the "ReallocationOf Credit" features are supported to subscribe
to notifications of reallocation of credit for the Service Data Flows within the AF application session context.

The AF shall use the "EventsSubscRegData" data type as described in subclause 4.2.2.2 and shall includeinthe HTTP
POST request message an event within the "evSubsc" attribute with the "event" attribute set to the value
"REALLOCATION_OF CREDIT".

As result of this action, the PCF shall set the appropriate subscription to reallocation of credit notification for the
corresponding PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.2.2.

4.2.3 Npcf_PolicyAuthorization_Update service operation

4231 General

The Npcf_PolicyAuthorization Update service operation provides updated application level information from the NF
service consumer and optionally communicates with the Npcf_SM PolicyControl service to determine and install the
policy according to the information provided by the NF service consumer.

The Npcf_PolicyAuthorization_Update service operation updates an application session context in the PCF.
The following procedures using the Npcf_PolicyAuthorization_Update service operation are supported:

- Modification of service information.

- Gate control.

- Background Data Transfer policy indication at policy authorization update.

- Moadification of sponsored connectivity information.

- Modification of Subscription to Service Data Flow QoS notification control.

- Maodification of Subscription to Service Data Flow Deactivation.

- Update of traffic routing information.

- Modification of subscription to resources allocation outcome.

- Modification of Multimedia Priority Services.

- Support of content versioning.

- Request of access network information.

- Maodification of service information status.

- Support of SIP forking.

- Provisioning of signalling flow information.

- Support of resource sharing.

- Maodification of MCPTT.

- Maodification of MCVideo.

- Priority sharing indication.

- Modification of subscription to out of credit notification.

- Modification of Subscription to Service Data Flow QoS Monitoring Information.
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- Update of TSCAI Input Information and TSC QoS related data.

- Provisioning of bridge management information and port management information.
- Support of CHEM feature.

- Support of FLUS feature.

- Subscription to EPS Fallback report.

- Modification of required QoS information.

- Support of QoSHint feature.

- Modification of subscription to reallocation of credit notification.

4.2.3.2 Modification of service information

This procedure is used to modify an existing application session context as defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [4] when the feature "PatchCorrection™ is supported.

Figure 4.2.3.2-1 illustrates the modification of service information using HTTP PATCH method.

AF PCF

1. PATCH .../app-sessions/{app Sessionld}

2."200 OK™

Figure 4.2.3.2-1: Modification of service information using HTTP PATCH

The AF may modify the application session context information at any time (e.g. due to an AF session modification or
internal AF trigger) and invoke the Npcf_PolicyAuthorization_Update service operation by sending the HTTP PATCH
request message to the resource URI representing the "Individual Application Session Context" resource, as shown in
figure 4.2.3.2-1, step 1, with the modifications to apply.

The JSON body within the PATCH request shall include the " AppSessionContextUpdateDataPatch” data type and shall
be encoded according to "JSON Merge Patch, as defined in IETF RFC 7396 [21]. The modificationsto apply are
encoded within the attributes of the "ascReqData" attribute, as described below and in subsequent subclauses.

The AF may include the updated service information in the "medComponents" attribute of the "ascRegData" attribute.

If the " AuthorizationWithRequiredQoS' feature as defined in subclause 5.8 is supported, the AF may provide within the
MediaComponentRm data structure an update of the required QoS information as specified in subclause 4.2.3.30.

The AF may include in the "ascRegData" attribute an AF application identifier in the "af Appld" attribute to trigger the
PCF to indicate to the SMF/UPF to perform the application detection based on the operator's policy as defined in
3GPPTS29.512[8].

If the "TimeSensitiveNetworking" feature is supported, the AF may provide TSN information as specified in
subclauses 4.2.3.24 and 4.2.3.25.

The AF may also create, modify or remove events subscription information by sending the HTTP PATCH request
message to the resource URI representing the "Individual Application Session Context" resource.
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The AF shall create event subscription information by including in the "ascRegData" attribute the "evSubsc" attribute of
"EventsSubscReqDataRm" data type with the corresponding list of events to subscribe to; and the "notifUri" attribute
with the notification URI where the PCF shall send the notifications.

The AF shall update existing event subscription information by including in the "ascRegData" attribute an updated
value of the "evSubsc" attribute of the "EventsSubscRegDataRm™" data type as follows:

- The"events' attribute shall include the new complete list of subscribed events.

- When the AF requests to update the additional information related to an event (e.g. the AF needs to provide new
thresholds to the PCF in the "usgThres" attribute related to the "USAGE_REPORT" event) the AF shall include
the additional information, which shall completely replace the previously provided one.

NOTE 1: Note that when the AF requests to remove an event, this event is not included in the "events" attribute.

NOTE 2: When an event isincluded in the "events" attribute and its related additional information is set to null, the
PCF considers the subscription to this event is active, but the related procedures stop applying.

NOTE 3: When an event isremoved from the "events' attribute but its related information is not set to null, the
PCF considers the subscription to this event is terminated, the related additional information is removed,
and the related procedures stop applying.

The AF shall remove existing event subscription information by setting to null the "evSubsc" attribute included in the
"ascRegData" attribute.

Events with "notifMethod" set to "ONE_TIME" shall only apply at the time the AF requests their subscription. Once
the event report is performed, the subscription to this event is automatically terminated in the PCF and the related
information is removed. The presence of a one-time event, together with its related additional information when
applicable, during an update procedure shall represent the recreation of the subscription to this event in the PCF.

NOTE 4: The"notifUri" attribute within the EventsSubscReqData data structure can be modified to request that
subsequent notifications are sent to a new NF service consumer.

If the PCF cannot successfully fulfil the received HTTP PATCH request due to the internal PCF error or due to the error
inthe HTTP PATCH request, the PCF shall send the HTTP error.

If the feature "ES3X X" is supported, and the PCF determines the received HTTP PATCH request needs to be
redirected, the PCF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [5].

Otherwise, the PCF shall process the received service information according the operator policy and may decide
whether the HTTP request message is accepted or not.

If the updated service information is not acceptable (e.g. the subscribed guaranteed bandwidth for a particular user is
exceeded), the PCF shall includein an HTTP "403 Forbidden" response message the "cause" attribute set to
"REQUESTED_SERVICE_NOT_AUTHORIZED".

If the service information provided in the HTTP PATCH request is rejected due to atemporary condition in the network
(e.g. the NWDAF reported the network dlice selected for the PDU session is congested), the PCF may include in the
"403 Forbidden" response the "cause" attribute set to
"REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED". The PCF may aso provide aretry interval
within the "Retry-After" HTTP header field. When the AF receives the retry interval within the "Retry-After" HTTP
header field, the AF shall not send the same service information to the PCF again (for the same application session
context) until the retry interval has elapsed. The "Retry-After" HTTP header is described in 3GPP TS 29.500 [5]
subclause 5.2.2.2.

The PCF may additionally provide the acceptable bandwidth within the attribute "acceptableServinfo" included in the
"ExtendedProblemDetails' data structure returned in the rejection response message.

If the request is accepted, the PCF shall update the service information with the new information received. Due to the
updated service information, the PCF may need to create, modify or delete the related PCC rules as specified in
3GPP TS 29.513[7] and provide the updated information towards the SMF following the corresponding procedures
specified in 3GPP TS 29.512 [8].
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Based on the received subscription information from the AF, the PCF may create a subscription to event notifications or
may modify the existing subscription to event notifications, for arelated PDU session from the SMF, as described in
3GPPTS29.512[8].

The PCF shall reply with the HTTP response message to the AF and may include the " AppSessionContext" data type
payload body with the representation of the modified "Individual Application Session Context” resource and may
include the "Events Subscription" sub-resource.

The PCF shall include in the "evsNotif" attribute:

- if the AF subscribed to the "PLMN_CHG" event in the HTTP PATCH request, the "event" attribute set to
"PLMN_CHG" and the "plmnld" attribute including the PLMN identifier and, if available, the NID if the PCF
has previously requested to be updated with this information in the SMF;

- if the AF subscribed to the event "ACCESS TYPE_CHANGE" event inthe HTTP PATCH request, the "event"
attribute set to "ACCESS_TYPE_CHANGE" and: the attributes

i. the"accessType" attribute including the access type, and the "ratType" attribute including the RAT type
when applicable for the notified access type; and

ii. if the"ATSSS" feature is supported, the "addAccessinfo" attribute with the additional access type
information if available, where the access type is encoded in the "accessType" attribute, and the RAT typeis
encoded in the "ratType" attribute when applicable for the notified access type; and

NOTE5: For aMA PDU session, if the"ATSSS" feature is not supported by the AF the PCF includes the
"accessType" attribute and the "ratType" attribute with a currently active combination of access type and
RAT type (if applicable for the notifed access type). When both 3GPP and non-3GPP accesses are
available, the PCF includes the information corresponding to the 3GPP access.

iii. the"anGwAddr" attribute including access network gateway address when available,
if the PCF has previously requested to be updated with thisinformation in the SMF; and

- ifthe"IMS_SBI" feature is supported and if the AF subscribed to the "CHARGING_CORRELATION" event in
the HTTP PATCH request, the "event" attribute set to "CHARGING_CORRELATION" and may include the
"anCharglds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute
containing the access network charging address.

The AF subscription to other specific events using the Npcf_PolicyAuthorization_Update request is described in the
related subclauses. Notification of events when the applicable information is not available in the PCF when receiving
the Npcf_PolicyAuthorization_Update request is described in subclause 4.2.5.

The HTTP response message towards the AF should take place before or in parallel with any required PCC rule
provisioning towards the SMF.

If the PCF does not have an existing application session context for the application session context being modified
(such as after a PCF failure), the PCF shall reject the HTTP request message with the HT TP response message with the
applicable rejection cause.

4.2.3.3 Gate control

This procedure is used by an AF to modify in the PCF the service data flow(s) that are to be enabled or disabled to pass
through the PDU session.

The AF shall usethe HTTP PATCH method to modify the gate control information.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, in the media component(s) included in the "medComponents” attribute at media and/or media subcomponent
level, the "fStatus" attribute for the flows to be enabled or disabled with the appropriate value.

If a"medSubComps" attribute contains a "flowUsage" attribute with the value "RTCP", then the I P Flows described by
that media subcomponent shall be enabled in both directions irrespective of the value of the "fStatus" attribute of the
corresponding media component.

Asresult of this action, the PCF shall set the appropriate gate status for the corresponding active PCC rule(s).
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The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.4 Background Data Transfer policy indication at policy authorization update

This procedure is used by an AF to indicate at policy authorization update a transfer policy negotiated for background
datatransfer using the Npcf_BDTPolicyControl service as described in 3GPP TS 29.554 [14].

The AF may include inthe HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData”
attribute, a new referenceid in the "bdtRefld" attribute.

NOTE 1: The PCF will retrieve the corresponding transfer policy from the UDR based on the reference identifier
within the "bdtRefld" attribute. In case only one PCF is deployed in the network, transfer policies can be
locally stored in the PCF and the interaction with the UDR is not required.

If the PCF cannot retrieve the transfer policy, the PCF shall set to TP_NOT_KNOWN the "servAuthinfo™ attributein
the HT TP response message to the AF to indicate that the transfer policy is unknown.

If the time window of the received transfer policy has expired, the PCF shall set to TP_EXPIRED the "servAuthinfo"
attribute in the HTTP response message to indicate to the AF that the transfer policy has expired. Otherwise, if the time
window of the received transfer policy has not yet occurred, the PCF shall set to TP_NOT_YET_OCCURRED the
"servAuthinfo" attribute in the HT TP response message to the AF to indicate that the time window of the transfer policy
has not yet occurred.

NOTE 2: Inthe case that the PCF cannot retrieve the transfer policy, the transfer policy time window has not yet
occurred or the transfer policy expired, the PCF makes the decision without considering the transfer
policy.

The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.5 Modification of sponsored connectivity information

This procedure is used by an AF to modify sponsored data connectivity when " SponsoredConnectivity” featureis
supported.

The AF shall use the HTTP PATCH method to modify the sponsored connectivity information.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, an application service provider identity and a sponsor identity within the "aspld" attribute and "sponld"
attribute, and optionally an indication of whether to enable or disable sponsored data connectivity within the
"sponStatus' attribute set to the applicable value to provide sponsored connectivity information or to update existing
sponsored connectivity information.

If the AF requests to enable sponsored data connectivity the AF shall change the "sponStatus® attribute value to
"SPONSOR_ENABLED".

If the AF requests to disable sponsored data connectivity the AF shall provide an indication to disable sponsored data
connectivity to the PCF by setting the "sponStatus” attribute to "SPONSOR_DISABLED".

To support the usage monitoring of sponsored data connectivity, the AF may aso include in the HTTP PATCH a new
or modified "evSubsc" attribute of "EventsSubscReqDataRm" data type with:

- the usage thresholds to apply in the "usgThres" attribute; and

- the subscription to usage monitoring for sponsored data connectivity in an entry of the "events" attribute of the
" AfEventSubscription” data type with the "event" attribute set to "USAGE_REPORT".

NOTE 1: If the AFisinthe user plane, the AF can handle the usage monitoring and therefore it is not required to
provide a usage threshold to the PCF as part of the sponsored data connectivity information.

When the AF indicated to enable sponsored data connectivity, and the UE is roaming with the visited access case, the
following procedures apply:

- If the AF islocated in the HPLMN, for home routed roaming case and when operator policies do not allow
accessing the sponsored data connectivity with this roaming case, the H-PCF shall reject the service request and
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shall includein the HTTP "403 Forbidden" response message the "cause" attribute set to
"UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY".

- If the AF islocated in the VPLMN, the V-PCF shall reject the service request and shall includeinthe HTTP
"403 Forbidden" response message the "cause” attribute set to
"UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY".

When the AF indicated to enable sponsored data connectivity, and the UE isin the non-roaming case or roaming with
the home routed case and the operator policies allow accessing the sponsored data connectivity with this roaming case,
the following procedures apply:

- If the SMF does not support sponsored connectivity and the required reporting level for that service indicates a
sponsored connectivity level according to 3GPP TS 29.512 [8], then the PCF shall reject the request and shall
include inthe HTTP "403 Forbidden" response message the "cause" attribute set to
"REQUESTED_SERVICE_NOT_AUTHORIZED".

- If the SMF supports sponsored data connectivity feature or the required reporting level is different from
sponsored connectivity level as described in 3GPP TS 29.512 [8], then the PCF, based on operator policies, shall
check whether it isrequired to validate the sponsored connectivity data. If it is required, it shall perform the
authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCF shall include in
the HTTP "403 Forbidden" response message the "cause" attribute set to
"UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY".

NOTE 2: The PCF is not required to verify that a trust relationship exists between the operator and the sponsors.
The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.6 Modification of Subscription to Service Data Flow QoS notification control

This procedure is used in the AF to modify in the PCF the subscription to notification about whether the GBR QoS
targets can no longer (or can again) be guaranteed.

The AF shall usethe HTTP PATCH method to update the "Events Subscription™" sub-resource together with the
modificationsto the "Individual Application Session Context" resource.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "EventsSubscRegDataRm™ data type, which either shall include in the "events'
attribute a new element with the "event” attribute set to "QOS_NOTIF" to indicate the subscription to QoS notification
control, or shall not includein the "events™ attribute an existing element with the "event” attribute set to "QOS_NOTIF"
to indicate the termination of the subscription to QoS notification control.

As result of this action, the PCF shall set the appropriate subscription to QoS notification control for the corresponding
active PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.7 Modification of Subscription to Service Data Flow Deactivation

This procedureis used by an AF to modify in the PCF the subscription to the notification of deactivation of one or more
Service Data Flows within the AF application session context.

The AF shall usethe HTTP PATCH method to update the "Events Subscription” sub-resource together with the
modifications to the "Individual Application Session Context" resource.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "EventsSubscRegDataRm" data type, which either shall include in the "events"
attribute a new element with the "event" attribute set to "FAILED_RESOURCES_ALLOCATION" to indicate the
subscription to service data flow deactivation, or shall not include in the "events" attribute an existing element with the
"event" attribute set to "FAILED_RESOURCES _ALLOCATION".

The PCF shall reply to the AF as described in subclause 4.2.3.2.

As result of this action, the PCF shall set the appropriate subscription to service data flow deactivation for the
corresponding PCC rule(s) as described inin 3GPP TS 29.512 [§].
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4.2.3.8 Update of traffic routing information

This procedure is used by an AF to modify in the PCF the traffic routing information to a local accessto a DNN, and/or
to modify the subscription to notifications about UP path management when "InfluenceOnTrafficRouting" featureis
supported.

The AF shall usethe HTTP PATCH method.

To modify traffic routing information, the AF shall include in the HTTP PATCH request message described in
subclause 4.2.3.2, in the "ascRegData" attribute, an updated "afRoutReq" attribute(s) with the modified traffic routing
information.

To modify the subscription to notifications about UP path management events (create, delete or modify), the AF shall
include in the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData" attribute, the updated
values of the "upPathChgSub" attribute with the modified subscription to UP path management events.

The PCF shall reply to the AF as described in subclause 4.2.3.2.
The PCF shall store the application routing requirementsincluded in the "afRoutReq" attribute.

The PCF shall check whether the updated application routing requirements require PCC rules to be created or modified
to include updated traffic steering policies, or the AF transaction identifier, or to update the application relocation
possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at
3GPP TS 29.512[8].

4.2.3.9 Void

4.2.3.10 Modification of subscription to resources allocation outcome

This procedure is used in the AF to modify in the PCF the subscription to notification about resources allocation
outcome.

The AF shall use the HTTP PATCH method to update the "Events Subscription" sub-resource together with the
modificationsto the "Individual Application Session Context" resource.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "EventsSubscRegDataRm" data type, which either include in the "events' attribute a
new element with the "event" attribute set to "SUCCESSFUL_RESOURCES ALLOCATION" and/or
"FAILED_RESOURCES_ALLOCATION" or remove in the "events" attribute an existing element with the "event"
attribute set to "SUCCESSFUL_RESOURCES ALLOCATION" and/or "FAILED _RESOURCES ALLOCATION".

As aresult of this action, the PCF shall set the appropriate subscription to notification of resources alocation outcome
in the corresponding PCC Rule(s) as described in 3GPP TS 29.512 [8].

4.2.3.11 Void

4.2.3.12 Modification of Multimedia Priority Services

The AF may include, in the "ascReqData" attribute, the "mpsld" attribute if it was not previoudly provided in order to
indicate that the modified AF session relates to an MPS session.

If the AF supports the SBI message priority mechanism for an MPS session, the AF shall include the " 3gpp-Shi-
Message-Priority” custom HT TP header towards the PCF as described in subclause 4.2.2.12.

If the PCF receives the "mpsld" attribute, the PCF shall take specific actions on the corresponding PDU session to
ensure that the MPS session is prioritized as defined in 3GPP TS 29.512 [8].
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4.2.3.13 Support of content versioning

The support of the media component versioning is optional. When the "MediaComponentVersioning" featureis
supported, the AF and the PCF shall comply with the procedures specified in this subclause.

Upon each media component modification encoded in the "medComponents* attribute included in the "ascRegData’
atribute, if the content version was previously assigned to a media component, the AF shall assign a new content
version. All the content related to that media component shall be included and the content version shall be unique for
the lifetime of the media component.

NOTE: TheAF will include al the content of the media component in each media component modification in
order to ensure that the media component isinstalled with the proper information regardless of the
outcome of the QoS flow procedure related to previous interactions that are not reported to the PCF yet.

If the PCF receives the "contVer" attribute for a certain media component, the PCF shall follow the procedures
described in 3GPP TS 29.512 [8], subclause 4.2.6.2.14.

4.2.3.14 Request of access network information

This procedureis used by an AF to request access network information for an existing "Individual Application Session
Context" resource at service information modification when the "NetLoc" feature is supported.

NOTE 1: Subclause 4.2.6.6 describes the AF request of access network information without providing service
information.

The AF shall create event subscription information by including in the " AppSessionContextUpdateData" data type the
"evSubsc" attribute of "EventsSubscRegData" data type with the corresponding list of eventsto subscribe to.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute:

- anentry of the "AfEventSubscription” datatype in the "events" attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information).

When the PCF determines that the access network does not support the access network information reporting because
the SMF does not support the NetL oc feature, the PCF shall respond to the AF including in the "EventsNotification”
data type the "noNetLocSupp" attribute set to "ANR_NOT_SUPPORTED" value. Otherwise, the PCF shall
immediately configure the SMF to provide such access information, as specified in 3GPP TS 29.512 [8].

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.3.2.

NOTE 2: The AF does not invoke the Npcf_PolicyAuthorization Update service operation to remove subscription
to access network information report since the "Access Network Information Notification” is the one-time
reported event. Once the access network information is reported to the AF the subscription to the access
network information report is automatically terminated in the PCF and the related information is
removed.

4.2.3.15 Modification of service information status

When the"IMS_SBI" feature is supported, the AF may update the status of the service information. If the AF provides
service information that has been fully negotiated (e.g. based on the SDP answer), the AF may include in the
"ascRegData" attribute the "servinfStatus' attribute set to "FINAL". In this case the PCF shall authorize the session and
provision the corresponding PCC rules to the SMF.

The AF may additionally provide preliminary service information not fully negotiated yet (e.g. based on the SDP offer)
at an earlier stage. To do s0, the AF shall include the "servinfStatus® attribute set to "PRELIMINARY". Upon receipt of
such preliminary service information, the PCF shall perform an early authorization check of the service information. If
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the AF requests the PCF to report the access network information together with preliminary service information, the
PCF shall immediately configure the SMF to provide the access network information.

4.2.3.16 Support of SIP forking

When the"IMS_SBI" feature is supported, this procedure is used by an AF to indicate that an existing "Individual
Application Session Context" resource comprises service information about several SIP dialogues.

The AF shall use the HTTP PATCH method to modify the service information.

The AF may include inthe HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData”
attribute, the "sipForkind" attribute and include the updated service information.

The PCF shall reply to the AF as described in subclause 4.2.3.2.
When the "sipForkind" attribute gets the value:

"SEVERAL_DIALOGUES", the PCF shall send additional PCC rules or individual data flow filters to aready
provided PCC rules as described in Annex B.3.1.

- "SINGLE_DIALOGUE", the PCF shall update installed PCC rules and Authorized-QoS information as
described in Annex B.3.2.

4.2.3.17 Provisioning of signalling flow information

This procedureis used by an AF to provision or de-provision information about the AF signalling | P flows between the
UE and the AF.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute:

- when the procedure is used to provision information about the AF signalling I P flows, a media component within
the "medComponents” attribute including the attributes described in subclause 4.2.2.16;

- when the procedure is used to de-provision information about the AF signalling | P flows, for the media
subcomponents containing the AF signalling 1P flows, the "fStatus" attribute set to the value "REMOVED".

The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.18 Support of resource sharing

When the "ResourceSharing" is supported by the AF and the PCF, the AF may include, in the "ascRegData" attribute,
the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute within a media component of the "medComponents’
attribute to indicate to the PCF that the related media of the modified Individual Application Session Context resource
may share resources with other media components in the related direction that include the same value in the
"sharingKeyUI" attribute and/or "sharingKeyDI" attribute.

The AF may modify the conditions for resource sharing by including the media component within the
"medComponents” attribute with a new value for the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute. The AF
may indicate that the related media of the modified Individual Application Session resource is not sharing resources
with other media components in the related direction setting the "sharingKeyUI" attribute and/or " sharingKeyDI"
attribute to "null".

The AF shall usethe HTTP PATCH method to update the "Individual Application Session Context resource” as
described in subclause 4.2.3.2.

If the "sharingKeyUI" attribute and/or "sharingkeyDI" attribute are provided within a media component of the
"medComponents" attribute, the PCF may apply the mechanisms for resource sharing as described in
3GPP TS 29.512 [8], subclause 4.2.6.2.8.
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4.2.3.19 Modification of MCPTT

The AF may include, in the "ascReqData" attribute, the "mcpttld" attribute in order to indicate that the modified
"Individual Application Session Context" resource relates to the priority adjustment of an MCPTT session. When the
PCF receives the "mepttld" attribute related to that MCPTT session, the PCF may take specific actions on the
corresponding PDU session to ensure that the MCPTT session is prioritized. For the handling of MCPTT session with
priority call, see Annex B.13.

Additionally, when the "PrioritySharing" feature is supported, the PCF may receive the "prioSharinglnd" attribute
within the media component received in the "medComponents” attribute as described in subclause 4.2.2.21. In this case,
and if "MCPTT-Preemption” feature is supported, the PCF may receive pre-emption information as also described in
subclause 4.2.3.21.

4.2.3.20 Modification of MCVideo

The AF may include, in the "ascReqData" attribute, the "mcVideold" attribute in order to indicate that the modified
"Individual Application Session Context" resource relates to the priority adjustment of an MCVideo session. When the
PCF receivesthe "mcVideold" attribute related to that MCVideo session, the PCF may take specific actions on the
corresponding PDU session to ensure that the MCVideo session is prioritized. For the handling of MCVideo session
with priority call, see Annex B.15.

4.2.3.21 Priority sharing indication

When the "PrioritySharing” feature is supported, the AF may include the "prioSharingind” attribute set to "ENABLED"
within a media component of the "medComponents” attribute included in the "ascReqData" attribute to indicate to the
PCF that the related media flow is allowed to use the same Allocation and Retention Priority (ARP) as media flows
belonging to other "Individual Application Session Context" resources as described in subclause 4.2.2.21. In this case, if
the "MCPTT-Preemption” feature is supported, the AF may also include the " preemptCap", "preemptVuln" and
"preemptControlInfo" attributes as described in subclause 4.2.2.21.

When the " preemptControl Info" attribute is modified, the latest provided value shall be applied to all potential media
flow candidates.

If the AF earlier hasindicated a mediaflow priority sharing to the PCF by setting the "prioSharinglnd” attribute to
"ENABLED", the AF may include the Priority-Sharing-Indicator AVP set to "DISABLED" within a media component
of the "medComponents" attribute to indicate to the PCF that the related mediaflow shall not be part of the mechanism
for sharing the Allocation and Retention Priority with other media flows any longer.

If this media flow was in priority sharing with other media flows the PCF should readjust the Allocation and Retention
Priority for the remaining services sharing priority as described in 3GPP TS 29.512 [8], subclause 4.2.6.2.9 and handle
the media flow excluded from priority sharing according to normal PCC/QoS rule provisioning procedures described in
3GPP TS 29.512 [8], subclause 4.2.6.2.

If the AF earlier has indicated a media flow priority sharing to the PCF by setting the "prioSharinglnd" attribute to
"ENABLED" for media flows and the AF indicates to remove one or more of the media flows in priority sharing with
other media flows, the PCF should readjust the Allocation and Retention Priority for the remaining services sharing
priority as described in 3GPP TS 29.512 [8], subclause 4.2.6.2.9 and handle the media flow removed according to
normal PCC/QoS rule provisioning procedures described in 3GPP TS 29.212 [8], subclause 4.2.6.2.

4.2.3.22 Modification of Subscription to Out of Credit notification

This procedure is used by the AF if the "IMS_SBI" feature is supported to modify in the PCF the subscription to
notification about credit unavailability for the Service Data Flows within the AF application session context.

The AF shall usethe HTTP PATCH method to update the " Events Subscription” sub-resource together with the
modifications to the "Individual Application Session Context" resource.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "EventsSubscRegDataRm™ data type, which either include in the "events® attribute a
new element with the "event” attribute set to the value "OUT_OF _CREDIT" or remove from the "events' attribute the
existing element with the "event" attribute set to the value "OUT_OF_CREDIT".
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Asaresult of this action, the PCF shall set the appropriate subscription to out of credit notification for the
corresponding PCC Rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.3.2.

4.2.3.23 Modification of Subscription to Service Data Flow QoS Monitoring Information

This procedure is used by AF to modify the PCF subscription for notification about packet delay between UPF and UE,
when the "QoSMonitoring" feature is supported.

The AF shall usethe HTTP PATCH method to update the "Events Subscription" sub-resource together with the
modificationsto the "Individual Application Session Context" resource.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "evSubsc™ attribute of "EventsSubscReqDataRm" data type, as follows:

- to create a subscription to QoS monitoring information:

a) shal include the "events' array with an array that contains a new entry with the "event" attribute set to
"QOS MONITORING", and notification related information as described in subclause 4.2.2.23;

b) when the "notifMethod" of the new entry is"EVENT_DETECTION", shall include a"qosMon" attribute
with the QoS monitoring information as described in subclause 4.2.2.23.

¢) shall include the new requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip
packet delay) within the "reqQosMonParams’ attribute; and

d) may include the notification correlation identifier assigned by the AF within the "notifCorreld" attribute;
- to remove a subscription to QoS monitoring information:

a) shal include the "events' array containing an array that shall omit the corresponding entry with the "event"
attribute value "QOS_MONITORING"; and

b) when the "notifMethod" of the removed entry is"EVENT_DETECTION", it shall contain the "gosMon"
attribute set to null.

As result of this action, the PCF shall set the appropriate subscription to QoS monitoring information for the
corresponding active PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.24 Update of TSCAI Input Information and TSC QoS related data

If the "TimeSensitiveNetworking" feature is supported the AF may update the TSCAI Input container and the TSC QoS
related data held in an "Individual Application Session Context" resource using the Npcf_PolicyAuthorization_Update
service operation to modify the TSCAI input information and QoS characteristics delivered to the SMF for use in the
5G System.

The AF shall usethe HTTP PATCH method as described in subclause 4.2.3.2 to modify TSCAI input container and the
TSC QoS related information.

The AF may indicate TSCAI input information and/or TSC QoS related information for new TSN streams by adding, in
the "ascRegData" attribute, one or more media component entries within the "medComponents" attribute including the
"tsnQos" attribute and including the "tscailnputUI" attribute and/or the "tscailnputDI™ attribute as described in
subclause 4.2.2.24.

The AF may update the TSCAI input information and/or the TSC QoS related information for existing TSC traffic by
including the updated valuesin the "tscailnputUI" attribute and/or "tscail nputDI" attribute and/orupdated valuesin the
"tsnQos" attribute included in a media component entry of the "medComponents” attribute included in the
"ascReqData" attribute.

The AF may delete the TSCAI input information and TSC QoS related information of removed TSC traffic by
removing the corresponding media component entries within the "medComponents" attribute included in the
"ascReqData" attribute.
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The PCF shall reply to the AF as described in subclause 4.2.3.2.

The PCF shall check whether the received TSCAI input information and TSC QoS related information require to
modify or to remove PCC rulesin the SMF. Provisioning of PCC rule(s) to the SMF shall be carried out as specified in
3GPPTS29.512[8].

4.2.3.25 Provisioning of bridge management information and port management
information

If the "TimeSensitiveNetworking" feature is supported the AF may provide a BMIC for the Bridge functionality of the
UPF/NW-TT and/or aPMIC for the DS-TT port and/or PMIC(s) for the NW-TT portsto update the configuration of the
5G system asa TSN bridge by invoking the Npcf_PolicyA uthorization _Update service operation to the PCF.

The AF shall usethe HTTP PATCH method as described in subclause 4.2.3.2 to modify the "Individual Application
Session Context" resource holding the BMIC and/or the DS-TT PMIC and/or NW-TT PMIC(s).

The AF may includein the "ascReqData" attribute:

- theDS-TT PMIC encoded in the "tsnPortManContDstt" and/or the one or more NW-TT PMIC(s)encoded in the
"tsnPortManContNwtts', if available; and/or

- the BMIC encoded in the "tsnBridgeManCont", if available.

4.2.3.26 Modification of Mission Critical Services

The AF may include, in the "ascReqData" attribute, the "mcsld" attribute if it was not previously provided in order to
indicate that the modified AF session relates to an MCS session.

If the AF supports the SBI message priority mechanism for an MCS session, the AF shall include the " 3gpp-Shi-
Message-Priority” custom HT TP header towards the PCF as described in subclause 4.2.2.12.

If the PCF receives the "mcsld" attribute, the PCF shall take specific actions on the corresponding PDU session to
ensure that the MCS session is prioritised as defined in 3GPP TS 29.512 [8].

4.2.3.27 Support of CHEM feature

When CHEM feature is supported, the AF may include the value of Maximum Packet Loss Rate for UL within the
"maxPacketL ossRateUl" attribute and/or the value of Maximum Packet L oss Rate for DL within the
"maxPacketL ossRateDI" attribute in "medComponents’ attribute. For CHEM feature, see Annex B.14.

4.2.3.28 Support of FLUS feature

If the"FLUS' feature is supported by the AF, the AF may include the "flusld" attribute within a media component of
the "medComponents” attribute to indicate that the related media of the modified Individual Application Session
Context resource corresponds to a FLUS media stream. Additional QoS information for the treatment of FLUS media
may be provided within "desMaxLatency" attribute and/or "desMaxLoss" attribute.

4.2.3.29 Subscription to EPS Fallback report

When the "EPSFallbackReport” feature is supported, this procedure is used in the AF to subscribe to the notification of
EPS Fallback events, if this event was not previously provisioned.

The AF shall usethe HTTP PATCH method to update the "Events Subscription” sub-resource together with the
modifications to the "Individual Application Session Context" resource.

The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "evSubsc" attribute of the " EventsSubscRegDataRm" data type, which shall include
inthe "events' attribute a new element with the "event" attribute set to "EPS_FALLBACK". The AF shall request to the
PCF to report EPS Fallback in conjunction with providing the PCF with AF service information for voice mediatype as
described in subclause 4.2.3.2.
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Asresult of thisaction, the PCF shall set the appropriate subscription to EPS Fallback for the corresponding active PCC
rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.30 Modification of required QoS information

When the " AuthorizationWithRequiredQoS" feature is supported, this procedure is used by an AF to modify the
required QoS by providing a different QoS reference(s) parameter while the AF session is ongoing.

The AF shall usethe HTTP PATCH method to modify the required QoS information.

The AF may include in the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, within one or more entries of the "medComponents” attribute included in the AppSessionContextUpdateData
datatype:

- a"qosReference" attribute, which may contain:

i. aQosS reference, that replaces an existing QoS reference value if the "qosReference” attribute was previously
provisioned, or creates a new one if no "gosReference” attribute was previously provisioned,;

ii. a"null" value, that removes a previously provisioned "qosReference” attribute value; and/or
- an"atSerRegs’ attribute, which may contain:

i. aprioritized list of aternative QoS references, that replaces an existing aternative QoS referenceslist if the
"atSerRegs" attribute was previously provisioned, or creates anew one if no "atSerRegs" attribute was
previously provisioned,;

ii. a"null" value, that removes a previously provisioned alternative QoS referenceslist.

- if the"DisableUENGotification" feature is supported, a"disUeNotif" attribute, which may contain:
i. a"true' valueif it was not provided or it was provided and set to "false”;
ii. a"fase" valueif it was provided and set to "true'.

When the AF provides the "altSerReqs" attribute containing a prioritized list of alternative QoS references, the AF shall
subscribe to receive notifications from the PCF when the resources associated to the corresponding service information
have been allocated as described in subclause 4.2.3.10 and when the GBR QoS targets for one or more service data
flows can no longer (or can again) be guaranteed, as described in subclause 4.2.3.6, if not previously subscribed.

Due to the updated required QoS information, the PCF may need to modify the related PCC rules as specified in
3GPP TS 29.513 [7] and provide the updated information towards the SMF following the corresponding procedures
specified in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.3.2.

4.2.3.31 Support of QoSHint feature

If the QoSHint feature is supported by the AF, the AF may include the "desMaxL atency" attribute and/or "desMaxL oss"
attribute within a media component of the "medComponents" attribute to indicate that the related media of the modified
Individual Application Session Context resource has specific latency and/or loss demands.

4.2.3.32 Modification of Subscription to Reallocation of Credit notification

This procedureis used by the AF if the"IMS_SBI" and the "ReallocationOf Credit” features are supported to modify in
the PCF the subscription to notification about reallocation of credit for the Service Data Flows within the AF
application session context.

The AF shall usethe HTTP PATCH method to update the " Events Subscription” sub-resource together with the
modifications to the "Individual Application Session Context" resource.
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The AF shall includein the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascRegData"
attribute, the updated values of the "EventsSubscRegDataRm" data type, which either include in the "events' attribute a
new element with the "event" attribute set to the value "REALLOCATION_OF_CREDIT" or remove from the "events'
attribute the existing element with the "event" attribute set to the value "REALLOCATION_OF CREDIT".

Asaresult of this action, the PCF shall set the appropriate subscription to reallocation of credit notification for the
corresponding PCC Rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF with an HTTP response message as described in subclause 4.2.3.2.
4.2.4 Npcf_PolicyAuthorization_Delete service operation

4241 General

The Npcf_PolicyAuthorization_Delete service operation provides means for the NF service consumer to delete the
context of application session information.

The following procedures using the Npcf_PolicyAuthorization_Delete service operation are supported:
- AF application session context termination.
- Reporting usage for sponsored data connectivity.
- Termination of Multimedia Priority Services.
- Request and report of access network information.
- Termination of MCPTT.
- Termination of MCVideo.
- Priority sharing indication.
- Report of RAN-NAS release cause.

- Termination of Mission Critical Services.

4.2.4.2 AF application session context termination

This procedure is used to terminate an AF application session context for the service as defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.4.2-1 illustrates the application session context termination.

AF PCF

1. POST ...Japp-sessions/{appSessionld}/delete

2a."200 OK"
2b. "204 No Content"

Figure 4.2.4.2-1: Application session context termination
When an AF session isterminated, and if the AF application session context was created as described in subclause 4.2.2

or in subclause 4.2.6.3, the AF shall invoke the Npcf_PolicyAuthorization_Delete service operation to the PCF using an
HTTP POST request, as shown in figure 4.2.4.2-1, step 1.
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The AF shall set the request URI to "{ apiRoot} /npcf-policyauthorization/v1/app-sessions/{ appSessionl d} /del ete".

The AF may include in the body of the HTTP POST the "EventsSubscRegData’ data type with the "evSubsc” attribute
indicating the corresponding list of events to subscribe to.

When the PCF receives the HTTP POST request from the AF, indicating the termination of the AF application session
context information, the PCF shall acknowledge that request by sending an HT TP response message with the
corresponding status code.

If the HTTP POST request from the AF is accepted, the PCF shall send to the AF:

a) if event information is reported, a"200 OK" response to HTTP POST request, as shown in figure 4.2.4.2-1,
step 2a, including in the "AppSessionContext" data type the "evsNotif" attribute, which encodes within
"evNotifs" attribute the event to report to the AF, if available, as described in subclause 4.2.5.2. If the event
information is not available at the PCF the PCF shall defer sending the response to the AF and shall immediately
configure the SMF to provide such information, as specified in 3GPP TS 29.512 [§];

b) otherwise, the PCF shall send to the AF a"204 No Content”.

Afterwards, the PCF shall free the network resources allocated for the Service Data Flow(s) corresponding to the
deleted AF application session context information. In order to do that, the PCF shall initiate the request for the removal
of any related PCC rules from the SMF, if not previously done, following the corresponding procedures specified in
3GPPTS29.512[8].

If the HTTP POST request from the AF isrejected, the PCF shall indicate in the response to HTTP POST request the
cause for the rejection as specified in subclause 5.7.
4243 Reporting usage for sponsored data connectivity

When " SponsoredConnectivity” is supported, and the AF indicated to enable sponsored data connectivity and the AF
provided usage thresholds for such sponsor to the PCF, the PCF shall report accumulated usage to the AF using the
response of the Npcf_PolicyAuthorization_Delete service operation.

This procedureisinitiated when:
- the"Individual Application Session Context" is deleted by the AF; or

- the PCF requests the deletion of the "Individual Application Session Context" to the AF, as described in
subclause 4.2.5.3, due to PDU session termination, the termination of all the service data flows of the AF session
or the home operator policy disallowing the UE accessing the sponsored data connectivity in the roaming case.

To report the accumulated usage, the PCF shall immediately configure the SMF to retrieve the accumul ated usage as
specified in 3GPP TS 29.512 [8]. When the PCF receives the usage information from the SMF, the PCF shall notify the
AF by including the "EventsNotification" datatype in the response of the HTTP POST request as described in
subclause 4.2.4.2.

The PCF shall include:

- anevent of the "AfEventNotification" datatype in the "evNotifs" attribute with the matched event
"USAGE_REPORT" in the "event" attribute; and

- the usage encoded in the "usgRep" attribute.

42.4.4 Void

4245 Termination of Multimedia Priority Services

If the AF session being terminated corresponds to an MPS session, the PCF shall delete the PCC rules corresponding to
the MPS session and the PCF shall revoke the actions related to the prioritization of the MPS session in the
corresponding PDU Session as defined in 3GPP TS 29.512 [8].
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4.2.4.6 Request and report of access network information

This procedureis used by an AF to request the PCF to report the access network information (i.e. user location and/or
user timezone information) at the deletion of the "Individual Application Session Context" resource when the "NetLoc"
feature is supported.

This procedureisinitiated when:
- the"Individual Application Session Context" is deleted by the AF; or

- the PCF requests the deletion of the "Individual Application Session Context" from the AF, as described in
subclause 4.2.5.3, due to PDU session termination or the termination of all the service data flows of the AF
session.

The AF shall includeinthe HTTP POST request message described in subclause 4.2.4.2:
- anentry of the "AfEventSubscription" datatype in the "events' attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis' attribute, with the required access network information, i.e. user location and/or user time zone
information).

When the PCF determines that the access network does not support the access network information reporting because
the SMF does not support the NetLoc feature, the PCF shall respond to the AF including in the "EventsNotification"”
data type the "noNetLocSupp" attribute set to "ANR_NOT_SUPPORTED" value. Otherwise, the PCF shall
immediately configure the SMF to provide such access information, as specified in 3GPP TS 29.512 [8].

When the PCF receives the access network information from the SMF, the PCF shall provide the corresponding access
network information to the AF by including the "EventsNotification" data type in the "200 OK" response to the HTTP
POST request. The PCF shall include:

- incase of 3GPP access, the user location information in the "eutralocation” or in the "nrLocation" attribute in
the "ueLoc" attribute, if available and required;

- incase of untrusted non-3GPP access, the user location information in the "n3gal ocation” attribute in the
"ueLoc" attribute, if required, as follows:

a) theuser local IP addressin the "uelpv4Addr” or "uel pv6Addr" attribute, if available; and
b) the UDP source port or the TCP source port in the "portNumber" and "protocol" attributesif available;

NOTE 1: When the UE reachesthe ePDG viaa NAT, the combination of UE local 1P address and the UE source
port is needed for lawful interception purposes. The UE source port may be either a UDP or a TCP port,
and it isindicated in the "protocol" attribute.

- incase of trusted non-3GPP access, the user location information in the "n3gal ocation™ attribute in the "uelL.oc”
attribute, if required, as follows:

a) theuser local IP addressin the "uelpv4Addr" or "uelpv6Addr" attribute, if available; and
b) the UDP source port in the "portNumber” attribute if available; and
NOTE 2: The UDP protocol can be used between the UE and the TNGF to enable NAT traversal.

c) either the TNAP identifier encoded in the "tnapld" attribute or the TWAP identifier encoded in the "twapld"
attribute. The TNAP identifier and the TWAP identifier shall consist of:

i. theSSID inthe"ssld" attribute;
ii. theBSSID the"bssld" attributeif available; and
iii. the civic addressin the "civicAddress' attribute if available;

- if user location was required, the time when it was last known in the "ueLocTime" attribute if available;
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NOTE 3. The PCF derives the value of the "ueLocTime" attribute from the "userLocationlnfoTime" attribute
received from the SMF, as specified in 3GPP TS 29.512 [8].

- the serving network identity (PLMN network code and country code and, if available, the NID) in the "plmnid"”
attribute, if user location information is required but not available in any access; and/or

- the UE timezonein the "ueTimeZone" attribute if required and available.

When the PCF receives from the SMF that the access network does not support access network information report, the
PCF shall include the "noNetLocSupp” attribute set to "ANR_NOT_SUPPORTED", "TZR_NOT_SUPPORTED" or
"LOC_NOT_SUPPORTED" value received from the SMF in the "EventsNotification" data type in the "200 OK"
response to the HTTP POST request.

The PCF shall aso include an event of the "AfEventNotification" datatypein the "evNotifs" attribute with the "event”
attribute set to the value "ANI_REPORT".

4247 Termination of MCPTT

If the "Individual Application Session Context" resource being removed corresponds to an MCPTT session, the PCF
shall delete the PCC rules corresponding to the MCPTT session and the PCF shall revoke the actions related to the
prioritization of the MCPTT session in the corresponding PDU Session as defined in 3GPP TS 29.512 [§].

4248 Termination of MCVideo

If the "Individual Application Session Context" resource being removed corresponds to an MCVideo session, the PCF
shall delete the PCC rules corresponding to the MCVideo session and the PCF shall revoke the actions related to the
prioritization of the MCVideo session in the corresponding PDU Session as defined in 3GPP TS 29.512 [8].

4.2.4.9 Priority sharing indication

If the "Individual Application Session Context" resource being removed included the "prioSharinglnd" attribute set to
"ENABLED" within a media component of the "medComponents' attribute, if the related media flow(s) wasin priority
sharing with other media flows the PCF should readjust the Allocation and Retention Priority for the remaining services
sharing Allocation and Retention Priority as described in 3GPP TS 29.512 [8], subclause 4.2.6.2.9 and handle the media
flow removed according to normal PCC/QoS rule provisioning procedures described in 3GPP TS 29.512 8],

subclause 4.2.6.2.

4.2.4.10 Report of RAN-NAS release cause

This procedureis used by a PCF to report about the RAN-NAS rel ease cause together with access network information
(i.e. user location and/or user timezone information) at the deletion of the "Individual Application Session Context"
resource when the "RAN-NAS-Cause" feature is supported.

This procedure isinitiated when:
- the"Individual Application Session Context" is deleted by the AF; or

- the PCF requests the deletion of the "Individual Application Session Context" from the AF, as described in
subclause 4.2.5.3, due to PDU session termination or the termination of all the service data flows of the AF
session.

The PCF shall immediately configure the SMF to provide such RAN-NAS rel ease cause together with access
information, as specified in 3GPP TS 29.512 [8].

When the PCF receives the RAN-NAS release cause and access network information from the SMF, the PCF shall
provide the corresponding access network information and RAN-NAS release cause to the AF by including the
"EventsNatification” datatype in the "200 OK" response to the HTTP POST request. The PCF shall include:

- in case of 3GPP access, the user location information in the "eutralLocation" or in the "nrLocation" attribute in
the "uelLoc" attribute, if available;

- incase of untrusted non-3GPP access, the user location information in the "n3gal ocation” attribute in the
"uelLoc" attribute, if available, asfollows:
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a) theuser loca IP addressin the "uelpv4Addr" or "uel pv6Addr" attribute; and
b) the UDP source port or the TCP source port in the "portNumber" and "protocol” attributes if available;

NOTE 1: When the UE reaches the ePDG viaa NAT, the combination of UE local 1P address and the UE source
port is needed for lawful interception purposes. The UE source port may be either a UDP or a TCP port,
and it isindicated in the "protocol" attribute.

- incase of trusted non-3GPP access, the user location information in the "n3gal ocation" attribute in the "uel oc"
attribute, if available, as follows:

a) theuser local IP addressin the "uelpv4Addr” or "uel pv6Addr" attribute, if available; and
b) the UDP source port in the "portNumber" attribute if available; and
NOTE 2: The UDP protocol can be used between the UE and the TNGF to enable NAT traversal.

c) either the TNAP identifier encoded in the "tnapld” attribute or the TWAP identifier encoded in the "twapld"
attribute. The TNAP identifier and the TWAP identifier shall consist of:

i. theSSID inthe"ssld" attribute;
ii. theBSSID the"bssld" attribute if available; and
iii. the civic addressin the "civicAddress' attribute if available;

- the serving network identity (PLMN network code and country code and, if available, the NID) in the "plmnid”
attribute, if user location information is not available in any access;

- the UE timezonein the "ueTimeZone" attribute if available; and
- the RAN and/or NAS release cause in the "ranNasRel Causes' attribute, if available.

The PCF shall also include an event of the "AfEventNotification" data type in the "evNotifs' attribute with the "event"
attribute set to the value "RAN_NAS _CAUSE".

42411 Termination of Mission Critical Services

If the AF session being terminated corresponds to an MCS session, the PCF shall delete the PCC rules corresponding to
the MCS session and the PCF shall revoke the actions related to the prioritisation of the MCS session in the
corresponding PDU Session as defined in 3GPP TS 29.512 [8].

4.2.4.12 Void
4.2.5 Npcf_PolicyAuthorization_Notify service operation

4251 General

The Npcf_PolicyAuthorization_Notify service operation enables notification to NF service consumers that the
previously subscribed event for the existing application session context occurred or that the application session context
isno longer valid.

The following procedures using the Npcf_PolicyAuthorization_Notify service operation are supported:
- Notification about application session context event.
- Notification about application session context termination.
- Notification about Service Data Flow QoS natification control.
- Notification about service data flow deactivation.

- Reporting usage for sponsored data connectivity.
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- Notification of resources allocation outcome.
- Reporting access network information.

- Notification of signalling path status.

- Notification about out of credit.

- Noatification about bridge management information and/or port management information, Individual Application
Session Context exists.

- Notification about Service Data Flow QoS Monitoring control.
- Report of EPS Fallback.
- Notification about 5GS Bridge Information, no Individual Application Session Context exists.

- Notification about realocation of credit.

4.25.2 Notification about application session context event

This procedure isinvoked by the PCF to notify the AF when a certain, previously subscribed, application session
context event occurs, as defined in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.5.2-1 illustrates the notification about application session context event.

AF PCF

1. POST ...[{notifUri}/notify

2."204 No Content"

Figure 4.2.5.2-1: Notification about application session context event

When the PCF determines that the event for the existing AF application session context, to which the AF has subscribed
to, occurred e.g. upon reception of an event notification for aPDU session from the SMF as described in

3GPP TS 29.512 [8], the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by sending the
HTTP POST request (as shown in figure 4.2.5.2-1, step 1) to the AF using the notification URI received in the
subscription creation (or modification), as specified in subclause 4.2.6, and appending the "notify" segment path at the
end of the URI. The PCF shall provide in the body of the HTTP POST request the "EventsNotification" datatype
including:

- the Events Subscription resource identifier related with the notification in the "evSubsUri" attribute; and

- thelist of the reported eventsin the "evNotifs" attribute. For each reported event, the " AfEventNotification™ data
type shall include the event identifier and may include additional event information.

The PCF shall include:

- if the AF subscribed to the "PLMN_CHG" event, the "event" attribute set to "PLMN_CHG" and the "plmnid"
attribute including the PLMN identifier and, if available, the NID if the PCF has requested to be updated with
thisinformation in the SMF;

- if the AF subscribed to the event "ACCESS_TYPE_CHANGE" inthe HTTP POST request, the "event” attribute
set to "ACCESS_TYPE_CHANGE" and:
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i. the"accessType" attribute including the access type, and the "ratType" attribute including the RAT type
when applicable for the notified access type; and/or

ii. if the"ATSSS" feature is supported and the PDU sessionisa MA PDU session:

a. if itisthefirst accesstype report, and both, 3GPP and non-3GPP access information is available, the
"addAccessinfo" attribute. The "addAccessinfo" attribute contains the additional access type information,
where the access type is encoded in the "accessType" attribute, and the RAT type is encoded in the
"ratType" attribute when applicable for the notified access type;

b. if itisasubsequent access type change report:

- if anew accesstypeis added to the MA PDU session, the"addAccessinfo" attribute with the added
access type encoded in the "accessType" attribute, and the RAT type encoded in the "ratType"
attribute when applicable for the notified access type;

- if anaccesstypeisreleased to the MA PDU session, the "rel Accessinfo” attribute with the released
access type encoded in the "accessType" attribute, and the RAT type encoded in the "ratType"
attribute when applicable for the notified access type; and

NOTE: ForaMA PDU session, if the"ATSSS" feature is not supported by the AF the PCF shall include the
"accessType" attribute and the "ratType" attribute with a currently active combination of access type and
RAT type. When both 3GPP and non-3GPP accesses are available, the PCF includes the information
corresponding to the 3GPP access and only changes on activation and deactivation of 3GPP access are
reported.

iii. the"anGwAddr" attribute including access network gateway address when available; and

- ifthe"IMS_SBI" feature is supported and if the AF subscribed to the "CHARGING_CORRELATION" event,
the "event" attribute set to "CHARGING_CORRELATION" and may include the "anCharglds" attribute
containing the access network charging identifier(s) and the "anChargAddr" attribute containing the access
network charging address.

The AF natification of other specific events using the Npcf _PolicyAuthorization_Notify request is described in the
related subclauses.

Upon the reception of the HTTP POST request from the PCF indicating that the PDU session and/or service related
event occurred, the AF shall acknowledge that request by sending an HT TP response message with the corresponding
status code.

If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the event notification
with a"204 No Content" response to HTTP POST request, as shown in figure 4.2.5.2-1, step 2.

If the HTTP POST reguest from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request
the cause for the regjection.

If the feature "ES3X X" is supported, and the AF determines the received HTTP POST request needs to be redirected,
the AF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [5].

4.25.3 Notification about application session context termination

This procedure is invoked by the PCF to notify the AF that the application session context is nho longer valid, as defined
in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.5.3-1 illustrates the notification about application session context termination.
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AF PCF

1. POST ...{notifUri}/terminate

2."204 No Content"

Figure 4.2.5.3-1: Notification about application session context termination

When the PCF determines that the AF application session context is no longer valid, the PCF shall invoke the
Npcf_PolicyAuthorization_Notify service operation by sending the HTTP POST request (as shown in figure 4.2.5.3-1,
step 1) using the notification URI received in the "Individual Application Session Context" context creation, as
specified in subclause 4.2.2 and subclause 4.2.6.3, and appending the "terminate" segment path at the end of the URI, to
trigger the AF to request the application session context termination (see subclause 4.2.4.2). The PCF shall providein
the body of the HTTP POST request the "Terminationl nfo" data type including:

- thelIndividua Application Session Context resource identifier related to the termination notification in the
"resUri" attribute; and

- the application session context termination cause in the "termCause” attribute of the " TerminationCause" data
type, indicating:

i) "PDU_SESSION_TERMINATION" when the PCF received from the SMF the indication of SM Policy
Context termination without a specific PDU session release cause value;

ii) "ALL_SDF DEACTIVATION" when the PCF received from the SMF the indication that all the SDFs of the
Individual Application Session Context resource are deactivated because other reasons than
"PS TO_CS HAN";

iii) "PS_TO_CS HO" if the"IMS_SBI" feature is supported and the PCF received from the SMF:
d the PDU session release cause value "PS TO_CS HO"; or

b) thefailure codevalue"PS TO CS HAN" for al the SDFs of the Individual Application Session Context
resource.

Upon the reception of the HTTP POST request from the PCF requesting the application session context termination, the
AF shall acknowledge that request by sending an HT TP response message with the corresponding status code.

If the HTTP POST request from the PCF is accepted, the AF shall acknowledge the receipt of the application session
context termination request with a"204 No Content" response to HTTP POST request (as shown in figure 4.2.5.3-1,
step 2) and shall invoke the Npcf_PolicyAuthorization Delete service operation to the PCF as described in
subclause 4.2.4.

If the HTTP POST request from the PCF is not accepted, the AF shall indicate in the response to HTTP POST request
the cause for the rejection.

If the feature "ES3X X" is supported, and the AF determines the received HTTP POST request needs to be redirected,
the AF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [5].

4.25.4 Notification about Service Data Flow QoS notification control
When the PCF gets the knowledge that one or more SDFs:
- cannot guarantee the GBR QoS targets; or

- can guarantee again the GBR QoS targets;
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the PCF shall inform the AF accordingly if the AF has previously subscribed as described in subclauses 4.2.2.6 and
4.2.3.6.

The PCF shall notify the AF by including the "EventsNotification” data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include:

- within the "evNotifs" attribute an event entry of the "AfEventNotification" data type with the matched event
"QOS _NOTIF" inthe"event" attribute; and

- the"gncReports’ array with:

a) the"notifType" attribute to indicate whether the GBR targets for the indicated SDFs are
"NOT_GUARANTEED" or "GUARANTEED" again;

b) theidentification of the affected service flows (if not all the flows are affected) encoded in the "flows'
attribute if applicable; and

¢) if the"AuthorizationWithRequiredQoS" feature as defined in subclause 5.8 is supported, the reference to the
Alternative Service Requirement corresponding alternative QoS parameter set if received from the SMF
within the "atSerReq" attribute. When the "altSerReq" attribute is omitted and the "notif Type" attributeis
NOT_GUARANTEED, it indicates that the lowest priority alternative QoS profile could not be fulfilled.

If "MediaComponentVersioning” feature is supported, and if the content version was included when the corresponding
media component was provisioned, the "flows" attribute shall also contain the "contVers" attribute including the content
version(s) of the media components. The PCF shall include more than one entry in the "contVers" attribute for the same
media component if the PCF has received multiple content versions as described in subclause 4.2.6.2.14 in
3GPPTS29.512[8].

When the AF receives the HTTP POST request, it shall acknowledge the request by sending a'204 No Content"
response to the PCF. The AF may also update the AF application session context information by sendingan HTTP
PATCH request to the PCF.

Signalling flows for Service Data Flow QoS notification control are presented in 3GPP TS 29.513 [7].

4255 Notification about Service Data Flow Deactivation

When the PCF gets the knowledge that one or more SDFs have been deactivated, the PCF shall inform the AF
accordingly if the AF has previously subscribed as described in subclauses 4.2.2.7 and 4.2.3.7.

When not all the service data flows within the AF application session context are affected, the PCF shall notify the AF
by including the "EventsNotification” data type in the body of the HTTP POST request as described in
subclause 4.2.5.2.

The PCF shall include within the "evNotifs' attribute an event of "AfEventNotification" data type indicating the
matched event "FAILED_RESOURCES ALLOCATION" inthe"event" attribute and the deactivated service data
flows (if not al the flows are affected) encoded in the "flows" attribute.

If the "MediaComponentVersioning" feature is supported, and if the content version was included when the
corresponding media component was provisioned as described in subclause 4.2.5.8, the PCF shall aso includein the
"flows" attribute the "contVers" attribute with the content version(s) of the media components.

If the "RAN-NAS-Cause” feature is supported and the PCF received the RAN-NAS rel ease cause and access network
information from the SMF, the PCF shall provide in the "EventsNotification" datatype of the HTTP POST request:

- in case of 3GPP access, the user location information in the "eutralLocation" or in the "nrLocation" attribute in
the "uelLoc" attribute, if available;

- incase of untrusted non-3GPP access, the user location information in the "n3galocation” attribute in the
"ueLoc" attribute, if available, asfollows:

a) theuser local IP addressin the "uelpv4Addr” or "uel pv6Addr" attribute; and

b) the UDP source port or the TCP source port in the "portNumber" and "protocol" attributesif available;
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NOTE 1: When the UE reaches the ePDG viaa NAT, the combination of UE local 1P address and the UE source
port is needed for lawful interception purposes. The UE source port may be either a UDP or a TCP port,
and it isindicated in the "protocol" attribute.

- incase of trusted non-3GPP access, the user location information in the "n3gal ocation” attribute in the "uelL oc”
attribute, if available, as follows:

a) theuser local IP addressin the "uelpv4Addr" or "uelpv6Addr" attribute, if available; and
b) the UDP source port in the "portNumber" attribute if available; and
NOTE 2: The UDP protocol can be used between the UE and the TNGF to enable NAT traversal.

c) either the TNAP identifier encoded in the "tnapld" attribute or the TWARP identifier encoded in the "twapld"
attribute. The TNAP identifier and the TWAP identifier shall consist of:

i. theSSID inthe"ssld" attribute;
ii. theBSSID the"bssld" attribute if available; and
iii. the civic addressin the "civicAddress' attribute if available;

- the serving network identity (PLMN network code and country code and, if available, the NID) in the "plmnid"”
attribute, if user location information is not available in any access;

- the UE timezonein the "ueTimeZone" attribute if available; and
- the RAN and/or NAS release cause in the "ranNasRel Causes' attribute, if available.

The PCF shall include in the "evNotifs' attribute, together with the event "FAILED RESOURCES ALLOCATION",
an event of the "AfEventNotification" data type with the "event" attribute set to the value "RAN_NAS CAUSE".

The PCF shall include more than one entry in the "contVers' attribute for the same media component if the PCF has
received multiple content versions as described in subclause 4.2.6.2.14 in 3GPP TS 29.512 [8].

When the AF receives the HTTP POST request, it shall acknowledge the request by sending a*204 No Content"
response to the PCF. The AF may aso update the AF application session context information by sending an HTTP
PATCH request to the PCF.

When all the service data flows within the AF session are affected, the PCF shall inform the AF by sending a
notification about application session context termination as defined in subclause 4.2.5.3.

Signalling flows for Service Data Flow Deactivation cases are presented in 3GPP TS 29.513 [7].

4.25.6 Reporting usage for sponsored data connectivity

When " SponsoredConnectivity" is supported, the AF enabled sponsored data connectivity and the AF provided usage
thresholds for such sponsor to the PCF, the PCF shall report accumulated usage to the AF using the
Npcf_PolicyAuthorization_Notify service operation when:

- the PCF detects that the usage threshold provided by the AF has been reached; or
- the AF disables the sponsored data connectivity.

The PCF shall notify the AF of the accumulated usage by including the "EventsNotification" data type in the body of
the HTTP POST request as described in subclause 4.2.5.2.

The PCF shall include:

- anevent of the"AfEventNotification" datatypein the "evNotifs" attribute with the matched event
"USAGE_REPORT" inthe "event" attribute; and

- the accumulated usage, corresponding to the usage since the last report to the AF, encoded in the "usgRep”
attribute.
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When the AF receives the HTTP POST request, it shall acknowledge the request by sending a"204 No Content”
response to the PCF. The AF may terminate the AF session sending an HTTP POST as described in subclause 4.2.4.2 or
update the AF application session context information by providing a new usage threshold sending an HTTP PATCH
request to the PCF as described in subclause 4.2.3.5 or an HTTP PUT request to the PCF as described in

subclause 4.2.6.4.

NOTE: Once the accumulated usage is reported by the PCF to the AF, the monitoring will not start until the PCF
receives the new threshold from the AF and providesit to the SMF.

4.25.7 Void

4258 Notification about resources allocation outcome

When the PCF becomes aware that the resources associated to service information for one or more SDFs have been
allocated, the PCF shall inform the AF accordingly if the AF has previoudly subscribed to the
"SUCCESSFUL_RESOURCES ALLOCATION" event as described in subclauses 4.2.2.10 and 4.2.3.10. The PCF
shall notify the AF by including the "EventsNotification™ datatype in the body of the HTTP POST request as described
in subclause 4.2.5.2. The PCF shall include in the "evNotifs" attribute an entry with the "event" attribute set to
"SUCCESSFUL_RESOURCES ALLOCATION" and (if not al the flows are affected) the identification of the related
media components in the "flows" attribute. If the "MediaComponentVersioning” feature is supported, the PCF shall also
includein the "flows" attribute the "contVers' attribute with the content version(s) of the media componentsif the
content version was included when the corresponding media component was provisioned.

If the " AuthorizationWithRequiredQoS' feature as defined in subclause 5.8 is supported, when the PCF becomes aware
that the resources associated to service information for one or more SDFs have been allocated and additionally receives
the alternative QoS parameter set(s), the PCF shall notify the AF by including the "EventsNotification" datatypein the
body of the HTTP POST request as described in subclause 4.2.5.2. The PCF shall include:

- anentry inthe "evNotifs' attribute with the "event" attribute set to
"SUCCESSFUL_RESOURCES_ALLOCATION"; and

- the"succResourcAllocReports' attribute with the reference to the Alternative Service Requirement
corresponding alternative QoS parameter set within the "altSerReq" attribute and the identification of the related
media componentsin the "flows" attribute. If the "MediaComponentVersioning" feature is supported, the PCF
shall aso include in the "flows" attribute the "contVers" attribute with the content version(s) of the media
componentsif the content version was included when the corresponding media component was provisioned.

When the PCF becomes aware that the resources associated to service information for one or more SDFs cannot be
allocated, the PCF shall inform the AF accordingly if the AF has previously subscribed to the
"FAILED_RESOURCES_ALLOCATION" event as described in subclauses 4.2.2.10 and 4.2.3.10. The PCF shall
notify the AF by including the "EventsNotification" datatype in the body of the HTTP POST request as described in
subclause 4.2.5.2. The PCF shall include:

- anentry inthe "evNotifs' attribute with the "event" attribute set to "FAILED_RESOURCES_ALLOCATION";
and

- the"failledResourcAllocReports" attribute with the active/inactive status of the PCC rules related to certain
media components encoded in the "mcResourcStatus' attribute, and (if not all the flows are affected) the
identification of the related media componentsin the "flows" attribute. If the "MediaComponentV ersioning"
feature is supported, the PCF shall also include in the "flows" attribute the "contVers' attribute with the content
version(s) of the media componentsiif the content version was included when the corresponding media
component was provisioned.

The PCF shall include more than one entry in the "contVers' attribute for the same media component if the PCF has
received multiple content versions as described in subclause 4.2.6.2.14 in 3GPP TS 29.512 [8].

NOTE: The AF will use the content version to identify the media component version that failed or succeeded
when multiple provisions of the same media component occur in a short period of time. How the AF
handles such situationsis out of scope of this specification.
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When the AF receives the HTTP POST request, it shall acknowledge the request by sending a"204 No Content"
response to the PCF.

Signalling flows for resource allocation outcome are presented in 3GPP TS 29.513 [7].

4.25.9 Void

4.2.5.10 Notification of signalling path status

When the PCF is notified of the loss or release of resources associated to the PCC rules corresponding with AF
signalling IP flows, the PCF shall inform the AF about the loss of the signalling transmission path if the AF has
previously subscribed as described in subclause 4.2.6.7.

The PCF shall notify the AF by including the "EventsNotification” data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include within the "evNotifs" attribute an event of "AfEventNotification" data type indicating the
matched event "FAILED_RESOURCES ALLOCATION" inthe"event" attribute and the deactivated I P flow encoded
inthe "flows" attribute.

If the "RAN-NAS-Cause" feature is supported and the PCF received the RAN-NAS release cause and/or access network
information from the SMF, the PCF shall provide in the "EventsNotification" datatype in the "200 OK" response to the
HTTP POST request:

- incase of 3GPP access, the user location information in the "eutralLocation" or in the "nrLocation" attribute in
the"uelL oc" attribute, if available;

- incase of untrusted non-3GPP access, the user location information in the "n3gal ocation” attribute in the
"uelLoc" attribute, if available, asfollows:

a) theuser loca IP addressin the "uelpv4Addr" or "uel pv6Addr" attribute; and
b) the UDP source port or the TCP source port in the "portNumber" and "protocol” attributes if available;

NOTE 1: When the UE reaches the ePDG viaa NAT, the combination of UE local 1P address and the UE source
port is needed for lawful interception purposes. The UE source port may be either a UDP or a TCP port,
and it isindicated in the "protocol” attribute.

- incase of trusted non-3GPP access, the user location information in the "n3gal ocation" attribute in the "ueloc"
attribute, if available, as follows:

a) theuser local IP addressin the "uelpv4Addr” or "uel pv6Addr" attribute, if available; and
b) the UDP source port in the "portNumber" attribute if available; and
NOTE 2: The UDP protocol can be used between the UE and the TNGF to enable NAT traversal.

c) either the TNAP identifier encoded in the "tnapld” attribute or the TWAP identifier encoded in the "twapld"
attribute. The TNAP identifier and the TWAP identifier shall consist of:

i. theSSID inthe"ssld" attribute;
ii. theBSSID the"bssld" attribute if available; and
iii. the civic addressin the "civicAddress' attribute if available;

- the serving network identity (PLMN network code and country code and, if available, the NID) in the "plmnld"
attribute, if user location information is not available in any access;

- the UE timezonein the "ueTimeZone" attribute if available; and

- the RAN and/or NAS release cause in the "ranNasRel Causes' attribute, if available.
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The PCF shall include in the "evNotifs' attribute, together with the event "FAILED _RESOURCES _ALLOCATION",
an event of the "AfEventNotification" data type with the "event" attribute set to the value "RAN_NAS CAUSE".

When the AF receives the HTTP POST request, it shall acknowledge the request by sending a*204 No Content"
response to the PCF.

4.25.11 Reporting access network information

This procedureis used by the PCF to report the access network information (i.e. user location and/or user timezone
information) to the AF when the "NetLoc" feature is supported.

When the PCF receives the access network information from the SMF, the PCF shall include the "EventsNotification"
data type in the body of the HTTP POST request message sent to the AF as described in subclause 4.2.5.2. The PCF
shall include in the "EventsNotification" datatype:

- incase of 3GPP access, the user location information in the "eutralLocation" or in the "nrLocation" attribute in
the "ueLoc" attribute, if available and required;

- incase of untrusted non-3GPP access, the user location information in the "n3gal ocation” attribute in the
"ueLoc" attribute, if required, asfollows:

a) theuser local IP addressin the "uelpv4Addr" or "uelpv6Addr" attribute, if available; and
b) the UDP source port or the TCP source port in the "portNumber" and "protocol” attributes if available;

NOTE 1: When the UE reaches the ePDG viaa NAT, the combination of UE local |1P address and the UE source
port is needed for lawful interception purposes. The UE source port may be either aUDP or a TCP port,
and it isindicated in the "protocol” attribute.

- incase of trusted non-3GPP access, the user location information in the "n3gal ocation" attribute in the "ueloc"
attribute, if required, as follows:

a) theuser local IP addressin the "uelpv4Addr” or "uel pv6Addr" attribute, if available; and
b) the UDP source port in the "portNumber" attribute if available; and
NOTE 2: The UDP protocol can be used between the UE and the TNGF to enable NAT traversal.

c) either the TNAP identifier encoded in the "tnapld” attribute or the TWAP identifier encoded in the "twapld"
attribute. The TNAP identifier and the TWAP identifier shall consist of:

i. theSSID inthe"ssld" attribute;
ii. the BSSID the "bssid" attribute if available; and
iii. the civic addressin the "civicAddress" attribute if available;
- if user location was required, the time when it was last known in the "ueLocTime" attribute if available;

NOTE 3: The PCF derives the value of the "ueLocTime" attribute from the "userLocationlnfoTime" attribute
received from the SMF as specified in 3GPP TS 29.512 [§].

- the serving network identity (PLMN network code and country code and, if available, the NID) in the "plmnld"
attribute, if user location information is required but not available in any access; and/or

- the UE timezone in the "ueTimeZone" attribute if required and available.

When the PCF receives from the SMF that the access network does not support access network information report, the
PCF shall include the "noNetLocSupp" attribute set to "ANR_NOT_SUPPORTED", "TZR_NOT_SUPPORTED" or
"LOC_NOT_SUPPORTED" value received from the SMF in the "EventsNatification” data type in the "200 OK"
response to the HTTP POST request.

The PCF shall aso include an event of the "AfEventNotification" datatype in the "evNotifs" attribute with the "event"
attribute set to the value "ANI_REPORT".
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NOTE 4: The PCF receives the access network information from the SMF if it is previously requested by the AF or
at PDU session termination or at the termination of all the service data flows of the AF session.

The PCF shall not invoke the Npcf_PolicyAuthorization Notify service operation with the "event" attribute set to the
value"ANI_REPORT" to report to the AF any subsequently received access network information, unless the AF sends
anew request for access network information.

42512 Notification about Out of Credit

If the"IMS_SBI" featureis supported and if the PCF becomes aware that there is no credit available in the CHF for one
or more SDFs, the PCF shall inform the AF accordingly if the AF has previously subscribed to the
"OUT_OF_CREDIT" event as described in subclauses 4.2.2.22 and 4.2.3.22.

The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include:
- inthe"evNotifs" attribute an entry with the "event" attribute set to the value "OUT_OF _CREDIT"; and

- the"outOf CredReports" attribute containing in each entry of the "OutOfCreditInformation” data type the credit
information for one or more service data flows. The "OutOfCreditInformation" data type shall contain the
termination action in the "finUnitAct" attribute, and the identification of the affected service data flows (if not all
the flows are affected) encoded in the "flows" attribute.

Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request by sending an
HTTP response message as described in subclause 4.2.5.2.

4.2.5.13 Notification about bridge management information and/or port management
information detection, Individual Application Session Context exists

If the "TimeSensitiveNetworking" feature is supported and if the PCF becomes aware that, for an existing Individual
Application Session Context resource, updated 5GS Bridge information is available, e.g., aBMIC and/or aDS-TT
PMIC and/or one or more NW-TT PMIC(s) are available, the PCF shall inform the AF accordingly, if the AF has
previously subscribed as described in subclause 4.2.2.31.

The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include in the "evNotifs" attribute an entry with the "event" attribute set to the value
"TSN_BRIDGE_INFQO", and the "tsnBridgeManCont" attribute and/or the "tsnPortManContDstt" attribute and/or the
"tsnPortManContNwtts" attribute as received from the SMF if the PCF is aware that aBMIC and/or aDS-TT PMIC
and/or one or more NW-TT PMIC(s) are available or updated.

Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request as specified in
subclause 4.2.5.2.

The TSN AF may use the received BMIC and/or the received DS-TT PMIC and/or NW-TT PMIC(s) and the local
configuration to construct the DS-TT port and or NW-TT port management information required to interwork with the
TSN network.

If port management information shall be sent as a response of the received notification, the AF triggers the
Npcf_PolicyAuthorization_Update service operation to send the port management information to the PCF as specified
in subclause 4.2.3. The TSN AF deliversto the PCF the derived port management information containers as described
in subclause 4.2.3.25.

And/or if bridge management information shall be sent as a response of the received notification, the AF includes the
BMIC inthe Npcf_PolicyAuthorization_Update service operation as described in subclause 4.2.3.25.

4.2.5.14 Notification about Service Data Flow QoS Monitoring control

When the PCF gets the information about any one of the following items for one or more SDFs from the SMF:
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- uplink packet delay(s); or
- downlink packet delay(s); or
- round trip delay(s);

the PCF shall inform the AF accordingly if the AF has previously subscribed as described in subclauses 4.2.2.23 and
4.2.3.23and 4.2.6.8.

The PCF shall notify the AF by including the "EventsNotification” data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include:

- within the "evNotifs" attribute an event entry of the "AfEventNotification" data type with the matched event
"QOS_MONITORING" in the "event" attribute; and

- the"qosMonReports* array with:

a) theidentification of the affected service flows (if not al the flows are affected) encoded in the "flows'
attribute if applicable; and

b) one or two uplink packet delays within the "ulDelays" attribute; or
c) one or two downlink packet delays within the "dIDelays" attribute; or

d) one or two round trip packet delays within the "rtDelays" attribute.

4.2.5.15 Report of EPS Fallback

When "EPSFallbackReport" feature is supported and the PCF becomes aware of the EPS Fallback for the resources
requested for a particular service information (voice mediatype), the PCF shall inform the AF if the AF has previously
subscribed as described in subclauses 4.2.2.30 and 4.2.3.29.

The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include within the "evNotifs" attribute an event entry of the "AfEventNotification" datatype with the
matched event "EPS_FALLBACK" in the "event" attribute.

When the AF receives the HTTP POST request, it shall acknowledge the request by sending a*204 No Content"
response to the PCF.

4.2.5.16 Notification about 5GS Bridge Information, no Individual Application Session
Context exists

If the "TimeSensitiveNetworking" feature is supported and if the PCF becomes aware that 5GS Bridge information for a
TSN network is available, but thereis no "Individual Application Session Context" resource bound to the SM Policy
Association updated with 5GS Bridge related information, the PCF shall inform the TSN AF about the detection of a
5GS Bridge Information in the context of a PDU session by sending a notification request to the request URI locally
configured in the PCF for this TSN network.

NOTE: PCF configuration of TSN AF URI needsto ensure that the notification is addressed to a TSN AF that
belongs to the same TSN network the UPF/NW-TT connectes to. How it is achieved isimplementation
specific. It can be based e.g. on dedicated DNN/S-NSSAI combinations or on the received Bridge
information.

Figure 4.2.5.16-1 illustrates the notification about ethernet port detection when there is no Individual Application
Session Context bound to the SM Policy Association.
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AF PCF

1. POST ...[{notifUri}/new-bridge

2."204 No Content"

>

Figure 4.2.5.16-1: Notification about 5GS Bridge Information, no AF session context exists

When the PCF determines that the AF application session context does not exist for the SM Policy Association that
detected new TSN port information, the PCF shall invoke the Npcf_PolicyAuthorization_Notify service operation by
sending the HTTP POST request (as shown in figure 4.2.5.16-1, step 1) using the notification URI locally configured in
the PCF for this TSN network, and appending the "new-bridge" segment path at the end of the URI, to trigger the TSN
AF to request the creation of an Invidual Application Session Context resource to handle the 5GS Bridge detected in the
context of a PDU session, configuring TSN ports and bridge port management information, and providing the
corresponding TSCAI input containers and TSC traffic QoS related data (see subclauses 4.2.2.2, 4.2.2.24, 4.2.2.25 and
4.2.2.31).

The PCF shall provide in the body of the HTTP POST reguest the "PduSessionTsnBridge" datatype including TSN
Bridge information as follows:

- the"tsnBridgelnfo" attribute as received from the SMF;
- the"tsnBridgeManCont" attribute as received from the SMF, if available; and

- the"tsnPortManContDstt" attribute and/or "tsnPortManContNwtts" attribute as received from the SMF, if
available.

Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request.

With the received information, the TSN AF shall immediately trigger the creation of an Individual Application Session
Context resource to handle in this association the configuration of the new 5GS Bridge in the context of this PDU
session, asdescribed in subclauses 4.2.2.2, 4.2.2.24, 4.2.2.25 and 4.2.2.31.

The TSN AF may use the received TSN bridge information and/or the received DS-TT port management information
container and/or NW-TT port management information containers and the local configuration to construct the DS-TT
port and or NW-TT port management information required to interwork with the TSN network.

4.2.5.17 Notification about Reallocation of Credit

If the"IMS_SBI" and the "Reall ocationOf Credit" features are supported and if the PCF becomes aware that there is
credit reallocated for one or more SDFs after aformer out of credit indication, the PCF shall inform the AF accordingly
if the AF has previously subscribed to the "REALLOCATION_OF _CREDIT" event as described in subclauses 4.2.2.34
and 4.2.3.32.

The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as
described in subclause 4.2.5.2.

The PCF shall include in the "evNotifs" attribute an entry with:
- the"event" attribute set to the value "REALLOCATION_OF _CREDIT"; and

- the SDFsthat are impacted as consequence of the reallocation of credit condition encoded in the "flows"
attribute.

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 62 ETSI TS 129 514 V16.17.0 (2023-07)

Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request by sending an
HTTP response message as described in subclause 4.2.5.2.

4.2.6 Npcf_PolicyAuthorization_Subscribe service operation

426.1 General

The Npcf_PolicyAuthorization Subscribe service operation enables NF service consumers handling of subscription to
events for the existing application session context. Subscription to events shall be created:

- within the application session context establishment procedure by invoking the
Npcf_PolicyAuthorization_Create service operation, as described in subclause 4.2.2; or

- within the application session context modification procedure by invoking the
Npcf_PolicyAuthorization_Update service operation, as described in subclause 4.2.3; or

- by invoking the Npcf_PolicyAuthorization Subscribe service operation for the existing application session
context, as described in subclause 4.2.6.2.

The following procedures using the Npcf_PolicyAuthorization_Subscribe service operation is supported:
- Handling of subscription to events for the existing application session context.
- Initia subscription to events without provisioning of service information.
- Subscription to usage monitoring of sponsored data connectivity.
- Reqguest of access network information.
- Subscription to notification of signalling path status.

- Subscription to Service Data Flow QoS Monitoring Information.

4.2.6.2 Handling of subscription to events for the existing application session context

This procedure is used to create a subscription to events for the existing AF application session context bound to the
corresponding PDU session or to modify an existing subscription, as defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.6.2-1 illustrates the creation of events subscription information using HTTP PUT method.

AF PCF

1. PUT .../app-sessions/{app Sessionld}/events-subscription

2."201 Created"

Figure 4.2.6.2-1: Creation of events subscription information using HTTP PUT

Figure 4.2.6.2-2 illustrates the modification of events subscription information using HTTP PUT method.
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AF PCF

1. PUT .../app-sessions/{appSessionld}/events-subscription

2a. "204 No Content"
2b. "200 OK"

¢

Figure 4.2.6.2-2: Modification of events subscription information using HTTP PUT

When the AF decides to create a subscription to one or more events for the existing application session context or to
modify an existing subscription previously created by itself at the PCF, the AF shall invoke the
Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the resource URI
representing the "Events Subscription™ sub-resource in the PCF, as shown in figure 4.2.6.2-1, step 1 and figure 4.2.6.2-
2, step 1. The AF shall providein the "EventsSubscRegData" datatype of the body of the HTTP PUT request:

- the"events' attribute with the list of eventsto be subscribed; and

- the"notifUri" attribute that includes the Notification URI to indicate to the PCF where to send the notification of
the subscribed events.

NOTE 1. The"notifUri" attribute within the EventsSubscRegData data structure can be modified to request that
subsequent notifications are sent to a new NF service consumer.

Upon the reception of the HTTP PUT request from the AF, the PCF shall decide whether the received HTTP PUT
request is accepted.

If the HTTP PUT request from the AF isrejected, the PCF shall indicate in the HT TP response the cause for the
rejection as specified in subclause 5.7.

If the feature "ES3X X" is supported, and the PCF determines the received HTTP PUT request needs to be redirected,
the PCF shall send an HT TP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [5].

If the PCF accepted the HTTP PUT request to create a subscription to events, the PCF shall create the "Events
Subscription” sub-resource and shall send the HT TP response message to the AF as shown in figure 4.2.6.2-1, step 2.
The PCF shall include in the "201 Created" response;

- alLocation header field that shall contain the URI of the created "Events Subscription” sub-resourcei.e.
"{ apiRoot} /npcf-policyauthorizati on/v1/app-sessions/{ appSessionl d} /events-subscription”; and

- aresponse body with the "EventsSubscPutData" data type, that contains the attributes of the
"EventsSubscReqData" data type, representing the created "Events Subscription” sub-resource.

If the PCF determines that one or more of the subscribed events are already met in the PCF, the PCF may also include
the attributes of the "EventsNotification" data type within the "EventsSubscPutData" data type to notify about the
aready met eventsin the PCF.

If the PCF accepted the HTTP PUT request to modify the events subscription, the PCF shall modify the "Events
Subscription” sub-resource and shall send to the AF:

- the HTTP "204 No Content" response (as shown in figure 4.2.6.2-2, step 2a); or

- the HTTP "200 OK" response (as shown in figure 4.2.6.2-2, step 2b) including in the "EventsSubscPutData" data
type the updated representation of the "Events Subscription” sub-resource encoded within the attributes of the
"EventsSubscReqData" data type and, if one or more of the updated subscribed events are already met in the
PCF, the notification of these events by including the attributes of the "EventsNotification" data type.
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The PCF shall include in the "evsNotif" attribute:

- if the AF subscribed to the "PLMN_CHG" event in the HTTP PUT request, the "event” attribute set to
"PLMN_CHG" and the "plmnid" attribute including the PLMN identifier and, if available, the NID if the PCF
has previously requested to be updated with this information in the SMF; and

- if the AF subscribed to the "TACCESS _TYPE_CHANGE" event inthe HTTP PUT request, the "event” attribute
set to "ACCESS_TYPE_CHANGE" and:

i. the"accessType" attribute including the access type, and the "ratType" attribute including the RAT type
when applicable for the notified access type; and

ii. if the"ATSSS" feature is supported, the "addAccessinfo" attribute with the additional accesstype
information if available, where the access type is encoded in the "accessType" attribute, and the RAT typeis
encoded in the "ratType" attribute when applicable for the notified access type; and

NOTE 2: For aMA PDU session, if the "ATSSS" feature is not supported by the AF the PCF includes the
"accessType" attribute and the "ratType" attribute with a currently active combination of access type and
RAT type (when applicable for the notified access type). When both 3GPP and non-3GPP accesses are
available, the PCF includes the information corresponding to the 3GPP access.

iii. the"anGwAddr" attribute including access network gateway address when available,
if the PCF has previously requested to be updated with thisinformation in the SMF.

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications or
may modify the existing subscription to event notifications, for arelated PDU session from the SMF, as described in
3GPPTS29.512[8].

4.2.6.3 Initial subscription to events without provisioning of service information

The AF may subscribe with the PCF to events notification without providing service information.

NOTE 1: This service operation isintended to create aresource that enables to handle subscription to events
without provisioning service information. For the scenarios where it is known the AF, after creating a
subscription without service information, could require an application session context with the PCF with
required service information, the AF needs to create an Individual Application Session context as
described in subclause 4.2.2.2.

Figure 4.2.6.3-1 illustrates the initial subscription to events without provisioning of service information.

AF PCF

1. POST .../app-sessions

2."201 Created"

-

Figure 4.2.6.3-1: Initial Subscription to events without provisioning of service information

When an AF establishes an application session context with the PCF to subscribe to events and does not require PCC
control for the related media, the AF shall invoke the Npcf_PolicyAuthorization Subscribe service operation by
sending the HTTP POST request to the resource URI representing the "Application Sessions” collection resource of the
PCF, asshown in figure 4.2.6.3-1, step 1.

The AF shall include in the "ascRegData" attribute of the " AppSessionContext" data type in the payload body of the
HTTP POST request:
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- either the"ueMac" attribute containing the UE MAC address, or the "uelpv4" attribute or "uelpv6" attribute
containing the UE |Pv4 or the | Pv6 address,

- the"notifUri" attribute containing the URI where the PCF shall request to the AF the deletion of the "Individual
Application Session Context" resource”; and

- the"evSubsc" attribute of "EventsSubscReqData" data type to request the notification of certain user plane
events. The AF shall include:

a theeventsto subscribe to in the "events' attribute; and
b. the notification URI where to address the notification of the met events within the "notifUri" attribute.

The AF may provide in the "AppSessionContext" data type the DNN in the "dnn" attribute, SUPI in the "supi” attribute
or other information if available.

If the PCF cannot successfully fulfil the received HTTP POST request due to the internal PCF error or due to the error
inthe HTTP POST request, the PCF shall send the HTTP error response as specified in subclause 5.7.

Otherwise, when the PCF receivesthe HTTP POST request from the AF, the PCF shall apply session binding as
described in 3GPP TS 29.513 [7]. The PCF identifies the PDU session for which the HTTP POST request applies as
described in subclause 4.2.2.2.

The information required for session binding (UE MAC address, or UE Ipv4 or IPv6 address, DNN, SUPI and other
available information, such as S-NSSAI and/or |Pv4 address domain identifier) is provisioned in the "Individual
Application Session Context" resource. The events subscription is provisioned in the "Events Subscription” sub-
resource.

Based on the received subscription information from the AF, the PCF may create a subscription to event notifications
for arelated PDU session from the SMF, as described in 3GPP TS 29.512 [8].

If the PCF created the "Events Subscription” sub-resource within the "Individual Application Session Context"
resource, the PCF shall send to the AF a"201 Created" response to the HTTP POST request, as shown in figure 4.2.6.3-
1, step 2. The PCF shall include in the "201 Created" response:

- alLocation header field; and
- an"AppSessionContext" data type in the payload body.

The Location header field shall contain the URI of the created events subscription sub-resourcei.e. "{ apiRoot} /npcf-
policyauthorization/v1/app-sessions/{ appSessionl d} /events-subscription".

The "AppSessionContext" data type payload body shall contain the representation of the created "Individual
Application Session Context" resource and "Events Subscription" sub-resource.

The PCF shall includein the "evsNotif" attribute:

- if the AF subscribed to the event "PLMN_CHG" inthe HTTP POST request, the "event" attribute set to
"PLMN_CHG" and the "pImnld" attribute including the PLMN identifier and, if available, the NID if the PCF
has previously requested to be updated with thisinformation in the SMF;

- if the AF subscribed to the event "ACCESS TYPE_CHANGE" inthe HTTP POST request, the "event" attribute
set to "ACCESS TYPE _CHANGE" and:

i. the"accessType" attribute including the accesstype, and the "ratType" attribute including the RAT type
when applicable for the notified access type; and

ii. if the"ATSSS" feature is supported, the "addAccessinfo" attribute with the additional access type
information if available, where the access type is encoded in the "accessType" attribute, and the RAT typeis
encoded in the "ratType" attribute when applicable for the notified access type; and

NOTE 2: For aMA PDU session, if the"ATSSS" feature is not supported by the AF the PCF includes the
"accessType" attribute and the "ratType" attribute with a currently active combination of access type and
RAT type (if applicable for the notified access type). When both 3GPP and non-3GPP accesses are
available, the PCF includes the information corresponding to the 3GPP access.
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iii. the "anGwAddress" attribute including access network gateway address when available,
if the PCF has previously requested to be updated with thisinformation in the SMF; and

- ifthe"IMS_SBI" featureis supported and if the AF subscribed to the event "CHARGING_CORRELATION" in
the HTTP POST request, the "event" attribute set to "CHARGING_CORRELATION" and may include the
"anCharglds" attribute containing the access network charging identifier(s) and the "anChargAddr" attribute
containing the access network charging address.

NOTE 3: Dueto the resource structure, as result of the Npcf_PolicyAuthorization Subscribe service operation
using POST methods, the PCF creates an Individual Application Session context resource which can only
be deleted via Npcf_PolicyAuthorization Delete service operation.

4.2.6.4 Subscription to usage monitoring of sponsored data connectivity

This procedure is used by an AF to subscribe with the PCF to usage monitoring of sponsored data connectivity or to
provide updated usage thresholds for the existing application session context, when the " Sponsored Connectivity"
feature is supported.

The AF shall includeinthe HTTP PUT request message described in subclause 4.2.6.2 the " EventsSubscRegData" data
type, that shall contain:

- the"events' attribute with a new entry of the "AfEventSubscription” data type with the "event” attribute set to
"USAGE_REPORT"; and

- the"usgThres' attribute with the usage thresholds to apply.
The PCF shall reply to the AF as described in subclause 4.2.6.2.

4.2.6.5 Void

4.2.6.6 Request of access network information

This procedure is used by an AF to request the PCF to report the access network information (i.e. user location and/or
user timezone information) without providing service information when the "NetLoc" feature is supported.

The AF can request access network information without providing service information:
- atinitial subscription to events, using the HTTP POST request message as described in subclause 4.2.6.3; and

- at modification of the subscription to events, using the HTTP PUT request message as described in
subclause 4.2.6.2.

The AF shall include in the HTTP request message:
- anentry of the "AfEventSubscription” data type in the "events' attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information).

When the PCF determines that the access network does not support the access network information reporting because
the SMF does not support the NetLoc feature, the PCF shall respond to the AF including in the "EventsNotification”
data type the "noNetLocSupp” attribute set to "ANR_NOT_SUPPORTED" value. Otherwise, the PCF shall
immediately configure the SMF to provide such access information, as specified in 3GPP TS 29.512 [§].

The PCF shall reply to the AF with the HTTP POST response as described in subclause 4.2.6.3 and with the HTTP PUT
response as described in subclause 4.2.6.2.
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4.2.6.7 Subscription to notification of signalling path status

When the feature "IMS_SBI" is supported, this procedure is used by an AF to subscribe to notifications of the status of
the AF signalling transmission path.

The AF shall create anew "Individual Application Session Context" resource with the PCF for the AF signalling using
the Npcf_PolicyAuthorization_Create service operation.

The AF shall provide:
- thelP address (IPv4 or 1Pv6) of the UE in the "uel pv4" or "uelpv6" attribute;
- within the "evSubsc" attribute, the "event" attribute set to "FAILED_RESOURCES ALLOCATION"; and
- amedia component within the "medComponents" attribute including:
- the"medCompN" attribute set to "0"; and
- asingle media subcomponent within the "medSubComps" attribute with:
- the"flowUsage" attribute set to the value"AF_SIGNALLING"; and

- if the procedures for AF provisioning of AF signalling flow information do not apply, the "fNum"
attribute set to "0".

When the "fNum" attribute is set to "0", the rest of attributes within the related media component and media
subcomponent shall not be used.

The PCF shall perform session hinding as described in 3GPP TS 29.513 [7] and shall reply to the AF as described in
subclause 4.2.6.3.

PCC rulesrelated to AF signalling I P flows should be provisioned to SMF using the corresponding procedures specified
at 3GPP TS 29.512 [8] at an earlier stage (e.g. typically at the establishment of the QoS flow dedicated for AF
signalling IP flows). The PCF may install the corresponding dynamic PCC rules for the AF signalling IP flows if none
has been installed before.

NOTE 1: Well-known ports (e.g. 3GPP TS 24.229 [32] for SIP) or wildcard ports can be used by PCF to derive the
dynamic PCC for the AF signalling IP flows.

If the "Individual Application Session Context" resource is only used for subscription to notification of AF signalling
path status, the AF may cancel the subscription to notifications of the status of the AF signalling transmission path
removing the resource as described in subclause 4.2.4.2.

NOTE 2: The"Individual Application Session Context" resource created for the AF signalling can a so be used
when the AF requests notifications of access type change, and/or when the AF provisions AF Signalling
Flow Information.

4.2.6.8 Subscription to Service Data Flow QoS Monitoring Information

This procedure is used by AF to subscribe and/or modify the PCF subscription for notification about packet delay
between UPF and UE, when the "QoSMonitoring” feature is supported.

The AF shall includeinthe HTTP PUT request message described in subclause 4.2.6.2 the "EventsSubscReqData" data
type, that shall contain:

- to create a subscription to QoS monitoring information:

a) shall include the "events® array with an array that contains a new entry with the "event” attribute set to
"QOS_MONITORING", and notification related information as described in subclause 4.2.2.23;

b) when the "notifMethod" of the new entry is"EVENT_DETECTION", shall include a"gosMon" attribute
with the QoS monitoring information as described in subclause 4.2.2.23;

¢) shal include the new requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip
packet delay) within the "reqQosMonParams” attribute; and
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d) may include the notification correlation identifier assigned by the AF within the "notifCorreld" attribute.
- to remove a subscription to QoS monitoring information:

a) shall include the "events' array containing an array that shall omit the corresponding entry with the "event"
attribute value "QOS_MONITORING"; and

b) when the "notifMethod" of the removed entry is"EVENT_DETECTION", it shall omit the "gosMon".
The AF shall include other events related information that shall remain unchanged.

Asresult of this action, the PCF shall set the appropriate subscription to QoS monitoring information for the
corresponding active PCC rule(s) as described in 3GPP TS 29.512 [8].

The PCF shall reply to the AF as described in subclause 4.2.6.2.

4.2.7 Npcf_PolicyAuthorization_Unsubscribe service operation

42.7.1 General

The Npcf_PolicyAuthorization_Unsubscribe service operation enables NF service consumers to remove subscription to
all subscribed events for the existing application session context. Subscription to events shall be removed:

- by invoking the Npcf_PolicyAuthorization_Unsubscribe service operation for the existing application session
context, as described in subclause 4.2.7.2; or

- within the application session context modification procedure by invoking the
Npcf_PolicyAuthorization Update service operation, as described in subclause 4.2.3; or

- within the application session context termination procedure by invoking the Npcf_PolicyAuthorization_Delete
service operation, as described in subclause 4.2.4.

The following procedure using the Npcf_PolicyAuthorization_Unsubscribe service operation is supported:

- Unsubscription to events.

4.2.7.2 Unsubscription to events

This procedure is used to unsubscribe to all subscribed events for the existing AF application session context, as defined
in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

Figure 4.2.7.2-1 illustrates the unsubscription to events using the HT TP DELETE method.

AF PCF

1. DELETE .../app-sessions/{app Sessionld}/events-subscription

2."204 No Content"
|-

Figure 4.2.7.2-1: Removal of events subscription information using HTTP DELETE

When the AF decides to unsubscribe to all subscribed events for the existing application session context, the AF shall
invoke the Npcf_PolicyAuthorization_Unsubscribe service operation by sending the HTTP DELETE request message
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to the resource URI representing the "Events Subscription” sub-resource in the PCF, as shown in figure 4.2.7.2-1,
step 1.

Upon the reception of the HTTP DELETE request message from the AF, the PCF shall decide whether the received
HTTP request message is accepted.

If the HTTP DELETE request message from the AF is accepted, the PCF shall delete "Events Subscription” sub-
resource and shall send to the AF aHTTP "204 No Content” response message. The PCF may delete the existing
subscription to event notifications for the related PDU session from the SMF as described in 3GPP TS 29.512 [§].

If the HTTP DELETE request message from the AF isrejected, the PCF shall indicate in the HT TP response message
the cause for the rejection as specified in subclause 5.7.

5 Npcf PolicyAuthorization Service API

5.1 Introduction

The Npcf_PolicyAuthorization Service shall use the Npcf_PolicyAuthorization API.
The API URI of the Npcf_PolicyAuthorization APl shall be:
{apiRoot}/<apiName>/<apiVersion>/

The request URIs used in each HTTP requests from the NF service consumer towards the PCF shall have the Resource
URI structure defined in subclause 4.4.1 of 3GPP TS 29.501 [6], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUriPart>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [6].

The <apiName> shall be "npcf-policyauthorization”.

The <apiVersion> shall be"v1".

The <api SpecificResourceUriPart> shall be set as described in subclause 5.3.

5.2 Usage of HTTP

521 General

HTTP/2, IETF RFC 7540 [9], shall be used as specified in subclause 5.2 of 3GPP TS 29.500 [5].
HTTP/2 shall be transported as specified in subclause 5.3 of 3GPP TS 29.500 [5].

The OpenAPI [11] specification of HT TP messages and content bodies for the Npcf_PolicyAuthorization serviceis
contained in Annex A.

522 HTTP standard headers

5221 General

See subclause 5.2.2 of 3GPP TS 29.500 [5] for the usage of HT TP standard headers.
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5.2.2.2 Content type

JSON, IETF RFC 8259 [10], shall be used as content type of the HTTP bodies specified in the present specification, as
specified in subclause 5.4 of 3GPP TS 29.500 [5]. The use of the JISON format shall be signalled by the content type
"application/json".

JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch” and shall be
signalled by the content type "application/merge-patch+json”, as defined in IETF RFC 7396 [21].

"Problem Details" JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 7807 [24].

523 HTTP custom headers

The Npcf_PolicyAuthorization API shall support HTTP custom header fields specified in subclause 5.2.3.2 of
3GPP TS 29.500 [5].

In this Release of the specification, no specific custom headers are defined for the Npcf_PolicyAuthorization API.

53 Resources

53.1 Resource Structure

{apiRoot}/npcf-policyauthorization/vl

lapp-sessions ]

—[/{appSessionld} ]

Figure 5.3.1-1: Resource URI structure of the Npcf_PolicyAuthorization API

Table 5.3.1-1 provides an overview of the resources and applicable HT TP methods.
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Table 5.3.1-1: Resources and methods overview

Resource name

Resource URI

HTTP method or
custom operation

Description

Application
Sessions

/app-sessions

POST

Npcf_PolicyAuthorization_Create.
Creates a new Individual Application
Session Context resource and may
create the child Events Subscription sub-
resource.

/app-sessions/pcscf-restoration

PcscfRestoration
(POST)

P-CSCEF restoration. It indicates that P-
CSCF restoration needs to be
performed.

Individual
Application Session
Context

/app-sessions/{appSessionld}

PATCH

Npcf_PolicyAuthorization_Update.
Updates an existing Individual
Application Session Context resource. It
can also update an Events Subscription
sub-resource.

GET

Reads an existing Individual Application
Session Context resource.

lapp-

sessions/{appSessionld}/delete

delete
(POST)

Npcf_PolicyAuthorization_Delete.
Deletes an existing Individual Application
Session Context resource and the child
Events Subscription sub-resource.

Events Subscription

/app-sessions/{appSessionld}
/events-subscription

PUT

Npcf_PolicyAuthorization_Subscribe.
Creates a new Events Subscription sub-
resource or modifies an existing Events
Subscription sub-resource.

DELETE

Npcf_PolicyAuthorization_Unsubscribe.
Deletes an Events Subscription sub-
resource.

5.3.2

5.3.2.1

Description

Resource: Application Sessions (Collection)

The Application Sessions resource represents all application session contexts that exist in the Npcf_PolicyAuthorization
service at a given PCF instance.

5.3.2.2

Resource definition

Resource URI: {apiRoot}/npcf-policyauthorization/vl/app-sessions

This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See subclause 5.1
5.3.2.3 Resource Standard Methods
5.3.23.1 POST

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type

P | Cardinality

Description

n/a
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This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and
response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
AppSessionContext M 1 Contains the information for the creation of a new Individual
Application Session Context resource.

Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality |Response codes Description
AppSessionContext | M 1 201 Created Successful case.
The creation of an Individual Application Session
Context resource is confirmed and a representation of
that resource is returned.
n/a 303 See Other The result of the HTTP POST request would be
equivalent to the existing Application Session Context.
The HTTP response shall contain a Location header
field set to the URI of the existing individual Application
Session Context resource.

ExtendedProblemD | O 0.1 403 Forbidden (NOTE 2)
etails
ProblemDetails (0] 0.1 500 Internal (NOTE 2)

Server Error

NOTE 1: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.

NOTE 2: Failure cases are described in subclause 5.7.

Table 5.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/npcf-policyauthorization/v1/app-
sessions/{appSessionld}

Table 5.3.2.3.1-5: Headers supported by the 303 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 Contains the URI of the existing individual Application Session
Context resource.

Table 5.3.2.3.1-6: Headers supported by the 403 Response Code on this resource

Name Data type P | Cardinality Description
Retry-After string or integer | M |1 Indicates the time the AF has to wait before making a new
reguest.
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5.3.24 Resource Custom Operations

5.3.24.1 Overview

Table 5.3.2.4.1-1: Custom operations

Operation name Mapped HTTP

Custom operation URI method Description
PcscfRestoration lapp-sessions/pcscf- POST The P-CSCF Restoration custom
restoration operation invokes P-CSCF restoration. It

does not create an Individual Application
Session Context resource.

5.3.24.2 Operation: PcscfRestoration
53.24.21 Description
5.3.24.2.2 Operation Definition

This custom operation invokes P-CSCF restoration in the PCF and does not create an Individual Application Session
Context resource.

This operation shall support the request data structure specified in table 5.3.2.4.2.2-1 and the response data structure and
response codes specified in table 5.3.2.4.2.2-2.

Table 5.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P |Cardinality Description
PcscfRestorationRequest | O 0.1 P-CSCF restoration data to be sent by the AF to request the P-CSCF
Data restoration to the PCF.

Table 5.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P [Cardinality Response codes Description
n/a 204 No Content Successful case.
The P-CSCEF restoration has been successfully invoked.
RedirectRespo | O 0.1 307 Temporary Temporary redirection, during P-CSCF restoration. The
nse Redirect response shall include a Location header field containing

an alternative URI of the resource located in an

alternative PCF (service) instance.

Applicable if the feature "ES3XX" is supported.

RedirectRespo | O 0.1 308 Permanent Permanent redirection, during P-CSCF restoration. The

nse Redirect response shall include a Location header field containing

an alternative URI of the resource located in an

alternative PCF (service) instance.

Applicable if the feature "ES3XX" is supported.

ProblemDetails | O 0.1 500 Internal Server (NOTE 2)

Error

NOTE: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.

Table 5.3.2.4.2.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected
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Table 5.3.2.4.2.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected

5.3.3 Resource: Individual Application Session Context (Document)

5.3.3.1 Description

The Individual Application Session Context resource represents a single application session context that existsin the
Npcf_PolicyAuthorization service.

5.3.3.2 Resource definition
Resource URI: {apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSessionl d}

This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See subclause 5.1
ﬁf)dpSessm string Identifies an application session context formatted according to IETF RFC 3986 [19].
5.3.3.3 Resource Standard Methods
5.3.3.3.1 GET

This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P [Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and
response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P [Cardinality Description

n/a
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Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response codes Description
AppSessionContext M 1 200 OK A representation of an Individual Application Session
Context resource is returned.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during Individual Application
Redirect Session Context retrieval. The response shall include
a Location header field containing an alternative URI
of the resource located in an alternative PCF
(service) instance.
Applicable if the feature "ES3XX" is supported.
RedirectResponse @) 0.1 308 Permanent Permanent redirection, during Individual Application
Redirect Session Context retrieval. The response shall include
a Location header field containing an alternative URI
of the resource located in an alternative PCF
(service) instance.
Applicable if the feature "ES3XX" is supported.
ProblemDetails o 0.1 404 Not Found (NOTE 2)
NOTE 1: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the GET method shall also apply.
NOTE 2: Failure cases are described in subclause 5.7.

Table 5.3.3.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-1d request is redirected
Table 5.3.3.3.1-5: Headers supported by the 308 Response Code on this resource
Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected
5.3.3.3.2 PATCH

This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P [Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and
response codes specified in table 5.3.3.3.2-3.

Table 5.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P Cardinality
AppSessionContextUpdateDataP | M 1
atch

Description
Contains the modification(s) to apply to the Individual
Application Session Context resource.
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Table 5.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality [Response codes Description

AppSessionContext M 1 200 OK Successful case.
The Individual Application Session Context resource
was modified and a representation of that resource is
returned.

n/a 204 No Content Successful case.
The Individual Application session context resource
was modified.

RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during Individual Application

Redirect Session Context modification. The response shall

include a Location header field containing an
alternative URI of the resource located in an
alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.

RedirectResponse (0] 0.1 308 Permanent Permanent redirection, during Individual Application

Redirect Session Context modification. The response shall

include a Location header field containing an
alternative URI of the resource located in an
alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.

ExtendedProblemDet | O 0.1 403 Forbidden (NOTE 2)

ails

ProblemDetails ®) 0.1 404 Not Found (NOTE 2)

NOTE 1: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of

3GPP TS 29.500 [5] for the PATCH method shall also apply.
NOTE 2: Failure cases are described in subclause 5.7.

Table 5.3.3.3.2-4: Headers supported by the 403 Response Code on this resource

Name

Data type P

Cardinality

Description

Retry-After

string or integer | M

1 Indicates the time the AF has to wait before making a new

request.

Table 5.3.3.3.2-5: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected

Table 5.3.3.3.2-6: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected

ETSI




3GPP TS 29.514 version 16.17.0 Release 16

5.3.34

53341

Overview

77

Resource Custom Operations

ETSI TS 129 514 V16.17.0 (2023-07)

Table 5.3.3.4.1-1: Custom operations

Operation name

Mapped HTTP

Custom operation URI method Description
delete lapp- POST Npcf_PolicyAuthorization_Delete.
sessions/{appSessionld}/delete Deletes an existing Individual

Application Session Context
resource and the child Events
Subscription sub-resource.

5.3.34.2 Operation: delete

53.34.21 Description

5.3.3.4.2.2 Operation Definition

This custom operation deletes an existing Individual Application Session Context resource and the child Events
Subscription sub-resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.2.2-1 and the response data structure
and response codes specified in table 5.3.3.4.2.2-2.

Table 5.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type

Cardinality

Description

EventsSubscRegData

P
(0] 0.1

is deleted.

Events subscription information to be sent by the AF to request event
notification when the Individual Application Session Context resource

Table 5.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type

P

Cardinality

Response codes

Description

n/a

204 No Content

Successful case.
The Individual Application session context resource
was deleted.

AppSessionContex
t

200 OK

Successful case.

The Individual Application Session Context resource
was deleted and a partial representation of that
resource containing event notification information is
returned.

RedirectResponse

0.1

307 Temporary
Redirect

Temporary redirection, during Individual Application
Session Context termination. The response shall
include a Location header field containing an alternative
URI of the resource located in an alternative PCF
(service) instance.

Applicable if the feature "ES3XX" is supported.

RedirectResponse

0.1

308 Permanent
Redirect

Permanent redirection, during Individual Application
Session Context termination. The response shall
include a Location header field containing an alternative
URI of the resource located in an alternative PCF
(service) instance.

Applicable if the feature "ES3XX" is supported.

ProblemDetails

0o

0.1

404 Not Found

(NOTE 2)

NOTE 1:

In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.
NOTE 2: Failure cases are described in subclause 5.7.
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Table 5.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource

Nf-1d

Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the

request is redirected

Table 5.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource

Nf-1d

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the

request is redirected

5.3.4

5.34.1

Description

Resource: Events Subscription (Document)

The Events Subscription sub-resource represents a subscription to events for an application session context that existsin
the Npcf_PolicyAuthorization service.

5.34.2

Resource definition

Resource URI: {apiRoot}/npcf-policyauthorization/v1/app-sessions/{appSession| d}/events-subscription

This resource shall support the resource URI variables defined in table 5.3.4.2-1.

Table 5.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See subclause 5.1
appSessionld string Identifies an application session context formatted according to

IETF RFC 3986 [19].

5.3.4.3

53431

PUT

Resource Standard Methods

This method shall support the URI query parameters specified in table 5.3.4.3.1- 1.

Table 5.3.4.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.4.3.1-2 and the response data structures and
response codes specified in table 5.3.4.3.1-3.

Table 5.3.4.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P

Cardinality

Description

EventsSubscRegData M

1

Contains information for the modification of the Events
Subscription sub-resource.
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Table 5.3.4.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type

P | Cardinality

Response codes

Description

EventsSubscPutData

M 1

201 Created

Successful case.

The Events Subscription sub-resource was created.
The properties of the EventsSubscRegData data type
shall be included. The properties of the
EventsNotification data type shall be included when
the notification for one or more created events is
already available in the PCF.

EventsSubscPutData

200 OK

Successful case.

The Events Subscription sub-resource was modified
and a representation of that sub-resource is returned.
The properties of the EventsSubscReqgData data type
shall be included. The properties of the
EventsNotification data type shall be included when
the notification for one or more updated events is
already available in the PCF.

n/a

204 No Content

Successful case.
The Events Subscription sub-resource was modified.

RedirectResponse

0.1

307 Temporary
Redirect

Temporary redirection, during Events Subscription
modification. The response shall include a Location
header field containing an alternative URI of the
resource located in an alternative PCF (service)
instance.

Applicable if the feature "ES3XX" is supported.

RedirectResponse

308 Permanent
Redirect

Permanent redirection, during Events Subscription
modification. The response shall include a Location
header field containing an alternative URI of the
resource located in an alternative PCF (service)
instance.

Applicable if the feature "ES3XX" is supported.

ProblemDetails

) 0.1

403 Forbidden

(NOTE 2)

ProblemDetails

) 0.1

404 Not Found

(NOTE 2)

NOTE 1:

In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the PUT method shall also apply.

NOTE 2: Failure cases are described in subclause 5.7.

Table 5.3.4.3.1-4: Headers supported by the 201 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string

1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/npcf-policyauthorization/v1/app-
sessions/{appSessionld}/events-subscription

Table 5.3.4.3.1-5: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected

Table 5.3.4.3.1-6: Headers supported by the 308 Response Code on this resource

Nf-1d

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the

request is redirected
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This method shall support the URI query parameters specified in table 5.3.4.3.2-1.

Table 5.3.4.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P [Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.4.3.2-2 and the response data structures and
response codes specified in table 5.3.4.3.2-3.

Table 5.3.4.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type P

Cardinality

Description

n/a

Table 5.3.4.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P Cardinality |Response codes Description
n/a 204 No Content Successful case.
The Events Subscription sub-resource was deleted.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during Events Subscription
Redirect termination. The response shall include a Location
header field containing an alternative URI of the
resource located in an alternative PCF (service)
instance.
Applicable if the feature "ES3XX" is supported.
RedirectResponse (0] 0.1 308 Permanent Permanent redirection, during Events Subscription
Redirect termination. The response shall include a Location
header field containing an alternative URI of the
resource located in an alternative PCF (service)
instance.
Applicable if the feature "ES3XX" is supported.
ProblemDetails o] 0..1 404 Not Found (NOTE 2)

NOTE 1:

In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the DELETE method shall also apply.
NOTE 2: Failure cases are described in subclause 5.7.

Table 5.3.4.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected.

Table 5.3.4.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected.

5.3.34

None.

Resource Custom Operations
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54 Custom Operations without associated resources

No custom operation is defined in this Release of the specification.

5.5 Notifications

551 General

Notifications shall comply to subclause 6.2 of 3GPP TS 29.500 [5] and subclause 4.6.2.3 of 3GPP TS 29.501 [6].

Table 5.5.1-1: Notifications overview

i igsLie Callback URI cT:Ztr:mm:pt)g(r):tig; Description (service operation)
Event Notification {notifUri}/notify notify (POST) PCF event notification.
Termination Request  |{notifUri}/terminate terminate (POST) |Request for termination of an
Individual Application Session
Context.
Notification about new [{notifUri}/new-bridge new-bridge (POST) [Notification about new 5GS Bridge
5GS Bridge

55.2 Event Notification

55.2.1 Description

The Event Notification is used by the PCF to report one or several observed application session context events to the
NF service consumer that has subscribed to such notifications via the Events Subscription sub-resource.

5.5.2.2 Target URI
The Callback URI " {notifUri}/notify" shall be used with the callback URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: Callback URI variables

Name Data type Definition

notifUri Uri The Notification Uri as assigned within the Events Subscription sub-resource and
described within the EventsSubscRegData type (see table 5.6.2.6-1).

55.2.3 Standard Methods

55.231 POST

This method shall support the URI query parameters specified in table 5.5.2.3.1- 1.

Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P Cardinality Description

n/a

This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and
response codes specified in table 5.5.2.3.1-3.
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Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P

Cardinality

Description

EventsNotification M

1

Provides Information about observed events.

Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality

Response codes

Description

n/a

204 No Content

The receipt of the Notification is acknowledged.

RedirectResponse (0] 0.1

Redirect

307 Temporary

Temporary redirection, during event notification. The
response shall include a Location header field
containing an alternative URI representing the end
point of an alternative NF consumer (service) instance
where the notification should be sent.

Applicable if the feature "ES3XX" is supported.

RedirectResponse 0.1

Redirect

308 Permanent

Permanent redirection, during subscription
modification. The response shall include a Location
header field containing an alternative URI representing
the end point of an alternative NF consumer (service)
instance where the notification should be sent.
Applicable if the feature "ES3XX" is supported.

NOTE: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.
Table 5.5.2.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected
Table 5.5.2.3.1-5: Headers supported by the 308 Response Code on this resource
Name Data type P |Cardinality Description
Location string M (1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-1d notification request is redirected
5.5.3 Termination Request
5.5.3.1 Description

The Termination Request is used by the PCF to request the NF service consumer the deletion of the Individual

Application Session Context resource.

5.5.3.2 Target URI

The Callback URI " {notifUri}/terminate" shall be used with the callback URI variables defined in table 5.5.3.2-1.
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Table 5.5.3.2-1: Callback URI variables

Name Data type Definition
notifUri Uri The Notification Uri as assigned within the Individual Application Session Context
resource and described within the AppSessionContextReqData Data type (see
table 5.6.2.3-1).
5.5.3.3 Standard Methods
5.5.3.3.1 POST

This method shall support the URI query parameters specified in table 5.5.3.3.1- 1.

Table 5.5.3.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.5.3.3.1-2 and the response data structures and
response codes specified in table 5.5.3.3.1-3.

Table 5.5.3.3.1-2: Data structures supported by the POST Request Body on this resource

Data type

Cardinality

Description

TerminationInfo

o)
M

1 Provides information about the deletion of the resource.

Table 5.5.3.3.1-3: Data structures supported by the POST Response Body on this resource

Data type

P | Cardinality

Response codes

Description

n/a

204 No Content

The receipt of the Notification is acknowledged.

RedirectResponse

O 0.1

307 Temporary
Redirect

Temporary redirection, during event notification. The
response shall include a Location header field
containing an alternative URI representing the end
point of an alternative NF consumer (service) instance
where the notification should be sent.

Applicable if the feature "ES3XX" is supported.

RedirectResponse

0.1

308 Permanent
Redirect

Permanent redirection, during event notification. The
response shall include a Location header field
containing an alternative URI representing the end
point of an alternative NF consumer (service) instance
where the notification should be sent.

Applicable if the feature "ES3XX" is supported.

NOTE: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.
Table 5.5.3.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected
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Table 5.5.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected

5.5.4 Detected 5GS Bridge for a PDU session

5541 Description

The Detected 5GS Bridge for a PDU session operation is used by the PCF to notifiy the NF service consumer about the
detection of 5GS Bridge information in the context of a PDU session and to trigger in the TSN AF the creation of a new
Individual Application Session Context to associate it with the detected 5GS Bridge for the PDU session.

The PCF shall use the locally configured notification URI of the TSN AF as request URI of the notification request. The
"callback" definition in the OpenAPI specification is associated to the " ApplicationSessions' resource.

5.54.2 Target URI
The Callback URI " {notifUri}/new-bridge" shall be used with the callback URI variables defined in table 5.5.4.2-1.

Table 5.5.4.2-1: Callback URI variables

Name Data type Definition
notifUri Uri It is locally configured in the PCF.
5.5.4.3 Standard Methods
5.5.4.3.1 POST

This method shall support the URI query parameters specified in table 5.5.4.3.1- 1.

Table 5.5.4.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 5.5.4.3.1-2 and the response data structures and
response codes specified in table 5.5.4.3.1-3.

Table 5.5.4.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P [ Cardinality Description

PduSessionTsnBridge M 1 Provides information about the deletion of the resource.
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Table 5.5.4.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response codes Description
n/a 204 No Content The receipt of the Notification is acknowledged.
RedirectResponse | O 0.1 307 Temporary Temporary redirection, during PDU session TSN
Redirect Bridge notification. The response shall include a

Location header field containing an alternative URI
representing the end point of an alternative NF
consumer (service) instance where the notification
should be sent.

Applicable if the feature "ES3XX" is supported.

RedirectResponse @) 0.1 308 Permanent Permanent redirection, during PDU session TSN
Redirect Bridge notification. The response shall include a
Location header field containing an alternative URI
representing the end point of an alternative NF
consumer (service) instance where the notification
should be sent.

Applicable if the feature "ES3XX" is supported.

NOTE: In addition, the HTTP status codes which are specified as mandatory in table 5.2.7.1-1 of
3GPP TS 29.500 [5] for the POST method shall also apply.

Table 5.5.4.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected

Table 5.5.4.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected

5.6 Data Model

56.1 General

This subclause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.
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Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types
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Data type Section defined Description Applicability
AcceptableServicelnfo 5.6.2.30 Acceptable maximum requested bandwidth.
AccessNetChargingldentif |5.6.2.32 Contains the access network charging identifier. (IMS_SBI
ier
AfAppld 5.6.3.2 Contains an AF application identifier.
AfEvent 5.6.3.7 Represents an event to notify to the AF.
AfEventNotification 5.6.2.11 Represents the notification of an event.
AfEventSubscription 5.6.2.10 Represents the subscription to events.
AfNotifMethod 5.6.3.8 Represents the notification methods that can be
subscribed for an event.
AfRequestedData 5.6.3.18 Represents the information the AF requested to  |IMS_SBI
be exposed.
AfRoutingRequirement 5.6.2.13 Describes the routing requirements for the InfluenceOnTrafficR
application traffic flows. outing
AfRoutingRequirementR  (5.6.2.24 This data type is defined in the same way as the |InfluenceOnTrafficR
m "AfRoutingRequirement" data type, but with the  |outing
OpenAPl "nullable: true" property.
AnGwAddress 5.6.2.20 Carries the control plane address of the access
network gateway.
AppSessionContext 5.6.2.2 Represents an Individual Application Session
Context resource.
AppSessionContextRegD [5.6.2.3 Represents the Individual Application Session
ata Context resource data received in an HTTP
POST request message.
AppSessionContextResp [5.6.2.4 Represents the Individual Application Session
Data Context resource data produced by the server
and returned in an HTTP response message.
AppSessionContextUpdat [5.6.2.5 Describes the modifications to the "ascReqData"
eData property of an Individual Application Session
Context resource.
AppSessionContextUpdat (5.6.2.43 Describes the modifications to an Individual PatchCorrection
eDataPatch Application Session Context resource
Aspld 5.6.3.2 Contains an identity of an application service SponsoredConnecti
provider. vity
CodecData 5.6.3.2 Contains a codec related information.
ContentVersion 5.6.3.2 Represents the version of a media component.  |MediaComponentV
ersioning
EthFlowDescription 5.6.2.17 Defines a packet filter for an Ethernet flow.
EventsNotification 5.6.2.9 Describes the notification about the events
occurred within an Individual Application Session
Context resource.
EventsSubscPutData 5.6.2.42 Identifies the events the application subscribes
to within an Events Subscription sub-resource
data. It may also include the attributes of the
notification about the events already met at the
time of subscription.
It is represented as a non-exclusive list of two
data types: EventsSubscReqData and
EventsNotification.
EventsSubscReqData 5.6.2.6 Identifies the events the application subscribes
to within an Individual Application Session
Context resource.
EventsSubscReqgDataRm |5.6.2.25 This data type is defined in the same way as the
"EventsSubscReqgData" data type, but with the
OpenAPI "nullable: true" property.
ExtendedProblemDetails |5.6.2.29 Data type that extends ProblemDetails.
FlowDescription 5.6.3.2 Defines a packet filter for an IP flow.
Flows 5.6.2.21 Identifies the flows related to a media
component.
FlowStatus 5.6.3.12 Describes whether the IP flow(s) are enabled or
disabled.
FlowUsage 5.6.3.14 Describes the flow usage of the flows described

by a media subcomponent.
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Data type Section defined Description Applicability
MediaComponent 5.6.2.7 Contains service information for a media
component of an AF session.
MediaComponentRm 5.6.2.26 This data type is defined in the same way as the
"MediaComponent" data type, but with the
OpenAPI "nullable: true" property.
MediaComponentResourc |5.6.3.13 Indicates whether the media component is active
esStatus or inactive.
MediaSubComponent 5.6.2.8 Contains the requested bitrate and filters for the
set of IP flows identified by their common flow
identifier.
MediaSubComponentRm |5.6.2.27 This data type is defined in the same way as the
"MediaSubComponent" data type, but with the
OpenAPI "nullable: true" property.
MediaType 5.6.3.3 Indicates the media type of a media component.
OutOfCreditInformation 5.6.2.33 Indicates the service data flows without available [IMS_SBI
credit and the corresponding termination action.
PcscfRestorationRequest |5.6.2.36 Indicates P-CSCF restoration. PCSCF-
Data Restoration-
Enhancement
PduSessionTsnBridge 5.6.2.40 Contains the Bridge Information and DS-TT port [TimeSensitiveNetw
and/or NW-TT ports management information of |orking
a new detected 5GS Bridge in the context of a
new PDU session.
PreemptionControlinform |5.6.3.19 Pre-emption control information. MCPTT-Preemption
ation
PreemptionControlinform |5.6.3.21 This data type is defined in the same way as the |MCPTT-Preemption
ationRm "PreemptionControlinformation” data type, but
with the OpenAPI "nullable: true" property.
PrioritySharingIndicator 5.6.3.20 Priority sharing indicator. PrioritySharing
QosMonitoringInformation |5.6.2.34 QoS monitoring for UL, DL or round trip delay. QoSMonitoring
QosMonitoringInformation (5.6.2.41 This data type is defined in the same way as the |QoSMonitoring
Rm "QosMonitoringInformation” data type, but with
the OpenAPI "nullable: true" property.
QosMonitoringReport 5.6.2.37 Contains QoS monitoring reporting information.  [QoSMonitoring
QosNotificationControlinf  [5.6.2.15 Indicates whether the QoS targets related to
o] certain media component are not guaranteed or
are guaranteed again.
QosNotifType 5.6.3.9 Indicates type of notification for QoS Notification
Control.
RequiredAccessinfo 5.6.3.15 Indicates the access network information NetLoc
required for an AF session.
ReservPriority 5.6.34 Indicates the reservation priority.
ResourcesAllocationinfo  [5.6.2.14 Indicates the status of the PCC rule(s) related to
certain media component.
ServAuthinfo 5.6.3.5 Indicates the result of the Policy Authorization
service request from the AF.
ServicelnfoStatus 5.6.3.16 Preliminary or final service information status. IMS_SBI
ServiceUrn 5.6.3.2 Service URN. IMS_SBI
SipForkinglndication 5.6.3.17 Describes if several SIP dialogues are related to (IMS_SBI
an "Individual Application Session Context"
resource.
SpatialValidity 5.6.2.16 Describes the spatial validity of an AF request InfluenceOnTrafficR
for influencing traffic routing. outing
SpatialValidityRm 5.6.2.28 This data type is defined in the same way as the |InfluenceOnTrafficR
"SpatialValidity" data type, but with the OpenAPI |outing
"nullable: true" property.
Sponld 5.6.3.2 Contains an Identity of a sponsor. SponsoredConnecti
vity
SponsoringStatus 5.6.3.6 Represents whether sponsored data connectivity |SponsoredConnecti
is enabled or disabled/not enabled. vity
TemporalValidity 5.6.2.22 Indicates the time interval during which the AF InfluenceOnTrafficR

request is to be applied.

outing
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Data type

Section defined

Description

Applicability

TerminationCause

5.6.3.10

Indicates the cause for requesting the deletion of
the Individual Application Session Context
resource.

Terminationinfo 5.6.2.12 Includes information related to the termination of
the Individual Application Session Context
resource.
TosTrafficClass 5.6.3.2 Contains the IPv4 Type-of-Service or the IPv6
Traffic-Class field and the ToS/Traffic Class
mask field.
TosTrafficClassRm 5.6.3.2 This data type is defined in the same way as the
"TosTrafficClass" data type, but with the
OpenAPI "nullable: true" property.
TscPriorityLevel 5.6.3.2 Priority of TSC Flows TimeSensitiveNetw
orking
TscPriorityLevelRm 5.6.3.2 This data type is defined in the same way as the |TimeSensitiveNetw
"TscPriorityLevel" data type, but with the orking
OpenAPI "nullable: true" property
TscailnputContainer 5.6.2.39 TSCAI Input information container. TimeSensitiveNetw
orking
TsnQosContainer 5.6.2.35 TSC traffic QoS parameters. TimeSensitiveNetw
orking
TsnQosContainerRm 5.6.2.38 This data type is defined in the same way as the |TimeSensitiveNetw
"TsnQosContainer" data type, but with the orking
OpenAPI "nullable: true" property.
Ueldentitylnfo 5.6.2.31 Represents 5GS-Level UE Identities. IMS_SBI

Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other
specifications, including a reference to their respective specifications and when needed, a short description of their use
within the Npcf_PolicyAuthorization service based interface.
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Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types
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Access Type and RAT Type for MA PDU
session

Data type Reference Comments Applicability
AccNetChargingAddre |3GPP TS 29.512 [8] Indicates the IP address of the network entity [IMS_SBI
Ss within the access network performing
charging.
AccessType 3GPP TS 29.571[12] |The identification of the type of access
network.
AccumulatedUsage 3GPP TS 29.122 [15] |Accumulated Usage. SponsoredConnectivi
ty
AdditionalAccessinfo  |3GPP TS 29.512 [8] Indicates the combination of additional ATSSS

AfSigProtocol

3GPP TS 29.512 [8]

Represents the protocol used for signalling
between the UE and the AF.

ProvAFsignalFlow

ApplicationChargingld

3GPP TS 29.571 [12]

Application provided charging identifier
allowing correlation of charging information.

IMS_SBI

BdtReferenceld

3GPP TS 29.122 [15]

Identifies transfer policies.

BitRate

3GPP TS 29.571 [12]

Specifies bitrate in kbits per second.

BitRateRm

3GPP TS 29.571 [12]

This data type is defined in the same way as
the "BitRate" data type, but with the OpenAPI
"nullable: true" property.

BridgeManagementCo
ntainer

3GPP TS 29.512 [g]

Contains bridge management information.

TimeSensitiveNetwor
king

the "Float" data type, but with the OpenAPI
"nullable: true" property.

Bytes 3GPP TS 29.571[12] |String with format "byte".
Chargingld 3GPP TS 29.571 [12] |Charging identifier allowing correlation of IMS_SBI
charging information.
DateTime 3GPP TS 29.571[12] |String with format "date-time" as defined in InfluenceOnTrafficRo
OpenAPI Specification [11]. uting,
TimeSensitiveNetwor
king
Dnn 3GPP TS 29.571 [12] |Data Network Name.
DurationSec 3GPP TS 29.571[12] |[ldentifies a period of time in units of seconds. |TimeSensitiveNetwor
king,
EnhancedSubscriptio
nToNotification
FinalUnitAction 3GPP TS 32.291 [22] |Indicates the action to be taken when the
user's account cannot cover the service cost.
Float 3GPP TS 29.571 [12] |Number with format "float" as defined in FLUS
OpenAPI Specification [11].
FloatRm 3GPP TS 29.571[12] |This data type is defined in the same way as [FLUS

FlowDirection

3GPP TS 29.512 [g]

Flow Direction.

ExtMaxDataBurstVol

3GPP TS 29.571 [12]

Maximum Burst Size.

TimeSensitiveNetwor
king

ExtMaxDataBurstVoIR
m

3GPP TS 29.571 [12]

This data type is defined in the same way as
the "ExtMaxDataBurstVol" data type, but with
the OpenAPI "nullable: true" property

TimeSensitiveNetwor
king

of an enumeration.

Gpsi 3GPP TS 29.571[12] |[ldentifies the GPSI.
Ipv4Addr 3GPP TS 29.571 [12] |ldentifies an IPv4 address.
Ipv6Addr 3GPP TS 29.571 [12] |ldentifies an IPv6 address.
MacAddr48 3GPP TS 29.571[12] [MAC Address.
NetLocAccessSupport (3GPP TS 29.512 [8] Indicates the access network does not NetLoc
support the report of the requested access
network information.
NullValue 3GPP TS 29.571[12] |JSON's null value, used as an explicit value ~ [MCPTT-Preemption

PacketDelBudget

3GPP TS 29.571 [12]

Packet Delay Budget.

TimeSensitiveNetwor
king

PacketDelBudgetRm

3GPP TS 29.571 [12]

This data type is defined in the same way as
the "PacketDelBudget" data type, but with the
OpenAPI "nullable: true" property

TimeSensitiveNetwor
king
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Data type Reference Comments Applicability
PacketLossRateRm 3GPP TS 29.571 [12] |This data type is defined in the same way as [CHEM
the "PacketLossRate" data type, but with the
OpenAPI "nullable: true" property.
Pei 3GPP TS 29.571 [12] |(ldentifies the PEI. IMS_SBI
PImnIdNid 3GPP TS 29.571[12] |ldentifies the network: the PLMN Identifier

(mobile country code and mobile network
code) and, for an SNPN, also the NID.

PreemptionCapability

3GPP TS 29.571 [12]

Pre-emption capability.

MCPTT-Preemption

PreemptionVulnerabilit
y

3GPP TS 29.571 [12]

Pre-emption vulnerability.

MCPTT-Preemption

PreemptionCapability
Rm

3GPP TS 29.571 [12]

It is defined in the same way as the
"PreemptionCapability" data type, but with
the OpenAPI "nullable: true" property.

MCPTT-Preemption

PreemptionVulnerabilit
yRm

3GPP TS 29.571 [12]

It is defined in the same way as the
"PreemptionVulnerability" data type, but with
the OpenAPI "nullable: true" property.

MCPTT-Preemption

Presencelnfo

3GPP TS 29.571 [12]

Represents an area of interest, e.g. a
Presence Reporting Area.

InfluenceOnTrafficRo
uting

PortManagementCont
ainer

3GPP TS 29.512 [g]

Contains port management information for a
related TSN port.

TimeSensitiveNetwor
king

ProblemDetails

3GPP TS 29.571 [12]

Contains a detailed information about an
error.

RanNasRelCause

3GPP TS 29.512 [8]

Indicates RAN and/or NAS release cause
code information.

RAN-NAS-Cause

RedirectResponse

3GPP TS 29.571 [12]

Contains redirection related information.

ES3XX

RequestedQosMonitor

3GPP TS 29.512 [8]

Indicate the UL packet delay, DL packet

QoSMonitoring

ingParameter delay or round trip packet delay between the
UE and the UPF is to be monitored when the
QoS Monitoring for URLLC is enabled for the
service data flow.
RatType 3GPP TS 29.571[12] [RAT Type.
RouteToLocation 3GPP TS 29.571 [12] |ldentifies routes to locations of applications.  (InfluenceOnTrafficRo
uting
Snssai 3GPP TS 29.571 [12] |ldentifies the S-NSSAI.
Supi 3GPP TS 29.571[12] |[ldentifies the SUPI.
SupportedFeatures 3GPP TS 29.571 [12] |Used to negotiate the applicability of the
optional features defined in table 5.8-1.
TimeZone 3GPP TS 29.571[12] |Time Zone. NetLoc
TsnBridgelnfo 3GPP TS 29.512 [8] TSN bridge information. TimeSensitiveNetwor
king
Uinteger 3GPP TS 29.571 [12] |Unsigned Integer. TimeSensitiveNetwor
king
Uint32 3GPP TS 29.571 [12] |Unsigned 32-bit integers, i.e. only value 0 ResourceSharing
and 32-bit integers above 0 are permissible.
Uint32Rm 3GPP TS 29.571 [12] |This data type is defined in the same way as [ResourceSharing
the "Uint32" data type, but with the OpenAPI
"nullable: true" property.
UpPathChgEvent 3GPP TS 29.512 [8] Contains the subscription information to be InfluenceOnTrafficRo
delivered to SMF for the UP path uting
management events.
Uri 3GPP TS 29.571[12] |String providing an URI.
UsageThreshold 3GPP TS 29.122 [15] |Usage Thresholds. SponsoredConnectivi
ty
UsageThresholdRm 3GPP TS 29.122 [15] |This data type is defined in the same way as [SponsoredConnectivi
the "UsageThreshold" data type, but with the |ty
OpenAPI "nullable: true" property.
UserLocation 3GPP TS 29.571[12] [User Location. NetLoc
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5.6.2 Structured data types

5.6.2.1 Introduction

This subclause defines the structures to be used in resource representations.

5.6.2.2 Type AppSessionContext

Table 5.6.2.2-1: Definition of type AppSessionContext

Attribute name Data type P | Cardinality Description Applicability
ascRegData AppSessionContext | C 0.1 Identifies the service requirements of an
RegData Individual Application Session Context.

It shall be present in HTTP POST
request messages for the creation of
the resource and may be included in
the HTTP response messages.

ascRespData AppSessionContext | C 0.1 Describes the authorization data of an
RespData Individual Application Session Context
created by the PCF.

It may be present in the HTTP response
messages.

evsNotif EventsNotification (@] 0.1 Describes information related to the
notification of events.
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5.6.2.3 Type AppSessionContextRegData

Table 5.6.2.3-1: Definition of type AppSessionContextReqData
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Attribute name

Data type

B

Cardinality

Description

Applicability

afAppld

AfAppld

o

0.1

AF application identifier.

afChargld

ApplicationChargin
gld

0.1

AF charging identifier. This information
may be used for charging correlation
with QoS flow.

IMS_SBI

afReqData

AfRequestedData

Represents the AF requested data to
be exposed.

IMS_SBI

afRoutReq

AfRoutingRequire
ment

Indicates the AF traffic routing
requirements. It shall be included if
Influence on Traffic Routing feature is
supported.

InfluenceOnTr
afficRouting

aspld

Aspld

Application service provider identity. It
shall be included if
"SponsoredConnectivity" feature is
supported.

SponsoredCon
nectivity

bdtRefld

BdtReferenceld

Reference to a transfer policy
negotiated for background data traffic.

dnn

Dnn

Data Network Name, a full DNN with
both the Network Identifier and
Operator Identifier, or a DNN with the
Network Identifier only. It shall be
present when the "afRoutReq" attribute
is present.

evSubsc

EventsSubscRegD
ata

Identifies the events the application
subscribes to at creation of an
Individual Application Session Context
resource.

ipDomain

string

Indicates the IPv4 address domain
information that assists session binding.

mcpttld

string

Indicates that the created Individual
Application Session Context resource
relates to an MCPTT session prioritized
call.

It includes either one of the namespace
values used for MCPTT (see

IETF RFC 8101 [42]) and it may include
the name of the MCPTT service
provider.

MCPTT

mcVideold

string

Indicates that the created Individual
Application Session Context resource
relates to an MCVideo session
prioritized call.

It includes either one of the namespace
values used for MCPTT (see

IETF RFC 8101 [42]) and it may include
the name of the MCVideo service
provider.

MCVideo

medComponents

map(MediaCompo
nent)

Media Component information. The key
of the map is the attribute
"medCompN".

mpslid

string

Indicates that the created Individual
Application Session Context resource
relates to an MPS service. It contains
the national variant for MPS service
name.

mcsld

string

Indicates that the created Individual
Application Session Context resource
relates to an MCS service. It contains
the national variant for MCS service
name.

preemptControlinfo

PreemptionControll
nformation

Pre-emption control information.

MCPTT-
Preemption

resPrio

ReservPriority

Indicates the reservation priority.
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Attribute name Data type Cardinality Description Applicability
servinfStatus ServicelnfoStatus (0] 0.1 Indicates whether the service IMS_SBI
information is preliminary or final.
When the attribute is not provided the
default value is "FINAL".
notifUri Uri M 1 Notification URI for Application Session
Context termination requests.
servUrn ServiceUrn (0] 0.1 Service URN. IMS_SBI
slicelnfo Snssai (0] 0.1 Identifies the S-NSSAI.
sponid Sponld C 0.1 Sponsor identity. It shall be included if  [SponsoredCon
"SponsoredConnectivity" feature is nectivity
supported.
sponStatus SponsoringStatus [ O 0.1 Indication of whether sponsored SponsoredCon
connectivity is enabled or disabled/not  |nectivity
enabled.
The absence of the attribute indicates
that the sponsored connectivity is
enabled.
supi Supi (0] 0.1 Subscription Permanent Identifier.
gpsi Gpsi (@) 0..1 Generic Public Subscription Identifier.
suppFeat SupportedFeatures |M 1 This IE represents a list of Supported
features used as described in
subclause 5.8.
It shall be supplied by the NF service
consumer in the POST request that
requests a creation of an Individual
Application Session Context resource.
uelpv4 Ipv4Addr C 0.1 The IPv4 address of the served UE.
uelpvb Ipv6Addr C 0.1 The IPv6 address of the served UE.
ueMac MacAddr48 C 0.1 The MAC address of the served UE.
When the feature
"TimeSensitiveNetworking" is
supported this attribute represents the
DS-TT port MAC address.
tsnBridgeManCont |BridgeManagemen |[O 0.1 Transports TSN bridge management TimeSensitive
tContainer information. Networking
tsnPortManContDs [PortManagementC | O 0.1 Transports TSN port management TimeSensitive
tt ontainer information for the DS-TT port. Networking
tsnPortManContN  |array(PortManage |O 1.N Transports TSN port management TimeSensitive
witts mentContainer) information for one or more NW-TT Networking
ports.
NOTE:  Only one of the served UE addressing parameters (the IPv4 address or the IPv6 address or MAC address)
shall always be included.
5.6.2.4 Type AppSessionContextRespData

Table 5.6.2.4-1: Definition of type AppSessionContextRespData

features used as described in
subclause 5.8.

It shall be supplied by the PCF in the
response to the POST request that
requested a creation of an Individual
Application Session Context resource.

Attribute name Data type P | Cardinality Description Applicability
servAuthinfo ServAuthinfo (0] 0.1 Indicates the result of the authorization
for a service request bound to a
transfer policy.
uelds array(Ueldentitylnfo) [O 1..N Represents the 5GS-Level UE identities [IMS_SBI
available for an AF session context.
suppFeat SupportedFeatures C 0.1 This IE represents a list of Supported
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Type AppSessionContextUpdateData

Table 5.6.2.5-1: Definition of type AppSessionContextUpdateData

ports.

Attribute name Data type P | Cardinality Description Applicability
afAppld AfAppld 0] 0.1 AF application identifier.
afRoutReq AfRoutingRequire  |O 0.1 Indicates the AF traffic routing InfluenceOnTr
mentRm requirements. afficRouting
aspld Aspld (0] 0.1 Application service provider identity. SponsoredCon
nectivity
bdtRefld BdtReferenceld (0] 0.1 Reference to a transfer policy
negotiated for background data traffic.
evSubsc EventsSubscRegD |O 0.1 Identifies the events the application
ataRm subscribes to at modification of an
Individual Application Session Context
resource.
mcpttld string (0] 0.1 Indicates that the updated Individual MCPTT
Application Session Context resource
relates to an MCPTT session prioritized
call.
It includes either one of the namespace
values used for MCPTT (see
IETF RFC 8101 [42]) and it may include
the name of the MCPTT service
provider.
mcVideold string (0] 0.1 Indicates that the updated Individual MCVideo
Application Session Context resource
relates to an MCVideo session
prioritized call.
It includes either one of the namespace
values used for MCPTT (see
IETF RFC 8101 [42]) and it may include
the name of the MCVideo service
provider.
medComponents map(MediaCompo | O 1..N Media Component information.
nentRm)
mpsld string (0] 0.1 Indicates that the modified Individual
Application Session Context resource
relates to an MPS service. It contains
the national variant for MPS service
name.
mcsld string (0] 0.1 Indicates that the updated Individual
Application Session Context resource
relates to an MCS service. It contains
the national variant for MCS service
name.
preemptControlinfo [PreemptionControll | O 0.1 Preemption control information. MCPTT-
nformationRm Preemption
resPrio ReservPriority ®) 0.1 Indicates the reservation priority.
servinfStatus ServicelnfoStatus (@) 0.1 Indicates whether the service IMS_SBI
information is preliminary or final.
sipForkind SipForkingIndicatio |O 0.1 Describes if several SIP dialogues are  [IMS_SBI
n related to an "Individual Application
Session Context" resource.
sponid Sponld o 0.1 Sponsor identity. SponsoredCon
nectivity
sponStatus SponsoringStatus | O 0.1 Indication of whether sponsored SponsoredCon
connectivity is enabled or disabled/not  [nectivity
enabled.
tsnBridgeManCont |BridgeManagemen |O 0.1 Transports TSN bridge management TimeSensitive
tContainer information. Networking
tsnPortManContDs |PortManagementC | O 0.1 Transports TSN port management TimeSensitive
tt ontainer information for the DS-TT port. Networking
tsnPortManContN  |array(PortManage |O 1..N Transports TSN port management TimeSensitive
wits mentContainer) information for one or more NW-TT Networking
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Table 5.6.2.6-1: Definition of type EventsSubscReqgData

Attribute name Data type P [ Cardinality Description Applicability
events array(AfEventSubsc |M 1..N Subscribed Events.
ription)
notifUri Uri o] 0.1 Notification URI.
regQosMonPara |array(RequestedQo |[O 1..N Indicates the UL packet delay, DL QoSMonitoring
ms sMonitoringParamet packet delay and/or round trip packet
er) delay between the UE and the UPF is
to be monitored when the QoS
Monitoring for URLLC is enabled for the
service data flow.
gosMon QosMonitoringInfor | O 0.1 Qos Monitoring information. It can be QoSMonitoring
mation present when the event
"QOS_ MONITORING" is subscribed.
regAnis array(RequiredAcce |C 1.N Represents the required access NetLoc
ssinfo) network information. It shall be present
when the event "ANI_REPORT" is
subscribed.
usgThres UsageThreshold (0] 0.1 Includes the volume and/or time SponsoredCon
thresholds for sponsored data nectivity
connectivity.
notifCorreld string o 0.1 It is used to set the value of Notification |EnhancedSub
Correlation ID in the corresponding scriptionToNoti
notification. fication
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5.6.2.7 Type MediaComponent

Table 5.6.2.7-1: Definition of type MediaComponent
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Attribute name

Data type

Cardinality

Description

Applicability

afAppld

AfAppld

0.1

Contains information that identifies the
particular service the AF session
belongs to.

afRoutReq

AfRoutingRequirem
ent

Indicates the AF traffic routing
requirements.

InfluenceOnTra
fficRouting

gosReference

string

Identifies a pre-defined QoS
information.

AuthorizationWi
thRequiredQoS

altSerReqgs

array(string)

Ordered list of alternative service
requirements. The lower the index of
the array for a given entry, the higher
the priority.

AuthorizationWi
thRequiredQoS

disUeNotif

boolean

Indicates to disable QoS flow
parameters signalling to the UE when
the SMF is notified by the NG-RAN of
changes in the fulfilled QoS situation
when it is included and set to "true".
The fulfilled situation is either the QoS
profile or an Alternative QoS Profile.
The default value "false" shall apply, if
the attribute is not present and has not
been supplied previously.

DisableUENotifi
cation

contVer

ContentVersion

Represents the content version of a
media component.

MediaCompone
ntVersioning

desMaxLatency

Float

Indicates a maximum desirable
transport level packet latency in
milliseconds.

FLUS, QoSHint

desMaxLoss

Float

Indicates the maximum desirable
transport level packet loss rate in
percent (without "%" sign).

FLUS, QoSHint

flusld

string

Indicates that the media component is
used for FLUS media.

It is derived from the media level
attribute "a=label:" (see

IETF RFC 4574 [50]) obtained from the
SDP body. It contains the string after
"a=label:" starting with "flus" and may
be followed by more characters as
described in 3GPP TS 26.238 [51].

FLUS

medCompN

integer

Identifies the media component
number, and it contains the ordinal
number of the media component.

medSubComps

map(MediaSubCom
ponent)

Contains the requested bitrate and
filters for the set of service data flows
identified by their common flow
identifier. The key of the map is the
attribute "fNum".

medType

MediaType

Indicates the media type of the service.

marBwUI

BitRate

Maximum requested bandwidth for the
Uplink.

marBwDI

BitRate

Maximum requested bandwidth for the
Downlink.

maxPacketLossR
ateDI

PacketLossRateRm

o O o|o

Indicates the downlink maximum rate
for lost packets that can be tolerated
for the service data flow.

CHEM

maxPacketLossR
ateUl

PacketLossRateRm

@]

Indicates the uplink maximum rate for
lost packets that can be tolerated for
the service data flow.

CHEM

maxSuppBwDI

BitRate

Maximum supported bandwidth for the
Downlink.

IMS_SBI

maxSuppBwUI

BitRate

Maximum supported bandwidth for the
Uplink.

IMS_SBI

minDesBwDI

BitRate

Minimum desired bandwidth for the
Downlink.

IMS_SBI

minDesBwUI

BitRate

o ol o ©o

Minimum desired bandwidth for the
Uplink.

IMS_SBI
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Attribute name

Data type

Cardinality

Description

Applicability

mirBwUI

BitRate

0.1

Minimum requested bandwidth for the
Uplink.

mirBwDI

BitRate

0.1

Minimum requested bandwidth for the
Downlink.

fStatus

FlowStatus

O| O 0O|®T

0.1

Indicates whether the status of the
service data flows is enabled, or
disabled.

preemptCap

PreemptionCapabilit
y

Defines whether the media flow may
get resources that were already
assigned to another media flow with a
lower priority level. It may be included
together with "prioSharingind" for ARP
decision.

MCPTT-
Preemption

preemptVuln

PreemptionVulnerab
ility

Defines whether the media flow may
lose the resources assigned to it in
order to admit a media flow with higher
priority level. It may be included
together with "prioSharingind" for ARP
decision.

MCPTT-
Preemption

prioSharingind

PrioritySharingIndica
tor

Indicates that the media flow is allowed
to use the same ARP as media flows
belonging to other "Individual
Application Session Context"
resources bound to the same PDU
session.

PrioritySharing

resPrio

ReservPriority

Indicates the reservation priority.

rrBw

BitRate

Indicates the maximum required
bandwidth in bits per second for RTCP
receiver reports within the session
component as specified in

IETF RFC 3556 [37]. The bandwidth
contains all the overhead coming from
the IP-layer and the layers above, i.e.
IP, UDP and RTCP.

IMS_SBI

rsBw

BitRate

Indicates the maximum required
bandwidth in bits per second for RTCP
sender reports within the session
component as specified in

IETF RFC 3556 [37]. The bandwidth
contains all the overhead coming from
the IP-layer and the layers above, i.e.
IP, UDP and RTCP.

IMS_SBI

sharingKeyDI

Uint32

Identifies which media components
share resources in the downlink
direction.

If resource sharing applies between
media components across "Individual
Application Session Context"
resources for the same PDU session,
the same value of the "sharingKeyDI"
attribute shall be used. If resource
sharing does not apply among media
components across "Individual
Application Session Context"
resources for the same PDU session, a
different value for the "sharingKeyDI"
attribute shall be used.

ResourceShari
ng
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Attribute name

Data type

Cardinality

Description

Applicability

sharingKeyUI

Uint32

0.1

Identifies which media components
share resources in the uplink direction.
If resource sharing applies between
media components across "Individual
Application Session Context"
resources for the same PDU session,
the same value of the "sharingKeyUl"
attribute shall be used. If resource
sharing does not apply among media
components across "Individual
Application Session Context"
resources for the same PDU session, a
different value for the "sharingkeyUl"
attribute shall be used.

ResourceShari
ng

codecs

array(CodecData)

Indicates the codec data.

tsnQos

TsnQoSContainer

(o][e]

o
=

Transports QoS parameters for TSC
traffic.

TimeSensitiveN
etworking

tscailnputUl

TscailnputContainer

Transports TSCAI input parameters for
TSC traffic at the ingress interface of
the DS-TT/UE (uplink flow direction).

TimeSensitiveN
etworking

tscailnputDI

TscailnputContainer

0.1

Transports TSCAI input parameters for
TSC traffic at the ingress of the NW-TT
(downlink flow direction).

TimeSensitiveN
etworking

All 1P flows within a"MediaSubComponent” data type are permanently disabled by supplying "FlowStatus" data type
with a deletion indication.

Bandwidth information and the "fStatus" attribute provided within the MediaComponent applies to al those IP flows
within the media component, for which no corresponding information is being provided within the "medSubComps"
atribute. As defined in 3GPP TS 29.513 [7], the bandwidth information within the media component level " marBwUI"
and "marBwDI" attributes applies separately to each media subcomponent except for media subcomponents with a
"flowUsage" attribute with the value "RTCP". The mapping of bandwidth information for RTCP media subcomponent
isdefined in 3GPP TS 29.513 [7] subclause 7.3.3.

5.6.2.8

Type MediaSubComponent

Table 5.6.2.8-1: Definition of type MediaSubComponent

Attribute name Data type P | Cardinality Description Applicability

afSigProtocol AfSigProtocol (0] 0.1 Indicates the protocol used for ProvAFsignalF
signalling between the UE and the AF.  [low
It may be included only if the
"flowUsage" attribute is set to the value
"AF_SIGNALLING".

ethfDescs array(EthFlowDescri | O 1.2 Contains the flow description for the

ption) Uplink and/or Downlink Ethernet flows.

fNum integer M 1 Identifies the ordinal number of the
service data flow.

fDescs array(FlowDescriptio | O 1.2 Contains the flow description for the

n) Uplink and/or Downlink IP flows.

fStatus FlowStatus (0] 0.1 Indicates whether the status of the
service data flows is enabled or
disabled.

flowUsage FlowUsage (0] 0.1 Flow usage of the flows (e.g. RTCP, AF
signalling).

marBwUI BitRate 0] 0.1 Maximum requested bandwidth for the
Uplink.

marBwDI BitRate (@) 0.1 Maximum requested bandwidth for the
Downlink.

tosTrClI TosTrafficClass 0] 0..1 Type of Service or Traffic Class.
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The bit rate information and flow status information provided within the "MediaSubComponent” data type takes
precedence over information provided within "MediaComponent” data type.

All service data flows within a"MediaSubComponent” data type are permanently disabled by supplying "FlowStatus'
data type with a deletion indication.
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5.6.2.9 Type EventsNotification

Table 5.6.2.9-1: Definition of type EventsNotification
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Attribute name

Data type

Cardinality

Description

Applicability

accessType

AccessType

0.1

Includes the access type. It shall be
present when the notified event is
"ACCESS TYPE_CHANGE".

addAccessinfo

AdditionalAccesslInf
0]

o

0.1

Indicates the additional combination of
Access Type and RAT Type available for
MA PDU session. It may be present
when the notified event is
"ACCESS_TYPE_CHANGE" and the
PDU session is a Multi-Access PDU
session.

ATSSS

relAccessinfo

AdditionalAccesslInf
o

o

0.1

Indicates the released combination of
Access Type and RAT Type previously
available for MA PDU session. It may be
present when the notified event is
"ACCESS_TYPE_CHANGE" and the
PDU session is a Multi-Access PDU
session.

ATSSS

anChargAddr

AccNetChargingAdd
ress

o

0.1

Includes the access network charging
address. It shall be present if available
when the notified event is
"CHARGING CORRELATION".

IMS_SBI

anCharglds

array(AccessNetCh
argingldentifier)

Cc

1..N

Includes the access network charging
identifier(s). It shall be present when the
notified event is
"CHARGING_CORRELATION".

IMS_SBI

anGwAddr

AnGwAddress

0.1

Access network Gateway Address. It
shall be present, if applicable, when the
notified event is
"ACCESS_TYPE_CHANGE".

evSubsUri

Uri

The Events Subscription URI. Identifies
the Events Subscription sub-resource
that triggered the notification.

(NOTE 1)

evNotifs

array(AfEventNotific
ation)

M

Notifications about individual events.

failedResourcAllo
cReports

array(ResourcesAllo
cationlInfo)

C

Indicates the status of the PCC rule(s)
related to certain failed media
components. It shall be included when
the event trigger is

"FAILED RESOURCES ALLOCATION".

succResourcAlloc
Reports

array(ResourcesAllo
cationinfo)

o

Indicates the alternative service
requirement the NG-RAN can guarantee
to certain media components. It may be
included when the event trigger is
"SUCCESSFUL_RESOURCES_ALLOC
ATION".

Authorization
WithRequired
QoS

noNetLocSupp

NetLocAccessSupp
ort

o

Indicates the access network does not
support the report of the requested
access network information.

NetLoc

outOfCredReports

array(OutOfCreditInf
ormation)

C

Out of credit information per service data
flow. It shall be present when the notified
event is "OUT_OF_CREDIT".

IMS_SBI

plmnid

PImnIdNid

PLMN Identifier and, for an SNPN, also
the NID. It shall be present when the
notified event is "PLMN_CHG" or, if
location information is required but is not
available when the notified event is
"ANI_REPORT". It shall be present if
available when the notified event is
"RAN NAS CAUSE".

gncReports

array(QosNoatificatio
nControlinfo)

c

QoS notification control information. It
shall be present when the notified event
is "QOS_NOTIF".
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Attribute name Data type P | Cardinality Description Applicability
gosMonReports array(QosMonitorin  |C 1..N QoS Monitoring reporting information. It  |QoSMonitoring

gReport) shall be present when the notified event
is "QOS_MONITORING".
ranNasRelCauses [array(RanNasRelCa |C 1..N RAN-NAS release cause. It shall be RAN-NAS-
use) present if available when the notified Cause
event is "RAN_NAS_ CAUSE".
ratType RatType (0] 0.1 RAT type. It shall be present, if
applicable, when the notified event is
"ACCESS_TYPE_CHANGE".
uelLoc UserLocation O 0.1 E-UTRA, NR, or non-3GPP trusted and NetLoc, RAN-
untrusted access user location NAS-Cause
information. "n3gppTai" and "n3lwfld"
attributes within the "N3gal.ocation" data
type shall not be supplied. It shall be
present if required and available when
the notified event is "ANI_REPORT". It
shall be present if available when the
notified event is "RAN_NAS_CAUSE".
(NOTE 2)
ueLocTime DateTime 0] 0.1 Contains the NTP time at which the UE NetLoc
was last known to be in the location.
(NOTE 2)
ueTimeZone TimeZone 0] 0.1 UE time zone. NetLoc, RAN-
It shall be present if required and NAS-Cause
available when the notified event is
"ANI_REPORT". It shall be present if
available when the notified event is
"RAN_NAS_CAUSE".
usgRep AccumulatedUsage |[C 0.1 Indicates the measured volume and/or SponsoredCon
time for sponsored data connectivity. It nectivity
shall be present when the notified event
is "USAGE_REPORT".
tsnBridgeManCon |BridgeManagement (O 0.1 Transports TSN bridge management TimeSensitive
t Container information. Networking
tsnPortManContD |PortManagementCo (O 0.1 Transports TSN port management TimeSensitive
stt ntainer information for the DS-TT port. Networking
tsnPortManContN |array(PortManagem |O 1..N Transports TSN port management TimeSensitive
wits entContainer) information for one or more NW-TT ports. |Networking
NOTE 1: Either the complete resource URI included in the "evSubsUri" attribute or the "apiSpecificResourceUriPart"
component (see subclause 5.1) of the resource URI included in the "evSubsUri" attribute may be used by
the NF service consumer for the identification of the Individual Application Session Context resource related
to the notification.
NOTE 2: Whether the "uelLoc" attribute also encodes the age of location is implementation specific.

5.6.2.10

Type AfEventSubscription

Table 5.6.2.10-1: Definition of type AfEventSubscription

Attribute name Data type P [Cardinality Description Applicability

event AfEvent M 1 Subscribed Event.

notifMethod AfNotifMethod (0] 0.1 If notifMethod is not supplied, the default
value "EVENT_DETECTION" applies.

repPeriod DurationSec (0] 0.1 Indicates the time interval between EnhancedSubs
successive event notifications. It is criptionToNotifi
supplied for notification method cation
"PERIODIC".

waitTime DurationSec (0] 0.1 Indicates the minimum waiting time EnhancedSubs
between subsequent reports. Only criptionToNotifi
applicable when the notification is setto |cation
"EVENT_DETECTION".
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Table 5.6.2.11-1: Definition of type AfEventNotification
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Attribute name Data type P | Cardinality Description Applicability
event AfEvent M 1 Notified Event.

flows array(Flows) 6] 1..N Affected Service Data Flows.

5.6.2.12 Type Terminationinfo
Table 5.6.2.12-1: Definition of type Terminationinfo
Attribute name Data type P [ Cardinality Description Applicability

termCause TerminationCause (M 1 Indicates the cause for requesting the
deletion of the Individual Application
Session Context resource.

resuri Uri M 1 Identifies the Individual Application
Session Context that triggered the
termination notification.
(NOTE)

NOTE: Either the complete resource URI included in the "resUri" attribute or the "apiSpecificResourceUriPart"
component (see subclause 5.1) of the resource URI included in the "resUri" attribute may be used by the NF
service consumer for the identification of the Individual Application Session Context resource related to the
termination notification.

5.6.2.13

Type AfRoutingRequirement

Table 5.6.2.13-1: Definition of type AfRoutingRequirement

Attribute name Data type P | Cardinality Description Applicability
appReloc boolean (0] 0.1 Indication of application relocation InfluenceOnTr
possibility. afficRouting
When it is included and set to "true", it
indicates that the application cannot be
relocated once a location of the
application is selected by the 5GC. The
default value is "false".
routeTolLocs array(RouteToLoc | O 1.N A list of traffic routes to applications InfluenceOnTr
ation) locations. afficRouting
spVal SpatialValidity (0] 0.1 Indicates where the traffic routing InfluenceOnTr
requirements apply. The absence of this  [afficRouting
attribute indicates no spatial restrictions.
tempVals array(Temporalva | O 1..N Indicates the time interval(s) during which |InfluenceOnTr
lidity) the AF request is to be applied. afficRouting
upPathChgSub  |UpPathChgEvent | O 0.1 Subscription to UP path management InfluenceOnTr
events. afficRouting
addrPreserind boolean (@) 0.1 Indicates whether UE IP address should |URLLC
be preserved.
This attribute shall set to "true"” if
preserved, otherwise, set to "false".
Default value is false if omitted.
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Table 5.6.2.14-1: Definition of type ResourcesAllocationInfo
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Attribute name

Data type P

Cardinality

Description

Applicability

mcResourcStatus

MediaComponentR | C 0.1

esourcesStatus

Indicates the status of the PCC rule(s)
related to the media components
identified by the "flows" attribute.

flows

array(Flows) 1..N

Identification of the flows.

It shall be included if
"MediaComponentVersioning" feature
is supported.

When "MediaComponentVersioning"
feature is not supported, if no flows are
provided, the status in the
"mcResourcStatus" applies for all flows
within the AF session.

altSerReq

string 0.1

When present, indicates the alternative
service requirement the NG-RAN can
guarantee for the indicated "flows".

Authorization
WithRequired
QoS

NOTE:

The "mcResourcStatus” attribute shall be included if AuthorizationWithRequiredQoS feature is not

supported.

5.6.2.15

Type QosNotificationControlinfo

Table 5.6.2.15-1: Definition of type QosNotificationControlinfo

Attribute name

Data type P |Cardinality

Description

Applicability

notifType

QosNotifType M 0.1

Indicates whether the GBR targets for the
indicated SDFs are
"NOT_GUARANTEED" or
"GUARANTEED" again.

flows

array(Flows) 1..N

Identification of the flows. It shall be
included if "MediaComponentVersioning"
feature is supported. When
"MediaComponentVersioning" feature is
not supported, if no flows are provided,
the notification in the "notifType" applies
for all flows within the AF session.

altSerReq

string 0.1

Indicates the alternative service
requirement the NG-RAN can guarantee.

AuthorizationWit
hRequiredQoS

5.6.2.16

Type SpatialValidity

Table 5.6.2.16-1: Definition of type SpatialValidity

Attribute name

Data type

P

Cardinality

Description

Applicability

presencelnfoList

map(Presencelnfo)

M

1.N

Defines the presence information

provisioned by the AF. The
"presenceState" attribute within the
"Presencelnfo” data type shall not
be supplied.

InfluenceOnTraffic

Routing
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5.6.2.17 Type EthFlowDescription

Table 5.6.2.17-1: Definition of type EthFlowDescription
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Attribute name

Data type

Cardinality

Description

Applicability

destMacAddr

MacAddr48

0.1

Destination MAC address.

ethType

string

[5)
(0]
M

1

A two-octet string that represents the
Ethertype, as described in

IEEE 802.3 [16] and IETF RFC 7042 [18]
in hexadecimal representation.

Each character in the string shall take a
value of "0" to "9" or "A" to "F" and shall
represent 4 bits. The most significant
character representing the 4 most
significant bits of the ethType shall
appear first in the string, and the
character representing the 4 least
significant bits of the ethType shall
appear last in the string.

fDesc

FlowDescription

0.1

Contains the flow description for the
Uplink or Downlink IP flow. It shall be
present when the Ethertype is IP.
(NOTE 3)

fDir

FlowDirection

0.1

Contains the packet filter direction. Only
the "DOWNLINK" or "UPLINK" value is
applicable. (NOTE 2)

sourceMacAddr

MacAddr48

Source MAC address.

vlanTags

array(string)

e
N i

Customer-VLAN and/or Service-VLAN
tags containing the VID, PCP/DEI fields
as defined in IEEE 802.1Q [17] and
IETF RFC 7042 [18]. The first/lower
instance in the array stands for the
Customer-VLAN tag and the
second/higher instance in the array
stands for the Service-VLAN tag.

Each field is encoded as a two-octet
string in hexadecimal representation.
Each character in the string shall take a
value of "0" to "9" or "A" to "F" and shall
represent 4 bits. The most significant
character representing the PCP/DEI field
shall appear first in the string, followed
by character representing the 4 most
significant bits of the VID field, and the
character representing the 4 least
significant bits of the VID field shall
appear last in the string.

If only Service-VLAN tag is provided,
empty string for Customer-VLAN tag
shall be provided.

srcMacAddrEnd

MacAddr48

0.1

Source MAC address end. If this
attribute is present, the sourceMacAddr
attribute specifies the source MAC
address start. E.g. srcMacAddrEnd with
value 00-10-A4-23-3E-FE and
sourceMacAddr with value 00-10-A4-23-
3E-02 means all MAC addresses from
00-10-A4-23-3E-02 up to and including
00-10-A4-23-3E-FE.

MacAddressR
ange

destMacAddrEnd

MacAddr48

0.1

Destination MAC address end. If this
attribute is present, the destMacAddr
attribute specifies the destination MAC
address start.

MacAddressR
ange
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Attribute name |  Data type | P [cardinality | Description | Applicability

NOTE 1: The "srcMacAddrEnd" attribute may only be present if the "sourceMacAddr" attribute is present; the
"destMacAddrEnd" attribute may only be present if the "destMacAddr" attribute is present.

NOTE 2: If the "UPLINK" is included within the "fDir" attribute, the "sourceMacAddr" attribute and "srcMacAddrEnd"
attribute (if MacAddressRange feature is supported) contain the UE address and "destMacAddr" attribute
and "destMacAddrEnd" attribute (if MacAddressRange feature is supported)contain the remote address;
otherwise if the "DOWNLINK" is included within the "fDir" attribute or the "fDir" attribute is never provided,
the "sourceMacAddr" attribute and "srcMacAddrEnd" attribute (if MacAddressRange feature is supported)
contain the remote address and "destMacAddr" attribute and "destMacAddrEnd" attribute (if
MacAddressRange feature is supported) contain the UE address.

NOTE 3: The direction of the "fDesc" attribute shall be set to "in" if the "UPLINK" is included within the "fDir" attribute;
the direction of the "fDesc" attribute shall be set to "out" if the "DOWNLINK" is included within the "fDir"
attribute or the "fDir" attribute is never provided.

5.6.2.18 Void

5.6.2.19 Void

5.6.2.20 Type AnGwAddress

Table 5.6.2.20-1: Definition of type AnGwAddress

both if both addresses are available) shall be included.

Attribute name Data type P | Cardinality Description Applicability
anGwlpv4addr Ipv4Addr (@) 0.1 Includes the IPv4 address of the access
network gateway control node.
anGwlpv6addr Ipv6Addr (0] 0.1 Includes the IPv6 address of the access
network gateway control node.
NOTE: Atleast one address of the access network gateway control node (the IPv4 address or the IPv6 address or

5.6.2.21

Type Flows

Table 5.6.2.21-1: Definition of type Flows

Attribute name

Data type

P

Cardinality

Description

Applicability

contVers

array(ContentVersi
on)

Cc

1.N

Represents the content version of the
content of a media component. If
"MediaComponentVersioning" feature
is supported, the content version shall
be included if it was included when the
corresponding media component was
provided or modified.

MediaCompon
entVersioning

fNums

array(integer)

1..N

Indicates the service data flows via their
flow identifier. If no flow identifier is
supplied, the Flows data type refers to
all the flows matching the media
component number.

medCompN

integer

Identifies the media component
number, and it contains the ordinal
number of the media component.
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Table 5.6.2.22-1: Definition of type TemporalValidity
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Attribute name Data type P [Cardinality Description Applicability
startTime DateTime 0] 0.1 Indicates the time from which the traffic  |InfluenceOnTraffic
routing requirements start to apply. The |Routing
absence of this attribute indicates the
traffic routing requirements apply
immediately.
stopTime DateTime (@] 0..1 Indicates the time when the traffic InfluenceOnTraffic
routing requirements cease to apply. Routing
The absence of this attribute indicates
the traffic routing requirements do not
cease at any time.
5.6.2.23 Void
5.6.2.24 Type AfRoutingRequirementRm

This data type is defined in the same way as the " AfRoutingRequirement" data type, but:

- with the OpenAPI "nullable: true" property;

- theremovable attribute "spVal" is defined with the data type " Spatia VaidityRm"; and

- theremovable attributes "tempVals', "routeToLocs" and "addrPreserind” are defined as nullable in the

OpenAPI.

Table 5.6.2.24-1: Definition of type AfRoutingRequirementRm

Attribute name Data type P | Cardinality Description Applicability
appReloc boolean (0] 0.1 Indication of application relocation InfluenceOnTr
possibility. When it is set to "true", it afficRouting
indicates that the application cannot be
relocated once a location of the
application is selected by the 5GC.
routeToLocs array(RouteToLoc | O 1.N A list of traffic routes to applications InfluenceOnTr
ation) locations. afficRouting
spVal SpatialValidityRm | O 0.1 Indicates where the traffic routing InfluenceOnTr
requirements apply. afficRouting
tempVals array(Temporalva | O 1..N Indicates the time interval(s) during which |InfluenceOnTr
lidity) the AF request is to be applied. afficRouting
upPathChgSub  |UpPathChgEvent | O 0.1 Subscription to UP path management InfluenceOnTr
events. afficRouting
addrPreserind boolean (@) 0.1 Indicates whether UE IP address should |URLLC
be preserved.

5.6.2.25

Type EventsSubscRegDataRm

This datatypeis defined in the same way as the "EventsSubscRegData" data type, but:

- with the OpenAPI "nullable: true" property; and

- theremovable attribute "usgThres' is defined with the removable data type " UsageT hresholdRm"; and
removable attribute "gosMon" is defined with the removable data type " QosM onitoringl nformationRm".
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Table 5.6.2.25-1: Definition of type EventsSubscReqgDataRm

Correlation ID in the corresponding
notification.

Attribute name Data type P [ Cardinality Description Applicability
events array(AfEventSubsc |M 1..N Subscribed Events.
ription)
notifUri Uri o] 0.1 Notification URI.
regQosMonPara |array(RequestedQo |[O 1..N Indicates the UL packet delay, DL QoSMonitoring
ms sMonitoringParamet packet delay and/or round trip packet
er) delay between the UE and the UPF is
to be monitored when the QoS
Monitoring for URLLC is enabled for the
service data flow.
gosMon QosMonitoringInfor | O 0.1 Qos Monitoring information. It can be QoSMonitoring
mationRm present when the event
"QOS MONITORING" is subscribed.
regAnis array(RequiredAcce |C 1.N Represents the required access NetLoc
ssinfo) network information. It shall be present
when the event "ANI_REPORT" is
subscribed. (NOTE)
usgThres UsageThresholdRm |O 0.1 Includes the volume and/or time SponsoredCon
thresholds for sponsored data nectivity
connectivity.
notifCorreld string o 0.1 It is used to set the value of Notification |EnhancedSub

scriptionToNoti
fication

NOTE: "ANI_REPORT" is the one-time reported event and thus the attribute "regAnis" is not defined as removable
attribute (i.e. with the removable data type "RequiredAccessinfoRm"). Once the access network information
is reported to the AF the subscription to this event is automatically terminated in the PCF and the related
information is removed.

5.6.2.26 Type MediaComponentRm

This datatypeis defined in the same way as the "MediaComponent" data type, but:

- with the OpenAPI "nullable: true" property; and

- theremovable attributes "afRoutReq" is defined with the removabl e data type " AfRoutingRequirementRm";

"maxPacketL ossRateDI" and "maxPacketL ossRateUl" are defined with the removable data type

"PacketL ossRateRm"; "medSubComps" is defined with the removable data type "M ediaSubComponentRm";
"preemptCap"” is defined with the removable data type " PreemptionCapabilityRm™; " preemptVuln" is defined
with the removabl e data type " PreemptionV ulnerabilityRm"; "marBwDI", "marBwUI", "minDesBwDI",
"minDesBwUI", "mirBwDI", "mirBwUI", "maxSuppBwDI", "maxSuppBwUI", "rrBw", "rsBw" are defined with
the removable data type "BitRateRm"; "sharingKeyDI", "sharingKeyUI", and "tsnQos" are defined with the
removable datatypes, "Uint32Rm" and " TsnQosContainerRm"; the removabl e attributes "desMaxL atency" and
"desMaxLoss" are defined with the removable data type "FloatRm"; the removable attribute "flusid" is defined
asnullable in the OpenAPI.

- theremovable attributes "gosReference" and "atSerRegs’ are defined as nullable.
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Table 5.6.2.26-1: Definition of type MediaComponentRm
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Attribute name

Data type

Cardinality

Description

Applicability

afAppld

AfAppld

0.1

Contains information that identifies the
particular service the AF session
belongs to.

afRoutReq

AfRoutingRequirem
entRm

Indicates the AF traffic routing
requirements.

InfluenceOnTr
afficRouting

gosReference

string

Identifies a pre-defined QoS
information.

Authorization
WithRequired
QoS

altSerReqgs

array(string)

Ordered list of alternative service
requirements. The lower the index of
the array for a given entry, the higher
the priority.

Authorization
WithRequired
QoS

disUeNotif

boolean

Indicates to disable QoS flow
parameters signalling to the UE when
the SMF is notified by the NG-RAN of
changes in the fulfilled QoS situation
when it is included and set to "true".
The fulfilled situation is either the QoS
profile or an Alternative QoS Profile.
The default value "false" shall apply, if
the attribute is not present and has not
been supplied previously.

DisableUENOoti
fication

contVer

ContentVersion

Represents the content version of a
media component.

MediaCompon
entVersioning

desMaxLatency

FloatRm

Indicates a maximum desirable
transport level packet latency in
milliseconds.

FLUS,
QoSHint

desMaxLoss

FloatRm

Indicates the maximum desirable
transport level packet loss rate in
percent (without "%" sign).

FLUS,
QoSHint

flusid

string

Indicates that the media component is
used for FLUS media.

It is derived from the media level
attribute "a=label:" (see

IETF RFC 4574 [50]) obtained from the
SDP body. It contains the string after
"a=label:" starting with "flus" and may
be followed by more characters as
described in 3GPP TS 26.238 [51].

FLUS

maxPacketLossR
ateDI

PacketLossRateRm

Indicates the downlink maximum rate
for lost packets that can be tolerated for
the service data flow.

CHEM

maxPacketLossR
ateUl

PacketLossRateRm

Indicates the uplink maximum rate for
lost packets that can be tolerated for
the service data flow.

CHEM

medCompN

integer

Identifies the media component
number, and it contains the ordinal
number of the media component.

medSubComps

map(MediaSubCom
ponentRm)

1..N

Contains the requested bitrate and
filters for the set of service data flows
identified by their common flow
identifier. The key of the map is the
attribute "fNum".

medType

MediaType

Indicates the media type of the service.

marBwUI

BitRateRm

Maximum requested bandwidth for the
Uplink.

marBwDI

BitRateRm

Maximum requested bandwidth for the
Downlink.

maxSuppBwDI

BitRateRm

Maximum supported bandwidth for the
Downlink.

IMS_SBI

maxSuppBwUI

BitRateRm

Maximum supported bandwidth for the
Uplink.

IMS_SBI

minDesBwDI

BitRateRm

Minimum desired bandwidth for the
Downlink.

IMS_SBI

minDesBwUI

BitRateRm

Oof ol ol ol o o|o

Minimum desired bandwidth for the
Uplink.

IMS_SBI
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Attribute name

Data type

Cardinality

Description

Applicability

mirBwUI

BitRateRm

0.1

Minimum requested bandwidth for the
Uplink.

mirBwDI

BitRateRm

0.1

Minimum requested bandwidth for the
Downlink.

fStatus

FlowStatus

O| O 0O|®T

0.1

Indicates whether the status of the
service data flows is enabled, or
disabled.

preemptCap

PreemptionCapabilit
yRm

Defines whether the media flow may
get resources that were already
assigned to another media flow with a
lower priority level.

MCPTT-
Preemption

preemptVuln

PreemptionVulnerab
ilityRm

Defines whether the media flow may
lose the resources assigned to it in
order to admit a media flow with higher
priority level.

MCPTT-
Preemption

prioSharingind

PrioritySharingIndica
tor

Indicates that the media flow is allowed
to use the same ARP as media flows
belonging to other "Individual
Application Session Context" resources
bound to the same PDU session.

PrioritySharing

resPrio

ReservPriority

©
i

Indicates the reservation priority.

rrBw

BitRateRm

Indicates the maximum required
bandwidth in bits per second for RTCP
receiver reports within the session
component as specified in

IETF RFC 3556 [37]. The bandwidth
contains all the overhead coming from
the IP-layer and the layers above, i.e.
IP, UDP and RTCP.

IMS_SBI

rsBw

BitRateRm

Indicates the maximum required
bandwidth in bits per second for RTCP
sender reports within the session
component as specified in

IETF RFC 3556 [37]. The bandwidth
contains all the overhead coming from
the IP-layer and the layers above, i.e.
IP, UDP and RTCP.

IMS_SBI

codecs

array(CodecData)

Indicates the codec data.

sharingKeyDI

Uint32Rm

Identifies which media components
share resources in the downlink
direction.

If resource sharing applies between
media components across "Individual
Application Session Context" resources
for the same PDU session, the same
value of the "sharingKeyDI" attribute
shall be used. If resource sharing does
not apply among media components
across "Individual Application Session
Context" resources for the same PDU
session, a different value for the
"sharingKeyDI" attribute shall be used.
If resource sharing does no longer
apply for this media component, the
"sharingKeyDI" attribute shall be set to

ResourceShari
ng
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Attribute name

Data type

Cardinality

Description

Applicability

sharingKeyUI

Uint32Rm

0.1

Identifies which media components
share resources in the uplink direction.
If resource sharing applies between
media components across "Individual
Application Session Context" resources
for the same PDU session, the same
value of the "sharingKeyUI" attribute
shall be used. If resource sharing does
not apply among media components
across "Individual Application Session
Context" resources for the same PDU
session, a different value for the
"sharingKeyUI" attribute shall be used.
If resource sharing does no longer
apply for this media component, the
"sharingKeyUI" attribute shall be set to
"null".

ResourceShari
ng

tsnQos

TsnQoSContainerR
m

0.1

Transports QoS parameters for TSC
traffic.

TimeSensitive
Networking

tscailnputUl

TscailnputContainer

0.1

Transports TSCAI input parameters for
TSC traffic at the ingress interface of
the DS-TT/UE (uplink flow direction).

TimeSensitive
Networking

tscailnputDI

TscailnputContainer

0.1

Transports TSCAI input parameters for
TSC traffic at the ingress of the NW-TT
(downlink flow direction).

TimeSensitive
Networking

5.6.2.27

Type MediaSubComponentRm

This datatypeis defined in the same way as the "MediaSubComponent” data type, but:

- with the OpenAPI "nullable: true" property;

- theremovable attributes "marBwDI", "marBwUI", defined with the removable data type "BitRateRm"; the

removable attribute "tosTrCl", defined with the removable data type " TosT rafficClassRm"; and

- theremovable attributes "ethfDescs' and "fDescs' are defined as nullable in the OpenAPI.

Table 5.6.2.27-1: Definition of type MediaSubComponentRm

Attribute name Data type P | Cardinality Description Applicability

afSigProtocol AfSigProtocol (0] 0.1 Indicates the protocol used for ProvAFsignalF
signalling between the UE and the AF. [low
It may be included only if the
"flowUsage" attribute is set to the value
"AF_SIGNALLING".

ethfDescs array(EthFlowDescri | O 1.2 Contains the flow description for the

ption) Uplink and/or Downlink Ethernet flows.

fNum integer M 1 Identifies the ordinal number of the IP
flow.

fDescs array(FlowDescriptio | O 1.2 Contains the flow description for the

n) Uplink and/or Downlink IP flows.

fStatus FlowStatus (0] 0.1 Indicates whether the status of the
service data flows is enabled or
disabled.

flowUsage FlowUsage (0] 0.1 Flow usage of the flows (e.g. RTCP, AF
signalling).

marBwUI BitRateRm 0] 0.1 Maximum requested bandwidth for the
Uplink.

marBwDI BitRateRm 0] 0.1 Maximum requested bandwidth for the
Downlink.

tosTrCl TosTrafficClassRm | O 0.1 Type of Service or Traffic Class.
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5.6.2.28 Type SpatialValidityRm

This data type is defined in the same way as the " Spatia Validity" datatype, but with the OpenAPI "nullable: true"
property.

5.6.2.29 Type ExtendedProblemDetails

This datatypeisthe "ProblemDetails’ data type defined in 3GPP TS 29.571 [12] but extended with the attribute
"acceptableServinfo" of datatype "AcceptableServicelnfo".

Table 5.6.2.29-1: Definition of type ExtendedProblemDetails

Attribute name Data type P [ Cardinality Description Applicability

acceptableServinfo [AcceptableServicelnfo |O 0.1 Describes information related to the
acceptable service information, i.e.,
the maximum acceptable bandwidth
for an AF session and/or for specific
media components.

NOTE: ExtendedProblemDetails data type also contains all the properties defined for ProblemDetails data type in
3GPP TS 29.571[12].

5.6.2.30 Type AcceptableServicelnfo

Table 5.6.2.30-1: Definition of type AcceptableServicelnfo

Attribute name Data type P | Cardinality Description Applicability
accBwMedComps [map(MediaCompon | O 1..N Indicates the maximum bandwidth that
ent) shall be authorized by the PCF for each

media component of the map.
Each media component of the map
shall only include the "medCompN"
attribute and the "marBwDI" and/or
"marBwUI" attributes indicating the
maximum acceptable bandwidth.
The key of the map is the media
component number.

marBwUI BitRate (0] 0.1 Maximum acceptable bandwidth for the
Uplink for the AF session.
marBwDI BitRate (0] 0.1 Maximum acceptable bandwidth for the

Downlink for the AF session.

NOTE:  When the acceptable bandwidth applies to one or more media components, only the "accBwMedComps"
attribute shall be provided. When the acceptable bandwidth applies to the whole AF session, only the
"marBwDI" and "marBwUI" attributes shall be present.

5.6.2.31 Type Ueldentitylnfo

Table 5.6.2.31-1: Definition of type UeldentityInfo

Attribute name Data type P | Cardinality Description Applicability
gpsi Gpsi (®) 0.1 Represents the GPSI.
pei Pei o] 0..1 Represents the PEI.
supi Supi (@) 0..1 Represents the SUPI.
NOTE: At least one of the "gpsi", "supi" and "pei" attributes shall be present. More than one attribute may be
present simultaneously.
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Attribute name

Data type

P

Cardinality

Description

Applicability

accNetChaldValue

Chargingld

M

1

Contains a charging identifier.

flows

array(Flows)

@)

1..N

Identifications of the flows transported
within the corresponding QoS flow. If no
flows are provided, the charging
identifier applies for all flows within the
AF session.

5.6.2.33

Type OutOfCreditinformation

Table 5.6.2.33-1: Definition of type OutOfCreditinformation

Attribute name

Data type

P

Cardinality

Description

Applicability

finUnitAct

FinalUnitAction

M

1

Indicates the termination action to be
taken when the user's account cannot
cover the service cost.

flows

array(Flows)

1..N

Identifications of the flows without
available credit. If no flows are
provided, the termination action in
"finUnitAct" attribute applies for all flows
within the AF session.

5.6.2.34

Type QosMonitoringinformation

Table 5.6.2.34-1: Definition of type QosMonitoringInformation

Attribute name

Data type

P

Cardinality

Description

Applicability

repThreshDI

integer

@)

0.1

Indicates the threshold in units of
milliseconds for DL packet delay. Only
applicable when the "notifMethod"
attribute is not supplied or the
"notifMethod" is supplied and set to
"EVENT_DETECTION ".

Minimum = 0.

repThreshUl

integer

0.1

Indicates the threshold in units of
milliseconds for UL packet delay. Only
applicable when the "notifMethod"
attribute is not supplied or the
"notifMethod" is supplied and set to
"EVENT_DETECTION".

Minimum = 0.

repThreshRp

integer

0.1

Indicates the threshold in units of
milliseconds for round trip packet delay.
Only applicable when the "notifMethod"
attribute is not supplied or the
"notifMethod" is supplied and set to
"EVENT_DETECTION".

Minimum = 0.

NOTE:
present.

The "repThreshDI" attribute and/or the "repThreshUI" attribute and/or the "repThreshRp" attribute shall be
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5.6.2.35 Type TsnQosContainer

Table 5.6.2.35-1: Definition of type TsnQosContainer

Attribute name Data type P [ Cardinality Description Applicability
maxTscBurstSize ExtMaxDataBurs | O 0.1 Maximum burst size of the TSC traffic in
tVol units of Bytes.
Minimum = 4096, Maximum = 2000000.
tscPackDelay PacketDelBudge | O 0.1 Delay of the TSC traffic.
t
tscPrioLevel TscPriorityLevel | O 0.1 TSC traffic priority in relation to other TSC
and non-TSC traffic.
NOTE: At least one of the attributes shall be present in an instance of the TsnQosContainer.

5.6.2.36 Type PcscfRestorationRequestData

Table 5.6.2.36-1: Definition of type PcscfRestorationRequestData

Attribute name Data type P [ Cardinality Description Applicability

dnn Dnn C 0..1 Data Network Name, a full DNN with
both the Network Identifier and
Operator Identifier, or a DNN with the
Network Identifier only. It shall be
present when the "afRoutReq" attribute

is present.
ipDomain string 0] 0.1 Indicates the IPv4 address domain
information that assists session binding.
slicelnfo Snssai o 0.1 Identifies the S-NSSAI.
supi Supi 0 0.1 Subscription Permanent Identifier.
uelpv4 Ipv4Addr C 0..1 The IPv4 address of the served UE.
uelpvé Ipv6Addr C 0..1 The IPv6 address of the served UE.

NOTE:  When present, only one of the served UE addressing parameters (the IPv4 address or the IPv6 address)
shall always be included.

5.6.2.37 Type QosMonitoringReport

Table 5.6.2.42-1: Definition of type QosMonitoringReport

Attribute name Data type P |Cardinality Description Applicability

flows array(Flows) C 1..N Identification of the flows. It shall be
included if
"MediaComponentVersioning" feature
is supported. When
"MediaComponentVersioning" feature
is not supported, if no flows are
provided, the packet delay applies for
all flows within the AF session.

ulDelays array(integer) (0] 1..N Uplink packet delay in units of
milliseconds. (NOTE)

diDelays array(integer) (0] 1..N Downlink packet delay in units of
milliseconds. (NOTE)

rtDelays array(integer) (0] 1..N Round trip delay in units of

milliseconds. (NOTE)

NOTE: In this release of the specification the maximum number of elements in the array is 2.

5.6.2.38 Type TsnQosContainerRm

This datatypeis defined in the same way as the "TsnQoSContainer" datatype, but with the OpenAPI "nullable: true”
property.
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5.6.2.39 Type TscailnputContainer

Table 5.6.2.39-1: Definition of type TscailnputContainer

Attribute name Data type P [ Cardinality Description Applicability

periodicity Uinteger (0] 0.1 Unsigned 64-bitinteger identifying a
period of time in units of microseconds,
i.e. 0to (2764)-1.

Minimum = 0.

Maximum = 18446744073709551615.
Identifications of the time period between
the start of two bursts in reference to the
TSN GM.

burstArrivalTime DateTime (0] 0.1 Indicates the arrival time of the data burst
in reference to the TSN GM.

5.6.2.40 Type PduSessionTsnBridge

Table 5.6.2.40-1: Definition of type PduSessionTsnBridge

Attribute name Data type P [Cardinality Description Applicability
tsnBridgelnfo TsnBridgelnfo M 1 Reports the 5GS Bridge information.
tsnBridgeManCon |BridgeManagement |O 0.1 Transports TSN bridge management
t Container information.
tsnPortManContD |PortManagementCo (O 0.1 Transports TSN port management
stt ntainer information for the DS-TT port.
tsnPortManContN |array(PortManagem |O 1..N Transports TSN port management
wits entContainer) information for one or more NW-TT ports.

5.6.2.41 Type QosMonitoringinformationRm

This datatypeis defined in the same way as the " QosM onitoringlnformation™ data type, but with the OpenAPI
"nullable: true" property.

5.6.2.42 Type EventsSubscPutData

Table 5.6.2.42-1: Definition of type EventsSubscPutData

Data Type P Cardinality Description Applicability
EventsSubscReqgData C 0.1 Identifies the events the application
subscribes to and represents the Events
Subscription sub-resource data.

It shall be present in the response to PUT

requests as specified in table 5.3.4.3.1-3.

EventsNotification C 0.1 Describes the notification about the events

already met at the time of subscription. It

shall be present if available.

NOTE: EventsSubscPutData data type is represented as a non-exclusive list of two data types:
EventsSubscReqgData and EventsNotification.

5.6.2.43 Type AppSessionContextUpdateDataPatch

Table 5.6.2.43-1: Definition of type AppSessionContextUpdateDataPatch

Attribute name Data type P | Cardinality Description Applicability
ascRegData AppSessionContext | O 0.1 Describes the requested update to the
UpdateData services requirements of an Individual
Application Session Context.
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5.6.3 Simple data types and enumerations

5.6.3.1 Introduction

This subclause defines simple data types and enumerations that can be referenced from data structures defined in the
previous subclauses.

5.6.3.2 Simple data types
The simple data types defined in table 5.6.3.2-1 shall be supported.
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Table 5.6.3.2-1: Simple data types

Type Name Type Description Applicability
Definition
AfAppld string Contains an AF application identifier.
Aspld string Contains an identity of an application service SponsoredConnectivity
provider.
CodecData string Contains codec related information.

Refer to subclause 5.3.7 of 3GPP TS 29.214 [20]
for encoding.

ContentVersion integer Unsigned 64-bit integer that indicates the version [MediaComponentVersioni
of some content, as e.g. the content of a media ng

component. The content version shall be unique
for the content and for the lifetime of that content.
(NOTE)

FlowDescription string Defines a packet filter for an IP flow. It contains an
IpFilterRule according to section 4.3 of

IETF RFC 6733 [52].

Refer to subclause 5.3.8 of 3GPP TS 29.214 [20]
for encoding.

Sponld string Contains an identity of a sponsor. SponsoredConnectivity
ServiceUrn string Indicates that an AF session is used for IMS_SBI

Emergency traffic.

It contains values of the service URN and it may
include subservices, as defined in
IETF RFC 5031 [34] or registered at IANA.

The string "urn:service:" in the beginning of the
URN shall be omitted and all subsequent text shall
be included. Examples of valid values of the
ServiceUrn data structure are "sos", "sos.fire",
"sos.police" and "sos.ambulance".

TosTrafficClass string 2-octet string, where each octet is encoded in
hexadecimal representation. The first octet
contains the IPv4 Type-of-Service or the IPv6
Traffic-Class field and the second octet contains
the ToS/Traffic Class mask field. Each character
in the string shall take a value of "0" to "9" or "A" tg
"F" and shall represent 4 bits. One example is that
of a TFT packet filter as defined in

3GPP TS 24.008 [36].

TosTrafficClassRm string This data type is defined in the same way as the
"TosTrafficClass" data type, but with the OpenAPI
"nullable: true" property.

TscPriorityLevel integer Indicates the TSC traffic Priority Level, within the |TimeSensitiveNetworking
range 1 to 8.

Values are ordered in decreasing order of priority,
i.e. with 1 as the highest priority and 8 as the
lowest priority.

TscPriorityLevelRm integer This data type is defined in the same way as the |TimeSensitiveNetworking
"TscPriorityLevel" data type, but with the OpenAPI
"nullable: true" property.

NOTE:  The method of assigning content versions is implementation specific.

5.6.3.3 Enumeration: MediaType

The enumeration "MediaType" represents the mediatype of a media component.
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Enumeration value Description Applicability
AUDIO The type of media is audio.
VIDEO The type of media is video.
DATA The type of media is data.
APPLICATION The type of media is application data.
CONTROL The type of media is control.
TEXT The type of media is text.
MESSAGE The type of media is message
OTHER Other type of media.
5.6.3.4 Enumeration: ReservPriority

The enumeration "ReservPriority” represents the reservation priority. The lowest priority shall be indicated with the
"PRIO_1" value, the next after the lowest with the "PRIO_2" value, and so on up to the highest priority which shall be

indicated with "PRIO_16".

Table 5.6.3.4-1: Enumeration ReservPriority

Enumeration value

Description

Applicability

PRIO_1

PRIO 2

PRIO 3

PRIO 4

PRIO_5

PRIO_6

PRIO 7

PRIO 8

PRIO_9

PRIO_10

PRIO 11

PRIO 12

PRIO_13

PRIO_14

PRIO 15

PRIO 16

5.6.3.5 Enumeration: ServAuthinfo

The enumeration " ServAuthinfo" represents the result of the Npcf_PolicyAuthorization service request from the AF.

Table 5.6.3.5-1: Enumeration ServAuthlinfo

Enumeration value

Description

Applicability

TP_NOT_KNOWN

Indicates the transfer policy is not known.

TP_EXPIRED

Indicates the transfer policy has expired.

TP_NOT_YET_OCCURRED

Indicates the time window of the transfer policy has
not yet occurred.

5.6.3.6 Enumeration: SponsoringStatus

The enumeration " SponsoringStatus” represents whether the sponsored data connectivity is enabled or disabled/not-

enabled.
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Table 5.6.3.6-1: Enumeration SponsoringStatus

Enumeration value Description Applicability
SPONSOR_DISABLED Sponsored data connectivity is disabled or not enabled. SponsoredConnectivity
SPONSOR _ENABLED Sponsored data connectivity is enabled. SponsoredConnectivity

5.6.3.7 Enumeration: AfEvent

The enumeration "AfEvent" represents the traffic events the PCF can notify to the AF.

Table 5.6.3.7-1: Enumeration AfEvent

Enumeration value Description Applicability
ACCESS _TYPE_CHANGE Access type change.
ANI_REPORT Access Network Information Report requested. NetLoc
CHARGING_CORRELATION Access Network Charging Correlation Information. IMS_SBI
EPS_FALLBACK Indicates that the establishment of the QoS flow for the EPSFallbackRepor
requested voice media type was rejected due to fallback to it
EPS.
FAILED_RESOURCES_ALLOC | Indicates that one or more of the SDFs of an Individual
ATION Application Session Context are deactivated at the SMF. It also

indicates that the resources requested for a particular service
information cannot be successfully allocated.

OUT _OF CREDIT Out of credit. IMS_SBI

PLMN CHG This trigger indicates PLMN change.

QOS_NOTIF The GBR QoS targets of a SDF are not guaranteed or are
guaranteed again.

QOS_MONITORING Indicates PCF to enable Qos Monitoring for the Service Data (QoSMonitoring
Flow.

RAN_NAS_CAUSE This trigger indicates RAN-NAS release cause information is RAN-NAS-Cause

available in the PCF from the SMF.
This event does not require explicit subscription.

REALLOCATION_OF_CREDIT | Credit has been reallocated after a former out of credit IMS_SBI,
indication. ReallocationOfCre
dit
SUCCESSFUL_RESOURCES_ | Indicates that the resources requested for particular service
ALLOCATION information have been successfully allocated.
TSN_BRIDGE_INFO 5GS Bridge information (BMIC and/or PMIC(s)) received by the [TimeSensitiveNet
PCF from the SMF. working
USAGE_REPORT Volume and/or time usage for sponsored data connectivity. SponsoredConnec
tivity
5.6.3.8 Enumeration: AfNotifMethod

The enumeration "AfNotifMethod" represents the notification methods that can be subscribed by an AF.

Table 5.6.3.8-1: Enumeration AfNotifMethod

Enumeration value Description Applicability
EVENT_DETECTION Event is reported whenever the event is met and the subscription is
alive.
ONE_TIME Events are reported once the event is met and are not reported
again unless the AF refreshes the subscription.
PERIODIC The notification is periodically sent. EnhancedSubscription
[ToNotification
5.6.3.9 Enumeration: QosNotifType

The enumeration "QosNotifType" represents the types of reports bound to the notification of QoS Notification Control.
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Table 5.6.3.9-1: Enumeration QosNotifType

Enumeration value Description Applicability
GUARANTEED The QoS targets of one or more SDFs are guaranteed again.
NOT_GUARANTEED The QoS targets of one or more SDFs are not being guaranteed.
5.6.3.10 Enumeration: TerminationCause

The enumeration "TerminationCause" represents the types of causes the PCF can report when requesting to the AF the
deletion of the "Individual Application Session Context" resource.

Table 5.6.3.10-1: Enumeration TerminationCause

Enumeration value Description Applicability
ALL_SDF_DEACTIVATION All the SDFs of an Individual Application Session Context are
deactivated at the SMF.

PDU_SESSION _TERMINATION The PDU session is terminated.
PS TO CS HO Indication of PS to CS handover is received from the SMF. IMS_SBI

5.6.3.11 Void

5.6.3.12 Enumeration: FlowStatus

The enumeration "FlowStatus" represents whether the service data flow(s) are enabled or disabled.

Table 5.6.3.12-1: Enumeration FlowStatus

Enumeration value Description Applicability

ENABLED-UPLINK Indicates to enable associated uplink service data flow(s) and to
disable associated downlink service data flow(s).

ENABLED-DOWNLINK Indicates to enable associated downlink service data flow(s) and to
disable associated uplink service data flow(s).

ENABLED Indicates to enable all associated service data flow(s) in both
directions.

DISABLED Indicates to disable all associated service data flow(s) in both
directions.

REMOVED Indicates to remove all associated service data flow(s). The IP
Filters for the associated service data flow(s) shall be removed. The
associated service data flows shall not be taken into account when
deriving the authorized QoS.

5.6.3.13 Enumeration: MediaComponentResourcesStatus

The enumeration "M ediaComponentResourcesStatus” indicates whether the PCC rule(s) related to certain media
component are active or inactive.

Table 5.6.3.13-1: Enumeration MediaComponentResourcesStatus

Enumeration value Description Applicability
ACTIVE Indicates that the PCC rule(s) related to certain media component
are active.
INACTIVE Indicates that the PCC rule(s) related to certain media component
are inactive.
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5.6.3.14 Enumeration: FlowUsage

The enumeration "FlowUsage" represents the flow usage of the flows described by a media subcomponent.

Table 5.6.3.14-1: Enumeration FlowUsage

Enumeration value Description Applicability
NO_INFO This value is used to indicate that no information about the usage
of the IP flow is being provided. This is the default value.
RTCP This value is used to indicate that an IP flow is used to transport
RTCP.
AF_SIGNALLING This value is used to indicate that the IP flow is used to transport [IMS_SBI
AF Signalling Protocols (e.g. SIP/SDP).

NOTE: An AF can choose not to identify RTCP flows, e.g. in order to avoid that RTCP flows are always enabled
by the server.

5.6.3.15 Enumeration: RequiredAccessinfo

The enumeration "RequiredAccessinfo” represents the access network information required for the "Individual
Application Session Context" resource.

Table 5.6.3.15-1: Enumeration RequiredAccessinfo

Enumeration value Description Applicability
USER_LOCATION Indicates that the user location information shall be reported.
UE TIME_ ZONE Indicates that the user timezone shall be reported.
5.6.3.16 Enumeration: ServicelnfoStatus

The enumeration " ServicelnfoStatus" represents whether the AF provided service information is preliminary or final.

Table 5.6.3.16-1: Enumeration ServicelnfoStatus

Enumeration value Description Applicability
FINAL This value is used to indicate that the service has been fully
negotiated between the two ends and service information provided
is the result of that negotiation.

PRELIMINARY This value is used to indicate that the service information that the
AF has provided to the PCF is preliminary and needs to be further
negotiated between the two ends (e.g. for IMS when the service
information is sent based on the SDP offer).

5.6.3.17 Enumeration: SipForkingIndication

The enumeration " SipForkinglndication” describesif several SIP dialogues are related to an "Individual Application
Session Context" resource.

Table 5.6.3.17-1: Enumeration SipForkingIndication

Enumeration value Description Applicability
SINGLE_DIALOGUE This value is used to indicate that the "Individual Application
Session Context" resource relates to a single SIP dialogue.
This is the default value.

SEVERAL_DIALOGUES This value is used to indicate that the "Individual Application
Session Context" resource relates to several SIP dialogues.
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5.6.3.18 Enumeration: AfRequestedData

The enumeration "AfRequestedData" represents the information the AF requested to be exposed.

Table 5.6.3.18-1: Enumeration AfRequestedData

Enumeration value Description Applicability
UE_IDENTITY Indicates that the AF requests the PCF to provide the
5GS-level UE identities (SUPI, GPSI, PEI) available for
that PDU session.

5.6.3.19 Enumeration: PreemptionControllnformation

The enumeration " PreemptionControl I nformation” represents how to perform pre-emption among multiple potential
media flow candidates of same priority.

Table 5.6.3.19-1: Enumeration PreemptionControlinformation

Enumeration value Description Applicability
MOST RECENT Indicates the most recent added flow is to be pre-empted.
LEAST RECENT Indicates the least recent added flow is to be pre-empted.
HIGHEST BW Indicates the highest bandwidth flow is to be pre-empted.

5.6.3.20 Enumeration: PrioritySharingindicator

The enumeration "PrioritySharingl ndicator" represents whether the media component is enabled or disabled for priority
sharing with other media components which are assigned the same 5QI and belong to other "Individual Application
Session Context" resource bound to the same PDU session.

Table 5.6.3.20-1: Enumeration PrioritySharingIndicator

Enumeration value Description Applicability
ENABLED Indicates the media component is allowed to share ARP with other
medias which are assigned the same 5QI and belong to other "Individual
Application Session Context" resources bound to the same PDU session.
DISABLED Indicates the media component is not allowed to share ARP with other
media components. This is the default value when omitted.

5.6.3.21 Enumeration: PreemptionControlinformationRm

This datatypeis defined in the same way as the " PreemptionControl I nformation” data type but also alows null value
(specified as"NullVaue' datatype).

5.7 Error handling

5.7.1 General
HTTP error handling shall be supported as specified in subclause 5.2.4 of 3GPP TS 29.500 [5].

For the Npcf_PolicyAuthorization API, HTTP error responses shall be supported as specified in subclause 4.8 of
3GPP TS 29.501 [6].

Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [5] shall be supported for an
HTTP method if the corresponding HT TP status codes are specified as mandatory for that HT TP method in
table 5.2.7.1-1 of 3GPP TS 29.500 [5].

In addition, the requirements in the following subclauses shall apply.
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57.2 Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the Npcf_PolicyAuthorization
API.

5.7.3 Application Errors

The application errors defined for the Npcf_PolicyAuthorization API are listed in table 5.7.3- 1.

Table 5.7.3-1: Application errors

Application Error HTTP status code Description
REQUESTED_SERVICE_NOT_AUTHORIZ | 403 Forbidden The service information provided in the
ED request is rejected. (NOTE 1)
REQUESTED_SERVICE_TEMPORARILY_ | 403 Forbidden The service information provided in the
NOT_AUTHORIZED request is temporarily rejected. (NOTE 2)
UNAUTHORIZED_SPONSORED_DATA_C 403 Forbidden The request for sponsored data connectivity is
ONNECTIVITY not authorized. (NOTE 3)
UNAUTHORIZED_NON_EMERGENCY_SE | 403 Forbidden The PCF rejects a new AF session context
SSION setup because the session binding function

associated a non-Emergency IMS session to
a PDU session established to an Emergency

DNN.
APPLICATION_SESSION_CONTEXT_NOT | 404 Not Found The HTTP request is rejected because the
_FOUND specified Individual Application Session
Context does not exist. (NOTE 4)
PDU_SESSION_NOT_AVAILABLE 500 Internal Server The PCF failed in executing session binding.
Error (NOTE 5)

NOTE 1: This application error is included in the response to the POST request (see subclauses 4.2.2.2 and 4.2.2.5)
and to the PATCH request (see subclauses 4.2.3.2 and 4.2.3.5).

NOTE 2: This application error is included in the response to the POST request (see subclause 4.2.2.2) and to the
PATCH request (see subclause 4.2.3.2).

NOTE 3: This application error is included in the response to the POST request (see subclause 4.2.2.5) and to the
PATCH request (see subclause 4.2.3.5).

NOTE 4: This application error is included in the responses to the GET, PATCH and delete custom operation requests
to the Individual Application Session Context resource, and to the PUT and DELETE requests to the Events
Subscription resource.

NOTE 5: This application error is included in the response to the POST request (see subclauses 4.2.2.2, 4.2.6.3 and
4.2.2.27).

NOTE 6: Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional
unless explicitly mandated in the service operation subclauses.

5.8 Feature negotiation

The optional featuresin table 5.8-1 are defined for the Npcf_PolicyAuthorization API. They shall be negotiated using
the extensibility mechanism defined in subclause 6.6.2 of 3GPP TS 29.500 [5].

When requesting the PCF to create an Individual Application Session Context resource the NF service consumer shall
indicate the optional features the NF service consumer supports for the Npcf_PolicyAuthorization service by including
the "suppFeat" attribute in the " AppSessionContextRegData" data type of the HTTP POST request.

The PCF shall determine the supported features for the created Individual Application Session Context resource as
specified in subclause 6.6.2 of 3GPP TS 29.500 [5]. The PCF shall indicate the supported featuresin the HTTP
response confirming the creation of the Individual Application Session Context resource by including the " suppFeat"
attribute in the " AppSessionContextRespData" data type.
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Table 5.8-1: Supported Features
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Feature
number

Feature Name

Description

InfluenceOnTrafficRouting

Indicates support of Application Function influence on traffic
routing. If the PCF supports this feature, the AF may influence
SMF routing to applications or subscribe to notifications of UP path
management for the traffic flows of an active PDU session.

SponsoredConnectivity

Indicates support of sponsored data connectivity. If the PCF
supports this feature, the AF may provide sponsored data
connectivity to the SUPI.

MediaComponentVersioning

Indicates the support of the media component versioning.

URLLC

Indicates support of Ultra-Reliable Low-Latency Communication
(URLLC) requirements, i.e. AF application relocation
acknowledgement and UE address(es) preservation. The
InfluenceOnTrafficRouting feature shall be supported in order to
support this feature.

IMS_SBI

Indicates support of the communication with the 5GC IMS AF via
Service Based Interfaces.

NetLoc

Indicates the support of access network information reporting.

ProvAFsignalFlow

This indicates support for the feature of provisioning of AF
signalling flow information as described in subclauses 4.2.2.16 and
4.2.3.17. If the PCF supports this feature the AF may provision AF
signalling flow information.

NOTE: This feature is used by the IMS Restoration Procedures to
provide to the SMF the address of the P-CSCF selected by the UE,
refer to 3GPP TS 23.380 [39].

The IMS_SBI feature shall be supported in order to support this
feature.

ResourceSharing

This feature indicates the support of resource sharing across
several "Individual Application Session Context" resources. The
IMS_SBI feature shall be supported in order to support this feature.

MCPTT

This feature indicates the support of Mission Critical Push To Talk
services as described in 3GPP TS 24.379 [41].

10

MCVideo

This feature indicates the support of Mission Critical Video services
as described in 3GPP TS 24.281 [43].

11

PrioritySharing

This feature indicates that Priority Sharing is supported as
described in 3GPP TS 23.503 [4], subclause 6.1.3.15.

12

MCPTT-Preemption

This feature indicates the support of service pre-emption based on
the information provided by the AF. It requires that both
PrioritySharing and MCPTT features are also supported.

13

MacAddressRange

Indicates the support of a set of MAC addresses with a specific
range in the traffic filter.

14

RAN-NAS-Cause

This feature indicates the support for the release cause code
information from the access network.

15

EnhancedSubscriptionToNotifica

tion

Indicates the support of:
- Subscription to periodic naotifications.
- Definition of a waiting time between the reporting of two
event triggered events.
- Indication of whether the event has to be reported at PDU
Session termination.
- Notification Correlation Id for a subscription to an event.

16

QoSMonitoring

Indicates the support of QoS monitoring information. This feature
requires the support of the EnhancedSubscriptionToNotification
feature.

17

AuthorizationWithRequiredQoS

Indicates support of policy authorization for the AF session with
required QoS.

18

TimeSensitiveNetworking

Indicates that the 5G System is integrated within the external
network as a TSN bridge.

19

PCSCF-Restoration-
Enhancement

This feature indicates support of P-CSCF Restoration
Enhancement. It is used for the PCF and the P-CSCF to indicate if
they support P-CSCF Restoration Enhancement.

20

CHEM

This feature indicates the support of Coverage and Handover
Enhancements for Media (CHEM).

21

FLUS

This feature indicates the support of FLUS functionality as
described in 3GPP TS 26.238 [51].
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Feature
number

Feature Name

Description

22

EPSFallbackReport

This feature indicates the support of the report of EPS Fallback as
defined in subclauses 4.2.2.30, 4.2.3.29 and 4.2.5.15.

23

ATSSS

Indicates the support of the report of the multiple access types of a
MA PDU session.

24

QoSHint

This feature indicates the support of specific QoS hint parameters
as described in 3GPP TS 26.114 [30], subclause 6.2.10.

25

ReallocationOfCredit

This feature indicates the support of notifications of reallocation of
credits events. It requires the support of IMS _SBI feature.

26

ES3XX

Extended Support for 3xx redirections. This feature indicates the
support of redirection for any service operation, according to
Stateless NF procedures as specified in subclauses 6.5.3.2 and
6.5.3.3 of 3GPP TS 29.500 [5] and according to HTTP redirection
principles for indirect communication, as specified in

subclause 6.10.9 of 3GPP TS 29.500 [5].

27

DisableUENotification

Indicates the support of disabling QoS flow parameters signalling
to the UE when the SMF is notified by the NG-RAN of changes in
the fulfilled QoS situation. This feature requires that the
AuthorizationWithRequiredQoS featute is also supported.

28

PatchCorrection

Indicates support of the correction to the PATCH method:

When this feature is not supported, the interoperability between a
NF service consumer and the PCF can only be ensured when it is
not required the update of the Individual Application Session
Context resource.

5.9 Security

Asindicated in 3GPP TS 33.501 [25] and 3GPP TS 29.500 [5], the access to the Npcf_PolicyAuthorization API, based
on local configuration, may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [26]), using the
"Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [27]) plays the role of the authorization

server.

If OAuth2 authorization is used, an NF Service Consumer, prior to consuming services offered by the
Npcf_PolicyAuthorization API, shall obtain a"token" from the authorization server, by invoking the Access Token
Request service, as described in 3GPP TS 29.510 [27], subclause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF
that the NF Service Consumer used for discovering the Npcf_PolicyAuthorization service.

The Npcf_PolicyAuthorization API defines a single scope " npcf-policyauthorization" for OAuth2 authorization (as
specified in 3GPP TS 33.501 [25]) for the entire API, and it does not define any additional scopes at resource or

operation level.
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Annex A (normative):
OpenAPI specification

Al General

The present Annex contains an OpenAPI [11] specification of HTTP messages and content bodies used by the
Npcf_PolicyAuthorization API.

This Annex shall take precedence when being discrepant to other parts of the specification with respect to the encoding
of information elements and methods within the API.

NOTE: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

Informative copies of the OpenAPI specification file contained in this 3GPP Technical Specification are available on a
Git-based repository that uses the GitLab software version control system (see clause 5B of the 3GPP TR 21.900 [28]
and subclause 5.3.1 of the 3GPP TS 29.501 [6] for further information).

A.2  Npcf_PolicyAuthorization API

openapi: 3.0.0
i nfo:
title: Npcf_PolicyAuthorization Service API
version: 1.1.7
description: |
PCF Policy Authorization Service.
© 2023, 3GPP Organi zational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA TTO).
Al rights reserved.

ext er nal Docs:
description: 3GPP TS 29.514 V16.17.0; 5G System Policy Authorization Service; Stage 3.
url: "http://ww. 3gpp. org/ ftp/ Specs/archivel/ 29_series/29.514/"'
#
servers:
- url: '{api Root}/npcf-policyauthorization/vl'
vari abl es:
api Root :
default: https://exanple.com
description: api Root as defined in subclause 4.4 of 3GPP TS 29.501

security:
- {}
- oAuth2C ientCredential s:
- npcf-policyauthorization
pat hs:
[ app- sessi ons:
post :
summary: Creates a new I ndividual Application Session Context resource
operationld: PostAppSessions
tags:
- Application Sessions (Collection)
request Body:
description: Contains the information for the creation the resource
required: true

content:
application/json:
schena:
$ref: '#/ conponents/schemas/ AppSessi onCont ext'
responses:
'201":
description: Successful creation of the resource
content:
application/json:
schema:

$ref: '#/ conponents/schemas/ AppSessi onCont ext"'
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header s:
Locati on:
description: 'Contains the URI of the created individual application session context
resource, according to the structure: {api Root}/npcf-policyauthorization/vl/ app-
sessi ons/ {appSessionld} or the URI of the created events subscription sub-resource, according to the
structure: {api Root}/ npcf-policyauthorization/vl/ app-sessions/{appSessionld}/events-subscription}'
required: true
schena:
type: string
' 303" :
description: See Oher. The result of the HTTP POST request woul d be equivalent to the
exi sting Application Session Context.

header s:
Locati on:
description: 'Contains the URI of the existing individual Application Session Context
resource.’
required: true
schema:
type: string
' 400" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401':
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 401"
' 403" :
description: Forbidden
content:
appl i cati on/ pr obl em+j son:
schema:
$ref: ' #/ conponent s/ schemas/ Ext endedPr obl enDet ai | s’
header s:
Retry-After:
description: 'Indicates the time the AF has to wait before making a new request. |t

can be a non-negative integer (decinmal nunber) indicating the nunber of seconds the AF has to wait
bef ore maki ng a new request or an HITP-date after which the AF can retry a new request.'
schema:
anyOf :
- type: integer
- type: string

' 4g?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404’

' 4érlef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 411’

' 4é?ef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413’

' 4éfef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 415’

' 4é?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 429’

' 5’g(r)ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 500’
ngei‘ . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503’

de;?glff K TS29571_ConmonDat a. yamni #/ conponent s/ responses/ def aul t'

cal | backs:

t erm nati onRequest :
" {$request . body#/ ascReqData/ notifUri}/term nate':
post:
request Body:
description: Request of the term nation of the Individual Application Session

Cont ext

required: true
content:

application/json:

schema:
$ref: '#/ conponents/schemas/ Ter m nati onl nf o'
responses:

1204 :

description: The receipt of the notification is acknow edged.
' 307" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’
'308':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 400’
'401":

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 401’
' 403" :
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$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 403’

' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4é:-ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
' 4é?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 413’
' Aéfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 415’
' 4§?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500°
dsgs?e:; ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503’
efaul t:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ def aul t'
event Notification:
" {$request . body#/ ascReqDat a/ evSubsc/ notifUri}/notify':
post :
request Body:
description: Notification of an event occurrence in the PCF.
required: true

content:

application/json:

schema:
$ref: ' #/ conponents/schemas/ Event sNotification'
responses:

'204" :

description: The receipt of the notification is acknow edged
' 307" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’
' 308" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 400’
'401":

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 403’
'404' :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
411" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 411’
'413':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 413"
'415' :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 429'
' 500" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500
'503":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t'
det ect ed5GsBri dgeFor PduSessi on:
" {$request . body#/ ascReqDat a/ evSubsc/ noti f Uri}/ new bri dge':
post :
request Body:
description: Notification of a new 5GS Bridge detected in the PCF.
required: true

content:

application/json:

schema:
$ref: '#/ conponents/schemas/ PduSessi onTsnBri dge'
responses:

1204 :

description: The receipt of the notification is acknow edged
'307":

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’
'308':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 400’
'401":

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 401’
' 403" :
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$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 403’

' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4é:-ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
' 4é?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 413’
' Aéfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 415’
' 4§?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500°
dsgs?e:; ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503’
efaul t:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ def aul t'
| app- sessi ons/ pcscf-restoration:

post :
summary: "lndicates P-CSCF restorati on and does not create an Individual Application Session
Cont ext "
operationld: PcscfRestoration
tags:

- PCSCF Restoration Indication

request Body:
description: PCSCF Restoration |ndication
required: true

content:

application/json:

schena:
$ref: '#/ conponents/schenas/ Pcscf Rest orati onRequest Dat a'
responses:

'204" :

description: The deletion is confirmed w thout returning additional data.
' 307" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 307’
' 308" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 400’
'401":

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 403’
'404' :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
'411":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411"
'413':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 413"
'415' :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429'
' 500" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500
'503":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
#
| app- sessi ons/ { appSessi onl d}:
get:
summary: "Reads an existing Individual Application Session Context"
operationld: CGetAppSession
tags:
- Individual Application Session Context (Docunent)
par anmeters:
- nane: appSessionld
description: string identifying the resource
in: path
required: true
schema:
type: string
responses:
'200':
description: A representation of the resource is returned.
content:

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 137 ETSI TS 129 514 V16.17.0 (2023-07)

application/json:
schena:
$ref: '#/ conponents/schemas/ AppSessi onCont ext'

' 3grYef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307"
' 3g?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4gfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4gfef ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 406’
' 4§?ef ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 500°

ngei‘ ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"
:e;?g:‘f K TS29571_ConmmonDat a. yamri #/ conponent s/ r esponses/ def aul t*

pat ch:

summary: "Mdifies an existing |Individual Application Session Context"
operationld: MdAppSession
t ags:
- Individual Application Session Context (Docunent)
par aneters
- nane: appSessionld
description: string identifying the resource
in: path
required: true
schema:
type: string
r equest Body:
description: nodification of the resource
required: true

content:
appl i cati on/ mer ge- pat ch+j son:
schema:
$ref: ' #/ conponent s/ schemas/ AppSessi onCont ext Updat eDat aPat ch’
responses:
' 200" :

description: successful nodification of the resource and a representati on of that resource
is returned

content:
application/json:
schena:
$ref: '#/ conponents/schemas/ AppSessi onCont ext'
'204' :
description: The successful nodification
' 307" :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307"
' 308" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308"
' 400" :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400’
'401':
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :
description: Forbidden
content:
appl i cati on/ pr obl em+j son:
schema:
$ref: ' #/ conponent s/ schemas/ Ext endedPr obl enDet ai | s'
headers:
Retry-After:
description: 'Indicates the time the AF has to wait before making a new request. |t

can be a non-negative integer (decinal nunber) indicating the nunber of seconds the AF has to wait
bef ore maki ng a new request or an HITP-date after which the AF can retry a new request.’
schema:
anyCf :
- type: integer
- type: string
' 404" :

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 138

$ref: ' TS29571 CommonDat a.

'411":

$ref: ' TS29571_CommonDat a.

'413':

$ref: ' TS29571 CommonDat a.

'415':

$ref: ' TS29571_CommonDat a.

'429' .

$ref: ' TS29571_ConmmonDat a.

'500'":

$ref: ' TS29571_CommonDat a.

' 503" :

$ref: ' TS29571_ConmmonDat a.

defaul t:

$ref: ' TS29571_CommonDat a.

cal | backs:
event Noti fication:

yani #/ conponent s/ r esponses/ 404’
yani #/ conponent s/ r esponses/ 411’
yan #/ conponent s/ r esponses/ 413’
yani #/ conponent s/ r esponses/ 415’
yaml #/ conponent s/ r esponses/ 429’
yani #/ conponent s/ r esponses/ 500’

yam #/ conponent s/ r esponses/ 503’
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yani #/ conponent s/ responses/ defaul t'

' {$request . body#/ ascReqDat a/ evSubsc/notifUri}/notify':

post :
request Body:
description
required: true
content:

application/json:

schenma:

$ref: '#/ conponents/schenas/ EventsNotification'

responses:
1204 :

Notification of an event occurrence in the PCF.

description: The receipt of the notification is acknow edged

'307":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"

' 308" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 308’

' 400" :

$ref: ' TS29571_CommonDat a.

'401":

$ref: ' TS29571_CommonDat a.

' 403" :

$ref: ' TS29571_CommonDat a.

'404" .

$ref: ' TS29571_ConmmonDat a.

'411'

$ref: ' TS29571_CommonDat a.

'413':

$ref: ' TS29571_CommonDat a.

' 415" :

$ref: ' TS29571_CommonDat a.

'429':

$ref: ' TS29571_CommonDat a.

' 500" :

$ref: ' TS29571_CommonDat a.

' 503" :

$ref: ' TS29571_ConmonDat a.

defaul t:

$ref: ' TS29571_CommonDat a.

#
#

| app- sessi ons/ { appSessi onl d}/ del et e:

post:

summary: "Del etes an existing |ndividual
operationld: Del eteAppSessi on

t ags:

- Individual Application Session Context (Docunent)

parameters:
- name: appSessionld

description: string identifying the Individual

in: path
required: true
schema:
type: string
request Body:

description: deletion of the Individual

notification
requi red: false
content:
application/json:
schema:

$ref: '#/ conponents/schenas/ Event sSubscReqDat a'

ETSI
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responses

' 200

description: The deletion of the resource is confirmed and a resource is returned

content:

application/json
schema
$ref: '#/ conponents/schemas/ AppSessi onCont ext

' 204

description: The deletion is confirned w thout returning additional data
' 307

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 307
' 308"

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308
' 400

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400
' 401

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401
' 403

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 404
'411

$ref: ' TS29571_ ConmonDat a. yanl #/ conponent s/ responses/ 411
'413'

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 413
'415'

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 415
' 429

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429
' 500

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 500
' 503"

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503
defaul t:

$ref: ' TS29571_CommonDat a. yamnl #/ conponent s/ r esponses/ def aul t
#
| app- sessi ons/ { appSessi onl d}/ event s- subscri ption
put:
summary: “"creates or nodifies an Events Subscription subresource"
operationld: updateEvent sSubsc
t ags:
- Events Subscription (Docunent)
par amet ers
- name: appSessionld
description: string identifying the Events Subscription resource
in: path
required: true
schema
type: string
request Body:
description: Creation or nodification of an Events Subscription resource
required: true

content:
application/json
schena:
$ref: '#/ conponent s/ schemas/ Event sSubscReqDat a
responses
‘201

description: The creation of the Events Subscription resource is confirmed and its
representation is returned

content:
appl i cation/json
schema:
$ref: ' #/ conmponent s/ schemas/ Event sSubscPut Dat a
header s:
Locati on:

description: 'Contains the URI of the created Events Subscription resource, according
to the structure: {api Root}/npcf-policyauthorization/vl/ app-sessions/{appSessionld}/events-
subscri ption}
requi red: true
schema:
type: string
' 200
description: The nodification of the Events Subscription resource is confirmed its
representation is returned
content:
application/json
schema
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$ref: ' #/ conponent s/ schemas/ Event sSubscPut Dat a'
1204 :
description: The nodification of the Events Subscription subresource is confirmed w thout
returni ng additional data.

' 3gr7ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307"
' 3g§ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g(r)ef © ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 400'
' 4Sclgrlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4g:rgef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4g?ef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
' 4ér1ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
' Aéfef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413’
' 4é§ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 415’
' 4§?ef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 500°

ngef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 503"
de;?g:‘f K TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ def aul t'

cal | backs:

event Noti fi cation:
" {$request. body#/ notifUri}/notify':
post :
r equest Body:
description: Contains the information for the notification of an event occurrence in

t he PCF.

required: true
content:

application/json:

schema:
$ref: '#/ conponents/schemas/ EventsNotification'
responses:

'204":

description: The receipt of the notification is acknow edged.
' 307" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400'
'401":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403"
' 404" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404"
"411":

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
'413":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413"
'415' :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 415’
'429':

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 429"
' 500" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 500’
' 503" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ r esponses/ def aul t'

del ete:

summary: del etes the Events Subscription subresource
operationld: Del et eEvent sSubsc
tags:
- Events Subscription (Docunent)
par anet ers:
- nane: appSessionld
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description: string identifying the Individual Application Session Context resource

in: path
required: true
schena:
type: string
responses:
'204' :

description: The deletion of the of the Events Subscription sub-resource is confirmed
wi t hout returning additional data.

' 3gr7ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 307’
' 3g§ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 308"
' 4g(r)ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 400’
' 4gr1ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401’
' 4g?ef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 403’
' 4g?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 404'
' 4§?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 500°
dsgfelf : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"
efaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
conponents:
securi tySchemes:
oAut h2Cl i ent Credenti al s:
type: oauth2
flows:
clientCredential s:
tokenUrl: ' {nrfApi Root}/ oaut h2/token'
scopes:
npcf - pol i cyaut hori zati on: Access to the Npcf_PolicyAuthorization API
schemas:
AppSessi onCont ext :
description: Represents an Individual Application Session Context resource.
type: object
properties:
ascRegDat a:
$ref: ' #/ conponent s/ schemas/ AppSessi onCont ext ReqDat a'
ascRespDat a:
$ref: '#/ conponents/schenmas/ AppSessi onCont ext RespDat a'
evsNotif:
$ref: '#/ conponents/schenas/ EventsNotification'
AppSessi onCont ext ReqDat a:
description: ldentifies the service requirements of an Individual Application Session Context.
type: object
required:
- notifUri
- suppFeat
oneC :
- required: [uelpv4]
- required: [uel pv6]
- required: [ueMac]
properties:
af Appl d:
$ref: '#/ conponents/schenas/ Af Appl d'
af Char gl d:
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ Appl i cati onChar gi ngl d'
af RegDat a:
$ref: '#/ conponents/schemas/ Af Request edDat a'
af Rout Req:
$ref: ' #/ conponents/schenas/ Af Routi ngRequi renent'
aspl d:
$ref: '#/ conponents/schemas/ Aspld'
bdt Ref | d:
$ref: ' TS29122 CormmonDat a. yani #/ conponent s/ schenas/ Bdt Ref er encel d'
dnn:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dnn'
evSubsc:
$ref: ' #/ conponent s/ schemas/ Event sSubscReqDat a'
ncpttld:
description: indication of MCPTT service request
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type: string
ncVi deol d:
description: indication of MCVideo service request
type: string
medConponent s:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schemas/ Medi aConponent'
m nProperties: 1
i pDonai n:
type: string
npsl d:
description: indication of MPS service request
type: string
ntsld:
description: indication of MCS service request
type: string
pr eenpt Control | nf o:
$ref: ' #/ conponents/schenas/ PreenptionControl | nfornation'
resPrio:
$ref: '#/ conponents/schenas/ ReservPriority’
servl nf St at us:
$ref: '#/ conmponent s/ schemas/ Servi cel nf oSt at us'

notifUri:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
servuUrn:

$ref: ' #/ conponents/schemas/ ServiceUrn'
slicel nfo:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Snssai '
sponl d:

$ref: '#/ conponents/schenas/ Sponl d'
sponSt at us:
$ref: ' #/ conponent s/ schemas/ Sponsori ngSt at us'

supi :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Supi '
gpsi :

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Gpsi '
suppFeat :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
uel pv4:

$ref: ' TS29571 CommonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
uel pv6:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
ueMac:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ MacAddr 48’
t snBri dgeManCont :
$ref: ' TS29512_Npcf_SMPol i cyControl . yanl #/ conponent s/ schemas/ Bri dgeManagenent Cont ai ner
t snPort ManCont Dst t :
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schenmas/ Por t Managenent Cont ai ner'
tsnPort ManCont N\wt t s:
type: array
items:
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
mnltems: 1
AppSessi onCont ext RespDat a:
description: Describes the authorization data of an I|ndividual Application Session Context
created by the PCF.
type: object
properties:
ser vAut hl nf o:
$ref: ' #/ conponents/schenmas/ ServAut hl nf o'
uel ds:
type: array
itens:
$ref: '#/ conponents/schenas/ Uel dentityl nfo'
mnltems: 1
suppFeat :
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Suppor t edFeat ur es'
AppSessi onCont ext Updat eDat aPat ch:
description: ldentifies the nodifications to an Individual Application Session Context and/or
the nodifications to the sub-resource Events Subscription.
type: object
properties:
ascReqgDat a:
$ref: ' #/ conponent s/ schemas/ AppSessi onCont ext Updat eDat a'
AppSessi onCont ext Updat eDat a:
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description: ldentifies the nodifications to the "ascRegData" property of an I|ndividual
Application Session Context which nay include the nodifications to the sub-resource Events
Subscri ption.

type: object
properties:
af Appl d:
$ref: '#/ conponents/schenas/ Af Appl d'
af Rout Req:
$ref: '#/ conponents/schenas/ Af Routi ngRequi r enent Rm
aspl d:
$ref: ' #/ component s/ schemas/ Aspl d'
bdt Ref | d:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Bdt Ref er encel d'
evSubsc:
$ref: '#/ conponents/schenmas/ Event sSubscReqDat aRmi
ncpttld:

description: indication of MCPTT service request
type: string
ntVi deol d:
description: indication of nodification of MCVideo service
type: string
medConponent s:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ Medi aConponent Rm
m nProperties: 1
nmpsl d:
description: indication of MPS service request
type: string
ncsl d:
description: indication of MCS service request
type: string
pr eenpt Control | nf o:
$ref: '#/ conponents/schenmas/ Preenpti onControl | nfor mati onRm
resPrio:
$ref: ' #/ conponents/schemas/ ReservPriority'
servl nf St at us:
$ref: '#/ conponents/schemas/ Servi cel nf oSt at us'

si pFor kil nd:
$ref: ' #/ conponent s/ schemas/ Si pFor ki ngl ndi cati on'
sponl d:

$ref: '#/ conponents/schenas/ Sponl d'
sponSt at us:
$ref: ' #/ conponent s/ schemas/ Sponsori ngSt at us'
t snBri dgeManCont :
$ref: ' TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Bri dgeManagenent Cont ai ner'
tsnPort ManCont Dst t :
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
tsnPort ManCont Nwt t s:
type: array
items:
$ref: ' TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
mnltems: 1
Event sSubscReqDat a:
description: ldentifies the events the application subscribes to.
type: object
required:
- events
properties:
events:
type: array
items:
$ref: ' #/ conponents/schenas/ Af Event Subscri ption'
mnltenms: 1

notifUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
reqQosMonPar ans:
type: array
itens:
$ref:

' TS29512_Npcf _SMPol i cyCont rol . yam #/ conponent s/ schenas/ Request edQosMoni t ori ngPar anet er'
mnltems: 1

qoshon:

$ref: '#/ conponents/schemas/ QosMni t oringl nfornation'
regAni s:

type: array

items:

$ref: '#/ conponents/schenas/ Requi redAccessl| nfo'

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 144 ETSI TS 129 514 V16.17.0 (2023-07)

mnltems: 1
usgThres:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ UsageThr eshol d'
notif Correld:
type: string
Event sSubscReqDat aRm
description: this data type is defined in the same way as the EventsSubscRegqData data type,
but with the OpenAPl nullable property set to true.
type: object
required:
- events
properties:
events:
type: array
items:
$ref: ' #/ conponents/schenas/ Af Event Subscri ption'
notifUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
reqQosMonPar ans:
type: array
items:
$ref:
' TS29512_Npcf _SMPol i cyCont rol . yam #/ conponent s/ schenas/ Request edQosMoni t ori ngPar anet er'
mnltenms: 1

qoshon:

$ref: '#/ conponents/schemas/ QosMni t ori ngl nf or nati onRni
regAni s:

type: array

items:

$ref: '#/ conponents/schenas/ Requi r edAccessl| nfo'
mnltems: 1
usgThres:
$ref: ' TS29122 CormmonDat a. yani #/ conponent s/ schenas/ UsageThr eshol dRmi
notif Correld:
type: string
nul | abl e: true
Medi aConponent :
description: ldentifies a media conponent.
type: object
required:
- nmedConmpN
properties:
af Appl d:
$ref: ' #/ conponent s/ schemas/ Af Appl d'
af Rout Req:
$ref: '#/ conponents/schenas/ Af Routi ngRequi renent'
gosRef erence:
type: string
di sUeNot i f:
type: bool ean
al t Ser Regs:
type: array
items:
type: string
mnltenms: 1

cont Ver:

$ref: '#/ conponents/schenas/ Cont ent Ver si on'
codecs:

type: array

items:

$ref: '#/ conponents/schenas/ CodecDat a'
mnltems: 1
maxltems: 2
desMaxLat ency:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Fl oat '

desMaxLoss:

$ref: ' TS29571_ ConmonDat a. yani #/ conponent s/ schenas/ Fl oat '
flusld:

type: string
f St atus:

$ref: ' #/ conponent s/ schemas/ Fl owSt at us'
mar BwDl :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
mar BwUl :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
maxPacket LossRat eDl :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Packet LossRat eRni
maxPacket LossRat eU :
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$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenas/ Packet LossRat eRni
maxSuppBwD :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
maxSuppBwU :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat e’
medConpN:

type: integer
medSubConps:

type: object

addi ti onal Properti es:

$ref: '#/ conponents/schemas/ Medi aSubConponent'
m nProperties: 1

medType:

$ref: '#/ conponents/schenas/ Medi aType'
m nDesBwD :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
m nDesBwJ :

$ref: ' TS29571_CommonDat a. yaml #/ conponent s/ schenas/ Bi t Rat e’
m r BwD :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
m rBwl :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat e’
pr eenpt Cap:

$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ schenas/ Preenpti onCapabi lity’
pr eenpt Vul n:

$ref: ' TS29571_CommonDat a. yaml #/ conponent s/ schemas/ Pr eenpti onVul nerabi lity'
pri oShari ngl nd:
$ref: ' #/ conponents/schemas/ PrioritySharingl ndicator'

resPrio:

$ref: '#/ conponents/schenas/ ReservPriority’
rrBw

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
r sBw.

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
shari ngKeyD :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Ui nt 32'
shari ngKeyU :
$ref: ' TS29571_CommonDat a. yami #/ conponent s/ schermas/ Ui nt 32'
t snQos:
$ref: ' #/ conponent s/ schemas/ TsnQosCont ai ner'
tscail nput Dl :
$ref: '#/ conponents/schemas/ Tscai | nput Cont ai ner'
tscail nput U :
$ref: '#/ conponents/schemas/ Tscai | nput Cont ai ner'
Medi aConponent Rm
description: This data type is defined in the same way as the Medi aConponent data type, but
with the OpenAPl null able property set to true
type: object
required:
- medConpN
properties:
af Appl d:
$ref: '#/ conponents/schenas/ Af Appl d'
af Rout Req:
$ref: ' #/ conponent s/ schenas/ Af Rout i ngRequi r enent R
gosRef erence:
type: string
nul | able: true
al t Ser Regs:
type: array
items:
type: string
mnltems: 1
nul | abl e: true

di sUeNot i f:

type: bool ean
cont Ver:

$ref: ' #/ conponent s/ schemas/ Cont ent Ver si on'
codecs:

type: array

itemns:

$ref: ' #/ conponent s/ schemas/ CodecDat a'
mnltems: 1
maxltems: 2
desMaxLat ency:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Fl oat Rmi
desMaxLoss:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Fl oat R
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flusld:
type: string
nul | abl e: true

f St at us:

$ref: '#/ conponents/schemas/ Fl owSt at us'
mar BwDl :

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schenas/ Bi t Rat eRni
mar BwJ

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat eRni
maxPacket LossRat eDl :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Packet LossRat eRni
maxPacket LossRat eU :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Packet LossRat eRni
maxSuppBwD :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
maxSuppBwJ :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat eRni
medConpN:

type: integer
medSubConps:

type: object

addi ti onal Properties:

$ref: ' #/ component s/ schemas/ Medi aSubConponent Rni
m nProperties: 1

medType:

$ref: '#/ conponents/schenas/ Medi aType'
m nDesBwD :

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
m nDesBwU :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Bi t Rat eRni
m r BwD :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
m rBwU :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat eRni
pr eenpt Cap:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Pr eenpt i onCapabi | i t yRm
pr eenpt Vul n:

$ref: ' TS29571_CommonDat a. yaml #/ conponent s/ schenmas/ Pr eenpt i onVul ner abi | i t yRm
pri oShari ngl nd:
$ref: ' #/ conponents/schemas/ PrioritySharingl ndicator'

resPrio:

$ref: '#/ conponents/schenmas/ ReservPriority'
rr Bw

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
r sBw.

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
shari ngKeyD :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Ui nt 32Rni
shari ngKeyU :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Ui nt 32Rni
t snQos:
$ref: '#/ conponents/schemas/ TsnQosCont ai ner R
tscailnputD :
$ref: '#/ conponents/schemas/ Tscai | nput Cont ai ner'
tscail nput U :
$ref: '#/ conponents/schemas/ Tscai | nput Cont ai ner'
nul | abl e: true
Medi aSubConponent :
description: Identifies a nmedia subconponent
type: object
required:
- fNum
properties:
af Si gPr ot ocol :
$ref: 'TS29512_Npcf_SMPol i cyControl . yanm #/ conponent s/ schemas/ Af Si gPr ot ocol '
et hf Descs:
type: array
items:
$ref: '#/ conponents/schenas/ Et hFl owDescri ption'
mnltens: 1
maxltems: 2

f Num
type: integer
f Descs:
type: array
items:

$ref: '#/ conponents/schemas/ Fl owDescri ption'
mnltems: 1
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maxltems: 2
f St at us:
$ref: '#/ conponents/schemas/ Fl owSt at us'
mar BwDl :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat e’
mar BwUl :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
tosTrd:
$ref: '#/ conponents/schemas/ TosTraffi cC ass'
fl owUsage:
$ref: '#/ conponents/schenas/ Fl owlsage'
Medi aSubConponent Rm
description: This data type is defined in the sane way as the Medi aSubConponent data type, but
with the OpenAPl nullable property set to true. Renovable attributes marBwD and marBwU are defined
with the corresponding renovabl e data type.
type: object
required:
- fNum
properties:
af Si gPr ot ocol :
$ref: ' TS29512_Npcf_SMPol i cyControl . yanm #/ conponent s/ schemas/ Af Si gPr ot ocol '
et hf Descs:
type: array
items:
$ref: '#/ conponents/schenas/ Et hFl owDescri ption'
mnltems: 1
maxltems: 2
nul | abl e: true

f Num
type: integer
f Descs:
type: array
itemns:

$ref: '#/ conponents/schemas/ Fl owDescri ption'
mnltems: 1
maxltems: 2
nul | abl e: true
f St at us:
$ref: '#/ conponents/schemas/ Fl owsSt at us'
mar BwDl :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
mar Bl :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
tosTrd :
$ref: '#/ conponents/schemas/ TosTraffi cC assRm
fl owlsage:
$ref: '#/ conponents/schenas/ Fl owlsage'
nul | abl e: true
Event sNoti fi cati on:
description: describes the notification of a matched event
type: object
required:
- evSubsUri
- evNotifs
properties:
accessType:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ AccessType'
addAccessl nf o:
$ref: ' TS29512_Npcf _SMPol i cyControl . yanl #/ conponent s/ schenas/ Addi ti onal Accessl nfo'
rel Accessl nf o:
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Addi ti onal Accessl nf o'
anChar gAddr :
$ref: ' TS29512 Npcf _SMPol i cyControl . yam #/ conmponent s/ schemas/ AccNet Char gi ngAddr ess'
anChar gl ds:
type: array
items:
$ref: ' #/ conponent s/ schemas/ AccessNet Char gi ngl dentifier'
mnltems: 1
anGnAddr :
$ref: '#/ conponents/schenas/ AnGnAddr ess'’
evSubsUri :
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schemas/ Uri '
evNoti fs:
type: array
itemns:
$ref: ' #/ conponent s/ schemas/ Af Event Noti fi cation'
mnltems: 1
fail edResour cAl | ocReports:
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type: array
itens:
$ref: '#/ conponents/schenmas/ ResourcesAl | ocati onl nfo'
mnltems: 1
succResour cAl | ocReports:
type: array
itens:
$ref: '#/ conponents/schemas/ ResourcesAl | ocati onl nfo'
mnltems: 1
noNet LocSupp:
$ref: ' TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Net LocAccessSupport'
out O CredReports:
type: array
items:
$ref: '#/ conponents/schemas/ Qut Of Credit | nfornmation'
mnltens: 1
pl ml d:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Pl rml dNi d'
gqncReports:
type: array
items:
$ref: '#/ conponents/schemas/ QosNoti ficationControl | nfo'
mnltenms: 1
gqosMWonReports:
type: array
items:
$ref: ' #/ conponent s/ schemas/ QosMoni t ori ngReport'
mnltems: 1
ranNasRel Causes:
type: array
itens:
$ref: ' TS29512 Npcf _SMPol i cyControl . yanl #/ conponent s/ schemas/ RanNasRel Cause'
mnltems: 1
description: Contains the RAN and/or NAS rel ease cause.

rat Type:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Rat Type'
uelLoc:

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ User Locat i on'
ueLocTi ne:

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
ueTi meZone:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ti neZone'
usgRep:

$ref: 'TS29122 CommonDat a. yani #/ conponent s/ schemas/ Accunul at edUsage’
t snBri dgeManCont :
$ref: ' TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Bri dgeManagenent Cont ai ner'
tsnPort ManCont Dst t :
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
tsnPort ManCont Nwt t s:
type: array
items:
$ref: ' TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
mnltems: 1
Af Event Subscri pti on:
description: describes the event information delivered in the subscription
type: object
required:
- event
properties:
event:
$ref: '#/ conponents/schenas/ Af Event'
noti f Met hod:
$ref: ' #/ conmponent s/ schemas/ Af Not i f Met hod'
repPeri od:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Dur at i onSec'
wai t Ti ne:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'
Af Event Noti fi cation:
description: describes the event information delivered in the notification
type: object
required:
- event
properties:
event:
$ref: ' #/ conponent s/ schenmas/ Af Event'
flows:
type: array
itens:
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$ref: ' #/ conponents/schemas/ Fl ows'
mnltems: 1
Term nati onl nf o:
description: indicates the cause for requesting the deletion of the Individual Application
Sessi on Context resource
type: object
required:
- ternCause
- resUri
properties:
t er nCause:
$ref: '#/ conponents/schenas/ Ter m nati onCause'
resuri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
Af Rout i ngRequi renent :
description: describes the event information delivered in the subscription
type: object
properties:
appRel oc:
type: bool ean
rout eToLocs:
type: array
itens:
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Rout eToLocat i on'
mnltems: 1

spVal :

$ref: ' #/ conponents/schenmas/ Spatial Validity'
tempVal s:

type: array

itens:

$ref: '#/ conponents/schenas/ Tenporal Validity'
mnltems: 1
upPat hChgSub:
$ref: 'TS29512_Npcf_SMPol i cyControl . yanl #/ conponent s/ schemas/ UpPat hChgEvent'
addr Preser | nd:
type: bool ean
Spatial Validity:
description: describes explicitly the route to an Application |ocation
type: object
required:
- presencel nf oLi st
properties:
presencel nfoli st:
type: object
addi ti onal Properties:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Pr esencel nf o'
m nProperties: 1
Spati al Val i di t yRm
description: this data type is defined in the sane way as the Spatial Validity data type, but
with the OpenAPl null able property set to true
type: object
required:
- presencel nf oLi st
properties:
presencel nfoli st:
type: object
addi ti onal Properties:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Pr esencel nf o'
m nProperties: 1
nul | abl e: true
Af Rout i ngRequi r ement Rm
description: this data type is defined in the sane way as the AfRoutingRequirenment data type,
but with the OpenAPl nullable property set to true and the spVal and tenpVals attributes defined as
renovabl e.
type: object
properties:
appRel oc:
type: bool ean
rout eToLocs:
type: array
itemns:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Rout eToLocat i on'
mnltens: 1
nul | abl e: true

spVval :

$ref: ' #/ conponents/schenmas/ Spati al Val i di t yRm
tempVval s:

type: array
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items:
$ref: '#/ conponents/schenas/ Tenporal Validity'
mnltems: 1
nul | abl e: true
upPat hChgSub:
$ref: 'TS29512_Npcf_SMPol i cyControl . yanl #/ conponent s/ schemas/ UpPat hChgEvent'
addr Preser | nd:
type: bool ean
nul | abl e: true
nul | abl e: true
AnGnAddr ess:
description: describes the address of the access network gateway control node
type: object
anyCf :
- required: [anGM pv4Addr]
- required: [anGm pv6Addr]
properties:
anGM pv4Addr:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
anGmM pv6Addr :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
Fl ows:
description: ldentifies the flows
type: object
required:
- nmedConmpN
properties:
cont Vers:
type: array
itens:
$ref: ' #/ conponents/schenas/ Cont ent Ver si on'
mnltems: 1
f Nuns:
type: array
itens:
type: integer
mnltems: 1
medConpN:
type: integer
Et hFI owDescri pti on:
description: lIdentifies an Ethernet flow
type: object
required:
- ethType
properties:
dest MacAddr :
$ref: ' TS29571_CommonDat a. yamri #/ conponent s/ schemas/ MacAddr 48'

et hType:

type: string
f Desc:

$ref: '#/ conponents/schemas/ Fl owDescri ption'
fDr:

$ref: ' TS29512_Npcf_SMPol i cyControl . yan #/ conponent s/ schemas/ Fl owDi recti on'
sour ceMacAddr :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ MacAddr 48’
vl anTags:

type: array

items:

type: string
mnltenms: 1
maxl tems: 2
srcMacAddr End:
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ schemas/ MacAddr 48’
dest MacAddr End:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ MacAddr 48’

Resour cesAl | ocat i onl nf o:
description: describes the status of the PCC rule(s) related to certain media components.
type: object
properties:
ntResour cSt at us:
$ref: ' #/ conponents/schenas/ Medi aConponent Resour cesSt at us'
flows:
type: array
items:
$ref: ' #/ conponents/schenmas/ Fl ows'
mnltems: 1
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al t Ser Req:
type: string
Tenporal Validity:
description: Indicates the time interval (s) during which the AF request is to be applied
type: object
properties:
start Ti ne:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
st opTi me:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’

QosNotificationControl I nfo:
description: Indicates whether the QoS targets for a GRB fl ow are not guaranteed or guaranteed
again
type: object
required:
- notifType
properties:
noti f Type:
$ref: ' #/ conmponent s/ schemas/ QosNoti f Type'
flows:
type: array
itens:
$ref: ' #/ component s/ schemas/ Fl ows'
mnltems: 1
al t Ser Req:
type: string

Accept abl eSer vi cel nf o:
description: Indicates the maxi mum bandw dth that shall be authorized by the PCF.
type: object
properties:
accBwvedConps:
type: object
addi ti onal Properties:
$ref: ' #/ conponent s/ schemas/ Medi aConponent '
m nProperties: 1
mar BwUl :
$ref: ' TS29571_CommonDat a. yamnl #/ conponent s/ schenas/ Bi t Rat e’
mar BwDl :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat '

Uel denti tyl nfo:
description: Represents 5GS-Level UE identities.
type: object
anyCf :
- required: [gpsi]
- required: [peil]
- required: [supi]
properties:
gpsi :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Gpsi '
pei :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Pei '
supi :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Supi '

AccessNet Char gi ngl denti fier:
description: Describes the access network charging identifier.
type: object
required:
- accNet Chal dval ue
properties:
accNet Chal dval ue:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Char gi ngl d'
flows:
type: array
itemns:
$ref: '#/ conponents/schenas/ Fl ows'
mnltems: 1

Qut O Credi t | nformati on:
description: Indicates the SDFs wi thout available credit and the correspondi ng term nation
action.
type: object
required:
- finUnitAct
properties:
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finUnitAct:
$ref: ' TS32291_Nchf _Conver gedChar gi ng. yani #/ conponent s/ schenas/ Fi nal Uni t Acti on’
flows:
type: array
items:
$ref: '#/ conponents/schenas/ Fl ows'
mnltenms: 1

QosMoni t ori ngl nformati on:
description: Indicates the QoS Mnitoring information to report, i.e. UL and/or DL and or
round trip del ay.
type: object
properties:
repThreshD :
type: integer
repThreshU :
type: integer
repThr eshRp:
type: integer

PduSessi onTsnBri dge:
description: Contains the new 5GS Bridge information and may contain the DS-TT port and/or NW
TT port nanagenent information.
type: object
required:
- tsnBridgelnfo
properties:
t snBri dgel nf o:
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ TsnBri dgel nf o'
t snBri dgeManCont :
$ref: ' TS29512 Npcf _SMPol i cyControl . yanl #/ conponent s/ schenmas/ Bri dgeManagenent Cont ai ner'
tsnPort ManCont Dst t :
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
tsnPort ManCont Nwt t s:
type: array
itemns:
$ref: 'TS29512_Npcf_SMPol i cyControl . yam #/ conponent s/ schemas/ Por t Managenent Cont ai ner'
mnltens: 1

QosMoni t ori ngl nf or mati onRm
description: this data type is defined in the same way as the QosMnitoringlnformation data
type, but with the OpenAPl null able property set to true.
type: object
properties:
repThreshD :
type: integer
repThreshU :
type: integer
repThr eshRp:
type: integer
nul | abl e: true

#
Pcscf Rest or at i onRequest Dat a:
description: Indicates P-CSCF restoration.
type: object
oneCf :
- required: [uelpv4]
- required: [uel pv6]
properties:
dnn:
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schenas/ Dnn'
i pDomai n:
type: string
slicel nfo:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Snssai '
supi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Supi '
uel pv4:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
uel pv6:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
#
#

QosMoni t ori ngReport:
description: QoS Mnitoring reporting information
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type: object
properties:

flows:
type:

itens:

array

$ref: '#/ conponents/schenas/ Fl ows'
mnltenms: 1
ul Del ays:

type:

itens:

array

type: integer
mnltenms: 1
dl Del ays:

type:

itemns:

array

type: integer
mnltems: 1
rt Del ays:

type:

itens:

array

type: integer
mnltems: 1

TsnQosCont ai ner:

description: Indicates TSC Traffic QoS.

type: object

properties:

maxTscBur st Si ze:

' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Ext MaxDat aBur st Vol '
t scPackDel ay:
' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Packet Del Budget '
tscPrioLevel :

$ref:
$ref:

$ref:

' #/ conponent s/ schemas/ TscPrioritylLevel'

TsnQosCont ai ner Rm

description: Indicates renovable TSC Traffic QoS.

type: object

properties:

maxTscBur st Si ze:

' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Ext MaxDat aBur st Vol Rni
t scPackDel ay:
' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Packet Del Budget Rm
tscPrioLevel :

$ref:
$ref:

$ref:
nul | abl e:

' #/ conponent s/ schemas/ TscPrioritylLevel Rm
true

Tscai | nput Cont ai ner:
description: Indicates TSC Traffic pattern.
type: object
properties:
periodicity:

$ref:

' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Ui nt eger’

burst Arrival Ti ne:

$ref:
nul | abl e:

' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ Dat eTi ne'

true

Event sSubscPut Dat a:

descri ption:
sub-resource data.

anyCf :
- $ref:
- $ref:
#

' #/ conponent s/ schemas/ Event sSubscReqDat a'
' #/ conponent s/ schenas/ Event sNot i fi cati on’

# EXTENDED PROBLEMDETAI LS

#

Ext endedPr obl enDet ai | s:

description:

al | OF :
- S$ref:
- type:

ETSI TS 129 514 V16.17.0 (2023-07)

Identifies the events the application subscribes to within an Events Subscription
It may contain the notification of the already net events

Ext ends Probl enDetails to also include the acceptable service info.

' TS29571_CommonDat a. yam #/ conmponent s/ schemas/ Probl enDet ai | s’

obj ect

properties:
accept abl eSer vl nf o:

$ref:

#

# SI MPLE DATA TYPES
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Af Appl d:
description: Contains an AF application identifier.
type: string
Aspl d:
description: Contains an identity of an application service provider.
type: string
CodecDat a:
description: Contains codec related infornmation.
type: string
Cont ent Ver si on:
description: Represents the content version of some content.
type: integer
FI owDescri pti on:
description: Defines a packet filter of an IP flow.
type: string
Sponl d:
description: Contains an identity of a sponsor.
type: string
Servi ceUr n:
description: Contains values of the service URN and may incl ude subservi ces.
type: string
TosTraffi cCd ass:
description: 2-octet string, where each octet is encoded in hexadeci nal representation. The
first octet contains the | Pv4d Type-of-Service or the IPv6 Traffic-Cass field and the second octet
contains the ToS/ Traffic Cass mask field.
type: string
TosTrafficC assRm
description: this data type is defined in the sane way as the TosTrafficC ass data type, but
with the OpenAPl null able property set to true
type: string
nul | abl e: true
TscPrioritylLevel:
type: integer
mnimum 1
maxi mum 8
TscPrioritylLevel Rm
type: integer
mnimum 1
maxi mum 8
nul | able: true
#
# ENUMERATI ONS DATA TYPES
#
Medi aType:
anyCf :
- type: string
enum
- AUDI O
- VIDEO
- DATA
- APPLI CATI ON

- type: string

ReservPriority:
anyOf :
- type: string
enum

o fus]

pojp ]
90000
=

POoo~NOURMWN

UUUTIUIUIUT
DIV IUUD
o

00000

'
by
Py,
e}
=
[

- PRIO12
- PRIO 13
- PRO 14
- PRIO15
- PRIO16
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- type: string

Ser vAut hl nf o:
anyCf :
- type: string
enum

- TP_NOT_KNOWN

- TP_EXPI RED

- TP_NOT_YET_OCURRED
- type: string

Sponsori ngSt at us:
anyCf :
- type: string
enum
- SPONSOR_DI SABLED
- SPONSOR_ENABLED
- type: string

Af Event :
anyCf :
- type: string
enum
- ACCESS_TYPE_CHANGE
- ANl _REPORT
- CHARG NG_CORRELATI ON
- EPS_FALLBACK
- FAlI LED_RESOURCES_ALLOCATI ON
- QUT_OF_CREDIT
- PLMN_CHG
- QOS_MONI TORI NG
- QOS_NOTI F
- RAN_NAS_CAUSE
- REALLOCATI ON_OF_CREDI T
- SUCCESSFUL_RESOURCES_ALLCOCATI ON
- TSN_BRI DGE_| NFO
- USAGE_REPORT
- type: string

Af Not i f Met hod:
anyCf :
- type: string
enum
- EVENT_DETECTI ON
- ONE_TIME
- PERICDIC
- type: string

QosNot i f Type:
anyCf :
- type: string
enum
- GUARANTEED
- NOT_GUARANTEED
- type: string

Ter m nati onCause:
anyCf :
- type: string
enum

- ALL_SDF DEACTI VATI ON
- PDU_SESSI ON_TERM NATI ON
- PS_TO CS HO

- type: string

Medi aConponent Resour cesSt at us:
anyOf :
- type: string
enum
- ACTI VE
- | NACTI VE
- type: string

FI owUsage:
anyCf :
- type: string
enum
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- NO_INFO

- RTCP

- AF_SI GNALLI NG

- type:

FI owSt at us:
anyCf :

- type:

enum

string

string

- ENABLED- UPLI NK

- ENABLED- DOANLI NK
- ENABLED

- DI SABLED

- REMOVED

- type:

string

Requi r edAccessl nf o:

anyOf :

- type:
enum

string

- USER_LOCATI ON
- UE_TIME_ZONE

- type:

string

Si pFor ki ngl ndi cati on:

anyOf :
- type:
enum

string

- SINGLE_DI ALOGUE
- SEVERAL_DI ALOGUES

- type:

string

Af Request edDat a:

anyCf :
- type:
enum

string

- UE_I DENTI TY

- type:

string

Servi cel nf oSt at us:

anyCf :

- type:
enum

string

- FINAL
- PRELI M NARY

- type:

string

Preenpti onControl | nf or mati on:

anyCf :

- type:
enum

string

- MOST_RECENT
- LEAST_RECENT
- H GHEST_BW

- type:

string

PrioritySharingl ndi cator:

anyOf :

- type:
enum

string

- ENABLED
- DI SABLED

- type:

string

Preenpti onControl | nf or mati onRm

anyOf :
- S$ref:
- $ref:

' #/ conponent s/ schenas/ Preenpti onControl | nf ornmati on'
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' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Nul | Val ue'
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Annex B (normative):
IMS Related P-CSCF Procedures over N5

B.1 Provision of Service Information at P-CSCF

When the"IMS_SBI" feature is supported, the P-CSCF shall send service information to the PCF upon every SIP
message that includes an SDP answer payload for the purpose of authorizing the IP flows and the QoS resources
required for a negotiated IM S session, unless the SDP payload only relates to a circuit-switched bearer (i.e. "c=" line set
to "PSTN" and an "m=" line set to "PSTN", refer to 3GPP TS 24.292 [29]). The service information shall be derived
both from the SDP offer and the SDP answer. This ensures that the PCF receives proper information to perform media
authorization for all possible IMS session set-up scenarios, and that the PCF is a so capable of handling session
modifications. The P-CSCF may include "servinfStatus' attribute set to "FINAL".

Additionally, the P-CSCF may send service information to the PCF when receiving a SIP message that includes an SDP
offer payload for the purpose of performing an early bandwidth authorization check, or for enabling pre-authorization
for a UE terminated IM S session establishment or modification with UE initiated resource reservation, or for the
retrieval of network provided access network information (see subclause B.8.2).

The P-CSCF shall send service information to the PCF when receiving a SIP message that includes an SDP offer
payload when the IMS session is an MPS session that requires priority treatment. For a UE terminated session the P-
CSCF may send the service information derived from the SDP offer when the SDP offer either does not include any
preconditions information or includes preconditions information indicating that the local preconditions (i.e. the
preconditions related to the remote peer) are already met. In this case, the P-CSCF shall derive the service information
only from the SDP offer and shall include "servinfStatus' attribute set to "PRELIMINARY".

NOTE 1: For a UE terminated session setup, when the SDP offer either does not include any preconditions
information or includes preconditions information indicating that the local preconditions (i.e. the
preconditions related to the remote peer) are already met, the terminating UE can request a resource
modification prior to sending the SDP answer. Even if the | P address and port information in the session
information derived from the SDP offer can be insufficient for PCC rule authorization, the policy to
handle such UE initiated requests at the PCF can take into account the fact that an IMS session
establishment is ongoing, for instance in deciding whether to authorize the request and in selecting an
appropriate charging key and a gating policy.

The P-CSCF shall derive the value of the "fDescs" attribute within the service information from the SDP as follows:

- Anuplink entry in the "fDescs" attribute shall be formed as follows: The destination address shall be taken from
the SDP information received by the P-CSCF in downlink direction, while the source | P address may be formed
from the address present in the SDP received by the P-CSCF in uplink direction (taking into account only the 64
bit prefix of the Ipv6 address) Source and destination ports shall be derived according to rules provided in
3GPP TS 29.513[7] subclause 7.2.

EXAMPLE 1. Assuming UE A sends an SDP to UE B, the PCF of UE B uses the address present in this SDP for
the destination address of UE B’s uplink entry in the "fDescs" attribute, while the PCF of the UE
A usesthe 64 bit prefix of the same address for the source address of UE A’s uplink entry in the
"fDescs" attribute. If the source address is not formed from the 64 bit prefix, the source address
shall be wildcarded.

- A downlink entry in the "fDescs" attribute shall be formed as follows: The destination address shall be taken
from the SDP information received by the P-CSCF in uplink direction, while the source I P address may be
formed (in order to reduce the possibilities of QoS flow misuse) from the destination addressin the SDP
received by the P-CSCF in downlink direction (taking into account only the 64 bit prefix of the 1pv6 address)
Source and destination ports shall be derived according to rules provided in 3GPP TS 29.513 [7] subclause 7.2.

EXAMPLE 2.  Assuming UE A sends an SDP to UE B, the PCF of UE A uses the address present in this SDP for
the destination address of UE A’s downlink entry in the "fDescs" attribute, while the PCF of UE B
uses the 64 bit prefix of the same address for the source address of UE B’ s downlink entry in the
"fDescs' attribute. If the source addressis not formed from the 64 bit prefix, the source address
shall be wildcarded.
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The P-CSCF shall derive the bandwidth information within the service information, from the "b=AS" SDP parameter
and "a=bw-info" SDP parameter, if available. If "a=bw-info" is used for bandwidth derivation, the P-CSCF shall use the
SDP attribute line that contai ns the bandwidth properties for the IP version used by the UE, as detailed in

3GPP TS 29.513 [7] subclause 7.2. If the received "a=bw-info" SDP attribute line(s) contain only bandwidth properties
for an IP version that is not used by the UE, the P-CSCF shall re-compute the bandwidth properties for the used IP
version and use that value for the bandwidth derivation as defined in 3GPP TS 26.114 [30].

NOTE 2: If no IP version isincluded for any of the "a=bw-info" SDP attribute lines related to a certain payload
type and direction then IPv6 is assumed for al bandwidth properties related to the same direction and
payload type, on al of the related "a=bw-info" SDP attribute lines, see clause 19 of 3GPP TS 26.114 [30].

If "a=bw-info" is used for bandwidth derivation and it includes both known and unknown bandwidth properties, the P-
CSCF shall only consider the known bandwidth properties to derive the bandwidth information and ignore the unknown
ones. If the" a=bw-info" lineis received with an unknown directionality, then the entire "a=bw-info" line shall be
ignored.

For the possibly associated RTCP IP flows, the P-CSCF shall use the SDP "b=RR" and "b=RS" parameters, if present,
as specified in 3GPP TS 29.513 [7] subclause 7.2. The "b=AS", "b=RR" and "b=RS" parametersin the SDP contain all
the overhead coming from the | P-layer and the layers above, e.g. IP, UDP, RTP and RTCP payload, or IP, UDP and
RTCP.

For multiplexed RTP/RTCP flows (as negotiated using the "a=rtcp-mux" SDP attribute defined in IETF RFC 5761 [31],
a P-CSCF supporting RTP/RTCP transport multiplexing shall derive the bandwidth information within the service
information as specified in 3GPP TS 29.513 [ 7] subclause 7.2.

However, if service information is received containing the "b=TIAS" SDP parameter that corresponds to an SDP
answer payload, and if the P-CSCF supports this parameter, the P-CSCF may derive the bandwidth from this parameter
rather than from the "b=AS" SDP parameter, as detailed in 3GPP TS 29.513 [7] subclause 7.2.

When available, the P-CSCF shall also indicate to PCF, as a complement to the Service Information, the IMS
Communication Service Identifier within the "af Appld" attribute. The originating P-CSCF shall take the IMS
Communication Service ldentifier value from the SIP response. The terminating P-CSCF shall take the IMS
Communication Service ldentifier value from the SIP request. Otherwise, the P-CSCF may not be able to provide an
IMS Communication Service ldentifier value to the PCF. The format and specific headers where IMS communication
service identifiers are transported within SIP are defined in 3GPP TS 24.229 [32].

NOTE 3: In order to indicate the IMS Communication Service Identifier to the PCF, the originating P-CSCF sets
the "af Appld" attribute to the ICSI contained in the topmost occurrence of the "+g.3gpp.icsi-ref" header
field parameter of the Feature-Caps header field(s) of 18x or 2xx SIP response (Feature-Caps:
*:+0.3gpp.icsi-ref="urn%Aurn-7%A3gpp-service.ims.ics.mmtel”) and the terminating P-CSCF sets the
"af Appld" attribute to the ICSI of the P-Asserted-Service header information received in the SIP request
(e.g. P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel). Since the headers and the format of the
ICSI can vary depending on the case, the PCF has to be prepared to accept the complete ICSI information
received in different formats, as described in subclause 7.2A.8.2 in 3GPP TS 24.229 [32].

Additionally, if "ResourceSharing" feature is supported, the P-CSCF may include the "sharingKeyUI" attribute and/or
"sharingKeyDI" attribute within a media component of the "medComponents" attribute in order to indicate the PCF that
resource sharing should apply for the media componentsin the related direction with the same value for the
"sharingKeyUI" attribute and/or "sharingKeyDI" attribute.

Additionally, if "PrioritySharing" feature is supported, the P-CSCF may provide the "prioSharinglnd" attribute within a
media component of the "medComponents" attribute as described in subclause 4.2.2.21 and 4.2.3.21.

NOTE 4: The P-CSCF obtains thisinformation from the Application Server as described in 3GPP TS 23.228 [33],
subclause 5.4.7.9.

NOTE 5: RTCP flows are not subject to resource sharing. This requirement cannot be met for multiplexed
RTP/RTCP flows as in this case there is no mechanism in the current release to distinguish between RTP
and RTCP flows.

If the "servUrn" attribute does not include an emergency service URN, i.e. atop-level service type of "sos" as specified
in IETF RFC 5031 [34] and possibly additional sub-service information on the type of the emergency service and the
PCF binds the IM S service session to a PDU session established to an Emergency DNN, the PCF shall return the
application error UNAUTHORIZED NON_EMERGENCY _SESSION to the P-CSCF. Upon receiving an application
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error UNAUTHORIZED_NON_EMERGENCY _SESSION the P-CSCF shall apply the procedures defined
in 3GPP TS 24.229 [32].

NOTE 6: The PCF determines whether a PDU session is established to an Emergency DNN based on the
information received over N7 and operator configuration.

If the "afRegData" attribute is provided in the "ascReqData" attribute indicating "5GS-level UE Identities required”, the
PCF shall provide the available user information for the PDU session within the "uelds" attribute included in the
"ascRespData" attribute, where each entry shall contain either the "supi”, and/or the "gpsi" and/or the "pei” attributes.

The PCF may decide not to authorize requested service information. The PCF will indicate it to the P-CSCF by
rejecting the HTTP request with an HTTP "403 Forbidden" response message including the "cause" attribute set to
"REQUESTED_SERVICE _NOT_AUTHORIZED". Upon receiving an HTTP "403 Forbidden" response message
including the "cause" attribute set to the value "REQUESTED_SERVICE_NOT_AUTHORIZED" the P-CSCF shall
apply the procedures defined in 3GPP TS 24.229 [32].

B.2 Enabling of IP Flows

B.2.1 General

Prior to the completion of the SIP session set-up, i.e. until the 2xx response to the INVITE request is received, the P-
CSCF may enable or disable media I P flows depending on operator policy, thus alowing or forbidding early mediain
forward and/or backward direction. The P-CSCF may set the values of the "fStatus' attribute derived from the SDP
direction attributes as defined in 3GPP TS 29.513 [7] subclause 7.3.3 or set the values of the "fStatus" attributes
considering the em-param of the P-Early-Media header field according to subclause B.2.2 or downgrade the values of
the "fStatus" attribute derived from the SDP direction attribute based on the configuration in the P-CSCF according to
subclause B.2.3. However for multiplexed RTP/RTCP flows (as negotiated using the "a=rtcp-mux" SDP attribute
defined in IETF RFC 5761 [31]), a P-CSCF supporting RTP/RTCP transport multiplexing shall set the "fStatus®
attribute to "ENABLED" to prevent that RTCP is blocked. If the P-CSCF chooses to modify the values of the "fStatus”
as received from the SDP direction attribute, the P-CSCF shall store the last received SDP.

When a 2xx response is received, the P-CSCF shall enable all media IP flows according to the direction attribute within
the last received SDP, as specified in 3GPP TS 29.513 [7] subclause 7.3.3. When a 2xx response is received and the P-
CSCF previously provided the values of the "fStatus" attributes different from the value derived from the SDP direction
attribute in the session information, the P-CSCF shall provide service information with values of the "fStatus" attributes
corresponding to the last received SDP.

NOTE: Inmost cases a 2xx responseisa 200 (OK) response.

If the P-CSCF receives SDP answers after the completion of the SIP session set-up, i.e. after the 2xx response to the
INVITE request is received, the P-CSCF shall provide the "fStatus’ attribute, based on the last received SDP answer.
The "fStatus' attribute shall be derived from the SDP according to 3GPP TS 29.513 [7] subclause 7.3.3.

B.2.2 Gate control procedures considering the P-Early-Media
header field

Prior to the completion of the SIP session set-up, the P-CSCF may use the em-param of the P-Early-Media header field
defined in IETF RFC 5009 [35] in order to enable or disable early mediain forward and/or backward direction. If the P-
CSCF uses the em-param of the P-Early-Media header field for the gate control of early media, the P-CSCF shall
perform the following procedures.

In the terminating P-CSCF, when a SIP message with the P-Early-Media header field is received from the UE and the
policies configured in the P-CSCF indicate that the UE is authorized to send early media, then:

1) the P-CSCF shall set the "fStatus' attribute to "ENABLED" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP
direction attribute from the UE is "sendrecv" or no SDP direction attribute has been received; or
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2) the P-CSCF shall set the "fStatus' attribute to "ENABLED-UPLINK" if:

the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP
direction attribute from the UE is "sendonly"; or

the received em-param(s) in the P-Early-Media header field includes "sendonly" and the last received SDP
direction attribute from the UE is "sendrecv" or "sendonly" or no SDP direction attribute has been received;
or

3) the P-CSCF shall set the "fStatus' attribute to "ENABLED-DOWNLINK" if:

the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP
direction attribute from the UE is "recvonly"; or

the received em-param(s) in the P-Early-Media header field includes "recvonly" and the last received SDP
direction attribute from the UE is"sendrecv" or "recvonly" or no SDP direction attribute has been received,
or

4) the P-CSCF shall set the "fStatus" attribute to "DISABLED" if either the received em-param(s) in the P-Early-
Media header field or the last received SDP direction attribute from the UE includes "inactive"; or

5) the P-CSCF may set the "fStatus' attribute to "DISABLED" or apply the rules defined in subclause B.2.2 if the
received em-param(s) in the P-Early-Media header field includes "sendonly" or "recvonly” and the last received
SDP direction attribute from the UE is "recvonly” or "sendonly" respectively.

NOTE 1: If the UE isauthorized to send early media, the P-CSCF will not remove or modify the P-Early-Media

header field according to 3GPP TS 24.229 [32].

When a SIP message with the P-Early-Media header field is received from the functional entity within the trust domain,

and if:

the P-Early-Media header field includes the "gated" parameter, then the P-CSCF may decide not to perform the
gate control of early media; or

the P-Early-Media header field does not include the "gated" parameter, then the P-CSCF shall perform the
following procedures:

1) the P-CSCF shall set the "fStatus" attribute to "ENABLED" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv” and the last received
SDP direction attribute from the functional entity is"sendrecv" or no SDP direction attribute has been
received; or

2) the P-CSCF shall set the "fStatus” attribute to "ENABLED-DOWNLINK" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received
SDP direction attribute from the functional entity is"sendonly"; or

- thereceived em-param(s) in the P-Early-Media header field includes "sendonly" and the last received
SDP direction attribute from the functional entity is"sendrecv" or "sendonly" or no SDP direction
parameter has been received; or

3) the P-CSCF shall set the "fStatus” attribute to "ENABLED-UPLINK" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received
SDP direction attribute from the functional entity is"recvonly"; or

- thereceived em-param(s) in the P-Early-Media header field includes "recvonly" and the last received
SDP direction attribute from the functional entity is"sendrecv" or "recvonly" or no SDP direction
parameter has been received; or

4) the P-CSCF shall set the "fStatus" attribute to "DISABLED" if either the received em-param(s) in the P-

Early-Media header field or the last received SDP direction attribute from the functional entity includes
"inactive"; or
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5) the P-CSCF may set the "fStatus” attribute to "DISABLED" or apply the rules defined in subclause A.2.2 if
the received em-param(s) in the P-Early-Media header field includes "sendonly” or "recvonly” and the last
received SDP direction attribute from the functional entity is "recvonly" or "sendonly" respectively.

NOTE 2: According to IETF RFC 5009 [35], the non-direction parameter "gated" can be included after the
direction parameter (e.g. "sendrecv") in the parameter list. The proxy performing gating of early media
can add the parameter before forwarding the SIP message.

When a SIP message without the P-Early-Media header field is received from either the functional entity within the
trust domain or the UE that is authorized to send early media, then the P-CSCF may set the "fStatus” attribute to
"DISABLED" or apply the rules defined in subclause B.2.3 or apply the rules defined in 3GPP TS 29.513 [7]
subclause 7.3.3.

NOTE 3: Asindicated in IETF RFC 5009 [35] the applicable preconditions need to be met in order to alow early
mediain a particular direction.

When a SIP message is received from the functional entity other than the functional entity within the trust domain or the
UE that is authorized to send early media, then the P-CSCF shall not use the received em-param(s) in the P-Early-
Media header field and may apply the rules defined in subclause B.2.2 or apply the rules defined in 3GPP TS 29.513 [7]
subclause 7.3.3.

NOTE 4: The P-CSCF will remove or modify the P-Early-Media header field in the above case.

B.2.3 Gate control procedures based on the configuration in the
P-CSCF

Prior to the completion of the SIP session set-up, the P-CSCF may downgrade the values of the "fStatus' attributes
derived from the SDP direction attributes based on the configuration in the P-CSCF. If the P-CSCF has the
configuration for the gate control of early media, the P-CSCF shall perform the following procedures.

NOTE: The gate control of early media can be configured in the P-CSCF per UE basis.

When the "fStatus" attribute derived from the SDP direction attribute is"ENABLED", then the P-CSCF may
downgrade the value of the "fStatus" attribute to the value "DISABLED", "ENABLED_UPLINK", or
"ENABLED_DOWNLINK" based on the configuration in the P-CSCF.

When the "fStatus" attribute derived from the SDP direction attribute is"ENABLED_UPLINK" or
"ENABLED_DOWNLINK", then the P-CSCF may downgrade the value of the "fStatus" attribute to the value
"DISABLED" based on the configuration in the P-CSCF.

B.3  Support for SIP forking

The P-CSCF shall be able to handle forking when PCC is applied and the "IMS_SBI" feature is supported. Forking can
occur as specified in 3GPP TS 23.228 [33]. The related UE procedures are described in 3GPP TS 24.229 [32].

B.3.1 PCC rule provisioning for early media for forked responses

When a SIP session has been originated by a connected UE, the P-CSCF may receive multiple provisional responses
due to forking before the first final answer is received. Multiple early media session may be established during this
process.

The UE and the P-CSCF become aware of the forking only when a subsequent provisional response arrives for a new
early dialogue. After the first early media session is established, for each subsequent provisional response establishing
an additional early media session, the P-CSCF shall use an Npcf_PolicyAuthorization _Update service operation
containing the "sipForkind" attribute with value "SEVERAL_DIALOGUES' and include the service information
derived from the latest provisional response.

The P-CSCF shall also provision the service information derived from any subsequent SDP offer-answer exchange
within an early dialogue (e.g. in PRACK and OK(PRACK), or UPDATE and OK(UPDATE) ) using an

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 162 ETSI TS 129 514 V16.17.0 (2023-07)

Npcf_PolicyAuthorization_Update service operation containing the "sipForkind" attribute with value
"SEVERAL_DIALOGUES" and the derived service information.

When receiving an Npcf_PolicyAuthorization_Update service operation containing the "sipForkind” attribute with
value"SEVERAL_DIALOGUES", the PCF shall identify the existing "Individual Application Session Context"
resource with existing authorization information.

The PCF shall send additional PCC Rules or individual service data flow filters to aready provided PCC rules as
required by the "fDescs" attribute within the AF session context information to the SMF. The PCF shall authorize any
additional media components and any increased QoS requirements for the previoudy authorized media components, as
requested within the service information.

The PCF shall authorize the maximum bandwidth required by any of the dialogues, but not the sum of the bandwidths
required by all dialogues. Thus, the QoS authorized for a media component is equal to the highest QoS requested for
that media component by any of the forked responses.

The PCF shall open or close the gates for service flows depending on the flow status that is being provisioned.
However, if aflow ID has been enabled in uplink or downlink direction or both way within previous service
information, it shall remain enabled even if the PCF receives service information that disable this flow ID within an
Npcf_PolicyAuthorization_Update service operation containing the "sipForkind" attribute with value
"SEVERAL_DIALOGUES".

If the P-CSCF provides one or more media components within the "medComponents" attribute with the "fStatus”
attribute set to "REMOVED" for previously authorized media component(s) the media component shall remain as
authorized and the PCF shall not take any action on that media component(s).

NOTE: There can be cases where a forked response could not support some of the media components included in
the SDP Offer (e.g. when early session disposition SDP as described in Annex B.6 applies, the forked
response related to the early session could include the port set to zero for those media components not
related to the early session or when a subsequent SDP Offer-Answer to indicate that some mediais
disabled). For those cases the P-CSCF will indicate the PCF about the removal of the corresponding
media component. However this media component is already supported by other UEs and the PCF needs
to maintain the corresponding PCC rules until the final SDP answer isreceived in the P-CSCF in order to
avoid the release of resources in the network.

B.3.2 Updating the provisioned PCC rules at the final answer

The P-CSCF shall store the SDP information for each early dialogue separately till the first final SIP answer is received.
Then the related early dialogue is progressed to an established dialogue to establish the final SIP session. All the other
early dialogues are terminated. The service information for the SIP session is updated to match the requirements of the
remaining early dialogue only.

When receiving thefirst final SIP response, the P-CSCF shall send an Npcf_PolicyAuthorization Update service
operation setting to null the "sipForkind" attribute and shall include the service information derived from the SDP
corresponding to the dialogue of the final response. The P-CSCF shall provision the full service information including
the applicable "fDescs" attribute and "fStatus" attribute.

When receiving an Npcf_PolicyAuthorization_Update service operation with a"sipForkind" attribute with value
"SINGLE_DIALOGUE", the PCF shall update installed PCC Rulesinformation and Authorized-QoS information to
match only the requirements of the service information within this Npcf_PolicyAuthorization_Update service operation.
The PCF should immediately remove PCC Rule(s) or individual service data flow filters not matching IP flow(s) in the
updated Service Information, to reduce the risk for initial clipping of the media stream, and to minimize possible misuse
of resources. The PCF shall also open or close the gates for service flows according to the flow status in the received
service information.
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B.4  Notification of AF Signalling Transmission Path
Status

When the P-CSCF receives an initial REGISTER SIP message from an attached UE, the P-CSCF may subscribe to
notifications of the status of the AF signalling transmission path using the procedures specified in subclause 4.2.6.7.
Once the P-CSCF has subscribed, the P-CSCF may receive notifications from the PCF according to subclause 4.2.5.10.

NOTE: This procedureis not applicable for IMS registrations for Emergency sessions.

The P-CSCF shall cancel the subscription to notification of the status of the AF signalling transmission path when the
AF signalling to that particular user isterminated (i.e. when the user is de-REGISTERED from the IM CN subsystem).

When the P-CSCF receives a notification of loss of signalling connectivity from the PCF, the P-CSCF shall behave as
defined in 3GPP TS 24.229 [32].

B.5 Indication of Emergency Registration and Session
Establishment

When the P-CSCF receives an initial REGISTER SIP message for an IMS emergency registration or an INVITE SIP
message for an emergency session and the P-CSCF determines that there are no IMS-level roaming interfaces, and the
"IMS_SBI" feature is supported the P-CSCF may request the PCF to provide the 5GS-Level UE identities (GPSI, SUPI,
PEI) available for that PDU session using the procedure as specified in this subclause (for an IM S emergency
registration) or B.5.1 (for an IMS emergency session establishment).

A P-CSCF may request the PCF to provide the 5GS-level identities (GPSI, SUPI, PEI) available for that PDU session
when no service information is available in the AF. To do so, the P-CSCF shall create an "Individual Application
Session Context" resource in the PCF for the AF signalling using an Npcf_PolicyAuthorization_Create service
operation. The P-CSCF shall provide the UE's | P address (using either the "uelpv4" attribute or the "uelpv6" attribute)
and the "afRegData" attribute set to "UE_IDENTITY". The AF shall include the "servUrn" attribute set to the value
"s0s", in order to indicate that the new AF session context relates to emergency traffic that is not related to a specific
emergency service.

If the P-CSCF supports the SBI Message Priority mechanism for an emergency session, it shall include the
" 3gpp-Shi-Message-Priority" custom HT TP header towards the PCF as described in subclause 6.8.2 of
3GPP TS 29.500 [5].

NOTE: If the P-CSCF supports the SBI Message Priority mechanism for an emergency session, the P-CSCF
includes the " 3gpp-Shi-Message-Priority" custom HTTP header based on P-CSCF policiesin relation to
valid values of the "servUrn" attribute. The highest user priority value is mapped to the corresponding
lowest value of the "3gpp-Shi-Message-Priority" custom HTTP header.

When the PCF receives an Npcf_PolicyAuthorization_Create service operation as described in the preceding paragraphs
from the P-CSCF, the PCF shall perform session binding as described in 3GPP TS 29.513 [7]. When the PCF receives
the "servUrn" attribute indicating an emergency session, the PCF may apply special policies, for instance prioritising
service flows relating to the AF session context or allowing these service flows free of charge.

When the "servUrn" attribute indicates that the AF session context relates to emergency traffic and the "afRegData"
attribute isreceived indicating "UE_IDENTITY", the PCF shall provide the requested available user information (GPSI,
SUPI, PEI) for the PDU session within "uelds" attribute within the "ascRespData" in the HTTP " 201 Created" response.

When the P-CSCF receivesthe HTTP " 201 Created" response with the 5GS-level UE identities from the PCF, the P-
CSCF stores the "uelds' received within "Individual Application Session Context" resource returned in the HTTP "201
Created" response and behaves as defined in 3GPP TS 24.229 [32].

NOTE: The user information received within the "uelds" attribute can be used to support PSAP callback
functionality for anonymous IMS emergency sessions. See 3GPP TS 23.167 [40] for further information.

The P-CSCF may decide to delete the "Individual Application Session Context" resource at any time. In that case, the
Npcf_PolicyAuthorization_Delete service operation, as described in subclause 4.2.4.2.

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 164 ETSI TS 129 514 V16.17.0 (2023-07)

A SIPINVITE request can contain a service URN as defined in IETF RFC 5031 [34] within the request URI. If the
service within this URN is"sos", possibly with additional sub-service information, the P-CSCF shall provision this
service and sub-service information within the "servUrn" attribute towards the PCF. The P-CSCF may also provision
possible information about other services received within the service URN.

B.6  Support for Early Session disposition SDP

B.6.1 General

As anetwork option, whenthe "IMS_SBI" feature is supported, the P-CSCF may support the PCC proceduresin the
present subclause to handle "early session" disposition type SDP, as standardised in IETF RFC 3959 [38].

B.6.2 Service Information Provisioning for Early Media

The P-CSCF can receive "early session” disposition SDP in addition to "session" disposition SDP in SIP early
dialogues.

The P-CSCF shall then provision service information derived both from the "early session” disposition SDP and
"session” disposition SDP applying the proceduresin clauses B.1, B.2, and B.3, and in the present subclause.

The P-CSCF shall apply the mapping rulesin Annex C to derive the flow identifiers from "early session” disposition
SDP.

If asingle medialine with one mediatype (e.g. "audio" or "video") is contained in "early session” disposition SDP and
asingle medialine with the same mediatype is contained in the "session” disposition SDP of the same SIP dialogue,
and both media lines describe service flows of the same directionality (uplink, downlink, or bidirectional), the P-CSCF
should describe those SDP media lines in the same session information media component (with the same flow D).

The"early session” disposition SDP can also contain media lines of atype not included in the "session” disposition
SDP, or several media lines of the same type. Such media components shall be described in own media componentsin
the service information.

If the P-CSCF desires to invoke specia policies or separate event notifications for an "early session” disposition media
ling, it may choose to provision a separate session information media component even if a medialine with the same
mediatype and directionality is contained in "session” disposition SDP.

NOTE 1: A PCF isthen likely to supply separate PCC rules for early media and the corresponding final media. This
may lead to an over provisioning of resources during call establishment and a subsequent reconfiguration
of theradio bearer, or even to acall failureif the extra resources are not authorized or available.

If the P-CSCF receives "early session” disposition SDP before any "session” disposition SDP and supplies service
information derived from the "early session" disposition SDP at this point of time, it shall use dedicated media
components relating only to the "early session” disposition SDP in the service information.

NOTE 2: The"session" disposition SDP offer will frequently occur before the "early session” disposition SDP
offer, but can also occur in parallel or in exceptional cases afterwards. The "session" disposition SDP
answer can be contained in the same SIP message as the "early session” disposition SDP offer, or can be
sent ina200 OK (INVITE), i.e. after the "early session” disposition SDP answer.

If the P-CSCF includes any media component relating both to "early session” disposition SDP and "session” disposition
SDP in the service information, the P-CSCF shall:

- provision the service information derived from "early session” disposition SDP and the service information
derived from "session" disposition SDP in separate Npcf _PolicyAuthorization Update requests (to the same
"Individual Application Session Context" resource), and shall send anew Npcf_PolicyAuthorization Update
regquest only after any previous Npcf_PolicyAuthorization Update request has been acknowledged; and

- provision thefirst service information (either derived from "early session” disposition SDP or "session”
disposition SDP) without the "sipForkind" attribute, or with "sipForkind" attribute with value
"SINGLE _DIALOGUE"; and
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- provision al subsequent service information during ongoing call establishment with the "sipForkind" attribute
with value SEVERAL_DIALOGUES; and

- if an SDP answer has been received and codecs are provisioned within the "codecs' attribute included in a media
component of the "medComponents™ attribute, provision within a*codecs" attribute the codec derived from the
corresponding offer together with a codec derived from the SDP answer.

NOTE 3: The P-CSCF needs to provision the service information derived from "early session” disposition SDP and
the service information derived from "session” disposition SDP in separate
Npcf_PolicyAuthorization _Update requests because the encoding of the media component does not allow
for the simultaneous provisioning of two corresponding filters.

NOTE 4: The PCF will treat service information containing the "sipForkind" attribute as described in
subclause B.3.

B.6.3 Updating the Provisioned Service Information when
Dialogue is established

The P-CSCF shall store the SDP information for the "session” disposition type until the first final SIP answer is
received. Then the early media described in the "early session” disposition type SDP are terminated.

The P-CSCF shall then update the service information to match the requirements of the media described in the "session"
disposition type SDP only:

- If the P-CSCF included any media component relating both to "early session” disposition SDP and "session”
disposition SDP in the service information, the P-CSCF shall send an Npcf_PolicyAuthorization_Update request
without the "sipForkind" attribute or with a"sipForkind" attribute with value SINGLE_DIALOGUE and shall
include the service information derived from the "session" disposition SDP. The P-CSCF shall provision the full
service information including the applicable "fDescs" attribute and "fStatus” attribute.

- The P-CSCF shall disable any media component(s) in the service information that relate to early mediaonly by
setting their flow statusto "REMOVED".

B.7  Provision of Signalling Flow Information at P-CSCF

When the P-CSCF has successfully concluded the initial registration of an attached UE, i.e., when the P-CSCF has sent
to the UE a SIP 200 (OK) response to the SIP REGISTER request, the P-CSCF may provision information about the
SIP signalling flows between the UE and itself using the procedure specified in subclause 4.2.2.16. If the P-CSCF
aready has created an "Individua Application Session Context" resource with the PCF related to the signalling with the
UE, e.g. one that has been opened according to the procedure described in clause B.4, the P-CSCF shall reuse the
aready open session to provision the SIP Signalling IP Flow information using the procedure specified in

subclause 4.2.3.17.

NOTE: This procedureis not applicable for IMS registrations for Emergency sessions.

If the P-CSCF provisions information about SIP signalling flows, the P-CSCF shall ensure that for each signalling 1P
flow information it provides, the flow descriptions within the "fDescs" attribute shall accurately reflect the | P flow
information as seen in the | P header 'on the wire'. The P-CSCF shall set the value of the "af SigProtocol” attribute to
"SIP'.

When the P-CSCF de-registers the UE and terminates SIP Signalling to the UE, the P-CSCF shall de-provision the SIP
Signalling IP flow information from the PCRF as described in subclauses 4.2.2.16 and 4.2.3.17.
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B.8 Retrieval of network provided location information

B.8.1 General

According to clause E.7 of 3GPP TS 23.228 [33], the P-CSCF can use PCC to retrieve network provided location
information. Information flows related to the distribution of network provided location information within the IMS are
provided in Annex R of 3GPP TS 23.228 [33].

The following subclauses provide optional PCC procedures to support the retrieval of network provided location
information.

The originating P-CSCF can, depending on operator policy, retrieve the user location and/or UE Time Zone information
either before sending the INVITE towards the terminating side or upon reception of the SDP answer from the
terminating side.

B.8.2 Retrieval of network provided location information at
originating P-CSCEF for inclusion in SIP Request

If the originating P-CSCF is required by operator policy to retrieve network provided location information before
forwarding a SIP INVITE request, upon reception of the SIP INVITE/UPDATE request, the P-CSCF shall invoke:

- the Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (SIP INVITE request);
or

- the Npcf_PolicyAuthorization_Update service operation according to subclause 4.2.3.14 or the
Npcf_PolicyAuthorization _Subscribe service operation according to subclause 4.2.6.6 (SIP INVITE/UPDATE
request);

including in the corresponding HT TP request:
- anentry of the"AfEventSubscription" datatype in the "events' attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis' attribute, with the required access network information, i.e. user location and/or user time zone
information).

If the SIP INVITE request isan initial SIP INVITE request, the P-CSCF shall create a new "Individual Application
Session Context" for the new SIP session with the Npcf_PolicyAuthorization_Subscribe service operation according to
subclause 4.2.6.6 (if no session information isincluded) or with the Npcf_PolicyAuthorization Create service operation
according to subclause 4.2.2.14 (if preliminary session information isincluded).

The P-CSCF will receive the access network information from the PCF within the Npcf_PolicyAuthorization Notify
service operation as described in subclause 4.2.5.11 and should include this access network information in the SIP
INVITE/UPDATE requests that it forwards. When the retrieved access network information corresponds to the "tnapl d"
or "twapld" attribute, the P-CSCF may also map the retrieved access network information to a Geographical Identifier
for routing, as specified in clause E.8 of 3GPP TS 23.228 [33].

B.8.3 Retrieval of network provided location information at
originating P-CSCF for inclusion in SIP response
confirmation

If an originating P-CSCF is required by operator policy to retrieve network provided location information before
forwarding an SDP answer, the P-CSCF shall apply the following procedures.
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Upon reception of an SDP offer, the P-CSCF may invoke the Npcf_PolicyAuthorization_Create service operation to the
PCF according to clause B.1 and may include in the corresponding HTTP POST request:
- anentry of the "AfEventSubscription” datatype in the "events" attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information).

Upon reception of an SDP answer, the P-CSCF will invoke the Npcf_PolicyAuthorization Update service operation to
the PCF according to clause B.1. If the P-CSCF has not requested access network information upon reception of the
SDP offer, the P-CSCF shall include in the corresponding HTTP PATCH request:

- anentry of the "AfEventSubscription” datatype in the "events" attribute with:
a) the"event" attribute set to the value"ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information).

The P-CSCF will receive the access network information from the PCF in the Npcf_PolicyAuthorization Notify service
operation and should include this access network information in the SIP message with the response confirmation before
forwarding it. When the retrieved access network information corresponds to the "tnapld” or "twapld" attribute, the P-
CSCF may aso map the retrieved access network information to a Geographical Identifier for routing, as specified in
clause E.8 of 3GPP TS 23.228 [33].

B.8.4 Retrieval of network provided location information at
terminating P-CSCF

If aterminating P-CSCF is required by operator policy to retrieve network provided location information at session
establishment and/or modification, the P-CSCF shall apply the following procedures.

The terminating P-CSCF may request network provided location information upon reception of a SIP INVITE request
in the following manner:

- ifthe SIPINVITE request isan initial SIP INVITE request, the P-CSCF shall create a new "Individual
Application Session Context" for the new S|P session with the Npcf_PolicyAuthorization_Subscribe service
operation according to subclause 4.2.6.6 (if no session information isincluded) or with the
Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (if preliminary session
information isincluded);

- if the SIPINVITE contains an SDP offer, the P-CSCF shall include in the corresponding HTTP request:
a) anentry of the "AfEventSubscription” datatype in the "events" attribute with:
(i) the"event" attribute set to the value"ANI_REPORT"; and
(ii) the "notifM ethod" attribute set to the value "ONE_TIME";

b) the"regAnis' attribute, with the required access network information, i.e. user location and/or user time zone
information);

¢) service information derived from the SDP offer; and
d) the"servinfStatus' attribute with the value set to "PRELIMINARY"; and
- if the SIPINVITE does not contain an SDP offer, the P-CSCF shall include in the corresponding HT TP request:

a) an entry of the "AfEventSubscription" datatype in the "events' attribute with:
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(i) the"event" attribute set to the value "ANI_REPORT"; and
(ii) the "notifMethod" attribute set to the value "ONE_TIME"; and

b) the"regAnis' attribute, with the required access network information, i.e. user location and/or user time zone
information).

Upon reception of a SIP response that requires the inclusion of access network information, if the P-CSCF has not
already requested network provided location information upon reception of the corresponding SIP INVITE request, the
P-CSCF shall request network provided location information in the following manner:

if an"Individual Application Session Context" related to service data has not yet been created, the P-CSCF shall
create an "Individual Application Session Context" for the new SIP session with the
Npcf_PolicyAuthorization_Subscribe service operation according to subclause 4.2.6.6 (if no session information
isincluded) or with the Npcf_PolicyAuthorization_Create service operation according to subclause 4.2.2.14 (if
session information is included);

if the SIP response includes an SDP answer, the P-CSCF shall send an HTTP request to the PCF according to
clause B.1; the P-CSCF shall include in this HT TP request:

a) an entry of the "AfEventSubscription" datatype in the "events' attribute with:
(i) the"event" attribute set to the value "ANI_REPORT"; and
(ii) the "notifM ethod" attribute set to the value "ONE_TIME"; and

b) the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information);

if the SIP response does not contain an SDP body, the P-CSCF shall include in the corresponding HTTP request:
a) an entry of the "AfEventSubscription" datatype in the "events' attribute with:

(i) the"event" attribute set to the value "ANI_REPORT"; and

(ii) the "notifMethod" attribute set to the value "ONE_TIME"; and

b) the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information); and

if the SIP response includes an SDP offer, the P-CSCF shall include in the corresponding HT TP request:
- a) anentry of the"AfEventSubscription" datatype in the "events' attribute with:

(i) the"event" attribute set to the value "ANI_REPORT"; and

(ii) the "notifMethod" attribute set to the value "ONE_TIME";

b) the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information);

c) serviceinformation derived from the SDP offer; and

d) the"servinfStatus' attribute with the value set to "PRELIMINARY".

The P-CSCF will receive the access network information from the PCF in the Npcf_PolicyAuthorization Notify service
operation and should include this access network information in the appropriate SIP response before forwarding it.
When the retrieved access network information corresponds to the "tnapld" or "twapld" attribute, the P-CSCF may also
map the retrieved access network information to a Geographical Identifier for routing, as specified in clause E.8 of
3GPP TS 23.228[33].
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B.8.5 Provisioning of network provided location information at SIP
session release

If aP-CSCF isrequired by operator policy to include network provided location information in SIP session release
signalling, the P-CSCF shall apply the following procedures:

Upon reception of a SIP session release request that requires the inclusion of network provided location information, the
P-CSCF will invoke the Npcf_PolicyAuthorization Delete service operation to the PCF according to subclause 4.2.4.6
and shall include in the HTTP request:

- anentry of the "AfEventSubscription” datatype in the "events" attribute with:
a) the"event" attribute set to the value "ANI_REPORT"; and
b) the"notifMethod" attribute set to the value "ONE_TIME"; and

- the"regAnis" attribute, with the required access network information, i.e. user location and/or user time zone
information).

The P-CSCF will receive the access network information from the PCF in the Npcf_PolicyAuthorization Delete service
operation according to subclause 4.2.4.6 and shall include this access network information in the appropriate SIP
message before forwarding it. When the retrieved access network information corresponds to the "tnapld" or "twapld"
attribute, the P-CSCF may also map the retrieved access network information to a Geographical Identifier for routing,
as specified in clause E.8 of 3GPP TS 23.228 [33].

B.9 Resource Sharing

The P-CSCF may indicate to the PCF that media of an "Individual Application Session Context" resource may share
resources with media belonging to other "Individual Application Session Context” resources according to
3GPPTS23.228 [33].

If the P-CSCF determines that resource sharing is possible, it may at creation of anew "Individual Application Session
Context" resource, include the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute indicating that media resources
may be shared in the related direction. The P-CSCF shall assign a distinct value for the "sharingKeyUI" attribute and/or
"sharingKeyDI" attribute for each media component within the "medComponents’ attribute.

NOTE 1: When resource sharing applies to both directions for a certain media component, the P-CSCF can assign
the same value for "sharingKeyUI" attribute and "sharingKeyDI" attribute within the same media
component.

The P-CSCF shall not include the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute within the media
components in the "medComponents" attribute when the "Individual Application Session Context" resource relates to
an Emergency Session.

The PCF shall not include the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute for those PCC/QoS Rules
related to the RTCP traffic.

Trigger conditions that require applying or stopping resource sharing are described in 3GPP TS 24.229 [32].

NOTE 2: When P-CSCF needs to stop sharing according to the procedures described in 3GPP TS 24.229 [32], the
P-CSCF will provide "null" value for the "sharingKeyUI" attribute and/or "sharingKeyDI" attribute within
the media component in the "medComponents" attribute.
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B.10 Handling of MCPTT priority call

B.10.1 General

Within the framework of MCPTT, when the SIP Core (3GPP TS 24.379 [41]) isimplemented by an IM S core network,
if the P-CSCF receives a SIP request message including a Resource-Priority header field with a namespace field and
priority value defined for MCPTT for adjusting the priority of an MCPTT session, the P-CSCF shall provide the
"resPrio" attribute and the "mcpttid" in the Npcf_PolicyAuthorization Create request as defined in subclause B.13.2 to
allow the PCF to set the corresponding PCC rule(s) according to the prioritized MCPTT service. Additionally, if
"PrioritySharing" feature is supported, the P-CSCF may provide the "prioSharinglnd" attribute within the media
component included in the "medComponents' attribute as described in clause B.1. For MCPTT the service priority and
the priority sharing indicator are defined in 3GPP TS 24.379 [41].

NOTE 1: The process of adjusting priority may occur several times during the course of one session, e.g. anormal
MCPTT group call elevated to an MCPTT emergency group call, returned to a normal priority MCPTT
group call, elevated to an MCPTT imminent peril group call and returned to anormal priority MCPTT
group call.

NOTE 2: Upon reception of arequest that requires the adjustment of the MCPTT priority, the PCF is expected to
derive the PCC Rules corresponding to the thisMCPTT session, as appropriate according to operator
policies.

NOTE 3: The PCF can identify an MCPTT call using the IMS Communication Service Identifier specific to
MCPTT, which is provided by the P-CSCF in the "af Appld" attribute in the
Npcf_PolicyAuthorization Create request sent to PCF.

B.10.2 Determination of MCPTT priority parameter values

When the P-CSCF receives an authorized Resource-Priority header field containing an appropriate namespace and
priority value used for MCPTT in SIP signalling, the P-CSCF shall include the "mcpttld" attribute and the "resPrio”
attribute in the corresponding Npcf_PolicyAuthorization service operation towards the PCF.

The "mcpttld" attribute shall include the namespace defined for MCPTT as received within the Resource-Priority
header field.

NOTE: Two different values are defined for the MCPTT-Identifier AVP, one for each namespace value defined
for MCPTT (see IETF RFC 8101 [42]).

The "resPrio" attribute shall contain the priority value of the Resource-Priority header; the lowest priority shall be
mapped to PRIO_1 (Resource-Priority header value 0), the next after the lowest to PRIO_2 (Resource-Priority header
value 1), and so on up to the highest priority which shall be mapped to PRIO_16 (Resource-Priority header value 15).

Additionally, when the P-CSCF receives information about priority sharing from an MCPTT server that supports
simultaneous sessions and that needs to share a common priority for several MCPTT sessions and if "PrioritySharing”
feature is supported, the P-CSCF may include the "prioSharinglnd" attribute within the media component received in
the "medComponents" attribute in the corresponding Npcf_PolicyAuthorization service operation. See

3GPP TS 24.379 [41] for further information.

B.11 Handling of MCVideo priority call

B.11.1 General

Within the framework of MCVideo, when the SIP Core (3GPP TS 23.281 [34]) isimplemented by an IM S core
network, if the P-CSCF receives a SIP request message including a Resource-Priority header field with a namespace
field and priority value defined for MCVideo for adjusting the priority of an MCVideo session, the P-CSCF shall
provide the "resPrio” attribute and the "mcVideold" in the Npcf_PolicyAuthorization Create request as defined in
subclause B.15.2 to allow the PCF to set the corresponding PCC rule(s) according to the prioritized MCVideo service.
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NOTE 1: The process of adjusting priority may occur several times during the course of one session, e.g. anormal
MCVideo group call elevated to an MCVideo emergency group call and returned to a normal priority
MCVideo group call, elevated to an MCVideo imminent peril group call and returned to a normal priority
MCVideo group call.

NOTE 2: Upon reception of arequest that requires the adjustment of the MCVideo priority, the PCF is expected to
derive the PCC Rules corresponding to the this MCVideo session, as appropriate according to operator
policies.

NOTE 3: The PCF canidentify an MCVideo call using the IMS Communication Service Identifier specific to
MCVideo, which is provided by the P-CSCF in the "afAppld" attribute in the
Npcf_PolicyAuthorization_Create request sent to PCF.

B.11.2 Determination of MCVideo priority parameter values

When the P-CSCF receives an authorized Resource-Priority header field containing an appropriate namespace and
priority value used for MCVideo in SIP signalling, the P-CSCF shall include the "mcVideold" attribute and the
"resPrio” attribute in the corresponding Npcf _PolicyAuthorization service operation towards the PCF.

The"mcVideold" attribute shall include the namespace defined for MCVideo as received within the Resource-Priority
header field.

The "resPrio" attribute shall contain the priority value of the Resource-Priority header; the lowest priority shall be
mapped to PRIO_1 (Resource-Priority header value 0), the next after the lowest to PRIO_2 (Resource-Priority header
value 1), and so on up to the highest priority which shall be mapped to PRIO_16 (Resource-Priority header value 15).

B.12 Notification Access Type Change

When the P-CSCF receives an initial SIP REGISTER message or a SIP INVITE message from an attached UE, the P-
CSCF may request from the PCF the information about the access type the UE is attached to using the procedure
specified in subclauses 4.2.2.2, 4.2.3.2 and 4.2.6.2.

NOTE 1: This procedureis not applicable for IMS registrations for Emergency sessions.

NOTE 2: The P-CSCF can request information about the access type as part of the SIP session setup when it isonly
interested in the related information when the IM S session is ongoing.

If the P-CSCF requests information about the access type, the P-CSCF shall also subscribe within the same
Npcf_PolicyAuthorization service operation to notifications for changes of the access type used by the UE. The P-
CSCF shall include an entry of the "AfEventSubscription” datatypein the "events' attribute with the "event" attribute
set to the value "ACCESS _TYPE_CHANGE".

When the P-CSCF receives from the PCF the access type:
- inthe subscription request response within the HT TP response; or
- inthe notification of accesstype changein an HTTP POST request from the PCF,

the P-CSCF shall store the access type information received within the "accessType" attribute and the RAT type
information received within "ratType" attribute and use the received information as per P-CSCF proceduresin
3GPPTS24.229[32].

The P-CSCF may receive subsequent notifications for changes of the access type from the PCF according to

subclause 4.2.5.2. When the P-CSCF receives a notification of the change of the access type used by the UE, the P-
CSCF shall store the new access type information and RAT type information and use the received information as per P-
CSCF proceduresin 3GPP TS 24.229 [32].

NOTE 3: The subscription to receive information about the access type will be cancelled when the corresponding
Individual Application Session Context resource is removed by the AF (i.e. whenthe UE is
de-REGISTERED or therelated SIP cal is released).
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B.13 Noatification of PLMN Change

When the P-CSCF receives an initial SIP REGISTER message from an attached UE, the P-CSCF may subscribe to
notifications of PLMN changes corresponding to the identity of the network where the UE islocated using the
procedure specified in subclauses 4.2.2.2, 4.2.3.2 and 4.2.6.2.

When the P-CSCF receives the subscription request response in an HT TP response or the notification of PLMN change
inan HTTP POST request from the PCF, the P-CSCF shall store the PLMN identifier and, if available, the NID
received within the "plmnld" attribute and use the received information as per P-CSCF proceduresin

3GPPTS24.229 [32].

The P-CSCF shall cancel the subscription to notification for changes of the PLMN used by the UE when the user is de-
registered from the IM CN subsystem.

B.14 Coverage and Handoff Enhancements using
Multimedia error robustness feature (CHEM)

As anetwork option, the P-CSCF may support the PCC procedures in the present clause to handle the Coverage and
Handoff Enhancements using Multimedia error robustness feature (CHEM).

NOTE: Whenthe CHEM feature is supported, improved error robustness might be enabled by packet-loss
handling procedures of the codec, codec mode, or codec configuration to avoid, delay, or reduce the need
to handoff aterminal due to degradation in the media quality. Communicating the level of robustness of
the media to the network enables the eNB to use this information to determine athreshold for when the
terminal should be handed off to another cell, domain (circuit-switched vs. packet-switched), or radio
access technology.

When a session isinitiated or modified the P-CSCF supporting the CHEM feature shall derive the

"maxPacketL ossRateDI" attribute and " maxPacketL ossRateUl" attribute based on the PLR_adapt and maxe2e-PLR
attribute values in both the SDP offer and/or SDP answer to determine the maximum tolerable end-to-end PLR budget
distributed across the uplink and downlink in a media transport path as described in 3GPP TS 29.513 [7]

subclause 7.2.3.

Upon reception of SDP offer and answer, the P-CSCF should check whether "a= PLR_adapt” lineis present in both
SDP offer and answer to derive "maxPacketl ossRateDI" attribute and " maxPacketlL ossRateUl" attribute in
"medComponents” attribute else "maxPacketL ossRateDI" and "maxPacketL ossRateUl" attributes are not included by
the P-CSCF.

The originating P-CSCF should derive "maxPacketL ossRateDI" attribute to the maximum value of
MaxPacketL ossRateDI among all the RTP payload types. For each RTP payload type MaxPacketL ossRateDl is
computed as described in 3GPP TS 29.513 [7] subclause 7.2.3.

- If maxe2e-PLR isincluded in the SDP offer then the MaxPacketL ossRateDI for a payload type is derived as
value of maxe2e-PLR in the SDP offer minus maxUL-PLR in the SDP answer if present else the
MaxPacketL ossRateDlis %2 maxe2e-PL R value present in the SDP offer.

- If maxe2e-PLR is not included in the SDP offer then the MaxPacketL ossRateDI for a payload type is derived
from the default value in end-to-end Maximum End-to-End Packet Loss Rate for the decoder of the RTP payload
type as recommended in 3GPP TS 26.114 [30]subclause X.1.2 for application layer redundancy or X.1.1 for
partial redundancy minus maxUL-PLR in the SDP answer if present el se the MaxPacketL ossRateDI ¥z default
value in end-to-end Maximum End-to-End Packet L oss Rate for the decoder of the RTP payload type as
recommended in 3GPP TS 26.114 [30] subclause X.1.2 for application layer redundancy or X.1.1 for partial
redundancy.

The originating P-CSCF should derive "maxPacketL ossRateUl" attribute to the maximum value of
MaxPacketL ossRateUl among all the RTP payload types. For each RTP payload type MaxPacketL ossRateUl is
computed as described in 3GPP TS 29.513 [7] subclause 7.2.3.
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- If maxe2e-PLR isincluded in the SDP answer then the MaxPacketL ossRateUl for a payload typeis derived as
value of maxe2e-PLR in the SDP answer minus maxDL-PLR in the SDP answer if present else the
MaxPacketL ossRateUl is %2 maxe2e-PL R value present in the SDP answer.

- If maxe2e-PLR is not included in the SDP answer then the MaxPacketL ossRateUl for a payload typeis derived
asthe ¥z default value in end-to-end Maximum End-to-End Packet Loss Rate for the decoder of the RTP payload
type as recommended in 3GPP TS 26.114 [30] subclause X.1.2 for application layer redundancy or X.1.1 for
partial redundancy.

The terminating P-CSCF should derive "maxPacketL ossRateDI" attribute to the maximum value of
MaxPacketL ossRateDI among all the RTP payload types. For each RTP payload type MaxPacketL ossRateDl is
computed as described in 3GPP TS 29.513 [7] subclause 7.2.3.

- If maxe2e-PLR isincluded in the SDP answer then the MaxPacketL ossRateDlI for a payload type is derived as
value of maxDL-PLR in the SDP answer if present else the MaxPacketL ossRateDl is 2 maxe2e-PLR value
present in the SDP answer.

- If maxe2e-PLR is not included in the SDP answer then the MaxPacketL ossRateDI for a payload typeis derived
asthe %2 default value in end-to-end Maximum End-to-End Packet Loss Rate for the decoder of the RTP payload
type as recommended in 3GPP TS 26.114 [30] subclause X.1.2 for application layer redundancy or X.1.1 for
partial redundancy.

The terminating P-CSCF should derive "maxPacketL ossRateUl" attribute to the maximum value of
MaxPacketL ossRateUl among all the RTP payload types. For each RTP payload type MaxPacketL ossRateUl is
computed as described in 3GPP TS 29.513 [7] subclause 7.2.3.

- If maxe2e-PLR isincluded in the SDP offer then the MaxPacketL ossRateUl for a payload type is derived as
value of maxUL-PLR in the SDP answer if present el se the MaxPacketL ossRateUl is %2 maxe2e-PLR value
present in the SDP offer.

- If maxe2e-PLR is not included in the SDP offer then the M axPacketL ossRateUl for a payload type is derived as
the ¥z default value in end-to-end Maximum End-to-End Packet Loss Rate for the decoder of the RTP payload
type as recommended in 3GPP TS 26.114 [30] subclause X.1.2 for application layer redundancy or X.1.1 for
partial redundancy.

B.15 Handling of a FLUS session

If the P-CSCF receives a SIP request that requires provisioning of a service information to the PCF, the "FLUS" feature
is supported and an SDP attribute "a=label:flus..." isincluded in one or more of the received SDP media descriptions,
the P-CSCF shall provide the string after "a=label:" starting with "flus" within the "flusld" attribute for each affected
media components within the "medComponents" attribute in the corresponding Npcf_PolicyAuthorization service
operation towards the PCF.

NOTE: During thefirst interaction with the PCF, the P-CSCF does not know if the "FLUS' feature is supported
by the PCF. In this case the P-CSCF will include the information as if the feature is supported.

If additionally the P-CSCF receives the "a=3gpp-gos-hint" media-level SDP attribute in the SIP request, the P-CSCF
shall provide the PCF with the "desMaxLatency" attribute and/or "desMaxL oss" attribute as described in
3GPP TS 29.513[7], subclause 7.2.3.

Upon receiving the information from the P-CSCF and if the "FLUS" feature is supported, the PCF shall derive the QoS
information as described in 3GPP TS 29.513 [7], subclause 7.3.3.

B.16 QoS hint support for data channel media

If the P-CSCF receives a SIP request that requires provisioning of a service information to the PCF, the QoSHint
feature is supported and an SDP attribute "a=3gpp-qos-hint” isincluded in one or more of the received data channel
media descriptions, the P-CSCF may provide the "desMaxLatency" attribute and/or "desMaxLoss" attribute for each
affected application media component within the "medComponents” attribute in the corresponding
Npcf_PolicyAuthorization service operation towards the PCF.
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NOTE: During thefirst interaction with the PCF, the P-CSCF does not know if the QoSHint feature is supported
by the PCF. In this case the P-CSCF will include the information asif the feature is supported.

Upon receiving the information from the P-CSCF and if the QoSHint feature is supported, the PCF shall derive the QoS
information as described in 3GPP TS 29.513 [7], subclause 7.3.3.

B.17 Handling of MPS Session

When the P-CSCF receives an authorised Resource-Priority header field or when the P-CSCF adds a temporarily
authorised Resource-Priority header field containing an appropriate namespace and priority valuein SIP signaling, and
recognizes the need for priority treatment as specified in 3GPP TS 24.229 [32], and the "IMS_SBI" feature is supported,
the P-CSCF shall include the "mpsld" attribute and the "resPrio” attribute in the corresponding
Npcf_PolicyAuthorization service operation towards the PCF. The "mpsld" attribute shall contain the national variant
for MPS service name indicating an MPS session. The "resPrio” attribute shall be determined based on the resource
value received in the "wps' namespace of the SIP Resource-Priority header field, and shall be included at
"AppSessionContextRegData" data type level aswell asthe "MediaComponent” datatype level. The "resPrio” attribute
shall be populated with a default value if the priority value is unknown.

NOTE 1: Various mechanisms can be applied to recognize the need for priority treatment in the P-CSCF (e.g.,
based on the dialled digits), according to national regulation and network configuration, as stated in
3GPP TS 24.229[32].

NOTE 2: Highest user priority level (lowest numerical resource value of the SIP Resource-Priority header field) is
mapped to the highest enumerated value of the "resPrio" attribute.

If the P-CSCF supports the SBI Message Priority mechanism for an MPS session, the P-CSCF shall include the " 3gpp-
Shi-Message-Priority" custom HTTP header with a priority value based on the value of the "resPrio" attribute. The
highest "resPrio" value is mapped to the corresponding lowest val ue of the "3gpp-Shi-Message-Priority" custom HTTP
header.

Upon reception of arequest that requires MPS treatment, the PCF shall derive the PCC rules corresponding to the MPS
session, as appropriate. The PCF shall take specific actions on the corresponding PDU session to ensure that the MPS
sessionis prioritized, as described in 3GPP TS 29.512 [8], subclause 4.2.6.2.12.3.

When the P-CSCF detects that the MPS session has ended, the P-CSCF deletes in the PCF the "Individual Application
Session Context" resource corresponding to the MPS session. The PCF shall delete the PCC rules corresponding to the
MPS session and shall revoke the actions related to the prioritization of the MPS session in the corresponding PDU
session, as described in 3GPP TS 29.512 [8], subclause 4.2.6.2.12.3.
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Annex C (normative):
Flow identifiers: Format definition and examples

C.1 Format of a flow identifier

C.1.1 General

A flow identifier is expressed as a 2-tuple as follows:

<The ordinal number of the position of the media component description in the SDI. The ordinal number of the
IP flow(s) within the media component description assigned in the order of increasing downlink port numbers as
detailed below.>

where both are numbered starting from 1. The encoding of the flow identifier isasindicated in 3GPP TS 24.008 [36].

The rulesfor the alocation of flow identifiersto I P flows are defined in 3GPP TS 29.214 [20], Annex B.1.1. Derivation
of flow identifiers from SDP are described in 3GPP TS 29.214 [20], Annex B.1.2, and examples are covered in
3GPP TS 29.214 [20], Annex B2, B3, B4 and B5.

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 176 ETSI TS 129 514 V16.17.0 (2023-07)

Annex D (normative):
Wireless and wireline convergence access support

D.1  Scope

This annex provides the stage 3 definition of the Policy Authorization Service for wireless and wireline convergence
access support for 5GS.

The stage 2 definition and procedures of the Policy Authorization Service for wireless and wireline convergence access
support for 5GS are contained in 3GPP TS 23.316 [44].

D.2  Npcf PolicyAuthorization Service

D.2.1 Service Description

D.2.1.1 Overview

The overview defined in subclause 4.1.1 applies with the exception that the UE is replaced by the 5G-RG and the W-
AGF, which is acting as a UE towards the 5GC on behalf of the FN-RG.

D.2.1.2 Service Architecture

The service architecture defined in subclause 4.1.2 applies.
D.2.1.3 Network Functions

D.2.1.3.1 Policy Control Function (PCF)

The PCF functionality defined in subclause 4.1.3.1 shall apply with the following modifications for W-5GAN and for
the Npcf_PolicyAuthorization service:

- The5G-RG and the W-AGF, acting as a UE towards the 5GC on behalf of the FN-RG, replace the UE.

- The PCF provides Policy Authorization as described in this Annex.

D.2.1.3.2 NF Service Consumers

The AF functionality defined in subclause 4.1.3.2 shall apply with the following exceptions for the traffic of a PDU
session over wireline access:

- Indication that the QoS targets can no longer (or can again) be guaranteed does not apply.

Invocation of Multimedia Priority Services does not apply in this release of the specification.
- Indication of PLMN change does not apply.

- Indication of TSN 5GS Bridge Information does not apply.

- Reporting RAN/NAS Release Cause over wireline does not apply.

- The Maximum Packet Loss Rate for UL and DL is not forwarded to the wireline access. CHEM feature does not
apply.
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D.3  Service Operations

D.3.1 Introduction

Service procedures covered in subclause 4.2.1 shall apply.

D.3.2 Npcf_PolicyAuthorization_Create Service Operation

D.3.2.1 General

The procedures specified in subclause 4.2.2 shall apply with the following differences:

- Subscriptions to notifications of Service Data Flow QoS targets are not supported. Subclause 4.2.2.6 does not
apply for the traffic of a PDU session over wireline access.

- Invocation of Multimedia Priority Servicesis not supported. Subclause 4.2.2.12 does not apply for the traffic of a
PDU session over wireline access.

- The PEI that may be returned as available user information within the "uelds" attribute described in
subclause 4.2.2.18 shall have one of the following representations:

i.  When the UE supports only wireline access, the PEI shall be aMAC address.
ii. When the UE supports at |east one 3GPP access technology, the PEI shall be the allocated IMEI or IMEISV.

- Subscription and notification of PLMN change does not apply for the traffic of a PDU session over wireline
access.

- Indication of TSN 5GS Bridge Information does not apply. Subclauses 4.2.2.24, 4.2.2.25 and 4.2.2.31 do not
apply.

- The Maximum Packet Loss Rate for UL and DL is not forwarded to the wireline access. Subclause 4.2.2.28,
Support of CHEM feature, does not apply for the traffic of a PDU session over wireline access.

- When the AF subscribes to the Access Type Change event, the event is met, and the 5G-RG or FN-RG is
connected to the 5GC via wireline access, the reported wireline transmission technology is encoded in the
"ratType" attribute, within either the EventsNotification data type or the Additional Accessinfo data type, as
applicable.

D.3.3 Npcf_PolicyAuthorization_Update Service Operation

D.3.3.1 General

The procedures specified in subclause 4.2.3 shall apply with the following differences:

- Subscriptions to notifications of Service Data Flow QoS targets are not supported. Subclause 4.2.3.6 does not
apply for the traffic of a PDU session over wireline access.

- Invocation of Multimedia Priority Servicesis not supported. Subclause 4.2.3.12 does not apply for the traffic of a
PDU session over wireline access.

- Subscription and notification of PLMN change does not apply for the traffic of a PDU session over wireline
access.

- Indication of TSN 5GS Bridge Information does not apply. Subclauses 4.2.3.24, and 4.2.3.25 do not apply.

- The Maximum Packet Loss Rate for UL and DL is not forwarded to the wireline access. Subclause 4.2.3.27,
Support of CHEM feature, does not apply for the traffic of a PDU session over wireline access.
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- When the AF subscribes to the Access Type Change event, the event is met, and the 5G-RG or FN-RG is
connected to the 5GC via wireline access, the reported wireline transmission technology is encoded in the
"ratType" attribute, within either the EventsNotification data type or the Additional Accessinfo data type, as
applicable.

D.3.4 Npcf_PolicyAuthorization_Delete Service Operation

D.3.4.1 General

The procedures specified in subclause 4.2.4 shall apply with the following differences:

- When the report of access network information described in subclause 4.2.4.6 includes the user location
information, the "n3gal ocation" attribute shall be included in the "uelL oc" attribute and shall encode:

a) if the UE connects via W-5GBAN access:
- shall encode the Global Line Identifier in the "gli" attribute; and

- may include the "w5gbanLineType" attribute to indicate whether the W-5GBAN accessis DSL or PON;
or

b) if the UE connects viaW-5GCAN access, the HFC Node Identifier in the "hfcNodeld" attribute.

- Reporting RAN/NAS Release Cause over wireline does not apply. Subclause 4.2.4.10 does not apply.

D.3.5 Npcf_PolicyAuthorization_Notify Service Operation

D.3.5.1 General

The procedures specified in subclause 4.2.5 shall apply with the following differences:

- Subscriptions to notifications of Service Data Flow QoS targets are not supported. Subclause 4.2.5.4 does not
apply for the traffic of a PDU session over wireline access.

- Invocation of Multimedia Priority Servicesis not supported. Subclause 4.2.4.5 does not apply for the traffic of a
PDU session over wireline access.

- When the report of access network information described in subclause 4.2.5.11 includes the user location
information, the "n3gal ocation™" attribute shall be included in the "ueLoc" attribute and shall encode:

a) if the UE connects via W-5GBAN access:
- shall encode the Global Line Identifier in the "gli" attribute; and

- may include the "w5gbanLineType" attribute to indicate whether the W-5GBAN accessis DSL or PON;
or

b) if the UE connects via W-5GCAN access, the HFC Node Identifier in the "hfcNodeld" attribute.
- Notification of PLMN changes does not apply for the traffic of a PDU session over wireline access.
- Indication of TSN 5GS Bridge Information does not apply. Subclauses 4.2.5.13 and 4.2.5.16 do not apply.
- Reporting RAN/NAS Release Cause over wireline does not apply. Subclauses 4.2.5.5 and 4.2.5.10 do not apply.

- When the 5G-RG or FN-RG connects to the 5GC via W-5GAN, and the Access Type Change event is met, the
reported wireline transmission technology is encoded in the "ratType" attribute, within either the
EventsNotification data type or the Additional Accessinfo data type, as applicable.
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D.3.6 Npcf_PolicyAuthorization_Subscribe Service Operation

D.3.6.1 General

The procedures specified in subclause 4.2.6 shall apply with the following differences:

- When the AF subscribes to the Access Type Change event, the event is met, and the 5G-RG or FN-RG is
connected to the 5GC via wireline access, the reported wireline transmission technology is encoded in the
"ratType" attribute, within either the EventsNotification data type or the Additional Accessinfo data type, as
applicable.

- Subscription to PLMN change does not apply for the traffic of a PDU session over wireline access.

D.3.7 Npcf_PolicyAuthorization_Unsubscribe Service Operation

D.3.7.1 General

The procedures specified in subclause 4.2.7 shall apply.
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2019-09 | CT#85 | CP-192155 |0125 1{ B [Support of Mission Critical Video 16.2.0
2019-09 | CT#85 [ CP-192155 |0126 1{ B [Priority Sharing Indication 16.2.0
2019-09 | CT#85 [ CP-192155 |0127 B |IMS emergency services 16.2.0
2019-09 | CT#85 [ CP-192144 0129 A _[Correction to Policy Authorization Update 16.2.0
2019-09 | CT#85 | CP-192152 |0130 1| B |[Support of wireline and wireless access convergence, Annex 16.2.0
Skeleton
2019-09 | CT#85 [ CP-192223 |0131 1| B [Support of wireline and wireless access convergence, NFs 16.2.0
2019-09 | CT#85 | CP-192173 |0133 F [OpenAPI version update 16.2.0
2019-12 | CT#86 CP-193181 |0135 1| F [Open issue for AddrReservation feature 16.3.0
2019-12 | CT#86 | CP-193186 |0137 F [Correction to appReloc attribute 16.3.0
2019-12 | CT#86 CP-193196 |0138 1| B |P-CSCF procedures to support Access Type Change notification 16.3.0
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2019-12 | CT#86 | CP-193196 |0139 1{ B |P-CSCF procedures to subscribe to PLMN Change notification 16.3.0
2019-12 | CT#86 | CP-193196 |0140 2| B |Support of the RAN-NAS Release Cause 16.3.0
2019-12 | CT#86 CP-193235 0141 6( B |QoS Handling for V2X Communication 16.3.0
2019-12 | CT#86 | CP-193181 |0142 3] B |QoS Monitoring for Service Data Flows 16.3.0
2019-12 | CT#86 CP-193196 |0144 B |NetLoc Correction 16.3.0
2019-12 | CT#86 | CP-193222 |0145 2| B |Transport of TSN information and containers between PCF and AF | 16.3.0
2019-12 | CT#86 CP-193222 (0146 1| B [Transport of TSC assistance information between PCF and AF 16.3.0
2019-12 | CT#86 | CP-193260 |0147 5| B [Indication of PS to CS Handover for 5G SRVCC 16.3.0
2019-12 | CT#86 CP-193215 0148 4| B |Coverage and Handover Enhancements for Media (CHEM) 16.3.0
2019-12 | CT#86 | CP-193197 |0149 2| B |Update of API version and TS version in OpenAPI file 16.3.0
2019-12 | CT#86 | CP-193186 |0151 A [Correct VLAN tag description 16.3.0
2019-12 | CT#86 | CP-193186 |0153 A | Corrections to several mistakes 16.3.0
2019-12 | CT#86 | CP-193228 |0154 2| B |Report of Wireline Location Information 16.3.0
2019-12 | CT#86 | CP-193191 |0155 1{ B [Support of SWWC, supported PEI format 16.3.0
2019-12 | CT#86 | CP-193229 |0156 2| B |Support of Trusted non-3GPP accesses 16.3.0
2019-12 | CT#86 CP-193196 (0157 F | Correction of AF Charging Identifier data type 16.3.0
2019-12 | CT#86 | CP-193196 |0158 2| B |P-CSCF restoration 16.3.0
2019-12 | CT#86 CP-193196 |0159 B |Support of Maximum Supported Bandwidth and Minimum Desired 16.3.0
Bandwidth
2019-12 | CT#86 | CP-193212 |0161 1{ F |Update of API version and TS version in OpenAPI file 16.3.0
2020-03 | CT#87e | CP-200215 |0162 B |Support of Framework for Live Uplink Streaming (FLUS) in 16.4.0
Npcf_PolicyAuthorization service
2020-03 | CT#87e [ CP-200207 |0174 B |DNN Clarification 16.4.0
2020-03 | CT#87e | CP-200265 |0176 3] B |Complete the QoS Monitoring 16.4.0
2020-03 | CT#87e | CP-200206 |0177 B | Network provided location information at SIP session release 16.4.0
2020-03 | CT#87e | CP-200231 |0180 1{ B |Report of EPS Fallback 16.4.0
2020-03 | CT#87e | CP-200201 |0181 1{ B |Update of the indication of PS to CS Handover 16.4.0
2020-03 | CT#87e | CP-200254 |0182 3] B |Configuration of one or more NW-TT port management information | 16.4.0
containers
2020-03 | CT#87e | CP-200218 0183 B |DS-TT port MAC address as UE MAC address 16.4.0
2020-03 | CT#87e | CP-200218 |0184 2| B |TSCAI input container and TSN QoS container 16.4.0
2020-03 | CT#87e | CP-200256 |0185 2] B |Notification about TSN port detection and/or port management 16.4.0
information, AF session exists
2020-03 | CT#87e | CP-200255 |0186 1[ B |Notification about TSN port detection and/or port management 16.4.0
information, no AF session exists
2020-03 | CT#87e | CP-200212 |0187 F [Modification of Alternative Service Requirements 16.4.0
2020-03 | CT#87e | CP-200212 |0188 F [Service Procedures for AF session with required QoS functionality | 16.4.0
2020-03 | CT#87e | CP-200207 |0189 B |Adding "ProblemDetails" data type in table 5.6.1-2 16.4.0
2020-03 | CT#87e | CP-200214 |0190 F [Enumeration PreemptionControlinformationRm and "nullable” 16.4.0
keyword
2020-03 | CT#87e | CP-200202 |0191 F [Correcting 5G_URLLC errors in clause 5.6 16.4.0
2020-03 | CT#87e | CP-200206 0192 F [OpenAPI: property containing the pre-emption control information 16.4.0
2020-03 | CT#87e | CP-200206 |0193 F [Correcting eIMS5G_SBA errors in clause 5.6 16.4.0
2020-03 | CT#87e | CP-200261 |0194 F |Adding info about removable attributes "maxPacketLossRateDI" 16.4.0
and "maxPacketLossRateUl"
2020-03 | CT#87e | CP-200212 |0195 1{ F [Correction to QoS notification Control 16.4.0
2020-03 | CT#87e | CP-200216 |0197 F |Update of OpenAPI version and TS version in externalDocs field 16.4.0
2020-06 | CT#88e | CP-201219 |0199 1[{ A |[Correction to response for PUT request for Events Subscription 16.5.0
2020-06 | CT#88e | CP-201252 |0200 1| F |Correction to bridge information report and port management 16.5.0
information container provisioning
2020-06 | CT#88e [ CP-201252 (0201 1{ B |Correction to TSCAI provisioning 16.5.0
2020-06 | CT#88e | CP-201228 |0203 F _|Removal of MAC address 16.5.0
2020-06 | CT#88e [ CP-201228 |0204 F [Solving ENSs related to a global line identity 16.5.0
2020-06 | CT#88e | CP-201228 |0205 F [Solving ENs related to NetLoc support for wireline access 16.5.0
2020-06 | CT#88e | CP-201213 |0206 F [Adding QosMonitoringInformationRm in table 5.6.1-1 16.5.0
2020-06 | CT#88e | CP-201232 |0207 F | Miscellaneous corrections 16.5.0
2020-06 | CT#88e | CP-201246 |0208 F [Support of FLUS feature 16.5.0
2020-06 | CT#88e | CP-201246 |0209 F [Names of "maxPacketLossRateDI" and "maxPacketLossRateUl" 16.5.0
attributes
2020-06 | CT#88e | CP-201252 |0210 B [Adding support of NID 16.5.0
2020-06 | CT#88e | CP-201228 |0211 F |Correction to Access Network Information for Trusted non-3GPP 16.5.0
access
2020-06 | CT#88e | CP-201228 |0212 B |Solving Editor’s notes on report of location for Trusted non-3GPP 16.5.0
access
2020-06 | CT#88e | CP-201229 |0213 3| B |Access Type Report for a MA PDU session 16.5.0
2020-06 | CT#88e | CP-201232 |0214 3| F |Correction to NetLoc feature 16.5.0
2020-06 | CT#88e [ CP-201252 0215 1{ B |Correction to TSCAI UL and DL description 16.5.0
2020-06 | CT#88e | CP-201252 |0216 3] B |Update of TSN related events 16.5.0
2020-06 | CT#88e | CP-201244 |0217 1[{ F |Storage of YAML files in ETSI Forge 16.5.0
2020-06 | CT#88e | CP-201228 |0218 3] B |Access Type report for WWC 16.5.0
2020-06 | CT#88e | CP-201246 |0219 1{ B [Support of applications with specific QoS hints 16.5.0
2020-06 | CT#88e [ CP-201272 0221 1{ B |Introduction of Bridge management information 16.5.0

ETSI



3GPP TS 29.514 version 16.17.0 Release 16 184 ETSI TS 129 514 V16.17.0 (2023-07)

2020-06 | CT#88e | CP-201219 |0222 1[ A |Correction of Policy Authorization Delete API 200 OK response 16.5.0
body content
2020-06 | CT#88e | CP-201252 0224 1| B |DS-TT MAC address derivation 16.5.0
2020-06 | CT#88e | CP-201273 |0225 1| B [Max bitrate of TSN QoS information 16.5.0
2020-06 | CT#88e [ CP-201252 0226 1| B [Port management on TSN AF 16.5.0
2020-06 | CT#88e | CP-201252 |0227 1[ F |[Service information provisioning for TSN 16.5.0
2020-06 | CT#88e | CP-201337 |0228 1| B [TSN QoS Information derivation on the TSN AF 16.5.0
2020-06 | CT#88e [ CP-201256 |0230 1{ F |URI of the Npcf_PolicyAuthorization service 16.5.0
2020-06 | CT#88e | CP-201219 |0232 A |OpenAPI: adding Location header field in 303 response 16.5.0
2020-06 | CT#88e | CP-201228 0233 1{ B |Events not supported in wireline access 16.5.0
2020-06 | CT#88e | CP-201270 |0234 1| B |Reallocation of credit 16.5.0
2020-06 | CT#88e | CP-201252 |0235 1{ B |Indication of Application Sessions resource 16.5.0
2020-06 | CT#88e | CP-201252 |0236 1| B |TSN AF selection by PCF 16.5.0
2020-06 | CT#88e | CP-201219 |0238 1{ A |[Correction to Subscription operation 16.5.0
2020-06 | CT#88e | CP-201244 0241 F [Optionality of ProblemDetails 16.5.0
2020-06 | CT#88e [ CP-201252 0242 B | Providing NID to the P-CSCF 16.5.0
2020-06 | CT#88e | CP-201232 (0243 1| F |"PCSCF-Restoration-Enhancement" feature corrections 16.5.0
2020-06 | CT#88e [ CP-201244 0244 F [Required field in OpenAPI file 16.5.0
2020-06 | CT#88e | CP-201244 0245 1{ F [Supported headers, Resource Data type, Operation Name 16.5.0
2020-06 | CT#88e | CP-201233 |0247 1{ B |Description of enhanced PCC features in NF description clauses 16.5.0
2020-06 | CT#88e | CP-201252 0248 1{ B [Description of TSN features in NF description clauses 16.5.0
2020-06 | CT#88e | CP-201213 |0249 B |Description of URLLC features in NF description clauses 16.5.0
2020-06 | CT#88e | CP-201238 |0250 B | Description of V2X features in NF description clauses 16.5.0
2020-06 | CT#88e | CP-201255 |0253 F [Update of OpenAPI version and TS version in externalDocs field 16.5.0
2020-09 | CT#89e | CP-202065 |0256 1| F [Data type correction of the regAni 16.6.0
2020-09 | CT#89e | CP-202062 |0257 1 F |Removal on Editor’s notes on traffic forwarding for a MA PDU 16.6.0
session
2020-09 | CT#89e | CP-202065 0258 F | Correction to Trusted Non-3GPP location information 16.6.0
2020-09 | CT#89e | CP-202065 |0259 1[ F |Correction of handling of non-3GPP location information by the P- 16.6.0
CSCF
2020-09 | CT#89e | CP-202065 |0260 1{ F [Handling of MPS Session by the P-CSCF 16.6.0
2020-09 | CT#89e [ CP-202084 |0261 F |Update of OpenAPI version and TS version in externalDocs field 16.6.0
2020-12 | CT#90e | CP-203139 |0262 1{ F |Essential Corrections and alignments 16.7.0
2020-12 | CT#90e | CP-203127 |0263 1{ F |SBI Message Priority mechanism for emergency session 16.7.0
2020-12 | CT#90e | CP-203116 |0265 A _|Correction to ACCESS_TYPE_CHANGE 16.7.0
2020-12 | CT#90e | CP-203150 |0266 1[{ F |Remove the NW-TT port from the TSN bridge info 16.7.0
2020-12 | CT#90e [ CP-203132 0267 1{ F [Correction to Alternative QoS Parameter 16.7.0
2020-12 | CT#90e | CP-203116 |0269 1| A |Correction to referenced attributes 16.7.0
2020-12 | CT#90e [ CP-203111 |0270 F [Corrections on QoS monitoring 16.7.0
2020-12 | CT#90e | CP-203111 |0271 1[{ F [QoS monitoring report at PDU session termination 16.7.0
2020-12 | CT#90e [ CP-203139 0272 1| F |Storage of YAML files in ETSI Forge 16.7.0
2020-12 | CT#90e | CP-203110 |0273 1{ F |[Correction to support redirection codes 16.7.0
2020-12 | CT#90e [ CP-203152 0274 F [Update of OpenAPI version and TS version in externalDocs field 16.7.0
2021-03 | CT#91e | CP-210210 |0275 4] F |Disable UE natifications at changes related to Alternative QoS 16.8.0
Profiles
2021-03 | CT#91e [ CP-210202 |0276 1{ F [Correction to location information 16.8.0
2021-03 | CT#91e | CP-210192 |0277 1[ F |mandate notifCorreld for QoS monitoring subscrtiption 16.8.0
2021-03 | CT#91e | CP-210191 |0278 3| F |Correction to resource identifiers descriptions used in notifications 16.8.0
2021-03 | CT#91e | CP-210237 |0279 1| F |Correction to TSN scenarios. 16.8.0
2021-03 | CT#91e | CP-210197 |0287 1{ A |[Correction to PATCH method 16.8.0
2021-03 | CT#91e | CP-210209 |0288 F [Usage threshold update 16.8.0
2021-03 | CT#91e [ CP-210239 |0291 F [Update of OpenAPI version and TS version in externalDocs field 16.8.0
2021-06 | CT#92e | CP-211205 |0301 2| A |Correction on 404 Not Found 16.9.0
2021-06 | CT#92e [ CP-211261 |0303 F | Correction to Data type table 16.9.0
2021-06 | CT#92e [ CP-211200 |0305 1| F [Redirect responses with "application/json" media type 16.9.0
2021-06 | CT#92e | CP-211303 |0307 3] F |Correcting the unit of Periodicty 16.9.0
2021-06 | CT#92e | CP-211262 |0312 1| F [Removal of tsnBridgelnfo from EventsNotification dat type 16.9.0
2021-06 | CT#92e | CP-211220 |0316 1 F |Adding NWDAF as the consumer of Npcf_PolicyAuthorization 16.9.0
service
2021-06 | CT#92e | CP-211205 |0320 A |Attribute and data type corrections 16.9.0
2021-06 | CT#92e | CP-211264 |0326 F [Update of OpenAPI version and TS version in externalDocs field 16.9.0
2021-09 | CT#93e | CP-212200 |0332 1{ F |Support of TCP and UDP ports in non-3GPP UE location 16.10.0
2021-09 | CT#93e [ CP-212199 |0335 1{ F |[Correction of report of User location information time 16.10.0
2021-09 | CT#93e | CP-212190 |0337 A [Corrections on modification of subscription procedure 16.10.0
2021-09 | CT#93e | CP-212222 0343 F [Update of OpenAPI version and TS version in externalDocs field 16.10.0
2021-12 | CT#94e | CP-213214 |0359 1{ F |Alignment of description with data type for 16.11.0
QosMonitoringlnformation
2021-12 | CT#94e | CP-213249 |0361 F [Alignment of description with data type for TscPriorityLevel 16.11.0
2021-12 | CT#94e | CP-213238 |0371 F [Correction to optionality of problem details 16.11.0
2022-03 | CT#95e [ CP-220176 |0388 1{ F [Alignment of "Application Errors" clause with SBI TS template 16.12.0
2022-03 | CT#95e | CP-220177 |0400 F [Update of info and externalDocs fields 16.12.0
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2022-06 | CT#96 | CP-221119 |0409 A [Correction to Npcf_PolicyAuthorization_Subscribe service 16.13.0
operation

2022-06 | CT#96 CP-221161 |0418 1{ F [Correction on TscailnputContainer definition 16.13.0

2022-09 | CT#97e | CP-222093 |0423 A [Correction to notification about application session context 16.14.0
termination

2022-12 | CT#98e | CP-223164 |0442 A [Correction to the attribute name of media subcomponent 16.15.0

2023-03 | CT#99 | CP-230128 |0459 F [Corrections to QoS monitoring 16.16.0

2023-06 | CT#100 | CP-231147 |0515 F [Removal of unspecified QoS monitoring control options 16.17.0

2023-06 | CT#100 | CP-231168 |0529 F [Update of info and externalDocs fields 16.17.0
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