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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document provides the stage 3 specification of the Session Management Policy Control Service of 5G
system. The stage 2 definition and related procedures of the Session Management Policy Control Service are contained
in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [6]. The 5G System Architecture is defined in 3GPP TS 23.501 [2].

Stage 3 call flows are provided in 3GPP TS 29.513 [7].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
of the 5G System are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

The Policy Control Function with session related policies provides the Session Management Policy Control Service to
the NF server consumers (e.g. Session Management Function).

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[7] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

[8] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[9] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data | nterchange Format".

[10] OpenAPI: "OpenAPI Specification Version 3.0.0", https.//spec.openapis.org/oas/v3.0.0.

[171] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[12] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[13] 3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes'.

[14] Void.

[15] 3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control
Data, Application Data and Structured Data for Exposure; Stage 3".

[16] 3GPP TS 23.228: 1P multimedia subsystem; Stage 2".

[17] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
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[18] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point 5".

[19] 3GPP TS 32.291: "5G System; Charging service; Stage 3".

[20] 3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[21] 3GPP TS 23.380: "IMS Restoration Procedures’.

[22] 3GPP TS 29.502: "5G System; Session Management Services; Stage 3".

[23] 3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[24] 3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace
control and configuration management".

[25] 3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".

[26] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2.

[27] 3GPP TS 33.501: "Security architecture and procedures for 5G system".

[28] IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[29] 3GPP TS 29.510: "Network Function Repository Services; Stage 3".

[30] 3GPP TS 32.290: "5G system; Services, operations and procedures of charging using Service
Based Interface (SBI)".

[31] IETF RFC 7807: "Problem Detailsfor HTTP APIs'.

[32] 3GPP TS 29.122: "T8 reference point for Northbound APIS".

[33] 3GPP TS 23.527: "5G System; Restoration Procedures’.

[34] 3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".

[35] 3GPP TS 32.255: "Charging management; 5G data connectivity domain charging; stage 2".

[36] 3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".

[37] 3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service
(GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[38] 3GPP TR 21.900: "Technical Specification Group working methods".

[39] 3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".

[40] 3GPP TS 29.524: " Cause codes mapping between 5GC interfaces; Stage 3".

[41] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification”.

[42] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".

[43] 3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting (ATSSS); Stage 3".

[44] 3GPP TS 24.519: "Time-Sensitive Networking (TSN) Application Function (AF) to Device-Side
TSN Trandator (DS-TT) and Network-Side TSN Trandator (NW-TT) protocol aspects; Stage 3".

[45] |EEE Std 802.1Q-2018: "IEEE Standard for Local and metropolitan area networks--Bridges and
Bridged Networks".

[46] 3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".

[47] BBF TR-456: "AGF Functional Requirements".

[48] CableL abs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture”.

[49] 3GPP TS 24.539: "5G System (5GS); Network to TSN translator (TT) protocol aspects; Stage 3".
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[50] 3GPP TS 29.564: "5G System; User Plane Function Services; Stage 3".

[51] 3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".

[52] 3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS);
Stage 3".

[53] 3GPP TS 29.565: "5G System; Time Sensitive Communication and Time Synchronization

Function Services, Stage 3".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

5G QoS Flow: The finest granularity for QoS forwarding treatment in the 5G System. All traffic mapped to the same
5G QoS Flow receive the same forwarding treatment (e.g. scheduling policy, queue management policy, rate shaping
policy, RLC configuration, etc.). Providing different QoS forwarding treatment requires separate 5G QoS Flow.

5G QoS Identifier: A scalar that is used as areference to a specific QoS forwarding behaviour (e.g. packet loss rate,
packet delay budget) to be provided to a 5G QoS Flow. This may be implemented in the access network by the 5QI
referencing node specific parameters that control the QoS forwarding treatment (e.g. scheduling weights, admission
thresholds, queue management thresholds, link layer protocol configuration, etc.).

Access Traffic Steering: The procedure that selects an access network for a new data flow and transfers the traffic of
this data flow over the selected access network. Access traffic steering is applicable between one 3GPP access and one
non-3GPP access.

Access Traffic Switching: The procedure that moves al traffic of an ongoing data flow from one access network to
another access network in a way that maintains the continuity of the data flow. Access traffic switching is applicable
between one 3GPP access and one non-3GPP access.

Access Traffic Splitting: The procedure that splits the traffic of a data flow across multiple access networks. When
traffic splitting is applied to a data flow, some traffic of the data flow is transferred via one access and some other traffic
of the same data flow is transferred via another access. Access traffic splitting is applicable between one 3GPP access
and one non-3GPP access.

Application detection filter: A logic used to detect packets generated by an application based on extended inspection
of these packets, e.g., header and/or payload information, as well as dynamics of packet flows. Thelogic is entirely
internal to a UPF, and is out of scope of this specification.

Application identifier: An identifier, referring to a specific application detection filter.

Application service provider: A business entity responsible for the application that is being / will be used by a UE,
which may be either an AF operator or has an association with the AF operator.

Binding: The association between a service data flow and the QoS Flow transporting that service data flow.
Binding mechanism: The method for creating, modifying and deleting bindings.

Charging control: The process of associating packets, belonging to a service data flow, to a charging key and applying
online charging or offline charging, as appropriate.

Charging key: information used by the CHF for rating purposes.

Detected application traffic: An aggregate set of packet flows that are generated by a given application and detected
by an application detection filter.

Dynamic PCC Rule: a PCC rule, for which the definition is provided to the SMF by the PCF.
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Gating control: The process of blocking or allowing packets, belonging to a service data flow / detected application's
traffic, to pass through to the UPF.

MA PDU Session: A PDU Session that provides a PDU connectivity service, which can use one access network at a
time, or simultaneously one 3GPP access network and one non-3GPP access network.

Monitoring key: information used by the SMF and PCF for usage monitoring control purposes as a reference to a given
set of service dataflows or application (s), that all share acommon allowed usage on aper UE and DNN and S-NSSAI
basis.

Operating System (OS): Collection of UE software that provides common services for applications.
Operating System I dentifier (OSId): Anidentifier identifying the operating system.

PCC decision: A PCF decision for policy and charging control provided to the SMF (consisting of PCC rules and PDU
Session related attributes), a PCF decision for access and mobility related control provided to the AMF, a PCF decision
for UE access selection and PDU Session selection related policy provided to the UE or a PCF decision for background
datatransfer policy provided to the AF.

PCC rule: A set of information enabling the detection of a service data flow and providing parameters for policy
control and/or charging control and/or other control or support information. The possible information is described in
clause 6.3.1.

PDU Session: Association between the UE and a Data Network that provides a PDU connectivity service.

Policy control: The process whereby the PCF indicates to the SMF how to control the QoS Flow. Policy control
includes QoS control and/or gating control.

Policy Control Request trigger report: anotification, possibly containing additional information, of an event which
occurs that corresponds with a Policy Control Request trigger.

Policy Control Request trigger: defines a condition when the SMF shall interact again with the PCF.
Predefined PCC Rule: a PCC rule that has been provisioned directly into the SMF by the operator.

Redirection: Redirect the detected service traffic to an application server (e.g. redirect to atop-up / service
provisioning page).

Service data flow: An aggregate set of packet flows carried through the UPF that matches a service data flow template.

Service data flow filter: A set of packet flow header parameter values/ranges used to identify one or more of the
packet flows in the UPF. The possible service data flow filters are defined in clause 6.2.2.2.

Service data flow filter identifier: A scalar that is unique for a specific service data flow (SDF) filter within aPDU
session.

Service data flow template: The set of service data flow filtersin a PCC Rule or an application identifier in a PCC rule
referring to an application detection filter in the SMF or in the UPF, required for defining a service data flow.

Serviceidentifier: Anidentifier for aservice. The service identifier provides the most detailed identification, specified
for flow based charging, of a service dataflow. A concrete instance of a service may be identified if additional AF
information is available (further detailsto be found in clause 6.3.1).

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2],
subclause 3.1 apply:

Onboar ding Standalone Non-Public Networ k

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].
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ADC Application Detection and Control

5G-RG 5G Residential Gateway

AF Application Function

AMF Access and Mobility Management Function
API Application Programming Interface

ATSSS Access Traffic Steering, Switching, Splitting
ATSSS-LL ATSSS Low-Layer

BBF Broadband Forum

CHEM Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF Charging Function

DDD Downlink Data Delivery

DDN Downlink Data Notification

DN-AAA Data Network Authentication, Authorization and Accounting
DNN Data Network Name

DSTT Device-side TSN trandlator

DTS Data Transport Service

EAS Edge Application Server

ePDG evolved Packet Data Gateway

FN-RG Fixed Network Residential Gateway

GEO Geosynchronous Orbit

GFBR Guaranteed Flow Bit Rate

GUAMI Globally Unique AMF Identifier

HFC Hybrid Fiber Coax

HTTP Hypertext Transfer Protocol

[-SMF Intermediate SMF

LEO Low Earth Orbit

MA Multi-Access

MEO Medium Earth Orbit

MPTCP Multi-Path TCP Protocol

NAS Non-Access-Stratum

NEF Network Exposure Function

NF Network Function

NID Network Identifier

NRF Network Repository Function

NWDAF Network Data Analytics Function

NW-TT Network-side TSN translator

ON-SNPN Onboarding Standal one Non-Public Network
PCC Policy and Charging Control

PCF Policy Control Function

PFD Packet Flow Description

PFDF Packet Flow Description Function

PMIC Port Management Information Container
PSA PDU Session Anchor

PSAP Public Safety Answering Point

QoS Quiality of Service

RTT Round-Trip Time

SDF Service Data Flow

SMF Session Management Function

SNPN Stand-alone Non-Public Network

S-NSSAI Single Network Slice Selection Assistance Information
SUPL Secure User Plane for Location

TNAN Trusted Non-3GPP Access Network

TWAN Trusted WLAN Access Network

TSC Time Sensitive Communication

TSCAI Time Sensitive Communication Assistance Information
TSCTSF Time Sensitive Communication and Time Synchronization Function
TSN Time Sensitive Networking

TSN GM TSN Grand Master

UDM Unified Data Management

UDR Unified Data Repository

UE User Equipment

UL CL UpLink CLassifier
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UMIC User plane node Management Information Contai ner
URLLC Ultra Reliable Low Latency Communication
W-5GAN Wireline 5G Access Network

W-5GBAN Wireline BBF Access Network
W-5GCAN Wireline 5G Cable Access Network
W-AGF Wireline Access Gateway Function

4 Npcf_SMPolicyControl Service

4.1 Service Description

411 Overview

The Session Management Policy Control Service performs provisioning, update and removal of session related policies
and PCC rules by the Policy Control Function (PCF) to the NF service consumer (e.g. SMF). The Session Management
Policy Control Service can be used for charging control, policy control, application detection and control and/or access
traffic steering, switching and splitting withinaMA PDU Session. Session Management Policy Control Service applies
to the cases where the SMF interacts with the PCF in the non-roaming scenario, the SMF interacts with the V-PCF in
the local breakout roaming scenario and the H-SMF interacts with the H-PCF in the home-routed scenario.

4.1.2  Service Architecture
The Session Management Policy Control Serviceis provided by the PCF to the consumer and shown in the SBI

representation model in figure 4.1.2-1 and in the reference point representation model in figure 4.1.2-2. The overall
Policy and Charging Control related 5G architecture is depicted in 3GPP TS 29.513 [7].

The only known NF service consumer isthe SMF.

Npcf_SMPolicyControl

SMF

Figure 4.1.2-1: Reference Architecture for the Npcf_SMPolicyControl Service; SBI representation

PCF SMF

N7

Figure 4.1.2-2: Reference Architecture for the Npcf_SMPolicyControl Service; reference point
representation

NOTE: The PCF representsthe V-PCF in the local breakout scenario. The SMF represents the H-SMF and the
PCF represents the H-PCF in the home routed scenario.
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4.1.3 Network Functions

4131 Policy Control Function (PCF)

The PCF is responsible for policy control decisions and flow based charging control functionalities. The PCF provides
the following:

- policiesfor application and service data flow detection, gating, QoS, flow based charging, traffic steering
control, usage monitoring control, access traffic steering, switching and steering withinaMA PDU Session,
access network information report, UMIC, PMIC and TSCAI input container and RAN support information to
the SMF.

The policy decisions made by the PCF may be based on one or more of the following:
- Information obtained from the AF, e.g. the session, media and subscriber related information;
- Information obtained from the UDR;

NOTE: For local breakout roaming, session management policy data for the UE as defined in
3GPP TS 29.519[15] isnot available in the VPLMN and V-PCF uses locally configured information
according to the roaming agreement with the HPLMN operator. All interactionsto the UDR in this
document are subject to this restriction.

- Information obtained from the AMF, e.g. UE related and access related information;
- Information obtained from the SMF;

- Information obtained from the NWDAF,;

- Information obtained from the NEF;

- Information from the CHF; and

- PCF pre-configured policy context.

4.1.3.2 NF Service Consumers

The SMF is responsible for the enforcement of session management related policy decisions from the PCF, related to
service flow detection, QoS, charging, gating, traffic usage reporting, traffic steering and access traffic steering,
switching and splitting within aMA PDU Session.

The SMF shall support:
- sending the PDU session related attributes to the PCF;
- requesting and receiving the PCC rule(s) from the PCF;
- binding of service data flowsto QoS flow as defined in 3GPP TS 29.513 [7];

- deriving rule(s) from the PCC rule(s) and then providing those rules to the user plane function or remove the
rule(s) from the user plane as defined in 3GPP TS 29.244 [13];

- deriving the QoS rules towards the UE;
- deriving the QoS profile towards the access network;
- deriving the ATSSS rules towards the UE if applicable;

- transferring the DS-TT PMIC transparently towards/from the UE/DS-TT and transferring the B/PMIC
transparently towards/from the UPF/NW-TT, if applicable;

- adapting received TSCAI input information (TSC assistance container) to 5GS GM and transferring the TSCAI
to the AN-RAN;

- handling the policy control request trigger; and
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- handling the PDU session related policy information.
NOTE: SMF functionality related to event exposureis defined in 3GPP TS 29.508 [12].

4.1.4 Rules

4141 General

A ruleisaset of policy information elements associated with a PDU session, or with service dataflows (i.e., with a
PCC rule).

Two types of rules are defined:
- Sessionrule; and
- PCCrule.

Both Session rules and PCC rules are composed of embedded information elements as well asinformation elements that
are part of the referenced objects (e.g. condition data, or usage monitoring policy datatype) by therule.

PCC ruleisdefined in clause 4.1.4.2. Session rule is defined in clause 4.1.4.3.
4.1.4.2 PCC rules

41.42.1 PCC rules definition

A PCCruleisaset of information elements enabling the detection of a service data flow and providing parameters for
policy control and/or charging control. There are two different types of PCC rules as defined in 3GPP TS 23.503 [6]:

- Dynamic PCC rules: PCC rulesthat are dynamically provisioned by the PCF to the SMF. These PCC rules may
be either predefined or dynamically generated in the PCF. Dynamic PCC rules can be installed, modified and
removed at any time.

- Predefined PCC rules: PCC rulesthat are preconfigured in the SMF. Predefined PCC rules can be activated or
deactivated by the PCF at any time. Predefined PCC rules within the PCF may be grouped allowing the PCF to
dynamically activate a set of PCC rules.

Additionally, predefined PCC rules may be grouped within the SMF as predefined PCC rule bases which allow the PCF
to dynamically activate these sets of rules. In this case, the PCC ruleidentifier is used to hold the predefined PCC rule
base identifier.

NOTE 1: When the SMF interacts with the PCF for a PCC rule base, the PCF has no way of knowing which
individual PCC rule of the PCC rule base caused the interaction. If such knowledge is required for
specific PCC rules, then these PCC rules need to be implemented either as dynamic PCC rules or as
predefined PCC rules that are not grouped in a PCC rule base. The SMF decision logic for interacting (or
not) with the PCF about an event related to a PCC rule base is up to implementation and depends on the
specific issue that triggered this interaction.

NOTE 2: The operator can define a predefined PCC rule, to be activated by the SMF. Such a predefined rule is not
explicitly known in the PCF.

A PCC rule consists of:
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Table 4.1.4.2.1-1: PCC rule information elements
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Information name Description Category
Rule identifier Uniquely identifies the PCC rule, within a PDU Session. Mandatory
It is used between PCF and SMF for referencing PCC rules.
Service data flow detection
Precedence Determines the order, in which the service data flow templates are | Mandatory
applied at service data flow detection, enforcement and charging.
Service Data Flow Template For IP PDU traffic: Either a list of service data flow filters or an Mandatory
application identifier that references the corresponding application
detection filter for the detection of the service data flow.
For Ethernet PDU traffic: Combination of traffic patterns of the
Ethernet PDU traffic.
Mute for notification Defines whether application's start or stop notification is to be Optional
muted.
Charging
Charging key The charging system (CHF) uses the charging key to determine Optional
the tariff to apply to the service data flow.
Service identifier The identity of the service or service component the service data Optional
flow in a rule relates to.
Sponsor Identifier An identifier, provided from the AF, which identifies the Sponsor, Optional
used for sponsored flows to correlate measurements from
different users for accounting purposes.
Application Service Provider An identifier, provided from the AF, which identifies the Application | Optional
Identifier Service Provider, used for sponsored flows to correlate
measurements from different users for accounting purposes.
Charging method Indicates the required charging method for the PCC rule. Optional
Values: online or offline or none.
Service Data flow handling while Indicates whether the service data flow is allowed to start while Optional
requesting credit the SMF is waiting for the response to the credit request.
Only applicable for charging method online.
Measurement method Indicates whether the service data flow data volume, duration, Optional
combined volume/duration or event shall be measured.
This is applicable to reporting, if the charging method is online or
offline.
Note: Event based charging is only applicable to predefined PCC
rules and PCC rules used for application detection filter (i.e. with
an application identifier).
Application Function Record An identifier, provided from the AF, correlating the measurement Optional
Information for the Charging key/Service identifier values in this PCC rule with
application level reports.
Service identifier level reporting Indicates that separate usage reports shall be generated for this Optional
Service identifier.
Values: mandated or not required.
Policy control
5Ql Identifier of the authorized QoS parameters for the service data Mandatory
flow.
ARP The Allocation and Retention Priority for the service data flow Mandatory
consisting of the priority level, the pre-emption capability and the
pre-emption vulnerability.
Gate status The gate status indicates whether the service data flow, detected Optional
by the service data flow template, may pass (Gate is open) or
shall be discarded (Gate is closed).
QoS Notification Control (QNC) Indicates whether notifications are requested from 3GPP NG-RAN | Optional
when the GFBR can no longer (or again) be guaranteed for a QoS
Flow during the lifetime of the QoS Flow.
Reflective QoS Control Indicates to apply reflective QoS for the SDF. Optional
MBR (UL/DL) The uplink/downlink maximum bitrate authorized for the service Optional
data flow.
GBR (UL/DL) The uplink/downlink guaranteed bitrate authorized for the service Optional
data flow.
UL sharing indication Indicates resource sharing in uplink direction with service data Optional
flows having the same value in their PCC rule.
DL sharing indication Indicates resource sharing in downlink direction with service data Optional
flows having the same value in their PCC rule.
Redirect Redirect state of the service data flow (enabled/disabled). Optional
Redirect Destination Controlled Address to which the service data flow is redirected Optional

when redirect is enabled.
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Bind to default QoS Flow Indicates that the dynamic PCC rule shall always have its binding Optional
with the default QoS Flow.
Priority Level Indicates a priority in scheduling resources among QoS Flows. Optional
Averaging Window Represents the duration over which the guaranteed and maximum | Optional
bitrate shall be calculated.
Maximum Data Burst Volume Denotes the largest amount of data that is required to be Optional
transferred within a period of 5G-AN PDB.
Disable UE notifications at Indicates to disable QoS flow parameters signalling to the UE Optional
changes related to Alternative when the SMF is notified by the NG-RAN of changes in the
QoS Profiles fulfilled QoS situation. The fulfilled situation is either the QoS
profile or an Alternative QoS Profile.
Precedence for TFT packet filter Determines the order of TFT packet filter allocation for PCC rules Optional
allocation
Access Network Information Reporting
User Location Required The UE location(s) (e.g. the serving cell of the UE) is to be Optional
reported. When the corresponding QoS flow is deactivated, and if
available, information on when the UE was last known to be in that
location is also to be reported.
UE Timezone Required The time zone of the UE is to be reported. Optional
Usage Monitoring Control
Monitoring key The PCF uses the monitoring key to group services that share a Optional
common allowed usage.
N6-LAN Traffic Steering Enforcement Control
Traffic steering policy identifier(s) Reference to a pre-configured traffic steering policy at the SMF. Optional
AF influenced Traffic Steering Enforcement Control
Data Network Access Identifier Identifier of the target Data Network Access. Optional
Per DNAI: Traffic steering policy Reference to a pre-configured traffic steering policy at the SMF. Optional
identifier
Per DNAI: N6 traffic routing Describes the information necessary for traffic steering to the Optional
information DNAI.
Information on AF subscription to Indicates whether a notification in case of UP path change is Optional
UP path changes events requested, as well as the destination(s) for where to provide the
notification.
Indication of UE IP address Indicates UE IP address should be preserved. Optional
preservation
Indication of traffic correlation Indicates that the target PDU Sessions should be correlated viaa | Optional
common DNAI in the user plane. (NOTE 5)
Information on User Plane Indicates the user plane latency requirements. Optional
Latency requirements
EAS IP replacement information Contains EAS IP replacement information (i.e. IP addresses and Optional
port numbers of source and target EAS).
Indication for simultaneous Indicates request from the AF for temporary simultaneous Optional
connectivity at edge relocation connectivity over source and target PSA at edge relocation. It may
provide AF guidance to determine when the connectivity over the
source PSA can be removed.
Indication of EAS rediscovery. Indicates the rediscovery of EAS. Optional
RAN support information
UL Maximum Packet Loss Rate The maximum rate for lost packets that can be tolerated in the Optional
uplink direction for the service data flow.
DL Maximum Packet Loss Rate The maximum rate for lost packets that can be tolerated in the Optional
downlink direction for the service data flow.
MA PDU Session Control
Application descriptors Identifies the application traffic for which MA PDU Session control | Optional
is required based on the Steering functionality, the Steering mode,
the Steering mode indicator and the Threshold values.
Steering Functionality Indicates the applicable traffic steering functionality. Optional
Steering mode (UL/DL) Indicates the UL and/or DL traffic distribution rules between the Optional
3GPP and Non-3GPP accesses together with associated
parameters (when applicable) for the traffic matching the service
data flow.
Steering mode indicator Indicates either autonomous load-balance operation or UE- Optional
assistance operation, if the steering mode is set to
"LOAD_BALANCING".
Threshold values Indicates the threshold value(s) for maximum RTT and/or Optional

maximum Packet Loss Rate.
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Charging for Non-3GPP access Indicates parameters used for charging packets carried via Non- Optional
3GPP access for a MA PDU Session. The same set of parameters
as for the Charging information above applies. If a parameter is
not included here, the value provided in the Charging information
above applies.
Usage Monitoring for Non-3GPP Indicates parameters used to monitor usage of the packets carried | Optional
access via Non-3GPP access for a MA PDU Session. The same set of
parameters as for the Usage Monitoring information above
applies. If a parameter is not included here, the value provided in
the Usage Monitoring information above applies.
IPTV (NOTE 1)
IP Multicast traffic control Indicates whether the service data flow, corresponding to the Optional
information service data flow template, is allowed or not allowed.
QoS Monitoring for URLLC
QoS parameter(s) to be UL packet delay, DL packet delay or round trip packet delay. Optional
measured
Reporting frequency Defines the frequency for the reporting, such as event triggered or | Optional
periodic.
Target of reporting Defines the target of the QoS Monitoring reports; it corresponds to | Optional
the AF, as decided by the PCF or included when the indication of
direct event notification is received from the AF.
Indication of direct event Indicates that the QoS Monitoring event shall be reported by the Optional
notification UPF directly to the AF or Local NEF indicated by the Target of
reporting.
Alternative QoS Parameter Sets (NOTE 2)
Packet Delay Budget Indicates the packet delay budget in this Alternative QoS Optional
Parameter Set.
Packet Error Rate Indicates the packet error rate in this Alternative QoS Parameter Optional
Set.
GBR (UL/DL) The uplink/downlink guaranteed bitrate authorized for the service Optional
data flow in this Alternative QoS Parameter Set.
TSCAI Input container
Burst Arrival Time Indicates the burst arrival time in reference to TSN GM for TSN or | Optional
external GM for non-TSN applications at ingress port.
Periodicity The time period (in reference to TSN GM for TSN or external GM Optional
for non-TSN applications) between start of two bursts.
Flow Direction Direction of the flow. Optional
Survival Time It refers to the time period an application can survive without any Optional
burst. It is expressed in reference to the TSN GM for TSN and
external GM for non-TSN applications.
Time Domain Indicate the (g)PTP domain the (TSN)AF is located in. Optional

NOTE 1: Only applicable to the 5G-RG connecting to the 5GC via NG-RAN as defined in Annex C.

NOTE 2: Only applicable for GBR service data flow with QoS Notification Control enabled.

NOTE 3: The parameter "Bind to QoS Flow associated with the default QoS rule and apply PCC rule parameters"
defined in table 6.3.1 of 3GPP TS 23.503 [6] is implemented as follows: a default QoS with a GBR type or
delay critical GBR type 5QI and a PCC rule bound to the default QoS flow are provisioned as defined in

clause 4.2.6.2.1.
NOTE 4: The parameter "Indication of exclusion from session level monitoring" defined in table 6.3.1 of

3GPP TS 23.503 [6] is implemented as follows: a PCC rule identifier is included within the
"exUsagePccRulelds" attribute of the UsageMonitoringData instance of PDU session level usage

NOTE 5:

monitoring to indicate that the service data flow shall be excluded from PDU Session usage monitoring as
defined in clause 4.2.6.5.3.

The indication of traffic correlation shall be provided only when all the PDU sessions related to the 5G VN
group member UEs should be correlated by a common DNAI in the user plane for the traffic as described in
3GPP TS 23.501 [2], clause 5.6.7.1 and clause 5.29.

The above information is organized into a set of decision data objects as defined in clause 4.1.4.4. The exact encoding
of PCC rulesis defined in clause 5.6.2.6.

4.1.4.2.2

PCC rules operation

For dynamic PCC rules, the following applies:

- Instalation: to provision the PCC rules.
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- Maodification: to modify the PCC rules.
- Removal: to remove the PCC rules.

For predefined PCC rules, the following operations are available:
- Activation: to activate the PCC rules.

- Deactivation: to deactivate the PCC rules.
4143 Session rule

41.4.3.1 Session rules definition

A session rule consists of policy information elements associated with PDU session. A session rule is dynamically
provisioned by the PCF to the SMF (i.e., there are only dynamic session rules). The encoding of the SessionRule data
type isdefined in clause 5.6.2.7.

A session rule shall include:
- Session Rule [dentifer.
A session rule may include:
- Authorized Session-AMBR,;
- Authorized Default QoS;
- Reference to Usage Monitoring Data;
- Reference to Usage Monitoring Data for Non-3GPP access of MA PDU session; and

- Reference to Condition Data.

4.1.4.3.2 Session rules operation
For Session rules, the following applies:
- Installation: to provision the session rules.
- Maodification: to modify the session rules.

- Removal: to remove the session rules.
4.1.4.4 Policy Decision types

41441 General
A policy decisionisa grouping of cohesive information elements describing a specific type of decision, e.g. QoS,
Charging data, etc. A policy decision can be linked to one or more PCC rules or one or more Session rules. A PCC rule
or session rule can at most refer to one instance of the policy decision for each type.
The following types of policy decision are defined:

- Traffic control data;

- QoS data;

- Charging data;

- Usage Monitoring data; and

- QoS Monitoring data.
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41.4.4.2 Traffic control data definition

Traffic control data defines how traffic data flows associated with arule are treated (e.g. blocked, redirected). The
traffic control data encoding tableis defined in clause 5.6.2.10.

Traffic control data shall include:
- Traffic Control Data|D.
Traffic control data may include:
- Flow status;
- Redirect Information;
- Mute Notification;
- Traffic Steering Policy ID UL;
- Traffic Steering Policy ID DL;
- Routing requirements;
- UP path change event subscription from the AF;
- Information on User Plane Latency requirements;
- EASIP replacement information;
- Indication of traffic correlation;

- Indication of simultaneous connectivity temporarily maintained for source and target PSA during edge relocation
and guidance about when the connectivity over the source PSA can be removed;

- Access Traffic Steering Functionality;
- Access Traffic Steering Mode DL

- Access Traffic Steering Mode; and

- Optionally, Access Traffic Steering Mode Indicator or Access Traffic Steering Mode Threshold;
- Access Traffic Steering Mode UL ; and

- Access Traffic Steering Mode; and

- Optionaly, Access Traffic Steering Mode Indicator or Access Traffic Steering Mode Threshold;

- Multicast Access Control.

41443 QoS data definition

QoS data defines QoS parameters (e.g. bitrates) associated with arule. The QoS data encoding table is defined in
clause 5.6.2.8.

QoS data shall include:
- QoS DatalD;
QoS data may include:
- 5Ql;
- ARP;
- QNG

- Maximum Packet Loss Rate UL ;
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- Maximum Packet Loss Rate DL ;
- Maximum Bit Rate UL;

- Maximum Bit Rate DL ;

- Guaranteed Bit Rate UL;

- Guaranteed Bit Rate DL;

- BQI Priority Levdl;

- Averaging window;

- Maximum Data Burst Volume;

- Bound to default QoS flow indication;
- Resource Sharing Key UL;

- Resource Sharing Key DL;

- Reflective QoS attribute;

- Packet Delay Budget; and

- Packet Error Rate.
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NOTE: Either 5QI and ARP combination or Bound to default QoS flow indication is provided.

41.4.4.4 Charging data definition

Charging data defines charging related parameters (e.g. rating group) associated with arule. The charging data encoding

tableisdefined in clause 5.6.2.11.
Charging data shall include:

- Charging Data ID;

- Rating Group.
Charging data may include:

- Metering Method;

- Charging Method;

- Service Data flow handling while requesting credit;

- Reporting Level;

- ServicelD;

- Sponsor ID;

- Application Service Provider 1D; and
- AFCharging ID.

4.1.4.45 UsageMonitoring data definition

UsageMonitoring data defines usage monitoring information associated with a rule. The UsageMonitoring data

encoding table is defined in clause 5.6.2.12.
Usage Monitoring Data shall include:
- Usage Monitoring ID.
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NOTE:

Usage Monitoring Data may include:

4.1.4.4.6

Volume Threshold;

Volume Threshold UL;
Volume Threshold DL;
Time Threshold;

Monitoring Time;

Next Volume Threshold;
Next Volume Threshold UL;
Next Volume Threshold DL;
Next Time Threshold;

Inactivity Time; and
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PCC ruleidentifier(s) corresponding to the service data flow(s) which need to be excluded from PDU session

level usage monitoring.

QoS Monitoring data definition

QoS Monitoring data defines QoS Monitoring related parameters (e.g. request QoS monitoring parametersto be
measured) associated with arule. The QoS Monitoring data encoding table is defined in clause 5.6.2.40.

QoS Monitoring data shall include:

QoS Monitoring Data I D;

reguested QoS monitoring parameters to be measured;

reporting frequency.

QoS monitoring data may include:

4.1.5

reporting thresholds;
wait time;
reporting period;

target of reporting; and

indication of direct event notification.

Policy control request trigger

A policy control request trigger is a condition pre-configured in the SMF (i.e. always report) or provisioned by the PCF
to the SMF, which defines when the SMF shall interact again with PCF for further policy decision related to a PDU
session.

The policy control request trigger is designed as an Enumeration type defined in clause 5.6.3.6.

The PCF can provide an array of policy control request triggersin a policy decision to subscribe to the associated
triggersin the SMF.

When the SMF interacts with the PCF when the condition(s) associated with policy control request triggers are met, the
SMF shall send the related attributes that have changed together with the corresponding triggers.
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4.1.6 Requested rule data
Requested rule data consists of requested information by the PCF associated with one or more PCC rules.

The requested rule data is designed as a subresource of the policy decision within an attribute called "lastRegRuleData".
The PCF only records the last requested rule data.

When requesting rule data, the PCF shall include the types of data requested for the rules within the "reqData" array of
the "lastRegRuleData" and shall also provide the corresponding policy control request triggers if the triggers are not yet
Set.

The encoding of the requested rule datais further specified in clause 5.6.2.24.

When the SMF receives the requested rule data, the SMF shall report the corresponding information to the PCF for the
associated PCC rule(s).

4.1.7 Requested usage data

Requested Usage data consists of the requested accumulated usage reports by the PCF for one or more instances of
Usage Monitoring data decision.

The requested usage data is designed as a sub resource of the policy decision within an attribute called
"lastReqUsageData". The PCF only records the |ast requested usage data.

The encoding of the requested usage datais further specified in clause 5.6.2.25.

When the SMF receives the requested usage data attribute, the SMF shall report to the PCF the corresponding
accumul ated usage reports for the corresponding Usage Monitoring data decision(s). Reguested usage data shall not be
valid anymore for these Usage Monitoring data decision(s) after the reporting.

4.1.8 Condition data

Condition data defines the condition(s) where the PCC rules or session rules are applicable and/or not applicable. The
condition data encoding is defined in clause 5.6.2.9.

Condition data shall include:
- Condition Data ID.
Condition data may include:
- Activation Time;
- Deactivation Time;
- Access Type; and
- RAT Type

NOTE: Accesstypeand RAT type are only applicable to the session rule.

4.2 Service Operations

42.1 Introduction

The service operations defined for Npcf_SMPolicyControl are shown in table 4.2.1-1.
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Table 4.2.1-1: Npcf_SMPolicyControl Operations

Service Operation Name Description Initiated by
Npcf_SMPolicyControl_Create Request to create an SM Policy Association with NF consumer (SMF)
the PCF to receive the policy for a PDU session.
Npcf_SMPolicyControl_Update Request to update the SM Policy association with NF consumer (SMF)

the PCF to receive the updated policy when Policy
Control Request Trigger(s) condition is met.

Npcf_SMPolicyControl_UpdateNotify | Update and/or delete PCC rule(s), PDU session PCF
related policy context at the SMF and Policy
Control Request Trigger(s) information.

Npcf_SMPolicyControl_Delete Request to delete the SM Policy Association and NF consumer (SMF)
the associated resources.

4.2.2 Npcf_SMPolicyControl_Create Service Operation

4221 General

The Npcf_SMPolicyControl _Create service operation provides means for the SMF to request the creation of a
corresponding SM Policy Association with PCF.

The Session Management procedures of the SMF and related policies are defined in 3GPP TS 23.501 [2],
3GPP TS 23.502 [3] and 3GPP TS 23.503 [6].

The following procedures using the Npcf_SMPolicyControl_Create service operation are supported:
- Request the creation of a corresponding SM Policy Association with the PCF.
- Provisioning of PCC rules.
- Provisioning of policy control request triggers.
- Provisioning of charging related information for a PDU session.
- Provisioning of revalidation time.
- Policy provisioning and enforcement of authorized AMBR per PDU session.
- Policy provisioning and enforcement of authorized default QoS.
- Provisioning of PCC rule for Application Detection and Control.
- 3GPP PS Data Off Support.
- IMSEmergency Session Support.
- Request Usage Monitoring Control.
- Access Network Charging Identifier report.
- Request for the successful resource allocation notification.
- Provisioning of IP Index Information.
- Negoatiation of the QoS flow for IMS signalling.
- PCF resource cleanup.
- Accesstraffic steering, switching and splitting support.
- DNN Selection Mode Support.
- Detection of the SM Policy Association enabling Time Sensitive Communications and Time Synchronization.

- Support of Dual Connectivity end to end redundant User Plane paths.
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- User Plane Remote Provisioning of UE SNPN Credentials in Onboarding Network.
- Network dlice related datarate policy control.
- Request of Presence Reporting Area Change Report.

When the EMDBYV feature defined in clause 5.8 is supported by both the PCF and the SMF, the PCF shall use the
extMaxDataBurstVol attribute instead of the maxDataBurstV ol attribute to signal maximum data burst volume values
higher than 4095 Bytes.

When the EMDBYV feature is supported by the PCF but not supported by the SMF and the PCF needs to signal
maximum data burst volume values higher than 4095 Bytes, the PCF shall use the maxDataBurstV ol attribute set to
4095 Bytes.

For values lower than or equal to 4095 Bytes, the PCF shall use the maxDataBurstVol attribute.

NOTE: Maximum data burst volume values are sent by the PCF in responses to the SMF or in an SM Policy
Association Update request i.e. after feature negotiation, so the PCF knows whether the SMF supports the

EMDBYV feature.
4222 SM Policy Association establishment
NF service PCE
consumer
1. POST .../sm-policies >
< 2. 201 Created

Figure 4.2.2.2-1: SM Policy Association establishment

When the NF service consumer receives the Nsmf_PDUSession_CreateSM Context Reguest as defined in clause 5.2.2.2
of 3GPP TS 29.502 [22], if the NF service consumer was requested not to interact with the PCF, the NF service
consumer shall not interact with the PCF. Otherwise, the NF service consumer shall send an HTTP POST request to the
PCF to create an "Individual SM Policy" resource as described in step 1 of figure 4.2.2.2-1.

NOTE 1: The decision to not interact with the PCF applies for the entire lifetime of the PDU session.

NOTE 2: Theindicator to not interact with the PCF is configured in the UDM. It is delivered by the UDM to the
NF service consumer within the Charging Characteristics using the Session Management Subscription
Data Retrieval service operation as described in 3GPP TS 29.503 [34]. The indicator is operator specific,
therefore it can only be used in non-roaming and home routed roaming cases.

The NF service consumer shall include the " SmPolicyContextData" data structure in the payload body of the HTTP
POST request in order to request the creation of arepresentation of the "Individual SM Policy” resource as described
below.
The NF service consumer shall include (if available) in the " SmPolicyContextData" data structure:

- SUPI of the user within the "supi" attribute;

- PDU Session Id within the "pduSessionld” attribute;

- DNN within the "dnn" attribute;

- DNN selection mode within the "dnnSelMode" attribute, if the "DNNSelectionMode” feature is supported;

- URL identifying the recipient of SM policies update notifications within the "notificationUri" attribute;
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- PDU Session Type within the "pduSessionType" attribute;
- PEI within the "pei" attribute;

- Internal Group Id(s) within the "interGrplds" attribute;

- type of access within the "accessType" attribute;

NOTE 3: Inthis Release, for SNPN-enabled UE registered in the SNPN, direct access to the SNPN is specified for
3GPP access only.

- type of the radio access technology within the "ratType" attribute;

- the combination of additional accesstype and RAT type within the "addAccessinfo" attribute, if the ATSSS
feature is supported;

- the UE Ipv4 address within the "ipv4Address' attribute and/or the UE Ipv6 prefix within the
"ipv6AddressPrefix” attribute;

- the UE time zone information within the "ueTimeZone" attribute;

- the UDM subscribed Session-AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA
authorized Session-AMBR within the "subsSessAmbr" attribute;

NOTE 4: When both, the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are
available in the NF service consumer, the NF service consumer includes the DN-AAA authorized
Session-AMBR.

- if the"VPLMN-QoS-Control" feature is supported, the highest Session-AMBR and the default QoS supported in
the VPLMN within the "vplmnQos" attribute, if available;

NOTE 5: In home routed roaming, the H-SMF may provide the QoS constraints received from the VPLMN
(defined in 3GPP TS 23.502 [3] clause 4.3.2.2.2) to the PCF.

- the DN-AAA authorization profile index within the "authProfIndex" attribute, if the "DN-Authorization™" feature
is supported;

- subscribed Default QoS Information within the "subsDefQos" attribute;

- the number of supported packet filters for signalled QoS rules within the "numOfPackFilter" attribute;
- theonline charging status within the "online" attribute;

- the offline charging status within the "offline" attribute;

- the charging characteristics within the "chargingCharacteristics' attribute;

- theaccess network charging identifier within the "accNetChld" attribute;

- the address of the network entity performing charging within the "chargEntityAddr" attribute;

- the 3GPP PS data off status within the "3gppPsDataOff Status' attribute, if the "3GPP-PS-Data-Off" featureis
supported;

- indication of UE support of reflective QoS within the "refQoslndication” attribute;
- user location(s) information within the "userLocationlnfo" attribute;

NOTE 6: The SMF encodes both 3GPP and non-3GPP access UE location in the "userLocationlnfo" attribute when
they are both received from the AMF.

- the SINSSAI corresponding to the network slice to which the PDU session is allocated within the "slicel nfo"
attribute;

- therequired QoS flow usage for the default QoS flow within the " qosFlowUsage" attribute;

- the MA PDU session indication within the "maPdulnd" attribute, if the "ATSSS" feature is supported;

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 31 ETSI TS 129 512 V17.12.0 (2023-09)

- the ATSSS capability within the "atsssCapab" attribute, if the "ATSSS' feature is supported;

- theidentifier of the serving network (the PLMN Identifier or the SNPN Identifier) within the "servingNetwork™
attribute;

NOTE 7: The SNPN Identifier consists of the PLMN |dentifier and the NID.

- oneor more framed routes within the "ipv4FrameRouteList" attribute for 1Pv4 and/or one or more framed routes
within the "ipv6FrameRouteList" attribute;

NOTE 8: When both, the UDM subscribed framed routes and the DN-AAA authorized framed routes are available
in the NF service consumer, the NF service consumer includes the DN-AAA authorized framed routes. If
the UDM or DN-AAA updates the framed routes during the lifetime of the PDU Session, the NF service
consumer releases the PDU Session as defined in clause 4.2.5.2.

- the serving network function identifier within the "servNfld" attribute;

- when the "PvsSupport” feature is supported, the onboarding indication within the "onboardind" attribute and the
Provisioning Server address(es) within the "pvsinfo" attribute;

- when the " SatBackhaul CategoryChg" feature is supported, the satellite backhaul category within the
"satBackhaul Category” attribute;

NOTE 9: When the "satBackhaul Category" attribute is not present, non-satellite backhaul applies.

- when the "AMInfluence" feature is supported, the PCF for the UE callback URI and, if received, SBA binding
information within the "pcfUel nfo" attribute;

- trace control and configuration parameters information within the "traceReq" attribute; and

- when the "EneNA" feature is supported, the list of NWDAF instance | Ds used for the PDU Session and their
associated Analytic 1Ds consumed by the NF service consumer, included within the "nwdaf Datas" attribute.

The NF service consumer may include in the " SmPolicyContextData" data structure the 1Pv4 address domain identity
within the "ipDomain" attribute.

NOTE 10: The"ipDomain" attribute is helpful when within a network slice, there are several separate | P address
domains, with SMF/UPF(s) that alocate |pv4 IP addresses out of the same private address range to UE
PDU Sessions. The same I P address can thus be allocated to UE PDU sessions served by SMFUPFsin
different IPv4 address domains. If one PCF controls several SMF/UPFsin different |P address domains,
the UE IP address is thus not sufficient for the AF session binding procedure, as described in
3GPP TS 29.514 [17]. The SMF assists the PCF in the session binding supplying an "ipDomain" attribute
denoting the IPv4 address domain identity of the allocated UE 1Pv4 address.

When the PCF receives the HTTP POST request from the NF service consumer, the PCF shall make a policy
authorization based on the information received from the NF service consumer and, if available, information received
from the AMF, the CHF, the AF, the UDR and/or the NWDAF and operator policies pre-configured at the PCF. If the
policy authorization is successful, the PCF shall create a new resource, which represents a new "Individual SM Policy"
instance, addressed by a URI as defined in clause 5.3.3.2 and containing a PCF created resource identifier. The PCF
shall respond to the NF service consumer with an HTTP 201 Created response, including:

- alocation header field containing the URI of the created resource; and

- aresponse body providing the session management related policies, e.g. provisioning of PCC rules as defined in
clause 4.2.6.2, provisioning of policy control request triggers as defined in clause 4.2.6.4.

The NF service consumer shall use the URI received in the Location header in subsequent requests to the PCF to refer
to the created "Individual SM Policy" resource.

If the PCF received the list of NWDAF instance |Ds used for the PDU Session and their associated Analytic IDs
included within the "nwdafDatas" attribute the PCF may select those NWDAF instances as described in
3GPPTS29.513[7].

It the PCF received a "traceReq" attribute in the HTTP POST request from the SMF, it shall perform trace procedures
as defined in 3GPP TS 32.422 [24].
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If errors occur when processing the HTTP POST request, the PCF shall apply the error handling procedures specified in
clause 5.7.

If the user information received within the "supi” attribute is unknown, the PCF shall reject the request withan HTTP
"400 Bad Request” response message including the "cause” attribute of the ProblemDetails data structure set to
"USER_UNKNOWN".

If the PCF is not able, due to incomplete, erroneous or missing information (e.g. QoS, RAT type, subscriber
information), to provision a policy decision as response to the request for PCC rules from the NF service consumer, the
PCF may reject the request with an HTTP "400 Bad Request” response message including the "cause”" attribute of the
ProblemDetails data structure set to "ERROR_INITIAL_PARAMETERS".

If the NF service consumer receives an HT TP response with the above error codes, the NF service consumer shall reject
the PDU session establishment procedure that initiated the HTTP POST Request.

If the PCF, based on local configuration and/or operator policies, denies the creation of the Individual SM Policy
resource, the PCF may reject the request with in an HTTP "403 Forbidden" response message including the " cause"
attribute of the ProblemDetails data structure set to "POLICY_CONTEXT_DENIED". At reception of this error code
and based on configured failure actions, the NF service consumer may reject or allow, by applying local policies, the
PDU session establishment.

If the " SamePcf" feature as defined in clause 5.8 is supported, when the PCF determines that the same PCF shall be
selected for the SM Policy associations to the same UE 1D, SSNSSAI and DNN combination in the non-roaming or
home-routed scenario and thereis no SM Policy association for the UE ID, SSNSSAI and DNN combination, the PCF,
after determining whether the BSF supports the " SamePcf" or the " ExtendedSamePcf" feature as described in 3GPP
TS 29.521 [39], shall request the BSF to check if thereis an existing PCF binding information for the same UE ID, S
NSSAI and DNN combination registered by other PCF(s) as defined in clause 4.2.2.2 of 3GPP TS 29.521 [39]. If the
PCF receives the from the BSF "403 Forbidden" status code with the "cause” attribute of the ProblemDetails data
structure set to "EXISTING_BINDING_INFO_FOUND" and the FQDN or description of IP endpoints of the
Npcf_SMPolicyControl service of the existing PCF (i.e. that handles SM Policy association(s) to the sasme UE ID, S
NSSAI and DNN combination) within the " pcfSmFqdn™ attribute or the " pcf SmlpEndPoints" attribute of the
BindingResp data structure respectively as defined in clause 4.2.2.2 of 3GPP TS 29.521 [39], the PCF shall reply to the
SMF with an HTTP "308 Permanent Redirect" error response and the Location header containing a URI as defined in
clause 5.3.2.2, with the FQDN or |P endpoint of this PCF's Npcf_SMPolicyControl service as { apiRoot}. Upon
reception of the response, the NF service consumer shall initiate anew HTTP POST request based on the returned URI.

The forwarding of the Origination Time Stamp parameter shall apply as described hereafter, if the NF service consumer
supports the detection and handling of late arriving requests as specified in clause 5.2.3.3 of 3GPP TS 29.502 [22] and
the procedure is enabled by the operator. If the NF service consumer receives arequest to create an SM Context or a
PDU session context, which includes the 3gpp-Shi-Origination-Timestamp header as defined in clause 5.2.3.2, the NF
service consumer shall forward this header to the PCF as HTTP custom header. See also clause 4.2.7 for the handling at
the PCF, when the PCF receives the 3gpp-Shi-Origination-Timestamp header.

4.2.2.3 Provisioning of charging related information for PDU session

42231 Provisioning of Charging Addresses

The PCF may provide the SMF with the charging information, i.e. the CHF address(es), and if available, the associated
CHF instance ID(s) and CHF set ID(s), during the initial interaction with the SMF defining the charging function
respectively based on the operator policy. In this case, the PCF may retrieve the CHF addresses, and if available, the
associated CHF instance ID(s) and CHF set ID(s) as follows:

- The PCF receivesit from the UDR as part of the Policy Data Subscription information, as defined in
clause 5.2.10 of 3GPP TS 29.519 [15].

- Itislocally configured in the PCF based on operator policies.
- The PCF discoversit by interacting with the NRF, as described in clause 6.1 of 3GPP TS 32.290 [30].

In order to provision the CHF information to the SMF, the PCF shall include the "charginglnfo" attribute containing the
charging information within the SmPolicyDecision data structure.
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Within the Chargingl nformation data structure, both the primary CHF address, within the "primaryChf Address"
attribute, and secondary CHF address, within the "secondaryChf Address" attribute, shall be provided simultaneously
when the feature " CHFsetSupport" is nhot supported. When the feature " CHFsetSupport” is supported, the PCF shall
include the "secondaryChfAddress" attribute if available (i.e. if previously retrieved from the UDR, locally configured
in the PCF or discovered from the NRF).

When the CHF supports redundancy based on NF Set concepts as described in 3GPP TS 29.500 [4], the required
charging information consists of CHF address, encoded within the"primaryChfAddress" attribute, CHF instance,
encoded within the "primaryChfInstanceld" attribute, and primary CHF set id, encoded within the "primaryChfSetld".
The CHF set information may be also complemented by secondary CHF address, encoded within the
"secondaryChfAddress’, for backwards compatibility purposes with the primary/secondary redundancy
mechanism.These shall overwrite any predefined CHF addresses and associated CHF instance ID and CHF set ID at the
SMF.

NOTE: When the feature "CHFsetSupport” is supported by the NF service consumer, it indicates the NF service
consumer supports CHF redundancy based on NF Set concepts as described in 3GPP TS 29.500 [4],
clause 6.5.3.

Provisioning charging information without PCC rules for charged service data flows shall not be considered as an error,
since such PCC rules may be provided later. If the PCF has provided the charging information within the
SmPolicyDecision data structure during the initial interaction with the SMF, the PCF shall not modify the charging
information in subsequent interactions.

If no charging information is provisioned by the PCF, the SMF shall use the charging information obtained via one of
the following procedures, with the precedence order highest to lowest (see 3GPP TS 32.255 [35], clause 5.1.8):

1. UDM provided charging characteristics.
2. NRF based discovery.

3. SMF locally configured charging characteristics.

42232 Provisioning of Default Charging Method

The default charging method indicates what charging method shall be used for every PCC rule within which the
charging method is omitted, i.e. either both the "online" and the "offline" attributes are not provided or only one of them
isprovided and set to "false" within the ChargingData data structure to which the PCC rule refers. The SMF may have a
pre-configured default charging method.

Upon theinitial interaction with the PCF, the SMF shall provide the pre-configured default charging method, if
available, within the "offline" attribute and/or the "online" attribute, and embedded directly within the
SmPolicyContextData data structure of the HTTP POST message sent to the PCF.

The PCF may provide in the response to the received HTTP POST message the default charging method which applies
to the PDU session. In order to do so, if offline charging applies, the PCF shall include the "offline" attribute set to
"true” within the SmPolicyDecision data structure, or if online charging applies, the PCF shall include the "online"
attribute set to "true" within the SmPolicyDecision data structure. The default charging method provided by the PCF
shall overwrite any predefined default charging method available at the SMF. If the PCF has provided the default
charging method during the initia interaction with the SMF, it shall not modify the default charging method in
subsequent interactions.

When the " OfflineChOnly" feature is supported, the PCF may include the "PDU Session with offline charging only"
indication as specified in clause 4.2.2.3.3.

NOTE: Itispossiblethat thereisno default charging method applied to a PDU session.

4.2.2.3.3 Provisioning of the "PDU Session with offline charging only" indication

If the "OfflineChOnly" feature, specified in clause 5.8, is supported, the PCF may provide in the response to the
received HTTP POST message from the SMF the "PDU Session with offline charging only" indication, within the
"offlineChOnly" attribute, to signal that the online charging method shall never be configured for any of the PCC Rules
activated during the lifetime of the PDU Session, nor provided as the Default Charging Method, as specified in

clause 6.4 of 3GPP TS 23.503.
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If the "OfflineChOnly" feature, specified in clause 5.8, is supported and the PCF includes the "PDU Session with offline
charging only" indication set to "true" in the "offlineChOnly" attribute within the SmPolicyDecision data structure, then
the default charging method for the PDU session is offline charging, and the "online" attribute and the "offline" attribute
shall not be provisioned by the PCF within the SmPolicyDecision data structure.

NOTE: If the PCF includes the "PDU Session with offline charging only" indication set to "true” in the
"offlineChOnly" attribute within the SmPolicyDecision data structure, and the "online" attribute and the
"offline" attribute are also provisioned by the PCF within the SmPolicyDecision data structure, then the
SMF could ignore the values of the "online" attribute and the "offline" attribute.

4224 Provisioning of revalidation time

The PCF may provide within the SmPolicyDecision data structure the revalidation time within the "revalidationTime"
attribute and the "RE_TIMEOUT" policy control request trigger within the "policyCtrIReqTriggers’ attribute to instruct
the SMF to trigger an interaction with the PCF to request PCC rule(s).

The SMF shall start the timer based on the revalidation time and shall trigger a PCC rule request towards the PCF
before the indicated revalidation time.

4.2.2.5 Policy provisioning and enforcement of authorized AMBR per PDU session

The SMF shall, if available include either the UDM subscribed Session-AMBR or, if the "DN-Authorization" featureis
supported, the DN-AAA authorized Session-AMBR per PDU session within the "subsSessAmbr" attribute in the
SmPolicyContextData data structure, as defined in clause 4.2.2.2. When both the UDM subscribed Session-AMBR and
the DN-AAA authorized Session-AMBR are available in the SMF, the DN-AAA authorized Session-AMBR shall take
precedence over the UDM subscribed Session-AMBR.

In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the Session-
AMBR constraints received from the VPLMN, if available, within the "vplmnQos" attribute.

The PCF shall authorize the Session-AMBR based on the operator's policy and, in the home routed scenario, shall
ensure that the authorized Session-AMBR value does not exceed the Session-AMBR value provided by the VPLMN, if
available.

NOTE: If the SMF does not provide the Session-AMBR constraints in the VPLMN to the PCF, the PCF considers
that no Session-AMBR constrains apply unless operator policies define any.

When network slice datarate policy control applies, the PCF shall authorize the Session-AMBR as described in
clause 4.2.6.8.

The PCF shall provision the authorized Session-AMBR to the SMF in the response to the received HTTP POST
message, as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.

Upon reception of the authorized Session-AMBR from the PCF, the SMF shall apply the corresponding procedures
towards the access network, the UE and the UPF for the enforcement of the Session-AMBR for the concerned PDU
session.

4.2.2.6 Policy provisioning and enforcement of authorized default QoS

During PDU session establishment, as defined in clause 4.2.2.2, the SMF shall, if available, include the subscribed
default QoS within the "subsDefQos" attribute.

In home routed roaming, and if the "VPLMN-QoS-Control" feature is supported, the SMF shall provide the default QoS
constraints received from the VPLMN, if available, within the "vplmnQos" attribute.

The PCF shall authorize the default QoS based on the operator's policy and, in the home routed scenario, shall ensure
that the authorized default QoS contains a 5QI and ARP value, and MBR/GBR value, if applicable, supported by the
VPLMN, if available.

NOTE 1: If the SMF does not provide the default QoS constraintsin the VPLMN to the PCF, the PCF considers
that no default QoS constrains apply unless operator policies define any.
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The PCF shall provision the authorized default QoS to the SMF in the response to the received HTTP POST message,
as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.

Upon reception of the authorized default QoS, the SMF enforcesit, which may lead to the change of the subscribed
default QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for
this enforcement of the authorized default QoS for the concerned PDU session.

NOTE 2: If dynamic PCC is not deployed, the SMF can have aDNN based configuration to enable the
establishment of a GBR resource type default QoS flow. This configuration contains a standardized GBR
5QI aswell as GFBR and MFBR for UL and DL.

NOTE 3: GBR resource type is not applicable to the default QoS flow of a PDU session that isinterworking with
EPS.

4.2.2.7 Provisioning of PCC rule for Application Detection and Control

If the ADC feature is supported, and the user subscription indicates that application detection and control is required,
the PCF may provision PCC rule(s) for application detection and control as defined in clause 4.2.6.2.11 in the response
message to the received HTTP POST request from the SMF.

If the SMF receives a PCC rule for application detection and control, the SMF shall instruct the UPF to detect the
associated application traffic as defined in 3GPP TS 29.244 [13].

4.2.2.8 3GPP PS Data Off Support

When the 3GPP-PS-Data-Off feature, as defined in clause 5.8, is supported, and if the SMF isinformed that the 3GPP
PS Data Off status of the UE is set to active during the establishment of a PDU session over 3GPP access and/or non-
3GPP access, it shall include the " 3gppPsDataOff Status™ attribute set to true within the SmPolicyContextData data
structure in the HTTP POST message that it sendsto the PCF, as defined in clause 4.2.2.2.

If the PCF receives that HTTP POST message with a SmPolicyContextData data structure containing a
"3gppPsDataOffStatus" attribute set to true as above and the "accessType" attribute indicating "3GPP_ACCESS", the
PCF shall configure the SMF to block any downlink and optionally uplink 1P flows that are not related to a service
contained in the list of 3GPP PS Data Off Exempt Services, e.g. by not installing any related dynamic PCC rule(s) or by
not activating the related predefined PCC rule(s) such as PCC rule(s) with wild-carded service data flow filters. The
PCF may also, subject to its normal policies, provide the PCC rule(s) for the service(s) included in the list of 3GPP PS
Data Off Exempt Services, as defined in clause 4.2.6.2.1.

The PCF shall subscribeto the"AC_TY_CH" policy control request trigger with the SMF, as defined in clause 4.2.6.4,
in order to support this feature, if the PCF determines that the UE is allowed to access the network via non-3GPP
access.

NOTE 1: The PCF can be configured with alist of 3GPP PS Data Off Exempt Services per DNN and S-NSSAI.
Thelist of 3GPP PS Data Off Exempt Services for an DNN and S-NSSAI can also be empty, or can alow
for any service within that DNN and S-NSSAI, according to operator policy.

NOTE 2: For the PDU session used for IMS services, the 3GPP Data Off Exempt Services are enforced inthe IMS
domain as specified in 3GPP TS 23.228 [16]. Policies configured in the PCF need to ensure that IMS
services are alowed when the 3GPP Data Off status of the UE is set to active, e.g. by treating any service
within awell-known IMS DNN as part of the 3GPP PS Data Off Exempt Services.

NOTE 3: The packets transferred over non-3GPP access are unaffected by the 3GPP PS Data Off functionality.

If the"ATSSS' feature, as defined in clause 5.8 is supported, and the PCF receives in the SmPolicyContextData data
structure the "maPdulnd" attribute, the " 3gppPsDataOff Status" attribute set to true and the" accessType" attribute or the
"addAcclnfo" attribute set to "3GPP_ACCESS", the PCF shall configure the SMF in such away that:

- packets for services belonging to the 3GPP PS Data Off Exempt services are forwarded over 3GPP access and
non-3GPP access as indicated by the policy for ATSSS Control, as specified in clause 4.2.6.2.17; and

- for downlink and optionally uplink flows not related to a service contained in the list of 3GPP PS Data Off
Exempt services, the PCF may configure the SMF to handle the associated traffic only via non-3GPP access, if
available, by providing the corresponding ATSSS policy within the related PCC rule, as specified in
clause 4.2.6.2.17.
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4.2.2.9 IMS Emergency Session Support

A SMF that requests PCC Rules at PDU Session Establishment for an IMS emergency sessionin a PLMN or an SNPN
shall send an HTTP POST message to the PCF, as defined in clause 4.2.2.2, including the "dnn" attribute containing the
Emergency DNN. The SMF may include the SUPI, within the "supi" attribute, and if the SUPI is not available or
unauthenticated, the SMF shall include the PEI, within the "pei" attribute, the "invalidSupi" attribute set to "true" and an
implementation specific value within the "supi" attribute. The SMF may include the rest of the attributes described in
clause 4.2.2.2. The SMF may also include the GPS, if available, within the "gpsi* attribute.

NOTE: IMSEmergency services are not supported for SNPN when the UE accesses the SNPN over NWu viaa
PLMN.

The PCF shall detect that a PDU session isrestricted to IMS Emergency services when the "dnn” attribute included in
the HTTP POST message received from the SMF includes a data network identifier that matches one of the Emergency
DNs from the configurable list. The PCF does not perform in this case subscription check procedures with UDR; it uses
instead the locally configured operator policies to make authorization and policy decisions. The PCF:

- shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s), DNS(s) and
SUPL (s) addresses), as required by local operator policies, in a response message to the SMF according to the
procedures described in clause 4.2.6;

- may provision the authorized QoS that applies to the default QoS flow in the response message to the SMF
within the "authDefQos" attribute of a session rule according to the procedures described in clause 4.2.3.6,
except for obtaining the authorized QoS upon interaction with the UDR. The value of the "priorityLevel"
attribute included within the "arp" attribute shall be assigned as required by local operator policies (e.g. if an
IMS Emergency session is prioritized, the "priorityLevel" attribute may contain a value that isreserved for an
operator domain use of IMS Emergency sessions). If the "accessType" attribute is set to "3GPP_ACCESS', the
values of the "preemptCap" and the "preemptVuln" attributes included within the "arp" attribute shall be
assigned as required by local operator policies,

- may provision the authorized Session-AMBR in the response message to the SMF, according to the procedures
described in clause 4.2.3.5.

When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedures shall be
performed.

4.2.2.10 Request Usage Monitoring Control

If the UMC as defined in clause 5.8 is supported, the PCF may provision the usage monitoring control policy to the
SMF as defined in clause 4.2.6.5.3.

4.2.2.11 Access Network Charging Identifier report

During the PDU session establishment procedure, if the Access Network Charging Identifier is within the Uint32 value
range, the SMF may provide the access network charging identifier information within the "accNetChid" attribute of the
SmPolicyContextData data structure if this Access Network Charging Identifier applies to the whole PDU session. In
this case, within the associated AccNetChld data structure, the SMF shall include the "accNetChaldValue" attribute
containing the Access Network Charging Identifier for the default QoS flow and the " sessionChScope” attribute set to
true. The SMF may provide the address of the network entity performing the charging functionality within the
"chargEntityAddr" attribute.

If the "AccNetChargld_String” feature is supported by the SMF, and the Access Network Charging Identifier valueis
longer than Uint32:

- if the SMF doesn’t know if the PCF supports the "AccNetChargld_String" feature, the SMF shall not provide the
access network charging identifier information;

- if the SMF knows the PCF supports the feature "AccNetChargld_String", the SMF shall encode the access
network charging identifier within "accNetChargld" attribute.

NOTE: During the PDU Session Establishment procedure, the "refPccRulelds’ attribute is not provided within
the AccNetChld data structure, regardless of whether the charging identifier applies to the entire PDU
session or to the default QoS flow, since the PCC Rules are not yet authorized at this stage.
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4.2.2.12 Request for the successful resource allocation notification

The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated as
defined in clause 4.2.6.5.5.

4.2.2.13 Request of Presence Reporting Area Change Report

If the PRA or ePRA feature, as defined in clause 5.8, is supported, the PCF may provision the Presence Reporting Area
Information to the SMF as defined in clause 4.2.6.5.6.

4.2.2.14 Provisioning of IP Index Information

If the PDU session type received within the "pduSessiontype” attributeis"1PV4" or "IPV6" or "IPV4V 6", and ho
corresponding | P address/prefix is received, the PCF may include within the SmPolicyDecision data structure the IP
index information within the "ipv4lndex™ attribute, for 1Pv4 address allocation, and/or the "ipv6lndex" attribute, for
IPv6 address allocation, based on the user's subscription information retrieved from the UDR and operator's policy.

The SMF may use this |P index information to assist in selecting how the | P address is to be alocated when multiple
allocation methods or multiple instances of the same method are supported.

4.2.2.15 Negotiation of the QoS flow for IMS signalling

If the SMF includes the "qosFlowUsage" attribute required for the default QoS flow within the SmPolicyContextData
data structure during the PDU session establishment procedure, the PCF shall provide the "qosFlowUsage" attribute
back in the response with the authorized usage.

If during PDU session establishment procedure, the SMF includesthe "IMS_SIG" value within the " gosFlowUsage"
attribute and the PCF accepts that default QoS flow is dedicated to IMS signalling, the PCF shall within the
SmPolicyDecision data structure include the "IMS_SIG" value within the "qosFlowUsage" attribute. In this case, the
PCF shall restrict the QoS flow to only be used for IMS signalling as specified in 3GPP TS 23.228 [16] by applying the
applicable 5QI for IMS signalling.

If the SMF include the"IMS_SIG" value within the "qosFlowUsage" attribute of the SmPolicyContextData data
structure, but the PCF does not include the "IMS_SIG" within the "qosFlowUsage" attribute of SmPolicyDecision data
structure, the PCC Rules provided by the PCF shall have a5QI value different from the 5QI value for the IMS
signaling.

4.2.2.16 PCF resource cleanup

Inthe Npcf_SMPolicyControl _Create service operation, the SMF as NF service consumer may provide SMF Id in
"smfld" attribute and recovery timestamp in "recoveryTime" attribute. The PCF may use the "smfld" attribute to
supervise the status of the SMF as described in clause 5.2 of 3GPP TS 29.510 [29] and perform necessary cleanup upon
status change of the SMF later, and/or both the "smfld" attribute and the "recoveryTime" attribute in cleanup procedure
as described in clause 6.4 of 3GPP TS 23.527 [33].

4.2.2.17 Access traffic steering, switching and splitting support

If the SMF supportsthe "ATSSS" feature defined in clause 5.8, the SMF shall within the SmPolicyContextData data
structure include the AT SSS capability within the "atsssCapab” attribute and the MA PDU session Indication within the
"maPdulnd" attribute as defined in clause 4.2.2.2.

The SMF determines the ATSSS capability supported for the MA PDU Session based on the ATSSS capabilities
provided by the UE and per DNN configuration on SMF, as follows:

- If the SMF receives the UE's AT SSS capabilities "MPTCP functionality with any steering mode and ATSSS-LL
functionality with only Active-Standby steering mode™ and,;

- if the DNN configuration allows both MPTCP and ATSSS-LL with any steering mode, including RTT
measurement without using PMF protocol, the SMF shall set the "atsssCapab"” attribute to the value
"MPTCP_ATSSS LL_WITH_ASMODE_UL", or;
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- if the DNN configuration allows both MPTCP and ATSSS-LL with any steering mode, including RTT
measurement without using PMF protocol, but the UPF does not support the RTT measurement without
using PMF protocol, the SMF shall set the "atsssCapab” attribute to the value
"MPTCP_ATSSS LL_WITH_EXSDMODE DL_ASMODE_UL".

- if the DNN configuration allows MPTCP with any steering mode and ATSSS-LL with only Active-Standby
steering mode, the SMF shall set the "atsssCapab” attribute to the value
"MPTCP_ATSSS LL_WITH_ASMODE _DLUL".

- If the SMF receives the UE's AT SSS capabilities"ATSSS-LL functionality with any steering mode" and the
DNN configuration allows ATSSS-LL with any steering mode, the SMF shall set the "atsssCapab” attribute to
thevalue"ATSSS LL".

- If the SMF receives the UE's AT SSS capabilities "MPTCP functionality with any steering mode and ATSSS-LL
functionality with any steering mode", and the DNN configuration allows both MPTCP and ATSSS-LL with any
steering mode, the SMF shall set the "atsssCapab"” attribute to the value "MPTCP_ATSSS LL".

If the SMF receives the MA PDU Request Indication from the UE and the SMF determines that the MA PDU session is
allowed based on the Session Management subscription data retrieved from the UDM and the operator policy, the SMF
shall include the"MA_PDU_REQUEST" within the "maPdulnd" attribute; otherwise if the SMF receives the MA PDU
Network-Upgrade Allowed indication from the UE and the SMF determines that the MA PDU session is allowed based
on the Session Management subscription data retrieved from the UDM and the operator policy, the SMF shall include
the"MA_PDU_NETWORK_UPGRADE_ALLOWED" within the "maPdulnd" attribute.

If the PCF supportsthe "ATSSS' feature, the PCF may provide PCC rules and/or session rules of ATSSS policy for the
MA PDU session as defined in clause 4.2.6.2.17 and clause 4.2.6.3.4; otherwise the PCF shall not provide any PCC
rules and/or session rules of ATSSS policy.

4.2.2.18 DNN Selection Mode Support

If the SMF supports the "DNNSelectionMode" feature defined in clause 5.8, when the SMF receives from the AMF the
DNN selection mode, the SMF shall send an HTTP POST message as defined in clause 4.2.2.2 and shall include the
received information in the "dnnSelMode" attribute.

The"dnnSelMode" attribute indicates whether the DNN suplied in the "dnn" attribute is an explicitly subscribed DNN
and thus verified by the network against UDM subscription (regardless of whether it was originally provided by the UE
or replaced by the network), or if it is anon-subscribed DNN (and provided by the UE, or replaced by the network).

If the PCF supports the "DNNSelectionMode” feature, when the "dnnSelMode" attribute indicates:

- the DNN is not explicitly subscribed, the PCF may provision PCC rules and Session rules according to the PCF
local configuration for the UE provided and/or network provided non-subscribed DNN;

- the DNN isexplicitly subscribed and verified by the network against UDM subscription, the PCF proceeds
according to existing specified procedures.

4.2.2.19 Detection of the SM Policy Association enabling Time Sensitive
Communications and Time Synchronization

When the feature " TimeSensitiveNetworking" or "TimeSensitiveCommunication” is supported, the PCF detects if the
Npcf_SMPolicyControl_Create request relates to SM Policy Association enabling Time Sensitive Communi cations and
Time Synchronization based on the received DNN and S-NSSAI. The PCF then may provide within the
SmPolicyDecision data structure the "TSN_BRIDGE_INFO" policy control request trigger within the
"policyCtrIReqTriggers' attribute to instruct the SMF to trigger a PCF interaction when the trigger is met; i.e., new TSC
user plane node information is available.

NOTE: Time sensitive communication and time synchronization are not supported in home-routed roaming
scenarios.
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4.2.2.20 Support of Dual Connectivity end to end redundant User Plane paths

Upon theinitia interaction with the PCF, if the " Dual-Connectivity-redundant-UP-paths' feature is supported, the PCF
shall determine, based on operator's policy (e.g. when some of the allowed services require redundancy), whether the
PDU session is a redundant one.

When the PCF determines that the PDU session is a redundant PDU session, the PCF shall provision the
"redSesslndication™” attribute set to true within the SmPolicyDecisionData returned in the response to the HTTP POST
request.Upon receiving the indication from the PCF that the PDU session is aredundant PDU session, the SMF shall
apply the corresponding procedures towards the access network and the UPF for the establishment of the redundant user
plane paths as defined in clause 5.33.2.1 of 3GPP TS 23.501 [2].

The PCF shall not modify during the PDU session lifetime the indication of whether the redundant user plane paths are
allowed for the PDU session.

4.2.2.21 User Plane Remote Provisioning of UE SNPN Credentials in Onboarding
Network

User Plane Remote Provisioning of UES SNPN Credentials when in Onboarding Network is provided through a DNN
and S-NSSAI used for onboarding.

When the "PvsSupport” feature is supported, the PCF may make authorization and policy decisions to restrict the use of
the PDU Session established to the DNN and S-NSSAI used for onboarding in a ON-SNPN, e.g., by restricting the
traffic to/from Provisioning Server address(es) and DNS server address(es) only.

When the Onboarding Network is a ON-SNPN, during the PDU session establishment procedure related to a PDU
session for used for User Plane Remote Provisioning, the SMF shall include the indication that the PDU session is used
for onboarding with the "onboardind" attribute set to true and provide within "pvsinfo” attribute, if available, the
information related to the Provisioning Server(s) that provisions the UE with credentials and other data to enable SNPN
access.

If the "onboardind" attribute set to true is received during the SM policy association establishment and the combination
of the received DNN within "dnn" attribute and the S-NSSAI within "dicelnfo" attribute corresponds to a PDU session
used for User Plane Remote Provisioning, the PCF shall omit the subscription data check with UDR. Instead, the PCF
shall use the locally stored Onboarding Configuration Data for this DNN and S-NSSAI combination to make
authorization and policy decisions.

If the "pvsinfo" attribute with the Provisioning Server(s) information is received in the request, the PCF shall use the
received information to create the service data flow template of the Provisioning Server(s) in the derived PCC Rule(s).
If the "pvsinfo™ attribute is not received, the PCF shall construct this service data flow template(s) based on the local
configuration stored as part of the Onboarding Configuration Data. In addition, the PCF may create service data flow
templates for the DNS server address(es) stored as part of the Onboarding Configuration Data. The "pvsinfo™" attribute
provided by the SMF may include, for each provided Provsioning Server, the Provisioning Server |P address(es) and/or
FQDN(s).

NOTE 1: How the PCF resolves a Provisioning Server FQDN to an |P address or |P address range with other
mechanism than local configuration in the Onboarding Configuration Datais not specified in thisrelease
of the specification

The PCF shall select the QoS information of the PCC rule(s) applicable to the User Plane Remote Provisioning service
based on policies locally configured at the PCF as part of the Onboarding Configuration Data.

The PCF shall install the derived PCC Rule(s) in the response. The installed PCC Rule(s) shall take precedence over the
locally stored PCC Rule(s) in the SMF.

When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedures shall be
performed.

NOTE 2: When the Onboarding Network isa PLMN or a SNPN, the SMF does not provide the "onboardind"
attribute and the "pvsinfo" attribute. The PCF retrieves policy control subscription profile for this SUPI,
DNN, S-NSSAI from UDR, that includes the list of allowed services. If the list of allowed services
includes both PV S and DNS services, then the PCF, based on local policies, determines the PVS and
DNS address(es) to be used in the SDF template of the PCC Rule(s) and allows traffic to/from these
destinations as per currently specified procedures.
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4.2.2.22 Network slice related data rate policy control

When an Npcf_SMPolicyControl_Create request is received, the PCF may check if the S NSSAI to which the received
request relates is subject to network dlice data rate policy control. If it is the case, the PCF shall apply network dlice data
rate control as described in clause 4.2.6.8.

4.2.3 Npcf_SMPolicyControl_UpdateNotify Service Operation

4231 General

The UpdateNotify service operation provides updated Session Management related policiesto the NF service consumer
(SMF) or triggers the deletion of the context of SM related policies. The POST method is used for both update and
terminate operations.

The following procedures using the Npcf_SMPolicyControl_UpdateNotify service operation are supported:
- PCFinitiated update of the policies associated with a PDU session.
- PCFinitiated deletion of the SM Policy Association of a PDU session.
- Provisioning of PCC rules.
- Provisioning of policy control request triggers.
- Provisioning of revalidation time.
- Policy provisioning and enforcement of the authorized AMBR per PDU session.
- Policy provisioning and enforcement of the authorized default QoS.
- Provisioning of PCC rulesfor Application Detection and Control.
- 3GPP PS Data Off Support.
- IMSEmergency Session Support.
- Request Access Network Information.
- Reguest Usage Monitoring Control.
- Request for the result of PCC rule removal.
- Access Network Charging ldentifier request.
- Request successful resource allocation notifications.
- IMSRestoration Support.
- P-CSCF Restoration Enhancement Support.
- Accesstraffic steering, switching and splitting support.
- Policy provisioning and enforcement of AF session with required QoS.

- Forwarding of TSC user plane node management information and port management information received from
the TSN AF or TSCTSF.

- Provisioning of TSCAI input information and TSC QoS related data.
- Policy provisioning of QoS Monitoring to assist URLL C Service.

- Policy decision and condition data error handling.

- Network dlice related data rate policy control.

- Request of Presence Reporting Area Change Report.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 41 ETSI TS 129 512 V17.12.0 (2023-09)

- PCC Rule Error Report.

- Session Rule Error Report.

4.2.3.2 SM Policy Association Update request
NF service PCE
consumer
< 1. POST {notificationUri}/update
2a. 2000K q
2b. 204 No Content

Figure 4.2.3.2-1: SM Policy Association Update request

The PCF may decide to provision policies related to an Individual SM Policy resource without obtaining a request from
the NF service consumer, e.g. in response to information provided to the PCF viathe Rx or N5 reference points, or in
response to an internal trigger within the PCF. The PCF shall send for this purpose a POST request to the NF service
consumer (e.g. SMF) using the URI"{ notificationUri}/update". The payload body of the message shall contain a
SmPolicyNotification data structure that contains:

- therepresentation of the updated policies within the "smPolicyDecision” attribute; and

- theresource URI of the Individual SM Policy resource related to the notification within the "resourceUri"
attribute.

Detailed procedures related to the provisioning and enforcement of the policy decisions contained within the
SmPolicyDecision data structure are provided in clause 4.2.6.

In case of asuccessful update of SM policies:

- if the PCF provisioned the policy control request triggers related to access type change, RAT change or location
change, a"200 OK" response code and a response body with the corresponding available information in the
"UeCampingRep" data structure shall be returned in the responsg;

- otherwise, a"204 No Content" response code shall be returned in the response.

NOTE: When thereisan ongoing procedure that collisions with the update of SM policies (e.g. during handover
from 5GS to EPS) the SMF, based on operator policies, can delay the update of SM policies and return a
"204 No Content" response code. In this case the SMF will process the request when the procedureis
finished.

If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response
as specified in clause 5.7.

If the feature "ES3X X" is supported, and the NF service consumer determines the received HTTP POST request needs
to be redirected, the NF service consumer shall send an HT TP redirect response as specified in clause 6.10.9 of
3GPP TS 29.500 [4].

If the NF service consumer received one or more PCC rules from the PCF, but the validation of all these PCC Rules
was unsuccessful, the NF service consumer shall reject the request and include in an HTTP "400 Bad Request” response
message the ErrorReport data structure. Within the ErrorReport data structure, the NF service consumer shall include
the "error" attribute containing the "cause” attribute of the ProblemDetails data structure set to "PCC_RULE_EVENT"
or "PCC_QOS_FLOW_EVENT" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules
as defined in clause 4.2.3.16.
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If the " SessionRuleErrorHandling" feature is supported and the NF service consumer received one or more PCC rules
and/or session rules from the PCF but the validation of all these PCC Rules and/or session rules was unsuccessful, the
NF service consumer shall reject the request and include in an HTTP "400 Bad Request" response message the
ErrorReport data structure. Within the ErrorReport data structure, the NF service consumer shall include the "error"
attribute containing the "cause” attribute of the ProblemDetails data structure set to "RULE_PERMANENT_ERROR"
or "RULE_TEMPORARY _ERROR" and the "ruleReports" attribute to report the PCC rule status of the affected PCC
rules as defined in clause 4.2.3.16 and/or the "sessRuleReports” attribute to report the session rule status of the affected
session rules as defined in clause 4.2.3.20.

If the NF service consumer received one or more PCC rules from the PCF but the validation of some of them was
unsuccessful, the NF service consumer shall include an HTTP "200 OK" status code together with one or more
RuleReport data structure(s) to report the PCC rule status of the affected PCC rules as defined in clause 4.2.3.16 in the
"Partial SuccessReport" data structure included in the response message. The "failureCause" attribute of the

"Partial SuccessReport" shall be set to "PCC_RULE_EVENT" or "PCC_QOS FLOW_EVENT".

If the " SessionRuleErrorHandling" feature is supported and the NF service consumer received one or more PCC rule
and/or session rules from the PCF but the validation of some of them was unsuccessful, the NF service consumer shall
includean HTTP "200 OK" status code together with the "ruleReports" attribute to report the PCC rule status of the
affected PCC rules as defined in clause 4.2.3.16 and/or the "sessRuleReports” attribute to report the session rule status
of the affected session rules as defined in clause 4.2.3.20 in the " Partial SuccessReport” data structure included in the
response message. The "failureCause" attribute of the " Partial SuccessReport” shall be set to
"RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR".

If the PCF provisioned policy control request triggers, the NF service consumer may include in the

"Partial SuccessReport" data structure the "ueCampingRep" attribute with the corresponding available information.
When it isrequired to report multiple instances of the "Partial SuccessReport" data structure due to different
"failureCause" values, the NF service consumer shall use only one instance of the "Partial SuccessReport" data structure
to include the "ueCampingRep" attribute with the corresponding available information.

4.2.3.3 SM Policy Association termination request
NF service PCE
consumer
< 1. POST {notificationUri}/terminate
2. 204 No Content >

Figure 4.2.3.3-1: SM Policy Association termination request

The PCF may request PDU session termination and the corresponding deletion of the Individual SM policy resourcein
the following circumstances:

- If the PCF decidesto terminate a PDU session due to an internal trigger or atrigger from the UDR.

- The PCF may also decide to terminate a PDU session upon receiving a POST message from the NF service
consumer (e.g. when data usage quota is reached).

The PCF shall send a POST request to the NF service consumer (e.g. SMF) using the URI { notificationUri} /terminate
and include the TerminationNotification data structure in the body of the HTTP POST request. Within the
TerminationNotification data structure, the PCF shall include:

- theresource URI of the Individual SM policy resource related to the termination request within the
"resourceUri" attribute; and

- the cause of why the PCF reguests the termination of the policy association within the "cause" attribute.
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If the NF service consumer accepts the received POST request, the NF service consumer shall send a'204 No Content"
response.

After the successful processing of the HTTP POST request, the NF service consumer shall invoke the
Npcf_SMPolicyControl_Delete Service Operation defined in clause 4.2.5 to terminate the policy association and initiate
the procedure to terminate the PDU session as defined in 3GPP TS 29.502 [22].

If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response
as specified in clause 5.7.

If the feature "ES3X X" is supported, and the NF service consumer determines the received HTTP POST request needs
to be redirected, the NF service consumer shall send an HT TP redirect response as specified in clause 6.10.9 of
3GPP TS 29.500 [4].

4234 Provisioning of revalidation time

During the lifetime of a PDU session, within the SmPolicyDecision data structure, the PCF may provide the
revalidation time within the "revalidationTime" attribute and the "RE_TIMEOUT" policy control request trigger within
the "policyCtrIReqTriggers' attribute to instruct the SMF to trigger an interaction with the PCF to request PCC rule(s) if
not provided yet. The PCF may also update the revalidation time by including the new value within the
"revalidationTime" attribute. The PCF may disable the revalidation function by removing the "RE_TIMEOUT" policy
control regquest trigger, if it has been previously provided.

When the SMF receives the revalidation time within the "revalidationTime" attribute, the SMF shall store the received
value and start the associated timer based on it. Then, the SMF shall trigger a PCC rule request towards the PCF before
the indicated revalidation time.

If the"RE_TIMEOUT" policy control request trigger is removed, the SMF shall stop the associated timer.
NOTE: By disabling the revalidation function, the revalidation time value previously provided to the SMF is not
applicable anymore.
4.2.3.5 Policy provisioning and enforcement of authorized AMBR per PDU session

The PCF may modify the authorized Session-AMBR at any time during the lifetime of the PDU session and provision it
to the SMF by invoking the procedure defined in clause 4.2.3.2.

If the "VPLMN-QoS-Control" feature is supported, the PCF shall ensure that the authorized Session-AMBR value does
not exceed the Session-AMBR supported by the VPLMN, if applicable.

The PCF shall provision the new authorized session AMBR to the SMF as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.

Upon reception of the authorized Session-AMBRR, the SMF shall apply the corresponding procedures towards the
access network, the UE and the UPF for the enforcement of the AMBR for the concerned PDU session.

For UL Classifier or Multi-homing PDU Sessions, the SMF will provision the policies of session-AMBR for the
downlink and uplink directions to the UL Classifier/Branching Point functionality and in addition provision the policies
of Session-AMBR for the downlink direction to all the PDU session anchors, as defined in clause 5.4.4 of
3GPPTS29.244 [13].

4.2.3.6 Policy provisioning and enforcement of authorized default QoS

The PCF may modify the authorized default QoS during the lifetime of the PDU session and provision it to the SMF by
invoking the procedure defined in clause 4.2.3.2.

If the"VPLMN-QoS-Control" feature is supported, the PCF shall ensure that the authorized default QoS contains a 5QI
and ARP value, and MBR/GBR, if applicable, supported by the VPLMN, if applicable.

The PCF shall provision the authorized default QoS to the SMF as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.

Upon reception of the authorized default QoS, the SMF enforces it, which may lead to the change of the subscribed
default QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for
the enforcement of the authorized default QoS for the concerned PDU session.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 44 ETSI TS 129 512 V17.12.0 (2023-09)

4.2.3.7 Provisioning of PCC rule for Application Detection and Control

If the ADC feature is supported, the user subscription indicates that application detection and control is enabled, and the
PCF determines that application detection is required because of e.g. an internal/external trigger or the PCF has received
from an NF service consumer (e.g. another PCF) a subscription to the event for application start/stop traffic detection
(see TS 29.514 [17], clause 4.2.6.9), the PCF may provision PCC rule(s) for application detection and control as defined
in clause 4.2.6.2.11 in the notification (i.e. HTTP POST) request.

When the PCF provisions PCC rule(s) for application detection and control the PCF update of the mute indication is not
allowed during the PDU session lifetime, i.e., if for the PCC rule, the application's start or stop notifications are muted,
the PCC rule shall remain with the application's start or stop notifications muted along the PDU session lifetime, and
viceversa, if for the PCC rule, the application's start or stop notifications are not muted, the PCC rule shall remain with
the application's start or stop notifications not muted along the PDU session lifetime. The SMF shall reject the PCC rule
modification as specified in clause 4.2.6.2.11.

If the SMF receives PCC rule(s) for application detection and control, the SMF shall instruct the UPF to detect the
application traffic as defined in 3GPP TS 29.244 [13].

4.2.3.8 3GPP PS Data Off Support

When the PCF receives service information from the AF while the 3GPP PS Data Off handling functionality is active as
described in clause 4.2.2.8 or 4.2.4.8, the PCF shall check:

- foranon-MA PDU session, whether the corresponding service is a 3GPP PS Data Off Exempt Service and
permissible according to the user”s subscription and the policies of the PCF;

- foraMA PDU session:

a. whether the corresponding service is a 3GPP Data Off Exempt Service and permissible according to the
user's subscription and the policies of the PCF; or

b. whether the corresponding service does not belong to the 3GPP PS Data Off Exempt Services, but:
- thenon-3GPP accessis available; and
- the PCF policies allow all the traffic of the service to be forwarded using the non-3GPP access.

If so, the PCF shall install, modify or delete thecorresponding PCC rules. For aMA PDU session and when theservice
does not belong to the 3GPP PS Data Off Exempt Services, the policy for ATSSS Control included in the PCC rule, as
specified in clause 4.2.6.2.17, shall enable all the traffic to be forwarded using only the non-3GPP access.

Otherwise, the PCF shall reject the service information from the AF.

If the PCF determines that the 3GPP PS Data Off handling functionality becomes inactive, the PCF shall make the
necessary policy control decisions and provision the PCC rules to make sure that services are alowed according to the
user's subscription and operator policy (irrespective of whether they belong to the list of 3GPP PS Data Off Exempt
Services).

NOTE: The PCF can then open gates viathe "flowStatus" attribute for active PCC rules associated to services not
contained in the list of 3GPP PS Data Off Exempt Services. The PCF can also install PCC rules or
activate predefined PCC rules for some services not belonging to the list of 3GPP PS Data Off Exempt
Services. If the PCF activates or installs a PCC rule with wildcarded filters, it can remove or de-activate
PCC rules for 3GPP PS Data Off Exempt Services that are redundant to this PCC rule.

4.2.3.9 IMS Emergency Session Support

42.39.1 Provisioning of PCC rule

When the PCF receives IM S service information from the AF for an Emergency service and derives authorized PCC
Rules from the service information, the "priorityLevel", the " preemptCap" and the "preemptVuln" attributes of the Arp
data structure within the QoS data decision to which each PCC Rule refers shall be assigned values (i.e. priority and
pre-emption level) as required by local operator policies (e.g. if an IMS Emergency session is prioritized, the
"priorityLevel" attribute may contain a value that is reserved for an operator domain use of IMS Emergency session).

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 45 ETSI TS 129 512 V17.12.0 (2023-09)
The PCF shall immediately initiate the procedures described in clause 4.2.6.2.1 to provision the necessary PCC Rules
and the procedures described in clause 4.2.6.2.3 to provision the authorized QoS perPCC rule.

The provisioning at the SMF of PCC Rules, which require the establishment of a dedicated QoS flow for emergency
services, shall cancel the inactivity timer in the SMF, if it started running as defined in the clause 4.2.3.9.2.

Any SMF-initiated request for PCC Rules for an IMS Emergency service with the "repPolicyCtrIReqTriggers' attribute
containing the "RES_MO_RE" value (i.e. UE-initiated resource reservation) shall be rejected by the PCF viaan HTTP
"403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to
"ERROR_TRAFFIC_MAPPING_INFO_REJECTED".

The SMF shall execute the procedures to ensure that a new QoS flow is established for the Emergency service.

When the SMF detects that the provisioning of PCC Rules failed, the PCC rule error handling procedure shall be
performed.

4.2.3.9.2 Removal of PCC Rules for Emergency Services

The reception by the PCF of arequest to terminate an AF session for an IMS Emergency service triggers the removal by
the PCF of the PCC Rules assigned to the terminated IMS Emergency Service in the SMF, using the procedure defined
inclause 4.2.6.2.1.

At reception of an HTTP POST message that removes one or several PCC Rules from a PDU Session restricted to
emergency services, the SMF shall:

- initiate a QoS flow termination procedure, when al the PCC Rules bound to a QoS flow are removed; or
- initiate a QoS flow modification procedure, when not all the PCC Rules bound to a QoS flow are removed.

In addition, the SMF shall initiate an inactivity timer if all PCC Rules with a5QI other than the 5QI of the default QoS
flow or the 5QI used for IMS signalling were removed from the PDU session restricted to Emergency Services (e.g. to
enable PSAP Callback session). When the inactivity timer expires, the SMF shall initiate a PDU session termination
procedure as defined in clause 4.2.5.

4.2.3.10 Request of Access Network Information

If the NetLoc feature defined in clause 5.8 is supported, the PCF may request the SMF to report the access network
information as defined in clause 4.2.6.5.4.

4.2.3.11 Request Usage Monitoring Control

If the UMC feature defined in clause 5.8 is supported, the PCF may provision the usage monitoring control policy to the
SMF, as defined in clause 4.2.6.5.3, to request the activation of usage monitoring control.

4.2.3.12 Ipv6 Multi-homing support

During the lifetime of the Multi-homing PDU session, the PCF shall provision the PCC rules and session rulesto the
SMF. The SMF shall derive the appropriate policies based on the policies provisioned by the PCF and provision them to
the appropriate UPF, if applicable, access network, if applicable, and UE, if applicable.

4.2.3.13 Request for the result of PCC rule removal

If the RAN-NAS-Cause feature is supported, the PCF may request the SMF to inform it of the result of PCC rule(s)
removal, when the PCF removes PCC rule(s) as defined in clause 4.2.6.5.2.

When the SMF receives the request, the SMF shall maintain locally the removed PCC rules(s) until it receives the
resource release outcome from the network.

4.2.3.14 Access Network Charging Identifier request

The PCF may request the SMF to provide the Access Network Charging Identifier associated to the dynamic PCC rules
as defined in clause 4.2.6.5.1.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 46 ETSI TS 129 512 V17.12.0 (2023-09)

4.2.3.15 Request for the successful resource allocation notification

The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated as
defined in clause 4.2.6.5.5.

4.2.3.16 PCC Rule Error Report

If the SMF receives one or more PCC rule(s) as defined in clause 4.2.3.1. but the validation of all the received PCC
Rules was unsuccessful, the SMF shall reject the request viaan HTTP "400 Bad Request” status code and include in the
corresponding response message the "ruleReports’ attribute containing RuleReport data structure(s) to report the failure
for the affected PCC rule(s) within the ErrorReport data structure; otherwise, if the validation of only some of the
received PCC rules was unsuccessful, the SMF shall reply to the PCF with an HTTP "200 OK" status code and include
in the corresponding response message one or more RuleReport data structure(s) to report the failure for the affected
PCC rule(s) within the Partia SuccessReport data structure.

Within each RuleReport instance, the SMF shall identify the failed PCC rule(s) by including their identifiers within the
"pccRulelds’ attribute, identify the failure reason code by including a "failureCode" attribute, and include the PCC
rule(s) status within the "ruleStatus" attribute containing a value as follows:

- If theinstallation/activation of one or more new PCC rules (i.e. rules which were not previously successfully
installed) fails, the SMF shall set the "ruleStatus” attribute valueto "INACTIVE".

- If the modification of a currently active PCC rulefails, the SMF shall retain the existing PCC rule as active
without any modification, unless the reason for the failure has an impact also on the existing PCC rule.

Theremoval of a PCC rule shall never fail, even if the related PDU session procedures with the UE fail. The SMF shall
the retain information on the removal of the PDU session and conduct the necessary PDU session procedures with the
UE when it is possible.

Depending on the value of the "failureCode" attribute, the PCF may decide whether retaining, re-installation,
modification or removal of the old PCC rule or any other action applies.

If the"RuleVersioning" feature is supported and the PCF included the "contVer" attribute for a specific PCC rule
instance in the "pccRules’ attribute when provisioning this PCC rule to the SMF, then if the resource allocation for the
corresponding PCC rule was unsuccessful, the SMF shall include the "contVers' attribute in the corresponding
RuleReport instance within the "ruleReports® attribute. Depending on the value of the "failureCode" attribute, and when
applicable, depending also on the value of the "contVer" attribute, the PCF may decide whether retaining, re-
installation, modification, removal of the old PCC rule or any other action applies.

4.2.3.17 IMS Restoration Support

If the ProvAFsignalFlow feature defined in clause 5.8 is supported, and in order to support IMS Restoration procedures
(refer to 3GPP TS 23.380 [21]), the PCF needs to convey the AF address to the SMF. In order to do so, in case the AF
provisions information about the AF signalling flows between the UE and the AF, as defined in clause 4.4.5a of
3GPPTS29.214[18], or in clauses 4.2.2.16 and 4.2.3.17 of 3GPP TS 29.514 [17], the PCF shall install the
corresponding dynamic PCC rules (if not installed before) as defined in clause 4.2.6.2.1. The PCF shall include within
the associated PccRule instance(s) the signalling flows between the UE and the AF within the "flowlnfos" attribute and
the "af SigProtocol” attribute set to the val ue corresponding to the signalling protocol used between the UE and the AF.

The SMF shall respond to the PCF with an HTTP "204 no content” and initiate the corresponding QoS flow procedures,
if required. The SMF shall extract the AF address from the provisioned PCC rule(s) and use it for the monitoring
procedures as defined for the different access types.

NOTE 1: The SMF can use the extracted AF address from the PCC rule(s) to check if the monitoring procedures
have to be started for the corresponding AF.

In case the AF de-provisions information about the AF signalling flows between the UE and the AF, as defined in
clause 4.4.5a of 3GPP TS 29.214 [18], or in clauses 4.2.2.16 and 4.2.3.17 of 3GPP TS 29.514 [17], the PCF shall
remove the corresponding dynamic PCC rule(s) by triggering a notification (i.e. HTTP POST) message towards the
SMF. The PCF shall then apply the procedures defined in clause 4.2.6.2.1.

The SMF shall send an HTTP response message to the PCF.
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NOTE 2: The SMF can use the AF address associated with the removed PCC rule(s) to check if it can stop
monitoring the corresponding AF.

4.2.3.18 P-CSCF Restoration Enhancement Support

This clause is applicable when the PCF-based P-CSCF Restoration Enhancement, as defined in 3GPP TS 23.380 [21]
and controlled by the feature "PCSCF-Restoration-Enhancement" defined in clause 5.8, is supported by both the PCF
and the SMF.

If the PCF receives arequest for P-CSCF restoration from the P-CSCF as defined in clause 4.4.7 of
3GPP TS29.214 [18] or in clause 4.2.2.27 of 3GPP TS 29.514 [17], the PCF shall send a natification (i.e. HTTP POST)
message to the SMF including the "pcscfRestIndication™ attribute set to true for the corresponding PDU session.

The SMF shall acknowledge the PCF and initiate the corresponding QoS flow procedures for the IMS PDU connection
as defined in 3GPP TS 23.380 [21].

4.2.3.19 Request of Presence Reporting Area Change Report

If the PRA or ePRA feature defined in clause 5.8 is supported, the PCF may provision the Presence Reporting Area
Information to the SMF as defined in clause 4.2.6.5.6.

4.2.3.20 Session Rule Error Report

If the " SessionRuleErrorHandling” feature is supported and the SMF receives one or more session rule(s) as defined in
clause 4.2.6.3.1 but the validation of all the received session rules was unsuccessful, the SMF shall reject the request via
an HTTP "400 Bad Request” status code and include in the corresponding response message the " sessRuleReports’
attribute containing SessionRuleReport data structure(s) to report the failure for the affected session rule(s) within the
ErrorReport data structure; otherwise, if the validation of some of the received session rules was unsuccessful, the SMF
shall reply to the PCF with an HTTP "200 OK" status code and include in the corresponding response message the
"sessRuleReports” attribute containing one or more SessionRuleReport data structure(s) to report the failure for the
affected session rule(s) within the Partial SuccessReport data structure.

Within each SessionRuleReport instance, the SMF shall identify the failed session rule(s) by including their identifier(s)
within the "rulelds" attribute, identify the failure reason code by including a" sessRuleFailureCode" attribute, and
include the session rule(s) status within the "ruleStatus" attribute containing a value as follows:

- If theinstallation of one or more new session rule(s) (i.e. rules which were not previously successfully installed)
fails, the SMF shall set the "ruleStatus” attribute value to "INACTIVE".

- If the modification of acurrently provisioned session rule fails, the SMF shall retain the existing session rule as
provisioned without any modification, unless the reason for the failure has an impact a so on the existing session
rule. The SMF shall report the modification failure to the PCF.

The removal of a session rule shall never fail, even if the related PDU session procedures with the UE fail. The SMF
shall then retain information on the removal of the PDU session and conduct the necessary PDU session procedures
with the UE when it is possible.

Depending on the value of the "sessRuleFailureCode" attribute, the PCF may decide whether retaining, re-installation,
modification or removal of the old session rule, or any other action applies.

4.2.3.21 Access traffic steering, switching and splitting support

If the PCF supportsthe "ATSSS' feature, the PCF may provide PCC rules and/or session rules for the MA PDU session
asdefined in clause 4.2.6.2.17 and clause 4.2.6.3.4.

4.2.3.22 Policy provisioning and enforcement of the AF session with required QoS

If the PCF receives a QoS reference parameter during the initial provisioning of service information as defined in

clause 4.2.2.32 of 3GPP TS 29.514 [17] , or if the PCF receivesindividual QoS parameters during the initial
provisioning of service information as defined in clause 4.2.2.24 of 3GPP TS 29.514 [17], the PCF shall authorize the
service information from the AF and derive the QoS parameters of the related PCC rule(s) based on the received service
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information and the indicated QoS reference parameter or the indicated individual QoS parameters (e.g, Requested
Maximum Bitrate and Requested Guaranteed Bitrate).

NOTE: A SLA hasto bein place between the operator and the ASP defining the possible QoS levels and their
charging rates. For each possible pre-defined QoS information set, the PCF needs to be configured with
the corresponding QoS parameters and their values as well as the appropriate Charging key (or receive
thisinformation from the UDR).

If the PCF receives a different QoS reference parameter or different individual QoS parameters during the modification
of service information as defined in clause 4.2.3.30 of 3GPP TS 29.514 [17], the PCF shall update accordingly the
related QoS parameters corresponding to the new QoS parameter in the related PCC rule(s).

If the AF subscribes to Service Data Flow QoS natification control, the PCF may additionally receive the Alternative
Service Requirements during the initial provisioning of service information as defined in clause 4.2.2.32 of
3GPPTS29.514 [17].

In this case, when the PCF authorizes service information based on the indicated QoS reference parameter or individual
QoS parameters, or individual QoS parameters, and the "AuthorizationWithRequiredQoS" feature is supported, the PCF
shall additionally derive aternative QoS parameter sets for the concerned PCC rule(s) based on the QoS reference
parameters or individual QoS parameters provided in the Alternative Service Regquirements. In order to do so, the PCF
shall include one or more references to the QosData data structure within the "refAltQosParams” attribute of the
concerned PCC rule(s) and a"qosDecs" attribute containing these QoS data decision(s) within the SmPolicyDecision
data structure. In each QoS data decision instance, the PCF shall include the alternative QoS parameter set Id within the
"qgosld" attribute, the alternative packet delay budget within the " packetDelayBudget” attribute, the alternative packet
error rate within the "packetErrorRate" attribute, the alternative guaranteed bandwidth in uplink within the "gbrUl*
attribute and the alternative guaranteed bandwidth in downlink within the "gbrDI" attribute. The "ref AltQosParams’
attribute is an ordered list of alternative QoS parameter sets, where the lower the index of the array for a given entry, the
higher the priority.

If the AF changes or newly provides the Alternative Service Requirements during the modification of service
information as defined in clause 4.2.3.30 of 3GPP TS 29.514 [17], the PCF shall update accordingly or provide the
Alternative QoS parameter setsin the related PCC rule(s).

The PCF shall provision the related PCC rule(s) with aternative QoS parameter set(s) and enable QoS Notification
Control, if it has not been enabled yet, as defined in clause 4.2.3.30 of 3GPP TS 29.514 [17].

If the "DisableUENotification" feature is supported and if the AF indicated to the PCF that the UE does not need to be
informed about changes related to Alternative QoS Profiles as as defined in clause 4.2.2.32 or 4.2.3.30 of

3GPP TS 29.514 [17] and the PCF decides to disable the notifications to the UE when changes related to the Alternative
QoS Profiles occur, the PCF shall include the "disUeNotif" attribute set to true within the corresponding the PCC rule
instance.

When the SMF receives PCC rule(s) with aternative QoS parameter sets, the SMF shall enforce these PCC rule(s) and
derive in addition the aternative QoS profile(s) towards the access network based on the received aternative QoS
parameter set(s).

4.2.3.23 Forwarding of TSC user plane node management information and port
management information received from the TSN AF or TSCTSF

During the lifetime of a PDU session enabling Time Sensitive Communications and Time Synchronization the PCF
may receive a UMIC and/or one or more PMIC(s) from the TSN AF or TSCT SF within the service information as
defined in 3GPP TS 29.514 [17]. A UMIC carries TSC user plane node management information. A PMIC carries port
management information for aport located in DS-TT and/or NW-TT.

If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication” is supported the PCF initiates the
Npcf_SMPolicyControl_UpdateNotify request and sends possibly updated policy information about the PDU Session
and/or the UMIC and/or the PMIC(s) to the SMF via the SmPolicyDecision structure, in which the UMIC is encoded in
the "tsnBridgeManCont" attribute, the DS-TT PMIC is encoded in the "tsnPortManContDstt" attribute and the one or
more NW-TT PMIC(s) are encoded in the "tsnPortManContNwitts" attribute.

The PMIC(s) are encoded in the "PortM anagementContainer" data type, that includes the port management information
in the "portManCont" attribute and the related port number in the "portNum" attribute. If the portison DS-TT the SMF
forwards the PMIC(s) to the DS-TT port. If the port ison NW-TT the SMF forwards the PMIC(s) to the NW-TT port.
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The UMIC is encoded in the "BridgeM anagementContainer" datatype, that includes the TSC user plane node
management information in the "bridgeManCont" attribute. The SMF always forwards the UMIC to the TSC user plane
node functionality of the UPF/NW-TT.

4.2.3.24 Provisioning of TSCAI input information and TSC QoS related data

The PCF may receive the TSCAI input information in the TSC assistance container and TSC traffic QoS related
information from the TSN AF or TSCTSF.

If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication” is supported by both the SMF and PCF as
described in clause 5.8, the PCF shall provide for the derived PCC rule(s):

- the 5G QoS parameters and the optional 5G QoS characteristics corresponding to a 5QI for a delay-critical GBR
derived from the TSC traffic QoS information received from the TSN AF or TSCT SF encoded within a QosData
type referred in the "refQosData" of the PCC rule; and

- the TSCAI input information as received from the TSN AF or TSCTSF, with the periodicity, and burst arrival
time encoded in the "tscaiInputUl" attribute and/or "tscaiInputDI" attribute of the PCC rule and, when the feature
"TimeSensitiveCommunication” is supported, the survival time encoded in the "tscailnputUI" attribute and/or
"tscailnputDI" attribute and the (TSN)AF (g)PTP domain encoded in the "tscaiTimeDom" attribute.

The values of MDBV and PDB applied to the derived 5QI shall follow principles defined in clause 5.27.3 of
3GPPTS23.501[2].

For IEEE TSN networks, the value of the MBR, if applicable, and the GBR are derived using the Maximum Bit Rate
provided by the TSN AF. For other time sensitive communication networks, the value of the GBR may be derived using
the input provided by the TSCTSF (e.g. the Minimum Bit Rate) and applying the QoS mapping procedures as specified
in clause 7.3.3 of 3GPP TS 29.513 [7].

The ARP is assigned a value preconfigured for TSC services.

As specified in clause 4.2.3.22, when the PCF receives a QoS reference from the TSCT SF, the PCF shall derive the
above QoS parameters based on pre-defined QoS parameters referenced by the QoS reference. When the PCF receives
individual QoS parameters from the TSCT SF, the PCF shall set derived QoS parameters based on the received
individual QoS parameters and applying the QoS mapping procedures as specified in clause 7.3.3 of
3GPPTS29.513[7].

If the PCF receives Alternative Service Requirements that contain QoS references from the TSCTSF, the PCF shall
derive the alternative QoS parameter set(s) based on the pre-defined QoS parameters referenced by the received
Alternative Service Requirements as defined in clause 4.2.3.22. If the PCF receives Alternative Service Reguirements
that contain Requested Alternative QoS Parameter Set(s) from the TSCTSF, the PCF shall set the alternative QoS
parameter set(s) based on the Requested Alternative QoS Parameter Set(s) contained in the received Alternative Service
Requirements as defined in clause 4.2.3.22.

The SMF shall convert the received TSCAI input information from the external GM into the 5G GM based on the time
offset and cumulative rateRatio (when available) between external time and 5GS time as measured and reported by the
UPF and, forward the derived TSCAI parameters per QoS Flow basis to the AN-RAN as follows:

- For thetraffic in downlink direction, the SMF shall correct the value of the "burstArrival Time" attribute of the
"tscailnputDI" attribute based on the latest received time offset measurement from the UPF and set the downlink
TSCAI Burst Arrival Time as the sum of the corrected value and the CN PDB as described in clause 5.7.3.4 of
3GPP TS 23.501 [2], representing the latest possible time when the first packet of the data burts arrives at the
AN.

- For the traffic in uplink direction, the SMF shall correct the value of "burstArriva Time" attribute of the
"tscailnputUI" attribute based on the latest received time offset measurement from the UPF and set the uplink
TSCAI Burst Arrival Time as the sum of corrected value and the UE-DS-TT Residence Time representing the
latest possible time when the first packet of the data burst arrives at the egress of the UE. How the SMF corrects
the Burst Arrival Time if the UE-DS-TT residence time has not been provided by the UE isup to SMF
implementation.

- The SMF shall correct the value of "periodicity" attribute of the "tscailnputUI" and/or "tscail nputDI" using the
cumulative rateRatio if the cumulative rateRation measurement was previously received from the UPF and set
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the TSCAI Periodicity asthe corrected value. Otherwise, the SMF shall set the periodicity in the TSCAI
Periodicity without any correction.

- If the "TimeSensitiveCommunication" feature is supported and the TSCAI Survival Time Information is
received:

- when the "surTimelnNumMsg" attribute is received, the SMF shall convert the value of
"surTimelnNumMsg" attribute of the "tscailnputUI™ and/or "tscailnputDI" attributes into time units by
multiplying its value by the corrected uplink TSCAI Periodicity and/or downlink TSCAI Periodicity
respectively, and set the TSCAI Survival Time to the calculated value; or

- when the"surTimelnTime" is received, the SMF shall correct the value of "surTimelnTime" attribute of the
"tscail nputUI" and/or "tscailnputDI" attributes using the cumulative rateRatio if the cumulative rateRatio
measurement was previously received from the UPF and set the TSCAI Surviva Time to the corrected val ue.
Otherwise, the SMF shall set the TSCAI Survival Time without correction.

If the "TimeSensitiveCommunication" feature is supported, depending on whether the Time Domain information is
included in the "tscai TimeDom" attribute of the PCC rule, SMF may perform the following:

- if the"tscaiTimeDom" attribute is not included in the PCC rule, the SMF provisions the UPF/NW-TT to report
the clock drifting between 5G clock and the external GM clock for the (g)PTP time domain number that is
configured to the NW-TT.

- if the"tscaTimeDom" attribute isincluded in the PCC rule and does not indicate Time Domain = "5GS", the
SMF provisions the UPF/NW-TT to report the clock drifting between 5G clock and the external GM clock for
the received Time Domain information.

NOTE: The Time Domain value corresponding to "5GS" islocally configured in the SMF and in the TSCTSF
and indicates that the AF does not provide a Time Domain, as specified in 3GPP TS 29.565 [53], and it is
not needed to adjust the TSCAI input information. The omission of the Time Domain within the
"tscaiTimeDom" attribute of the PCC rule indicatesit is needed to apply the TSN AF time domain,
configured in the NW-TT, to adjust the TSCAI input information.

The SMF shall use the N4 Association Setup or Update procedures as described in 3GPP TS 29.244 [13] to provision
the UPF to report the clock drifting.

If the SMF receives the clock drifting from the UPF for a Time Domain, and

- if thereceived Time Domain matches the Time Domain information within the "tscaiTimeDom" attribute
included in the PCC rule; or

- the"tscaiTimeDom" attribute is not included within the PCC rule,

then the SMF may determine the time offset and cumul ative rateRatio (when available) based on received Time Domain
information and adjust the TSCAI information as described above.

If the received clock drifting from the UPF does not match the Time Domain information within the "tscai TimeDom"
attribute of the PCC rule or the received "tscai TimeDom" attribute of the PCC rule indicates Time Domain = "5GS'
then the SMF will not adjust the TSCAI information.

The provisioning of TSCAI input information and TSC traffic QoS configuration per PCC Rule shall be performed
using the PCC rule provisioning procedure as defined in clause 4.2.6.2.1.

4.2.3.25 Policy provisioning of QoS Monitoring to Assist URLLC Service

The QoS Monitoring for URLLC refersto the real time packet delay measurement between the UE and the UPF for a
QoS flow corresponding to an URLLC service.

If the "QosMonitoring" feature is supported, the PCF may generate the authorized QoS Monitoring data decision for the
service data flow based on the QoS Monitoring request if received from the AF and may determine whether the QoS
monitoring report is sent to the AF/NEF by the SMF bypassing the PCF or by the PCF. When the feature
"ExposureTOEAS" is supported and the AF indication of direct notification is received, the PCF may determine whether
duplicate notification by the UPF isrequired, i.e., whether the QoS monitoring report is sent directly to the local
AF/NEF and to the PCF/SMF.
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The PCF shall include within the SmPolicyDecision data structure one or more QosM onitoringData instances within the
"gosMonDecs" attributeif not provided yet and, if the PCF determines that the QoS monitoring report shall be sent by
the PCF from the SMF, "QOS_MONITORING" within the "policyCtrIReqTriggers' attribute, if it has not been
provisioned yet.

NOTE 1. The QoS monitoring report can be sent by the SMF to the PCF as described in clause 4.2.4.24 The QoS
monitoring report of the PCF to the AF/NEF is described in 3GPP TS 29.514 [17], the QoS monitoring
report of the SMF to the AF/NEF bypassing the PCF is described in 3GPP TS 29.508 [12] and the QoS
monitoring report to the Local NEF/AF by the UPF is described in 3GPP TS 29.564 [50].

For each QosMonitoringData instance, PCF shall include:

- therequested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within
the "reqQosMonParams” attribute;

- thefrequency(s) of reporting (e.g. event triggered and/or periodic) within the "repFregs’ attribute;
- for the case the "repFregs’ attribute includes the value "EVENT_TRIGGERED":

- thedelay threshold for downlink with the "repThreshDI" attribute if "reqQosMonParams" attribute includes
DOWNLINK;

- thedelay threshold for uplink with the "repThreshUI" attribute if "reqQosMonParams” attribute includes
UPLINK; and/or

- thedelay threshold for round trip with the "repThreshRp" attribute if "reqgQosMonParams’ attribute includes
ROUND_TRIP;

- the minimum waiting time between subsequent reports within the "waitTime" attribute; and

- if the feature "PacketDelayFailureReport” is supported, the maximum period with no QoS measurement
results reported within the"repPeriod” attribute;

- for the case the "repFregs" attribute includes "PERIODIC", the periodic time for reporting and, if the feature
"PacketDelayFailureReport"” is supported, the maximum period with no QoS measurement results reported
within the "repPeriod" attribute; and

- either the notification URI within the "notifyUri" attribute and the notification correlation id within the
"notifyCorreld" attribute if the PCF determines that the notification shall be sent to the AF directly from the
SMF or the notification URI within the "notifyUri" attribute, the notification correlation id within the
"notifyCorreld" attribute corresponding to the Local NEF or AF and the "directNotiflnd" attribute set to true if
the feature "ExposureTOEAS' is supported and the PCF determines that the direct notification by the UPF to the
Local NEF or AF isrequired based on the indication of direct notification received from the AF.

NOTE 2: If the feature "ExposureTOEAS' is supported and if the PCF determines to receive QoS Monitoring report
while direct UPF notification is aso required, the PCF can provision the "QOS_MONITORING" policy
control request trigger to the SMF together with the "directNotifInd" attribute set to true.

The PCF shall include the value of QoS Monitoring Data ID of QosMonitoringData instance within the "refQosMon"
attribute of the corresponding PCC rule and provide the QoS monitoring data decision together with the PCC ruleiif it
has not been provisioned to the SMF. When the SMF receives the PCC rule, the SMF shall send a QoS Monitoring
request to the PSA UPF via N4 as defined in 3GPP TS 29.244 [13] and NG-RAN via N2 signalling to request the QoS
monitoring between PSA UPF and NG-RAN as defined in 3GPP TS 29.502 [22]. If the feature "ExposureTOEAS" is
supported and if the SMF receives both the "QOS_MONITORING" policy control request trigger and the indication of
direct notifcation, the SMF shall request the UPF to perform duplicated notification as defined in 3GPP TS 29.244 [13].

If the PCF receives the request from the local NEF/AF to disable the QoS monitoring from the AF or the Local NEF,
the PCF shall update the PCC rule with the "refQosMon" attribute set to NULL. The PCF may aso remove the
corresponding QoS Monitoring Dataif no PCC ruleisreferring to it.

If the PCF receives the request to disable the direct event notification to the local NEF or AF by the UPF, the PCF
shall determine whether the PCF or the SMF bypassing the PCF sends the QoS monitoring reports to the local
AF/NEF:

a. if the QoS monitoring reports are sent by the SMF bypassing the PCF:
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- update the PCC rule with the "refQosMon" attribute referring a QosM onitoringData instance which does not
include the "directNotifInd" attribute set to true and till includes the "notifyUri", and the "notifyCorreld"
attributes; or

- update the corresponding QosM onitoringData i nstance by including the "directNotifInd" attribute set to false
and still keeping the "notifyUri", and the "notifyCorreld" attributes;

b. if the QoS monitoring reports are sent by the PCF:

- update the PCC rule with the "refQosMon" attribute referring a QosM onitoringData instance which does not
include the "directNotifInd", the "notifyUri", and the "notifyCorreld" attributes or update the
QosMonitoringData instance by removing the "directNotifInd", the "notifyUri", and the "notifyCorrel d"
attributes ; and

- provision the value "QOS _MONITORING" within the "policyCtrIReqTriggers' attribute, if not previously
provided.

The SMF shall request to the UPF to disable the notification to the AF/(Loca)NEF viaN4 as defined in
3GPP TS 29.244 [13] and shall start sending the related notifications to PCF or to the indicated Notification URI and
notification correlation Id, as applicable.

If the PCF determines that QoS monitoring report shall be sent to the PCF from the SMF instead of sent from the SMF
bypassing the PCF, the PCF shall replace the QosMonitoringData instance with an instance that does not include the
"notifyUri" and the "notifyCorreld" attributes and include "QOS_MONITORING" within the "policyCtrIReqTriggers'
atributeif it has not been provisioned yet. If the PCF determines that QoS monitoring report shall be sent from the
SMF bypassing the PCF instead of sent from the SMF to the PCF, the PCF shall update the QosMonitoringData
instance by including the the notification URI within the "notifyUri" attribute and the notification correlation id within
the "notifyCorreld" attribute, and remove the value "QOS_MONITORING" within the "policyCtrIReqTriggers'
attribute.

4.2.3.26 Policy decision error handling

4.2.3.26.1 Policy decision types and condition data error handling

If the "PolicyDecisionErrorHandling" feature is supported and the " ExtPolicyDecisionErrorHandling" feature is not
supported, and the SMF receives one or more policy decision type(s) (as defined in clause 4.1.4.4) and/or condition data
(as defined in clause 4.1.8), which are not referred by any provisioned PCC rule or session rule as defined in

clause 4.2.3.2, but the storage of the policy decision types and/or condition data was unsuccessful (e.g. the policy
decision could not be successfully stored due to a limitation of resources at the SMF) or there are semantical
inconsistencies in the provided data, the SMF shall behave as follows:

- Includean HTTP"200 OK" status code and one or more PolicyDecisionFailureCode data types to indicate the
type(s) of the failed policy decisions and/or condition data in the response message, if the SMF does not need to
report any other information (e.g. the failure reports of the PCC rule(s) or session rule(s) which are provisioned
in the same message, are not needed).

- Includean HTTP"200 OK" status code and one or more Partia SuccessReport data structure(s) including the
"policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition data
and the "failureCause" attribute set to "POL_DEC_ERROR" in the response message, if the SMF needs to report
partial success (e.g. some of the PCC rules and/or session rules provisioned by the PCF in the same message
were not installed/activated successfully).

- Includean HTTP "400 Bad Request" status code and the ErrorReport data structure including the
"policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition datain
the response message, if the SMF needs to reject the request (e.g. al the PCC rules and/or session rules
provisioned by the PCF in the same message were not installed/activated successfully).

NOTE: Anerror within apolicy decision type and/or condition data not referred by any PCC rules or session
rules is encoded within the " policyDecFailureReports" attribute as specified in the
PolicyDecisionFailureCode data structure defined in clause 5.6.3.28.

When the PCF receives the above reports, the PCF shall consider al the instances of the policy decisions and/or
condition data which were provisioned in the request message and indicated in the PolicyDecisionFailureCode data type

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 53 ETSI TS 129 512 V17.12.0 (2023-09)

as removed from the SMF. When the PCF receives a response with HTTP "400 Bad Request” status code but the
"policyDecFailureReports" attribute is not included in the provided ErrorReport data structure, the PCF shall consider
all the provisioned instances of the policy decsions and/or condition datain the request message as removed from the
SMF.

The removal of a policy decision type and/or condition data shall not fail.

4.2.3.26.2 Policy decision types, condition data and other policy decisions error handling

If the "ExtPolicyDecisionErrorHandling" feature is supported and the SMF receives one or more policy decision type(s)
(as defined in clause 4.1.4.4) and/or condition data (as defined in clause 4.1.8), which are not referred by any
provisioned PCC rule or session rule as defined in clause 4.2.3.2, and/or other SM policy decisions (e.g. the SMF
receives policy control request triggers and applicable additional information) and the SMF detects that the received
policy decision(s) cannot be enforced (e.g, because of semantical inconsistencies in the provided data):

- If the SMF does not need to reject the request (e.g. none, or only some but not all, of the PCC rule(s) and/or
session rule(s) provisioned by the PCF in the same message are not installed/activated successfully), the SMF
shall include one or more Partial SuccessReport data structure(s) in the response message with an HTTP "200
OK" status code. The SMF shall include in each Partial SuccessReport data structure the "failureCause" attribute
set to "POL_DEC_ERROR" and the "policyDecFailureReports' attribute to indicate the failed policy decision
type(s) and/or condition data that are not referred by any provisioned PCC rule or session rule and/or in other
SM policy decision(s), and may include the "invalidPolicyDecs" attribute to provide more details on these failed
policy decision type(s) and/or condition data that are not referred by any provisioned PCC rule or session rule
and/or other SM policy decisions.

- If the SMF needs to reject the request (e.g. all the PCC rules and/or session rules provisioned by the PCF in the
same message are not installed/activated successfully), the SMF shall include an ErrorReport data structure
within aresponse message with an HTTP "400 Bad Request" status code. The SMF shall include the
"policyDecFailureReports" attribute to indicate afailed policy decision type(s) and/or condition data that are not
referred by any provisioned PCC rule or session rule and/or in other SM policy decisions, and may include the
"invalidPolicyDecs" attribute to provide more details on these failed policy decision types and/or condition data
that are not referred by any provisioned PCC rule or session rule and/or other SM policy decisions.

NOTE: Anerror within apolicy decision type and/or condition data not referred by any PCC rules or session
rules and/or an error in other policy decisionsis encoded within the "policyDecFailureReports® attribute
as specified in the PolicyDecisionFailureCode data structure defined in clause 5.6.3.28.

When the PCF receives the above reports, the PCF shall behave as follows:
- For the policy decisions and/or condition data:

a. The PCF shall consider all the instances of the policy decision(s) and/or condition data which are provisioned
in the request message and indicated in the PolicyDecisionFailureCode data type as removed from the SMF.

b. When the PCF receives a response with HTTP "400 Bad Request” status code but the
"policyDecFailureReports" attribute is not included in the provided ErrorReport data structure, the PCF shall
consider al the provisioned instance(s) of the policy decision(s) and/or condition data in the request message
as removed from the SMF.

c. Theremoval of apolicy decision type and/or condition data shall not fail.
- For the other policy decisions:

a. The PCF shall consider all the new failed policy decisions provisioned in the request message and indicated
in the PolicyDecisionFailureCode data type as not installed in the SMF.

b. The PCF shall consider all the modified policy decisions provisioned in the request message and indicated in
the PolicyDecisionFailureCode data type as unmodified in the SMF.

c. The PCF shall consider all the removed policy decisions provided in the request message as deleted in the
SMF.
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NOTE 2: Theremoval of apolicy decision does not fail. Even if there is an inconsistency e.g. between the deletion
of apolicy control request trigger and the deletion of the applicable additional information, the whole
related policy decision isremoved.

4.2.3.27 Network slice related data rate policy control

At the time a PCF-initiated change of the authorized Session-AMBR occurs or PCC Rule(s) for GBR service data
flow(s) need to be provisioned at the SMF, the PCF may check if the concerned S-NSSAI is subject to network slice
datarate policy control. If it isthe case, the PCF shall apply network slice data rate control as described in

clause 4.2.6.8.

4.2.4 Npcf_SMPolicyControl_Update Service Operation

4241 General

The Npcf_SMPolicyControl_Update service operation provides means for the NF service consumer to inform the PCF
that a policy control request trigger condition has been met and for the PCF to inform the NF service consumer of any
resulting update of the Session Management related policies.

The following procedures using the Npcf_SMPolicyControl_Update service operation are supported:
- Provisioning of PCC rules.
- Provisioning of policy control request triggers.
- Request the policy based on revalidation time.
- Policy provisioning and enforcement of authorized AMBR per PDU session.
- Policy provisioning and enforcement of authorized default QoS.
- Application detection information reporting.
- Indication of QoS Flow Termination Implications.
- 3GPP PS Data Off Support.
- Request and report Access Network | nformation.
- Request Usage Monitoring Control and report Accumulated Usage.
- Ipv6 Multi-homing support.
- Request and report the result of PCC rule removal.
- Access Network Charging Identifier Request and report.
- Request and report the successful resource allocation notification.
- Negotiation of the QoS flow for IMS signalling.
- Notification about Service Data Flow QoS target enforcement.
- Request the termination of SM Policy association.
- Reporting of TSC user plane node management information and port management information.
- QoS Monitoring Report.
- Policy decision and condition data error handling.
- Request the policy after DDN failure events.
- Network slice related data rate policy control.

- Presence Reporting Area Information Report.
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- PCC Rule Error Report.
- Session Rule Error Report.

- UE initiates a resource modification support.

- Trace Control.
4.2.4.2 Requesting the update of the Session Management related policies
NF service
PCF
consumer

1. POST .../sm-policies/{smPolicyld}/update

2.200 OK

A

Figure 4.2.4.2-1: Requesting the update of the Session Management related policies

When the NF service consumer detects that one or more policy control request triggers are met, the NF service
consumer shall send a POST reguest to the PCF to update an Individual SM Policy resource. The { smPolicyld} inthe
URI identifies the Individual SM Policy resource to be updated. The NF service consumer include
SmPolicyUpdateContextData data structure in the payload body of the HTTP POST to request a update of
representation of the "Individual SM Policy" resource. The NF service consumer shall include the met policy control
request trigger(s) within the "repPolicyCtrlReqTriggers' attribute and applicable updated value(s) in the corresponding
attribute(s).

The NF service consumer shall include (if the corresponding policy control request trigger is met and the applicable
information is available) in SmPolicyUpdateContextData data structure:

- type of access within the "accessType" attribute;
- type of the radio access technology within the "ratType" attribute;

- the new alocated UE Ipv4 address within the "ipv4Address" attribute and/or the UE Ipv6 prefix within the
"ipv6AddressPrefix" attribute;

- anadditiona new alocated UE Ipv6 prefix within the "addlpv6AddrPrefixes" attribute, if the
"Multilpv6AddrPrefix" feature is supported;

- thereleased UE Ipv4 address within the "rellpv4Address” attribute and/or the UE Ipv6 prefix within the
"rellpv6AddressPrefix" attribute;

- anadditional released UE Ipv6 prefix within the "addRel|pv6AddrPrefixes’ attribute, if the
"Multilpv6AddrPrefix feature” is supported;

- the UE MAC address within the "ueMac" attribute;

- thereleased UE MAC address within the "relUeMac" attribute;

- theindication of UE supporting reflective QoS within the "refQosl ndication™ attribute;
- access network charging identifier within the "accNetChlds" attribute;

- the 3GPP PS data off status within the "3gppPsDataOffStatus” attribute, if the "3GPP-PS-Data-Off" featureis
supported;
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the UE time zone information within the "ueTimeZone" attribute;

the UDM subscribed Session-AMBR or, if the "DN-Authorization” feature is supported, the DN-AAA
authorized Session-AMBR within the "subsSessAmbr" attribute;

NOTE 1: When both, the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are

available in the NF service consumer, the NF service consumer includes the DN-AAA authorized
Session-AMBR.

if the "VPLMN-QoS-Control" feature is supported, the highest Session-AMBR and the default QoS supported in
the VPLMN within the "vplmnQos" attribute, if available;

NOTE 2: In home routed roaming, the H-SMF may provide the QoS constraints received from the VPLMN

(defined in 3GPP TS 23.502 [3] clause 4.3.2.2.2) to the PCF.

if the "DN-Authorization" feature is supported, the DN-AAA authorization profile index within the
"authProflndex" attribute;

subscribed Default QoS Information within the "subsDefQos" attribute;
detected application information within the "appDetectioninfos” attribute;
if the"UMC" feature is supported, the accumul ated usage reports within the "accuUsageReports” attribute;

if the"PRA" feature is supported, the reported presence reporting area information within the "repPral nfos
attribute;

the QoS flow usage required of the default QoS flow within the "qosFlowUsage" attribute;

indication whether the QoS targets of one or more SDFs are not guaranteed or guaranteed again within the
"gncReports* attribute;

user location(s) information within the "userLocationlnfo" attribute;

NOTE 3: The SMF encodes both 3GPP and non-3GPP access UE location in the "userLocationlnfo" attribute when

they are both received from the AMF.

if the "GroupldListChange" feature is supported, the Internal Group Identifier(s) of the served UE within the
"interGrplds" attribute;

if the " SatBackhaul CategoryChg" feature is supported, the satellite backhaul category or non-satellite backhaul
within the "satBackhaul Category" attribute;

if the"AMInfluence" feature is supported, the PCF for the UE callback URI and, if received, SBA binding
information within the "pcfUel nfo" attribute;

serving network function identifier within the "servNfld" attribute;
identifier of the serving network within the "servingNetwork™ attribute; and

when the "EneNA" feature is supported, the list of NWDAF instance IDs used for the PDU Session and their
associated Analytic 1D(s) updated with the new values within the "nwdafDatas" attribute.

NOTE 4: The NF service consumer provides the complete updated list of NWDAF instance IDs and associated

Analytic ID(s) used for the PDU session. If all NWDAF datais deleted an empty list isincluded.

The NF service consumer may include in " SmPolicyUpdateContextData" data structure the IPv4 address domain
identity within the "ipDomain" attribute.

In case of asuccessful update, "200 OK" response shall be returned. The PCF shall include in the "200 OK" response
the representation of the updated policies within the SmPolicyDecision data structure. Detailed procedures related to the
provisioning and enforcement of the policy decisions within the SmPolicyDecision data structure are contained in
clause 4.2.6.

NOTE 5: An empty SmPolicyDecision data structure isincluded in the "200 OK" response when the PCF decides

not to update policies.
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If the PCF received a new list of NWDAF instance | Ds used for the PDU Session and their associated Analytic IDs
within the "nwdaf Datas" attribute the PCF may select those NWDAF instances based on this new list as described in
3GPPTS29.513[7].

If errors occur when processing the HTTP POST request, the PCF shall send an HTTP error response as specified in
clause 5.7.

If the feature "ES3X X" is supported, and the PCF determines the received HT TP POST reguest needs to be redirected,
the PCF shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

If the PCF is, due to incomplete, erroneous or missing information (e.g. QoS, RAT type, subscriber information) not
able to provision a policy decision as response to the request for PCC rules by the NF service consumer, the PCF may
reject the request and include in an HTTP "400 Bad Request " response message the "cause" attribute of the
ProblemDetails data structure set to "ERROR_INITIAL_PARAMETERS".

If the PCF receives the set of session information which is sent in the message originated due to atrigger being met is
incoherent with the previous set of session information for the same session (E.g. trigger met was RAT changed, and
the RAT notified is the same as before), the PCF may reject the request and include in an HTTP "400 Bad Request"
response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_TRIGGER_EVENT".

If the PCF detects that the packet filtersin the request for new PCC rules received from the NF service consumer is
covered by the packet filters of outstanding PCC rules that the PCF is provisioning to the NF service consumer, the PCF
may reject the request and include in an HTTP "403 Forbidden" response message the "cause" attribute of the
ProblemDetails data structure set to "ERROR_CONFLICTING_REQUEST".

If the PCF does not accept one or more of the traffic mapping filters provided by the NF service consumer inan HTTP
POST request (e.g. because the PCF does not allow the UE to request enhanced QoS for services not known to the
PCF), the PCF shall reject the request and include in an HTTP "403 Forbidden" response message the "cause” attribute
of the ProblemDetails data structure set to "ERROR_TRAFFIC_MAPPING_INFO_REJECTED".

If the NF service consumer receives HT TP response with these codes, the NF service consumer shall reject the PDU
session modification that initiated the HTTP Request.

The PCF shall not combine arejection with provisioning of PCC rule operations in the same HT TP response message.

4243 Request the policy based on revalidation time

If the timer for the policy revalidation is started, the SMF shall send the PCC rule request before the indicated
revalidation time. The SMF shall within the SmPolicyUpdateContextData data structure include RE_TIMEOUT within
the "repPolicyCtrIReqTriggers" attribute. The SMF shall stop the timer once the SMF sends the HTTP POST request.

NOTE 1: The PCF is expected to be prepared to provide a new policy, as desired for the revalidation time, during a
preconfigured period before the revalidation time. The preconfigured periodsin the SMF and PCF need to
be aligned.

The PCF may instruct the SMF to revalidate the provided PCC rules by including the "revalidationTime" attribute
within the SmPolicyDecision in the HTTP POST response.

NOTE 2: If the PCF omitsthe "revalidationTime" attribute the revalidation function remains enabled, but the timer
remains stopped till the PCF provides a revalidation time within the "revalidationTime" attribute.

When the SMF receivesthe HTTP POST response message, the SMF shall start the timer for revalidation based on the
received value of revalidation time if the revalidation function is not disabled; otherwise, the SMF shall not start the
timer for revalidation.

The PCF may disable the revalidation function by removing the RE_TIMEOUT policy control request trigger in the
HTTP POST response message. If the revalidation function is disabled, the SMF shall ignore any received value of
revalidation time and shall not start the timer for revalidation.

NOTE 3: By disabling the revalidation function the revalidation time value previously provided to the SMF is not
applicable anymore.
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4.2.4.4 Policy provisioning and enforcement of authorized AMBR per PDU session

When the SMF detects that the Session-AMBR changes, the SMF shall notify of the change to the PCF by invoking the
procedure defined in clause 4.2.4.2, and shall include the new Session-AMBR within the " subsSessAmbr" attribute and
the"SE_AMBR_CH" policy control request trigger within the "repPolicyCtrIReqTriggers" attribute.

If the "DN-Authorization” feature is supported, when both, the UDM subscribed Session-AMBR and the DN-AAA
authorized Session-AMBR are available in the SMF, the DN-AAA authorized/re-authorized Session-AMBR shall take
precedence over the changes on UDM subscribed Session-AMBR.

If the "VPLMN-QoS-Control" feature is supported,

- inthe home routed scenario, when the SMF detects that the Session-AMBR supported in the VPLMN changes
(i.e. when the UE moves from the HPLMN to a VPLMN with Session-AMBR constraints or between VPLMNSs
with different Session-AMBR constraints), the SMF shall notify of the change to the PCF by invoking the
procedure defined in clause 4.2.4.2, and shall include the new VPLMN Session-AMBR within the "vplmnQos"
attribute and the "VPLMN_QOS CH" policy control request trigger within the "repPolicyCtrIReqTriggers'
attribute.

- when the SMF detects that the UE moves from aVPLMN with Session-AMBR constraintsto a VPLMN where
the QoS constraints are not applicable in the home routed scenario or the UE moves back to the non-roaming
scenario, the SMF shall notify the PCF that the QoS constraintsin the VPLMN are not applicable by invoking
the procedure defined in clause 4.2.4.2, and shall include the "vplmnQosNotApp" attribute set to true and the
"VPLMN_QOS CH" policy control request trigger within the "repPolicyCtrIReqTriggers" attribute.

Upon receiving the change of Session-AMBR, the PCF shall ensure that the authorized Session-AMBR value does not
exceed the Session-AMBR supported by the VPLMN, if applicable, and provision the new authorized Session-AMBR
to the SMF in the response as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.

Upon receiving the authorized Session-AMBR from the PCF, the SMF shall apply the corresponding procedures
towards the access network, the UE and the UPF for the enforcement of the AMBR per PDU session.

For UL Classifier or Multi-homing PDU Session, the SMF will provision the policies of session-AMBR for downlink
and uplink direction to the UL Classifier/Branching Point functionality and in addition provision the policies of session-
AMBR in the downlink direction to all the PDU session anchors as defined in clause 5.4.4 of 3GPP TS 29.244 [13].

4245 Policy provisioning and enforcement of authorized default QoS

When the SMF detects that the subscribed default QoS change, the SMF shall notify of the PCF by invoking the
procedure as defined in clause 4.2.4.2, include the new subscribed default QoS within the "subsDefQos" attribute and
"repPolicyCtrIReqTriggers' set to DEF_QOS _CH.

If the"VPLMN-QoS-Control" feature is supported,

- inthe home routed scenario, when the SMF detects that the default QoS supported in the VPLMN changes (i.e.
when the UE moves from the HPLMN to a VPLMN with default QoS constraints or between VPLMNs with
different default QoS constraints), the SMF shall notify of the change to the PCF by invoking the procedure
defined in clause 4.2.4.2, and shall include the new default QoS val ue supported in the VPLMN within the
"vplmnQos" attribute and the "VPLMN_QOS_CH" policy control request trigger within the
"repPolicyCtrIReqTriggers' attribute;

- when the SMF detects that the UE moves from a VPLMN with default QoS constraintsto aVPLMN where the
QoS constraints are not applicable in the home routed scenario or the UE moves back to the non-roaming
scenario, the SMF shall notify the PCF that the QoS constraints in the VPLMN are not applicable by invoking
the procedure defined in clause 4.2.4.2, and shall include the "vplmnQosNotApp" attribute set to true and the
"VPLMN_QOS_CH" policy control request trigger within the "repPolicyCtrIReqTriggers" attribute.

Upon receiving the change of default QoS, the PCF shall ensure that the authorized default QoS contains a 5QI and
ARP values supported by the VPLMN, if applicable, and shall provision the authorized default QoS to the SMF in the
response of the message as defined in clauses 4.2.6.3.1 and 4.2.6.3.2.

Upon receiving the authorized default QoS, the SMF enforces it which may lead to the change of the subscribed default
QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the
enforcement of the authorized default QoS.
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4.2.4.6 Application detection information reporting

If the ADC feature is supported and if the SMF receives the PCC rule for application detection and control, the SMF
shall instruct the UPF as defined in 3GPP TS 29.244 [13] to:

- Detect the application traffic.

- Report the detected application's traffic start/stop events along with the application instance identifier and service
data flow descriptions when service data flow descriptions are deducible.

When the start of the application’s traffic, identified by an application identifier, is received from the UPF, if PCF has
previously provisioned the APP_STA/APP_STO policy control request trigger, unless a request to mute such a
notification (i.e. the "muteNotif" attribute set to true within the Traffic Control Data decision which the PCC rule refers
to), the SMF shall report the start of the application to the PCF.

In order to do so, the SMF shall perform the procedure as defined in clause 4.2.4.2 by including the information
regarding the detected application’s traffic within the "appDetectioninfos" attribute and the "APP_STA" within the
"repPolicyCtrIReqTriggers' attribute even if the application traffic is discarded due to enforcement actions of the PCC
rule. In this case, within the each AppDetectioninfo instance, the SMF shall include the corresponding application
identifier within the "appld" attribute, and may include the detected service data flow description within the
"sdfDescriptions” attribute if deducible and adynamically allocated application instance identifier for the detected
service data flow descriptions within the "instanceld". The "sdf Descriptions” attribute, if present, shall contain the
"flowDescription" attribute and "flowDirection" attribute. The application instance identifier allows the correlation of
APP_STA and APP_STO policy control request trigger to the specific service data flow descriptions.

When the stop of the application'straffic, identified by an application identifier is received from the UPF and the SMF
has reported the start of the application to the PCF, the SMF shall report the stop of the application to the PCF. In order
to do so, the SMF shall perform the procedure as defined in clause 4.2.4.2 by including the information regarding the
detected application’s traffic within the "appDetectioninfos" attribute and the "APP_STO" within the
"repPolicyCtrIReqTriggers" attribute. For each AppDetectioninfo instance, the SMF shall include the corresponding
application identifier within the "appld" attribute and the application instance identifier within the "instanceld" if it is
provided along with the APP_STA.

The PCF then may make policy decisions based on the information received and send the corresponding updated PCC
rules to the SMF.

When a PFD provisioned by the PFDF as specified in 3GPP TS 29.551 [46] is removed/modified and the
removed/modified PFD was used to detect application traffic related to an application identifier in a PCC rule installed
or activated for a PDU session, if the removed/modified PFD results in that the stop of an application or an application
instance is not able to be detected, and if the SMF has reported the application start as described in this clause to the
PCF for the application or application instance represented by this PFD, the SMF shall report the application stop to the
PCF for the corresponding application or the corresponding application instance, if the stop of the application's traffic,
identified by the corresponding application or the corresponding application instance, is received from the UPF.

NOTE: Multiple PFDs can be associated with the application identifier. When the removed/modified PFD is the
last one which is used to detect traffic identified by the "appld” attribute, the SMF reports application
stop.

The PCF is not allowed to update the mute indication of a provisioned PCC rule(s) during the PDU session lifetime, i.e.,
if for the PCC rule, the application's start or stop notifications are muted, the PCC rule shall remain with the
application's start or stop notifications muted along the PDU session lifetime, and viceversa, if for the PCC rule, the
application's start or stop notifications are not muted, the PCC rule shall remain with the application's start or stop
notifications not muted along the PDU session lifetime. The SMF shall reject the update of the mute indication for a
provisioned PCC rule as specified in clause 4.2.6.2.11.

4.2.4.7 Indication of QoS Flow Termination Implications

When the SMF detects that a dedicated QoS flow could not be activated or has been terminated it shall remove the
affected PCC rules and send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure,
including the "ruleReports" attribute containing the RuleReport data instance which specifies the affected PCC rules
within the "pccRulelds" attribute, "INACTIVE" asthe value within the "ruleStatus’ attribute and the

"RES ALLO_FAIL" asthe value of the "failureCode" attribute.
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If the RAN-NAS-Cause feature is supported, the SMF shall provide the available access network information within the
"userLocationInfo" attribute (if available), "userLocationInfoTime" attribute (if available) and "ueTimezone" attribute
(if available). Additionally, if the SMF receives from the access network the RAN cause and/or the NAS cause due to
QoS flow termination the SMF shall provide the received cause(s) in the "ranNasRel Causes' attribute included in
RuleReport data instance.

If the NetLoc feature is supported, and if the identifier of the affected PCC rule was included within the "refPccRulel ds'
attribute of the RequestedRuleData data structure when the affected PCC rule was installed or modified, the SMF shall
provide the access network information to the PCF by including the user location(s) information within the
"userLocationinfo" attribute (if requested by the PCF and if provided to the SMF), the information on when the UE was
last known to bein that location within "userLocationlnfoTime" attribute (if user location information was requested by
the PCF and if the corresponding information was provided to the SMF), the PLMN Identifier or the SNPN Identifier
(the PLMN Identifier and the NID) within the "servingNetwork™ attribute (if the user location information was
requested by the PCF but it is not provided to the SMF) and the timezone information within the "ueTimeZone"
attribute (if requested by the PCF and available).

NOTE 1: The SMF derives the value of the "userLocationinfoTime" attribute from the age of location information
received from the AMF at PDU session update as described in 3GPP TS 29.502[22]. Whether the
"userLocationlnfo" attribute also encodes the age of location is implementation specific.

NOTE 2: The SMF encodes both 3GPP and non-3GPP access UE location in the "userLocationlnfo" attribute when
they are both received from the AMF.

This shall be done whenever one of these conditions applies:
- The SMF isrequested by the RAN to initiate the deactivation of a QoS flow.

- PCC rule(s) are removed/deactivated by the SMF without PCF request (e.g. due to unsuccessful reservation of
resources to satisfy the QoS flow binding).

NOTE 3: The SMF will not initiate the deactivation of the QoS flow upon reception of the UE-initiated resource
modification procedure indicating packet filter deletion. If al the PCC rules associated to a QoS flow
have been deleted as a consequence of the PCF interaction, the SMF will initiate the QoS flow
termination procedure towards the RAN.

Signalling flows for the QoS flow termination and details of the binding mechanism are presented in
3GPP TS 29.513[7].
4.2.4.8 3GPP PS Data Off Support

If the SMF isinformed that the 3GPP PS Data Off status of the UE changed, the SMF shall send an HTTP POST
message to the PCF, as defined in clause 4.2.4.2, providing the "PS_DA_OFF" value within the
"repPolicyCtrIReqTriggers' attribute and the "3gppPsDataOffStatus" attribute set to the value indicated by the UE
within the" SmPolicyUpdateContextData" data structure.

Upon reception of thisHTTP POST message with the "repPolicyCtrIReqTriggers" attribute set to the value
"PS DA _OFF" or "AC_TY_CH" the PCF shall determine whether the 3GPP PS Data Off handling functionality (as
described bel ow) becomes active or inactive. The 3GPP PS Data Off handling functionality is active if, and only if,

- thelatest received "3gppPsDataOff Status' attribute is set to true; and

NOTE 1: If the PS_DA_OFF policy control request trigger is received, the latest received value is the one received
inthe HTTP POST message. Otherwise, it corresponds to the stored value.

- the UE uses 3GPP access, i.e.:
- foranon MA PDU session, the "accessType" attribute is set to "3GPP_ACCESS'; and

- foraMA PDU session, either the "accessType" attribute or the "addA ccessinfo"attribute indicate
"3GPP_ACCESS", and the "relAccessinfo" attribute either is not available or does not indicate
"3GPP_ACCESS".

If the PCF determines that the 3GPP PS Data Off handling functionality becomes active, the PCF shall configure the
SMF in such away that:
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- only packets for services belonging to the list of 3GPP PS Data Off Exempt Services are forwarded over 3GPP
access; and

- al other downlink packets and optionally uplink packets are:

- foranon-MA PDU session or aMA PDU session where non-3GPP access is hot available, discarded by
modifying or removing any related dynamic PCC rule(s) or by deactivating any related predefined PCC

rule(s);

- foraMA PDU session where non-3GPP accessis available, forwarded only via non-3GPP access, if it is
ensured by the policy for ATSSS Control as specified in clause 4.2.6.2.17.

NOTE 2: In order for the UPF to prevent the services that do not belong to the list of 3GPP PS Data Off Exempt
Services, if such services are controlled by dynamic PCC rules, the PCF can either close gates for the
downlink and optionally the uplink directions viathe "flowStatus" attribute in the related dynamic PCC
rules or remove those dynamic PCC rules. If the services are controlled by predefined PCC rules, the PCF
needs to deactivate those PCC rules. PCC rule(s) with wild-carded service data flow filters can be among
the PCC rules that are modified, removed or disabled in that manner. It can then be necessary that the
PCF at the same time installs or activates PCC rules for PS Data Off Exempt Services. The network
configuration can ensure that at least one PCC rule is bound to the default QoS flow when PS Data Off is
activated in order to avoid the deletion of an existing PDU session or to not fail a PDU session
establishment.

If the PCF determines that the 3GPP PS Data Off handling functionality becomes inactive, the PCF shall make the
necessary policy control decisions and perform PCC rule operations to make sure that services are allowed according to
the user's subscription and operator policy (irrespective of whether they belong to the list of 3GPP PS Data Off Exempt
Services or not).

NOTE 3: The PCF can then open gates viathe "flowStatus" attribute for active PCC rules associated to services not
contained in the list of 3GPP PS Data Off Exempt Services. The PCF can also install PCC rules or
activate predefined PCC rules for some services not belonging to the list of 3GPP PS Data Off Exempt
Services. If the PCF activates or installs a PCC rule with wildcarded filters, it can remove or de-activate
PCC rules for 3GPP PS Data Off Exempt Services that are redundant with this PCC rule.

4.2.4.9 Request and Report of Access Network Information

If the NetLoc as defined in clause 5.8 is supported, the PCF may request the SMF to report the access network
information as defined in clause 4.2.6.5.4.

If the AN_INFO policy control request trigger is set, upon receiving the "lastReqRuleData" attribute with the "regData’
attribute with the valug(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRulelds" attribute containing
the PCC ruleidentifier(s) corresponding to the PCC rule(s) which is being installed, modified or removed together, the
SMF shall apply the Namf_EventExposure service for Time-Zone-Report and/or Location-Report event with One-
Time Report type as defined in clause 5.3.1 and 5.3.2.2.2 of 3GPP TS 29.518 [36] if the related information is not
available to obtain this information. When the SMF then receives access network information from the AMF, the SMF
shall provide the required access network information to the PCF by as defined in clause 4.2.4.2 and set the
corresponding attributes as follows:

- If the user location(s) information was requested by the PCF and was provided to the SMF, the SMF shall
provide the user location information within the "userLocationinfo" attribute and the time when it was last
known within "userLocationinfoTime" attribute (if available).

NOTE 1: The SMF derivesthe value of the "userLocationInfoTime" attribute from the age of location information
received in the Location-Report (defined in clause 5.3.1 of 3GPP TS 29.518 [36]) from the AMF.
Whether the "userLocationlnfo" attribute also encodes the age of location isimplementation specific.

NOTE 2: The SMF encodes both 3GPP and non-3GPP access UE location in the "userLocationlnfo" attribute when
they are both received from the AMF.

- If the user location information was reguested by the PCF and was not provided to the SMF, the SMF shall
provide the serving PLMN Identifier or the SNPN Identifier (the PLMN Identifier and the NID) within the
"servingNetwork" attribute.

- If the time zone was requested by the PCF, the SMF shall provide it within the "ueTimeZone" attribute.
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NOTE 3: If the SMF receives the access network information but receives the rejection of the QoS flow creation or
modification, the SMF reports the the enforcement error of the PCC rule to the PCF as defined in
clause 4.2.4.15.

In addition, the SMF shall provide the AN_INFO policy control request trigger within the "repPolicyCtrIReqTriggers’
attribute.

The SMF shall not report any subsequent access network information updates received from the RAN without any
further provisioning or removal of related PCC rules requesting the access network information unless the associated
QoS flow or PDU session has been released.

4.2.4.10 Request Usage Monitoring Control and Reporting Accumulated Usage

42.410.1 General

If the UMC feature, as defined in clause 5.8 is supported, the PCF may provision the usage monitoring control policy to
the SMF, as defined in clause 4.2.6.5.3, to request the usage monitoring control.

The SMF shall report the accumulated usage to the PCF in the following conditions:
- when a usage threshold is reached, as described in this clause;

- when all PCC rules for which usage monitoring is enabled for a particular usage monitoring key are removed or
deactivated, as specified in clause 4.2.4.10.2;

- when usage monitoring is explicitly disabled by the PCF, as specified in clause 4.2.6.5.3.2;
- when aPDU session isterminated, as specified in clause 4.2.5.3;
- when requested by the PCF, as specified in clause 4.2.6.5.3.3.

The UPF measures the volume and/or the time of usage of all traffic of a PDU session or the corresponding service data
flows. When the SMF receives the accumulated usage report from the UPF as defined in clauses 7.5.5.2, 7.5.7.2 or
7.5.8.3 of 3GPP TS 29.244 [13], the SMF shall send an HTTP POST message as defined in clause 4.2.4.2, including
one or more accumul ated usage reports within the "accuUsageReports" attribute and the "US_RE" value within the
"repPolicyCtrIReqTriggers" attribute. Each AccuUsageReport data structure shall contain the accumulated usage report
within one or two Usage Report information element, i.e. the accumulated usage before the monitoring time or the
accumulated usage both before and after the monitoring time, corresponding to one usage monitoring control instance
as requested by the PCF.

If the monitoring timeis provided by the PCF for a usage monitoring control instance and:

- if the SMF receives only one Usage Report information elements corresponding to the usage monitoring control
instance from the UPF, within the AccuUsageReport data structure, the SMF shall include the accumulated
usage before the monitoring time within the "timeUsage" attribute, "volUsage" attribute, "vol UsageUplink"
attribute and/or "volUsageDownlink" attribute, if applicable; otherwise,

- if the SMF receives two Usage Report information elements corresponding to the usage monitoring control
instance from the UPF, within the AccuUsageReport data structure, the SMF includes the accumulated usage
before the monitoring time within the "timeUsage" attribute, "volUsage" attribute, "volUsageUplink" attribute
and/or "volUsageDownlink" attribute, if applicable, and the accumulated usage after the monitoring time within
the "nextTimeUsage" attribute, "nextVolUsage" attribute, "nextVolUsageUplink" attribute and/or
"nextVolUsageDownlink" attribute, if applicable.

When the PCF receives the accumulated usage report in the HTTP POST message, the PCF shall indicate to the SMF if
usage monitoring shall continue for this usage monitoring control instance as follows:

- if the PCF wishes to continue monitoring for the usage monitoring control instance and:

- if monitoring shall continue for specific level(s), the PCF shall provide in the response to the received HTTP
POST message the new threshold(s) corresponding to these level(s) using the same attributes as before (i.e.
"volumeThreshold”, "volumeT hresholdUplink", "volumeThresholdDownlink™ and/or "timeThreshold";
"nextVol Threshold", "nextV ol ThresholdUplink™, "nextV ol ThresholdDownlink™, and/or
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"nextTimeThreshold" if the "monitoringTime" attribute is provided within an entry of the "umDecs'
attribute); or

- if the PCF wishes to stop monitoring for specific level(s) the PCF shall not include in the response to the
received HTTP POST message updated threshold(s) for these specific level(s), i.e. the corresponding
"volumeThreshold" attribute, "volumeT hresholdUplink" attribute, "volumeT hresholdDownlink™ attribute,
"timeThreshold" attribute, "nextVolThreshold" attribute, "nextVol ThresholdUplink" attribute,

"nextV ol ThresholdDownlink" attribute, and/or "nextTimeThreshold" attribute shall not be included within an
entry of the "umDecs" attribute.

- otherwise, if the PCF wishesto stop monitoring for the usage monitoring control instance, the PCF shall not
include any thresholds of this usage monitoring control instance in the response to the HTTP POST message or
remove the reference to the usage monitoring control instance from the concerned dynamic PCC rule or session
rule.

If both volume and time thresholds were provided by the PCF and only one of these two thresholds is reached, the SMF
shall report this event to the PCF and the accumulated usage since last report shall be reported for both measurements.

Upon reception of the reported usage from the SMF, the PCF shall deduct the value of the usage report from the total
allowed usage for that PDU session, usage monitoring key, or both as applicable, and the PCF may also derive and
update the PCC rules based on the remaining allowed usage or reported usage and provision them to the SMF. If the
remaining allowed usage reaches a value zero (or below zero), the PCF may apply other policy decisions and interact
with the SMF accordingly.

NOTE: The PCF can aso update the related usage monitoring information in the UDR as defined in
3GPP TS 29.519 [15] according to the received usage report(s).

4.2.4.10.2 PCC Rule Removal

When the PCF removes or deactivates the last PCC rule associated with a usage monitoring key in an
Npcf_SMPolicyControl_UpdateNotify request as described in clause 4.2.3.2 or in an Npcf_SMPolicyControl_Update
response as described in clause 4.2.3.4 whose regquest was not related to reporting usage for the same monitoring key,
the SMF shall send a new Npcf_SMPolicyControl_Update request including the "US_RE" value within the
"repPolicyCtrIReqTriggers' attribute and one or more accumulated usage reports within the "accuUsageReports'
attribute within the SmPolicyUpdateContextData data type of the HTTP POST request using the procedures to report
accumulated usage defined in clause 4.2.4.10.

When the SMF reports that the last PCC rule associated with a usage monitoring key isinactive, the SMF shall report
the accumulated usage for that monitoring key within the same HTTP POST request if the "ruleReports” attribute was
included in the SmPolicyUpdateContextData data type; otherwise, if the "ruleReports" attribute was included in the
HTTP POST response of an Npcf_SMPolicyControl_UpdateNotify request, the SMF shall invoke the
Npcf_SMPolicyControl_Update service operation by sending anew HTTP POST request to report accumul ated usage
for the usage monitoring key.

4.2.4.11 [pv6 Multi-homing support

The SMF may insert an additional PDU Session Anchor to an existing PDU session by using Ipv6 multi-homing
mechanism. In this case, the SMF shall inform the PCF when one or more new [pv6 prefix is alocated to the new PDU
Session Anchor as defined in clause 4.2.4.2. The SMF shall, within the SmPolicyUpdateContextData data structure,
include the "UE_IP_CH" within the "repPolicyCtrIReqTriggers" attribute and include the new 1pv6 prefix within the
"ipv6AddressPrefix" attribute, and may include an additional new Ipv6 prefix within the "addl pv6AddrPrefixes’
attribute, if the "Multil pv6AddrPrefix" feature is supported.

When the PCF receives the request from the SMF indicating the addition of one or more new Ipv6 prefixes, the PCF
shall determine the impacted PCC rules and/or session rules associated with each new | pv6 prefix and provision them to
the SMF as defined in clauses 5.6.2.6 and 5.6.2.7. The SMF shall derive the appropriate policies based on the policies
provisioned by the PCF and provision them to the appropriate UPF, if applicable, access network, if applicable, and UE,
if applicable. The PCF shall additionally consider the new 1pv6 prefix, or the new |pv6 prefixesif the
"Multilpv6AddrPrefix" feature is supported, during subsequent PCC rules and/or session rules updates.

When the SMF removes a PDU Session anchor from the Multi-homing PDU session, the SMF shall inform the PCF of
the released 1 pv6 prefix related to the PDU Session anchor as defined in clause 4.2.5.2. The SMF shall, within the
SmPolicyUpdateContextData data structure, include the "UE_IP_CH" within the "repPolicyCtrIReqTriggers' attribute
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and include the released 1pv6 prefix within the "rellpv6AddressPrefix” attribute, and may include an additional released
UE Ipv6 prefix within the "addRell pv6AddrPrefixes' attribute, if the "Multil pv6AddrPrefix feature" is supported.

When the PCF receives the request from the SMF indicating the release of one or more 1pv6 prefixes, the PCF shall
determine the previously provisioned PCC rules and/or session rules associated with each released 1pv6 prefix and shall
remove and/or update them from the SMF as applicable. The PCF shall remove the released 1pv6 prefix, or the released
Ipv6 prefixesif the "Multilpv6AddrPrefix™ is supported.

4.2.4.12 Request and report for the result of PCC rule removal

If the RAN-NAS-Cause feature is supported, the PCF may request the SMF to inform it of the result of the PCC rule
removal when the PCF removes the PCC rule as defined in clause 4.2.6.5.2.

When the SMF receives the request, the SMF shall maintain locally the removed PCC rules until it receives of the
resource rel ease outcome from the network.

The SMF shall notify the PCF by include the "RES _RELEASE" within the "repPolicyCtrlReqTriggers" attribute and
the affected rules indicated within one instance of the "ruleReports" attribute with the "ruleStatus" attribute set to the
value INACTIVE.

If the QoS flow is terminated as a consequence of the removal of one or more PCC rules, the SMF shall inform the PCF
about the completion of the QoS flow procedure related to the removal of PCC rules that indicated resource release
notification by including the RequestedRuleData instance containing the "reqData" attribute with the RES_RELEASE
referring to the PCC rule. If the SMF received from the access network some RAN/NAS release cause(s), the SMF shall
also provide the received cause(s) in the "ruleReports' attribute. The SMF shall also provide the available access
network information within the "userLocationInfo" attribute (if available), "userLocationInfoTime" attribute (if
available) and "ueTimezone" attribute (if available).

4.2.4.13 Access Network Charging Identifier request and report

If the "policyCtrIReqTriggers" attribute with the value"AN_CH_COR" has been provided to the SMF, the SMF shall
notify of the PCF the Access Network Charging Identifier(s) that the SMF has assigned for the dynamic PCC Rules
which referred from the RequestedRuleData data structure containing the CH_ID within the "regData" attribute by
including an "accNetChlds" attribute within the SmPolicyUpdateContextData data structure in the HT TP POST

message.

If the SMF assigns an Access Network Charging Identifier to the whole PDU session, and the Access Network
Charging Identifier is within the Uint32 value range; the SMF shall include one AccNetChld instance within the
"accNetChlds"' attribute and include the Access Network Charging Identifier within the "accNetChaldValue" attribute
and the "sessionChScope" attribute set to true; otherwise, within each AccNetChld instance, the SMF shall include
Access Network Charging Identifier within the "accNetChaldValue" attribute and al the PCC rule identifier(s)
associated to the provided Access Network Charging Identifier within the "refPccRulelds” attribute; otherwise, if the
"AccNetChargld_String" feature is supported by the SMF and the PCF, and the Access Network Charging Identifier
valueislonger than Uint32, the SMF shall include one AccNetChld instance within the "accNetChlds" attribute and the
Access Network Charging Identifier within the "accNetChargld" attribute and the " sessionChScope" attribute set to
true.

The PCF may request the SMF to provide the Access Network Charging I dentifier associated to the new dynamic PCC
rules as defined in clause 4.2.6.5.1 in the response message.

4.2.4.14 Request and report for the successful resource allocation notification

The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated as
defined in clause 4.2.6.5.5.

If the "policyCtrIReqTriggers' attribute with the value "SUCC_RES ALLO" has been provided to the SMF, the SMF
shall notify of the PCF the resources associated to the PCC rules which referred from the RequestedRuleData data
structure containing the "SUCC_RES _ALLQO" within the "regData" attribute are successfully allocated. When the SMF
received successful resource allocation response from the access network, the SMF shall within the
SmPolicyUpdateContextData data structure include the "SUCC_RES _ALLO" within the "repPolicyCtrIReqTriggers’
attribute and "ruleReports” attribute. Within the RuleReport instance, the SMF shall include the corresponding PCC rule
identifier(s) within the "pccRulelds attribute and the "ruleStatus” attribute set to value "ACTIVE". If the
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" AuthorizationWithRequiredQoS" feature as defined in clause 5.8 is supported and if the SMF additionally receives the
reference to the matching Alternative QoS Profile which the NG-RAN can guarantee, the SMF shall also include the
reference to the QosData data structure for the Alternative QoS parameter set corresponding to the reference to the
matching alternative QoS profile within the "altQosParamid" attribute.

If the "RuleVersioning" feature is supported and the PCF included the "contVer" attribute for a specific PCC rule
instance, and the resource allocation was successful for this PCC rule, the SMF shall include the rule content version
within the "contVers' attribute in the corresponding RuleReport instance.

4.2.4.15 PCC Rule Error Report

If the install ation/activation of one or more PCC rulesfails using the procedure as defined in clause 4.2.2.1 or 4.2.4.1 or
the PCF installed, activated or modified one or more PCC rules as defined in clause 4.2.3.1 but resource allocation for
the PCC rule was unsuccessful, the SMF shall include the "ruleReports® attribute for the affected PCC rules to report
the failure within the SmPolicyUpdateContextData data structure. Within each RuleReport instance, the SMF shall
identify the failed PCC rule(s) by including the affected PCC rules within the "pccRulelds” attribute, identify the failed
reason code by including a "failureCode" attribute, and shall include rule status within the "ruleStatus" attribute with
the value as described below.

If the install ation/activation of one or more new PCC rules (i.e., rules which were not previously successfully installed)
fails, the SMF shall set the "ruleStatus' to INACTIVE.

The removal of a PCC rule shall not fail, even if the PDU session procedures with the UE fail. The SMF shall retain
information on the removal and conduct the necessary PDU session procedures with the UE when it is possible.

If the modification of a currently active PCC rule fails, the SMF shall retain the existing PCC rule as active without any
modification unless the reason for the failure has an impact also on the existing PCC rule. The SMF shall report the
modification failure to the PCF.

If a PCC rule was successfully installed/activated, but can no longer be enforced by the SMF, the SMF shall set the
"ruleStatus" attribute to INACTIVE.

NOTE: When the PCF receives "ruleStatus" set to INACTIVE, the PCF does not need request the SMF to remove
the inactive PCC rule.

Depending on the value of the "failureCode" attribute, the PCF may decide whether retaining of the old PCC rule, re-
installation, modification, removal of the PCC rule or any other action applies.

If the RAN-NAS-Cause feature is supported and as part of any of the procedures described in this clause the SMF
receives from the access network some RAN/NAS release cause(s), the SMF shall aso provide the received cause(s) in
the RuleReport instance. If RAN-NAS-Cause feature is supported the SMF shall provide the available access network
information within the "userLocationlnfo" attribute (if available), "userLocationlnfoTime" attribute (if available) and
"ueTimezone" attribute (if available).

If the"RuleVersioning” feature is supported and the PCF included the "contVer" attribute for a specific PCC rule
instance, and the resource allocation was unsuccessful as for any of the procedures described in this clause the SMF
shall include the rule content version within the "contVers" attribute for the corresponding RuleReport instance.

4.2.4.16 Presence Reporting Area Information Report

If the PRA or ePRA feature as defined in clause 5.8 is supported and when the SMF receives the presence reporting
areainformation from the serving node as defined in 3GPP TS 29.518 [36] indicating that the UE isinside or outside of
ohe or more presence reporting areas or any of the presence reporting areasis set to inactive, the SMF shall check if the
reported presence reporting areaidentifier corresponds to a presence reporting areathat is relevant for the PCF. In that
case, the SMF shall within the SmPolicyUpdateContextData data structure include the "PRA_CH" within the
"repPolicyCtrIReqTriggers' attribute and one or more Presence Reporting Area Information Report within the
"repPralnfos" attribute. For each Presencel nfo data structure, the SMF shall aso include the presence reporting area
status within the " presenceState” attribute and the presence reporting areaidentifier within the "prald" attribute for each
of the presence reporting areas reported by the serving node.

If the SMF receives presence reporting areainformation for a Set of Core Network predefined Presence Reporting Area
encoded within the "prald" attribute together with the individual PRA Identifier encoded within the "additional Prald"
attribute as described in 3GPP TS 29.518 [36], the SMF shall only provide the PCF with the presence reporting area
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information corresponding to the additional PRA information (i.e. the individual PRA identifier) encoded within the
"prald" attribute.

NOTE 1: The SMF will receive additional presence reporting area information when the UE enters or leaves one or

more presence reporting areas related to a PRA set. In that case, the additional presence reporting area
information corresponds to the actual individual presence reporting area. The received presence reporting
areaidentifier corresponds to the PRA set id and is used to identify the requester (PCF or CHF) of the
notification information.

NOTE 2: The PCF can acquire the necessary data for presence reporting from the UDR.

NOTE 3: Homogeneous support of Presence Areareporting in a network is assumed.

NOTE 4: The serving node can activate the reporting for the PRAs which are inactive as described in the

3GPPTS23.501[2].

4.2.4.17 UE initiates a resource modification support

In the case that the UE initiates a resource modification procedure as defined in clause 6.4.2.2 of

3GPP 3GPP TS 24.501 [20], the SMF shall within the SmPolicyUpdateContextData data structure include the
"RES_MO_RE" within the "repPolicyCtrIReqTriggers' attribute and shall include the UE request of specific QoS
handling for selected SDF within the "uelnitResReq" attribute. Within the Uel nitiatedResourceRequest data structure,
the SMF shall include the "ruleOp" attribute, "packFiltInfo" attribute and "reqQos" attribute if applicable as follows:

When the UE requests to " Create new QoS rule”, the SMF shall include the "ruleOp" attribute set to
"CREATE_PCC_RULE", the "packFiltInfo" attribute and "reqQos" attribute containing the requested QoS for
the new PCC rule. Each PacketFilterInfo instance shall contain one packet filters requested for creating the new
QoS rule. If the PCF authorizes the request, the PCF shall create a new PCC rule by including the new packet
filters within the service data flow template of the PCC rule. When the SMF received the PCC rule, the SMF
shall derive the QoS rule based on the PCC rule, assign a new QoS rule identifier within the PDU session for the
QoS rule. The SMF shall keep the mapping between the PCC rule identifier and the QoS rule identifier.

When the UE requests to "Modify existing QoS rule and add packet filters" for the QoS rule created as a result of
the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to

"MODIFY_PCC _RULE_AND_ADD_PACKET_FILTERS', the"pccRuleld" attribute including the PCC rule
identifier corresponding the QoS rule identifier and the "packFiltinfo" attribute. Each PacketFilterinfo instance
shall contain one packet filters requested for addition to this QoS Rule. If the UE request includes the modified
QoS information the SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected
PCC ruleg(s). If the PCF authorizes the request, the PCF shall update the PCC rule by adding the new packet
filtersto the service data flow template of the PCC rule.

When the UE reguests to "Modify existing QoS rule and replace all packet filters' for the QoS rule created as a
result of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to "MODIFY _
PCC_RULE_AND_REPLACE_PACKET_FILTERS", the"pccRuleld" attribute including the PCC rule
identifier corresponding the QoS rule identifier and the " packFiltinfo" attribute. Each PacketFilterInfo instance
shall contain one packet filters requested for addition to this QoS Rule. If the UE request includes the modified
QoS information the SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected
PCC rule. If the PCF authorizes the request, the PCF shall update PCC rule by replacing the all existing packet
filters within the service data flow template of the PCC rule with the new packet filter(s).

When the UE requests to "Modify existing QoS rule and delete packet filters" for the QoS rule created as a result
of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to "MODIFY _

PCC RULE_AND DELETE PACKET_FILTERS', the "pccRuleld" attribute including the PCC rule identifier
corresponding the QoS rule identifier and the "packFiltInfo" attribute. Each PacketFilterInfo instance shall
within the "packFiltld" attribute include the removed packet filter identifier assigned by the PCF corresponding
to the packet filter identifier received from the UE. If the UE request includes modified QoS information the

SMF shall also include the "reqQos" attribute to indicate the updated QoS for the affected PCC rule(s). If the
PCF authorizes the request, the PCF shall update PCC rule by removing the corresponding packet filters from
the service data flow template of the PCC rule.

When the UE requests to "Modify existing QoS rule without modifying packet filters' for the QoS rule created
as aresult of the UE-initiated resource modification, SMF shall include the "ruleOp" attribute set to
"MODIFY_PCC_RULE WITHOUT_MODIFY_PACKET_FILTERS", the "pccRuleld" attribute including the
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PCC ruleidentifier corresponding the QoS rule identifier, the "packFiltinfo" attribute and the modified QoS
information within the "reqQos" attribute. The "packFiltinfo" attribute shall include one PacketFilterinfo
instance which includes any packet filter identifier assigned by the PCF for the PCC rule within the " packFiltld"
attribute.

- When the UE requests to "Delete existing QoS rule” the SMF shall include the "ruleOp" attribute set to
"DELETE_PCC_RULE" for the QoS rule created as aresult of the UE-initiated resource modification, the
"pccRuleld” attribute including the PCC rule identifier corresponding the QoS rule identifier and the
"packFiltinfo" attribute. The "packFiltinfo" attribute shall include one PacketFilterlnfo instance which includes
any packet filter identifier assigned by the PCF for the PCC rule within the "packFiltld" attribute. The PCF shall
remove the PCC rule when the PCF receives the request according to the PCC rule identifier.

NOTE 1: The UE can only modify or delete the packet filters that the UE hasintroduced and associated resources.
The packet filter identifiers contained in the Flowlnformation data structure are only used for packet
filters created by the UE.

The SMF shall calculate the requested GBR, for a GBR 5Ql, as the sum of the previously authorized GBR for the
affected PCC rule, corresponding to the QoS rule, adjusted with the difference between the requested GBR for the QoS
flow and previously negotiated GBR for the QoS flow. For the UE request to create a new QoS Rule, the GBR as
requested by the UE for the QoS rule shall be used.

If the request covers all the PCC rules with a QoS flow binding to the same QoS flow, then the SMF may request a
change to the 5QI for existing PCC rules.

For the purpose of creating or modifying a QoS rule with adding, replacing and modifying packet filter, within the
Uel nitiatedResourceRequest instance, the SMF shall include the precedence information of the QoS rule within the
"precedence” attribute, and within each PacketFilterlnfo instance, the SMF shall include the "packFiltCont" attribute,
"tosTrafficClass' attribute, "spi" attribute, "flowLabel" attribute and "flowDirection" attribute set to the value(s)
describing the packet filter provided by the UE.

NOTE 2: The UE signalling with the network is governed by the applicable NAS signalling TS. The NAS
3GPP TS for a specific access may restrict the UE possibilities to make requests compared to what is
stated above.

Upon receipt of the request from the SMF, the PCF shall check the set of servicesthe user is allowed to access. If the
user is not allowed to access AF session based services, the PCF shall check whether the user is alowed to request
resources for services not known to the PCF and whether the requested QoS and/or packet filters can be authorized. If
the user is not allowed to request resources for services not known to the PCF, the PCF shall reject the request with in
an HTTP "403 Forbidden" response message including the "cause" attribute of the ProblemDetails data structure set to
"POLICY_CONTEXT_DENIED".

If the PCF authorizes the request from the UE, the PCF shall construct a PCC rule(s) based on the

Uel nitiatedResourceRequest data structure. For the request to add the filter(s), the PCF shall within the

Flowl nformation data structure include the assigned packet filter identifier within the "packFiltld" attribute. When the
SMF derives the QoS based on the PCC rule, the SMF shall assign a new packet filter identifier for each added packet
filter within the QoS rule and keep the mapping between the packet filter identifier for the packet filter within the PCC
rule and QoSrule.

The PCF shall perform the QoS authorization for the new created or modified PCC rulesif requested by the UE as
defined in clause 4.2.6.6.2.

If the PCF detects that the packet filters in the request for new PCC rules received from the SMF is covered by the
packet filters of outstanding PCC rules that the PCF is provisioning to the SMF, the PCF may reject the request and
indicate the cause for the rejection including the "cause" attribute of the ProblemDetails data structure set to
"ERROR_CONFLICTING_REQUEST" in an HTTP "403 Forbidden" response message. If the SMF receives a
response message with this code, the SMF shall ignore the PDU session modification that initiated the HTTP request as
specified in 3GPP TS 24.501[20] clause 6.3.2.5.

If the PCF does not accept one or more of the traffic mapping filters provided by the SMF in an HTTP Request (e.g.
because the PCF does not allow the UE to request enhanced QoS for services not known to the PCF), the PCF shall
reject the request and indicate the cause for the rejection including the "cause” attribute of the ProblemDetails data
structure set to "ERROR_TRAFFIC_MAPPING_INFO_REJECTED" in an HTTP "403 Forbidden" response message.
If the SMF receives an HT TP response with this code, the SMF shall reject the PDU session modification that initiated
the HTTP request.
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The PCF shall not combine a rejection with provisioning of PCC rule operations in the same HT TP response.

4.2.4.18 Trace Control

When there is the requirement to activate tracing the SMF may provide trace control parameters within the "traceReq"
attribute to the PCF viathe Npcf_SMPolicyControl_Update service operation. The update service operation may also
indicate the update or deactivation of the trace session to the PCF.

4.2.4.19 Negotiation of the QoS flow for IMS signalling

When UE initiates a resource modification request, if the SMF includes the "gosFlowUsage" attribute containing
"IMS_SIG" within SmPolicyUpdateContextData data structure and the PCF accepts that a QoS flow dedicated to IMS
signalling shall be used, the PCF shall return the "gosFlowUsage" containing "IMS_SIG" value within the
SmPolicyDecision data structure. The provided PCC rules shall have the 5QI applicable for IMS signalling.

4.2.4.20 Notification about Service Data Flow QoS target enforcement
When the SMF gets the knowledge that for one or more QoS Flows:

- the GBR QoS targets cannot be guaranteed; or

- the GBR QoS targets can be guaranteed again;

the SMF shall inform the PCF that the GBR QoS targets cannot be guaranteed or can be guaranteed again for the PCC
rules bound to the QoS flows.

The SMF gets the knowledge that the GBR QoS targets cannot be guaranteed or can be guaranteed again for the QoS
flow(s) asfollows:

- upon receiving a notification from the NG-RAN that the GFBR can no longer be guaranteed or can be
guaranteed again as defined clause 5.2.2.3.1 of 3GPP TS 29.502 [22]; or

- during a handover, a QoS Flow which islisted as transferred QoS Flow received from the AMF as defined
clause 5.2.2.3.1 of 3GPP TS 29.502 [22] can be interpreted as a notification that GFBR can be guaranteed again
if the SMF has received a notification from the source NG-RAN that the GFBR can no longer be guaranteed but
does not receive an explicit notification that the GFBR can no longer be guaranteed for that QoS Flow from the
Target NG-RAN within a configured time as previous bullet.

The SMF shall send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including
the"QOS _NOTIF" within "repPolicyCtrIReqTriggers' attribute and the "gncReports' attribute. In each
QosNatificationControlInfo data structure, the SMF shall include the indication that the GBR QoS targets cannot be
guaranteed or the GBR QoS targets can be guaranteed again within the "notif Type" attribute and affected PCC rule
identifiers within the "refPccRulel ds" attribute. If the " AuthorizationWithRequiredQoS" feature as defined in clause 5.8
is supported, the SMF shall also include the reference to the QosData data structure for the Alternative QoS parameter
set corresponding to the reference to the matching aternative QoS profile within the "altQosParamid” attribute if the
SMF additionally receives the reference to the matching Alternative QoS Profile which the NG-RAN can guarantee
when the NG-RAN indicates the GBR QoS targets cannot be guaranteed. When the SMF additionally receives an
indication that lowest priority Alternative QoS Profile cannot be fulfilled from the NG-RAN the SMF shall omit the
"altQosParamld" attribute to indicate that that the lowest priority alternative QoS profile could not be fulfilled either.
When the "DisableUENGotification" feature is supported, if the corresponding PCC rule does not include the
"disUeNotif" attribute set to true, the SMF shall also send the fulfilled QoS profile or Alternative QoS Profile to the UE
as defined in clause 5.2.2.3.1.1 of 3GPP TS 29.518 [36], if applicable.

If the affected PCC rule was provisioned with a content version, the SMF shall include the "contVers' attribute defined
in the QosNotificationControl Info data structure for those corresponding PCC rules. The SMF may include more than
one content version in the "contVers' attribute for the same PCC rule within the corresponding
QosNatificationControlInfo instance included in the "gncReports* attribute (e.g. the SMF has combined multiple PCC
rule versions enforcement into one QoS flow operation).

When the PCF receives the HTTP POST request, it shall acknowledge the request by sending a 200 OK" response to
the SMF and then notify the AF as defined in 3GPP TS 29.514 [17], clause 4.2.5.4.
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4.2.4.21 Session Rule Error Report

If the " SessionRuleErrorHandling" feature is supported and if the installation of one or more session rules fails using the
procedure as defined in clauses 4.2.2.1 or 4.2.4.1 or the PCF provisioned one or more session rules as defined in

clause 4.2.3.1 but enforcement of the session Rule was unsuccessful (e.g. session-AMBR is rejected by the AMF in the
roaming scenario, and the SMF determines that the PDU session is kept, the SMF shall include the "sessRuleReports'
attribute for the affected session rules to report the failure within the SmPolicyUpdateContextData data structure.

Within each SessionRuleReport instance, the SMF shall identify the failed session rule(s) by including the affected
session rules within the "rulelds” attribute, identify the failed reason code by including a " sessRuleFailureCode"
attribute, and shall include rule status within the "ruleStatus’ attribute with the val ue as described below.

If the installation of one or more new session rules fails, the SMF shall set the "ruleStatus" to INACTIVE.

The removal of asession rule shall not fail, even if the PDU session procedures with the UE fail. The SMF shall retain
information on the removal and conduct the necessary PDU session procedures with the UE when it is possible.

If the modification of a currently provisioned session rule fails, the SMF shall retain the existing session rule as
provisioned without any modification unless the reason for the failure has an impact also on the existing session rule.
The SMF shall report the modification failure to the PCF.

If a session rule was successfully installed, but can no longer be enforced by the SMF:

- If the "ImmediateTermination” feature is supported, and based on operator's policy, the SMF shall evaluate
whether the PDU session can be kept. If the SMF determines to terminate the PDU session immediately, the
SMF shall trigger the deletion of the SM Policy Association as described in clauses 4.2.5, otherwise the SMF
shall set the "ruleStatus” attribute to INACTIVE.

- If thethe "ImmediateTermination” feature is not supported, the SMF shall set the "ruleStatus” attribute to
INACTIVE.

NOTE: When the PCF receives "ruleStatus' set to INACTIVE, the PCF does not need to request the SMF to
remove the inactive session rule.

Depending on the value of the "sessRuleFailureCode" attribute, the PCF may decide whether retaining the old session
rule, re-installation, modification, removal of the session rule or any other action applies.
4.2.4.22 Request the termination of SM Policy association

If "RespBasedSessionRel” feature is supported, PCF may request the PDU session termination upon receiving a POST
message from the SMF (e.g. when usage quota reached). In this case, the PCF shall include the "rel Cause" attribute
within the SmPolicyDecision data structure of the response to the POST message.

After the receipt of asuccessful HTTP POST response from the PCF containing the "relCause" attribute within the
SmPolicyDecision data structure, the SMF shall invoke the Npcf_SMPolicyControl _Delete Service Operation defined
in clause 4.2.5 to terminate the policy association and initiate the procedure to terminate the PDU session as defined in
3GPP TS 29.502 [22].

4.2.4.23 Reporting of TSC user plane node management information and port
management information

If the feature "TimeSensitiveNetworking" or "TimeSensitiveCommunication” is supported and the
"TSN_BRIDGE_INFO" policy control request trigger is provisioned in the SMF, when new TSC user plane node
information is available the SMF requests to update the SM Policy Association and provides to the PCF information on
the conditions that have been met.

The Policy Control Request Trigger condition"TSN_BRIDGE_INFO" is met when:

a. the SMF detects new TSC user plane node ports which supports exchange of Port Management Information
Containers. The SMF shall send to the PCF, if available:

- the DS-TT port number encoded in the "dsttPortNum" attribute allocated by the UPF;

- the TSC user plane node Id received from the UPF encoded in the "bridgeld” attribute;
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- the MAC address of the DS-TT port received from the UE encoded in the "dsttAddr" attribute; and
- theUE-DS-TT residence time if received from the UE encoded in the "dsttResidTime" attribute,

within the SmPolicyUpdateContextData structure encoded in the "tsnBridgelnfo" attribute of the TsnBridgelnfo
data type; and/or

b. when the SMF receives a UMIC from the TSC user plane node functionality of the UPF/NW-TT and/or aPMIC
fromthe DS-TT port and/or one or more PMIC(s) in the corresponding one or more NW-TT ports. The SMF
shall transparently forward to the PCF the UMIC encoded within the "tsnBridgeManCont" attribute and/or the
DS-TT PMIC encoded within the "tsnPortManContDstt" attribute and/or the one or more NW-TT PMIC(s)
encoded within the "tsnPortManContNwtts" attribute within the SmPolicyUpdateContextData structure.

For IP type of PDU sessions, the UE IP address of the PDU session received within the "ipv4Address’ or
"ipv6AddressPrefix" attribute, as described in clause 4.2.2.2 and 4.2.4.2 (reported with trigger "UE_IP_CH") isused as
identifier of the PDU session related to the reported TSC user plane node information.

For Ethernet type of PDU sessions (IEEE TSN and other time sensitive communications than TSN) the MAC address of
the DS-TT port received within the "dsttAddr" attribute is used as identifier of the PDU session related to the reported
TSC user plane node information.

4.2.4.24 Notification about Service Data Flow QoS Monitoring
When the SMF gets the information about any one of the following items for one or more SDFs from the UPF:

- uplink packet delay(s); or

downlink packet delay(s); or

round trip delay(s); or
- if thefeature "PacketDelayFailureReport” is supported, indicator of packet delay measurement failure;

and the "QOS_MONITORING" policy control request trigger was provisioned, then SMF shall inform the PCF for the
impacted PCC rules.

The SMF shall send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including
the"QOS_MONITORING" within "repPolicyCtrIRegTriggers" attribute and the "qosMonReports" attribute. In each
QosMonitoringReport data structure, the PCF shall include:

- oneor two uplink packet delays within the "ulDelays" attribute; or
- one or two downlink packet delays within the "dIDelays" attribute; or
- oneor two round trip packet delays within the "rtDelays" attribute; or

- if the feature "PacketDelayFailureReport” is supported, the packet delay measurement failure indicator within
"pdmf" attribute; and

- dffected PCC rule identifiers within the "refPccRulelds' attribute.

4.2.4.25 Access traffic steering, switching and splitting support

If "ATSSS" feature defined in clause 5.8 is supported and the PCF has previoudly provisioned the AC_TY_CH policy
control request trigger, when the UE requests to:

- add an access to an aready established MA PDU session (i.e. registers to another acess), the SMF shall, within
the SmPolicyUpdateContextData data structure, include the "TAC_TY_CH" within the
"repPolicyCtrIReqTriggers" attribute and include the additional Access type and the additional RAT type if
available within the "addAccessinfo" attribute.

- release an access from an already established MA PDU session (i.e. deregisters from one access but remains
registered on the other access), the SMF shall, within the SmPolicyUpdateContextData data structure, include
the"AC_TY_CH" within the "repPolicyCtrIReqTriggers" attribute and include the released access type and the
released RAT typeif available within the "rel Accesslnfo™ attribute.
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When the PCF receives the request from the SMF indicating the addition of Access Type or removal of Access Type,
the PCF may provide PCC rules and/or session rules for the MA PDU session as defined in clause 4.2.6.2.17 and
clause 4.2.6.3.4.

4.2.4.26 Policy decision error handling

4.2.4.26.1 Policy decision types and condition data error handling

If the "PolicyDecisionErrorHandling" feature is supported and the "ExtPolicyDecisionErrorHandling" feature is not
supported, and one or more policy decision types (as defined in clause 4.1.4.4) and/or condition data (as defined in
clause 4.1.8) which are not referred by any PCC rules or session rule is provisioned using the procedure as defined in
clauses4.2.2.1, 4.2.3.1 or 4.2.4.1 but the storage was unsuccessful (e.g. the policy decision could not be successfully
stored due to alimitation of resources at the SMF), or because there are semantical inconsistenciesin the provided data,
the SMF shall include the "policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions
and/or condition data within the SmPolicyUpdateContextData data structure.When the PCF receives the above reports,
the PCF shall consider all the instances of the policy decsions and/or condition data which are not referred by any PCC
rule and/or session stored at the SMF and indicated by the PolicyDecisionFailureCode data type are removed from the
SMF.

The removal of a policy decision type and/or condition data shall not fail.

4.2.4.26.2 Policy decision types, condition data and other policy decisions error handling

If the "ExtPolicyDecisionErrorHandling" feature is supported and one or more policy decision types (as defined in
clause 4.1.4.4) and/or condition data (as defined in clause 4.1.8) which are not referred by any PCC rules or session
rulesis provisioned using the procedure as defined in clauses 4.2.2.1, 4.2.3.1 or 4.2.4.1, and/or other SM policy
decisions (e.g. the SMF receives policy control request triggers and applicable additional information) but the SMF
detects the received policy decision cannot be enforced (e.g. because semantical inconsistenciesin the provided data),
and the SMF determines that the PDU session can be kept, the SMF shall within the SmPolicyUpdateContextData data
structure include the " policyDecFailureReports” attribute to indicate a failure in the provided policy decision types
and/or condition data not referred by any PCC rules or session rules and/or in other SM policy decisions, and may
include the "invalidPolicyDecs" attribute to indicate the failed policy decision types and/or condition data not referred
by any PCC rules or session rules and/or other SM policy decisions.

When the PCF receives the above report, the PCF shall consider:

- dl theinstances of the policy decsions and/or condition data which are not referred by any PCC rule and/or
session stored at the SMF and indicated by the PolicyDecisionFailureCode data type are removed from the SMF;
and

- for the other policy decisions:
a. All the new failed policy decisions provisioned are not installed in the SMF.
b. All the modified policy decisions shall remain unmodified in the SMF.
c. All theremoved policy decisions provided in the request message are deleted in the SMF.

NOTE: Theremoval of apolicy decision does not fail. Even if there is an inconsistency e.g. between the deletion
of apolicy control request trigger and the deletion of the applicable additional information, the whole
related policy decision is removed.

4.2.4.27 Policy Control for DDN Events

If the feature "DDNEventPolicyControl" or "DDNEventPolicyControl2" is supported, and if the PCF has previously
provisioned "DDN_FAILURE" policy control request trigger, the SMF shall send the PCC rule request when it receives
an event subscription for DDN Failure event including the traffic descriptors. The SMF shall send an HTTP POST
reguest to the PCF with an SmPolicyUpdateContextData data structure, including the "DDN_FAILURE" within
"repPolicyCtrIReqTriggers" attribute and include one or more traffic descriptor(s) in the "trafficDescriptors” attribute
within the SmPolicyUpdateContextData structure for policy evaluation. Upon reception of the HTTP POST message:
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if the PCF determines that there is an existing PCC rule for the traffic detection of DDD Status event which has
the same traffic descriptor(s) as the new request one, the PCF shall update the existing PCC rule for traffic
detection of DDD Status event by including both the "DDN_FAILURE" and "DDD_STATUS" values within the
"notifCtrlinds" attribute of the "ddNotifCtrl" attribute if the "DDNEventPolicyControl" feature is supported or of
the "ddNotifCtrl2" attribute if the "DDNEventPolicyControl2" feature is supported to indicate both the DDN
Failure and DDD Status event detection;

if the PCF determines that there is an existing PCC rule for the policy and charging control which has the same
traffic descriptor(s) as the new request one, the PCF shall update the existing PCC rule by including the
downlink data notification control information within the "ddNotifCtrl" attribute if the
"DDNEventPolicyControl" feature is supported or within the "ddNotifCtrl2" attribute if the
"DDNEventPolicyControl 2" feature is supported to indicate the DDN Failure event detection. Within the
DownlinkDataNotificationControl or DownlinkDataNotificationControlRm data type, the PCF shall include the
"DDN_FAILURE" value within the "notifCtrlinds" attribute;

otherwise the PCF shall make a new PCC rule by including the reported traffic descriptors within the
"flowlnfos" attribute, setting alower value to the "precedence” attribute and including the downlink data
notification control information within the "ddNotifCtrl" attribute if the "DDNEventPolicyControl" featureis
supported or within the "ddNotifCtrl2" attribute if the "DDNEventPolicyControl2" feature is supported and
setting the other PCC rule information to the same values asin an existing PCC rule that previoudy matched the
traffic. Within the DownlinkDataNotificationControl or DownlinkDataNotificationControl Rm data type, the
PCF shall include the "DDN_FAILURE" value within the "notifCtrlinds" attribute to indicate the DDN Failure
event detection. When the new PCC rule has to be bound to the default QoS flow, the PCF shall include the
"defQosFlowlndication” attribute set to true within the QosData data structure to which the PCC rule refers.
From now on, the PCF needs to keep new PCC rule for event detection fully synchronized with the existing PCC
rule that previously matched the traffic for al other policy and charging control settings to ensure the same user
experience and traffic treatment according to the operator policy.

If the feature "DDNEventPolicyControl" or the "DDNEventPolicyControl 2" is supported, and if the PCF has previously
provisioned "DDN_DELIVERY_STATUS" policy control request trigger, the SMF shall send the PCC rule request
when it receives an event subscription for DDD Status event including the traffic descriptors. The SMF shall send an
HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including the
"DDN_DELIVERY_STATUS" within "repPolicyCtrlReqTriggers" attribute, include one or more traffic descriptor(s) in
the "trafficDescriptors” attribute and the type(s) of notification in the "typesOfNotif" attribute within the
SmPolicyUpdateContextData structure for policy evaluation. Upon reception of the HTTP POST message:

if the PCF determines that thereis an existing PCC rule for traffic detection of DDN Failure event which hasthe
same traffic descriptor(s) as the new request one, the PCF shall update the existing PCC rule for traffic detection
of DDN Failure event by including both the "DDN_FAILURE" and "DDD_STATUS" values within the
"notifCtrlinds" attribute and the type(s) of notifications within the "typesOfNotif" attribute of the "ddNotifCtrl"
attribute if the "DDNEventPolicyControl" feature is supported or of the "ddNotifCtrl2" attribute if the
"DDNEventPolicyControl 2" feature is supported to indicate both the DDN Failure and DDD Status event
detection;

if the PCF determines that there is an existing PCC rule for the policy and charging control which has the same
traffic descriptor(s) as the new request one, the PCF shall update the existing PCC rule by including the
downlink data notification control information within the "ddNotifCtrl" attribute if the
"DDNEventPolicyControl" feature is supported or within the "ddNotifCtr|2" attribute if the
"DDNEventPolicyControl2" feature is supported to indicate the DDD Status event detection. Within the
DownlinkDataNotificationControl or DownlinkDataNotificationControlRm data type, the PCF shall include the
"DDD_STATUS' value within the "notifCtrlinds" attribute and the type(s) of notifications within the
"typesOfNotif" attribute;otherwise the PCF shall make a PCC rule by including the reported traffic descriptors
within the "flowlnfos" attribute, setting alower value to the "precedence” attribute and including the downlink
data notification control information within the "ddNotifCtrl" attribute if the "DDNEventPolicyControl" feature
is supported or within the "ddNotifCtrl2" attribute if the "DDNEventPolicyControl2" feature is supported to
indicate the DDD Status event detection and setting the other PCC rule information to the same valuesasin an
existing PCC rule that previously matched the traffic. Within the DownlinkDataNotificationControl or
DownlinkDataNotificationControlRm data type, the PCF shall include the"DDD_STATUS" value within the
"notifCtrlInds" attribute and the type(s) of notifications within the "typesOfNotif" attribute to indicate that DDN
Status event detection is regquired. When the new PCC rule has to be bound to the default QoS flow, the PCF
shall include the "defQosFlowlndication” attribute set to true within the QosData data structure to which the
PCC rulerefers. From now on, the PCF needs to keep new PCC rule for event detection fully synchronized with
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the existing PCC rule that previously matched the traffic for all other policy and charging control settingsto
ensure the same user experience and traffic treatment according to the operator policy.

If the feature "DDNEventPolicyControl2" is supported, when the SMF receives a request to cancel a subscription of the
DDN Failure or DDD status event and if the PCF has previously provisioned "DDN_FAILURE_CANCELLATION"
and "DDN_DELIVERY_STATUS CANCELLATION policy control request trigger, the SMF shall send an HTTP
POST request to the PCF with an SmPolicyUpdateContextData data structure, including the
"DDN_FAILURE_CANCELLATION" or "DDN_DELIVERY_STATUS CANCELLATION" within
"repPolicyCtrIReqTriggers' attribute respectively and include the rule identifier of the PCC rule which is used for
traffic detection of event within the "pccRuleld” attribute. Upon reception of the HTTP POST message:

- If the PCC rule corresponding to the received PCC rule identifier is only used for the traffic detection of DDN
failure or DDD Status respectively, the PCF shall remove the PCC rule locally and request the SMF to remove it
too.

- If the PCC rule corresponding to the received PCC identifier is used for the traffic detection of both DDN failure
and DDD status events, the PCF shall update the PCC rule by removing the downlink data notification control
information for DDN failure or DDD status respectively from the PCC rule. In order to do that, within the
DownlinkDataNotificationControl Rm data type of the "ddNotifCtrl2" attribute, the PCF shall omit the
"DDN_FAILURE" or "DDD_STATUS" within the "notifCtrlInds" attribute respectively. If the data notification
control information for the DDD status is omitted, the PCF shall aslo include the "typesOfNotif" attribute set to
NULL.

- If the PCC rule corresponding to the receied PCC rule identifier is also used for the policy and charging control
to the service data flow besides the traffic detection of the DDN failure or DDD status event, the PCF shall
update the PCC rule by removing the downlink data notification control information from the PCC rule. In order
to do that, the PCF shall include the "ddNotifCtrl2" attribute set to NULL.

NOTE: The"ddNotifCtrl" attribute is used to contain the downlink data notification control information if the
"DDNEventPolicyControl" feature is supported; while the "ddNotifCtrl2" attribute is used to contain the
downlink data notification control information if the "DDNEventPolicyControl 2" feature is supported.

When the SMF receives the new or updated PCC rule within the response message from the PCF, SMF shall perform
the DDD Status and/or DDN Failure event based on the downlink data notification control information within the PCC
rue as follows:

- If the downlink data notification control information indicates that the detection of DDD Status event and
buffered naotification type is required, the SMF shall derive a PDR and arelated FAR as defined in clause 5.28 of
3GPP TS 29.244 [13] to request the UPF to report an event of the first buffered downlink data packet identified
by the PDR. When the SMF receives the corresponding report, the SMF shall send the notification to the NEF as
defined in clause 4.2.2.2 of 3GPP TS 29.508 [12].

- If the downlink data notification control information indicates that the detection of DDD Status event and
transmitted notification typeis required, the SMF shall detect event and send the notification as defined in
clause 4.2.2.2 of 3GPP TS 29.508 [12].

- If the downlink data notification control information indicates that the detection of DDN Failure event and/or
DDD Status event and discarded notification type is required, the SMF shall derive aPDR and arelated FAR as
defined in clause 5.28 of 3GPP TS 29.244 [13] to request the UPF to report an event of the first discarded
downlink data packet identified by the PDR. When the SMF receives the corresponding report, the SMF shall
send the notification to the AMF as defined in clause 5.2.2.5.1 of 3GPP TS 29.502 [22] and/or send the
notification to the NEF as defined in clause 4.2.2.2 of 3GPP TS 29.508 [12] respectively.

4.2.4.28 Network slice related data rate policy control

When an Npcf_SMPolicyControl_Update request that requires a change of the authorized Session-AMBR and/or MBR
update(s) for PCC Rule(s) corresponding to GBR service data flow(s) is received, the PCF may check if the SSNSSAI to
which the received request relates is subject to network dlice data rate policy control. If it is the case, the PCF shall
apply network slice data rate control as described in clause 4.2.6.8.
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4.2.5 Npcf_SMPolicyControl_Delete Service Operation

4251 General

The del ete service operation provides means for the NF service consumer to delete the policy context associated with a
PDU Session.

The following procedures using the Npcf_SM PolicyControl _Del ete service operation are supported:
- Deletion of the policy context associated with a PDU session.
- Report Accumulated Usage.
- Report Access Network Information.

- Network dice related data rate policy control.

4.25.2 SM Policy Association termination

NF service
consumer

PCF

1. POST .../sm-policies/{smPolicyld}/delete—————

< 2. 204 No Content

Figure 4.2.5.2-1: SM Policy Association termination

When an individual resource of the SM Policy Association collection shall be deleted, the NF service consumer shall
invoke the Npcf_SMPolicyControl _Delete service operation towards the PCF using an HTTP POST request, as shown
infigure 4.2.5.2-1, step 1.

The NF service consumer shall set the request URI to "{ apiRoot} /npcf-smpolicycontrol/vl/sm-
policies/{ smPolicyld}/delete”. The { smPolicyld} in the URI identifies the "Individual SM Policy" to be deleted.

The HTTP POST request sent by the NF service consumer (e.g. SMF) shall contain (if available) the SM Policy
Association related information within the SmPolicyDeleteData data structure in the request body:

- accumulated usage within the "accuUsageReports” attribute as defined in clause 4.2.5.3;

- theuser location(s) information within the "userLocationinfo™ attribute, the information on when the UE was last
known to be in that location within the "userLocationinfoTime" attribute, the PLMN Identifier or the SNPN
Identifier (the PLMN Identifier and the NID) within the "servingNetwork™ attribute, the timezone information
within the "ueTimeZone" attribute and the RAN and/or NAS release cause(s) within the "ranNasRel Causes’
attribute as defined in clause 4.2.5.4;

NOTE 1: The SMF derives the value of the "userLocationinfoTime" attribute from the age of location information
received from the AMF at PDU session termination as described in 3GPP TS 29.502[22]. Whether the
"userLocationlnfo" attribute also encodes the age of location isimplementation specific.

NOTE 2: The SMF encodes both 3GPP and non-3GPP access UE location in the "userLocationlnfo" attribute when
they are both received from the AMF.

- the"PS TO_CS HO" value within the " pduSessRel Cause” attribute, if the PDU session is released due to PS to
CS handover and the "PDUSessionRel Cause”" feature defined in clause 5.8 is supported;
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- the"RULE_ERROR" value within the "pduSessRel Cause" attribute, if the PDU session isreleased dueto a
failed enforcement of the applied session rule as described in clause 4.2.4.21 and the "ImmediateT ermination"
feature defined in clause 5.8 is supported.

When the PCF receives the HTTP POST request from the NF service consumer and if the PCF successfully processed
and accepted the received HTTP POST request from the NF service consumer, the PCF shall acknowledges the request
by sending an HTTP response message with the corresponding status code. The PCF acknowledges the del ete request
by sending a"204 No Content" response to the NF service consumer, as shown in figure 4.2.5.2-1, step 2. Further, the
PCF shall remove the individual resource linked to the delete request.

If errors occur when processing the HTTP POST request, the PCF shall send an HTTP error response as specified in
clause 5.7.

If the feature "ES3X X" is supported, and the PCF determines the received HTTP POST reguest needs to be redirected,
the PCF shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

4.25.3 Report Accumulated Usage

If the UMC feature is supported, at PDU session termination, the SMF shall send the accumulated usage information for
all the monitoring keys for which usage monitoring was previously enabled. When the SMF receives the accumul ated
usage report from the UPF as defined in clause 7.5.7.2 of 3GPP TS 29.244 [13], the SMF shall include one or more
received accumulated usage reports in the "accuUsageReports' attribute of the SmPolicyDeleteData data structure.

If all PDU sessions related to the same DNN and S-NSSAI combination for a user are terminated, the PCF shall store
the remaining allowed usage, i.e. the information about the remaining overall amount of resources, in the UDR as
defined in 3GPP TS 29.519 [15].

4254 Report Access Network Information

If the RAN-NAS-Cause feature is supported or the NetLoc feature is supported, within the SmPolicyDeleteData data
structure, the SMF shall provide the available access network information within the "userLocationlnfo" attribute (if
available), the information on when the UE was last known to bein that location within the "userLocationinfoTime"
attribute (if available), the "ueTimezone" attribute (if available). Additionally, for the NetLoc feature, if the user
location information is not available, the SMF shall include the PLMN Identifier or the SNPN Identifier (the PLMN
Identifier and the NID) within the "servingNetwork" attribute; for RAN-NAS-Cause feature, if the SMF received from
the access network the RAN cause and/or the NAS cause due to PDU session termination, the SMF shall provide the
received cause(s) in the "ranNasRel Causes' attribute.

NOTE 1: The SMF derivesthe value of the "userLocationInfoTime" attribute from the age of location information
received in the Location-Report (defined in clause 5.3.1 of 3GPP TS 29.518 [36]) from the AMF.
Whether the "userLocationlnfo" attribute also encodes the age of location isimplementation specific.

NOTE 2: The SMF encodes both 3GPP and non-3GPP access UE location in the "userLocationlnfo" attribute when
they are both received from the AMF.

4255 Void

4.2.5.6 Network slice related data rate policy control

When an Npcf_SMPolicyControl_Delete request is received, the PCF may check if the SSNSSAI to which the received
request relates is subject to network slice data rate policy control. If it isthe case, the PCF shall apply network slice data
rate control as described in clause 4.2.6.8.

4.2.6 Provisioning and Enforcement of Policy Decisions

4.26.1 General

Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service
operations:

- the Npcf_SMPolicyControl_Create Service Operation described in clause 4.2.2;
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the SM Policy Association Notification request as part of the Npcf_SM PolicyControl _UpdateNotify Service
Operation as described in clause 4.2.3.2; and

the Npcf_SMPolicyControl_Update service operation as described in clause 4.2.4

Policy decisions shall be encoded within the SmPolicyDecision data structure defined in clause 5.6.2.4

Policy decisions may include:

Session Rule(s), as described in clause 4.1.4.3, encoded within the "sessRules" attribute;
PCC Rule(s), as described in clause 4.1.4.2, encoded within the "pccRules” attribute;

QoS decision(s), as described in clause 4.1.4.4.3, which can be referenced from PCC rule(s), encoded within the
"gosDecs" attribute;

Charging decision(s), as described in clause 4.1.4.4.4, which can be referenced from PCC rule(s), encoded
within the "chgDecs" attribute;

Traffic control decision(s), as described in clause 4.1.4.4.2, which can be referenced from PCC rule(s), encoded
within the "traffContDecs" attribute;

Usage monitoring control decision(s), as described in clause 4.1.4.4.5, which can be referenced from PCC rule(s)
and session rule(s), encoded within the "umDecs" attribute;

QoS monitoring decision, as described in clause 4.1.4.4.6, which can be referenced from PCC rule(s), encoded
within the "qosMonDecs" attribute;

Condition(s) that can be referenced from PCC rule(s) and session rule(s), encoded within the "conds' attribute;
QoS characteristics for non-standard 5QIs and non-preconfigured 5QI s provided within the "gosChars" attribute;
A reflective QoS timer;

Policy control request triggers and applicable additional information, e.g. Revalidation Time, PRA information;
Last requested rule data;

Last requested usage data;

Default charging method of the PDU session;

"PDU Session with offline charging only" indication;

Charging information;

P-CSCF Restoration Indication;

IPindex information;

Presence Reporting Area information;

TSC user plane node management information;

port management information for the DS-TT port;

port management information for the NW-TT port;

The request of the PDU session termination;

Usage of QoS flow;

Redundant PDU session indication.

For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain afull
description of all policy decision(s) provided by the PCF for the policy association.
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For the Npcf_SMPolicyControl_UpdateNotify service operation for the SM Policy Association Notification request and
for the Npcf_SM PolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a
description of the changes to the policy decision(s) with respect to the last provided policy decision(s) for the
corresponding policy association. The redundant PDU session indication, the default charging method of the PDU
session, the "PDU Session with offline charging only" indication, the charging information, the Reflective QoS Timer
and the IP index information shall not be updated by the PCF.

If no other rule is defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of
the policy decision(s) in the SmPolicyDecision data structure shall follow the following principles:

1) To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules’ attribute, the
"qosDecs" attribute, the "traff ContDecs' attribute, the "umDecs' attribute, the "conds" attribute, etc.), this
attribute shall be provided with a value containing a map with entries according to the following principles:

- A new entry of the map shall be added by supplying a new identifier (e.g. rule/ decision identifier) as the key
and the corresponding structured data type instance (e.g. PCC rule) with the complete content as the value.

- Anexisting entry of the map shall be modified by supplying the existing identifier as the key and the
corresponding structured data type instance as the value, with the same existing identifier (e.g. set the "qosld"
to the same existing QoS data decision identifier), which shall describe the modifications following bullets 1
to 6.

- Anexisting entry of the map shall be deleted by supplying the existing identifier asthe key and "NULL" as
the value.

- For an unmodified entry of the map, no entry needs to be provided within the map.

2) To modify an attribute with a structured data type instance as the value, the attribute shall be provided with a
value containing a structured data type instance with entries according to bullets 1 to 6.

3) To modify an attribute with another type than map or structured data type as the value, the attribute shall be
provided with a complete representation of its value, which shall replace the previous value.

4) To create an attribute of any type, the attribute shall be provided with a complete representation of its value.
5) To delete an attribute of any type, the attribute shall be provided with "NULL" as the value.

NOTE 1: Attributesthat are allowed to be deleted need to be marked as "nullable” within the OpenAPI filein
Annex A.

6) Attributesthat are not added, modified or deleted do not need to be provided.

NOTE 2: Inthe related data structures, no attribute can be marked as mandatory except the attribute containing the
identifier (e.g. rule/ decision identifier).

The PCF shall not remove a provisioned policy decision data or condition data from the SMF when the associated
reference(s) from the PCC rule(s) or session rule(s) are till valid except the usage montoring data referred by the pre-
defined PCC rule(s) (see clause 4.2.6.5.3.2 for further information). If the PCF determines that the policy decision or
condition data shall be used for future PCC or session rule(s), the PCF may keep a policy decision data or condition
data valid when the PCF removes all the PCC rule or session rule(s) referring to that policy decision data or condition
data; otherwise the PCF shall remove the provisioned policy decision data or condition data when the PCF removes all
the PCC or session rule(s) referring to the policy decision data or condition data.

When the NF service consumer (SMF) accepts the notification of policy updates, and/or when after receiving the
response to the request of policies the SM Policy association is retained in the NF service consumer (SMF), if the
installation/activation of one or more new PCC rule(s) or the installation of one or more session rule(s) (i.e. rules which
were not previously successfully installed) fails, although the failed PCC rule(s) or session rule(s) are removed, the
policy decision and/or condition data which are referred by the failed PCC rule(s) or session rule(s) may remain
applicablein the SMF until the PCF removes them. If the PCF determines that the policy decision or condition data that
remain applicable shall be used for future PCC or session rule(s) (e.g. because the PCF reattempts to install the failed
PCC rule) the PCF may keep these policy decision data or condition data valid; otherwise the PCF shall immediately
remove these policy data or condition data from the SMF.
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NOTE 3: Dueto internal policies, the SMF could decide to remove the policy decision and/or condition data not
referred by any PCC and/or session rule(s) before the PCF decides to remove them. When the PCF
decides to remove the policy decision and/or condition data that were silently removed by the SMF, the
SMF accepts the removal indication, as specified in clauses 4.2.3.26 and 4.2.4.26. When the PCF decides
to reuse the policy decision and/or condition data that were silently removed by the SMF, the SMF
reports PCC and/or session rule error as specified in clauses 4.2.3.16, 4.2.4.15, 4.2.3.20 and 4.2.4.21.

NOTE 4: When the PCF notification of policy updatesis rejected as specified in clauses 4.2.3.16 and 4.2.3.20 with
aHTTP"400 Bad Request" status code, the whole update is rejected, including the provided policy
decision and/or condition data. When the SMF reports PCC and/or session rule(s) error as specified in
clauses 4.2.4.15 and 4.2.4.21 for all the provisioned PCC rule and/or session rule(s), the valid policy
decision and/or condition data provided in the corresponding update response can remain valid in the
SMF until the PCF removes them.

The error handling for the policy decision and/or condition data which are not referred by any PCC rule and/or session
rule stored at the SMF is defined in clause 4.2.3.26 and 4.2.4.26.

4.2.6.2 PCC Rules

42.6.2.1 Overview

The PCF may perform an operation on a single PCC rule or agroup of PCC rules. The impacted PCC rule(s) shall be
included in the "pccRules’ map attribute within the SmPolicyDecision data structure with the associated "pccRuleld” as
the key of the map. For activating a pre-defined PCC rule or installing or modifying a dynamic PCF-provisioned PCC
rule, the corresponding PccRule data structure shall be provided as the map entry value. For deactivating or removing a
PCC rule, the map entry value shall be set to "NULL".

NOTE 1: When deactivating a predefined PCC rule that is activated in more than one QoS flow, this predefined
PCC ruleis deactivated ssimultaneously in all the QoS flows where it was previously activated.

In order to activate a pre-defined PCC rule, the PCF shall include within the PccRule data structure the pre-defined PCC
rule identifier within the "pccRuleld" attribute and the "refCondData" attribute, if applicable, i.e. the PccRule data
structure is empty, except for the "pccRuleld" attribute and the "refCondData" attribute, if applicable. If the
"refCondData" attribute is applicable, a"conds' attribute containing the corresponding ConditionData data structure
referred by this PCC rule shall be included in the SmPolicyDecision data structure, if it has not been previously
provided.

In order to install a new dynamic PCF-provisioned PCC rule, the PCF shall further set other attributes within the
PccRule data structure as follows:

- It may include the precedence of a PCC rule among the other PCC rules of the PDU session, within the
"precedence” attribute. Within a PDU session, the PCF shall authorize different precedence values for the PCC
rules whose packet filters contained within the "flowDescription" attribute or the "ethFlowDescription" attribute
include the "packetFilterUsage" attribute set to "true".

NOTE 2: The SMF sets the precedence value of a QoS rule to the precedence value of the PCC rule for which the
QoSruleis generated. The UE considers as an error when two or more QoS rules associated with a PDU
session have identical precedence values.

- It shal include either the flow information within the "flowlnfos" attribute or the application identifier within the
"appld" attribute.

- It shal include one reference to the QosData data structure within the "refQosData" attribute. In this case, a
"qosDecs" attribute containing the corresponding QoS data policy decision shall be included in the
SmPolicyDecision data structure, if it has not been previously provided.

- It may include one or more reference(s) to the QosData structure within the "ref AltQosParams” attribute to refer
to the Alternative QoS parameter set(s) of the service data flow. In this case, a"qosDecs" attribute containing the
corresponding alternative QoS data policy decision(s) shall be included in the SmPolicyDecision data structure,
if it has not been previously provided,
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- It shal include one reference to the TrafficControl Data data structure within the "refTcData" attribute. In this
case, a"traffContDecs" attribute containing the corresponding Traffic Control data policy decision shall be
included in the SmPolicyDecision data structure, if it has not been previously provided.

- It may include one reference to the ChargingData data structure within the "refChgData" attribute. In this case, a
"chgDecs" attribute containing the corresponding Charging Data policy decision shall be included in the
SmPolicyDecision data structure, if it has not been previously provided.

- It may include one reference to the UsageM onitoringData data structure within the "refUmData" attribute. In this
case, a"umbDecs" attribute contai ning the corresponding Usage Monitoring data policy decision shall be included
in the SmPolicyDecision data structure, if it has not been previously provided.

- It may include one reference to the QosMonitoringData data structure within the "refQosMon" attribute. In this
case, a"qosMonDecs' attribute containing the corresponding QoS Monitoring data policy decision shall be
included in the SmPolicyDecision data structure, if it has not been previously provided.

- It may include one reference to the ConditionData data type within the "refCondData" attribute. In this case, a
"conds' attribute containing the corresponding Condition Data shall be included in the SmPolicyDecision data
structure, if it has not been previously provided.

In order to modify an existing dynamic PCF-provisioned PCC rule, the PCF shall further set other attributes within the
PccRule data structure as follows:

- If the PCF needs to modify attribute(s) within a PCC rule, the PCF shall include the modified attribute(s) with
their new value(s) within the associated PccRule data instance in the SmPolicyDecision data structure.
Previously supplied attribute(s) not supplied in the modified PCC rule instance shall remain valid.

- If the PCF only needs to modify the content of the referenced policy decision data (e.g. QosData, ChargingData,
etc.) and/or condition data for one or more PCC rule(s), the PCF shall include, within the SmPolicyDecision data
structure, the corresponding policy decision data and/or condition data within the corresponding map attribute(s)
(e.g. include the QoS data decision(s) within the "qosDecs" attribute).

- Inorder to modify the content of the referenced condition data for one or more existing pre-defined PCC rule(s),
the PCF shall include, within the SmPolicyDecision data structure, the corresponding condition data within the
"conds’ attribute.

The PCF may combine multiple of the above PCC rule operations in a single message.

The SMF shall ensure that at least one PCC Rule bound to the default QoS flow is activated for the PDU Session. If the
PCF does not provision any PCC rule, the SMF shall activate at |east one pre-defined PCC rule which is not known by
the PCF and bind it to the default QoS flow.

If the authorized default QoS is GBR type or delay critical GBR type as defined in clause 4.2.6.3.3, to ensure that one
and only one of the authorized PCC rulesis bound to the default QoS flow the PCF shall indicate that one and only one
PCC ruleis bound to the default QoS flow as defined in clause 4.2.6.2.10. The SMF shall not bind any other PCC rule
to the default QoS flow with a GBR or delay critical GBR 5Ql.

42.6.2.2 Gate Function

The Gate Function is a user plane function that permits to control, i.e. enabling or disabling, the forwarding of data
packets belonging to a service dataflow. A gateis provisioned by the PCF within a PCC rule, enforced by the SMF and
ultimately applied by the UPF.

If a PCC rule contains the "flowlnfos" attribute applicable for uplink service data flow(s), it shall describe a gate for the
corresponding uplink service data flow(s). If a PCC rule contains the "flowlnfos" attribute(s) applicable for downlink
service data flow(s), it shall describe a gate for the corresponding downlink service data flow(s). If the PCC rule
contains an "appld" attribute, it shall describe a gate for the corresponding detected application traffic. In order to do so,
the "flowStatus" attribute within the TrafficControl Data data structure to which the PCC rule refers shall describe if
uplink and/or downlink gate(s) is/are open or closed.

The commands to open or close a gate shall lead to enabling or disabling the passage of the corresponding data packets.
If agateisclosed, all data packets of the related service data flow(s) are dropped by the UPF. If agate is open, the data
packets of the related service data flow(s) are allowed to be forwarded by the UPF.
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4.2.6.2.3 Policy enforcement for authorized QoS per PCC Rule

The PCF may provide the authorized QoS for a PCC rule to the SMF. The Provisioning of the authorized QoS per PCC
Rule shall be performed using the PCC rule provisioning procedure defined in clause 4.2.6.2.1. For a PCF-provided
PCC rule, the authorized QoS shall be encoded using the QosData data structure. The PCF shall include for this purpose
areference to this QosData data structure within the "refQosData" attribute of the PCC rule and a "qosDecs" attribute
containing this QoS data decision within the SmPolicyDecision data structure.

If the authorized QoS is provided for aPCC rule, the SMF shall derive the associated QoS profile towards the access
network, if applicable, the associated QoS rule towards the UE, if applicable, and the associated QoS information with
the PDR(s) towards the UPF.

426.2.4 Redirect Function

When the ADC feature is supported, the PCF may provide the redirect instructions for one or several dynamic PCC
rule(s) to the SMF. This Provisioning shall be performed using the policy provisioning procedure defined in
clause 4.2.6.1.

The "traffContDecs" attribute within the SmPolicyDecision is used to provide traffic control decision(s). The redirect
instructions shall be encoded using the "redirectinfo" attribute within the corresponding TrafficControlData data
structure, and used to provide a RedirectInformation data structure with the following components:

- The"redirectEnabled" attribute to indicate whether redirect is enabled or not. It shall be included and set to true
when the redirect instruction isinitially provisioned and may be included in subsegquent updates of the
RedirectInformation to enable or disable the redirect instruction.

- Theredirect address may be provided using the "redirectAddressType" and "redirectServerAddress' attributes or
it may be preconfigured in the SMF/UPF. A redirect destination provided within the "redirectServerAddress’
attribute for a dynamic PCC Rule shall override the redirect destination preconfigured in the SMF/UPF.

NOTE 1: The SMF/UPF uses the preconfigured redirection address only if it can be applied to the application
traffic being detected, e.g. the redirection destination address could be preconfigured on a per application
identifier basis.

If redirect action(s) need to be applied to a dynamic PCC rule, this PCC rule shall reference atraffic control decision
with the relevant redirect instructions. If adynamic PCC ruleincludes flow information for UE I1Pv4 address and | Pv6
prefix address(es) related to the same application identifier and the ADCmultiRedirection feature is supported, the
"addRedirectInfo" attribute including more than one Redirectinformation data structure may be provided
simultaneously to the redirect instruction.

If the "redirectinfo” attributeis provided for a dynamic PCC rule, the SMF shall instruct the UPF to perform the
requested redirection as defined in 3GPP TS 29.244 [13].

If the "redirectServerAddress' attribute is not provided in the dynamic PCC rule and the redirection addressis not
preconfigured in the SMF/UPF for this PCC rule, the SMF shall perform PCC Rule Error Report, as specified in
clauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attribute to "MISS_REDI_SER_ADDR".

NOTE 2: When the redirect server addressis not provided by the PCC rule, the SMF determines the
"MISS _REDI_SER _ADDR" error, e.g. when the SMF determines the redirect destination is not pre-
configured at both the SMF and the UPF.

To disable the redirect function for one or more already installed PCC Rule(s), the PCF shall:

- update the PCC rule to modify the reference to Traffic Control Data decision to point to another (existing or
new) Traffic Control Data decision that does not have "redirectinfo" instructions; or

- update the Traffic Control Data decision that the PCC rule refers to with the "redirectEnabled” attribute set to
false, if the PCF disables the redirect function for all the PCC rules that refer to this Traffic Control Data
decision.

For a predefined PCC rule, the redirect information shall be included in the rule definition at the SMF/UPF. Redirect
information shall be activated for predefined PCC rules while those rules are active.
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4.2.6.2.5 Usage Monitoring Control
Usage monitoring may be performed for service data flows associated with one or more PCC rules.

The provisioning of usage monitoring control per PCC rule shall be performed using the PCC rule provisioning
procedure as defined in clause 4.2.6.2.1. For adynamic PCC rule, the reference to the UsageMonitoringData data
structure of the usage monitoring control instance, which is related with the PCC rule, shall be included within the
"refUmData" attribute of the PccRule data structure of the PCC rule(s). For a predefined PCC rule, the referenceto a
usage monitoring control instance shall be included in the rule definition at the SMF. Usage monitoring shall be
activated for both service data flows associated with predefined PCC rules and dynamic PCC rules, including rules with
deferred activation and/or deactivation times while those rules are active.

4.2.6.2.6 Traffic Steering Control support

If the TSC feature is supported, the PCF may instruct the SMF to apply atraffic steering control for the purpose of
steering the subscriber's traffic to an appropriate operator or 3" party service functions (e.g. NAT, antimalware, parental
control, DdoS protection) in the N6-LAN or 5G-LAN type of services, or enabling the routing of the user traffic to a
local Data Network identified by aDNAI per AF request.

4.2.6.2.6.1 Steering the traffic in the N6-LAN or steering the 5G-LAN type of services
This procedure is only applicable in non-roaming and home-routed scenarios.

For the purpose of steering the subscriber's traffic to an appropriate operator or 3 party service functions in the N6-
LAN or steering the 5G-LAN type of services, the PCF shall include within the PccRule data structure a reference to the
relevant Traffic Control Data decision and:

- include within the PccRule data structure either the application to be detected identified by the "appld" attribute
or the service data flow to be detected identified by the "flowlnfos" attribute; and

- include a"traffContDecs" attribute containing the corresponding Traffic Control Data decision within the
SmPolicyDecision, if it has not been previously provided. In this case, the PCF shall include directly within this
Traffic Control Data decision atraffic steering policy identifier for downlink within the "trafficSteeringPol IdDI"
attribute and/or atraffic steering policy identifier for uplink within the "trafficSteeringPol IdUI" attribute.

The PCF may also provision the traffic steering control information by activating pre-defined PCC rule(s) in the SMF.

If traffic steering policy provided in the "trafficSteeringPol IdUI" and/or "trafficSteeringPol1dDI" attribute are invalid or
unknown, or the enforcement of the steering of the traffic failed, the SMF shall return a PCC Rule Error Report, as
specified in clauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attributeto "TRAFFIC_STEERING_ERROR".

4.2.6.2.6.2 Steering the traffic to a local access of the data network
This procedureis only applicable in non-roaming and visited access (i.e. LBO) scenarios.

The PCF shall determine if the ongoing PDU Session is impacted by the routing of traffic to alocal accessto adata
network as follows:

- If the AF request includes the individual 1P address/ prefix allocated to a UE or the UE MAC address, the PCF
shall store the received traffic routing information and perform session binding as defined in clause 6.2 of
3GPP TS 29.513 [7] to determine the impacted PDU session.

- Otherwise, the PCF fetches from the UDR, as defined in 3GPP TS 29.519 [15], the traffic routing data
information applicable for aUE, any UE or an Internal Group Id (if received in the SMF request).

Then the PCF authorizes the request for influencing SMF routing decisions. For the impacted PDU Session that
corresponds to the AF request, the PCF shall take into account, if available, the local routing indication stored in the
policy data subscription information in the UDR, as defined in 3GPP TS 29.519 [15], to determine whether it is allowed
to generate PCC rules with traffic routing information. When allowed, the PCC rules are generated based on the AF
request as follows:

- When therequest is for influencing SMF routing decisions, based on traffic routing information, operator's
policy, etc., the PCF determines the traffic steering policy. The traffic steering policy indicates, for each DNAI, a
traffic steering policy identifier configured in the SMF and/or if the N6 routing information associated to the
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application is explicitly provided by the AF, the N6 routing information (as provided by the AF). The traffic
steering policy identifier is derived by the PCF from the routing profile Id provided by the AF and isrelated to
the mechanism enabling traffic steering to the DN. Then:

- The PCF shall include within each PccRule data structure the necessary information to identify the concerned
traffic within either the "flowlnfos" attribute or the "appld" attribute, and include within the
TrafficControl Data data type that the PCC rule refersto alist of locations that the traffic shall be routed toin
the "routeToLocs" attribute, and, if the "AF_latency" feature is supported, the PCF shall include the
maximum allowed user plane latency within the "maxAllowedUpLat" attribute if available. If
"EASIPreplacement” feature is supported, the PCF shall include the EAS I P replacement information within
the "easlpReplacelnfos' attribute if available.

- Within each RouteT oL ocation instance, the PCF shall include a DNAI inthe"dnal" attribute to indicate the
location of the application towards which the traffic routing is applied, and a traffic steering policy identifier
in the "routeProfld" attribute, to indicate the traffic steering policy that applies to the indicated DNAI, and/ or
the explicit N6 traffic routing information in the "routel nfo" attribute.

- If the AF provides both arouting profile Id and N6 routing information for a DNAI, the PCF may include a
RouteT oL ocation instance with the required information or may include two RouteTolL ocation instances with
the same DNAI within the "dnai" attribute and a traffic steering policy identifier within the "routeProfld"
attribute in one instance and explicit routing information within the "routelnfo" attribute in the other instance.

NOTE 1: The N6 traffic routing requirements are related to the mechanism enabling traffic steering in the local

access to the DN. The routing profile ID refersto a pre-agreed policy between the AF and the 5GC. This
policy may refer to different steering policy identifier(s) sent to the SMF and e.g. based on time of the
day, etc.

NOTE 2: When per DNAI both, the "routeProfld" and the "routel nfo" attributes are provided, if the pre-configured

traffic steering policy referenced by the "routeProfld" attribute contains information that is overlapping
with the N6 traffic routing information provided in the "routelnfo” attribute, the N6 traffic routing
information takes precedence.

NOTE 3: Inthisrelease of the specification, either atraffic steering policy identifier for UL or atraffic steering

policy identifier for DL can be defined per DNAI.

When the request is for subscribing to UP path change events of the PDU session, the PCF shall include the
information on AF subscription to UP path change events within the PCC rule(s) to request the SMF to create a
subscription to such notifications for the AF. In order to do so, the PCF shall include within each PccRule data
structure the necessary information to identify the concerned traffic within either the "flowlnfos" attribute or the
"appld" attribute, and include within the Traffic Control Data decision that the PCC rule refers to the information
on AF subscription to events within the "upPathChgEvent" attribute. Within this " upPathChgEvent" attribute, the
PCF shall include the "dnaiChgType" attribute to indicate the type of notification (i.e. early notification, late
notification or both), the notification URI within the "notificationUri" attribute, the notification correlation Id
within the "notifCorreld" attribute, and if the URLLC feature is supported, an indication of AF
acknowledgement to be expected within the "afAckind" attribute. In order to enable the AF to identify the AF
request to which the notification corresponds when the AF receives a UP path change notification from the SMF,
asdefined in clause 4.2.2.2 of 3GPP TS 29.508 [12], the PCF shall set the values of the "notificationUri"
attribute and "notifCorreld" attribute respectively as follows:;

- If the PCF fetches the traffic routing data information from the UDR, the PCF shall set the value of the
"notificationUri" attribute to the value of the "upPathChgNotifUri" attribute of the TrafficlnfluData data
structure and set the value of the "notifCorreld" attribute to the value of the "upPathChgNotifCorrel d"
attribute of the TrafficlnfluData data structure as defined in 3GPP TS 29.519 [15].

- If the PCF receives the traffic routing data information from the AF via N5 interface, the PCF shall set the
values of the "notificationUri" attribute and the "notifCorreld" attribute according to the "upPathChgSub"
attribute within the AfRoutingRequirement data structure as defined in 3GPP TS 29.514 [17].

If the AF request includes an indication that application relocation is not possible, the PCF shall include within
the PccRule data instance(s) the necessary information to identify the traffic within either the "flowlnfos®
attribute or the "appld" attribute and the "appReloc” attribute set to true. In this case, the SMF shall ensure that
for the traffic related with the concerned application, no DNAI change takes place once selected initially for this
application.
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- If the"EASDiscovery" feature is supported and the AF request includes an indication that EAS rediscovery is
required, the PCF shall include within the PccRule data instance(s) the necessary information to identify the
traffic within the "appld" attribute and the "easRedisind" attribute set to true.

- If the URLLC feature is supported and the AF request includes an indication that the UE 1P address preservation
should be considered, the PCF shall include within the concerned PccRule data instance(s) the "addrPreserind”
attribute set to true.

- If the AF request includes an indication that the PDU session should be correlated via a common DNAI for a
given traffic, the PCF shall include within the TrafficControl Data data instance provisioned for one or more PCC
rule(s), the "traffCorrelnd" attribute set to true.

NOTE 4: Theindication of traffic correlation can be provided together with the traffic routing information by the
AF for al the members of the 5G VN group. Referred to clause 5.29.4 of 3GPP TS 23.501 [2].

- If the feature "SimultConnectivity" is supported and the AF reguest includes an indication that the simultaneous
connectivity may be temporarily maintained for the target and the source PSA during the edge re-location
procedure, the PCF may include within the TrafficControl Data data instance provisioned for one or more PCC
rule(s) the "simConnind" attribute set to true, asindicated by the AF. If the feature " SimultConnectivity" is
supported and the AF request includes the time interval to be considered for inactivity of the traffic routed
through the source PSA after which the simultaneous connectivity can be terminated, the PCF may also include
the received duration within the "ssmConnTerm" attribute.

The PCF shall provide the PCC rule(s) as defined in clause 4.2.6.2.1.

If the temporal validity condition is received, the PCF shall evaluate the temporal validity condition of the AF request
and inform the SMF to install or remove the corresponding PCC rule(s) according to the evaluation result. When
policies specific to the PDU Session and policies general to multiple PDU Sessions exist, the PCF gives precedence to
the PDU Session specific policies over the general policies.

If the spatial validity condition is received, the PCF considers the latest known UE location to determine the PCC rules
provided to the SMF. In order to do that, the PCF shall request the SMF to report the notifications about change of UE
location in an area of interest (i.e. Presence Reporting Area) as defined in clauses 4.2.2.13 or 4.2.3.19. The subscribed
area of interest may be the same as the one provided in spatial validity condition, or may be a subset of the spatial
validity condition (e.g. alist of TAS) based on the latest known UE location. When the SMF detects that the UE entered
the area of interest subscribed by the PCF, the SMF notifies the PCF and the PCF provides to the SMF the PCC rule(s)
described above. When the SMF becomes aware that the UE left the area subscribed by the PCF, the SMF notifies the
PCF and the PCF may remove or provide updated PCC rule(s) to the SMF.

When the PCC rules are installed, the SMF may, based on local policies, take the information in the PCC rule(s) into
account to:

- if the PDU Session is of IP type and the "addrPreserInd” attribute is included and set to true in the PCC rule(s),
the SMF should preserve the UE |P address and, if necessary, not reselect the related PSA UPF for the traffic
identified in the PCC rule once the PSA UPF is selected; otherwise, the SMF (re)selects UPF(s) asit might be
reguired for PDU Sessions.

- activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL).
- inform the AF of the (re)selection of the UP path (change of DNAL).

- determine the target DNAI(s) for the current UE location, which may imply [-SMF selection or removal to be
reguested to the AMF as defined in 3GPP TS 29.502 [22].

- if the"traffCorrelnd" attribute set to true isincluded in the TrafficControl Data data type referenced by a set of
PCC rules, based on SMF implementation and local configuration, the SMF should select acommon DNAI from
thelist of DNAI included in the "routeToLocs" attribute for the identified traffic of the PDU session.

- if the"smConnlnd" attribute set to true isincluded in the TrafficControl Data data type referenced by a set of
PCC rules, the SMF may temporarily maintain simultaneous connectivity for the source and target PSA at edge
relocation procedure, and may influence the establishment of atemporary N9 forwarding tunnel between the
source UL CL and target UL CL. If the "simConnTerm" attribute is also included, the SMF may consider the
indicated time interval as the minimum one to be considered for inactivity for the described traffic before the
connectivity over the source PSA may be removed.
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- if the"maxAllowedUpLat" attribute is received, SMF may use this value to decide whether edge relocation is
needed to ensure that the user plane latency does not exceed the value and whether to relocate the PSA UPF to
satisfy the user plane latency.

- if the "easlpReplacelnfos” attribute is received, the SMF may instruct the local PSA UPF with the EAS IP
replacement information using "Outer Header Creation™ as defined in 3GPP TS 29.244 [13] clause 8.2.56 and
"Outer Header Removal" as defined in 3GPP TS 29.244 [13] clause 8.2.64. The PSA UPF shall be configured by
the SMF to perform one creation and one removal of the appropriate outer header(s) both in the uplink and in the
downlink direction in away that the address information indicated by the "source" attribute (within
"eas| pReplacelnfos") is used in the headers of the packets towards the UE and the address information indicated
by the "target" attribute (within "easlpReplacelnfos") is used in the headers of the packets towards the DN.

- if the"easRedisInd" attribute set to true is included, the SMF may indicate the UE to refresh the cached EAS
information as defined in clause 6.3.2 of 3GPP TS 24.501 [20].

If routing of traffic to alocal accessto a data network policy provided in the "routeTolLocs" attribute isinvalid,
unknown or not applicable, or the enforcement of the steering of the traffic to the indicated DNAI failed, the SMF shall
return a PCC Rule Error Report, as specified in clauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attribute to
"DNAI_STEERING_ERROR".

42.6.2.7 Conditioned PCC rule

The PCF may control at what time the status of a PCC rule changes. In order to provision a PCC rule with conditional
data, the PCF shall provision a PCC rule as defined in clause 4.2.6.2.1and include within its "refCondData" attribute the
value of the "condld" attribute of the targeted ConditionData instance. The PCF shall also ensure that this referenced
ConditionDatainstance isincluded in the "conds' map attribute within the SmPolicyDecision data structure, following
the procedures defined in clause 4.2.6.1.

Within the ConditionData instance, the PCF shall include the activation time within the "activationTime" attribute
and/or the deactivation time within the "deactivationTime" attribute.

When the SMF receives a conditioned PCC rule, the SMF shall act as follows:

1) If only the"activationTime" attribute is provided by the PCF and the time specified in it isin the future, then the
SMF shall set the PCC rule to inactive state and only change it to active state at the specified time. If thistime
specified in the "activationTime" attribute isin the past, then the SMF shall immediately set the PCC rule to
active state.

2) If only the "deactivationTime" attribute is provided by the PCF and the time specified in it isin the future, then
the SMF shall set the PCC rule to active state and only change it to inactive state at the specified time. If this
time specified in the "deactivationTime" isin the past, then the SMF shall immediately set the PCC rule to
inactive state.

3) If both the "activationTime" attribute and the "deactivationTime" attribute are provided by the PCF, and the
value specified in the "activationTime" occurs before the value specified in the "deactivationTime" attribute, and
also when the PCC rule is provided before or at the value specified in the "deactivationTime", the SMF shall
handle the PCC rulefirst as defined in 1) and then as defined in 2).

4) If both the "activationTime" attribute and the "deactivationTime" attribute are provided by the PCF, and the
value specified in the "deactivationTime" attribute occurs before the val ue specified in the "activationTime", and
also when the PCC rule is provided before or at the value specified in the "activationTime" attribute, the SMF
shall handle the PCC rule first as defined in 2) and then as defined in 1).

5) If both the "activationTime" attribute and the "deactivationTime" attribute are provided by the PCF and are both
in the past, and the value specified in the "activationTime" occurs before the value specified in the
"deactivationTime" attribute, then the SMF shall immediately set the PCC rule to inactive state.

6) If both the "activationTime" attribute and the "deactivationTime" attribute are provided by the PCF and are both
in the past, and the value specified in the "deactivationTime" attribute occurs before the value specified in the
"activationTime" attribute, then the SMF shall immediately set the PCC rule to active state.

7) If both "activationTime" attribute and "deactivationTime" attribute are specified with the same time, the SMF
shall report a PCC rule error for the concerned PCC rule(s), as specified in clauses 4.2.3.16 and 4.2.4.15, and set
the "failureCode" attribute to "INCORRECT_COND_DATA".
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The PCF may modify a currently installed/activated PCC rule, including setting, modifying or deleting its deferred
activation and/or deactivation time as follows:

1) When modifying a PCC rule by newly setting the deferred activation time and/or deactivation time, the PCF
shall update the PCC rule by including the corresponding ConditionData instance 's "condld" attribute value
within the "refCondData" attribute and including within the SmPolicyDecision data structure this ConditionData
instance within the "conds" map attribute, if not previoudy provisioned.

2) When modifying a PCC rule by modifying the already provisioned deferred activation time and/or deactivation
time:

- the PCF may update the PCC rule by replacing the existing ConditionData instance's "condld" attribute value
within the "refCondData" attribute with a another one pointing to another ConditionData instance and
including within the SmPolicyDecision data structure this new ConditionData instance within the " conds’
attribute, if not previously provisioned; or

- the PCF may update the condition data decision to which the PCC rule refers by updating the corresponding
ConditionData instance in the SmPolicyDecision data structure, as defined in clause 4.2.6.1. The PCF may
add an activation time and/or a deactivation time, update the values of the existing activation time and/or
deactivation time, or delete either the existing activation time or the existing deactivation time.

3) When modifying a PCC rule by deleting the previously provisioned deferred activation time and/or deactivation
time:

- the PCF shall delete the reference to the corresponding ConditionData i nstance within the PCC rule by
updating the "refCondData" attribute of the PCC ruleto "NULL" value; and

- the PCF may aso delete this condition data decision to which the PCC rule refers as defined in clause 4.2.6.1
(i.e. delete the corresponding ConditionData instance within the SmPolicyDecision data structure), if no other
PCC ruleisreferring to this condition data decision.

To delete a conditioned PCC rule, the PCF shall run the procedures as defined in clause 4.2.6.2.1.

The UE timezone information, if available, may be used by the PCF to construct the values of the "activationTime"
attribute and/or the "deactivationTime" attribute.

The PCC rule(s) including a reference to a Condition Data decision which includes an "activationTime" attribute and/or
a"deactivationTime" attribute shall be bound to a QoS flow associated with a default QoS rule that allows all UL
packets. If such PCC rule(s) are not bound to a QoS flow associated with a default QoS rule, the SMF shall report a
failure to the PCF by including the "ruleReports" attribute with the "failureCode" attribute set to the value

"NO_QOS FLOW_BOUND" for the affected PCC rule(s). Changes of the QoS profile or QoS rule which will initiate
signalling towards the access network and/or UE in such PCC rule(s) shall also not be applied.

NOTE: Thislimitation prevents dependencies on the signalling of changed traffic mapping information towards
the UE.

4.2.6.2.8 PCC rule for resource sharing

If the ResShare feature is supported by both the SMF and PCF as described in clause 5.8, the PCF may indicate that the
SMF should commonly reserve resources for a set of PCC rules. The SMF shall then, for PCC rules bound to the same
QoS flow and the same sharing key value , use the highest GBR value among those PCC rules as input for calculating
the common GBR value when reserving QoS flow resources. The GBR value for each direction shall be considered
separately, so that the uplink and downlink GBR values may originate from different PCC rules.

The SMF may, based on internal logic, use the highest MBR value among the provided PCC rules indicated to share
resources, when determining the MBR for the QoS flow. Each individual PCC ruleis still subject to data rate policing
based on its own MBR values.

The PCF shall provide the "sharingKeyDI" attribute and/or "sharingKeyUI" attribute within the QosData data structure
which the PCC rules refersto in order to indicate that the related PCC rule may share resources with other PCC rules
bound to the same QoS flow.

The SMF shall apply resource sharing if at least two PCC rules bound to the same QoS flow share the same value in the
"sharingKeyDI" attribute and/or "sharingKeyUI" attribute.
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When modifying the value of "sharingKeyDI" attribute and/or "sharingKeyUI" attribute of the QosData data structure,
which a PCC rule refersto for the PCC rule that is subject to resource sharing the SMF may adjust the resource sharing
of the remaining PCC rules.

NOTE 1. A PCCrulethat is deleted is also removed from the resource sharing, while the remaining PCC rules
continue their sharing relationship.

NOTE 2: The state of resource sharing ends when less than two of the PCC rulesin the set remains.

4.2.6.2.9 Resource reservation for services sharing priority

When the PCF derives PCC Rules corresponding to a service related to an AF that has indicated that priority sharing is
allowed for that service over Rx interface or within the Npcf_PolicyAuthorization service, it derives the corresponding
PCC Rules according to current procedures as described in 3GPP TS 29.513 [ 7], clause 7.3. The PCF may additionally
take the suggested pre-emption capability and vulnerability valuesinto account if the AF provided them when the PCF
determines the ARP pre-emption capability and vulnerability. The ARP derived at this point and the priority sharing
indicator provided over Rx reference point (see 3GPP TS 29.214 [18] for further information) or over the
Npcf_PolicyAuthorization service (see 3GPP TS 29.514 [17] for further information) related to these derived PCC
Rules are stored for later use.

For PCC Rules related to the same PDU session with the same assigned 5QI and with the priority sharing indicator
enabled (see 3GPP TS 29.214 [18], clause 4.4.8, or 3GPP TS 29.514 [17], clauses 4.2.2.21, 4.2.3.21 and 4.2.4.9), the
PCF shall rederive the ARP into a shared ARP for these PCC Rules as follows:

- ThePriority Level shall be set to the lowest value (i.e. highest priority) among the Priority Level values derived
for the PCC rules that include the priority sharing indicator.

- The Pre-emption Capability shall be set to true if any of the original derived PCC Rules have the Pre-emption-
Capability value set to true.

- The Pre-emption Vulnerability shall be set to trueif al the original derived PCC Rules have the Pre-emption
Vulnerability value set to true.

NOTE 1. Having the same setting for the ARP parameter in the PCC Rules with the priority sharing indicator set
enables the usage of the same QoS flow. Furthermore, a combined modification of the ARP parameter in
the PCC rules ensures that a QoS flow modification is triggered when a media flow with higher service
priority starts.

If the 5QI and/or ARP related to any of the PCC Rules that share priority is changed (e.g. based on local policies), the
PCF shall rederive the ARP for the impacted PCC Rules following the same procedure as defined in this clause.

The PCF shall provision the PCC Rules according to the rederived ARP information as described in clause 4.2.6.2.1.

If the PCF receives areport that a PCC rule provisioning or modification failed due to the resource reservation failure as
defined in clauses 4.2.3.1.6 and 4.2.4.15 (PCC Rule Error Report) and if the PCF supports the MCPTT-Preemption
feature as defined in clause 5.4.1 of 3GPP TS 29.214 [18] or in clause 5.8 of 3GPP TS 29.514 [17], the PCF shall check
if pre-emption control based on the pre-emption control information provided by the AF as defined in clauses 4.4.1 or
4.4.2 of 3GPP TS 29.214 [18] or in clauses 4.2.2.21, 4.2.3.21 or 4.2.4.9 of 3GPP TS 29.514 [17] applies.

NOTE 2: The PCF determines that pre-emption control applies based on the presence of the Pre-emption-Control -
Info AVP received over Rx reference point as defined in 3GPP TS 29.214 [18] or "preemptControl I nfo"
attribute received over N5 reference point as defined in 3GPP TS 29.514 [17] and operator policies.

If pre-emption control applies, the PCF shall check the corresponding derived PCC Rules (before applying priority
sharing procedures). If the Pre-emption Capability of the derived PCC Ruleis disabled the PCF shall notify that
resource allocation has failed for this PCC rule to the AF as defined in clauses 4.4.1 or 4.4.2 of 3GPP TS 29.214 [18] or
inclauses 4.2.2.21, 4.2.3.21 or 4.2.4.9 of 3GPP TS 29.514 [17]. Otherwise, if the Pre-emption Capability of the derived
PCC Ruleis enabled, the PCF shall perform the pre-emption control as follows:

- For al the active PCC rule(s) that applied priority sharing mechanism, the PCF shall identify the PCC Rules that
have the Pre-emption Vulnerability enabled. For those selected PCC Rule(s), the PCF shall check the Priority
Level value.
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- If thereisonly one PCC Rule with the Priority Level value higher (i.e. lower priority) than the derived Priority
Level value of new or modified PCC Rule, the PCF shall remove this PCC rule. The PCF shall retry the PCC
rule provisioning or modification procedure for the PCC rule that failed.

- Otherwisg, if there are more than one PCC Rule with the Priority Level value higher (i.e. lower priority) than the
derived Priority Level value of new or modified PCC Rule, the PCF shall remove the PCC Rule with the highest
Priority Level from the SMF. The PCF shall retry the PCC rule provisioning or modification procedure for the
PCC rule thet failed; If more than one PCC Rule have the same highest Priority Level, the PCF shall check the
Pre-Emption-Control-Info AV P received over Rx interface as defined in 3GPP TS 29.214 [18], or the
"preemptControlInfo" attribute received over N5 interface as defined in 3GPP TS 29.514 [17] and remove the
PCC Rule that matches the condition.

- Otherwise, if thereis at least one PCC Rule with the same Priority Level value than the derived Priority Level
value of new or modified PCC Rule, the PCF shall check the Pre-emption-Control-Info AV P received over Rx
interface as defined in 3GPP TS 29.214 [18] or the "preemptControl Info" attribute received over N5 interface as
defined in 3GPP TS 29.514 [17] for these PCC Rules and remove the PCC Rule that matches the condition.

- Otherwise, the PCF shall notify that resource alocation has failed for this PCC rule to the AF as defined in
clauses 4.4.1 or 4.4.2 of 3GPP TS 29.214[18] or in clauses 4.2.2.21 or 4.2.3.21 of 3GPP TS 29.514 [17].

If there is no active PCC Rule with the Pre-emption Vulnerability enabled, the PCF shall notify that resource allocation
has failed for this PCC rule to the AF asdefined in clauses 4.4.1 or 4.4.2 of 3GPP TS 29.214 [18].

NOTE 3: If the PCF receives areport that a PCC rule provisioning or modification failed due to the resource
reservation failure and the PCF does not support the MCPT T-Preemption feature as defined in
clause 5.4.1 of 3GPP TS 29.214 [18] or clause 5.8 of 3GPP TS 29.514 [17], the PCF can apply pre-
emption and remove active PCC rules from the SMF and then retry the PCC rule provisioning or
modification procedure. Otherwise, the PCF will notify it to the AF as defined in clauses 4.4.1 or 4.4.2 of
3GPP TS 29.214 [18] or in clauses 4.2.2.21 or 4.2.3.21 of 3GPP TS 29.514 [17]. How the PCF applies the
pre-emption depends on the implementation.

4.2.6.2.10 PCC rule bound to the default QoS flow

The PCF may indicate to the SMF that a PCC rule shall be bound to the default QoS flow and remain on the default
QoS flow. The SMF shall then, for the indicated PCC rule, bind it to the default QoS flow until thisPCC ruleis
removed or until the PCF modifies this PCC rule to set the "defQosFl owlndication” attribute to false. For this second
case, Tthe SMF case shall evaluate the full QoS information within the QosData data structure to which the PCC rule
refers and follow normal policy enforcement procedures for authorized QoS per service data flow as described in
clause 4.2.6.2.3.

NOTE: 5QI, ARP, QNC (if available), Priority Level (if available), Averaging Window (if available) and
Maximum Data Burst Volume (if available) within the QoS Data decision referred by the PCC rule are
only used by the SMF for QoS flow binding purposes when the "defQosFlowl ndication" attribute is not
included in the QoS Data decision or it isincluded and set to false.

The PCF shall provide the "defQosFlowlndication” attribute set to true in order to indicate that the related PCC rule
shall be bound to the default QoS flow.

If the "defQosFlowlndication™ attribute is provided and set to true within the QosData data structure to which the PCC
rule refers, the SMF shall bind the related PCC rule to the default QoS flow. This binding remains valid until the related
PCC ruleisremoved or if the PCF indicates to the SMF that the binding to the default QoS flow for this PCC rule no
longer applies.

The SMF shall ignore the values of the other attributes, including 5QI, ARP, QNC (if available), Priority Level (if
available), Averaging Window (if available) and Maximum Data Burst Volume (if available), provided within the
QosData data structure if the "defQosHowlIndication” attribute is provided by the PCF and set to true. If the PCF has
previously indicated to the SMF that a PCC rule shall be bound to the default QoS flow, and desires to indicate that this
binding no longer applies the PCF shall update this PCC rule by including the " defQosFlowlndication" attribute set to
false. The SMF shall in this case evaluate the full QoS information within the QosData data structure to which the PCC
rule refers and follow normal policy enforcement procedures for authorized QoS per service data flow as described in
clause 4.2.6.2.3.

If the PCF has not previously indicated to the SMF that a PCC rule shall be bound to the default QoS flow (i.e. it may
be bound to another QoS flow), in order to indicate that the binding to the default QoS flow shall now apply for this
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PCC rule, the PCF shall update the PCC rule by including (or updating) the "defQosFlowlndication” attribute and set it
to true. The SMF shall in this case follow the procedures described in this clause.

4.2.6.2.11 PCC rule for Application Detection and Control

If the ADC feature is supported, the user subscription indicates that application detection and control is enabled, and the
PCF determines that application detection is required because of e.g. an internal/external trigger or the PCF has received
from an NF service consumer (e.g. another PCF) a subscription to the event for application start/stop traffic detection
(see TS 29.514 [17], clause 4.2.6.9), the PCF may instruct the SMF to detect application(s) by installing or activating
PCC rule(s).

An application to be detected is identified by an application identifier, which shall be provided within the "appld"
attribute for dynamic PCC rules or pre-provisioned for predefined PCC rules. If the PCF requires to be notified when
application start/stop is detected, it shall also provide the APP_STA and APP_STO policy control request triggers to the
SMF as defined in clause 4.2.4.6. For dynamic PCC rules, the PCF may also mute such notifications for a specific
detected application by including a"traffContDecs" attribute to contain a Traffic Control Data decision which contains
the "muteNotif" attribute set to true and including a"refTcData" attribute referring to this Traffic Control Data decision
within the concerned PCC rule.

If the application identifier provided in the "appld" attribute isinvalid, unknown or not applicable, the SMF shall return
aPCC Rule Error Report, as specified in clauses 4.2.3.16 and 4.2.4.15, and set the "failureCode" attribute to
"APP_ID_ERR".

The SMF shall reject the update of the mute indication for a provisioned PCC rule as specified in clause 4.2.3.16 and
4.2.4.15, and set the "failureCode" attribute to "MUTE_CHG_NOT_ALLOWED".

In this release of the specification Application Detection and Control applies only to the IP PDU session type.
4.2.6.2.12 Provisioning of PCC Rules for Multimedia Priority Services

4.2.6.2.12.1 General

The provision of PCC Rules corresponding to both MPS and non-MPS service shall be performed as described in
clause 4.2.6.2.1 "Provisioning of PCC rules’.

When the PCF derives PCC Rules corresponding to MPS service, the ARP and 5QI shall be set as appropriate for the
prioritized service, e.g. an IMS Multimedia Priority Service. The PCF may authorize a standardized 5QI or a
standardized 5QI with a specific 5QI priority level as defined in clause 4.2.6.6.2. The PCF may also authorize a non-
standardized 5QI with explicitly signalled QoS characteristics as defined in clause 4.2.6.6.3.

When the PCF derives PCC Rules corresponding to non-MPS service, the PCF shall generate the PCC Rules as per
normal procedures. At the time the Priority PDU connectivity servicesisinvoked based on the subscription profile
stored in the UDR (i.e. Indication for support of Priority PDU connectivity service and MPS Priority Level are set in the
UDR) or by the AF (e.g., MPSfor DTSisinvoked as described in 3GPP TS 29.214 [18] and 3GPP TS 29.514 [17]), the
PCF shall upgrade the ARP and/or change 5QI for the PCC Rules to appropriate val ues as needed for MPS. The PCF
shall change the ARP and/or 5QI (&l so associated QoS characteristics if applicable) modified for the Priority PDU
connectivity service to an appropriate value according to PCF decision.

When the PCF receives an HTTP POST message as defined in clause 4.2.2.1, the PCF shall check whether any of these
parametersis stored in the UDR: indication for support of Priority PDU connectivity service, MPS Priority Level and/or
indication of IMS priority service support. The PCF shall derive the applicable PCC rules and default QoS flow QoS
based on that information. If the indication of IMS priority service support is set and the "dnn" attribute corresponds to
aDNN dedicated for IMS, the PCF shall assign an ARP corresponding to MPS for the default QoS flow and for the
PCC Rules corresponding to the IMS signalling QoS flow. If the "dnn" does not correspond to a DNN dedicated for
IMS, the ARP shall be derived without considering IMS Signalling Priority.

NOTE 1: Subscription datafor MPSis provided to PCF through the Nudr service.

Once the PCF receives a notification of a changein Priority PDU connectivity services support, MPS Priority Level
and/or IMS priority service support from the UDR, the PCF shall make the corresponding policy decisions (i.e. ARP
and/or 5QI (also associated QoS characteristics if applicable) change) and, if applicable, shall initiate an HTTP POST
message as defined in clause 4.2.3.2 to provision the modified data.
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NOTE 2: The details associated with the UDR service are specified in 3GPP TS 29.519 [15].
NOTE 3: The MPS Priority Level is one among other input data such as operator policy for the PCF to set the ARP.

Whenever one or more AF sessions of an MPS service are active within the same PDU session, the PCF shall ensure
that the ARP priority level of the default QoS flow is at least as high as the highest ARP priority level used by any
authorized PCC rules belonging to an MPS service. If the ARP pre-emption capability is enabled for any of the
authorized PCC rules belonging to an MPS service, the PCF shall aso enable the ARP pre-emption capability for the
default QoS Flow.

NOTE 4: Thisensuresthat services using dedicated QoS flows are not terminated because of a default QoS flow
with alower ARP priority level or disabled ARP pre-emption capability being dropped during mobility
events.

NOTE 5: This PCF capability does not cover interactions with services other than MPS services.

4.2.6.2.12.2 Invocation/Revocation of Priority PDU connectivity services
When a Priority PDU connectivity servicesisinvoked, the PCF shall:

- Derive the corresponding PCC Rules with the ARP and 5QI (also associated QoS characteristics if applicable)
set as appropriate for aprioritized service.

- Set the ARP of the default QoS flow as appropriate for a Priority PDU connectivity services under consideration
of the requirement described in clause 4.2.6.2.12.1.

- Setthe 5QI (also associated QoS characteristics if applicable) of the default QoS flow as appropriate for the
Priority PDU connectivity services.

- Setthe ARP of PCC Rulesinstalled before the activation of the Priority PDU connectivity services to the ARP as
appropriate for the Priority PDU connectivity services under the consideration of the requirements described in
clause 4.2.6.2.12.1.

- Set the 5QI of the PCC Rulesinstalled before the activation of the Priority PDU connectivity services to the 5QlI
(also associated QoS characteristicsif applicable) as appropriate for the Priority PDU connectivity servicesif
modification of the 5QI of the PCC Rulesisrequired.

When a Priority PDU connectivity servicesis revoked, the PCF shall:
- Delete the PCC Rules corresponding to the Priority PDU connectivity servicesif they were previously provided.

- Set the ARP of the default QoS flow to the normal ARP under the consideration of the requirements described in
clause4.2.6.2.12.1.

- Set the 5QI of the default QoS flow as appropriate for PCF decision.

- Setthe ARP of al active PCC Rules as appropriate for the PCF under the consideration of the requirements
described in clause 4.2.6.2.12.1.

- Set the 5QI to an appropriate value according to PCF decision if modification of the 5QI of PCC Rulesis
required.

NOTE: Priority PDU connectivity services can be explicitly invoked/revoked via UDR MPS user profile
(Indication of Priority PDU connectivity services, MPS Priority Level). An AF for MPS Priority Service
can also be used to provide Priority PDU connectivity services using network-initiated resource allocation
procedures (viainteraction with PCC) for originating accesses.

The PCF shall provision the SMF with the applicable PCC Rules upon Priority PDU connectivity services activation
and deactivation as described above. The provision of the QoS information applicable for the PCC Rules shall be
performed as described in clause 4.5.6.2. The provision of QoS information for the default QoS flow shall be performed
as described in clause 4.2.6.3.
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4.2.6.2.12.3 Invocation/Revocation of IMS Multimedia Priority Services

If the PCF receives service information including an MPS session indication and the service priority level from the P-
CSCF or at reception of theindication that IMS priority serviceis active for the PDU session, the PCF shall under
consideration of the requirements described in clause 4.2.6.2.12.1.

- if required, set the ARP and 5QI (also associated QoS characteristicsif applicable) of the default QoS flow as
appropriate for the prioritized service;

- if required, set the ARP and 5QI (also associated QoS characteristicsif applicable) of al PCC rules assigned to
the IMS signalling QoS flow as appropriate for IMS Multimedia Priority Services;

- derive the PCC Rules corresponding to the IMS Multimedia Priority Service and set the ARP and 5QI (also
associated QoS characteristics if applicable) of these PCC Rules based on the information received over N5/RX.

If the PCF detects that the P-CSCF released al the MPS session and the IM S priority service has been deactivated for
the PDU session the PCF shall under consideration of the requirements described in clause 4.2.6.2.12.1:

- delete the PCC Rules corresponding to the IMS Multimedia Priority Service;

- if required, set the ARP and 5QI of the default QoS flow as appropriate for the IMS Multimedia Priority set to
inactive;

- replace the ARP and 5QI of all PCC Rules assigned to the IMS signalling QoS flow as appropriate when the
IMS Multimedia Priority isinactive.

4.2.6.2.12.4 Invocation/Revocation of MPS for DTS

When the PCF receives from the AF an indication of invocation/revocation of MPS for DTS as specified in

3GPP TS 29.514 [17] or 3GPP TS 29.214[10], and if the "MPSforDTS" feature is supported, the PCF shall make the
corresponding policy decisions (i.e. ARP and/or 5QI change for the default QoS) and, if applicable, shall initiate an
Npcf_SMPolicyControl _UpdateNotify to provision the modified data.

For the invocation of MPS for DTS, the PCF shall:
- Set the ARP of the default QoS flow as appropriate for MPSfor DTS.

- Set the 5QI (also associated QoS characteristicsif applicable) of the default QoS flow as appropriate for MPS for
DTS.

NOTE 1: For PCC Rulesthat had the same ARP and 5QI as the original default QoS flow: the PCF indicates to the
SMF that the PCC rule is to be bound to the default QoS flow by setting the " defQosFlowl ndication”
attribute within the QosData data structure to true; or sets the ARP as appropriate for MPS for DTS and
the 5QI (also associated QoS characteristicsif applicable) as appropriate for MPS for DTS.

For the revocation of MPSfor DTS, to revert the MPS for DTS values of the default QoS flow and the PCC rules bound
to the default QoS flow, the PCF shall set the ARP and the 5QI of the default QoS flow as appropriate for PCF decision.

NOTE 2: For PCC Rulesthat had the same ARP and 5QI as the default QoS flow, or had the
"defQosFlowlndication" attribute set to true: the PCF sets the ARP; and the 5QI (also associated QoS
characteristicsif applicable) as appropriate for PCF decision. The provision of the QoS information
applicable for the PCC Rules is performed as described in clause 4.2.6.6.

NOTE 3: Revocation may require more complex logic on the part of the PCF beyond simply restoring the prior
ARP and 5QI values as set prior to invocation of MPS for DTS, if these values and/or the
defQosH owl ndication were modified by another service during the time that MPS for DTS was enabled.
The corresponding logic is dependent on the identification of particular services that may be deployed and
the desired interactions between MPS for DTS and any such services. These aspects are not considered in
the present specification.

The PCF shall provision the SMF upon MPS for DTS invocation and revocation as described above for the default QoS
flow as described in clause 4.2.3.6.

On receipt from an AF of arequest to report the successful outcome of the MPS for DTS invocation/revocation of
priority handling for the default QoS flow (see 3GPP TS 29.214 [18] and 3GPP TS 29.514 [17]), the PCF shall request
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the SMF to confirm that the resources associated to the MPS for DTS invocation/revocation are successfully allocated.
The PCF does this by setting the "policyCtrIReqTriggers' attribute in the " SmPolicyDecision" data structure to the
value"SUCC_QOS UPDATE". On receipt of the "repPolicyCtrlReqTriggers' attribute in the
SmPolicyUpdateContextData data structure set to the value "SUCC_QOS UPDATE" from the SMF, the PCF shall
inform the AF that it successfully acted upon the "mpsAction” attribute as defined in 3GPP TS 29.514 [17] or the MPS-
Action AVP as defined in 3GPP TS 29.214 [18].

The SMF shall report MPS for DTS invocation/revocation failure to the PCF according to clause 4.2.4.21 if requested to
do so by the AF as described in 3GPP TS 29.214 [18], clause 4.4.11 or as described in 3GPP TS 29.514 [17],
clause 4.2.2.12.2.

4.2.6.2.13 Sponsored Data Connectivity

Sponsored data connectivity may be performed for service data flows associated with one or more PCC rulesif the
information about the sponsor, the application service provider and optionally the threshold values are provided by the
AF and if the AF has not indicated to disable/not enable sponsored data connectivity as described in

3GPP TS 29.214 [18] clauses 4.4.1 and 4.4.2 or 3GPP TS 29.514 [17] clauses 4.2.2.5 and 4.2.3.5.

The provisioning of sponsored data connectivity per PCC rule shall be performed using the PCC rule provisioning
procedure as defined in clause 4.2.6.2.1. The sponsor identity shall be set using the "sponsorld” attribute within the
ChargingData data type which the PCC rule refersto. The application service provider identity shall be set using the
"appSvcProvid" attribute within the ChargingData data type which the PCC rule refersto. The "sponsorld” attribute and
"appSvcProvid" shall be set if the "reportingLevel” attribute within the ChargingData data type which the PCC rule
referstois set to the value "SPON_CON_LEVEL".

When receiving the usage thresholds from the AF, the PCF shall use the sponsor identity to generate a value of "umid"
attribute of the UsageM onitoringData data type which the PCC rule refers to and request usage monitoring control for
the sponsored data connectivity by following the procedures specified in clauses 4.2.6.2.5.

When the AF disables sponsoring a service (See 3GPP TS 29.214 [18] clause 4.4.2 or 3GPP TS 29.514 [17]
clause 4.2.3.5), the PCF

- may modify the PCC rulesin order to set the "reportingLevel" attributeto "SER _ID_LEVEL" or
"RAT_GR_LEVEL" within the ChargingData data type which the PCC rule refers to and not include the
"sponsorld” attribute and "appSvcProvid" attribute if they were included previously.

- may modify the PCC rules to update the charging key by setting the new value of the "ratingGroup" attribute
within the ChargingData data type which the PCC rule refersto.

NOTE: A specific charging key can be applied to the sponsored data connectivity for online charging.

- shall disable the usage monitoring for the sponsored data connectivity according to clause 4.2.6.2.5 if it was
enabled previously. As aresult, PCF gets the accumul ated usage of the sponsored data connectivity.

4.2.6.2.14 Support for PCC rule versioning

The support of PCC rule versioning is optional. When the "RuleVersioning” feature is supported, the SMF and the PCF
shall comply with the procedures specified in this clause.

If required by operator policies, the PCF shall assign a content version for each generated PCC rule and shall include
the assigned version in the "contVer" attribute included within the PccRule data structure. Upon each PCC rule
modification, if the content version was previoudy assigned to a PCC rule, the PCF shall assign a new content version.
In this case, al the content related to that PCC rule shall be included. If the PCF needs to modify the attribute(s) within
the PCC rule, the PCF shall include the new content version within the "contVer" attribute together with al modified
and unmodified applicable attribute(s) within the PccRule data structure. 1f the PCF only needs to modify the content of
referenced policy decision data and/or condition datafor one or more PCC rules, the PCF shall additionally provide the
PCC rule(s) which isreferring to the modified policy decision data and/or condition data. Within each PCC rule
instance, the PCF shall include all unmodified applicable attribute(s) and the new assigned version in the "contVer"
attribute. The content version is unique for the lifetime of the PCC rule.

NOTE 1: The PCF will include all the content of the PCC rule in each modification of the PCC rule in order to
ensure that the rule isinstalled with the proper information regardless of the outcome of the QoS flow
procedure related to previous rule provisioning versions that are not reported yet.
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NOTE 2: The operation policies can take into account whether the AF provides the related content version
information over Rx reference point (see clause 4.4.9 in 3GPP TS 29.214 [18]), or over
Npcf_PolicyAuthorization service (see clauses 4.2.2.13 and 4.2.3.13 in 3GPP TS 29.514 [17]).

Whenever the SMF provides a PCC rule report for rules that were provisioned with a content version, the SMF shall
include the "contVers' attribute defined in the RuleReport data structure for those corresponding PCC rules. In caseitis
required to report the content version of multiple PCC rules, the SMF shall use one instance of RuleReport data
structure per PCC rule, and shall include in the "pccRulelds" attribute only the identifier of the corresponding PCC rule.
The SMF may include more than one content version in the "contVers" attribute for the same PCC rule within the
corresponding RuleReport instance included in the "ruleReports" attribute (e.g. the SMF has combined multiple PCC
rule versions enforcement into one QoS flow operation). In this case, the "ruleStatus" attribute shall indicate the final
status of the PCC rule.

NOTE 3: The PCF will use the content version to identify the PCC rule version that failed or succeeded when
multiple provisions of the same PCC rule occur in a short period of time. If required by the AF, the PCF
will inform the AF according to 3GPP TS 29.214 [18], clause 4.4.9, or according to
3GPP TS 29.514 [17], clause 4.2.5.8 about the failure or success for the media component version
associated to the PCC rule version.

4.2.6.2.15 Background data transfer support

If the PCF receives Reference Id within the service information from the AF as defined in 3GPP TS 29.514 [17] or
3GPP TS 29.214 [18] or if "EnhancedBackgroundDataT ransfer” feature as defined in clause 5.8 is supported and the
PCF receives the Reference 1d(s) within the PDU session related subscription information from the UDR as defined in
3GPP TS 29.519 [15], the PCF shall retrieve the corresponding transfer policy from the UDR based on the Reference
Id(s) asdefined in 3GPP TS 29.519 [15]. The PCF shall use the retrieved transfer policy as input for policy decisions
(e.g. setting the charging key equal to the charging key of the transfer policy, rule activation/deactivation time
according to the time window).

During PDU session establishment, if "EnhancedBackgroundDataT ransfer” feature as defined in clause 5.8 is supported
and if validation conditions (i.e. Time Window and/or Location Criteria) of the transfer policy are not satisfied then the
PCF may reject corresponding SM Policy Association as defined in clause 4.2.2.2 and includein an HTTP "403
Forbidden" response message the "cause” attribute of the ProblemDetails data structure set to
"VALIDATION_CONDITION_NOT_MET". And based on this feedback, the SMF shall reject the PDU session setup.

After successful PDU session establishment, if "EnhancedBackgroundDataT ransfer” feature as defined in clause 5.8 is
supported, PCF may request the PDU session termination if the validation conditions become not satisfied as defined in
clause 4.2.3.3. Within the TerminationNotification, the PCF shall include the "cause" attribute set to
"VALIDATION_CONDITION_NOT_MET".

If "BDTPolicyRenegotiation” feature as defined in clause 5.8 is supported and if the PCF retrieves the BDT policy and
corresponding related information (e.g. network area information, the volume of data to be transferred per UE, etc.)
within the BdtData data type, and with the "bdtpStatus® attribute within the BdtData data type set to value "INVALID",
the PCF may reject the SM Policy Association establishment or defer to make the policy decisions until the PCF is
informed of the result of BDT policy re-negotiation finally. If the PCF determines to reject the SM Policy Association
establishment based on theinvalid BDT policy, the PCF shall include in an HTTP "403 Forbidden" response message
the "cause" attribute of the ProblemDetails data structure set to "INVALID_BDT_POLICY". If the PCF defers to make
the policy decisions, then based on the result of the BDT policy renegotiation, the PCF may make the policy decisions
or terminate the SM Policy Association as defined in this clause.

4.2.6.2.16 Number of supported packet filter for signalled QoS rule limitation support

If the PCF includes the flow information within the "flowlnfos" attribute and if the number of supported packet filter for
signalled QoS rules within the "numOfPackFilter" attribute is received from the SMF during the PDU session
establishment, the PCF shall ensure that for all the dynamic PCC rules of a PDU session, the number of packet filters
contained within the "flowDescription" attribute or the "ethFlowDescripiont" attribute with the "packetFilterUsage" set
to true does not exceed the val ue of the "numOfPackFilter" attribute.

NOTE: The maximum number of packet filters sent to the UE per QoS rule is additionally limited by the access
type. When the UE is camping in 5GS the number of packet filtersis limited as specified in
3GPP TS 24.501[20].
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If the PCF determines that thereis a possibility to run into arestriction regarding the number of TFT packet filters that
can be allocated for the PDU Session, interworking with N26 deployment is supported and "PackFiltAllocPrecedence"
feature is supported, the PCF may behave as described in Annex B.3.2.0, B.3.3.0 and B.3.4.0.

4.2.6.2.17 Access traffic steering, switching and splitting support

If both the SMF and the PCF support the "ATSSS" feature as defined in clause 5.8, the PCF may enable the control of
traffic steering, switching and splitting for a detected service data flow by including MA PDU Session control
information within the PCC rule. In order to do so, within the PccRule data structure the PCF:

- may include one reference to the ChargingData data structure within the "refChgN3gData" attribute if the PCF
determines that the specific charging parameters used for packets carried via Non-3GPP access. In this case, a
"chgDecs" attribute containing the corresponding Charging Data policy decisions shall be included in the
SmPolicyDecision data structure if it has not been provided;

- may include one reference to the UsageMonitoringData data structure within the "refUmN3gData" attribute if
the PCF determines that the specific usage monitoring parameters used for packets carried via Non-3GPP access.
Inthiscase, a"umDecs" attribute containing the corresponding Usage Monitoring Data policy decisions shall be
included in the SmPolicyDecision data structure if it has not been provided;

- may include the ATSSS rule application descriptor within "appDescriptor” attribute if the SDF template included
in the PCC rule contains an Application Identifier in the "appld" attribute (see clause 4.2.6.2.1). The PCF may
retrieve the OS 1d(s) from the "UEPolicySet" resource in the UDR as described in 3GPP TS 29.519 [15] to
determine, by internal configuration, the OS Application Identifier supported by the OS Id that corresponds to
the application identifier included in the SDF template. If no OS Id is available in the UDR, the PCF may use the
PEI to determine the OS Id supported by the UE;

NOTE 1: If the PCF does not take into account the received PEI and/or the retrieved OSid(s) to derive the
application descriptor, then the PCF can include in the PCC rule multiple application descriptors
associated to multiple operating systems.

NOTE 2: If only one UE OSid is stored in the UDR and the PCF takes it into account to derive the application
descriptor, then the PCF can omit the OS Id in the application descriptor included in the PCC rule.

- may include the ATSSS policies within the Traffic Control Data decision which the PCC rule refersto. Within
the TrafficControl Data data structure, based on the ATSSS capability supported for the MA PDU Session, the
PCF shall include:

- the applicable access traffic steering method, "ATSSS LL" or "MPTCP", for the UL and DL traffic, encoded
in the "steerFun" attribute; and

- the steering rule for access traffic distribution across the 3GPP and Non-3GPP accesses encoded in a
"SteeringMode" data structure within the "steerModeDI" attribute for the DL traffic and within the
"steerModeUl" attribute for the UL traffic.

The " SteeringMode" data structure shall include:
- the steering mode val ue determined by the PCF within the "steerModeValue" attribute as follows:

a "ACTIVE_STANDBY" indicates the traffic of a SDF is steered on one access (the Active access), when this
access is available, and switched to the other access (the Standby access), when Active access becomes
unavailable. When the Active access becomes available again, the SDF is switched back to this access. If the
Standby accessis not defined, then the SDF is only allowed on the Active access and cannot be transferred
on another access.

b. "LOAD_BALANCING" indicates that the traffic of an SDF is split percentually between the 3GPP and Non-
3GPP accesses.

c. "SMALLEST DELAY" indicatesthat the traffic of an SDF is steered and/or switched to the access that has
the smallest delay (e.g. smallest RTT).

d. "PRIORITY_BASED" indicates that the traffic of an SDF is steered to the high priority access until the
access is determined to be congested. In this case, the traffic of the SDF is also sent to the low priority access,
i.e. the SDF traffic is split over the two accesses. When the high priority access becomes unavailable, all SDF
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traffic is switched to the low priority access. How UE and UPF determine when a congestion occurs on an
access isimplementation dependent.

- When the access traffic steering mode in the "steerModeValue" attributeis"ACTIVE_STANDBY", the active
access encoded within the "active” attribute, and the standby access, if defined, in the "standby" attribute; or

- When the accesstraffic steering mode in the "steerModeValue" attributeis"LOAD_BALANCING", the traffic
load distributed across 3GPP and Non-3GPP accesses encoded within the "3gLoad" attribute as the 3GPP access
traffic weight percentage. The sum of the Non-3GPP access traffic weight percentage and the 3GPP access
traffic weight percentage must be 100; or

- When the access traffic steering mode in the "steerModeValue" attribute is"PRIORITY_BASED", the high
priority access type encoded within the "prioAcc" attribute.

If the EnNATSSS feature is supported, the PCF may provide either the steering mode indicator or the authorized
threshold values for RTT and/or Packet L oss Rate within the " SteeringMode" data structure as follows:

a. when the access traffic steering mode within the "steerModeVaue' attributeis"LOAD_BALANCING" with
fixed split percentages or "PRIORITY_BASED", the PCF may provide, within the "thresValue" attribute, the
authorized threshold value of RTT encoded in the "rttThres" attribute and/or the authorized threshold val ue of
Packet Loss Rate encoded in the "plrThres" attribute.

- For"LOAD_BALANCING" steering mode with fixed split percentages (i.e., without the
"AUTO_LOAD_BALANCE" or "UE_ASSISTANCE" steering mode indicator), the traffic load distributed
across accesses indicated in"3glLoad" attribute shall only apply when the measurement of RTT and/or Packet
Loss Rate on both accesses do not exceed the values for RTT and/or Packet Loss Rate provided respectively
inthe "rttThres" and/or "plrThres" attributes. When at least one measured parameter on one access exceeds
the provided threshold value, the UE and UPF may stop sending traffic on this access, or may continue
sending traffic on this access, but should reduce the traffic on this access and shall send the amount of
reduced traffic on the other access. How UE and UPF adjust the traffic load distributed across accessesis
implementation dependent.

- For"PRIORITY_BASED" steering mode, when the measurement of RTT and/or Packet Loss Rate on the
high priority access type exceeds the values for RTT and/or Packet L oss Rate provided respectively in the
"rttThres' and/or "plrThres" attributes, this access may be considered as congested by the UE and the UPF. In
this case, the traffic of the SDF is also sent to the low priority access.

b. when the access traffic steering mode in the "steerModeValue" attributeis"LOAD_BALANCING", the PCF
may provide within the "steerModelnd" attribute:

- "AUTO_LOAD_BALANCE", when the UE and UPF are alowed to autonomously determine the traffic load
of an SDF distributed across accesses; or

- "UE_ASSISTANCE", when the UE is allowed to decide how to distribute the UL traffic of an SDF and the
UE may inform the UPF how it decided to distribute the UL traffic. In the normal cases, although with this
indicator provided, the UE shall apply the Steering Mode provided by the network.

When the "steerModelnd" attribute is provided, the traffic load distributed across accesses indicated in " 3gLoad"
attribute may be ignored by the UE and UPF.

If the value of "atsssCapab" attribute received from the SMF is

"MPTCP_ATSSS LL_WITH_EXSDMODE_DL_ASMODE_UL", the PCF shall provide a PCC Rule for non-MPTCP
traffic. To enable non-MPTCP traffic, the PCF shall include a"match all" packet filter within the "flowlnfos" attribute,
the highest value within the " precedence" attribute of the PCC rule, and within the TrafficControl Data data structure
referred by the PCC rule, set the "steerFun” attribute to the "ATSSS L L", the "steerModeV alue"attribute of the
"steerModeUl" attribute to "ACTIVE_STANDBY", and the "steerM odeV alue" attribute of the "steerModeDI" attribute
to any supported steering mode except the "SMALLEST _DELAY" steering mode.

If the value of "atsssCapab" received from the SMFis"MPTCP_ATSSS LL_WITH_ASMODE_UL", the PCF shall
provide a PCC rule for non-MPTCP traffic. To enable non-MPTCP traffic, the PCF shall include a"match all" packet
filter within the "flowlnfos" attribute, the highest value within the "precedence” attribute of the PCC rule, and within the
TrafficControlData data structure referred by the PCC rule, set the "steerFun” attribute to the"ATSSS LL", the
"steerModeV alue" attribute of the "steerModeUl" attributeto "ACTIVE_STANDBY", and the

"steerM odeV alue"attribute of the "steerModeDI" attribute to any supported steering mode.
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If the value of "atsssCapab" received from the SMF is"MPTCP_ATSSS LL_WITH_ASMODE_DLUL", the PCF shall
provide a PCC rule for non-MPTCP traffic. To enable non-MPTCP traffic, the PCF shall include a"match all" packet
filter within the "flowlnfos" attribute, the highest value within the "precedence” attribute of the PCC rule, and within the
TrafficControl Data data structure referred by the PCC rule, set the "steerFun” attribute to the"ATSSS LL", the
"steerModeV aue"attribute of the "steerModeUl" attribute and the "steerModeDI" attributeto "ACTIVE_STANDBY.

If the value of "atsssCapab" received from the SMFis"MPTCP_ATSSS LL", the PCF shall provide a PCC rule for
non-MPTCP traffic. To enable non-MPTCP traffic, the PCF may include a"match all" packet filter within the
"flowlnfos" attribute, the highest value within the " precedence” attribute of the PCC rule, and within the
TrafficControl Data data structure referred by the PCC rule, set the "steerFun” attribute to the"ATSSS LL", the
"steerModeV alue" attribute of the "steerModeUl" attribute and the "steerModeDI" attribute to any supported steering
mode.

Upon receipt of the PCC rule with the MA PDU Session control information, the SMF shall:

- derivethe ATSSSrulesto deliver to the UE for UL traffic steering as defined in 3GPP TS 29.502 [22]. When the
EnATSSS feature is supported and the SMF received for UL traffic steering either the steering mode indicator
within the "steerModel nd" attribute or the threshold value(s) within the "thresValue" attribute, the SMF includes
the received steering mode indication or the received threshold value(s) in the derived ATSSS Rule sent to the
UE as defined in 3GPP TS 29.502 [22];;

NOTE 3: The Traffic Descriptor in the ATSSS rule is genereated by the SMF from the SDF template of the PCC
rule. If the PccRule data structure contains the "flowlnfos" attribute, the SMF uses the UL SDF filters for
the generation of the IP descriptors or Non-I1P descriptors. If the PccRule data structure contains the
"appld" attribute, the SMF includes the application descriptors received from the PCF in the
"appDescriptor" attribute of the PCC rule.

- derivethe QoS profile and provide it to the access network(s) as follows:
- for aNon-GBR QoS flow,

a) the SMF shall provide the QoS profile to both access networks if the UE is registered over both accesses
during MA PDU Session Establishment procedure;

b) the SMF shall provide the QoS profile to the access networks over which the user plane resources are
activated during MA PDU Session Modification procedure.

- for aGBR QoS flow,

a) if the Multi Access policies of the PCC rule indicate the GBR SDF is handled only in one access (i.e. , the
SMF shall provide the QoS profile to the access network indicated by the PCC rule;

b) if the Multi Access policies of the PCC rule indicate the GBR SDF is handled in both accesses, the SMF
shall decide to which access network to provide the QoS profile for the GBR SDF based on itslocal
policy (e.g. the local policy is configured the access where the traffic is ongoing according to the Multi
Access policies of the PCC rule).

¢) for aGBR QoS flow, traffic splitting is not supported because the QoS profileis provided to asingle
access network at a given time, and the traffic can be steered or switched as indicated by the
"ACTIVE_STANDBY" steering mode. If the SMF receives the report that the current active accessis not
available from the UPF, the SMF shall perform asfollows:

- if the corresponding PCC rule allows the GBR QoS flow only on this access or if the corresponding
PCC rule allows the GBR QoS flow on both accesses but the other accessis not available, the SMF
shall release the resources for the GBR QoS flow and report to the PCF about the removal of the PCC
rule as defined in clause 4.2.4.15.

- if the corresponding PCC rule allows the GBR QoS flow on both accesses and the other accessis
available, the SMF shall try to move the GBR QoS flow to the other access. The SMF may trigger a
PDU session modification procedure to provide the QoS profile to the other access and release the
resources for the GBR QoS flow in the current access.

- if the QoS natification control is not enabled for the corresponding PCC rule and the other access
does not accept the QoS profile, the SMF shall release the resources for the GBR QoS flow and
report to the PCF about the removal of the PCC rule as defined in clause 4.2.4.15.
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- if the QoS natification control is enabled for the corresponding PCC rule, the SMF shall notify the
PCF within the "gncReports* attribute that the QoS targets of the SDFs are not guaranteed. After
the other access accepts the QoS profile, the SMF shall notify the PCF within the "gncReports'
attribute that the QoS targets of the SDFs are guaranteed again. If the other access does not accept
the QoS profile, the SMF shall delete the GBR QoS flow and report to the PCF about the removal
of the PCC rule as defined in clause 4.2.4.15.

- ingtruct the UPF for DL access traffic steering as defined in 3GPP TS 29.244 [13]. When the EnATSSS feature
is supported and the SMF received for DL traffic steering either the steering mode indicator within the
"steerModelnd" attribute or the threshold value(s) within the "thresVaue" attribute, the SMF includes the
received steering mode indication or the received threshold value(s) in the derived the multi-access rule sent to
the UPF as defined in 3GPP TS 29.244 [13];

- apply charging information depending on the used access type if indicated in the PCC rule; and
- apply usage monitoring control depending on the used access typeif indicated in the PCC rule.

The PCF may update the steering rule for access traffic distribution across the 3GPP and Non-3GPP accesses for a PCC
rule. In order to do so, the PCF may:

- within the corresponding PccRule data structure, include a new reference of a Traffic Control Data decision and
provide the Traffic Control Data decision if not provided yet.

- update the Traffic Control Data decision by including the appropriate attribute value(s) within the " steerFun”
attribute, "steerModeDI" attribute and/or "steerModeUl" attribute.

4.2.6.2.18 Void
4.2.6.2.19 Provisioning of PCC Rules for Mission Critical Services
4.2.6.2.19.1 General

The provision of PCC Rules corresponding to both MCS and non-M CS service shall be performed as described in
clause 4.2.6.2.1 "Provisioning of PCC rules’.

When the PCF derives PCC Rules corresponding to MCS service, the ARP and 5QI shall be set as appropriate for the
prioritized service, e.g. an IMS Mission Critical Service. The PCF may authorize a standardized 5QI or a standardized
5QI with a specific 5QI priority level as defined in clause 4.2.6.6.2. The PCF may also authorize a non-standardized
5QI with explicitly signalled QoS characteristics as defined in clause 4.2.6.6.3.

At the time the Priority PDU connectivity servicesisinvoked (i.e. Indication for support of priority PDU connectivity
service and MCS Priority Level are set), the PCF shall upgrade the ARP and/or change 5QI for the PCC Rulesto
appropriate values as needed for MCS. The PCF shall change the ARP and/or 5QI (also associated QoS characteristics
if applicable) modified for the priority PDU connectivity service to an appropriate value according to PCF decision.

When the PCF receives an HTTP POST message as defined in clause 4.2.2.1, the PCF shall check whether any of these
parametersis stored in the UDR: indication for support of priority PDU connectivity service, indication for support of
MCS Priority Level. The PCF shall derive the applicable PCC rules and default QoS flow QoS based on that
information. If the indication of IMS priority service support is set and the "dnn" attribute correspondsto a DNN
dedicated for IMS, the PCF shall assign an ARP corresponding to MCS for the default QoS flow and for the PCC Rules
corresponding to the IMS signalling QoS flow. If the "dnn" does not correspond to a DNN dedicated for IMS, the ARP
shall be derived without considering IMS Signalling Priority.

NOTE 1. Subscription data for MCSis provided to the PCF through the Nudr service.

Once the PCF receives a notification of achange in Priority PDU connectivity services support, MCS Priority Level
and/or IMS priority service support from the UDR, the PCF shall make the corresponding policy decisions (i.e. ARP
and/or 5QI (also associated QoS characteristics if applicable) change) and, if applicable, shall initiate an HTTP POST
message as defined in clause 4.2.3.2 to provision the modified data.

NOTE 2: The details associated with the UDR service are specified in 3GPP TS 29.519 [15].

NOTE 3: The MCS Priority Level is one among other input data such as operator policy for the PCF to set the
ARP.
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Whenever one or more AF sessions of an MCS service are active within the same PDU session, the PCF shall ensure
that the ARP priority level of the default QoS flow is at least as high as the highest ARP priority level used by any
authorized PCC rules belonging to an MCS service. If the ARP pre-emption capability is enabled for any of the
authorized PCC rules belonging to an MCS service, the PCF shall also enable the ARP pre-emption capability for the
default QoS Flow.

NOTE 4: Thisensuresthat services using dedicated QoS flows are not terminated because of a default QoS flow
with alower ARP priority level or disabled ARP pre-emption capability being dropped during mobility
events.

NOTE 5: This PCF capability does not cover interactions with services other than MCS services.

4.2.6.2.19.2 Invocation/Revocation of Priority PDU connectivity services
When a Priority PDU connectivity servicesisinvoked, the PCF shall:

- Derivethe corresponding PCC Rules with the ARP and 5QI (also associated QoS characteristics if applicable)
set as appropriate for aprioritized service.

- Set the ARP of the default QoS flow as appropriate for a Priority PDU connectivity services under consideration
of the requirement described in clause 4.2.6.2.19.1.

- Set the 5QI (also associated QoS characteristicsif applicable) of the default QoS flow as appropriate for the
Priority PDU connectivity services.

- Setthe ARP of PCC Rulesinstalled before the activation of the Priority PDU connectivity services to the ARP as
appropriate for the Priority PDU connectivity services under the consideration of the requirements described in
clause 4.2.6.2.19.1.

- Setthe 5QI of the PCC Rules installed before the activation of the Priority PDU connectivity services to the 5QI
(also associated QoS characteristicsif applicable) as appropriate for the Priority PDU connectivity services if
modification of the 5QI of the PCC Rulesis required.

When a Priority PDU connectivity servicesis revoked, the PCF shall:
- Delete the PCC Rules corresponding to the Priority PDU connectivity servicesif they were previoudly provided.

- Set the ARP of the default QoS flow to the normal ARP under the consideration of the requirements described in
clause 4.2.6.2.19.1.

- Set the 5QI of the default QoS flow as appropriate for PCF decision.

- Setthe ARP of al active PCC Rules as appropriate for the PCF under the consideration of the requirements
described in clause 4.2.6.2.19.1.

- Set the 5QI to an appropriate value according to PCF decision if modification of the 5QI of PCC Rulesis
required.

NOTE: Priority PDU connectivity services can be explicitly invoked/revoked via UDR MCS user profile
(Indication of Priority PDU connectivity services, MCS Priority Level). An AF for MCS Priority Service
can also be used to provide Priority PDU connectivity services using network-initiated resource allocation
procedures (viainteraction with PCC) for originating accesses.

The PCF shall provision the SMF with the applicable PCC Rules upon Priority PDU connectivity services activation
and deactivation as described above. The provision of the QoS information applicable for the PCC Rules shall be
performed as described in clause 4.5.6.2. The provision of QoS information for the default QoS flow shall be performed
as described in clause 4.2.6.3.

4.2.6.2.19.3 Invocation/Revocation of IMS Mission Critical Services

If the PCF receives service information including an MCS session indication and the service priority level from the P-
CSCF or at reception of the indication that IMS priority service is active for the PDU session, the PCF shall under
consideration of the requirements described in clause 4.2.6.2.19.1:
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- if required, set the ARP and 5QI (also associated QoS characteristicsif applicable) of the default QoS flow as
appropriate for the prioritized service;

- if required, set the ARP and 5QI (also associated QoS characteristicsif applicable) of all PCC rules assigned to
the IMS signalling QoS flow as appropriate for IMS Mission Critical Services;

- derive the PCC Rules corresponding to the IMS Mission Critical Service and set the ARP and 5QI (also
associated QoS characteristics if applicable) of these PCC Rules based on the information received over N5/RXx.

If the PCF detects that the P-CSCF released all the MCS session and the IM S priority service has been deactivated for
the PDU session the PCF shall under consideration of the requirements described in clause 4.2.6.2.19.1:

- delete the PCC Rules corresponding to the IMS Mission Critical Service;

- if required, set the ARP and 5QI of the default QoS flow as appropriate for the IMS Mission Critical set to
inactive;

- replace the ARP and 5QI of all PCC Rules assigned to the IMS signalling QoS flow as appropriate when the
IMS Mission Critical Serviceisinactive.

4.2.6.2.20 PCC rules authorization with preliminary service information

If the PCF receives arequest for PCC rulesfor a PDU session from the SMF, while no suitable authorized PCC rules
are configured in the PCF or can be derived from service information provisioned by an AF, but the user is alowed to
access AF session based services, the PCF may, depending e.g. on the user's subscription details or operator policy,
authorise the requested QoS for atimer supervised grace period (the timer started by the PCF by the request from the
SMF) to wait for AF service information. If an AF session bound to the same PDU session is ongoing and only
preliminary service information was received within this AF session, the PCF shall base the authorization of the
requested QoS on the preliminary service information.

NOTE 1. Thisscenario can for instance be encountered for a UE terminated IM S session establishment or
modification with UE initiated resource reservation, refer to 3GPP TS 29.214 [18] or
3GPP TS 29.514 [17]. If the PCF does not authorize arequest for PCC rules in this scenario, the IMS
session setup can fail.

NOTE 2: During the grace period, the QoS and packet filters requested by the UE need to be authorized even if the
user is not allowed to request for resources for services not known to the PCF or if the requested 5QI is
not allowed for services not known to the PCF asiit is hot clear at this point in time whether the UE
resource request belongs to an AF session or to a service not known to the PCF.

If the preliminary service information is insufficient to construct appropriate PCC rules or no preliminary service
information is available, the PCF shall provide preliminary PCC rules to authorize the UE requested QoS and packet
filters. Therefore, the preliminary PCC rules shall contain wildcarded flow description or flow description derived from
possible packet filters received as part of the request for PCC rules. The PCF may apply a dedicated charging key value
to indicate to the charging subsystem that the charging key is preliminary and may be corrected later on.

NOTE 3: With the dedicated charging key, the PCF instructs the charging subsystem to recal culate the applicable
charge for the time when the dedicated charging key value was applied once the dedicated charging key
valueis replaced with some other value in a new provisioning of PCC rules. For example, if online
charging applies, Session Charging with Unit Reservation (SCUR) can be used .When the charging key
changes, the SMF will returninitially reserved credit units and the CHF then can recal culate the
consumed credit units applying the rate derived from the new other charging key value and update the
user's credit accordingly.

NOTE 4: A preliminary PCC ruleisanormal PCC rule containing preliminary information.

If the PCF receives AF service information while the timer-supervised grace period is running, the PCF shall stop the
timer and may derive authorized PCC rules from this service information and update or replace the preliminary PCC
rules that were previously provided for the UE requested QoS and packet filters, for instance by choosing service
specific QoS parameters and charging keys.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 99 ETSI TS 129 512 V17.12.0 (2023-09)

NOTE 5: The dedicated preliminary charging key value that was previously provided by the PCF instructs the
charging subsystem to recal culate the applicable charge when the new service specific charging key is
provided. The recal culation covers the time when the previous dedicated charging key value was active.
The new service specific charging key is applied from that time onwards.

If the timer expires and the PCF has not received any AF service information, the PCF should apply the policy for
services not known to the PCF and may downgrade or revoke the authorization for the preliminary PCC rules
(previously provided for the UE requested QoS and packet filters) in accordance with the policy for services not known
to the PCF. The PCF should adjust the charging keys within the PCC rules and should downgrade the authorized QoS to
the allowed value for the services not known to the PCF, if required.

4.2.6.3 Session Rules

42.6.3.1 Overview

The PCF may perform operations on session rules. The impacted rules shall be included in the "sessRules’ map
attribute within the SmPolicyDecision data structure with the "sessRuleld” as akey. For installing or modifying a
session rule, the corresponding SessionRule data instance shall be provided as the map entry value. For removing a
session rule, the map entry value shall be set to NULL.

In order to install anew session rule, the PCF shall further set other attributes within the SessionRule data structure as
follows:

- it shal include the authorized Session-AMBR within the "authSessAmbr" attribute;

- it shall include the authorized default QoS within the "authDefQos" attribute using the procedure as defined in
clause 4.2.6.3.3;

- it may include one reference to the UsageMonitoringData data structure within the "reflUmbData" attribute. In this
case, a"umbDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be
included in SmPolicyDecision data structure if it has not been previously provided,

- ifthe"ATSSS' featureis supported, it may include one reference to the UsageMonitoringData data structure to
apply for the Non-3GPP access within the "reflUmN3gData" attribute. In this case, a"umDecs’ attribute
containing the corresponding Usage Monitoring data policy decisions shall be included in SmPolicyDecision
data structure if it has not been previously provided; and

- it may include one reference to the ConditionData data structure within the "refCondData" attribute. In this case,
a"conds' attribute containing the corresponding Condition Data decision shall be included in SmPolicyDecision
data structure if it has not been previously provided.

In order to modify an existing session rule, the PCF shall further set other attributes within the SessionRule data
structure as follows:

- If the PCF needs to modify the attribute(s) within a session rule, the PCF shall include the modified attribute(s)
with the new value(s) within the SessionRule datainstance. Previously supplied attributes not supplied in the
modified PCC rule instance shall remain valid.

- If the PCF only needs to modify the content of referenced policy decision data (e.g. UsageMonitoringData, €tc.)
and/or condition data for one or more session rules, the PCF shall, within the SmPolicyDecision data structure,
include the corresponding policy decision data and/or condition data within the corresponding map attributes
(e.g. include the usage monitoring data decision within the "umDecs" attribute).

The PCF may combine multiple of the above session rule operations in a single message, but the PCF shall ensure that
one and only one session rule is enforced in the SMF at a certain point in time.

NOTE: Either thereis always an unconditional session rule provisioned in the NF service consumer (SMF), or
there is always a conditioned session rule applicable in the NF service consumer (SMF).
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4.2.6.3.2 Conditioned Session rule

4.26.3.2.1 General

Up to four conditioned session rules (i.e. authorized Session-AMBR and authorized default QoS) may be provisioned
by the PCF. In order to provision a session rule with conditional data, the PCF shall provision a session rule as defined
in clause 4.2.6.3.1 and include within its "refCondData" attribute the corresponding ConditionData's "condld” attribute
value. The PCF shall also ensure that the referenced ConditionData instance isincluded in the "conds' map within the
SmPolicyDecision data structure following the procedures defined in clause 4.2.6.1 and that the referenced usage
monitoring datais the same for all the provisioned conditioned and non-conditioned session rule(s).

Within the ConditionData instance, the PCF shall include the activation time within the "activationTime" attribute for
the time conditioned authorized Session-AMBR and authorized default QoS (deactivation time does not apply for a
session rule). If the "AccessTypeCondition” feature as defined in clause 5.8 is supported, the PCF may include for the
access type conditioned session rule the access type within the "accessType" attribute and RAT type within the
"ratType" attribute if applicable for the access type conditioned authorized Session-AMBR.

NOTE 1: The SMF retains remaining time conditioned session rules that have an execution time in the future.

NOTE 2: Time condition and access type condition can both apply to authorize the Session-AMBR within a session
rule.

The PCF shall ensure that atime conditioned session rule and a session rule without time condition for the same session
differ only in the authorized session-AMBR and authorized default QoS properties.

When the SMF detects that the referenced usage monitoring data of the enforced session rule is not the same for al the
provisioned session rule(s) the SMF shall report the session rule error for the not enforced session rule(s) as defined in
clauses 4.2.3.20 and 4.2.4.21, and shall set the "failureCode" attribute to "INCORRECT_UM".

If the SMF receives the conditioned session rule, when the condition indicated in the related attribute(s) within the
Condition Data decision (e.g. at the time indicated in the "activationTime" attribute) is met, the SMF shall perform the
conditional policy without interaction with the PCF. If the Condition Data decision includes more than one type of
conditions and all the types of conditions are met, the SMF shall perform the conditional policy.

If time conditioned session rule(s) to change the non-conditioned session rule are received by the SMF and the earliest
Activation Timeisin the past, then the SMF shall immediately enforce the most recent time conditioned instance that is
not in the future.

The PCF may modify a currently installed session rule, including setting, modifying or deleting its condition(s) as
follows:

1) When modifying a session rule by setting the condition(s), the PCF shall update the session rule by including the
corresponding ConditionData's "condld" attribute value within the "refCondData" attribute and within the
SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not
provisioned yet.

2) When modifying a session rule by modifying the condition(s):

- the PCF may update the session rule by replacing the existing ConditionData instance's "condld" attribute
value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure
include the new ConditionData instance within the "conds" attribute if not provisioned yet; or

- the PCF may update the condition data decision which the session rule refers to by updating the
corresponding ConditionData instance as defined in clause 4.2.6.1. The PCF may update the value of the
condition within the related attribute (e.g. the value of the existing deferred activation time within the
"activationTime" attribute).

3) When modifying a session rule by deleting the condition(s):

- the PCF shall delete the reference to the ConditionData instance within the session rule by updating session
rule with the "refCondData" attribute set to NULL; and

- the PCF may delete the condition data decision which the session rule refers to as defined in clause 4.2.6.1 if
no other session rules are referring to the condition data decision.
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To delete a conditioned session rule, the PCF shall perform the deletion of session rule as defined in clause 4.2.6.3.1.
The "ueTimeZone" attribute, if available, may be used by the PCF to derive the value for the "activationTime" attribute.

NOTE 3: Conditioned SessionrAMBR and default QoS change helps reducing the signalling load over N7.
However, the Session-AMBR and default QoS change needs to be communicated to the UE.
Conseguently a simultaneous change of the Session-AMBR and default QoS for many UE(s) may
introduce asignalling storm in the 5GC (e.g. over N1/N2/N4/N11). The PCF can avoid this simultaneous
change of the Session-AMBRSession-AMBR and default QoS (e.g. spread the time conditioned change
over time for many UES).

NOTE 4: For services that depend on specific Session-AMBR and/or default QoS change (e.g. an MPS session),
the PCF is responsible to ensure that no conditioned session rules interfere with the service (e.g., ensure
proper MPS operation by removing time conditioned settings that would later impact MPS).

4.2.6.3.2.2 Time conditioned authorized Session-AMBR
The proceduresin clause 4.2.6.3.2.1 apply with clarifications in the present clause.
Each instance of the session rule shall include authorized Session-AMBR within the "authSessAmbr" attribute.

If the"VPLMN-QoS-Control" feature is supported and the PCF receives the session AMBR constraints from the SMF,
the PCF shall ensure that the authorized session AMBR value within each instance of the session rule does not exceed
the session AMBR supported by the VPLMN, if applicable.

The SMF shall, after applying atime conditioned instruction to change the authorized AMBR, apply the corresponding
procedures towards to the access network, the UE and the UPF for the enforcement of the AMBR per PDU session.

4.2.6.3.2.3 Time conditioned authorized default QoS
The proceduresin clause 4.2.6.3.2.1 apply with clarifications in the present clause.
Each instance of the session rule shall include authorized default QoS within the "authDefQos" attribute.

If the "VPLMN-QoS-Control" feature is supported and the PCF receives the default QoS constraints from the SMF, the
PCF shall ensure that the authorized default QoS containing a 5QI and ARP value within each instance of the session
rule is supported by the VPLMN, if applicable.

The SMF shall, after applying atime conditioned instruction to change the authorized default QoS, apply the
corresponding procedures towards to the access network, the UE and the UPF for the enforcement of the authorized
default QoS. All PCC rule(s) with the "defQosFlowlndication” attribute set to true shall remain bound to the default
QoS flow. For any other PCC rule previously bound to the default QoS flow, SMF shall then perform the QoS flow
binding according to clause 6.4 in 3GPP TS 29.513[7].

4.2.6.3.2.4 Access type conditioned authorized Session-AMBR

The SMF shall enforce the Session-AMBR values corresponding to the session rule whose referred ConditionData
instance contains the "accessType" attribute and "ratType" attribute matching the current accesstype and RAT type of
the UE for the given PDU session. If the "V PLMN-QoS-Control" feature is supported and the PCF receives the session
AMBR congtraints from the SMF, the PCF shall ensure that the authorized session AMBR value within each instance of
the session rule does not exceed the session AMBR supported by the VPLMN, if applicable.

The PCF shall ensure that an access type conditioned session rule and a session rule without any access type condition
for the same session differ only in the authorized session-AMBR property. If more than one access type conditioned
session rules are provisioned, and if there is no session rule without any access type condition provisioned in the SMF,
the PCF shall ensure that any two access type conditioned session rules for the same session differ only in the
authorized session-AMBR property.

NOTE: Accesstype conditions are only applicable to the authorized session-AMBR.

If there is a session rule whose authorized Session-AMBR does not depend on any access type condition provided and
there is also a session rule with an access type conditioned authorized Session-AMBR provided, then the access type
conditioned session rule where the conditions specified within the Condition Data decision are met shall be enforced.
Otherwise, the session rule with the authorized Session-AMBR without any access type condition shall be enforced.
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If conditions from multiple access type conditioned the session rule with authorized Session-AMBR are met at the same
time then the session rule related to the most strict matching condition is enforced, e.g. Policyl specifies access type
only and Policy2 specifies access type (with the value same as in Policyl) and an RAT Type, both, then the Policy2
shall be enforced when the UE's current access type and RAT type matches with the condition specified by Policy?2.

If conditions from multiple access type conditioned the session rule with authorized Session-AMBR are met at the same
time and all of these policies are equally applicable, e.g. Policyl specifies access type only and Policy2 specifies RAT
type only and if the UE's current access type matches with Policyl and the UE's current RAT type matches with
Policy2, then the SMF should apply the Session-AMBR with Policy2.

An access type conditioned session rule does not apply to a MA PDU session. When the "ATSSS' feature is supported,
and the PDU sessionisaMA PDU session, the PCF shall not provide to the SMF access type conditioned session rules.
If access type conditioned session rules are provisioned in the SMF for aMA PDU session (e.g. because of error in the

PCF or EPS to 5GS handover) they shall be ignored.

4.2.6.3.3 Provisioning of authorized default QoS

The PCF can provide the authorized default QoS for a session rule to the SMF. The provisioning of authorized default
QoS for asession rule shall be performed using the session rule provisioning procedure as defined in clause 4.2.6.3.1.
The authorized default QoS shall be encoded using an AuthorizedDefaultQos data structure.

In order to provision authorized default QoS for a new session rule, the PCF shall include the assigned 5QI value within
the"5qi" attribute and the assigned ARP value within the "arp" attribute in the AuthorizedDefaultQos data structure.
The PCF may include the "priorityLevel" attribute in the AuthorizedDefaultQos data structure to authorize the
particular 5QI priority level to override the default value for a standardized or pre-configured 5QI. The PCF may
include a"QosCharacteristics’ entry in the "qosChars" attribute map to provide explicitly signalled QoS characteristics
associated with a5Ql that is neither standardized nor pre-configured. When the authorized default QoS applies to
explicitly signalled QoS Characteristics, it shall be provisioned as defined in clause 4.2.6.6.3. For 5QI of GBR type or
delay critical GBR type, the PCF shall additionally include max bandwidth in uplink within the "maxbrUl" attribute
and/or max bandwidth in downlink within the "maxbrDI" attribute, the guaranteed bandwidth in uplink within the
"gbrUI" attribute and/or the guaranteed bandwidth in downlink within the "gbrDI" attribute and may include the
particular averaging window within the "averWindow" attribute and/or particular maximum data burst volume within
the "maxDataBurstVol" or "extMaxDataBurstVol" (if supported, see clause 4.2.2.1) attribute to override the default
values for a standardized or pre-configured 5Ql.

In order to modify authorized default QoS for an existing session rule, the PCF shall include the modified attribute(s)
with the new value(s) within the AuthorizedDefaultQos data structure and provision a new QoS Characteristics if
applicable. Previously supplied attributes not supplied in the AuthorizedDefaultQos data structure shall remain valid.

4.2.6.34 Access traffic steering, switching and splitting support

If both the SMF and the PCF support the "ATSSS' feature, the PCF may enable the control of the PDU session level
Usage Monitoring information depending on what access typeis used to carry service data flows.

When the PCF determines that at PDU session level different usage monitoring data shall be defined for the 3GPP and
the Non-3GPP access, the PCF shall include within the SessionRule data structure one reference to the
UsageMonitoringData policy decision to apply for the Non-3GPP access within the "reflUmN3gData" attribute, and a
"umbDecs' attribute containing the corresponding Usage Monitoring Data policy decisionsiif it has not been previously
provided. When the "refUmN3gData" is omitted, the attribute "refUmData" contains the reference to the
UsageMonitoringData policy decision to apply for both, 3GPP and Non-3GPP, accesses.

NOTE: To ensurethat the traffic of a set of service dataflowsis excluded for both, the 3GPP access and Non-
3GPP access, from the PDU session level usage monitoring, the "exUsagePccRulelds' attribute is set to
the same value within the Usage Monitoring Control decision referred by the "reflUmN3gData’ attribute
and within the Usage Monitoring Control decision referred by the "refUmData" attribute.

4.2.6.35 Usage Monitoring Control

Usage monitoring may be performed for all the traffic of a PDU session in the SMF or for all the traffic of a PDU
session excluding the traffic of a service data flow or a group of service data flows.

The provisioning of usage monitoring control for the traffic of a PDU session shall be performed using the session rule
provisioning procedure as defined in clause 4.2.6.3.1. When the traffic of a service data flow or a group of service data
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flows is excluded from the traffic of the PDU session, the UsageM onitoringData policy decision referred within the
"refUmData" attribute, and/or the UsageM onitoringData policy decision referred within the "refUmN3gData" attribute
when the "ATSSS' feature is supported, shall include the "exUsagePccRulelds' attribute as defined in

clause 4.2.6.5.3.1.

Usage monitoring for all the session rules (conditioned and non-conditioned) shall refer to the same
UsageMonitoringData policy decision(s), i.e., the monitoring key that applies to al the traffic of a PDU session, or to
all the traffic of a PDU session except certain service data flow(s), shall not change because of the activation of a
conditioned session rule.

4.2.6.4 Policy control request triggers

The PCF may provide one or several policy control request trigger(s) to the SMF. In order to do so, the PCF shall
include one or severa policy control request trigger(s) within the "policyCtrIReqTriggers" attribute within the
SmPolicyDecision data structure.

During the lifetime of the PDU session, the PCF may update or remove the policy control request triggers. In order to
update the policy control request trigger, the PCF shall provide the new complete list of applicable policy control
request triggers by including one or severa policy control request trigger(s) within the "policyCtrIReqTriggers"
attribute within the SmPolicyDecision data structure.

The PCF may remove al previoudly provided policy control request triggers by providing a " policyCtrIReqTriggers'
attribute set to the value NULL. Upon reception of a policy control request trigger with this value, the SMF shall not
inform PCF of any trigger except for those triggers that are always reported and do not require provisioning from the
PCF.

Whenever the PCF provisions one or several policy control request trigger(s) by using an HTTP POST message as
defined in clause 4.2.3.2, unless otherwise specified in apolicy control request trigger's value definition, the SMF shall
send the corresponding currently applicable values (e.g. access type, RAT type, user location information, etc.) to the
PCF within the UeCampingRep data structure in the response of the HTTP POST message, and in this case, the
"repPolicyCtrlReqTriggers" attribute shall not be included.

4.2.6.5 Encoding of the request of information reporting

4.2.6.5.1 Request of Access Network Charging ldentifier

When the Access Network Charging Identifier is unknown for an AF session to the PCF, the PCF may request the SMF
to provide the Access Network Charging Identifier associated to the dynamic PCC rules. To do so, the PCF shall within
SmPolicyDecision data structure provide the "policyCtrIReqTriggers' attribute with the value"AN_CH_COR" if the
policy control request trigger is not previoudy set and the "lastRegRuleData" attribute. For the RequestedRuleData
instance, the PCF shall include the CH_ID within the "reqData" attribute and reference of the PCC rule within the
"refPccRulelds" attribute.

The PCF shall interpret that the Access Network Charging Identifier is known when the PCF receives an "accNetChld"
attribute with the " sessionChScope" attribute included and set to true as defined in clause 4.2.2.11 and 4.2.4.13.

4.2.6.5.2 RAN NAS Cause Support

When the RAN-NAS-Cause feature is supported, the PCF may request the SMF to inform it of the result of PCC rule(s)
removal, when the PCF removes PCC rule(s). In order to do so, the PCF shall additionally include the
"policyCtrIReqTriggers" attribute containing the "RES _RELEASE" valueif this policy control request trigger was not
previously set, and the "lastRegRuleData’ attribute. Within the RequestedRuleData instance, the PCF shall include the
"RES_RELEASE" value within the "reqData" attribute and reference the removed PCC rule within the "refPccRulel ds’
attribute.

NOTE: Thisisdoneto alow the PCF to notify the AF when there is an abnormal termination of the QoS flow.
The PCF does not have to retry the removal of these PCC Rules.
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4.2.6.5.3 Provisioning of the Usage Monitoring Control Policy

4.2.6.5.3.1 General

The PCF may indicate the need to apply monitoring control of the accumulated usage of network resources on a per
PDU session basis. Usage is defined as volume or time of user plane traffic. Monitoring for traffic volume and traffic
time can be performed in parallel. The data collection for usage monitoring control shall be performed per monitoring
key, which may apply to asingle service dataflow, a set of service dataflowsor al the trafficin aPDU session. If
usage monitoring at PDU session level is enabled, the PCF may request the SMF to exclude a single service data flow
or a set of service data flows from usage monitoring at PDU session level.

During PDU session establishment, the PCF may receive information from the UDR about total the allowed usage per
DNN / S-NSSAI combination and UE, i.e. the overall amount of allowed traffic volume and/or time of usage that are to
be monitored per DNN / SSNSSAI combination and UE and/or the total allowed usage for Monitoring key(s) per DNN /
S-NSSAI combination and UE.

NOTE 1: It depends on the implementation of UDR whether to provide the total allowed usage per DNN / S
NSSAI combination and UE to different PCFsif these different PCFs are serving PDU sessions with the
same value of DNN / S-NSSAI combination and UE.

If the SMF supports the UMC feature, the PCF may request usage monitoring control for a PDU session. If at that time
the PCF has not provided "US_RE" policy control request trigger to the SMF, the PCF shall include the
"policyCtrIReqTriggers' attribute with the value "US_RE" and provide it to the SMF as defined in clause 4.2.6.4. The
PCF shall not remove the"US_RE" policy control request trigger while usage monitoring is still active in the SMF.

At PDU session establishment and modification, the PCF may provide to the SMF, for each usage monitoring control
instance, the applicable threshold(s), i.e. volume threshold, time threshold or both volume threshold and time threshold.
To provide theinitia threshold(s) for each usage monitoring control instance, the PCF shall include these threshold(s)
within the "umDecs' attribute within the SmPolicyDecision data structure.

The PCF may provide a monitoring time to the SMF for the usage monitoring control instance(s) and optionally specify
a subsequent threshold value for the usage after the monitoring time.

Threshold levels may be defined for:

- thetotal volume only; or

the uplink volume only; or

- thedownlink volume only; or

the uplink and downlink volume; and/or
- thetime.

Threshold levels, monitoring time, if applicable, and inactive time, if applicable, for each usage monitoring control
instance may be provisioned within an entry of the "umDecs" attribute as follows:

- thetotal volume threshold, if applicable, within the "volumeThreshold" attribute;
- the uplink volume threshold, if applicable, within the "volumeThresholdUplink" attribute;
- the downlink volume threshold, if applicable, within the "volumeThresholdDownlink" attribute;
- thetimethreshold, if applicable, within the "timeThreshold" attribute;
the total volume threshold after the monitoring time, if applicable, within the "nextV ol Threshold" attribute;

- the uplink volume threshold after the monitoring time, if applicable, within the "nextV ol ThresholdUplink™
attribute;

- the downlink volume threshold after the monitoring time, if applicable, within the "nextV ol ThresholdDownlink"
attribute;

- thetime threshold after the monitoring time, if applicable, within the "nextTimeThreshold" attribute;
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- the monitoring time, if applicable, within the "monitoringTime" attribute;
- theinactivetime, if applicable, within the "inactivityTime" attribute.

If the SMF reports usage before the monitoring time is reached, the monitoring timeis not retained by the SMF.
Therefore, the PCF may again provide in the response a monitoring time and optionally the subsequent threshold
value(s) for the usage after the monitoring time.

The "inactivityTime" attribute represents the time interval after which the time measurement shall stop for the
Monitoring Key, if no packets belonging to the corresponding Monitoring Key are received. Time measurement shall
resume again on receipt of a further packet belonging to the Monitoring Key. Time measurement for a Monitoring key
shall also be stopped when time based usage monitoring is disabled, if this happens before the Inactivity Detection Time
isreached. If an "inactivityTime" attribute with value of zero is provided, or if no "inactivityTime" attribute is present
within the usage monitoring control instance provided by the PCF, the time measurement shall be performed
continuously from the point the first packet is received matching the applicable Monitoring Key is received and until
time based usage monitoring is disabled.

If the usage monitoring control instance applies to the PDU session level, the PCF shall include the reference to the
Usage Monitoring Data decision within the "refUmData" attribute of the related session rule.

If the usage monitoring control instance applies to a service data flow or a group of service data flows, the PCF shall
include the reference to the Usage Monitoring Data decision within the "refUmData" attribute of the related PCC

rule(s).

The PCF may provide one usage monitoring control instance applicable at PDU session level and one or more usage
monitoring control instances applicable at PCC Rule(s) level.

If the PDU session level usage monitoring is enabled and service data flow(s) need to be excluded from this PDU
session level usage monitoring, the PCF shall include the corresponding PCC rule identifier(s) within the
"exUsagePccRulelds" attribute of the UsageMonitoringData instance of PDU session level usage monitoring. If the
exclusion is enabled, the PCF may disable the exclusion again for service data flow(s) by removing the corresponding
PCC rule identifier(s) from "exUsagePccRulelds" attribute.

The PCF may provide new volume threshold(s) and/or a new time threshold to the SMF. The new threshold val ue(s)
override the existing value(s) in the SMF.

When the SMF receives above the usage monitoring control request from the PCF, the SMF shall initiate the PFCP
Session Establishment procedure as defined in clause 7.5.2, or the PFCP Session Modification procedure, as defined in
clause 7.5.4 of 3GPP TS 29.244 [13], to request the UPF to perform the usage monitoring control.

If the reset time of the usage monitoring related information (see clause 5.4.2.7 of 3GPP TS 29.519 [15]) isreached, the
PCF shall reset the remaining allowed usage to the value(s) indicated in the usage monitoring related information and
shall then interact with the SMF to undo any previously applied policy decisions related to remaining allowed usage of
zero (or below zero).

NOTE 2: The PCF can also update the related usage monitoring information in the UDR as defined in
3GPP TS 29.519 [15] according to the performed reset action.

4.2.6.5.3.2 Disabling Usage Monitoring

After usage monitoring is enabled, the PCF may explicitly disable usage monitoring as a result of receiving an SM
Policy association update from the SMF which is not related to reporting usage, but to other external triggers (e.g.,
receiving an AF request, subscriber profile update), or a PCF internal trigger. When the PCF disables usage monitoring,
the SMF shall report the accumulated usage which has occurred while usage monitoring was enabled since the last
report.

To disable usage monitoring for a monitoring key, the PCF shall provide either the SMF with the corresponding
applicable attributes of the usage monitoring control instance containing a NULL value (e.g. the previous provided
"volumeThreshold" is set to NULL"), or:

- for dynamic PCC rule(s) or session rule(s), remove the reference to the corresponding usage monitoring control
instance from all the dynamic PCC rule(s) or session rule(s) referencing it;

NOTE: The PCF could keep the UsageMonitoringData policy decision valid in the SMF.
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- for predefined PCC rule(s), remove the UsageMonitoringData policy decision referred from all the activated
predefined PCC rule(s).

When the PCF disables usage monitoring for usage monitoring key(s) viaaNpcf_SMPolicyControl_UpdateNotify or a
Npcf_SMPolicyControl _Update service operation, the SMF shall trigger a new Npcf_SMPolicyControl_Update service
operation using the procedures specified in clause 4.2.4.10 to report accumul ated usage for the disabled usage
monitoring key(s).

4.2.6.5.3.3 PCF Requested Usage Report

When usage monitoring is enabled, the PCF may request the SMF to report the accumulated usage for one or more
enabled usage monitoring control instance(s) regardless of whether associated usage threshold(s) have been reached or
not. In order do so, the PCF shall include the "lastReqUsageData" attribute containing one or more reference(s) to usage
monitoring data decision(s) within the "refUmlds" attribute or the "alUmlds" attribute set to true in an HTTP POST
request or in the response of an HTTP POST request from the SMF. The PCF shall require the SMF to report
accumulated usage for one or more enabled usage monitoring control instance(s) only in a response to received HTTP
POST request from the SMF when the SMF has not provided accumulated usage in this HTTP POST request for the
same usage monitoring control instance(s).

4.2.6.5.4 Request for Access Network Information

When the NetLoc feature is supported, if the AF requests the PCF to report the access network information as described
inclauses4.2.2, 4.2.3 or 4.2.4 of 3GPP TS 29.514 [17] or in clauses 4.1 and 4.2 of 3GPP TS 29.214 [18], the PCF shall
perform the PCC rule provisioning procedure as defined in clause 4.2.6.2.1 and additionally provide the requested
access network information indication (e.g. user location and/or user timezone information) to the SMF as follows:

- it shall include the "lastRegRuleData" attribute to contain the "regData" attribute with the value(s)
MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRulelds" attribute to contain the related
installed/modified/removed PCC rule identifier(s).

- it shall provide the AN_INFO policy control request rigger within the "policyCtrIReqTriggers' attribute (if not
yet set).

For those PCC Ruleg(s) based on preliminary service information as described in 3GPP TS 29.514 [17] or in
3GPP TS 29.214 [18], the PCF may assign the 5QI and ARP of the default QoS flow to avoid signalling to the UE.
These PCC Rules shall not include the " packetFilterUsage" attribute set to true within the "flowlnfos" attribute.

For those PCC Rule(s) based on AF signalling as described in 3GPP TS 29.514 [17] or in 3GPP TS 29.214 [18], the
PCF may use 5QI and ARP for AF signalling to avoid signalling to the UE. These PCC Rules shall not include the
"packetFilterUsage" attribute set to true within the "flowlnfos" attribute.

NOTE: Similarly, for predefined PCC rules based on AF signalling, these PCC Rule(s) could be defined with the
5QI and ARP for AF signalling, and cannot include packet filter usage information.

4.2.6.55 Request for the successful resource allocation notification

The PCF may request the SMF to confirm that the resources associated to a PCC rule are successfully allocated. To do
s0, the PCF shall provide within the "policyCtrIReqTriggers" attribute of the SmPolicyDecision data structure the value
"SUCC_RES ALLO", if this policy control request trigger was not previoudy set, and provide the "lastReqRuleData"
attribute as well. For the associated RequestedRuleData instance, the PCF shall include the value "SUCC_RES ALLO"
within the "regData" attribute and the reference to the PCC rule within the "refPccRulel ds" attribute.

4.2.6.5.6 Provisioning of Presence Reporting Area Information

When the PRA or ePRA feature is supported, the PCF may determine during the lifetime of the PDU session whether
reports on the change of UE presence in Presence Reporting Area(s) are desired for this PDU session based on the
subscriber's profile configuration. If such reporting is desired for a PDU session, the PCF shall provide the "pral nfos"
attribute within the SmPolicyDecision data structure. Within each associated Presencel nfoRm data structure, the PCF
shall include the Presence Reporting Area Identifier within the "prald” attribute, and, for a UE-dedicated Presence
Reporting Area, the list of elements composing the presence reporting area within the "trackingArealist" attribute, the
"ecgiList" attribute, the "ncgiList" attribute, the "globaleNbldList" attribute and/or the "globalRanNodel dList" attribute.
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The PCF shall also activate the reporting of the changes of UE presence in the provided Presence Reporting Area(s) by
provisioning the "PRA_CH" policy control request trigger to the SMF, within the "policyCtrIReqTriggers" attribute.

NOTE 1: If thisfeature is not supported, the PCF can instead activate location change reporting that enables to
receive reports of the actual location of the UE. Due to the potential increase in signalling load, careful
consideration of the network load is necessary for such reporting, e.g. by limiting the number of
subscribers subject to such reporting.

If the PCF is configured with a Presence Reporting Areaidentifier referring to alist of Presence Reporting Area
Identifier(s) within a Set of Core Network predefined Presence Reporting Areas as defined in 3GPP TS 23.501 [2], the
PCF shall include only the identifier of the Presence Reporting Area Set within the "prald” attribute.

NOTE 2: The Presence Reporting Area ldentifier can correspond to alist of Presence Reporting Area |dentifier(s)
within a Set of Core Network predefined Presence Reporting Areas (PRA set identifier) as defined in
3GPP TS 23.501 [2].

The PCF may modify the list of PRA Identifier(s) by providing new Presence Reporting Area(s) or removing existing
Presence Reporting Area(s), or modify the list of Presence Reporting Area element(s) by providing the updated
Presence Reporting Area(s). In order to do that,

- when the PRA feature is supported, the PCF shall follow the general procedure defined in clause 4.2.6.1 and
supply the Presence Reporting Areaidentifier(s) as key(s) of "pralnfos’ the map attribute; or

- when the ePRA feature is supported, the PCF shall follow the general procedure defined in clause 4.2.6.1 and
supply the Presence Reporting Areaidentifier(s) as key(s) of "pralnfos’ map, with the exception that for the
modification of the list of the Presence Reporting Area element(s) the PCF shall fully replace the Presence
Reporting Areas(s) previously provided with the new complete list of Presence Reporting Area element(s).

NOTE 3: When the PRA feature is supported, the PCF cannot indicate the SMF to remove an existing Presence
Reporting Area element(s) from a Presence Reporting Area by providing the updated Presence Reporting
Areaas defined in clause 4.2.6.1. How to support it depends on implementation.

When PRA or ePRA feature is supported, the PCF may remove the associated policy control request trigger (i.e.
"PRA_CH") asdefined in clause 4.2.6.4, if previously activated.

If the NF service consumer and the PCF support both PRA and ePRA features, the NF service consumer and PCF shall
perform the behaviours as the ePRA feature defined.

If the"PRA_CH" policy control request trigger is provisioned, when the PCF provides alist of presence reporting areas
as described above, the PCF shall ensure that the maximum number of provisioned Presence Reporting Area Identifiers
is not exceeded. The maximum number of PRAs may be configured in the PCF. The PCF may have independent
configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAS.

NOTE 4: For al the Presence Reporting Area(s) provided by the PCF, the SMF can store the Presence Reporting
Area | dentifier(s) together with an indication that states that it relates to PCF requested PRA status
changes.

NOTE 5: Thisinformation is needed so that if both the PCF and the CHF request the reporting of PRA status
changes, the SMF is able to differentiate whether the reported PRA changes are relevant to the PCF or the
CHF.

The SMF shall invoke the Namf_EventExposure service in the AMF to handle the subscription to the presence state of a
UE in an area of interest as specified in 3GPP TS 29.518 [36].

The PCF may be notified during the lifetime of a PDU session that the targeted UE is located in an access network
where local configuration indicates that reporting changes of UE presence in Presence Reporting Area(s) is not
supported. The PCF may then remove the associated policy control request trigger (i.e. "PRA_CH"), if previoudy
activated. In this case, the PCF shall also remove the provisioned Presence Reporting Area(s) by including the
"pralnfos" attribute set to NULL within the SmPolicyDecision data structure.

The SMF shall remove the Namf_EventExposure service subscription with the AMF for the reporting of Changes of UE
presence in Presence Reporting Area(s), when the PCF and CHF remove the associated request triggers.
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4.2.6.5.7 Policy provisioning and enforcement of reflective QoS

If the PCF receives the "refQoslndication" attribute set to true as defined in clauses 4.2.2.2 or 4.2.4.2, and if the PCF
determines that Reflective QoS Control will be enabled for the PDU session based on the operator's policy and user
subscriptions, the PCF may provision the Reflective QoS Timer by including the "reflectiveQoSTimer" attribute within
the SmPolicyDecision data structure in the response message.

The provisioning of reflective QoS may be performed for service data flows associated with one or more PCC rules,
and shall be performed using the PCC rule provisioning procedure. The PCF may within a QoS data decision which a
PCC rule refer to include the "reflectiveQos” attribute set to true to enable the Reflective QoS control to anon-GBR
downlink service data flow when the PCF authorizes the QoS for the service data flow as defined in clause 4.2.6.6.2.

The PCF shall ensure that both, uplink and downlink traffic for such non-GBR service data flow are allowed.

NOTE 1: The PCF can allow both uplink and downlink traffic for the non-GBR service data flow in several ways,
e.g. by installing a PCC rule with uplink and downlink flow information, or by installing separate PCC
rules for the uplink flows and downlink flows, or by installing a PCC rule with only the application
identifier.

The PCF shall activate the reporting changes of reflective QoS indication by provisioning the "REF_QOS IND_CH"
policy control request trigger to the SMF.

NOTE 2: While the UE applies a standardized value for the precedence of all UE derived QoS rules, PCC rules
precedence values can vary and PCF configuration has to ensure that there is alarge enough value range
for the precedence of PCC rules corresponding to UE derived QoS rules. To avoid that the precedence of
network provided QoS rules need to be changed when Reflective QoS is activated and filters are
overlapping, the PCF will take the standardized value for the precedence of UE derived QoS rulesinto
account and will setting the precedence value of PCC rules subject to Reflective QoS to avalue in the
range from 70 to 99 (decimal), as specified in 3GPP TS 24.501 [20], clause 6.2.5.1.1.3.

The SMF shall apply reflective QoS control for the downlink traffic of the service data flows of the PCC rules that
reference a QosData decision that includes "reflectiveQos' attribute set to true.

The PCF shall not include the "reflectiveQos" attribute set to true within the QoS data decision which the PCC rule with
match-all SDF template refersto. If a PCC rule with match-all SDF template has been provisioned to the SMF, the PCF
shall not include the "reflectiveQos" attribute within the QoS data decision which contains the "defQosFlowl ndication”
attribute, either.

If the PCF receives the "refQoslndication" attribute set to false as defined in clause 4.2.4.2, the PCF shall disable the
reflective QoS Control for the PDU session. In order to do so, the PCF shall within the QoS data decision which
affected PCC rule refer to include the "reflectiveQos" attribute set to false and may update other QoS parameters within
the QoS data decision and/or update the flow information of PCC rule by including the "packetFilterUsage" attribute set
to true.

4.2.6.6 Authorized QoS

4.2.6.6.1 General
The PCF shall provision the authorized QoS. The authorized QoS may apply to a PCC rule or to a PDU session.

- When the authorized QoS applies to a PCC rule, it shall be provisioned within the corresponding PCC rule as
defined in clause 4.2.6.6.2.

- When the authorized QoS for a PCC rule with a GBR QCI is candidate for resource sharing an instruction on the
allowed sharing may be provisioned as defined in clause 4.2.6.2.8.

- When the authorized QoS applies to a PDU session, it shall be provisioned as defined in clause 4.2.6.3.1.
- When the authorized QoS applies to the default QoS flow, it shall be provisioned as defined in clause 4.2.6.3.1.

- When the authorized QoS applies to an explicitly signalled QoS Characteristics, it shall be provisioned as
defined in clause 4.2.6.6.3.

- When the authorized QoS applies to the Reflective QoS, it shall be provisioned as defined in clause 4.2.6.5.7.
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The authorized QoS provides appropriate values for the resources to be enforced. The authorized QoS for aPCC ruleis
arequest for allocating the corresponding resources. The Provisioning of authorized QoS per PCC ruleis a part of PCC
rule provisioning procedure.

If the SMF cannot allocate any of the resources as authorized by the PCF, the SMF informs the PCF and acts as
described in clauses 4.2.3.16 and 4.2.4.15.

The SMF shall interact with the (R)AN, UPF and UE for enforcing the policy based authorization.

QoS authorization information may be dynamically provisioned by the PCF or it may be a pre-defined PCC rulein the
SMF. Moreover, all the parameters of the authorized QoS may be changed.

NOTE 1: A change of 5QIs cannot be described as an upgrade or downgrade and also no 5QI can be referred to as
the higher or lower. Whether the 5QI is permitted to be changed or not is subject to both operator policies
and normal restrictions on changing from a non-GBR 5QI value to GBR 5QI value on an IP flow.

NOTE 2: All attributes of the ARP QoS parameter can be changed but only the ARP priority level represents an
ordered range of values. The ARP priority level attribute represents the actual priority for the service/user
with the value 1 as the highest and can thus be upgraded and downgraded.

If the PCF is unable to make a decision for the response to the HTTP POST message by the SMF, the PCF may reject
the request as described in clause 5.7.

4.2.6.6.2 Policy provisioning and enforcement of authorized QoS per service data flow

The Provisioning of authorized QoS per service data flow is a part of PCC rule provisioning procedure, as described in
clause 4.2.6.2.1.

The authorized QoS per service data flow shall be provisioned within a QosData data structure. The PCF shall include a
"qosDecs' attribute containing the corresponding QoS data decision within the SmPolicyDecision data structure and
include the reference to this QoS data decision within the "refQosData" attribute of the PccRule data instance.

When network slice data rate policy control applies and the authorized QoS per service data flow refersto a 5QI of
GBR type, the PCF shall derive the authorized QoS per service data flow as described in clause 4.2.6.8.

Within the QoS data decision, for 5QI of GBR type or delay critical GBR type, the PCF shall include the authorized
GBR 5QI or delay critical GBR 5QI respectively within the "5qi" attribute, the ARP within the "arp" attribute, and max
bandwidth in uplink within the "maxbrUl" attribute and/or max bandwidth in downlink within the "maxbrDI" attribute,
the guaranteed bandwidth in uplink within the "gbrUI" attribute and/or the guaranteed bandwidth in downlink within the
"gbrDI" attribute. If the PCF determines that the application traffic can be adapted to the change in the QoS based on the
configuration (e.g. if the AF is capable to trigger rate adaptation), the PCF may request a notification when authorized
GBR or delay critical GBR cannot be guaranteed or can be guaranteed again by including the "gnc" attribute set to true.

Within the QoS data decision, for 5QI of non-GBR type, the PCF shall include the authorized non-GBR 5QI within the
"Bgi" attribute and the ARP within the "arp" attribute. The PCF may authorize the max bandwidth in uplink within the
"maxbrUl" attribute and/or max bandwidth in downlink within the "maxbrDI" attribute.

When the PCF authorizes a standardized 5QI but a Priority Level, an Averaging Window and/or a Maximum Data Burst
Volume which are different from the standardized value in the table 5.7.4-1 of 3GPP TS 23.501 [2] are required, the
PCF shall include the Priority Level within the "priorityLevel" attribute, the Averaging Window within the
"averWindow" attribute and/or the Maximum Data Burst Volume within the "maxDataBurstVol" attribute or the
"extMaxDataBurstVol" attribute (if supported, see clause 4.2.2.1).

NOTE 1: For the non-standardized or non-configured 5QI, the PCF needs to authorize explicitly signalled QoS
Characteristics associated with the 5QI if the PCF has not provisioned it.

If the configured policy allows at reception of the service information from the AF and the application of the rules of
the QoS mapping procedures defined in 3GPP TS 29.513 [7] clause 7.3.2 for the received service information result in a
5QI of 1 associated with the corresponding flows, and the RAN-Support-Info feature as defined clause 5.8 is supported,
the PCF shall determine the Maximum Packet Loss Rate for UL and DL for those flows associated within 5QI of 1. In
this case, the PCF shall include the value of Maximum Packet Loss Rate for UL within the "maxPacketL ossRateUl"
attribute and/or the value of Maximum Packet Loss Rate for DL within the "maxPacketl ossRateDI" attribute.
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NOTE 2: If CHEM feature is supported, then PCF as described in clause 7.2.3 of 3GPP TS 29.513[7] or based on
local configuration, the PCF sets the downlink and uplink maximum packet l0ss rates corresponding to
either the most robust codec mode or the least robust codec mode of the negotiated set in each direction.

If the PCF wants to ensure that a PCC Rule is always bound to the default QoS flow, the policy provisioning for the
related authorized QoS shall be done as described in clause 4.2.6.2.10.

The SMF shall perform a QoS flow binding based on the QoS information within the Qos data decision as defined in
clause 6.4 of 3GPP TS 29.513 [7] after the SMF installs or activates the PCC rules.

The SMF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule
provisioning including QoS information. For GBR QoS flows the SMF should set the QoS flow's GBR to the sum of
the GBRs of al PCC rulesthat are active/installed and bound to that GBR QoS flow. For GBR QoS flow the SMF
should set the QoS flow's MBR to the sum of the MBRs of all PCC rules that are active/installed and bound to that
GBR QoS flow.

NOTE 3: Since the PCF controls the GBR value in the PCC rule, the PCF can prevent that uplink GBR resources
arereserved by providing an uplink GBR value of zero for that PCC rule This may be useful e.g. for a
PCC rule with application identifier as the uplink traffic can be received in other QoS flow than the one
the PCC ruleis bound to.

The SMF shall assign a QFl if anew QoS flow needs to be established and shall derive, if applicable, the QoS profile
required towards the Access Network, the QoS rule required towards the UE and the QoS information with PDRs
towards to the UPF. If multiple PCC rules with the Maximum Packet Loss Rate for UL and DL are bound to the same
QoS flow, the SMF shall choose the lowest value per direction related to the PCC rules within the QoS profile towards
to the access network.

If one or more of the 5QI, ARP, QNC, Priority level, Averaging Window and Maximum Data Burst V olume attributes
of a PCC rule are modified to the same updated values for all the PCC rules bound to the same QoS flow, then the SMF
should modify the corresponding attributes for that impacted QoS flow.

Upon deactivation or removal of a PCC rule, the SMF shall free the resources reserved for that PCC rule, and initiate
the corresponding procedure with access network, UE and UPF to remove the resources.

4.2.6.6.3 Policy provisioning and enforcement of authorized explicitly signalled QoS
Characteristics

The PCF may provision adynamically assigned 5QI value (from the non-standardized and non-preconfigured value
range) and the associated 5G QoS characteristics to the SMF. In order to do so, the PCF shall include within the
SmPolicyDecision data structure the "qosChars" attribute to contain one or more authorized signalled
QosCharacteristics instance(s). For each QosCharacteristics instance, the PCF shall include the assigned 5QI value
within the "5qi" attribute, the resource type value within the "resourceType" attribute, the 5QI Priority Level value
within the "priorityLevel" attribute, the Packet Delay Budget value within the " packetDelayBudget™ attribute, the
Packet Error Rate value within the "packetErrorRate” attribute, the Averaging Window value within the
"averagingWindow" attribute, if applicable, and the Maximum Data Burst V olume value within the "maxDataBurstVol"
attribute or the "extMaxDataBurstVol" attribute (if supported, see clause 4.2.2.1), if applicable. If the PCF has
provisioned an authorized signalled QosCharacteristics instance to the SMF, the PCF shall not update nor remove it
during the lifetime of the policy association.

Upon receiving the authorized explicitly signalled QoS characteristics, the SMF shall derive the QoS profile for the
access network and provide it to the access network by invoking the corresponding procedure.

NOTE: Operator configuration is assumed to ensure that the assigned dynamic 5QI value is unigue and references
the same set of QoS characteristics within the whole PLMN at a given time.
4.2.6.7 Monitoring the data rate per network slice for a UE
The PCF can support monitoring of data rate per SNSSAI for a UE.

During PDU session establishment, if the PCF supports monitoring of the data rate per S-NSSAI for a UE, the PCF may
retrieve for the UE and S-NSSAI to which the PDU session is alocated the UE-Slice-MBR (i.e. the aggregate datarate
that can be expected to be provided across all GBR and Non-GBR QoS Flows of a UE for a network slice identified by
an S-NSSAI) from the UDR as defined in clause 5.4.2.14 of 3GPP TS 29.519 [15]. The PCF shall monitor the data rate
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for this SSNSSAI and UE by deriving the utilized data rate based on the authorized Session-AMBR and/or the
authorized QoS per service data flow in all PDU session(s) established for the UE in the concerned S-NSSAI and
checking the derived value against the UE-Slice-MBR set by the PCF based on the UE-Slice-MBR value retrieved from
the UDR and operator policies available at the PCF.

As part of the PDU session madification procedure(s) targeting the PDU session(s) established for the UE in the
concerned S-NSSAI, whenever the PCF needs to provide the associated authorized Session-AMBR(S), install new or
updated PCC Rule(s) and/or delete PCC Rule(s) related to GBR service data flow(s), the PCF shall calculate the utilized
data rate as described in clause 4.2.6.8.2.

At the termination of a PDU session established for the UE in the concerned S-NSSAI, the PCF shall adjust the utilized
datarate for the UE based on the release of the Session-AMBR and the removal of al the PCC Rule(s) related to GBR
service data flow(s) associated to that PDU session.

To enable this monitoring, the SMF shall select the same PCF instance for all PDU sessions of the UE to the S-NSSAI
that is subject to this monitoring as defined in clause 8.3 of 3GPP TS 29.513 [7].

When the calculated utilized data rate for the S-NSSAI and UE reaches a certain percentage of the UE-Slice-MBR
value, the PCF may apply a policy decision to strengthen the traffic restrictions for individual PDU session(s) or PCC
rule(s) (e.g. change the authorized Session-AMBR as defined in clause 4.2.6.3.1, change the authorized QoS per service
data flow as defined in clause 4.2.6.6.2, or change the charging keys) within individual PDU session(s) established for
the UE in the concerned S-NSSAI. When the calculated utilized data rate per S-NSSAI for a UE falls below that
percentage of the UE-Slice-MBR value, the PCF may relax the traffic restrictions for individual PDU session(s) or PCC
rule(s) within individual PDU session(s) established for the UE in the concerned S-NSSAI.

As part of the policy decision to strengthen the traffic restrictions for individual PDU session(s), the PCF may reject the
establishment or SMF-initiated modification of the associated SM Policy Association(s) with an HTTP 403 Forbidden"
response message including the "cause" attribute of the ProblemDetails data structure set to

"EXCEEDED_UE_SLICE DATA_RATE".

NOTE: Itisrecommended to avoid frequent policy decisions which trigger a signalling with the UE (like change
of the authorized Session-AMBR or change of the authorized QoS per service data flow).

4.2.6.8 Network slice related data rate policy control

42.6.8.1 General

A PCF that supports network slice related data rate policy control shall be able to control and manage the network slice
datarate.

A Maximum Slice Data Rate may be configured by the operator (e.g. based on an SLA related to the associated network
dliceidentified by an S-NSSALI).

NOTE 1: The Maximum Slice Data Rate defines the maximum allowed aggregate data rate across all GBR and
Non-GBR QoS Flows within the network dlice identified by an S-NSSAI as defined in
3GPP TS 29.519[15].

NOTE 2: The maximum data rate of Non-GBR QoS Flow(s) is controlled via the authorized Session-AMBR, while
the maximum data rate of a GBR QoS Flow is controlled via the authorized MBR val ue of the associated
PCCrule.

The PCF shall determine, based on local configuration, if the network slice datarate is controlled via PCF-based
monitoring by using QoS parameters or with assistance of the NWDAF.

The PCF shall monitor the data rate of the network dice and ensure that it does not exceed the Maximum Slice Data
Rate for that network slice by e.g. rejecting new SM Policy Associations, changing the authorized Session-AMBR
values (if allowed by the HPLMN), changing the MBR values in PCC rules belonging to GBR service data flows or
other actions depending on operator's policies.

NOTE 3: Based on operator's palicies, it is also possible for the PCF to accept that new PDU session(s) or PCC
rule(s) belonging to GBR service data flow(s) lead to exceeding the Maximum Slice Data Rate and apply
adifferent charging for them. Once the Maximum Slice Data Rate is no longer exceeded, the PCF can
decide to go back to applying the previous charging.
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NOTE 4: Subject to operator policy and national/regional regulations, prioritised services and emergency services
may be exempted from network dlice data rate policy control.

NOTE 5: A single PCF can be used for the monitoring and limitation of the network dice related datarate. To
enable this, the SMF has to select the same PCF instance for all PDU Sessions of the UE to the S-NSSAI.

4.2.6.8.2 PCF-based network slice data rate policy control by using QoS parameters

If the NWDAF is not deployed or not used for network dice datarate policy control and PCF-based monitoring of
network slice data rate by using QoS parameters applies, the UDR shall maintain the Remaining Maximum Slice Data
Rate per SNSSAI as part of the network dlice specific policy control data as defined in 3GPP TS 29.519 [15].

Whenever the PCF needs to calculate the data rate related to authorized Session-AMBR and/or the MBR(s) of the GBR
Service Data Flow(s), the PCF shall obtain the Remaining Maximum Slice Data Rate by interacting with the UDR as
defined in 3GPP TS 29.519 [15]. When the PCF interacts with the UDR may be based on operator policies.

When the PCF needs to provide the authorized Session-AMBR and/or install new or updated PCC Rule(s) and/or delete
PCC Rule(s) related to GBR service data flow(s), the PCF shall:

- cdculate the difference between the previoudly authorized Session-AMBR, if applicable, and the new authorized
Session-AMBR,; and/or

- cdculate the difference between the previously authorized MBR and the new authorized MBR(s) for the
authorized PCC Rule(s) related to GBR service data flow(s);

And then:

- Cdculate the utilized datarate, i.e. the sum of the previously calculated differences, which is to be substracted
from the Remaining Maximum Slice Data rate.

NOTE 1: For example, when the PCF modifies as part of the same operation the MBR of PCC Rule A from 100 to
150 and the MBR of PCC Rule B from 30 to 20, deletes PCC Rule C with an MBR of 50 and adds a PCC
Rule D of MBR 75, the final calculated value will be +50-10-50+75, i.e. 65. If the authorized Session-
AMBR is also updated from 1000 to 2000, the final derived value will be 1065.

NOTE 2: The utilized data rate can be a negative value. In this case, the final Remaining Maximum Slice Data Rate
isincreased.

Therefore, the PCF shall behave as follows:

- At PDU session establishment, the PCF shall check whether the Remaining Maximum Slice Data Rate is higher
than the calculated utilized data rate (e.g. based on the authorized Session-AMBR). If it isthe case, the PCF shall
deduct the value of the utilized data rate from the Remaining Maximum Slice Data Rate for the concerned S-
NSSAI in the UDR. If however the Remaining Maximum Slice Data Rate is not sufficient, the PCF may reject
the establishment of the SM Policy Association with an HTTP "403 Forbidden" response message including the
"cause" attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE DATA_RATE".

- At PDU session modification initiated by the SMF, the PCF shall check whether the Remaining Maximum Slice
Data Rate is higher than the calculated utilized data rate (e.g. based on the authorized Session-AMBR). If itis
the case, the PCF shall deduct the value of the utilized data rate from the Remaining Maximum Slice Data Rate
for the concerned S-NSSAI in the UDR. If however the Remaining Maximum Slice Data Rate is not sufficient,
the PCF may reject the modification of the SM Policy Association with an HTTP 403 Forbidden" response
message including the "cause" attribute of the ProblemDetails data structure set to
"EXCEEDED_SLICE_DATA_RATE".

- When aPCC rule of a GBR service data flow isinstalled, modified, removed, activated or deactivated in the
SMF,

- the PCF shall derive the authorized QoS for the service data flow and the associated utilized data rate and
update the Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR accordingly;

- the PCF may request the SMF to confirm that the resources associated to that PCC rule are successfully
allocated as defined in clause 4.2.6.5.5 or released as defined in clauses 4.2.3.13 and 4.2.4.12;
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- if the SMF reports that some of or all the resources cannot be successfully allocated, the PCF shall
recal culate the authorized QoS for the service data flow and the associated utilized data rate and update the
Remaining Maximum Slice Data Rate for the concerned S-NSSAI in the UDR accordingly.

- When the authorized Session-AMBR changes and/or one or several PCC Rule(s) of a GBR service data flow(s)
areinstalled, removed or modified, the PCF shall calculate the new utilized data rate and update the Remaining
Maximum Slice Data Rate for that S-NSSAI in the UDR accordingly.

- At PDU session termination, the PCF shall add the value of the related previously utilized datarate (i.e. based on
the authorized Session-AMBR allocated to the PDU session and the previoudly utilized data rate by the removed
PCC Rule(s) related to GBR service data flow(s)) to the Remaining Maximum Slice Data Rate for the concerned
S-NSSAI in the UDR.

- If the Remaining Maximum Slice Data Rate for that S-NSSAI reaches a (operator defined) threshold that
indicatesthat it is closer or equal to zero, the PCF may apply policy decision(s) to strengthen the traffic
restrictions for the concerned PDU Session(s).

- If the Remaining Maximum Slice Data Rate for that S-NSSAI returns to a value below the (operator defined)
threshold, the PCF may apply policy decision(s) to recover theinitialy derived value(s) for the concerned PDU
Session(s).

NOTE 3: While the Remaining Maximum Slice Data Rate is relatively high, the PCF can be configured to maintain
alocal Remaining Maximum Slice Data Rate and to only interact with the UDR to update the Remaining
Maximum Slice Data Rate when a certain threshold is reached, or a certain time window has passed. The
higher the configured values are the lower the chances for an accurate limitation of the slice data rate
becomes. When multiple PCFs for the same S-NSSAI are deployed, each PCF can also subscribe to the
change of the Network dlice specific policy control datain the UDR. The UDR will then send a
notification to each subscribed PCF when the Remaining Maximum Slice Data Rate per S-NSSAI
changes.

NOTE 4: Multiple PCFsresponsible for PDU Sessions of UES to the same S-NSSAI can read and update the
Remaining Maximum Slice Data Rate for the S-NSSAI in the UDR using the conditional requests with
preconditions for the update of the Remaining Maximum Slice Data Rate, this mechanism using Etagsis
defined in Table 5.2.2.2-2 of 3GPP TS 29.500 [4] to ensure a proper update of the UDR data in case of
simultaneous access from different PCFs.

4.2.6.8.3 Network slice data rate policy control with assistance of the NWDAF

If the NWDAF is used for network slice data rate policy control, the PCF uses the Data Volume Dispersion Analytics
provided by the NWDAF. For this purpose, the PCF subscribes to the NWDAF for periodic reporting of the Data
Volume Dispersion Analytics statistics for al the UEs using the concerned network dlice. The PCF subscribesto the
NWDAF for Data VVolume Dispersion Analytics reporting at the establishment of the first PDU session within the
concerned S-NSSAI (subject to network slice data rate limitation) and cancels this subscription at the termination of the
last PDU session within the concerned S-NSSAI as described in 3GPP TS 29.520 [51].

The PCF calculates the utilized data rate of the S'NSSAI by using the Data Volume Dispersion Analytics statistics
reported by the NWDAF. When the utilized data rate of the SSNSSAI in UL and/or DL is getting close to or exceeding
respectively the value of the "mbrUI" attribute and/or the value of the "mbrDI" attribute of the SlicePolicyData data
structure as defined in 3GPP TS 29.519 [15], based on operator policy, the PCF may apply policy decision(s) to
strengthen the traffic restrictions for individual PDU sessions and/or PCC rules. For example:

- The PCF may reject the creation or modification of SM Policy Associations that require the increase of the
utilized data rate for the S-NSSAI with an HTTP "403 Forbidden" response message including the " cause"
attribute of the ProblemDetails data structure set to "EXCEEDED_SLICE_DATA_RATE".

- The PCF may refrain from sending new and/or updated PCC Rules that require the increase of the utilized data
rate.

When the utilized data rate of the SSNSSAI in UL and/or DL falls below respectively the value of the "mbrUI" attribute
and/or the value of the "mbrDI" attribute of the SlicePolicyData data structure, the PCF may relax the traffic restrictions
for individual PDU sessions and/or PCC rules.

When multiple PCFs for the same S-NSSAI are deployed, each PCF subscribes to the analytics from the NWDAF
separately.
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NOTE: When multiple PCFs are used for the concerned S-NSSAI, the NWDAF triggers Data V olume Dispersion
Anaytics notifications towards all these PCFs, but their policy decisions can be different.4.2.7 Detection
and handling of late arriving requests

42.7.1 Handling of requests which collide with an existing SM Policy Association

The PCF may receive an Originating Time Stamp parameter within the 3gpp-Shi-Origination-Timestamp header, which
is set by the AMF, by the Npcf_SMPolicyControl _Create service request.

NOTE 1. The SMF forwards the Origination Time Stamp to the PCF, when received from the AMF to alow the
handling of colliding requests at the PCF based on network conditions.

Upon receipt of a Npcf_SMPolicyControl_Create service request which collides with an existing SM Policy
Association for the same UE (i.e. same values of "supi" attribute) and the same PDU session Id (i.e. same values of
"pduSessionld" attribute), the PCF shall accept the new request only if it contains a more recent timestamp within the
3gpp-Shi-Origination-Timestamp header than the origination timestamp stored for the existing SM Policy Association.
Anincoming Npcf_SMPolicyControl_Create service request shall be considered as more recent than an existing SM
Policy Association and be accepted if no 3gpp-Shi-Origination-Timestamp header was provided for at least one of the
two SM Policy Associations. The PCF shall reject an incoming request whose timestamp is less recent than the
timestamp of the existing SM Policy Association with the HTTP status code "403 Forbidden” and the application error
"LATE_OVERLAPPING_REQUEST".

NOTE 2: When the PCF accepts the new request that contains a more recent timestamp within the 3gpp-Shi-
Origination-Timestamp header than the timestamp stored for the SM Policy Association, the PCF
performs implementation specific, e.g. locally deletes the existing Individual SM Policy Association.

5 Npcf SMPolicyControl Service API

5.1 Introduction

The Npcf_SMPolicyControl Service shall use the Npcf_SMPolicyControl API.

The API URI of the Npcf_SMPolicyControl API shall be:
{apiRoot}/<apiName>/<apiVersion>

Therequest URIs used in HTTP request from the NF service consumer towards the PCF shall have the Resource URI
structure defined in clause 4.4.1 of 3GPP TS 29.501 [9], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<apiSpecificResour ceUriPart>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

- The<apiName> shall be "npcf-smpolicycontrol”.

- The<apiVersion> shall be"v1".

- The <api SpecificResourceUri Part> shall be set as described in clause 5.3.

5.2 Usage of HTTP

5.2.1 General
HTTP/2, IETF RFC 7540 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2, shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
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An OpenAPI [10] specification of HT TP messages and content bodies for the Npcf_SMPolicyControl is contained in
Annex A.

5.2.2 HTTP standard headers

5221 General

See clause 5.2.2 of 3GPP TS 29.500 [4] for the usage of HTTP standard headers.

5.2.2.2 Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [4]. The use of the JSON format shall be signalled by the content type
"application/json”.

"Problem Details" JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type "application/problem+json”, as defined in IETF RFC 7807 [31].

523 HTTP custom headers

5231 General

The Npcf_SMPolicyControl API shall support HTTP custom header fields specified in clause 5.2.3.2 of
3GPP TS 29.500 [4] and may support HT TP custom header fields specified in clause 5.2.3.3 of 3GPP TS 29.500 [4].

5.2.3.2 3gpp-Sbi-Origination-Timestamp

The header contains the date and time (with a millisecond granularity) when the originating entity initiated the request
as specified in clause 6.1.2.3.2 of 3GPP TS 29.502 [22].

53 Resources

53.1 Resource Structure

{apiRoot}/npcf-smpolicycontrol/vl

/sm-policies J

.
L '
|

/update !

Figure 5.3.1-1: Resource URI structure of the Npcf_SMPolicyControl API

Table 5.3.1-1 provides an overview of the resources and applicable HT TP methods.
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Table 5.3.1-1: Resources and methods overview

Resource name

Resource URI

HTTP method or
custom operation

Description

SM Policies

/sm-policies

POST

Create a new Individual SM Policies
resource for a SUPI or a PEI and
PDU Session ID supplied by the NF
service consumer.

Individual SM Policy

- . GET Read an Individual SM Policies
/sm-policies/{smPolicyld}
resource.
- . delete Delete an Individual SM Palicies
/sm-policies/{smPolicyld}/delete (POST) resource.
update Update an Individual SM Policies
(POST) resource when a policy control

/sm-policies/{smPolicyld}/update

request event is met or an error of
policy enforcement occurs.

532 Resource: SM Policies

5.3.2.1 Description

This resource represents the collection of the individual SM Policies created in the PCF.

5322 Resource definition

Resource URI: {apiRoot}/npcf-smpolicycontrol/vl/sm-policies

This resource shall support the resource URI variables defined in table 5.3.2.2-1.

Table 5.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
5.3.2.3 Resource Standard Methods
5.3.23.1 POST

This method shall support the URI query parameters specified in table 5.3.2.3.1-1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and
response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type

P [ Cardinality

Description

SmPolicyContextData

M

Parameters to create an individual SM policies resources.
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Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality Response Description
codes
SmPolicyDecision |M 1 201 Created An individual SM Policy resources for the SUPI and PDU
session id are created successfully.
ProblemDetails (0] 0.1 400 Bad (NOTE 2)
Request
ProblemDetails ®) 0.1 403 Forbidden (NOTE 2)
n/a 308 Permanent  [The URI of the PCF within the existing PCF binding
Redirect information stored in the BSF for the indicated
combination is returned in the non-roaming or home-
routed scenario. (NOTE 3)

NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [4] shall also apply.

NOTE 2: Failure cases are described in clause 5.7.

NOTE 3: Only applicable to the "SamePcf" feature as defined in clause 5.8.

Table 5.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/npcf-smpolicycontrol/v1l/sm-
policies/{smPolicyld}

Table 5.3.2.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the PCF within the existing PCF binding
information stored in the BSF for the indicated combination.

5.3.24 Resource Custom Operations

None.
5.3.3 Resource: Individual SM Policy

5.3.3.1 Description

The individual SM Policy resource represents an individual SM Policy created in the PCF and associated with the SUPI
and PDU session ID.

5.3.3.2 Resource definition
Resource URI: {apiRoot}/npcf-smpolicycontrol/v1l/sm-policies/{smPolicyl d}
This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
smPolicyld string Unigue identifier of the individual SM Policy resource.
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This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and
response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 5.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P [ Cardinality |[Response codes Description
SmPolicyControl M (1 200 OK An individual SM Policy resources for the SUPI and
PDU session id are returned successfully.
RedirectResponse O |[0.1 307 Temporary Temporary redirection, during Individual SM policy
Redirect retrieval. The response shall include a Location header
field containing an alternative URI of the resource
located in an alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.
RedirectResponse O (0.1 308 Permanent Permanent redirection, during Individual SM policy
Redirect retrieval. The response shall include a Location header
field containing an alternative URI of the resource
located in an alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4]
shall also apply.
Table 5.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0.1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected

Table 5.3.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-1d request is redirected
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5.3.34 Resource Custom Operations

5.3.34.1 Overview

Table 5.3.3.4.1-1: Custom operations

Operation Name Custom operation URI Mapped HTTP method Description
delete /sm- delete (POST) Delete an individual SM Policy resource.
policies/{smPolicyld}/delete
update /sm- update (POST) Update an individual SM Policy
policies/{smPolicyld}/update resource.
5.3.3.4.2 Operation: delete
53.34.21 Description
5.3.3.4.2.2 Operation Definition

This custom operation deletes an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.2.2-1 and the response data structure
and response codes specified in table 5.3.3.4.2.2-2.

Table 5.3.3.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

SmPolicyDeleteData o 0.1 Parameters to be sent by the NF service consumer when the individual
SM policy is deleted.

Table 5.3.3.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P |Cardinality | Response codes Description
n/a 204 No Content This case represents a successful deletion of the
individual SM policy resource.
RedirectRespo | O 0.1 307 Temporary Temporary redirection, during Individual SM policy
nse Redirect deletion. The response shall include a Location header

field containing an alternative URI of the resource located
in an alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.
RedirectRespo | O 0.1 308 Permanent Permanent redirection, during Individual SM policy
nse Redirect deletion. The response shall include a Location header
field containing an alternative URI of the resource located
in an alternative PCF (service) instance.
Applicable if the feature "ES3XX" is supported.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of

3GPP TS 29.500 [4] shall also apply.

Table 5.3.3.4.2.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected
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Table 5.3.3.4.2.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected
5.3.3.4.3 Operation: update
5.3.34.3.1 Description
5.3.3.4.3.2 Operation Definition

This custom operation updates an individual SM Policy resource in the PCF.

This operation shall support the request data structures specified in table 5.3.3.4.3.2-1 and the response data structure
and response codes specified in table 5.3.3.4.3.2-2.

Table 5.3.3.4.3.2-1: Data structures supported by the POST Request Body on this resource

Data type P Cardinality Description

SmPolicyUpdateContextData | M 1 Parameters to be sent by the NF service consumer when the

individual SM policy is updated. It indicates the occurred changes.

Table 5.3.3.4.3.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality [ Response codes Description

SmPolicyDecision M 1 200 OK An individual SM Policy resources is updated
successfully. Response body includes the policy
decision changes.

RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during Individual SM

Redirect policy modification. The response shall include a

Location header field containing an alternative
URI of the resource located in an alternative PCF
(service) instance.
Applicable if the feature "ES3XX" is supported.

RedirectResponse (@] 0..1 308 Permanent Permanent redirection, during Individual SM

Redirect policy modification. The response shall include a

Location header field containing an alternative
URI of the resource located in an alternative PCF
(service) instance.
Applicable if the feature "ES3XX" is supported.

ProblemDetails o] 0.1 400 Bad Request  |(NOTE 2)

ProblemDetails @) 0.1 403 Forbidden (NOTE 2)

ProblemDetails ©) 0.1 404 Not Found (NOTE 2)

NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4]

shall also apply.
NOTE 2: Failure cases are described in clause 5.7.

Table 5.3.3.4.3.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-1d request is redirected
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Table 5.3.3.4.3.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 An alternative URI of the resource located in an alternative
PCF (service) instance.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d request is redirected

54 Custom Operations without associated resources

None.

5.5 Notifications

55.1 General

Table 5.5.1-1: Notifications

Notification HTTP method or custom — . .
Callback URI operation Description (service operation)
Policy Update {notificationUri}/update update (POST) Policy Update Notification.
Notification
Request for {notificationUri}/terminate terminate (POST) Request for termination of the policy
termination of the association.
policy association

5.5.2 Policy Update Notification

5521 Description
This notification is used by the PCF to update the policy.

5.5.2.2 Operation Definition

This operation shall support the request data structures specified in table 5.5.2.2-1 and the response data structure and
response codes specified in table 5.5.2.2-2.

Table 5.5.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
SmPolicyNotification M 1 Update the SM policies provided by the PCF
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Table 5.5.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response codes Description
n/a 204 No Content The SM policies are updated successfully.
UeCampingRep O |(0.1 200 OK The current applicable values corresponding to
the policy control request trigger is reported.
array(PartialSuccessRepo |O |[1..N 200 OK Some of the PCC rules and/or session rule
rt) provisioned by the PCF are not installed/activated
successfully.
RedirectResponse O (0.1 307 Temporary Temporary redirection, during SM policy
Redirect notification. The response shall include a Location

header field containing an alternative URI
representing the end point of an alternative NF
service consumer (service) instance where the
notification should be sent.

Applicable if the feature "ES3XX" is supported.

RedirectResponse O (0.1 308 Permanent Permanent redirection, during SM policy

Redirect notification. The response shall include a Location
header field containing an alternative URI
representing the end point of an alternative NF
service consumer (service) instance where the
notification should be sent.

Applicable if the feature "ES3XX" is supported.

ErrorReport M (1 400 Bad Request The SM policies including all the PCC rules and
session rules provisioned by the PCF are not
installed/activated successfully.

array(PolicyDecisionFailur |O |1..N 200 OK Provisioning of some of the policy decision and/
eCode) condition data which are not referred by any PCC
rules or session rule are failure.

NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [4] shall also apply.
NOTE 2: Failure cases are described in clause 5.7.

Table 5.5.2.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0.1 Identifier of the target NF (service) instance towards which the
Nf-1d notification request is redirected

Table 5.5.2.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected

5.5.3 Request for termination of the policy association

5531 Description

This naotification is used by the PCF to request the termination of apolicy association.

5.5.3.2 Operation Definition

This operation shall support the request data structures specified in table 5.5.3.2-1 and the response data structure and
response codes specified in table 5.5.3.2-2.
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Table 5.5.3.2-1: Data structures supported by the POST Request Body on this resource

Data type

P | Cardinality

Description

TerminationNotification M

1 Request to terminate the policy association.

Table 5.5.3.2-2: Data structures supported by the POST Response Body on this resource

Data type

P [Cardinality

Response codes

Description

n/a

204 No Content

The request for policy association termination was
received.

RedirectRespon
se

0] 0.1

307 Temporary
Redirect

Temporary redirection, during SM policy termination
notification. The response shall include a Location header
field containing an alternative URI representing the end
point of an alternative NF service consumer (service)
instance where the notification should be sent.

Applicable if the feature "ES3XX" is supported.

RedirectRespon
se

308 Permanent
Redirect

Permanent redirection, during SM policy termination
notification. The response shall include a Location header
field containing an alternative URI representing the end
point of an alternative NF service consumer (service)
instance where the notification should be sent.

Applicable if the feature "ES3XX" is supported.

NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [4] shall also apply.
Table 5.5.3.2-3: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description

Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.

3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the

Nf-I1d notification request is redirected

Table 5.5.3.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description

Location string M (1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.

3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the

Nf-1d notification request is redirected

5.6 Data Model

5.6.1 General

This clause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the NF service consumer to retrieve the session management related policy
from the PCF as defined in 3GPP TS 23.503 [6].

Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.
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Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types
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Data type Section defined Description Applicability
5GSmCause 5.6.3.2 Indicates the 5GSM cause code value. RAN-NAS-
Cause
AdditionalAccessinfo 5.6.2.43 Indicates the combination of additional Access ATSSS
Type and RAT Type for MA PDU session
AccNetChargingAddress 5.6.2.35 Identifies the address of the network node
performing charging and used for charging
applications.
AccNetChid 5.6.2.23 Contains the access network charging identifier
for the PCC rule(s) or whole PDU session.
AccuUsageReport 5.6.2.18 Contains the accumulated usage report UMC
information.
AfSigProtocol 5.6.3.10 Indicates the protocol used for signalling between |ProvAFsignalFI
the UE and the AF. ow
AppDetectioninfo 5.6.2.22 Contains the detected application's traffic ADC
information.
ApplicationDescriptor 5.6.3.2 Defines the Application Descriptor for an ATSSS  [ATSSS
rule.
AtsssCapability 5.6.3.26 Contains the ATSSS capability supported for the |ATSSS
MA PDU Session.
AuthorizedDefaultQos 5.6.2.34 Authorized Default QoS.
BridgeManagementContainer (5.6.2.47 Contains the UMIC. TimeSensitive
Networking
ChargingData 5.6.2.11 Contains charging related parameters.
ChargingInformation 5.6.2.17 Contains the addresses, and if available, the
instance ID and set ID, of the charging functions.
ConditionData 5.6.2.9 Contains conditions for applicability of a rule.
CreditManagementStatus 5.6.3.16 Indicates the reason of the credit management
session failure.
DownlinkDataNotificationCont [5.6.2.48 Contains the downlink data notification control DDNEventPolic
rol information. yControl
DownlinkDataNotificationCont |5.6.2.49 This data type is defined in the same way as the  |DDNEventPolic
rolRm "DownlinkDataNotificationControl" data type, but  |yControl2
with the OpenAPI "nullable: true" property.
EpsRanNasRelCause 5.6.3.2 Indicates the RAN or NAS release cause code RAN-NAS-
information in 3GPP-EPS access type or indicates |Cause
the TWAN or untrusted WLAN release cause
code information in Non-3GPP-EPS access type.
ErrorReport 5.6.2.36 Contains the rule reports.
FailureCause 5.6.3.14 Indicates the cause of the failure in a Partial
Success Report.
FailureCode 5.6.3.9 Indicates the reason of the PCC rule failure.
FlowDescription 5.6.3.2 Defines a packet filter for an IP flow.
FlowDirection 5.6.3.3 Indicates the direction of the service data flow.
FlowDirectionRm 5.6.3.15 This data type is defined in the same way as the
"FlowDirection" data type, but allows null value.
FlowInformation 5.6.2.14 Contains the flow information.
IpMulticastAddressinfo 5.6.2.46 Contains the IP multicast addressing information  [WWC
MaPdulndication 5.6.3.25 Contains the MA PDU session indication, i.e., MA |ATSSS
PDU Request or MA PDU Network-Upgrade
Allowed.
MeteringMethod 5.6.35 Indicates the metering method.
MulticastAccessControl 5.6.3.20 Indicates whether the service data flow, WwcC
corresponding to the service data flow template, is
allowed or not allowed.
NetLocAccessSupport 5.6.3.27 Indicates the access network support of the report [NetLoc
of the requested access network information.
NotificationControlindication  [5.6.3.29 Indicates the notification of DDD Status is DDNEventPolic
requested and/or notification of DDN Failure is yControl
requested.
NwdafData 5.6.2.53 Indicates an NWDAF instance ID used for the EneNA
PDU Session and its associated Analytics 1D(s)
consumed by the NF service consumer.
PacketFilterContent 5.6.3.2 Defines a packet filter for an IP flow.
PacketFilterinfo 5.6.2.30 Contains the information from a single packet filter

sent from the NF service consumer to the PCF.
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PartialSuccessReport 5.6.2.33 Includes the information reported by the NF
service consumer when some of the PCC rules
and/or session rules are not successfully
installed/activated.
PccRule 5.6.2.6 Contains the PCC rule information.
PduSessionRelCause 5.6.3.24 Contains the NF service consumer PDU Session |PDUSessionR
release cause. elCause,
ImmediateTer
mination
PolicyControlRequestTrigger |5.6.3.6 Contains the policy control request trigger(s).
PolicyDecisionFailureCode 5.6.3.28 Indicates the type of the failed policy decision PolicyDecision
and/or condition data. ErrorHandling
PortManagementContainer 5.6.2.45 Contains the port management information TimeSensitive
container for a port. Networking
QosCharacteristics 5.6.2.16 Contains QoS characteristics for a non-
standardized or non-configured 5QlI.
QosData 5.6.2.8 Contains the QoS parameters.
QosFlowUsage 5.6.3.13 Indicates a QoS flow usage information.
QosMonitoringData 5.6.2.40 Contains QoS monitoring related control QosMonitoring
information.
QosMonitoringReport 5.6.2.42 Contains QoS monitoring reporting information. QosMonitoring
QosNotificationControllnfo 5.6.2.32 Contains the QoS Natification Control Information.
RanNasRelCause 5.6.2.28 Contains the RAN/NAS release cause. RAN-NAS-
Cause
RedirectAddressType 5.6.3.12 Indicates the redirect address type. ADC
Redirectinformation 5.6.2.13 Contains the redirect information. ADC
ReportingFrequency 5.6.3.22 Indicates the frequency for the reporting QosMonitoring
ReportingLevel 5.6.3.4 Indicates the reporting level.
RequestedQos 5.6.2.31 Contains the QoS information requested by the
UE.
RequestedQosMonitoringPar  [5.6.3.21 Indicates the requested QoS monitoring QosMonitoring
ameter parameters to be measured.
RequestedRuleData 5.6.2.24 Contains rule data requested by the PCF to
receive information associated with PCC rules.
RequestedRuleDataType 5.6.3.7 Contains the type of rule data requested by the
PCF.
RequestedUsageData 5.6.2.25 Contains usage data requested by the PCF umcC
requesting usage reports for the corresponding
usage monitoring data instances.
RuleOperation 5.6.3.11 Indicates a UE initiated resource operation that
causes a request for PCC rules.
RuleReport 5.6.2.27 Reports the status of PCC.
RuleStatus 5.6.3.8 Indicates the status of PCC or session rule.
ServingNfldenty 5.6.2.38 Contains the serving Network Function identity.
SessionRule 5.6.2.7 Contains session level policy information.
SessionRuleFailureCode 5.6.3.17 Indicates the reason of the session rule failure. SessionRuleEr
rorHandling
SessionRuleReport 5.6.2.37 Reports the status of session rule. SessionRuleEr
rorHandling
SgsnAddress 5.6.2.50 Contains the serving SGSN address. 2G3GIWK
SmPolicyAssociationRelease [5.6.3.23 Represents the cause why the PCF requests the
Cause termination of the SM policy association.
SmPolicyControl 5.6.2.2 Contains the parameters to request the SM
policies and the SM policies authorized by the
PCF.
SmPolicyContextData 5.6.2.3 Contains the parameters to create individual SM
policy resource.
SmPolicyDecision 5.6.2.4 Contains the SM policies authorized by the PCF.
SmPolicyNotification 5.6.2.5 Contains the update of the SM policies.
SmPolicyDeleteData 5.6.2.15 Contains the parameters to be sent to the PCF
when the individual SM policy is deleted.
SmPolicyUpdateContextData (5.6.2.19 Contains the met policy control request trigger(s)
and corresponding new value(s) or the error
report of the policy enforcement.
SteeringFunctionality 5.6.3.18 Indicates functionality to support traffic steering, ATSSS

switching and splitting determined by the PCF.
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SteeringMode 5.6.2.39 Contains the steering mode value and parameters [ATSSS
determined by the PCF.

SteerModelndicator 5.6.3.31 Contains Autonomous load-balance indicator or EnATSSS
UE-assistance indicator.

SteerModeValue 5.6.3.19 Indicates the steering mode value determined by |ATSSS
the PCF.

TerminationNotification 5.6.2.21 Termination Notification.

ThresholdValue 5.6.2.52 Contains the threshold value(s) for RTT and/or EnATSSS
Packet Loss Rate.

TrafficControlData 5.6.2.10 Contains parameters determining how flows

associated with a PCCRule are treated (blocked,
redirected, etc).

TsnBridgelnfo 5.6.2.41 Contains parameters that describe and identify TimeSensitive
the TSC user plane node. Networking
TsnPortNumber 5.6.3.2 Contains a port number. TimeSensitive
Networking
UeCampingRep 5.6.2.26 Contains the current applicable values
corresponding to the policy control request
triggers.
UelnitiatedResourceRequest |5.6.2.29 Indicates a UE requests specific QoS handling for
selected SDF.
UpPathChgEvent 5.6.2.20 Contains the UP path change event subscription [TSC
from the AF.
UsageMonitoringData 5.6.2.12 Contains usage monitoring related control umcC
information.

Table 5.6.1-2 specifies data types re-used by the Npcf_SM PolicyControl service based interface protocol from other
specifications, including a reference to their respective specifications and when needed, a short description of their use
within the Npcf_SM PolicyControl service based interface.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 128 ETSI TS 129 512 V17.12.0 (2023-09)

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types
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Data type Reference Comments Applicability
5GMmCause 3GPP TS 29.571 [11] |Contains the cause value of 5GMM protocol. RAN-NAS-
Cause
5Qi 3GPP TS 29.571[11] [Unsigned integer representing a 5G QoS Identifier
(see clause 5.7.2.1 of 3GPP TS 23.501 [2]), within
the range 0 to 255.
5QiPriorityLevel 3GPP TS 29.571 [11] [|Unsigned integer indicating the 5QI Priority Level
(see clauses 5.7.3.3 and 5.7.4 of
3GPP TS 23.501 [2]), within the range 1 to 127.
Values are ordered in decreasing order of priority,
i.e. with 1 as the highest priority and 127 as the
lowest priority.
5QiPriorityLevelRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the
"5QiPriorityLevel" data type, but with the OpenAPI
"nullable: true" property.
AccessType 3GPP TS 29.571 [11] |The identification of the type of access network.
AccessTypeRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the ATSSS
"AccessType" data type, but with the OpenAPI
"nullable: true" property.
Ambr 3GPP TS 29.571 [11] |Session-AMBR.
AnGwAddress 3GPP TS 29.514 [17] [Carries the control plane address of the access
network gateway. (NOTE 1)
ApplicationChargingld 3GPP TS 29.571 [11] |Application provided charging identifier allowing AF_Charging_
correlation of charging information. Identifier

Arp

3GPP TS 29.571 [11]

ARP.

AverWindow

3GPP TS 29.571 [11]

Averaging Window.

AverWindowRm

3GPP TS 29.571 [11]

This data type is defined in the same way as the
"AverWindow" data type, but with the OpenAPI
"nullable: true" property.

BitRate 3GPP TS 29.571 [11] [String representing a bit rate that shall be
formatted as follows:
pattern: "Md+(\.\d+)?
(bps|Kbps|Mbps|Gbps|Thps)$"
Examples:
"125 Mbps", "0.125 Gbps", "125000 Kbps".
BitRateRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the
"BitRate" data type, but with the OpenAPI
"nullable: true" property.
Bytes 3GPP TS 29.571 [11] |[String with format "byte". TimeSensitive
Networking
Chargingld 3GPP TS 29.571 [11] |Charging identifier allowing correlation of charging

information.

ContentVersion

3GPP TS 29.514 [17]

Indicates the content version of a PCC rule. It
uniquely identifies a version of the PCC rule as
defined in clause 4.2.6.2.14.

RuleVersionin
g

DateTime 3GPP TS 29.571 [11] [String with format "date-time" as defined in
OpenAPI Specification [10].
DateTimeRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the
"DateTime" data type, but with the OpenAPI
"nullable: true" property.
DddTrafficDescriptor 3GPP TS 29.571[11] [Traffic Descriptor DDNEventPoli
cyControl
DIDataDeliveryStatus 3GPP TS 29.571 [11] [Downlink data delivery status. DDNEventPoli
cyControl
DnaiChangeType 3GPP TS 29.571 [11] |Describes the types of DNAI change.
Dnn 3GPP TS 29.571 [11] |The DNN the user is connected to.
DnnSelectionMode 3GPP TS 29.502 [22] |DNN selection mode. DNNSelection
Mode
DurationSec 3GPP TS 29.571 [11] [ldentifies a period of time in units of seconds.
DurationSecRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the

"DurationSec" data type, but with the OpenAPI
"nullable: true" property.

EaslpReplacementinfo

3GPP TS 29.571 [11]

Contains EAS IP replacement information for a
Source and a Target EAS.

EASIPreplace
ment
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EthFlowDescription

3GPP TS 29.514 [17]

Defines a packet filter for an Ethernet flow.
(NOTE 2)

ExtMaxDataBurstVol

3GPP TS 29.571 [11]

Maximum Data Burst Volume.

EMDBV

ExtMaxDataBurstVolRm

3GPP TS 29.571 [11]

This data type is defined in the same way as the
"ExtMaxDataBurstVol" data type, but with the
OpenAPI "nullable: true" property.

EMDBV

FinalUnitAction

3GPP TS 32.291 [19]

Indicates the action to be taken when the user's
account cannot cover the service cost.

FlowStatus 3GPP TS 29.514 [17] |Describes whether the IP flow(s) are enabled or
disabled. The value "REMOVED" is not applicable
to Npcf SMPolicyControl service.

Gpsi 3GPP TS 29.571 [11] [Identifies a GPSI.

Groupld 3GPP TS 29.571 [11] [ldentifies a group of internal globally unique ID.

Guami 3GPP TS 29.571[11] |Globally Unique AMF Identifier.

InvalidParam 3GPP TS 29.571 [11] [Invalid Parameters for the reported failed policy ExtPolicyDecis
decisions ionErrorHandli

ng

IpIndex 3GPP TS 29.519 [15] [Information that identifies which IP pool or external
server is used to allocate the IP address.

Ipv4Addr 3GPP TS 29.571 [11] |ldentifies an Ipv4 address.

Ipv4AddrMask 3GPP TS 29.571 [11] |String identifying an IPv4 address mask.

Ipv6Addr 3GPP TS 29.571 [11] [ldentifies an IPv6 address.

Ipv6Prefix 3GPP TS 29.571 [11] |[The Ipv6 prefix allocated for the user.

MacAddr48 3GPP TS 29.571 [11] |MAC Address.

MaxDataBurstVol 3GPP TS 29.571 [11] [Maximum Data Burst Volume.

MaxDataBurstVolRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the
"MaxDataBurstVol" data type, but with the
OpenAPI "nullable: true" property.

Nflnstanceld 3GPP TS 29.571 [11] |The NF instance identifier.

NfSetld 3GPP TS 29.571 [11] |[The NF set identifier.

NgApCause 3GPP TS 29.571 [11] |[Contains the cause value of NgAP protocol. RAN-NAS-

Cause

NullValue 3GPP TS 29.571 [11] |JSON's null value, used as an explicit value of an
enumeration.

NwdafEvent 3GPP TS 29.520 [51] |Analytics ID consumed by the NF service EneNA
consumer.

PacketDelBudget 3GPP TS 29.571 [11] |Packet Delay Budget.

PacketErrRate 3GPP TS 29.571[11] [Packet Error Rate.

PacketLossRateRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the
"PacketLossRate" data type, but with the OpenAPI
"nullable: true" property.

PcfUeCallbackinfo 3GPP TS 29.571 [11] |Contains the PCF for the UE callback URI and AMiInfluence
SBA binding information, if available

PduSessionld 3GPP TS 29.571 [11] |The identification of the PDU session.

PduSessionType 3GPP TS 29.571 [11] [Indicate the type of a PDU session.

Pei 3GPP TS 29.571 [11] [The Identification of a Permanent Equipment.

PImnIdNid 3GPP TS 29.571 [11] |The identification of the Network: The PLMN
Identifier (the mobile country code and the mobile
network code) or the SNPN Identifier (the PLMN
Identifier and the NID).

Presencelnfo 3GPP TS 29.571 [11] |[Contains the information which describes a PRA
Presence Reporting Area.

PresencelnfoRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the PRA
"Presencelnfo” data type, but with the OpenAPI
"nullable: true" property.

ProblemDetails 3GPP TS 29.571[11] |[Contains a detailed information about an error.

QosNotifType 3GPP TS 29.514 [17] |Indicates whether the GBR targets for the
indicated SDFs are "NOT_GUARANTEED" or
"GUARANTEED" again.

QosResourceType 3GPP TS 29.571 [11] |Indicates whether the resource type is GBR, delay
critical GBR, or non-GBR.

RatingGroup 3GPP TS 29.571 [11] |ldentifier of a rating group.

RatType 3GPP TS 29.571 [11] |The identification of the RAT type.

RedirectResponse 3GPP TS 29.571 [11] |Contains redirection related information. ES3XX
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RouteToLocation 3GPP TS 29.571 [11] |A traffic routes to applications location. TSC
SatelliteBackhaulCatego |3GPP TS 29.571[11] [Indicates the satellite backhaul category or non- SatBackhaulC
ry satellite backhaul. ategoryChg
ServerAddressinglinfo 3GPP TS 29.571 [11] [Contains the Provisioning Server information that [PvsSupport

provisions the UE with credentials and other data
to enable SNPN access.

defined in Annex B.

Serviceld 3GPP TS 29.571 [11] |ldentifier of a service.
Snssai 3GPP TS 29.571 [11] |ldentifies the S-NSSAI.
SubscribedDefaultQos 3GPP TS 29.571[11] [Subscribed Default QoS.
Supi 3GPP TS 29.571 [11] [The identification of the user (i.e. IMSI, NAI).
SupportedFeatures 3GPP TS 29.571 [11] |Used to negotiate the applicability of the optional
features defined in table 5.8-1.
TraceData 3GPP TS 29.571 [11]
TimeZone 3GPP TS 29.571[11] [Contains the user time zone information.
TscailnputContainer 3GPP TS 29.514 [17] |TSCAI Input information. TimeSensitive
Networking
Uinteger 3GPP TS 29.571 [11] |Unsigned Integer.
UintegerRm 3GPP TS 29.571 [11] |This data type is defined in the same way as the EnATSSS,
"Uinteger" data type, but with the OpenAPI AF_latency
"nullable: true" property.
Uint64 3GPP TS 29.571 [11] |Unsigned 64-bit integers. TimeSensitive
Networking
Uri 3GPP TS 29.571 [11] |URIL.
UserLocation 3GPP TS 29.571 [11] |Contains the user location(s).
Volume 3GPP TS 29.122 [32] |Unsigned integer identifying a volume in units of
bytes.
VolumeRm 3GPP TS 29.122 [32] |This data type is defined in the same way as the
"Volume" data type, but with the OpenAPI
"nullable: true" property.
VpimnQos 3GPP TS 29.502 [22] |Qo0S constraints in the VPLMN. VPLMN-QoS-
Control
NOTE 1: "AnGwAddr" data structure is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as

NOTE 2: In order to support a set of MAC addresses with a specific range in the traffic filter, feature
MacAddressRange as specified in clause 5.8 shall be supported.

5.6.2 Structured data types

5.6.2.1 Introduction

This clause defines the structures to be used in resource representations.

5.6.2.2 Type

SmPolicyControl

Table 5.6.2.2-1: Definition of type SmPolicyControl

Attribute name Data type P | Cardinality Description Applicability
context SmPolicyContextData |M 1 Includes the parameters to request the

SM policies by the NF service

consumer.
policy SmPolicyDecision M 1 Includes the SM policies authorized by

the PCF.
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5.6.2.3 Type SmPolicyContextData

Table 5.6.2.3-1: Definition of type SmPolicyContextData
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Attribute name Data type P |Cardinality Description Applicability
accNetChld AccNetChid (0] 0.1 Indicates the access network charging
identifier for default QoS flow or whole
PDU session.
chargEntityAddr AccNetChargingAddr | O 0.1 Address of the network entity
ess performing charging.
gpsi Gpsi (0] 0.1 Gpsi shall contain either an External
Id or an MSISDN.
supi Supi M 1 Subscription Permanent Identifier.
(NOTE 2)
invalidSupi boolean C 0.1 When this attribute is included and set
to true, it indicates that the "supi"
attribute contains an invalid value.
This attribute shall be present if the
SUPI is not available in the NF service
consumer, or the SUPI is
unauthenticated.
When present it shall be set as
follows:
- true: invalid SUPI.
- false (default): valid SUPI.
pduSessionld PduSessionld M 1 PDU session Id.
dnn Dnn M 1 The DNN of the PDU session, a full
DNN with both the Network Identifier
and Operator Identifier, or a DNN with
the Network Identifier only.
dnnSelMode DnnSelectionMode o] 0.1 Indicates whether the requested DNN |DNNSelection
corresponds to an explicitly Mode
subscribed DNN.
interGrplds array(Groupld) o 1..N The internal Group Id(s).
notificationUri Uri M 1 Identifies the recipient of SM policies
update notifications sent by the PCF.
pduSessionType PduSessionType M 1 Indicates the type of a PDU session.
accessType AccessType (@) 0..1 The Access Type where the served
UE is camping.
ratType RatType (0] 0.1 The RAT Type where the served UE
is camping.
addAccesslInfo AdditionalAccessinfo | O 0.1 Indicates the combination of additional |[ATSSS
Access Type and RAT Type for MA
PDU session.
servingNetwork PImnIdNid 0] 0.1 The serving network (a PLMN or an
SNPN) where the served UE is
camping. For the SNPN the NID
together with the PLMN ID identifies
the SNPN.
userLocationinfo UserLocation (0] 0.1 The location where the served UE is
camping. (NOTE 3)
ueTimeZone TimeZone 0] 0.1 The time zone where the served UE is
camping.
pei Pei (0] 0.1 The Permanent Equipment Identifier
of the served UE.
ipv4Address Ipv4Addr o 0.1 The IPv4 Address of the served UE.
ipv6AddressPrefix  |Ipv6Prefix (0] 0.1 The Ipv6 Address Prefix of the served
UE.
ipDomain string (0] 0.1 IPv4 address domain identifier.
(NOTE 1)
subsSessAmbr Ambr (0] 0.1 UDM subscribed or DN-AAA
authorized Session-AMBR.
authProflndex string 0] 0.1 DN-AAA authorization profile index. DN-
Authorization
subsDefQos SubscribedDefaultQ | O 0.1 Subscribed Default QoS Information.
0s
vplmnQos VplmnQos @) 0.1 QoS constraints in a VPLMN. VPLMN-Qo0S-
Control
numOfPackFilter integer (0] 0.1 Contains the number of supported

packet filter for signalled QoS rules.
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online

boolean

0]

0.1

If it is included and set to true, the
online charging is applied to the PDU
session.

offline

boolean

If it is included and set to true, the
offline charging is applied to the PDU
session.

chargingCharacteri
stics

string

Contains the Charging Characteristics
applied to the PDU session.
Functional requirements for the
Charging Characteristics are defined
in 3GPP TS 32.255 [35] Annex A.
The charging characteristics are
encoded as specified in

3GPP TS 29.503 [34].

3gppPsDataOffStat
us

boolean

If it is included and set to true, the
3GPP PS Data Off is activated by the
UE.

3GPP-PS-
Data-Off

refQosindication

boolean

0.1

If it is included and set to true, the
reflective QoS is supported by the UE.

slicelnfo

Snssai

Identifies the S-NSSAI.

gosFlowUsage

QosFlowUsage

0.1

Indicates the required usage for
default QoS flow.

servNfld

ServingNfldentity

Contains the serving network function
identity.

suppFeat

SupportedFeatures

0| Ol O|IZ| ©O

Indicates the list of Supported
features used as described in

clause 5.8.

This parameter shall be supplied by
the NF service consumer in the POST
request that requested the creation of
an individual SM policy resource.

traceReq

TraceData

Trace control and configuration
parameters information defined in
3GPP TS 32.422 [24].

smfld

Nflnstanceld

o
i

SMF instance identifier.

recoveryTime

DateTime

o|o

It includes the recovery time of the NF
service consumer.

maPdulnd

MaPdulndication

@]

Contains the MA PDU session
indication, i.e., MA PDU Request or
MA PDU Network-Upgrade Allowed.

ATSSS

atsssCapab

AtsssCapability

Contains the ATSSS capability
supported for the MA PDU Session.

ATSSS

ipv4FrameRouteLis
t

array(Ipv4AddrMask)

List of Framed Route information of
IPv4.

ipv6FrameRouteLis
t

array(lpv6Prefix)

List of Framed Route information of
IPV6.

satBackhaulCatego
ry

SatelliteBackhaulCat
egory

O] o] o] O

Satellite backhaul category or non-
satellite backhaul used for the PDU
session.

When this attribute is not present,
non-satellite backhaul applies.

SatBackhaulC
ategoryChg

pcfUelnfo

PcfUeCallbackinfo

PCF for the UE callback URI and SBA
binding information.

AMinfluence

pvsinfo

array(ServerAddress
inginfo)

Provisioning Server(s) information that
provision the UE with credentials and
other data to enable SNPN access.

PvsSupport

onboardind

boolean

If it is included and set to true, it
indicates that the PDU session is
used for UE Onboarding.

PvsSupport

nwdafDatas

array(NwdafData)

List of NWDAF Instance IDs and their
associated Analytics IDs consumed
by the NF service consumer.

EneNA
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NOTE 1: The value provided in this attribute is implementation specific. The only constraint is that the NF service
consumer shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance
identifier).

NOTE 2: For an emergency session, when the SUPI is not available in the NF service consumer, or if available, the
SUPI is unauthenticated, the value provided in the "supi" attribute is implementation specific.

NOTE 3: The SMF may encode both 3GPP and non-3GPP access UE location in the "userLocationinfo" attribute.

ETSI




3GPP TS 29.512 version 17.12.0 Release 17 136 ETSI TS 129 512 V17.12.0 (2023-09)

5.6.2.4 Type SmPolicyDecision

Table 5.6.2.4-1: Definition of type SmPolicyDecision
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Attribute name

Data type

Cardinality

Description

Applicability

sessRules

map(SessionRule)

1.N

A map of Sessionrules with the
content being the SessionRule as
described in clause 5.6.2.7. The key
used in this map for each entry is the
sessRuleld attribute of the
corresponding SessionRule. (NOTE 2)

pccRules

map(PccRule)

1.N

A map of PCC rules with the content
being the PCCRule as described in
clause 5.6.2.6. The key used in this
map for each entry is the pccRuleld
attribute of the corresponding
PccRule.

gosDecs

map(QosData)

1..N

Map of QoS data policy decisions. The
key used in this map for each entry is
the qosld attribute of the
corresponding QosData. (NOTE 2)

chgDecs

map(ChargingData)

1..N

Map of Charging data policy
decisions. The key used in this map
for each entry is the chgld attribute of
the corresponding ChargingData.

charginginfo

Charginginformation

Contains the CHF addresses, and if
available, the associated CHF
instance ID(s) and CHF set ID(s) of
the PDU session. (NOTE 3)

traffContDecs

map(TrafficControlDa
ta)

Map of Traffic Control data policy
decisions. The key used in this map
for each entry is the tcld attribute of
the corresponding TrafficControlData.
(NOTE 2)

umDecs

map(UsageMonitorin
gData)

Map of Usage Monitoring data policy
decisions. The key used in this map
for each entry is the umld attribute of
the corresponding
UsageMonitoringData.

umMcC

gosChars

map(QosCharacterist
ics)

Map of QoS characteristics for non-
standard 5QIs and non-preconfigured
5QIs. This map uses the 5QI values
as keys. (NOTE 2)

gosMonDecs

map(QosMonitoringD
ata)

Map of QoS Monitoring data policy
decision. The key used in this map for
each entry is the gmld attribute of the
corresponding QosMonitoringData.

QosMonitoring

reflectiveQoSTimer

DurationSec

Defines the lifetime of a UE derived
QoS rule belonging to the PDU
Session for reflective QoS. (NOTE 2)

offline

boolean

Indicates the offline charging is
applicable to the PDU session when it
is included and set to true. (NOTE 3)
(NOTE 4) (NOTE 6)

online

boolean

Indicates the online charging is
applicable to the PDU session when it
is included and set to true. (NOTE 3)
(NOTE 4) (NOTE 6)

offlineChOnly

boolean

Indicates that the online charging
method shall never be used for any
PCC rule activated during the lifetime
of the PDU session, when this
attribute is present and set to "true".
The default value is "false", e.qg. if this
attribute is omitted.

(NOTE 3) (NOTE 4) (NOTE 6)

OfflineChOnly
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conds

map(ConditionData)

0]

1.N

A map of condition data with the
content being as described in
clause 5.6.2.9. The key used in this
map for each entry is the condld
attribute of the corresponding
ConditionData.

revalidationTime

DateTime

Defines the time before which the NF
service consumer shall have to re-
request PCC rules.

pcscfRestIndication

boolean

If this attribute is included and set to
true, it indicates that P-CSCF
Restoration is requested. The default
value "FALSE" applies if the attribute
is not present and has not been
supplied previously.

PCSCF-
Restoration-
Enhancement

policyCtrIReqTrigg
ers

array(PolicyControlR
equestTrigger)

Defines the policy control request
triggers subscribed by the PCF.

lastRegRuleData

array(RequestedRule
Data)

Defines the last list of rule control data
requested by the PCF.

lastReqUsageData

RequestedUsageDat
a

Indicates whether the last
accumulated usage report is
requested by the PCF or not, and
includes references to the targeted
usage monitoring data instances.

umMmcC

pralnfos

map(PresencelnfoR
m)

Defines the PRA information
provisioned by the PCF. The "prald"
attribute within the Presencelnfo data
type shall also be the key of the map.
The "presenceState" attribute within
the Presencelnfo data type shall not
be supplied.

PRA

ipv4index

Ipindex

Information that identifies the IP
address allocation method for IPv4
address allocation. (NOTE 3)

ipv6Index

IpIndex

Information that identifies the IP
address allocation method for IPv6
address allocation. (NOTE 3)

gosFlowUsage

QosFlowUsage

Indicates the required usage for
default QoS flow.

relCause

SmPolicyAssociation
ReleaseCause

The cause for which the PCF requests
the termination of the policy
association.

RespBasedSe
ssionRel

suppFeat

SupportedFeatures

Indicates the list of negotiated
supported features.

This parameter shall be supplied by
the PCF in the response to the POST
request that requested the creation of
an individual SM policy resource.

tsnBridgeManCont

BridgeManagementC
ontainer

Transports TSC user plane node
management information

TimeSensitive
Networking

tsnPortManContDs
tt

PortManagementCon
tainer

Transports port management
information for the DS-TT port.

TimeSensitive
Networking

tsnPortManContNw
tts

array(PortManageme
ntContainer)

Transports port management
information for one or more NW-TT
ports.

TimeSensitive
Networking

redSesslndication

boolean

Indicates whether the PDU Session is
a redundant PDU session:

true: end to end redundant PDU
session;

false: Not end to end redundant PDU
session;

If this attribute is absent it means the
PDU session is not an end to end
redundant PDU session.

(NOTE 2) (NOTE 3)

Dual-
Connectivity-
redundant-UP-
paths
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NOTE 1: For IPv4v6 PDU session, both the "ipv4index" attribute and "ipv6Index" attribute may be provisioned by the
PCF.

NOTE 2: This attribute shall not be removed if it was provisioned.

NOTE 3: This attribute may only be supplied by the PCF in the response to the initial POST request that requested the
creation of an individual SM policy resource.

NOTE 4: If both the "offline" attribute and the "online" attribute are omitted by the PCF, and when the "OfflineChOnly"
feature is supported, if the "offlineChOnly" attribute is set to "false" or omitted by the PCF, the default
charging method pre-configured at the SMF, if available, shall be applied to the PDU session. If both offline
and online charging methods are pre-configured at the SMF, the SMF shall determine which one of them to
be applied to the PDU session based on local policy. The "offline" attribute and the "online" attribute shall not
be simultaneously present with the same value, i.e., both set to true or both set to false.

NOTE 5: If the "chargingInfo" attribute is not supplied by the PCF, the charging information configured at the SMF shall
be applied to the PDU session.

NOTE 6: When the "OfflineChOnly" feature is supported and the "offlineChOnly" attribute is present and set to "true",
the "online" attribute and the "offline" attribute shall not be present.

5.6.2.5 Type SmPolicyNotification

Table 5.6.2.5-1: Definition of type SmPolicyNotification
Attribute name Data type P |Cardinality Description Applicability

resourceUri Uri M 1 The resource URI of the individual SM
policy resource related to the
notification.
(NOTE)

smPolicyDecision SmPolicyDecision (M 1 Session management policy decision
(see clause 5.6.2.4).

NOTE: Either the complete resource URI included in the "resourceUri" attribute or the "apiSpecificResourceUriPart"

component (see clause 5.1) of the resource URI included in the "resourceUri" attribute can be used by the
SMF for the identification of the individual SM policy resource related to the notification.

ETSI




3GPP TS 29.512 version 17.12.0 Release 17 140 ETSI TS 129 512 V17.12.0 (2023-09)

5.6.2.6 Type PccRule

Table 5.6.2.6-1: Definition of type PccRule
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Attribute name

Data type

Description

flowlnfos

array(FlowInformation)

An array of Ethernet or IP
filter information. (NOTE 3

appld

string

A reference to the applica
detection filter configured
(NOTE 3)

appDescriptor

ApplicationDescriptor

ATSSS rule application de
shall be present when the
session is a MA PDU sess
SDF template contains an
Identifier (i.e. when the "a}
attribute is present).

contVer

ContentVersion

Indicates the content versi
PCC rule.

pccRuleld

string

Univocally identifies the Pt
within a PDU session.

precedence

Uinteger

Determines the order in w
PCC rule is applied relativ
PCC rules within the same
session. It shall be include
"flowlInfos" attribute is inclt
may be included if the "ap
attribute is included when
initially provisions the PCC
(NOTE 2) (NOTE 4)

afSigProtocol

AfSigProtocol

Indicates the protocol use:
signalling between the UE
AF. The default value

"NO_INFORMATION" sha
the attribute is not present
not been supplied previou

appReloc

boolean

It indicates that the applic:
cannot be relocated once
of the application is select
5GC when it is included ai
"true". Indication of applice
relocation possibility. The
value "false" shall apply, if
attribute is not present anc
been supplied previously.

easRedisInd

boolean

Indicates the EAS redisco
required for the applicatior
included and set to "true".
value is "false" if omitted.

The indication shall be inv
was applied unless it is pr
again.

addrPreserind

boolean

Indicates whether UE IP a
should be preserved.

This attribute shall setto "
preserved, otherwise, set"
The default value "false" s
if the attribute is not prese
not been supplied previou

refQosData

array(string)

P Cardinalit
y
C 1..N
C 0..1
C 0.1
0] 0.1
M 1
O 0..1
(0] 0.1
O 0..1
(0] 0.1
(0] 0.1
(@] 1..N

A reference to the QosDal
type decision type. It is the
described in clause 5.6.2.¢
(NOTE 1)
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refAltQosParam
s

array(string)

0]

1..N

A Reference to the QoS D
decisions for the Alternatiy
parameter sets of the serv
flow. Only the "qosld" attri
"gbrUl" attribute, the "gbrC
the "packetDelayBudget" :
and the "packetErrorRate"
are applicable within the a
QosData data types. This
represents an ordered list,
lower the index of the arra
given entry, the higher the

refTcData

array(string)

A reference to the TrafficC
policy decision type. Itis tl
described in clause 5.6.2..
(NOTE 1)

refChgData

array(string)

A reference to the Chargir
policy decision type. Itis ti
described in clause 5.6.2.:
(NOTE 1) (NOTE 7)

refChgN3gData

array(string)

A reference to the Chargir
policy decision type only a
Non-3GPP access. Itis th
described in clause 5.6.2.
(NOTE 1) (NOTE 5) (NOT

refUmData

array(string)

A reference to UsageMoni
policy decision type. Itis tl
described in clause 5.6.2.:
(NOTE 1)

refUmN3gData

array(string)

A reference to UsageMoni
policy decision type only a
Non-3GPP access. It is th
described in clause 5.6.2.:
(NOTE 1) (NOTE 6)

refCondData

string

A reference to the conditic
the condld described in
clause 5.6.2.9.

refQosMon

array(string)

A reference to QosMonito
policy decision type. Itis tl
described in clause 5.6.2.:
(NOTE 1)

tscailnputUl

TscailnputContainer

Transports TSCAI input pz
for TSC traffic at the ingre
of the DS-TT/UE (uplink fli
direction).

tscailnputDI

TscailnputContainer

Transports TSCAI input pz
for TSC traffic at the ingre
NW-TT (downlink flow dire

tscaiTimeDom

Uinteger

Indicates the (g)PTP dom:
(TSN)AF is located in.

ddNotifCtrl

DownlinkDataNotificati
onControl

The Downlink Data Notific
Control applying to the col
DDD Status event notifica
DDN Failure event notifice
attribute shall not be prese
the DDNEventPolicyContr
is supported.

ddNotifCtrl2

DownlinkDataNotificati
onControlRm

0.1

The Downlink Data Notific
Control applying to the col
DDD Status event notifica
DDN Failure event notifice
including the removal of pi
the downlink data notificat
information.
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disUeNotif boolean

o]

0.1

Indicates to disable QoS fl
parameters signalling to tr
the SMF is notified by the
changes in the fulfilled Qo
when it is included and se
The fulfilled situation is eit
QoS profile or an Alternati
Profile. The default value '
apply, if the attribute is noi
and has not been suppliec
previously.

packFiltAllPrec Uinteger

0.1

Determines the order of Tl
filter allocation for PCC rul
(NOTE 8)

roduced for future compatibility. In this release of the specification the maximum number
array is 1.

th the "appld" attribute, the precedence can be preconfigured in SMF or provided in the

F. The precedence provided by the PCF shall take precedence.

0s" attribute or "appld" attribute shall be supplied by the PCF when the PCC rule is initially
"appld" attribute is supplied, the PCF shall not modify the application identifier supplied
attribute later.

attribute is used to specify the precedence of the PCC rule among all PCC rules

e PDU session. It includes an integer value in the range from 0 to 255 (decimal). The

f the "precedence" attribute, the lower the precedence of that PCC rule is. The precedence
70 to 99 (decimal) shall be used for the PCC rules subject to Reflective QoS.

ssion, Charging Data decision referred by the "refChgData" attribute applies to both

s no "refChgN3gData" attribute included. If there is a "refChgN3gData" attribute included,
v decision referred by the "refChgN3gData" attribute applies to non-3GPP access and the
cision referred by the "refChgData" attribute applies to 3GPP access. The value(s) of

the Charging Data decision except the "chgld" attribute referred by the "refChgN3gData"
he same as the one(s) within the Charging Data decision referred by the "refChgData"

ssion, Usage Monitoring Data decision referred by the "reflUmData" attribute applies to
1ere is no "refUmN3gData" attribute included. If there is a "reflUmN3gData" attribute

Je Monitoring Data decision referred by the "refUmN3gData" attribute applies to non-3GPP
sage Monitoring Data decision referred by the "refUmData" attribute applies to 3GPP

"attribute and/or "refChgN3gData" attribute is/are provisioned for a PCC rule, then this

- be subject to charging.

>Precedence feature is supported, the packFiltAllPrec attribute shall be present in every
DU Session when the PCC rule is installed for the first time.
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5.6.2.7 Type SessionRule

Table 5.6.2.7-1: Definition of type SessionRule

Attribute name Data type P | Cardinality Description Applicability
authSessAmbr  |Ambr C 0.1 Authorized Session-AMBR. (NOTE 1)
authDefQos AuthorizedDefaultQos | C 0.1 Authorized default QoS information.
(NOTE 1)
sessRuleld string M 1 Univocally identifies the session rule
within a PDU session.
refUmData string (0] 0.1 A reference to UsageMonitoringData umcC
policy decision type. It is the umlid
described in clause 5.6.2.12. (NOTE 2)
refCondData string 0] 0..1 A reference to the condition data. It is
the condld described in clause 5.6.2.9.
refUmN3gData |string (0] 0.1 A reference to UsageMonitoringData UMC, ATSSS
policy decision type to apply for Non-
3GPP access. It is the umld described
in clause 5.6.2.12.
(NOTE 2)

NOTE 1: The PCF shall provide both "authSessAmbr" and the "authDefQos" attributes the first time the session rule is
provisioned. The PCF shall ensure that a session rule enforced in the SMF contains the "authSessAmbr" and
the "authDefQos" attributes.

NOTE 2: For a MA PDU session, if the "refUmN3gData" is omitted, the attribute "refUmData" contains the reference to
the UsageMonitoringData policy decision to apply for both, 3GPP and Non-3GPP, accesses.
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5.6.2.8 Type QosData

Table 5.6.2.8-1: Definition of type QosData
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Attribute name

Data type

Cardinality

Description

Applicability

gosld

string

1

Univocally identifies the QoS control
policy data within a PDU session.

5qi

5Qi

0.1

Identifier for the authorized QoS
parameters for the service data flow. It
shall be included when the QoS data
decision is initially provisioned and
"defQosFlowlndication" is not included
or is included and set to false.

maxbrUl

BitRateRm

0.1

Indicates the maximum bandwidth in
uplink.

maxbrDI

BitRateRm

0.1

Indicates the maximum bandwidth in
downlink.

gbrul

BitRateRm

0.1

Indicates the guaranteed bandwidth in
uplink. (NOTE 3)

gbrDI

BitRateRm

0.1

Indicates the guaranteed bandwidth in
downlink. (NOTE 3)

arp

Arp

Ol of ol ol o

Indicates the allocation and retention
priority. It shall be included when the
QoS data decision is initially
provisioned and "defQosFlowlIndication"
is not included or is included and set to
false.

gnc

boolean

Indicates whether notifications are
requested from 3GPP NG-RAN when
the GFBR can no longer (or again) be
guaranteed for a QoS Flow during the
lifetime of the QoS Flow. The default
value "FALSE" is used if this attribute is
not present and has not been supplied
previously. (NOTE 3)

reflectiveQos

boolean

Indicates whether the QoS information
is reflective for the corresponding non-
GBR service data flow. The default
value "FALSE" is used if this attribute is
not present and has not been supplied
previously.

sharingKeyDI

string

Indicates, by containing the same
value, what PCC rules may share
resources in the downlink direction.

ResShare

sharingKeyUI

string

Indicates, by containing the same
value, what PCC rules may share
resources in the uplink direction.

ResShare

priorityLevel

5QiPriorityLevelRm

Indicates a priority in scheduling
resources among QoS Flows.
(NOTE 1)

averWindow

AverWindowRm

Represents the duration over which the
guaranteed and maximum bitrates shall
be calculated. (NOTE 1) (NOTE 3)

maxDataBurstVol

MaxDataBurstVoIR
m

Denotes the largest amount of data that
is required to be transferred within a
period of 5G-AN PDB. (NOTE 1,

NOTE 2)

maxPacketLossR
ateDl

PacketLossRateRm

Indicates the maximum downlink packet
loss rate for that can be tolerated for
the service data flow.

RAN-Support-
Info

maxPacketLossR
ateUl

PacketLossRateRm

Indicates the maximum uplink packet
loss rate that can be tolerated for the
service data flow.

RAN-Support-
Info

defQosFlowlindic
ation

boolean

Indicates that the dynamic PCC rule
shall always have its binding with the
QoS Flow associated with the default
QoS rule. The default value "FALSE" is
used if this attribute is not present and
has not been supplied previously.
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extMaxDataBurst |ExtMaxDataBurstVo | O 0.1 Denotes the largest amount of data that [EMDBV
Vol IRm is required to be transferred within a
period of 5G-AN PDB. (NOTE 1,
NOTE 2)
packetDelayBudg |PacketDelBudget (0] 0.1 Unsigned integer. It indicates the Authorization
et Packet Delay Budget expressed in WithRequired
milliseconds. QoS
packetErrorRate |PacketErrRate 0] 0.1 String indicating the packet error rate.  |Authorization
Examples: WithRequired

Packet Error Rate 4x10- shall be
encoded as "4E-6".

Packet Error Rate 102 shall be encoded
as"1E-2".

QoS

NOTE 1: Applicable only when a value different from the standardized value for this 5QlI, provided in table 5.7.4-1
3GPP TS 23.501 [2], is required.

NOTE 2:

Either the maxDataBurstVol attribute or the extMaxDataBurstVol attribute may be present for a Delay Critical

GBR QoS flow. If the maximum data burst volume value to be transmitted is lower than or equal to 4095
Bytes, the maxDataBurst Vol attribute is used. If the EMDBYV feature is supported by both the PCF and the
SMF, the extMaxDataBurstVol attribute is used to transmit the maximum data burst volume values higher
than 4095 Bytes (see clause 4.2.2.1).
NOTE 3: This attribute is only applicable to GBR type or delay critical GBR type 5QlIs.

5.6.2.9

Type ConditionData

Table 5.6.2.9-1: Definition of type ConditionData

Attribute name Data type P |Cardinality Description Applicability
condld string M 1 Uniquely identifies the condition data within
a PDU session.
activationTime DateTimeRm (0] 0.1 The time when the decision data shall be
activated.
deactivationTime |DateTimeRm @) 0..1 The time when the decision data shall be
deactivated. (NOTE 1)
accessType AccessType (0] 0.1 The condition of access type of the UE AccessTypeCo
when the session AMBR shall be enforced. |ndition
(NOTE 2)
ratType RatType o] 0.1 The condition of RAT type of the UE when  [AccessTypeCo
the session AMBR shall be enforced. ndition
(NOTE 2)
NOTE 1: Itis only included in the ConditionData instance for conditioned PCC rule.

NOTE 2: At least one of the "accessType" or "ratType" attributes shall be present in an access type conditioned

session rule.
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5.6.2.10 Type TrafficControlData

Table 5.6.2.10-1: Definition of type TrafficControlData
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Attribute name

Data type

Cardinality

Description

Applicability

tcld

string

1

Univocally identifies the traffic control
policy data within a PDU session.

flowStatus

FlowStatus

0.1

Enum determining what action to
perform on traffic. Possible values
are: [enable, disable, enable_uplink,
enable_downlink]. The default value
"ENABLED" shall apply, if the attribute
is not present and has not been
supplied previously.

redirectinfo

Redirectinformation

0.1

It indicates whether the detected
application traffic should be redirected
to another controlled address.

ADC

addRedirectinfo

array(Redirectinform
ation)

1.N

Additional redirection information.
Each element indicates whether the
detected application traffic should be
redirected to another controlled
address.

ADCmultiRedir
ection

muteNotif

boolean

0.1

Indicates whether application's start or
stop notifications are to be muted.

It shall be set to true to indicate
application’s start or stop notifications
are muted. When it is set to false, it
indicates application’s start or stop
notifications are not muted. The
default value false shall apply, if the
attribute is not present and has not
been supplied previously.

ADC

trafficSteeringPolldDI
(NOTE 1)

string

Reference to a pre-configured traffic
steering policy for downlink traffic at
the SMF.

TSC

trafficSteeringPolldUlI
(NOTE 1)

string

Reference to a pre-configured traffic
steering policy for uplink traffic at the
SMF.

TSC

routeToLocs
(NOTE 1)

array(RouteTolLocati
on)

A list of location(s) to which the traffic
shall be routed for the AF request.

TSC

maxAllowedUpLat

UintegerRm

Indicates the target user plane latency
in units of milliseconds. The SMF may
use this value to decide whether edge
relocation is needed to ensure that the
user plane latency does not exceed
the value.

AF_latency

easlpReplacelnfos

array(EaslpReplace
mentinfo)

Contains EAS IP replacement
information.

EASIPreplace
ment

traffCorrelnd

boolean

Indication of traffic correlation. If it is
included and set to "true", traffic
should be correlated; The default
value "false" applies, if the attribute is
not present and has not been supplied
previously. (NOTE 2)

simConnlind

boolean

Indication of simultaneous
connectivity temporarily maintained
for the source and target PSA. If it is
included and set to "true", temporary
simultaneous connectivity should be
kept. The default value "false" applies,
if the attribute is not present and has
not been supplied previously.

SimultConnect
ivity

simConnTerm

DurationSec

Indication of the minimum time
interval to be considered for inactivity
of the traffic routed via the source
PSA during the edge re-location
procedure.

It may be included when the
"simConnind" attribute is set to true.

SimultConnect
ivity
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upPathChgEvent UpPathChgEvent 0] 0.1 Contains the information about the AF [TSC
subscription to UP path change
events.
steerFun SteeringFunctionalit [ O 0.1 Indicates the applicable traffic steering [ATSSS
y functionality.
steerModeDI SteeringMode o 0.1 Determines the traffic distribution rule |ATSSS

across 3GPP and Non-3GPP
accesses to apply for downlink traffic.

steerModeUl SteeringMode 0] 0.1 Determines the traffic distribution rule [ATSSS
across 3GPP and Non-3GPP
accesses to apply for uplink traffic.

mulAccCitrl MulticastAccessCon | O 0.1 Indicates whether the service data WWC
trol flow, corresponding to the service
data flow template, is allowed or not
allowed. The default value
"NOT_ALLOWED" applies, if the
attribute is not present and has not
been supplied previously.

NOTE 1: Traffic steering policy identifier(s) (i.e. "trafficSteeringPolldDI" attribute and/or "trafficSteeringPolldUI"
attribute) and N6 traffic routing requirements (i.e. "routeTolLocs" attribute) are mutually exclusive.

NOTE 2: The TSC feature shall be supported in order to support this attribute. The Indication of traffic correlation shall
be provided only when all the PDU sessions related to the 5G VN group member UEs should be correlated
by a common DNAI in the user plane for the traffic as described in 3GPP TS 23.501 [2], clause 5.6.7.1 and
clause 5.29.
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5.6.2.11 Type ChargingData

Table 5.6.2.11-1: Definition of type ChargingData
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Attribute name Data type P | Cardinalit Description Applicability
y
chgld string M 1 Univocally identifies the charging
control policy data within a PDU
session.
meteringMethod MeteringMethod (0] 0.1 Defines what parameters shall be

metered for offline charging. If the
attribute is not present but it has been
supplied previously, the previous
information remains valid. If the attribute
is not present and it has not been
supplied previously or the attribute has
been supplied previously but the
attribute is set to NULL, the metering
method pre-configured at the SMF is
applicable as default metering method.

offline boolean (0] 0.1 Indicates the offline charging is
applicable to the PCC rule when it is
included and set ot true. (NOTE 1)

online boolean (0] 0.1 Indicates the online charging is
applicable to the PCC rule when it is
included and set ot true. (NOTE 1,
NOTE 5)

sdfHandl boolean (0] 0.1 Indicates whether the service data flow
is allowed to start while the SMF is
waiting for the response to the credit
request. The default value "FALSE"
(blocking) shall apply, if the attribute is
not present. (NOTE 2)

ratingGroup RatingGroup (0] 0.1 The charging key for the PCC rule used
for rating purposes.
reportingLevel ReportingLevel (0] 0.1 Defines on what level the SMF reports

the usage for the related PCC rule. If
the attribute is not present but it has
been supplied previously, the previous
information remains valid. If the attribute
is not present and it has not been
supplied previously or the attribute has
been supplied previously but it is set to
NULL, the reporting level pre-configured
at the SMF is applicable as default
reporting level.

serviceld Serviceld (0] 0.1 Indicates the identifier of the service or
service component the service data flow
in a PCC rule relates to.

sponsorld string (0] 0.1 Indicates the sponsor identity. SponsoredCo
nnectivity
appSvcProvid string 0] 0.1 Indicates the application service SponsoredCo
provider identity. nnectivity
afChargingldentifie [Chargingld C 0.1 An identifier, provided from the AF,
r correlating the measurement for the

Charging key/Service identifier values in
this PCC rule with application level

reports.
(NOTE 4)
afChargld ApplicationCharging | O 0.1 A character string identifier, provided AF_Charging_
Id from the AF, correlating the Identifier

measurement for the Charging
key/Service identifier values in this PCC
rule with application level reports.
(NOTE 3)
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NOTE 1: The absence of both the "offline" attribute and "online" attribute or only one attribute is present and set to
false within a Charging Data decision instance indicates that the default charging method of the PDU session
is applicable to the PCC rule referring to the Charging Data decision. Either "offline" attribute or "online"
attribute set to true shall be provisioned initially if there is no default charging method applied to the PDU
session. The "offline" attribute and the "online" attribute shall not be simultaneously present with the same
value, i.e. both set to "true" or both set to "false".

The "sdfHand!" attribute shall not be present when the online charging method does not apply for the PCC
rule referring to the Charging Data decision (i.e., when the "online" attribute is present and set to false, or is
absent and the online default charging method does not apply for the PDU session, or is absent and there is
no online default charging method defined).

The "afChargld" attribute shall be used instead of the "afChargingldentifier" attribute when the
"AF_Charging_ldentifier" feature is supported.

The "afChargingldentifier" attribute shall not be present when the "AF_Charging_Identifier" feature is
supported. When the "AF_Charging_Identifier" feature is not supported it is out of the scope of the
specification what the behaviour of the PCF is when the AF provides charging identifier values that are out of
Chargingld data type value range.

When the "OfflineChOnly" feature is supported and the "offlineChOnly" attribute is present and set to "true"
within the SmPolicyDecision data structure, then the "online" attribute shall not be present.

NOTE 2:

NOTE 3:

NOTE 4:

NOTE 5:

5.6.2.12 Type UsageMonitoringData

Table 5.6.2.12-1: Definition of type UsageMonitoringData

Attribute name Data type P | Cardinality Description Applicability

umid string M 1 Contains the Usage Monitoring ID,
which univocally identifies the usage
monitoring policy data instance within
a PDU session.
(NOTE)

volumeThreshold VolumeRm o] 0.1 Indicates the total volume threshold.

volumeThresholdUp |VolumeRm 0] 0.1 Indicates a volume threshold in uplink.

link

volumeThresholdDo [VolumeRm @) 0.1 Indicates a volume threshold in

wnlink downlink.

timeThreshold DurationSecRm | O 0.1 Indicates a time threshold.

monitoringTime DateTimeRm (0] 0.1 Indicates the time at which the UP
function is expected to reapply the next
thresholds (e.g. nextVolThreshold).

nextVolThreshold VolumeRm C 0.1 Indicates a volume threshold after the
Monitoring Time.

nextVolThresholdU [VolumeRm 0] 0.1 Indicates a volume threshold in uplink

plink after the Monitoring Time.

nextVolThresholdD |VolumeRm @) 0.1 Indicates al volume threshold in

ownlink downlink after the Monitoring Time.

nextTimeThreshold [DurationSecRm | C 0.1 Indicates a time threshold after the
Monitoring.

inactivityTime DurationSecRm | O 0.1 Defines the period of time after which
the time measurement shall stop, if no
packets are received.

exUsagePccRulelds |array(string) C 1..N Contains the PCC rule identifier(s)
corresponding to service data flow(s)
that shall be excluded from PDU
Session usage monitoring. It is only
included in the UsageMonitoringData
instance for session level usage
monitoring.

NOTE:

A Usage Monitoring ID corresponds to a valid Monitoring Key.
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Table 5.6.2.13-1: Definition of type Redirectinformation

Attribute name

Data type

P

Cardinality

Description

Applicability

redirectEnabled

boolean

C

0.1

This attribute indicates whether the
redirect instruction is enabled. It
shall be included and set to true
when the redirect instruction is
provisioned initially within a PCC
rule.

Subsequently:

- It may be included to disable
or re-enable the redirect
instruction.

- Otherwise, if the attribute is
omitted, the previous value
shall apply.

redirectAddressType

RedirectAddressTy
pe

0.1

Indicates the type of redirect
address contained within the
"redirectServerAddress" attribute.

redirectServerAddress

string

0.1

Indicates the address of the
redirect server.

- If the "redirectAddressType"
attribute indicates
"IPV4_ADDR", the encoding
is the same as the Ipv4Addr
data type defined in
3GPP TS 29.571 [11].

- If the "redirectAddressType"
attribute indicates
"IPV6_ADDR", the encoding
is the same as the Ipv6Addr
data type defined in
3GPP TS 29.571 [11].

- If the "redirectAddressType"
attribute indicates "URL" or
"SIP_URI", the encoding is
the same as the Uri data type
defined in
3GPP TS 29.571 [11].
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Table 5.6.2.14-1: Definition of type FlowInformation

Attribute name

Data type

P

Cardinality

Description

Applicability

flowDescription

FlowDescription

o

0.1

Contains the packet filters of the IP
flow(s).

ethFlowDescription

EthFlowDescription

O

0.1

Defines a packet filter for an Ethernet
flow. If the "fDir" attribute is included, it
shall be set to "DOWNLINK". If the
"fDir" attribute is never provided, the
address information within the
"ethFlowDescription" attribute shall be
encoded in downlink direction.

packFiltld

string

An identifier of packet filter. (NOTE)

packetFilterUsage

boolean

o|e
=

The packet shall be sent to the UE.
The default value "FALSE" shall apply,
if the attribute is not present and has
not been supplied previously.

tosTrafficClass

string

0.1

2-octet string. The first octet contains
the Ipv4 Type-of-Service or the Ipv6
Traffic-Class field and the second octet
contains the ToS/Traffic mask field in
hexadecimal representation. Each
character in the string shall take a
value of "0" to "9" or "A" to "F" and
shall represent 4 bits. One example is
that of a TFT packet filter as defined in
3GPP TS 24.008 [41].

spi

string

0.1

4 octet string, representing the security
parameter index of the IPSec packet in
hexadecimal representation. Each
character in the string shall take a
value of "0" to "9" or "A" to "F" and
shall represent 4 bits. One example is
that of a TFT packet filter as defined in
3GPP TS 24.008 [41].

flowLabel

string

0.1

3-octet string, representing the Ipv6
flow label header field in hexadecimal
representation. Each character in the
string shall take a value of "0" to "9" or
"A" to "F" and shall represent 4 bits.
One example is that of a TFT packet
filter as defined in

3GPP TS 24.008 [41].

flowDirection

FlowDirectionRm

0.1

Indicates the direction/directions that a
filter is applicable, downlink only,
uplink only or both down- and uplink
(bidirectional).

NOTE:

allocation.

The PCF shall only assign the "packFiltld" attribute for PCC rules created as a result of UE-initiated resource
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Table 5.6.2.15-1: Definition of type SmPolicyDeleteData

Attribute name Data type P |Cardinality Description Applicability
userLocationInfo UserLocation (0] 0.1 The location(s) where the served UE [RAN-NAS-
is camping. (NOTE 2) Cause, NetLoc
ueTimeZone TimeZone 0] 0.1 The time zone where the served UE |RAN-NAS-
is camping. Cause, NetLoc
userLocationInfoTime DateTime 0] 0.1 Contains the NTP time at which the  |RAN-NAS-
UE was last known to be in the Cause, NetLoc
location contained in the
"userLocationInfo" attribute.
(NOTE 1)
servingNetwork PImnIdNid 0] 0.1 The serving network (a PLMN or an  [NetLoc
SNPN) where the served UE is
camping. For the SNPN, the NID
together with the PLMN ID identifies
the SNPN.
ranNasRelCauses array(RanNasRel (O 1..N Indicates the RAN and/or NAS RAN-NAS-
Cause) release cause(s) code information. Cause
accuUsageReports array(AccuUsage (O 1..N Contains the accumulated usage umcC
Report) reporting information.
pduSessRelCause PduSessionRelCa |O 0.1 Indicates PDU session release PDUSessionRel
use cause. Cause,

ImmediateTermi
nation

NOTE 1:

NOTE 2:

The age of UE location included within the "userLocationInfoTime" attribute is the age of the 3GPP access

UE location received from the AMF and shall be included only when the reported "userLocationInfo" attribute
includes the UE location in the 3GPP access.
The SMF may encode both 3GPP and non-3GPP access UE location in the "userLocationInfo" attribute.
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Table 5.6.2.16-1: Definition of type QosCharacteristics

Attribute name

Data type

P

Cardinality

Description

Applicability

5qi

50i

M

1

Identifier for the authorized QoS
parameters for the service data
flow. Applies to PCC rule and PDU
session level.

resourceType

QosResourceType

Indicates whether the resource
type is GBR, delay critical GBR, or
non-GBR.

priorityLevel

5QiPriorityLevel

Unsigned integer indicating the 5QI
Priority Level, within a range of 1 to
127.

packetDelayBudget

PacketDelBudget

Unsigned integer indicates the
packet delay budget. Packet Delay
Budget expressed in milliseconds.

packetErrorRate

PacketErrRate

String indicating the packet error
rate.

Examples:

Packer Error Rate 4x10° shall be
encoded as "4E-6".

Packer Error Rate 102 shall be
encoded as"1E-2".

averagingWindow

AverWindow

0.1

Indicates the averaging window.
This IE shall be present only for a
GBR QoS flow or a Delay Critical
GBR QoS flow.

maxDataBurstVol

MaxDataBurstVol

0.1

Unsigned Integer. Indicates the
maximum data burst volume.
(NOTE)

extMaxDataBurstVol

ExtMaxDataBurstV
ol

0.1

Unsigned Integer. Indicates the
maximum data burst volume.
(NOTE)

EMDBV

NOTE:

Either the maxDataBurstVol IE or the extMaxDataBurstVol IE may be present for a Delay Critical GBR QoS
flow. If the maximum data burst volume value to be transmitted is lower than or equal to 4095 Bytes, the
maxDataBurst Vol IE is used. If the EMDBYV feature is supported by both the PCF and the SMF, the
extMaxDataBurstVol IE is used to transmit maximum data burst volume values higher than 4095 Bytes (see
clause 4.2.2.1).
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5.6.2.17 Type Charginginformation

Table 5.6.2.17-1: Definition of type ChargingInformation

Attribute name Data type P | Cardinality Description Applicability

primaryChfAddress Uri M 1 Contains the {apiRoot} part, either in the
form of an FQDN or IPAddress/Port
Number, of the URI, of the primary CHF
instance.

(NOTE 1) (NOTE 2)

secondaryChfAddress |Uri C 0.1 Contains the {apiRoot} part, either in the
form of an FQDN or IPAddress/Port
Number, of the URI, of the secondary
CHF instance.

It shall be present if the feature
"CHFsetSupport" is not supported.

It may be omitted if the feature
"CHFsetSupport" is supported

(NOTE 1) (NOTE 2)

primaryChfSetld NfSetld C 0.1 The CHF set ID that the primary CHF
instance belongs to may complement
the primary CHF address and shall be
present, if available.

(NOTE 2)

primaryChflnstanceld [Nflnstanceld C 0.1 The CHF instance ID of the primary
CHF instance may complement the
primary CHF address and shall be
present, if available.

(NOTE 2)

secondaryChfSetld NfSetld C 0..1 The CHF set ID that the secondary CHF
instance belongs to may complement
the secondary CHF address and shall
be present, if available, and the feature
"CHFsetSupport" is not supported. It
may be omitted if available and the
feature "CHFsetSupport” is supported.

secondaryChfinstance [Nflnstanceld C 0.1 The CHF instance ID of the secondary
Id CHF instance may complement the
secondary CHF address and shall be
present, if available, and the feature
"CHFsetSupport" is not supported. It
may be omitted if available and the
feature "CHFsetSupport” is supported.

NOTE 1: Based on the {apiRoot} of the CHF instance in the form of an FQDN, the consumer can derive the Nfinstance
via NRF lookup. It is up to the consumer to determine which service to invoke from the CHF. The {apiRoot}
shall apply to all CHF services.

NOTE 2: The NF Service Consumer of the CHF may use the "primaryChfAddress"/"secondaryChfAddress" attributes
as primary/secondary redundancy mechanism, or alternatively, when CHF instance and CHF set are
available, it may also rely on the availability of a CHF instance within the CHF Set for the same purpose.
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the Monitoring.

Attribute name Data type P | Cardinality Description Applicability

refUmlds string M 1 An id referencing UsageMonitoringData
objects associated with this usage report.

volUsage Volume (0] 0.1 Indicates a total accumulated volume
usage.

volUsageUplink Volume (0] 0.1 Indicates an accumulated volume usage
in uplink.

volUsageDownlink Volume (0] 0.1 Indicates an accumulated volume usage
in downlink.

timeUsage DurationSec o 0.1 Indicates an accumulated time usage.

nextVolUsage Volume C 0.1 Indicates an accumulated volume usage
after the Monitoring Time.

nextVolUsageUplink  [Volume (0] 0.1 Indicates an accumulated volume usage
in uplink after the Monitoring Time.

nextVolUsageDownli [Volume (0] 0.1 Indicates an accumulated volume usage

nk in downlink after the Monitoring Time.

nextTimeUsage DurationSec C 0.1 Indicates an accumulated time usage after
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5.6.2.19 Type SmPolicyUpdateContextData

Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
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Attribute name Data type P | Cardinality Description Applicability
repPolicyCtrIReqTrig |array(PolicyContr | C 1..N The policy control request triggers
gers olRequestTrigger) which are met. It is omitted if no
triggers are met such as in
clauses 4.2.4.7 and 4.2.4.15.
accNetChlds array(AccNetChid | O 1..N Indicates the access network
) charging identifier for the PCC rule(s)
or whole PDU session.
accessType AccessType (0] 0.1 The Access Type where the served
UE is camping.
ratType RatType (0] 0.1 The RAT Type where the served UE
is camping.
addAccessinfo AdditionalAccessl | O 0.1 Indicates the combination of added ATSSS
nfo Access Type and RAT Type for MA
PDU session.
relAccessinfo AdditionalAccessl | O 0.1 Indicates the combination of released |ATSSS
nfo Access Type and RAT Type for MA
PDU session.
servingNetwork PImnldNid (0] 0.1 The serving network (a PLMN or an
SNPN) where the served UE is
camping. For the SNPN the NID
together with the PLMN ID identifies
the SNPN.
userLocationinfo UserLocation (0] 0.1 The location(s) where the served UE
is camping. (NOTE 4)
ueTimeZone TimeZone 0] 0.1 The time zone where the served UE
is camping.
ipv4Address Ipv4Addr o 0.1 The IPv4 Address of the served UE.
ipDomain string (0] 0.1 IPv4 address domain identifier.
(NOTE 2)
rellpv4Address Ipv4Addr (0] 0.1 Indicates the released IPv4 Address
of the served UE.
ipv6AddressPrefix Ipv6Prefix (0] 0.1 The Ipv6 Address Prefix of the served
UE.
rellpv6AddressPrefix  [Ipv6Prefix (0] 0.1 Indicates the released IPv6 Address
Prefix of the served UE in multi-
homing case.
relUeMac MacAddr48 (0] 0.1 Indicates the released MAC Address
of the served UE.
ueMac MacAddr48 6] 0..1 The MAC Address of the served UE.
subsSessAmbr Ambr (0] 0.1 UDM subscribed or DN-AAA
authorized Session-AMBR.
authProflndex string 0] 0.1 DN-AAA authorization profile index. DN-
Authorization
subsDefQos SubscribedDefault | O 0.1 Subscribed Default QoS Information.
Qos
vplmnQos VplmnQos (0] 0.1 QoS constraints in a VPLMN VPLMN-QoS-
(NOTE 5) Control
vplmnQosNotApp boolean 0] 0.1 If it is included and set to true, VPLMN-QoS-
indicates that the QoS constraints in  [Control
the VPLMN are not applicable.
(NOTE 5)
numOfPackFilter integer (0] 0.1 Contains the number of supported
packet filter for signalled QoS rules.
(NOTE 1)
accuUsageReports array(AccuUsage | O 1..N Contains the accumulated usage umcC
Report) report(s).
3gppPsDataOffStatus |boolean (0] 0.1 If it is included and set to true, the 3GPP-PS-
3GPP PS Data Off is activated by the |Data-Off
UE.
appDetectioninfos array(AppDetectio | O 1.N Reports the start/stop of the ADC
ninfo) application traffic and detected SDF
descriptions if applicable.
ruleReports array(RuleReport) | O 1..N Used to report the PCC rule failure.
sessRuleReports array(SessionRul | O 1.N Used to report the session rule failure. |SessionRuleEr

eReport)

rorHandling
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gncReports array(QosNoatificat | O ..N QoS Natification Control information.
ionControlinfo)
gosMonReports array(QosMonitori | O ..N QoS Monitoring reporting information. [QosMonitoring
ngReport)
userLocationInfoTime |DateTime 0] Contains the NTP time at which the
UE was last known to be in the
location. (NOTE 3)
repPralnfos map(Presencelnfo | O N Reports the changes of presence PRA
) reporting area. The "prald" attribute
within the Presencelnfo data type
shall also be the key of the map. The
"presenceState" attribute within the
Presencelnfo data type shall be
supplied. The "additionalPrald"
attribute within the Presencelnfo data
type shall not be supplied.
uelnitResReq UelnitiatedResour | O Indicates a UE requests specific QoS
ceRequest handling for selected SDF.
refQoslndication boolean (@) If it is included and set to true, the
reflective QoS is supported by the
UE. If it is included and set to false,
the reflective QoS is revoked by the
UE.
gqosFlowUsage QosFlowUsage (@) Indicates the required usage for
default QoS flow.
creditManageStatus  |CreditManageme | O Indicates the reason of the credit
ntStatus management session failure.
servNfld ServingNfldentity | O Contains the serving network function
identity.
traceReq TraceData C It shall be included if trace is required
to be activated, modified or
deactivated (see
3GPP TS 32.422 [24]). For trace
modification, it shall contain a
complete replacement of trace data.
For trace deactivation, it shall contain
the Null value.
addIpv6AddrPrefixes |Ipv6Prefix o An additional Ipv6 Address Prefix of Multilpv6AddrP
the served UE. (NOTE 6) refix
addRellpv6AddrPrefi  |Ipv6Prefix (0] Indicates an additional released IPv6  |Multilpv6AddrP
xes Address Prefix of the served UE in refix
multi-homing case. (NOTE 6)
tsnBridgelnfo TsnBridgelnfo (0] Transports TSN bridge information. TimeSensitive
Networking
tsnBridgeManCont BridgeManageme | O Transports TSN bridge management |TimeSensitive
ntContainer information. Networking
tsnPortManContDstt  [PortManagement | O Transports TSN port management TimeSensitive
Container information for the DS-TT port. Networking
tsnPortManContNwtt |array(PortManage | O ..N Transports TSN port management TimeSensitive
S mentContainer) information for one or more NW-TT Networking
ports.
maPdulnd MaPdulndication (0] Contains the MA PDU session ATSSS
indication, i.e., MA PDU Request or
MA PDU Network-Upgrade Allowed.
(NOTE 1)
atsssCapab AtsssCapability (@) Contains the ATSSS capability ATSSS
supported for the MA PDU session.
(NOTE 1)
mulAddrinfos array(IpMulticastA | O ..N Contains the IP multicast address WWC
ddresslinfo) information.
policyDecFailureRep |array(PolicyDecisi | O .N Indicates the type(s) of the failed PolicyDecision
orts onFailureCode) policy decision and/or condition data. [ErrorHandling
invalidPolicyDecs array(InvalidPara (0] ..N Indicates the invalid parameters for ExtPolicyDecis
m) the reported type(s) of the failed ionErrorHandli
policy decision and/or condition data. [ng
trafficDescriptors array(DddTrafficD | O ..N Contains the traffic descriptor(s) DDNEventPoli
escriptor) cyControl
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typesOfNotif array(DIDataDeliv | O 1..N Contains the type of notification of DDNEventPoli
eryStatus) DDD Status. cyControl
pccRuleld string (0] 0.1 Contains the identifier of the PCC rule [DDNEventPoli
which is used for traffic detection of cyControl2
event (e.g. DDN failure).
interGrplds array(Groupld) (0] 1.N Internal Group Ildentifier(s) of the GroupldListCh
served UE. ange
satBackhaulCategory |SatelliteBackhaul (0] 0.1 Satellite backhaul category or non- SatBackhaulC
Category satellite backhaul used for the PDU ategoryChg
session.
pcfUelnfo PcfUeCallbackinf | O 0.1 PCF for the UE callback URI and SBA |[AMInfluence
o] binding information.
nwdafDatas array(NwdafData) | O 1..N List of NWDAF Instance IDs and their [EneNA
associated Analytics IDs consumed
by the NF service consumer.

anGwsStatus boolean (0] 0.1 When included it shall be set to true, |SGWRest

and in this case, it indicates that the
AN-Gateway has failed and that the
PCF should refrain from sending
policy decisions to the SMF until it is
informed that the AN-Gateway has
been recovered. (NOTE 1)

NOTE 1: This attribute is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in Annex B.

NOTE 2: The value provided in this attribute is implementation specific. The only constraint is that the NF service
consumer shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance
identifier).

NOTE 3: The age of UE location included within the "userLocationInfoTime" attribute is the age of the 3GPP access
UE location received from the AMF and shall be included only when the reported "userLocationinfo" attribute
includes the UE location in the 3GPP access.

NOTE 4: The SMF may encode both 3GPP and non-3GPP access UE location in the "userLocationInfo" attribute.

NOTE 5: Only one of "vpImnQos" or "vpImnQosNotApp" attributes may be present.

NOTE 6: When the "WWC" feature is supported, IPv6 prefix shorter than /64 or full IPv6 address with a /128 prefix
may be encoded as the "addIpv6AddrPrefixes" and the "addRellpv6AddrPrefixes" attributes, according to
3GPP TS 23.316 [42], clause 8.3.1 and 4.6.2.

5.6.2.20 Type UpPathChgEvent

Table 5.6.2.20-1: Definition of type UpPathChgEvent

Attribute name Data type P [Cardinality Description Applicability

notificationUri Uri M 1 Notification address of AF receiving the [TSC
event notification.

notifCorreld string M 1 It is used to set the value of Notification [TSC
Correlation ID in the notification sent by
the NF service consumer.

dnaiChgType DnaiChangeType M 1 Indicates the type of DNAI change. TSC

afAckind boolean 0] 0.1 Identifies whether the AF URLLC

acknowledgement of UP path event
notification is expected.

Set to "true" if the AF acknowledge is
expected; otherwise set to "false".
Default value is "false" if omitted.
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5.6.2.21 Type TerminationNotification

Table 5.6.2.21-1: Definition of type TerminationNotification

Attribute name Data type P | Cardinality Description Applicability
resourceUri Uri M 1 The resource URI of the individual SM
policy resource related to the
notification.
(NOTE)
cause SmPolicyAssociati  |M 1 The cause why the PCF requests the
onReleaseCause termination of the policy association.
NOTE:  Either the complete resource URI included in the "resourceUri" attribute or the "apiSpecificResourceUriPart"
component (see clause 5.1) of the resource URI included in the "resourceUri" attribute can be used by the
SMF for the identification of the individual SM policy resource related to the notification.

5.6.2.22 Type AppDetectioninfo

Table 5.6.2.22-1: Definition of type AppDetectioninfo

Attribute name Data type P [Cardinality Description Applicability
appld string M 1 A reference to the application
detection filter configured at the UPF.
instanceld string @) 0.1 Identifier dynamically assigned by the

NF service consumer in order to allow
correlation of application Start and
Stop events to the specific service
data flow description, if service data
flow descriptions are deducible.

sdfDescriptions array(FlowInformation |O 1.N Contains the detected service data
flow descriptions if they are deducible.
When present, it shall only include the
"flowDescription" and the
"flowDirection" attributes of the
FlowInformation data type.
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Table 5.6.2.23-1: Definition of type AccNetChld
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Attribute name

Data type P

Cardinality

Description

Applicability

accNetChaldValue

Chargingld C

0.1

Contains a charging identifier.
(NOTE 1)

accNetChargld

string C

0.1

A character string containing the
charging identifier (see

clause 5.1.9.1 of

3GPP TS 32.255 [35]).

(NOTE 1)

AccNetChargld
_String

refPccRulelds

array(string) (0] 1..N

Contains the identifier of the PCC
rule(s) that are associated to the
provided Access Network Charging
Identifier.

sessionChScope

boolean (0]

When included and set to true, it
indicates that the provided Access
Network Charging Identifier applies
to the whole PDU Session. Default
value is false if omitted.

NOTE 1: The "accNetChaldValue" shall be used to encode the charging identifier when the charging identifier is within
the Uint32 value range. The "accNetChargld" attribute shall be used to encode the charging identifier when
the "AccNetChargld_String" feature is supported by the SMF and the PCF and the charging identifier is out of
the Uint32 range.

NOTE 2: When the "AccNetChargld_String" feature is not supported and the value of the charging identifier is out of
the Chargingld data type value range (Uint32) it is not possible to ensure a proper charging correlation using
value of the "accNetChaldValue" attribute.

5.6.2.24 Type RequestedRuleData

Table 5.6.2.24-1: Definition of type RequestedRuleData

Attribute name Data type P | Cardinality Description Applicability
refPccRulelds array(string) M 1..N An array of PCC rule id references to
the PCC rules associated with the
control data.
regData array(Requested | M 1.N Array of requested rule data type
RuleDataType) elements indicating what type of rule
data is requested for the
corresponding referenced PCC rules.
5.6.2.25 Type RequestedUsageData
Table 5.6.2.25-1: Definition of type RequestedUsageData
Attribute name Data type P [ Cardinality Description Applicability
refUmlds array(string) C 1..N An array of usage monitoring data id
references to the usage monitoring data
instances for which the PCF is requesting
an accumulated usage report. This
attribute shall only be provided when
allumids is not set to true.
allumlds boolean C 0.1 This boolean indicates whether the

requested accumulated usage report
applies to all usage monitoring data
instances. When it is not included, it
means that the requested accumulated
usage report shall only apply to the usage
monitoring data instances referenced in
the refUmlds attribute.

ETSI




3GPP TS 29.512 version 17.12.0 Release 17

5.6.2.26

Type UeCampingRep

166

Table 5.6.2.26-1: Definition of type UeCampingRep
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Attribute name Data type P [ Cardinality Description Applicability
accessType AccessType (0] 0.1 The Access Type where the served UE
is camping.
ratType RatType o 0.1 The RAT Type where the served UE is
camping.
servNfld ServingNfldentity | O 0.1 Contains the serving network function
identity.
servingNetwork PImnldNid (0] 0.1 The serving network (a PLMN or an
SNPN) where the served UE is
camping. For an SNPN the NID
together with the PLMN ID identifies the
SNPN.
userLocationInfo UserLocation (0] 0.1 The location(s) of the served UE.
(NOTE)
ueTimeZone TimeZone (0] 0.1 The time zone where the served UE is
camping.
netLocAccSupp NetLocAccessSu | O 0..1 Indicates that the access network does |NetLoc
pport not support the reporting of the
requested access network information.
satBackhaulCateg |SatelliteBackhaul | O 0.1 Satellite backhaul category or non- SatBackhaulCat

ory

Category

satellite backhaul used for the PDU
session.

egoryChg_v2

NOTE:

The SMF may encode both 3GPP and non-3GPP access UE location in the "userLocationInfo" attribute.

5.6.2.27

Type RuleReport

Table 5.6.2.27-1: Definition of type RuleReport

Attribute name

Data type

Cardinality

Description

Applicability

pccRulelds

array(string)

1..N

Contains the identifier(s) of the affected
PCC rule(s).

ruleStatus

RuleStatus

1

Indicates the status of the PCC rule(s).

contVers

ion)

array(ContentVers

1..N

Indicates the version(s) of the PCC
rule(s). If the RuleVersioning feature is
supported, the content version shall be
included in this attribute if it was
included when the corresponding PCC
rule was installed or modified.

RuleVersioning

failureCode

FailureCode

0.1

Indicates the reason why the PCC
Rule(s) are being reported. It shall be
included when the NF service
consumer reports the failure of the
enforcement of the PCC rule(s).

finUnitAct

FinalUnitAction

0.1

Contains the related filter parameters
and redirect address parameters (if
available), when the user's account
cannot cover the service cost.

ranNasRelCauses

array(RanNasRel
Cause)

1..N

Indicates the RAN or NAS release
cause code information.

RAN-NAS-
Cause

altQosParamld

string

0.1

Indicates the alternative QoS
parameter set that the NG-RAN can
guarantee. It is included during the
report of success resource allocation
and indicates that NG-RAN used an
alternative QoS profile because the
requested QoS could not be allocated.

AuthorizationW
ithRequiredQo
S
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Table 5.6.2.28-1: Definition of type RanNasRelCause

Attribute name Data type P |Cardinality Description Applicability
ngApCause NgApCause 0] 0.1 Indicates the cause value of NGAP RAN-NAS-
protocol. Cause
5gMmCause 5GMmCause (0] 0.1 Indicates the cause value of 5GMM RAN-NAS-
protocol. Cause
5gSmCause 5GSmCause o 0..1 Indicates the cause value of 5GSM RAN-NAS-
protocol. Cause
epsCause EpsRanNasRelC | O 0.1 Indicates the RAN/NAS cause value for RAN-NAS-
ause EPS. Cause
5.6.2.29 Type UelnitiatedResourceRequest
Table 5.6.2.29-1: Definition of type UelnitiatedResourceRequest
Attribute name Data type P | Cardinality Description Applicability
pccRuleld string C 1 Indicates a PCC rule corresponding
to a QoS rule which is requested to
be modified or deleted by the UE.
ruleOp RuleOperation M 1 Indicates an operation for the PCC
rule.
packFiltinfo array(PacketFilterinfo) | M 1..N Contains the information from a
single packet filter sent from the NF
service consumer to the PCF.
precedence integer (0] 0.1 The requested order for the PCC
rule generated from the QoS rule
requested by the UE.
reqQos RequestedQos (0] 0.1 Contains the QoS information
requested by the UE.
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Table 5.6.2.30-1: Definition of type PacketFilterInfo

Attribute name

Data type

Cardinality

Description

Applicability

packFiltld

string

@) 0.1

An identifier of packet filter. For PCC
rules created as a result of UE-
initiated resource modification, the
packet filter identifier is assigned by
the PCF and is unique per UE and
PCF instance.

packFiltCont

PacketFilterContent

O 0.1

Contains the content of the packet
filter as requested by the UE and
required by the PCF to create the
PCC rules.

tosTrafficClass

string

0.1

the Ipv4 Type-of-Service or the Ipv6

field in hexadecimal representation.

take a value of "0" to "9" or "A" to "F"

2-octet string. The first octet contains

Traffic-Class field and the second
octet contains the ToS/Traffic mask

Each character in the string shall
and shall represent 4 bits. One

example is that of a TFT packet filter
as defined in 3GPP TS 24.008 [41].

spi

string

0.1

4 octet string, representing the
security parameter index of the
IPSec packet in hexadecimal
representation. Each character in the
string shall take a value of "0" to "9"
or "A" to "F" and shall represent 4
bits. One example is that of a TFT
packet filter as defined in

3GPP TS 24.008 [41].

flowLabel

string

0.1

flow label header field in

3-octet string, representing the Ipv6

hexadecimal representation. Each
character in the string shall take a
value of "0" to "9" or "A" to "F" and
shall represent 4 bits. One example
is that of a TFT packet filter as
defined in 3GPP TS 24.008 [41].

flowDirection

FlowDirection

0.1

Indicates the direction/directions that
a filter is applicable, downlink only,
uplink only or both down- and uplink
(bidirectional).

5.6.2.31

Type RequestedQos

Table 5.6.2.31-1: Definition of type RequestedQos

Attribute name

Data type

Cardinality

Description

Applicability

5qi

5Qi

1

Identifier for the authorized QoS
parameters for the service data flow.

gbrul

BitRate

0.1

Indicates the guaranteed bandwidth in
uplink requested by the UE.

gbrDI

BitRate

ol O £|mo

0.1

downlink requested by the UE.

Indicates the max guaranteed in
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Attribute name Data type P | Cardinality Description Applicability
refPccRulelds array(string) M 1..N An array of PCC rule id references to the
PCC rules associated with the
QosNotificationControllnfo.
notifType QosNotifType M 1 Indicates whether the GBR targets for
the indicated SDFs are
"NOT_GUARANTEED" or
"GUARANTEED" again.
contVers array(ContentvV | C 1..N Indicates the version of the PCC rule. If  |RuleVersioning
ersion) rule versioning feature is supported, the
content version shall be included if it was
included when the corresponding PCC
rule was installed or modified.
altQosParamid string (0] 0.1 Indicates the alternative QoS parameter |AuthorizationWit
set the NG-RAN can guarantee. When it |hRequiredQoS
is omitted and "notifType" attribute is
NOT_GUARANTEED, it indicates that
the lowest priority alternative QoS profile
could not be fulfilled.
5.6.2.33 Type PartialSuccessReport
Table 5.6.2.33-1: Definition of type PartialSuccessReport
Attribute name Data type P |Cardinality Description Applicability
failureCause FailureCause M 1 Application error cause specific to this
report.
ruleReports array(RuleReport) C 1.N Information about the PCC rules
provisioned by the PCF not successfully
installed/activated.
sessRuleReports |array(SessionRule | O 1..N Information about the session rules SessionRuleEr
Report) provisioned by the PCF not successfully  [rorHandling
installed.
ueCampingRep |UeCampingRep 0o 0.1 Includes the current applicable values
corresponding to the provisioned policy
control request triggers.
policyDecFailure |array(PolicyDecisio | O 1..N Used to report the failure of the policy PolicyDecision
Reports nFailureCode) decision and/or condition data. ErrorHandling
invalidPolicyDecs |array(InvalidParam | O 1.N Indicates the invalid parameters for the ExtPolicyDecis
reported type(s) of the failed policy ionErrorHandli
decision and/or condition data. ng

NOTE:

The "ruleReports” shall be included if the SessionRuleErrorHandling feature or the
PolicyDecisionErrorHandling feature is not supported.
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Attribute name Data type P [Cardinality Description Applicability
5qi 5Qi C 0.1 5G QoS Identifier. It shall be included
when the Authorized Default QoS is
initially provisioned.
arp Arp C 0.1 Indicates the allocation and retention
priority. It shall be included when the
Authorized Default QoS is initially
provisioned.
priorityLevel 5QiPriorityLevel | O 0.1 Unsigned integer indicating the 5QI
Rm Priority Level, within a range of 1 to 127.
averWindow AverWindowRm | O 0.1 Indicates the averaging window.
(NOTE 1)
maxDataBurstVol MaxDataBurstV | O 0.1 Unsigned integer indicating the maximum
olRm data burst volume. (NOTE 2)
gbrul BitRateRm 0] 0.1 Indicates the guaranteed bandwidth in
uplink. (NOTE 1)
gbrDI BitRateRm (0] 0.1 Indicates the guaranteed bandwidth in
downlink. (NOTE 1)
maxbrUl BitRateRm 0] 0.1 Indicates the max bandwidth in uplink.
(NOTE 1)
maxbrDlI BitRateRm @] 0.1 Indicates the max bandwidth in downlink.
(NOTE 1)
extMaxDataBurstVol [ExtMaxDataBur | O 0.1 Unsigned integer indicating the maximum |(EMDBV
stVolRm data burst volume. (NOTE 2)

NOTE 1: This attribute is only applicable to GBR type or delay critical GBR type 5QlI.

NOTE 2: Either the maxDataBurstVol IE or the extMaxDataBurstVol IE may be present for a Delay Critical GBR QoS
flow. If the maximum data burst volume value to be transmitted is lower than or equal to 4095 Bytes, the
maxDataBurst Vol IE is used. If the EMDBYV feature is supported by both the PCF and the SMF, the
extMaxDataBurstVol IE is used to transmit maximum data burst volume values higher than 4095 Bytes (see
clause 4.2.2.1).

5.6.2.35

Type AccNetChargingAddress

Table 5.6.2.35-1: Definition of type AccNetChargingAddress

Attribute name

Data type

Cardinality

Description

Applicability

anCharglpv4Addr

Ipv4Addr

P
O

0.1

Includes the IPv4 address of network
entity within the access network
performing charging.

anCharglpv6Addr

Ipv6Addr

0.1

Includes the IPv6 address of network
entity within the access network
performing charging.

NOTE:

At least one address of the access network entity (the IPv4 address or the IPv6 address or both if both
addresses are available) shall be included.

ETSI




3GPP TS 29.512 version 17.12.0 Release 17

5.6.2.36

Type ErrorReport

171

Table 5.6.2.36-1: Definition of type ErrorReport
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Attribute name Data type P | Cardinality Description Applicability
error ProblemDetails M 1 More information on the error shall be
provided in the "cause" attribute of the
"ProblemDetails" structure.
ruleReports array(RuleReport) [®) 1..N Used to report the PCC rule failure.
sessRuleReports array(SessionRule | O 1..N Used to report the session rule failure. |SessionRuleEr
Report) rorHandling
policyDecFailureRe |array(PolicyDecisio | O 1..N Used to report the failure of the policy  |PolicyDecision
ports nFailureCode) decision and/or condition data. ErrorHandling
invalidPolicyDecs |array(InvalidParam | O 1..N Indicates the invalid parameters for the |ExtPolicyDecis
reported type(s) of the failed policy ionErrorHandli
decision and/or condition data. ng
5.6.2.37 Type SessionRuleReport
Table 5.6.2.37-1: Definition of type SessionRuleReport
Attribute name Data type P | Cardinality Description Applicability
rulelds array(string) M 1..N Contains the identifier of the affected
session rule(s).
ruleStatus RuleStatus M 1 Indicates the status of the session
rule(s).
sessRuleFailureCode [SessionRuleFailu | C 0.1 Indicates the reason that the session
reCode rule(s) is being reported. It shall be
included when the NF service
consumer reports the enforcement
failure of the session rule(s).
5.6.2.38 Type ServingNfldentity
Table 5.6.2.38-1: Definition of type ServingNfldentity
Attribute name Data type P [Cardinality Description Applicability
servNflnstld Nflnstanceld (0] 0.1 Network Function Instance Identifier of
the 5G serving CN node. It represents
the AMF.
guami Guami o 0..1 Globally Unigue AMF Identifier.
anGwAddr AnGwAddress (@) 0.1 Contains the access network control
gateway address. It represents the S-
GW or ePDG address. (NOTE 2)
sgsnAddr SgsnAddress (0] 0.1 Contains the serving SGSN address. 2G3GIWK
(NOTE 3)
NOTE 1: At least one of the "servNfinstld", "guami", "anGwAddr", or "sgsnAddr" attributes shall be present.
NOTE 2: "anGwAddr" attribute is only applicable to the 5GS and EPC (E-UTRAN and non-3GPP access) interworking
scenario as defined in Annex B.
NOTE 3: "sgsnAddr" attribute is only applicable to the 5GS and EPC (GERAN and UTRAN access) interworking
scenario as defined in Annex B.
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of type SteeringMode

Attribute name

Data type Cardinality

Description

Applicability

steerModeValue

P
SteerModeValue | M 1

Indicates the value of the steering
mode.

active

AccessType C 0.1

Indicates the Active access. It shall be
included when the "steerModeValue"
attribute is set to "ACTIVE  STANDBY".

standby

AccessTypeRm (0] 0.1

Indicates the Standby access. It may be
included when the "steerModeValue"
attribute is set to "ACTIVE_STANDBY".

3gLoad

Uinteger C 0.1

Indicates the traffic load to steer to the
3GPP Access expressed in one
percent.

It shall be set to 0, 10, 20, 30, 40, 50,
60, 70, 80, 90 or 100.

It shall be included when the
"steerModeValue" attribute is set to
"LOAD BALANCING".

prioAcc

AccessType C 0.1

Indicates the high priority access.
It shall be included when the
"steerModeValue" attribute is set to
"PRIORITY BASED".

thresValue

ThresholdValue 0] 0.1

Indicates the threshold value(s) for RTT
and/or Packet Loss Rate. If the
EnATSSS feature is supported, it may
be included when the "steerModeValue"
attribute is set to "LOAD_BALANCING"
with fixed split percentages or
"PRIORITY_BASED". (NOTE)

EnATSSS

steerModelnd

SteerModelndicat | O 0.1
or

Contains Autonomous load-balance
indicator or UE-assistance indicator. If
the EnATSSS feature is supported, it
may be included when the
"steerModeValue" attribute is set to
"LOAD_BALANCING". (NOTE)

EnATSSS

NOTE: The "thresValue" attribute and "steerModelnd" attribute are mutually exclusive.

ETSI




3GPP TS 29.512 version 17.12.0 Release 17 173 ETSI TS 129 512 V17.12.0 (2023-09)

5.6.2.40 Type QosMonitoringData

Table 5.6.2.40-1: Definition of type QosMonitoringData
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Attribute name

Data type

Cardinality

Description

Applicability

gmid

string

1

Univocally identifies the QoS monitoring
policy data within a PDU session.

reqQosMonParams

array(Requeste
dQosMonitoring
Parameter)

1.N

Indicates the UL packet delay, DL packet
delay and/or round trip packet delay
between the UE and the UPF is to be
monitored when the QoS Monitoring for
URLLC is enabled for the service data
flow. (NOTE 1)

repFregs

array(Reporting
Frequency)

Indicates the frequency for the reporting,
such as event triggered and/or periodic.

repThreshDI

integer

Indicates the threshold in units of
milliseconds for DL packet delay. Only
applicable when the "reqQosMonParams"
attribute includes the "DOWNLINK" value
and the "repFregs" attribute includes the
value "EVENT_TRIGGERED".

Minimum = 0.

repThreshUl

integer

Indicates the threshold in units of
milliseconds for UL packet delay. Only
applicable when the "reqQosMonParams"
attribute includes the "UPLINK" value and
the "repFregs" attribute includes the value
"EVENT_TRIGGERED".

Minimum = 0.

repThreshRp

integer

Indicates the threshold in units of
milliseconds for round trip packet delay.
Only applicable when the
"reqQosMonParams" attribute includes the
"ROUND_TRIP" value and the "repFregs"
attribute includes the value
"EVENT_TRIGGERED".

Minimum = 0.

waitTime

DurationSecRm

Indicates the minimum waiting time
between subsequent reports. Only
applicable when the "repFregs" attribute
includes the value
"EVENT_TRIGGERED".

repPeriod

DurationSecRm

Indicates the reporting period. Only
applicable when the "repFreqgs" attribute
includes the value "PERIODIC".

If the feature "PacketDelayFailureReport"
is supported, it also indicates the time
interval at which a measurement failure
needs to be reported if no measurement
result is provided. Only applicable when
the "repFregs" attribute includes the value
"PERIODIC" and "EVENT_TRIGGERED".

notifyUri

UriRm

0.1

Notification address of the AF or if the
"ExposureTOEAS" feature is supported, of
the Local NEF or AF receiving the event
notification. It shall be included if the PCF
determines that the notification shall be
sent to the AF directly from the NF service
consumer or the PCF determines that the
notification shall be sent to the Local NEF
or AF directly from the UPF. (NOTE 2).

notifyCorreld

string

0.1

It is used to set the value of Notification
Correlation ID in the notification sent by
the NF service consumer or, if the
"ExposureTOEAS" feature is supported,
the UPF. It may be included if the PCF
determines that the notification shall be
sent to the AF directly from the NF service
consumer or the PCF determines that the
notification shall be sent to the Local NEF
or AF directly from the UPF. (NOTE 2).
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directNotifind boolean (0] 0.1 Indicates that the direct event notification |ExposureToEA
sent to the Local NEF or AF by the UPF is (S
requested if it is included and set to true.

NOTE 1: In this release of the specification the maximum number of elements in the array is 3.
NOTE 2: The attributes "notifyUri" and "notifyCorreld' shall not be set to NULL if the "ExposureToEAS" feature is not
supported.

5.6.2.41 Type TsnBridgelnfo

Table 5.6.2.41-1: Definition of type TsnBridgelnfo

Attribute name Data type Cardinality Description Applicability

P
bridgeld Uint64 o 0.1 Contains a TSC user plane node Id. It may
contain the unique TSN Bridge MAC address
for IEEE TSN networks (as defined in
IEEE Std 802.1Q-2018 [45] clause 14.2.5) or
may contain a unique identifier assigned
within 5GS.

dsttAddr MacAddr48 (@) Contain the MAC address of DS-TT.

olo
Bl

dsttPortNum TsnPortNumb | O
er

DS-TT port allocated to a PDU session.

dsttResidTime Uinteger (0] 0.1 The time taken within the UE and DS-TT to
forward a packet between the UE/DS-TT port
encoded as specified in clause 9.11.4.26 of
3GPP TS 24.501 [20] starting with octet 3
and ending with octet 10.

5.6.2.42 Type QosMonitoringReport

Table 5.6.2.42-1: Definition of type QosMonitoringReport

Attribute name Data type P |Cardinality Description Applicability

refPccRulelds array(string) M 1..N An array of PCC rule id references to
the PCC rules associated with the QoS
Monitoring report.

ulDelays array(integer) (0] 1..N Uplink packet delay in units of
milliseconds. (NOTE 1)
diDelays array(integer) (0] 1..N Downlink packet delay in units of
milliseconds. (NOTE 1)
rtDelays array(integer) (0] 1..N Round trip delay in units of
milliseconds. (NOTE 1)
pdmf boolean 0] 0.1 Packet delay measurement failure PacketDelayFail

indicator. When set to true, it indicates |ureReport
that a packet delay failure has
occurred.

Default value is false if omitted.
(NOTE 2)

NOTE 1: In this release of the specification the maximum number of elements in the array is 2. If more than one value
is received at one given point of time for UL packet delay, DL packet delay or round trip packet delay
respectively, the NF service consumer reports the minimum and maximum packet delays to the PCF.

NOTE 2: When the "pdmf" attribute is set to true, "ulDelays", "dIDelays" and "rtDelays" shall not be present.
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Table 5.6.2.43-1: Definition of type AdditionalAccessinfo

Attribute name Data type P [ Cardinality Description Applicability
accessType AccessType M 0.1 The Access Type where the served UE is
camping.
ratType RatType o 0.1 The RAT Type where the served UE is
camping.
5.6.2.44 Void
5.6.2.45 Type PortManagementContainer
Table 5.6.2.45-1: Definition of type PortManagementContainer
Attribute name Data type P |Cardinality Description Applicability
portManCont Bytes M 1 Transports port management
information for a DS-TT port or a NW-
TT port encoded as specified in
clause 9.11.4.27 of
3GPP TS 24.501 [20] starting with
octet 4.
portNum TsnPortNumber M 1 Provides port number for a DS-TT port
or a NW-TT port.
5.6.2.46 Type IpMulticastAddressinfo
Table 5.6.2.46-1: IpMulticastAddressinfo
Attribute name Data type P | Cardinality Description Applicability
srclpv4Addr Ipv4Addr C 0.1 Indicates the source IPv4 address of
the DL multicast flow. Maybe included
if the "ipv4MulAddr" attribute is
included.
ipv4MulAddr Ipv4Addr (0] 0.1 Indicates the destination IPv4
multicast address of the DL multicast
flow.
srclpv6Addr Ipv6Addr C 0.1 Indicates the source IPv6 address of
the DL multicast flow. Maybe included
if the "ipv6MulAddr" attribute is
included.
ipv6MulAddr Ipv6Addr (0] 0.1 Indicates the destination IPv6
multicast address of the DL multicast
flow.
NOTE:  Either "ipv4MulAddr" attribute or "ipv6MulAddr" attribute shall be included.
5.6.2.47 Type BridgeManagementContainer
Table 5.6.2.47-1: Definition of type BridgeManagementContainer
Attribute name Data type P |Cardinality Description Applicability
bridgeManCont Bytes M 1 Transports a Bridge management

service message encoded as
specified in clause 8.7 of
3GPP TS 24.539 [49].
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Attribute name Data type P [ Cardinality Description Applicability
notifCtrlinds array(Notificatio | M 1.N Indicates the event notification(s) is DDNEventPoli
nControlindicati requested. cyControl
on)
typesOfNotif array(DIDataDel | O 1.N Contains the type of notification of DDD DDNEventPoli
iveryStatus) Status. cyControl
NOTE: In this release of the specification the maximum number of elements in the array is 2.

5.6.2.49

Type DownlinkDataNotificationControlRm

This data type is defined in the same way as the "DownlinkDataNotificationControl" data type, but:

- with the OpenAPI "nullable: true" property;

- theremovable attributes "notif Ctrlinds", and " typesOfNotif " attribute are defined as nullable in the OpenAPI.

5.6.2.50

Type SgsnAddress

Table 5.6.2.50-1: Definition of type SgsnAddress

Attribute name Data type P | Cardinality Description Applicability
sgsnlpv4Addr Ipv4Addr (0] 0.1 Includes the IPv4 address of the access
network gateway control node.
sgshlpv6Addr Ipv6Addr (0] 0.1 Includes the IPv6 address of the access
network gateway control node.

NOTE:
available) shall be included.

At least one address of the SGSN (the IPv4 address or the IPv6 address or both if both addresses are

5.6.2.51 Void

5.6.2.52

Type ThresholdValue

Table 5.6.2.52 -1: Definition of type ThresholdValue

Attribute name Data type P | Cardinality Description Applicability
rttThres UintegerRm (0] 0.1 Unsigned integer identifying a threshold
value of Maximum RTT in units of
milliseconds.
plrThres PacketLossRate | O 0.1 Indicates a threshold value of Maximum
Rm Packet Loss Rate.
NOTE: At least one of the attributes shall be included.
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Attribute name Data type P [Cardinality Description Applicability
nwdaflnstanceld [Nflnstanceld M 1 Uniquely identifies the NWDAF Instance ID
consumed by the NF service consumer.
nwdafEvents array(Nwdafev | O 1.N List of Analytics IDs consumed by the NF
ent) service consumer.
5.6.3 Simple data types and enumerations

5.6.3.1

Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.

5.6.3.2

Simple data types

The simple data types defined in table 5.6.3.2-1 shall be supported. For additional simple data types see
3GPPTS29.571 [11].

Table 5.6.3.2-1: Simple data types

Type Name

Type Definition

Description

Applicability

5GSmCause

Uinteger

Indicates the 5GSM cause code value as defined in
clause 9.11.4.2 of 3GPP TS 24.501 [20].

RAN-NAS-Cause

se

EpsRanNasRelCau

string

Indicates the RAN or NAS release cause code
information in 3GPP-EPS access type or indicates the
TWAN or untrusted WLAN release cause code
information in Non-3GPP-EPS access type. It shall be
coded as per the RAN/NAS Cause in clause 8.103 of
3GPP TS 29.274 [37], starting with Octet 5.

RAN-NAS-Cause

FlowDescription

string

Defines a packet filter for an IP flow.
Refer to clause 5.4.2 of 3GPP TS 29.212 [23] for
encoding.

PacketFilterContent

string

Defines a packet filter for an IP flow.
Refer to clause 5.3.54 of 3GPP TS 29.212 [23] for
encoding.

TsnPortNumber

Uinteger

Port number of a DS-TT or NW-TT port.

TimeSensitiveNetwo
rking

or

ApplicationDescript

Bytes

Defines the OS Id and the OS application identifier for
an ATSSS rule, where the OS Id is optional.

It is a sequence of octets representing the traffic
descriptor(s) of the ATSSS rule as Os Id, if applicable,
and Os App Id as defined in table 6.1.3.2-1 of

3GPP TS 24.193 [43].

ATSSS
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5.6.3.3 Enumeration: FlowDirection

Table 5.6.3.3-1: Enumeration FlowDirection

Enumeration value Description Applicability
DOWNLINK The corresponding filter applies for traffic to the UE.
UPLINK The corresponding filter applies for traffic from the UE.
BIDIRECTIONAL The corresponding filter applies for traffic both to and from the UE.
UNSPECIFIED The corresponding filter applies for traffic to the UE (downlink), but

has no specific direction declared. The service data flow detection
shall apply the filter for uplink traffic as if the filter was bidirectional.
The PCF shall not use the value UNSPECIFIED in filters created by
the network in NW-initiated procedures. The PCF shall only include
the value UNSPECIFIED in filters in UE-initiated procedures if the
same value is received from the NF service consumer.

5.6.3.4 Enumeration: ReportingLevel

Table 5.6.3.4-1: Enumeration ReportingLevel

Enumeration value Description Applicability
SER_ID_LEVEL Indicates that the usage shall be reported on service id
and rating group combination level.
RAT_GR_LEVEL Indicates that the usage shall be reported on rating group
level.
SPON_CON_LEVEL Indicates that the usage shall be reported on sponsor
identity and rating group combination level.

5.6.3.5 Enumeration: MeteringMethod
Table 5.6.3.5-1: Enumeration MeteringMethod
Enumeration value Description Applicability

DURATION Indicates that the duration of the service data flow traffic shall be
metered.

VOLUME Indicates that volume of the service data flow traffic shall be
metered.

DURATION_VOLUME Indicates that the duration and the volume of the service data
flow traffic shall be metered.

EVENT Indicates that events of the service data flow traffic shall be
metered.
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5.6.3.6 Enumeration: PolicyControlRequestTrigger

Table 5.6.3.6-1: Enumeration PolicyControlRequestTrigger
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Enumeration value Description Applicability
PLMN_CH PLMN Change.
RES_MO_RE A request for resource modification has been received by the NF
service consumer. (NOTE)
AC _TY_CH Access Type Change. It also indicates the addition or removal of
Access Type for MA PDU session.
UE_IP_CH UE IP address change. (NOTE)
UE_MAC_CH A new UE MAC address is detected or a used UE MAC address
is inactive for a specific period.
AN_CH_COR Access Network Charging Correlation Information.
US_RE The PDU Session or the Monitoring key specific resources UMC
consumed by a UE either reached the threshold or needs to be
reported for other reasons.
APP_STA The start of application traffic has been detected. IADC
APP_STO The stop of application traffic has been detected. IADC
AN_INFO Access Network Information report. NetLoc
CM SES FAIL Credit management session failure.
PS_DA_OFF The NF service consumer reports when the 3GPP PS Data Off 3GPP-PS-Data-Off
status changes. (NOTE)
DEF QOS CH Default QoS Change. (NOTE)
SE_AMBR_CH Session-AMBR Change. (NOTE)
QOS_NOTIF The NF service consumer notify the PCF when receiving
notification from RAN that QoS targets of the QoS Flow cannot
be guaranteed or can be guaranteed.
NO CREDIT Out of credit.
REALLO_OF_CREDIT Reallocation of credit ReallocationOfCred
it
PRA_CH Change of UE presence in Presence Reporting Area. PRA
SAREA_CH Location Change with respect to the Serving Area.
SCNN_CH Location Change with respect to the Serving CN node.
RE_TIMEOUT Indicates the NF service consumer generated the request

RES_RELEASE

Indicates that the NF service consumer can inform the PCF of
the outcome of the release of resources for those rules that
require so.

RAN-NAS-Cause

SUCC_RES_ALLO

Indicates that the NF service consumer shall inform the PCF of
the successful resource allocation for those rules that requires
SO0.

RAT_TY_CH

RAT type change.

REF_QOS _IND CH

Reflective QoS indication Change.

NUM_OF_PACKET_FILTE
R

Indicates that the NF service consumer shall report the number
of supported packet filter for signalled QoS rules. (NOTE) Only
applicable to the interworking scenario as defined in Annex B.

UE_STATUS_RESUME

Indicates that the UE's status is resumed. Only applicable to the
interworking scenario as defined in Annex B.

PolicyUpdateWhen
UESuspends

UE _TZ CH

UE Time Zone Change.

AUTH_PROF_CH

Indicates that the DN-AAA authorization profile index has
changed. (NOTE)

DN-Authorization

TSN_BRIDGE_INFO

Indicates the NF service consumer has detected information
about new TSC user plane node port(s), and/or new/updated
UMIC and/or PMIC(s).

TimeSensitiveNetw
orking

QOS_MONITORING

Indicate that the NF service consumer notifies the PCF of the
QoS Monitoring information.

QosMonitoring

SCELL_CH Location Change with respect to the Serving Cell.
USER_LOCATION_CH Indicates that user location has changed, applicable to serving IAggregatedUELoc
area change and serving cell change. Changes

EPS_FALLBACK

EPS Fallback report is enabled in the NF service consumer. Only
applicable to the interworking scenario as defined is Annex B.

EPSFallbackReport

MA_PDU Indicates that the NF service consumer notifies the PCF of the IATSSS
MA PDU session request. Only applicable to the interworking
scenario as defined in Annex B. (NOTE)
5G_RG_JOIN The 5G-RG has joined to an IP Multicast Group. WwC
5G RG LEAVE The 5G-RG has left an IP Multicast Group. WWC
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DDN_FAILURE

Indicates that the NF service consumer requests policies from
PCF if it received an event subscription for DDN Failure event.

DDNEventPolicyCo
ntrol

DDN_DELIVERY_STATUS

Indicates that the NF service consumer requests policies from
PCF if it received an event subscription for DDN Delievery Status
event.

DDNEventPolicyCo
ntrol

GROUP_ID_LIST_CHG

UE Internal Group ldentifier(s) has changed: the NF service
consumer reports that UDM provided list of group Ids has
changed. (NOTE)

GroupldListChange

DDN_FAILURE_CANCELL
ATION

Indicates that the event subscription for DDN Failure event is
cancelled.

DDNEventPolicyCo
ntrol2

DDN_DELIVERY_STATUS
CANCELLATION

Indicates that the event subscription for DDD STATUS is
cancelled.

DDNEventPolicyCo
ntrol2

VPLMN_QOS_CH

Indicates that the NF service consumer has detected the change
of the QoS supported in the VPLMN, the change from the case
where the QoS constraints are applicable to the case where the
QoS constraints are not applicable (e.g. the UE moves back from
the home routed to the non-roaming scenario) or vice versa.
(NOTE)

\VPLMN-QoS-
Control

SUCC_QOS_UPDATE

Indicates that the NF service consumer notifies the PCF of the
successful update of the QoS for MPS.

MPSforDTS

SAT_CATEGORY_CHG

Indicates that the SMF has detected a change between different

SatBackhaulCatego|

satellite category, or non-satellite backhaul. ryChg
PCF_UE_NOTIF_IND Indicates the SMF has detected the AMF forwarded the PCF for  |AMInfluence
the UE indication to receive/stop receiving notifications of SM
Policy association established/terminated events.
(NOTE)
NWDAF_DATA CHG Indicates that the NWDAF instance IDs used for the PDU session [EneNA

and/or associated Analytics IDs have changed. (NOTE)
The NF service consumer always reports to the PCF.

NOTE:

The PCF may provision the values of policy control request trigger which are not always reported by the NF service
consumer as defined in clause 4.2.6.4.

When the NF service consumer detects the corresponding policy control request trigger(s), the NF service consumer
shall report the detected trigger(s) to the PCF as defined in clause 4.2.4.1 with the additional information for different
independent policy control request triggers as follows:

If the"PLMN_CH" is provisioned, when the NF service consumer detects a change of the serving network (a PLMN or
an SNPN), the NF service consumer shall include the "PLMN_CH" within the "repPolicyCtrIReqTriggers' attribute and
the current identifier of the serving network within the "servingNetwork" attribute.

When the NF service consumer receives the resource modification request from the UE, the NF service consumer shall
includethe "RES MO_RE" within the "repPolicyCtrIReqTriggers" attribute and the information for requesting the PCC
rule as defined in clause 4.2.4.17.

If the"AC_TY_CH" is provisioned, when the NF service consumer detects a change of accesstype, the NF service
consumer shall includethe"AC_TY_CH" within the "repPolicyCtrIReqTriggers" attribute and the current access type
within the "accessType" attribute. The RAT type encoded in the "ratType" attribute shall also be provided when
applicable to the specific access type. Specific attributes for the EPC interworking case are described in Annex B. If the
ATSSS feature is supported, when the NF service consumer detects an accessis added or released for MA PDU session,
the NF service consumer shall include the added Access Type or released Access type encoded as "accessType"
attribute within the Additional Accesslnfo data structure. The RAT type encoded in the "ratType" attribute shall also be
provided within the Additional Accessl nfo data structure when applicable to the added access type or released access

type.

When the NF service consumer detects an |Pv4 address and/or an 1Pv6 prefix is allocated or released, the NF service
consumer shall include the "UE_IP_CH" within the "repPolicyCtrIReqTriggers" attribute and new allocated UE Ipv4
address within the "ipv4Address' attribute and/or the UE I pv6 prefix within the "ipv6AddressPrefix" attribute or the
released UE |pv4 address within the "rellpv4Address' attribute and/or the UE I pv6 prefix within the
"relIpv6AddressPrefix" attribute. If the "Multilpv6AddrPrefix" feature is supported, and if an additional allocated or
released | Pv6 prefix is detected, the NF service consumer shall include the new allocated UE I pv6 prefix within the
"addlpv6AddrPrefixes' attribute and the released UE Ipv6 prefix within the "addRel | pv6AddrPrefixes' attribute.
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When the NF service consumer detects anew UE MAC address or a used UE MAC addressis not used any more, the
NF service consumer shall include the"UE_MAC_CH" within the "repPolicyCtrIReqTriggers' attribute and new
detected UE MAC address within the "ueMac" attribute or the not used UE MAC address within the "relUeMac"
attribute.

If the"AN_CH_COR" is provisioned, when the NF service consumer is provisioned with the PCC rule as defined in
clause 4.2.6.5.1, the NF service consumer shall notify the PCF of access network charging identifier associated with the
PCC rules as defined in clause 4.2.4.13.

If the"US_RE" is provisioned, when the NF service consumer receives the usage report from the UPF, the NF service
consumer shall notify the PCF of the accumulated usage as defined in clause 4.2.4.10. Applicable to functionality
introduced with the UM C feature as described in clause 5.8.

If the "APP_STA" is provisioned, when the NF service consumer receives the application start report from the UPF, the
NF service consumer shall notify the PCF of the application start report as defined in clause 4.2.4.6. Applicable to
functionality introduced with the ADC feature as described in clause 5.8.

If the"APP_STQ" is provisioned, when the NF service consumer receives the application stop report from the UPF, the
NF service consumer shall notify the PCF of the application stop report as defined in clause 4.2.4.6. Applicable to
functionality introduced with the ADC feature as described in clause 5.8.

If the "AN_INFQO" is provisioned, when the NF service consumer receives the reported access network information
from the access network, the NF service consumer shall notify the PCF of the access network information as defined in
clause 4.2.4.9. Applicable to functionality introduced with the NetLoc feature as described in clause 5.8.

If the"CM_SES FAIL" is provisioned, when the NF service consumer receives a detected transient/permanent failure
from the CHF, the NF service consumer shall include the"CM_SES FAIL" within the "repPolicyCtrIReqTriggers’
attribute. If the failure does not apply to all PCC Rules, the affected PCC Rules are indicated within the "ruleReports"
attribute, with the "ruleStatus" attribute set to value ACTIVE and the "failureCode" attribute set to the corresponding
value as reported by the CHF; otherwise if the failure applies to the session, the "creditManageStatus' shall be set to the
corresponding value as reported by the CHF.

If the"PS_DA_OFF" is provisioned, when the NF service consumer receives a change of 3GPP PS Data Off status
from the UE, the NF service consumer shall notify the PCF as defined in clause 4.2.4.8. Applicable to functionality
introduced with the 3GPP-PS-Data-Off feature as described in clause 5.8.

When the NF service consumer detects a change of subscribed default QoS, the NF service consumer shall include the
"DEF_QOS_CH" within the "repPolicyCtrIRegqTriggers' attribute and the new subscribed default QoS within the
"subsDefQos" attribute.

When the NF service consumer detects a change of Session-AMBR, the NF service consumer shall include the
"SE_ AMBR_CH" within the "repPolicyCtrIReqTriggers" attribute and the new Session-AMBR within the
"subsSessAmbr" attribute.

If the"QOS_NOTIF" is provisioned, when the NF service consumer receives a notification from access network that
QoS targets of the QoS Flow cannot be guaranteed or can be guaranteed again, the NF service consumer shall send the
notification as defined in clause 4.2.4.20.

If the"NO_CREDIT" is provisioned, when the NF service consumer detects the credit for the PCC rule(s) is no longer
available, the NF service consumer shall include the "NO_CREDIT" within the "repPolicyCtrIReqTriggers" attribute,
the termination action the NF service consumer applies to the PCC rules as instructed by the CHF within the
"finUnitAct" attribute and the affected PCC rules within the "ruleReports" attribute.

When the "ReallocationOfCredit" feature is supported, if the "REALLO_OF _CREDIT" is provisioned, when the NF
service consumer detects the credit for the PCC rule(s) isreallocated, the NF service consumer shall include the
"REALLO_OF_CREDIT" within the "repPolicyCtrIReqTriggers" attribute and include the affected PCC rules for
which credit has been reallocated after credit was no longer available and the "ruleStatus" attribute set to value ACTIVE
within the "ruleReports" attribute.

If the "PRA_CH" is provisioned, to detect when the UE enters/leaves certain presence reporting aress, the NF service
consumer is provisioned the presence reporting area information as defined in clause 4.2.6.5.6. When the NF service
consumer receives the presence reporting area information from the serving node, the NF service consumer shall notify
the PCF of the reported presence area information as defined in clause 4.2.4.16. This report includes reporting the initial
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status at the time the request for reportsisinitiated. Applicable to the functionality introduced by the PRA or ePRA
feature as described in clause 5.8.

If the "SAREA_CH" is provisioned, when the NF service consumer detects a change of serving area (i.e. tracking area,
or if the feature "2G3GIWK" is supported routing area), the NF service consumer shall include the "SAREA_CH"
within the "repPolicyCtrIReqTriggers' attribute and the current TAI within the "userLocationinfo” attribute in either the
"eutraLocation" or "nrLocation", or the current Routing Area within the "userLocationlnfo" attribute in the
"utraLocation" attribute when UTRAN access, or in the "geralocation” attribute when GERAN access, as applicable.
Non-3GPP access user location is reported in the "n3gal ocation” attribute when applicable. The attributes used in case
of EPC interworking are described in Annex B.

If the "SCNN_CH?" is provisioned, when the NF service consumer detects a change of serving Network Function (i.e.
the AMF, ePDG, S-GW or if the feature "2G3GIWK" is supported SGSN), the NF service consumer shall include the
"SCNN_CH" within the "repPolicyCtrIReqTriggers' attribute and the current serving Network Function in the
"servNfld" attribute if available. When the serving Network Function is an AMF, the NF service consumer shall include
the AMF Network Function Instance Identifier within the "servNfInstld" attribute and the Globally Unique AMF
Identifier within the "guami" attribute. The attributes included in case of EPC interworking are described in Annex B.

NOTE 1: Inthe home-routed roaming case, if the AMF change is unknown to the H-SMF, then the AMF change is
not reported.

If the"RE_TIMEOUT" is provisioned, when the NF service consumer is provisioned with the revalidation time by the
PCF, the NF service consumer shall request the policy before the indicated revalidation time is reached as defined in
clause 4.2.4.3.

If the "RES_RELEASE" is provisioned, when the NF service consumer receives the request of PCC rule removal as
defined in clause 4.2.6.5.2, the NF service consumer shall report the outcome of resource release as defined in
clause 4.2.4.12. Applicable to functionality introduced with the RAN-NAS-Cause feature as described in clause 5.8.

When "SUCC_RES_ALLO" is provisioned and PCC rules are provisioned according to clause 4.2.6.5.5, the NF service
consumer shall inform the PCF of the successful resource alocation as defined in clause 4.2.4.14.

If the feature "2G3GIWK" is supported, and if the "RAI_CH" is provisioned, when the NF service consumer detects a
change of routing area, the NF service consumer shall include the "RAI_CH" within the "repPolicyCtrlReqTriggers’
attribute and the current RAI within the "userL ocationlnfo” attribute as described in Annex B.

If the"RAT_TY_CH" is provisioned, when the NF service consumer detects a change of the RAT type, the NF service
consumer shall include the "RAT_TY_CH" within the "repPolicyCtrIReqTriggers" attribute and the current RAT type
within the "ratType" attribute. For MA PDU session, the NF service consumer shall include the current RAT type at the
SmPolicyUpdateContextData data type level or Additional Accessinfo datatype level. If the RAT typeis provided at the
SmPolicyUpdateContextData data type level, the NF service consumer shall also provide the associated access type
within the SmPolicyUpdateContextData data structure.

If the"REF_QOS IND_CH" is provisioned, when the NF service consumer receives a change of reflective QoS
indication from the UE, the NF service consumer shall include the "REF_QOS IND_CH" within the
"repPolicyCtrIReqTriggers" attribute and the indication within the "refQosl ndication™ attribute.

When the NF service consumer receives the number of supported packet filter for signalled QoS rules for the PDU
session from the UE during the PDU Session Modification procedure after the first inter-system change from EPS to
5GS for a PDU Session established in EPS and transferred from EPS with N26 interface, the NF service consumer shall
include the "NUM_OF _PACKET_FILTER" within the "repPolicyCtrlReqTriggers" attribute and the number of
supported packet filter for signalled QoS rules within the "numOfPackFilter" attribute. Only applicable to the
interworking scenario as defined in Annex B.

If the"UE_STATUS RESUME" is provisioned, when the NF service consumer detected the UE's statusis resumed
from suspend state, the NF service consumer shall inform the PCF of the UE status including the
"UE_STATUS_RESUME" within "repPolicyCtrIRegTriggers" attribute. The PCF shall after this update the NF service
consumer with PCC Rules or session rulesif necessary. Applicable to functionality introduced with the
PolicyUpdateWhenUESuspends feature as described in clause 5.8.

If the"UE_TZ_CH" is provisioned, when the NF service consumer detects a change of the UE Time Zone, the NF
service consumer shall include the "UE_TZ_CH" within the "repPolicyCtrIReqTriggers' attribute and the current UE
Time Zone within the "ueTimeZone" attribute.
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If the "DN-Authorization" feature is supported, when the NF service consumer detects a change of DN-AAA
authorization profile index, the NF service consumer shall include the "TAUTH_PROF_CH" within the
"repPolicyCtrIReqTriggers' attribute and the new DN-AAA authorization profile index within the "authProfl ndex"
attribute.

If the "TimeSensitiveNetworking" or "TimeSensitiveCommunication” feature is supported and "TSN_BRIDGE_INFO"
is provisioned, when the NF service consumer detects:

- thereisinformation about new TSC user plane node port(s), e.g. a new manageable Ethernet port, the NF service
consumer shall include the"TSN_BRIDGE_INFO" within the "repPolicyCtrIReqTriggers" attribute and the
updated TSC user plane node information within the "tsnBridgelnfo" attribute; and/or

- the NF service consumer detects a UMIC or PMIC, the NF service consumer shall include the
"TSN_BRIDGE_INFO" within the "repPolicyCtrlReqTriggers' attribute and the UMIC, if available, within the
"tsnBridgeManCont" attribute, and/or the PMIC(s), if available, within the "tsnPortManContDstt" and the
"tsnPortManContNwitts" attributes.

NOTE 2: When the NF service consumer detects updated Port Management Information of the NW-TT ports, the
NF service consumer includes the PMIC within the "tsnPortManContNwtts" attribute of
SmPolicyUpdateContextData data type.

If the"QOS_MONITORING" is provisioned, upon receiving the QoS Monitoring report from the UPF, the NF service
consumer shall send the QoS monitoring report to the PCF as defined in clause 4.2.4.24.

If the "SCELL_CH" is provisioned, when the NF service consumer detects a change of serving cell, the NF service
consumer shall include the "SCELL_CH" within the "repPolicyCtrIReqTriggers" attribute and the current cell Id within
the "userLocationlnfo™" attribute either in the "eutral ocation" attribute when EPC/E-UTRAN access or "nrLocation"
attribute when NR access or "geralocation” attribute when GERAN access or "utralocation™ attribute when UTRAN
access, as applicable.

NOTE 3: Location change of serving cell can increase signalling load on multiple interfaces. Hence, it is
recommended that any such serving cell changes event trigger subscription isonly applied for alimited
number of subscribers.

If the "AggregatedUEL ocChanges' feature is supported and the "USER_LOCATION_CH" is provisioned, when the NF
service consumer detects a change of serving cell and/or a change of serving area (i.e. tracking area), the NF service
consumer shall include the "USER_L OCATION_CH" within the "repPolicyCtrIReqTriggers' attribute and the current
serving area and/or cell Id within the "userLocationlnfo" attribute in the "eutral_ocation" attribute or "nrLocation"
attribute or "geralocation" attribute or "utral ocation™ attribute, as applicable.

NOTE 4: The access network can be configured to report |ocation changes only when transmission resources are
established in the radio access network.

If the "EPSFallbackReport" feature is supported and the "EPS_FALLBACK" is provisioned and thereisa PCC rule
installed that required the reporting, when the NF service consumer receives a PDU session modification response
indicating the rejection of the establishment of the QoS flow with 5QI=1, the NF service consumer shall notify the PCF
of EPS fallback as defined in clause B.3.4.6.

When the NF service consumer receives the MA PDU Request Indication or MA PDU Network-Upgrade Allowed
Indication and ATSSS Capability from the UE during the PDU Session Modification procedure after the first inter-
system change from EPS to 5GS for a PDU Session established in EPS and transferred from EPS with N26 interface,
the NF service consumer shall include the "MA_PDU" within the "repPolicyCtrlReqTriggers' attribute, the MA PDU
session Indication in the "maPdulnd” attribute, the ATSSS capability of the MA PDU session within the "atsssCapab”
attribute. Only applicable to the interworking scenario as defined in Annex B.

If the"WWC" feature is supported and "5G_RG_JOIN" is provisioned and when the NF service consumer detects a 5G-
RG hasjoined to an IP Multicast Group, the NF service consumer shall include the "5G_RG_JOIN" within the
"repPolicyCtrIReqTriggers' attribute and the IP multicast addressing information within the "mul Addrinfos" attribute.

If the"WWC" featureis supported and "5G_RG_LEAVE" is provisioned and when the NF service consumer detects a
5G-RG has left an IP Multicast Group, the NF service consumer shall include the "5G_RG_LEAVE" within the
"repPolicyCtrIReqTriggers' attribute and the IP multicast addressing information within the "mul Addrinfos" attribute.

If "DDNEventPolicyControl" feature is supported, and if "DDN_FAILURE" is provisioned, when the NF service
consumer receives an event subscription for DDN Failure event including the traffic descriptors, the NF service
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consumer shall include the "DDN_FAILURE" within the "repPolicyCtrIReqTriggers" attribute and traffic descriptor(s)
within the "trafficDescriptors' attribute.

If "DDNEventPolicyControl" feature is supported, and if "DDN_DELIVERY_STATUS' is provisioned, when the NF
service consumer receives an event subscription for DDD Status event including the traffic descriptors, the NF service
consumer shall include the"DDN_DELIVERY _STATUS" within the "repPolicyCtrIReqTriggers' attribute and traffic
descriptor(s) within the "trafficDescriptors' attribute and the requested type(s) of notifications (notifications about
downlink packets being buffered, and/or discarded).

If "GroupldListChange" feature is supported, when the SMF receives the updated Internal Group Identifier(s) from the
UDM, the SMF shall include the "GROUP_ID_LIST_CHG" within the "repPolicyCtrIReqTriggers" attribute and the
Internal Group Identifier(s) of the served UE within the "interGrplds' attribute.

If "DDNEventPolicyControl2" feature is supported, and if "DDN_FAILURE_CANCELLATION" is provisioned, when
the SMF receives a cancellation of event subscription for DDN Failure event, the SMF shall include the
"DDN_FAILURE_CANCELLATION" within the "repPolicyCtrIReqTriggers" attribute and the PCC rule identifier of
the PCC rule which is used for traffic detection of DDN failure event within the "pccRuleld" attribute.

If "DDNEventPolicyControl2" feature is supported, and if "DDN_DELIVERY_STATUS _CANCELLATION" is

provisioned, when the SMF receives a cancellation of event subscription for DDD Status event, the SMF shall include
the"DDN_DELIVERY_STATUS_CANCELLATION" within the "repPolicyCtrIRegTriggers" attribute and the PCC
rule identifier of the PCC rule which is used for traffic detection of DDD status event within the "pccRuleld” attribute.

When the "VPLMN-QoS-Control" feature is supported and if the NF service consumer receives a new QoS value
supported in the VPLMN, the NF service consumer shall include the "VPLMN_QOS CH" within the
"repPolicyCtrIReqTriggers' attribute and the received QoS constraints within the "vplmnQos" attribute; if the NF
service consumer detects that the UE moves from aVPLMN with QoS constraints to the HPLMN or to aVPLMN
without QoS constraints, the NF service consumer shall include the "VPLMN_QOS CH" within the
"repPolicyCtrlReqTriggers' attribute and the "vplmnQosNotApp" attribute set to true.

If the"MPSforDTS' feature is supported, and if "SUCC_QOS UPDATE" is provisioned, when the resources for the
MPS for DTS invocation/revocation are successfully allocated for MPS for DTS, the NF service consumer shall include
the"SUCC_QOS UPDATE" within the "repPolicyCtrIReqTriggers" attribute.

If " SatBackhaul CategoryChg" feature is supported, and if "SAT_CATEGORY _CHG" is provisioned, the NF service
consumer notifies the PCF when there is a change of the backhaul which is used for the PDU session between different
satellite backhaul categories (i.e., GEO, MEO, LEO, or other satellite) or between a satellite backhaul and a non-
satellite backhaul. The NF service consumer shall include the satellite backhaul category or non-satellite backhaul
within the "satBackhaul Category" attribute together with the "SAT_CATEGORY _CHG" policy control request trigger
within the "repPolicyCtrIReqTriggers" attribute.

NOTE 5: Thetype (i.e. GEO, MEO, LEO or other satellite) of the satellite involved in the backhaul isreferred as
the satellite backhaul category. Only a single backhaul category can be indicated.

If the "AMInfluence" feature is supported, the NF service consumer notifies the PCF about the PCF for the UE request
to be notified of PDU session established/terminated events by forwarding within the "pcfUelnfo" attribute, the received
PCF for the UE callback URI within the "callbackUri" attribute and, if received, SBA binding information within the
"bindinglnfo" attribute, together with the "PCF_UE_NOTIF_IND" policy control request trigger within the
"repPolicyCtrIReqTriggers' attribute. The NF service consumer notifies the PCF about the PCF for the UE request to
stop being notified about the PDU session established/terminated events by sending the "pcfUelnfo" attribute set to
NULL together with the "PCF_UE_NOTIF_IND" policy control request trigger within the "repPolicyCtrIReqTriggers"
attribute.

If "EneNA" feature is supported, the NF service consumer notifies the PCF when there is a change in the list of
NWDAF Instance | Ds used for the PDU Session and/or associated Analytics IDs. The NF service consumer shall
include within the "NwdafData" data structure the NWDAF instance I D within the "nwdafInstanceld" attribute and the
associated Analytic ID(s) within the "nwdafEvents" attribute, and the "NWDAF_DATA_CHG" within the
"repPolicyCtrIReqTriggers" attribute.
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5.6.3.7 Enumeration: RequestedRuleDataType

Table 5.6.3.7-1: Enumeration RequestedRuleDataType

Enumeration value Description Applicability
CH_ID Indicates that the requested rule data is the
charging identifier.
MS_TIME_ZONE Indicates that the requested access network info
type is the UE's timezone. (NOTE)
USER_LOC_INFO Indicates that the requested access network info
type is the UE's location. (NOTE)
RES_RELEASE Indicates that the requested rule data is the result of
the release of resource.
SUCC_RES _ALLO Indicates that the requested rule data is the
successful resource allocation.
EPS_FALLBACK Indicates that the requested rule data is the report of [EPSFallbackReport
QoS flow rejection due to EPS fallback.
NOTE: The requested rule data shall also be reported at QoS flow termination and PDU session termination.

5.6.3.8 Enumeration: RuleStatus

Table 5.6.3.8-1: Enumeration RuleStatus

Enumeration value Description Applicability
ACTIVE Indicates that the PCC rule(s) are successfully installed (for
those provisioned from the PCF) or activated (for those pre-
defined in the SMF), or that the session rule(s) are successfully
installed.

INACTIVE Indicates that the PCC rule(s) are removed (for those
provisioned from the PCF) or inactive (for those pre-defined in
the SMF) or that the session rule(s) are removed.
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5.6.3.9 Enumeration: FailureCode

Table 5.6.3.9-1: Enumeration FailureCode
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Enumeration value

Description

Applicability

UNK_RULE_ID

Indicates that the pre-provisioned PCC rule could not be
successfully activated because the provided PCC rule identifier is
unknown to the NF service consumer.

RA_GR_ERR

Indicates that the PCC rule could not be successfully installed or
enforced because the Rating Group specified within the Charging
Data policy decision to which the PCC rule refers is unknown or
invalid.

SER_ID_ERR

Indicates that the PCC rule could not be successfully installed or
enforced because the Service Identifier specified within the
Charging Data policy decision to which the PCC rule refers is
invalid, unknown or not applicable to the service being charged.

NF_MAL

Indicates that the PCC rule could not be successfully installed (for
those provisioned from the PCF), activated (for those pre-defined
in the SMF) or enforced (for those already successfully installed)
due to SMF/UPF malfunction.

RES_LIM

Indicates that the PCC rule could not be successfully installed (for
those provisioned from the PCF), activated (for those pre-defined
in the SMF) or enforced (for those already successfully installed)
due to a limitation of resources at the SMF/UPF.

MAX_NR_QoS_FLOW

Indicates that the PCC rule could not be successfully installed (for
those provisioned from the PCF), activated (for those pre-defined
in the SMF) or enforced (for those already successfully installed)
due to the fact that the maximum number of QoS flows has been
reached for the associated PDU session.

MISS_FLOW_INFO

Indicates that the PCC rule could not be successfully installed (for
those provisioned from the PCF) or enforced (for those already
successfully installed) because neither the "flowInfos" attribute nor
the "appld" attribute is specified by the PCF within the PCC rule
entry of the "pccRules" attribute during the first PCC rule
installation request.

RES_ALLO_FAIL

Indicates that the PCC rule could not be successfully installed or
maintained since the associated QoS flow
establishment/modification failed or the associated QoS flow was
released.

UNSUCC_QOS_VAL

This value is used to:

- indicate that QoS validation has failed; or

- indicate when Guaranteed Bandwidth > Max-Requested-
Bandwidth.

INCOR_FLOW_INFO

Indicates that the PCC rule could not be successfully installed or
modified at the NF service consumer because the provided flow
information is not supported by the network (e.g. the provided IP
address(es) or Ipv6 prefix(es) do not correspond to an IP version
applicable for the PDU session).

PS_TO_CS_HAN

Indicates that the PCC rule could not be maintained because of
PS to CS handover.

APP_ID_ERR

Indicates that the PCC rule could not be successfully installed or
enforced because the Application Identifier is invalid, unknown, or
not applicable to the application required for detection.

IADC

NO_QOS_FLOW_BOUND

Indicates that there is no QoS flow to which the SMF can bind the
PCC rule.

FILTER_RES

Indicates that the Flow Information within the "flowinfos" attribute
cannot be handled by the NF service consumer because at least
one of the restrictions defined in clause 5.4.2 of

3GPP TS 29.212 [23] was not respected.

MISS_REDI_SER_ADDR

Indicates that the PCC rule could not be successfully installed or
enforced at the NF service consumer because there is no valid
Redirect Server Address within the provided Traffic Control Data
policy decision to which the PCC rule refers, and no preconfigured
redirection address for this PCC rule at the SMF/UPF.

IADC

CM_END_USER_SER_D
ENIED

Indicates that the charging system denied the service request due
to service restrictions (e.g. terminate rating group) or limitations
related to the end-user, e.g. the end-user's account could not
cover the requested service.
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CM_CREDIT_CON_NOT_
APP

Indicates that the charging system determined that the service
can be granted to the end user but no further credit control is
needed for the service (e.g. service is free of charge or is treated
via offline charging).

CM_AUTH_REJ

Indicates that the charging system denied the service request in
order to terminate the service for which credit is requested.

CM_USER_UNK

Indicates that the specified end user could not be found in the
charging system.

CM_RAT_FAILED

Indicates that the charging system cannot rate the service request
due to insufficient rating inputs, incorrect combination of inputs or
due to an attribute or an attribute value that is not recognized or
supported in the rating.

UE_STA_SUSP

Indicates that the UE is in suspend state. Only applicable to the
interworking scenario, as defined in Annex B.

PolicyUpdateWhen
UESuspends

UNKNOWN_REF_ID

Indicates that the PCC rule could not be successfully
installed/modified because the referenced identifier to a Policy
Decision Data or to a Condition Data is unknown to the NF service
consumer.

INCORRECT_COND_DAT
A

Indicates that the PCC rule could not be successfully
installed/modified because the referenced Condition data are
incorrect (e.g. the "deactivationTime" and the "activationTime"
included in the referenced ConditionData contain the same time
value).

REF_ID_COLLISION

Indicates that the PCC rule could not be successfully
installed/modified because a Policy Decision referenced within the
PCC rule is also referenced by a session rule (e.g. a session rule
and this PCC rule refer to the same Usage Monitoring decision
data).

TRAFFIC_STEERING_ER
ROR

This value is used to indicate that:

- the enforcement of the steering of traffic to the N6-LAN or 5G-
LAN failed; or

- the dynamic PCC rule could not be successfully
installed/modified at the NF service consumer because e.g. there
are invalid traffic steering policy identifier(s) within the provided
Traffic Control Data policy decision to which the PCC rule refers.
Applicable when the functionality introduced with the TSC feature
described in clause 5.8 applies.

DNAI_STEERING_ERRO
R

This value is used to indicate that:

- the enforcement of the steering of traffic to the indicated DNAI
failed; or

- the dynamic PCC rule could not be successfully
installed/modified at the NF service consumer because there is
invalid route information for a DNAI(s) (e.g. routing profile id is not
configured) within the provided Traffic Control Data policy decision
to which the PCC rule refers.

Applicable when the functionality introduced with the TSC feature
described in clause 5.8 applies.

AN_GW_FAILED

Indicates that the AN-Gateway has failed and that the PCF should
refrain from sending policy decisions to the SMF until it is
informed that the S-GW has been recovered. This value shall not
be used if the SM Policy association modification procedure is
initiated for session rule removal only.

SGWRest

MAX_NR_PACKET_FILTE
RS_EXCEEDED

This value is used to indicate that the PCC rule could not be
successfully installed, modified or enforced at the NF service
consumer because the number of supported packet filters for
signalled QoS rules for the PDU session has been reached.

PACKET_FILTER_TFT_A
LLOCATION_EXCEEDED

Indicates that the PCC rule is removed at 5GS to EPS mobility
because TFT allocation was not possible since the number of
active packet filters in the EPC bearer is exceeded.

PackFiltAllocPreced
ence

MUTE_CHG_NOT_ALLO
WED

Indicates that the PCC rule could not be successfully modified
because the mute condition for application detection report cannot
be changed.

Applicable when the functionality introduced with the ADC feature
described in clause 5.8 applies.
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5.6.3.10 Enumeration: AfSigProtocol

Table 5.6.3.10-1: Enumeration AfSigProtocol

Enumeration value Description Applicability
NO_INFORMATION Indicate that no information about the AF signalling ProvAFsignalFlow
protocol is being provided. This is the default value.
SIP Indicate that the signalling protocol is Session Initiation ProvAFsignalFlow
Protocol.
5.6.3.11 Enumeration: RuleOperation

Table 5.6.3.11-1: Enumeration RuleOperation

Enumeration value Description Applicability
CREATE_PCC_RULE Indicates to create a new PCC rule to reserve
the resource requested by the UE.
DELETE_PCC_RULE Indicates to delete a PCC rule corresponding
to reserve the resource requested by the UE.
MODIFY_PCC_RULE_AND_ADD_PACKET | Indicates to modify the PCC rule by adding
FILTERS new packet filter(s).
MODIFY_ Indicates to modify the PCC rule by replacing
PCC_RULE_AND_REPLACE_PACKET_FIL [ the existing packet filter(s).
TERS
(NOTE)
MODIFY_ Indicates to modify the PCC rule by deleting
PCC_RULE_AND_DELETE_PACKET_FILT | the existing packet filter(s).
ERS
(NOTE)
MODIFY_PCC_RULE_WITHOUT_MODIFY | Indicates to modify the PCC rule by modifying
PACKET FILTERS the QoS of the PCC rule.

NOTE: The enumeration value does not follow the related naming convention (i.e.
"UPPER_WITH_UNDERSCORE") defined in clause 5.1.4 of 3GPP TS 29.501 [5]. There is a space
between the "MODIFY_" part and the "PCC" part. This enumeration value is however kept as currently
defined in this specification for backward compatibility considerations.

5.6.3.12 Enumeration: RedirectAddressType

Table 5.6.3.12-1: Enumeration RedirectAddressType

Enumeration value Description Applicability
IPV4_ADDR Indicates that the address type is in the form of "dotted-
decimal" IPv4 address.
IPV6_ADDR Indicates that the address type is in the form of IPv6
address.
URL Indicates that the address type is in the form of Uniform
Resource Locator.
SIP_URI Indicates that the address type is in the form of SIP
Uniform Resource ldentifier.

5.6.3.13 Enumeration: QosFlowUsage

Table 5.6.3.13-1: Enumeration QosFlowUsage

Enumeration value Description Applicability
GENERAL Indicates no specific QoS flow usage information is available.
IMS_SIG Indicates that the QoS flow is used for IMS signalling only.
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5.6.3.14 Enumeration: FailureCause

Table 5.6.3.14-1: Enumeration FailureCause

Enumeration value Description Applicability
PCC_RULE_EVENT Some of the PCC rules provisioned by the PCF in the request
cannot be installed/activated. It is used to inform the PCF that the
request failed and should not be attempted again.
PCC_QOS_FLOW_EVENT | For some reason some of the PCC rules provisioned by the PCF
in the request cannot be enforced or modified successfully in a
network initiated procedure. It is used to inform the PCF that the
request could not be satisfied at the time it was received, but may
be able to satisfy the request in the future.
RULE_PERMANENT_ERR | The HTTP request is rejected because some of the PCC and/or SessionRuleError
OR session rules provisioned by the PCF in the request cannot be Handling
installed/activated. It is used to inform the PCF that the request
failed, and should not be attempted again.
RULE_TEMPORARY_ERR | The HTTP request is rejected because for some reason some of  [SessionRuleError
OR the PCC and/or session rules provisioned by the PCF in the Handling
request cannot be enforced or modified successfully in a network
initiated procedure. It is used to inform the PCF that the request
could not be satisfied at the time it was received, but may be able
to satisfy the request in the future.

POL_DEC_ERROR Some of the policy decisions (including data that is different than PolicyDecisionErr
PCClsession rule related data) provided by the PCF in the request [orHandling
cannot be provisioned in the NF service consumer.

5.6.3.15 Enumeration: FlowDirectionRm

This data type is defined in the same way as the "FlowDirection" data type, but also allows null value (specified as
"NullValue" datatype).

5.6.3.16 Enumeration: CreditManagementStatus

Table 5.6.3.16-1: Enumeration CreditManagementStatus

Enumeration value Description Applicability
END_USER_SER_DENIED | Indicates that the charging system denied the service request due
to service restrictions (e.g. terminate rating group) or limitations
related to the end-user, for example the end-user's account could
not cover the requested service.

CREDIT_CTRL_NOT_APP | Indicates that the charging system determined that the service can
be granted to the end user but no further credit control is needed
for the service (e.g. service is free of charge or is treated for offline

charging).

AUTH_REJECTED Indicates that the charging system denied the service request in
order to terminate the service for which credit is requested.

USER_UNKNOWN Indicates that the specified end user could not be found in the
charging system.

RATING_FAILED Indicates that the charging system cannot rate the service request

due to insufficient rating input, incorrect attribute combination or
an attribute value that is not recognized or supported in rating.
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5.6.3.17 Enumeration: SessionRuleFailureCode

Table 5.6.3.17-1: Enumeration SessionRuleFailureCode

Enumeration value Description Applicability
NF_MAL Indicates that the session rule could not be successfully installed)
or enforced (for those already successfully installed) due to
SMF/UPF malfunction.

RES_LIM Indicates that the session rule could not be successfully installed
or enforced (for those already successfully installed) due to a
limitation of resources at the SMF/UPF.
SESSION_RESOURCE_A | Indicates the session rule could not be successfully enforced due
LLOCATION_FAILURE to failure during the allocation of resources for the PDU session in
the UE, RAN or AMF.

UNSUCC_QOS VAL Indicates that the QoS validation has failed.

INCORRECT_UM The usage monitoring data of the enforced session rule is not the |(NOTE)
same for all the provisioned session rule(s), i.e., the reference
identifier to a UsageMonitoringData policy decision is not
homogeneously provisioned in all session rules (e.g., some, but
not all, session rules contain usage monitoring data, or all session
rules contain usage monitoring data, but with different monitoring

key).
UE_STA_SUSP Indicates that the UE is in suspend state. Only applicable to the PolicyUpdateWhen
interworking scenario as defined in Annex B. UESuspends
UNKNOWN_REF_ID Indicates that the session rule could not be successfully

installed/modified because the reference identifier to a Policy
Decision Data or to a Condition Data is unknown to the NF service

consumer.
INCORRECT_COND_DA | Indicates that the session rule could not be successfully
TA installed/modified because the referenced Condition data are

incorrect (e.g. the ConditionData instance contains a
"deactivationTime" attribute, or the "ratType" attribute value in a
ConditionData instance indicates a RAT type (e.g. "NR") that is not
specified for the the "accessType" attribute indicated value (e.g.
"NON_3GPP_ACCESS").

REF_ID_COLLISION Indicates that the session rule could not be successfully
installed/modified because the same Policy Decision is referenced
by a PCC rule (e.g. the session rule and the PCC rule refer to the
same Usage Monitoring decision data).

NOTE: The "INCORRECT_UM" value shall only be used when the feature "UMC" is supported.

5.6.3.18 Enumeration: SteeringFunctionality

Table 5.6.3.18-1: Enumeration SteeringFunctionality

Enumeration value Description Applicability
MPTCP Indicates that PCF authorizes the MPTCP functionality to |ATSSS
support traffic steering, switching and splitting.
ATSSS_LL Indicates that PCF authorizes the ATSSS-LL functionality |ATSSS
to support traffic steering, switching and splitting.
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5.6.3.19 Enumeration: SteerModeValue

Table 5.6.3.19-1: Enumeration SteerModeValue

Enumeration value Description Applicability
ACTIVE_STANDBY Indicates the steering mode is Active-Standy. Itisusedto  |ATSSS
steer a SDF on one access (the Active access), when this
access is available, and to switch the SDF to the other
access (the Standby access), when Active access
becomes unavailable.

LOAD_BALANCING Indicates the traffic of an SDF is split percentually across IATSSS
accesses.

SMALLEST _DELAY Indicates the traffic of a SDF is steered and/or switch to the [ATSSS
access with the smallest delay.

PRIORITY_BASED Indicates all the traffic of an SDF is steered to the high IATSSS
priority access, until this access is determined to be
congested.

5.6.3.20 Enumeration: MulticastAccessControl

Table 5.6.3.20-1: Enumeration MulticastAccessControl

Enumeration value Description Applicability
ALLOWED Indicates the service data flow, corresponding to the WWwWC
service data flow template, is allowed.
NOT_ALLOWED Indicates the service data flow, corresponding to the WWC
service data flow template, is not allowed. This is default
value.
5.6.3.21 Enumeration RequestedQosMonitoringParameter

Table 5.6.3.21-1: Enumeration RequestedQosMonitoringParameter

Enumeration value Description Applicability
DOWNLINK Indicates the DL packet delay between the UE and the
UPF is to be monitored.

UPLINK Indicates the UL packet delay between the UE and the
UPF is to be monitored.

ROUND_TRIP Indicates the round trip packet delay between the UE and
the UPF is to be monitored.

5.6.3.22 Enumeration: ReportingFrequency

Table 5.6.3.22-1: Enumeration ReportingFrequency

Enumeration value Description Applicability
EVENT_TRIGGERED Indicates the delay is reported when the delay
exceeds the threshold.
PERIODIC Indicates the delay is reported periodically.
5.6.3.23 Enumeration: SmPolicyAssociationReleaseCause

The enumeration SmPolicyA ssoci ationRel easeCause represents the cause why the PCF requests the termination of the
policy association. It shall comply with the provisions defined in table 5.6.3.23- 1.
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background data transfer policy is not met.

Enumeration value Description Applicability
UNSPECIFIED This value is used for unspecified reasons.
UE_SUBSCRIPTION This value is used to indicate that the policy association needs
to be terminated because the subscription of UE has changed
(e.g. was removed).
INSUFFICIENT_RES This value is used to indicate that the server is overloaded and
needs to abort the policy association.
VALIDATION_CONDITION_ | This value is used to indicate that the policy association needs [EnhancedBackgrou
NOT_MET to be terminated because the validation condition of ndDataTransfer

REACTIVATION_REQUEST
ED

This value is used to indicate that policy association needs to
be terminated because the PCF is not able to maintain the
existing PDU session and requests that the PDU session is
reactivated.

ReleaseToReactivat,
e

5.6.3.24

Enumeration: PduSessionRelCause

Table 5.6.3.24-1: Enumeration PduSessionRelCause

Enumeration value Description Applicability
PS_TO_CS_HO Indicates that the PDU session is terminated due to PS |PDUSessionRelCau
to CS handover. se
RULE_ERROR Indicates that the PDU session is terminated due to a ImmediateTerminati
session rule modification error. on
5.6.3.25 Enumeration: MaPdulndication

Table 5.6.3.25-1: Enumeration MaPdulndication

Enumeration value

Description

Applicability

MA_PDU_REQUEST

UE requested MA PDU session and the request is authorized
by subscription.

MA_PDU_NETWORK_UPG
RADE_ALLOWED

UE requested single access PDU session with indication of
network upgrade to MA PDU session supported and the
upgrade is authorized by subscription.
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5.6.3.26

Enumeration: AtsssCapability

Table 5.6.3.26-1: Enumeration AtsssCapability

Enumeration value Description Applicability
ATSSS_LL Indicates that the MA PDU Session supports the
ATSSS-LL capability with any steering mode in the
uplink and in the downlink.
MPTCP_ATSSS_LL Indicates that the MA PDU Session supports both the
MPTCP and ATSSS-LL capability with any steering
mode in the uplink and in the downlink.
MPTCP_ATSSS_LL_WITH_ASMODE_U | Indicates that the MA PDU Session supports the
L MPTCP capability with any steering mode in uplink
and downlink, and ATSSS-LL capability with any
steering mode in the downlink and Active-Standby
mode in the uplink.
MPTCP_ATSSS_LL_WITH_EXSDMODE | Indicates that the MA PDU Session supports the
_DL_ASMODE_UL MPTCP capability with any steering mode in uplink
and downlink, and ATSSS-LL capability with any
steering mode except Smallest Delay mode in the
downlink and Active-Standby mode in the uplink.
MPTCP_ATSSS_LL_WITH_ASMODE_D | Indicates that the MA PDU Session supports the
LUL MPTCP capability with any steering mode and
ATSSS-LL capability with Active-Standby mode in
uplink and downlink.
5.6.3.27 Enumeration: NetLocAccessSupport
Table 5.6.3.27-1: Enumeration NetLocAccessSupport
Enumeration value Description Applicability
ANR_NOT_SUPPORTED | Indicates that the access network does not support the report of
access network information.
TZR_NOT_SUPPORTED Indicates that the access network does not support the report of UE
time zone.
(NOTE 1)
LOC_NOT_SUPPORTED | Indicates that the access network does not support the report of UE
Location.
(NOTE 2)
NOTE 1: The UE time zone is not available in EPC untrusted WLAN.
NOTE 2: The SMF+PGW determines the UE Location is not available as described in clause B.3.6.3.
5.6.3.28 Enumeration: PolicyDecisionFailureCode
Table 5.6.3.28-1: PolicyDecisionFailureCode
Enumeration value Description Applicability

TRA_CTRL_DECS_ER
R

Indicates failure in the provisioning of traffic control decision
data.

QOS_DECS_ERR

Indicates failure in the provisioning of QoS decision data.

CHG DECS _ERR

Indicates failure in the provisioning of charging decision data.

USA_MON_DECS_ERR

Indicates failure in the provisioning of usage monitoring decision
data.

UMC

QOS_MON_DECS_ERR

Indicates failure in the provisioning of QoS monitoring decision
data.

CON DATA ERR

Indicates failure in the provisioning of condition data.

POLICY_PARAM_ERR

Indicates the information related to the provisioned policy
parameter(s) is incorrect, incomplete or inconsistent.

ExtPolicyDecisionError
Handling
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5.6.3.29 Enumeration: NotificationControllndication

Table 5.6.3.29-1: Enumeration NotificationControlindication

Enumeration value Description Applicability
DDN_FAILURE Indicates that the notification of DDN Failure is requested. DDNEventPolicyCo
ntrol
DDD_STATUS Indicates that the notification of DDD stauts is requested. DDNEventPolicyCo
ntrol

5.6.3.30 Void

5.6.3.31 Enumeration: SteerModelndicator

Table 5.6.3.31-1: Enumeration SteerModelndicator

Enumeration value Description Applicability
AUTO_LOAD_BALANCE Allows the UE and UPF to autonomously determine the traffic
load of an SDF distributed across accesses.
UE_ASSISTANCE Allows the UE to decide how to distribute the UL traffic of an
SDF and the UE may inform the UPF how it decided to
distribute the UL traffic.

5.7 Error handling

5.7.1 General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].

For the Npcf_SMPolicyControl API, HTTP error responses shall be supported as specified in clause 4.8 of
3GPP TS 29.501 [5].

Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [4] shall be supported for an
HTTP method if the corresponding HT TP status codes are specified as mandatory for that HT TP method in
table 5.2.7.1-1 of 3GPP TS 29.500 [4].

In addition, the requirements in the following clauses shall apply.

57.2 Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the Npcf_SM PolicyControl
API.

5.7.3 Application Errors

The application errors defined for the Npcf_SMPolicyControl API arelisted in table 5.7.3-1 and 5.7.3-2.
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Table 5.7.3-1: Application errors when PCF acts as a server
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Application Error

HTTP status code

Description

USER_UNKNOWN

400 Bad Request

The HTTP request is rejected because the end
user specified in the request is unknown to the
PCF. (NOTE 1) (NOTE 3)

ERROR_INITIAL_PARAMETERS

400 Bad Request

The HTTP request is rejected because the set of
session or subscriber information needed by the

PCF for rule selection is incomplete or erroneous
or not available for the decision to be made. (E.g.
QoS, RAT type, subscriber information)

(NOTE 1) (NOTE 2) (NOTE 3)

ERROR_TRIGGER_EVENT

400 Bad Request

The HTTP request is rejected because the set of
session information sent the message originated
due to a trigger been met is incoherent with the
previous set of session information for the same
session. (E.g. trigger met was RAT changed, and
the RAT notified is the same as before)

(NOTE 2) (NOTE 3)

ERROR_TRAFFIC_MAPPING_INFO_
REJECTED

403 Forbidden

The HTTP request is rejected because the PCF
does not accept one or more of the traffic
mapping filters provided by the NF service
consumer in a PCC Request. (NOTE 2)

(NOTE 3)

ERROR_CONFLICTING_REQUEST

403 Forbidden

The HTTP request is rejected because the PCF
cannot accept the UE-initiated resource request
as a network-initiated resource allocation is
already in progress that has packet filters that
cover the packet filters in the received UE-
initiated resource request. The NF service
consumer shall reject the attempt for UE-initiated
resource request. (NOTE 2) (NOTE 3)

LATE_OVERLAPPING_REQUEST

403 Forbidden

The request is rejected because it collides with
and exiting Policy Association with a more recent
originating timestamp. (NOTE 1)

POLICY_CONTEXT_DENIED

403 Forbidden

The HTTP request is rejected because the PCF
does not accept the NF service consumer
request due to operator policies and/or local
configuration. (NOTE 1) (NOTE 2) (NOTE 3)

VALIDATION_CONDITION_NOT_MET

403 Forbidden

The HTTP request is rejected because the PCF
does not accept the NF service consumer
request because the validation condition of
background data transfer policy is not met.
(NOTE 1) (NOTE 3)

PENDING_TRANSACTION

400 Bad Request

This error shall be used when the
PendingTransaction feature is supported and the
PCF receives an incoming request on a policy
association while it has an ongoing transaction
on the same policy association and cannot
handle the request as described in clause 9.2 of
3GPP TS 29.513 [7]. (NOTE 2)

INVALID_BDT_POLICY

403 Forbidden

The HTTP request is rejected because the PCF
does not accept the NF service consumer
request because the background data transfer
policy is invalid. (NOTE 1)

EXCEEDED_UE_SLICE_DATA_RATE

403 Forbidden

The HTTP request is rejected because the PCF
does not accept the NF service consumer
request because the authorized data rate
exceeds the consumed data rate for that UE and
network slice. (NOTE 1) (NOTE 2)

EXCEEDED_SLICE_DATA_RATE

403 Forbidden

The HTTP request is rejected because the PCF
does not accept the NF service consumer
request because the authorized data rate
exceeds the consumed data rate for that slice.
(NOTE 1) (NOTE 2)

POLICY_ASSOCIATION_NOT_FOUN
D

404 Not Found

The HTTP request is rejected because no policy
association corresponding to the request exists
in the PCF. (NOTE 2)
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NOTE 1: These application errors are used by the create service operation (see clause 4.2.2.2) and included in the
responses to the POST request.

NOTE 2: These application errors are used by the update service operation (see clause 4.2.4.2) and included in the
responses to the POST request.

NOTE 3: The Cause codes mapping performed by NF service consumer between this Application Error and the
5GSM related value is specified in clause 5.2.2.2 of 3GPP TS 29.524 [40].

NOTE 4: Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional
unless explicitly mandated in the service operation clauses.
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Table 5.7.3-2: Application errors when NF service consumer acts as a server to receive a notification

Application Error

HTTP status code

Description

PCC_RULE_EVENT

400 Bad Request

The HTTP request is rejected because all the
PCC rules provisioned by the PCF in the
request cannot be installed/activated. It is used
to inform the PCF that the request failed, and
should not be attempted again. (NOTE 1)

PCC_QOS_FLOW_EVENT

400 Bad Request

The HTTP request is rejected because for some
reason all the PCC rules provisioned by the
PCF in the request cannot be enforced or
modified successfully in a network initiated
procedure. It is used to inform the PCF that the
request could not be satisfied at the time it was
received, but may be able to satisfy the request
in the future. (NOTE 1)

UE_STATUS_SUSPEND

400 Bad Request

The HTTP request is rejected because the UE's
status is suspended and the policy decisions
received from the PCF cannot be enforced by
the NF service consumer. Applicable only to
functionality introduced with the
PolicyUpdateWhenUESuspends feature as
described in clause 5.8. (NOTE 1)

RULE_PERMANENT_ERROR

400 Bad Request

The HTTP request is rejected because all the
PCC rules and/or session rules provisioned by
the PCF in the request cannot be
installed/activated. It is used to inform the PCF
that the request failed, and should not be
attempted again. Applicable only to functionality
introduced with the SessionRuleErrorHandling
feature as described in clause 5.8. (NOTE 1)

RULE_TEMPORARY_ERROR

400 Bad Request

The HTTP request is rejected because for some
reason all the PCC rules and/or session rules
provisioned by the PCF in the request cannot be
enforced or modified successfully in a network
initiated procedure. It is used to inform the PCF
that the request could not be satisfied at the
time it was received, but may be able to satisfy
the request in the future. Applicable only to
functionality introduced with the
SessionRuleErrorHandling feature as described
in clause 5.8. (NOTE 1)

PENDING_TRANSACTION

400 Bad Request

This error shall be used when the
PendingTransaction feature is supported and
the NF service consumer receives an incoming
request on a policy association while it has an
ongoing transaction on the same policy
association and cannot handle the request as
described in clause 9.2 of 3GPP TS 29.513 [7].
(NOTE 1)

AN_GW_FAILED

400 Bad Request

This error shall be used when SGWRest feature
is supported and the received policy decisions
(i.e. installation/modification of PCC rules or
session rules) cannot be enforced by the SMF
because the AN-Gateway has failed. (NOTE 1)

NOTE 1: These application errors are used by the UpdateNotify service operation (see clause 4.2.3.2) and included
in the responses to the POST request.

NOTE 2: Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional
unless explicitly mandated in the service operation clauses.

5.8 Feature negotiation

The optional featuresin table 5.8-1 are defined for the Npcf_SMPolicyControl API. They shall be negotiated using the

extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
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Table 5.8-1: Supported Features

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 203 ETSI TS 129 512 V17.12.0 (2023-09)

Feature number Feature Name Description

1 TSC This feature indicates support for traffic steering control in
the (S)Gi-LAN, steering the 5G-LAN type of services or
routing of the user traffic to a local Data Network identified
by the DNAI per AF request. If the NF service consumer
supports this feature, the PCF shall behave as described in
clause 4.2.6.2.6.

2 ResShare This feature indicates the support of service data flows that
share resources. If the NF service consumer supports this
feature, the PCF shall behave as described in

clause 4.2.6.2.8.

3 3GPP-PS-Data-Off This feature indicates the support of 3GPP PS Data off
status change reporting.

4 ADC This feature indicates the support of application detection
and control.

5 UMC Indicates that the usage monitoring control is supported.

6 NetLoc This feature indicates the support of the Access Network
Information Reporting for 5GS.

7 RAN-NAS-Cause This feature indicates the support for the detailed release
cause code information from the access network.
(NOTE)

8 ProvAFsignalFlow This feature indicates support for the feature of IMS

Restoration as described in clause 4.2.3.17. If NF service
consumer supports this feature the PCF may provision AF
signalling IP flow information.

9 PCSCF-Restoration-Enhancement | This feature indicates support of P-CSCF Restoration
Enhancement. It is used for the NF service consumer to
indicate if it supports P-CSCF Restoration Enhancement.
10 PRA This feature indicates the support of presence reporting
area change reporting. The support of the update of a UE
Dedicated Presence Reporting Area is unspecified.

11 RuleVersioning This feature indicates the support of PCC rule versioning as
defined in clause 4.2.6.7.
12 SponsoredConnectivity This feature indicates support for sponsored data

connectivity feature. If the NF service consumer supports
this feature, the PCF may authorize sponsored data
connectivity to the subscriber.

13 RAN-Support-Info This feature indicates the support of maximum packet loss
rate value(s) for uplink and/or downlink voice service data
flow(s).

14 PolicyUpdateWhenUESuspends This feature indicates the support of report when the UE is

suspended and then resumed from suspend state. Only
applicable to the interworking scenario as defined in
Annex B.

15 AccessTypeCondition This feature indicates the support of access type
conditioned authorized Session-AMBR as defined in
clause 4.2.6.3.2.4.

16 Multilpv6AddrPrefix This feature indicates the support of additional
new/removed (up to two) Ipv6 address prefixes reporting.

17 SessionRuleErrorHandling This feature indicates the support of session rule error
handling.

18 AF_Charging_ldentifier This feature indicates the support of long character strings
as charging identifiers.

19 ATSSS This feature indicates the support of the access traffic

switching, steering and splitting functionality as defined in
clauses 4.2.6.2.17 and 4.2.6.3.4.

20 PendingTransaction This feature indicates support for the race condition
handling as defined in 3GPP TS 29.513 [7].
21 URLLC This feature indicates support of Ultra-Reliable Low-Latency

Communication (URLLC) requirements, i.e. AF application
relocation acknowledgement requirement and UE
address(es) preservation. The TSC feature shall be
supported in order to support this feature.

22 MacAddressRange Indicates the support of a set of MAC addresses with a
specific range in the traffic filter.
23 WWC Indicates support of wireless and wireline convergence

access as defined in annex C.
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24

QosMonitoring

Indicates support of QoS monitoring as defined in
clause 4.2.3.25 and 4.2.4.24.

25

AuthorizationWithRequiredQoS

Indicates support of policy authorization for the AF session
with required QoS as defined in clause 4.2.3.22.

26

EnhancedBackgroundDataTransfer

Indicates the support of applying the Background Data
Transfer Policy to a future PDU session.

27

DN-Authorization

This feature indicates the support of DN-AAA authorization
data for policy control.

28

PDUSessionRelCause

Indicates the support of "PS_TO_CS_HO" PDU session
release cause.

29

SamePcf

This feature indicates the support of same PCF selection for
the parameter's combination.

30

ADCmultiRedirection

This feature indicates support for multiple redirection
information in application detection and control. It requires
the support of ADC feature.

31

RespBasedSessionRel

Indicates support of handling PDU session termination
functionality as defined in clause 4.2.4.22.

32

TimeSensitiveNetworking

Indicates that the 5G System is integrated within the
external network as a TSN bridge.

33

EMDBV

This feature indicates the support of the
ExtMaxDataBurstVol data type defined in

3GPP TS 29.571 [11]. The use of this data type is specified
in clause 4.2.2.1.

34

DNNSelectionMode

This feature indicates the support of DNN selection mode.

35

EPSFallbackReport

This feature indicates the support of the report of EPS
Fallback as defined in clauses B.3.3.2 and B.3.4.6.

36

PolicyDecisionErrorHandling

This feature indicates the support of the error report of the
policy decision and/or condition data which is not referred
by any PCC rule or session rule as defined in

clause 4.2.3.26 and 4.2.4.26.

37

DDNEventPolicyControl

This feature indicates the support for policy control in the
case of DDN Failure and Delivery Status events as defined
in clause 4.2.4.27.

38

ReallocationOfCredit

This feature indicates the support of notifications of
reallocation of credit.

39

BDTPolicyRenegotiation

This feature indicates the support of the BDT policy re-
negotiation.

40

ExtPolicyDecisionErrorHandling

This feature indicates the support of the error report of a
faulty SM policy decision parameter as defined in
clause 4.2.3.26 and 4.2.4.26. It requires the support of
PolicyDecisionErrorHandling feature.

41

ImmediateTermination

This feature indicates the support of the termination the
PDU session when the NF service consumer cannot ensure
the UE, RAN, AMF, or UPF can revert to the status before
the PDU session modification occurred, as defined in
clause 4.2.4.21.

42

AggregatedUELocChanges

This feature indicates the support of notifications of serving
area (i.e. tracking area) and/or serving cell changes.

43

ES3XX

Extended Support for 3xx redirections. This feature
indicates the support of redirection for any service
operation, according to Stateless NF procedures as
specified in clauses 6.5.3.2 and 6.5.3.3 of

3GPP TS 29.500 [4] and according to HTTP redirection
principles for indirect communication, as specified in
clause 6.10.9 of 3GPP TS 29.500 [4].

44

GroupldListChange

This feature indicates the support for the notification of
changes in the list of internal group identifiers.

45

DisableUENotification

Indicates the support of disabling QoS flow parameters
signalling to the UE when the SMF is notified by the NG-
RAN of changes in the fulfilled QoS situation. This feature
requires that the AuthorizationWithRequiredQoS featute is
also supported.

46

OfflineChOnly

This feature enables the PCF to signal the "PDU Session
with offline charging only" indication as defined in
clause 4.2.2.3.3.
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a7

Dual-Connectivity-redundant-UP-
paths

Indicates the support of policy authorization of end to end
redundant user plane path using dual connectivity as
described in clause 4.2.2.20.

48

DDNEventPolicyControl2

This feature indicates the support for the policy control
removal in the case of DDN Failure and/or Delivery Status
event(s) is cancelled as defined in clause 4.2.4.27. The
DDNEventPolicyControl feature shall be supported in order
to support this feature.

49

VPLMN-QoS-Control

Indicates the support of QoS constraints from the VPLMN
for the derivation of the authorized Session-AMBR and
authorized default QoS.

50

2G3GIWK

This feature indicates the support of GERAN and UTRAN
access over N7 interface.

51

TimeSensitiveCommunication

Indicates that the 5G System is integrated within the
external network as a TSC user plane node to enable the
Time Sensitive Communications and Time Synchronization.
This feature requires that the TimeSensitiveNetworking
feature is also supported.

52

AF_latency

This feature indicates the support of Edge relocation
considering user plane latency. This feature requires that
the TSC feature is also supported.

53

SatBackhaulCategoryChg

This feature indicates the support of notification of a change
between different satellite backhaul categories, or between
satellite backhaul and non-satellite backhaul.

54

CHFsetSupport

Indicates the support of CHF redundancy and failover
mechanisms based on CHF instance availability within a
CHF Set, as described in clause 4.2.2.3.1.

55

EnATSSS

Indicates the support of ATSSS enhancement. It requires
the support of ATSSS feature.

56

MPSforDTS

Indicates support of the MPSfor DTS feature as described in
clause 4.2.6.2.12.4.

57

RoutinginfoRemoval

Indicates the support of the removal of the "routeToLocs"
attribute from the TrafficControlData instance.

58

ePRA

This feature indicates the support of presence reporting
area change reporting. It additionally supports the update of
the elements of a UE Dedicated Presence Reporting Area
by the full replacement of the previously provided one
comparing with the PRA feature.

59

AMinfluence

Indicates the support of the delivery of the PCF for the UE
request to be notified by the PCF for the PDU session about
PDU session established/terminated events.

60

PvsSupport

This feature indicates the support of SNPN UE Remote
Provisioning via User Plane as described in clause 4.2.2.21.

61

EneNA

This feature indicates the support of NWDAF data reporting.

62

BIUMR

This feature bit indicates whether the NF Service Consumer
(e.g. SMF) and PCF supports Binding Indication Update for
multiple resource contexts specified in clauses 6.12.1 and
5.2.3.2.6 of 3GPP TS 29.500 [4].

63

EASIPreplacement

This feature indicates the support of EAS IP replacement.
This feature requires that the TSC feature is also supported.

64

ExposureToEAS

This feature indicates the support of exposure of QoS
monitoring results to local AF. This feature requires that
QosMonitoring feature is also supported.

65

SimultConnectivity

This feature indicates the support of temporary
simultaneously connectivity at edge relocation. This feature
requires that the TSC feature is also supported.

66

SGWRest

This feature indicates the support of SGW Restoration
procedures. Only applicable to the interworking scenario as
defined in Annex B.

67

ReleaseToReactivate

This feature indicates that the PCF can request the SMF for
reactivation of a PDU session based on an SM Policy
Association release cause.

68

EASDiscovery

This feature indicates the support of EAS (re)discovery.

69

AccNetChargld_String

This feature indicates the support of long character strings
as access network charging identifier.
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70 WLAN_Location This feature indicates the support of the report of the WLAN

location information received from the ePDG/EPC, if

available. It is only applicable to EPS interworking scenarios

as specified in Annex B.

71 PackFiltAllocPrecedence This feature indicates the support of the control of the

maximum number of packet filters in the EPS network in the

EPS interworking scenarios as described in Annex B.

72 SatBackhaulCategoryChg_v2 This feature indicates the support of the indication of

satellite backhaul categories, or the indication of non-

satellite backhaul during the response to the update notify

request.

73 PacketDelayFailureReport Indicates the support of packet delay failure report as part of

QoS Monitoring procedures. This feature requires that

QosMonitoring feature is supported.

NOTE: 5GS and EPS release cause code information is supported. The EPS release cause code information from
the access network is only applicable to EPS interworking scenarios as specified in Annex B.

5.9 Security

Asindicated in 3GPP TS 33.501 [27], the access to the Npcf_SMPolicyControl API shall be authorized by means of the
OAuth2 protocol (see IETF RFC 6749 [28]), using the "Client Credentials' authorization grant, where the NRF (see
3GPP TS 29.510[29]) playsthe role of the authorization server.

An NF service consumer, prior to consuming services offered by the Npcf_SMPolicyControl API, shall obtain a
"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPP TS 29.510[29], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF
that the NF service consumer used for discovering the Npcf_SMPolicyControl service.

The Npcf_SMPolicyControl API defines a single scope " npcf-smpolicycontrol” for OAuth2 authorization (as specified
in 3GPP TS 33.501 [27]) for the entire API, and it does not define any additional scopes at resource or operation level.
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Annex A (normative):
OpenAPI specification

Al General

The present Annex contains an OpenAPI [10] specification of HTTP messages and content bodies used by the
Npcf_SMPolicyControl API.

This Annex shall take precedence when being discrepant to other parts of the specification with respect to the encoding
of information elements and methods within the API.

NOTE 1: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

Informative copies of the OpenAPI specification file contained in this 3GPP Technical Specification are available on a
Git-based repository, that uses the GitLab software version control system (see clause 5B of the 3GPP TR 21.900 [38]
and clause 5.3.1 of the 3GPP TS 29.501 [5] for further information).

A.2  Npcf _SMPolicyControl API

openapi: 3.0.0
i nfo:
title: Npcf_SMPolicyControl API
version: 1.2.4
description: |
Sessi on Managenment Policy Control Service
© 2023, 3GPP Organi zational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA TTO).
Al rights reserved.
ext er nal Docs:
description: 3GPP TS 29.512 V17.11.0; 5G System Session Managenent Policy Control Service.
url: "https://ww. 3gpp. org/ftp/ Specs/archivel/ 29 _series/29.512/"'
security:
- {1
- oAuth2Cient Credenti al s:
- npcf-snpolicycontrol

servers:
- url: '{api Root}/npcf-snpolicycontrol /vl
vari abl es:
api Root :
defaul t: https://exanple.com
description: api Root as defined in clause 4.4 of 3GPP TS 29. 501
pat hs:
/smpolicies:
post :

summary: Create a new I ndividual SM Policy
operationld: CreateSMPolicy
tags:
- SMPolicies (Collection)
request Body:
requi red: true

content:
application/json:
schema:
$ref: '#/ conponents/schemas/ SnPol i cyCont ext Dat a'
responses:
'201":
description: Created
content:
application/json:
schema:
$ref: ' #/ conponents/schenas/ SnPol i cyDeci si on'
header s:
Locati on:

description: Contains the URI of the newy created resource
required: true
schema:
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type: string

' 308" :
description: Permanent Redirect
header s:
Locati on:
description: >
Contains the URI of the PCF within the existing PCF binding information stored in
the BSF for the sane UE I D, S-NSSAI and DNN conbi nation
required: true
schema:
type: string
' 400" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401":
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403"
' 404" :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 404’
"411":
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 411"
'413":
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 413’
'415':
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
'429':
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 429’
' 500" :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 500’
' 503" :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 503"
defaul t:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
cal | backs:

SnPol i cyUpdat eNoti fi cation
" {$request. body#/ notificationUri}/update'
post:
r equest Body:
required: true

content:
application/json:
schena:
$ref: ' #/ conponents/schenas/ SnPol i cyNoti fi cation'
responses:
'200':

description: OK The current applicable values corresponding to the policy control
request trigger is reported
content:
application/json:
schena:
oneC :
- $ref: '#/ conmponent s/ schemas/ UeCanpi ngRep'
- type: array
items:
$ref: '#/ conponents/schenmas/ Partial SuccessReport'
mnltenms: 1
- type: array
items:
$ref: ' #/ conponents/schenas/ Pol i cyDeci si onFai | ur eCode’
mnltenms: 1
1204 :
description: No Content, Notification was succesfull
' 307" :
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 307"
' 308" :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308"
' 400" :
description: Bad Request.
content:
application/json:
schema:
$ref: ' #/ conponents/schemas/ ErrorReport'
' 401" :
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401"
' 403" :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 403’
'404" :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 404’
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411" :

' $r ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 411’

' 4é?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 413’

' 4éfef © ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 415’

' 4§?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’

' 5g(r)ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500°
ngei‘ . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503’

de;?glff K TS29571_ConmmonDat a. yamni #/ conponent s/ r esponses/ def aul t'

SnPol i cyCont rol Term nati onRequest Noti fi cati on:
"{$request.body#/ notificationUri}/termnate':

post :
request Body:

required: true
content:

application/json:

schema:
$ref: '#/ components/schemas/ Term nati onNotification'
responses:

'204":

description: No Content, Notification was successful
' 307" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’
' 308" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 400’
'401":

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 403’
'404' :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
411" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 411’
'413':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 413"
'415':

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 415’
'429':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429'
' 500" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 500
'503":

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t'

/smpolicies/{snPolicyld}:

get:

summary: Read an | ndi vi dual

SM Pol i cy

operationld: GetSMPolicy
tags:
- I'ndividual SM Policy (Docunent)
parameters:
- nane: snPolicyld
in: path
description: ldentifier of a policy association
required: true
schema:
type: string
responses:
'200':
description: OK Resource representation is returned
content:
application/json:
schema:
$ref: '#/ conponents/schemas/ SnPol i cyControl '
' 307" :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 307"
' 308" :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 308’
' 400" :
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 400
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' 4grlef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4g§ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 403’
' 4gfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 404’
' 4g?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 406’
' 4é?ef © ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429’
' Sg?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 500’
dsl;g:rgelf : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503’
efaul t:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ def aul t
/smpolicies/{snPolicyld}/update
post:
summary: Update an existing Individual SM Policy
operationld: UpdateSMPolicy
tags:
- I'ndividual SM Policy (Docunent)
request Body:
required: true
content:
appl i cation/json
schema:
$ref: ' #/ conponent s/ schemas/ SnPol i cyUpdat eCont ext Dat a
par aneters
- nane: snPolicyld
in: path
description: ldentifier of a policy association
required: true

schena
type: string
responses

' 200’

description: OK Updated policies are returned

content:

application/json
schena:
$ref: '#/ conponents/schenmas/ SnPol i cyDeci si on

' 307

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 307
' 308"

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 308
' 400'

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
' 401

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401
' 403"

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 403
' 404

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404
'411

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411
'413'

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 413
' 415'

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 415
' 429

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429
' 500

$ref: 'TS29571_ ConmonDat a. yanl #/ conponent s/ r esponses/ 500
' 503"

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 503
defaul t:

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ r esponses/ def aul t
/smpolicies/{snPolicyld}/delete
post :
summary: Del ete an existing |Individual SM Policy
operationld: Del eteSMPolicy
t ags:
- Individual SM Policy (Docunent)
request Body:
required: true
content:
application/json
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schena:
$ref: '#/ conponents/schenas/ SnPol i cyDel et eDat a'
parameters:
- nane: snPolicyld
in: path
description: ldentifier of a policy association
required: true

schema:
type: string
responses:

'204":

description: No content
'307":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ r esponses/ 308’
'400' :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
' 401" :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 401’
' 403" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 403"
1 404" :

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 404’
"411':

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 411"
'413':

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 413’
'415' :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
' 503" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 503’
defaul t:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t'
conponents:
securitySchenes:
oAut h2Cl i ent Credenti al s:
type: oaut h2
flows:
clientCredentials:
tokenUrl: ' {nrfApi Root}/oaut h2/token'
scopes:
npcf-snpol i cycontrol: Access to the Npcf_SMPolicyControl API
schemas:
SnPol i cyControl :
description: Contains the paranmeters used to request the SMpolicies and the SM policies
aut hori zed by the PCF.
type: object
properties:
cont ext :
$ref: ' #/ conponent s/ schemas/ SnPol i cyCont ext Dat a'
policy:
$ref: '#/ conponents/schenas/ SnPol i cyDeci si on’
required:
- context
- policy
SmPol i cyCont ext Dat a:
description: Contains the parameters used to create an Individual SM policy resource.
type: object
properties:
accNet Chl d:
$ref: '#/ conponents/schemas/ AccNet Chl d'
char gEntityAddr:
$ref: ' #/ conponent s/ schemas/ AccNet Char gi ngAddr ess'

gpsi :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Gpsi '
supi :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Supi '
i nval i dSupi :

type: bool ean

description: >
When this attribute is included and set to true, it indicates that the supi attribute
contains an invalid value. This attribute shall be present if the SUPI is not available
in the SMF or the SUPI is unauthenticated. Wen present it shall be set to true for an
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invalid SUPI and false (default) for a valid SUPI.

i nter G plds:
type: array
items:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ G- oupl d'

mnltems: 1
pduSessi onl d:

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ PduSessi onl d'
pduSessi onType:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ PduSessi onType'
char gi ngcharacteristics:

type: string

dnn:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dnn'
dnnSel Mode:

$ref: ' TS29502_Nsnf _PDUSessi on. yani #/ conponent s/ schenas/ DnnSel ect i onMbde'
notificationUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '

accessType:
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ AccessType'
rat Type:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Rat Type'
addAccessl nf o:

$ref: ' #/ component s/ schemas/ Addi ti onal Accessl nf o'
ser vi ngNet wor k:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Pl rml dNi d'
user Locat i onl nf o:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ User Locat i on'
ueTi meZone:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ti neZone'
pei :

$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenas/ Pei '
i pv4Addr ess:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr’
i pv6Addr essPrefi x:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ | pv6Prefi x'
i pDomai n:

type: string

description: Indicates the | Pv4 address domain
subsSessAnbr:

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Anbr'
aut hPr of | ndex:

type: string

description: Indicates the DN-AAA authorization profile index
subsDef Qos:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Subscri bedDef aul t Qos'
vpl mQos:

$ref: ' TS29502_Nsnf _PDUSessi on. yani #/ conponent s/ schenas/ Vpl mQos'
numCf PackFil ter:

type: integer

description: Contains the nunber of supported packet filter for signalled QS rules.
online:

type: bool ean

description: If it is included and set to true, the online charging is applied to the PDU

sessi on.
of fline:
type: bool ean
description: If it is included and set to true, the offline charging is applied to the PDU
sessi on.
3gppPsDat aO>r f St at us:
type: bool ean
description: If it is included and set to true, the 3GPP PS Data Of is activated by the
UE.

ref Qosl ndi cati on:

type: bool ean

description: If it is included and set to true, the reflective QS is supported by the UE
traceReq:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Tr aceDat a'
slicelnfo:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Snssai '
gqosFl owlsage:

$ref: ' #/ conponent s/ schemas/ QosFl owUsage'
servNf | d:

$ref: '#/ conponents/schemas/ Servi ngNf | dentity’
suppFeat :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Suppor t edFeat ur es'
snfld:

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Nf | nst ancel d'
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recoveryTi me:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
maPdul nd:
$ref: '#/ conponents/schemas/ MaPdul ndi cati on'
at sssCapab:
$ref: '#/ conponents/schemas/ At sssCapability’
i pv4Fr aneRout eLi st :
type: array
items:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr Mask'
mnltens: 1
i pv6FraneRout eLi st :
type: array
items:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Pref i x'
mnltens: 1
sat Backhaul Cat egory:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ Sat el | i t eBackhaul Cat egory’
pcf Uel nf o:
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ Pcf UeCal | backl nf o'
pvsl nf o:
type: array
itens:
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ schenmas/ Ser ver Addr essi ngl nf o'
mnltems: 1
onboar dl nd:
type: bool ean
description: If it is included and set to true, it indicates that the PDU session is used
for UE Onboarding.
nwdaf Dat as:
type: array
itemns:
$ref: ' #/ conponent s/ schemas/ N\wdaf Dat a'
mnltems: 1

required:
- supi
- pduSessionl d
- pduSessi onType
- dnn
- notificationUi
slicelnfo

SnPol i cyDeci si on:
description: Contains the SMpolicies authorized by the PCF.
type: object
properties:
sessRul es:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ Sessi onRul e’
m nProperties: 1
description: >
A map of Sessionrules with the content being the SessionRule as described in
clause 5.6.2.7. The key used in this map for each entry is the sessRuleld
attribute of the correspondi ng Sessi onRul e.
pccRul es:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ PccRul €'
m nProperties: 1
description: >
A map of PCC rules with the content being the PCCRul e as described in
clause 5.6.2.6. The key used in this map for each entry is the pccRuleld
attribute of the corresponding PccRul e.
nul | abl e: true
pcscf Rest | ndi cati on:
type: bool ean
description: If it is included and set to true, it indicates the P-CSCF Restoration is
request ed.
qosDecs:
type: object
addi tional Properties:
$ref: ' #/ conponent s/ schemas/ QosDat a'
m nProperties: 1
description: >
Map of QoS data policy decisions. The key used in this map for each entry is the qgosld
attribute of the correspondi ng QosDat a.
chgDecs:
type: object
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addi tional Properties:
$ref: '#/ conponents/schemas/ Char gi ngDat a'
m nProperties: 1
description: >
Map of Charging data policy decisions. The key used in this map for each entry

is the chgld attribute of the correspondi ng Chargi ngDat a.
nul | abl e: true

char gi ngl nf o:
$ref: '#/ conponents/schenmas/ Chargi ngl nformation'
traff Cont Decs:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ TrafficControl Data’
m nProperties: 1
description: >
Map of Traffic Control data policy decisions. The key used in this map for each entry

is the tcld attribute of the correspondi ng TrafficControl Data.
unDecs:

type: object
addi ti onal Properties:
$ref: '#/ conponents/schemas/ UsageMoni t ori ngDat a’'
m nProperties: 1
description: >
Map of Usage Mnitoring data policy decisions. The key used in this map for each entry

is the umd attribute of the correspondi ng UsageMonitori ngDat a.
nul | abl e: true

gosChars:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ QosCharacteristics'
m nProperties: 1
description: Map of QoS characteristics for non standard 5Qs. This nap uses the 5Q
val ues as keys.
qosMonDecs:
type: object
addi tional Properties:
$ref: ' #/ conponent s/ schemas/ QosMoni t ori ngDat a'
m nProperties: 1
description: >
Map of QoS Monitoring data policy decisions. The key used in this map for each entry

is the gmd attribute of the correspondi ng QosMonitoringData.
nul | abl e: true

reflecti veQoSTi ner:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schemas/ Dur at i onSec'
conds:
type: object
addi ti onal Properties:
$ref: '#/ conponents/schenas/ ConditionData'
m nProperties: 1
description: >
A map of condition data with the content being as described in clause 5.6.2.9. The key

used in this map for each entry is the condld attribute of the corresponding
Condi ti onDat a.

nul | abl e: true
reval i dati onTi ne:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
of fline:
type: bool ean
description: Indicates the offline charging is applicable to the PDU session when it is
included and set to true.
online:
type: bool ean
description: Indicates the online charging is applicable to the PDU session when it is
included and set to true.
of fli neChOnl y:
type: bool ean
default: false
description: >
I ndi cates that the online charging nethod shall never be used for any PCC rul e activated
during the lifetime of the PDU session.
policyCrl ReqTri ggers:
type: array
itens:
$ref: '#/ conponents/schenas/ PolicyControl Request Tri gger'
mnltems: 1
description: Defines the policy control request triggers subscribed by the PCF.
nul | able: true
| ast ReqRul eDat a:
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type: array
itens:
$ref: '#/ conponents/schemas/ Request edRul eDat a'
mnltems: 1
description: Defines the last list of rule control data requested by the PCF.
| ast ReqUsageDat a:
$ref: '#/ conponents/schenmas/ Request edUsageDat a'
pral nf os:
type: object
addi ti onal Properti es:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Pr esencel nf oRm
m nProperties: 1
description: Map of PRA information. The prald attribute within the Presencelnfo data type
is the key of the nmap.
nul | abl e: true
i pv4l ndex:
$ref: 'TS29519_Pol i cy_Dat a. yam #/ conponent s/ schenmas/ | pl ndex’
i pv6l ndex:
$ref: 'TS29519_Pol i cy_Data. yanl #/ conponent s/ schenas/ | pl ndex'
gosFl owlsage:
$ref: ' #/ conponents/schemas/ QosFl owUsage'
rel Cause:
$ref: ' #/ component s/ schemas/ SnPol i cyAssoci ati onRel easeCause’
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
t snBri dgeManCont :
$ref: ' #/ conponent s/ schenmas/ Bri dgeManagenent Cont ai ner'
tsnPort ManCont Dst t :
$ref: ' #/ conponent s/ schemas/ Port Managenent Cont ai ner'
tsnPort ManCont Nwt t s:
type: array
itemns:
$ref: ' #/ conponent s/ schemas/ Port Managenent Cont ai ner'
mnltems: 1
redSessl ndi cati on:
type: bool ean
description: >
I ndi cat es whether the PDU session is a redundant PDU session. If absent it neans the PDU
session is not a redundant PDU session.
SnPol i cyNot i fication:
description: Represents a notification on the update of the SM policies.
type: object
properties:
resourcelri:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schemas/ Uri '
snPol i cyDeci si on:
$ref: '#/ conponents/schenas/ SnPol i cyDeci si on'
PccRul e:
description: Contains a PCC rule information.
type: object
properties:
f1 ow nf os:
type: array
items:
$ref: ' #/ conponents/schemas/ Fl ow nf or mati on'
mnltenms: 1
description: An array of |P flow packet filter information.
appl d:
type: string
description: Areference to the application detection filter configured at the UPF.
appDescri ptor:
$ref: '#/ conponents/schenas/ ApplicationDescriptor'
cont Ver:
$ref: ' TS29514 Npcf _Pol i cyAut hori zati on. yan #/ conponent s/ schenas/ Cont ent Ver si on'
pccRul el d:
type: string
description: Univocally identifies the PCCrule within a PDU session.
pr ecedence:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Ui nt eger’
af Si gProt ocol :
$ref: ' #/ conponent s/ schenmas/ Af Si gPr ot ocol '
appRel oc:
type: bool ean
description: Indication of application relocation possibility.
easRedi sl nd:
type: bool ean
description: Indicates the EAS rediscovery is required.
r ef QosDat a:
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type: array
items:
type: string
mnltens: 1
maxltems: 1
description: Areference to the QosData policy decision type. It is the qosld described in

clause 5.6.2.8.
ref Al t QosPar ans:

par amet er

type: array
items:
type: string
mnltenms: 1
description: A Reference to the QosData policy decision type for the Alternative QS
sets of the service data flow

ref TcDat a

descri bed

type: array
items:
type: string
mnltenms: 1
maxltems: 1
description: Areference to the TrafficControl Data policy decision type. It is the tcld
in clause 5.6.2.10

r ef ChgDat a

descri bed

type: array
itens:
type: string
mnltenms: 1
maxltems: 1
description: A reference to the ChargingData policy decision type. It is the chgld
in clause 5.6.2.11
nul | abl e: true

r ef ChgN3gDat a

type: array

itens:
type: string

mnltems: 1

maxltems: 1

description: >
A reference to the ChargingData policy decision type only applicable to Non-3GPP access
if "ATSSS" feature is supported. It is the chgld described in clause 5.6.2.11

nul | abl e: true

r ef UnDat a:

type: array
items:
type: string
mnltens: 1
maxltenms: 1
description: A reference to UsageMnitoringData policy decision type. It is the umd

described in clause 5.6.2.12
nul | abl e: true
r ef Um\3gDat a
type: array
items:
type: string
mnltenms: 1
maxltems: 1
description: >
A reference to UsageMnitoringData policy decision type only applicable to Non-3GPP
access if "ATSSS" feature is supported. It is the umd described in clause 5.6.2.12
nul | abl e: true
ref CondDat a
type: string
description: Areference to the condition data. It is the condld described in clause
5.6.2.9.
nul | abl e: true
r ef QpsMon
type: array
itemns:
type: string
mnltems: 1
maxltems: 1
description: Areference to the QoshMnitoringData policy decision type. It is the gmd
described in clause 5.6.2.40

nul | abl e: true

addr Preser | nd:

type: bool ean
nul | abl e: true

tscail nput Dl :
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$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schenmas/ Tscai | nput Cont ai ner'
tscail nput U :

$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schenas/ Tscai | nput Cont ai ner"'
t scai Ti meDom

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’

ddNotifCrl:

$ref: '#/ conponents/schemas/ Downl i nkDat aNot i fi cati onControl"’
ddNotifCtrl 2:

$ref: '#/ conponents/schemas/ Downl i nkDat aNoti fi cati onContr ol Rni
di sUeNot i f:

type: bool ean
nul | abl e: true
packFiltAl | Prec:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
required:
- pccRuleld
nul | abl e: true
Sessi onRul e:
description: Contains session |evel policy infornmation.
type: object
properties:
aut hSessAnbr :
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Anbr'
aut hDef Qos:
$ref: ' #/ conponents/schenas/ Aut hori zedDef aul t Qos'
sessRul el d:
type: string
description: Univocally identifies the session rule within a PDU session.
r ef UnDat a:
type: string
description: A reference to UsageMnitoringData policy decision type. It is the umd
described in clause 5.6.2.12.
nul | abl e: true
r ef Um\3gDat a:
type: string
description: A reference to UsageMonitoringData policy decision type to apply for Non-3GPP
access. It is the umd described in clause 5.6.2.12.
nul | abl e: true
r ef CondDat a:
type: string
description: Areference to the condition data. It is the condld described in clause

5.6.2.9.
nul | abl e: true
required:
- sessRuleld
nul | abl e: true
QosDat a:
description: Contains the QoS paraneters.
type: object
properties:
gosl d:
type: string
description: Univocally identifies the QoS control policy data within a PDU sessi on.
5qi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ 5Q '
maxbr U :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat eRni
maxbr Dl :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
gbru :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Bi t Rat eRni
gbr Dl :
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ schemas/ Bi t Rat eRni
arp:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Ar p'
gnc:
type: bool ean
description: >
I ndi cat es whether notifications are requested from 3GPP NG RAN when the GFBR can no
| onger

(or again) be guaranteed for a Q@S Flow during the lifetine of the QS Fl ow

prioritylLevel:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ 5Q PriorityLevel R
aver W ndow.

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Aver W ndowRnmi
maxDat aBur st Vol :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ MaxDat aBur st Vol Rmi
refl ectiveQos:
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type: bool ean
description: Indicates whether the QoS information is reflective for the correspondi ng
service data flow
shari ngKeyD :
type: string
description: Indicates, by containing the same value, what PCC rul es may share resource in
downl i nk direction.
shari ngKeyU :
type: string
description: Indicates, by containing the same value, what PCC rul es may share resource in
uplink direction.
maxPacket LossRat eD :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Packet LossRat eRni
maxPacket LossRat eU :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Packet LossRat eRni
def QosFl owl ndi cati on:
type: bool ean
description: Indicates that the dynamic PCC rul e shall always have its binding with the
QoS Fl ow associated with the default QS rule
ext MaxDat aBur st Vol :
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schemas/ Ext MaxDat aBur st Vol R
packet Del ayBudget :
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Packet Del Budget '
packet Err or Rat e:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Packet Er r Rat e’
required:
- qosld
nul | abl e: true
Condi t i onDat a:
description: Contains conditions of applicability for a rule.
type: object
properties:
condl d:
type: string
description: Uniquely identifies the condition data within a PDU session.
activationTi me:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Dat eTi neRmi
deacti vationTi ne:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi meRni

accessType:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenmas/ AccessType'
rat Type:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Rat Type'
required:
- condld

nul | abl e: true
TrafficControl Dat a:
description: Contains parameters determ ning how fl ows associated with a PCC Rule are treated
(e.g. blocked, redirected, etc).
type: object
properties:
teld:
type: string
description: Univocally identifies the traffic control policy data within a PDU session.
f1 owst at us:
$ref: ' TS29514_ Npcf _Pol i cyAut hori zati on. yanl #/ conponent s/ schenas/ Fl owSt at us'
redirectlnfo:
$ref: '#/ conponents/schenmas/ Redirect!|nformation'
addRedi rect | nf o:
type: array
items:
$ref: '#/ conponents/schemas/ Redirect!|nformation'
mnltems: 1
nmut eNot i f:
type: bool ean
description: Indicates whether applicat'on's start or stop notification is to be nuted.
trafficSteeringPol I dD :
type: string
description: Reference to a pre-configured traffic steering policy for downlink traffic at

the SM.
nul | abl e: true
trafficSteeringPol | dU :
type: string
description: Reference to a pre-configured traffic steering policy for uplink traffic at
the SM.

nul | abl e: true
rout eToLocs:
type: array
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items:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Rout eToLocat i on'
mnltems: 1
description: Alist of location which the traffic shall be routed to for the AF request
nul | abl e: true
maxAl | owedUpLat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger Rl
eas| pRepl acel nf os:
type: array
items:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Easl pRepl acenent | nf o'
mnltenms: 1
description: Contains EAS | P repl acenent information.
nul | abl e: true
traffCorrel nd:
type: bool ean
si nConnl nd:
type: bool ean
description: Indicates whether simultaneous connectivity should be tenporarily naintained
for the source and target PSA
si nConnTerm
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Dur at i onSec'
upPat hChgEvent :
$ref: ' #/ component s/ schemas/ UpPat hChgEvent'
st eer Fun:
$ref: '#/ conponents/schenmas/ SteeringFunctionality'
st eer ModeD :
$ref: ' #/ conponent s/ schenmas/ St eeri nghbde’
st eer ModeU :
$ref: '#/ conponents/schemas/ St eeri nghbde'
mul AccCirl:
$ref: ' #/ conponents/schemas/ Mul ticast AccessControl'
required:
- tcld
nul | abl e: true
Char gi ngDat a:
description: Contains charging rel ated paraneters.
type: object
properties:
chgl d:
type: string
description: Univocally identifies the charging control policy data within a PDU session.
nmet er i ngMet hod:
$ref: ' #/ conponent s/ schemas/ Met eri nghet hod'
of fline:
type: bool ean
description: Indicates the offline charging is applicable to the PCCrule when it is
included and set to true.
online:
type: bool ean
description: Indicates the online charging is applicable to the PCCrule when it is
i ncluded and set to true.
sdf Handl :
type: bool ean
description: Indicates whether the service data flowis allowed to start while the SMF is
wai ting for the response to the credit request.
rati ngG oup:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Rat i ngG oup'
reportinglLevel :
$ref: ' #/ conponents/schenas/ ReportinglLevel'’
servicel d:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Ser vi cel d'
sponsor | d:
type: string
description: Indicates the sponsor identity.
appSvcProvl d:
type: string
description: Indicates the application service provider identity.
af Chargi ngl dentifier:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Char gi ngl d'
af Char gl d:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Appl i cat i onChar gi ngl d'
required:
- chgld
nul | abl e: true
UsageMbni t ori ngDat a:
description: Contains usage nonitoring related control information.
type: object
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properties:
um d:
type: string
description: Univocally identifies the usage nonitoring policy data within a PDU session.
vol umeThr eshol d:
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schermas/ Vol umeRni
vol uneThr eshol dUpl i nk:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schermas/ Vol umeRmi
vol umeThr eshol dDownl i nk:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Vol umeRni
ti meThreshol d:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Dur at i onSecRmi
nmoni t ori ngTi me:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi meRni
next Vol Thr eshol d:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Vol uneRm
next Vol Thr eshol dUpl i nk:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Vol umeRni
next Vol Thr eshol dDownl i nk:
$ref: ' TS29122 ConmmonDat a. yanl #/ conponent s/ schenas/ Vol unmeRm
next Ti meThr eshol d:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schermas/ Dur at i onSecRmi
inactivityTi me:
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Dur at i onSecRmi
exUsagePccRul el ds:
type: array
itemns:
type: string
mnltems: 1
description: >
Contains the PCC rule identifier(s) which corresponding service data flow(s) shall be
excl uded from PDU Session usage nonitoring. It is only included in the
UsageMni toringData i nstance for session |evel usage nonitoring.
nul | abl e: true
required:
- umd
nul | abl e: true
Redi rect | nf or nati on:
description: Contains the redirect information.
type: object
properties:
redi r ect Enabl ed:
type: bool ean
description: Indicates the redirect is enable.
redi rect Addr essType:
$ref: '#/ conponents/schemas/ Redi rect Addr essType'
redi rect Ser ver Addr ess:
type: string
description: >
I ndicates the address of the redirect server. If "redirect AddressType" attribute
indicates the | PV4_ADDR, the encoding is the sanme as the | pv4Addr data type defined in
3GPP TS 29.571.1f "redirect AddressType" attribute indicates the | PV6_ADDR, the encodi ng
is the same as the | pv6Addr data type defined in 3GPP TS 29.571.1f "redirect AddressType"
attribute indicates the URL or SIP_URI, the encoding is the sane as the Wi data type
defined in 3GPP TS 29.571.
FI oM nf or mat i on:
description: Contains the flow information.
type: object
properties:
fl owDescri ption:
$ref: '#/ conponents/schemas/ Fl owDescri ption'
et hFl owbDescri pti on:
$ref: 'TS29514 Npcf _Pol i cyAut hori zati on. yanm #/ conponent s/ schemas/ Et hFl owDescri pti on'
packFiltld:
type: string
description: An identifier of packet filter.
packet Fi | t er Usage:
type: bool ean
description: The packet shall be sent to the UE.
tosTrafficd ass:
type: string
description: Contains the |pv4 Type-of-Service and nmask field or the Ipve Traffic-C ass
field and nmask field.
nul | abl e: true
spi:
type: string
description: the security paraneter index of the |PSec packet.
nul | abl e: true
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fl owLabel :
type: string
description: the Ipv6 flow | abel header field.
nul | abl e: true
flowDirection:
$ref: '#/ conponents/schenas/Fl owDi recti onRm
SnPol i cyDel et eDat a:
description: Contains the paranmeters to be sent to the PCF when an individual SMpolicy is
del et ed.
type: object
properties:
user Locat i onl nf o:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ User Locat i on'
ueTi neZone:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Ti neZone'
ser vi ngNet wor k:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Pl rml dNi d'
user Locati onl nf oTi ne:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
ranNasRel Causes:
type: array
items:
$ref: ' #/ conmponent s/ schemas/ RanNasRel Cause’
mnltenms: 1
description: Contains the RAN and/or NAS rel ease cause.
accuUsageReports:
type: array
itemns:
$ref: ' #/ conponent s/ schemas/ AccuUsageReport'
mnltems: 1
description: Contains the usage report
pduSessRel Cause:
$ref: ' #/ conponent s/ schemas/ PduSessi onRel Cause'
QosChar acteri stics:
description: Contains QoS characteristics for a non-standardi zed or a non-configured 5Q.
type: object
properties:
5qi :
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ 5Q '
resour ceType:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schemas/ QosResour ceType'
prioritylLevel:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ 5Q PriorityLevel'
packet Del ayBudget :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Packet Del Budget '
packet Err or Rat e:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Packet Err Rat e’
aver agi ngW ndow:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Aver W ndow
maxDat aBur st Vol :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ MaxDat aBur st Vol '
ext MaxDat aBur st Vol :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Ext MaxDat aBur st Vol '
required:
- 5qi
- resourceType
- priorityLevel
- packet Del ayBudget
- packet ErrorRate
Char gi ngl nf ormati on:
description: Contains the addresses of the charging functions.
type: object
properties:
pri mar yChf Addr ess:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
secondar yChf Addr ess:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schemas/ Uri '
primaryChf Set | d:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schemas/ Nf Set | d'
pri maryChf | nst ancel d:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Nf | nst ancel d'
secondar yChf Set | d:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schemas/ Nf Set | d'
secondar yChf | nst ancel d:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Nf | nst ancel d'
required:
- pri maryChf Addr ess
AccuUsageReport:
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description: Contains the accunul ated usage report information.
type: object
properties:
ref Um ds:
type: string
description: An id referencing UsageMnitoringData objects associated with this usage
report.
vol Usage:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Vol urne’
vol UsageUpl i nk:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Vol urre’
vol UsageDownl i nk:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Vol urne'
ti meUsage:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'
next Vol Usage:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Vol urne’
next Vol UsageUpl i nk:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Vol une'
next Vol UsageDownl i nk:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Vol urne’
next Ti meUsage:
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schemas/ Dur ati onSec'
required:
- refUmds
SnPol i cyUpdat eCont ext Dat a:
description: Contains the policy control request trigger(s) that were nmet and the
correspondi ng new val ue(s) or the error report of the policy enforcenent.
type: object
properties:
repPol i cyCtirl ReqTri ggers:
type: array
itemns:
$ref: '#/ conponents/schenas/ PolicyControl Request Tri gger'
mnltems: 1
description: The policy control reqeust trigges which are net.

accNet Chl ds:
type: array
items:

$ref: ' #/ conponent s/ schemas/ AccNet Chl d'
mnltems: 1
description: Indicates the access network charging identifier for the PCC rul e(s) or whole
PDU sessi on.

accessType:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schemas/ AccessType'
rat Type:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Rat Type'
addAccessl nf o:

$ref: ' #/ conponents/schenas/ Addi ti onal Accessl nfo'
rel Accessl nf o:

$ref: '#/ conponents/schenas/ Addi ti onal Accessl nfo'
ser vi ngNet wor k:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Pl rml dNi d'
user Locati onl nf o:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ User Locat i on'
ueTi meZone:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ti neZone'
rel | pv4Addr ess:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
i pv4Addr ess:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr’
i pDonmai n:

type: string

description: Indicates the |Pv4 address donain
i pv6Addr essPrefi x:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Prefi x'
rel | pv6Addr essPrefi x:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ | pv6Prefi x'
addl pv6Addr Pr ef i xes:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Prefi x'
addRel | pv6Addr Prefi xes:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ | pv6Prefi x'
rel UeMac:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ MacAddr 48'
ueMac:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ MacAddr 48'
subsSessAnbr:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Anbr'
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aut hPr of | ndex:
type: string
description: Indicates the DN-AAA authorization profile index
subsDef Qos:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Subscri bedDef aul t Qos'
vpl mQos:
$ref: ' TS29502_Nsnf _PDUSessi on. yani #/ conponent s/ schenas/ Vpl mQos'
vpl mQosNot App:
type: bool ean
description: If it is included and set to true, indicates that the QoS constraints in the
VPLMN are not applicable.
numcf PackFil ter:
type: integer
description: Contains the nunber of supported packet filter for signalled QoS rules.
accuUsageReports:
type: array
items:
$ref: '#/ conponents/schemas/ AccuUsageReport'
mnltenms: 1
description: Contains the usage report
3gppPsDat aOf f St at us:
type: bool ean
description: If it is included and set to true, the 3GPP PS Data Of is activated by the
UE.
appDet ect i onl nf os:
type: array
itemns:
$ref: ' #/ conponent s/ schemas/ AppDet ect i onl nf o'
mnltems: 1
description: Report the start/stop of the application traffic and detected SDF
descriptions if applicable.
rul eReports:
type: array
itens:
$ref: '#/ conponents/schemas/ Rul eReport’
mnltems: 1
description: Used to report the PCC rule failure.
sessRul eReports:
type: array
items:
$ref: '#/ conponents/schemas/ Sessi onRul eReport’
mnltenms: 1
description: Used to report the session rule failure.
gncReports:
type: array
itens:
$ref: '#/ conponents/schemas/ QosNoti ficationControl | nfo'
mnltems: 1
description: QoS Notification Control information.
gosMWonReports:
type: array
items:
$ref: '#/ conponents/schemas/ QosMni t ori ngReport'
mnltems: 1
user Locat i onl nf oTi me:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
repPral nf os:
type: object
addi ti onal Properti es:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Presencel nf o'
m nProperties: 1
description: >
Reports the changes of presence reporting area. The prald attribute within the
Presencel nfo data type is the key of the nap.
uel ni t ResReq:
$ref: '#/ conponents/schemas/ Uel niti at edResour ceRequest’
ref Qosl ndi cati on:
type: bool ean
description: >
If it is included and set to true, the reflective QS is supported by the UE. If it is
included and set to false, the reflective QS is revoked by the UE.
gqosFl owlsage:
$ref: ' #/ conponents/schemas/ QosFl owsage'
credi t ManageSt at us:
$ref: ' #/ conponent s/ schemas/ Cr edi t Managenent St at us'
servNf | d:
$ref: ' #/ conponents/schemas/ ServingNfldentity'
traceReq:
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$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schemas/ Tr aceDat a'
maPdul nd:
$ref: '#/ conponents/schemas/ MaPdul ndi cati on'
at sssCapab:
$ref: '#/ conponents/schemas/ At sssCapability'
t snBri dgel nf o:
$ref: '#/ conponents/schenas/ TsnBri dgel nf o'
t snBri dgeManCont :
$ref: '#/ conponents/schenas/ Bri dgeManagenent Cont ai ner'
t snPor t ManCont Dst t :
$ref: '#/ conponents/schemas/ Port Managenent Cont ai ner'
tsnPort ManCont Nwt t s:
type: array
items:
$ref: '#/ conponents/schenas/ Port Managenent Cont ai ner'
mnltens: 1
nmul Addr | nf os:
type: array
items:
$ref: ' #/ conmponents/schemas/ | pMil ti cast Addr essl nf o'
mnltems: 1
pol i cyDecFai | ureReports:
type: array
itemns:
$ref: '#/ conponents/schenas/ Pol i cyDeci si onFai | ur eCode’
mnltems: 1
description: Contains the type(s) of failed policy decision and/or condition data.
i nval i dPol i cyDecs:
type: array
items:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ | nval i dPar am
mnltems: 1
description: Indicates the invalid paraneters for the reported type(s) of the failed
pol i cy deci sion and/or condition data.
trafficDescriptors:
type: array
itemns:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schermas/ DddTr af f i cDescri pt or'
mnltens: 1
pccRul el d:
type: string
description: Contains the identifier of the PCC rule which is used for traffic detection
of event.
typesOf Noti f:
type: array
items:
$ref: ' TS29571_CommonDat a. yamri #/ conponent s/ schermas/ Dl Dat aDel i ver ySt at us'
mnltems: 1

interG plds:
type: array
items:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ G- oupl d'
mnltems: 1
sat Backhaul Cat egory:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Sat el | i t eBackhaul Cat egory'
pcf Uel nf o:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Pcf UeCal | backl! nf o'
nwdaf Dat as:
type: array
items:
$ref: '#/ conponents/schenas/ Nndaf Dat a'
mnltems: 1
nul | abl e: true
anGaSt at us:
type: bool ean
description: >
Wien it is included and set to true, it indicates that the AN-Gateway has failed and
that the PCF should refrain fromsending policy decisions to the SM- until it is
informed that the AN Gateway has been recovered.
UpPat hChgEvent :
description: Contains the UP path change event subscription fromthe AF.
type: object
properties:
notificationUri:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schemas/ Uri '
noti f Correld:
type: string
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description: It is used to set the value of Notification Correlation IDin the
notification sent by the SW.
dnai ChgType:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dnai ChangeType'
af Ackl nd:
type: bool ean
required:
- notificationUri
- notifCorreld
- dnai ChgType
nul | abl e: true
TerminationNotification:
description: Represents a Termi nation Notification.
type: object

properties:
resourcelri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
cause:
$ref: ' #/ conponents/schenas/ SnPol i cyAssoci ati onRel easeCause’
required:
- resourceUri
- cause

AppDet ect i onl nf o:
description: Contains the detected application's traffic infornmation.
type: object
properties:
appl d:
type: string
description: Areference to the application detection filter configured at the UPF
i nst ancel d:
type: string
description: >
Identifier sent by the SMF in order to allow correlation of application Start and Stop
events to the specific service data flow description, if service data flow descriptions
are deduci bl e.
sdf Descri ptions:
type: array
itens:
$ref: '#/ conponents/schemas/ Fl ow nf or mati on'
mnltems: 1
description: Contains the detected service data flow descriptions if they are deducible.
required:
- appld
AccNet Chl d:
description: Contains the access network charging identifier for the PCC rule(s) or for the
whol e PDU sessi on.
type: object
properties:
accNet Chal dVal ue:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Char gi ngl d'
accNet Char gl d:
type: string
description: A character string containing the access network charging id.
ref PccRul el ds:
type: array
items:
type: string
mnltems: 1
description: Contains the identifier of the PCC rule(s) associated to the provi ded Access
Networ k Charging Identifier.
sessi onChScope:
type: bool ean
description: Wwen it is included and set to true, indicates the Access Network Chargi ng
Identifier applies to the whole PDU Session
oneCf :
- required: [accNet Chal dVal ue]
- required: [accNet Chargld]
AccNet Char gi ngAddr ess:
description: Describes the network entity within the access network perform ng chargi ng
type: object
anyCf :
- required: [anChargl pv4Addr]
- required: [anChargl pv6Addr]
properties:
anChar gl pv4Addr :
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ | pv4Addr'
anChar gl pv6Addr :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ | pv6Addr’
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Request edRul eDat a:
description: Contains rule data requested by the PCF to receive informati on associated with
PCC rul e(s).
type: object
properties:
ref PccRul el ds:
type: array
itens:
type: string
mnltems: 1
description: An array of PCCrule id references to the PCC rul es associated with the
control data.
reqDat a:
type: array
items:
$ref: ' #/ conponents/schenas/ Request edRul eDat aType'
mnltems: 1
description: Array of requested rule data type elenments indicating what type of rule data
is requested for the corresponding referenced PCC rul es.
required:
- refPccRul el ds
- reqbData
Request edUsageDat a:
description: Contains usage data requested by the PCF requesting usage reports for the
correspondi ng usage nonitoring data instances.
type: object
properties:
ref Um ds:
type: array
itens:
type: string
mnltems: 1
description: >
An array of usage nonitoring data id references to the usage nonitoring data instances
for which the PCF is requesting a usage report. This attribute shall only be provided
when allUmds is not set to true.
al | Url ds:
type: bool ean
description: >
Thi s bool ean i ndi cates whether requested usage data applies to all usage nonitoring data
instances. Wien it's not included, it neans requested usage data shall only apply to the
usage nonitoring data instances referenced by the refUrds attribute.
UeCanpi ngRep:
description: Contains the current applicable values corresponding to the policy control
request triggers.
type: object
properties:
accessType:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ AccessType'
rat Type:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Rat Type'
servNf I d:
$ref: '#/ conponents/schemas/ Servi ngNf | dentity'
ser vi ngNet wor k:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Pl il dNi d'
user Locat i onl nf o:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ User Locat i on'
ueTi neZone:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Ti neZone'
net LocAccSupp:
$ref: '#/ conponents/schemas/ Net LocAccessSupport’
sat Backhaul Cat egory:
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schenas/ Sat el | i t eBackhaul Cat egory’

Rul eReport:
description: Reports the status of PCC.
type: object
properties:
pccRul el ds:
type: array
itens:

type: string

mnltems: 1

description: Contains the identifier of the affected PCC rul e(s).
rul eSt at us:

$ref: ' #/ conponent s/ schemas/ Rul eSt at us'
cont Vers:

type: array

itens:
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$ref: 'TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schemas/ Cont ent Ver si on’
mnltems: 1
description: Indicates the version of a PCC rule.
fail ureCode:
$ref: ' #/ conponents/schenas/ Fail ur eCode’
finUnitAct:
$ref: ' TS32291_Nchf _Conver gedChar gi ng. yani #/ conponent s/ schenas/ Fi nal Uni t Acti on’
ranNasRel Causes:
type: array
items:
$ref: '#/ conponent s/ schemas/ RanNasRel Cause'
mnltenms: 1
description: indicates the RAN or NAS rel ease cause code infornmation.
al t QosPar an d:
type: string
required:
- pccRul el ds
- rul eStatus
RanNasRel Cause:
description: Contains the RAN NAS rel ease cause.
type: object
properties:
ngApCause:
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schemas/ NgApCause'
5gwhCause:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ 5GWhrCause’
5gSnCause:
$ref: ' #/ conponent s/ schemas/ 5GSnCause’
epsCause:
$ref: '#/ conponents/schemas/ EpsRanNasRel Cause'
Uel ni ti at edResour ceRequest :
description: Indicates that a UE requests specific QS handling for the sel ected SDF.
type: object
properties:

pccRul el d:
type: string
rul eOp:

$ref: '#/ conponents/schenas/ Rul eQperati on'
pr ecedence:
type: integer
packFi | t I nfo:
type: array
items:
$ref: ' #/ conponents/schemas/ Packet Filterlnfo'
mnltems: 1
reqQos:
$ref: '#/ conponents/schemas/ Request edQos'
required:
- rule®
- packFiltlnfo
Packet Fil terlnfo:
description: Contains the information froma single packet filter sent fromthe SMF to the

PCF.
type: object
properties:
packFi |l t1d:

type: string
description: An identifier of packet filter.
packFi | t Cont :
$ref: ' #/ conponents/schenas/ Packet FilterContent'
tosTrafficd ass:
type: string
description: Contains the |pv4 Type-of-Service and nask field or the Ipv6e Traffic-C ass
field and nask field.
spi:
type: string
description: The security paraneter index of the |PSec packet.
fl owLabel :
type: string
description: The |pv6 flow | abel header field.
flowbDirection:
$ref: ' #/ conponent s/ schemas/ Fl owDi rection'
Request edQos:
description: Contains the QoS information requested by the UE.
type: object
properties:
5qi :
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ 5Q '
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gbru :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
gbrD :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat e’
required:
- 5qi
QosNotificationControl I nfo:
description: Contains the QoS Notification Control Information.
type: object
properties:
ref PccRul el ds:
type: array
items:
type: string
mnltens: 1
description: An array of PCCrule id references to the PCC rules associated with the QS
notification control info.
noti f Type:
$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yanl #/ conponent s/ schenas/ QosNot i f Type'
cont Ver:
$ref: 'TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schenmas/ Cont ent Ver si on’
al t QosPar an d:
type: string
required:
- refPccRul el ds
- notifType
Parti al SuccessReport:
description: Includes the information reported by the SM- when sonme of the PCC rul es and/or
session rules are not successfully installed/activated.
type: object
properties:
fail ureCause:
$ref: ' #/ conponent s/ schenmas/ Fai | ur eCause'
rul eReports:
type: array
items:
$ref: ' #/ conponents/schemas/ Rul eReport’
mnltems: 1
description: Information about the PCC rul es provisioned by the PCF not successfully
instal |l ed/ acti vat ed.
sessRul eReports:
type: array
itens:
$ref: '#/ conponents/schemas/ Sessi onRul eReport’
mnltems: 1
description: Information about the session rules provisioned by the PCF not successfully
i nstall ed.
ueCanpi ngRep:
$ref: '#/ conponents/schemas/ UeCanpi ngRep'
pol i cyDecFai | ur eReports:
type: array
items:
$ref: '#/ conponents/schenas/ PolicyDeci sionFai |l ur eCode’
mnltems: 1
description: Contains the type(s) of failed policy decision and/or condition data.
i nval i dPol i cyDecs:
type: array
items:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ | nval i dPar ani
mnltems: 1
description: Indicates the invalid parameters for the reported type(s) of the failed
pol i cy decision and/or condition data.
required:
- failureCause
Aut hor i zedDef aul t Qos:
description: Represents the Authorized Default QoS.
type: object
properties:
5qi :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ 5Q '
arp:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenas/ Ar p'
prioritylLevel:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenmas/ 5Q PriorityLevel Rm
aver W ndow.
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Aver W ndowRmi
maxDat aBur st Vol :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ MaxDat aBur st Vol R
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maxbr U :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
maxbr Dl :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat eRni
gbru :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Bi t Rat eRni
gbrD :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Bi t Rat eRni
ext MaxDat aBur st Vol :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Ext MaxDat aBur st Vol R

Error Report:
description: Contains the rule error reports.

type: object
properties:
error:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Probl enDet ai | s’
rul eReports:
type: array
items:
$ref: ' #/ component s/ schemas/ Rul eReport’
mnltems: 1
description: Used to report the PCC rule failure.
sessRul eReports:
type: array
items:
$ref: '#/ conponents/schemas/ Sessi onRul eReport’
mnltems: 1
description: Used to report the session rule failure.
pol DecFai | ureReports:
type: array
itens:
$ref: ' #/ conponent s/ schemas/ Pol i cyDeci si onFai | ur eCode’
mnltems: 1
description: Used to report failure of the policy decision and/or condition data.
i nval i dPol i cyDecs:
type: array
itemns:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | nval i dPar am
mnltems: 1
description: Indicates the invalid parameters for the reported type(s) of the failed
policy decision and/or condition data.
Sessi onRul eReport:
description: Represents reporting of the status of a session rule.
type: object
properties:
rul el ds:
type: array
items:
type: string
mnltens: 1
description: Contains the identifier of the affected session rule(s).
rul eSt at us:
$ref: '#/ conponents/schemas/ Rul eSt at us’
sessRul eFai | ur eCode:
$ref: ' #/ conponents/schenas/ Sessi onRul eFai | ur eCode’
pol i cyDecFai | ureReports:
type: array
items:
$ref: ' #/ conponents/schenas/ Pol i cyDeci si onFai | ur eCode’
mnltems: 1
description: Contains the type(s) of failed policy decision and/or condition data.
required:
- rulelds
- rul eStatus
ServingNf I dentity:
description: Contains the serving Network Function identity.
type: object
properties:
servNf I nstld:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Nf | nst ancel d'

guam :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Guami '
anGnAddr :

$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schemas/ AnGnvAddr ess'
sgsnAddr :

$ref: ' #/ conponent s/ schemas/ SgsnAddr ess'’
St eer i nghbde:
description: Contains the steering node val ue and paraneters determ ned by the PCF.
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type: object
properties:
st eer ModeVal ue:
$ref: '#/ conponents/schenas/ St eer ModeVal ue'
active:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ AccessType'
st andby:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ AccessTypeRm
3gLoad:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
pri oAcc:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ AccessType'
t hr esVal ue:
$ref: '#/ conponents/schenas/ Threshol dVal ue'
st eer Model nd:
$ref: ' #/ conponents/schenas/ St eer Model ndi cat or'
required:
- steerMdeVal ue
Addi ti onal Accessl nfo:
description: Indicates the conbination of additional Access Type and RAT Type for a MA PDU
sessi on.
type: object
properties:
accessType:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ AccessType'
rat Type:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Rat Type'
required:
- accessType
QosMoni t ori ngDat a:
description: Contains QoS nonitoring related control information.
type: object
properties:
qml d:
type: string
description: Univocally identifies the QoS nonitoring policy data within a PDU session.
reqQosMonPar ans:
type: array
itens:
$ref: ' #/ conponent s/ schemas/ Request edQosMoni t ori ngPar anet er'
mnltems: 1
description: >
indi cates the UL packet delay, DL packet delay and/or round trip packet delay between
the UE and the UPF is to be nonitored when the QS Mnitoring for URLLC is enabl ed for
the service data flow.
repFregs:
type: array
items:
$ref: '#/ conponents/schenas/ ReportingFrequency’
mnltens: 1
repThreshD :
type: integer
description: Indicates the period of time in units of mliiseconds for DL packet del ay.
nul | abl e: true
repThreshU :
type: integer
description: Indicates the period of time in units of mliiseconds for UL packet del ay.
nul | abl e: true
repThr eshRp:
type: integer
description: Indicates the period of time in units of miliiseconds for round trip packet
del ay.
nul | abl e: true
wai t Ti ne:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Dur at i onSecRm
repPeri od:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSecRmi
notifyUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri R
notifyCorreld:
type: string
nul | abl e: true
directNotiflnd:
type: bool ean
description: Indicates that the direct event notification sent by UPF to the Local NEF or
AF is requested if it is included and set to true.
required:
- gqmd
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- reqQosMonPar ans
- repFreqgs
nul | abl e: true
QosMoni t ori ngReport:
description: Contains reporting information on QoS nonitoring.
type: object
properties:
ref PccRul el ds:
type: array
items:
type: string
mnltenms: 1
description: An array of PCCrule id references to the PCC rules associated with the QS
nmoni toring report.
ul Del ays:
type: array
items:
type: integer
mnltenms: 1
dl Del ays:
type: array
items:
type: integer
mnltenms: 1
rtDel ays:
type: array
itemns:
type: integer
mnltems: 1
pdnf :
type: bool ean
description: Represents the packet delay neasurenent failure indicator.
required:
- refPccRul el ds

TsnBri dgel nf o:
description: Contains paranmeters that describe and identify the TSC user plane node.
type: object
properties:
bri dgel d:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schemas/ Ui nt 64'
dstt Addr:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ MacAddr 48'
dstt Port Num
$ref: ' #/ conponents/schenas/ TsnPort Nunber'
dstt Resi dTi nme:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’

Por t Managenent Cont ai ner :
description: Contains the port managenment information container for a port.
type: object
properties:
port ManCont :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Byt es'
por t Num
$ref: '#/ conponents/schenmas/ TsnPort Nunber'
required:
- port ManCont
- portNum
Bri dgeManagenent Cont ai ner:
description: Contains the UMC.
type: object
properties:
bri dgeManCont :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Byt es'
required:
- bri dgeManCont
| pMul ti cast Addr essl nf o:
description: Contains the |P nmulticast addressing information.
type: object
properties:
srcl pv4Addr:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr'
i pv4Mul Addr :
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
srcl pv6Addr:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenas/ | pv6Addr'
i pv6Mul Addr :

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 232 ETSI TS 129 512 V17.12.0 (2023-09)

$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenmas/ | pv6Addr'
Downl i nkDat aNot i fi cati onControl :
description: Contains the downlink data notification control information.
type: object
properties:
notifCtrllnds:
type: array
itens:
$ref: '#/ conponents/schenas/ NotificationControllndication'
mnltems: 1
typesOf Notii f:
type: array
items:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ Dl Dat aDel i ver ySt at us'
mnltens: 1
Downl i nkDat aNot i fi cati onControl Rm
description: This data type is defined in the sane way as the Downl i nkDataNoti ficati onContr ol
data type, but with the nullable:true property.
type: object
properties:
notifCtrllnds:
type: array
itens:
$ref: ' #/ components/schemas/ NotificationControllndication’
mnltems: 1
nul | abl e: true
typesOf Noti f:
type: array
itemns:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schermas/ Dl Dat aDel i ver ySt at us'
mnltems: 1
nul | abl e: true
nul | abl e: true
Thr eshol dVal ue:
description: Indicates the threshold value(s) for RTT and/or Packet Loss Rate.
type: object
properties:
rttThres:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger Rni
pl r Thres:
$ref: ' TS29571 CormmonDat a. yani #/ conponent s/ schenmas/ Packet LossRat eRni
nul | abl e: true
Nwdaf Dat a:
description: Indicates the list of Analytic ID(s) per NWAF instance |D used for the PDU
Session consumed by the SM.
type: object
properties:
nwdaf | nst ancel d:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ Nf | nst ancel d'
nwdaf Event s:
type: array
items:
$ref: ' TS29520_Nnwdaf _Event sSubscri pti on. yan #/ conponent s/ schermas/ N\wdaf Event '
mnltems: 1
required:
- nwdaf | nstancel d
5GSnCause:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
EpsRanNasRel Cause:
type: string
description: Defines the EPS RAN NAS rel ease cause.
Packet Fi | t er Cont ent :
type: string
description: Defines a packet filter for an IP flow.
FI owDescri pti on:
type: string
description: Defines a packet filter for an IP flow.
TsnPort Nurber :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
Appl i cati onDescri ptor:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Byt es'
FI owDi recti on:
anyCf :
- type: string
enum
- DOMALI NK
- UPLI NK
- BI DI RECTI ONAL
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- UNSPEC! FI ED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- DOMLI NK: The corresponding filter applies for traffic to the UE

- UPLINK: The corresponding filter applies for traffic fromthe UE

- BI DI RECTI ONAL: The corresponding filter applies for traffic both to and fromthe UE.

- UNSPECI FI ED: The corresponding filter applies for traffic to the UE (downlink), but has no
specific direction declared. The service data fl ow detection shall apply the filter for uplink
traffic as if the filter was bidirectional. The PCF shall not use the value UNSPECIFIED in filters
created by the network in NWinitiated procedures. The PCF shall only include the val ue UNSPECI FI ED
infilters in UE-initiated procedures if the sanme value is received fromthe SWM-.

FI owDi recti onRm
description: This data type is defined in the sane way as the "FlowDirection" data type, with
the only difference that it allows null val ue.
anyCF :
- $ref: '#/ conmponents/schemas/ Fl owDi recti on'
- $ref: 'TS29571_ComonDat a. yani #/ conponent s/ schenas/ Nul | Val ue’
ReportingLevel :
anyCf :
- type: string
enum
- SER I D LEVEL
- RAT_GR_LEVEL
- SPON_CON_LEVEL
- $ref: 'TS29571_ComonDat a. yani #/ conponent s/ schenas/ Nul | Val ue'
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- SER ID LEVEL: Indicates that the usage shall be reported on service id and rating group
conbi nation | evel .

- RAT_GR LEVEL: Indicates that the usage shall be reported on rating group |evel.

- SPON_CON _LEVEL: Indicates that the usage shall be reported on sponsor identity and rating
group conbi nation |evel.

Met er i nghet hod:
anyCf :
- type: string
enum
- DURATI ON
- VOLUME
- DURATI ON_VOLUVE
- EVENT
- $ref: 'TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Nul | Val ue'
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- DURATION: Indicates that the duration of the service data flow traffic shall be netered.

- VOLUME: Indicates that volune of the service data flow traffic shall be netered.

- DURATI ON_VOLUME: | ndicates that the duration and the volune of the service data flow
traffic shall be netered.

- EVENT: Indicates that events of the service data flow traffic shall be netered.

Pol i cyCont r ol Request Tri gger:
anyCf :
- type: string
enum
- PLMN_CH

- CM SES_FAIL
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- RE_TI MEQUT
- RES_RELEASE
- SUCC_RES_ALLO
- RAI_CH
- RAT_TY_CH
- REF_QOS_I ND_CH
- NUM_OF_PACKET_FI LTER
- UE_STATUS_RESUME
- UE_TZ CH
- AUTH_PROF_CH
- QOS_MONI TORI NG
- SCELL_CH
- USER_LOCATI ON_CH
- EPS_FALLBACK
- MA_PDU
- TSN_BRI DGE_I NFO
- 5G.RGJAN
- 5G_RG _LEAVE
- DDN_FAI LURE
- DDN_DELI VERY_STATUS
- GROUP_I D_LI ST_CHG
- DDN_FAI LURE_CANCELLATI ON
- DDN_DELI VERY_STATUS_CANCELLATI ON
- VPLMN_QOS_CH
- SUCC_QCS_UPDATE
- SAT_CATEGORY_CHG
- PCF_UE_NOTI F_I ND
- NWDAF_DATA_CHG
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |
Possi bl e val ues are
- PLMN_CH: PLMN Change
- RES MO RE: A request for resource nodification has been received by the SM-. The SMF
al ways reports to the PCF.
- AC_TY_CH: Access Type Change
- UE_IP_CH UE IP address change. The SMF al ways reports to the PCF.
- UE_MAC CH A new UE MAC address is detected or a used UE MAC address is inactive for a
specific period
- AN CH COR Access Network Charging Correlation Information
- US_RE: The PDU Session or the Mnitoring key specific resources consumed by a UE either
reached the threshold or needs to be reported for other reasons.
- APP_STA: The start of application traffic has been detected.
- APP_STO The stop of application traffic has been detected.
- ANLINFO Access Network Information report
- CM SES FAIL: Credit nanagenent session failure
- PS_ DA OFF: The SMF reports when the 3GPP PS Data Of status changes. The SMF al ways
reports to the PCF.
- DEF_QOS _CH Default QoS Change. The SMF al ways reports to the PCF.
- SE_AMBR CH Session- AMBR Change. The SMF al ways reports to the PCF.
- QOS_NOTIF: The SMF notify the PCF when receiving notification fromRAN that QoS targets of
the QoS Fl ow cannot be guranteed or gurateed again.
- NOCREDIT: CQut of credit
- REALLO OF CREDIT: Reallocation of credit
- PRA CH Change of UE presence in Presence Reporting Area
- SAREA CH:. Location Change with respect to the Serving Area
- SCNN_CH: Location Change with respect to the Serving CN node
- RE_TIMEQUT: Indicates the SM- generated the request because there has been a PCC
reval i dation timeout
- RES RELEASE: |ndicate that the SMF can informthe PCF of the outconme of the rel ease of
resources for those rules that require so.
- SUCC RES ALLO Indicates that the requested rule data is the successful resource
al | ocati on.
- RAI _CH Location Change with respect to the RAI of GERAN and UTRAN
- RAT_TY_CH RAT Type Change.
- REF_QOS IND CH Reflective QoS indication Change
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- NUM OF_PACKET_FILTER Indicates that the SM- shall report the nunber of supported packet
filter for signalled QoS rules

- UE_STATUS RESUME: Indicates that the UE's status is resuned.

- UE_TZ CH UE Tinme Zone Change

- AUTH _PROF_CH. The DN AAA authorization profile index has changed

- QOS_MONITORING Indicate that the SM- notifies the PCF of the QoS Mnitoring information.

- SCELL_CH: Location Change with respect to the Serving Cell.

- USER _LOCATI ON CH: Indicate that user |ocation has been changed, applicable to serving area
change and serving cell change.

- EPS_FALLBACK: EPS Fall back report is enabled in the SM-.

- MA PDU: UE Indicates that the SM- notifies the PCF of the MA PDU session request

- TSN BRIDGE | NFO TSC user plane node information avail abl e

- 5G RGJAON The 5GRG has joined to an IP Milticast G oup.

- 5G_RG LEAVE: The 5G RG has left an IP Multicast G oup.

- DDN_FAI LURE: Event subscription for DDN Failure event received.

- DDN_DELI VERY_STATUS: Event subscription for DDN Delivery Status received.

- GROUP_ID LIST_CHG UE Internal Goup Identifier(s) has changed: the SMF reports that UDM
provided list of group Ids has changed.

- DDN_FAI LURE_CANCELLATI ON: The event subscription for DDN Failure event is cancell ed.

- DDN _DELI VERY_STATUS CANCELLATI ON: The event subscription for DDD STATUS is cancel | ed.

- VPLMN_QOS_CH: Change of the QoS supported in the VPLM\.

- SUCC_QOS_UPDATE: | ndicates that the requested MPS Action is successful.

- SAT_CATEGORY_CHG |Indicates that the SMF has detected a change between different satellite
backhaul categories, or between a satellite backhaul and a non-satellite backhaul.

- PCF_UE_NOTI F_I ND: I ndicates the SM- has detected the AMF forwarded the PCF for the UE
indication to receive/stop receiving notifications of SM Policy association established/termn nated
events.

- NWDAF_DATA CHG I ndicates that the NWDAF instance | Ds used for the PDU session and/or
associ ated Analytics | Ds used for the PDU session and available in the SMF have changed.

Request edRul eDat aType:
anyCf :
- type: string
enum
- CHID
MS_TI ME_ZONE
- USER_LOC | NFO
- RES_RELEASE
- SUCC_RES_ALLO
- EPS_FALLBACK
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- CHID Indicates that the requested rule data is the charging identifier.

- M5_TIME_ZONE: Indicates that the requested access network info type is the UE s timezone.

- USER_LOC I NFO Indicates that the requested access network info type is the UE' s | ocation.

- RES RELEASE: Indicates that the requested rule data is the result of the rel ease of
resource.

- SUCC_RES ALLO Indicates that the requested rule data is the successful resource
al | ocati on.

- EPS_FALLBACK: Indicates that the requested rule data is the report of QoS flow rejection
due to EPS fall back.

Rul eSt at us:
anyCf :
- type: string
enum
- ACTI VE
- | NACTI VE
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- ACTIVE: Indicates that the PCC rul e(s) are successfully installed (for those provisioned
fromPCF) or activated (for those pre-defined in SMF), or the session rule(s) are successfully
installed

- INACTIVE: Indicates that the PCC rule(s) are renoved (for those provisioned fromPCF) or
inactive (for those pre-defined in SMF) or the session rule(s) are renpved.

Fai | ur eCode:
anyOf :
- type: string
enum
- UNK_RULE_ID
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- RA_ GR ERR
- SER | D_ERR
- NF_MAL
- RES LIM
- MAX_NR Q0S_FLOW
- M SS_FLOW I NFO
- RES_ALLO FAIL
- UNSUCC_QOS_VAL
- I NCOR_FLOW | NFO
- PS_TO CS_HAN
- APP_ID_ERR
- NO_QOs_FLOW BOUND
- FILTER_RES
- M SS_REDI _SER_ADDR
- CM_END _USER_SER DEN ED
- CM_CREDI T_CON_NOT_APP
- OM_AUTH_REJ
- OM_USER_UNK
- CM_RAT_FAI LED
- UE_STA SUSP
- UNKNOAN_REF_I D
- | NCORRECT_COND_DATA
- REF_ID COLLI SI ON
- TRAFFI C_STEERI NG_ERRCR
- DNAI _STEERI NG _ERROR
- AN_GW FAI LE
- MAX_NR_PACKET_FI LTERS EXCEEDED
- PACKET_FI LTER TFT_ALLOCATI ON_EXCEEDED
- MJTE_CHG _NOT_ALLOWED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- UNK_RULE_ID: Indicates that the pre-provisioned PCC rule could not be successfully
activated because the PCCrule identifier is unknown to the SM-.

- RA GRERR Indicate that the PCC rule could not be successfully installed or enforced
because the Rating G oup specified within the Charging Data policy decision which the PCC rule
refers to is unknown or, invalid.

- SER ID ERR Indicate that the PCC rule could not be successfully installed or enforced
because the Service ldentifier specified within the Charging Data policy decision which the PCC rule
refers to is invalid, unknown, or not applicable to the service being charged.

- NF_MAL: Indicate that the PCC rule could not be successfully installed (for those
provi sioned fromthe PCF) or activated (for those pre-defined in SMF) or enforced (for those already
successfully installed) due to SMF/ UPF mal functi on.

- RES LIM Indicate that the PCC rule could not be successfully installed (for those
provi sioned fromPCF) or activated (for those pre-defined in SMF) or enforced (for those al ready
successfully installed) due to a limtation of resources at the SM/ UPF.

- MAX_NR QoS FLOW Indicate that the PCC rule could not be successfully installed (for those
provi sioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already
successfully installed) due to the fact that the maxi mum nunber of QoS flows has been reached for
the PDU sessi on.

- MSS FLONINFO Indicate that the PCC rule could not be successfully installed or enforced
because neither the "flowl nfos" attribute nor the "appld" attribute is specified within the PccRul e
data structure by the PCF during the first install request of the PCC rule.

- RES_ALLO FAIL: Indicate that the PCC rule could not be successfully installed or
mai ntai ned since the QoS flow establishment/nodification failed, or the QS flow was rel eased.

- UNSUCC Q0s VAL: indicate that the QS validation has failed or when Guaranteed Bandw dth >
Max- Request ed- Bandwi dt h.

- INCOR_FLOWINFG Indicate that the PCC rule could not be successfully installed or
nodi fied at the SMF because the provided flow information is not supported by the network (e.g. the
provided I P address(es) or |pv6 prefix(es) do not correspond to an IP version applicable for the PDU
session).

- PS_TOCS HAN: Indicate that the PCC rule could not be maintai ned because of PSto CS
handover .

- APP_ID ERR Indicate that the rule could not be successfully installed or enforced because
the Application Identifier is invalid, unknown, or not applicable to the application required for
det ecti on.

- NO_QOS_FLOWBOUND: Indicate that there is no QS flow which the SMF can bind the PCC
rule(s) to.

- FILTER_RES: Indicate that the Flow Information within the "fl ow nfos" attribute cannot be
handl ed by the SMF because any of the restrictions defined in clause 5.4.2 of 3GPP TS 29. 212 was not
met .

- MSS REDI_SER ADDR: Indicate that the PCC rule could not be successfully installed or
enforced at the SMF because there is no valid Redirect Server Address within the Traffic Control
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Data policy decision which the PCC rule refers to provided by the PCF and no preconfigured
redirection address for this PCC rule at the SM.

- CM END USER SER DEN ED: Indicate that the charging system deni ed the service request due
to service restrictions (e.g. termnate rating group) or limtations related to the end-user, for
exanpl e the end-user's account could not cover the requested service.

- CM_CREDI T_CON_NOT_APP: Indicate that the charging system determ ned that the service can
be granted to the end user but no further credit control is needed for the service (e.g. service is
free of charge or is treated for offline charging).

- CM AUTH REJ: Indicate that the charging systemdenied the service request in order to
term nate the service for which credit is requested.

- CM USER UNK: Indicate that the specified end user could not be found in the charging
system

- CM_RAT_FAI LED: Indicate that the charging systemcannot rate the service request due to
insufficient rating input, incorrect AVP conbination or due to an attribute or an attribute val ue
that is not recognized or supported in the rating.

- UE_STA SUSP: Indicates that the UE is in suspend state.

- UNKNOMN_REF_ID: |ndicates that the PCC rul e could not be successfully installed/ nodified
because the referenced identifier to a Policy Decision Data or to a Condition Data is unknown to the
SMF.

- | NCORRECT_COND _DATA: Indicates that the PCC rule could not be successfully
instal |l ed/ nodi fi ed because the referenced Condition data are incorrect.

- REF_I D COLLI SION: Indicates that PCC rule could not be successfully installed/ nodified
because the sanme Policy Decision is referenced by a session rule (e.g. the session rule and the PCC
rule refer to the same Usage Monitoring decision data).

- TRAFFI C_STEERI NG ERROR | ndicates that enforcenent of the steering of traffic to the N6-
LAN or 5G LAN failed; or the dynamic PCC rule could not be successfully installed or nodified at the
NF service consuner because there are invalid traffic steering policy identifier(s) within the
provided Traffic Control Data policy decision to which the PCC rule refers.

- DNAI _STEERI NG ERROR: Indicates that the enforcement of the steering of traffic to the
indi cated DNAl failed; or the dynamic PCC rule could not be successfully installed or nodified at
the NF service consuner because there is invalid route information for a DNAI(s) (e.g. routing
profile id is not configured) within the provided Traffic Control Data policy decision to which the
PCC rule refers.

- AN GWFAILED: This value is used to indicate that the AN-Gateway has failed and that the
PCF should refrain fromsending policy decisions to the SMF until it is inforned that the S-GW has
been recovered. This value shall not be used if the SM Policy association nodification procedure is
initiated for PCC rule renoval only.

- MAX_NR_PACKET_FI LTERS _EXCEEDED: This value is used to indicate that the PCC rule could not
be successfully installed, nodified or enforced at the NF service consuner because the nunber of
supported packet filters for signalled QS rules for the PDU session has been reached.

- PACKET_FI LTER_TFT_ALLOCATI ON_EXCEEDED: This value is used to indicate that the PCCrule is
renoved at 5GS to EPS nobility because TFT allocation was not possible since the nunber of active
packet filters in the EPC bearer is exceeded.

- MJUTE_CHG NOT_ALLOWED: | ndicates that the PCC rule could not be successfully nodified
because the nute condition for application detection report cannot be changed. Applicable when the
functionality introduced with the ADC feature applies.

Af Si gProtocol :
anyCf :
- type: string
enum
- NO_I NFORVATI ON
- SIP
- $ref: 'TS29571_ComonDat a. yani #/ conponent s/ schenas/ Nul | Val ue'
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enunmeration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- NO_I NFORVATI ON: I ndicate that no information about the AF signalling protocol is being
provi ded.

- SIP: Indicate that the signalling protocol is Session Initiation Protocol.

Rul eQper ati on:
anyCf :
- type: string
enum
- CREATE_PCC_RULE
- DELETE_PCC_RULE
- MODI FY_PCC_RULE_AND ADD_PACKET_FI LTERS
- MODI FY_ PCC_RULE_AND REPLACE_PACKET_FI LTERS
- MODI FY_ PCC_RULE_AND DELETE PACKET_FI LTERS
- MODI FY_PCC_RULE_W THOUT_MODI FY_PACKET_FI LTERS
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
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description: |
Possi bl e val ues are
- CREATE_PCC RULE: Indicates to create a new PCC rule to reserve the resource requested by
the UE.
- DELETE_PCC RULE: Indicates to delete a PCC rule corresponding to reserve the resource
requested by the UE
- MODI FY_PCC RULE_AND ADD PACKET_FILTERS: Indicates to nodify the PCC rul e by addi ng new
packet filter(s).
- MODI FY_ PCC_RULE_AND REPLACE PACKET FILTERS: Indicates to nodify the PCC rule by replacing
the existing packet filter(s).
- MODI FY_ PCC_RULE_AND DELETE PACKET_FILTERS: Indicates to nodify the PCC rule by deleting
the existing packet filter(s).
- MODI FY_PCC_RULE_W THOUT_MODI FY_PACKET_FI LTERS: Indicates to nmodify the PCC rul e by
nmodi fyi ng the QoS of the PCC rule.
Redi r ect Addr essType:
anyOf :
- type: string
enum
- | PV4_ADDR
- | PV6_ADDR
- URL
- SIP_UR
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |
Possi bl e val ues are
- | PV4A_ADDR |Indicates that the address type is in the formof "dotted-decimal" |Pv4
addr ess.
- I PV6_ADDR Indicates that the address type is in the formof |Pv6 address.
- URL: Indicates that the address type is in the formof Uniform Resource Locator.
- SIP_URI: Indicates that the address type is in the formof SIP Uniform Resource
Identifier.
QosFl owUsage:
anyCf :
- type: string
enum
- GENERAL
- IMS_SIG
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |
Possi bl e val ues are
- GENERAL: I ndicate no specific QS flow usage information is avail able.
- IMS_SIG Indicate that the QoS flowis used for IMS signalling only.
Fai | ur eCause:
description: Indicates the cause of the failure in a Partial Success Report.
anyCf :
- type: string
enum
- PCC_RULE_EVENT
- PCC_QOS_FLOW EVENT
- RULE_PERVANENT_ERROR
- RULE_TEMPORARY_ERROR
- POL_DEC_ERROR
- type: string
Cr edi t Managenent St at us:
description: Indicates the reason of the credit nanagenent session failure.
anyCf :
- type: string
enum
- END_USER_SER DEN ED
- CREDI T_CTRL_NOT_APP
- AUTH_REJECTED
- USER_UNKNOWN
- RATI NG_FAI LED
- type: string
Sessi onRul eFai | ur eCode:
anyCf :
- type: string
enum
- NF_MAL
- RES_LIM
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- SESSI ON_RESOURCE_ALLQCATI ON_FAI LURE
- UNSUCC_QOS_VAL
- | NCORRECT_UM
- UE_STA SUSP
- UNKNOWN_REF_I D
- | NCORRECT_COND_DATA
- REF_ID COLLI SI ON
- AN_GW FAI LED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |

Possi bl e val ues are

- NF_MAL: Indicates that the PCC rule could not be successfully installed (for those
provi sioned fromthe PCF) or activated (for those pre-defined in SM) or enforced (for those already
successfully installed) due to SM-/ UPF mal functi on.

- RES LIM Indicates that the PCC rule could not be successfully installed (for those
provi sioned fromPCF) or activated (for those pre-defined in SMF) or enforced (for those already
successfully installed) due to a limtation of resources at the SMF/ UPF.

- SESS|I ON_RESOQURCE_ALLOCATI ON_FAI LURE: | ndicates the session rule could not be successfully
enforced due to failure during the allocation of resources for the PDU session in the UE, RAN or
AMF.

- UNSUCC_QOs _VAL: indicates that the QoS validation has fail ed.

- I NCORRECT_UM The usage nonitoring data of the enforced session rule is not the same for
all the provisioned session rule(s).

- UE_STA SUSP: Indicates that the UE is in suspend state.

- UNKNOM_REF I D: |Indicates that the session rule could not be successfully
instal |l ed/ nodi fi ed because the referenced identifier to a Policy Decision Data or to a Condition
Data i s unknown to the SM.

- | NCORRECT_COND _DATA: Indicates that the session rule could not be successfully
instal |l ed/ nodi fi ed because the referenced Condition data are incorrect.

- REF_ID COLLISION: Indicates that the session rule could not be successfully
instal |l ed/ nodi fi ed because the sanme Policy Decision is referenced by a PCC rule (e.g. the session
rule and the PCC rule refer to the sane Usage Monitoring decision data).

- AN_GWFAILED: Indicates that the AN-Gateway has failed and that the PCF should refrain
from sending policy decisions to the SMF until it is inforned that the S-GWhas been recovered. This
val ue shall not be used if the SM Policy association nodification procedure is initiated for session
rule renoval only.

St eeringFunctionality:
anyCf :
- type: string
enum
- MPTCP
- ATSSS LL
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |
Possi bl e val ues are
- MPTCP: Indicates that PCF authorizes the MPTCP functionality to support traffic
steering, switching and splitting.
- ATSSS LL: Indicates that PCF authorizes the ATSSS-LL functionality to support traffic
steering, switching and splitting.
St eer MbdeVal ue:
description: Indicates the steering node val ue determ ned by the PCF.
anyOf :
- type: string
enum
- ACTI VE_STANDBY
- LOAD_BALANCI NG
- SMALLEST_DELAY
- PRI ORI TY_BASED
- type: string
Mul ti cast AccessControl :
description: Indicates whether the service data flow, corresponding to the service data fl ow
tenplate, is allowed or not allowed.
anyCf :
- type: string
enum
- ALLONED
- NOT_ALLOWED
- type: string
Request edQosMbni t ori ngPar anet er:
description: Indicates the requested QoS nonitoring paranmeters to be measured.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 240 ETSI TS 129 512 V17.12.0 (2023-09)

anyCf :
- type: string
enum
- DOWALI NK
- UPLI NK
- ROUND_TRI P
- type: string
Repor ti ngFrequency:
description: Indicates the frequency for the reporting.
anyCf :
- type: string
enum
- EVENT_TRI GGERED
- PERIODIC
- type: string
SgsnAddr ess:
description: describes the address of the SGSN
type: object
anyOf :
- required: [sgsnlpv4Addr]
- required: [sgsnlpv6Addr]
properties:
sgsnl pv4Addr :
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ | pv4Addr'
sgsnl pv6Addr :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
SnPol i cyAssoci ati onRel easeCause:
description: Represents the cause due to which the PCF requests the term nation of the SM
policy association.
anyCf :
- type: string
enum
- UNSPECI FI ED
- UE_SUBSCRI PTI ON
- | NSUFFI Cl ENT_RES
- VALI DATI ON_CONDI TI ON_NOT_MET
- REACTI VATI ON_REQUESTED
- type: string
PduSessi onRel Cause:
description: Contains the SMF PDU Session rel ease cause.
anyCf :
- type: string
enum
- PS_TO CS HO
- RULE_ERROR
- type: string
MaPdul ndi cat i on:
description: Contains the MA PDU session indication, i.e., MA PDU Request or MA PDU Net wor k-
Upgrade Al | owed.
anyCf :
- type: string
enum
- MA_PDU_REQUEST
- MA_PDU_NETWORK_UPGRADE_ALLOWED
- type: string
At sssCapabi lity:
description: Contains the ATSSS capability supported for the MA PDU Sessi on.
anyCf :
- type: string
enum
- MPTCP_ATSSS_LL_W TH _ASMCODE UL
- MPTCP_ATSSS_LL_W TH_EXSDMODE_DL_ASMODE_UL
- MPTCP_ATSSS LL_W TH ASMCODE_DLUL
- ATSSS LL
- MPTCP_ATSSS LL
- type: string

Net LocAccessSupport:
anyCf :
- type: string
enum
- ANR_NOT_SUPPORTED
- TZR_NOT_SUPPCRTED
- LOC_NOT_SUPPORTED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
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content defined in the present version of this API.
description: |
Possi bl e val ues are
- ANR_NOT_SUPPORTED: | ndicates that the access network does not support the report of access
network i nformation.
- TZR _NOT_SUPPORTED: | ndicates that the access network does not support the report of UE
time zone.
- LOC_NOT_SUPPORTED: | ndicates that the access network does not support the report of UE
Location (or PLWN Id).
Pol i cyDeci si onFai | ur eCode:
description: Indicates the type of the failed policy decision and/or condition data.
anyCf :
- type: string
enum
- TRA_CTRL_DECS_ERR
- QOS_DECS_ERR
- CHG DECS_ERR
- USA_MON_DECS_ERR
- QOS_MON_DECS_ERR
- CON_DATA ERR
- POLI CY_PARAM ERR
- type: string

Noti fi cationControl | ndication:
description: Indicates that the notification of DDD Status is requested and/or that the
notification of DDN Failure is requested.
anyOf :
- type: string
enum

- DDN_FAI LURE
- DDD_STATUS

- type: string

St eer Model ndi cat or:
description: Contains Autononous | oad-bal ance indicator or UE-assistance indicator.
anyCf :
- type: string
enum
- AUTO LOAD BALANCE
- UE_ASSI STANCE
- type: string
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Annex B (normative):
5GC and EPC interworking scenario support

B.1  Scope
This annex defines procedures for 5GC and EPC interworking, which contains the following scenarios:
- EPSand 5GS interworking (i.e. 3GPP access connected to EPC and 3GPP access connected to 5GC).
- EPC/ePDG and 5GS interworking (i.e. ePDG connected to EPC and 3GPP access connected to 5GC).
- EPSand 5GC/N3IWF interworking (i.e. 3GPP access connected to EPC and N3IWF connected to 5GC).

- EPSand 5GC/TNAN/TWAN interworking (i.e. 3GPP access connected to EPC and TNAN/TWAN connected to
5GC).

NOTE: Inthis Release 5GC and EPC interworking is not supported for SNPN.

B.2  Npcf _SMPolicyControl Service

B.2.1 Service Description

B.2.1.1 Overview

Session Management Policy Control Service applies to the cases where the SMF+PGW-C interacts with the PCF in the
non-roaming scenario, the SMF+PGW-C interacts with the V-PCF in the local breakout roaming scenario and the H-
SMF+H-PGW-C interacts with the H-PCF in the home-routed scenario.

B.2.1.2 Service Architecture

The Session Management Policy Control Service is provided by the PCF as shown in the SBI representation model in
figure B.2.1.2-1 and in the reference point representation model in figure B.2.1.2.2.

In this scenario the NF Service Consumer is a combined SMF and PGW-C.

Npcf_SMPolicyControl

SMF+PGW-C

Figure B.2.1.2-1: Reference Architecture for the Npcf_SMPolicyControl Service for 5GC and
EPC interworking scenario; SBI representation
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N7

SMF+PGW-C

Figure B.2.1.2-2: Reference Architecture for the Npcf_SMPolicyControl Service or 5GC and
EPC interworking scenario; reference point representation

NOTE: The PCF representsthe V-PCF in the local breakout scenario. The SMF+PGW-C represents the H-
SMF+H-PGW-C and the PCF represents the H-PCF in the home routed scenario.

B.3  Service Operation

B.3.1 Introduction

This clause defines the specific service operations for the 5GC and EPC interworking scenario. In addition, the service

operations defined in clause 4.2 shall be applicable.

NOTE: For brevity reason, the combined SMF and PGW-C is denoted as SMF in what follows.

B.3.2 Npcf _SMPolicyControl_Create Service Operation

B.3.2.0 General

When the UE establishes the PDN connection through the EPC network and the SMF+PGW-C receives the Create
Session Request message as defined in 3GPP TS 29.274 [37], the SMF+PGW-C shall behave as defined in
clause 4.2.2.2 with the differences that the SMF+PGW-C shall include (if available) in SmPolicyContextData data

structure:
- theIMSI of the user within the "supi” attribute;
- the MSISDN of the user within the "gpsi" attribute;

- APN within the "dnn" attribute;

- PDU Session Id determined by the SMF+PGW-C within "pduSessionld” attribute for a UE that has an EPS
subscription that allows 5GC interworking but does not support 5GC NAS.

NOTE 1: For a PDN connection established viathe MME or ePDG, the PDU Session ID valueis assigned from a
reserved range as specified in Table 5.4.2-1 of 3GPP TS 29.571 [11]. The PDU session ID value assigned
at PDN connection establishment remains unchanged along the PDN connection, i.e., it does not change
when the UE handovers between EPS and EPC/ePDG. In the scenarios where UE handover between EPS
and EPC/ePDG is enabled, to ensure uniqueness of the assigned PDU Session ID value, the SMF+PGW-
C canretrieve from UDM the already assigned PDU Session ID values, alocate a non-colliding PDU
Session ID value, and register in UDM the alocated PDU session ID;

PDN Type within the "pduSessionType" attribute;

- IMEI-SV within the "pei" attribute;

- IP-CAN type within the "accessType" attribute;

- RAT type within the "ratType" attribute;

NOTE 2: See Annex B.3.2.2 for further information.

- subscribed APN-AMBR within "subsSessAmbr" attribute;
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- subscribed Default EPS bearer QoS within "subsDefQos" attribute;

NOTE 3: Subscribed APN-AMBR and the QCI within the subscribed default EPS bearer QoS are mapped to
subscribed Session-AMBR and 5QI as defined in Annex B.3.6.1 respectively.

- user location information within the "userLocationlnfo" attribute;

NOTE 4: See Annex B.3.2.1 for further information.

- the S NSSAI determined by the SMF+PGW-C within the "dicelnfo" attribute; and
- the bearer usage required of the default bearer within the "gosFlowUsage" attribute.
- the UE time zone information within "ueTimeZone" attribute, if available;

NOTE 5: The UE time zoneis not available in EPC untrusted WLAN.

When the UE establishes the PDN connection in an 5GS-EPC interworking deployment, the SMF+PGW-C shall behave
as defined in clause 4.2.2.2 (access through 5GS network) or this clause (access through the EPC network) and
additionally, if the feature "PackFiltAllocPrecedence” is supported and there is a possibility to run into arestriction
regarding the number of TFT packet filters that can be alocated when interworking with EPS with N26 is supported
(seeclause 4.11.1 of TS 23.502 [3]), the PCF may provide, as part of the PccRule data type(s) for the PCC Rulesto be
installed, the " packFiltAllPrec” attribute to indicate the order of the PCC Rulesin the allocation of TFT packet filter(s)
by the SMF+PGW-C.

NOTE 6: PCF can know that interworking with EPS with N26 is supported based on the received DNN and S-
NSSAI of the PDU Session.
B.3.2.1 UE Location related information

When the UE establishes the PDN connection through the EPC/E-UTRAN network, the SMF+PGW-C shall include, if
available, the following user location information:

- user location information within the "eutralLocation” attribute included in the "userLocationlnfo" attribute; and
- S-GW address, if available, within the "anGwAddr" attribute included in the "servNfld" attribute.

When the UE establishes the PDN connection through the EPC/UTRAN network and the feature "2G3GIWK" is
supported, the SMF+PGW-C shall include, if available, the following user location information:

- user location information within the "utralocationl nfo" attribute included in the "userL ocationlnfo" attribute;
and

- SGSN address, if available, within the "sgsnAddr" attribute included in the "servNfld" attribute.

When the UE establishes the PDN connection through the EPC/GERAN network and the feature "2G3GIWK" is
supported, the SMF+PGW-C shall include, if available, the following user location information:

- user location information within the "geral ocationinfo” attribute included in the "userLocationinfo” attribute;
and

- SGSN address, if available, within the "sgsnAddr" attribute included in the "servNfld" attribute.

When the UE establishes the PDN connection through the EPC/ePDG network, the SMF+PGW-C shall include, if
available, the following user location information:

- user location information within the "n3galocation" attribute included in the "userLocationlinfo™ attribute. The
"n3galocation” attribute includes the "uelpv4Addr" or "uelpv6Addr" attributes, and, if available the
"portNumber" and "protocol" attributes and, if the feature "WLAN_Location™ is supported, the "twapld”
attribute encoding the WLAN location information, if available; and

- ePDG identification within the "anGwAddr" attribute included in the "servNfld" attribute.

NOTE: The"n3galocation" attribute does not include the "n3gppTai” and "n3lwfld" attributesin EPC
interworking scenarios.
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B.3.2.2 Access Type related information

When the UE establishes the PDN connection through the EPC/E-UTRAN network, the SMF+PGW shall include, if
available, the following access type information:

- the"3GPP_ACCESS" value within the "accessType" attribute; and
- the"EUTRA" value within the "ratType" attribute.

When the UE establishes the PDN connection through the EPC/UTRAN network and the feature "2G3GIWK" is
supported, the SMF+PGW shall include, if available, the following access type information:

- the"3GPP_ACCESS" value within the "accessType" attribute; and
- the"UTRA" vaue within the "ratType" attribute.

When the UE establishes the PDN connection through the EPC/GERAN network and the feature "2G3GIWK" is
supported, the SMF+PGW shall include, if available, the following access type information:

- the"3GPP_ACCESS" value within the "accessType" attribute; and
- the"GERA" value within the "ratType" attribute.

When the UE establishes the PDN connection through the EPC/ePDG network, the SMF+PGW shall include, if
available, the following access type information:

- the"NON_3GPP_ACCESS" value within the "accessType" attribute;
- the"WLAN" or "VIRTUAL" value within the "ratType" attribute, as applicable; and

- the ePDG addressin the "servNfld" attribute within the "anGwAddr" attribute.

B.3.3 Npcf _SMPolicyControl UpdateNotify Service Operation

B.3.3.0 General

When the UE has an established PDN connection through the EPC/E-UTRAN network and the PCF provisions the
policy to the SMF+PGW-C as defined in clause 4.2.3. The SMF+ PGW-C shall behave as defined in clause 4.2.3 with
the differences that the SMF+PGW-C shall map the QoS information within the PCC rule and/or session rule into EPS
QoS information as defined in Annex B.3.6.1.

When the UE has an established PDN connection in an 5GS-EPC interworking deployment, the SMF+PGW-C shall
behave as defined in clause 4.2.3 (access through the 5GS network) or this clause (access through the EPC network) and
additionally, if the feature " PackFiltAllocPrecedence” is supported and there is a possibility to run into arestriction
regarding the number of TFT packet filters that can be allocated when interworking with EPS with N26 is supported as
described in Annex B.3.2.0, the PCF may provide, as part of the PccRule data type for the new PCC Rulesto be
installed, the "packFiltAllPrec” attribute to indicate the order of the PCC Rulesin the allocation of TFT packet filter(s)
by the SMF+PGW-C.

B.3.3.1 Policy Update When UE suspends

If the PolicyUpdateWhenUESuspends feature as defined in clause 5.8 is supported the PCF and the SMF shall comply
with the procedures specified in this clause. During PDU session/PDN connection establishment or modification
procedure, the PCF shall subscribeto the"UE_STATUS RESUME" policy control request trigger if not subscribed yet,
as described in clause 4.2.6.4. When the SMF receives the policy decision from the PCF as defined in clause 4.2.3.1 for
aPDN connection maintained when the UE's status is suspend state, the SMF shall reject the request and include an
HTTP "400 Bad Request" status code together with an ErrorReport structure. Within the ErrorReport data structure, the
SMF shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to
"UE_STATUS_SUSPEND" which indicates the failure to enforce the corresponding policy decision, except if the
policy decision is for the PCC rule removal only and/or session rule removal only, and further include the information
asfollows:
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- If the policy decision includes the installation of one or more PCC rules, the SMF shall invoke the procedure as
defined in clause 4.2.3.16 with the "failureCode" attribute set to "UE_STA_SUSP" and "ruleStatus" attribute set
to INACTIVE to indicate the failure to enforce those PCC rules.

- If the policy decision includes the modification of one or more PCC rules, the SMF shall invoke the procedure as
defined in clause 4.2.3.16 with the "failureCode" attribute set to "UE_STA_SUSP" and "ruleStatus” attribute set
to ACTIVE to indicate the failure to enforce those PCC rules.

- If the policy decision includes the modification of one or more session rules, the SMF shall within a RuleReport
data structure include the "sessRuleReports” attribute. Within each SessionRuleReport data structure, the SMF
shall include the affected session rules within the "rulelds" attribute(s), the " sessRuleFailureCode™ attribute set to
"UE_STA_SUSP" and "ruleStatus" attribute set to ACTIVE to indicate the failure to enforce those session rules.

Upon reception of the "failureCode" attribute and/or "sessRuleFailureCode" attribute set to "UE_STA_SUSP" or the
ProblemDetails data structure set to "UE_STATUS _SUSPEND", the PCF shall not initiate any PDU Session
Modification procedure, except if it isinitiated for the PCC rule removal only or the session rule removal only, for the
given PDU session over N7 until the UE's status is resumed. When the SMF detected the UE's status is resumed from
suspend state, the SMF shall inform the PCF of the UE status as defined in Annex B.3.4.2.

B.3.3.2 Request report of EPS Fallback

When the "EPSFallbackReport” feature is supported, if the AF requests the PCF to report the EPS fallback for voice
mediatype as described in clauses 4.2.2.30 or 4.2.3.29 of 3GPP TS 29.514 [17] or in clause E.3 of

3GPP TS 29.214[18], the PCF shall perform the PCC rule provisioning procedure as defined in clause 4.2.6.2.1 and
additionally provide the request of EPS fallback report to the SMF as follows:

- it shall include the "lastReqRuleData’ attribute to contain the "regData’ attribute with the value
"EPS FALLBACK" and the "refPccRulelds’ attribute to contain the related installed/modified PCC rule
identifier(s) with 5QI=1.

- it shall providethe "EPS_FALLBACK" policy control request rigger within the "policyCtrIReqTriggers’
attribute, if not provided before.

B.3.3.3 S-GW Restoration Support

If the SGWRest feature as defined in clause 5.8 is supported, the PCF and the SMF shall comply with the procedures
specified in this clause. During PDU session/PDN connection establishment or modification procedure, the PCF shall
subscribe to the "SCNN_CH" policy control request trigger if not subscribed yet, as described in clause 4.2.6.4.

When the SMF+PGW receives the policy decision from the PCF as defined in clause 4.2.3.1 for a PDN connection
maintained during a S-GW failure, the SMF+PGW shall act asfollows:

- For MME/$4-SGSN triggered S-GW Restoration scenarios.

- the SMF+PGW shall reject the request and include an HTTP "400 Bad Request” status code together with an
ErrorReport structure. Within the ErrorReport data structure, the SMF shall include the "error" attribute
containing the "cause" attribute of the ProblemDetails data structure set to "AN_GW_FAILED" which
indicates the failure to enforce the corresponding policy decision, except if the policy decision is for the PCC
rule removal only and/or session rule removal only, and further include the information as follows:

- If the policy decision is related to one or more PCC rules, the SMF+PGW shall behave as defined in
clause 4.2.3.16 with the "failureCode" attribute set to "AN_GW_FAILED".

- If the policy decision isrelated to one or more session rules, the SMF+PGW shall behave as defined in
clause 4.2.3.20 with the "sessRuleFailureCode" attribute set to "AN_GW_FAILED".

- For SMF+PGW triggered S-GW Restoration scenarios, the SMF+PGW shall accept the procedure as per normal
procedures. In the case, the PDN connection is not restored during an operator configured time period, the
SMF+PGW shall behave as follows as defined in annex B.3.4.9.

Upon reception of the "cause" attribute of the ProblemDetails data structure set to "AN_GW_FAILED" or the
"failureCode" attribute set to "AN_GW_FAILED" and/or the "sessRuleFailureCode" attribute set to
"AN_GW_FAILED", the PCF shal not initiate any SM Policy association modification procedure, except if the | SM

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 247 ETSI TS 129 512 V17.12.0 (2023-09)

Policy association modification procedure isinitiated for the PCC rule removal only, for the given SM Policy
association over N7 until the SS-GW has recovered.

The SMF+PGW shall maintain the PDN connections affected by the S-GW failure and eligible for restoration for an
operator configurable time period. Upon expiry of that time period, the SMF+PGW shall release the PDN connection
and inform the PCF about the SM Policy association termination as specified in clause 4.2.5.2.

The SMF+PGW should maintain the GBR bearers of the PDN connections eligible for restoration for an operator
configurable time period. Upon expiry of that time period, the SMF+PGW shall release GBR bearers that have not yet
been restored and inform the PCF about the PCC rule removal as specified in clause 4.2.4.7.

The SMF+PGW shall discard downlink packets received for a PDN connection maintained during a S-GW failure that
has not yet been restored.

The SMF+PGW shall delete the PDN connection locally when it receives an SM Policy association termination from
the PCF as described in clause 4.2.4.3.

B.3.4 Npcf _SMPolicyControl _Update Service Operation

B.3.4.0 General

When the established PDN connection through the EPC/E-UTRAN network is modified and SMF+PGW-C receives
Modify Bearer Request, Modify Bearer or Delete Bearer Command message and if the SMF detects the policy control
request trigger(s) is met or the error(s) needs to be reported or when the UE handed over from the 5GS to the EPS and
the SMF detects the policy control request trigger(s) is met, the SMF+PGW-C shall behave as defined in clause 4.2.4.2
with the differences that the SMF+PGW-C shall include (if available) in the SmPolicyUpdateContextData data
structure:

- IP-CAN type within the "accessType" attribute;

- RAT type within the "ratType" attribute;

NOTE 1: See Annex B.3.4.5 for further information.

- subscribed APN-AMBR within the "subsSessAmbr" attribute;

- subscribed Default EPS bearer QoS Information within the "subsDefQos" attribute;

NOTE 2: Subscribed APN-AMBR and the QCI within the subscribed default EPS bearer QoS are mapped to
subscribed Session-AMBR and 5QI as defined in Annex B.3.6.1 respectively.

- the bearer usage required for the dedicated bearer within the "qosFlowUsage" attribute if the UE initiates a
resource modification request procedure and the bearer usage request was present in the Bearer Resource
Command; and

- user location information of EPC within the "userLocationlnfo" attribute.
NOTE 3: See Annex B.3.4.3 for further information.

The policy control request trigger "RES_MO_RE" is not supported when the PDN connection is established through the
EPC/E-UTRAN network. The SMF+PGW shall reject the PDU session modification that initiated the UE's resource
modification.

During interworking from 5GS to EPS, if the feature "PackFiltAllocPrecedence” is supported, for QoS Flows without
EPS bearer ID(s) assigned or for QoS Flows related to PCC Rules that do not have allocated TFT packet filters, the
SMF+PGW-C shall delete those PCC Rules and inform the PCF. The SMF+PGW-C shall include the "ruleReports®
attribute containing the RuleReport data instance which specifies the affected PCC rules within the "pccRulel ds'
attribute, set to "INACTIVE" the value within the "ruleStatus" attribute and the

"PACKET_FILTER TFT_ALLOCATION_EXCEEDED" asthe value of the "failureCode" attribute.

If the feature "PackFiltAllocPrecedence” is supported, the PCF may provide, as part of the PccRule data type for the
new PCC Rulesto beinstalled the "packFiltAllPrec” attribute to indicate the order of the PCC Rulesin the allocation of
TFT packet filter(s) by the SMF+PGW-C. The PCF may include this parameter if the feature
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"PackFiltAllocPrecedence" is supported and there is a possibility to run into arestriction regarding the number of TFT
packet filters that can be allocated for the PDU Session and interworking with EPS with N26 deployment is supported
as described in Annex B.3.2.0.

B.3.4.1 Number of Supported Packet Filters Report

When the UE handed over from the EPC/E-UTRAN to the 5GS and the number of supported packet filters for signalled
QoSrulesisreceived from the UE, the SMF shall include the "NUM_OF PACKET_FILTER" within the
"repPolicyCtrIReqTriggers' attribute and the number of supported packet filters for signalled QoS rules within the
"numOfPackFilter". In this case, the PCF shall behave as defined in clause 4.2.6.2.16.

NOTE:  The maximum number of packet filters sent to the UE per QoS rule is additionally limited as specified in
3GPP TS 24.501 [20] when the UE is camping in 5GS.

B.3.4.2 Policy Update When UE suspends

B.3.4.2.1 Policy Update Error Report

If the PolicyUpdateWhenUESuspends feature as defined in clause 5.8 is supported, the PCF and the SMF shall comply
with the procedures specified in this clause. During PDU session/PDN connection establishment or modification
procedure, the PCF shall subscribeto the"UE_STATUS RESUME" policy control request trigger if not subscribed yet,
as described in clause 4.2.6.4. When the SMF receives the policy decision from the PCF as defined in clause 4.2.4.1 for
a PDN connection maintained when the UE's status i s suspend state, the SMF shall include the "ruleReports” attribute
for the affected PCC rules and/or session rules to report the failure within the SmPolicyUpdateContextData data
structure. Within the ErrorReport data structure, the SMF shall include the "error” attribute containing the " cause”
attribute of the ProblemDetails data structure set to "UE_STATUS_ SUSPEND" which indicates the failure to enforce
the corresponding policy decision, except if the policy decision is for the PCC rule removal only and/or session rule
removal only, and further include the information as follows:

- if the policy decision includes the modification of one or more session rules, within an RuleReport instance, the
SMF shall include the "sessRuleReports* attribute. Within each SessionRuleReport data structure, the SMF shall
include the affected session rules within the "rulelds" attribute, the "sessRuleFailureCode" attribute set to
"UE_STA_SUSP" and the "ruleStatus" attribute set to ACTIVE to indicate the failure to enforce those session
rules.

- if the policy decision includes the installation of one or more PCC rules, the SMF shall invoke the procedure as
defined in clause 4.2.4.15 with the "failureCode" attribute set to "UE_STA_SUSP" and "ruleStatus” attribute set
to INACTIVE to indicate the failure to enforce those PCC rules.

- if the policy decision includes the modification of one or more PCC rules, the SMF shall invoke the procedure
as defined in clause 4.2.4.15 with the "failureCode" attribute set to "UE_STA_SUSP" and "ruleStatus" attribute
set to ACTIVE to indicate the failure to enforce those PCC rules.

Upon reception of the "failureCode" attribute and/or "sessRuleFailureCode" attribute set to "UE_STA_SUSP', the PCF
shall not initiate any PDU Session Modification procedure, except if it isinitiated for the PCC rule removal only and/or
session rule removal only, for the given PDU session over N7 until the UE's status is resumed.

B.3.4.2.2 UE State Change Report

If the SMF detected the UE's status is resumed from suspend state, the SMF shall inform the PCF of the UE status
including the "UE_STATUS RESUME" within "repPolicyCtrIReqTriggers' attribute. The PCF shall after this update
the SMF with PCC Rules or session rulesif necessary.

B.3.4.3 UE Location related information

When the UE handed over from the EPC/GERAN or EPC/UTRAN and the feature "2G3GIWK" is supported, or 5GS to
EPC/E-UTRAN the SMF+PGW-C shall include, together with the policy control request triggers met, the following
user location information:

- Ifthe"SAREA_CH" or "SCELL_CH" policy control request trigger is provisioned and met, the user location
information within the "eutral ocation” attribute included in the "userLocationlnfo" attribute.
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- If the"SCNN_CH" policy control request trigger is provisioned and met, the "servNfld" attribute including the
S-GW identification within the "anGwAddr" attribute.

- If the"AN_INFO" policy control request trigger is met, the user location was requested by the PCF and provided
to the SMF+PGW-C, the SMF shall provide the user location information within the "eutral ocation” attribute
included in the "userLocationlnfo" attribute and the time when it was last known in the 3GPP access within
"userLocationinfoTime" attribute (if available).

When the UE handed over from the EPC/E-UTRAN to the EPC/GERAN or EPC/UTRAN and the feature "2G3GIWK"
is supported the SMF+PGW-C shall include, together with the policy control request triggers met, the following user
location information:

- Ifthe"SAREA_CH" or "SCELL_CH" policy control request trigger is provisioned and met, the user location
information within the "geralocation" attribute or "utralocation” attribute included in the "userL ocationlnfo"
attribute.

- If the"SCNN_CH" policy control request trigger is provisioned and met, the "servNfld" attribute including the
SGSN identification within the "sgsnAddr" attribute.

When the UE handed over from the 5GS to EPC non-3GPP access, the SMF+PGW-C shall include, together with the
applicable provisioned policy control request triggers, the following user location information:

- If the"SAREA_CH" policy control request trigger is provisioned and met, and the hand over isto EPC untrusted
non-3GPP access, the user location information within the "n3galocation” attribute included in the
"userLocationlnfo" attribute as specified in clause B.3.2.1.

- If the"SCNN_CH" policy control request trigger is provisioned and met, the ePDG identification within the
"anGwAddr" attribute included in the "servNfld" attribute.

- If the"AN_INFO" policy control request trigger is met, the user location was requested by the PCF and provided
to the SMF+PGW-C, the SMF shall provide the user location information within the "n3gal ocation" attribute
included in the "userL ocationlnfo" attribute and the time when it was last known in the non-3GPP access within
"userLocationinfoTime" attribute (if available). The "n3galocation” attribute includes the "uel pv4Addr" or
"uel pv6Addr" attributes, and, if available the "portNumber" and "protocol” attributes and, if the feature
"WLAN_Location" is supported, the "twapld" attribute encoding the WLAN location information, if available.

NOTE 1: The"n3galLocation" attribute does not include the "n3gppTa" and "n3Iwfld" attributesin EPC
interworking scenarios.

NOTE 2: SCELL_CH policy control request trigger is not supported in EPC Non-3GPP access. The PCF will not
receive user location information related to thistrigger in this case.
B.3.4.4 Presence Reporting Area Information Report

When the UE is connected through the EPC/E-UTRAN network, the SMF+PGW-C receives the presence reporting area
information as defined in 3GPP TS 29.274 [37]. When the PRA or ePRA feature is supported, the SMF+PGW-C
provides presence reporting area to the PCF as specified in clause 4.2.4.16.

If the SMF+PGW-C receives from the MME presence reporting information corresponding to the Set of Core Network
predefined Presence Reporting Areas, and the individual presence reporting area as specified in 3GPP TS 29.274 [37],
the SMF+PGW shall only provide the PCF with the individual presence reporting area within the "prald” attribute of
the Presencel nfo data type.

B.3.4.5 Access Type related information

The SMF+PGW shall include, when the policy control request trigger "AC_TY_CH" is met, the following access type
information:

- If after handover the new access type is EPC/E-UTRAN:
a) the"3GPP_ACCESS" value within the "accessType" attribute; and
b) the"EUTRA" value within the "ratType" attribute.
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- If after handover the new access type is EPC/UTRAN and the feature "2G3GIWK" is supported:
a) the"3GPP_ACCESS" value within the "accessType" attribute; and
b) the"UTRA" value within the "ratType" attribute.
- If after handover the new access type is EPC/GERAN and the feature "2G3GIWK" is supported:
a) the"3GPP_ACCESS" value within the "accessType" attribute; and
b) the"GERA" value within the "ratType" attribute.
- |If after handover the new access type is EPC/ePDG:
a) the"NON_3GPP_ACCESS" value within the "accessType" attribute;
b) the"WLAN" or "VIRTUAL" value within the "ratType" attribute, as applicable; and
c) theePDG addressin the "servNfld" attribute within the "anGwAddr" attribute.

NOTE 1: Intheinterworking scenario, "AC_TY_CH" is met when the UE handed over from the 5GC/N3IWF or
5GC/TNAN/TWAN to the EPC/E-UTRAN, or when the UE handed over from the 5GS to the
EPC/ePDG.

The SMF+PGW shall include, when the policy control request trigger "RAT_TY_CH" is met, the following RAT type
information:

- If after handover the new RAT typeisthe E-UTRA, the"EUTRA" value within the "ratType" attribute.

- If after handover the new RAT typeisthe WLAN, the "WLAN" or "VIRTUAL" value within the "ratType"
attribute, as applicable.

NOTE 2: Intheinterworking scenario, "RAT_TY_CH" is met when the UE handed over from the NR to the E-
UTRA or when the UE handed over from the NR to the WLAN (untrusted) and from E-UTRA to WLAN
(trusted/untrusted) or from E-UTRA to N3GA.

B.3.4.6 Report of EPS Fallback

When the "EPSFallbackReport” feature is supported, if the "policyCtrIReqTriggers® attribute with the value
"EPS FALLBACK" has been provided to the SMF, the SMF shall notify to the PCF of EPS fallback when a PCC rule
referred from the "lastRegRuleData" attribute required the EPS fallback report within the "regData" attribute.

When the SMF received a PDU session modification response from the access network indicating the establishment of
the QoS flow with 5QI=1 is rejected due to EPS fallback, the SMF shall within the SmPolicyUpdateContextData data
structure include:

- the"EPS_FALLBACK" value within the "repPolicyCtrIReqTriggers' attribute; and

- the affected PCC rules within the "pccRulelds" attribute included in the "ruleReports® attribute, where the
"ruleStatus" attribute is set to ACTIVE.

The PCF shall identify the AF session that requested the voice media type that triggered the EPS fallback and shall
notify the AF as described in clauses 4.2.5.15 of 3GPP TS 29.514 [17] or in clause E.3 of 3GPP TS 29.214 [18].

B.3.4.7 MA PDU Session

If the UE or the network does not support MA PDU Session with 3GPP access connected to EPC, when the UE handed
over from the EPC/E-UTRAN to the 5GS and the MA PDU Request Indication or MA PDU Network-Upgrade Allowed
Indication and ATSSS Capability are received from the UE, if the "ATSSS" feature defined in clause 5.8 is supported,
the SMF shall include the "MA_PDU" within the "repPolicyCtrIReqTriggers' attribute, and, as defined in

clause 4.2.2.17, the SMF shall include the MA PDU session Indication within the "maPdulnd" attribute and the ATSSS
capability of the MA PDU session within the "atsssCapab" attribute. In this case, the PCF shall behave as defined in
clause 4.2.2.17.
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NOTE: If the UE and the network support MA PDU Sessions with 3GPP access connected to EPC, the MA PDU
Session can be simultaneously associated with user-plane resources on 3GPP access network connected to
EPC and with non-3GPP access network connected to 5GC as specified in clause B.3.6.4.

B.3.4.8 EPS RAN NAS Cause Support

If the RAN-NAS-Cause feature as defined in clause 5.8 is supported, and the PDN connection is established through the
EPC network, the SMF shall report the RAN/NAS release cause(s) as specified in clauses 4.2.4.7, 4.2.4.12 and 4.2.4.15,
with the exception that the received EPS RAN/NAS cause(s) are encoded within the "epsCause” attribute included in
the RanNasRel Cause data type. In this Release of the specification, the EPS release cause code information may include
RAN/NAS release cause(s), a TWAN release cause or an untrusted WLAN release cause.

B.3.4.9 S-GW Restoration Support

If the SGWRest feature as defined in clause 5.8 is supported, the PCF and the SMF shall comply with the procedures
specified in this clause. During PDU session/PDN connection establishment or modification procedure, the PCF shall
subscribe to the "SCNN_CH" policy control request trigger if not subscribed yet, as described in clause 4.2.6.4.

When the SMF+PGW receives the policy decision from the PCF as defined in clause 4.2.4.1 or for aPDN connection
maintained during a S-GW failure for apolicy decision received as defined in clause 4.2.3.1 or 4.2.4.1, the SMF+PGW
shall act asfollows:

- For MME/$A-SGSN triggered S-GW Restoration scenarios:

- When the SMF receives the policy decision from the PCF as defined in clause 4.2.4.1 for aPDN connection
maintained during a S-GW failure, the SMF shall include the "ruleReports" attribute for the affected PCC
rules and/or the "sessRuleReports” attribute for the affected session rules to report the failure within the
SmPolicyUpdateContextData data structure and further include the information as follows.

- if the policy decision isrelated to one or more PCC rules, the SMF+PGW shall behave as defined in
clause 4.2.4.15 with the "failureCode" attribute set to set to "AN_GW_FAILED".

- if thepolicy decision is related to one or more session rules the SMF+PGW shall behave as defined in
clause 4.2.4.21 with the "sessRuleFailureCode" attribute set to "AN_GW_FAILED".

- For SMF+PGW triggered S-GW Restoration scenarios, if the SMF+PGW has accepted the procedure as per
normal procedures but the PDN connection is not restored during an operator configured time period, the
SMF+PGW shall behave as follows when the related timer expires:

- if the policy decision isrelated to the PCC rule(s), the SMF+PGW shall behave as defined in clause 4.2.4.15
with the "failureCode" attribute set to "RESOURCE_ALLOCATION_FAILURE"

- if thepolicy decision is related to the session rule(s), the SMF+PGW shall behave as defined in
clause 4.2.4.21 with the "sessRuleFailureCode" attribute set to
"SESSION_RESOURCE_ALLOCATION_FAILURE".

For MME/S4-SGSN triggered S-GW Restoration scenarios, while the S-GW restoration isin progress, if the
SMF+PGW sends a request towards the PCF that istriggered by a different event (e.g. internal event at SMF+PGW),
the SMF+PGW shall include the "anGwsStatus" attribute set to "true”.

Upon reception of the "failureCode" attribute set to "AN_GW_FAILED" and/or the "sessRuleFailureCode" attribute set
to "AN_GW_FAILED" or the "anGwStatus' attribute set to "true", the PCF shall not initiate any SM Policy association
modification procedure, except if the SM Policy association modification procedureisinitiated for the PCC rule
removal only, for the given SM Policy association over N7 until the S-GW has recovered.

If the SMF+PGW indicated AN_GW_FAILED previoudy according to the procedures described above or in annex
B.3.3.3, the SMF+PGW shall inform the PCF when the S-GW has recovered by including "repPolicyCtrlReqTriggers’
attribute set to the "SCNN_CH" and the "servNfld" attribute including the S-GW identification within the "anGwAddr"
attribute related to the restored or new S-GW. The PCF may after this update the SMF+PGW if necessary.
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NOTE 1: The PCF could reject requests from the AF and UDR when the "cause” attribute of the ProblemDetails
datastructure set to "AN_GW_FAILED", the "failureCode" attribute set to "AN_GW _FAILED" and/or
the "sessRuleFailureCode" attribute set to "AN_GW_FAILED" or the "anGwStatus" attribute set to
"AN_GW_FAILED" isreceived until the "repPolicyCtrIReqTriggers" attribute set to the "SCNN_CH" is
received.

The SMF+PGW shall maintain the PDN connections affected by the S-GW failure and eligible for restoration for an
operator configurable time period. Upon expiry of that time period, the SMF+PGW shall release the PDN connection
and inform the PCF about the SM Policy association termination as specified in clause 4.2.5.2.

NOTE 2: The PCF is not aware of which PDN connections are eligible for restoration. When the SMF+PGW
detects a S-GW failure, the SMF+PGW reguests the PCF to terminate SM Policy associations associated
to PDN connections affected by the S-GW failure and not eligible for restoration.

The SMF+PGW should maintain the GBR bearers of the PDN connections eligible for restoration for an operator
configurable time period. Upon expiry of that time period, the SMF+PGW shall release GBR bearers that have not yet
been restored and inform the PCF about the PCC rule removal as specified in clause 4.2.4.7.

The SMF+PGW shall discard downlink packets received for a PDN connection maintained during a S-GW failure that
has not yet been restored.

The SMF+PGW shall delete the PDN connection locally when it receives an SM Policy association termination from
the PCF as described in clause 4.2.4.3.

B.3.4.10 UE initiates a resource modification support

In the case that the UE initiates a resource allocation procedure as defined in clause 6.5.3 or UE initiates a resource
modification procedure as defined in clause 6.5.4 of 3GPP 3GPP TS 24.301 [52], the SMF+PGW shall within the
SmPolicyUpdateContextData data structure include the "RES _ MO_RE" within the "repPolicyCtrIReqTriggers"
attribute and shall include the UE request of specific QoS handling for selected SDF within the "uel nitResReq"
attribute. Within the Uel nitiatedResourceRequest data structure, the SMF+PGW shall include the "ruleOp" attribute,
"packFiltinfo" attribute and "reqQos" attribute if applicable as follows:

- When the UE regueststo "Create new TFT", the SMF+PGW shall include the "ruleOp" attribute set to
"CREATE_PCC_RULE", the "packFiltInfo" attribute and "reqQos" attribute containing the requested QoS for
the new PCC rule. Each PacketFilterInfo instance shall contain one packet filter provided by the UE. If the PCF
authorizes the request, the PCF shall create a new PCC rule by including the new packet filters within the service
data flow template of the PCC rule.

- When the UE regueststo "Add packet filtersto existing TFT", SMF+PGW shall include the "ruleOp" attribute
set to "MODIFY_PCC_RULE_AND_ADD_PACKET_FILTERS", the "pccRuleld" attribute including the PCC
ruleidentifier corresponding the packet filter identifier provided by the UE and the " packFiltInfo" attribute. Each
PacketFilterInfo instance shall contain one packet filter requested for addition. If the UE request includes the
modified QoS information the SMF+PGW shall also include the "reqQos" attribute to indicate the updated QoS
for the affected PCC rule(s). If the PCF authorizes the request, the PCF shall update the PCC rule by adding the
new packet filters to the service data flow template of the PCC rule.

- When the UE requests to "Replace packet filtersin existing TFT", SMF+PGW shall include the "ruleOp"
attribute set to "MODIFY_PCC _RULE_AND_REPLACE PACKET_FILTERS", the "pccRuleld" attribute
including the PCC rule identifier corresponding the packet filter identifier provided by the UE and the
"packFiltinfo" attribute. Each PacketFilterInfo instance shall within the "packFiltld" attribute include the
replaced packet filter identifier assigned by the PCF corresponding to the packet filter identifier received from
the UE and one packet filter requested for addition. If the UE request includes the modified QoS information the
SMF+PGW shall also include the "reqQos" attribute to indicate the updated QoS for the affected PCC rule. If the
PCF authorizes the request, the PCF shall update PCC rule by replacing the existing packet filter with the new
packet filter within the service data flow template of the PCC rule.

- When the UE requests to "Delete packet filters from existing TFT", SMF+PGW shall include the "ruleOp"
attribute set to "MODIFY_PCC_RULE_AND_DELETE_PACKET_FILTERS", the "pccRuleld" attribute
including the PCC rule identifier corresponding the paceket filter identifier provided by the UE and the
"packFiltinfo" attribute. Each PacketFilterlnfo instance shall within the "packFiltld" attribute include the
removed packet filter identifier assigned by the PCF corresponding to the packet filter identifier received from
the UE. If the UE request includes modified QoS information the SMF+PGW shall also include the "reqQos"
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attribute to indicate the updated QoS for the affected PCC rule(s). If the PCF authorizes the request, the PCF
shall update PCC rule by removing the corresponding packet filters from the service data flow template of the
PCCrule.

- When the UE requeststo "No TFT operation”, SMF+PGW shall include the "ruleOp" attribute set to
"MODIFY_PCC_RULE_WITHOUT_MODIFY_PACKET_FILTERS", the "pccRuleld" attribute including the
PCC ruleidentifier corresponding the paceket filter identifier provided by the UE and the modified QoS
information within the "reqQos" attribute.

- When the UE requests to "Delete existing TFT", the SMF+PGW shall include the "ruleOp" attribute set to
"DELETE_PCC_RULE", the "pccRuleld" attribute including the PCC rule identifier corresponding the packet
filter identifier provided by the UE and the "packFiltInfo™" attribute. The PCF shall remove the PCC rule when
the PCF receives the request according to the PCC rule identifier.

NOTE 1: The UE can only modify or delete packet filters that the UE has introduced and associated resources. The
packet filter identifiers contained in the Flowlnformation data structure are only used for packet filters
created by the UE.

The SMF+PGW shall calculate the requested GBR, for a GBR QCI, as the sum of the previously authorized GBR for
the affected PCC rule, adjusted with the difference between the requested GBR for the EPS bearer and previously
negotiated GBR for the EPS bearer. For the UE request to "Create new TFT", the GBR as requested by the UE for those
filters shall be used.

If the request covers all the PCC rules with a bearer binding to the same bearer, then the SMF+PGW may request a
change to the QCI for existing packet filters.

For the purpose of creating or modifying a packet filter, replacing and modifying packet filter, within the

Uel nitiatedResourceRequest instance, the SMF+PGW shall include the precedence information of the packet filter
within the "precedence" attribute, and within each PacketFilterinfo instance, the SMF+PGW shall include the
"packFiltCont" attribute, "tosTrafficClass' attribute, "spi" attribute, "flowLabel" attribute and "flowDirection” attribute
set to the value(s) describing the packet filter provided by the UE.

NOTE 2: The UE signalling with the network is governed by the applicable NAS signalling TS. The NAS
3GPP TS for a specific access may restrict the UE possibilities to make requests compared to what is
stated above.

If the PCF authorizes the request from the UE, the PCF shall construct a PCC rule(s) based on the

Uel nitiatedResourceRequest data structure. For "CREATE_PCC_RULE" or
"MODIFY_PCC_RULE_AND_ADD_PACKET_FILTERS" operation, the PCF shall within the FlowInformation data
structure include the assigned packet filter identifier within the "packFiltld" attribute. When the SMF+PGW derives the
TFT based on the PCC rule, the SMF+PGW shall assign a new packet filter identifier for each added packet filter and
keep the mapping between the packet filter identifier for the packet filter within the PCC rule and TFT sento the UE.

B.3.5 Npcf _SMPolicyControl _Delete Service Operation

B.3.5.1 General

When the UE deletes the PDN connection through the EPC network and the SMF+PGW-C shall behave as defined in
clause 4.2.5.2 with the difference that the SMF+PGW-C shall include the information elements contained in the Delete
Session Request message within the SmPolicyDeleteData data structure.

NOTE: SeeAnnex B.3.2.1 for location information.

B.3.5.2 EPS RAN NAS Cause Support

If the RAN-NAS-Cause feature as defined in clause 5.8 is supported, and the PDN connection is established through the
EPC network, the SMF shall report the RAN/NAS release cause(s) as specified in clause 4.2.5.4.7, with the exception
that the received EPS RAN/NAS cause(s) are encoded within the "epsCause" attribute included in the RanNasRel Cause
datatype. In this Release of the specification, the EPS rel ease cause code information may include RAN/NAS release
cause(s), a TWAN release cause or an untrusted WLAN release cause.
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B.3.6 Provisioning and Enforcement of Policy Decisions

B.3.6.1 QoS mapping perfomed by the SMF+PGW-C

When the UE is served by the 5GC, during PDU Session establishment and GBR QoS flow establishment, SMF+
PGW-C performs EPS QoS mappings, from the 5G QoS parameters obtained from the PCF, and allocates TFT with the
PCC rules obtained from the PCF. If aTFT isto be allocated for a downlink unidirectional EPS bearer mapped from a
downlink only QoS Flow, the SMF+ PGW-C shall allocate a TFT packet filter that effectively disallows any useful
uplink packet as described in clause 15.3.3.4 of 3GPP TS 23.060 [26]. The SMF+PGW-C sends the mapped QoS
parameters and TFT to the UE via PCO.

When the UE is served by the EPC, during PDN Connection establishment and dedicated bearer
establishment/modification, SMF+ PGW-C performs EPS QoS mappings, from the 5G QoS parameters obtained from
the PCF, and alocates TFT with the PCC rules obtained from the PCF. Other 5G QoS parameters corresponding to the
PDN connection, e.g. Session-AMBR, and QoS rules and QoS Flow level QoS parameters if needed for the QoS
Flow(s) associated with the QoS rule(s), are sent to UE in PCO.

The SMF+PGW-C shall perform EPS QoS mappings as defined in clause 4.11.1.1 and Annex C in 3GPP TS 23.502 [3]
asfollows:

- ignore the QNC and reflective QoS indication if received;

- for standardized 5QlIs, the authorized 5QI is one to one mapped to the QCI;

NOTE: Thedelay critical 5QI mapping to QCI is unspecified in the present specification.

- for non-standardized 5QlI,derive the authorized QCI based on the authorized 5QI and operator policy;
- oneto one map the subscribed default QCI to the subscribed default 5QI;

- set the subscribed Session-AMBR according to operator policy (e.g. taking the value of subscribed APN-AMBR
into account); and

- set the authorized APN-AMBR according to operator policy (e.g. taking the value of authorized Session-AMBR
into account).

B.3.6.2 Provisioning of Presence Reporting Area Information

When the PRA or ePRA feature is supported, the PCF provides the SMF with Presence Reporting Area(s) information
as specified in clause 4.2.6.5.6. When the UE is connected through the EPC/E-UTRAN network, the SMF+PGW-C
initiates the appropriate PDN connection specific procedures specified in 3GPP TS 29.274 [37] to obtain or to
deactivate the report of the presence state of a UE in a presence reporting area.

NOTE: Homogeneous support of Presence Areareporting in EPC and 5GC networks is assumed.

B.3.6.3 Request and Report of Access Network information

If the NetLoc feature as defined in clause 5.8 is supported, the PCF may request the SMF+PGW-C to report the access
network information as defined in clause 4.2.6.5.4.

If the AN_INFO policy control request trigger is set, upon receiving the "lastReqRuleData" attribute with the "reqData’
attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRulelds" attribute containing
the PCC rule identifier(s) corresponding to the PCC rule(s) being installed, modified or removed:

- If the"regData" attribute indicatesMS_TIME_ZONE and USER_LOC_INFO and the SMF+PGW-C determines
that the access network does not support the access network information reporting, the SMF+PGW-C shall
immediately inform the PCF by including the "netLocAccSupp" attribute set to "ANR_NOT_SUPPORTED"
value in the "UeCampingRep" data structure returned in the "200 OK" response to the policy update notification
request.

- If the"regData" attribute only includesthe MS TIME_ZONE value and the SMF+PGW-C determines that the
access network does not support the report of the UE time zone, the SMF+PGW-C shall immediately inform the
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PCF by including the "netLocAccSupp" attribute set to "TZR_NOT_SUPPORTED" value in the
"UeCampingRep" data structure returned in the 200 OK" response to the policy update notification request.

- If the"regData" attribute only includesthe USER_LOC_INFO value and the SMF+PGW-C determines that the
access network does not support the report of the UE location, the SMF+PGW-C shall immediately inform the
PCF by including the "netLocAccSupp” attribute set to "LOC_NOT_SUPPORTED" value in the
"UeCampingRep" data structure returned in the "200 OK" response to the policy update notification request.

- If the"regData" attribute includesthe USER_LOC _INFO value and the MS_TIME_ZONE value, and the
SMF+PGW-C determines the access network supports the report of UE location and/or UE time zone, the
SMF+PGW-C shall apply appropriate procedures to the EPC access network to obtain the requested and
supported access network information and shall report the available information as specified in clause 4.2.4.9.

NOTE: The SMF+PGW determines whether the access network supports access network information reporting
based on access type, RAT type and trusted/untrusted type of the access network.

When the request to report access network information occurs within an EPS Fallback for IMS voice procedure, the
SMF shall delay the report of access network information till the handover to EPS has been completed, as specified in
3GPP TS 23.502[3], clause 4.13.6.1.

B.3.6.4 MA PDU sessions with connectivity over E-UTRAN/EPC and non-
3GPP access to 5GC

If the"ENATSSS" feature defined in clause 5.8 is supported by both the SMF and the PCF, this scenario uses the
Access Traffic Steering, Switching and Splitting functionality as described in clauses 4.2.2.17, 4.2.3.21, and 4.2.4.2
with the following specifics:

- Multi access connectivity is provided using EUTRAN/EPC as 3GPP access and non-3GPP/5GC system as hon-
3GPP access.

- The ATSSSrules are derived from PCC rules and provided from the PGW-C+SMF to the UE over the non-
3GPP access in 5GC system.

- When the UE requests a PDN connection in EPC indicating the association witha MA PDU session, the PDN
connection may be handed over to 3GPP access in 5GC without affecting the ATSSS control.

B.3.7 Detection and handling of late arriving requests for
interworking scenario

B.3.7.1 Handling of requests which collide with an existing SM Policy
Association

When the UE is served by the EPC and the SMF+PGW-C receives the origination time stamp from the originating
entity (see clause 13.2 of 3GPP TS 29.274 [37]) during the PDN connection establishment, the SMF+PGW-C shall
include the origination time stamp parameter within 3gpp-Shi-Origination-Timestamp header in the HTTP POST
request sent to the PCF, the PCF shall perform the behaviour as defined in clause 4.2.7.1.

B.3.7.2 Detection and handling of requests which have timed out at the
originating entity

When the UE is served by the EPC and the SMF+PGW-C receives the origination time stamp and the maximum wait
time from the originating entity (see clause 13.3 of 3GPP TS 29.274 [37]), the SMF+PGW-C shall behave as defined in
annex B.3.2 with the differences that the SMF+PGW-C:

- shall include a 3gpp-Shi-Sender-Timestamp header set to the value of the received origination time stamp;

- shall include a 3gpp-Shi-Max-Rsp-Time header set to the value of the received maximum wait time.
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When the PCF receives the request from the SMF+PGW-C, the PCF shall behave as defined in clause 6.11.2 of
3GPP TS 29.500[4].
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Annex C (normative):
Wireless and wireline convergence access support

C.1  Scope

This annex defines procedures for wireless and wireline convergence access support for 5GS. The specific stage 2
definition and related procedures are contained in 3GPP TS 23.316 [42]. The System Architecture for wireless and
wireline convergence access is defined in 3GPP TS 23.501 [2].

C.2 Npcf_SMPolicyControl Service

C.2.1 Service Description

C.2.1.1 Overview

Clause 4.1.1 applies with the exception that the UE is replaced by the 5G-RG and the W-AGF, which is acting asa UE
towards the 5GC on behalf of the FN-RG.

C.2.1.2 Service Architecture

Clause 4.1.2 applies with the exception that roaming functionality does not apply for session policy control in this
Release of the specification for 5G-RG users connecting to the 5GC via W-5GAN and FN-RG users. Roaming
architecture is only applicable to a 5G-RG connecting to the 5GC viaNG RAN.

The 5G-RG may support LTE access connected to EPC and EPC interworking as defined in Annex B.
C.2.1.3 Network Functions

C.2131 Policy Control Function (PCF)

The PCF functionality defined in clause 4.1.3.1 shall apply with the exceptions described in this Annex.

C.2.1.3.2 NF Service Consumers
The functionality defined in clause 4.1.3.2 shall apply.

The enforcement of the policy decisions applies for asingle access PDU session over wireline access and multiaccess
PDU sessions over wireline access and 3GPP with the exceptions described in this Annex.

C.2.1.4 Rules

cC2141 PCC Rules

Functionality as described in clause 4.1.4.2 applies with the following exceptions for the traffic of a PDU session over
wireline access:

- UL/DL Maximum Packet Loss Rate information does not apply.

- QoS Natification Control Information does not apply.
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C.2.1.5 Policy control request trigger

The Policy Control Request Triggers defined in clause 5.6.3.6 and related procedures are supported for a 5G-RG
connecting to the 5GC viaNG-RAN.

The Policy Control Request Triggers defined in clause 5.6.3.6 are supported for a 5G-RG or FN-RG connecting to the
5GC viaW-5GAN with the following not supporting ones:

- PLMN_CH
- SAREA CH

- SCNN_CH

- PRA_CH

- PS_DA_OFF

- QOS NOTIF

- RES RELEASE

- UE_STATUS RESUME

- TSN_BRIDGE_INFO

- QOS_MONITORING

- SCELL_CH

- EPS_FALLBACK

- DDN_FAILURE

- DDN_DELIVERY_STATUS
- USER_LOCATION_CH

Consequently, the procedures related to above policy control request triggers are not supported in the corresponding
service operations.

The PS_DA_OFF Policy Control Request Trigger may apply for the 5G-RG connecting to the 5GC via W-5GAN (see
clause 4.2.2.8 and 4.2.4.8) in an hybrid access scenario (see clause C.3.6.2).

The RES_MO_RE Policy Control Request trigger is not supported for a FN-RG as described in BBF TR-456 [47] and
CableLabs WR-TR-5WWC-ARCH [48] specification.

C.3  Service Operation

C.3.1 Introduction

Clause 4.2.1 applies.

C.3.2 Npcf_SMPolicyControl_Create Service Operation

C.3.2.1 General

Clause 4.2.2.2 is applied with the following differences:

- Thealocated /128 IPv6 address or IPv6 /64 prefix or IPv6 prefix shorter than /64 is included within the
"ipv6AddressPrefix" attribute.

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 259 ETSI TS 129 512 V17.12.0 (2023-09)

Request of Presence Reporting Area Change Report is not applicable when the 5G-RG or FN-RG connects to the
5GC viaW-5GAN.

Global Line ID including the line Id and either PLMN Id or operator Id is encoded within the "gli" attribute of
the "n3galocation” attribute included in the "userLoc" attribute within the PolicyAssociationRequest data
structure when the 5G-RG or FN-RG registers viaW-5GBAN.

The HFC Node Identifier is encoded in the "hfcNodeld" attribute of the "n3gal ocation” attribute included in the
"userLocationinfo" attribute within the SmPolicyContextData data structure when the 5G-CRG or FN-CRG
connects to the 5GC via W-5GCAN.

The PEI that may be included within the "pei" attribute shall have one of the following representations:

i.  When the UE supports only wireline access, the PEI shall be aMAC address.

NOTE: When the PEI includes an indication that the MAC address cannot be used as Equipment identifier, the

PEI cannot be trusted for regulatory purposes and cannot be used for equipment based policy evaluation.
ii. When the UE supports at |east one 3GPP access technology, the PEI shall be the allocated IMEI or IMEISV.

To support of Hybrid Access for a 5G-RG with asingle PDU session as described in clause C.3.6.2.2, EPC
interworking specific attributes and procedures apply as described in clause B.3.2;

Access Traffic Steering, Switching and Splitting as defined in clause 4.2.2.17 is only applicable to the case that
the 5G-RG establishes:

a) Hybrid Access with a multi-access PDU Session connectivity via NG-RAN and W-5GAN, as described in
clause C.3.6.2.3; or

b) Hybrid Access with a multi-access PDU Session connectivity via EPC/E-UTRAN and W-5GAN, as
described in clause C.3.6.2.4.

The access network transmission technology for the wireline access may be encoded:
i. withinthe"ratType" attribute of the SmPolicyContextData type; or

ii. when Access Traffic Steering, Switching and Splitting is supported, within the "ratType" attribute of the
SmPolicyContextData type, or within the "ratType" attribute of the Additional Accessinfo type.

C.3.2.2 IPTV service support

If the PCF fetches the Multicast Access Control information from the UDR as defined in 3GPP TS 29.519 [15], the PCF
shall authorize a PCC rule as defined in Annex C.3.6.1 and provision it to the SMF in the HT TP response message.

C.3.3 Npcf_SMPolicyControl_UpdateNotify Service Operation

C.3.3.1 General

The descriptions in clause 4.2.3.1 are applied with the following differences:

To support Hybrid Access for a 5G-RG with a single PDU session as described in clause C.3.6.2.2, EPC
interworking specific attributes and procedures apply as described in B.3.3;

Access traffic steering, switching and splitting support as described in clause 4.2.3.21 is only applicable to the
case that 5G-RG establishes:

a) Hybrid Access with a multi-access PDU Session connectivity via NG-RAN and W-5GAN, as described in
clause C.3.6.2.3; or

b) Hybrid Access with a multi-access PDU Session connectivity via EPC/E-UTRAN and W-5GAN, as
described in clause C.3.6.2.4.
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- Request for the result of PCC rule removal is not applicable when the 5G-RG or FN-RG connects to the 5GC via
W-5GAN.
C.3.3.2 IPTV service support

If the PCF fetches the Multicast Access Control information from the UDR as defined in 3GPP TS 29.519 [15], for each
impacted PDU session, the PCF shall authorize a PCC rule as defined in Annex C.3.6.1 and provision it to the SMF in
the HTTP POST message.

C.3.4 Npcf_SMPolicyControl_Update Service Operation

C.3.4.1 General

Clause 4.2.4.2 is applied with the following differences:

- Thereleased /128 IPv6 address or IPv6 /64 prefix or IPv6 prefix shorter than /64 isincluded within the
"rellpv6AddressPrefix" attribute.

- If the feature "Multil pv6AddrPrefix" is supported, the additionally allocated |Pv6 prefix may be included within
the "addlpv6AddrPrefixes" attribute and the additional released IPv6 prefix may be included within the
"addRell pv6AddrPrefixes' attribute.

- RAN cause and/or the NAS cause information is not applicable when the 5G-RG or FN-RG connects the 5GC
viaW-5GAN.

- Tosupport Hybrid Access for a 5G-RG with asingle PDU session as described in clause C.3.6.2.2, EPC
interworking specific attributes and procedures apply as described in B.3.4;

- When the report of access network information described in clause 4.2.4.9 includes the user location
information, the "n3gaL ocation" attribute shall be included in the "userL ocationlnfo" attribute and:

a) if the UE connects viaW-5GBAN access:
- Global Line Identifier shall be encoded inthe "gli" attribute; and

- the"wbgbanLineType" attribute to indicate whether the W-5GBAN accessis DSL or PON may be
included; or

b) if the UE connects via W-5GCAN access, the HFC Node Identifier shall be encoded in the "hfcNodeld”
attribute.

- Accesstraffic steering, switching and splitting support as described in clause 4.2.4.25 is only applicable to the
case that 5G-RG establishes:

a) Hybrid Access with a multi-access PDU Session connectivity via NG-RAN and W-5GAN, as described in
clause C.3.6.2.3; or

b) Hybrid Access with a multi-access PDU Session connectivity via EPC/E-UTRAN and W-5GAN, as
described in clause C.3.6.2.4.

- The access network transmission technology for the wireline access may be encoded:
i. withinthe"ratType" attribute of the SmPolicyUpdateContextData type; or
ii. when Access Traffic Steering, Switching and Splitting is supported, within the "ratType" attribute of the
SmPolicyContextUpdateData type, or within the "ratType" attribute of the Additional Accessinfo type.
C.3.4.2 IPTV service support

If the "WWC" feature is supported and "5G_RG_JOIN" and/or "5G_RG_LEAVE" are provisioned and when the SMF
detects a 5G-RG hasjoined or left to an P Multicast Group, the SMF shall send an HTTP POST message as defined in
clause 4.2.4.2 and include the "5G_RG_JOIN" or "5G_RG_LEAVE" within the "repPolicyCtrIReqTriggers" attribute
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respectively and the received one or more | P multicast addressing information within the "mul Addrinfos" attribute.
Within each I pMulticastAddressinfo data structure, the SMF shall include the destination | Pv4 multicast address of the
DL multicast flow within the "ipv4AMul Addr" attribute and the source 1Pv4 address of the DL multicast flow within the
"srclpv4Addr" attribute if available or the destination 1Pv6 multicast address of the DL multicast flow within the
"ipv6MulAddr" attribute and the source |Pv6 address of the DL multicast flow within the "srclpv6Addr" attribute if
available.

NOTE: The corresponding notification can be used by the PCF to manage Preview Rights related with an IP
multicast flow corresponding to an IPTV channel by provisioning the corresponding PCC rule. In this
case the PCF is responsible to remove the provisioned PCC rule when the preview duration has elapsed.

C.3.5 Npcf_SMPolicyControl_Delete Service Operation

C.3.5.1 General

Clause 4.2.5.1 is applied with the following differences and limitations:
- the"n3galocation” attribute shall be included in the "userL ocationlnfo" attribute and:
a) if the UE connects via W-5GBAN access:
- Global Line Identifier shall be encoded inthe "gli" attribute; and

- the"wbgbanLineType" attribute to indicate whether the W-5GBAN accessis DSL or PON may be
included; or

b) if the UE connects viaW-5GCAN access,
- the HFC Node Identifier shall be encoded in the "hfcNodeld" attribute; and
- the Global Cable Identifier may be encoded within the "gci" attribute.

- RAN cause and/or the NAS cause information is not applicable when the 5G-RG or FN-RG connects the 5GC
viaW-5GAN.

C.3.6 Provisioning and Enforcement of Policy Decisions

C.3.6.0 General

Clause 4.2.6 applies with the following exceptions for the traffic of a PDU session over wireline access:

- Policy provisioning and enforcement of authorized QoS per service data flow as described in clause 4.2.6.6.2
applies with the following differences:

a) Determination of Maximum Packet Loss Rate for UL/DL does not apply.

b) PCF does not request a notification when authorized GBR or delay critical GBR cannot be guaranteed or can
be guaranteed again, i.e. "gnc" attribute does not apply.

- Provisioning of PCC Rules for Multimedia Priority Servicesis not supported. Clause 4.2.6.2.12 does not apply.

- Provisioning of PCC Rules for Mission Critical Servicesis not supported. Clause 4.2.6.2.19 does not apply.

C.3.6.1 IPTV service support

If the"WWC" feature is supported by the SMF and PCF as defined in clause 5.8, when the PCF fetches the Multicast
Access Control information from the UDR as defined in 3GPP TS 29.519 [15] applicable for a SUPI or Internal Group
Id, the PCF authorizes the request. For impacted PDU Session that corresponds to the request, the PCF shall determine
the PCC rulesthat are generated based on the request as follows:

- The PCF include the multicast address within the "flowlnfos" attribute of the PCC rule;
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- The PCF shall include the "mul AccCtrl" attribute set to "ALLOWED" within a Traffic Control Data instance
which the PCC rule refers to indicate that the multicast channel is allowed.

- The PCF shall include the "mul AccCtrl" attribute set to "NOT_ALLOWED" within a Traffic Control Data
instance which the PCC rule refers to indicate that the multicast channel is not allowed.

NOTE: The"flowStatus' attribute is not included in this Traffic Control Data instance.
C.3.6.2 Hybrid Access support

C.36.2.1 General

This clause specifies the support of policy control for Hybrid Access considering both, the support of single access PDU
sessions and MA PDU sessions.

Hybrid Access applies to a 5G-RG capable of connecting to:
- both, NG-RAN and wireline access; and/or
- both, wireline access and EPC/E-UTRAN using EPC interworking as described in Annex B.

Hybrid Access does not apply to FN-RG.

C.3.6.2.2 Hybrid Access with single PDU session

Hybrid Access scenarios with single PDU sessions shall only use one of the two accesses, but the PDU session can be
handover over between the two accesses.

When the "WWC" feature is supported by the SMF and the PCF as defined in clause 5.8:

- for a5G-RG capable of connecting to the NG-RAN and the wireline access, the procedures specified in the main
body of this specification apply, except:

i. theUEisreplaced by the 5G-RG; and
ii. the non-3GPP access is replaced by the wireline access, as specified in this annex;

- for abG-RG capable of connecting to the wireline access and the EPC/E-UTRAN access, the procedures
specified in the Annex B of this specification apply, except:

i. theUEisreplaced by the 5G-RG; and

ii. the non-3GPP access is replaced by the wireline access.

C.3.6.2.3 Hybrid Access with MA PDU session connectivity over NG-RAN and wireline

If the"WWC" and the "ATSSS' features are supported by the SMF and the PCF as defined in clause 5.8, this scenario
uses the Access Traffic Steering, Switching and Splitting functionality as described in clauses 4.2.2.17, 4.2.3.21, and
4.2.4.25.8 with the following differences:

- UEisreplaced by 5G-RG.
- Non-3GPP access(es) is replaced by wireline access.
C.3.6.24 Hybrid Access with MA PDU session connectivity over EPC/E-UTRAN and
wireline using EPC interworking scenarios

If the "WWC" and the "ATSSS' features are supported by the SMF and the PCF as defined in clause 5.8, this scenario
uses the Access Traffic Steering, Switching and Splitting functionality as described in clauses 4.2.2.17, 4.2.3.21, and
4.2.4.2 with the following specifics:

- UEisreplaced by 5G-RG.
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- Non-3GPP access(es) is replaced by wireline access.

- Multi access connectivity is provided using ATSSS using both, EPC (as 3GPP access) and wireline access/5GC
system (as non-3GPP access), where:

i. the ATSSS rulesare derived from PCC rules and provided from the PGW-C+SMF to the 5G-RG over
wireline access/5GC system;

ii. when the 5G-RG requests a PDN connection in EPC indicating the association with aMA PDU session, the
PDN connection may be handed over to 3GPP access in 5GC without affecting the ATSSS control.

- MA PDU Sessions of Ethernet PDU Session type where the 3GPP access corresponds to EPC/E-UTRAN are not
applicable for 5G-RG.
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2018-09 | CT#81 CP-182015 |0043 1| F |Definition of DNAI 15.1.0
2018-09 | CT#81 CP-182015 |0044 1] F [Completion of ConditionData 15.1.0
2018-09 [ CT#81 | CP-182015 |0045 1| F |Completion of TrafficControlData data type 15.1.0
2018-09 [ CT#81 | CP-182023 |0046 1| B |Trace activation 15.1.0
2018-09 [ CT#81 | CP-182015 |0047 2| F |Corrections on the notification URIs defined for the UpdateNotify 15.1.0
2018-09 [ CT#81 | CP-182015 |0048 4| F |Corrections on attributes and data types 15.1.0
2018-09 [ CT#81 | CP-182015 |0049 F [Corrections on Supported Features 15.1.0
2018-09 [ CT#81 | CP-182015 |0050 1| F |Update custom operation for Npcf_SMPolicyControl_Update 15.1.0
2018-09 [ CT#81 | CP-182015 |0051 F [Missing Slice Information 15.1.0
2018-09 [ CT#81 | CP-182015 |0052 1| F |Solution to IPv4 overlapping 15.1.0
2018-09 [ CT#81 | CP-182015 |0053 1| F |[Description of Structured data types 15.1.0
2018-09 [ CT#81 | CP-182104 |0054 1| B |[Support of PCC rule versioning 15.1.0
2018-09 [ CT#81 | CP-182015 |0055 1| F |Update of Sponsored data connectivity support 15.1.0
2018-09 [ CT#81 | CP-182015 |0056 1| F |Update of resource structure 15.1.0
2018-09 [ CT#81 | CP-182015 |0057 1| F [Correction on cardinality of array and map 15.1.0
2018-09 [ CT#81 | CP-182015 |0058 F [Update of PccRule data type 15.1.0
2018-09 [ CT#81 | CP-182015 |0059 1] F [Open issues on Reused data types 15.1.0
2018-09 | CT#81 | CP-182015 |0060 F | DNAI report 15.1.0
2018-09 [ CT#81 | CP-182015 |0061 F _[Definition of maxPacketLossRate 15.1.0
2018-12 [ CT#82 | CP-183205 |0063 6| F |Correction to the AF influence traffic steering control 15.2.0
2018-12 [ CT#82 | CP-183205 |0064 2| F |Some corrections to the OpenAPI file 15.2.0
2018-12 [ CT#82 | CP-183205 |0065 3| F |Backgroud data transfer support 15.2.0
2018-12 | CT#82 | CP-183205 |0066 4| F |Clarification of default QoS 15.2.0
2018-12 [ CT#82 | CP-183205 |0067 3| F |Clarification of Maximum Packet Loss Rate authorization 15.2.0
2018-12 | CT#82 | CP-183205 |0068 1| F |Clarification of PCC rule enforcement 15.2.0
2018-12 | CT#82 | CP-183205 |0069 F _[Clarification of service data flow template 15.2.0
2018-12 | CT#82 | CP-183205 |0070 F | Correction to name of maximumDataBurstVolume attribute 15.2.0
2018-12 | CT#82 | CP-183205 |0071 1| F |[Correction to the QoS notification control authorization 15.2.0
2018-12 [ CT#82 | CP-183205 |0072 3| F |IMS dedicated signalling QoS flow 15.2.0
2018-12 [ CT#82 | CP-183205 |0073 2| F |Internal Group Id during the PDU session establishment 15.2.0
2018-12 [ CT#82 | CP-183205 |0074 3| F |Number of packet filters sent to the UE 15.2.0
2018-12 | CT#82 | CP-183205 |0075 2| F |Packet filter identifier 15.2.0
2018-12 | CT#82 | CP-183205 |0076 1| F [Remove two values of policy control request triggers in OpenAPI 15.2.0
2018-12 [ CT#82 | CP-183205 |0077 1| F |SM policy association termination 15.2.0
2018-12 [ CT#82 | CP-183205 |0078 3| F | The procedure of QoS notification control 15.2.0
2018-12 [ CT#82 | CP-183205 |0079 4| F |Architecture of 5GS and EPS interworking scenario support 15.2.0
2018-12 | CT#82 CP-183205 |0083 2| F QoS mapping in 5GS and EPS interworking scenario 15.2.0
2018-12 | CT#82 | CP-183205 |0084 F _|PCC Rules for MPS 15.2.0
2018-12 | CT#82 CP-183205 |0086 2| F |ExternalDocs field 15.2.0
2018-12 [ CT#82 | CP-183205 |0089 1| F |[Correction of SMPolicyControl resource URI structure 15.2.0
2018-12 | CT#82 | CP-183205 |0089 2| F |Correction of SMPolicyControl resource URI structure 15.2.0
2018-12 [ CT#82 | CP-183205 |0090 1| F |Definition on map keys in SmPolicyDecision 15.2.0
2018-12 | CT#82 | CP-183205 |0091 1[ F |Security field 15.2.0
2018-12 | CT#82 | CP-183205 |0092 1] F [Correction of datatypes related to QoS 15.2.0
2018-12 | CT#82 | CP-183205 |0093 1| F |Correction of 404 error information 15.2.0
2018-12 [ CT#82 | CP-183205 |0094 F_[Correction of APl hame 15.2.0
2018-12 [ CT#82 | CP-183205 |0095 1| F |[Corrections of external references in OpenAPI 15.2.0
2018-12 [ CT#82 | CP-183205 |0096 4| F |Corrections on IP index provisioning 15.2.0
2018-12 [ CT#82 | CP-183205 |0097 1| F |Corrections misused data types, attributes and error definitions 15.2.0
2018-12 | CT#82 CP-183205 |0098 2| F |Application Error POLICY CONTEXT DENIED 15.2.0
2018-12 | CT#82 | CP-183205 |0099 2| F |Corrections on RAN-NAS-Cause feature 15.2.0
2018-12 | CT#82 | CP-183205 |0100 1| F [Missing Policy Control Request trigger for RAT Type Change 15.2.0
2018-12 [ CT#82 | CP-183205 |0101 2| F |Corrections on rule versioning 15.2.0
2018-12 | CT#82 | CP-183205 |0102 1| F |Corrections for Npcf_SMPolicyControl_UpdateNotify service 15.2.0
operation.
2018-12 [ CT#82 | CP-183205 |0103 F [Default value for apiRoot 15.2.0
2018-12 [ CT#82 | CP-183205 |0104 1| F |[Correction to RAN-NAS-Cause feature 15.2.0
2018-12 [ CT#82 | CP-183205 |0105 1| F |anew PolicyControlRequestTrigger for refQosiIndication 15.2.0
2018-12 | CT#82 | CP-183205 |0106 1| F |PCC rule error report triggerconvention 15.2.0
2018-12 [ CT#82 | CP-183205 |0108 1| F |Missing SponsoredConnectivity feature 15.2.0
2018-12 | CT#82 CP-183205 0109 2| F |Correct DNAI change type in OpenAPI 15.2.0
2018-12 | CT#82 | CP-183205 |0110 3| F |Selection of Predefined PCC Rule Base 15.2.0
2018-12 | CT#82 | CP-183205 |0111 3| F |Correction to treatment of subscribed default QoS and authorized 15.2.0
default QoS
2018-12 [ CT#82 | CP-183123 |0113 1| F |Address attribute for the network entity performing charging 15.2.0
2018-12 | CT#82 | CP-183205 |0115 1| F [Status code update for Npcf_SMPolicyControl API 15.2.0
2018-12 [ CT#82 | CP-183205 |0116 1| F |CHF discovery and selection 15.2.0
2018-12 | CT#82 CP-183205 |0117 1] F [Condition Data 15.2.0
2018-12 | CT#82 | CP-183205 |0119 F | Correction to authDefaultQos attribute 15.2.0
2018-12 [ CT#82 | CP-183205 |0120 1| F |Correction to error handling 15.2.0
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2018-12 [ CT#82 | CP-183205 |0121 F _[Correction to Partial Success handling 15.2.0
2018-12 [ CT#82 | CP-183205 |0122 2| F |Correction to precedence of the PCC rule 15.2.0
2018-12 [ CT#82 | CP-183205 |0123 2| F |Correction to pre-defined PCC rule activation 15.2.0
2018-12 [ CT#82 | CP-183205 |0124 -| F [Correction to the terminology of QoS natification control 15.2.0
2018-12 | CT#82 CP-183205 |0125 1| F [Correction to the general descriptions of Provisioning and 15.2.0
Enforcement of Policy Decisions
2018-12 | CT#82 | CP-183205 |0126 3| F |Correction to the PCC rule defintion 15.2.0
2018-12 | CT#82 | CP-183205 |0128 1| F |[Correction to the policy decision data definition 15.2.0
2018-12 | CT#82 | CP-183205 |0129 1[ F |Correction to the resource URI 15.2.0
2018-12 [ CT#82 | CP-183205 |0130 F [Correction to the RuleReport data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0131 1| F [Delay critical GBR resrouce type 15.2.0
2018-12 | CT#82 | CP-183205 |0132 1| F |[Correction to the specific data type table 15.2.0
2018-12 | CT#82 | CP-183205 |0133 1[ F |HTTP custom headers 15.2.0
2018-12 [ CT#82 | CP-183205 |0134 1| F [|Inactivity timer for emergency session 15.2.0
2018-12 [ CT#82 | CP-183205 |0135 1| F |Provisioning and deletion of the policy decision data 15.2.0
2018-12 | CT#82 | CP-183205 |0136 1| F |QoS authorization for the emergency service 15.2.0
2018-12 [ CT#82 | CP-183205 |0137 1| F |Reference number alignment 15.2.0
2018-12 | CT#82 | CP-183205 |0138 F [Supported content types 15.2.0
2018-12 | CT#82 CP-183205 0140 2| F |Adding "nullable" property to data types 15.2.0
2018-12 [ CT#82 | CP-183205 |0141 2| F |VolumeRm data type 15.2.0
2018-12 | CT#82 CP-183205 |0142 F [Re-use PresencelnfoRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0143 1| F |Re-use PacketLossRateRm data type 15.2.0
2018-12 | CT#82 CP-183205 |0144 1| F |Re-use MaxDataBurstVolRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0145 F [Re-use DurationSecRm data type 15.2.0
2018-12 | CT#82 CP-183205 |0146 F |Re-use DateTimeRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0147 F [Re-use BitRateRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0148 F [Re-use AverWindowRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0150 F [Re-use 5QiPriorityLevelRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0151 F [FlowDirectionRm data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0152 1| F |Correction to TrafficControlData data type 15.2.0
2018-12 | CT#82 | CP-183205 |0153 1[ F |Correction to the redirect function 15.2.0
2018-12 | CT#82 CP-183205 |0154 F |Correction to the modification of an attribute with a value of type 15.2.0
map
2018-12 | CT#82 | CP-183205 |0155 3| F |Correction to SmPolicyDection data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0157 1| F |[Correction to request rule data and requuest usage data 15.2.0
2018-12 | CT#82 CP-183205 |0158 1] F [Correction to QosData data structure 15.2.0
2018-12 | CT#82 | CP-183205 |0159 2| F |Correction to Qos Characteristics 15.2.0
2018-12 | CT#82 | CP-183205 |0160 1| F |[Correction to PccRule data type 15.2.0
2018-12 | CT#82 | CP-183205 |0161 F [Correction to FlowInformation data type 15.2.0
2018-12 [ CT#82 | CP-183205 |0162 1| F |[Correction to ChargingData data type 15.2.0
2018-12 | CT#82 | CP-183205 |0163 F [Correct the minProperties of the attributes 15.2.0
2018-12 | CT#82 | CP-183205 |0164 1[ F |Correct the minltems of the attributes 15.2.0
2018-12 | CT#82 | CP-183205 |0166 1| F |delete UsageMonitoring in pccRule 15.2.0
2018-12 [ CT#82 | CP-183205 |0167 F [rename the heading 15.2.0
2018-12 | CT#82 | CP-183205 |0168 F [incorrect description of online and offline 15.2.0
2018-12 | CT#82 | CP-183205 |0169 F | Location header 15.2.0
2018-12 [ CT#82 | CP-183205 |0170 1[ F |API Version Update 15.2.0
2018-12 [ CT#82 | CP-183205 |0172 F [Corrections to OpenAPI file 15.2.0
2018-12 | CT#82 | CP-183205 |0173 1| F |Corrections of user location and session AMBR attributes 15.2.0
2018-12 [ CT#82 | CP-183205 |0174 1| F [Common data types 15.2.0
2018-12 | CT#82 | CP-183205 |0176 2| F |Presence Info removal 15.2.0
2018-12 | CT#82 | CP-183205 |0177 2| F |Correction of SmPolicyUpdateContext data type in OpenAPI 15.2.0
2019-03 [ CT#83 | CP-190111 |0178 1| F |The SMF may allow traffic to start before quota management for 15.3.0
online charging
2019-03 [ CT#83 | CP-190111 |0179 1| F |Correction of application error codes 15.3.0
2019-03 [ CT#83 | CP-190111 |0180 F | Corrections to gosDecs attribute 15.3.0
2019-03 [ CT#83 | CP-190111 |0182 F [PCF resource cleanup 15.3.0
2019-03 [ CT#83 | CP-190135 |0183 1| F |Corrections on Traffic Steering Control 15.3.0
2019-03 [ CT#83 | CP-190111 |0184 2| F |Control of QoS parameters for default QoS Flow 15.3.0
2019-03 [ CT#83 | CP-190157 |0185 1| F |[Correction to UE initiates a resource modification support 15.3.0
2019-03 [ CT#83 | CP-190136 |0186 1| F |Completion of the QoS control notification 15.3.0
2019-03 [ CT#83 | CP-190111 |0187 1| F |Correction to credit management session failure 15.3.0
2019-03 | CT#83 CP-190111 |0188 1] F [Correction to OpenAPI file 15.3.0
2019-03 [ CT#83 | CP-190111 |0189 1| F |Correction to Provisioning of Default Charging Method 15.3.0
2019-03 [ CT#83 | CP-190111 |0191 1| F |Correction to the access network information reporting 15.3.0
2019-03 | CT#83 | CP-190111 |0192 F | Correction to the ARP 15.3.0
2019-03 [ CT#83 | CP-190111 |0193 1] F [Correction to the QoS data decision 15.3.0
2019-03 [ CT#83 | CP-190111 |0194 2| F |Correction to the QoS mapping perfomed by the SMF+PGW-C 15.3.0
2019-03 [ CT#83 | CP-190111 |0195 2| F |Correction to the SmPolicyDecision data type 15.3.0
2019-03 | CT#83 CP-190111 |0197 2| F |Correction to number of supported Packet Filters for signalled QoS | 15.3.0
rules
2019-03 [ CT#83 | CP-190111 |0198 1| F |PCC rule enforcement 15.3.0
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2019-03 [ CT#83 | CP-190111 |0199 2| F |Policy Update When UE suspends 15.3.0
2019-03 [ CT#83 | CP-190111 |0200 1| F [Correction to the QoS characteristics 15.3.0
2019-03 | CT#83 [ CP-190111 |0201 1[ F |Remove two values of failure codes 15.3.0
2019-03 [ CT#83 | CP-190111 |0205 1| F [Alignment of attributes 15.3.0
2019-03 | CT#83 CP-190111 0206 2| F |HTTP response code 204 for QoS Notification 15.3.0
2019-03 [ CT#83 | CP-190111 |0208 1| F |[Corrections on Charging Characteristics 15.3.0
2019-03 [ CT#83 | CP-190111 |0209 F_[Correction on Provisioning of Charging Address 15.3.0
2019-03 [ CT#83 | CP-190111 |0210 1| F |[Corrections for Location Change Policy Control Request Triggers 15.3.0
2019-03 | CT#83 CP-190111 |0211 1| F |AC_TY_CH related information 15.3.0
2019-03 [ CT#83 | CP-190111 |0212 F [Time Zone Change Policy Control Request Trigger 15.3.0
2019-03 [ CT#83 | CP-190111 |0213 F |Corrections on Reflective QoS 15.3.0
2019-03 [ CT#83 | CP-190167 |0216 F [OpenAPI version number update 15.3.0
2019-03 [ CT#83 | CP-190121 |0203 2| B |Access Type conditioned Session-AMBR 16.0.0
2019-03 [ CT#83 | CP-190121 |0207 1| B [Multiple IPV6 prefixes allocated or released in PolicyUpdate request| 16.0.0
2019-03 [ CT#83 | CP-190121 |0215 F [OpenAPI version number update 16.0.0
2019-06 [ CT#84 | CP-191072 |0218 2| A |Correction of PCC rule base activation 16.1.0
2019-06 [ CT#84 | CP-191072 |0220 1| A |[Corrections in main body of the specification 16.1.0
2019-06 [ CT#84 | CP-191089 |0222 2| B |DN Authorization for Policy Control 16.1.0
2019-06 | CT#84 | CP-191087 |0223 1| B |General description for the support for traffic switching, steering and| 16.1.0
splitting
2019-06 [ CT#84 | CP-191087 |0225 1| B |[Session Rule support for traffic switching, steering and splitting 16.1.0
2019-06 [ CT#84 | CP-191071 |0227 3] A |Correction to 5GS-EPS interworking support 16.1.0
2019-06 [ CT#84 | CP-191072 |0229 1| A |[Correction to FlowInformation and rule versioning support 16.1.0
2019-06 [ CT#84 | CP-191072 |0231 2| A |Correction to PacketErrRate data type 16.1.0
2019-06 [ CT#84 | CP-191072 |0233 A [Correction to PartialSuccessReport 16.1.0
2019-06 | CT#84 | CP-191072 |0237 2| A |Correction to the PCC bound to the default QoS flow 16.1.0
2019-06 [ CT#84 CP-191072 |0241 1] A |MBR of Non-GBR type 5QI 16.1.0
2019-06 | CT#84 | CP-191072 |0243 3| A |Precedence of PCC rule 16.1.0
2019-06 [ CT#84 | CP-191071 |0245 4| A |Session Rule error handling 16.1.0
2019-06 | CT#84 CP-191072 0247 2| A |Usage limitiaion of the time-conditioned PCC rule 16.1.0
2019-06 [ CT#84 | CP-191089 |0248 2| B |Multiple IPv6 prefixes report for Multi-homing support 16.1.0
2019-06 [ CT#84 | CP-191087 |0249 4| B |PCC support for traffic switching, steering and splitting 16.1.0
2019-06 | CT#84 | CP-191072 |0254 1[ A |Miscellaneous corrections 16.1.0
2019-06 | CT#84 | CP-191072 |0256 3| A |Correction to Npcf_SMPolicyControl_UpdateNotify service 16.1.0
operation
2019-06 [ CT#84 | CP-191089 |0257 1| F [Update the redirection server address to support dual stack UE 16.1.0
2019-06 [ CT#84 | CP-191072 |0262 A [Precedence of OpenAPI file 16.1.0
2019-06 [ CT#84 | CP-191072 |0263 1| A |Deprecating API version 16.1.0
2019-06 [ CT#84 | CP-191071 |0264 2| B |AF acknowledgement to be expected 16.1.0
2019-06 [ CT#84 | CP-191071 |0265 2| B |UE IP address preservation indication 16.1.0
2019-06 [ CT#84 | CP-191072 |0269 1| A |Corrections to conditioned PCC rule 16.1.0
2019-06 [ CT#84 | CP-191089 |0273 2| F |Correction to IPv6 Multihoming support 16.1.0
2019-06 [ CT#84 | CP-191072 |0275 A _[Correction of RuleReport type 16.1.0
2019-06 [ CT#84 | CP-191072 |0283 1| A |[Correction to access network information report 16.1.0
2019-06 [ CT#84 | CP-191072 |0285 1| A |Correction to FailureCode data type 16.1.0
2019-06 [ CT#84 CP-191072 |0291 1| A |Correction to UE_STATUS RESUME 16.1.0
2019-06 | CT#84 | CP-191089 |0293 1[ B |Race condition handling 16.1.0
2019-06 [ CT#84 | CP-191085 |0294 1| B |Npcf_SMPolicyControl service extention of SWWC 16.1.0
2019-06 [ CT#84 CP-191072 |0296 1] F |[Copyright Note in YAML file 16.1.0
2019-06 | CT#84 CP-191101 |0298 1] F |API version update 16.1.0
2019-09 [ CT#85 | CP-192167 |0302 1| B |Handling of requests colliding with an existing context 16.2.0
2019-09 [ CT#85 | CP-192178 |0303 1| B |Adding NID as input for policy decisions 16.2.0
2019-09 [ CT#85 | CP-192156 |0304 1| B |[Support a set of MAC addresses in traffic filter 16.2.0
2019-09 | CT#85 | CP-192155 |0305 1[ B |Support of IMS restoration 16.2.0
2019-09 [ CT#85 | CP-192155 |0306 1| B |Support of Npcf_PolicyAuthorization invocation of priority sharing 16.2.0
2019-09 [ CT#85 | CP-192142 |0308 2| A |Correction to Resource Sharing 16.2.0
2019-09 [ CT#85 | CP-192176 |0311 1| B |Support of wireline and wireless access convergence, NFs 16.2.0
2019-09 [ CT#85 | CP-192142 |0313 A [Correction to appReloc attribute 16.2.0
2019-09 [ CT#85 | CP-192142 |0315 1| A |[Correction to GBR type default QoS flow 16.2.0
2019-09 [ CT#85 | CP-192142 |0317 1| A |[Correction to interworking between the 5GC and EPC 16.2.0
2019-09 [ CT#85 | CP-192142 |0319 2| A |Correction to serving node change 16.2.0
2019-09 [ CT#85 | CP-192142 |0323 1| A |[Correction to UE requested resource modification 16.2.0
2019-09 [ CT#85 | CP-192142 |0325 A _[Include ipDomain within SmPolicyUpdateContextData data type 16.2.0
2019-09 [ CT#85 | CP-192142 |0327 1| A |Correction to Usage Monitoring Control 16.2.0
2019-09 [ CT#85 | CP-192142 0329 1| A |Packet filters for reflective QoS 16.2.0
2019-09 | CT#85 [ CP-192153 |0330 B [PCC rule attribute correction for ATSSS 16.2.0
2019-09 | CT#85 | CP-192156 |0331 B [Correction to time conditioned PCC rule 16.2.0
2019-09 [ CT#85 | CP-192152 |0333 1| B |Npcf_SMPolicyControl_Create Service Operation Update of 16.2.0
5WWCCaorrection to time conditioned PCC rule
2019-09 [ CT#85 | CP-192152 |0334 1| B |Npcf_SMPolicyControl_UpdateNotify Service Operation Update of 16.2.0
5WWC
2019-09 [ CT#85 | CP-192152 |0335 1| B |Npcf_SMPolicyControl_Update Service Operation Update of SWWC| 16.2.0
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2019-09 [ CT#85 | CP-192152 |0336 1| B |[Npcf_SMPolicyControl_Delete Service Operation Update of SWWC | 16.2.0
2019-09 | CT#85 | CP-192152 |0337 2| B |IPTV support 16.2.0
2019-09 [ CT#85 | CP-192175 |0338 2| B |QoS Monitoring support for URLLC 16.2.0
2019-09 [ CT#85 | CP-192171 |0339 2| B |PCC rule decision enhancement for supporting xBDT 16.2.0
2019-09 [ CT#85 | CP-192173 |0341 B |OpenAPI version update TS 29.512 R-16 16.2.0
2019-12 [ CT#86 | CP-193213 |0345 2| F |Increasing the maximum MDBYV value 16.3.0
2019-12 | CT#86 | CP-193181 |0346 1] B [Open issue for AddrPreservation feature 16.3.0
2019-12 [ CT#86 | CP-193184 |0349 1| A [Correction to the usage monitoring control 16.3.0
2019-12 | CT#86 CP-193184 0351 2| A |Correction to the traffic steering control 16.3.0
2019-12 [ CT#86 | CP-193193 |0352 2| B |Usage Monitoring Control for ATSSS 16.3.0
2019-12 [ CT#86 | CP-193210 |0353 1| B |Correction to handling of requests colliding with an existing context | 16.3.0
2019-12 | CT#86 CP-193223 0354 1] B [Multiple BDT Policies 16.3.0
2019-12 | CT#86 | CP-193223 |0355 5| B |New cause value of association termination for xBDT 16.3.0
2019-12 [ CT#86 | CP-193202 |0356 6| B |QoS Handling for V2X Communication 16.3.0
2019-12 [ CT#86 | CP-193197 |0358 4| B |Serving 4G only UEs by SMF+PGW-C 16.3.0
2019-12 | CT#86 | CP-193196 |0359 B [Add reference of 29.514 16.3.0
2019-12 [ CT#86 | CP-193181 |0360 1| B |Report frequency of QoS monitoring 16.3.0
2019-12 | CT#86 CP-193236 |0361 2| B |Line Identifier 16.3.0
2019-12 [ CT#86 | CP-193193 |0364 2| B |remove EN related to SteeringFunctionality datatype 16.3.0
2019-12 [ CT#86 | CP-193197 |0366 F [Correct the Cardinality of redirectinfo 16.3.0
2019-12 [ CT#86 | CP-193223 |0367 1| D |Background data transfer support editorials 16.3.0
2019-12 | CT#86 | CP-193222 |0368 B |Transport of TSN information and containers between SMF and 16.3.0
PCF
2019-12 | CT#86 | CP-193222 |0369 2| B [Transport of TSC assistance information between SMF and PCF 16.3.0
2019-12 | CT#86 CP-193184 0371 A |CHF addresses as apiRoot in the form of an FQDN 16.3.0
2019-12 | CT#86 | CP-193259 |0372 4| B |Indication of PS to CS Handover for 5G SRVCC from SMF to PCF 16.3.0
2019-12 [ CT#86 | CP-193215 |0373 2| B |Coverage and Handover Enhancements for Media (CHEM) 16.3.0
2019-12 | CT#86 | CP-193197 |0374 1[ B |MCS Priority Level 16.3.0
2019-12 | CT#86 | CP-193197 |0375 1| F |Removal of non-breaking spaces, TABs and $ref descriptions 16.3.0
2019-12 | CT#86 CP-193197 |0377 2| B |Request of SM Policy Association Termination during the Update 16.3.0
procedur
2019-12 [ CT#86 | CP-193184 |0379 A [Correction to delete a PCC rule requested by the UE 16.3.0
2019-12 | CT#86 | CP-193184 |0381 A | Termination action 16.3.0
2019-12 [ CT#86 | CP-193233 |0382 1| B |AMF change in the HR scenario 16.3.0
2019-12 | CT#86 | CP-193197 |0383 2| B |Same PCF selection for the same UE ID, S-NSSAI and DNN 16.3.0
combination
2019-12 | CT#86 CP-193238 (0384 2| B |Correction to the QoS monitoring Control 16.3.0
2019-12 [ CT#86 | CP-193212 |0385 F [Update of API version and TS version in OpenAPI file 16.3.0
2019-12 | CT#86 | CP-193197 |0386 F | Correct the redirection server address to support dual stack UE 16.3.0
2019-12 [ CT#86 | CP-193184 |0388 1| A [Correction of AF Charging Identifier data type 16.3.0
2019-12 | CT#86 CP-193191 |0389 2| B |Clarification of PEI format, TS 29.512 16.3.0
2019-12 | CT#86 | CP-193230 |0390 2| B |HFC node Id in Location information, TS 29.512 16.3.0
2019-12 | CT#86 | CP-193197 |0393 1| B |Add reference to TS 29.524 16.3.0
2020-03 [ CT#87e | CP-200207 |0402 1| B |Update of the same PCF selection 16.4.0
2020-03 | CT#87e | CP-200207 |0403 B [DNN Clarification 16.4.0
2020-03 | CT#87e | CP-200207 (0404 1| B [Cell change trigger 16.4.0
2020-03 | CT#87e | CP-200207 [0405 1| B [Correction to the policy decision data and condition data 16.4.0
2020-03 | CT#87e | CP-200207 |0406 1| B |Reallocation of credit 16.4.0
2020-03 [ CT#87e | CP-200207 |0407 1| B |UE initiated resource modification correction 16.4.0
2020-03 [ CT#87e | CP-200204 |0408 2| B |Complete the PCC procedure for ATSSS 16.4.0
2020-03 | CT#87e | CP-200203 |0410 1] B [Complete the IPTV support 16.4.0
2020-03 [ CT#87e | CP-200203 |0411 1| B |Policy Control Request Triggers for wireline access 16.4.0
2020-03 | CT#87e | CP-200203 |0412 1[ B |The data type of GlobalLineld 16.4.0
2020-03 [ CT#87e | CP-200212 |0414 1| B |Complete the PCC procedure for V2XARC 16.4.0
2020-03 [ CT#87e | CP-200202 |0415 1| B [Complete the QoS Monitoring 16.4.0
2020-03 [ CT#87e | CP-200218 |0416 1| B |Indication of traffic correlation 16.4.0
2020-03 | CT#87e | CP-200207 |0417 1[ B |DNN selection mode 16.4.0
2020-03 | CT#87e | CP-200204 |0419 2| B Jinterwoking with EPS for ATSSS 16.4.0
2020-03 [ CT#87e | CP-200285 |0420 3| B |Additional Access Type for ATSSS 16.4.0
2020-03 | CT#87e | CP-200231 |0423 1[ B |Report of EPS Fallback 16.4.0
2020-03 [ CT#87e | CP-200226 |0424 1| B |Clarification of DS-TT and NW-TT ports identification 16.4.0
2020-03 [ CT#87e | CP-200226 |0425 1| B |[Clarification of DS-TT and NW-TT ports management information 16.4.0
2020-03 [ CT#87e | CP-200218 |0426 B | PCF provisioning of TSN related Policy Control Request triggers 16.4.0
2020-03 [ CT#87e | CP-200218 |0427 1| B |TSCAIl input container and TSN QoS container 16.4.0
2020-03 [ CT#87e | CP-200214 |0428 F [OpenAPI: usage of the "tags" keyword 16.4.0
2020-03 [ CT#87e | CP-200214 |0429 F [Enumerations and "nullable" keyword 16.4.0
2020-03 | CT#87e | CP-200215 |0430 F |Referencing enumerations in clause 5.6.1 16.4.0
2020-03 [ CT#87e | CP-200200 |0431 B |CHF set and instance Id in charging information 16.4.0
2020-03 | CT#87e | CP-200216 |0435 F [29.512 Rel-16 Update of OpenAPI version and TS version in 16.4.0
externalDocs field
2020-06 [ CT#88e | CP-201217 |0437 1| A |Correction to attributes interGrplds and appDetectioninfos 16.5.0
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2020-06 | CT#88e [ CP-201238 |0438 F | Correction to V2XARC 16.5.0
2020-06 [ CT#88e | CP-201217 |0440 A [String format of flow information 16.5.0
2020-06 [ CT#88e | CP-201217 |0444 1] A [Notification URI 16.5.0
2020-06 [ CT#88e | CP-201233 |0445 1| B |[Cause Mapping of VALIDATION_CONDITION_NOT_MET 16.5.0
2020-06 | CT#88e [ CP-201229 |0446 B [ATSSS rule derivation 16.5.0
2020-06 [ CT#88e | CP-201229 |0447 3] B |QoS support for ATSSS 16.5.0
2020-06 [ CT#88e | CP-201229 0448 1| B |Enable removing the policy decision 16.5.0
2020-06 [ CT#88e | CP-201252 |0449 2| F |Correction to bridge Information report 16.5.0
2020-06 [ CT#88e | CP-201252 |0450 2| F |Correction to Port Management Information Container exchange 16.5.0
2020-06 | CT#88e | CP-201271 |0451 2| F |Correction to Provisioning of TSCAI input information and TSC QoS | 16.5.0
related data
2020-06 [ CT#88e | CP-201252 |0452 1| B |PCC rule information update for vertical 16.5.0
2020-06 [ CT#88e | CP-201252 |0453 1| B |PCEF functionality update for TSN 16.5.0
2020-06 [ CT#88e | CP-201228 |0454 B |General update of Annex C 16.5.0
2020-06 [ CT#88e | CP-201262 |0455 3| B |Support of full Frame Routing feature 16.5.0
2020-06 | CT#88e | CP-201228 |0456 1] B |[The data type of GlobalLineld 16.5.0
2020-06 [ CT#88e | CP-201338 |0457 3| B |Procedure of policy provisioning of QoS monitoring control 16.5.0
2020-06 [ CT#88e | CP-201213 |0458 1| F |QoS Monitoring Control Data correction 16.5.0
2020-06 [ CT#88e | CP-201217 |0463 1| A [timeUsage in Accumulated Usage Report 16.5.0
2020-06 [ CT#88e | CP-201229 |0464 F [Support the update of SteeringFunctionality 16.5.0
2020-06 | CT#88e | CP-201228 |0465 B |Not to support Mission Critical Services 16.5.0
2020-06 | CT#88e [ CP-201228 |0468 F |Removal of MAC address 16.5.0
2020-06 [ CT#88e | CP-201244 |0470 F [Removal of unbreakable space and TAB 16.5.0
2020-06 [ CT#88e | CP-201213 |0471 1| B |[Solving Editor's note on UL CL 16.5.0
2020-06 | CT#88e | CP-201228 |0472 1] B [Hybrid Access Support 16.5.0
2020-06 | CT#88e | CP-201228 |0473 1[ B |Untrusted PEI 16.5.0
2020-06 [ CT#88e | CP-201228 |0474 1| B |RAT type for WWC 16.5.0
2020-06 | CT#88e [ CP-201229 |0475 1[ B |PS Data Off for a MA PDU session 16.5.0
2020-06 | CT#88e [ CP-201233 |0476 1[ F |Correction to Reallocation of Credit 16.5.0
2020-06 [ CT#88e | CP-201233 |0477 1| B |Local traffic routing policy 16.5.0
2020-06 [ CT#88e | CP-201238 |0478 1| F |Referencing alternative QoS in clause 4.2.6.2.1 16.5.0
2020-06 [ CT#88e | CP-201252 |0479 1| B |QoS information for Time Sensitive Networking 16.5.0
2020-06 [ CT#88e | CP-201252 |0480 1| B |Update of TSN related PCRTs 16.5.0
2020-06 | CT#88e | CP-201252 |0481 1] B [Completion of traffic correlation 16.5.0
2020-06 | CT#88e [ CP-201217 |0482 1[ A |Correction to NetLoc feature 16.5.0
2020-06 [ CT#88e | CP-201217 |0484 1| A |[Correction to PS Data Off 16.5.0
2020-06 [ CT#88e | CP-201213 |0486 1| F |Correct data type used in QoS monitoring 16.5.0
2020-06 [ CT#88e | CP-201244 0487 1| F |Storage of YAML files in ETSI Forge 16.5.0
2020-06 [ CT#88e | CP-201257 |0489 1| B |DDN Failure and Delivery Policy Control Request triggers 16.5.0
2020-06 [ CT#88e | CP-201272 |0490 1| B |Introduction of Bridge management information 16.5.0
2020-06 | CT#88e | CP-201267 |0491 1| B |Clarification of PCF behaviour to honor UE provided maximum 16.5.0
packet filter support
2020-06 [ CT#88e | CP-201233 |0492 1| B |Policy decision and condition data status report 16.5.0
2020-06 [ CT#88e | CP-201263 |0494 1| B |New value of the ATSSS capability 16.5.0
2020-06 [ CT#88e | CP-201264 |0495 1| B |[PCC rule for Non-MPTCP traffic 16.5.0
2020-06 [ CT#88e | CP-201265 |0496 1| B |Steering modes for GBR traffic 16.5.0
2020-06 [ CT#88e | CP-201252 |0499 1| B |[Correct the reference of the port management info container 16.5.0
2020-06 [ CT#88e | CP-201256 |0501 1| F |URI of the Npcf_SMPolicyControl service 16.5.0
2020-06 [ CT#88e | CP-201233 |0503 1| F |[Correction to the usage of appReloc attribute 16.5.0
2020-06 [ CT#88e | CP-201217 |0505 1| A |[Correction to session rule error report 16.5.0
2020-06 [ CT#88e | CP-201297 |0506 2| B |Clarification on the target of QoS Monitoring report 16.5.0
2020-06 [ CT#88e | CP-201213 |0507 1| F [Correction to attributes related to QosMonitoring 16.5.0
2020-06 [ CT#88e | CP-201229 |0508 F [Clarification on the value of 3gLoad attribute 16.5.0
2020-06 | CT#88e | CP-201266 |0511 1] B [Application Id in a PCC rule for ATSSS 16.5.0
2020-06 [ CT#88e | CP-201273 |0513 1| B |QoS parameter mapping 16.5.0
2020-06 [ CT#88e | CP-201217 |0517 1| A |[Not supporting simultaneous online and offline charging 16.5.0
2020-06 [ CT#88e | CP-201244 |0518 F [Optionality of ProblemDetails 16.5.0
2020-06 [ CT#88e | CP-201232 |0519 F ['"PCSCEF-Restoration-Enhancement” feature corrections 16.5.0
2020-06 | CT#88e | CP-201244 |0520 1| F |Supported headers, Resource Data type, Operation Name and yaml| 16.5.0
mapping
2020-06 [ CT#88e | CP-201247 0522 F [Reallocation of credit reporting to the PCF 16.5.0
2020-06 [ CT#88e | CP-201255 |0524 F [Update of OpenAPI version and TS version in externalDocs field 16.5.0
2020-06 | CT#88e | CP-201282 |0525 F | Correcting feature numbers 16.5.0
2020-09 [ CT#89e | CP-202068 |0527 1| F |Correction of the alternative QoS profile 16.6.0
2020-09 | CT#89e | CP-202052 |0529 A |rellpv4Address attribute correction 16.6.0
2020-09 | CT#89e | CP-202052 |0531 1] A |[Correction to QosData 16.6.0
2020-09 [ CT#89%e | CP-202052 |0533 2| A |Correction to QoS Flow usage negotiation 16.6.0
2020-09 | CT#89e [ CP-202052 |0535 1[ A |Correction to Redirectinformation 16.6.0
2020-09 [ CT#89e | CP-202209 |0538 1| F |[Correction to policy update when UE suspends 16.6.0
2020-09 [ CT#89e | CP-202059 |0539 F | Correction to policy control request triggers for wireline access 16.6.0
2020-09 | CT#89e [ CP-202059 |0553 F | Corrections related to framed routes 16.6.0
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2020-09 [ CT#89e | CP-202077 |0554 F | Correcting feature numbers 16.6.0
2020-09 [ CT#89%e | CP-202052 |0557 1[ A |Correction to ADC 16.6.0
2020-09 | CT#89e [ CP-202052 |0559 A _|Correction to ChfAddress 16.6.0
2020-09 | CT#89e [ CP-202052 |0561 A | Correction to RAN-NAS Release Cause feature 16.6.0
2020-09 [ CT#89%e | CP-202052 |0563 1| A |Correction for emergency sessions 16.6.0
2020-09 | CT#89e | CP-202059 |0565 1| F |Support of 5GS and EPC interworking for non-3GPP Trusted 16.6.0
Access
2020-09 [ CT#89e | CP-202048 |0566 F [Multiple traffic descriptors 16.6.0
2020-09 [ CT#89e | CP-202084 |0567 F [Update of OpenAPI version and TS version in externalDocs field 16.6.0
2020-09 [ CT#89e | CP-202079 |0542 1[ F |Clarification of default QoS 17.0.0
2020-09 [ CT#89e | CP-202079 |0543 B |Clarification of IP index provisioning 17.0.0
2020-09 [ CT#89%e | CP-202079 |0544 1| F |Clarification of usage monitoring control 17.0.0
2020-09 [ CT#89e | CP-202079 |0545 1| F [Correction to indication of UE IP address preservation 17.0.0
2020-09 [ CT#89e | CP-202079 |0546 1| F |[Correction to policy control functions for TSN 17.0.0
2020-09 [ CT#89e | CP-202079 |0547 F [Correction to the policy decision 17.0.0
2020-09 [ CT#89e | CP-202079 |0548 F _[Correction to the session-AMBR provisioning 17.0.0
2020-09 [ CT#89e | CP-202080 |0549 1| B |Traffic steering control for 5G-LAN type of services 17.0.0
2020-09 [ CT#89e | CP-202079 |0550 1[ B |Update the definitions in 3.1 17.0.0
2020-09 [ CT#89e | CP-202079 |0564 F _[Clarification of trace control 17.0.0
2020-12 [ CT#90e | CP-203125 |0570 A [refUmN3gData yaml correction 17.1.0
2020-12 | CT#90e | CP-203139 |0574 A [TS 29.512 Essential Corrections and alignments 17.1.0
2020-12 | CT#90e [ CP-203128 |0576 1[ A |Correction of the condition for the Credit Reallocation event 17.1.0
2020-12 | CT#90e | CP-203159 |0578 2| F |Disambiguation of the reporting and handling of triggers for PCC 17.1.0
rule bases
2020-12 | CT#90e | CP-203143 |0582 1| A [Correction to PRA 17.1.0
2020-12 [ CT#90e | CP-203128 |0584 3] A |Correction to access type conditioned session AMBR 17.1.0
2020-12 [ CT#90e | CP-203128 |0586 1| A |[Correction to PolicyDecisionErrorHandling feature 17.1.0
2020-12 | CT#90e | CP-203128 |0587 1| A |[Correction to SamePcf Feature 17.1.0
2020-12 [ CT#90e | CP-203114 |0594 A [Correction to policy based on revalidation time 17.1.0
2020-12 | CT#90e | CP-203114 |0597 1| A |Correction to session rule 17.1.0
2020-12 [ CT#90e | CP-203114 |0600 A [Correction to usage monitoring control 17.1.0
2020-12 | CT#90e [ CP-203147 |0602 1[ F |Correction to FailureCode and SessionFailureCode 17.1.0
2020-12 [ CT#90e | CP-203148 |0603 1| B |Extension of Policy Decision Failure handling 17.1.0
2020-12 | CT#90e | CP-203147 |0604 1| F |Correction to SM Policy Association termination due to session rule | 17.1.0
error
2020-12 | CT#90e [ CP-203147 |0605 1[ F |Correction to SessionRuleFailureCode 17.1.0
2020-12 [ CT#90e | CP-203084 |0606 1| F |Correction to usage monitoring control 17.1.0
2020-12 | CT#90e [ CP-203147 |0607 F | Correction to SMF definition for LBO 17.1.0
2020-12 | CT#90e | CP-203114 |0610 1| A |[Correction to usage report during the policy association termination | 17.1.0
2020-12 [ CT#90e | CP-203129 |0612 1| A [Correction to the BDT policy re-negotiation 17.1.0
2020-12 [ CT#90e | CP-203150 |0614 1| A |Remove the NW-TT port from the TSN bridge info 17.1.0
2020-12 [ CT#90e | CP-203139 |0618 A [Storage of YAML files in 3GPP Forge 17.1.0
2020-12 | CT#90e | CP-203132 |0620 2| A |Correction to Alternative QoS Parameter 17.1.0
2020-12 | CT#90e | CP-203111 |0626 1| A |QoS monitoring report at PDU session termination 17.1.0
2020-12 | CT#90e | CP-203111 |0628 1| A |QoS Monitoring corrections 17.1.0
2020-12 [ CT#90e | CP-203147 |0629 1| B |Updates to support User Location Change 17.1.0
2020-12 [ CT#90e | CP-203128 |0631 1| A |Location change (serving cell) for Policy Control Request Trigger 17.1.0
2020-12 | CT#90e | CP-203153 |0633 F |Update of OpenAPI version and TS version in externalDocs field 17.1.0
2021-03 | CT#91e | CP-210226 |0634 1| F |Miscellaneous corrections to the Npcf_SMPolicyControl_Create 17.2.0
service operation
2021-03 | CT#91e | CP-210226 |0635 1| F |Miscellaneous corrections to the 17.2.0
Npcf_SMPolicyControl_UpdateNotify service operation
2021-03 | CT#91e | CP-210222 |0637 1| A |Corrections to the procedures of policy provisioning and 17.2.0
enforcement of authorized AMBR and default QoS
2021-03 | CT#91e | CP-210226 |0638 1| F |Clarification on the applicability of some attributes and data types to | 17.2.0
UMC featur
2021-03 [ CT#91e | CP-210226 |0639 1| B |Addition of the PDU Session with offline charging only indication 17.2.0
2021-03 | CT#91e | CP-210226 |0640 1| F |Reference to the wrong clause for the SMF initiated PDU session 17.2.0
termination procedure
2021-03 | CT#91e | CP-210226 |0641 1| F |Correction of a wrong reference to TS 29.514 related to AF session | 17.2.0
with required QoS procedures
2021-03 | CT#91e | CP-210226 |0642 1| F |Clarification on the applicability of some data types to the 17.2.0
SessionRuleErrorHandling feature
2021-03 | CT#91e | CP-210226 |0643 1| F |Clarification on the applicability of some attributes to the 3GPP-PS- | 17.2.0
Data-Off feature
2021-03 | CT#91e [ CP-210226 |0645 1[ F |Miscellaneous corrections to TS 29.512 17.2.0
2021-03 [ CT#91e | CP-210205 |0647 1| A |Correction to the access network information report
2021-03 [ CT#91e | CP-210191 |0651 2| A |Support of stateless NFs 17.2.0
2021-03 [ CT#91e | CP-210237 |0653 1| A [Corretion to the Group Id update 17.2.0
2021-03 [ CT#91e | CP-210189 |0655 1| A |PCC control for DDD status and availability after DDN failure events| 17.2.0
2021-03 | CT#91e | CP-210210 |0657 3| A |Disable UE natifications at changes related to Alternative QoS 17.2.0
Profiles
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2021-03 [ CT#91e | CP-210228 |0660 F [User Location Change PCRT not supported in wireline access 17.2.0
2021-03 | CT#91e | CP-210202 |0662 1| A |Correction to supported Policy Control Request triggers in wireline 17.2.0
access
2021-03 | CT#91e [ CP-210192 |0664 3| A |Redundant User Plane Paths 17.2.0
2021-03 | CT#91e | CP-210204 |0666 A |Correction to repPolicyCtrIReqTrigger attribute 17.2.0
2021-03 [ CT#91e | CP-210205 |0668 1| A |[Correction to multiple access type conditioned session rules 17.2.0
2021-03 | CT#91e | CP-210205 [0670 A [Correction to QOS DEC_ERR and CH DEC _ERR 17.2.0
2021-03 [ CT#91e | CP-210226 |0671 1| F [Correction to Monitoring key definition 17.2.0
2021-03 [ CT#91e | CP-210204 |0673 3] A |Correction to access type conditioned session rule 17.2.0
2021-03 [ CT#91e | CP-210191 |0675 2| A |Correction to "resourceUri" attribute description 17.2.0
2021-03 | CT#91e [ CP-210227 |0676 F | Correction on UE initiated PDU session modification 17.2.0
2021-03 [ CT#91e | CP-210237 |0678 1| A |Correction to TSN scenarios. 17.2.0
2021-03 [ CT#91e | CP-210218 |0679 F [Update of "description” field for map data types 17.2.0
2021-03 | CT#91e | CP-210218 |0680 F |OpenAPI reference 17.2.0
2021-03 | CT#91e [ CP-210237 |0686 2| A |Correction to traffic correlation indication 17.2.0
2021-03 | CT#91e | CP-210221 |0691 1| F |Adding some missing description fields to data type definitions in 17.2.0
OpenAPI specification files
2021-03 | CT#91e | CP-210227 |0692 1| F |Additional corrections to the Npcf_SMPolicyControl_Create service | 17.2.0
operation
2021-03 | CT#91e | CP-210227 |0693 1| F |Miscellaneous corrections to the Npcf_SMPolicyControl_Delete 17.2.0

service operation
2021-03 | CT#91e | CP-210227 |0694 1| F |Miscellaneous corrections to the Provisioning and Enforcement of 17.2.0
Policy Decisions clause

2021-03 | CT#91e | CP-210227 |0695 1| F |Miscellaneous corrections to the data types defined in the 17.2.0
Npcf_SMPolicyControl API

2021-03 [ CT#91e | CP-210227 |0696 F [Corrections of a reference to an non-existent subclause 17.2.0

2021-03 [ CT#91e | CP-210227 |0697 1] F [Corrections to the P-CSCF restoration indication mechanism 17.2.0

2021-03 | CT#91e | CP-210225 |0698 1| F |Reference to the wrong attribute name for the QoS Monitoring 17.2.0
Decision

2021-03 | CT#91e | CP-210195 |0701 A [Correction of a reference to the wrong attribute name for the 17.2.0
reported presence reporting area information

2021-03 | CT#91e | CP-210204 |0706 A [Correction of the SteerModeValue attribute name in the 17.2.0

Npcf_SMPolicyControl specific Data Types table

2021-03 | CT#91e | CP-210227 |0707 F [Corrections to the applicability column of the SmPolicyDeleteData 17.2.0
data type
2021-03 [ CT#91e | CP-210195 |0710 1| A |Correction to authDefQos attribute 17.2.0
2021-03 [ CT#91e | CP-210195 |0716 1| A |[Correction to the GBR type of default QoS flow 17.2.0
2021-03 [ CT#91e | CP-210217 |0722 A [The apiSpecificResourceUriPart component 17.2.0
2021-03 [ CT#91e | CP-210221 |0723 1| F |NF service consumer terminology 17.2.0
2021-03 [ CT#91e | CP-210220 |0724 B |Optional header clarification 17.2.0
2021-03 [ CT#91e | CP-210195 |0727 1| A |[Corrections to RuleOperation 17.2.0
2021-03 [ CT#91e | CP-210195 |0730 1| A |repPolicyCtrIReqTriggers attribute correction 17.2.0
2021-03 [ CT#91e | CP-210195 |0733 A [Correction to session rule 17.2.0
2021-03 | CT#91e | CP-210227 |0734 1| F |deactivationTime for time conditioned session rule 17.2.0
2021-03 [ CT#91e | CP-210227 |0735 1| F |Remove exUsagePccRulelds from PCC rule definition 17.2.0
2021-03 | CT#91e | CP-210222 |0738 A [packFiltinfo attribute correction 17.2.0
2021-03 [ CT#91e | CP-210195 |0741 2| A |Correction to PCF behavior when removing PCC/Session rules 17.2.0
2021-03 | CT#91e [ CP-210227 |0742 1[ F |Correction on UE initiated PDU session modification 17.2.0
2021-03 [ CT#91e | CP-210227 |0743 1| F |[Correction to conditioned rules 17.2.0
2021-03 | CT#91e | CP-210227 |0744 1] F [Correction to Usage Monitoring 17.2.0
2021-03 | CT#91e | CP-210227 |0745 1| F |[Clarification about handling of valid unreferred policy decisions 17.2.0
2021-03 [ CT#91e | CP-210240 |0748 F [Update of OpenAPI version and TS version in externalDocs field 17.2.0
2021-06 [ CT#92e | CP-211283 |0681 2| B |Satellite backhaul change policy control request trigger 17.3.0
2021-06 | CT#92e [ CP-211226 |0749 2| B |[29.512 PCC support for MPS for DTS 17.3.0
2021-06 [ CT#92e | CP-211242 |0751 1| F [Correction to Charging Information 17.3.0
2021-06 | CT#92e | CP-211257 |0752 2| B |Application Detection triggering for dynamic AM policy changes 17.3.0
2021-06 | CT#92e | CP-211237 |0755 2| A |Correct the error code MISS FLOW INFO 17.3.0
2021-06 | CT#92e | CP-211198 |0757 2| A |Correction to PCC control for DDD status and availability after DDN | 17.3.0
failure events
2021-06 [ CT#92e | CP-211245 |0759 1| F [Correction to access network info report 17.3.0
2021-06 | CT#92e | CP-211273 |0760 3| B |Support Time Sensing Communication other than TSN 17.3.0
2021-06 [ CT#92e | CP-211272 |0761 2| B |Support survival time 17.3.0
2021-06 [ CT#92e | CP-211218 |0763 3| B |Add user plane lantecy requirement in PCC rule 17.3.0
2021-06 [ CT#92e | CP-211211 |0764 F [Correction to policy control request trigger 17.3.0
2021-06 | CT#92e | CP-211246 |0765 1] F [Correction to usage monitoring for Non-3GPP 17.3.0
2021-06 [ CT#92e | CP-211211 |0766 1| F |[Clarifiction of PCF Requested Usage Report 17.3.0
2021-06 [ CT#92e | CP-211211 |0767 1| F [Correct the disabling usage monitoring 17.3.0
2021-06 | CT#92e [ CP-211243 |0768 1[ F |Correct the Redundant PDU Session indication 17.3.0
2021-06 [ CT#92e | CP-211211 |0769 1| F [Correct the offline charging only 17.3.0
2021-06 | CT#92e | CP-211237 |0771 1| A |[Correction to QoS control in the VPLMN 17.3.0
2021-06 | CT#92e | CP-211270 |0772 4| B |Support of event trigger for GERAN and UTRAN access over N7 17.3.0
interface
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2021-06 | CT#92e | CP-211217 |0774 1| F |Additional corrections to the PDU Session with offline charging only | 17.3.0
indication
2021-06 | CT#92e | CP-211234 |0775 F _[Additional missing description fields in OpenAPI specification files 17.3.0
2021-06 | CT#92e | CP-211277 |0776 1| B |[Support of Threshold Condition 17.3.0
2021-06 | CT#92e | CP-211277 |0777 1| B |Support of Steering Mode Indicator 17.3.0
2021-06 | CT#92e [ CP-211256 |0778 2| F_|Correction of tsnPortManContNwits attribute 17.3.0
2021-06 [ CT#92e | CP-211215 |0780 1| A |Correction on wrong referenced attributes 17.3.0
2021-06 | CT#92e | CP-211276 |0782 1| B |Support of Network Exposure to EAS via Local NEF 17.3.0
2021-06 | CT#92e | CP-211217 |0783 1| B |Handling of requests which collide with an existing SM Policy 17.3.0
Association for interworking scenario
2021-06 | CT#92e | CP-211217 |0785 1| B |Handling of requests which have timed out at the originating entity 17.3.0
for interworking scenario
2021-06 [ CT#92e | CP-211200 |0786 1| A [Redirect Responses 17.3.0
2021-06 [ CT#92e | CP-211250 |0790 2| F |Correction to Same PCF requests to BSF 17.3.0
2021-06 | CT#92e | CP-211274 |0791 1| B |Support of TSCAI time domain 17.3.0
2021-06 [ CT#92e | CP-211211 |0792 2| F |Failure handling for traffic steering 17.3.0
2021-06 [ CT#92e | CP-211204 |0795 1| A [Wrong referenced SmPolicyDecision data type 17.3.0
2021-06 [ CT#92e | CP-211265 |0797 F [Update of OpenAPI version and TS version in externalDocs field 17.3.0
2021-06 | CT#92e | CP-211211 |0798 F |Updating the UDR upon usage report receipt 17.3.0
2021-09 [ CT#93e | CP-212212 |0799 1| B [29.512 MPS for DTS QoS update failure 17.4.0
2021-09 [ CT#93e | CP-212224 10802 1| F |Correction to PRA information update 17.4.0
2021-09 [ CT#93e | CP-212198 |0806 2| B |Duplicated notification 17.4.0
2021-09 [ CT#93e | CP-212193 |0807 1| B |Clarification on satellite backhaul 17.4.0
2021-09 | CT#93e [ CP-212201 |0808 1[ B |Authorization of UE initiates a resource modification 17.4.0
2021-09 [ CT#93e | CP-212201 |0809 1| B |PCC rules authorization with preliminary service information 17.4.0
2021-09 [ CT#93e | CP-212224 0810 B | Clarification of the charging correlation id 17.4.0
2021-09 [ CT#93e | CP-212224 |0811 B |Removal of traffic routing information 17.4.0
2021-09 [ CT#93e | CP-212205 |0812 1| B [Support of IMS emergency service for SNPN 17.4.0
2021-09 [ CT#93e | CP-212190 |0815 1| A |Correction of report of User Location Info Time 17.4.0
2021-09 | CT#93e | CP-212220 |0817 1] A [Support of TCP and UDP ports in non-3GPP UE location 17.4.0
2021-09 [ CT#93e | CP-212196 |0818 1| F |Align description with data type for rttThres 17.4.0
2021-09 [ CT#93e | CP-212196 |0819 B |Congestion handling for priority-based steering mode 17.4.0
2021-09 | CT#93e [ CP-212196 |0820 B [remove EN related to UE-assistance indicator 17.4.0
2021-09 | CT#93e [ CP-212211 |0821 1[ F |handling of SMF for TSCAI Survival Time 17.4.0
2021-09 [ CT#93e | CP-212211 |0822 1| F |Replacement of TSN Terminology in 29.512 17.4.0
2021-09 [ CT#93e | CP-212189 |0824 1| A |Align description with data type for thresholds in QosMonitoringData| 17.4.0
2021-09 [ CT#93e | CP-212167 |0826 1| A |[correction of description of dsttResidTime 17.4.0
2021-09 | CT#93e | CP-212224 |0827 1| F |Corrections on the sender of the HTTP error response in the update| 17.4.0
procedure
2021-09 | CT#93e | CP-212220 |0828 1[ F |Correction to the declaration of authorization credentials 17.4.0
2021-09 [ CT#93e | CP-212224 10829 B | Correction to the report of Netloc access information 17.4.0
2021-09 [ CT#93e | CP-212224 |0830 B |Removal of network slice instance from service procedures 17.4.0
2021-09 | CT#93e [ CP-212211 |0831 1[ B |Introduction of TSCTSF 17.4.0
2021-09 | CT#93e | CP-212220 |0832 1| F |Adding a missing description field to the OpenAPI specification file 17.4.0
of the Npcf_SMPolicyControl API
2021-09 [ CT#93e | CP-212223 |0833 F [Update of OpenAPI version and TS version in externalDocs field 17.4.0
2021-09 [ CT#93e | CP-212224 |0834 1| F [Report of 3GPP and non-3GPP User Location 17.4.0
2021-12 | CT#94e | CP-213216 |0836 F | Correction to the notification of satellite backhaul changes 17.5.0
2021-12 | CT#94e | CP-213229 |0838 1| B |PCC Support of restricted PDU Session for remote provisioning of 17.5.0
UE using User Plane
2021-12 | CT#94e | CP-213230 |0839 2| B |Monitoring the data rate per Network Slice 17.5.0
2021-12 | CT#94e | CP-213225 |0840 1| B |Handling of Session Management Policy Data per PLMN 17.5.0
2021-12 | CT#94e | CP-213229 |0841 B |SNPN support for IMS Emergency services 17.5.0
2021-12 [ CT#94e | CP-213229 |0842 B [Direct access to SNPN 17.5.0
2021-12 | CT#94e | CP-213234 |0843 1| B |Clarify the scenario where the TSC and time synchronization are 17.5.0
not supported
2021-12 | CT#94e | CP-213234 |0844 1] B [Resolve the editor's note for bridge Id 17.5.0
2021-12 | CT#94e | CP-213223 |0845 2| B |Remove the editor's note for AF preference for the user plane 17.5.0
latency
2021-12 | CT#94e | CP-213222 |0846 B |Remove the editor's note for UPF service 17.5.0
2021-12 | CT#94e | CP-213227 |0849 1| B |NWDAF instance provisioning to the PCF 17.5.0
2021-12 | CT#94e [ CP-213230 |0850 1[ B |Support of UE-Slice-MBR 17.5.0
2021-12 | CT#94e | CP-213219 |0852 1[ F |Mutual exclusion between thresValue and steerModelnd 17.5.0
2021-12 | CT#94e | CP-213219 |0853 1] F |MA PDU sessions with connectivity over EPC and 5GC 17.5.0
2021-12 | CT#94e | CP-213243 |0854 1| F [Replacing PDU session in Annex B with PDN connection 17.5.0
2021-12 | CT#94e | CP-213239 |0855 F [API URI of the Npcf_SMPaolicyControl API 17.5.0
2021-12 | CT#94e | CP-213194 |0856 1| B [Indication of request of notification PDU session 17.5.0
established/terminated events
2021-12 | CT#94e | CP-213234 |0857 1| B [Handling alternative QoS related parameters received from the AF 17.5.0
2021-12 | CT#94e | CP-213234 |0858 1] F |[Correction to TSC QoS information 17.5.0
2021-12 | CT#94e | CP-213234 |0859 1] F [Support of Ethernet PDU sessions and IP PDU sessions for TSC 17.5.0
2021-12 | CT#94e | CP-213234 |0860 F | TSCTSF as PCF consumer for TSC 17.5.0
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2021-12 | CT#94e | CP-213234 |0861 1| F [Change the Network to TSN translator (TT) protocol aspects TS 17.5.0
referencing
2021-12 | CT#94e | CP-213223 |0862 1| B |Adding EAS IP replacement information in PCC rules 17.5.0
2021-12 | CT#94e | CP-213241 |0864 1| A [PCF authorization for QoS control in the VPLMN 17.5.0
2021-12 | CT#94e | CP-213219 |0865 1| B |Extension of PCC rule definition for ATSSS 17.5.0
2021-12 | CT#94e | CP-213244 |0868 F [Correction on reused data type Uinteger 17.5.0
2021-12 | CT#94e | CP-213244 0869 1| B |Error handling when no SM Policy Association exists 17.5.0
2021-12 | CT#94e | CP-213244 0870 F [Correction to session rule 17.5.0
2021-12 | CT#94e | CP-213225 |0871 1| F |Resolving the PDU Session with offline charging only indication 17.5.0
related Ens
2021-12 | CT#94e | CP-213223 |0872 1| B |AF Request for Simultaneous Connectivity over Source and Target | 17.5.0
PSA at Edge Relocation
2021-12 | CT#94e | CP-213246 |0873 F [Update of OpenAPI version and TS version in externalDocs field 17.5.0
2022-03 | CT#95e [ CP-220178 |0875 1[ F ]29.512 MPS for DTS Notes Correction 17.6.0
2022-03 [ CT#95e | CP-220178 |0876 1| F [29.512 MPS exemption from time conditioning 17.6.0
2022-03 | CT#95e [ CP-220188 |0878 F | Clarification on threshold values 17.6.0
2022-03 | CT#95e | CP-220183 |0879 1] B [Cleanup of time sensitive communication 17.6.0
2022-03 | CT#95e | CP-220183 |0881 1] B [QoS determination for TSC 17.6.0
2022-03 [ CT#95e | CP-220182 |0882 1| F |Onboarding indication 17.6.0
2022-03 [ CT#95e | CP-220185 |0883 1| B |[Support of AF triggered EAS rediscovery 17.6.0
2022-03 [ CT#95e | CP-220195 |0884 1| F |Clarification of the packet filter identifier 17.6.0
2022-03 | CT#95e | CP-220195 |0886 F [Correction on UE Location related information in the interworking 17.6.0
cases
2022-03 [ CT#95e | CP-220196 |0887 1| F [Handling of number of packets in 5G 17.6.0
2022-03 [ CT#95e | CP-220179 |0888 1| F [reusing common data type SatelliteBackhaulCategory 17.6.0
2022-03 | CT#95e | CP-220195 |0889 1] F [Alignment of term Session-AMBR 17.6.0
2022-03 [ CT#95e | CP-220195 |0890 F [Update of service operation general descriptions 17.6.0
2022-03 [ CT#95e | CP-220187 |0891 1| F |Update of service operation genenal descriptions for eNS 17.6.0
2022-03 | CT#95e [ CP-220182 |0892 1| F |Update of 4.2.2.1 17.6.0
2022-03 [ CT#95e | CP-220190 |0893 1| F |complete the definition of NWDAF_DATA_CHG trigger 17.6.0
2022-03 [ CT#95e | CP-220176 |0894 2| A |Alignment of "Application Errors" clause with SBI TS template 17.6.0
2022-03 [ CT#95e | CP-220188 |0895 1| F [Clarification to MA PDU sessions 17.6.0
2022-03 | CT#95e | CP-220182 |0896 1| B |Completion of the Support of restricted PDU Session for remote 17.6.0
provisioning of UE using User Plane
2022-03 | CT#95e | CP-220195 |0898 2| B |Enhance SmPolicyAssociationReleaseCause for trigger PDU 17.6.0
session reactivation procedure
2022-03 [ CT#95e | CP-220185 |0899 1| F [Handling of supported features for Edge Computing 17.6.0
2022-03 | CT#95e | CP-220191 |0900 F [Corrections in attribute name and data type description related to 17.6.0
NWDAF data.
2022-03 [ CT#95e | CP-220195 |0901 1| F |[Collision in SMF during UpdateNotify procedure 17.6.0
2022-03 [ CT#95e | CP-220195 |0903 1| F [Handling of packet filters when the allowed number is exceeded 17.6.0
2022-03 [ CT#95e | CP-220187 |0904 1| F |remove EN related to Dispersion Analytics 17.6.0
2022-03 [ CT#95e | CP-220201 |0906 1| F |Formatting of Description Fields 17.6.0
2022-03 | CT#95e | CP-220202 |0907 1] B [Support of AN-GW restoration 17.6.0
2022-03 | CT#95e | CP-220202 |0908 1| B |UE-initiated resource madification support for interworking scenario | 17.6.0
2022-03 [ CT#95e | CP-220167 |0911 1| A |[Corrections to Application Detection and Control 17.6.0
2022-03 [ CT#95e | CP-220201 |0912 B |Updating Binding Indication for multiple resource contexts feature 17.6.0
2022-03 | CT#95e | CP-220197 |0913 1| F |Correction to the indication of notification to the PCF for the UE 17.6.0
about PDU session establishment/termination events
2022-03 | CT#95e | CP-220195 |0915 1| F |Correction to enable retrieval of Network Provided Location 17.6.0
information in a MESSAGE request
2022-03 [ CT#95e | CP-220183 |0916 B | Correction to TSCAI derivation 17.6.0
2022-03 [ CT#95e | CP-220194 |0917 F [Update of info and externalDocs fields 17.6.0
2022-03 | CT#95e | CP-220335 |0920 F | Correction to pvsinfo attribute 17.6.0
2022-06 | CT#96 | CP-221154 |0922 F [Correcting the definition of the 404 status code in the OpenAPI 17.7.0
description
2022-06 [ CT#96 | CP-221145 |0923 3] F |Handling of time domain 17.7.0
2022-06 [ CT#96 | CP-221144 0924 2| F |Resolve the issue of individual QoS parameters 17.7.0
2022-06 | CT#96 | CP-221123 |0926 1[ F |MA PDU Session in EPC/E-UTRAN to 5GS handover 17.7.0
2022-06 [ CT#96 | CP-221126 |0927 F [Correction of supported features for Edge Computing functionality 17.7.0
2022-06 [ CT#96 | CP-221130 |0929 1| F [Completion of handling of NWDAF_DATA_CH trigger 17.7.0
2022-06 [ CT#96 | CP-221138 |0930 1| F |Completion of User Plane Remote Provisioning 17.7.0
2022-06 | CT#96 | CP-221157 |0931 3| F |Correction to the charging identifier to enable uniqueness in 17.7.0
roaming scenarios
2022-06 | CT#96 | CP-221157 |0933 1| F |Correction to the PDU Session ID determination in EPC 17.7.0
interworking scenarios
2022-06 [ CT#96 | CP-221157 |0935 1| F |[Correction to the QoS constraints support 17.7.0
2022-06 [ CT#96 | CP-221159 |0936 1| F |Correction to the notification of PCF for a PDU session 17.7.0
2022-06 [ CT#96 | CP-221145 |0937 1| B |[Burst Arrival Time adjustment 17.7.0
2022-06 [ CT#96 | CP-221157 |0939 1| F |Correction to the TrafficData and ConditionData 17.7.0
2022-06 [ CT#96 | CP-221126 |0940 2| F |Correction to QoS monitoring report 17.7.0
2022-06 [ CT#96 | CP-221117 |0941 1| A |Correction for the handling of QoS monitoring data 17.7.0

ETSI



3GPP TS 29.512 version 17.12.0 Release 17 275 ETSI TS 129 512 V17.12.0 (2023-09)

2022-06 [ CT#96 | CP-221157 |0942 F [Handling of multiple IPv6 prefixes 17.7.0
2022-06 [ CT#96 | CP-221158 |0945 1| F |Correction to traffic routing requirements 17.7.0
2022-06 | CT#96 CP-221151 0947 F |Update of info and externalDocs fields 17.7.0
2022-06 | CT#96 | CP-221127 |0949 F | The behaviour of SMF for I-SMF insertion and removal 17.7.0
2022-09 [ CT#97e | CP-222125 |0950 F [Untrusted WLAN location information 17.8.0
2022-09 [ CT#97e | CP-222125 |0951 2| F |Exceeding number of packet filters when interworking with EPS 17.8.0
2022-09 [ CT#97e | CP-222093 |0955 1| A |[Correction to policyCtrIReqTriggers attribute name 17.8.0
2022-09 [ CT#97e | CP-222125 |0957 1| F |Correction to the QoS Monitoring 17.8.0
2022-09 [ CT#97e | CP-222113 |0958 1| F |[Correction to the references 17.8.0
2022-09 [ CT#97e | CP-222093 |0962 A [Correction to UP Path change subscription 17.8.0
2022-09 [ CT#97e | CP-222099 |0963 1| F |ExposureToEAS feature name correction 17.8.0
2022-09 [ CT#97e | CP-222125 |0966 1| F [Rejection of the update of mute indication for ADC 17.8.0
2022-09 [ CT#97e | CP-222121 |0968 F [Update of info and externalDocs fields 17.8.0
2022-12 | CT#98 | CP-223181 |0970 1| F |[Survival time applicability 17.9.0
2022-12 | CT#98 | CP-223172 |0972 F [Correction on NWDAF_DATA CHG handling 17.9.0
2022-12 | CT#98e | CP-223196 |0976 1] F [Correction related to applicability of traffic correlation indicator 17.9.0
2022-12 | CT#98e | CP-223163 |0978 A [Correction to the attribute name of policy control request trigger 17.9.0
2022-12 | CT#98e | CP-223183 |0979 1] F [Correction to the attribute name of policy control request trigger 17.9.0
2022-12 | CT#98e | CP-223165 |0984 F [Correction to Satellite backhaul change report 17.9.0
2022-12 | CT#98e | CP-223197 |0987 F [Correction to the PCF for the UE indication of notification of PDU 17.9.0
session events
2022-12 | CT#98e | CP-223188 |0993 F [Update of info and externalDocs fields 17.9.0
2023-03 [ CT#99 | CP-230142 |0996 1| A |[Correcting the support of multiple IPv6 prefixes 17.10.0
2023-03 [ CT#99 | CP-230173 |1018 1| F |Correction on setting Packet Delay Failure report Threshold 17.10.0
2023-03 [ CT#99 | CP-230141 |1023 A _[Correction to incorrect attribute hame capitalization 17.10.0
2023-03 | CT#99 [ CP-230129 |1030 1[ A |Correction of enumerations values 17.10.0
2023-03 [ CT#99 | CP-230143 |1033 F [Correction to wrong attribute hame 17.10.0
2023-03 [ CT#99 | CP-230140 |1044 1| F [Correction in QoS monitoring handling 17.10.0
2023-03 [ CT#99 | CP-230160 |1046 F [Update of info and externalDocs fields 17.10.0
2023-06 [ CT#100 | CP-231147 |1090 A [Removal of unspecified QoS monitoring control options 17.11.0
2023-06 [ CT#100 | CP-231161 |1104 F [Update of info and externalDocs fields 17.11.0
2023-09 [ CT#101 | CP-232107 |1115 F [Incorrect description of NWDAF data 17.12.0
2023-09 | CT#101 [ CP-232115 |1117 1[ F |Correction of anGwStatus attribute 17.12.0
2023-09 [ CT#101 | CP-232120 |1124 F [Correction to Access Network Charging Identifier 17.12.0
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