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The copyright and the foregoing restriction extend to reproduction in all media.
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ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
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Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
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Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
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Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 29.503 version 16.14.0 Release 16 3 ETSI TS 129 503 V16.14.0 (2023-01)

Contents

INtellectual Property RIGNES.... ..ot b e e e en e ns 2
LB INOLICE ... bbbt et h bt b b nE e b e b e e et bt e bt Rt e s e e e e e e eb e n e e ns 2
AV TeTo = L= g oY = 01T 070] oo | OSSPSR 2
0= 11V o PSPPSR 16
1 o0 o< TSP PSP 18
2 REFEIBINCES .....cceeeeee ettt b bbb e b et e e et Re e bt e be e bt st et et et e e e e nenre b ee 18
3 Definitions and @DBreVIatioNS...........coeieieieie ettt 20
31 D= T o T] (0] TP PP 20
3.2 ADDIEVIBLIONS ...ttt ettt b et ese e bt sh e b e e he e ae e s e e ne e b e eReeh e e Re et e e e bt bt eheene e e ne e 20
4 L@ = V= S S 21
41 011 0o 1 o | PR 21
5 Services Offered DY thE UDM ..ottt st st s n e r e s re e e ens 22
51 (T goT0 W 1ol BTSSP PR UR USSP 22
52 Nudm_SubscriberDataM anagement SEIVICE.........cuviiiiierieeeee et se e e te et srae s e e e beeteseesneesnes 23
521 S Lol D= o T o1 o S 23
5.2.2 S Lo @ o1 =1 o] = 23
5221 FNEFOOUCTION ...t e b e e b a et e e s et bt bt eh e e ae e s et e st e e e b e seeebesaeebe e e e e es 23
5222 L TSR 23
52221 LC = 3T -SSR 23
52222 Slice Selection SUbSCIiption Data RELEVEL .........cccoiiieiiiricee e 24
52223 Access and Mobility Subscription Data RELHEVA ...........coociiiieiiicneeeee e 25
52224 SMF Selection Subscription Data RELrieVal ...........cocoviiiiiiinieeee e 26
52225 Session Management Subscription Data REIHEVA ..o 26
5.2.2.2.6 SMS SUDSCHiption Data REINEVA .........ccveieee et nae e e 27
5.2.2.2.7 SMS Management Subscription Data RELrEVE ...........ccccveiieiecieriee e 28
52228 UE Context IN SMF Data RELITEVAL .........ccoiiiiiiiieee et s 28
52229 Retrieval Of MUHIPIE Dal@ SELS .....ccouiieieeeciese ettt see e sae et e st teeteeae e enes 29
5.2.2.2.10 [AENEITIEr TrANSIBHION ..ottt bbb et b et eb et e e e sr e b saeene e e e e 29
522211 Shared SUDSCTiption Data RELMEVE .........cccueiie i nae e e 30
522212 UE Context IN SMSF Data RELIEVAL..........ooiiieeeee et 30
5.2.2.2.13 TraCe dat@a REIIEVE .........eceieeeeeee ettt s ee e e enee e aneas 31
522214 Group 1dentifier TranSlation...........ccciir e bbb 31
522215 LCS Privacy Data REINEVE ..........coiiieiriiieiirieeee st 32
522216 LCS Mobile Originated Data REIEVE ..........cooiiiiriiirireeriee e 33
522217 Enhanced Coverage Restriction Data RELrieVal ...........cooviriiiiincneeseeese s 33
5.2.2.2.18 V2X SUbSCription Data REIHEVEA ......cc.eeciieiieie et e 34
5.2.2.2.19 L CS Broadcast Assistance Subscription Data Retrieval ..........ccoccvvceieeveeie e 34
5.2.2.2.20 UE Context IN AMF Dala REIITEVEL ........ccooiiiieiieieieeeeee et e s 35
522221 Individual Shared Subscription Data REHEVEl .........cccovveviiciiceeeee e s 35
5223 SUDSCIIIB. ...ttt b ettt et b e h e eh et b e R bt e aeen e e nennen 36
52231 LC = 3T -SSR 36
52232 Subscription to notifications of data Change...........c.eoerireiiree e 36
52233 Subscription to notifications of shared data Change ..........ccovveiriieiine e 36
5224 LS 1S o= SR RRSRSN 37
52241 LT 01 USRS 37
52242 Unsubscribe to notifications of data Change..........c..ceiireiriiine s 37
5.2.24.3 Unsubscribe to notifications of shared data change............cccoovve i 38
5225 [N To 10 o= (o] ISR S O PPURURURRRSPIN 38
52251 LC TS g1 - SR 38
5.2.25.2 Data Change NOtification TO NF........ccoi ittt ae e s 38
5226 01 o OSSPSR 39
5226.1 LC TS g1 - SR 39
5226.2 Providing acknowledgement of Steering of ROAMING ........cccoreiririiiiriereeeeeee s 40

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 4 ETSI TS 129 503 V16.14.0 (2023-01)

52263 Providing acknowledgement of UE parameters Update............covereererieinenieincneeeseeeeseeeens 40
52264 Providing acknowledgement of UE for Network Slicing Subscription Change............ccccceevveene. 41
52265 Providing acknowledgement of UE for CAG configuration change..........c.ccoeeverennienenecnennene 41
5226.6 Triggering Update of Steering Of Roaming information ............ccccoeeiereineneienenee e 41
5227 MO FYSUDSTITPLION. ...ttt b e e b e e b b e b b e eneas 42
52271 GENETA ...ttt bR R R e bR Rt R b e R nen s 42
52272 Modification of a subscription to notifications of data change...........cccccveeerieeveecence e 42
5.2.2.7.3 Modification of a subscription to notifications of shared data change...........cccccevcvvcvvceveeve e, 43
5.3 Nudm_UECONEXtMANEGEMENT SEIVICE .....eicvi e ceectiese et ste e ste e te e e e s e e te e teenteesaesnaesseesseetesneenneennns 43
531 S VLol D<o T o1 o 43
532 SEIVICE OPEIALIONS. ...veeeeeete ettt ettt sttt b ekt b e st bt b e st eb e e b e s e e bt s b e s e e bt e b e st eb e s b e e eb e sb e e ebesbeneebeebennenea 43
5321 0100 1 1 o PR 43
5322 REGISITALTION ...ttt b e b bbb e b e bt s e bt b se et eb et eb e s b e e eb e nRene bt erennene 44
53221 (T 0T USSR 44
53222 AMF registration fOr 3GPP GCCESS .......cciiiiririeieriereete ettt sttt b e be e eb e e ebe e e ebesreeerens 45
53223 AMF registration fOr NON 3GPP GCCESS ........ciir ittt sttt sttt sttt s sre e e neeneas 45
53224 Y Ll =0T = 11 oo S 46
53225 SMSF RegiStration fOr S3GPP ACCESS ......uiieiieieeieeste et seeseesteeste e e estessaesseeseesseensessssseesseenseensenns 47
5.3.2.2.6 SMSF Registration for NON 3GPP ACCESS ......cccueiieiieiiceiceeseestees e ee e eesaeesaesaesee e enseenneens 47
5.3.2.2.7 Y R VAV = o 1= () 48
5.3.2.3 DeregistratiONNOLIFICALION. ........cueiee et e e e e s re e teeneeesaeesaesneesreesnees 49
53231 GENETA ...ttt bR R R R bR Rt R bt n b nen s 49
53232 UDM initiated NF DEIregiStration........c.coereeueriereererieeeieseeesieseesesteseesesse e sse s s ssessesessessenesnes 49
5324 DEIOQISITALION.....c.c.eeueeveteeete ettt ettt sb et b bt b e b e b e bt b e s b e e eb e e b e e eb e ebene e bt e b et eb e s b e e eb e nbene b e ebenrenea 49
53.24.1 LT 01 S SRSRSN 49
53242 AMF deregistration fOr 3GPP 8CCESS ........ccuiiiiirieieie ettt sttt b e s be e be e eene s 50
53243 AMF deregistration for NON-3GPP GCCESS..........ccuiirietirierieteriereete ettt sr e seeneeneas 50
53244 SIMEF GEIEISITALION ...ttt bbbt b bbb et b e r e 51
5.3.245 SMSF Deregistration fOr 3GPP ACCESS......uuiueieeieerteerteeiteseeseeste e e estessaesseeseessesasseesseesseessesssenns 51
5.3.24.6 SMSF Deregistration fOr NON 3GPP ACCESS.......cccueiieiiieiieieseeseeeeieseeseeseessessaesessreesseenseenseans 52
5.3.24.7 [P-SM-GW deregiStralioN........c.eecueieeieeeiesteese et e e eesae e e e seeesaeeneeeeeeseeeseesseesseesseeseensesneesnnennns 52
5325 LT ST OSSOSO P PP PTPRRR 52
53251 GENETA ...ttt R R R R bR Rt R b n b nen s 52
53252 Amf3GppAccessRegistration Information REHEVA ..o 53
53253 AmfNon3GppAccessRegistration Information REIHEVA ..o 53
53254 RV o Lo DO TSP PTPUSTURTPPOTORPRRN 54
53255 SmsfRegistration Information Retrieval for 3GPP ACCESS........ccoviirireiricreeereee s 54
53256 SmsfRegistration Information Retrieval for NON-3GPP ACCESS..........cccuieerinieienineeseseese e 54
53257 SmfRegistration INformation RELFTEVE ...........ccoiiirieiriiieee e 55
5.3.25.8 Individual SmfRegistration Information RELNEVA ............cccoeviieeiieseeeeeeese e 55
53.25.9 Location INformation REIFEVEL ............coviiiiiiicncsee s 56
5.3.25.10 Retrieval Of Multiple UE Registration Data SELS..........cciveieeieiieiiee e 57
5.3.25.11 IP-SM-GW Registration Information RELFEVAl ..........cccovieiei i 57
5.3.26 UDOBLE ... ettt bbb e b bRt e h R Rt e bR R Rt R R e R Rt n R n s 57
53.26.1 GENETA ...ttt R R R R bR Rt R b n b nen s 57
5.3.26.2 Update A Parameter (e.g. PEI) in the AMF Registration For 3GPP ACCESS........ccvveerereeieeneneens 58
5.3.2.6.3 Update A Parameter (e.g. PEI) in the AMF Registration For Non 3GPP ACCESS .......ccoveveeeereeene 58
5327 P-CSCF-ReStoratiONNOLIfICaIION ......ceeieiiieiesieeeeeee et seesre e eneeneens 59
53271 (T 0T USRS 59
53272 UDM initiated P-CSCF-RESIOraiON........couiieieieieieeiieceieie ettt e see st ene e eneees 59
5328 P-CSCF-RESIONA ONT TGOS ... vevereeterteeetestereete st st ete st se bt st et st e esesbese b e sbeseebesbeseebesbeseebesae e ebesrennenens 59
53281 GENETA ...ttt R R R R bR Rt R b n b nen s 59
5.3.28.2 O O s (o (0] L 4o o = 59
5.3.29 F AV BT 1= o = 1 S 60
53291 GENETA ...ttt R R R R bR Rt R b n b nen s 60
5.3.29.2 F AV BT =0T = X o o 60
5.3.2.10 PEI-UPDGALE. ...ttt ettt b e et b e b e bt s b e bt e b e st bt b e e eb e s b e e eb e nhene bt ebennenea 61
5.3.2.10.1 (€7 01 SRR 61
5.3.2.10.2 PEL UPOBLE ...tttk ettt bt b bbbt b st b b eb e nn e ens 61
54 NUAM_UEAUNENTICAtION SEIVICE .....eiiteiee e ettt et ae et e e e e eeseeseesbesneene e e eneees 61
54.1 SEIVICE DESCIIPLION. ...ttt ettt b et b e e a b e bt b s e bt b e se bt eb e e eb e sb e e et e sbeneeneebeneenen 61
542 SEIVICE OPEIBLIONS. ...t ettt sttt sttt sttt e b btk b e s e bt b e st eh s b e s e e bt s b e s e e bt s b e se e bt sb e e eb e s b e e ekt sbeneebeabennenea 61

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 5 ETSI TS 129 503 V16.14.0 (2023-01)

5421 0100 1 1 o o PR 61
54.22 L SRRSO 62
54221 (€T 0 - TSROSO 62
54.222 Authentication Information RELITEVE ..........ccoo i 62
54.2.2.3 L N B R AN U111 (= 4 o] o P 63
54.23 ResUltCoNfirmMati ONENFOIMN......cuiiiiie ettt e e et b e sreebe e enneneen 63
54231 GBNETEL ...t h e e bR bR R e R £ e e et e Ee bt ebeeheehe e e ennenren 63
54.23.2 Authentication CONFIFMELTON .........ccuiiii it sr e sb e sb e e e e 63
54233 Authentication RESUIT REMOVEL ..ot s 64
5424 GEEHSSANV ...ttt bt bt h et bbbt h e bR e E e R e R e R e SRt R e Rt Rt e e e R e ReeE e bt eReehe e e ennenreas 64
54241 (€T 0 - OO RRTRURRPSSR 64
54.24.2 HSS Authentication VeCtor RELHEVAEL ............ooeiiiiieeee e 65
55 NUAM_EVENTEXPOSUINE SENVICE.......eeieiitiieiirtie ettt ettt b bbb b b e bbbt et s e bt se bt b nnens 65
551 SEIVICE DESCIIPLION. ...ttt ettt bt b et h b et b e s e bt e b e st e bt eb e e eb e sb e e ekt sbeneebenbennenen 65
552 SEIVICE OPEIALIONS. ....veveieetereeie ettt ettt ettt h bt e bt b e s bt bt se bt e b e s e e bt s b e st e bt s b e seeb e eb e e eb e sb e e ebeebeneebeebennenea 65
5521 100 1 1 o o PSR 65
55.22 SUDSCIIIB. ...t b e h et b e et b e et eh et b e er bt neene e ne e 66
55221 GBNETEL ...t h e bR bR R a £ et et e tenE e b eheehe e e nennen 66
55.22.2 Subscription to Notification Of eVeNt OCCUITENCE .........c.eieeiiereeie et ens 66
55223 RV o T BTSRRI 67
55.2.3 UNSUDSCIIR. ...t s e e bbbt a et se et e bt b sbe e e enne e 67
55231 GBNETEL ... b e R Rt bR e st et et e te bt bt eheehe e e e e nnen 67
55232 Unsubscribe to notifications Of event OCCUNTENCE. ........coeeiiiie e 68
5524 N OETY Lttt b bbbt h bbb s e b bt s e e Rt Rt s R e R e bt e R eb e e e e bt e R e e bt et eb e b e ene s 68
55.24.1 LT 01 S SRSRSN 68
55.24.2 Event OccurrenCe NOLTICaHION .........eiieeeee et 68
5525 MO FYSUDSTITPLION. ...ttt b e e b e e b b ne b b nnenea 69
55.25.1 (T 01 PSSR 69
55.25.2 Modification Of & SUDSCITPLION........ciiiiieieece et nae e e e teeneeneeenes 69
5.6 NUAM_ParameterProViSION SEIVICE.........cciieiiieiieeeeesteesteeteseesee s e estessteseesaeesseesseanteaseesseesseesseesseessessesnessnns 69
5.6.1 S Lol D= o T o1 o S 69
5.6.2 S Lo @ o1 =1 o] = 70
56.2.1 FNEFOOUCTION ...t e b e e b a et e e s et bt bt eh e e ae e s et e st e e e b e seeebesaeebe e e e e es 70
56.22 L8]0 = (TP PSP PSTPRTOTSTPRPPRRON 70
5.6.22.1 (€T 0 - TSROSO 70
56.22.2 SUDSCIPLION DA UPAALE. ...ttt bbb 70
56.2.2.3 5G VN Group MOGifiCALHON. .....c..ereeiriiieiriiiesese ettt 71
56.224 SOR INFOIrMELION UPDALE. ......c.eeveeieeeiiiteieierie bbbt b e e 71
5.6.2.3 L0 (= | R OPSR 72
56.23.1 GBNETEL ...t h e bR bR R a £ et et e tenE e b eheehe e e nennen 72
5.6.2.3.2 B5G-VN-GIOUP CrEELION........eeiueeieeeieeieeteesttesteeseesteesteeeessesseasseesseeseestessesssesseesssesseassessessseesseensenns 72
56.24 DEIELE..... ettt e bRtk a e e bR e R Re R e bt Rt Rt e e et e bt sheebe e e ennennen 73
56.24.1 GBNETEL ...t h e bR bR R a £ et et e tenE e b eheehe e e nennen 73
5.6.24.2 5G-VN-GIOUDP TEIBLION........eeieeiee e eeeeeteesee s e seeste e see s e st e te e te e teeneesseeseesseesseaseesseesseenseensenns 73
56.25 LT USSR P TP URURRORRSOPPN 73
5.6.25.1 (T 0T USRS 73
56.25.2 S5G-VIN-GIOUD GEL.....eviririe ettt se s e bt b et a e e e reseeer e resreereeaeennennens 74
5.7 NUAM_NIDDAULNOMZBEION SEIVICE. .....cte ittt ettt sttt ne e e seesbeseeseestesneeneeneeneenes 74
571 SEIVICE DESCIIPLION. ...ttt ettt b et b e et b e et b e s e bt e b se e bt b et eb e s b e e ebesbeneebeebeneenen 74
572 SEIVICE OPEIALIONS. ....veveeeete ettt sttt sttt h b e bt b e s e bt bt seeb e b e s e e bt s b e s e e bt s b e st e bt sb e e eb e s b e e ebesbeneebeabennenea 74
5721 0100 1 1 o PR 74
57.22 LT OO P SO PPURURTURRSUPIN 75
57221 GBNETEL ...t h e bR bR e R e a e et b e te bt ebeeheehe e e e e nnen 75
57222 NIDD Authorization Data REIHEVEL ..o 75
57.23 [N To 10 o= (o] ISR S O PPURURURRRSPIN 75
57231 GBNETEL ...t h e bR bR e R e a e et b e te bt ebeeheehe e e e e nnen 75
5.7.23.2 NIDD Authorization Data Update NOtifiCatioN...........ccciiieirieeiriiereeeereeeesee s 76
5.8 N U o Lo T Y IS = Vo= PSS 76
581 SEIVICE DESCIIPLION. ...ttt ettt b et b e e st b e et b e s e bt e b e se bt b et eb e sb e e ebesbeseeneebeneenea 76
582 SEIVICE OPEIALIONS. ....veeeeeetereeie ettt ettt sttt sttt bbb s e bt b st bt e b e s e b e e b e s e e bt s b e st e bt s b et eb e sb e e ebesbeneebeebennenea 76
5821 0100 1 1 o PR 76
5.8.2.2 PrOVIAEUEINTO ...ttt ettt e st este s be et ese e e enee e e neesbesneeneeneeneeseens 77

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 6 ETSI TS 129 503 V16.14.0 (2023-01)

58221 GENEIAL ...ttt ettt ettt e bt e et e e te e be et e e ee et e ehe e be e be e teeateeaaeaheesaeebeenteeaneeaeeeaeenteereans 77
5.8.22.2 UE INFOrmMation REITTEVAL .......ccveeieee ettt ettt et e ra e st be e be e ne e ens 77
5.8.2.3 Providel OCatioNIN O .......ccueiiieiecece ettt et ar e eaaeeaaesreesaeas 77
58231 GENEIAL ...ttt ettt ettt e bt e et e e te e be et e e ee et e ehe e be e be e teeateeaaeaheesaeebeenteeaneeaeeeaeenteereans 77
58232 Network Provided Location Information REQUESE............curirieerinieiririeiie s 77
6 APL DEfINITIONS ..ottt te et s b e s ae et e s ae e s e s teeaeesbesaeensesbesreensessesneansenneens 78
6.1 Nudm_SubscriberDataManagement SErVICE AP .......oc.eoi e 78
6.1.1 APL URI L.ttt bbbt a et e e e bt eb e eb e e h e eh e e s e e e e b e eE e e bt e Rt eh e e e e e e benReeRe Rt ene e e nre s 78
6.1.2 USBOE OF HT TP ...ttt et ettt bbbt b e bt b e e b s bbb e st et ebe bt et e b 78
6.1.2.1 (1= 0T - SRS SRRUROPRSS 78
6.1.2.2 HTTP Standard NEAGETS..........ooie ettt et et et e e s e s ae e saeesbeeareenreeaeesaeesreesanas 79
6.1.2.2.1 (1= 0 - OSSOSO 79
6.1.2.2.2 1000111 01 1Y o= PSS PP PP PRURPRURRTN 79
6.1.2.2.3 (@r=To: T2l ©0 011 o] ISR 79
6.1.2.24 L 1= o TSSO TP PRRUSTOSPP 79
6.1.2.2.5 [F-NONE-IMBECH ...t bbbttt re e e eesr e b bt ene e e e e s 79
6.1.2.2.6 LaSt-MOTITIEA. ...t bbbttt e e b b saeea e e e 79
6.1.2.2.7 [F-MOAITIEO-SINCE.......eeeeeee e bbbttt e e b b et e e e e 79
6.1.2.2.8 When to Use Entity-Tags and Last-Modified DaLes...........ccocceveevieneeceeece e 79
6.1.2.3 HT TP CUSIOM NEAOEIS. ...ttt sttt et b e bt ae et et e e s e besbeebe e e enneneens 80
6.1.23.1 LT 07 S RRRSRSN 80
6.1.3 RESOUICES......eeeeeeeiei ettt ettt e st e e ettt e s ease e e e st et e e easte e e s aaseeeeanbeeeeesteeessseeeeanseeeeenteeesanseneeanseeeenane 80
6.1.3.1 OVEIVIBW ...ttt ettt et e et e et e st e e te e beeatesaeesaeeebe e beeabeeabeeseesaeesheesaeesbeansesaeesseenteenteentesaeesaeesanas 80
6.1.3.2 RESOUICE: NSSA (DOCUMENT) ......evereeteteeeteste sttt sttt ebe sttt se et sb e e b b se et sbe e bt sbeseebesae e ebesrennenens 84
6.1.32.1 (D= S'ei g o1 o] o [P SO T O RPP OO 84
6.1.3.2.2 RESOUICE DEFINITION.......eieieieeee ettt e b b sr b sae s e s 84
6.1.3.2.3 Resource Standard MEhOUS..........ccoiiiiieeee e e 84
6.1.3.3 Resource: SAMSUBSCIiptioNs (COHECLION)........c.ciiieiereereeseee e et sreesreenrees 85
6.1.33.1 D1 1 (o) o 85
6.1.3.3.2 RESOUICE DEFINITION...... ettt bbbttt b e sr e bt se e e 85
6.1.3.3.3 Resource Standard METhOUS ..o b 86
6.1.34 Resource: Individual sUbSCription (DOCUMENE) .......cceiueiererieieririeneeiesieseeiesie s seese b e sre e seeneenens 87
6.1.34.1 (D= S'wi g o1 o] o [P SOS O RTPOTOTURRR 87
6.1.34.2 RESOUICE DEFINITION.....cuiitieiiee ettt et esae e be et e eabeeaaeste e beebeenreenneeans 87
6.1.34.3 Resource Standard MENOAS ..ottt et s 87
6.1.3.5 Resource: AccessAndM obilitySubscriptionData (DOCUMENL) .........ccveerieeererieiniereeese e 88
6.1.35.1 (D= S'ei g o1 o] o [P SO T O RPP OO 88
6.1.35.2 RESOUICE DEFINITION....c. ettt b e e b sae s e e 88
6.1.35.3 Resource Standard MEhOUS ..o e 89
6.1.35.4 ReSOUICE CUSIOM OPEFELIONS .....ccuveieeeieeesieesteesteeteetesteesteesteestesteseesseesseasteesteenseeseesnesssennsesnsesneesans 90
6.1.3.6 Resource: Smf SelectionSubscriptionData (DOCUMEN).........ccueiiueieeieerieee e see e eee e see e 91
6.1.3.6.1 01 o) o 91
6.1.3.6.2 RESOUICE DEFINITION.....cueictietiee ettt e e s ste et e et e eab e saaesbe e beebeenreenneeans 91
6.1.3.6.3 Resource Standard MEthOUS...........ooiiiiieee e et 91
6.1.3.7 Resource: UeContextlnNSMfData (DOCUMENL) .......coveueririeerierieiesieseetesie et see b e e s e sreseeeenens 92
6.1.3.7.1 (D= S'wi g o1 o] o [P O T SOTTSOTR T P OO 92
6.1.3.7.2 RESOUICE DEFINITION.....cueictietiee ettt e e s ste et e et e eab e saaesbe e beebeenreenneeans 92
6.1.3.7.3 Resource Standard MENOAS ..ottt e 92
6.1.3.8 Resource: SessionManagementSubscriptionData (DOCUMENL) .........cceeveereeceeeeeseeseeseeie e seeseee e 93
6.1.38.1 01 (o) o 93
6.1.3.8.2 RESOUICE DEFINITION...... ettt se b b sr e bt se e s 93
6.1.3.8.3 Resource Standard MEhOUS ..o b 93
6.1.3.9 Resource: SMSSubscriptionData (DOCUMENL) .......cc.verieeieeieiie e seesieesee e see e sseesse e ssee e sseeseessens 95
6.1.39.1 01 (o) o 95
6.1.3.9.2 RESOUICE DEFINITION.....cuiiiicieee ettt et eae et e et e eabeeaaesbe e beebeenresnneeans 95
6.1.3.9.3 Resource Standard MEthOUS..........cooiiiieeee e et 95
6.1.3.10 Resource: SM SManagementSubscriptionData (DOCUMENL) .......c.coveeeerieererieenieseeesie e 96
6.1.3.10.1 D= S'wi g o] [o] o [P S O RT PO 96
6.1.3.10.2 RESOUICE DEFINITION.....cuiitieieee e e sttt e et e et e b e e e e te e beeteenneeaneeans 96
6.1.3.10.3 Resource Standard MENOUS ............ooo it 97
6.1.3.11 ReSOUrCE: SUPI (DOCUMENL) .....veeiieieeie e see st e st este e teeetessee st esteesteesteeseeneeeneeeneesseetesssesseensensseessnns 97

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 7 ETSI TS 129 503 V16.14.0 (2023-01)

6.1.3.11.1
6.1.3.11.2
6.1.311.3
6.1.3.12

6.1.3.12.1
6.1.3.12.2
6.1.3.12.3
6.1.3.13

6.1.3.13.1
6.1.3.13.2
6.1.3.13.3
6.1.3.14

6.1.3.14.1
6.1.3.14.2
6.1.3.14.3
6.1.3.15

6.1.3.15.1
6.1.3.15.2
6.1.3.15.3
6.1.3.16

6.1.3.16.1
6.1.3.16.2
6.1.3.16.3
6.1.3.17

6.1.3.17.1
6.1.3.17.2
6.1.3.17.3
6.1.3.18

6.1.3.18.1
6.1.3.18.2
6.1.3.18.3
6.1.3.19

6.1.3.19.1
6.1.3.19.2
6.1.3.19.3
6.1.3.20

6.1.3.20.1
6.1.3.20.2
6.1.3.20.3
6.1.3.21

6.1.3.21.1
6.1.3.21.2
6.1.3.21.3
6.1.3.22

6.1.3.22.1
6.1.3.22.2
6.1.3.22.3
6.1.3.23

6.1.3.23.1
6.1.3.23.2
6.1.3.23.3
6.1.3.24

6.1.3.24.1
6.1.3.24.2
6.1.3.24.3
6.1.3.25

6.1.3.25.1
6.1.3.25.2
6.1.3.25.3
6.1.3.26

6.1.3.26.1
6.1.3.26.2

D= S'w g o1 [o] o [P S T OPTU O RSPT OO 97
RESOUICE DEFINITION.....cuiitieieee e e sttt e et e et e b e e e e te e beeteenneeaneeans 98
Resource Standard MENOUS ............o.ooiiiii et s et s 98
Resource: 1dTranglationReSUlt (DOCUMENL) .......oiviieririirieierierieiesie sttt sreseebe e neenen 99
(D= S'w g o1 [o] o [P S OO S O RTPT OO 99
RESOUICE DEFINITION....c.eeieieieeee sttt ettt sa e bt ene e e e 99
Resource Standard MEhOUS ..o e 99
Resource: SOrACK (DOCUMENL) .....veiieieeieeesie et ee ettt ste e s e s e et e e e e esaesneesreenreenseeneennes 100
)15 o) o USSR 100
RESOUICE DEFINITION.......eiuieieeeee bbb e b et b b nn e 100
Resource Standard MENOGS ...........coouiiii ittt e r e s reesreas 101
Resource: TraceData (DOCUMENL) ......c..orveuiiririeiitereeie ettt st sb et sb et sb e e b b 101
D= S'w g o1 [o] [PPSR PSP TP PTURTPPORPRRN 101
RESOUICE DEFINITION.....c.ueictiecieeceec ettt e re e sre b e eae e ebeeereeabeeneeenaesaeesreas 101
Resource Standard MEHNOUS ...........couiiii ittt et r e s reesreas 101
Resource: SharedData (COHECLION) .......c.eiiiirieiiiereee e 102
015 o) o U 102
RESOUICE DEFINITION.......eiuiieeeee bbb b b sn e 103
Resource Standard METhOUS..........co.oiiiire bbb 103
Resource: SharedDataSubscriptions (COIHECHION) ......cc.eeviviee i e 104
01 o) o U 104
RESOUICE DEFINITION....c..eieieiieeie e et s b e bbb sn e 104
Resource Standard METNOUS ...........couiiii it er e s reesaeas 104
Resource: Individual SUbSCription (DOCUMENE) .......ccerveiririeieieniereee et 105
D= e g o1 [o] o IO TSP ST U TP STURTP PSP 105
RESOUICE DEFINITION ...ttt e sre et e e ab e eae e ebeeereeareeneeeaaesaeesreas 105
Resource Standard MENOOS ...........coouiiii ittt et r e s reesaeas 105
Resource: UeContextlnNSMsfData (DOCUMENL) .......ceueiuirieuirieieiisiereeie et 107
)15 o) o USSR 107
RESOUICE DEFINITION.......eiuieieeeeie e et sttt s sb e nn e 107
Resource Standard METhOUS..........ocoiiiiree e 107
Resource: UPUACK (DOCUMIENL) .....ccuueieeiieesieeieeeieeeiesteestee e essesteseessaesseesssanseesseensesssessesssennsesnsesnessnns 108
01 (o) o U 108
RESOUICE DEFINITION......cueiceiictiecieecee ettt e re et e b e eae e ebeeereeareeneeeaeesaeesreas 108
Resource Standard MEtNOUS ...........coouiiii ittt e r e s reesaeas 108
Resource: Groupldentifiers (DOCUMENL) .........coiieiririeiee ettt 109
D= e g o1 [o] o IO TSP ST U TP STURTP PSP 109
RESOUICE DEFINITION ...ttt e ae et e e ab e eae e ebe e et e eabeeneeereesaeesreas 109
Resource Standard MENOOS ...........cooiiiiie e ettt r e sreesaeas 109
Resource: SNSsai SACK (DOCUMENT) ......veeiueeiecie e eeestee st e e e ee e e e aeeteeste s e ssaesnaesreeneesnsesnenenes 110
015 o) o USSR 110
RESOUICE DEFINITION.......eiiiieeeeie bbb bbb nn e 110
Resource Standard MEhOUS..........ccoiiiiie bbb 111
Resource: CagACK (DOCUMENL) ........eeieeieeiieeieeteeeesteesteesteesteesteseessesseesseesseeseenseensesneessennsesnsesnessnns 111
)15 o) o USSR 111
RESOUICE DEFINITION.....ccueiciiecteecieec ettt s st ae e ete b e e ae e sbeeereeabeeaeeeaaesreesaeas 111
Resource Standard MEHNOUS ...........couiiii ittt et r e s reesreas 111
Resource: LcsPrivacySubscriptionData (DOCUMENL) .......c.cvverieirerieeriesieeseseee e 112
D= e g o1 [o] o IU TSP P TSRO TP PTURTPPPURPRPRN 112
RESOUICE DEFINITION.....ccueiciiecteecieec ettt s st ae e ete b e e ae e sbeeereeabeeaeeeaaesreesaeas 112
Resource Standard MEHNOUS ...........couiiii ittt et r e s reesreas 112
Resource: LcsM obileOriginatedSubscriptionData (DOCUMEN) .......ccvveeeeeesieeiece e 113
01 (o) o U 113
RESOUICE DEFINITION.......eiuiiieecie ettt sttt sa e sb e nn e 113
Resource Standard METhOUS..........ocoiiiiieee bbb 113
Resource: EnhancedCoverageReStICLIONDELA. ..........cccvrueiieeieeie e eee e e e sre e see s 114
D= e g o1 [o] o IU TSP P TSRO TP PTURTPPPURPRPRN 114
RESOUICE DEFINITION.....ccueiciiecteecieec ettt s st ae e ete b e e ae e sbeeereeabeeaeeeaaesreesaeas 114
Resource Standard MENOOS ...........coouiiii ittt et r e s reesaeas 114
Resource: UeContextlNAMfData (DOCUMENL) ......ccoeiuirieirieiniesiee ettt 115
D= S'w g o1 [o] o IO PSP P TSP TP STUPTP PSP 115
RESOUICE DEFINITION.....ccueiciiecteecieec ettt s st ae e ete b e e ae e sbeeereeabeeaeeeaaesreesaeas 115

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 8 ETSI TS 129 503 V16.14.0 (2023-01)

6.1.3.26.3
6.1.3.27
6.1.3.27.1
6.1.3.27.2
6.1.3.27.3
6.1.3.28
6.1.3.28.1
6.1.3.28.2
6.1.3.28.3
6.1.3.29
6.1.3.29.1
6.1.3.29.2
6.1.3.29.3
6.1.4
6.1.5
6.1.5.1
6.1.5.2
6.1.6
6.1.6.1
6.1.6.2
6.1.6.2.1
6.1.6.2.2
6.1.6.2.3
6.1.6.2.4
6.1.6.2.5
6.1.6.2.6
6.1.6.2.7
6.1.6.2.8
6.1.6.2.9
6.1.6.2.10
6.1.6.2.11
6.1.6.2.12
6.1.6.2.13
6.1.6.2.14
6.1.6.2.15
6.1.6.2.16
6.1.6.2.17
6.1.6.2.18
6.1.6.2.19
6.1.6.2.20
6.1.6.2.21
6.1.6.2.22
6.1.6.2.23
6.1.6.2.24
6.1.6.2.25
6.1.6.2.26
6.1.6.2.27
6.1.6.2.28
6.1.6.2.29
6.1.6.2.30
6.1.6.2.31
6.1.6.2.32
6.1.6.2.33
6.1.6.2.34
6.1.6.2.35
6.1.6.2.36
6.1.6.2.37
6.1.6.2.38
6.1.6.2.39
6.1.6.2.40
6.1.6.2.41
6.1.6.2.42

Resource Standard MEthOUS..........ooe it 115
Resource: V2xSubscriptionData (DOCUMENE) .......cceeiveriririerieiesiereeie e 116
D<o g o1 [o] o [P T P S PP U PR PTUPTP PSP 116
RESOUICE DEFINITION...... ettt se et sae e neeneeseeneas 116
Resource Standard MEthOUS..........ooiiiiieeeee e e 116
Resource: LcsBroadcastAssistanceSubscriptionData (DOCUMENL) ......cceeeveevieereeeeie e 117
)15 (o) o U 117
RESOUICE DEFINITION. ...ttt r e e r e e r e nr e renrennenens 117
Resource Standard METhOUS .........cccoiiiiiiieeeree e 117
Resource: Individual SharedData (DOCUMENL)...........ocieiieiieiieie e e see et e e sreesae e 118
D= S'w g o1 [o] o IO PSP P TSP TP STUPTP PSP 118
RESOUICE DEFINITION.......eceeeeee ettt et te e sr e e e e e e seeneas 118
Resource Standard MEthOUS..........ooiii et 118
Custom Operations Without aSSOCIALED FESOUICES..........cerrereeuerrereeie sttt sttt sb e sb e 119
[0 11 o= 1o L3S 119
LT 0T 119
Data Change NOTICAIION........cccuiieeie et e et eenaesre e reereeneeneeenes 119
DAIAMOUE! ...ttt 120
(€T 4T - ST S PP PTSPRPTN 120
S U N =0 0= = 1 = P 126
gL T 18 Tot (o OSSPSR PSSP 126

IR 0= 126
TYPE SAMSUDSCIIPLION ...ttt bbb bt 127
Type: AccessANdM obility SUDSCIIPLIONDELA...........c.civeeeerieieesieeee et 130
Type: SMfSeleCtioNSUDSCIiPLIONDE@LAL ..........erveeereiieiiriiieerie et 134
TYPE DINNINFO .ttt b et b e b et b b 135
TYPE SNSSAIINTO ...ttt ettt 135
Type: SessionManagementSUDSCIiPLIONDE@LA.............cieererieirereeeese e 136
IR/ o< 1101 @e g1 1T U= 1 o o P 137

RV o o FE SO SS T S TS ST SRTRT PP PTRR 139
TYPE PAUSESS ONTYPIES. .. e cuteeuieeiiesieesieesieesteeteeseeseesteestee e steseesseesseesseesseenseessesseesseensenssesnsesnessnes 139
LIRS S 1Y oo L= 139
Type: SMSSUDSCIIPLONDELA. ... .. .ecveieeieesieeieeteeeeeeesee e eteseeseeseesseesaeeseeseesreesse e seeseenseenenenes 139
Type: SmsM anagementSUDSCIiPtIONDE@LA .........c..cvririeiririeires e e 140
Type: SUDSCITPLIONDELASELS .......eeueeeeeiietereee ettt 140
Type: UeCoNteXtINSMIDELA. ........cerverieeiriirieeeieseeee sttt 141
TYPE PAUSESSION ...ttt bbbt bbbt b bt b et e b et sbe b 141
Type: [ATrang@tionNRESUIL .........ceiuiriieeiiitie bbbt 141

RV 0T TSSO USSP 141

RV o o FE OSSOSO ST PSP SR TR PP PTPRR 141
Type: ModificatioNNOLIFICALION........cccv et e e eee s 141

BN 0= 0 o - 141
Type: UeCoNnteXtiNSMSID@LA .......ccceieeieeceee ettt n e e e 142

BN 0L 101111 T 142
Type: ACKNOWIEAGEINFO ......veeeieeie ettt e e s reete e e e eneeenes 142
TYPE SOIINTO 1.ttt bbbt bbbt b et bt be st 143
TYPE SNAIEADGLA......c.ceevieeeirteeeie et bbb bbb b et nb et 143
TYPE POWINTO ...ttt bbbt b e 144
Type: TraceDataRESPONSE. .......couiiiiiie et 144
TYPE: SLEEITNGCONLAINEY .......cueiveeeieeterteeeetert ettt ettt sttt bbb bt sb bt b et sbe b 144
Type: SAMSUDSM OQIfiCAIION.......ccuiiiieeiitieei et 144
BN 8< =101= 1 1= 103 ) 145
B8/ 0= 1 011 o 145

IR 8L L0 1N o] Ko L= L = £ 145
Type: NiddINfOrMELION.........ccieeiesiesee e e esre e re e be et eeseesaaeseenteeseeneeenes 146
LY 0[S 0= o | B - - P PO PU R PRTSURRN 146
TYPE! CAGINTO. ..ttt bbbt bbbt b et b 146
Type: AdditioNal SNSSAIDELA. ........cveueriiieiirtiieiesiee bbbt 147
TYPE VNGIOUPDELA.......cecveeiceieiieee ettt s sr et se e r b sr e nne e ennennea 147
TYPE APPDESCITPLON ...ttt ettt bbbttt b bbbt b st nb e b 147
TYPE APPPOITI. ...t bbb bbb 147
TYPE LCSPIIVACYDEIA .......eueevetiieiiitiieitntee ittt b e e 147

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 9 ETSI TS 129 503 V16.14.0 (2023-01)

6.1.6.2.43 BN 0= I o TSSOSO USSP 148
6.1.6.2.44 TYPE UNFEIAEEACIESS ...ttt st sbe e 148
6.1.6.2.45 TYPE PIMNOPETBLONCIBSS......ueviueeteriiietesieieiert ettt b st b bbbt ne et b e 148
6.1.6.2.46 TYPE VaAlATIMEPEITO .....c.ecuiiiieiirtiei ettt 148
6.1.6.2.47 TYPE: LCSMODELA........ccevieiiiiiiie s e e s s 149
6.1.6.2.48 Type: ECREStICIONDAIAWWD.........eeieiee ettt e st et eete e e nee e 149
6.1.6.2.49 Type: EXpectedUeBenaviOUrDaLa..........ccciveriieiicecesees ettt e et 150
6.1.6.2.50 VAo T BTSSP P PRSP 150
6.1.6.2.51 VAo T BTSSP P PRSP 150
6.1.6.2.52 Type: SUQQEStEdPACKEINUMDI ..o et ee s 150
6.1.6.2.53 Yoo PSR 151
6.1.6.2.54 TyPe: FrameEROULEI NFO ......c.eeuiiiiieiiitie bbb 151
6.1.6.2.55 TYPE SOMUPAALEINTO ...ttt 151
6.1.6.2.56 Type: EnhancedCoverageReStIiClIONDELA. ...........evruirieirierieiriese e 151
6.1.6.2.57 TYPE EQNXPaIrGIMELEIS ...ttt ettt b bbb et nb e b 151
6.1.6.2.58 TYPE: PEWPEIAMELEN'S........ooiiiiiiieiee e e s s 152
6.1.6.2.59 Yo T BSOSO P PRSP 152
6.1.6.2.60 VAo T BTSSP P PRSP 152
6.1.6.2.61 TYPE VOI0. .ttt b bbbt et e b se e bt e bt ehe e bt e e e be e e b e besheeae e e nrenre 152
6.1.6.2.62 Type: EXterNalUNrelaledCIaSS. ......ccvicieiiceccie ettt ettt n e e 152
6.1.6.2.63 TYPE ATEXIEINEL ...ttt bttt s b bbbt et et sb e e et b sb e e e enrennen 152
6.1.6.2.64 I8 e O 1= g 7= | 153
6.1.6.2.65 Type: LCSClIeNtGIrOUPEXLENNEL ..ottt s 153
6.1.6.2.66 Type: ServiceTyPeUNrelatedCIESS .......couceieiieirie e e 153
6.1.6.2.67 TYPE UBIG...ceeeeet bbbt b bt b et b bbb 153
6.1.6.2.68 Type: DEfaUltUNIEGEACIASS .......ceeviieiieerieeee bbb 154
6.1.6.2.69 TYPE CONEEXLINTO ...ttt b et b e 154
6.1.6.2.70 Type: UeCoNteXtINAMIDELA ........cciiieiitirieiriereee bbb 154
6.1.6.2.71 TYpPe: V 2XSUDSCIIPLONDELA. ... .c.veeveieeieesieesieeieeteeeesae e e teeseeseesseesseesseesteestessaesaaesreeteenseenenanes 154
6.1.6.2.72 Type: LcsBroadcastAssiStanCeTYPESDALA. .......ccvveveeierie et 155
6.1.6.2.73 TYPE: DAIBSEINGITIES. .......e vttt sttt sttt eb et e et e e et sb e eb e e st e e e s e ss e besbesbesaeeneennens 158
6.1.6.3 Simple data types and ENUMEFELIONS ..........c.ccuerieieeie e see e se e e e e eaesee e seesreesseeaeensessaesseenseesenns 158
6.1.6.3.1 gL T 18 Tot (o OSSP PSR TRTS 158
6.1.6.3.2 SIMPIE DA LYPES. ...ttt b e b e bbbt et b et s bbb b e ens 158
6.1.6.3.3 ENUMEration: DataSEtNAME .......cc.eiieieeeese ettt e e et neeaeene e eneeneeneas 160
6.1.6.34 Yoo RS 160
6.1.6.3.5 RV 0T DTS USSP 160
6.1.6.3.6 RV 0T TSSO U TSR PPTPPPRUP 160
6.1.6.3.7 Enumeration: PAuSessionCONtiNUILYIN.........c.coiiiiiiiieeeeee et 160
6.1.6.3.8 Enumeration: LOoCatioNPrIVACYING........c.occui ittt era e nnees 160
6.1.6.3.9 Enumeration: PrivaCyCheCKREIGIEAACIION ........ccvecieeiee e 161
6.1.6.3.10 Enumeration: LCSCHENICIBSS ........ooeirieieiiere et 161
6.1.6.3.11 Enumeration: LCSMOSEIVICECIESS.........ccciriimeeeririeiererree et er e sneneenens 161
6.1.6.3.12 Enumeration: OperatioNIMOUE...........ceicueiieieeieeseeste e eesee s eesteesae e sae e e sseessaenteeseentessaesreesneas 161
6.1.6.3.13 Enumeration: SOrUpdatel NAiCALON .........ccueveeiieieee e este e ee s e ae e e e e e saeenseeneeens 161
6.1.6.3.14 Enumeration: COAEWOIAING. ........cooviiiiiiii ettt s see e eneeneeneas 162
6.1.6.3.15 Enumeration: MAtUSEICONSENL ........coeiueeieeiereriesie et eeee sttt eese e e e ste e eneeneeneeneeneaneas 162
6.1.7 EITOr HANAIING ...ttt b et b et b bbb 162
6.1.7.1 LT 0T R 162
6.1.7.2 0110 ola I Ty (o] RS 162
6.1.7.3 APPIICALTON EFTONS. ...ttt ettt bbbt b bbbt b bt b e et s b bbb 162
6.1.8 LS (=L o] (= (o] USSR 163
6.1.9 SECUNTTY ..tttk b bbb sh e b e h e eh e e ae e s e b e SE £ eb e S h e eh e e he e e e b e SRt eh e eRe ek e e e e b e nbeeReene e e enrennea 163
6.2 Nudm_UEContextManagement SENVICE APl ...ttt ae et eenaesreesraennees 164
6.2.1 APLURI L.ttt b b h et ese b s bt e b e e h e e R e e R e e e e bt e Rt e bt e Rt e R e et e b e b ehenhe et e e e enres 164
6.2.2 USAOE OF HT TP ..ttt st bbbt e et et s et e bt eb e et e e e eb e e b e sbeene e e et nes 164
6.2.2.1 LT 0T R 164
6.2.2.2 HTTP standard NEAOEYS........ccoouiieeeeeeee ettt st se e s ne et e 164
6.2.2.2.1 LT 01 SR 164
6.2.2.2.2 100011 01 1Y/ o= TSP PP PR OSRPT 164
6.2.2.3 HT TP CUSEOM NEAOEIS. ...ttt ettt sttt et e e et e sae e st e st e e e e see st e s besaeeneeneeneenes 164
6.2.2.3.1 LT 07 S 164

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 10 ETSI TS 129 503 V16.14.0 (2023-01)

6.2.3
6.2.3.1
6.2.3.2
6.2.32.1
6.2.3.2.2
6.2.3.2.3
6.2324
6.2.3.3
6.2.33.1
6.2.3.3.2
6.2.3.3.3
6.2.34
6.2.34.1
6.2.34.2
6.2.34.3
6.2.35
6.2.35.1
6.2.3.5.2
6.2.3.6
6.2.36.1
6.2.3.6.2
6.2.3.6.3
6.2.3.7
6.2.3.7.1
6.2.3.7.2
6.2.3.7.3
6.2.3.8
6.2.38.1
6.2.3.8.2
6.2.3.8.3
6.2.39
6.2.39.1
6.2.3.9.2
6.2.3.9.3
6.2.3.10
6.2.3.10.1
6.2.3.10.2
6.2.3.10.3
6.2.4
6.24.1
6.24.2
6.24.2.1
6.24.2.2
6.2.5
6.251
6.2.5.2
6.2.5.3
6.2.6
6.2.6.1
6.2.6.2
6.2.6.2.1
6.2.6.2.2
6.2.6.2.3
6.2.6.24
6.2.6.2.5
6.2.6.2.6
6.2.6.2.7
6.2.6.2.8
6.2.6.2.9
6.2.6.2.10
6.2.6.2.11
6.2.6.2.12

RESDUICES.....c. ettt ettt ettt ettt et e sttt e bt e s ke e e s e e eab e e e s e e e a ke e eane e sab e e e aneeeabeeaaneeebeeeneeesnneenneee e 165
L@ QTR 165
Resource: Amf3GppAccessRegistration (DOCUMENL)........coveiiereiererieese e 167

D= S'el g o1 [o] [PPSO PP STPPTPSPURPRPRON 167
RESOUICE DEFINITION.......eceeeee ettt et besaesre e e eneeneeneas 167
Resource Standard MEhOUS..........cooiiiieee e e 167
ReSOUICE CUSIOM OPEIELIONS .....ecuveeeieieeieesiee st esteete e e ssaeseeseeseesteesseeaeeseesseesseesseenseensensansseesses 170
Resource: AmfNon3GppA ccessRegistration (DOCUMENL) ........ccvevereveeeeeeeneesieeeeie e see e see e s 171
(01 o) o USSR 171
RESOUICE DEFINITION. ...c..eieiieeeee et e bbbt b e e e 171
Resource Standard MEhOUS..........ooo e et 171
RESOUICE: SMFREGISIIALIONS .......eveueiterieeete ettt ettt et bt b et b e e b b 173
D= S'wi g o 1 [o] [P E P S TP S PRSPPSO 173
RESOUICE DEFINITION...... ettt saesae e e eneeneeneas 173
Resource Standard MEthOUS..........ooviiiieeee e et 174
Resource: Individual SmfRegistration (DOCUMENE) .......cceerieiririeieee et 175
RESOUICE DEFINITION.......eieieieeeee ettt b e bt b ae e e e 175
Resource Standard MEhOUS ..o e 175
Resource: Smsf3GppAccessRegistration (DOCUMENL) ..........cceeieeirieeseeseesieeie e seeseee e seesree e 177
(D1 o) o USSR 177
RESOUICE DEFINITION.......eiuieieeeeie et b bbb sn e 177
Resource Standard MEhOTS ..o e 177
Resource: SmsfNon3GppA ccessRegistration (DOCUMENL) ......c.oovereeererieirerieese st 179
D= S'wi g o1 [o] [PPSR SS PRSP RTPRPURPRPRON 179
RESOUICE DEFINITION...... ettt se et besaesae e e eneeneeneas 179
Resource Standard MEhOUS..........ooe et 179
RS 01U (o=l o o= 1 o o O 181
D= S'wi g o 1 [o] [P E P S TP S PRSPPSO 181
RESOUICE DEFINITION. ...c..eieiieeeee et e bbbt b e e e 181
Resource Standard MEhOUS ..o e 182
RESOUICE: REJISITALIONS. ... .ctieieiieiiesee st e ste e e ee s et e e e e e te s e e saeesaeesseenteenteessessaenseesennseeseeneeanes 182
(01 o) o USSR 182
RESOUICE DEFINITION.......eieieieeeee ettt b e bt b ae e e e 182
Resource Standard MEthOUS..........oooii i s 183
Resource: IpSMGWREGISIIALION .........oiieiiitireeeeie ettt et 183
D= e g o1 [o] o IU TSP P TSRO TP PTURTPPPURPRPRN 183
RESOUICE DEFINITION.......eceeeeee ettt et te e sr e e e e e e seeneas 183
Resource Standard MEthOUS..........oovii it 184

Custom Operations Without aSSOCIELED FESOUICES..........cutrrereeueriereeieste ettt sttt sbe et sb e 185
OVEBIVIBW ...ttt bbbt b e h e a e e et e bt e bt ek e e h e e h e e e e a b oE e e b e e R e eh e e ae e e en b e e e b e nbesheebeeaeese e e et nes 185
Operation: Trigger P-CSCF RESIOraliON .........ccveeiieiiieiee e siese e e e e esesae e sreesaeesaeesesnnesneenneenseens 186

(01 o) o USSR 186
(@] o1< = (0] 0 [ D L= 11 0T ¥ o o T 186

(N[0 1] Tor= (o]0 LSOO P R URUROS PP 186
GBNETEL ...ttt bbb h et E bRt E R R e Rt e e et e b e bR be Rt ne e ne e 186
Deregistration NOUFICALTON. .........ceieiieie e 186
P-CSCF Restoration NOfICAiON..........coiieiiiieieee e et 188

(= 1= 1Y, oo = R 189
LT 0T R 189
SITUCLUrEH JBLALYPES. .....veveeeteete ettt et b e et b e et b e e b bbb et b e e eb e b e seebesbenneneas 191

11 0o 1 o PRSP 191
Type: AMF3GPPACCESSREGISIIALION.....cueeiiieie e e et e e e e eesneesneesnes 192
Type: AMFNON3GPPACCESSREGISITALION. ......ccveeveeieeeiecee et e et eeesneeens 195
I RS L1 R o [ = (0] o 198
Type: DeregiStralioNDEALa .........ceiveieeieeieeeeese e eeeee e e e e s sreesreesaeeseeeseesseesse e e eteeseenenenes 198
TYPE: SMSFREGISIIALION .....c.vieieeiecee et e e s et et eestessaeseeteeseeneeenes 199
Type: Amf3GppAccessRegistrationMOodifiCation ... 199
Type: AmfNon3GppAccessRegistrationModifiCation ... 200
Type: PcsCfReStOrati ONNOLIfiCBLION.........o.eiveeiriiieiecrier e e 201
Type: NetworkNOdeDiameterAdAIrESS ........coviiieirieieerie e 201
TYPE EPSIWKPGW ...ttt bbb bbb 201
TYPE THOPEIREGUESL ...ttt bbbt b et b et nbe e 201

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 11 ETSI TS 129 503 V16.14.0 (2023-01)

6.2.6.2.13 TYPE AMIDEIEGINTO ...ttt 202
6.2.6.2.14 Type: EPSINtErWOrKiNGINTO ...t 202
6.2.6.2.15 TYPE LOCALIONINTO. ...ttt bbb st b et 202
6.2.6.2.16 Type: RegistrationLOCA ONINTO ..o 202
6.2.6.2.17 TYPE VOMICATUIESS. ... .ottt bbbttt b et sb et 202
6.2.6.2.18 IR 8= = 18 o = = o 203
6.2.6.2.19 Type: REQIStraliONDAIASELS.......c.ceeieereeeeeeiesie e ee e rte e st esre e te e eseeste e te e e eseeseenenenes 203
6.2.6.2.20 Type: |PSMGWREGISIIELION......eeuveieeeieeeieesie e e etee st e esee e e e e sre e aeeaeeseessaesaaesreeseeseeneeenns 203
6.2.6.2.20A Type: SMIREGISALIONINTO....c.uiiiiee e e e re e 203
6.2.6.3 Simple data types and ENUMEFELIONS ..........c.ccueiieiieeie e seeseeseese e e e e saeseesreesseeaeensessaesseenseesenns 203
6.2.6.3.1 11 0o 1 o PRSP 203
6.2.6.3.2 SIMPIE DA LYPES. ...ttt b et b e bbbt et b bbbt b e e e 204
6.2.6.3.3 Enumeration: DeregiStratiONREBSON. .........coiiiiiriiieieree ettt neene s 204
6.2.6.3.4 ENUMEration: TMSV OPS........cooiiiiiieie ettt sttt te st e tesneese e e enesbesneeneeneeneas 204
6.2.6.3.5 Enumeration: RegiStratiONREASON .........ccceiiiirieirienieieste ettt st st b e e beseebesne s 205
6.2.6.3.6 Enumeration: RegistrationDataSEtNAIME. ..ot eene s 205
6.2.7 T 0] =T o o PR 205
6.2.7.1 LC T o1 - OO PRSPRPTN 205
6.2.7.2 PPOLOCOI EFTOIS ... ettt b b et b et s b e bt e bt et e b et seeeb e e e e s e e e nas 205
6.2.7.3 W o o] o= o] 0 I =5 ] =TSSR 205
6.2.8 LS (=l L= o] (= (o] PR 206
6.2.9 1S o U 1 OSSPSR 207
6.3 Nudm_UEAUhentiCation SEIVICE AP ........oo. ottt st sae st eneeneeeas 207
6.3.1 N 1 OSSP 207
6.3.2 USBOE OF HT TP ...ttt bbbt b et b et bt b et b et b b 207
6.3.2.1 LT 0T 207
6.3.2.2 HTTP standard NEAOEYS........ccooeieeeeee ettt ne et e 207
6.3.2.2.1 LT 01 S 207
6.3.2.2.2 L0001 010117/ 0L PSPPSR 207
6.3.2.3 HT TP CUSIOM NEAOEIS. ...ttt bbb et b bttt e e b bbb et e be e e e e 208
6.3.2.3.1 LC T g1 - PSS 208
6.3.3 RESOUICES. ...ttt ettt s b e bt s e e s he e SR e e sR e e et e e e eae e eRe e R e e b e e b e e anesanesmnesaeenneenreenreeas 208
6.3.3.1 OVEIVIBW ...ttt sttt sttt sttt st et st et et e st e st e bt e bese e bt e b e seeseebese e st ebeseese ek ene et e sbe e ebenbeneesenbenennens 208
6.3.3.2 Resource: Securitylnformation (CUStOM OPEration) ........cccoereeeriereresiereee e e 209
6.3.321 D= S'wi g o1 [o] o [PPSO U TP STUPTPTPTURPRPRN 209
6.3.3.2.2 RESOUICE DEFINITION.......eieeeeee ettt be e e e e e eneeseeneas 209
6.3.3.2.3 Resource Standard MEthOUS..........ooeii i st 210
6.3.3.24 RESOUICE CUSIOM OPEFBLIONS ... .e.veueiteeeiietisieeet sttt se et sr ettt se bt st se bt sbese st st e e ese b e seebesbeneeneas 210
6.3.3.3 Resource: AUtNEVENLS (COITECTION) ....c.ueveuiiteieeie ittt 211
6.3.33.1 (01 o) o USSR 211
6.3.3.3.2 RESOUICE DEFINITION. ... et bbb e e bbbt b e e 211
6.3.3.3.3 Resource Standard MEhOUS ..o e 211
6.3.34 Resource: SecuritylNformationNFOIRY ........coviciviiieieciesees et e e sreeaesneeenes 212
6.3.34.1 (015 o) o USSR 212
6.3.34.2 RESOUICE DEFINITION.......eieieieeeee ettt b e bt b ae e e e 212
6.3.34.3 Resource Standard MEthOUS..........oov i et 212
6.3.3.5 Resource: HssSecuritylnformation (CUStom OPEration)..........ccuoereeerierereseneseseese e 213
6.3.35.1 D= S'wi g o1 [o] o [PPSO U TP STUPTPTPTURPRPRN 213
6.3.35.2 RESOUICE DEFINITION.......eieeeeee ettt be e e e e e eneeseeneas 213
6.3.3.5.3 Resource Standard MEthOUS..........oov i et 214
6.3.354 RESOUICE CUSIOM OPEFBLIONS .....e.veueeteeeiietesieeete et sttt et se bt se b sbe st se b seese b e seebesbeneeneas 214
6.3.3.6 Resource: Individual AUTNEVENT ..o b 214
6.3.3.6.1 RESOUICE DEFINITION.......eiuieieeeeie et b bbb sn e 214
6.3.3.6.2 Resource Standard MEhOUS..........cc.oiiiiieeee e e 215
6.34 Custom Operations Without asSOCIate FESOUICES..........ccvereerieeieeieseeseeseeseeeseeseesseesseesreeseessesseesseesnes 215
6.3.5 (N0 1] Tor= (o]0 LSOO P R URURO ST 215
6.3.6 (= 1= 1Y, oo = R 215
6.3.6.1 LT 0T R 215
6.3.6.2 SITUCLUrEH JBLALYPES. .....veveeeteete ettt et b e et b e et b e e b bbb et b e e eb e b e seebesbenneneas 217
6.3.6.2.1 11 0o 1 o PRSP 217
6.3.6.2.2 Type: AuthenticationINFORBOUESL............coiiiririeie e 217
6.3.6.2.3 Type: AuthenticationINFORESUIT ..........ocuiiiiee e 217

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 12 ETSI TS 129 503 V16.14.0 (2023-01)

6.3.6.2.4
6.3.6.2.5
6.3.6.2.6
6.3.6.2.7
6.3.6.2.8
6.3.6.2.9
6.3.6.2.10
6.3.6.2.11
6.3.6.2.12
6.3.6.2.13
6.3.6.2.14
6.3.6.3
6.3.6.3.1
6.3.6.3.2
6.3.6.3.3
6.3.6.34
6.3.6.3.5
6.3.6.3.6
6.3.6.3.7
6.3.6.3.8
6.3.6.3.9
6.3.7
6.3.7.1
6.3.7.2
6.3.7.3
6.3.8
6.3.9
6.4
6.4.1
6.4.2
6.4.2.1
6.4.2.2
64221
6.4.2.2.2
6.4.2.3
6.4.23.1
6.4.3
6.43.1
6.4.3.2
64321
6.4.3.2.2
6.4.3.2.3
6.4.3.3
6.4.33.1
6.4.3.3.2
6.4.4
6.4.5
6.45.1
6.4.5.2
6.4.6
6.4.6.1
6.4.6.2
6.4.6.2.1
6.4.6.2.2
6.4.6.2.3
6.4.6.24
6.4.6.2.5
6.4.6.2.6
6.4.6.2.7
6.4.6.2.8
6.4.6.2.9
6.4.6.2.10

TYPE AVEBPAKAPIIIME ...ttt bbbttt bbb 217

TYPE AVSGHEAKEL ...ttt bbbt b et b e b et b 218

Type: ReSyNChroNiZatiONINTO .......c.ciuiieiriiieriee e e 218

TYPE AULNEVENT ...ttt s b et b 218

Type: AULhENTi CBLIONY ECLON ......c.uiueeiiiiieicrt e bbb 218

BN 0= (e TN 11 X 219

Type: HssAuthenticationINFOREQUESE ..........coouieiieececee et e 219

Type: HssAuthenticationINFORESUIL ..........oooieeeece e 219

Type: HSSAULNENti CatiONV ECLOIS.........coiiiceerieciece et e et eeneeeneenae s 219

LIRS N = 01T AN 1 220

Type: AVIMSGHEESPAKA .......ceeueieiriiieietee bbb 220
Simple data types and ENUMEIELIONS ..........cieiiirieiriereeie et sb e e besreseeneas 220

11 0o 1 o PSSR 220
SIMPIE DBLALYPES. ...ttt b et b e bbbt et b bbbt b e e ens 220
ENUMEration: AUTNTYPE ..ottt b b nnene s 221
ENUMEIAION: AVTYPE ..ottt sttt b e et b e et b e bt eb e sb e e e bt b e e b e e ebesbeneeneas 221

[ 00T o Bl o LT AN 11 g Y o= USSR 221
ENUMEatiON: HSSAVTYPE ..ottt sttt ettt e s e s s teesteeteeneesseesseanteenseeneennaesseennens 221
Enumeration: HSSAULNTYPEI MU ......oiieiie et sttt esreenneas 221
Enumeration: ACCESSNEIWOIKIG.........covciiiiiiiiireeereeee e 222
ENUMEratioN: NOOETYE... e cieeiecieee st st ste s e rte ettt et e st e e e e e teeaeseesneesseesseenteenteeneennansseennens 222

T 0] =T o o PR 222
LT 0T 222
0110 ola I Ty (o] PSSR 222
APPIICALTON EFTOIS. ...ttt ittt ettt bbbt bbbt b bt b e et b bbb 222
FEAEUIE NEQOLIBLION. ...ttt bbb bbbt b bbb bt b e bbb 223
SEOUITEY vttt ettt ettt b et h et b e et b e seehe b s e e he b e s oo bt eb e nE e Rt e b e ne e Rt AR e e oAt ekt e e ne bt e et bR een e ne e 223
NUAM_EVENTEXPOSUIE SENVICE AP ...ttt ettt b e et sn e eb b seene 223
APLURI L.ttt b b h et ese b s bt e b e e h e e R e e R e e e e bt e Rt e bt e Rt e R e et e b e b ehenhe et e e e enres 223
U2 e X o) i I N YOO UR USSR 224
(€T 4T - ST S PP PTSPRPTN 224
HTTP StaN0ard NEBOENS. ........cueiriieiireeeeee ettt sttt 224
LCT 11 - PSPPSR 224
100011 01 1Y/ o= TSP P PP PR USSP 224

HT TP CUSEOM NEAOEIS. ...ttt sttt et e e et e s ae e st e st e e e beseeseesbesaeeneeneeneees 224
LT 01 SR 224
RESDUICES....... ettt ettt ettt ettt et s bt e e bt e s ket e st e ea ke e e s e e ea ke e ease e eabe e eaneesabeeeaneeebeeeneeeanneenneeees 225
L@ TR 225
Resource: EeSUbSCriptions (COIECLION)........couciiiieiie et 225
(01 o) o USSR 225
RESOUICE DEFINITION.......eeueeteieeeer sttt r e sr e r e r e r e nr e e renrennenens 225
Resource Standard METhOUS ..........cccoiireiiiicere e e 226
Resource: Individual subscription (DOCUMENL) .........ccveiieieeierie e see et ee e sreesee e 227
RESOUICE DEFINITION.......eceeetereeeere sttt sr e e r e r e er e nr e e renrennenens 227
Resource Standard METhOUS ..........cccoiieiiiienereee e e 227
Custom Operations WithOUt aSSOCIBLED FESOUICES ..........cuerrereeiertereeie sttt sttt sbe et sb e s 229
[0 11 o= 1o L3S 229
LT 0T 229
Event Occurrence NOLIfICaHON..........oiieieceee et e 229
(= 1= 1Y, oo = R 230
LT 0T | PR 230

S U N =0 0=t 1 = PSP 232

gL T 18 Tot (o OSSPSR PSSP 232

QIR0 =S 1= o T o] 233

Type: MonitoriNgCONfIGUIBLION .........ceiieieere e eesiesee e ee e s sre et e s e re e reeeeeeeeneeenes 234

TYPE MONITOMTNGREPON .......eceeeeeieceeesiee st ese et e et e e e e s e seeseesreesaeeseesseeseesseesseesseenseenseenennnes 236

TYPE REPOIT ... e e s 237

TYPE REPOIMINGOPLIONS ...ttt b ettt b e b 237

Type: ChangeOf Supi Pei ASSOCi ati ONREPONT .........certirieiriirieiriese et 238

Type: ROAMINGSLALUSREDON......c.eeveeeeeeeirtineetertee ettt bbbt s 238

Type: Creat@UEESUDSCIIPLION .......c.eiiiieeitieer bbb s 238

Type: LocationReportingCONFiGUIELION ..........o.irueiririeiriiieesiese e 239

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 13 ETSI TS 129 503 V16.14.0 (2023-01)

6.4.6.2.11
6.4.6.2.12
6.4.6.2.13
6.4.6.2.14
6.4.6.2.15
6.4.6.2.16
6.4.6.2.17
6.4.6.2.18
6.4.6.2.19
6.4.6.3
6.4.6.3.1
6.4.6.3.2
6.4.6.3.3
6.4.6.3.4
6.4.6.3.5
6.4.6.3.6
6.4.6.3.7
6.4.6.3.8
6.4.6.3.9
6.4.7
6.4.7.1
6.4.7.2
6.4.7.3
6.4.8
6.4.9

6.5

6.5.1
6.5.2
6521
6.5.2.2
6.5.2.2.1
6.5.2.2.2
6.5.2.3
6.5.23.1
6.5.3
6.5.3.1
6.5.3.2
6.5.32.1
6.5.3.2.2
6.5.3.2.3
6.5.3.3
6.5.33.1
6.5.3.3.2
6.5.3.3.3
6.5.4
6.5.5
6.5.6
6.5.6.1
6.5.6.2
6.5.6.2.1
6.5.6.2.2
6.5.6.2.3
6.5.6.2.4
6.5.6.2.5
6.5.6.2.6
6.5.6.2.7
6.5.6.2.8
6.5.6.2.9
6.5.6.2.10
6.5.6.2.11
6.5.6.2.12
6.5.6.2.13

Type: CNTYPECHANGEREPOIT .......covieeiiriiiei sttt 239

Type: ReachabilityFOrSMSREPOIT ..........civiiririeiierieee e 239

Type: DatalinkReportingCoONfigUIaLiON..............ooeeriirieirerieeses e 240

TYPE CMINFOREPOIT ...ttt bbbttt bbbt 240

TyPE: LOSSCONNECHIVITYCQ. ...eveueetieeiieiiiteiei ettt bbb 240

I8 o U= S T RS = (1 O o P 240

Type: LOSSCONNECLIVITYREPOI ........eeiieiieie e ceeste e ee sttt sna e teeneeneeenes 240

IR o< oo e 0 = oo o 241

Type: PANCONNECLIVItYSLAEREPOIT ........cieecie ettt et ee e s 241
Simple data types and ENUMEFELIONS ..........c.ccueiieiieeie e seeseeseese e e e e saeseesreesseeaeensessaesseenseesenns 241

11 0o 1 o PRSP 241
SIMPIE DA LYPES. ...ttt b et b e bbbt et b bbbt b e e e 241
ENUMEration: EVENMTTYPE. ...ccu ettt sttt ettt b e b e st b e et e e b sbeneeneas 242
ENUMEration: LOCEIIONACCUIACY ......c.ciuereeuiriireetiriereetesteseetesteseete st seese st seese b seese b seesesbeseebesneneenens 242
ENUMEIation: CNTYPE ....eiuiieeieite ettt sttt st b e et b e sttt se e e e e ebesrenneneas 242
ENUMEration: ASSOCTLIONTYIIE .....cvcuiriiietiriereet sttt sttt sttt b et sb e st b e ebe b e b sneneeneas 243
Enumeration: EVENtREPOIMMOUE. ........cue ittt e e nneas 243
Enumeration: ReachabilityForSmsConfiguration............ccoccueeieieesiesiescee e seese e 243
Enumeration: PANCONNECHIVITYSIAIUS.........cccveieereeieeieeie e see s ee st sae e e e reeste e ente e sraenneas 243

T 0] =T o o PR 243
GBNETEL ...ttt bbb h et E bRt E R R e Rt e e et e b e bR be Rt ne e ne e 243
PPOLOCOI EFTOIS ...ttt bbb bbbt st e h e et e b e b sbeebeene e e e neenas 243
APPIHICALTON EFTONS. ...ttt sttt b et b bbbt b bt b e et b bt eb e b 243
FEAIUIE NEQOLIBLION. ...ttt bbb bbb bbb et b e bbb 245
S U 1 OSSO P SOVP TSP PPRUTP 245
Nudm_ParameterProviSion SENVICE AP ..ottt st nee e 245
N 1 OSSP 245
USBOE OF HT TP ...ttt bbbt b et b et bt b et b et b b 246
GBNETEL ...ttt bt E bRt E R R £ ae b e et n e bR nbenaeene et e 246
HTTP Standard NEAOEYS...........oouiiiiiieee et se e 246
GBNETEL ... bbb e R bR R e e bR e b e bbbt ae e et e 246
L0011 010117/ 0L PSP 246

HT TP CUSIOM NEAOEIS. ...ttt bbb et b bttt e e b bbb et e be e e e e 246
LT 01 S 246
RESDUICES....... ettt ettt ettt ettt e skt e et e skt e e s e e eab et e s e e ea ke e e abe e eabe e e aneeeabeeaaneeabeeeneeeanneeaneeens 247
L@ QTR 247
RESOUICE: PPDELAL. ... e 248

D= S'wi g o1 [o] [PPSR SS PRSP RTPRPURPRPRON 248
RESOUICE DEFINITION.......eieeeeee ettt be e e e e e eneeseeneas 248
Resource Standard MEhOUS..........ccoiiiiiee e e 248
Resource: 5GV NGroupCONfigUIaiON.........ccvecueeiieieceeseesee e esie e see e re e te e e sreesseesreesreeneesnnesnes 249
(01 o) o USSR 249
RESOUICE DEFINITION. ...c..eieiieeeee et e bbbt b e e e 249
Resource Standard MEhOUS ..o e 249
Custom Operations Without asSOCIate FESOUICES..........ccverierieeieeieseeseesteesteesee e sreesreesreeseenseeseesseesnens 252
[0 11 o= 1o ]S 252
(= 1= 1Y, oo = R 252
LT 0T 252
SITUCLUrEH JBLALYPES. .....eeveeeieste ettt ettt st b e e bt b e e b b se bt b et et e s b e seebesbeneeneas 253

11 0o 1 o PRSP 253

TYPE PPD@LA. ...t e e e 253

Type: CommuNiCatiONCharaCtEriSlICS ......oiverieeieeiece e 254

TYPE PPSUDSREGTIMEN .....c.tiiiece st stee st te et e et et e s tessae s e e sreesaeeeeeaeesseasseeseenseenseensesneennes 254

LIRS 0T AN A= T 4= SRS 255

Type: 5GVNGIrOUPCONFIQUIELION. .....c.eeiieeiecee et e st e re e e eeseesneeenes 255

TYPE: SGVNGIOUPDE@LA ... .eeitei ettt ettt sbe e st s b e s be e s nbeesbaesnaeesnbaeenseee e 256

Type: EXPeCtedUEBENAVIOUN ........c.ciuiiciiriiieiiriiee et 257

Yoo RS 258

TYPE LOCALIONMATEAL .....veeeueetitieeterte ettt bbbt bbbt b et b et s b et eb e b 258

Type: NEWOIKATEAINTO ... bbbt 258

TYPE ECRESIICIION ...ttt bbb bbb 258

TYPE PIMNECINTO ...ttt bbb bbb 259

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 14 ETSI TS 129 503 V16.14.0 (2023-01)

6.5.6.2.14 Type: PPDIPACKEICOUNTEXL.......ceeueieiieiiiiiier e s 259
6.5.6.2.15 Type: PPMaximMUMRESPONSETIIMIE ......ccutitiieiiriiieierienie sttt sb et 260
6.5.6.2.16 Type: PPMaXiMUMLEALENCY ....c.veueeuiriiiieiiriiieiert ettt 260
6.5.6.2.17 TYPE LCSPIIVACY ...ttt ettt bbbt b bbb 261
6.5.6.3 Simple data types and ENUMEIELIONS ..........ooeiiireeiriereee ettt ebesreseeneas 261
6.5.6.3.1 (11100 0o 1o o W TSR P PSP RPN 261
6.5.6.3.2 S L0 L= = Y 0= 261
6.5.6.3.3 Yo T BTSSPV PP PSTP 261
6.5.6.3.4 VAo T B TSPV P PRSP 261
6.5.7 L 0] =T o o PSR 261
6.5.7.1 LT 0T S 261
6.5.7.2 0110 ola I Ty (o] PSSR 261
6.5.7.3 APPHICALTON EFTONS. ...ttt ettt b ettt b bbbt b b b e et b bt eb e b 262
6.5.8 FEAEUIE NEQOLIBLION. ...ttt bbbt b bbb bt b ettt b e b 262
6.5.9 SEOUITEY vttt sttt ettt b et b et b e et b e seehe b s eehe e b e e oo bt eb e s e e Rt e b e nE e Rt e b e ne e Rt e b e e e e ne bR et bR een e re e 262
6.6 Nudm_NIDDAULNOZatiON SEIVICE AP ..ottt st neeeas 262
6.6.1 APLURI L.ttt b b h et ese b s bt e b e e h e e R e e R e e e e bt e Rt e bt e Rt e R e et e b e b ehenhe et e e e enres 262
6.6.2 U2 e X o] i o I N PO UR USSP 263
6.6.2.1 GBNETEL ...ttt bt E b SRRt Rt R e ae b e et b e bR heeaeene e ne e 263
6.6.2.2 HTTP Standard NEAOEYS...........oouiiiiieeeeee bbb se b 263
6.6.2.2.1 GBNETEL ... e b bR R e e bR e bbbt bt ne e e b e 263
6.6.2.2.2 L0011 01117/ 0= PSPPI 263
6.6.2.3 L I I e U o a1 = o (= S 263
6.6.2.3.1 LT 01 RS 263
6.6.3 RESDUICES....... ettt ettt ettt et e st e et e sk et ese e sab e e e s e e ea ke e e ase e sabe e e aneesabeeeaneeebeeeneeesnneenneee e 263
6.6.3.1 L@ a7 S 263
6.6.3.2 Resource: ueldentity (DOCUMENE) ......ooueeeirieeeiereeieste ettt sttt sbe st sb e sb e b b et be s n s 264
6.6.3.2.1 D= S'wi g o 1 [o] [P E P S TP S PRSPPSO 264
6.6.3.2.2 RESOUICE DEFINITION. ...c..eieiieeeee et e bbbt b e e e 264
6.6.3.2.3 Resource Standard MEhOUS ..o e 264
6.6.3.2.4 ReSOUICE CUSIOM OPEIELIONS .....ccuveeeieieeieesiee st esteeteeteseesaeseesteesteessesaeeseesseesseesseenseensessansseessens 264
6.6.4 Custom Operations Without asSOCIate FESOUICES..........ccverieriieieeeseesieesteesteeseesseeseesseesreeseeseeeseesseesnes 265
6.6.5 (N0 1] Tor= (o]0 LSOO P R URURO ST 265
6.6.5.1 LT 0T 265
6.6.5.2 Nidd Authorization Data Update NOtIfiCaLION .........coiveiiirieiriirieeee e 265
6.6.6 (= 1= 1Y, oo = R 266
6.6.6.1 LT 0T 266
6.6.6.2 SITUCLUrEH BLALYPES. .....veveeeteete ettt e b et b e e bt bt e b bt se s b e e eb e b e neebesbenneneas 267
6.6.6.2.1 11 0o 1 o PRSP 267
6.6.6.2.2 Type: AULNO ZBHIONDE@LA.......cc.eeiveeieeie et s et e e s e s re e re e e eteeneeneeenes 267
6.6.6.2.3 TYPE USEITABNLTIEN ..c.eeeveeiece et s e et et e e et e e neeneeenes 267
6.6.6.2.4 Type: NiddAUNUPAALEINFO......ccveieeiee et e e ene s 267
6.6.6.2.5 Type: NiddAUuthUpdateNOtifiCaLION .........ccceeiieiieiice e e 268
6.6.6.2.6 Type: AULNOZEHONINFO......ueiiiecece et e s e et e e reeneeenes 268
6.6.6.3 Simple data types and ENUMEFELIONS ...........ccueiieiieeie e see s e seese e e eesee e seesreesseeaeensessnesseenseesenns 268
6.6.6.3.1 11 0o 1 o PRSP 268
6.6.6.3.2 SIMPIE DBLALYPES. ... ettt b e b et b et b et s bbb e ens 268
6.6.6.3.3 ENUMEration: NIAOCAUSE.........coueiiieiieieeeeee ettt sttt et e et se et aeenesbesneeneeneeneas 269
6.6.7 EITOr HANAIING ...ttt b et b et b bbb 269
6.6.7.1 LT 0T R 269
6.6.7.2 0110 ola I Ty (o] PSSR 269
6.6.7.3 W o o] o= o] I =5 ] =PRSS 269
6.6.8 LS (=l L= o] (= (o] PR 269
6.6.9 SECUNTTY ..tttk b bbb sh e b e h e eh e e ae e s e b e SE £ eb e S h e eh e e he e e e b e SRt eh e eRe ek e e e e b e nbeeReene e e enrennea 269
6.7 NUAM_IMT SEIVICE AP ...ttt bbbt b e et b e bt bt e st e ae e e e s et e sheebeeneennennenras 270
6.7.1 APLURI L.ttt b b h et ese b s bt e b e e h e e R e e R e e e e bt e Rt e bt e Rt e R e et e b e b ehenhe et e e e enres 270
6.7.2 USBOE OF HT TP ...ttt bbbt bbbt b b et b et b b 270
6.7.2.1 LT 0T R 270
6.7.2.2 HTTP standard NEAOEYS........ccooeieeeeee ettt ne et e 270
6.7.2.2.1 LT 07 S 270
6.7.2.2.2 100011 01 1Y/ o= TSP PR USSP 270
6.7.2.3 HT TP CUSEOM NEAOEIS. ...ttt sttt et e e et et esae st e st e e e e seessesbesaeeneeneeneenes 270

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 15

6.7.23.1 GeNEral .o
6.7.3 RESOUICES.......ceeeeiee ettt
6.7.3.1 OVEIVIEW ... e
6.7.3.2 Resource: Uelnfo ......ceoveeveieieniieeee
6.7.32.1 DeSCription ......c.cooeerereeenenieese e
6.7.3.2.2 Resource Definition.........cccceeeveneneneenne,
6.7.3.2.3 Resource Standard Methods.....................
6.7.3.3 Resource: Locationinfo........ccceeveveeicienicnnene
6.7.33.1 (DS w g1 1 1]] o [
6.7.3.3.2 Resource Definition.........cccceceeveneneieene,
6.7.3.3.3 Resource Standard Methods.....................
6.7.3.34 Resource Custom Operations...................
6.7.4 Custom Operations without associated resources
6.7.5 NOEIfICALTONS ...
6.7.6 DataMode .......ccoooeeeieeeeese e
6.7.6.1 GENENEl .o
6.7.6.2 Structured datatypes.......ccceveeveereeiencinnenens
6.7.6.2.1 INtroduCtion ........ccevereerireneeeeeeee e
6.7.6.2.2 Type: Uelnfo ..ccceveeeeee e
6.7.6.2.3 Type: LocationinfoRequest .............ccu...
6.7.6.2.4 Type: LocationinfoResult............c.cccceuveee
6.7.6.2.5 Type: 5GSrvecinfo ...
6.7.6.3 Simple data types and enumerations..............
6.7.7 Error Handling ........ccoovveeeiniienccccecnees
6.7.7.1 GENENEl .o
6.7.7.2 Protocol Errors.......ooceeeveveneneeieeene e
6.7.7.3 ApPlication Erfors.......cooeeevineenenecneneenes
6.7.8 Feature Negotiation...........cccvereerenienneseneeee
6.7.9 S o ] Y
Annex A (normative): OpenAPI specification....
AL GENEIA ..o
A2 NUudm SDM APl ...
A.3 Nudm UECM APl ...
A4 Nudm UEAU AP ..o
A5 NUudm EE AP
A6 NUDM PP AP ...
A.7  Nudm NIDDAU API ...
A8 NUdM MT AP e
Annex B (informative): Stateless UDMs................
Annex C (informative): SUCI encading.................
Annex D (informative): Changehistory ................

ETSI

ETSI TS 129 503 V16.14.0 (2023-01)



3GPP TS 29.503 version 16.14.0 Release 16 16 ETSI TS 129 503 V16.14.0 (2023-01)

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.
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1 Scope

The present document specifies the stage 3 protocol and data model for the Nudm Service Based Interface. It provides
stage 3 protocol definitions and message flows, and specifies the API for each service offered by the UDM.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6] 3GPP TS 33.501: " Security Architecture and Procedures for 5G System”.

[7] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

(8] 3GPP TS 23.003: "Numbering, addressing and identification".

[9] 3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".

[10] 3GPP TS 29.505: "5G System; Usage of the Unified Data Repository Services for Subscription
Data; Stage 3".

[11] 3GPP TS 32.255: "Charging management; 5G data connectivity domain charging".

[12] 3GPP TS 32.298: "Charging management; Charging Data Record (CDR) parameter description”.

[13] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[14] OpenAPI Initiative, "OpenAPI 3.0.0 Specification", https.//github.com/OAI/OpenAPI-
Specification/blob/master/versions/3.0.0.md

[15] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[16] IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[17] IETF RFC 7396: "JSON Merge Patch"”.

[18] IETF RFC 6749: "The OAuth 2.0 Authorization Framework™.

[19] 3GPP TS 29.510: "Network Function Repository Services; Stage 3".
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[20] 3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode".

[21] 3GPP TS 29.002: "Mobile Application Part (MAP) specification”.

[22] 3GPP TS 29.338: "Diameter based protocols to support Short Message Service (SMS) capable
Mobile Management Entities (MMEs)"

[23] ITU-T Recommendation E.164: "The international public telecommunication numbering plan”.

[24] 3GPP TS 29.509: "Authentication Server Services; Stage 3".

[25] IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests”.

[26] IETF RFC 7234 "Hypertext Transfer Protocol (HTTP/1.1): Caching".

[27] 3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3.

[28] ETSI TS 102 225: "Smart Cards; Secured packet structure for UICC based applications'.

[29] IETF RFC 7542: "The Network Access Identifier".

[30] 3GPP TR 21.900: "Technical Specification Group working methods'.

[31] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[32] 3GPP TS 23.632: "User Data Interworking, Coexistence and Migration"

[33] 3GPP TS 29.519: "Policy Data, Application Data and Structured Data for Exposure; Stage 3".

[34] 3GPP TS 29.572: "5G System; Location Management Services, Stage 3".

[35] 3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data
analytics services'.

[36] 3GPP TS 29.518: "Access and Mobility Management Services'.

[37] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS);
Stage 2".

[39] 3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2"

[39] 3GPP TS 29.515: "5G System; Gateway Mobile Location Services, Stage 3".

[40] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[41] IETF RFC 6902: "JavaScript Object Notation (JSON) Patch”.

[42] BBF TR-069: "CPE WAN Management Protocol”.

[43] BBF TR-369: "User Services Platform (USP)".

[44] 3GPP TS 29.524: "5G System; Cause codes mapping between 5GC interfaces; Stage 3".

[45] 3GPP TS 29.122: "T8 reference point for Northbound APIs".

[46] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[47] 3GPP TS 22.071: "Location Services (LCS); Service description; Stage 1".

[48] 3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace
control and configuration management".

[49] 3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks".

[50] IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing"”.
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3GPP TS 23.287: " Architecture enhancements for 5G System (5GS) to support Vehicle-to-

Everything (V2X) services'.

[52] 3GPP TS29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message
contents'.
[53] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[54] 3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[55] 3GPP TS 29.563: "5G System; Home Subscriber Server (HSS) services for interworking with
Unified Data Management (UDM); Stage 3"
3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP

TR 21.905 [1].

3.2

Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in

3GPP TR 21.905 [1].

5GC
ACS
AMF
AUSF
NIDD
DNN
FQDN
FN-RG
GMLC
GPS|
GUAMI
HGMLC
JSON
LCS
LPI
MICO
N5GC
NAI
NAS
NEF
NRF
NSSAI
NWDAF
PEI
QFl
5G-RG
RG
SBI
SMF
SMSF
sucl
SUPI

5G Core Network
Auto-Configuration Server
Access and Mobility Management Function
Authentication Server Function
Non-IP Data Delivery

Data Network Name

Fully Qualified Domain Name
Fixed Network RG

Gateway Mobile Location Centre
Generic Public Subscription Identifier
Globally Unique AMF Identifier
Home GMLC

Javascript Object Notation
LoCation Services

LCS Privacy Indicator

Mobile Initiated Connection Only
Non-5G-Capable

Network Access Identifier
Non-Access Stratum

Network Exposure Function
Network Repository Function
Network Slice Selection Assistance Information
Network Data Analytics Function
Permanent Equipment Identifier
QoS Flow Identifier

5G Residential Gateway
Residentia Gateway

Service Based Interface

Session Management Function
Short Message Service Function
Subscription Concealed Identifier
Subscription Permanent Identifier
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UDM Unified Data Management

UDR Unified Data Repository

W-AGF Wireline Access Gateway Function
4 Overview
4.1 Introduction

Within the 5GC, the UDM offers services to the AMF, SMF, SMSF, NEF, GMLC, NWDAF and AUSF viathe Nudm
service based interface (see 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and 3GPP TS 23.288 [35]).

Figure 4.1-1 provides the reference model (in service based interface representation and in reference point

representation), with focus on the UDM.

Figure 4.1-1: Reference model — UDM
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The functionalities supported by the UDM are listed in clause 6.2.7 of 3GPP TS 23.501 [2].
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5 Services offered by the UDM

5.1 Introduction
The UDM offeres the following services via the Nudm interface:
- Nudm_SubscriberDataM anagement Service
- Nudm_UEContextManagement Service
- Nudm_UEAuthentication Service
- Nudm_EventExposure Service
- Nudm_ParameterProvision Service
- Nudm_NIDDAuthorization
- Nudm_MT

Table 5.1-1 summarizes the corresponding APIs defined for this specification.

Table 5.1-1: API Descriptions

Service Name Clause | Description | OpenAPI Specification File | apiName | Annex

Nudm_SubscriberDataManagement | 6.1 UbM TS29503_Nudm_SDM.yaml nudm- A2
Subscriber sdm
Data
Managemen
t Service

Nudm_UEContextManagement 6.2 UDM TS29503_Nudm_UECM.yaml | nudm- A3
Context uecm
Managemen
t Service

Nudm_UEAuthentication 6.3 UDM UE TS29503_Nudm_UEAU.yam| | nudm- A4
Authenticati ueau
on Service

Nudm_EventExposure 6.4 UDM Event | TS29503_Nudm_EE.yaml nudm-ee | A5
Exposure
Service

Nudm_ParameterProvision 6.5 UDM TS29503_Nudm_PP.yaml nudm-pp | A.6
Parameter
Provision
Service

Nudm_NIDDAuthorization 6.6 UDM NIDD TS29503_Nudm_NIDDAU.ya | nudm- A7
Authorizatio | ml niddau
n Service

Nudm_MT 6.7 UDM MT TS29503_Nudm_MT.yaml nudm-mt | A.8
Service

All scenarios shown in the following clauses assume that the UDM is stateful and stores information in local memory.
However, the UDM may be stateless and stores information externally in the UDR. If so, the stateless UDM makes use
of Nudr services as specified in 3GPP TS 29.504 [9] and 3GPP TS 29.505 [10] to retrieve required datafrom the UDR
and store them locally before processing an incoming request. Processing the incoming request may then include
updating datain the UDR or subscribing to data change notifications at the UDR by consuming the appropriate Nudr
services. After processing the incoming request, the UDM may delete the locally stored data. When data stored in UDR
isthen shared among the different UDM instances of the same group, as identified by UDM Group ID (see 3GPP

TS 23.501[2], clause 6.2.6), bulk subscriptions, as described in clause 4.15.3.2.4 of 3GPP TS 23.502 [3], are not
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applicable, i.e. an NF consumer (e.g. NEF) only subscribes towards one of the UDM instances within the group. See
Annex B.

5.2 Nudm_SubscriberDataManagement Service

5.2.1 Service Description
See 3GPP TS 23,501 [2] table 7.2.5-1.

5.2.2 Service Operations

5.2.2.1 Introduction
For the Nudm_SubscriberDataM anagement service the following service operations are defined:
- Get
- Subscribe
- ModifySubscription
- Unsubscribe
- Notification
- Info

The Nudm_SubscriberDataM anagement Service is used by Consumer NFs (AMF, SMF, SMSF, GMLC) to retrieve the
UE'sindividual subscription data relevant to the consumer NF from the UDM by means of the Get service operation. If
the consumer NF supports the feature "sharedData" (see clause 6.1.8), the retrieved individual subscription data for the
UE may contain shared dataidentifier identifying additional parts of subscription data shared by several UEs. If so, the
Nudm_SubscriberDataM anagement Service is also used by Consumer NFs to retrieve shared subscription data from the
UDM by means of the Get service operation.

It isalso used by Consumer NFs to subscribe to notifications of data change by means of the Subscribe service
operation. If the consumer NF supports the feature "sharedData" (see clause 6.1.8), the consumer NF may also
subscribe to notifications of shared data change by means of the Subscribe service operation.

It isalso used to modify an existing subscription by means of the ModifySubscription service operation. If the consumer
NF supports the feature " sharedData" (see clause 6.1.8), the consumer NF may also modify an existing subscription to
notifications of shared data change by means of the M odifySubscription service operation.

It is also used to unsubscribe from notifications of data changes by means of the Unsubscribe service operation. If the
feature "sharedData" (see clause 6.1.8) is supported, it may also be used to unsubscribe from notifications of shared data
changes by means of the Unsubscribe service operation.

It isalso used by the Consumer NFs (AMF, SMF, SM SF) that have previoudly subscribed, to get notified by means of
the Notification service operation when UDM decides to modify the subscribed data. If the feature "sharedData" (see
clause 6.1.8) is supported by the consumer NF and the consumer NF has previously subscribed to notifications of
shared data change, it is also used by the consumer NF to get notified by means of the Notification service operation
when the UDM decides to modify the subscribed shared data.

It isalso used by Consumer NFsto provide the information about the status of the subscription data management
procedures.

5.2.2.2 Get

5.2221 General

The following procedures using the Get service operation are supported:
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- Slice Selection Subscription Data Retrieval

- Access and Mobility Subscription Data Retrieval
- SMF Selection Subscription Data Retrieval

- Session Management Subscription Data Retrieval
- SMS Subscription Data Retrieval

- SMS Management Subscription Data Retrieval

- UE Context in SMF Data Retrieval

- UE Context in SMSF Data Retrieval

- Retrieval Of Multiple Data Sets

- ldentifier Trandation

- Shared Subscription Data Retrieval

- Trace Data Retrieval

- LCSPrivacy Data Retrieval

- LCS Mobile Originated Data Retrieval

- Enhanced Coverage Restriction Data Retrieval

- V2X Subscription Data Retrieval

- LCSBroadcast Assistance Subscription Data Retrieval
- UE Context in AMF Data Retrieval

- Individual Shared Subscription Data Retrieval

When the feature SharedData (see clause 6.1.8) is supported and the retrieved UE-individual data (i.e. data other than
Shared Subscription Data) contain SharedDatal ds, the NF service consumer shall also retrieve the shared data identified
by the received shared data |ds unless the identified shared data are already available at the NF service consumer. The
order of sequence of sharedDatalds within UE-individual datais significant: Individual data take precedence over
shared data; shared data " SharedDataX" identified by a sharedDatald X takes precedence over shared data
"SharedDataY" identified by a sharedDatald Y if X appears before Y within the list of SharedDatalds in the UE-
individual data.

5.2.2.2.2 Slice Selection Subscription Data Retrieval

Figure 5.2.2.2.2-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's NSSAIl (see also clause 5.15.5.2.1 of 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] figure 4.2.2.2.3-1 step 3).
In this example scenario the NSSA is retrieved by the AMF, see clause 6.1.3.2.1 for other scenarios that can retrieve
the NSSALI. The request contains the UE's identity (/{ supi}), the type of the requested information (/nssai) and query
parameters (supported-features, plmn-id).
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2b. 404 Not Found

oneumer UDM
| |
: 1. GET .../{supi}/nssai >
: 2a. 200 OK (Nssai) :
|
|
|

Figure 5.2.2.2.2-1: Requesting a UE's NSSAI

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's subscribed
NSSAI, with query parameters indicating the supported-features and/or plmn-id.

2a. On success, the UDM responds with "200 OK" with the message body containing the UE's NSSAI as relevant
for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.3 Access and Mobility Subscription Data Retrieval

Figure 5.2.2.2.3-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's Access and Mobility Subscription data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/am-data) and query parameters (supported-
features, plmn-id).

NF service
consumer

UDM

1. GET .../{supi}/am-data

2a. 200 OK (AccessAndMobilitySubscriptionData)

| 2b. 404 Not Found |
| |
| |

-y

Figure 5.2.2.2.3-1: Requesting a UE's Access and Mobility Subscription Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's Access and
Mobility Subscription Data, with query parameters indicating the supported-features and/or plmn-id.

2a. On Success, the UDM responds with 200 OK™" with the message body containing the UE's Access and Mobility
Subscription Data as relevant for the requesting NF service consumer.

NOTE 1: If the UDM initiated arequest to obtain SoR information from the SOR-AF, the UDM starts an operator
configurable timer up to which the UDM shall wait for a response from the SOR-AF for retrieving the
SoR information. The UDM responds back to the NF service consumer for Access and Mobility
Subscription Data Retrieval service operation before the timer expires. If the SOR-AF has not provided a
response with the SoR information before the timer expires, the UDM shall behave as specified in clause
C.2 of 3GPP°TS°23.122 [20] (step 3d).2b.1f thereis no valid subscription data for the UE, HT TP status
code "404 Not Found" shall be returned including additional error information in the response body (in
the "ProblemDetails’ element).
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NOTE 2: Upon reception of any Nudm_EventExposure operation or Nudm_PP operation, or when the validity of
an event subscription or provisioned parameter with its associated maximum latency, maximum response
time or DL Buffering Suggested Packet Count value expires, UDM may need to adjust the values of
active time and/or periodic registration timer and/or DL Buffering Suggested Packet Count. The UDM
shall notify AMF and/or SMF if the values are updated (see clause 4.15.3.2.3b and 4.15.6.3a of
3GPP TS 23.502[3]).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.22.24 SMF Selection Subscription Data Retrieval

Figure 5.2.2.2.4-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's SMF Selection Subscription data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/smf-select-data) and query parameters
(supported-features, plmn-id).

NF service UDM
consumer

| |

| . |

. 1. GET .../{supi}/smf-select-data >

| |

I 2a. 200 OK (SmfSelectionSubscriptionData) I

| 2b. 404 Not Found |

Figure 5.2.2.2.4-1: Requesting a UE's SMF Selection Subscription Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's SMF Selection
Subscription Data, with query parameters indicating the supported-features and/or plmn-id.

2a. On success, the UDM responds with *200 OK" with the message body containing the UE's SMF Selection
Subscription Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.25 Session Management Subscription Data Retrieval

Figure 5.2.2.2.5-1 shows a scenario where the NF service consumer (e.g. SMF) sends a request to the UDM to receive
the UE's session management subscription data (see also 3GPP TS 23.502 [3] figure 4.3.2.2.1-1 step 4a-4b). The
request contains the UE's identity (/{ supi}), the type of the requested information (/sm-data), and query parameters
(single-nssai, dnn, supported-features, plmn-id).
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NF service

UDM
consumer
I I
:—1. GET .../4su pi}/sm-data?<query-parameters>—>:
|
|

2a. 200 OK (array[SessionManagementSubscriptionData]) l

2b. 404 Not Found |
|
|

————

Figure 5.2.2.2.5-1: Requesting a UE's Session Management Subscription Data

1. The NF service consumer (e.g. SMF) sends a GET request to the resource representing the UE's session
management subscription data, with query parameters indicating the selected network slice and/or the DNN
and/or supported-features and/or plmn-id.

2a. On success, the UDM responds with “200 OK", the message body containing the UE's session management
subscription data (an array of SessionM anagementSubscriptionData objects, one array element per S-NSSAI) as
relevant for the requesting NF service consumer.

2b. If there is no valid subscription data for the UE, or if the UE subscription data exists, but the requested session
management subscription is not available (e.g. query parameter contains network slice and/or DNN that does not
belong to the UE subscription), HTTP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.6 SMS Subscription Data Retrieval

Figure 5.2.2.2.6-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive
the UE's SM S Subscription Data (see a'so 3GPP TS 23.502 [ 3], clause 4.13.3.1). The request contains the UE's identity
(/{supi}) and the type of the requested information (/sms-data).

Consumer
| |
: 1. GET ...{supi}/sms-data >
| |
|
|
|

IH 2. 200 OK (SmsSubscriptionData)
|
|

Figure 5.2.2.2.6-1: Requesting UE's SMS Subscription Data

1. The NF Service Consumer (e.g. AMF) sends a GET request to the resource representing the UE's SMS
Subscription Data.

2. The UDM responds with "200 OK" with the message body containing the UE's SM'S Subscription Data.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.7 SMS Management Subscription Data Retrieval

Figure 5.2.2.2.7-1 shows a scenario where the NF service consumer (e.g. SMSF) sends a request to the UDM to receive
the UE's SM'S Management Subscription Data (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the
UE'sidentity (/{ supi}) and the type of the requested information (/sms-mng-data).

NF Service
Consumer

I
|
: 1. GET .../{supi}/sms-mng-data
|
|

N S

:4—2. 200 OK (SmsManagementSubscriptionData)—:

Figure 5.2.2.2.7-1: Requesting UE's SMS Management Subscription Data

1. The NF Service Consumer (e.g. SMSF) sends a GET request to the resource representing the UE's SMS
Management Subscription Data.

2. The UDM responds with "200 OK" with the message body containing the UE's SM'S Management Subscription
Data

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.8 UE Context In SMF Data Retrieval

Figure 5.2.2.2.8-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's Context In SMF data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's
identity (/{ supi}), the type of the requested information (/ue-context-in-smf-data) and query parameters (supported-
features).

consumer
| |
: 1. GET .../{supi}/ue-context-in-smf-data—»i
| 2a. 200 OK (UeContextinSmfData)

|
|
2b. 404 Not Found |
|
|

Figure 5.2.2.2.8-1: Requesting a UE's Context in SMF Data

1. The NF service consumer (e.g. AMF) shall send a GET request to the resource representing the UE's Context In
SMF Data, with query parameters indicating the supported-features.

2a. On Success, the UDM shall respond with "200 OK" with the message body containing the UE's Context In SMF
Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.29 Retrieval Of Multiple Data Sets

Figure 5.2.2.2.9-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive
multiple data sets. In this example scenario the UE's Access and Mobility Subscription data and the the UE's SMF
Selection Subscription data are retrieved with a single request; see clause 6.1.3.11.3.1 for other data sets that can be
retrieved with asingle request. The request contains the UE's identity (/{ supi}) and query parametersidentifying the
requested data sets (in this example: ?dataset-names=AM, SMF_SEL).

NF Service

Consumer
[ [
| |

—1. GET .../{supi}?dataset—names=AM,SMF_SEL4>:

UDM

| |
» 2. 200 OK (SubscriptionDataSets) !
| |
| |
| |

Figure 5.2.2.2.9-1: Retrieval of Multiple Data Sets

1. The NF Service Consumer (e.g. AMF) sends a GET request to the resource representing the supi. Query
parameters indicate the requested data sets.

2. The UDM responds with "200 OK" with the message body containing the requested and available data sets.
When not al requested data sets are available at the UDM (e.g. no Trace Data), only the requested and available
data sets are returned in a"200 OK" response.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.10 Identifier Translation

Figure 5.2.2.2.10-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to receive
the SUPI/GPSI that corresponds to the provided GPSI/SUPI (see also 3GPP TS 23.502 [3], clause 4.13.2.2 and

clause 4.13.7.2). The request contains the UE's identity (/{ ueld}) which shall be a SUPI or GPSI and the type of the
requested information (/id-trand ation-result).

NOTE: Thisservice operation can be used by aRel-15 GMLC during 5GS-MT-LR procedure to get the SUPI of
aUE from GPSI, as an authorized NF service consumer of Nudm_SubscriberDataM anagement service.

NF Service UDM
Consumer
| |
: 1. GET ...{ueld}/id-translation-result >:
| |
| |
1
|
|
|

- 2. 200 OK (IdTranslationResult)
[
[
|

Figure 5.2.2.2.10-1: Identifier Translation

1. The NF Service Consumer (e.g. NEF) shall send a GET request to the resource representing the
IdTrandationResult, with query parameters indicating the supported-features and/or app-port-id.

2. The UDM shall respond with "200 OK" with the message body containing the UE's SUPI.
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.11 Shared Subscription Data Retrieval

Figure 5.2.2.2.11-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the shared subscription data. The request contains the type of the requested information (/shared-data) and query
parameters (supportedFeatures, shared-data-id).

NF service

consumer
I I
1. GET .../shared-data?shared-data-id=<id 1> <id2>—

|
I 2a. 200 OK (SharedData)

|
|
< 2b. 404 Not Found i
| |
| |

UDM

Figure 5.2.2.2.11-1: Requesting shared data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the SharedData, with
guery parameters indicating the supportedFeatures and shared-data-id.

2a. On success, the UDM responds with “200 OK" with the message body containing the SharedData.

2b. If thereis no valid shared data for one or more of the shared-data-ids, HT TP status code "404 Not Found" shall
be returned including additional error information in the response body (in the "ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.12 UE Context In SMSF Data Retrieval

Figure 5.2.2.2.12-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's Context In SM SF data. The reguest contains the UE's identity (/{supi}), the type of the requested information
(/ue-context-in-smsf-data) and query parameters (supported-features).

NF service UDM
consumer

| |

: 1. GET .../{supi}/ue-context-in—smsf—data—>:

|

:4 2a. 200 OK (UeContextiInSmsfData)

|

|

|
|
2b. 404 Not Found |
|
|

Figure 5.2.2.2.12-1: Requesting a UE's Context in SMSF Data

1. The NF service consumer (e.g. AMF) shall send a GET request to the resource representing the UE's Context In
SMSF Data, with query parameters indicating the supported-features.

2a. On Success, the UDM shall respond with 200 OK™" with the message body containing the UE's Context In
SMSF Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.13 Trace data Retrieval

Figure 5.2.2.2.13-1 shows a scenario where the NF service consumer (e.g. AMF, SMF) sends arequest to the UDM to
receive the UE's trace data. The request contains the UE's identity (/{ supi}), the type of the requested information
(/trace-data) and query parameters.

NF service UDM
consumer

: :

: 1. GET .../{supi}/trace-data: =:

: 2a. 200 OK (TraceDataResponse) :

| 2b. 404 Not Found
|
|

Figure 5.2.2.2.13-1: Requesting a UE's trace Data

1. The NF service consumer (e.g. AMF, SMF) shall send a GET request to the resource representing the UE's trace
Data, with query parameters.

2a. On Success, the UDM shall respond with "200 OK" with the message body containing the UE's trace data
response as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.14 Group ldentifier Translation

Figure 5.2.2.2.14-1 shows a scenario where the NF service consumer sends a request to the UDM to receive the Internal
Group Identifier that corresponds to the provided External Group Identifier and / or the list of the UE identifiers (e.g.
SUPIs, GPSIs) that belong to the provided External Group Identifier.

NF Service

Consumer
| |
:—1. GET .../group-data/group-identifiers?ext-group-id:...—>:

|
|
:4 2. 200 OK (InternalGroupldentifiers)
|
|

UDM

Figure 5.2.2.2.14-1: External Group Identifier Translation

1. The NF Service Consumer (e.g. NEF, GMLC) shall send a GET request to the resource representing the group
identifiers handled by UDM; the External Group Identifier is passed in a query parameter of the request URI,
and anindication is also passed if the list of UE identifiers that belong to the provided External Group Identifier
are required.

2. The UDM shall respond with "200 OK" with the message body containing the Internal Group Identifier and / or
thelist of UE identifiers that belong to the provided External Group Identifier.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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Figure 5.2.2.2.14-2 shows another scenario where the NF service consumer sends a request to the to receive the
External Group Identifier that corresponds to the provided Internal Group Identifier and optionally, the list of the UE
identifiers (e.g. SUPIs, GPSIs) pertaining to such group.

NF Service

Consumer
| |

:—1. GET .../group-data/group-identifiers?int-group-id:...—»:

|

|

:4 2. 200 OK (ExternalGroupldentifiers)

|

|

UDM

Figure 5.2.2.2.14-2: Internal Group Identifier Translation

1. The NF Service Consumer (e.g. NEF, GMLC) shall send a GET request to the resource representing the Internal
Group Identifiers handled by UDM; the Internal Group Identifier is passed in a query parameter of the request
URI, and an indication is also passed if the list of UE identifiers that belong to the provided Internal Group
Identifier are required.

2. The UDM shall respond with "200 OK" with the message body containing the corresponding External Group
Identifier and / or the list of UE identifiers that belong to the provided External Group Identifier.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.15 LCS Privacy Data Retrieval

Figure 5.2.2.2.15-1 shows a scenario where the NF service consumer (e.g. HGMLC, NEF) sends arequest to the UDM
to receive the UE's LCS Privacy Subscription data (see 3GPP TS 23.273 [38] figure 6.1.2-1 step 2, figure 6.3.1-1 step 2,
figure 6.5.1-1 step 7 and figure 6.8.1 step 3). The request contains the UE's identity (/{ ueld}), the type of the requested
information (/Ics-privacy-data) and query parameters (supported-features).

2b. 404 Not Found

NF service UDM
consumer

| |

| . |

. 1. GET ...{ueld}/Ics-privacy-data -

| |

:4 2a. 200 OK (LcsPrivacyData) !

| |

| |

Figure 5.2.2.2.15-1: Requesting a UE's LCS Privacy Data

1. The NF service consumer (e.g. HGMLC, NEF) sends a GET reguest to the resource representing the UE's Lcs
Privacy Subscription Data, with query parameters indicating the supported-features.

2a. On Success, the UDM responds with 200 OK™" with the message body containing the UE's Lcs Privacy
Subscription Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.16 LCS Mobile Originated Data Retrieval

Figure 5.2.2.2.16-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive
the UE's LCS Mobile Originated Subscription data (see 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/Ics-mo-data) and query parameters
(supported-features).

o
| |
: 1. GET ...Asupi}/lcs-mo-data >:
| 2a. 200 OK (LcsMoData) i
|
|
|

< 2b. 404 Not Found
|
|

Figure 5.2.2.2.16-1: Requesting a UE's LCS Mobile Originated Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's LCS Mobile
Originated Subscription Data, with query parameters indicating the supported-features.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's LCS Mobile
Originated Subscription Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.17 Enhanced Coverage Restriction Data Retrieval

Figure 5.2.2.2.17-1 shows a scenario where the NF service consumer (e.g. NEF) sends areguest to the UDM to retrieve
a UE's subscribed Enhanced Coverage Restriction data (see also 3GPP TS 23.502 [3] figure 4.27.1-1 step 3and 7). The
request contains the identifier of the UE (/{ supi}), the type of the requested information (/am-data/ecr-data) and query
parameters (supported-features).

NF service UDM
consumer

| |

| . |

. 1. GET .../{supi}/am-data/ecr-data: >

| |

! 2a. 200 OK (EhancedCoverageRestrictionData) !

! 2b. 404 Not Found |

Figure 5.2.2.2.17-1: NF service consumer retrieves Enhance Coverage Restriction Data

1. The NF service consumer (e.g. NEF) sendsa GET request to the resource that represents a UE's subscribed
Enhanced Coverage Restriction data, with query parameters indicating the supported-features.

2a. On success, the UDM responds with "200 OK", the message body containing the UE's subscribed Enhanced
Coverage Restriction data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscribed Enhanced Coverage Restriction data for the UE, HT TP status code "404 Not
Found" shall be returned including additional error information in the response body (in the "ProblemDetails"
element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.18 V2X Subscription Data Retrieval

Figure 5.2.2.2.18-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to retrieve
aUE's subscribed V2X data (see also 3GPP TS 23.287 [51] clause 6.5.2). The request contains the identifier of the UE
(/{supi}), the type of the requested information (/v2x-data) and query parameters (supported-features).

2b. 404 Not Found

NF service UDM
consumer
| |
! 1. GET .../{supi}/v2x-data >
: 2a. 200 OK (V2xSubscriptionData) :
|
|
|

Figure 5.2.2.2.18-1: NF service consumer retrieves V2X Subscription Data

1. The NF service consumer (e.g. AMF) sendsa GET request to the resource that represents a UE's subscribed V2X
data, with query parameters indicating the supported-features.

2a. On success, the UDM responds with "200 OK", the message body containing the UE's subscribed V2X data as
relevant for the requesting NF service consumer.

2b. If thereis no valid subscribed V2X data for the UE, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.19 LCS Broadcast Assistance Subscription Data Retrieval

Figure 5.2.2.2.19-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's LCS Broadcast Assistance Subscription data (see 3GPP TS 23.273 [38]). The request contains the UE's
identity (/{ supi}), the type of the requested information (/Ics-bca-data) and query parameters (supported-features, plmn-
id).

NF service UDM
consumer

| |

| . |

. 1. GET .../{supi}/Ics-bcs-data >

| |

I 2a. 200 OK (LcsBroadcastAssistanceData) I

| 2b. 404 Not Found |

Figure 5.2.2.2.19-1: Requesting a UE's LCS Broadcast Assistance Subscription Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's Lcs Location
Assistance Subscription Data, with query parameters indicating the supported-features and/or plmn-id.

2a. On Success, the UDM responds with 200 OK" with the message body containing the UE's Lcs Location
Assistance Subscription Data as relevant for the requesting NF service consumer.

2h. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails' element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.20 UE Context In AMF Data Retrieval

Figure 5.2.2.2.20-1 shows a scenario where the NF service consumer (e.g. HSS) sends arequest to the UDM to receive
the UE's Context In AMF data (see also 3GPP TS 23.632 [32] figure 5.3.4-1 step 2 and 3). The request contains the
UE'sidentity (/{supi}), the type of the requested information (/ue-context-in-amf-data) and query parameters
(supported-features).

sonsumer uDM
| |
: 1. GET .../{supi}/ue-context—in-amf-data—>:
: 2a. 200 OK (UeContextinAmfData)

|
|
2b. 404 Not Found i
|
|

Figure 5.2.2.2.20-1: Requesting a UE's Context in AMF Data

1. The NF service consumer (e.g. HSS) shall send a GET request to the resource representing the UE's Context In
AMF Data, with query parameters indicating the supported-features.

2a. On Success, the UDM shall respond with "200 OK" with the message body containing the UE's Context In AMF
Data asrelevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.21 Individual Shared Subscription Data Retrieval

Figure 5.2.2.2.21-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
theindividual shared subscription data indicated by the sharedDatald. The request contains the type of the requested
information (/shared-data/{ sharedDatald} ).

NF service UDM
consumer

| |

: 1. GET .../shared-data/{sharedDatald}—»}

|

:4 2a. 200 OK (SharedData)

|

|

|
|
2b. 404 Not Found |
|
|

Figure 5.2.2.2.21-1: Requesting shared data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the individual
SharedData indicated by the sharedDatal d.

2a. On success, the UDM responds with "200 OK" with the message body containing the individual SharedData.

2b. If thereis no valid individual SharedData indicated by the sharedDatald, HT TP status code "404 Not Found"
shall be returned including additional error information in the response body (in the "ProblemDetails' element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5223 Subscribe

5.2.2.3.1 General
The following procedures using the Subscribe service operation are supported:
- Subscription to notification of data change (for UE individual data)

- Subscription to naotification of shared data change

5.2.2.3.2 Subscription to notifications of data change

Figure 5.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to
notifications of data change (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains a callback
URI and the URI of the monitored resource.

NF service
consumer

I I
L——1. POST...{ueld}/sdm-subscriptions (Sdeubscription)—»}

UDM

|
2a. 201 Created (SdmSubscription) :
2b. 404 Not Found ;

|

|

2c. 501 Not Implemented

R G

Figure 5.2.2.3.2-1: NF service consumer subscribes to notifications

1. The NF service consumer sends a POST request to the parent resource (collection of subscriptions)
(.../{ ueld} /sdm-subscriptions), to create a subscription as present in message body. The payload body of the
POST request shall contain a representation of the individual subscription resource to be created. An NF
consumer supporting the "LimitedSubscriptions' feature shall create only one unique subscription per UE
(identified by the ueld in URI) without additional filter criteria, or with a specific filter criteria (e.g. dnn and/or
singleNssai), and set the "uniqueSubscription” |E with the value "true" in request body.

2a. On success, the UDM responds with "201 Created” with the message body containing a representation of the
created subscription. The Location HTTP header shall contain the URI of the created subscription.

2b. If thereis no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

2c. If the UE subscription data exist, but the requested subscription to data change notification cannot be created
(e.g. dueto an invalid/unsupported data reference to be monitored, contained in the SdmSubscription parameter),
HTTP status code "501 Not Implemented” shall be returned including additional error information in the
response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.2.2.3.3 Subscription to natifications of shared data change

Figure 5.2.2.3.3-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to
notifications of shared data change. The request contains a callback URI and the URI of the monitored resource.
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NF service

consumer
I

I
L——1. POST.../shared-data-subscriptions (Sdeubscription)—»}

UDM

———g----

|
|
|
2. 201 Created (SdmSubscription) |
|
|

Figure 5.2.2.3.3-1: NF service consumer subscribes to notifications of shared data change

1. The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../shared-
data-subscriptions), to create a subscription as present in message body. The payload body of the POST request
shall contain arepresentation of the shared data individual subscription resource to be created. An NF consumer
supporting the "LimitedSubscriptions' feature shall create only one unique shared data individual subscription
and set the "uniqueSubscription” | E with the value "true" in request body.

2. On success, the UDM responds with "201 Created" with the message body containing a representation of the
created subscription. The Location HTTP header shall contain the URI of the created subscription.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5224 Unsubscribe

5.2.24.1 General
The following procedures using the Unsubscribe service operation are supported:
- Unsubscribe to notification of data change (for UE individual data)

- Unsubscribe to notifications of shared data change

5.2.2.4.2 Unsubscribe to notifications of data change

Figure 5.2.2.4.2-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from
notifications of data changes (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the URI
previously received in the Location HTTP header of the response to the subscription.

NF service

UDM
consumer

I I
| |
:—1 . DELETE.. ./{ueld}/sdm-subscriptions/{subscriptionld}—»{

2a. 204 No Content :
2b. 404 Not Found |
|
|

——-4--

Figure 5.2.2.4.2-1: NF service consumer unsubscribes to notifications

1. The NF service consumer sends a DELETE request to the resource identified by the URI previously received
during subscription creation.

2a. On success, the UDM responds with “204 No Content™.
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2b. If there is no valid subscription available (e.g. due to an unknown subscriptionld value), HTTP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.2.2.4.3 Unsubscribe to notifications of shared data change

Figure 5.2.2.4.3-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from
notifications of shared data changes. The request contains the URI previoudly received in the Location HT TP header of
the response to the subscription.

NF service

UDM
consumer
| |
:—1 . DELETE.. ./shared-data—subscriptions/{subscriptionld}—»}

|
I 2a. 204 No Content

|
|
< 2b. 404 Not Found i
| |
| |

Figure 5.2.2.4.3-1: NF service consumer unsubscribes to notifications for shared data

1. The NF service consumer sends a DELETE request to the resource identified by the URI previously received
during subscription creation.

2a. On success, the UDM responds with "204 No Content".

2b. If there is no valid subscription available (e.g. due to an unknown subscriptionld value), HTTP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5225 Notification

5.2.25.1 General
The following procedures using the Notification service operation are supported:

- Datachange notification to NF, including the updates of UE's Subscriber Data indicated by the "subscription
data Type" input and additional UE's UDM -related parameters.

- Delivery of UE Parameters Update Datato the UE via control plane procedure as defined in 3GPP TS 23.502 [3]
clause 4.20.

5.2.2.5.2 Data Change Notification To NF

Figure 5.2.2.5.2-1 shows a scenario where the UDM noatifies the NF service consumer (that has subscribed to receive
such notification) about subscription data change (see also 3GPP TS 23.502 [3] clause 4.5.1 or 3GPP TS 23.502 [3]
clause 4.5.2) or shared data change. The delivery of UE Parameters Update Data to the UE via control plane procedure
is also conveyed using this notification, as defined in 3GPP TS 23.502 [3] clause 4.20. The natification request shall be
sent to the callbackReference URI as previoudly received in the SdmSubscription (see clause 6.1.6.2.3).
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NF service

consumer
[
|
-«——1. POST {callbackReference} (Notification)}———

2. 204 No Content

Y _

Figure 5.2.2.5.2-1: Subscription Data Change Notification

1. The UDM sendsa POST request to the callbackReference as provided by the NF service consumer during the

subscription.

2. The NF service consumer responds with "204 No Content”.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

NOTE 1: If the NF service consumer detects that the received Data Change Notification contains an origVa ue that

does not match the currently stored value, it can re-sync by using the Nudm_SDM_ Get service operation.

NOTE 2: When the notification is used for the delivery of UE Parameter Update Data to the UE, the trigger for

UDM to start this procedure is out of the scope of this specification. This can be based, e.g., on O& M
commands or provisioning orders. When a given UE parameter can be updated either in the USIM or in
the ME side of the UE (e.g., Routing Indicator, see 3GPP TS 23.502 [3] clause 4.20.1) it is assumed that
the trigger for the UE parameter update procedure includes an indication to the UDM of the target for the
UE parameters update (i.e., USIM or ME). Thisindication is used by the UDM to decide which UE
parameter update data set type to use and whether the UE parameter update requires secured packet
protection via SP-AF.

5.2.2.6 Info

5.2.2.6.1 General

The following procedures using the Info service operation are supported:

Providing acknowledgement from the UE to UDM about successful delivery of Steering of Roaming information
viathe AMF as defined in 3GPP TS 23.122 [20]

Providing acknowledgement from the UE to UDM about successful delivery of updated Default Configured
NSSAI or UICC data (Secured-Packet, containing e.g. Routing indicator) viathe AMF as defined in
3GPP TS 23502 [3].

Providing acknowledgement from the UE to the UDM about successful delivery of the Network Slicing
Subscription Change Indication.

Providing acknowledgement from the UE to UDM about successful delivery of CAG configuration (see
3GPP TS 23.501 [2] clause 5.30.3.3).

Providing indication from AMF to UDM about unsuccessful delivery of Steering of Roaming Information,
updated Default Configured NSSAI or UICC data, Network Slicing Subscription Change Indication or Network
Slicing Subscription Change Indication.

Triggering update of Steering of Roaming information at the UE due to "initial registration” or "emergency
registration” inaVPLMN.

ETSI



3GPP TS 29.503 version 16.14.0 Release 16 40 ETSI TS 129 503 V16.14.0 (2023-01)

5.2.2.6.2 Providing acknowledgement of Steering of Roaming

Figure 5.2.2.6.2-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see also 3GPP TS 23.122 [20] Annex C). The request contains the UE's identity (/{ supi}), the type of the
acknowledgement information (/am-data/sor-ack), and the SOR-MAC-lue.

NF service

UDM

consumer

I I

| |
:—1. PUT.../{supi}/am-data/sor-ack (Acknowledgelnfo)—>:
|
54 2. 204 No Content
|
|

Figure 5.2.2.6.2-1: Providing acknowledgement of Steering of Roaming

1. The NF service consumer (e.g. AMF) sends a PUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo (SOR-M A C-lue received from the UE, or UE not
reachable indication).

2. The UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.2.2.6.3 Providing acknowledgement of UE parameters update

Figure 5.2.2.6.3-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see also 3GPP TS 23.502 [3]). The request contains the UE's identity (/{ supi}), the type of the acknowledgement
information (/fam-data/upu-ack), and the UPU-MAC-lue.

NF service

UDM

consumer

[ [

| |
:—1. PUT.../{supi}/am-data/upu-ack (Acknowledgelnfo)—nI
|
|
-t 2. 204 No Content

Figure 5.2.2.6.3-1: Providing acknowledgement of UE parameters update

1. The NF service consumer (e.g. AMF) sends a PUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo(UPU-M A C-lue received from the UE, or UE not
reachable indication).

2. The UDM responds with "204 No Content".

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.
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5.2.2.6.4 Providing acknowledgement of UE for Network Slicing Subscription Change

Figure 5.2.2.6.4-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see also 3GPP TS 23.502 [3]). The request contains the UE's identity (/{ supi}) and the type of the
acknowledgement information (/am-data/subscribed-snssais-ack).

NF service

UDM
consumer
I

I
| |
| 1. PUT.../{supi}/am-data/subscribed-snssais-ack |
— —>

| (Acknowledgelnfo)
i< 2. 204 No Content
|
|

Figure 5.2.2.6.4-1: Providing acknowledgement of UE for Network Slicing Subscription Change

1. The NF service consumer (e.g. AMF) sends a PUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo.

2. The UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.2.2.6.5 Providing acknowledgement of UE for CAG configuration change

Figure 5.2.2.6.5-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see also 3GPP TS 23.502 [3]). The request contains the UE's identity (/{ supi}) and the type of the
acknowledgement information (/am-data/cag-ack).

NF service

UDM
consumer

I I
| |
:—1. PUT.../{supi}/am-data/cag-ack (Acknowledgelnfo)—ﬂ
|
i< 2. 204 No Content
|
|

Figure 5.2.2.6.5-1: Providing acknowledgement of UE for CAG configuration change

1. The NF service consumer (e.g. AMF) sendsaPUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo.

2. The UDM responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.2.2.6.6 Triggering Update of Steering Of Roaming information

Figure 5.2.2.6.6-1 shows a scenario where the NF service consumer (e.g. AMF) sends the request to the UDM to trigger
the update of Steering of Roaming information at the UE. The request contains the UE's identity (/{ supi}), the type of
regquest (/am-data/update-sor) and the VPLMN ID.
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NF service UDM
consumer
I I
| |
:—l. POST.../{supi}/am-data/update-sor (SorUpdateInfo)—>:
|
|
:4 2. 200 OK (Sorinfo)
|
|

Figure 5.2.2.6.6-1: Triggering update of Steering Of Roaming information

1. The NF service consumer (e.g. AMF) sends a POST request to the resource representing the UE's Access and
Mobility Subscription Data, with the request to update the Steering of Roaming information at the UE.

2. The UDM responds with "200 OK" containing the updated Sor Information.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.2.2.7 ModifySubscription

5.2.2.7.1 General
The following procedures using the M odifySubscription service operation are supported:
- Modification of a Subscription to notification of data change (for UE individual data)
- Moadification of a Subscription to notification of shared data change
The ModifySubscription service operation can be used for the following purpose:
- Extend the expiry time of SdmSubscription;
- :\/Iodify the resource URIs to be monitored, e.g. add/remove resource URIs to/from the monitored resource URI
Ist.
5.2.2.7.2 Modification of a subscription to notifications of data change

Figure 5.2.2.7.2-1 shows a scenario where the NF service consumer sends a reguest to the UDM to modify a
subscription to notifications of data changes. The request contains the URI previously received in the Location HTTP
header of the response to the subscription.

NF service

UDM
consumer

I I
: 1. PATCH...{ueld}/sdm-subscriptions/{subscriptionld} :
— —

(SdmSubsModification)
2a. 200 OK (SdmSubscription)

|
|
2b. 404 Not Found |
|
|

e i

Figure 5.2.2.7.2-1: NF service consumer modifies a subscription to notifications

1. The NF service consumer sends a PATCH request to the resource identified by the URI previously received
during subscription creation.

The NF service consumer may include "monitoredResourceUris" to replace the existing monitored resource
URIs, e.g. to add/remove specific resource URIs from the monitored resource URI list.
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2a. On success, the UDM responds with "200 OK".

2b. If thereis no valid subscription available (e.g. due to an unknown subscriptionld value), HTTP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.2.2.7.3 Modification of a subscription to notifications of shared data change

Figure 5.2.2.7.3-1 shows a scenario where the NF service consumer sends a request to the UDM to modifya
subscription to notifications of shared data changes. The request contains the URI previoudly received in the Location
HTTP header of the response to the subscription.

NF service UDM
consumer
[ [
| |
1. PATCH.../shared-data-subscriptions/{subscriptionld
[ shared-data-subscriptions/{subscriptionld} [

(SdmSubsModification)
2a. 200 OK (SdmSubscription)

|
|
2b. 404 Not Found !
|
|

|
|
-t
|
|
|

Figure 5.2.2.7.3-1: NF service consumer modifies a subscription to notifications for shared data

1. The NF service consumer sends a PATCH request to the resource identified by the URI previously received
during subscription creation.

The NF service consumer may include "monitoredResourceUris" to replace the existing monitored resource
URIs, e.g. for the purposes to add/remove specific resource URIs from the monitored resource URI list.

2a. On success, the UDM responds with "200 OK".

2b. If thereis no valid subscription available (e.g. due to an unknown subscriptionld value), HT TP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3 Nudm_UEContextManagement Service

5.3.1 Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1, and 3GPP TS 23.632 [32].

5.3.2 Service Operations

53.2.1 Introduction
For the Nudm_UEContextM anagement service the following service operations are defined:
- Regidtration

- DeregistrationNotification
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- Deregistration

- Get

- Update

- P-CSCF-RestorationNatification
- P-CSCF-RestorationTrigger

- AMFDeregistration

- PEI-Update

The Nudm_UEContextM anagement Service is used by Consumer NFs (AMF, SMF, SMSF) to register at the UDM by
means of the Registration service operation.

It is also used by the registered Consumer NFs (AMF) to get notified by means of the DeregistrationNatification service
operation when UDM decides to deregister the registered consumer NF.

It isalso used by the registered Consumer NFs (AMF, SMF, SMSF) to deregister from the UDM by means of the
Deregistration service operation.

Itisalso used by consumer NFs (NEF, NWDAF, NSSAAF) to retrieve registration information from the UDM by
means of the Get service operation.

It is also used by the registered Consumer NFs (AMF, SMF) to update registration information stored at the UDM by
means of the Update service operation.

It is also used by the registered Consumer NFs (AMF, SMF) to get notified by means of the P-CSCF-
RestorationNotification service operation when UDM detects the need for P-CSCF restoration.

It isalso used by the consumer NF (HSS) to trigger P-CSCF restoration by means of the P-CSCF-RestorationTrigger
service operation.

It isalso used by the consumer NF (HSS) to trigger deregistration of the registered AMF for 3GPP access by means of
the AMFDeregistration service operation

It isalso used by the consumer NF (HSS) to update the PEI in the AMF 3GPP Access Registration context, by means of
the PEI-Update service operation.

5.3.2.2 Registration

5.3.2.2.1 General

The Registration service operation isinvoked by a NF that has been selected to provide service to the UE to store
related UE Context Management information in UDM.

NF Consumers are AMF for access and mobility management service, SMF for session management services, SM SF
providing SM S services and HSS for |P-SM-GW registration in SM Sol P scenarios.

As part of this registration procedure, the UDM authorizes or rejects the subscriber to use the service provided by the
registered NF, based on subscription data (e.g. roaming restrictions).

The following procedures using the Registration service operation are supported:
- AMF registration for 3GPP access
- AMF registration for non-3GPP access
- SMF registration
- SMSF registration for 3GPP access

- SMSF registration for non-3GPP access
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- IP-SM-GW registration

5.3.2.2.2 AMF registration for 3GPP access

Figure 5.3.2.2.2-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration
information for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's
identity (/{ ueld}) which shall be a SUPI and the AMF Registration Information for 3GPP access.

AMF UDM
T
|
|

| 1. PUT .../{ueld}/registrations/amf-3gpp-access
(Amf3GppAccessRegistration)

| |
[ [
: 2a. 200 OK / 204 No Content :
- 2b. 201 Created |
! 2c. 403 Forbidden !

Figure 5.3.2.2.2-1: AMF registering for 3GPP access

1. The AMF sendsaPUT request to the resource representing the UE's AMF registration for 3GPP access to update
or create AMF registration information.

If EPS interworking with N26 is supported, and the AMF has per DNN selected the PGW-C+SMF for EPS
interworking, the AMF shall include the info of selected PGW-C+SMF to the UDM.

2a. On success, the UDM updates the Amf3GppA ccessRegistration resource by replacing it with the received
resource information, and responds with 200 OK" or 204 No Content".

UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI
provided by the old AMF.

When AMF indicates there are no ongoing event subscriptions, but UDM has ongoing event exposure
subscriptions stored (e.g. in UDR), UDM shall invoke one Namf_EventExposure Subscribe Service operations
(see clause 5.3.2.2 of 3GPP TS 29.518 [36]) on behalf of NEF per subscription stored.

2b. If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores
the received AMF registration data for 3GPP access and responds with HTTP Status Code "201 created”. A
response body may be included to convey additional information to the NF consumer (e.g., features supported by
UDM).

2c. If the operation cannot be authorized due to e.g UE does not have required subcription data, the AMF does not
support CAG feature and the UE is allowed to access 5GS via CAG cell(s) only, access barring, roaming
restrictions or core network restriction, HTTP status code "403 Forbidden" should be returned including
additional error information in the response body (in "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.2.3 AMF registration for non 3GPP access

Figure 5.3.2.2.3-1 shows a scenario where the AM F sends a request to the UDM to update the AMF registration
information for non 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the
UE's identity (/{ ueld}) which shall be a SUPI and the AMF Registration Information for non 3GPP access.
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UDM
I
|
|

1. PUT .../{ueld}/registrations/amf-non-3gpp-access
(AmfNon3GppAccessRegistration)

| |
| |
: 2a. 200 OK / 204 No Content :
- 2b. 201 Created |
! 2c. 403 Forbidden !

Figure 5.3.2.2.3-1: AMF registering for non 3GPP access

1. The AMF sendsaPUT request to the resource representing the UE's AMF registration for non 3GPP access to
update or create AMF registration information.

2a. On success, the UDM updates the AmfNon3GppA ccessRegi stration resource by replacing it with the received
resource information, and responds with “200 OK" or "204 No Content".

UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI
provided by the old AMF.

When AMF indicates there are no ongoing event subscriptions, but UDM has ongoing event exposure
subscriptions stored (e.g. in UDR), UDM shall invoke one Namf_EventExposure Subscribe Service operations
(seeclause 5.3.2.2 of 3GPP TS 29.518 [36]) on behalf of NEF per subscription stored.

2b. If the resource does not exist (thereis no previous AMF information stored in UDM for that user), UDM stores
the received AMF registration data for non-3GPP access and responds with HT TP Status Code 201 created". A
response body may be included to convey additional information to the NF consumer (e.g., features supported by
UDM).

2c. If the operation cannot be authorized due to e.g UE does not have required subcription data, the AMF does not
support CAG feature and the UE is alowed to access 5GS via CAG cell(s) only, access barring, roaming
restrictions or core network restriction, HTTP status code "403 Forbidden™ should be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.24 SMF registration

Figure 5.3.2.2.4-1 shows a scenario where an SMF sends a request to the UDM to create a new registration (see also
3GPP TS 23.502 [3] figure 4.3.2.2.1-1 step 4). The request contains the UE's identity (/{ ueld}) which shall be a SUPI
and the SMF Registration Information.

SMF UDM
I I
I 2. PUT .../{ueld}/registrations/smf-registrations/{pduSessionId}_>i
T (SmfRegistration) |
| |
:4 2a. 201 Created (SmfRegistration) :
| |
| |

2b. 403 Forbidden

Figure 5.3.2.2.4-1: SMF registration

1. The SMF sendsaPUT request to the resource .../{ ueld} /registrations/smf-registrations/{ pduSessionid} , to create
an SMF Registration as present in the message body.
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If the SMF belongsto an SMF Set, the NF Set ID of the SMF Set shall be included in the request message.

2a. The UDM responds with "201 Created" with the message body containing a representation of the created SMF
registration.

If the new SMF isnot in an SMF set or is not in the same SMF Set as the old SMF, the UDM shall invoke the
Deregistration Notification service operation towards the old SMF using the callback URI provided by the old
SMF.

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or
roaming restrictions, HT TP status code "403 Forbidden" should be returned including additional error
information in the response body (in "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.25 SMSF Registration for 3GPP Access

Figure 5.3.2.2.5-1 shows a scenario where the SM SF sends a request to the UDM to create or update the SM SF
registration information for 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the UE's
identity (/{ ueld}) which shall be a SUPI and the SM SF Registration Information for SM S service.

I
: 1. PUT .../{ueld}/registrations/smsf-3gpp-access

| (SmsfRegistration) |

SMSF UDM
I
|
|

2a. 200 OK / 201 Created (SmsfRegistration)
I 2b. 403 Forbidden

Figure 5.3.2.2.5-1: SMSF registering for 3GPP Access

1. The SMSF sendsaPUT request to the resource representing the UE's SM SF registration for 3GPP Access to
update or create SM SF registration information.

If the SM SF belongs to an SM SF Set, the NF Set 1D of the SMSF Set shall be included in the request message.

2a. If successful, the UDM responds with "200 OK", or "201 Created" with the message body containing the
representation of the SmsfRegistration.

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or
roaming restrictions, HT TP status code "403 Forbidden" should be returned including additional error
information in the response body (in "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.2.6 SMSF Registration for Non 3GPP Access

Figure 5.3.2.2.6-1 shows a scenario where the SM SF sends a request to the UDM to create or update the SM SF
registration information for non 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the
UE'sidentity (/{ueld}) which shall be a SUPI and the SM SF Registration Information for SMS service.
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SMSF UDM
T T
|
|

|
| 1. PUT .../ueld}/registrations/smsf-non-3gpp-access

| (SmsfReqistration) |
| 2a. 200 OK / 201 Created (SmsfRegistration) |
| 2b. 403 Forbidden |

Figure 5.3.2.2.6-1: SMSF registering for Non 3GPP Access

1. The SMSF sendsa PUT request to the resource representing the UE's SM SF registration for Non 3GPP Access
to update or create SM SF registration information.

If the SM SF belongs to an SM SF Set, the NF Set 1D of the SMSF Set shall be included in the request message.

2a. If successful, the UDM responds with "200 OK", or "201 Created" with the message body containing the
representation of the SmsfRegistration.

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or
roaming restrictions, HT TP status code " 403 Forbidden” should be returned including additional error
information in the response body (in "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.2.7 IP-SM-GW registration

Figure 5.3.2.2.7-1 shows a scenario where an HSS sends a request to the UDM to create a new registration of an |P-SM-
GW (see dso 3GPP TS 23.632 [32] figure 5.5.X.2.1-1 step 2). The request contains the UE's identity (/{ ueld}) which
shall be a SUPI and the IP-SM-GW registration information.

HSS

M

:—2. PUT .../{ueld}/registrations/ip-sm-gw (IpSmGwRegistration)
|
|
| 2a. 201 Created (IpSmGwRegistration)
:4— 2b. 200 OK (IpSmGwRegistration)

|

2c. 403 Forbidden

I . A=

Figure 5.3.2.2.7-1: IP-SM-GW registration

1. TheHSS sendsaPUT request to the resource .../{ ueld} /registrations/ip-sm-gw, to create an IP-SM-GW
registration as present in the message body.

2a. If there was not a prior registration, the UDM responds with "201 Created" with the message body containing a
representation of the created |P-SM-GW registration.

2b. If there was a prior registration, the UDM responds with "200 OK™ with the message body containing a
representation of the updated |P-SM-GW registration.

2c. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.
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5.3.2.3 DeregistrationNotification

5.3.2.3.1 General
The following procedure using the DeregistrationNotification service operation is supported:

- UDM initiated NF Deregistration

5.3.2.3.2 UDM initiated NF Deregistration

Figure 5.3.2.3.2-1 shows a scenario where the UDM notifies the registered NF about its deregistration (see also

3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14 and 3GPP TS 23.502 [ 3] figure 4.26.4.1.1-1 step 14). The request
contains the callback URI for deregistration notification as received by the UDM during registration, and Deregistration
Data.

The UDM initiates the deregistration procedure when the UE is registered to the AMF which does not support CAG
feature and the CAG subscription of the UE changes and it is allowed to access the 5GS via CAG cell(s) only.

The UDM also initiates deregistration notification when UE moves to different AMF within same AMF-Set.

Deregistration notification shall not be sent if the nflnstancel d of the AMF initiating registration is same as the old
AMF aready registered in UDM (e.g. when multiple PLMNSs are hosted on same AMF and UE moves across PLMNS).

NF service

UDM
consumer
I I
| |

:471. POST {callbackReference} (DeregistrationData)—:

|
2.204 No Content »i
|
|

Figure 5.3.2.3.2-1: UDM initiated NF Deregistration

1. The UDM sendsaPOST request to the callbackReference as provided by the NF service consumer during the
registration.

2. The NF service consumer responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.3.24 Deregistration

53.24.1 General
The following procedures using the Deregistration service operation are supported:
- AMF deregistration for 3GPP access
- AMF deregistration for non-3GPP access
- SMF deregistration
- SMSF deregistration for 3GPP access
- SMSF deregistration for non-3GPP access
- IP-SM-GW deregistration
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5.3.24.2 AMF deregistration for 3GPP access

Figure 5.3.2.4.2-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM
for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity (/{ ueld})
which shall be a SUPI and an instruction to set the purgeFlag within the Amf3GppA ccessRegistration resource.

AMF UDM
I I

: 1. PATCH .../ueld}/registrations/amf-3gpp-access :
— —>

(Instruction: set PurgeFlag)
2a. 204 No Content

|
|
2b. 403 Forbidden |
|
|

|
|
-t
|
|
|

Figure 5.3.2.4.2-1: AMF deregistering for 3GPP access

1. The AMF sendsaPATCH request to the resource representing the UE's AMF registration for 3GPP access.

2a. The UDM shall check whether the received GUAMI matches the stored GUAMI. If so, the UDM shall set the
PurgeFlag. The UDM responds with 204 No Content”.

2h. Otherwise the UDM responds with 403 Forbidden".

NOTE: Based on operator policy, when AMF receives 403 Forbidden, the AMF can avoid freezing the 5G-TM S|
that the UE used, under consideration that the UE has been assigned another 5G-TM Sl by another AMF.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.24.3 AMF deregistration for non-3GPP access

Figure 5.3.2.4.3-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM
for non-3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity
(/{ueld}) which shall be a SUPI and an instruction to set the purgeFlag within the AmfNon3GppA ccessRegistration
resource.

1. PATCH .../{ueld}/registrations/amf-non-3gpp-access

(Instruction: set PurgeFlag)
2a. 204 No Content

|
|
2b. 403 Forbidden |
|
|

Figure 5.3.2.4.3-1: AMF deregistering for non-3GPP access

1. The AMF sendsaPATCH request to the resource representing the UE's AMF registration for non-3GPP access.

2a. The UDM shall check whether the received GUAMI matches the stored GUAMI. If so, the UDM shall set the
PurgeFlag. The UDM responds with "204 No Content".

2b. Otherwise the UDM responds with "403 Forbidden".

NOTE: Based on operator policy, when AMF receives 403 Forbidden, the AMF can avoid freezing the 5G-TM S|
that the UE used, under consideration that the UE has been assigned another 5G-TM Sl by another AMF.
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.24.4 SMF deregistration

Figure 5.3.2.4.4-1 shows a scenario where the SMF sends a request to the UDM to deregister an individual SMF
registration (see also 3GPP TS 23.502 [3] figure 4.3.2.2-1 step 20). The request contains the UE's identity (/{ ueld})
which shall be a SUPI and the PDU Session ID (/{ pduSessionid} .

SMF UDM
I I
: 1. DELETE ...Kueld}/registrations/smf-registrations/ :
| — .
{pduSessionld}

| |
54 2. 204 No Content :
| |
| |

Figure 5.3.2.4.4-1: SMF deregistration

1. The SMF sends a DELETE request to the resource representing the individual SMF registration that is to be
deregistered.

2. The UDM responds with "204 No Content”. If the SMF had requested the SDM Subscription to be created with
the "implicitUnsubscribe” flag set, then UDM will terminate the SDM Subscription when the last PDU Session
for that SUPI and SMF is deregistered.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.3.245 SMSF Deregistration for 3SGPP Access

Figure 5.3.2.4.5-1 shows a scenario where the SM SF sends a request to the UDM to delete the SMSF registration
information for 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.2). The request contains the UE's identity
({ ueld}) which shall be a SUPI.

|
1. DELETE .. .H{ueld}/registrations/smsf-3gpp-access——»
|
- 2. 204 No Content
|
|

SMSF UDM
| |
|

Figure 5.3.2.4.5-1: SMSF Deregistering for 3GPP Access

1. The SMSF sends a DELETE request to the resource representing the UE's SM SF registration for 3GPP access.
2. If successful, the UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.
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5.3.2.4.6 SMSF Deregistration for Non 3GPP Access

Figure 5.3.2.4.6-1 shows a scenario where the SM SF sends a request to the UDM to delete the SMSF registration
information for non 3GPP access (see also 3GPP TS 23.502 [ 3], clause 4.13.3.2). The request contains the UE's identity
(/{ ueld}) which shall be a SUPI.

SMSF UDM
I

—1. DELETE .../{ueId}/registrations/smsf—non-3gpp-access—>:

| |
54 2. 204 No Content :
| |
| |

Figure 5.3.2.4.6-1: SMSF Deregistering for Non 3GPP Access

1. The SMSF sends a DELETE request to the resource representing the UE's SM SF registration for non 3GPP
access.

2. If successful, the UDM responds with "204 No Content”.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.3.24.7 IP-SM-GW deregistration

Figure 5.3.2.4.7-1 shows a scenario where the HSS sends a request to the UDM to deregister the IP-SM-GW from the
UDM (see also 3GPP TS 23.632 [32] figure 5.5.X.2-2 step 2). The request contains the UE's identity (/{ ueld}) which
shall be a SUPI.

HSS UDM

I
|
1. DELETE .../{ueld}/registrations/ip-sm-gw—»}
|
|
i
|
|

[
|
|
|
|
|
:4 2. 204 No Content
|
|

Figure 5.3.2.4.7-1: IP-SM-GW deregistration

1. TheHSS sends a DELETE reguest to the resource representing the UE's IP-SM-GW registration.
2. The UDM responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.3.2.5 Get

5.3.25.1 General
The following procedures using the Get service operation are supported:

- Amf3GppAccessRegistration Information Retrieval
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- AmfNon3GppA ccessRegistration Information Retrieval

- SmfRegistrations Information Retrieval

- SmsfRegistration Information Retrieval for 3GPP Access

- SmsfRegistration Information Retrieval for Non-3GPP Access
- Location Information Retrieval

- Retrieval Of Multiple UE Registration Data Sets

- IP-SM-GW Registration Information Retrieval

5.3.25.2 Amf3GppAccessRegistration Information Retrieval

Figure 5.3.2.5.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's Amf3GppA ccessRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be a
GPSI or SUPI, the type of the requested information (/registrations/amf-3gpp-access) and query parameters (supported-
features).

NF service

UDM
consumer
| |
:—1 . GET .../{ueld}/registrations/amf—Bgpp-accessgﬁ
|

:4—2. 200 OK (Amf3GppAccessRegistration)
|

Figure 5.3.2.5.2-1: Requesting a UE's AMF Registration Information for 3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's AMF
registration information for 3GPP access, with query parameters indicating the supported-features.

2. The UDM responds with "200 OK" with the message body containing the UE's Amf3GppA ccessRegistration.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.3 AmfNon3GppAccessRegistration Information Retrieval

Figure 5.3.2.5.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's AmfNon3GppA ccessRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be
aGPSl| or SUPI, the type of the requested information (/registrations/amf-non-3gpp-access) and query parameters
(supported-features).

NF service

UDM
consumer
I I
| |

:—1 .GET .../{ueld}/registrations/amf—non—3gpp-access—»}
| |

I14—2. 200 OK (AmfNon3GppAccessRegistration)—:
| |
| |
| |

Figure 5.3.2.5.3-1: Requesting a UE's AMF Registration Information for non-3GPP Access
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1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's AMF
registration information for non-3GPP access, with query parameters indicating the supported-features.

2. The UDM responds with "200 OK" with the message body containing the UE's
AmfNon3GppA ccessRegistration.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.254 Void

5.3.25.5 SmsfRegistration Information Retrieval for 3GPP Access

Figure 5.3.2.5.5-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's SmsfRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be a GPSI, the type
of the requested information (/registrations/smsf-3gpp-access) and query parameters (supported-features).

NF Service UDM
Consumer

I I
| |
:—1. GET .../{ueId}/registrations/smsf-39pp-access—>:

|
2a. 200 OK (SmsfRegistration) !
2b. 403 Forbidden i

|

|

e

Figure 5.3.2.5.5-1: Requesting a UE's SMSF Registration Information for 3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's SMSF
registration information for 3GPP access, with query parameters indicating the supported-features.

2a. The UDM responds with 200 OK" with the message body containing the UE's SmsfRegistration for 3GPP
access.

2b. If the UE does not have required subscription datafor SMS service or SMS serviceis barred, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.2.5.6 SmsfRegistration Information Retrieval for Non-3GPP Access

Figure 5.3.2.5.6-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's SmsfRegistration Information for non-3GPPP access. The request contains the UE's identity (/{ ueld}) which
shall be a GPSI, the type of the requested information (/regi strations/smsf-non-3gpp-access) and query parameters
(supported-features).
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NF Service UDM
Consumer

I I
| |
:—1. GET .../{ueId}/registrations/smsf-non-Bgpp-access—»}

|
! 2a. 200 OK (SmsfRegistration)

|
|
~ 2b. 403 Forbidden i
| |
| |

Figure 5.3.2.5.6-1: Requesting a UE's SMSF Registration Information for Non-3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's SMSF
registration information for non-3GPP access, with query parameters indicating the supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's SmsfRegistration for non-3GPP
access.

2b. If the UE does not have required subscription data for SM S service or SM S serviceis barred, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.7 SmfRegistration Information Retrieval

Figure 5.3.2.5.7-1 shows a scenario where the NF service consumer (e.g. NWDAF) sends a request to the UDM to
retrieve the UE's SmfRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be a GPSI
or SUPI, the type of the requested information (/registration/smf-registrations) and query parameters (single-nssai, dnn,
supported-features).

NF service

UDM
consumer
| |
| . . . . |
1. GET .../{ueld}/registrations/smf-registrations————

|
2a. 200 OK (SmfRegistrationinfo) !
2b. 404 Not Found i

|

|

|
|
()
|
|
|

Figure 5.3.2.5.7-1: Requesting a UE's SMF Registration Information

1. The NF service consumer (e.g. NWDAF) sends a GET request to the resource representing the UE's SMF
registration information, with query parameters indicating the single-nssai, dnn, supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's SmfRegistrationl nfo.

2b. If thereis no valid SMF Registration data for the UE, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.8 Individual SmfRegistration Information Retrieval

NF Service Consumer (e.g. AMF) may send reguest to UDM to retrieve individual SMF registration information
identified by PDU Session ID.
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NF service

consumer

[
|
:—1 . GET .../{ueld}/registrations/smf-Registrations/{pd uSessionId}»}
| |
|
|
|

UDM

:4 2a. 200 OK (SmfRegistrationinfo)

2b. 404 Not Found

Figure 5.3.2.5.8-1: Requesting individual SMF Registration Information

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the individual SMF
registration information.

2a. The UDM responds with 200 OK" with the message body containing the SmfRegistration corresponding to the
indicated PDU session.

2b. If thereis no valid SMF Registration data for the indicated PDU session, HT TP status code "404 Not Found"
shall be returned including additional error information in the response body (in the "ProblemDetails' el ement).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.2.5.9 Location Information Retrieval

Figure 5.3.2.5.9-1 shows a scenario where the NF service consumer (e.g. (HHGMLC) sends arequest to the UDM to
retrieve the UE's Location Information. The request contains the UE's identity (/{ ueld}), which shall be a GPSI or
SUPI, and query parameters (supported-features).

sonsumer
| |
: 1. GET .../{ueld}/registrations/location—>:
: 2a. 200 OK (LocationInfo)

|
|
2b. 404 Not Found i
|
|

Figure 5.3.2.5.9-1: Requesting a UE's Location Information

1. The NF service consumer (e.g. (H)GMLC) sends a GET request to the resource representing the UE's Location
information, with query parameters indicating the supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's Locationinfo.

The returned Locationlnfo shall include the NF instance ID of the serving AMF ID, and may include the
GUAMI of the serving AMF, the VGML C address info.

2b. If thereis no valid location information data for the UE, aresponse with HT TP status code "404 Not Found"
shall be returned to the NF service including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.3.2.5.10 Retrieval Of Multiple UE Registration Data Sets

Figure 5.3.2.5.10-1 shows a scenario where the NF service consumer (e.g. HSS, NWDAF, NSSAAF) sends a request to
the UDM to receive multiple UE registration data sets. In this example scenario the UE's AMF registration data sets are
retrieved with a single reguest; see clause 6.2.6.3.6 for other data sets that can be retrieved with a single request. The
request contains the resource of UE's registrations({ uel d} /registrations) and query parameters identifying the requested
registration data sets (in this example: ?registration-dataset-names=AMF_3GPP, AMF_NON_3GPP).

NF Service

Consumer
I I
| |
| 1. GET ...Aueld}/Registrations?registration-dataset- |
—_—

| names=AMF_3GPP,AMF_NON_3GPP
|
:4 2. 200 OK (RegistrationDataSets)
|
|

UDM

Figure 5.3.2.5.10-1: Retrieval of Multiple UE Registration Data Sets

1. The NF Service Consumer (e.g. HSS, NWDAF) sends a GET request to the resource representing the UE
registrations. Query parameters indicate the requested UE registration data sets.

2. The UDM responds with "200 OK" with the message body containing the requested UE registration data sets.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.11 IP-SM-GW Registration Information Retrieval

Figure 5.3.2.5.11-1 shows a scenario where the NF service consumer sends a request to the UDM to retrieve the UE's
IP-SM-GW Registration Information. The request contains the UE's identity (/{ ueld}) which shall be a SUPI.

NF service UDM
consumer

| |

: 1. GET .../{ueId}/registrations/ip-sm-gw—»{

|

|

|
- 2.200 OK (IpSmGwRegistration) :
| |
| |

Figure 5.3.2.5.11-1: Requesting a UE's IP-SM-GW Registration Information

1. The NF service consumer sends a GET request to the resource representing the UE's IP-SM-GW registration
information for 3GPP access.

2. The UDM responds with "200 OK" with the message body containing the UE's IP-SM-GW Registration.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.2.6 Update

5.3.2.6.1 General
The following procedures using the Update service operation are supported:

- Update a parameter (e.g. PEI, EPS Interworking Info, etc) in the AMF registration for 3GPP access
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- Update a parameter (e.g.PEI) in the AMF registration for non-3GPP access

5.3.2.6.2 Update A Parameter (e.g. PEI) in the AMF Registration For 3GPP Access

Figure 5.3.2.6.2-1 shows a scenario where the AMF sends arequest to the UDM to update a parameter within the
Amf3GppAccessRegistration resource. The request contains the UE's identity (/{ ueld}) which shall be a SUPI and an
instruction to modify a parameter (e.g. PEI).

2c. 422 Unprocessable Request

AMF UDM
! 1. PATCH .../{ueld}/registrations/amf-3gpp-access !
: (Modification instruction) :
| 2a. 204 No Content |
> 2b. 404 Not Found ]
| |
| |

Figure 5.3.2.6.2-1: AMF registration parameter update for 3GPP access

1. The AMF sends a PATCH request to the resource representing the UE's AMF registration for 3GPP access.
2a. On success, the UDM responds with "204 No Content".

2b. If the resource does not exist e.g. the UE is not registered yet, HTTP status code "404 Not Found" should be
returned including additional error information in the response body (in the "ProblemDetails" element).

2c. If the resource exists, but the requesting AMF is not the one currently registered for the UE, HTTP status code
"422 Unprocessable Request” should be returned including additional error information in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.2.6.3 Update A Parameter (e.g. PEI) in the AMF Registration For Non 3GPP Access

Figure 5.3.2.6.3-1 shows a scenario where the AM F sends a request to the UDM to update a parameter within the
AmfNon3GppA ccessRegistration resource. The request contains the UE's identity (/{ ueld}) which shall be a SUPI and
an instruction to modify a parameter (e.g. PEI).

AMF UDM

| 1. PATCH ...Aueld}/registrations/amf-non-3gpp-access !
(Modification instruction)

| |
: 2a. 204 No Content :
> 2b. 404 Not Found :
| |
| |

2c. 422 Unprocessable Request

Figure 5.3.2.6.3-1. AMF registration parameter update for non-3GPP access

1. The AMF sendsaPATCH request to the resource representing the UE's AMF registration for non-3GPP access.
2a. On success, the UDM responds with "204 No Content".

2b. If the resource does not exist e.g. the UE is not registered yet, HTTP status code "404 Not Found" should be
returned including additional error information in the response body (in the "ProblemDetails" element).
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2c. If the resource exists, but the requesting AMF is not the one currently registered for the UE, HTTP status code
"422 Unprocessable Request" should be returned including additional error information in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.2.7 P-CSCF-RestorationNotification

5.3.2.7.1 General
The following procedure using the P-CSCF-RestorationNotification service operation is supported:
- UDM initiated P-CSCF-Restoration

5.3.2.7.2 UDM initiated P-CSCF-Restoration

Figure 5.3.2.7.2-1 shows a scenario where the UDM noatifies the registered AMF or SMF about the need for P-CSCF
restoration. The request contains the callback URI for P-CSCF restoration as received by the UDM during registration,
and P-CSCF Restoration Indication.

AMF /| SMF UDM

In<—1. POST {callbackReference} (PcschestorationNotification)—:

|
E 2. 204 No Content L
|
|

Figure 5.3.2.7.2-1: UDM initiated P-CSCF Restoration

1. The UDM sendsa POST request to the callbackReference as provided by the NF service consumer during the
registration.

2. The AMF or SMF responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.3.2.8 P-CSCF-RestorationTrigger

5.3.2.8.1 General
The following procedure using the P-CSCF-RestorationTrigger service operation is supported:

- P-CSCF-RestorationTrigger

5.3.2.8.2 P-CSCF-RestorationTrigger

Figure 5.3.2.8.2-1 shows a scenario where the HSS sends a request to the UDM to initiate P-CSCF restoration. The
request contains the UE's identity which shall be a SUPI.
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1. POST .../restore-pcscf (supi)

T
(7))
w
C
1.y 1|5
=

:4 2. 204 No Content
|
|

Figure 5.3.2.8.2-1: P-CSCF-RestorationTrigger

1. The HSS sends a POST request (custom method: restore-pcscf) to the UDM.
2. The UDM responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.3.2.9 AMFDeregistration

5.3.29.1 General
The following procedure using the AMFDeregistration service operation is supported:

- AMF-Deregistration

5.3.29.2 AMF-Deregistration

Figure 5.3.2.9.2-1 shows a scenario where the HSS sends a request to the UDM to deregister the registered AMF. The
request contains the UE's identity which shall be an IMSI.

HSS | UDM

1. POST...Aueld}/registrations/amf-3g pp-access/dereg-amf_>

' (AmfDereginfo)

2a. 204 No Content

|
|
|
' 2b. 404 Not Found

-
|
|

Figure 5.3.2.9.2-1: AMF-Deregistration

1. The HSS sends a POST request (custom method: dereg-amf) to the resource representing the UE's registration
for 3GPP access. This shall result in sending of Nudm_UECM _DeregistrationNotification to the AMF (see
3GPP TS 23.632[32]) and setting the purgeFlag in the Amf3GppA ccessRegistration stored in the UDR.

2a. The UDM responds with "204 No Content".

2b. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.
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5.3.2.10 PEI-Update

5.3.2.10.1 General
The following procedure using the PEI-Update service operation is supported:

- PEI Update

5.3.2.10.2 PEI Update

Figure 5.3.2.10.2-1 shows a scenario where the HSS sends a request to the UDM to update the PEI attribute in the 3GPP
Access Registration context. The request contains the UE's identity which shall bean IMSI.

HSS | UDM

L 1. POST...Aueld}/registrations/amf-3gpp-access/pei-u pdate_>,
|

(PeiUpdatelnfo)

|
|
|
|
-
|

|

[
|
2a. 204 No Content :
2b. 404 Not Found :
|

Figure 5.3.2.10.2-1: PEI Update

1. The HSS sends a POST request (custom method: pei-update) to the resource representing the UE's registration
for 3GPP access. This shall result in updating the pel attribute in the Amf3gppA ccessRegistration object and
storing it in UDR.

2a. The UDM responds with "204 No Content".

2b. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

54 Nudm_UEAuthentication Service

54.1 Service Description
See 3GPP TS 23,501 [2] table 7.2.5-1.

5.4.2 Service Operations

5421 Introduction

For the Nudm_UEA uthentication service the following service operations are defined:
- Get
-  GetHssAv
- ResultConfirmation

The Nudm_UEAuthentication service is used by the AUSF to request the UDM to select an authentication method,
calculate a fresh authentication vector (AV) if required for the selected method, and provide it to the AUSF by means of
the Get service operation. See 3GPP TS 33.501 [6] clause 14.2.2. The service may also be used by the AUSF to indicate
to the UDM that the user is using a N5GC device behind Cable RGs in private networks or in isolated deployment
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scenarios with wireline access and that therefore the applicable authentication method shall be EAP based. See
3GPP TS 23.316 [37] clause 4.10a.

The Nudm_UEAuthentication service is al'so used by the HSS to request UDM to generate the authentication vector(s)
for EPS or IMS domain by means of GetHssAV service operation. See 3GPP TS 23.632 [32] clause 5.6.3.

The Nudm_UEAuthentication service is also used by the AUSF to inform the UDM about the occurrence of a
successful or unsuccessful authentication by means of the ResultConfirmation service operation.
See3GPP TS 33.501 [6] clause 14.2.3.

The Nudm_UEAuthentication service is also used by the AUSF to request the UDM to authenticate the FN-RG
accessing to 5GC viaW-AGF. See 3GPP TS 23.316 [37] clause 7.2.1.3.

The Nudm_UEAuthentication service is also used by the NF service consumer to request the UDM to remove the UE
authentication result during the Purge of subscriber datain AMF after the UE deregisters from the network or NAS
SMC fails following the successful authentication in the registration procedure.

5422 Get

54221 General

The following procedure using the Get service operation is supported:
- Authentication Information Retrieval

- FN-RG Authentication

As part of this Authentication Information Retrieval operation, the UDM authorizes or rejects the subscriber to use the
service provided by the registered NF, based on subscription data (e.g. roaming restrictions).

As part of this FN-RG Authentication operation, the UDM decides, based on the stored authentication profile of the
SUPI and the authenticated indication that authentication has been completed by the W-AGF, that authentication by the
home network is not required for the FN-RG.

542272 Authentication Information Retrieval

Figure 5.4.2.2.2-1 shows a scenario where the NF service consumer (AUSF) retrieves authentication information for the
UE from the UDM (see also 3GPP TS 33.501 [6] clause 6.1.2). The request contains the UE's identity (supi or suci), the
serving network name, and may contain resynchronization info.

NF service
consumer
I
|
I 1. POST .../{supiOrSuci}/security-information/generate-auth-data
:_ (serving network name, resync. info)
|
|

C
o
<

2a. 200 OK (AuthenticationIinfoResult)
2b. 403 Forbidden

——————————
I

__L___X

Figure 5.4.2.2.2-1: NF service consumer requesting authentication information

1. The NF service consumer sends a POST request (custom method: generate-auth-data) to the resource
representing the UE's security information.

2a. The UDM responds with "200 OK" with the message body containing the authentication data information.

The AUSF shall store the authentication data information for subsegquent authentication processing. If the AUSF
is configured to store Kausf (e.g. based on its support of SoRProtection / UPUProtection service operations), the
AUSF shall preserve the Kausf and related information (e.g. SUPI) after the completion of the primary
authentication.
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2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, none of the CAG
IDsinthe CAG cell match any of the CAG IDsin the allowed CAG list, access barring or roaming restrictions,
HTTP status code "403 Forbidden" should be returned including additional error information in the response
body (in "ProblemDetails' element). If the cellCaglnfo is not received, the UDM shall not assume the UE is
accessing from the PLMN and shall not stop the authenthcation if the UE is allowed to access 5GS via CAG
cell(s) only.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.4.2.2.3 FN-RG Authentication

Figure 5.4.2.2.3-1 shows a scenario where the NF service consumer (AUSF) requests the UDM to authenticate the FN-
RG accessing to 5GC via W-AGF. (see also 3GPP TS 23.316 [37] clause 7.2.1.3). The request containsthe UE's
identity (suci), and the authenticated indication.

NF service

UDM
consumer
T T
| |

1. GET .../{supiOrSuci}/security-information-rg—>:

|
|
| 2a. 200 OK (RgAUthCtX)
:4 2b. 403 Forbidden

Figure 5.4.2.2.3-1. NF service consumer requesting authentication information for FN-RG

1. The NF service consumer sends a GET request to the resource representing the UE's security information.

2a. The UDM responds with "200 OK" with the message body containing the authentication data information of FN-
RG.

2b. If the operation cannot be authorized due to e.g. UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5423 ResultConfirmationinform

54231 General
The following procedure using the ResultConfirmation service operation is supported:
- Authentication Confirmation

- Authentication Result Removal

5.4.2.3.2 Authentication Confirmation

Figure 5.4.2.3.2-1 shows a scenario where the NF service consumer (AUSF) confirms the occurence of a successful or
unsuccessful authentication in a serving network to the UDM (see also 3GPP TS 33.501 [6] clause 6.1.4.1a). The
request contains the UE's identity (supi), and information about the authentication occurrence (AuthEvent).
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coneumer uDM
| |
E 1. POST .../{supi}/auth-events (AuthEvent)—»i
54— ——————— 2a. 201 Created- — — — — — — — —i
l— — — — — — 2b. 4xx/5xx (ProblemDetails)- — — — — — -

Figure 5.4.2.3.2-1: NF service consumer confirms UE authentication

1. The NF service consumer sends a POST request to the resource representing the UE's authentication events. The
payload body of the POST request shall contain arepresentation of the individual AuthEvent resource to be
created. There shall be only one individual AuthEvent per UE per Serving Network identified by the supi in URI
and servingNetworkName in AuthEvent.

2a. On success, the UDM responds with “201 Created” and the "Location” header shall be present and shall contain
the URI of the created resource.

2b. On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional
error information should be returned.

5.4.2.3.3 Authentication Result Removal

Figure 5.4.2.3.3-1 shows a scenario where the NF service consumer requests the UDM to remove the Authentication
Result. The request contains the UE's identity (supi), the authEvent Id, and an indication to remove Authentication
result.

NF service

UDM
consumer
| |
:—1. PUT .../{supi}/auth-events/{authEventld} (Auth Event)—»}

Figure 5.4.2.3.3-1: NF service consumer removes the authentication result

1. The NF service consumer shall send a PUT request to the UDM. The payload of the body shall contain the
indication to remove authentication result.

2a. On success, "204 No Content” shall be returned. The UDM shall remove the Authentication result of the UE by
completely replacing the individual AuthEvent resource.

2b. On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional
error information should be returned.

5424 GetHssAv

54241 General

The following procedure using the GetHssAv service operation is supported:
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- HSS Authentication Vector Retrieval

54242 HSS Authentication Vector Retrieval

Figure 5.4.2.4.2-1 shows a scenario where the NF service consumer (HSS) retrieves authentication vector(s) for the UE
from the UDM (see dso 3GPP TS 23.632 [32] clause 5.6.3). The request contains the UE's identity (SUPI), the
authentication method, serving network id, and may contain resynchronization info.

NF service
consumer

UDM

1. POST .../{supi}/hss-security-information/{hssAuthType}/generate-av_>
(HssAuthenticationinfoRequest)

- 2b. 403 Forbidden
2c. 403 Not Found

I
I
|
I
| 2a. 200 OK (HssAuthenticationInfoResult)
I
I
I

Figure 5.4.2.4.2-1: NF service consumer requesting authentication vector(s)

1. The NF service consumer sends a POST request (custom method: generate-av) to the resource representing the
UE's HSS security information; the type of requested AV isincluded as part of the resource URI.

2a. The UDM responds with "200 OK" with the message body containing the authentication vector(s).

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

2c. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.5 Nudm_EventExposure Service

55.1 Service Description
See 3GPP TS 23,501 [2] table 7.2.5-1.

5.5.2 Service Operations

55.21 Introduction
For the Nudm_EventExposure service the following service operations are defined:
- Subscribe
- Unsubscribe
- Notify
- ModifySubscription

The Nudm_EventExposure service is used by consumer NFs (e.g. NEF) to subscribe to notifications of event
occurrence by means of the Subscribe service operation. For events that can be detected by the AMF, the UDM makes
use of the appropriate AMF service operation to subscribe on behalf of the consumer NF (e.g. NEF).
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The Nudm_EventExposure service is also used by the consumer NFs (e.g. NEF) that have previously subscribed to
notificatios, to unsubscribe by means of the Unsubscribe service operation. For events that can be detected by the AMF,
the UDM makes use of the appropriate AMF service operation to unsubscribe on behalf of the consumer NF (e.g. NEF).

The Nudm_EventExposure service is also used by the subscribed consumer NFs (e.g. NEF) to get notified by the UDM
when a subscribed event occurs at the UDM by means of the Notify service operation. For subscribed events that can
occur at the AMF, the consumer NF (e.g. NEF) makes use of the corresponding AMF service operation to get notified
by the AMF directly without UDM involvement.

The Nudm_EventExposure service is also used by the subscribed consumer NFs (e.g. NEF) to modify an existing
subscription by means of the ModifySubscription service operation.

For details see 3GPP TS 23.502 [3] clause 4.15.
5.5.2.2 Subscribe

55.2.2.1 General
The following procedures using the Subscribe service operation are supported:

- Subscribe to Notification of event occurrence

5.5.2.2.2 Subscription to Notification of event occurrence

Figure 5.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to
notifications of event occurrence (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 1 and 3GPP TS 23.502 [3]
Figure 4.15.3.2.3b-1 step 1). The request contains a callback URI, the type of event that is monitored and additional
information e.g. event filters and reporting options.

NF service

UDM
consumer

I I
}—1 . POST...{ueldentity}/ee-subscriptions (EeSubscription)—»}

| |
: 2a. 201 Created (CreatedEeSubscription) :
——————— 2b. 404 Not Found —_—

: 2c. 403 Forbidden :
| |

Figure 5.5.2.2.2-1: NF service consumer subscribes to notifications

1. The NF service consumer sends a POST request to the parent resource (collection of subscriptions)
(.../{ ueldentity} /ee-subscriptions), to create a subscription as present in message body. The values ueldentity
shall take are specified in Table 6.4.3.2.2-1. The request may contain an expiry time, suggested by the NF
Service Consumer, representing the time upto which the subscription is desired to be kept active and the time
after which the subscribed event(s) shall stop generating notifications, the indication on whether the subscription
applies also to EPC.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with "201 Created” with the message body containing a representation of the
created subscription. The Location HTTP header shall contain the URI of the created subscription. If the event
subscription was for a group of UEs:

- The"maxNumOfReports' in the "reportingOptions" | E shall be applicable to each UE in the group;
- The UDM shal return the number of UEs in that group in the "numberOfUes" |E.
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The NF service consumer shall keep track of the maximum number of reports reported for each UE in the event
report and when "maxNumOfReports* numberOfUes" limit is reached, the NF service consumer shall initiate the
unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).

The response, based on operator policy, may contain the expiry time, as determined by the UDM, after which the
subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep
receiving notifications, it shall create a new subscription in the UDM. The NF Service Producer shall not provide
the same expiry time for many subscriptions in order to avoid all of them expiring and recreating the
subscription at the same time. If the expiry timeis not included in the response, the NF Service Consumer shall
not associate an expiry time for the subscription.

If the indication on whether the subscription applies aso to EPC isincluded in the request, the response shall
include the indication on whether the subscription was also successful in EPC domain.

If the event subscription was for alist events, the "maxNumOfReports® in the "reportingOptions’ 1E shall be
applicable to each event. The NF service consumer shall keep track of the maximum number of reports reported
for each event in the event report and when "maxNumOfReports* number of events' limit is reached, the NF
service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).

If the NF Service Consumer has included the immediateFlag with value as "true” in the event subscription for an
individual UE and the event requested for immediate reporting is reported by the UDM (e.g.
"CHANGE_OF_SUPI_PEI_ASSOCIATION" or "ROAMING_STATUS"), the UDM may include the current
status of the event if available in the response.

If the NF Service Consumer has included the immediateFlag with value as "true” in the event subscription for an
individual UE and the event requested for immediate reporting is reported by the AMF (e.g.
LOCATION_REPORT) and the NF service consumer has indicated supporting of "IERSR" feature (see

clause 6.4.8), the UDM shall indicate the support of "IERSR" feature when subscribing to the event on the AMF
(see clause 6.2.8 of 3GPP TS 29.518 [36]). UDM shall include the current status of the event if received from the
AMF in subscription creation response.

If the NF Service Consumer has included the immediateFlag with value as "true” in the event subscription for an
individual UE, the indication on whether the subscription applies also to EPC isincluded and set to "true" in the
reguest and the NF service consumer has indicated supporting of "IERSR" feature (see clause 6.4.8), the UDM
shall indicate the support of "ERIR" feature when subscribing to the event on the HSS (see clause 6.4.8 of

3GPP TS 29.563 [55]). UDM shall include the current status of the event in EPC if received from the HSSin
subscription creation response.

NOTE: |ERSR featureisnot applicable to events detected by the SMF.

2b. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

2c. If thereis no valid subscription data for the UE, i.e. based on the UE's subscription information monitoring of the
reguested EventType is not alowed, or the requested EventType is not supported, or when MTC Provider or AF
are not allowed to perform this operation for the UE,HTTP status code "403 Forbidden" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

55.2.2.3 Void
55.2.3 Unsubscribe
55.23.1 General

The following procedures using the Unsubscribe service operation are supported:

- Unsubscribe to Natifications of event occurrence
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5.5.2.3.2 Unsubscribe to notifications of event occurrence

Figure 5.5.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from
notifications of event occurrence. The request contains the URI previously received in the Location HTTP header of the
response to the subscription.

NF service

UDM
consumer
I I

:—1. DELETE.../{ueldentity}/ee-subscriptions/{subsoriptionId}—>:

|
|
2a. 204 No Content !
2b. 404 Not Found i
|

|

|
|
|
()
|
|
|

Figure 5.5.2.3.2-1: NF service consumer unsubscribes to notifications

1. The NF service consumer sends a DELETE request to the resource identified by the URI previously received
during subscription creation.

2a. On success, the UDM responds with "204 No Content".

2b. If thereis no valid subscription available (e.g. due to an unknown Subscriptionld value), HTTP status code "404
Not Found" shall be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.5.2.4 Notify

55.24.1 General
The following procedures using the Notify service operation are supported:

- Event Occurrence Notification

55.24.2 Event Occurrence Notification

Figure 5.5.2.4.2-1 shows a scenario where the UDM noatifies the NF service consumer (that has subscribed to receive
such notification) about occurrence of an event (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 4a). The request
contains the callbackReference URI as previously received in the EeSubscription (see clause 6.4.6.2.2).

NF service UDM
consumer
[ [

| |
:471. POST {callbackReference} (MonitoringReport)—:

|
2.204 No Content »i
|
|

Figure 5.5.2.4.2-1: Event Occurrence Notification
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1. The UDM sendsa POST request to the callbackReference as provided by the NF service consumer during the
subscription, the request shall include in each report the Reference ID of the associated monitoring
configuration.

2. The NF Service Consumer responds with *204 No Content”.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.5.2.5 ModifySubscription

5.5.25.1 General
The following procedures using the ModifySubscription service operation are supported:

- Maodification of an EE-Subscription to notification of events

5.5.25.2 Modification of a subscription

The service operation isinvoked by a NF Service Consumer, e.g. NEF, towards the UDM, when it needs to modify an
existing subscription previously created by itself at the UDM.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual
subscription resource (see clause 6.4.3.3) to be modified.

NF service

UDM
consumer
I I

:—1. PATCH .../{ueldentity}/ee-subscriptions/{subscriptionld}—ﬁ

I |
: 2a. 204 No Content () :
:4 2b. 404 Not Found |
| |
| |

2c. 403 Forbidden

Figure 5.5.2.5.2-1: NF service consumer updates subscription

1. The NF service consumer (e.g. NEF) shall send a PATCH request to the resource representing a subscription.
The modification may be for the events subscribed or for updating the event report options.

2a. On success, the request is accepted, the UDM shall respond with "204 No Content”.

2h. If the resource does not exist e.g. the subscriptionld cannot be found, HTTP status code "404 Not Found" should
be returned including additional error information in the response body (in the "ProblemDetails’ element).

2c. If the modification can't be accepted, HT TP status code "403 Forbidden" should be returned including additional
error information in the response body (in the "ProblemDetails' el ement).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6 Nudm_ParameterProvision Service

5.6.1 Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1.
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5.6.2 Service Operations

5.6.2.1 Introduction
For the Nudm_ParameterProvision service the following service operations are defined:
- Update
- Create
- Delete
- Get

The Nudm_ParameterProvision service is used by consumer NFs (e.g. NEF) to update a UE's or a group of UES
subscription data by means of the Update service operation.

For details see 3GPP TS 23.502 [3] clause 4.15.6.2.

The Nudm_ParameterProvision service can also be used by a NF Service Consumer (e.g. SOR-AF) to send updated
Steering of Roaming Information for a UE to the UDM at any time, as specified in Annex C.3 of
3GPP°TS°23.122°[20].

5.6.2.2 Update

5.6.2.2.1 General

The following procedures using the Update service operation are supported:
- Subscription data update
- SoR Information update

- 5G VN Group modification

5.6.2.2.2 Subscription data update

Figure 5.6.2.2.2-1 shows a scenario where the NF service consumer (e.g. NEF, AMF) sends arequest to the UDM to
update a UE's subscription data (see 3GPP TS 23.502 [3] figure 4.15.6.2-1 step 2 and also 3GPP TS 23.273 [38] Figure
6.12.1-1 step 2). The request contains the identifier of the UE's parameter provision data ( .../{ ueld}/pp-data) and the
modification instructions. The values ueld shall take are specified in Table 6.5.3.2.2-1.

NF service

UDM
consumer

I I
| |
:—1. PATCH.../{ueld}/pp-data (Modificationlnstruction)—»{

|
[ 2a. 204 No Content

|
|
~ 2b. 403 Forbidden i
| |
| |

Figure 5.6.2.2.2-1: NF service consumer updates subscription data

1. The NF service consumer (e.g. NEF, AMF) sends a PATCH request to the resource that represents a UE's
modifiable subscription data.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
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Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. The UDM responds with "204 No Content".

2b. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails' el ement).

NOTE:  Upon reception of an update or removal of maximum latency, maximum response time or DL Buffering
Suggested Packet Count, UDM may need to adjust the value of active time and/or periodic registration
timer and/or DL Buffering Suggested Packet Count and the UDM shall notify AMF and/or SMF if the
values are updated (see clause 4.15.6.3a of 3GPP TS 23.502 [3]).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6.2.2.3 5G VN Group modification

Figure 5.6.2.2.3-1 shows a scenario where the NF service consumer sends a reguest to the UDM to modify an external
group id's group data. The regquest contains the external group identifier of the group and the modification instructions.

NF service

UDM
consumer

I

|

| 1. PATCH.../5g-vn-groups/extGroupld} |
. o ) —>
| (ModificationInstruction)
|

|

2a. 204 No Content
:4 2b. 404 Not Found
2c. 403 Forbidden

Figure 5.6.2.2.3-1: NF service consumer modifies a 5G VN Group
1. The NF service consumer sends a PATCH request to the resource that represents a5G VN Group.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is alowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with "204 No Content".

2b. If the external group id does not exist in the UDM, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails’ element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6.2.2.4 SoR Information update

Figure 5.6.2.2.4-1 shows a scenario where the NF service consumer (e.g. SOR-AF) sends updated SoR Information for
a UE to the UDM to trigger the sending of this updated SoR Information to the UE viathe AMF (as per Annex C.3 of
3GPP TS 23.122 [20]). The regquest contains the identifier of the UE's parameter provision data ( .../{ ueld}/pp-data), the
SUPI in this case, and the modification instructions.
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2b. 403 Forbidden

NF service UDM
consumer

| |

: 1. PATCH...{ueld}/pp-data (PpData) >:

| |

:< 2a. 204 No Content I

| |

| |

| |

Figure 5.6.2.2.4-1: NF service consumer updates SoR Information for a UE

1. The NF service consumer (e.g. SOR-AF) sends a PATCH request to the resource that represents a UE's
modifiable subscription data, containing updated Steering of Roaming Information for a UE.

The UDM, after contacting the AUSF to perform integrity protection and getting the related information
(sorMaclausf and coutersor), shall immediately convey this updated SoR Information to the concerned UE by
triggering a notification to the registered AMF (that has subscribed to receive notifications on change of
AccessAndMobilitySubscriptionData) for the UE, if any, as per annex C.3 of 3GPP TS 23.122 [20]. Once the
subscribing AMF is notified (or when no AMF has subscribed), the UDM shall delete the updated Sorlnfo and
shall not send it as part of AccessAndM obilitySubscriptionDatato an NF (e.g. AMF) retrieving the
AccessAndM obilitySubscriptionData.

2a. The UDM responds with "204 No Content".

2b. If the operation cannot be authorized due to e.g UE isn't registered in the network, HTTP status code "403
Forbidden" should be returned including additional error information in the response body (in " ProblemDetail s
element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

56.2.3 Create

5.6.2.3.1 General
The following procedures using the Create service operation are supported:

- 5G-VN-Group cregtion

5.6.2.3.2 5G-VN-Group creation

Figure 5.6.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to create a5G VN
Group. The request contains the group's external identifier and the group configuration.

2b. 403 Forbidden

NF service UDM
consumer
' T
' |
| 1. PUT.../5g-vn-groups/extGroupld} »:
| (5GVnGroupConfiguration) |
' |
2a. 201 Created
N |
|
|

|
[
Figure 5.6.2.3.2-1: NF service consumer creates a 5G-VN-Group

1. The NF service consumer sendsa PUT request to the resource .../5g-vn-groups/{ extGroupld}, to create a5G VN
Group as present in the message body.
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If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success the UDM responds with *201 Created”.

2h. If the creation can't be accepted (e.g. MTC Provider or AF are not allowed to perform this operation for the UE),
HTTP status code "403 Forbidden" should be returned including additional error information in the response
body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

56.2.4 Delete

5.6.24.1 General
The following procedures using the Delete service operation are supported:

- 5G-VN-Group deletion

5.6.2.4.2 5G-VN-Group deletion

Figure 5.6.2.4.2-1 shows a scenario where the NF service consumer sends a request to the UDM to delete a5G VN
Group. The request contains the group's external identifier.

NF service
consumer

UDM

I
|
: 1. DELETE.. ./5g-vn-groups/{extGroupld}—»}
|
|
|

2a. 204 No Content
:4 2b. 404 Not Found
| 2c. 403 Forbidden

Figure 5.6.2.4.2-1: NF service consumer deletes a 5G-VN-Group

1. The NF service consumer sends a DEL ETE request to the resource .../5g-vn-groups/{ extGroupl d}, to delete the
5G VN Group identified by the external group id.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with "204 No Content".

2b. If the external group id does not exist in the UDM, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HT TP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails* el ement).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.6.2.5 Get

5.6.25.1 General

The following procedures using the Get service operation are supported:
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- 5G-VN-Group get

5.6.2.5.2 5G-VN-Group get

Figure 5.6.2.5.2-1 shows a scenario where the NF service consumer sends a request to the UDM to get 5G VN Group.
The request contains the group's external identifier.

2c. 403 Forbidden

NF service UDM
consumer
I I
| 1. GET .../5g-vn-groups/{extGroupld} >
| |
| 2a. 200 OK |
I
|
|
|

}4 2b. 404 Not Found
|
|

Figure 5.6.2.5.2-1: NF service consumer gets 5G-VN-Group

1. The NF service consumer sends a GET request to the resource .../5g-vn-groups/{ extGroupld}, to get the 5G VN
Group identified by the external group id.

2a. On success, the UDM responds with “200 Ok™ with the VPN Group Information

2b. If the external group id does not exist in the UDM, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

2c. If the original AF is not allowed to get thisinformation, HTTP status code "403 Forbidden” shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.7 Nudm_NIDDAuthorization Service

5.7.1 Service Description
See 3GPP TS 23,501 [2] table 7.2.5-1.

5.7.2 Service Operations

5.7.2.1 Introduction

For the Nudm_NIDDAuthorization service the following service operations are defined:
- Get
- Notification

The Nudm_NIDDAuthorization Serviceis used by Consumer NFs (NEF) to retrieve the UE's authorization for NIDD
Configuration relevant to the consumer NF from the UDM by means of the Get service operation.

It isalso used by the Consumer NFs (NEF) that have previously subscribed, to get notified by means of the Notification
service operation when UDM decides to modify the subscribed data.
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5.7.2.2 Get

5.7.2.2.1 General
The following procedures using the Get service operation are supported:

- NIDD Authorization Data Retrieval

5.7.2.2.72 NIDD Authorization Data Retrieval

Figure 5.7.2.2.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to authorize
the NIDD configuration request (see also 3GPP TS 23.502 [3] figure 4.25.3-1 step 4). The request contains the UE's
identity (/{ ueldentity}), and information used for NIDD authorization (Authorizationlnfo).

NF service

UDM
consumer
I I
| |

| |
————-1. POST .../{ueldentity}/authorize (Authorizationlnfo)——

- 2b. 404 Not Found
' 2c. 403 Forbidden

| |
i 2a. 200 OK (AuthorizationData) i
I |
|

Figure 5.7.2.2.2-1: Requesting a UE's NIDD Authorization Data

1. The NF service consumer (e.g. NEF) sends a POST request to invoke "authorize" custom method on the resource
representing the UE's subscribed NIDD authorization information. The payload of the request shall be an object
of "Authorizationinfo" which shall contain NSSAI, DNN, MTC Provider Information, callback URI.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with "200 OK" with the message body containing the single value or list of
AuthorizationData (SUPI and GPSl) as relevant for the requesting NF service consumer.

2b. If thereis no valid AuthorizationData for the UE Identity, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails* element).

2c. If SNSSAI and/or DNN are not authorized for this UE, or MTC Provider or AF are not allowed to perform this
operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information
in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

Editor's Note: On success if the response exceeds the maximum length of a message segmentation need to be
introduced, how thisis doneis FFS.

5.7.2.3 Notification

5.7.23.1 General

The following procedures using the Notification service operation are supported:
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- NIDD Authorization Data Update Notification

5.7.2.3.2 NIDD Authorization Data Update Notification

Figure 5.7.2.3.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive
such notification) about subscription data change (see al'so 3GPP TS 23.502 [3] figure 4.25.6-1 step 1 and 2). The
request contains the callbackReference URI as previoudly received by the UDM during NIDD Authorization Data
Retrieval.

NF service
consumer

C
)
<

2. 204 No Content

I
|
:41. POST {authUpdateCallbackUri} (NiddAuthUpdateNotification)
|
|
[
|
|
|

Y 1]

Figure 5.7.2.3.2-1: Requesting a UE's NIDD Authorization Data

1. The UDM sends a POST request to the callbackReference as provided by the NF service consumer during NIDD
Authorization Data Retrieval.

2. The NF service consumer responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.8 Nudm_MT Service

5.8.1 Service Description
See 3GPP TS 23.632[32].

5.8.2 Service Operations

5.8.2.1 Introduction

For the Nudm_MT service the following service operations are defined:
- ProvideUelnfo
- Providel ocationinfo

The Nudm_MT serviceis used by the HSS to request the UDM to provide terminating access domain selection
information and/or user state and/or 5GSRV CClnfo by means of the ProvideUelnfo service operation.

It isalso used by the HSS to request the UE's Location Information in 5GC by means of the Providel ocationinfo
service operation.
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5822 ProvideUelnfo

5.8.2.2.1 General
The following procedure using the ProvideUel nfo service operation is supported:

- UE Information Retrieva

5.8.2.2.2 UE Information Retrieval

Figure 5.8.2.2.2-1 shows a scenario where the NF service consumer (HSS) retrieves domain selection information
and/or user state and/or 5GSRV CClinfo for a UE from the UDM. The request contains the UE's identity (supi).

NF service UDM
consumer
| |
| 1. GET ... /{supi}?><fields >
| |
| |
| 2a. 200 OK (Uelnfo) I
[ |
|

2b. 404 Not Found

Figure 5.8.2.2.2-1: NF service consumer requesting domain selection information

1. The NF service consumer sends a GET request to the UDM to query the Uelnfo. Query parameters indicate that
Tadslnfo and/or UserState and/or 5GSRV CClnfo is requested.

2a. The UDM responds with "200 OK" with the message body containing the requested information.

2h. If thereis no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned and
additional error information should be included in the response body (in the "ProblemDetails’ element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

58.2.3 ProvideLocationInfo

5.8.2.3.1 General
The following procedure using the Providel ocationlnfo service operation is supported:

- Network Provided Location Information Request

5.8.2.3.2 Network Provided Location Information Request

Figure 5.8.2.3.2-1 shows a scenario where the NF service consumer (HSS) request UE's location information from
UDM. The request contains the UE's identity (supi), and requested information (current location, local time zone, RAT
type, or serving node identity)
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NF service

consumer
I
|

:—1. POST .../{supi}/loc-info/provide-loc-info (LocationInfoRequest)—

UDM

2a. 200 OK (LocationInfoResult)
2b. 404 Not Found

[
[
[
N
[
Figure 5.8.2.3.2-1: NF service consumer requesting domain selection information

1. The NF service consumer sends a POST request (custom method: provide-loc-info) to the resource representing
UE'slocation information in 5GC.

2a. The UDM responds with "200 OK" with the message body containing the requested information.

2b. If thereis no valid subscription data for the UE, or the requested information is not available, HTTP status code
"404 Not Found" shall be returned and additional error information should be included in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

6 API Definitions

6.1 Nudm_SubscriberDataManagement Service API

6.1.1 API URI

The Nudm_SDM service shall use the Nudm_SDM API.
The APl URI of the Nudm_SDM API shall be:
{apiRoot}/<apiName>/<apiVersion>/

Therequest URI used in HTTP request from the NF service consumer towards the NF service producer shall have the
structure defined in clause 4.4.1 of 3GPP TS 29.501 [9], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "nudm-sdm".

The <apiVersion> shall be "v2".

The <api SpecificResourceUriPart> shall be set as described in clause 6.1.3.
6.1.2 Usage of HTTP

6.1.2.1 General
HTTP/2, asdefined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].
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HTTP messages and bodies for the Nudm_SDM service shall comply with the OpenAPI [14] specification contained in
Annex A2.

6.1.2.2 HTTP standard headers

6.1.2.2.1 General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.1.2.2.2 Content type
The following content types shall be supported:
JSON, as defined in IETF RFC 8259 [15], signalled by the content type "application/json".
The Problem Details JISON Object (IETF RFC 7807 [16] signalled by the content type " application/problem+json"
JSON Merge Patch, as defined in IETF RFC 7396 [17], signalled by the content type " application/merge-
patch+json”
6.1.2.2.3 Cache-Control

Asdescribed in IETF RFC 7234 [26] clause 5.2, a" Cache-Control" header should be included in HTTP responses
except for non-cacheable resources (e.g. UeContextinSmsfData). If it isincluded, it shall contain a"max-age" value,
indicating the amount of time in seconds after which the received response is considered stale.

The "max-age" vaue shall be configurable by operator policy.

6.1.2.2.4 ETag

Asdescribed in IETF RFC 7232 [25] clause 2.32, an "ETag" (entity-tag) header should be included in HT TP responses
except for non-cacheabl e resources (e.g. UeContextinSmfData) to allow an NF Service Consumer performing a
conditional request with "If-None-Match" header. If it isincluded, it shall contain a server-generated strong validator,
that allows further matching of this value (included in subsequent client requests) with a given resource representation
stored in the server or in a cache.

6.1.2.2.5 If-None-Match

Asdescribed in IETF RFC 7232 [25] clause 3.2, an NF Service Consumer may issue conditional GET request towards
UDM by including an "If-None-Match" header in HT TP reguests containing one or several entity tags received in
previous responses for the same resource.

6.1.2.2.6 Last-Modified

Asdescribed in IETF RFC 7232 [25] clause 2.2, a"Last-Modified" header should be included in HTTP responses
except for non-cacheabl e resources (e.g. SorAck) to allow an NF Service Consumer performing a conditional request
with "If-Modified-Since" header.

6.1.2.2.7 If-Modified-Since

Asdescribed in IETF RFC 7232 [25] clause 3.3, an NF Service Consumer may issue conditional GET request towards
UDM, by including an "If-Modified-Since" header in HTTP requests.

6.1.2.2.8 When to Use Entity-Tags and Last-Modified Dates

Both"ETag" and "Last-Modified" headers should be sent in the same HT TP response as stated in IETF RFC 7232 [25]
clause 2.4.

NOTE: "ETag" isastronger validator than "Last-Modified" and is preferred.
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If the NF Service Producer included an "ETag" header with the resource then a conditional request for this resource
shall be performed with the "If-None-Match" header.

6.1.2.3 HTTP custom headers

6.1.2.3.1 General
The usage of HTTP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].

6.1.3 Resources

6.1.3.1 Overview
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{apiRoot}/nudm-sdm/v2

—[/{supi} ]
—(/nssai J
—(/am—data J

—(/smf—select—d ata J —(/sor-ack }
—[/ upu-ack J

{/subscribed—snssais—ack ]

‘—(/u e-context-in-smf-data J '—(/cag-ack }

—(/u e-context-in-amf-data J

—( /ue-context-in-smsf-data

)
—{ /trace-data ]
(o )
(e )

—[/sms-mng-data

)
—[/Ics-mo-data ]
)
)

—(/va-d ata

—(/Ics—bca—data
— J{ueld}

—(/id-translation-result ]

—(/Ics—privacy—data
—[/sdm—subscriptions

IRl

/{subscriptionld} J

—[/sha red-data-subscriptions ]

— /group-data \—[/{subscriptionld} ]
/group-identifiers ]

Figure 6.1.3.1-1: Resource URI structure of the nudm-sdm API

Table 6.1.3.1-1 provides an overview of the resources and applicable HT TP methods.
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Table 6.1.3.1-1: Resources and methods overview
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HTTP
Resource name MELDE .
(Archetype) Resource URI or Description
custom
operation
Supi Hsupi} GET Retrieve UE's subscription data
(Document)
Nssai H{supi}/nssai GET Retrieve the UE's subscribed
(Document) Network Slice Selection Assistance
Information
UeContextinAmfData /{supi}/ue-context-in-amf-data GET Retrieve the UE's Context in AMF
(Document) Data
AccessAndMobilitySubscription |/{supi}/am-data GET Retrieve the UE's subscribed
Data Access and Mobility Data
(Document) H{supi}/am-data/update-sor update- Trigger the update of Steering of
sor Roaming Information at the UE
(POST)
SorAck Hsupi}/am-data/sor-ack PUT Providing acknowledgement of
(Document) Steering of Roaming
UpuAck /{supi}/am-data/upu-ack PUT Providing acknowledgement of UE
(Document) parameters update
CagAck Hsupi}fam-data/cag-ack PUT Providing acknowledgement of UE
(Document) CAG configuration update
EnhancedCoverageRestriction |/{supi}fam-data/ecr-data GET Retrieve the UE's subscribed
Data Enhance Coverage Restriction Data
SmfSelectionSubscriptionData  |/{supi}/smf-select-data GET Retrieve the UE's subscribed SMF
(Document) Selection Data
UeContextinSmfData H{supi}/ue-context-in-smf-data GET Retrieve the UE's Context in SMF
(Document) Data
SessionManagementSubscripti |/{supi}/sm-data GET Retrieve the UE's session
onData management subscription data
(Document)
SMSSubscriptionData H{supi}/sms-data GET Retrieve the UE's SMS subscription
(Document) data
SMSManagementSubscription |/{supi}/sms-mng-data GET Retrieve the UE's SMS
Data management subscription data
(Document)
LcsPrivacySubscriptionData Hueld}/Ics-privacy-data GET Retrieve the UE's LCS privacy
(Document) subscription data
LcsMobileOriginatedSubscripti  |/{supi}/lcs-mo-data GET Retrieve the UE's LCS Mobile
onData Originated subscription data
(Document)
LcsBroadcastAssistanceSubsc  [/{supi}/Ics-bca-data GET Retrieve the UE's LCS Broadcast
riptionData Assistance subscription data
(Document)
V2xSubscriptionData Hsupi}/v2x-data GET Retrieve the UE's V2X subscription
(Document) data
SdmSubscriptions Hueld}/sdm-subscriptions POST Create a subscription
(Collection)
Individual subscription HKueld}/sdm- DELETE |Delete the subscription identified by
(Document) subscriptions/{subscriptionld} {subscriptionld}, i.e. unsubscribe
PATCH Modify the sdm-subscription
identified by {subscriptionid}
IdTranslationResult Hueld}/id-translation-result GET Retrieve a UE's SUPI or GPSI
(Document)
UeContextinSmsfData Hsupi}/ue-context-in-smsf-data GET Retrieve the UE's Context in SMSF
(Document) Data
TraceData Hsupi}/trace-data GET Retrieve Trace Configuration Data
(Document)
SharedData /shared-data GET Retrieve shared data
(Collection)
IndividualSharedData /shared-data/{sharedDatald} GET Retrieve the individual Shared Data
(Document)
SharedDataSubscriptions /shared-data-subscriptions POST Create a subscription
(Collection)
/shared-data- DELETE |Delete the subscription identified by
subscriptions/{subscriptionld} {subscriptionid}, i.e. unsubscribe
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SharedDatalndividual PATCH Modify the shared data subscription

subscription identified by {subscriptionld}

(Document)

Groupldentifiers /group-data/group-identifiers GET Retrieve group identifiers and the

(Document) UE identifiers belong to the group
identifiers.

SnssaisAck Hsupi}/am-data/subscribed- PUT Providing acknowledgement of UE

(Document) snssais-ack for subscribed S-NSSAIs

6.1.3.2 Resource: Nssai (Document)

6.1.3.2.1 Description

This resource represents the subscribed Nssai for a SUPI. It is queried by the AMF before registering, and is used to
assist network dice selection. See 5.2.2.2.2 and 3GPP TS 23.501 [2] clause 5.15.3.

Thisresource is also queried by the PGW-C+SMF during PDN connection establishment in the EPC, and is used to
select the SSNSSAI provided to the UE, see 3GPP TS 23.501 [2] clause 4.11.0a.5. The PGW-C+SMF shall not indicate
support to "Nssaa" feature (see clause 6.1.8) in this query to UDM. If adlice is not present in the Nssai resource
returned by UDM, i.e. not subscribed by the UE or subject to Network Slice-Specific Authentication and Authorization,
the dlice shall not be selected by the PGW-C+SMF.

6.1.3.2.2 Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /nssai

This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.2.3 Resource Standard Methods

6.1.3.2.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ) )
plmn-id Pimnid O |0.1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, UDM shall return the Subscribed S-NSSAIs which the UE is subscribed to use in the PLMN
identified by "plmn-id".

If "plmn-id" is not included, UDM shall return the Subscribed S-NSSAIsfor HPLMN.

This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and
response codes specified in table 6.1.3.2.3.1-3.
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Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

Nssai M (1 200 OK Upon success, a response body containing the NSSAI shall be
returned.

ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA_ NOT _FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.2.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.2.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.3

6.1.3.3.1

Description

Resource: SdmSubscriptions (Collection)

Thisresource is used to represent subscriptions to notifications.

The UDM will only recognize subscribed DNNs in this resource so for instance, if the SMF receives
SessionM anagementSubscriptionData for the Wildcard DNN, the SMF shall include the wildcard DNN in
SdmSubscription. Any request for non-subscribed DNN will be rejected with "404 Not Found".

6.1.3.3.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /sdm-subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.3.2-1.
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Table 6.1.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2) or

Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.1.3.3.3 Resource Standard Methods

6.1.3.3.3.1 POST
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and
response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

SdmSubscription | M |1 The subscription that is to be created.

Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | M |1 201 Upon success, a response body containing a representation of
Created the created Individual subscription resource shall be returned

including the accepted values, e.g. in case of partial success
UDM shall return the list of monitores resource Uri successfully
subscribed..

The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource. When
stateless UDM is deployed, the stateless UDM may use an
FQDN identifying the UDM group to which the UDM belongs
as the host part of the resource URI.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors::
- USER_NOT_FOUND
ProblemDetails O |0.1 501 Not The "cause" attribute may be used to indicate one of the
Implemente [following application errors:
d - UNSUPPORTED_RESOURCE_URI

This response shall not be cached.
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE: Inthe scenario of stateless UDM deployment, it is assumed that stateless UDMs are organized into
several UDM groups, and for each UDM group an FQDN can be allocated.

Table 6.1.3.3.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-sdm/<apiVersion>/{supi}/sdm-
subscriptions/{subscriptionld}
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Resource: Individual subscription (Document)

Description

Thisresourceis used to represent an individual subscription to notifications.

6.1.3.4.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /sdm-subscriptions/{ subscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.4.2-1.

Table 6.1.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
or Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]
subscriptionld |string The subscriptionld identifies an individual subscription to notifications.

6.1.3.4.3

6.1.3.4.3.1

Resource Standard Methods

DELETE

This method shall support the URI query parameters specified in table 6.1.3.4.3.1-1.

Table 6.1.3.4.3.1-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and
response codes specified in table 6.1.3.4.3.1-3.

Table 6.1.3.4.3.1-2: Data structures supported by the Delete Request Body on this resource

Data type

P

Cardinality

Description

n/a

The request body shall be empty.

Table 6.1.3.4.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality |Respons Description
e
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the following
Found application errors:
- USER_NOT_FOUND
- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.4.3.2

PATCH

This method shall support the URI query parameters specified in table 6.1.3.4.3.2-1.
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Table 6.1.3.4.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ) )

This method shall support the request data structures specified in table 6.1.3.4.3.2-2 and the response data structures and
response codes specified in table 6.1.3.4.3.2-3.

Table 6.1.3.4.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type

P | Cardinality

Description

SdmSubsModifica
tion

M |1

The modification Instruction

Table 6.1.3.4.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | M |1 200 OK Upon success, the modified sdmSubscription shall be returned
including the accepted values, e.g. in case of partial success
UDM shall return the list of monitores resource Uri successfully
subscribed. (NOTE 2)
n/a 204 No Upon success, an empty response body shall be returned.
Content (NOTE 2)
PatchResult M |1 200 OK Upon success, the execution report is returned. (NOTE 2)
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.
ProblemDetails O |0..1 403 One or more attributes are not allowed to be modified.
Forbidden
The "cause" attribute may be used to indicate one of the
following application errors:
- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE 1:
NOTE 2:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

If the NF service consumer has not included in the supported-feature query parameter the "PatchReport"
feature number, the UDM responds with SdmSubscription. If the NF service consumer has included in the
supported-feature query parameter the "PatchReport" feature number, the UDM shall respond with 204 No
Content response indicating that all the modification instructions in the PATCH request have been
implemented or with PatchResult indicating that some of the modification instructions in the PATCH request
have been discarded.

6.1.3.5

6.1.3.5.1

Description

Resource: AccessAndMobilitySubscriptionData (Document)

This resource represents the subscribed Access and Mobility Datafor a SUPI. It is queried by the AMF after registering.

6.1.3.5.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data

This resource shall support the resource URI variables defined in table 6.1.3.5.2-1.
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Table 6.1.3.5.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2]
clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.5.3 Resource Standard Methods
6.1.3.5.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.

Table 6.1.3.5.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id Pimnlid O |0..1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, UDM shall return the Access and Mobility Data for the SUPI associated to the PLMN

identified by "plmn-

id".

If "plmn-id" is not included, UDM shall return the Access and Mobility Data for the SUPI associated to the HPLMN.

This method shall support the request data structures specified in table 6.1.3.5.3.1-2 and the response data structures and

response codes specified in table 6.1.3.5.3.1-3.

Table 6.1.3.5.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.5.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
AccessAndMobility | M (1 200 OK Upon success, a response body containing the Access and
SubscriptionData Mobility Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA NOT _FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.5.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3
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Table 6.1.3.5.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.5.4 Resource Custom Operations

6.1.3.54.1 Overview

Table 6.1.3.5.4.1-1: Custom operations

Mapped HTTP
method
update-sor /{supi}/am-data/update-sor POST Trigger the update of Steering of

Roaming information at the UE

Operation Name

Custom operation URI Description

6.1.3.5.4.2 Operation: update-sor

6.1.3.5.4.2.1 Description

When a UE performsinitial registration or emergency registration at an AMF (which aready has

AccessAndM obilitySubscriptionData stored) within aVPLMN, and the sorUpdatel ndicatorList is present in
AccessAndM obilitySubscriptionData and contains the corresponding registration type, the AMF shall make use of this
operation to trigger the HPLMN to update steering of roaming information for the UE.

6.1.3.5.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.5.4.2.2-1 and the response data structure
and response codes specified in table 6.1.3.5.4.2.2-2.

Table 6.1.3.5.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

SorUpdatelnfo M |1 Contains the ID of the VPLMN

Table 6.1.3.5.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes

Sorlnfo M |1 200 OK Upon success, a response body containing the updated
Steering Of Roaming information shall be returned.

ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND

NOTE: The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply.
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6.1.3.6 Resource: SmfSelectionSubscriptionData (Document)

6.1.3.6.1 Description

This resource represents the subscribed SMF Selection Data for a SUPI. It is queried by the AMF after registering.

6.1.3.6.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /smf-select-data

This resource shall support the resource URI variables defined in table 6.1.3.6.2-1.

Table 6.1.3.6.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.6.3 Resource Standard Methods
6.1.3.6.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.6.3.1-1.

Table 6.1.3.6.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features [SupportedFeature |O (0..1
S see 3GPP TS 29.500 [4] clause 6.6
plmn-id Pimnid O [0..1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, UDM shall return the SMF Selection Subscription Data for the SUPI associated to the PLMN
identified by "plmn-id".

If "plmn-id" is not included, UDM shall return the SMF Selection Subscription Data for the SUPI associated to the
HPLMN.

This method shall support the request data structures specified in table 6.1.3.6.3.1-2 and the response data structures and
response codes specified in table 6.1.3.6.3.1-3.

Table 6.1.3.6.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.6.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
SmfSelectionSubsc | M |1 200 OK Upon success, a response body containing the SMF
riptionData Selection Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA NOT _FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.1.3.6.3.1-4: Headers supported by the GET method on this resource

Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.6.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.7

6.1.3.7.1

Description

Resource: UeContextinSmfData (Document)

This resource represents the allocated SMFsfor a SUPI. It is queried by the AMF after registering.

6.1.3.7.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /ue-context-in-smf-data

This resource shall support the resource URI variables defined in table 6.1.3.7.2-1.

Table 6.1.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.7.3 Resource Standard Methods
6.1.3.7.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.7.3.1-1.

Table 6.1.3.7.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

supported-features

SupportedFeatures

0 ]0..1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.7.3.1-2 and the response data structures and
response codes specified in table 6.1.3.7.3.1-3.

Table 6.1.3.7.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

ETSI




3GPP TS 29.503 version 16.14.0 Release 16 93 ETSI TS 129 503 V16.14.0 (2023-01)

Table 6.1.3.7.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
UeContextinSmfDa | M |1 200 OK Upon success, a response body containing the
ta UeContextinSmfData shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.8 Resource: SessionManagementSubscriptionData (Document)

6.1.3.8.1 Description

This resource represents the Session Management subscription datafor a SUPI. It is queried by the SMF during session
setup, using query parameters representing the selected network slice and the DNN. The SMF isresponsible for
enforcing the user session management subscription data.

UDM will only recognize subscribed DNNs in this resource so for instance, in case SMF receives indication from AMF
that the DNN was authorized based on the wildcard APN in the Selection Mode Value, SMF shall include the wildcard
DNN in the query parameter and SMF will receive SessionManagementSubscriptionData for the Wildcard DNN. Any
request for non-subscribed DNN will be rejected with "404 Not Found".

Thisresource is aso queried by the PGW-C+SMF during PDN connection establishment in the EPC, to select the S-
NSSAI for the APN/DNN of the PDN connection, see 3GPP TS 23.502 [3] clause 4.11.0a.5.

NOTE: The PGW-C+SMF shall also retrieve the Nssai resource from UDM, to avoid selection aslicethat is
subject to Network Slice-Specific Authentication and Authorization (see clause 6.1.3.2.1).

6.1.3.8.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/sm-data
This resource shall support the resource URI variables defined in table 6.1.3.8.2-1.

Table 6.1.3.8.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion [string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.8.3 Resource Standard Methods

6.1.3.8.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.8.3.1-1.
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Table 6.1.3.8.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P Cardinality Description
supported-features SupportedFeatures O [0.1 see 3GPP TS 29.500 [4] clause 6.6
single-nssai Snssai O |[0.1 When present without Slice Differentiator (sd),

all slices identified by the given Slice/Service
Type (sst) and any sd value (if any) shall be
considered matching the query parameter.

dnn Dnn o (0.1 The DNN shall be the DNN Network Identifier
only.
plmn-id Pimnid O (0.1 PLMN identity of the PLMN serving the UE

JSON objects (such as Snssai, Pimnid...) shall be included directly as part of the URI query parameters by specifying in
the OpenAPI file that the " Content-Type" of such parametersis "application/json”.

If "singleNssai" is not included, and "dnn" is not included, UDM shall return all DNN configurations for all network
slice(s).

If "singleNssai" isincluded, and "dnn" is not included, UDM shall return all DNN configurations for the requested
network slice identified by "singleNssai".

If "singleNssai" is not included, and "dnn" isincluded, UDM shall return all DNN configurations identified by "dnn"
for all network slices where such DNN is available.

If "singleNssai" isincluded, and "dnn" isincluded, UDM shall return the DNN configuration identified by "dnn", if
such DNN isavailable in the network slice identified by "singleNssai".

For al the combinations about the inclusion of "dnn" and "singleNssai" as URI query parameters, if "plmn-id" is
included, UDM shall return the configurations for the DNN and network slices associated to the PLMN identified by
"plmn-id". Otherwise (i.e. if "plmn-id" is not included), UDM shall return the configurations for the DNN and network
slices associated to the HPLMN.

This method shall support the request data structures specified in table 6.1.3.8.3.1-2 and the response data structures and
response codes specified in table 6.1.3.8.3.1-3.

Table 6.1.3.8.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.8.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
array(SessionMa | M |1..N 200 OK Upon success, a response body containing the Session
nagementSubscri Management Subscription data shall be returned.
ptionData)
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.1.3.8.3.1-4: Headers supported by the GET method on this resource

Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.8.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.9

6.1.3.9.1

Resource: SMSSubscriptionData (Document)

Description

This resource represents the subscribed SM S Subscription Data for a SUPI. It is queried by the AMF after registering.

6.1.3.9.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/sms-data

This resource shall support the resource URI variables defined in table 6.1.3.9.2-1.

Table 6.1.3.9.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2]
clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.9.3 Resource Standard Methods
6.1.3.9.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.9.3.1-1.

Table 6.1.3.9.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
plmn-id Pimnid C [0.1 if absent, H-PLMN ID is used as default
supported- SupportedFeat | O [0..1
features ures see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.9.3.1-2 and the response data structures and
response codes specified in table 6.1.3.9.3.1-3.
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Table 6.1.3.9.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.9.3.1-3: Data structures supported by the GET Response Body on this resource

a

Data type P | Cardinality Response Description
codes
SmsSubscriptionDat (M |1 200 OK Upon success, a response body containing the SMS

Subscription Data shall be returned.

ProblemDetails

O (0.1

404 Not
Found

The "cause" attribute may be used to indicate one of the
following application errors:

- USER_NOT_FOUND

- DATA NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.9.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.9.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described

in IETF RFC 7232 [25], clause 2.2

6.1.3.10

6.1.3.10.1

Description

Resource: SMSManagementSubscriptionData (Document)

This resource represents the subscribed SMS Management Datafor a SUPI. It is queried by the SM SF after registering.

6.1.3.10.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /sms-mng-data

This resource shall support the resource URI variables defined in table 6.1.3.10.2- 1.

Table 6.1.3.10.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
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This method shall support the URI query parameters specified in table 6.1.3.10.3.1-1.

Table 6.1.3.10.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
plmn-id PImnld C |0..1 if absent, H-PLMN ID is used as default
supported- Supportedreat | O 0.1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )

This method shall support the request data structures specified in table 6.1.3.10.3.1-2 and the response data structures
and response codes specified in table 6.1.3.10.3.1-3.

Table 6.1.3.10.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.10.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
SmsManagementS | M |1 200 OK Upon success, a response body containing the SMS
ubscriptionData Management Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_ NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.10.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0.1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.10.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.11

6.1.3.11.1

Description

Resource: Supi (Document)

This resource represents the subscription profile of the subscriber identified by a given SUPI.
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Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}

This resource shall support the resource URI variables defined in table 6.1.3.11.2-1.

Table 6.1.3.11.2-1: Resource URI variables for this resource

Name Data L
type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.11.3 Resource Standard Methods
6.1.3.11.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.11.3.1-1.

NOTE:

The retrieval of these data sets can aso be achieved by sending individual GET requests to the

corresponding sub-resources under the { supi} resource. When multiple data sets need to be retrieved by
the NF Service consumer, it is recommended to use asingle GET reguest with query parameters rather
than issuing multiple GET requests.

Table 6.1.3.11.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
dataset-names DatasetNames | M (1 Contains names of the data sets that are required to retrieve.
plmn-id PImnld C |0.1 If absent, H-PLMN ID is used as default.
This IE is only used for data sets whose DataSetNames are
listed below:
"AM"
"SMF_SEL"
"SMS_SuUB"
"SM"
"TRACE"
"SMS_MNG"
f;;ﬂ?é‘sed' fr”epsp"”e‘":eat 0 0.1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.11.3.1-2 and the response data structures
and response codes specified in table 6.1.3.11.3.1-3.

Table 6.1.3.11.3.1-2; Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.11.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SubscriptionData | M |1 200 OK Upon success, a response body containing the requested data
Sets sets shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_ NOT _FOUND

NOTE:

The manadatory HTTP error status code for the GET method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.
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Table 6.1.3.11.3.1-4: Headers supported by the GET method on this resource

Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC

7232 [25], clause 3.3

Table 6.1.3.11.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described

in IETF RFC 7232 [25], clause 2.2

6.1.3.12

6.1.3.12.1

Description

Resource: IdTranslationResult (Document)

This resource represents the SUPI. It is queried by the NEF for GPSI to SUPI trandation. See 3GPP TS 23.502 [3]

clause 4.13.2.2.

6.1.3.12.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /id-transl ation-result

This resource shall support the resource URI variables defined in table 6.1.3.12.2-1.

Table 6.1.3.12.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

ueld

VarUeld

Represents the Generic Public Subscription Identifier (see 3GPP TS 23.501 [2]
clause 5.9.8) or Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.1.3.12.3

6.1.3.12.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.12.3.1-1.

Table 6.1.3.12.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
f“ppo”ed' SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
eatures ures
app-port-id AppPortld C (0.1 If ueld is a SUPI in Resource URI variables, this shall be
present and indicates Application port identity, see
3GPP TS 23.501 [2] clause 4.4.7

This method shall support the request data structures specified in table 6.1.3.12.3.1-2 and the response data structures
and response codes specified in table 6.1.3.12.3.1-3.
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Table 6.1.3.12.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.1.3.12.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
IdTranslationRes | M |1 200 OK Upon success, a response body containing the SUPI and
ult optionally the MSISDN shall be returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.12.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.12.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.13

6.1.3.13.1

Description

Resource: SorAck (Document)

This resource represents the acknowledgement of the SoR for a SUPI.

6.1.3.13.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/sor-ack

Thisresource shall support the resource URI variables defined in table 6.1.3.13.2- 1.

Table 6.1.3.13.2-1: Resource URI variables for this resource

hE DL Definition
type
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
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6.1.3.13.3 Resource Standard Methods

6.1.3.13.3.1 PUT
This method shall support the URI query parameters specified in table 6.1.3.13.3.1-1.

Table 6.1.3.13.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.13.3.1-2 and the response data structures
and response codes specified in table 6.1.3.13.3.1-3.

Table 6.1.3.13.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P Cardinality Description

Acknowledgelnfo M (1 Contains the SOR-MAC-Iue received from the UE.

Table 6.1.3.13.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes

n/a 204 No Successful receiving the SorXmaclue in the Request.
Content

ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.14 Resource: TraceData (Document)

6.1.3.14.1 Description

This resource represents the trace configuration data for a SUPI. It is queried by the AMF and SMF after registering.

6.1.3.14.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /trace-data
This resource shall support the resource URI variables defined in table 6.1.3.14.2-1.

Table 6.1.3.14.2-1: Resource URI variables for this resource

RENIS DEVE] Definition
type
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.14.3 Resource Standard Methods
6.1.3.14.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.14.3.1-1.
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Table 6.1.3.14.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures |O |0..1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id Pimnid O |0..1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, UDM shall return the Trace Datafor the SUPI associated to the PLMN identified by "plmn-

id".

If "plmn-id" is not included, UDM shall return the Trace Data for the SUPI associated to the HPLMN.

This method shall support the request data structures specified in table 6.1.3.14.3.1-2 and the response data structures
and response codes specified in table 6.1.3.14.3.1-3.

Table 6.1.3.14.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.14.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
TraceDataRespons | M |1 200 OK Upon success, a response body containing the Trace Data
e shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.14.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.14.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.15

6.1.3.15.1

Description

Resource: SharedData (Collection)

This resource represents the collection of datathat can be shared by multiple UEs.
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6.1.3.15.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data

This resource shall support the resource URI variables defined in table 6.1.3.15.2-1.

Table 6.1.3.15.2-1: Resource URI variables for this resource

Name Data L
type Definition
apiRoot string See clause 6.1.1
6.1.3.15.3 Resource Standard Methods
6.1.3.15.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.15.3.1-1.

Table 6.1.3.15.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
shared-data-ids array(SharedD | M [1..N Contains unique items
atald) q
supported- Supportedreat | O 0.1 see 3GPP TS 29.500 [4] clause 6.6
features ures ) )

This method shall support the request data structures specified in table 6.1.3.15.3.1-2 and the response data structures
and response codes specified in table 6.1.3.15.3.1-3.

Table 6.1.3.15.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.15.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

array(SharedDat | M [1..N 200 OK Upon success, a response body containing a list of

a) SharedData shall be returned.

ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:
- DATA_ NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.1.3.15.3.1-4: Headers supported by the GET method on this resource

Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC

7232 [25], clause 3.3

Table 6.1.3.15.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described

in IETF RFC 7232 [25], clause 2.2

6.1.3.16

6.1.3.16.1

Description

Resource: SharedDataSubscriptions (Collection)

Thisresourceis used to represent subscriptions to notifications for shared data.

6.1.3.16.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data-subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.16.2-1.

Table 6.1.3.16.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

6.1.3.16.3

6.1.3.16.3.1

Resource Standard Methods

POST

This method shall support the URI query parameters specified in table 6.1.3.16.3.1-1.

Table 6.1.3.16.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.16.3.1-2 and the response data structures
and response codes specified in table 6.1.3.16.3.1-3.

Table 6.1.3.16.3.1-2: Data structures supported by the POST Request Body on this resource

Data type

P | Cardinality

Description

SdmSubscription

M |1

The subscription that is to be created.
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Table 6.1.3.16.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | M |1 201 Upon success, a response body containing a representation of
Created the created Individual subscription resource shall be returned.
The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource. When
stateless UDM is deployed, the stateless UDM shall use the
FQDN identifying the UDM set to which the UDM belongs as
the host part of the resource URI.
ProblemDetails O |0.1 501 Not The "cause" attribute may be used to indicate one of the
Implemente [following application errors:
d - UNSUPPORTED_RESOURCE_URI
This response shall not be cached.

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE: Inthe scenario of stateless UDM deployment, it is assumed that stateless UDMs are organized into
several UDM sets, and each UDM set is alocated an FQDN.
Table 6.1.3.16.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description

Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-sdm/<apiVersion>/shared-data-
subscriptions/{subscription|d}

6.1.3.17 Resource: Individual subscription (Document)

6.1.3.17.1 Description

Thisresourceis used to represent an individual subscription to notifications for shared data.

6.1.3.17.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data-subscriptions/{ subscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.17.2-1.

Table 6.1.3.17.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
subscriptionld |string The subscriptionld identifies an individual subscription to notifications.

6.1.3.17.3

6.1.3.17.3.1

Resource Standard Methods

DELETE

This method shall support the URI query parameters specified in table 6.1.3.17.3.1-1.

Table 6.1.3.17.3.1-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.17.3.1-2 and the response data structures
and response codes specified in table 6.1.3.17.3.1-3.

ETSI




3GPP TS 29.503 version 16.14.0 Release 16

106

ETSI TS 129 503 V16.14.0 (2023-01)

Table 6.1.3.17.3.1-2: Data structures supported by the Delete Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request body shall be empty.

Table 6.1.3.17.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0..1 404 Not The resource corresponding to the Subscriptionld can't be
Found found.

The "cause" attribute may be used to indicate one of the
following application errors::

- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.17.3.2

PATCH

This method shall support the URI query parameters specified in table 6.1.3.17.3.2- 1.

Table 6.1.3.17.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )

This method shall support the request data structures specified in table 6.1.3.17.3.2-2 and the response data structures
and response codes specified in table 6.1.3.17.3.2-3.

Table 6.1.3.17.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type

P | Cardinality

Description

SdmSubsModifica
tion

M |1

The modification Instruction
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Table 6.1.3.17.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | M (1 200 OK Upon success, the modified sdmSubscription shall be returned.
(NOTE 2)
n/a 204 No Upon success, an empty response body shall be returned.
Content (NOTE 2)
PatchResult M |1 200 OK Upon success, the execution report is returned. (NOTE 2)
ProblemDetails O |0.1 404 Not The resource corresponding to the Subscriptionld can't be
Found found.
The "cause" attribute may be used to indicate one of the
following application errors:
- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.
ProblemDetails O |0..1 403 One or more attributes are not allowed to be modified.
Forbidden
The "cause" attribute may be used to indicate one of the
following application errors:
- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE 1:
NOTE 2:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

If the NF service consumer has not included in the supported-features query parameter the "PatchReport"
feature number, the UDM responds with SdmSubscription. If the NF service consumer has included in the
supported-features query parameter the "PatchReport" feature number, the UDM shall respond with 204 No
Content response indicating that all the modification instructions in the PATCH request have been
implemented or with PatchResult indicating that some of the modification instructions in the PATCH request
have been discarded.

6.1.3.18

6.1.3.18.1

Resource: UeContextinSmsfData (Document)

Description

This resource represents the allocated SMSFs for a SUPI.

6.1.3.18.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /ue-context-in-smsf-data

Thisresource shall support the resource URI variables defined in table 6.1.3.18.2-1.

Table 6.1.3.18.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.18.3

6.1.3.18.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.18.3.1-1.

Table 6.1.3.18.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P | Cardinality

Description

supported-features

SupportedFeatures

O [0..1

see 3GPP TS 29.500 [4] clause 6.6
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This method shall support the request data structures specified in table 6.1.3.18.3.1-2 and the response data structures
and response codes specified in table 6.1.3.18.3.1-3.

Table 6.1.3.18.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.18.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
UeContextinSmsf | M |1 200 OK Upon success, a response body containing the
Data UeContextinSmsfData shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.19 Resource: UpuAck (Document)

6.1.3.19.1 Description

This resource represents the acknowledgement of UE parameters update for a SUPI.

6.1.3.19.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/upu-ack

Thisresource shall support the resource URI variables defined in table 6.1.3.19.2-1.

Table 6.1.3.19.2-1: Resource URI variables for this resource

hE PLIC) Definition
type
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.19.3 Resource Standard Methods
6.1.3.19.3.1 PUT

This method shall support the URI query parameters specified in table 6.1.3.19.3.1-1.

Table 6.1.3.19.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.19.3.1-2 and the response data structures
and response codes specified in table 6.1.3.19.3.1-3.
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Table 6.1.3.19.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P Cardinality

Description

Acknowledgelnfo

M (1

Contains the UPU-MAC-lue received from the UE and the provisioning
time stamp as received within Upulnfo.

Table 6.1.3.19.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the UpuXmaclue in the Request.
Content
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND

NOTE:

The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4]
also apply.

6.1.3.20

6.1.3.20.1

Description

Resource: Groupldentifiers (Document)

This resource represents the Group Identifiers handled by UDM/UDR. It is queried by the NEF or GMLC for
tranglation between External and Internal Group Identifiers or query the UE identifiers that belong to the provided

External or Internal Group Identifier.

6.1.3.20.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/group-data/group-identifiers

This resource shall support the resource URI variables defined in table 6.1.3.20.2-1.

Table 6.1.3.20.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

6.1.3.20.3

6.1.3.20.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.20.3.1-1.

Table 6.1.3.20.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description

supported- SupportedFeat | O |0..1

features ures see 3GPP TS 29.500 [4] clause 6.6

ext-groud-id ExtGroupld C |0..1 External Group ID

int-group-id Groupld C |0..1 Internal Group 1D

ue-id-ind boolean C [0.1 Indication whether UE identifiers are required or not.
When present, it shall be set as following:
- true: UE identifiers are required
- false (default): UE identifiers are not required

NOTE: Either ext-group-id or int-group-id shall be present in the request.

Either the ext-group-id or the int-group-id shall be present in the request.
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This method shall support the request data structures specified in table 6.1.3.20.3.1-2 and the response data structures
and response codes specified in table 6.1.3.20.3.1-3.

Table 6.1.3.20.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.1.3.20.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
Groupldentifiers M |1 200 OK Upon success, a response body containing the group
identifier(s) shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- GROUP_IDENTIFIER_NOT_FOUND

NOTE: In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.20.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.20.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0.1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.21

6.1.3.21.1

Description

Resource: SnssaisAck (Document)

This resource represents the acknowledgement of UE for subscribed S-NSSAI s update for a SUPI.

6.1.3.21.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/subscribed-snssais-ack

This resource shall support the resource URI variables defined in table 6.1.3.21.2-1.

Table 6.1.3.21.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
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6.1.3.21.3 Resource Standard Methods

6.1.3.21.3.1 PUT
This method shall support the URI query parameters specified in table 6.1.3.21.3.1-1.

Table 6.1.3.21.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.21.3.1-2 and the response data structures
and response codes specified in table 6.1.3.21.3.1-3.

Table 6.1.3.21.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P Cardinality Description
Acknowledgelnfo M (1 Contains the provisioning time stamp as received within the Nssai.

Table 6.1.3.21.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the UE acknowledgement for
Content subscribed S-NSSAIs update.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.22 Resource: CagAck (Document)

6.1.3.22.1 Description

This resource represents the acknowledgement of UE for CAG update for a SUPI.

6.1.3.22.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/cag-ack
This resource shall support the resource URI variables defined in table 6.1.3.22.2-1.

Table 6.1.3.22.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.22.3 Resource Standard Methods

6.1.3.22.3.1 PUT

This method shall support the URI query parameters specified in table 6.1.3.22.3.1-1.
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Table 6.1.3..3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.22.3.1-2 and the response data structures
and response codes specified in table 6.1.3.22.3.1-3.

Table 6.1.3.22.3.1-2: Data structures supported by the PUT Request Body on this resource

[5)
M

Data type
Acknowledgelnfo

Cardinality
1

Description
Contains the provisioning time stamp as received within the Caglnfo.

Table 6.1.3.22.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the UE acknowledgement for CAG
Content configuration update.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.23 Resource: LcsPrivacySubscriptionData (Document)
6.1.3.23.1 Description

This resource represents the subscribed LCS Privacy Data for a UE. It is queried by the HGMLC or NEF.

6.1.3.23.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /Ics-privacy-data

This resource shall support the resource URI variables defined in table 6.1.3.23.2- 1.

Table 6.1.3.23.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2) or

Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7].

NOTE: SUPI is only used to retrieve Location Privacy profile by GMLC.

6.1.3.23.3

6.1.3.23.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.23.3.1-1.

Table 6.1.3.23.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type P | Cardinality Description

supported-features

SupportedFeatures

0 ]0..1

see 3GPP TS 29.500 [4] clause 6.6

UDM shall return the LCS Privacy Data for the UE identified by the ueld.
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This method shall support the request data structures specified in table 6.1.3.23.3.1-2 and the response data structures
and response codes specified in table 6.1.3.23.3.1-3.

Table 6.1.3.23.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.1.3.23.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes

LcsPrivacyData M |1 200 OK Upon success, a response body containing the LCS
Privacy Subscription Data shall be returned (see
3GPP TS 23.273 [38] clause 5.4.2)

ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA NOT _FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.24 Resource: LcsMobileOriginatedSubscriptionData (Document)
6.1.3.24.1 Description
This resource represents the subscribed LCS Mobile Originated Datafor a SUPI. It is queried by the AMF after
registering.
6.1.3.24.2 Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/Ics-mo-data

Thisresource shall support the resource URI variables defined in table 6.1.3.24.2-1.

Table 6.1.3.24.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.24.3

6.1.3.24.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.24.3.1-1.

Table 6.1.3.24.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

supported-features

SupportedFeatures

O

0.1

see 3GPP TS 29.500 [4] clause 6.6

UDM shall return the LCS Mobile Originated Data for the SUPI.

This method shall support the request data structures specified in table 6.1.3.24.3.1-2 and the response data structures
and response codes specified in table 6.1.3.24.3.1-3.
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Table 6.1.3.24.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.24.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes

LcsMoData M |1 200 OK Upon success, a response body containing the LCS Mobile
Originated Subscription Data shall be returned (see
3GPP TS 23.273 [38] clause 5.4.2)

ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA_ NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.25 Resource: EnhancedCoverageRestrictionData
6.1.3.25.1 Description

This resource represents the subscribed Enhance Coverage Restriction Data for a SUPI.

6.1.3.25.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/ecr-data

This resource shall support the resource URI variables defined in table 6.1.3.25.2-1.

Table 6.1.3.25.2-1: Resource URI variables for this resource

Name Data .
type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.25.3 Resource Standard Methods
6.1.3.25.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.25.3.1- 1.

Table 6.1.3.25.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P |Cardinality

Description

supported-features

SupportedFeatures

0 [0..1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.25.3.1-2 and the response data structures
and response codes specified in table 6.1.3.25.3.1-3.

Table 6.1.3.25.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a
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Table 6.1.3.25.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P [Cardinality |Response Description
codes
EnhancedCoverageRestrictionData |M (1 200 OK Upon success, a response body containing the
Access and Mobility Subscription Data shall be
returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one
Found of the following application errors:

- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.26 Resource: UeContextinAmfData (Document)

6.1.3.26.1

Description

This resource represents the allocated AMF for a SUPI.

6.1.3.26.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /ue-context-in-amf-data

This resource shall support the resource URI variables defined in table 6.1.3.26.2-1.

Table 6.1.3.26.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.1.1
supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.26.3 Resource Standard Methods
6.1.3.26.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.26.3.1- 1.

Table 6.1.3.26.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type P | Cardinality Description

supported-features

SupportedFeatures |O |0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.26.3.1-2 and the response data structures
and response codes specified in table 6.1.3.26.3.1-3.

Table 6.1.3.26.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality Description

n/a
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Table 6.1.3.26.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
UeContextinAmfDa [ M |1 200 OK Upon success, a response body containing the
ta UeContextinAmfData shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.27 Resource: V2xSubscriptionData (Document)

6.1.3.27.1 Description

This resource represents the subscribed V2X Datafor a SUPI. It is queried by the AMF after registering.

6.1.3.27.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /v2x-data

This resource shall support the resource URI variables defined in table 6.1.3.27.2-1.

Table 6.1.3.27.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.1.1
supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.27.3 Resource Standard Methods

6.1.3.27.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.27.3.1-1.

Table 6.1.3.27.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.27.3.1-2 and the response data structures
and response codes specified in table 6.1.3.27.3.1-3.

Table 6.1.3.27.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.27.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality |Response Description
codes
V2xSubscriptionData [ M |1 200 OK Upon success, a response body containing the V2X

Subscription Data shall be returned (see

3GPP TS 23.273 [38] clause 5.4.2)

ProblemDetails O |1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.28 Resource: LcsBroadcastAssistanceSubscriptionData (Document)

6.1.3.28.1 Description

This resource represents the subscribed LCS Broadcast Assistance Data Typesfor a SUPI. It is queried by the AMF.

6.1.3.28.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/Ics-bca-data
Thisresource shall support the resource URI variables defined in table 6.1.3.28.2- 1.

Table 6.1.3.28.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.1.1
supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.28.3 Resource Standard Methods

6.1.3.28.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.28.3.1-1.

Table 6.1.3.28.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id Plmnid O |0..1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, the UDM shall return the LCS Broadcast Assistance Data Types for the SUPI associated to the
PLMN identified by "plmn-id".

If "plmn-id" is not included, the UDM shall return the LCS Broadcast Assistance Data Types for the SUPI associated to
the HPLMN.

This method shall support the request data structures specified in table 6.1.3.x.3.1-2 and the response data structures and
response codes specified in table 6.1.3.x.3.1-3.

Table 6.1.3.28.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.28.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
LcsBroadcastAssist [ M |1 200 OK Upon success, a response body containing the list of
anceTypesData Broadcast Assistance Data Types Subscription Data shall
be returned (see 3GPP TS 23.273 [38] clause 7.1)
ProblemDetails ol 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.29

6.1.3.29.1

Resource: IndividualSharedData (Document)

Description

This resource represents the individual Shared Data.

6.1.3.29.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data/{ sharedDatal d}

This resource shall support the resource URI variables defined in table 6.1.3.29.2-1.
Table 6.1.3.29.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
sharedDatald |SharedDatald |Contains the individual Shared Data Identifier.
6.1.3.29.3 Resource Standard Methods
6.1.3.29.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.29.3.1-1.

Table 6.1.3.29.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data t

ype P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.29.3.1-2 and the response data structures
and response codes specified in table 6.1.3.29.3.1-3.

Table 6.1.3.29.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P

Cardinality

Description

n/a
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Table 6.1.3.29.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

SharedData M |1 200 OK Upon success, a response body containing the individual
Shared Data shall be returned.

ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- DATA_ NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.4 Custom Operations without associated resources

In this release of this specification, no custom operations without associated resources are defined for the
Nudm_SubscriberDataM anagement Service.

6.1.5 Notifications

6.1.5.1 General

This clause will specify the use of notifications and corresponding protocol detailsif required for the specific service.
When notifications are supported by the AP, it will include a reference to the general description of notifications
support over the 5G SBIs specified in TS 29.500/ TS 29.501.

Table 6.1.5.1-1: Notifications overview

HTTP
method —
Notification Resource URI or Description
custom |(8€rvice operation)
operation
Dl\?éiifi:g?ig%e {callbackReference} POST
6.1.5.2 Data Change Notification

The POST method shall be used for Data Change Notifications and the URI shall be as provided during the subscription
procedure.

Resource URI: { callbackReference}

Support of URI query parametersis specified in table 6.1.5.2-1.

Table 6.1.5.2-1: URI query parameters supported by the POST method

Name Data type P | Cardinality Description

n/a

Support of request data structuresis specified in table 6.1.5.2-2 and of response data structures and response codes is
specified in table 6.1.5.2-3.

Table 6.1.5.2-2: Data structures supported by the POST Request Body

Data type P Cardinality Description

ModificationNotificati M (1
on
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Table 6.1.5.2-3: Data structures supported by the POST Response Body

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
RedirectRespons | O |0..1 307 Temporary redirection. The response shall include a Location
e Temporary |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative
service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
RedirectRespons | O |0..1 308 Permanent redirection. The response shall include a Location
e Permanent |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative
service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the natification should be sent.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of this error.

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.5.2-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.5.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.6 Data Model
6.1.6.1 General

This clause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Nudm_SDM service API.
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Table 6.1.6.1-1: Nudm_SDM specific Data Types
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Data type Clause defined Description

Nssai 6.1.6.2.2 Network Slice Selection Assistance Information

SdmSubscription 6.1.6.2.3 A subscription to notifications

AccessAndMobilitySubscriptionData  16.1.6.2.4 Access and Mobility Subscription Data

SmfSelectionSubscriptionData 6.1.6.2.5 SMEF Selection Subscription Data

Dnninfo 6.1.6.2.6 Data Network Name and associated information
(LBO roaming allowed flag)

Snssailnfo 6.1.6.2.7 S-NSSAI and associated information (DNN Info)

SessionManagementSubscriptionData |6.1.6.2.8 User subscribed session management data

DnnConfiguration 6.1.6.2.9 User subscribed data network configuration

PduSessionTypes 6.1.6.2.11 Default/allowed session types for a data network

SscModes 6.1.6.2.12 Default/allowed SSC modes for a data network

SmsSubscriptionData 6.1.6.2.13

SmsManagementSubscriptionData 6.1.6.2.14 SMS Management Subscription Data

SubscriptionDataSets 6.1.6.2.15

UeContextinSmfData 6.1.6.2.16 UE Context In SMF Data

PduSession 6.1.6.2.17

IdTranslationResult 6.1.6.2.18 SUPI that corresponds to a given GPSI

ModificationNotification 6.1.6.2.21

IpAddress 6.1.6.2.22 IP address (IPv4, or IPv6, or IPv6 prefix)

UeContextinSmsfData 6.1.6.2.23

Smsfinfo 6.1.6.2.24

Acknowledgelnfo 6.1.6.2.25

Sorinfo 6.1.6.2.26 Steering Of Roaming Information

SharedData 6.1.6.2.27 Subscription Data shared by multiple UEs

Pgwinfo 6.1.6.2.28 Information about the DNNs/APNs and PGW-C+SMF
FQDNSs used in interworking with EPS

TraceDataResponse 6.1.6.2.29 Contains Trace Data or a shared data Id identifying
shared Trace Data

SteeringContainer 6.1.6.2.30

SdmSubsModification 6.1.6.2.31 Modification instruction for a subscription to
notifications

Emergencyinfo 6.1.6.2.32 Information about emergency session

Upulnfo 6.1.6.2.33 UE Parameters Update Information

Groupldentifiers 6.1.6.2.34

NiddInformation 6.1.6.2.35 Non-IP Data Delivery information

CagData 6.1.6.2.36

Caglnfo 6.1.6.2.37

DataSetName 6.1.6.3.3

PduSessionContinuitylnd 6.1.6.3.7

AdditionalSnssaiData 6.1.6.2.38 Additional information specific to a slice

VnGroupData 6.1.6.2.39

AppDescriptor 6.1.6.2.40

AppPortld 6.1.6.2.41 Application Port Id

LcsPrivacyData 6.1.6.2.42

Lpi 6.1.6.2.43

UnrelatedClass 6.1.6.2.44

PImnOperatorClass 6.1.6.2.45

ValidTimePeriod 6.1.6.2.46

LcsMoData 6.1.6.2.47

EcRestrictionDataWb 6.1.6.2.48 Enhance Coverage Restriction Data

ExpectedUeBehaviourData 6.1.6.2.49 Expected UE Behaviour Data

SuggestedPacketNumDI 6.1.6.2.52 Suggested Number of Downlink Packets

FrameRoutelnfo 6.1.6.2.54 Frame Route Information

SorUpdatelnfo 6.1.6.2.55

EnhancedCoverageRestrictionData 6.1.6.2.56 Enhanced Coverage Restriction Data

EdrxParameters 6.1.6.2.57 eDRX Parameters

PtwParameters 6.1.6.2.58 Paging Time Window Parameters

OperationMode 6.1.6.3.12 Operation Mode

SorUpdatelndicator 6.1.6.3.13 SoR Update Indicator

ExternalUnrelatedClass 6.1.6.2.62

AfExternal 6.1.6.2.63

LcsClientExternal 6.1.6.2.64

LcsClientGroupExternal 6.1.6.2.65

ServiceTypeUnrelatedClass 6.1.6.2.66
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Ueld 6.1.6.2.67
DefaultUnrelatedClass 6.1.6.2.68
UeContextinAmfData 6.1.6.2.70
V2xSubscriptionData 6.1.6.2.71 V2X Subscription Data
LcsBroadcastAssistanceTypesData 6.1.6.2.72 LCS Broadcast Assistance Data Types
DatasetNames 6.1.6.2.73 Data Set Names
DefaultDnnindicator 6.1.6.3.2
LboRoamingAllowed 6.1.6.3.2
UeUsageType 6.1.6.3.2
MpsPrioritylndicator 6.1.6.3.2
McsPrioritylndicator 6.1.6.3.2
3GppChargingCharacteristics 6.1.6.3.2 3GPP Charging Characteristics
MicoAllowed 6.1.6.3.2
SmsSubscribed 6.1.6.3.2
SharedDatald 6.1.6.3.2
IwkEpsind 6.1.6.3.2 Interworking with EPS Indication
SecuredPacket 6.1.6.3.2
UpuRegind 6.1.6.3.2
ExtGroupld 6.1.6.3.2
NbloTUePriority 6.1.6.3.2
CodeWord 6.1.6.3.2
Afld 6.1.6.3.2
LcsClientld 6.1.6.3.2
DataSetName 6.1.6.3.3
PduSessionContinuitylnd 6.1.6.3.7
LocationPrivacyind 6.1.6.3.8
PrivacyCheckRelatedAction 6.1.6.3.9
LcsClientClass 6.1.6.3.10
LcsMoServiceClass 6.1.6.3.11
OperationMode 6.1.6.3.12
SorUpdatelndicator 6.1.6.3.13
CodeWordind 6.1.6.3.14
MdtUserConsent 6.1.6.3.15 MDT User Consent

Table 6.1.6.1-2 specifies data types re-used by the Nudm_SDM service API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the Nudm_SDM

service API.
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Table 6.1.6.1-2: Nudm_SDM re-used Data Types
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Data type Reference Comments

Dnn 3GPP TS 29.571 [7] Data Network Name with Network Identifier
only; this type is used as key in a map of:
- DnnConfigurations; see clause 6.1.6.2.8;
- EpslwkPgws; see clause 6.2.6.2.2;
- ExpectedUeBehaviourData; see
clause 6.1.6.2.8;

DurationSec 3GPP TS 29.571 [7] Time value in seconds

ProblemDetails 3GPP TS 29.571 [7] Common data type used in response bodies

Snssai 3GPP TS 29.571 [7] Single NSSAI

Uri 3GPP TS 29.571 [7] Uniform Resource ldentifier

Gpsi 3GPP TS 29.571 [7] Generic Public Subscription Identifier

RatType 3GPP TS 29.571 [7] Radio Access Technology Type

Area 3GPP TS 29.571 [7]

ServiceAreaRestriction 3GPP TS 29.571 [7]

CoreNetworkType 3GPP TS 29.571 [7]

SupportedFeatures 3GPP TS 29.571 [7] see 3GPP TS 29.500 [4] clause 6.6

Plmnld 3GPP TS 29.571 [7] PLMN Identity

PduSessionType 3GPP TS 290.571 [7]

SubscribedDefaultQos 3GPP TS 29.571 [7] Subscribed Default QoS

Ambr 3GPP TS 29.571 [7]

PduSessionld

3GPP TS 29.571 [7]

PduSessionld is used as key in a map of
PduSessions; see clause 6.1.6.2.16.

Nflnstanceld

3GPP TS 29.571 [7]

Supi 3GPP TS 29.571 [7]

Rfspindex 3GPP TS 29.571 [7]

SscMode 3GPP TS 29.571 [7]

Ipv4Addr 3GPP TS 29.571 [7]

Ipv6Addr 3GPP TS 29.571 [7]

Ipv6Prefix 3GPP TS 29.571 [7]

SorMac 3GPP TS 29.509 [24]

Steeringlnfo 3GPP TS 29.509 [24]

Ackind 3GPP TS 29.509 [24]

CounterSor 3GPP TS 29.509 [24]

UpuMac 3GPP TS 29.509 [24]

UpuData 3GPP TS 29.509 [24]

UpuAckind 3GPP TS 29.509 [24]

CounterUpu 3GPP TS 29.509 [24]

TraceData 3GPP TS 29.571 [7] Trace control and configuration parameters

Notifyltem 3GPP TS 29.571 [7]

UpSecurity 3GPP TS 29.571 [7]

ServiceName 3GPP TS 29.510[19]

OdbPacketServices 3GPP TS 29.571 [7]

Groupld 3GPP TS 29.571 [7] This type is also used as key of a map in
attributes:
- vnGrouplnfo and sharedVnGroupDatalds;
see clause 6.1.6.2.4,6.1.6.2.8, 6.1.6.2.27;

DateTime 3GPP TS 29.571 [7]

Cagld 3GPP TS 29.571 [7]

StnSr 3GPP TS 29.571 [7] Session Transfer Number for SRVCC

CMsisdn 3GPP TS 29.571 [7] Correlation MSISDN

Osld 3GPP TS 29.519 [33]

Uint16 3GPP TS 29.571 [7]

RgWirelineCharacteristics 3GPP TS 29.571 [7]

GeographicArea 3GPP TS 29.572 [34]

LcsServiceType 3GPP TS 29.572 [34]

ScheduledCommunicationTime

3GPP TS 29.571 [7]

Scheduled Communication Time

LocationArea

6.5.6.2.10

Stationarylndication

3GPP TS 29.571 [7]

Stationary Indication

TrafficProfile

3GPP TS 29.571 [7]

Traffic Profile

ScheduledCommunicationType

3GPP TS 29.571 [7]

Scheduled Communication Type

BatterylIndication

3GPP TS 29.571 [7]

Battery Indication

Acslinfo 3GPP TS 29.571 [7] ACS Information
IPv4AddrMask 3GPP TS 29.571 [7]

Nefld 3GPP TS 29.510 [19]

PatchResult 3GPP TS 29.571 [7]
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NrV2xAuth 3GPP TS 29.571 [7]
LteV2xAuth 3GPP TS 29.571 [7]
BitRate 3GPP TS 29.571 [7]
MdtConfiguration 3GPP TS 29.571 [7]
Uint64 3GPP TS 29.571 [7]
WirelineArea 3GPP TS 29.571 [7]

WirelineServiceAreaRestriction

3GPP TS 29.571 [7]

RedirectResponse

3GPP TS 29.571 [7]

Response body of the redirect response

message
Bytes 3GPP TS 29.571 [7] Binary data encoded as a base64 character
string
6.1.6.2 Structured data types
6.1.6.2.1 Introduction

This clause defines the structures to be used in resource representations.

6.1.6.2.2 Type: Nssai

Table 6.1.6.2.2-1: Definition of type Nssai

Attribute name Data type P |Cardinality Description Applicability

supportedFeatures SupportedFeatures O 0.1 See clause 6.1.8
defaultSingleNssais array(Snssai) M [1.N A list of Single Nssais used as default. (NOTE)
singleNssais array(Snssai) O |1.N List of non default Single Nssais. (NOTE)
provisioningTime DateTime Cc |0.1 This attribute shall be present if the Nssai is

sent to the AMF while reception has not yet

been acknowledged from the UE; otherwise

shall be absent.

This attribute serves as Network Slicing

Subscription Change Indication.
additionalSnssaiData map(AdditionalSnssa | O |1..N A map (list of key-value pairs where Nssaa

iData) singleNssai converted to string serves as key)
of additional information related to this single
Nssai.

NOTE:

If the NF consumer does not support Nssaa optional feature, the UDM shall not include S-NSSAI(s) subject to Network Slice-

Specific Authentication and Authorization in Get response messages, immediate reports within Subscribe response
messages, or data change notifications where the data change is limited to S-NSSAI(s) subject to Network Slice-Specific

Authentication and Authorization.
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6.1.6.2.3 Type: SdmSubscription

Table 6.1.6.2.3-1: Definition of type SdmSubscription
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Attribute name

Data type

Cardinality

Description

Applicability

nflnstanceld

Nfinstanceld

1

Identity of the NF Instance creating the
subscription.

implicitUnsubscribe

boolean

0.1

If present with value true indicates that the
subscription expires when the subscribing NF
(AMF, SMF, SMSF) identified by the
nflnstanceld ceases to be registered at the
UDM.

When the subscribing NF is an SMF, this
means that the subscription is terminated by
UDM when the last PDU session of such SMF
is deregistered for a given SUPI.

If the subscribing NF (AMF. SMF, SMSF) is not
registered when the SDM subscription with
implicitUnsubscribe indicator set to true is
received by the UDM, the UDM should return a
confirmed expiry time in the expires attribute to
the subscribing NF even when the expires
attribute is absent from the request.

See NOTE 1.

expires

DateTime

If present, indicates the point in time at which
the subscription expires. Shall be present if
implicitUnsubscribe is absent or false.

Within a POST request the proposed expiry
time is conveyed whereas in a POST response
or PATCH response the confirmed expiry time
is returned.

callbackReference

Uri

URI provided by the NF service consumer to
receive notifications

amfServiceName

ServiceName

When present, this IE shall contain the name of
the AMF service to which Data Change
Notifications are to be sent (see clause 6.5.2.2
of 3GPP TS 29.500 [4]). This IE may be
included if the NF service consumer is an AMF.

monitoredResourceUris

array(Uri)

A set of URIs that identify the resources for
which a change triggers a notification.

The URI shall take the form of either an
absolute URI or an absolute-path reference as
defined in IETF RFC 3986 [31].

See NOTE 3.

singleNssai

Snssai

This IE may be present if the consumer is SMF.
This attribute shall be also used as filter for the
Nudr notifications when sdmSubscription is
included in subscriptionDataSubscription in
Nudr POST operation.

See NOTE 2.

dnn

Dnn

This IE may be present if the consumer is SMF.
This attribute shall be also used as filter for the
Nudr notifications when sdmSubscription is
included in subscriptionDataSubscription in
Nudr POST operation.

When present, this IE shall contain the Network
Identifier only, or Wildcard DNN.

See NOTE 2.

subscriptionld

string

This attribute shall be present if the
SdmSubscription is sent in a GET response
message on Nudr. It identifies the individual
sdmSubscription stored in the UDR and may
be used by the UDM to delete an expired or
implicitly unsubscribed sdmSubscription.
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plmnid PIimnid C |0.1 If present, it indicates the PLMN of the NF
Instance creating the subscription (i.e., the
PLMN serving the UE).
It shall be present if the NF Instance is located
in a different PLMN than the UDM.
If absent, the Home PLMN ID is used as
default.
immediateReport boolean O |0.1 This IE indicates whether immediate report is ImmediateRep
needed or not. ort
When present, this IE shall be set as following:
- true: immediate report is required
- false (default) immediate report is not required
report SubscriptionDataSet C |0.1 This IE shall be present in Subscribe response, |ImmediateRep
s if the immediateReport attribute is set to "true" |ort
in Subscribe request.
When present, this IE shall contain the
representation of subscription data sets that to
be monitored, i.e. listed in
monitoredResourceUris attribute.
supportedFeatures SupportedFeatures O |0.1 See clause 6.1.8
These are the features supported by the NF
subscribing at the UDM.
contextinfo ContextInfo Cc 0.1 This IE if present may contain e.g. the headers
received by the UDM along with the
SdmSubscription.
Shall be absent on Nudm and may be present
on Nudr.
uniqueSubscription boolean O |0.1 When present, this IE shall be set to indicate LimitedSubscri
whether the subscription is a unique ptions
subscription, as specified in clause 5.2.2.3.2
and clause 5.2.2.3.3:
- true: the subscription is unique
- false: the subscription is not unique
NOTE 1: The subscription expires if the last registration identified by the nflnstanceld for the UE is deregistered at the UDM, e.g. the
UDM shall remove the SdmSubscription of the SMF, if the UE's last PDU session SMF registration of this SMF is
deregistered.
NOTE 2: If "singleNssai" is not included, and "dnn" is not included, the UDM shall notify the data change of all DNN configurations
and network slice(s).
If "singleNssai" is included, and "dnn" is not included, the UDM shall notify the data change of network slice identified by
"singleNssai" and all DNN configurations for the requested network slice identified by "singleNssai".
If "singleNssai" is not included, and "dnn" is included, the UDM shall notify the data change of all network slices where such
DNN is available and all DNN configurations identified by "dnn".
If "singleNssai" is included, and "dnn" is included, the UDM shall notify the data change of network slice identified by
"singleNssai" where such DNN is available and the DNN configuration identified by "dnn", if such DNN is available in the
network slice identified by "singleNssai".
NOTE 3: The UDM should handle only the relative-path part (apiSpecificResourceUriPart, see 3GPP TS 29.501 [5] clause 4.4.1) and

ignore possible inconsistencies in the base URI part.
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6.1.6.2.4 Type: AccessAndMobilitySubscriptionData

Table 6.1.6.2.4-1: Definition of type AccessAndMobilitySubscriptionData
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Attribute name Data type P |Cardinality Description Applicability
supportedFeatures SupportedFeatur | O |0..1 See clause 6.1.8
es
gpsis array(Gpsi) O |0.N List of Generic Public Subscription Identifier; see
3GPP TS 29.571 [7]
internalGrouplds array(Groupld) O [1.N List of internal group identifier; see
3GPP TS 23.501 [2] clause 5.9.7
sharedVnGroupDatald |map(SharedDatal | O |1..N A map of identifiers of shared 5G VN group data (list
S d) of key-value pairs whereGroupld serves as key; see
clause 6.1.6.1).
This attribute is only applicable to the Nudm interface
and shall not be included over the Nudr interface.
subscribedUeAmbr AmbrRm O |0.1
nssai Nssai O |0.1 Network Slice Selection Assistance Information
ratRestrictions array(RatType) O |0.N List of RAT Types that are restricted in 5GC and
EPC; see 3GPP TS 29.571 [7] (NOTE 2)
forbiddenAreas array(Area) O |0..N List of forbidden areas in 5GS
serviceAreaRestriction |ServiceAreaRestr | O |0..1 Subscribed Service Area Restriction
iction
coreNetworkTypeRestr |array(CoreNetwo | O |0..N List of Core Network Types that are restricted.
ictions rkType) The use of the value "5GC" is deprecated on Nudm
and shall be discarded by the receiving AMF.
rfspindex RfsplndexRm O 0.1 Index to RAT/Frequency Selection Priority;
subsRegTimer DurationSecRm O 0.1 Subscribed periodic registration timer; (see
clause 5.20 of 3GPP TS 23.501 [2],
clause 4.15.3.2.3b and 4.15.6.3a of
3GPP TS 23.502 [3] and 3GPP TS 29.571 [7]
ueUsageType UeUsageType O |0..1
mpsPriority MpsPrioritylndica | O |0..1
tor
mcsPriority McsPrioritylndicat | O |0..1
or
activeTime DurationSecRm O 0.1 subscribed active time for PSM UEs (see clause 5.20
of 3GPP TS 23.501 [2] and clause 4.15.3.2.3b and
4.15.6.3a of 3GPP TS 23.502 [3]).
sorinfo Sorinfo O 0.1 On Nudm, this IE shall be present if the UDM shall
send the information for Steering of Roaming during
registration or the subscription data update to the
UE. The UDM may detect the need to send sorinfo
by retrieving context information from the UDR.
(NOTE 4)
sorinfoExpectind Boolean Cc (0.1 Contains the indication on whether or not the UE is

expecting to receive SoR information at initial

registration.
- When set to true; it indicates that the UE is
expecting to receive SoR information at initial
registration in a VPLMN, i.e. the UDM shall send
SoR information to the AMF on Nudm even
when nothing was received from UDR or SOR-
AF. In case the UDM was not able to obtain SoR
information, SoR information sent on Nudm shall
contain the indication that "no change" is
needed.
- When set to false: it indicates that the UE is
not expecting to receive SoR information at
initial registration, i.e. the UDM shall send SoR
information to the AMF based on operator

policy.

This attribute may be present on Nudr interface and
shall be absent on UDM interface.

The UDM shall ignore this attribute if the UE is not
roaming out of its HPLMN.
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sorafRetrieval

boolean

0.1

Contains the indication on whether or not SoR
information shall be retrieved from the SOR-AF.
- When set to true: it indicates that the UDM
shall retrieve SoR information from the SOR-AF.
- When set to false or absent: it indicates that
the retrieval of Sorlnfo from the SOR-AF is not
required.

This attribute may be present on Nudr interface and
shall be absent on Nudm interface.

The UDM shall ignore this attribute if it is received in
Nudr but the UE is not roaming out of its HPLMN.

sorUpdatelndicatorList

array(SorUpdatel
ndicator)

1.N

When present, it contains the list of SOR Update
Indicators;
- It shall indicate that the AMF shall retrieve
SoR information when the UE performs
Registration with NAS Registration Type "Initial
Registration"” if the value
"INITIAL_REGISTRATION" is included;
- And/or it shall indicate that the AMF shall
retrieve SoR information when the UE performs
Registration with NAS Registration Type
"Emergency Registration" if the value
"EMERGENCY_REGISTRATION" is included.

When absent on Nudm interface, it indicates that the
AMF is not requested to retrieve SoR information
when the UE performs Registration with either NAS
Registration Type "Initial Registration” or NAS
Registration Type "Emergency Registration".

The UDM shall ignore this attribute if the UE is not
roaming out of its HPLMN.

upulnfo

Upulnfo

This IE shall be present if the UDM shall send the
information for UE Parameters Update after the UE
has been successfully authenticated and registered
to the 5G system.

micoAllowed

MicoAllowed

Indicates whether the UE subscription allows MICO
mode.

sharedAmDatalds

array(SharedDat
ald)

Identifier of shared Access And Mobility Subscription
data

SharedData

odbPacketServices

OdbPacketServic
es

Operator Determined Barring for Packet Oriented
Services (NOTE 3).

subscribedDnnList

array(Dnn)

O] Ol o] O

List of the subscribed DNNs for the UE (including
optionally the Wildcard DNN). Used to determine the
list of LADN available to the UE as defined in

clause 5.6.5 of TS 23.501 [2].

When present, this IE shall contain the Network
Identifier only.

serviceGapTime

DurationSec

Used to set the Service Gap timer for Service Gap
Control (see TS 23.501 [2] clause 5.26.16 and
TS 23.502 [3] clause 4.2.2.2.2).

mdtUserConsent

MdtUserConsent

When present, this IE shall indicate whether the user
has given his consent for MDT activation or not (see
clause 4.9 of 3GPP TS 32.422 [48]).

When absent, "CONSENT_NOT_GIVEN" is the
default value.

mdtConfiguration

MdtConfiguration

This IE shall be present if the MDT task is activated.
When present, this IE shall contain MDT
configuration data for UE (see clause 4.1.2.17 of
3GPP TS 32.422 [48)).

traceData

TraceData

Trace requirements about the UE, only sent to AMF
in the HPLMN or one of its equivalent PLMN(s)

cagData

CagData

Closed Access Group Data.

Shall be absent if both

- no CAG is subscribed for the serving PLMN and
- an acknowledgement from the UE is not pending.

CAGFeature
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stnSr StnSr O |0..1 This IE shall be present if the UE is subscribed to 5G
SRVCC.
When present, it indicates the STN-SR (Session
Transfer Number for SRVCC) of the UE.
cMsisdn CMsisdn O |0.1 This IE shall be present if the UE is subscribed to 5G
SRVCC.
When present, it indicates the C-MSISDN
(Correlation MSISDN) of the UE.
nbloTUePriority NbloTUePriority O |0..1 Indicates NB IoT UE priority which is used by the
NG-RAN to prioritise resource allocation between
UEs accessing via NB-loT(see clause 5.31.17 of
3GPP TS 23.501 [2)).
nssailnclusionAllowed |boolean O |0.1 Indicates that the UE is allowed to include NSSAI in
the RRC connection establishment in clear text for
3GPP access, as specified in clause 5.15.9 of
3GPP TS 23.501 [2] and clause 4.2.2.2.2 of
3GPP TS 23.502 [3].
true: indicates that NSSAI can be included in RRC
connection establishment by the UE.
false or absent: indicates that NSSAI cannot be
included.
rgWirelineCharacteristi |[RgWirelineChara | O [0..1 Indicates the RG Level Wireline Access
cs cteristics Characteristics as specified in 3GPP TS 23.316 [37].
ecRestrictionDataWb  |EcRestrictionDat | O |0..1 Indicates Enhanced Coverage Restriction Data for
aWb WB-N1 mode.
If absent, indicates Enhanced Coverage is not
restricted for WB-N1 mode.
ecRestrictionDataNb boolean O [0.1 If present, this IE shall indicate whether Enhanced
Coverage for NB-N1 mode is restricted or not.
true: Enhanced Coverage for NB-N1 mode is
restricted.
false or absent: Enhanced Coverage for NB-N1
mode is allowed.
expectedUeBehaviour |ExpectedUeBeha | O |0..1 Indicates Expected UE Behaviour parameters
viourData associated with AMF(see clause 5.20 of
3GPP TS 23.501 [2] and clause 4.15.6.3 of
3GPP TS 23.502 [3)).
This attribute is only applicable to the Nudm interface
and shall not be included over the Nudr interface.
primaryRatRestrictions |array(RatType) O |0..N List of RAT Types that are restricted for use as
primary RAT in 5GC and EPC; see
3GPP TS 29.571 [7] (NOTE 2)
secondaryRatRestricti |array(RatType) O |[0..N List of RAT Types that are restricted for use as
ons secondary RAT in 5GC and EPC; see
3GPP TS 29.571 [7] (NOTE 2)
edrxParametersList array(EdrxParam | O [1..N List of subscribed the extended idle mode DRX
eters) parameters (see clause 5.31.7.2.1 of
3GPP TS 23.501 [2]).
ptwParametersList array(PtwParame | O |1..N List of subscribed the Paging Time Window
ters) parameters (see clause 5.31.7.2.1 of
3GPP TS 23.501 [2]).
iabOperationAllowed  |boolean O |0.1 Indicates that the UE is allowed for IAB operation as
specified in 3GPP TS 23.501 [2].
true: indicates that the UE is allowed for IAB
operation.
false or absent: indicates that the UE is not allowed
for IAB operation.
wirelineForbiddenArea |array(WirelineAre | O |0..N List of forbidden areas for 5G-BRG/5G-CRG/FN-
s a) CRG
wirelineServiceAreaRe |WirelineServiceA | O |0..1 Subscribed Service Area Restriction for 5G-BRG/5G-
striction reaRestriction CRG/EN-CRG
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NOTE 1:

NOTE 2:

NOTE 3:

NOTE 4:

AccessAndMobilitySubscriptionData can be UE-individual data or shared data.

UE-individual data take precedence over shared data.

E.g.: When an attribute of type array is present but empty within UE-Individual data and present (with any
cardinality) in shared data, the empty array takes precedence. Similarly, when a nullable attribute is
present with value null within the individual data and present (with any value) in shared data, the null value
takes precedence (i.e. for the concerned UE the attribute is considered absent).

If the primaryRatRestrictions and secondaryRatRestrictions attributes are supported by the sender, the
sender shall include the list of RAT Types that are restricted, if any, in the ratRestrictions attribute, shall
include the list of RAT Types that are restricted for use as primary RAT, if any, in the
primaryRatRestrictions attribute and shall include the list of RAT Types that are restricted for use as
secondary RAT, if any, in the secondaryRatRestrictions attribute. If the primaryRatRestrictions and
secondaryRatRestrictions attributes are supported by the receiver, the receiver shall use the data in the
primaryRatRestrictions attribute, if received, as the list of RAT Types that are restricted for use as primary
RAT, and shall use the data in the secondaryRatRestrictions attribute, if received, as the list of RAT Types
that are restricted for use as secondary RAT, otherwise the receiver shall use the data in the
ratRestrictions attribute, if received, as the list of RAT Types that are restricted.

If the secondaryRatRestictions attribute is included in the subscription profile, the content may be sent to
MME during inter RAT handover from NR SA to EN-DC, for the purpose of adequate SGW selection at
MME based on subscription profile, and to avoid allocating unnecessary resources for secondary RAT at
EPC if it is restricted.

The AMF shall take responsibility to perform PDU session related actions subject to change of
OdbPacketService, e.g. release existing PDU session.

The UDM shall ignore the content of sorinfo received on Nudr if "sorafRetrieval" is set to true.

6.1.6.2.5 Type: SmfSelectionSubscriptionData

Table 6.1.6.2.5-1: Definition of type SmfSelectionSubscriptionData

Attribute name Data type

Cardinality Description

Applicability

P
supportedFeatures SupportedFeatures O [0.1 See clause 6.1.8
o]

subscribedSnssailnfos  |map(Snssailnfo)

0..N List of S-NSSAIs and associated information
(DNN Info); see 3GPP TS 23.501 [2]

clause 6.3.2.

A map (list of key-value pairs where singleNssai
converted to string serves as key; see

3GPP TS 29.571 [7]) of arrays of Dnninfo

sharedSnssailnfosld SharedDatald O (0.1 Identifier of shared Snssailnfos.

SharedData

NOTE:

A single UE-individual subscribedSnssailnfo (within subscribedSnssailnfos) may clash with a
sharedSnssailnfo (i.e. both have the same singleNssai value as key). In this case the UE-individual
subscribedSnssailnfo takes precedence.
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Table 6.1.6.2.6-1: Definition of type Dnninfo

Attribute name

Data type

Cardinality

Description

dnn

Dnn

1

Data Network Name with Network Identifier only., or
Wildcard DNN (NOTE)

defaultDnnindicator

DefaultDnnindica
tor

0.1

Indicates whether this DNN is the default DNN:

true: The DNN is the default DNN (NOTE);

false: The DNN is not the default DNN;

If this attribute is absent it means the DNN is not the
default DNN.

IboRoamingAllowed

LboRoamingAllo
wed

0.1

Indicates whether local breakout for the DNN is
allowed when roaming:

true: Allowed;

false: Not allowed;

If this attribute is absent it means not allowed.

iwkEpsind

IwkEpsind

0.1

Indicates whether interworking with EPS is
subscribed:

true: Subscribed;

false: Not subscribed;

If this attribute is absent it means not subscribed.

dnnBarred

boolean

0.1

Indicates whether the DNN is barred. Absence and
false indicates "not barred".

This attribute is only used on the Nudr interface. The
UDM shall handle barred DNNs received from the

UDR as not subscribed.

invokeNefind

boolean

Indicates whether the NEF based infrequent small
data transfer shall be used for the PDU Session
associated with the S-NSSAI and DNN.

true: Used;

false: Not used;

If this attribute is absent it means not used.

smfList

array(Nflnstancel
d)

1.N

Indicate the associated SMF(s) if the static IP
address/prefix is used.

sameSmfind

boolean

Indicates whether the same SMF for multiple PDU
sessions to the same DNN and S-NSSAI is required.
true: Required;

false: Not required;

If this attribute is absent it means not required.

NOTE:

true.

If the dnn attribute contains the value of the Wildcard DNN ("*"), the defaultDnnIndicator shall not be set to

6.1.6.2.7

Type: Snssailnfo

Table 6.1.6.2.7-1: Definition of type Snssailnfo

Attribute name

Data type

Cardinality

Description

dnninfos

array(Dnnlnfo)

1.N

list of Data Network Names for an S-NSSAI and
associated information
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Attribute name

Data type

P

Cardinality

Description

Applicability

singleNssai

Snssai

M

1

A single Network Slice Selection Assistance
Information

dnnConfigurations

map(DnnConfigurati
on)

@)

0..N

Additional DNN configurations for the network
slice;

A map (list of key-value pairs where DNN, or
optionally the Wildcard DNN, serves as key;
see clause 6.1.6.1) of DnnConfigurations.
(NOTE 1)

internalGrouplds

array(Groupld)

List of internal group identifier; see
3GPP TS 23.501 [2] clause 5.9.7

sharedVnGroupDatalds

map(SharedDatald)

A map of identifiers of shared 5G VN group
data (list of key-value pairs where Groupld
serves as key; see clause 6.1.6.1).

This attribute is only applicable to the Nudm
interface and shall not be included over the
Nudr interface.

traceData

TraceData

Trace requirements about the UE, only sent to
SMF in the HPLMN or one of its equivalent
PLMN(s)

sharedDnnConfiguration
sid

SharedDatald

Identifier of shared data for DNN configuration.

SharedData

sharedTraceDatald

SharedDatald

Identifier of shared data for trace requirements

odbPacketServices

OdbPacketServices

Operator Determined Barring for Packet
Oriented Services (NOTE 2).

expectedUeBehaviourLi
st

map(ExpectedUeBe
haviourData)

Ol O|o| O

A map of ExpectedUeBehaviourDatas
associated with SMF (DNN serves as key; see
clause 6.1.6.1), see clause 5.20 of

3GPP TS 23.501 [2] and clause 4.15.6.3 of
3GPP TS 23.502 [3].

This attribute is only applicable to the Nudm
interface and shall not be included over the
Nudr interface.

suggestedPacketNumDI
List

map(SuggestedPack
etNumDI)

A map (list of key-value pairs where dnn serves
as key; see clause 6.1.6.1) of
SuggestedPacketNumDlIs which are associated
with SMF (see clause 5.20 of

3GPP TS 23.501 [2] and clause 4.15.6.3 of
3GPP TS 23.502 [3]).

This attribute is only applicable to the Nudm
interface and shall not be included over the
Nudr interface.

3gppChargingCharacter
istics

3GppChargingChara
cteristics

0]

0.1

Subscribed charging characteristics data
associated to the subscription.

NOTE 1: A given UE-individual dnnConfiguration (within dnnConfigurations) may clash with a shared
dnnConfiguration (i.e. both have the same dnn value as key). In this case the clashing attributes of the UE-

individual dnnConfiguration take precedence.
The SMF shall not trigger PDU session release when receiving change of OdbPacketService. Only the

NOTE 2:

AMF take responsibility to perform PDU session related actions subject to change of ODB setting, e.g.
release existing PDU session.
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6.1.6.2.9 Type: DnnConfiguration

Table 6.1.6.2.9-1: Definition of type DnnConfiguration
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Attribute name Data type P |Cardinality Description
pduSessionTypes PduSessionTypes M |1 Default/Allowed session types
sscModes SscModes M |1 Default/Allowed SSC modes
iwkEpsind IwkEpsInd O 0.1 Indicates whether interworking with EPS is
subscribed:
true: Subscribed,;
false: Not subscribed;
If this attribute is absent it means not
subscribed.
5gQosProfile SubscribedDefaultQ O 0.1 5G QoS parameters associated to the session
os for a data network
sessionAmbr Ambr o |0.1 The maximum aggregated uplink and downlink
bit rates to be shared across all Non-GBR QoS
Flows in each PDU Session
3gppChargingCharacter |3GppChargingChara | O |0..1 Subscribed charging characteristics data
istics cteristics associated to the session for a data network.
(NOTE 1)
staticlpAddress array(IpAddress) o 1.2 Subscribed static IP address(es) of the IPv4
and/or IPv6 type
upSecurity UpSecurity O |0.1 When present, this IE shall indicate the security
policy for integrity protection and encryption for
the user plane.
pduSessionContinuityln |PduSessionContinuit | O [0..1 When present, this IE shall indicate how to
d yind handle a PDU Session when UE the moves to
or from NB-IoT.
If this attribute is absent it means that Local
policy shall be used.
niddNefld Nefld Cc |01 Indicates the identity of the NEF to be selected
for NIDD service for this DNN. It is required if
invokeNefSelection attribute is present with
value "true".
niddinfo NiddInformation o 0.1 When present, this IE shall indicate information
used for SMF-NEF Connection.
This attribute may be present if "Invoke NEF
Selection" indicator is set.
redundantSessionAllow |boolean O |0.1 Indicates whether redundant PDU Sessions are
ed allowed:
true: Allowed;
false: Not allowed,;
If this attribute is absent it means not allowed.
acslinfo Acsinfo O |0.1 When present, this IE shall include the ACS
information for the 5G-RG as defined in
BBF TR-069 [42] or in BBF TR-369 [43].
ipv4FrameRouteList array(FrameRouteInf | O |1..N List of Frame Route information of IPv4, see
0) clause 5.6.14 of 3GPP TS 23.501 [2].
ipv6FrameRouteList array(FrameRoutelnf | O |1..N List of Frame Route information of IPv6, see
0) clause 5.6.14 of 3GPP TS 23.501 [2].
atsssAllowed boolean O |0.1 Indicates whether this DNN supports ATSSS,
i.e. whether Multi-Access PDU session is
allowed to this DNN.
true: Allowed;
false (default): Not allowed;
If this attribute is absent it means this DNN
does not allow ATSSS.
secondaryAuth boolean O 0.1 Indicates whether secondary authentication

and authorization is needed.

true: required.

false: not required.

If absent, it indicates that secondary
authentication is not required by subscription
data, but it still may be required by local
policies at the SMF.

(NOTE 2)
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dnAaalpAddressAllocati |[boolean O |0.1 Indicates whether the SMF is required to
on request the UE IP address from the DN-AAA
server for PDU Session Establishment.
true: required
false: not required
If absent, it indicates that the request by SMF
of the UE IP address from the DN-AAA server
is not required by subscription data, but it still
may be required by local policies at the SMF.
dnAaaAddress IpAddress O (0.1 The address information of DN-AAA server,
used for secondary authentication and
authorization.
(NOTE 2)
iptvAccCtrlinfo string o |0.1 The IPTV access control information used in
IPTV access procedure, see clause 7.7.1.1.2 of
3GPP TS 23.316 [37].
NOTE 1: When present, this attribute shall take precedence over the "3gppChargingCharacteristics" attribute in the
SessionManagementSubscriptionData level.
NOTE 2: These attributes shall be consistent with the information received on the 5GVnGroupData (see
clause 6.5.6.2.7), in the Nudm_PP API.
6.1.6.2.10 Void
6.1.6.2.11 Type: PduSessionTypes

Table 6.1.6.2.11-1: Definition of type PduSessionTypes

Attribute name Data type P |Cardinality Description
defaultSessionType PduSessionType M |1 Default session type
allowedSessionTypes array(PduSessionTy O |1.N Additional session types allowed for the data
pe) network

6.1.6.2.12

Type: SscModes

Table 6.1.6.2.12-1: Definition of type SscModes

Attribute name Data type P |Cardinality Description
defaultSscMode SscMode M (1 Default SSC mode
allowedSscModes array(SscMode) o 1.2 Additional SSC modes allowed for the data
network

6.1.6.2.13

Type: SmsSubscriptionData

Table 6.1.6.2.13-1: Definition of type SmsSubscriptionData

Attribute name Data type P |Cardinality Description

smsSubscribed SmsSubscribed Cc |0.1 Indicates whether the UE subscription allows SMS
delivery over NAS. Shall not be absent unless the
feature SharedData is supported and

smsSubscribed is present within shared data.

sharedSmsSubsDatald |SharedDatald C |0.1 Identifier of shared data. Shall be present if

smsSubscribed is absent.
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6.1.6.2.14 Type: SmsManagementSubscriptionData

Table 6.1.6.2.14-1: Definition of type SmsManagementSubscriptionData

Attribute name Data type P |Cardinality Description Applicability
supportedFeatures SupportedFeatur | O |0..1 See clause 6.1.8
es

mtSmsSubscribed boolean Cc |0.1 Indicates the SMS teleservice subscription for MT-
SMS. Shall not be absent unless the feature
SharedData is supported and mtSmsSubscribed is
present within shared data.

mtSmsBarringAll boolean C |0.1 Barring of all MT-SMS

mtSmsBarringRoaming |boolean C (0.1 Barring of MT-SMS when roaming outside the Home
Public Land Mobile Network (PLMN) country

moSmsSubscribed boolean C |0.1 Indicates the SMS teleservice subscription for MO-
SMS. Shall not be absent unless the feature
SharedData is supported and mtSmsSubscribed is
present within shared data.

moSmsBarringAll boolean C |0.1 Barring of all MO-SMS

moSmsBarringRoaming |boolean Cc |0..1 Barring of MO-SMS when roaming outside the Home
Public Land Mobile Network (PLMN) country

traceData TraceData O |0.1 Trace requirements about the UE, only sent to
SMSF in HPLMN

sharedSmsMngDatalds |array(SharedDat | C |[1..N Identifier of shared data. Shall be present if SharedData

ald) mtSmsSubscribed and/or moSmsSubscribed and/or
traceData are absent.
6.1.6.2.15 Type: SubscriptionDataSets

Table 6.1.6.2.15-1: Definition of type SusbcriptionDataSets

Attribute name Data type P |Cardinality Description

amData AccessAndMobilityS O |01 Access and Mobility Subscription Data
ubscriptionData

smfSelData SmfSelectionSubscri O 0.1 SMF Selection Subscription Data
ptionData

luecAmfData |[UeContextinAmfData | O [0..1 |[UE Context In AMF Data

uecSmfData UeContextinSmfData | O |0..1 UE Context In SMF Data

uecSmsfData UeContextinSmsfDat | O |0..1 UE Context In SMSF Data
a

smsSubsData SmsSubscriptionDat O |0.1 SMS Subscription Data
a

smData array(SessionManag O |[1.N Session Management Subscription Data
ementSubscriptionD
ata)

traceData TraceData O |01 Trace Data. The Null value indicates that trace

is not active.

smsMngData SmsManagementSu O 0.1 SMS Management Subscription Data
bscriptionData

IcsPrivacyData LcsPrivacyData O |0.1 LCS Privacy Subscription Data

IcsMoData LcsMoData O |0.1 LCS Mobile Originated Subscription Data

v2xData V2xSubscriptionData | O |0..1 V2x Subscription Data

IcsBroadcastAssistance |LcsBroadcastAssista | O  [0..1 LCS List of Broadcast Assistance Data Types

TypesData nceTypesData Subscription Data
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Definition of type UeContextinSmfData

Attribute name Data type P |Cardinality Description
pduSessions map(PduSession) O |0..N A map (list of key-value pairs where pduSessionld
converted from integer to string serves as key; see
clause 6.1.6.1) of PduSessions.
pgwinfo array(Pgwinfo) O |1.N Information about the DNNs/APNs and PGW-
C+SMF FQDNSs used in interworking with EPS
emergencylnfo Emergencylinfo O 0.1 Information about emergency session

6.1.6.2.17

Type: PduSession

Table 6.1.6.2.17-1: Definition of type PduSession

Attribute name Data type P |Cardinality Description

dnn Dnn M |1 Data Network Name with Network Identifier only.

smfinstanceld Nflnstanceld M |1 NF Instance Id of the SMF

plmnid Plmnid M 1 PLMN Id of the SMF

singleNssai Snssai O |0.1 A single Network Slice Selection Assistance
Information.
(NOTE)

NOTE:  For supporting selection of the same SMF if a UE requests multiple PDU sessions associated with the

same DNN and same S-NSSAI, the S-NSSAI associated to the PDU session is required to be included.
6.1.6.2.18 Type: IdTranslationResult

Table 6.1.6.2.18-1: Definition of type IdTranslationResult

Attribute name Data type P |Cardinality Description
supportedFeatures SupportedFeatures O 0.1 See clause 6.1.8
supi Supi M 1 SUPI
gpsi Gpsi CcC 0.1 If ueld is a SUPI in Resource URI variables,
this shall be present and indicates an MSISDN
or external identifier.
6.1.6.2.19 Void
6.1.6.2.20 Void
6.1.6.2.21 Type: ModificationNotification

Table 6.1.6.2.21-1: Definition of type ModificationNotification

Attribute name Data type P |Cardinality Description

notifyltems array(Notifyltem) M |1.N
6.1.6.2.22 Type: IpAddress
Table 6.1.6.2.22-1: Definition of type IpAddress

Attribute name Data type P |Cardinality Description
ipv4Addr Ipv4Addr C |0.1
ipv6Addr Ipv6Addr CcC |0.1
ipv6Prefix Ipv6Prefix C J0.1
NOTE:  Either ipv4Addr, or ipv6Addr, or ipv6Prefix shall be present.
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Table 6.1.6.2.23-1: Definition of type UeContextinSmsfData

€ss

Attribute name Data type P |Cardinality Description
smsflnfo3GppAccess  |Smsflnfo O 0.1 SMSEF Info for 3GPP Access
smsflnfoNon3GppAcc |Smsflnfo O |0.1 SMSF Info for Non 3GPP Access

6.1.6.2.24

Type: Smsfinfo

Table 6.1.6.2.24-1: Definition of type Smsfinfo

Attribute name Data type P |Cardinality Description
smsflnstanceld Nflnstanceld M 1 NF Instance Id of the SMSF
plmnid Plmnid M |1 PLMN Id of the SMSF

6.1.6.2.25 Type: Acknowledgelnfo

Table 6.1.6.2.25: Definition of type Acknowledgelnfo

Attribute name

Data type

Cardinality

Description

sorMaclue

SorMac

0.1

Shall be present when the Acknowledgement is sent
to acknowledge receipt of Sorlnfo.

upuMaclue

UpuMac

0.1

Shall be present when the Acknowledgement is sent
to acknowledge receipt of Upulnfo.

provisioningTime

DateTime

| O 0O|T

1

the provisioning time is used to correlate the
acknowledgement with the modification request, to
address glare cases when multiple modifications are
ongoing simultaneously.

ueNotReachable

boolean

0.1

Transmission of SorInfo / UE Parameter Update data
to the UE was not successful due to the UE not
being reachable.

default: false

may be present if sorMaclue and upuMaclue are
absent.
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Table 6.1.6.2.26: Definition of type Sorinfo

Attribute name Data type

Cardinality

Description

ackind Ackind

1

Contains the indication on whether an
acknowledgement from UE is to be requested to the
UE.

sorMaclausf SorMac

0.1

Contains the SoR-MAC-IAUSF. Shall be present
when SorInfo is sent within
AccessAndMobilitySubscriptionData on Nudm, and
shall be absent when sent on Nudr or within PpData.

countersor CounterSor

0.1

Contains the CounterSoR. Shall be present when
Sorlnfo is sent within AccessAndMobilitySubscription
on Nudm, and shall be absent when sent on Nudr or
within PpData.

steeringContainer SteeringContaine

r

0.1

When present, this information contains the
information needed to update the "Operator
Controlled PLMN Selector with Access Technology"
list stored in the USIM either as an array of preferred
PLMN/AccessTechnologies combinations in priority
order (with the first entry in the array indicating the
highest priority and the last entry indicating the
lowest) or a secured packet.

If no change of the "Operator Controlled PLMN
Selector with Access Technology" list stored in the
USIM is needed, then this attribute shall be absent.
This attribute shall be present when Sorinfo is sent
within PpData.

provisioningTime DateTime

Point in time of SorInfo provisioning at the UDR or
SOR-AF.

6.1.6.2.27 Type: SharedData

Table 6.1.6.2.27-1: Definition of type SharedData

Attribute name Data type P |Cardinality Description
sharedDatald SharedDatald M 1 Identifier of the shared data
sharedAmData AccessAndMobilityS o |0.1 Shared Access and Mobility Subscription Data
ubscriptionData
sharedSmsSubsData |SmsSubscriptionDat O (0.1 Shared SMS Subscription Data
a
sharedSmsMngSubsD |SmsManagementSu O |0.1 Shared SMS Management Subscription Data
ata bscriptionData
sharedDnnConfigurati |map(DnnConfigurati O |1.N Shared DNN configurations
ons on)
sharedTraceData TraceData O |0.1 Shared Trace Data
sharedSnssailnfos map(Snssailnfo) O |[1.N Shared Snssai Infos
sharedVnGroupDatas |map(VnGroupData) O |1.N A map of shared 5G VN group data (list of key-
value pairs where Groupld serves as key; see
clause 6.1.6.1).
Note 1:  Exactly one of sharedAmData, sharedSmsSubsData, sharedSmsMngSubsData sharedDnnConfigurations,
sharedTraceData and sharedSnssailnfos shall be present.
Note 2:  The attributes sharedAmData, sharedSmsSubsData and SharedSmsMngSubsData shall not contain
sharedDatalds
Note 3:  When shared data clash with individual data, individual data shall take precedence.

ETSI




3GPP TS 29.503 version 16.14.0 Release 16 144 ETSI TS 129 503 V16.14.0 (2023-01)

6.1.6.2.28 Type: Pgwinfo

Table 6.1.6.2.28-1: Definition of type PgwInfo

Attribute name Data type P |Cardinality Description
dnn Dnn M (1 DNN/APN with Network Identifier only.
pgwFqdn string M 1 FQDN of the PGW-C+SMF
plmnid Plmnid O 0.1 PLMN where the PGW-C+SMF is located
epdgind boolean O |0.1 If present, it indicates whether access is from
ePDG or not.
true: access is from ePDG.
false or absent: access is not from ePDG
6.1.6.2.29 Type: TraceDataResponse

Table 6.1.6.2.29-1: Definition of type TraceDataResponse

Attribute name Data type P |Cardinality Description Applicability

traceData TraceData Cc |0.1 UE-individual trace data. Shall not be absent
unless the feature SharedData is supported
and traceData is present within shared data.

sharedTraceDatald SharedDatald Cc |0.1 Shared data identifier. Shall be present if
traceData is absent.

6.1.6.2.30 Type: SteeringContainer

Table 6.1.6.2.30-1: Definition of type SteeringContainer as a list of mutually exclusive alternatives

Data type Cardinality Description
array(Steeringlnfo) 1.N List of PLMN/AccessTechnologies
combinations.
SecuredPacket 1 A Secured packet containing one or more

APDUs commands dedicated to Remote
File Management or command responses
(see ETSI TS 102.225 [28]).

6.1.6.2.31 Type: SdmSubsModification
Table 6.1.6.2.31-1: Definition of type SdmSubsModification
Attribute name Data type P |Cardinality Description
expires DateTime O |0.1 If present, indicates the point in time at which

the subscription expires. Within a PATCH

request the proposed new expiry time is

conveyed.

monitoredResourceUris |array(Uri) O |1.N If present, indicates the updated resources

URIs to be monitored.

The URI shall take the form of either an

absolute URI or an absolute-path reference as

defined in IETF RFC 3986 [31].

See NOTE.

NOTE:  The UDM should handle only the relative-path part (apiSpecificResourceUriPart, see 3GPP TS 29.501 [5]
clause 4.4.1) and ignore possible inconsistencies in the base URI part.
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Table 6.1.6.2.32-1: Definition of type Emergencylinfo

Attribute name Data type P |Cardinality Description

pgwFqdn string CcC (0.1 FQDN of the PGW-C+SMF for emergency
session; either pgwFqdn or ipAddress shall be
present.

pgwlpAddress IpAddress Cc |0.1 IP address of the PGW-C+SMF for emergency
session

smflnstanceld Nflnstanceld O |0.1 NF Instance Id of the SMF for emergency
session

epdgind boolean O |0.1 If present, it indicates whether access is from
ePDG or not.
true: access is from ePDG.
false or absent: access is not from ePDG.

6.1.6.2.33 Type: Upulnfo

Table 6.1.6.2.33-1: Definition of type Upulnfo

Attribute name

Data type P

Cardinality

Description

upuDatalist

array(UpuData) M

1.N

This information defines the UE Parameters Update
(UPU).

A secured packet with the Routing indicator update
data is included and/or the Default configured NSSAI
update data are included on Nudm.

An unsecured Routing indicator update data or
secured packet with the Routing indicator update
data, and/or the Default configured NSSAI update
data are included on Nudr.

upuRegInd

UpuRegind M

Contains the indication of whether the re-registration
is requested.

upuAckind

UpuAckind M

Contains the indication of whether the
acknowledgement from UE is needed.

upuMaclausf

UpuMac C

0.1

Contains the UPU-MAC-lausk. Shall be present when
Upulnfo is sent within
AccessAndMobilitySubscriptionData on Nudm, and
shall be absent when sent on Nudr.

counterUpu

CounterUpu C

0.1

Contains the Counterupu. Shall be present when
Upulnfo is sent within
AccessAndMobilitySubscriptionData on Nudm, and
shall be absent when sent on Nudr.

provisioningTime

DateTime M

Point in time of provisioning of UPU by the UDR.

6.1.6.2.34

Type: Groupldentifiers

Table 6.1.6.2.34-1: Definition of type Groupldentifiers

Attribute name Data type P [Cardinality Description

extGroupld ExtGroupld Cc [0..1 This IE shall contain the External Group ID
associated to the provided Internal Group ID.

intGroupld Groupld C |0.1 This IE shall contain the Internal Group 1D
associated to the provided External Group ID..

ueldList array(Ueld) C |1.N This IE shall contain a list of the UE identifiers that
belong to the provided Internal/External Group ID if
they are required.
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6.1.6.2.35 Type: NiddInformation

Table 6.1.6.2.35-1: Definition of type NiddInformation

Attribute name Data type P |Cardinality Description

afld string M |1 The string identifying the AF as the owner of
associated NIDD Configuration on T8 interface,
which is carried in {scsAsld} URI variable in
NIDD API (see clause 5.6.3.2.2 of

3GPP TS 29.122 [45]).

gpsi Gpsi O |0.1 Generic Public Subscription Identifier

extGroupld ExternalGroupld O 0.1 Indicates External Group Identifier which the
user belongs to.

6.1.6.2.36 Type: CagData

Table 6.1.6.2.36-1: Definition of type CagData

Attribute name Data type P |Cardinality Description
caglinfos map(Caglinfo) M |0.N A map (list of key-value pairs where PImnlid
converted to string serves as key; see
3GPP TS 29.571 [7]) of Caglnfo

An empty map indicates that for no PLMN CAG
is subscribed and shall only be sent when
provisioningTime is present (i.e. when
acknowledgement from the UE is pending).

If provisioningTime is present (i.e. the
acknowledgement from the UE is still pending),
the complete map of Caglnfo (i.e. for all
PLMNSs) shall be present; otherwise only the
Caglnfo relevant to the Serving PLMN should
be present.

provisioningTime DateTime C |0.1 This attribute shall be present if the CagData is
sent to the AMF while reception has not yet
been acknowledged from the UE; otherwise
shall be absent. Presence of this attribute
indicates that the AMF needs to update the UE
with the complete map of Caglnfo.

This attribute serves as CAG information
Subscription Change Indication

6.1.6.2.37 Type: Caginfo

Table 6.1.6.2.37-1: Definition of type Caglinfo

Attribute name Data type P |Cardinality Description
allowedCagList array(Cagld) M [1.N List of allowed CAG Ids.
cagOnlyIndicator boolean O |0.1 true indicates that the UE is restricted to only

access 5GS via CAG cells;

absence and false indicate that the UE is not
restricted to only access 5GS via CAG cells.
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Table 6.1.6.2.38-1: Definition of type AdditionalSnssaiData

Attribute name

Data type P

Cardinality

Description

requiredAuthnAuthz

boolean (0]

0.1

Indicates whether an S-NSSAI is subject to Network
Slice-Specific Authentication and Authorization:

- true: subject to network slice-specific
authentication and authorization

- false, or absent: not subject to network slice-
specific authentication and authorization

6.1.6.2.39

Type: VnGroupData

Table 6.1.6.2.39-1: Definition of type VnGroupData

Attribute name Data type P |Cardinality Description
pduSessionTypes PduSessionTypes O |[0.1 Allowed session types
dnn Dnn O |0..1 Data Network Name with Network Identifier only.
(NOTE)
singleNssai Snssai O |0..1 Single Nssai
appDescriptors array(AppDescriptor) | O |1..N List of Application Descriptors
NOTE:  Only a 1:1 mapping between DNN and 5G VN group is supported in this release
6.1.6.2.40 Type: AppDescriptor

Table 6.1.6.2.40-1:

Definition of type AppDescriptor

Attribute name Data type P |Cardinality Description
osld Osld O |0.1 OS identifier, does not include an OS version
number
appld string O |0.1 Application identifier, does not include a version
number for the application
6.1.6.2.41 Type: AppPortld
Table 6.1.6.2.41-1: Definition of type AppPortld
Attribute name Data type P |Cardinality Description
destinationPort Uint16 o 1 Indicates the receiving port of application in the
receving device or AF.
originatorPort Uintl6 o1 Indicates the sending port of application in sending
device.

6.1.6.2.42

Type: LcsPrivacyData

Table 6.1.6.2.42-1: Definition of type LcsProfileData

Attribute name Data type P |Cardinality Description

Ipi Lpi O 0.1 If present, indicates the Location Privacy Indication
(see 3GPP TS 23.273 [38] clause 5.4.2.3)
If absent, indicates that location for UE is allowed.

unrelatedClass UnrelatedClass o (0.1 Indicates Call/Session unrelated Classes for the user
(see 3GPP TS 23.273 [38] clause 5.4.2.2.3).

plmnOperatorClasse |array(PImnOpera | O [1..N Indicates PLMN Operator Class for the user (see

S torClass) 3GPP TS 23.273 [38] clause 5.4.2.2.4).
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Table 6.1.6.2.43-1: Definition of type Lpi

Attribute name

Data type

Cardinality

Description

locationPrivacylnd

LocationPrivacyln
d

1

Indication of one of the following mutually exclusive
global settings:

- Location is disallowed

- Location is allowed

validTimePeriod

ValidTimePeriod

0.1

If present, indicate Time period during which the
Location Privacy Indication is valid.
If absent, indicates there is no time limitation.

6.1.6.2.44

Type: UnrelatedClass

Table 6.1.6.2.44-1: Definition of type UnrelatedClass

| Attributename |  Datatype | P cardinality | Description |

defaultUnrelatedCl |DefaultUnrelatedCl | M |1 The default Call/Session unrelated Class subscription

ass ass for unidentified value added LCS clients or AFs.

externalUnrelatedC |ExternalUnrelated O 0.1 The Call/Session unrelated Class subscriptions for

lass Class identified value added LCS Clients, AFs and value
added LCS Client groups.

serviceTypeUnrelat |array(ServiceType O [1.X(NOTE [The Call/Session unrelated Class subscriptions for

edClasses UnrelatedClass) 2) identified service types for UE.( NOTE 1)

NOTE 1: Itis possible that there are multiple serviceTypeUnrelatedClasses, whose maximum number is decied by

total number of service type defined in 3GPP TS 22.071 [47],
NOTE 2: X indicates the total number of service type defined in 3GPP TS 22.071 [47].

6.1.6.2.45

Type: PImnOperatorClass

Table 6.1.6.2.45-1: Definition of type PImnOperatorClass

Attribute name Data type P |Cardinality Description
IcsClientClass LcsClientClass M |1 Indicated the PLMN operator class of LCS client that
are allowed to locate the particular UE (see
3GPP TS 23.273 [38] clause 5.4.2.2.4).
IcsClientlds array(LcsClientld) | M |1..N List of LCS clients for the corresponding LCS Client
Class
6.1.6.2.46 Type: ValidTimePeriod

Table 6.1.6.2.46-1:

Definition of type ValidTimePeriod

Attribute name

Data type

P

Cardinality

Description

startTime

DateTime

0]

0.1

If present, indicates the start time

If absent, indicates there is no start time, and it shall
be valid immediately.

(NOTE 1)

endTime

DateTime

o]

0.1

If present, indicates the end time.
If absent, indicates there is no end time.

(NOTE 1)

NOTE 1: The end time shall be later than start time.
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6.1.6.2.47 Type: LcsMoData
Table 6.1.6.2.47-1: Definition of type LcsMoData
Attribute name Data type P |Cardinality Description
allowedServiceClass |array(LcsMoServi | M |1..N List of MO-LR services allowed for a UE subscriber
es ceClass)
6.1.6.2.48 Type: EcRestrictionDataWb
Table 6.1.6.2.48-1: Definition of type EcRestrictionData
Attribute name Data type P |Cardinality Description
ecModeARestricted  |boolean O |0.1 If present, indicates whether Enhanced Coverage

Mode A is restricted or not.

true: Enhanced Coverage Mode A is restricted.

false or absent: Enhanced Coverage Mode A is not

restricted.

ecModeBRestricted |boolean O 0.1 If present, indicates whether Enhanced Coverage

Mode B is restricted or not.

true: Enhanced Coverage Mode B is restricted.

false or absent: Enhanced Coverage Mode B is not

restricted.

NOTE: At least one of the attributes ecModeARestricted and ecModeBRestricted shall be contained, and If the
value of attribute ecModeARestricted is set to true, the value of attribute ecModeBRestricted shall be set to
true.
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Table 6.1.6.2.49-1: Definition of type ExpectedUeBehaviourData

Attribute name Data type P |Cardinality Description
stationarylndication Stationarylndicati | O |[0..1 Identifies whether the UE is stationary or mobile (see
on TS 23.502 [3] clause 4.15.6.3).

communicationDuration |DurationSec O (0.1 Indicates for how long the UE will normally stay in

Time CM-Connected for data transmission (see
TS 23.502 [3] clause 4.15.6.3).

periodicTime DurationSec O |0.1 Identifies interval time of periodic communication
(see TS 23.502 [3] clause 4.15.6.3).

scheduledCommunicati |ScheduledComm | O |(0..1 Identifies time and day of the week when the UE is

onTime unicationTime available for communication (see TS 23.502 [3]
clause 4.15.6.3).

scheduledCommunicati |ScheduledComm | O |0..1 Indicates that the Scheduled Communication Type

onType unicationType (see TS 23.502 [3] clause 4.15.6.3).
(Note 5)

expectedUmts array(LocationAr | O |[1..N Identifies the UE's expected geographical

ea) movement. The attribute is only applicable in 5G

(see TS 23.502 [3] clause 4.15.6.3).
(NOTE 3, NOTE 4)

trafficProfile TrafficProfile O |0..1 Identifies the type of data transmission: single packet
transmission (UL or DL), dual packet transmission
(UL with subsequent DL or DL with subsequent UL),
multiple packets transmission

batterylndication Batterylndication | O |0..1 Indicates the power consumption type(s) of the UE
(see TS 23.502 [3] clause 4.15.6.3).

validityTime DateTime O |0.1 If present, identifies when the expected UE

behaviour parameters expire and shall be deleted
locally if it expire (see TS 23.502 [3]

clause 4.15.6.3).

(NOTE 2)

NOTE 1: At least one of optional parameters (expect for validityTime) above shall be present.

NOTE 2: If thisattribute is omitted, no expiry for the expected UE behaviour parameters applies.
NOTE 3: The first instance of the attribute represents the start of the location, and the last one represents the stop of
the location.
NOTE 4: The parameter expectedUmts is only used by AMF.
NOTE 5: The value of attribute "scheduledCommunicationType" shall be used together with the value of
"scheduledCommunicationTime".
6.1.6.2.50 Void
6.1.6.2.51 Void
6.1.6.2.52 Type: SuggestedPacketNumDI

Table 6.1.6.2.52-1: Definition of type SuggestedPacketNumDI

Attribute name Data type P |Cardinality Description
suggestedPacketNumDI |integer M |1 Value in number of packets.
validityTime DateTime O |(0..1 If present, identifies the time to which the Network

Configuration Parameters expire and shall be
deleted locally if it expire (see TS 23.502 [3]
clause 4.15.6.3a).

(NOTE 1)

NOTE 1: If thisattribute is omitted, no expiry for the expected UE behaviour parameters applies.
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6.1.6.2.53 Void
6.1.6.2.54 Type: FrameRoutelnfo
Table 6.1.6.2.54-1: Definition of type FrameRoutelnfo
Attribute name Data type P |Cardinality Description
ipv4Mask IPv4AddrMask C |0.1 Indicates IPv4 address mask.
ipv6Prefix Ipv6Prefix C 0.1 Indicates IPv6 prefix.
NOTE:  Either ipv4Mask or ipv6Prefix shall be present.

6.1.6.2.55 Type: SorUpdatelnfo

Table 6.1.6.2.55-1: SorUpdatelnfo

Attribute name Data type P |Cardinality Description
vpimnld Pimnid M 1 Serving node PLMN identity.
6.1.6.2.56 Type: EnhancedCoverageRestrictionData

Table 6.1.6.2.56-1: Definition of type EnhancedCoverageRestrictionData

Attribute name Data type P |Cardinality Description

plmnEclinfoList array(PImnEcinfo) O |[1.N It may indicate a complete list of serving
PLMNs where Enhanced Coverage Restriction
shall be allowed and the detailed enhanced
coverage restriction configuration under per the
PLMN.

6.1.6.2.57 Type: EdrxParameters

Table 6.1.6.2.57-1: EdrxParameters

Attribute name Data type P |Cardinality Description

ratType RatType M |1 This IE shall indicate the RAT type which eDRX
value are applicable to.

Only the following values are allowed:

"EUTRA"
"NBIOT"
"LTE-M"

edrxValue string M |1 This IE shall indicate eDRX Cycle length value,
it shall be encoded as a string of bits 4 to 1 of
octet 3 in the "Extended DRX parameter" |IE
(see Figure 10.5.5.32 of 3GPP TS 24.008 [46]).
Pattern: '"7([0-1]{4})$'

NOTE: The relationship between values of ratType and edrxValue shall be in line with clause 10.5.5.32 of
3GPP TS 24.008 [46].
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Table 6.1.6.2.58-1: PtwParameters

Attribute name

Data type

P |Cardinality

Description

operationMode

OperationMode

M 1

This IE shall indicate the Operation Mode
which PTW value are applicable to.

ptwValue

string

This IE shall indicate RAT specific Subscribed
Paging Time Window length value, it shall be
encoded as a string of bits 8 to 5 of octet 3 in
the "Extended DRX parameter” |E (see Figure
10.5.5.32 of 3GPP TS 24.008 [46]).

Pattern: '"*([0-1]{4)$'

NOTE:

The relationship between values of operationMode and ptwValue shall be in line with clause 10.5.5.32 of
3GPP TS 24.008 [46].

6.1.6.2.59

6.1.6.2.60

6.1.6.2.61

6.1.6.2.62

Void
Void

Type: Void

Type: ExternalUnrelatedClass

Table 6.1.6.2.62-1: Definition of type ExternalUnrelatedClass

rnals

upExternal)

Attribute name Data type P |Cardinality Description
IcsClientExternals  |array(LcsClientExt O |[1.N The list of Call/session Unrelated Class identified by
ernal) LCS client in the external LCS client list for the list
afExternals array(AfExternal) O |1.N The list of Call/session Unrelated Class identified by
AF in the external LCS client list
IcsClientGroupExte |array(LcsClientGro O |1.N The list of Call/session Unrelated Class identified by

LCS client group in the external LCS client list

6.1.6.2.63

Type: AfExternal

Table 6.1.6.2.63-1: Definition of type AfExternal

Attribute name Data type P |Cardinality Description

afld Afld O |0.1 AF Identifier (see 3GPP TS 23.273 [38]
clause 5.4.2.2.3)

allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
validTimePeriod ValidTimePeriod O |0.1 Time period when positioning is allowed

NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.
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6.1.6.2.64 Type: LcsClientExternal

Table 6.1.6.2.64-1: Definition of type LcsClientExternal

Attribute name Data type P |Cardinality Description

IcsClientld LcsClientld O |0.1 Lcs Client Identifier (see 3GPP TS 23.273 [38]
clause 5.4.2.2.3)

allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
validTimePeriod ValidTimePeriod O |0.1 Time period when positioning is allowed
NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.

6.1.6.2.65

Table 6.1.6.2.65-1:

Type: LcsClientGroupExternal

Definition of type LcsClientGroupExternal

Attribute name Data type P |Cardinality Description
IcsClientGroupld ExtGroupld O 0.1 LCS Client Group Identifier
allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
validTimePeriod ValidTimePeriod O 0.1 Time period when positioning is allowed
NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.

6.1.6.2.66

Table 6.1.6.2.66-1

Type: ServiceTypeUnrelatedClass

: Definition of type ServiceTypeUnrelatedClass

Attribute name Data type P |Cardinality Description

serviceType LcsServiceType M 1 One of the service type defined in
3GPP TS 22.071 [47].

allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is

Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).

privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.

edAction edAction (NOTE)

codeWordInd CodeWordInd O |0.1 Indication that codeword shall be checked in UE or
one or more codeword values to be checked in
GMLC

validTimePeriod ValidTimePeriod O 0.1 Time period when positioning is allowed

codeWordList array(CodeWord) C |[1.N This IE shall be present when codeWordInd is "

CODEWORD_CHECK_IN_GMLC".

When present, this IE shall contain one or more
CodeWords used by GMLC for verification.

NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.

6.1.6.2.67

Type: Ueld

Table 6.1.6.2.67-1: Definition of type Ueld

Attribute name Data type P |Cardinality Description
supi Supi M |1 This IE shall indicate the SUPI.
gpsiList array(gpsi) O |1.N This IE shall indicate a list of GPSiIs that is
associated with the SUPI.
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6.1.6.2.68 Type: DefaultUnrelatedClass

Table 6.1.6.2.68-1: Definition of type DefaultUnrelatedClass

Attribute name Data type P |Cardinality Description
allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
codeWordInd CodeWordInd O |0.1 Indication that codeword shall be checked in UE or

one or more codeword values to be checked in
GMLC
validTimePeriod ValidTimePeriod O |0.1 Time period when positioning is allowed
codeWordList array(CodeWord) C |1.N This |IE shall be present when codeWordInd is
present with value
"CODEWORD_CHECK_IN_GMLC".
When present, this IE shall contain one or more
CodeWords used by GMLC for verification.

NOTE: "LOCATION_NOT_ALLOWED" is default value and only values "LOCATION_NOT_ALLOWED",
"LOCATION_ALLOWED_WITHOUT_NOTIFICATION",
"LOCATION_ALLOWED_WITHOUT_RESPONSE", "LOCATION_RESTRICTED_WITHOUT_RESPONSE"
can be contained.

6.1.6.2.69 Type: Contextinfo

Table 6.1.6.2.69-1: Definition of type Contextinfo

Attribute name Data type P |Cardinality Description

origHeaders array(string) O |1.N Headers received by the UDM from NFs consuming
Nudm services. The encoding of the header shall
comply with clause 3.2 of IETF RFC 7230 [50]

6.1.6.2.70 Type: UeContextinAmfData

Table 6.1.6.2.70-1: Definition of type UeContextinAmfData

Attribute name Data type P |Cardinality Description
epsinterworkinglinfo EpsinterworkingInf | O [0..1 This IE contains the associations between APN/DNN
o] and PGW-C+SMF selected by the AMF for EPS
interworking.

6.1.6.2.71 Type: V2xSubscriptionData

Table 6.1.6.2.71-1: Definition of type V2xSubscriptionData

Attribute name Data type P |Cardinality Description

nrvV2xServicesAuth NrvV2xAuth O |0..1 Indicates whether the UE is authorized to use the
NR sidelink for V2X services.

lteV2xServicesAuth LteV2xAuth O |0..1 Indicates whether the UE is authorized to use the
LTE sidelink for V2X services.

nrUePc5Ambr BitRate O |0..1 Indicates UE-PC5-AMBR for V2X communication
over PC5 reference point for NR PC5.

[tePc5Ambr BitRate O |0..1 Indicates UE-PC5-AMBR for V2X communication
over PC5 reference point for LTE PC5.
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6.1.6.2.72 Type: LcsBroadcastAssistanceTypesData

Table 6.1.6.2.72-1: Definition of type LcsBroadcastAssistanceTypesData
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| Attributename | Datatype | P [Cardinality | Description |
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locationAssistanceTy |Bytes M
pe

This IE contains a bitmap, encoded as a base64
string, which indicates the broadcast location
assistance data types for which the UE is subscribed
to receive ciphering keys used to decipher broadcast
assistance data. A bit set to 1 indicates that the UE is
subscribed to receive ciphering keys applicable to
corresponding positioning SIB type.

The mapping of the bits to the positioning SIB types
is as follows:

-- bit 8 in the first octet maps to positioning SIB
Type 1-1
-- bit 7 in the first octet maps to positioning SIB
Type 1-2
-- bit 6 in the first octet maps to positioning SIB
Type 1-3
-- bit 5 in the first octet maps to positioning SIB
Type 1-4
-- bit 4 in the first octet maps to positioning SIB
Type 1-5
-- bit 3 in the first octet maps to positioning SIB
Type 1-6
-- bit 2 in the first octet maps to positioning SIB
Type 1-7
-- bit 1 in the first octet maps to positioning SIB
Type 1-8

-- bit 8 in the second octet maps to positioning SIB
Type 2-1
-- bit 7 in the second octet maps to positioning SIB
Type 2-2
-- bit 6 in the second octet maps to positioning SIB
Type 2-3
-- bit 5in the second octet maps to positioning SIB
Type 2-4
-- bit 4 in the second octet maps to positioning SIB
Type 2-5
-- bit 3 in the second octet maps to positioning SIB
Type 2-6
-- bit 2 in the second octet maps to positioning SIB
Type 2-7
-- bit 1 in the second octet maps to positioning SIB
Type 2-8

-- bit 8 in the third octet maps to positioning SIB
Type 2-9

-- bit 7 in the third octet maps to positioning SIB
Type 2-10

-- bit 6 in the third octet maps to positioning SIB
Type 2-11

-- bit 5in the third octet maps to positioning SIB
Type 2-12

-- bit 4 in the third octet maps to positioning SIB
Type 2-13

-- bit 3 in the third octet maps to positioning SIB
Type 2-14

-- bit 2 in the third octet maps to positioning SIB
Type 2-15

-- bit 1 in the third octet maps to positioning SIB
Type 2-16

-- bit 8 in the fourth octet maps to positioning SIB
Type 2-17
-- bit 7 in the fourth octet maps to positioning SIB
Type 2-18
-- bit 6 in the fourth octet maps to positioning SIB
Type 2-19
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-- bit 5 in the fourth octet maps to positioning SIB
Type 2-20
-- bit 4 in the fourth octet maps to positioning SIB
Type 2-21
-- bit 3 in the fourth octet maps to positioning SIB
Type 2-22
-- bit 2 in the fourth octet maps to positioning SIB
Type 2-23
-- bit 1 in the fourth octet maps to positioning SIB
Type 2-24

-- bit 7 in the fifth octet maps to positioning SIB
Type 2-25

-- bit 6 in the fifth octet maps to positioning SIB
Type 3-1

-- bit 5 in the fifth octet maps to positioning SIB
Type 4-1

-- bit 4 in the fifth octet maps to positioning SIB
Type 5-1

-- bit 3 in the fifth octet maps to positioning SIB
Type 6-1

-- bit 2 in the fifth octet maps to positioning SIB
Type 6-2

-- bit 1 in the fifth octet maps to positioning SIB
Type 6-3

Any unassigned bits are spare and shall be coded as
zero. Non-included bits shall be treated as being
coded as zero.

6.1.6.2.73 Type: DatasetNames

Table 6.1.6.2.73-1: Definition of type DatasetNames

Data type Cardinality

Description

array(DataSetName) [2..N

List of names of the data sets

6.1.6.3 Simple data types and enumerations

6.1.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.

6.1.6.3.2 Simple data types

The simple data types defined in table 6.1.6.3.2-1 shall be supported.
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Table 6.1.6.3.2-1: Simple data types

Type Name Type Definition Description
DefaultDnnindicator | boolean Indicates whether a DNN is the default DNN
LboRoamingAllowed | boolean This flag indicates whether local breakout is allowed when

roaming.
UeUsageType integer Indicates the usage characteristics of the UE, enables the

selection of a specific Dedicated Core Network for EPS
interworking

MpsPrioritylndicator | boolean Indicates whether UE is subscribed to multimedia priority service
McsPrioritylndicator | boolean Indicates whether UE is subscribed to mission critical service
3GppChargingChara | string 16-bit string identifying charging characteristics as specified in
cteristics 3GPP TS 32.255 [11] Annex A and 3GPP TS 32.298 [12]

clause 5.1.2.2.7, in hexadecimal representation. Each character
in the string shall take a value of "0" to "9" or "A" to "F" and shall
represent 4 bits. The most significant character representing the
4 most significant bits of the charging characteristics shall appear
first in the string, and the character representing the 4 least
significant bits of the charging characteristics shall appear last in
the string.

Example:
The charging characteristic 0x123A shall be encoded as "123A".

MicoAllowed boolean I ndicates whether MICO modeis allowed for the UE.

SmsSubscribed boolean Indicates whether the UE subscription allows SMS delivery over
NAS.
SharedDatald string Identifies globally and uniquely a piece of subscription data
shared by multiple UEs. The value shall start with the HPLMN id
(MCC/MNC) followed by a hyphen followed by a local Id as
allocated by the home network operator.

pattern: "N0-9]{5,6}-.+$"
IwkEpsInd boolean Indicates whether Interworking with EPS is supported
SecuredPacket string Indicates the secured packet as specified in
3GPP TS 24.501 [27]. It is encoded using base64 and
represented as a String.
Format: byte

UpuRegind boolean true indicates that re-registration is requested after the successful
UE parameters update.

ExtGroupld string String containing a External Group ID.
Pattern: "extgroupid-[*@]+@[ @]+$"

NbloTUePriority integer Unsigned integer indicating the NB-loT UE Priority (see

clause 5.31.17 of 3GPP TS 23.501 [8]), the value is between 0
and 255 and lower value indicates higher priority.

CodeWord string Indicates the codeword as specified in 3GPP TS 23.273 [38]
clause 5.4.2.2.3.

Afld string AF Identifier (see 3GPP TS 23.273 [38] clause 5.4.2.2.3)

LcsClientld string Lcs Client Identifier (see 3GPP TS 23.273 [38] clause 5.4.2.2.3)
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6.1.6.3.3 Enumeration: DataSetName

Table 6.1.6.3.3-1: Enumeration DataSetName

Enumeration value Description
"AM" Access and Mobility Subscription Data
"SMF_SEL" SMF Selection Subscription Data
"UEC SMF" UE Context in SMF Data
"UEC SMSF" UE Context in SMSF Data
"SMS_SuUB" SMS Subscription Data
"SM" Session Management Subscription Data
"TRACE" Trace Data
"SMS_MNG" SMS Management Subscription Data
"LCS_PRIVACY" LCS Privacy Subscription Data
"LCS MO" LCS Mobile Originated Subscription Data
"UEC AMF" UE Context in AMF Data
"V2X" V2X Subscription Data
"LCS_BCA" LCS Broadcast Assistance Subscription Data

Note: The current naming conventions for Enumerations (uppercase with underscore), when their intended
usage is for query parameters is not consistent with the naming conventions for URI components
(lowercase with hyphen).

6.1.6.3.4 Void
6.1.6.3.5 Void
6.1.6.3.6 Void
6.1.6.3.7 Enumeration: PduSessionContinuitylnd
Table 6.1.6.3.7-1: Enumeration PduScContinuity
Enumeration value Description
"MAINTAIN PDUSESSION" Maintain the PDU session
"RECONNECT PDUSESSION" Disconnect the PDU session with a reactivation request
"RELEASE PDUSESSION" Disconnect PDU session without reactivation request
6.1.6.3.8 Enumeration: LocationPrivacyind
Table 6.1.6.3.8-1: Enumeration LocationPrivacylnd
Enumeration value Description
"LOCATION DISALLOWED" Location for UE is disallowed
"LOCATION ALLOWED" Location for UE are allowed
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6.1.6.3.9 Enumeration: PrivacyCheckRelatedAction

Table 6.1.6.3.9-1: Enumeration PrivacyCheckRelatedAction

Description
Location not allowed
Location allowed with notification
Location allowed without notification
Location with notification and privacy verification;
location allowed if no response
Location with notification and privacy verification;
location restricted if no response

Enumeration value
"LOCATION NOT ALLOWED"
"LOCATION ALLOWED WITH NOTIFICATION"
"LOCATION ALLOWED WITHOUT NOTIFICATION"
"LOCATION_ALLOWED_WITHOUT_RESPONSE"

"LOCATION_RESTRICTED_WITHOUT_RESPONSE"

6.1.6.3.10 Enumeration: LcsClientClass

Table 6.1.6.3.10-1: Enumeration LcsClientClass

Enumeration value Description

"BROADCAST_SERVICE"

LCS client broadcasting location related information

"OM_IN_HPLMN"

O&M LCS client in the HPLMN

"OM_IN_VPLMN"

O&M LCS client in the VPLMN

"ANONYMOUS_LOCATION_SERVICE"

LCS client recording anonymous location
information

"SPECIFIC_SERVICE"

LCS Client supporting a bearer service, teleservice
or supplementary service to the target UE

6.1.6.3.11

Enumeration: LcsMoServiceClass

Table 6.1.6.3.11-1: Enumeration LcsMoServiceClass

Enumeration value

Description

"BASIC_SELF_LOCATION"

UE requests own location

"AUTONOMOUS_SELF_LOCATION"

UE requests location assistance data

"TRANSFER_TO_THIRD_PARTY"

UE requests transfer of own location to another LCS Client

6.1.6.3.12

Enumeration: OperationMode

Table 6.1.6.3.12-1: Enumeration OperationMode

Enumeration value Description
"WB_ S1" WB-S1 mode
"NB_S1" NB-S1 mode
"WB_N1" WB-N1 mode
"NB N1" NB-N1 mode
6.1.6.3.13 Enumeration: SorUpdatelndicator

Table 6.1.6.3.13-1: Enumeration SorUpdatelndicator

Enumeration value

Description

"INITIAL_REGISTRATION"

NAS registration type "Initial Registration"

"EMERGENCY_REGISTRATION"

NAS registration type "Emergency Registration"
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6.1.6.3.14 Enumeration; CodeWordInd

Table 6.1.6.3.14-1: Enumeration CodeWordInd

Enumeration value Description
"CODEWORD CHECK IN UE" codeword shall be checked in UE
"CODEWORD CHECK IN GMLC" one or more codeword values to be checked in GMLC
6.1.6.3.15 Enumeration: MdtUserConsent

Table 6.1.6.3.15-1: Enumeration MdtUserConsent

Enumeration value Description
"CONSENT NOT GIVEN" It shall indicate the user has given his consent for MDT activation.
"CONSENT_GIVEN" It shall indicate the user hasn't given his consent for MDT
activation.

6.1.7 Error Handling

6.1.7.1 General

HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].

6.1.7.2 Protocol Errors

Protocol errors handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].

6.1.7.3 Application Errors

The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nudm_
SubscriberDataM anagement service. The following application errorslisted in Table 6.1.7.3-1 are specific for the
Nudm_ SubscriberDataM anagement service.

Table 6.1.7.3-1: Application errors

Application Error HTTP status Description
code
NF_CONSUMER_REDIRECT_ONE_TXN|307 Temporary |The request has been asked to be redirected to a
Redirect specified target for one transaction.
CONTEXT_NOT_FOUND 308 Permanent |The request has been asked to be redirected to a
Redirect specified target.
DATA_NOT_FOUND 404 Not Found |The requested UE subscription data is not found/does
not exist.
This error is applicable to all Nudm_SDM GET
operations.
USER_NOT_FOUND 404 Not Found |The user does not exist
This error is applicable to all Nudm_SDM GET
operations.
CONTEXT_NOT_FOUND 404 Not Found [t is used during the modification of an existing
subscription when no corresponding context exists.
GROUP_IDENTIFIER_NOT_FOUND 404 Not Found |The requested Group Identifier does not exist.
SUBSCRIPTION _NOT _FOUND 404 Not Found |The subscription does not exist.
UNSUPPORTED_RESOURCE_URI 501 Not The SDM Subscription contains unsupported resource
Implemented URI to be monitored.
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6.1.8 Feature Negotiation

The optional featuresin table 6.1.8-1 are defined for the Nudm_SDM API. They shall be negotiated using the
extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].

Table 6.1.8-1: Supported Features

Feature number Feature Name Description

1 SharedData When receiving a Nudm_SDM_Get service operation request to
retrieve a UE's individual subscription data, and the request does not
contain a supported-features query parameter indicating support of
this feature, the UDM shall not include Shared Data Ids in the
response. Instead the UDM may — based on operator policy — take no
further action (i.e. allow the UE to get services based on only the UE's
individual subscription data), or send the shared data as individual
data (this may result in naotifications of individual subscription data
change — if so subscribed — when shared data, which are sent as
individual data, are modified, and/or when the UE's Shared Data IDs
are modified).

2 ImmediateReport When a NF consumer detects the UDM support ImmediateReport
feature, it can indicate an immediateReport flag when invoking
Nudm_SDM_Subscribe service operation. If UDM supports
ImmediateReport received Nudm_SDM_Subscribe service operation
request, it shall return the resource representation(s) of the monitored
resource(s) in the service operation response body.

3 PatchReport If some of the modifications included in the PATCH request are not
successfully implemented, the UDM reports the result of PATCH
request execution to the consumer. See clause 5.2.7.2 of

3GPP TS 29.500 [4].

4 Nssaa If the NF consumer does not support this feature, the UDM shall not
include information of S-NSSAI(s) subject to Network Slice-Specific
Authentication and Authorization in Get response messages,
immediate reports within Subscribe response messages, or data
change notifications where the data change is limited to S-NSSAI(s)
subject to Network Slice-Specific Authentication and Authorization.

5 CAGFeature If the NF consumer does not support this feature, the UDM shall not
include CAG information list in the message body with "200 OK"
response (clause 5.2.2.2.3). The UDM performs action as executes
step 2c of clause 5.3.2.2.2 and 5.3.2.2.3 if UE is allowed to access
5GS via CAG cell(s) only.

13 LimitedSubscriptions An NF consumer supporting this feature shall use one subscription for
the changes of subscription data sets per UE without additional filter
criteria, or with a specific filter criteria (e.g. dnn and/or singleNssai).

An NF consumer supporting this feature shall use one subscription for
the changes of shared data sets.

6.1.9 Security

Asindicated in 3GPP TS 33.501 [6] and 3GPP TS 29.500 [4], the access to the Nudm_SDM API may be authorized by
means of the OAuth2 protocol (see IETF RFC 6749 [18]), based on local configuration, using the "Client Credentials’
authorization grant, where the NRF (see 3GPP TS 29.510 [19]) plays the role of the authorization server.

If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nudm_SDM API, shall obtain
a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPPTS29.510[19], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF Service Consumer used for discovering the Nudm_SDM service.

The Nudm_SDM API defines a single scope "nudm-sdm" for OAuth2 authorization (as specified in
3GPP TS 33.501 [6]) for the entire API, and it does not define any additional scopes at resource or operation level.
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6.2 Nudm_UEContextManagement Service API

6.2.1 API URI
URIs of this API shall have the following root:
{apiRoot} /{ apiName} /<apiV ersion>/

Therequest URI used in HTTP request from the NF service consumer towards the NF service producer shall have the
structure defined in clause 4.4.1 of 3GPP TS 29.501 [9], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUriPart>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "nudm-uecm".

The <apiVersion> shall be "v1".

The <api SpecificResourceUriPart> shall be set as described in clause 6.2.3.
6.2.2 Usage of HTTP

6.2.2.1 General
HTTP/2, asdefined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Nudm_UECM service shall comply with the OpenAPI [14] specification contained
in Annex A3.

6.2.2.2 HTTP standard headers

6.2.2.2.1 General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.2.2.2.2 Content type

The following content types shall be supported:
JSON, as defined in IETF RFC 8259 [15], signalled by the content type " application/json”.
The Problem Details JISON Object (IETF RFC 7807 [16] signalled by the content type " application/problem+json"
JSON Merge Patch, as defined in IETF RFC 7396 [17], signalled by the content type " application/merge-

patch+json”
6.2.2.3 HTTP custom headers
6.2.2.3.1 General

The usage of HT TP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
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6.2.3 Resources

6.2.3.1 Overview

/KapiRoot}/nudm-uecm/ivl

I— Kueld}

I— [registrations

4‘ /amf-3gpp-access

o ——

e

4| /amf-non-3gpp-access ’

4‘ /smf-registrations ’
4‘ /{pduSessionld}

— /smsf-3gpp-access

— /smsf-non-3gpp-access

— /location

— lip-sm-gw

Figure 6.2.3.1-1: Resource URI structure of the Nudm_UECM API

Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
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Table 6.2.3.1-1: Resources and methods overview

HTTP
RESELITES T2 Resource URI MERTRG! O Description
(Archetype) custom
operation
(R;(ngitr:qa;lnot;ls Kueld}/registrations GET SReettsrleve UE's registration data
PUT Update the AMF registration
for 3GPP access
Hueld}/registrations/amf-3gpp- PATCH Modify the AMF registration for
access 3GPP access
Amf3GppAccessRegistration GET ﬁ?gi’:}‘géﬁeﬂﬁ'\gz Lelg';g:;fsn
(Document) - - -
H{ueld}/registrations/amf-3gpp- dereg-amf Trigger AMF deregistration
(POST) due to mobility from 5GC to
access/dereg-amf EPC
Hueld}/registrations/amf-3gpp- pei-update Updates the PEI in the 3GPP
access/pei-update (POST) Access Registration context
PUT Update the AMF registration
for non 3GPP access
AmfNon3GppAccessRegistration  |/{ueld}/registrations/amf-non- PATCH r'\]/l(;)nd%tgs :(I:\il:lésrseglstratlon for
(Bocument) 3gpp-access GET Retrieve the AMF registration
information for non 3GPP
access
GET Retrieve the SMF registration
information
SmfRegistrations Hueld}/registrations/smf-
(Store) registrations
PUT Create an SMF registration
identified by PDU Session Id
DELETE Delete an individual SMF
IndividualSmfRegistration HKueld}/registrations/smf- GET sg;:g\?g?ge SMF registration
(Document) registrations/{pduSessionld} information identified by PDU
Session Id.
PUT Create or Update the SMSF
registration
Smsf3GppAccessRegistration Hueld}/registrations/smsf-3gpp- DELETE %:lgglgllleaixiz registration
(Bocument) access PATCH Modify the SMSF registration
GET Retrieve the SMSF registration
information
PUT Create or Update the SMSF
registration for non 3GPP
access
DELETE Delete the SMSF registration
SmsfNon3GppAccessRegistration |/{ueld}/registrations/smsf-non- for non 3GPP access
(Document) 3gpp-access PATCH Modify the SMSF registration
for non 3GPP access
GET Retrieve the SMSF registration
information for non 3GPP
access
Location(Document) Hueld}/registrations/location GET E?;rrlri\;?iézebbjifwlﬁéagfplEF
PUT Create or Update the IP-SM-
GW registration
IpSmGwRegistration H{ueld}registrations/ip-sm-gw DELETE Delete the IP-SM-GW
(Document) registration
GET Retrieve the IP-SM-GW

registration information
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6.2.3.2 Resource: Amf3GppAccessRegistration (Document)

6.2.3.2.1 Description

This resource represents the registered AMF for 3GPP access.

6.2.3.2.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/amf-3gpp-access
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT and PATCH methods; SUPI (i.e. imsi
or nai) or GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.2.3 Resource Standard Methods

6.2.3.2.3.1 PUT
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and
response codes specified in table 6.2.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description
Amf3GppAccess M |1 The AMF registration for 3GPP access is replaced with the received
Registration information.
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Table 6.2.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
Amf3GppAccess | M |1 201 Upon success, a response body containing a representation of
Registration Created the created Individual Amf3GppAccessRegistration resource
shall be returned.
Amf3GppAccess | M |1 200 OK Upon success, a response body containing a representation of
Registration the updated Individual Amf3GppAccessRegistration resource
shall be returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT _FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden  [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
-NO_PS_SUBSCRIPTION
- ROAMING_NOT_ALLOWED
- ACCESS_NOT_ALLOWED
- RAT_NOT_ALLOWED
- REAUTHENTICATION REQUIRED
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.2.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/amf-3gpp-access

6.2.3.2.3.2 PATCH

This method shall support the URI query parameters specified in table 6.2.3.2.3.2-1.

Table 6.2.3.2.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )

This method shall support the request data structures specified in table 6.2.3.2.3.2-2 and the response data structures and
response codes specified in table 6.2.3.2.3.2-3.

Table 6.2.3.2.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
Amf3GppAccess M |1 The AMF registration for 3GPP access is modified with the received
RegistrationModifi information.
cation
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Table 6.2.3.2.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body is returned. (NOTE 2)
Content
PatchResult M (1 200 OK Upon success, the execution report is returned. (NOTE 2)
ProblemDetails O |0..1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- INVALID_GUAMI
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT _FOUND
ProblemDetails O |0..1 422 The "cause" attribute may be used to indicate one of the
Unprocessa [following application errors:
ble Entity - UNPROCESSABLE_REQUEST
NOTE 1: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: If all the modification instructions in the PATCH request have been implemented, the UDM shall respond
with 204 No Content response; if some of the modification instructions in the PATCH request have been
discarded, and the NF service consumer has included in the supported-feature query parameter the
"PatchReport" feature number, the UDM shall respond with PatchResult.
6.2.3.2.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.2.3.3-1.

Table 6.2.3.2.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type

P |Cardi

nality Description

supported-features

SupportedFeatures

O 0.1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.2.3.3-2 and the response data structures and

response codes specified in table 6.2.3.2.3.3-3.

Table 6.2.3.2.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.2.3.2.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
Amf3GppAccess | M |1 200 OK Upon success, a response body containing the
Registration Amf3GppAccessRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- CONTEXT_NOT_FOUND
- USER_NOT FOUND

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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6.2.3.2.4 Resource Custom Operations

6.2.3.2.4.1 Overview

Table 6.2.3.2.4.1-1: Custom operations

OfEFI RS Custom operation URI ERIDER AT Description
method
dereg-amf Hueld}/registrations/amf-3gpp- |POST Trigger AMF deregistration due to
access/dereg-amf mobility from 5GC to EPC
pei-update Hueld}/registrations/amf-3gpp- |[POST Updates PEI in the AMF 3GPP
access/pei-update Registration context

6.2.3.2.4.2 Operation: dereg-amf

6.2.3.24.2.1 Description

The dereg-amf custom operation is used by the NF service consumer (HSS) to trigger AMF deregistration due to
mobility from 5GS to EPC. For details see 3GPP TS 23.632 [32].

6.2.3.2.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.2.3.2.4.2.2-1 and the response data structure
and response codes specified in table 6.2.3.2.4.2.2-2.

Table 6.2.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type Cardinality Description

P
AmfDereglInfo M |1 Contains the deregistration reason

Table 6.2.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes

n/a 204 No Upon success, an empty response body shall be returned
Content

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
NOTE:  The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.2.3.2.4.3 Operation: pei-update

6.2.3.24.3.1 Description

The pei-update custom operation is used by the NF service consumer (HSS) to trigger an update of the PEI stored in the
AMF 3GPP Registration context. For details see 3GPP TS 23.632 [32].

6.2.3.2.4.3.2 Operation Definition

This operation shall support the request data structures specified in table 6.2.3.2.4.3.2-1 and the response data structure
and response codes specified in table 6.2.3.2.4.3.2-2.

Table 6.2.3.2.4.3.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

PeiUpdatelnfo M |1 Contains the PEI provided by the NF service consumer
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Table 6.2.3.2.4.3.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes

n/a 204 No Upon success, an empty response body shall be returned
Content

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
NOTE:  The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.2.3.3 Resource: AmfNon3GppAccessRegistration (Document)

6.2.3.3.1 Description

This resource represents the registered AMF for non 3GPP access.

6.2.3.3.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/amf-non-3gpp-access/
This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.

Table 6.2.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2]
clause 5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT and PATCH methods; SUPI (i.e.
imsi or nai) or GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.3.3 Resource Standard Methods

6.2.3.3.3.1 PUT
This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and
response codes specified in table 6.2.3.3.3.1-3.

Table 6.2.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description
AmfNon3GppAcc [ M (1 The AMF registration for non 3GPP access is replaced with the received
essRegistration information.
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Table 6.2.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
AmfNon3GppAcc | M |1 201 Upon success, a response body containing a representation of
essRegistration Created the created Individual AmfNon3GppAccessRegistration
resource shall be returned.
AmfNon3GppAcc | M |1 200 OK Upon success, a response body containing a representation of
essRegistration the updated Individual AmfNon3GppAccessRegistration
resource shall be returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT _FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
-NO_PS_SUBSCRIPTION
- ROAMING_NOT_ALLOWED
- ACCESS_NOT_ALLOWED
- RAT_NOT_ALLOWED
- REAUTHENTICATION_REQUIRED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.3.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/amf-non-3gpp-access
6.2.3.3.3.2 PATCH

This method shall support the URI query parameters specified in table 6.2.3.3.3.2- 1.

Table 6.2.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )

This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and

response codes specified in table 6.2.3.3.3.2-3.

Table 6.2.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
AmfNon3GppAcc [ M (1 The AMF registration for non 3GPP access is modified with the received
essRegistrationM information.
odification
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Table 6.2.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content (NOTE 2)
[PatchResult M |1 200 OK [Upon success, the execution report is returned. (NOTE 2)
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
ProblemDetails O |0.1 422 The "cause" attribute may be used to indicate one of the
Unprocessa [following application errors:
ble Entity - UNPROCESSABLE_REQUEST
NOTE 1: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: If all the modification instructions in the PATCH request have been implemented, the UDM shall respond
with 204 No Content response; if some of the modification instructions in the PATCH request have been
discarded, and the NF service consumer has included in the supported-feature query parameter the
"PatchReport" feature number, the UDM shall respond with PatchResult.
6.2.3.3.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.

Table 6.2.3.3.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and

response codes specified in table 6.2.3.3.3.3-3.

Table 6.2.3.3.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.2.3.3.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
AmfNon3GppAcc | M |1 200 OK Upon success, a response body containing the
essRegistration AmfNon3GppAccessRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT _FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.2.3.4 Resource: SmfRegistrations
6.2.3.4.1 Description

Thisresource is used to represent SMF registrations.

6.2.3.4.2

Resource Definition

Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/smf-registrations

This resource shall support the resource URI variables defined in table 6.2.3.4.2-1.
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Table 6.2.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.4.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.4.3 Resource Standard Methods

6.2.3.4.3.1 GET
This method shall support the URI query parameters specified in table 6.2.3.4.3.1-1.

Table 6.2.3.4.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures | O |0..1 see 3GPP TS 29.500 [4] clause 6.6
single-nssai Snssai O (0.1 When present without Slice Differentiator (sd), all slices

identified by the given Slice/Service Type (sst) and any
sd value (if any) shall be considered matching the query
parameter.

dnn Dnn O 0.1 The DNN shall be the DNN Network Identifier only.

JSON objects (such as Snssai, Dnn...) shall be included directly as part of the URI query parameters by specifying in
the OpenAPI file that the " Content-Type" of such parametersis "application/json”.

If "single-nssai" is not included, and "dnn" is not included, UDM shall return all SMF registrations for all DNN(s) and
network slice(s).

If "single-nssai" isincluded, and "dnn" is not included, UDM shall return all SMF registrations for all DNN(s) and the
requested network dice identified by "single-nssai”.

If "single-nssai” is not included, and "dnn" isincluded, UDM shall return all SMF registrations for all network slices
where such DNN is available.

If "single-nssai" isincluded, and "dnn" isincluded, UDM shall return the all SMF registrations identified by "dnn" and
"single-nssai”.

This method shall support the request data structures specified in table 6.2.3.4.3.1-2 and the response data structures and
response codes specified in table 6.2.3.4.3.1-3.

Table 6.2.3.4.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.4.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmfRegistrationin | M |1 200 OK Upon success, a response body containing the
fo SmfRegistrationInfo shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to one of the following
Found application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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6.2.3.5 Resource: IndividualSmfRegistration (Document)

6.2.3.5.1 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/smf-registrations/{ pduSessi onl d}

This resource shall support the resource URI variables defined in table 6.2.3.5.1-1.

Table 6.2.3.5.1-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
SUPI (i.e. imsi or nai or gli or gci) is used with the PUT, DELETE and PATCH
methods;
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]
pduSessionld |PduSessionld |The pduSessionld identifies an individual SMF registration.

6.2.3.5.2 Resource Standard Methods

6.2.3.5.2.1 PUT

This method shall support the URI query parameters specified in table 6.2.3.5.2.1-1.

Table 6.2.3.5.2.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.5.2.1-2 and the response data structures and
response codes specified in table 6.2.3.5.2.1-3.

Table 6.2.3.5.2.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description

SmfRegistration M |1 The registration that is to be created

Table 6.2.3.5.2.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmfRegistration M (1 201 Upon success, a response body containing a representation of
Created the created Individual SmfRegistration resource shall be
returned.

SmfRegistration M (1 200 OK Upon success, a response body containing a representation of
the updated Individual SmfRegistration resource shall be
returned.

n/a 204 No Upon success, an empty response body shall be returned

Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- ROAMING_NOT_ALLOWED
- DNN_NOT ALLOWED
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.2.3.5.2.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/smf-registrations/{pduSessionid}
6.2.3.5.2.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.5.2.2-1.

Table 6.2.3.5.2.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

smf-set-id

NfSetld O

0.1

The smf-set-id may be used by the UDM to guard against
deletion of registrations by NFs that do not belong to the
same NF set as the registered SMF.

smf-instance-id

Nflnstanceld

0.1

If the smf-set-id is not present, the smf-instance-id may be
used by the UDM to guard against deletion of registrations by
NF that is not the registered SMF.

This method shall support the request data structures specified in table 6.2.3.5.2.2-2 and the response data structures and
response codes specified in table 6.2.3.5.2.2-3.

Table 6.2.3.5.2.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.5.2.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.2.3.5.2.3 GET

This method shall support the URI query parameters specified in table 6.2.3.5.2.3-1.

Table 6.2.3.5.2.3-1: URI query parameters supported by the GET method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.5.2.3-2 and the response data structures and
response codes specified in table 6.2.3.5.2.3-3.

Table 6.2.3.5.2.3-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request

body shall be empty.
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Table 6.2.3.5.2.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmfRegistration M (1 200 OK Upon success, a response body containing the SmfRegistration
shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to one of the following
Found application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.6 Resource: Smsf3GppAccessRegistration (Document)

6.2.3.6.1 Description

This resource represents the registered SM SF for 3GPP access.

6.2.3.6.2 Resource Definition
Resource URI: { api Root} /nudm-uecm/v1/{ uel d} /registrations/smsf-3gpp-access
This resource shall support the resource URI variables defined in table 6.2.3.6.2-1.

Table 6.2.3.6.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT, DELETE and PATCH methods;
GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.6.3 Resource Standard Methods

6.2.3.6.3.1 PUT
This method shall support the URI query parameters specified in table 6.2.3.6.3.1-1.

Table 6.2.3.6.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.6.3.1-2 and the response data structures and
response codes specified in table 6.2.3.6.3.1-3.

Table 6.2.3.6.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description

SmsfRegistration | M |1 The SMSF registration for 3GPP access is created or updated with the
received information.
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Table 6.2.3.6.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmsfRegistration | M |1 201 Upon success, a response body containing a representation of
Created the created Individual SmsfRegistration resource shall be
returned.

SmsfRegistration | M |1 200 OK Upon success, a response body containing a representation of
the updated Individual SmsfRegistration resource shall be
returned.

n/a 204 No Upon success, an empty response body shall be returned

Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT _FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden  [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
- ACCESS_NOT_ALLOWED
- ROAMING_NOT_ALLOWED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.6.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/smsf-3gpp-access
6.2.3.6.3.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.6.3.2-1.

Table 6.2.3.6.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

smsf-set-id

NfSetld (0]

0.1

The smsf-set-id may be used by the UDM to guard against
deletion of registrations by NFs that do not belong to the
same NF set as the registered SMSF.

This method shall support the request data structures specified in table 6.2.3.6.3.2-2 and the response data structures and
response codes specified in table 6.2.3.6.3.2-3.

Table 6.2.3.6.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.6.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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6.2.3.6.3.3 GET
This method shall support the URI query parameters specified in table 6.2.3.6.3.3-1.

Table 6.2.3.6.3.3-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures | O |0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.6.3.3-2 and the response data structures and
response codes specified in table 6.2.3.6.3.3-3.

Table 6.2.3.6.3.3-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.6.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

SmsfRegistration [ M |1 200 OK Upon success, a response body containing the
SmsfRegistration shall be returned.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- CONTEXT_NOT_FOUND
- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.7 Resource: SmsfNon3GppAccessRegistration (Document)

6.2.3.7.1 Description

This resource represents the registered SM SF for non 3GPP access.

6.2.3.7.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/smsf-non-3gpp-access

This resource shall support the resource URI variables defined in table 6.2.3.7.2-1.

Table 6.2.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT, DELETE and PATCH methods;
GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.7.3 Resource Standard Methods

6.2.3.7.3.1 PUT
This method shall support the URI query parameters specified in table 6.2.3.7.3.1-1.
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Table 6.2.3.7.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.7.3.1-2 and the response data structures and
response codes specified in table 6.2.3.7.3.1-3.

Table 6.2.3.7.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P | Cardinality

Description

SmsfRegistration

M |1

The SMSF registration for non 3GPP access is created or updated with the
received information.

Table 6.2.3.7.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmsfRegistration | M |1 201 Upon success, a response body containing a representation of
Created the created Individual SmsfRegistration for non 3GPP access
resource shall be returned.

SmsfRegistration | M |1 200 OK Upon success, a response body containing a representation of
the updated Individual SmsfRegistration for non 3GPP access
resource shall be returned.

n/a 204 No Upon success, an empty response body shall be returned

Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:The "cause" attribute shall be set to
the following application error:
- USER_NOT_FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
- ACCESS_NOT_ALLOWED
- ROAMING_NOT_ALLOWED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.7.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/smsf-non-3gpp-access
6.2.3.7.3.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.7.2.2-1.

Table 6.2.3.7.2.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

smsf-set-id

NfSetld (0]

0.1

The smsf-set-id may be used by the UDM to guard against
deletion of registrations by NFs that do not belong to the
same NF set as than the registered SMSF.

This method shall support the request data structures specified in table 6.2.3.7.2.2-2 and the response data structures and
response codes specified in table 6.2.3.5.2.2-3.
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Table 6.2.3.7.2.2-2: Data structures supported by the DELETE Request Body on this resource

Data type P | Cardinality Description
n/a The request body shall be empty.

Table 6.2.3.7.2.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.7.3.3 GET
This method shall support the URI query parameters specified in table 6.2.3.7.3.3-1.

Table 6.2.3.7.3.3-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported-features |SupportedFeatures | O ]0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.7.3.3-2 and the response data structures and
response codes specified in table 6.2.3.7.3.3-3.

Table 6.2.3.7.3.3-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.7.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

SmsfRegistration [ M |1 200 OK Upon success, a response body containing the
SmsfRegistration shall be returned.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- CONTEXT_NOT_FOUND
- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.8 Resource: Location

6.2.3.8.1 Description

Thisresource is used to represent UE's location information.

6.2.3.8.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/l ocation

This resource shall support the resource URI variables defined in table 6.2.3.8.2-1.
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Table 6.2.3.8.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.4.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.8.3 Resource Standard Methods

6.2.3.8.3.1 GET
This method shall support the URI query parameters specified in table 6.2.3.8.3.1-1.

Table 6.2.3.8.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures | O |0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.8.3.1-2 and the response data structures and
response codes specified in table 6.2.3.8.3.1-3.

Table 6.2.3.8.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.8.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

Locationinfo M (1 200 OK Upon success, a response body containing the locationinfo
shall be returned.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- CONTEXT_NOT_FOUND
- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.9 Resource: Registrations

6.2.3.9.1 Description

This resource represents the UE's registration data sets.

6.2.3.9.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations
This resource shall support the resource URI variables defined in table 6.2.3.9.2-1.

Table 6.2.3.9.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.2.1
ueld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
SUPI (i.e. imsi or nai) or GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: "(imsi-[0-9]{5,15}|nai-.+|msisdn-[0-9]{5,15}|extid-[ @]+ @[ @] +].*+)"
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6.2.3.9.3 Resource Standard Methods

6.2.3.9.3.1 GET
This method shall support the URI query parameters specified in table 6.2.3.9.3.1-1.

NOTE: Theretrieval of these registration data sets can also be achieved by sending individual GET requeststo
the corresponding sub-resources under the { ueld} /registraions resource. When multiple registration data
sets need to be retrieved by the NF Service consumer, it is recommended to use asingle GET request with
guery parameters rather than issuing multiple GET requests.

Table 6.2.3.9.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
registration-dataset- |array(Registration [O |2..N If included, this IE shall contain the names of registration
names DataSetName) data sets to be retrieved.
supported-features |SupportedFeatures |[O |0..1 see 3GPP TS 29.500 [4] clause 6.6
single-nssai Snssai O |0.1 Only applicable if registration-dataset-names contains

SMF_PDU_SESSIONS

When present without Slice Differentiator (sd), all slices
identified by the given Slice/Service Type (sst) and any
sd value (if any) shall be considered matching the query
parameter.

dnn Dnn O |[0.1 The DNN shall be the DNN Network Identifier only.
Only applicable if registration-dataset-names contains
SMF_PDU_SESSIONS

This method shall support the request data structures specified in table 6.2.3.9.3.1-2 and the response data structures and
response codes specified in table 6.2.3.9.3.1-3.

Table 6.2.3.9.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.9.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
RegistrationData | M |1 200 OK Upon success, a response body containing all the requested
Sets UE registration data sets shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute shall be set to one of the following
Found application errors:

- CONTEXT_NOT_FOUND

- USER_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.10 Resource: IpSmGwRegistration

6.2.3.10.1 Description

This resource represents the registered IP-SM-GW.

6.2.3.10.2 Resource Definition
Resource URI: {apiRoot} /nudm-uecm/v1/{ uel d} /registrations/ip-sm-gw
This resource shall support the resource URI variables defined in table 6.2.3.10.2-1.
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Table 6.2.3.10.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.2.1
ueld Represents the Subscription Identifier (SUPI).
pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"
6.2.3.10.3 Resource Standard Methods
6.2.3.10.3.1 PUT

This method shall support the URI query parameters specified in table 6.2.3.10.3.1- 1.

Table 6.2.3.10.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.10.3.1-2 and the response data structures
and response codes specified in table 6.2.3.10.3.1-3.

Table 6.2.3.10.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P | Cardinality

Description

IpSmGwRegistrati
on

M |1

information.

The IP-SM-GW registration is created or updated with the received

Table 6.2.3.10.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
IpSmGwRegistrati | M |1 201 Upon success, a response body containing a representation of
on Created the created IpSmGwRegistration resource shall be returned.
IpSmGwRegistrati | M |1 200 OK Upon success, a response body containing a representation of
on the updated IpSmGwRegistration resource shall be returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0..1 403 The "cause" attribute may be used to indicate any of the
Forbidden  [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate any of the
Found following application errors:
- USER_NOT FOUND
6.2.3.10.3.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.10.3.2- 1.

Table 6.2.3.10.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.10.3.2-2 and the response data structures
and response codes specified in table 6.2.3.10.3.2-3.

ETSI




3GPP TS 29.503 version 16.14.0 Release 16 185 ETSI TS 129 503 V16.14.0 (2023-01)

Table 6.2.3.10.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type P | Cardinality Description
n/a The request body shall be empty.

Table 6.2.3.10.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
6.2.3.10.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.10.3.3-1.

Table 6.2.3.10.3.3-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.10.3.3-2 and the response data structures
and response codes specified in table 6.2.3.10.3.3-3.

Table 6.2.3.10.3.3-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.10.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
IpSmGwRegistrati | M |1 200 OK Upon success, a response body containing the
on IpSmGwRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to indicate any of the following
Found application errors:
- USER_NOT_FOUND
- CONTEXT_NOT_FOUND

6.2.4  Custom Operations without associated resources

6.2.4.1 Overview

Table 6.2.4.1-1: Custom operations without associated resources

Mapped HTTP

OlpEEiE Nl Custom operation URI Description
method

[restore-pcscf POST The UDM notifies the registered
AMFs and SMFs that have
subscribed (implicitly by providing a
callback URI during registration) to
receive notifications about P-CSCF
Restoration.

Trigger P-CSCF Restoration
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6.2.4.2 Operation: Trigger P-CSCF Restoration

6.2.4.2.1 Description

This custom operation is used by the NF service consumer (HSS) to trigger P-CSCF restoration.

6.2.4.2.2 Operation Definition
This operation shall support the data structures and response codes specified in tables 6.2.4.2.2-1 and 6.2.4.2.2-2.

Table 6.2.4.2.2-1: Data structures supported by the Request Body

Data type P | Cardinality Description
TriggerRequest M |1 Identifies the subscriber for whom P-CSCF Restoration is requested

Table 6.2.4.2.2-2: Data structures supported by the POST Response Body

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND

6.2.5 Notifications

6.25.1 General

This clause will specify the use of notifications and corresponding protocol details if required for the specific service.
When notifications are supported by the AP, it will include a reference to the general description of notifications
support over the 5G SBIs specified in TS 29.500 / TS 29.501.

Table 6.2.5.1-1: Notifications overview

HTTP
method ..
e Description
Notification Resource URI or (service operation)
custom
operation
Deregistration . POST
Notification {deregCallbackUri}
P-CSCF POST
Restoration |{pcscfRestorationCallbackUri}
Notification
6.2.5.2 Deregistration Notification

The POST method shall be used for Deregistration Notifications and the URI shall be as provided during the
registration procedure.

Resource URI: { callbackReference}
Support of URI query parameters is specified in table 6.2.5.2-1.
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Table 6.2.5.2-1: URI query parameters supported by the POST method

Name

Data type P

Cardinality

Description

n/a

Support of request data structuresis specified in table 6.2.5.2-2 and of response data structures and response codesis
specified in table 6.2.5.2-3.

Table 6.2.5.2-2: Data structures supported by the POST Request Body

Data type

P | Cardinality

Description

DeregistrationDat
a

M |1

Includes Deregistration Reason

Table 6.2.5.2-3: Data structures supported by the POST Response Body

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
RedirectRespons | O (0..1 307 Temporary redirection. The response shall include a Location
e Temporary |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the natification should be sent.
RedirectRespons | O (0..1 308 Permanent redirection. The response shall include a Location
e Permanent [header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the natification should be sent.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.5.2-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.2.5.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
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P-CSCF Restoration Notification

The POST method shall be used for P-CSCF Restoration Notifications and the URI shall be as provided during the
registration procedure.

Resource URI: { callbackReference}

Support of URI query parametersis specified in table 6.2.5.3-1.

Table 6.2.5.3-1: URI query parameters supported by the POST method

Name

Data type

P

Cardinality

Description

n/a

Support of request data structuresis specified in table 6.2.5.3-2 and of response data structures and response codes is
specified in table 6.2.5.3-3.

Table 6.2.5.3-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
PcscfRestoration | M |1 contains the SUPI
Notification
Table 6.2.5.3-3: Data structures supported by the POST Response Body
Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
RedirectRespons | O (0.1 307 Temporary redirection. The response shall include a Location
e Temporary |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
RedirectRespons | O (0..1 308 Permanent redirection. The response shall include a Location
e Permanent [header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT NOT_FOUND
ProblemDetails O |0..1 409 Conflict [The "cause" attribute may be used to indicate one of the
following application errors:
- TEMPORARY_REJECT_REGISTRATION_ONGOING
- TEMPORARY REJECT HANDOVER ONGOING

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.5.3-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target-  [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
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Table 6.2.5.3-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.2.6 Data Model
6.2.6.1 General

This clause specifies the application data model supported by the API.

Table 6.2.6.1-1 specifies the data types defined for the Nudm_UECM service API.
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Table 6.2.6.1-1: Nudm_UECM specific Data Types

Data type Clause Description
defined

Amf3GppAccessRegistration 6.2.6.2.2 The complete set of information relevant to the
AMF where the UE has registered via 3GPP
access.

AmfNon3GppAccessRegistration 6.2.6.2.3 The complete set of information relevant to the
AMF where the UE has registered via non 3GPP
access.

SmfRegistration 6.2.6.2.4 The complete set of information relevant to an
SMEF serving the UE

SmsfRegistration 6.2.6.2.6 The complete set of information relevant to the
SMSF serving the UE.

DeregistrationData 6.2.6.2.5 Data sent with the Deregistration Notification

Amf3GppAccessRegistrationModification 6.2.6.2.7 Contains attributes of

Amf3GppAccessRegistration that can be
modified using PATCH
AmfNon3GppAccessRegistrationModification |6.2.6.2.8 Contains attributes of
AmfNon3GppAccessRegistration that can be
modified using PATCH
PcscfRestorationNotification 6.2.6.2.9 Information sent to the AMF or SMF when P-
CSCEF restoration is triggered.

NetworkNodeDiameterAddress 6.2.6.2.10

EpsiwkPgw 6.2.6.2.11

TriggerRequest 6.2.6.2.12

AmfDereglnfo 6.2.6.2.13

EpsinterworkinglInfo 6.2.6.2.14

Locationinfo 6.2.6.2.15 Information used by (H)GMLC to send Location
Service Request

RegistrationLocationInfo 6.2.6.2.16 Serving AMF, optional VGMLC and access type
related informations used by (H)GMLC to send
Location Request

VgmlcAddress 6.2.6.2.17 The address(es) of VGMLC

PeiUpdatelnfo 6.2.6.2.18

RegistrationDataSets 6.2.6.2.19

IpSmGwRegistration 6.2.6.2.20

SmfRegistrationinfo 6.2.6.2.20A SMF Registration Information

PurgeFlag 6.2.6.3.2 This flag indicates whether or not the NF has
deregistered.

E164Number 6.2.6.3.2

DualRegistrationFlag 6.2.6.3.2 Dual Registration Flag

DeregistrationReason 6.2.6.3.3

ImsVoPs 6.2.6.3.4

RegistrationReason 6.2.6.3.5

RegistrationDataSetName 6.2.6.3.6

Table 6.2.6.1-2 specifies data types re-used by the Nudm_uecm service API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the Nudm_uecm
service API.
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Table 6.2.6.1-2: Nudm_UECM re-used Data Types

Data type

Reference

Comments

Dnn

3GPP TS 29.571 [7]

Data Network Name with Network Identifier only.

Nflnstanceld

3GPP TS 29.571 [7]

Network Function Instance Identifier

PduSessionld

3GPP TS 29.571[7]

PDU Session ID

Pei

3GPP TS 29.571 [7]

Permanent Equipment Identifier

ProblemDetails

3GPP TS 29.571[7]

Common data type used in response bodies

Uri

3GPP TS 29.571 [7]

Uniform Resource Identifier

SupportedFeatures 3GPP TS 29.571 [7] see 3GPP TS 29.500 [4] clause 6.6
Supi 3GPP TS 29.571 [7] see 3GPP TS 23.501 [2] clause 5.9.2
Guami 3GPP TS 29.571 [7] Globally Unigue AMF Identifier
Pimnld 3GPP TS 29.571 [7] PLMN Identity

Diameterldentity 3GPP TS 29.571 [7]

AccessType 3GPP TS 29.571 [7] Access Type

BackupAmfinfo 3GPP TS 29.571 [7] Backup AMFs

ServiceName 3GPP TS 29.510 [19]

PatchResult 3GPP TS 29.571 [7]

Gpsi 3GPP TS 29.571 [7] Generic Public Subscription Identitfier
Ipv4Addr 3GPP TS 29.571 [7] IPv4 address

Ipv6Addr 3GPP TS 29.571 [7] IPv6 address

Fgdn 3GPP TS 29.510[19] |Fully Qualified Domain Name

Snssai 3GPP TS 29.571[7]  |Single NSSAI

RedirectResponse

3GPP TS 29.571 [7]

Response body of the redirect response message

6.2.6.2 Structured data types

6.2.6.2.1 Introduction

This clause defines the structures to be used in resource representations.
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6.2.6.2.2 Type: Amf3GppAccessRegistration

Table 6.2.6.2.2-1: Definition of type Amf3GppAccessRegistration
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Attribute name

Data type

Cardinality

Description

amflnstanceld

Nflnstanceld

1

The identity the AMF uses to register in the NRF.

deregCallbackUri

Uri

<ILZ|©

1

A URI provided by the AMF to receive (implicitly
subscribed) notifications on deregistration.

The deregistration callback URI shall have unique
information within AMF set to identify the UE to be
deregistered.

guami

Guami

This IE shall contain the serving AMF's GUAMI.

ratType

RatType

This IE shall indicate the current RAT type of the
UE.

supportedFeatures

SupportedFeatur
es

See clause 6.2.8
These are the features supported by the AMF.

purgeFlag

PurgeFlag

o] O] £

This flag indicates whether or not the AMF has
deregistered. It shall not be included in the
Registration service operation.

pei

Pei

Permanent Equipment Identifier.

Absence of PEl indicates that the PEI is not
available at the AMF. In this case the UDM/UDR
shall not delete the PEI value stored from a
previous registration.

imsVoPs

ImsVoPs

Indicates per UE if "IMS Voice over PS Sessions"
is homogeneously supported in all TAs in the
serving AMF, or homogeneously not supported, or
if support is non-homogeneous/unknown. Absence
of this attribute shall be interpreted as "non
homogenous or unknown" support.

amfServiceNameDereg

ServiceName

When present, this IE shall contain the name of the
AMF service to which the Deregistration
Notification is to be sent (see clause 6.5.2.2 of
3GPP TS 29.500 [4]).

pcscfRestorationCallba
ckUri

Uri

A URI provided by the AMF to receive (implicitly
subscribed) notifications on the need for P-CSCF
Restoration.

amfServiceNamePcscf
Rest

ServiceName

When present, this IE shall contain the name of the
AMF service to which P-CSCF Restoration
Notifications are to be sent (see clause 6.5.2.2 of
3GPP TS 29.500 [4]). This IE may be included if
pcscfRestorationCallbackUri is present.

initialRegistrationind

boolean

This IE shall be included by the AMF and set to
true if the UE performs an Initial Registration. If the
UE does not perform initial registration it shall be
absent or set to false. When present and true, the
UDM+HSS is requested to cancel previous
registration in SGSN, if any.

Not applicable for Nudr and Nudm_UECM GET
operation.

(NOTE 2)

backupAmfinfo

array(BackupAmf
Info)

This IE shall be included if the NF service
consumer is an AMF and the AMF supports the
AMF management without UDSF for the first
interaction with UDM.

The UDM uses this attribute to do an NRF query in
order to invoke later services in a backup AMF, e.g.
Namf_EventExposure.

drFlag

DualRegistration
Flag

Dual Registration flag. When present and true, this
flag indicates that the UDM+HSS is requested not
to send S6a-CLR to the registered MME/SGSN (if
any). Otherwise, the registered MME (if any) shall
be cancelled.

Not applicable for Nudr and Nudm_UECM GET
operation.

urrpindicator

boolean

This IE indicates whether
"UE_REACHABILITY_FOR_SMS" event for this
user has been subscribed or not:

- true: the event has been subscribed

- false, or absence of this attribute: the event for
this user is currently not subscribed

(NOTE 1)
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amfEeSubscriptionld

Uri

0.1

Shall be present if urrplndicator is true and the
UDM has subscribed to ReachabilityReport event
for "UE Reachability for DL Traffic" at the AMF to
receive One-Time UE Activity notification. It
contains the subscription Id UrRI allocated by the
AMF as received by the UDM in the HTTP
"Location" header of the
Namf_EventExposure_Subscribe response.

The UDM shall make use of the
Nudr_DataRepository Update service operation
(see 3GPP TS 29.504 [9]) to store the
amfEeSubscription Id in the UDR.

epsinterworkinginfo

Epsinterworkingl
nfo

This IE shall be included if the AMF has determined
per APN/DNN which PGW-C+SMF is selected for
EPS interworking with N26 and the AMF supports
EPS interworking of non-3GPP access. For each
APN/DNN, only one PGW-C+SMF shall be
selected by the AMF for EPS interworking.

ueSrvccCapability

boolean

This IE indicates whether the UE supports 5G
SRVCC:

- true: 5G SRVCC is supported by the UE and
AMF;

- false, or absence of this attribute: 5G SRVCC is
not supported.

registrationTime

DateTime

Time of Amf3GppAccessRegistration. Shall be
present when used on Nudr.

vgmicAddress

VgmicAddress

Address of the VGMLC

contextInfo

ContextiInfo

0|0

This IE if present may contain e.g. the headers
received by the UDM along with the
3GppAccessRegistration.

Shall be absent on Nudm and may be present on
Nudr

noEeSubscriptionind

boolean

This IE shall be absent on Nudr and may be
present on Nudm. This indication is used by UDM
to restore any possible ongoing subscription lost,
as specified in clause 5.3.2.2.2.

When present, this IE shall indicate whether AMF
does not have event exposure subscriptions in UE
Context:

- true: No Event Exposure subscription existing in
UE Context in AMF.

- false: Event Exposure subscription(s) exist in UE
Context in AMF.

supi

Supi

0.1

This IE may be included by the AMF in registration
requests and should be included by UDM in GET
responses when the corresponding GET request
provided a GPSI UE identity.

NOTE 1: The urrpindicator attribute shall only be exposed over the Nudr SBI, and it shall not be included by the AMF.
NOTE 2: Regardless of the Dual Registration Flag, the SGSN, if any, is required to be cancelled (see
3GPP TS 23.502 [3] clause 4.11.5.2)
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6.2.6.2.3 Type: AmfNon3GppAccessRegistration

Table 6.2.6.2.3-1: Definition of type AmfNon3GppAccessRegistration
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Attribute name

Data type

Cardinalit
y

Description

amflnstanceld

Nfinstanceld

1

The identity the AMF uses to register in the
NRF.

deregCallbackUri

Uri

1

A URI provided by the AMF to receive
(implicitly subscribed) notifications on
deregistration.

The deregistration callback URI shall have
unique information within AMF set to identify
the UE to be deregistered.

guami

Guami

This IE shall contain the serving AMF's
GUAMIL.

ratType

RatType

This |IE shall indicate the current RAT type of
the UE.

supportedFeatures

SupportedFeat
ures

See clause 6.2.8
These are the features supported by the
AMF.

purgeFlag

PurgeFlag

This flag indicates whether or not the AMF
has deregistered. It shall not be included in
the Registration service operation.

pei

Pei

Permanent Equipment Identifier

Absence of PEI indicates that the PEI is not
available at the AMF. In this case the
UDM/UDR shall not delete the PEI value
stored from a previous registration.

imsVoPs

ImsVoPs

Indicates per UE if "IMS Voice over PS
Sessions" is supported, or not supported.
The value
NON_HOMOGENEOUS_OR_UNKNOWN is
not applicable.

amfServiceNameDereg

ServiceName

When present, this IE shall contain the name
of the AMF service to which the
Deregistration Notification is to be sent (see
clause 6.5.2.2 of 3GPP TS 29.500 [4]).

pcscfRestorationCallbackU
ri

Uri

A URI provided by the AMF to receive
(implicitly subscribed) notifications on the
need for P-CSCF Restoration.

amfServiceNamePcscfRest

ServiceName

When present, this IE shall contain the name
of the AMF service to which P-CSCF
Restoration Notifications are to be sent (see
clause 6.5.2.2 of 3GPP TS 29.500 [4]). This
IE may be included if
pcscfRestorationCallbackUri is present.

backupAmfinfo

array(BackupA
mflnfo)

This IE shall be included if the NF service
consumer is an AMF and the AMF supports
the AMF management without UDSF for the
first interaction with UDM.

The UDM uses this attribute to do an NRF
query in order to invoke later services in a
backup AMF, e.g. Namf_EventExposure.

urrpindicator

boolean

This IE indicates whether
"UE_REACHABILITY_FOR_SMS" event for
this user has been subscribed or not:

- true: the event has been subscribed

- false, or absence of this attribute: the event
for this user is currently not subscribed
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amfEeSubscriptionld Uri C |0.1 Shall be present if urrpindicator is true and
the UDM has subscribed to Reachability-
Report event for "UE Reachable for DL
Traffic" at the AMFto receive One-Time UE
Activity notification. It contains the
subscription Id URI allocated by the AMF as
received by the UDM in the HTTP "Location"
header of the
Namf_EventExposure_Subscribe response.
The UDM shall make use of the
Nudr_DataRepository Update service
operation (see 3GPP TS 29.504 [9]) to store
the amfEeSubscription Id in the UDR.

registrationTime DateTime Cc (0.1 Time of AmfNon3GppAccessRegistration.
Shall be present when used on Nudr.

vgmlcAddress VgmicAddress |O |0..1 Address of the VGMLC

contextinfo Contextinfo C [0..1 This IE if present may contain e.g. the

headers received by the UDM along with
AmfNon3GppRegistration.

Shall be absent on Nudm and may be
present on Nudr.

noEeSubscriptionind boolean O [0..1 This IE shall be absent on Nudr and may be
present on Nudm. This indication is used by
UDM to restore any possible ongoing
subscription lost, as specified in

clause 5.3.2.2.3.

When present, this IE shall indicate whether

AMF does not have event exposure

subscriptions in UE Context:

- true: No Event Exposure subscription

existing in UE Context in AMF.

- false: Event Exposure subscription(s) exist

in UE Context in AMF.

supi Supi C |0.1 This IE may be included by the AMF in

registration requests and should be included

by UDM in GET responses when the

corresponding GET request provided a GPSI

UE identity.

NOTE:  The urrpindicator attribute shall only be exposed over the Nudr SBI, and it shall not be included by
the AMF.
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6.2.6.2.4 Type: SmfRegistration

Table 6.2.6.2.4-1: Definition of type SmfRegistration

Attribute name Data type |P |Cardinality Description

smflnstanceld Nflnstanceld |[M |1 NF Instance Id of the SMF

smfSetld NfSetld C |0..1 This IE shall be present if the SMF belongs to a
SMF SET.
If present, it indicates the NF Set ID of SMF Set.

supportedFeatures SupportedFea |O |0..1 See clause 6.2.8

tures These are the features supported by the SMF.

pduSessionid PduSessionid [M |1 PDU Session ID

singleNssai Snssai M |1 A single Network Slice Selection Assistance
Information

dnn Dnn C |0..1 Data Network Name; shall be present if
emergencyServices is false or absent.
When present, this IE shall contain the Network
Identifier only.

emergencyServices boolean Cc |0..1 Indication of Emergency Services; absence
indicates false.

pcscfRestorationCallbackUri  |Uri O |0.1 a URI provided by the SMF to receive (implicitly
subscribed) notifications on the need for P-CSCF
Restoration

plmnid Plmnid M |1 Serving node PLMN identity.

pgwFqdn string Cc |0..1 FQDN of the PGW in the "PGW-C+SMF", to be
included for interworking with EPS.

epdgind boolean O (0.1 Indicate whether access is from ePDG.
true: access from ePDG.
false or absent: not access from ePDG

deregCallbackUri Uri O (0.1 A URI provided by the SMF to receive (implicitly
subscribed) notifications on deregistration.
The deregistration callback URI shall have unique
information within SMF set to identify the UE to be
deregistered.

registrationReason RegistrationR O (0..1 Indicates registration reason.

eason

registrationTime DateTime Cc |0..1 Time of SmfRegistration. Shall be present when
used on Nudr.

contextinfo Contextinfo C |0..1 This IE if present may contain e.g. the headers
received by the UDM along with the
SmfRegistration.
Shall be absent on Nudm and may be present on
Nudr.

6.2.6.2.5

Type: DeregistrationData

Table 6.2.6.2.5-1: Definition of type DeregistrationData

Attribute name Data type P |Cardinality Description
deregReason Deregistration | M |1 String; see clause 6.2.6.3.3
Reason

accessType AccessType C |0.1 Access type where the UE is deregistered. Shall be
present in Deregistration Notifications sent to the
AMF.

pduSessionld PduSessionld | C |[0..1 It shall be present if the deregistration of SMF
happens.
If present, indicates PDU Session ID for which old
SMF is deregistered.

newSmfinstanceld Nflnstanceld O |0.1 NF Instance Id of the new SMF to which the SMF
context is transferred.
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Table 6.2.6.2.6-1: Definition of type SmsfRegistration

Attribute name Data type Cardinality Description

smsflnstanceld Nflnstanceld 1 NF Instance Id of the SMSF

smsfSetld NfSetld 0.1 This IE shall be present if the SMSF belongs to
an SMSF SET.
If present, it indicates the NF Set ID of SMSF
Set.

supportedFeatures SupportedFeatures 0.1 See clause 6.2.8
These are the features supported by the
SMSF.

pimnid Plmnlid 1 Serving node PLMN identity

smsfMAPAddress E164Number 0..1 International E.164 number of the SMSF; shall
be present if the SMSF supports MAP (see
3GPP TS 29.002 [21])

smsfDiameterAddress  |NetworkNodeDiamet 0.1 shall be present if the SMSF supports Diameter

erAddress (see 3GPP TS 29.338 [22])

registrationTime DateTime 0..1 Time of SmsfRegistration. Shall be present
when used on Nudr.

contextinfo ContextInfo 0.1 This IE if present may contain e.g. the headers

received by the UDM along with the
SmsfRegistration.
Shall be absent on Nudm and may be present

on Nudr..

6.2.6.2.7

Type: Amf3GppAccessRegistrationModification

Thistype is derived from the type Amf3GppAccessRegistration by deleting all attributes that are not subject to

modification by means of the HTTP PATCH method.
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Table 6.2.6.2.7-1: Definition of type Amf3GppAccessRegistrationModification

Attribute name Data type P |Cardinality

Description

guami Guami M (1

Guami of the AMF requesting the modification. If the
MCC, MNC, AMF Region ID and AMF Set ID within
the guami do not match the stored value, the
modification request shall be rejected.

purgeFlag PurgeFlag O (0.1

This flag indicates whether or not the AMF has
deregistered. It shall be included in the
Deregistration service operation with a value of
"TRUE".

pei Pei

Permanent Equipment Identifier.

o|0
o
[EEY

imsVoPs ImsVoPs

Indicates per UE if "IMS Voice over PS Sessions" is
homogeneously supported in all TAs in the serving
AMF, or homogeneously not supported, or if support
is non-homogeneous/unknown

backupAmfinfo array(BackupAmf | C |0..N
Info)

This IE shall be included if the NF service consumer
is an AMF and the AMF supports the AMF
management without UDSF for the Modification of
the BackupAmfinfo.

The UDM uses this attribute to do an NRF query in
order to invoke later services in a backup AMF, e.g.
Namf_EventExposure

epsinterworkinginfo Epsinterworkingl | C [0..1
nfo

This IE shall be included if the AMF has determined
per APN/DNN which PGW-C+SMF is selected for
EPS interworking with N26 and the AMF supports
EPS interworking of non-3GPP access. This IE shall
also be included to update the PGW-C+SMF
information if the AMF selects another PGW-C+SMF
for EPS interworking with N26 for the same DNN.
For each APN/DNN, only one PGW-C+SMF shall be
selected by the AMF for EPS interworking.

ueSrvccCapability boolean O |0.1

This IE indicates whether the UE supports 5G
SRVCC:

- true: 5G SRVCC is supported by the UE and AMF;
- false: 5G SRVCC is not supported.

Note: Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable:
true" in the OpenAPI file as deletion of these attributes is not applicable.

6.2.6.2.8 Type: AmfNon3GppAccessRegistrationModification

Thistype is derived from the type AmfNon3GppA ccessRegistration by deleting all attributes that are not subject to

modification by means of the HTTP PATCH method.
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Table 6.2.6.2.8-1: Definition of type AmfNon3GppAccessRegistrationModification

Attribute name

Data type

Cardinality

Description

guami

Guami

1

Guami of the AMF requesting the modification. If the
MCC, MNC, AMF Region ID and AMF Set ID within
the guami do not match the stored value, the
modification request shall be rejected.

purgeFlag

PurgeFlag

0.1

This flag indicates whether or not the AMF has
deregistered. It shall be included in the
Deregistration service operation with a value of
"TRUE".

pei

Pei

Permanent Equipment Identifier

imsVoPs

ImsVoPs

Oo|O

e
Pk

If present indicates per UE that support of "IMS
Voice over PS Sessions" has been modified to
supported or not supported”.

The value NON_HOMOGENEOUS_OR_UNKNOWN
is not applicable.

backupAmfinfo

array(BackupAmf
Info)

0..N

This IE shall be included if the NF service consumer
is an AMF and the AMF supports the AMF
management without UDSF for the Modification of
the BackupAmfinfo.

The UDM uses this attribute to do an NRF query in
order to invoke later services in a backup AMF, e.g.
Namf_EventExposure

Note: Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable:
true" in the OpenAPI file as deletion of these attributes is not applicable.
6.2.6.2.9 Type: PcscfRestorationNotification

Table 6.2.6.2.9-1: Definition of type PcscfRestorationNotification

Attribute name

Data type

P

Cardinality

Description

supi

Supi

M

1

A SUPI that is served by the failed P-CSCF

6.2.6.2.10

Type: NetworkNodeDiameterAddress

Table 6.2.6.2.10-1: Definition of type NetworkNodeDiameterAddress

Attribute name Data type P |Cardinality Description
name Diameterldentity M |1
realm Diameterldentity M |1
6.2.6.2.11 Type: EpslwkPgw

Table 6.2.6.2.11-1: Definition of type EpslwkPgw

Attribute name Data type P |Cardinality Description
pgwFqdn string M |1 The PGW FQDN of the "PGW-C+SMF"
smflnstanceld Nflnstanceld M |1 The SMF Instance Id of the "PGW-C+SMF"

6.2.6.2.12

Type: TriggerRequest

Table 6.2.6.2.12-1: Definition of type TriggerRequest

Attribute name

Data type

P |Cardinality

Description

supi

Supi

M |1

ETSI




3GPP TS 29.503 version 16.14.0 Release 16 202 ETSI TS 129 503 V16.14.0 (2023-01)

6.2.6.2.13 Type: AmfDereglnfo

Table 6.2.6.2.13-1: Definition of type AmfDereginfo

Attribute name Data type P |Cardinality Description
deregReason Deregistration | M |1 String; see clause 6.2.6.3.3
Reason
6.2.6.2.14 Type: EpsinterworkingInfo

Table 6.2.6.2.14-1: Definition of type Epsinterworkinglinfo

Attribute name Data type P |Cardinality Description
epsiwkPgws map(EpslwkPgw) O |0..N A map (list of key-value pairs where dnn serves
as key) of EpslwkPgws.
An empty map is used in
Amf3GppAccessRegistrationModification to
delete the epsinterworkinginfo.
6.2.6.2.15 Type: LocationInfo

Table 6.2.6.2.15-1: Definition of type LocationInfo

Attribute name Data type P |Cardinality Description
supi Supi O |0..1 Subscription Permanent Identifier (NOTE 1)
gpsi Gpsi O |0..1 Generic Public Subscription Identifier (NOTE 1)
registrationLocationInfo |array(RegistrationLo | M |1..2 Serving AMF, optional VGMLC and access
List cationinfo) type related informations used by (H)GMLC to

send Location Request (NOTE 2)

supportedFeatures SupportedFeatures O [0.1 supported features of the UDM
NOTE 1: One of both shall be included to identify the target UE.
NOTE 2: At least, one of 3GPP and Non-3GPP access types shall be included to describe the location related
information of the target UE for the access type.

6.2.6.2.16

Type: RegistrationLocationinfo

Table 6.2.6.2.16-1: Definition of type RegistrationLocationInfo

Attribute name Data type P |Cardinality Description

amflnstanceld Nflnstanceld M |1 The NF instance identity of the serving AMF.

guami Guami O |0..1 The GUAMI served by the serving AMF.

plmnid Pimnid Cc |0..1 Serving node PLMN identity is included if the
target UE is in roaming case for the serving
AMF. (NOTE)

vgmlcAddress VgmicAddress C |0.1 The address(es) of VGMLC. (NOTE)

accessTypeList array(AccessType) M (1.2 Access type(s) where the UE is registered

NOTE: The two IEs are only be included if the target UE is registered in VPLMN via the serving AMF.

6.2.6.2.17

Type: VgmicAddress

Table 6.2.6.2.17-1:

Definition of type VgmlcAddress

Attribute name Data type P |Cardinality Description
vgmicAddresslpv4 Ipv4Addr O [0.1 When present, indicates VGMLC IPv4 address.
vgmicAddresslpv6 Ipv6Addr O |0.1 When present, indicates VGMLC IPv6 address.
vgmicFgdn Fqgdn O |0,1 When present, indicates FQDN of the VGMLC

IPv6 address.
NOTE: At least, one of VGMLC addresses should be included.
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6.2.6.2.18 Type: PeiUpdatelnfo

Table 6.2.6.2.18-1: Definition of type AmfDereginfo

Attribute name Data type P |Cardinality Description
pei Pei M |1
6.2.6.2.19 Type: RegistrationDataSets

Table 6.2.6.2.19-1: Definition of type RegistrationDataSets

Attribute name Data type P |Cardinality Description

amf3Gpp Amf3GppAccessReg | O |1 AMF 3GPP Access Registration
istration

amfNon3Gpp AmfNon3GppAccess | O |1 AMF Non 3GPP Access Registration
Registration

smfRegistration SmfRegistrationinfo O |0.1 SMF Registration Information

smsf3Gpp SmsfRegistration O |0..1 SMSF 3GPP Access Registration

smsfNon3Gpp SmsfRegistration O |0.1 SMSF Non 3GPP Access Registration

6.2.6.2.20 Type: IpSmGwRegistration

Table 6.2.6.2.20-1: Definition of type IpSmGwRegistration

Attribute name Data type P |Cardinality Description

ipSmGwMapAddress E164Number C |0.1 International E.164 number of the IP-SM-GW; it
shall be present if the IP-SM-GW supports
MAP (see 3GPP TS 29.002 [21])

ipSmGwDiameterAddre |NetworkNodeDiamet | C [0..1 Diameter Identity of the IP-SM-GW,; it shall be

Ss erAddress present if the IP-SM-GW supports Diameter
(see 3GPP TS 29.328 [52])

unrilndicator boolean O |0.1 UE-Not-Reachable-for-IP (UNRI) flag as

defined in 3GPP TS 23.040 [53]. This IE
indicates whether the address list of MWD
contains one or more entries because an
attempt to deliver a short message to a UE via
an IP-SM-GW has failed with a cause of
Absent Subscriber:

- true: the MWD contains one or more list
elements due to an SMS delivery failure

- false, or absence of this attribute: the MWD
does not contain any list element

NOTE 1: At least one of the properties, ipSmGwMapAddress or ipSmGwDiameterAddress, shall be present.
NOTE 2: The unrilndicator attribute shall only be exposed over the Nudr SBI.

6.2.6.2.20A

Type: SmfRegistrationinfo

Table 6.2.6.2.20A-1: Definition of type SmfRegistrationinfo

Attribute name Data type |P |Cardinality Description
smfRegistrationList array(SmfReg |M |1..N List of SmfRegistration.
istration)

6.2.6.3

6.2.6.3.1

Introduction

Simple data types and enumerations

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.
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6.2.6.3.2 Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

Type Name Type Definition Description
PurgeFlag boolean This flag indicates whether or not the NF has deregistered.
E164Number string see ITU-T Recommendation E.164 [23]
pattern: 7[0-9}{1,15}$
DualRegistrationFla | boolean Dual Registration Flag
g
6.2.6.3.3 Enumeration: DeregistrationReason

The enumeration DeregistrationReason represents the reason for the Deregistration Notification. It shall comply with
the provisions defined in table 6.2.6.3.3- 1.

Table 6.2.6.3.3-1: Enumeration DeregistrationReason

Enumeration value Description
"UE_INITIAL_REGISTRATION" When sent by the HSS; indicates that the
deregistration towards the UDM is due to an
initial attach in EPS.

When sent by the UDM,; indicates that the
deregistration in the old AMF is due to a new
AMF serving the UE during an initial
registration

See 3GPP TS 23.502 [3] and

3GPP TS 23.632 [32].

"UE_REGISTRATION_AREA_ CHANGE" see 3GPP TS 23.502 [3]
"SUBSCRIPTION_WITHDRAWN" see 3GPP TS 23.502 [3]
"5GS_TO_EPS_MOBILITY" see 3GPP TS 23.502 [3] and

3GPP TS 23.632 [32].
"5GS_TO_EPS_MOBILITY_UE_INITIAL_REGISTRATION" | This value shall only be sent by the UDM. It
indicates that the deregistration in AMF is due
to an initial attach in EPS, See

3GPP TS 23.502 [3] and

3GPP TS 23.632 [32].

"REREGISTRATION REQUIRED" see 3GPP TS 23.502 [3]
"SMF_CONTEXT TRANSFERRED" see 3GPP TS 23.502 [3]
6.2.6.3.4 Enumeration: ImsVoPs

The enumeration |msV oPs represents information indicating homogeneity of IMS Voice over PS Sessions support for
the UE. It shall comply with the provisions defined in table 6.2.6.3.4-1.

Table 6.2.6.3.4-1: Enumeration ImsVoPs

Enumeration value Description
"HOMOGENEOUS_SUPPORT" "IMS Voice over PS Sessions" is homogeneously supported in
all TAs in the serving AMF.
"HOMOGENEOUS_NON_SUPPORT" "IMS Voice over PS Sessions" is homogeneously not

supported in all TAs in the serving AMF.
"NON_HOMOGENEOUS_OR_UNKNOWN" | "IMS Voice over PS Sessions" is hot homogeneously
supported in all TAs in the serving AMF, or its support is
unknown.
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6.2.6.3.5 Enumeration: RegistrationReason

The enumeration RegistrationCause represents the reason for the NF Registration. It shall comply with the provisions
defined in table 6.2.6.3.5-1.

Table 6.2.6.3.5-1: Enumeration RegistrationReason

Enumeration value Description
"SMF_CONTEXT_TRANSFERRED" SMF transferred
6.2.6.3.6 Enumeration: RegistrationDataSetName

Table 6.2.6.3.6-1: Enumeration RegistrationDataSetName

Enumeration value Description
"AMF_3GPP" AMF 3GPP Access Registration
"AMF NON 3GPP" AMF Non 3GPP Access Registration
"SMF_PDU_SESSIONS" SMF PDU Session Registration
"SMSF_3GPP" SMSF 3GPP Access Registration
"SMSF NON 3GPP" SMSF Non 3GPP Access Registration

Note: The current naming conventions for Enumerations (uppercase with underscore), when their intended
usage is for query parameters is not consistent with the naming conventions for URI components
(lowercase with hyphen).

6.2.7 Error Handling

6.2.7.1 General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].

The Cause codes mapping performed by AMF between the following HT TP responses returned by the UDM servicesto
the AMF and the 5GMM related valuesis specified in clause 4.4.2 of 3GPP TS 29.524 [44].

6.2.7.2 Protocol Errors

Protocol errors handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].

6.2.7.3 Application Errors

The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the
Nudm_UEContextM anagement service. The following application errors listed in Table 6.2.7.3-1 are specific for the
Nudm_UEContextM anagement service.
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Table 6.2.7.3-1: Application errors

Application Error HTTP status Description
code

NF_CONSUMER_REDIRECT_ONE_TXN 307 The request has been asked to be redirected
Temporary to a specified target for one transaction.
Redirect

CONTEXT_NOT_FOUND 308 The request has been asked to be redirected
Permanent to a specified target.
Redirect

UNKNOWN_5GS_SUBSCRIPTION

403 Forbidden

No 5GS subscription is associated with the
user.

NO_PS_SUBSCRIPTION

403 Forbidden

No PS (5GS, EPS, GPRS) subscription is
associated with the user.

ROAMING_NOT_ALLOWED

403 Forbidden

The subscriber is not allowed to roam within
that PLMN

USER_NOT_FOUND

404 Not Found

The user does not exist in the HPLMN

CONTEXT_NOT_FOUND

404 Not Found

It is used when no corresponding context
exists.

ACCESS_NOT _ALLOWED

403 Forbidden

Access type not allowed for the user.

RAT NOT _ALLOWED

403 Forbidden

RAT is not allowed for the user

DNN_NOT_ALLOWED

403 Forbidden

DNN not authorized for the user

REAUTHENTICATION_REQUIRED

403 Forbidden

Due to operator policies the user needs to be
re-authenticated, e.g. last valid authentication
is considered obsolete

INVALID_GUAMI

403 Forbidden

The AMF is not allowed to modify the
registration information stored in the UDM, as
it is not the registered AMF.

SERVICE_NOT_PROVISIONED

403 Forbidden

The request is related to a service that is not
provisioned for the user in the 5GS
subscription data (e.g. SMS teleservice not
provisioned).

SERVICE_NOT_ALLOWED

403 Forbidden

The request is related to a service that is not
allowed for the user in the 5GS subscription
data (e.g. SMS is barred).

TEMPORARY_REJECT_REGISTRATION_ONGOING

409 Conflict

The request cannot be processed due to an
ongoing registration procedure.

Unprocessable
Entity

TEMPORARY_REJECT_HANDOVER_ONGOING 409 Conflict  |The request cannot be processed due to an
ongoing N2 handover procedure.
UNPROCESSABLE_REQUEST 422 The request cannot be processed due to

semantic errors when trying to process a
patch method

6.2.8 Feature Negotiation

The optional featuresin table 6.2.8-1 are defined for the Nudm_UECM API. They shall be negotiated using the
extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].

Table 6.2.8-1: Supported Features

Feature number Feature Name

Description

1 SharedData

When receiving a Nudm_UECM_Registration service operation
request for a UE that shares subscription data with other UEs, and the
request does not indicate support of this feature by the service
consumer, the UDM may — based on operator policy — decide to reject
the registration.

PatchReport

If some of the modifications included in the PATCH request are not
successfully implemented, the UDM reports the result of PATCH
request execution to the consumer. See clause 5.2.7.2 of

3GPP TS 29.500 [4].
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6.2.9 Security

Asindicated in 3GPP TS 33.501 [6] and 3GPP TS 29.500 [4], the access to the Nudm_UECM API may be authorized
by means of the OAuth2 protocol (see IETF RFC 6749 [18]), based on local configuration, using the "Client
Credentials’ authorization grant, where the NRF (see 3GPP TS 29.510 [19]) plays the role of the authorization server.

If OAuth2 isused, an NF Service Consumer, prior to consuming services offered by the Nudm_UECM API, shall
obtain a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPPTS29.510[19], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF Service Consumer used for discovering the Nudm_UECM service.

The Nudm_UECM API defines a single scope "nudm-uecm” for OAuth2 authorization (as specified in
3GPP TS 33.501 [6]) for the entire API, and it does not define any additional scopes at resource or operation level.

6.3 Nudm_UEAuthentication Service API

6.3.1 API URI
URIs of this API shall have the following root:
{apiRoot} /{ apiName} /<apiV ersion>/

The request URI used in HTTP request from the NF service consumer towards the NF service producer shall have the
structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "nudm-ueau".

The <apiVersion> shall be "v1".
The <api SpecificResourceUriPart> shall be set as described in clause 6.3.3.

6.3.2 Usage of HTTP

6.3.2.1 General
HTTP/2, asdefined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Nudm_UEAU service shall comply with the OpenAPI [14] specification contained
in Annex A4.

6.3.2.2 HTTP standard headers

6.3.2.2.1 General
The usage of HT TP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.3.2.2.2 Content type

The following content types shall be supported:
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JSON, as defined in IETF RFC 8259 [15], signalled by the content type "application/json".
The Problem Details JISON Object (IETF RFC 7807 [16] signalled by the content type " application/problem+json™

6.3.2.3 HTTP custom headers

6.3.2.3.1 General

The usage of HT TP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
6.3.3 Resources

6.3.3.1 Overview

Figure 6.3.3.1-1 describes the resources supported by the Nudm_UEAU API.

/{apiRoot}/nudm-ueau/vl

— /{supiOrSuci}

—[/security-information ]

—_——— — — — Y —— ——

—{/security-information-rg }

—[/auth-events ]
—[/{authEventld} }
—  /{supi}

L

/hss-security-information

KhssAuthType} }

Figure 6.3.3.1-1: Resource URI structure of the nudm_ueau API

Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.

ETSI



3GPP TS 29.503 version 16.14.0 Release 16

209

ETSI TS 129 503 V16.14.0 (2023-01)

Table 6.3.3.1-1: Resources and methods overview

av

HTTP
method
Re(icr)grr](:teyr;aer;e Resource URI cusotrom Description
operation
Securitylnformation /{supiOrSuci}/security- generate- |If the variable {supiOrSuci} takes
(Custom operation) information/generate-auth-data auth-data |the value of a SUCI, the UDM
(POST) calculates the corresponding SUPI.

The UDM calculates a fresh
authentication vector based on the
received information and the stored
security information for the SUPI if
5G-AKA or EAP-AKA' is selected.
Otherwise, UDM provides
corresponding authentication
information.

SecuritylnformationForRg HsupiOrSuci}/security-information-rg |GET If the variable {supiOrSuci} takes
the value of a SUCI, the UDM
calculates the corresponding SUPI.
The UDM decides, based on the
received information and the stored
authentication profile of the SUPI,
that authentication by the home
network is not required for the FN-
RG.

AuthEvents [{supij/auth-events POST Create an Authentication Event

(Collection)

Individual AuthEvent /{supi}/auth-events/{authEventid} PUT Update an Authentication Event

(Document)

[{supiy/hss-security- generate- |The UDM generates the
HssSecuritylnformation information/{hssAuthType}/generate- av authentication vector(s) of the
(Custom operation) (POST) requested type based on stored

security information for the SUPI.

6.3.3.2

6.3.3.2.1

Description

Resource: Securitylnformation (Custom operation)

This resource represents the information that is needed together with the serving network name and the access type to
calculate a fresh authentication vector. See 3GPP TS 33.501 [6].

6.3.3.2.2

Resource Definition

Resource URI: {apiRoot} /nudm-ueau/v1/{ supi OrSuci} /security-information

This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.
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Table 6.3.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supiOrSuci [string Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2), or

Subscription Concealed Identifier (see 3GPP TS 23.003 [8]).

Pattern: See pattern of type SupiOrSuci in 3GPP TS 29.571 [7]

(See NOTE 1, NOTE 2).

NOTE 1: The format for SUCI, when the corresponding SUPI is NAl-based, contains a realm that may include a
"minus" character ("-"), which is also used as field separator. Given that the NAI and its realm shall conform
to IETF RFC 7542 [29], the regular expression defined here allows for non-ambiguous matching of the
different fields of the SUCI, even when the realm contains the "minus" character.

NOTE 2: When the SUCI corresponds to a SUPI of type IMSI, and the Null protection scheme is used, the MSIN of
the IMSI (which is formatted by the UE and sent over the NAS protocol as Binary Coded Decimal, BCD)
shall be formatted in the SUCI as an UTF-8 string containing all decimal digits of the MSIN; see Annex C for
SUCI encoding examples.

6.3.3.2.3 Resource Standard Methods

No Standard M ethods are supported for this resource.
6.3.3.2.4 Resource Custom Operations

6.3.3.2.4.1 Overview

Table 6.3.3.2.4.1-1: Custom operations

Operation Name Mapped HTTP

method
generate-auth-data /generate-auth-data POST Select the authentication method
and calculate a fresh AV if 5G-AKA
or EAP-AKA' is selected or provides
corresponding authentication
information.

Custom operation URI Description

6.3.3.2.4.2 Operation: generate-auth-data

6.3.3.24.2.1 Description

This custom operation is used by the NF service consumer (AUSF) to request authentication information data for the
SUPI/SUCI from the UDM. If SUCI is provided, the UDM calculates the SUPI from the SUCI (see

3GPP TS 33.501 [6]). The UDM calculates an authentication vector taking into account the information received from
the NF service consumer (AUSF) and the current representation of thisresource if 5G AKA or EAP-AKA' is selected.
For details see 3GPP TS 33.501 [6].

6.3.3.2.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure
and response codes specified in table 6.3.3.2.4.2.2-2.

Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
Authenticationinfo | M |1 Contains the serving network name and Resynchronization Information
Request
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Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality |Response Description
codes
Authenticationinf | M |1 200 OK Upon success, a response body containing the selected
oResult authentication method and an authentication vector if 5G
AKA or EAP-AKA' has been selected shall be returned
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- AUTHENTICATION_REJECTED
- INVALID_HN_PUBLIC_KEY_IDENTIFIER
- INVALID_SCHEME_OUTPUT
ProblemDetails O |0..1 501 Not The "cause" attribute may be used to indicate one of the
Implemente [following application errors:
d - UNSUPPORTED_PROTECTION_SCHEME
This response shall not be cached.
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.3.3.3 Resource: AuthEvents (Collection)
6.3.3.3.1 Description

This resource represents the collection of UE authentication events.

6.3.3.3.2

Resource Definition

Resource URI: { apiRoot} /nudm-ueau/v1/{ supi} /auth-events

This resource shall support the resource URI variables defined in table 6.3.3.3.2- 1.

Table 6.3.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.3.3.3.3 Resource Standard Methods
6.3.3.3.3.1 POST

This method shall support the URI query parameters specified in table 6.3.3.3.3.1-1.

Table 6.3.3.3.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type

P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.3.3.3.3.1-2 and the response data structures and
response codes specified in table 6.3.3.3.3.1-3.

Table 6.3.3.3.3.1-2: Data structures supported by the POST Request Body on this resource

Data type

P

Cardinality Description

AuthEvent

M

1 The UE Authentication Event
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Table 6.3.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
AuthEvent O |0.1 201 Upon success, a response body containing a representation of
Created the created Authentication Event may be returned.

The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.3.3.3.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-ueau/v1/{supi}/auth-
events/{authEventld}

6.3.3.4 Resource: SecuritylnformationForRg

6.3.3.4.1 Description

This resource represents the security information of FN-RG, see 3GPP TS 33.501 [6].

6.3.3.4.2 Resource Definition
Resource URI: {apiRoot} /nudm-ueau/v1/{ supi OrSuci} /security-information-rg

This resource shall support the resource URI variables defined in table 6.3.3.4.2-1.

Table 6.3.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supiOrSuci [string Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2),

or Subscription Concealed Identifier (see 3GPP TS 23.003 [8]).

Pattern: "A(suci-(0-[0-9}{3}-[0-91{2,3}{[1-7]-.+)-[0-9]{1,4}-(0-0-.+|[a-fA-F 1-9]-([1-9]|[1-9][O-
9]11[0-9]{2}2[0-4][0-9]|25[0-5])-[a-fA-FO-9]+)|.+)$"

(See NOTE 1, NOTE 2).

NOTE 1: The format for SUCI, when the corresponding SUPI is NAl-based, contains a realm that may include a
"minus" character ("-"), which is also used as field separator. Given that the NAI and its realm shall conform
to IETF RFC 7542 [29], the regular expression defined here allows for non-ambiguous matching of the
different fields of the SUCI, even when the realm contains the "minus" character.

NOTE 2: When the SUCI corresponds to a SUPI of type IMSI, and the Null protection scheme is used, the MSIN of
the IMSI (which is formatted by the UE and sent over the NAS protocol as Binary Coded Decimal, BCD)
shall be formatted in the SUCI as an UTF-8 string containing all decimal digits of the MSIN; see Annex C for
SUCI encoding examples.

6.3.3.4.3 Resource Standard Methods

6.3.3.4.3.1 GET
This method shall support the URI query parameters specified in table 6.3.3.4.3.1-1.
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Name Data type P | Cardinality Description
authenticated-ind g\uthentlcatedln M Indicates whether authenticated by the W-AGF or not:
supported- SupportedFeat | O |0..1
features ures see 3GPP TS 29.500 [4] clause 6.6
plmn-id Pimnlid O |0..1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, UDM shall return the authentication data of FN-RG in the PLMN identified by "plmn-id".
If "plmn-id" is not included, UDM shall return the authentication data of FN-RG for HPLMN.

This method shall support the request data structures specified in table 6.3.3.4.3.1-2 and the response data structures and
response codes specified in table 6.3.3.4.3.1-3.

Table 6.3.3.4.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.3.3.4.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
RgAuthCtx M |1 200 OK Upon success, a response body containing the authentication
indication.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate the following
Found application error:
- USER_NOT_FOUND
ProblemDetails O (0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- AUTHENTICATION_REJECTED
- INVALID_SCHEME_OUTPUT
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.3.3.5 Resource: HssSecuritylnformation (Custom operation)

6.3.3.5.1 Description

This resource represents the information that is needed together with the serving network id and requested
authentication method to cal culate authentication vector(s) for PS/EPS or IMS domain. See 3GPP TS 23.632 [32].

6.3.3.5.2 Resource Definition
Resource URI: { api Root} /nudm-ueau/v1/{ supi}/hss-security-information/{ hssAuthType}
This resource shall support the resource URI variables defined in table 6.3.3.5.2-1.

Table 6.3.3.5.2-1: Resource 