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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their useis avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.
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1 Scope

The present document specifies the Packet Forwarding Control Protocol (PFCP) used on the interface between the
control plane and the user plane function.

PFCP shall be used over:
-the Sxa, Sxb, Sxc and the combined Sxa/Sxb reference points specified in 3GPP TS 23.214 [2].

- the Sxa' and Sxb' reference points specified in 3GPP TS 33.107 [20]. In the rest of this specification, no difference
is made between Sxa and Sxa, or between Sxb and Sxb'. The Sxa and Sxb' reference points reuse the protocol
specified for the Sxa and Sxb reference points, but comply in addition with the security requirements specified in
clause 8 of 3GPP 33.107 [20].

the N4 interface specified in 3GPP TS 23.501 [28] and 3GPP TS 23.502 [29].
In this specification the term CP function applies to control plane nodes such as SGW-C, PGW-C, TDF-C and SMF.
In this specification the term UP function applies to control plane nodes such as SGW-U, PGW-U, TDF-U and UPF.

The prefix PFCP in message and procedure names is used to indicate that messages and procedures are common and
used on Sx and N4 reference point. A PFCP session refers to both Sx and/or N4 sessions. PFCP association are
describing procedures to establish associations between EPC nodes (SGW-C/PGW-C/TDF-C and SGW-U/PGW-
U/TDF-U) and also between 5G nodes (SMF and UPF).

In the related stage 2 specifications the prefix Sx and N4 is used for these common procedures realised by PFCP
Clauses or paragraphs that only apply to EPC or 5GC are indicated by the label "for EPC" or "for 5GC".

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.214: " Architecture enhancements for control and user plane separation of EPC nodes;
Stage 2".

[3] 3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane
(GTPV1-U)".

[4] IETF RFC 768: "User Datagram Protocol".

[5] IETF RFC 791: "Internet Protocol”.

[6] IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".

[7] 3GPP TS 23.203: "Policy and charging control architecture; Stage 2".

[8] 3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points’.

[9] ?GPP T)S 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS

GTPv2)".
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[10]

[11]

[12]
[13]

[14]

[15]
[16]
[17]

[18]

[19]
[20]
[21]
[22]

[23]
[24]
[25]
[26]
[27]
[28]
[29]
[30]
[31]
[32]

[33]
[34]
[35]

[36]

[37]
[38]

3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1
Application Protocol (S1AP)".

3GPP TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS)
parameter mapping”.

IETF RFC 5905: "Network Time Protocol Version 4: Protocol and Algorithms Specification”.

IETF RFC 2474: "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6
Headers".

3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

3GPP TS 22.153: "Multimedia Priority Service".
IETF RFC 4006: "Diameter Credit Control Application™.

3GPP TS 32.251: " Telecommunication management; Charging management; Packet Switched
(PS) domain charging"”.

3GPP TS 32.299: "Telecommunication management; Charging management; Diameter charging
application"”.

3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
3GPP TS 33.107: "3G security; Lawful interception architecture and functions'.
3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity".

IETF RFC 2474, "Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6
Headers".

IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
3GPP TS 23.007: "Restoration procedures’.

3GPP TS 29.303: "Domain Name System Procedures; Stage 3"

IETF RFC 5905: "Network Time Protocol Version 4: Protocol and Algorithms Specification”.
IETF RFC 1035: "Domain Names - Implementation and Specification".

3GPP TS 23.501:" System Architecture for the 5G System”

3GPP TS 23.502:"Procedures for the 5G System”

|EEE 802.1Q: "Virtual Bridged Local Area Networks'

|EEE 802.3: "|EEE Standard for Ethernet"

IETF RFC 826: "An Ethernet Address Resolution Protocol or Converting Network Protocol
Addresses'.

IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)". .
3GPP TS 38.415: "NG-RAN; PDU Session User Plane Protocol”.

3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace
control and configuration management".

IETF RFC 4282: "The Network Access |dentifier".
IETF RFC 2865: "Remote Authentication Dial In User Service (RADIUS)".
IETF RFC 3162: "RADIUS and |Pv6".
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[39] 3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting
packet based services and Packet Data Networks (PDN)".

[40] 3GPP TS 23.527: "5G System; Restoration procedures’.

[41] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[42] 3GPP TS 38.300: "NR; NR and NG-RAN Overall Description; Stage 2.

[43] 3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

[44] 3GPP TS 23.503:"Policy and Charging Control Framework for the 5G System".

[45] 3GPP TS 32.255: "Telecommunication management; Charging management; 5G data connectivity
domain charging; Stage 2".

[46] 3GPP TS 29.512: " Session Management Policy Control Service, Stage 3".

[47] 3GPP TS 33.127: "Security; Lawful Interception (LI) architecture and functions".

[48] 3GPP TS 23.003: "Numbering, addressing and identification".

[49] 3GPP TS 29.561: "5G System; Interworking between 5G Network and external Data Networks;
Stage 3".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

Match Field: afield of the Packet Detection Information of a Packet Detection Rule against which a packet is
attempted to be matched.

Matching: comparing the set of header fields of a packet to the match fields of the Packet Detection Information of a
Packet Detection Rule.

CP function: A node with a Control Plane function (see 3GPP TS 23.214[2]) supporting one or more PFCP entities. A
Control Plane function, i.e. a Control Plane Node, is identified by the Node ID, that is set to either an FQDN or an IP
address.

UP function: A node with a User Plane function (see 3GPP TS 23.214[2]) supporting one or more PFCP entities. A
User Plane function, i.e. a User Plane Node, isidentified by the Node ID, that is set to either a FQDN or an | P address.

PFCP Entity: An endpoint in a CP (or UP) function supporting PFCP, that isidentified by the IP address. The IP
address of a PFCP entity may or may not be the IP address included in the Node ID.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905[1].

ADC Application Detection and Control
BAR Buffering Action Rule

CP Control Plane

DDoS Distributed Denial of Service

DEI Drop Eligible Indicator

DSCP Differentiated Services Code Point
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FAR Forwarding Action Rule
F-SEID Fully Qualified SEID
F-TEID Fully Qualified TEID
IP Internet Protocol
IPv4 Internet Protocol version 4
IPv6 Internet Protocol version 6
LMISF LI Mirror IMS State Function
NR New Radio
PCC Policy and Charging Control
PCP Priority Code Point
PCEF Policy and Charging Enforcement Function
PCRF Policy and Charging Rule Function
PDI Packet Detection Information
PDR Packet Detection Rule
PFCP Packet Forwarding Control Protocol
PFD Packet Flow Description
PGW PDN Gateway
PGW-C PDN Gateway Control plane function
PGW-U PDN Gateway User plane function
QER QoS Enforcement Rule
S8HR S8 Home Routed
SDF Service Data Flow
SEID Session Endpoint Identifier
SGW Serving Gateway
SGW-C Serving Gateway Control plane function
SGW-U Serving Gateway User plane function
SX3LIF Split X3 LI Interworking Function
TDF Traffic Detection Function
TDF-C Traffic Detection Function Control plane function
TDF-U Traffic Detection Function User plane function
ToS Type of Service
TSSF Traffic Steering Support Function
UDP User Datagram Protocol
uUP User Plane
URR Usage Reporting Rule
VID VLAN Identifier

4 Protocol Stack

4.1 Introduction

The protocol stack for the control plane over the Sxa, Sxb, Sxc and combined Sxa/Sxb reference points shall be as
depicted in Figure 4.1-1. Clauses 4.2 and 4.3 further specify the related UDP and | P reguirements.
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PFCP

ubP

PFCP

UbDP

L2

L1

L2

CP function

Sx and N4 reference point

L1

UP function

Figure 4.1-1: Control Plane stack over Sxa, Sxb, Sxc and combined Sxa/Sxb and N4

The protocol stack for the user plane over the Sxa, Sxb and N4reference points (see clause 5.3) shall be asdepicted in
Figure 4.1-2. 3GPP TS 29.281 [3] further specifiesthe related GTP-U, UDP and IP requirements. Both IPv4 and | Pv6

shall be supported.

GTP-U

UDP

GTP-U

IP

UDP

L2

P

L1

L2

CP function

L1

Sx and N4 reference point

UP function

Figure 4.1-2: User Plane stack over Sxa, Sxb, combined Sxa/Sxb and N4

4.2 UDP Header and Port Numbers

4.2.1

General

A User Datagram Protocol (UDP) compliant with IETF RFC 768 [4] shall be used.

ETSI




3GPP TS 29.244 version 15.10.0 Release 15 18 ETSI TS 129 244 V15.10.0 (2020-11)

4.2.2 Request Message
The UDP Destination Port number for a Request message shall be 8805. It isthe registered port number for PFCP.
The UDP Source Port for a Request message is alocally allocated port number at the sending entity.

NOTE: Thelocally allocated source port number can be reused for multiple Request messages.

4.2.3 Response Message

The UDP Destination Port value of a Response message shall be the value of the UDP Source Port of the corresponding
Request message.

The UDP Source Port of a Response message shall be the value from the UDP Destination Port of the corresponding
message.

4.3 IP Header and IP Addresses

4.3.1 General

Inthisclause, "IP" refers either to IPv4 as defined by IETF RFC 791 [5] or 1Pv6 as defined by IETF RFC 2460 [6]. A
PFCP entity shall support both 1Pv4 and IPv6.

4.3.2 Request Message

The IP Destination Address of a Request message shall be an | P address of the peer entity.

During the establishment of an PFCP Session, the CP and the UP functions select and communicate to each other the IP
Destination Address at which they expect to receive subsequent Request messages rel ated to that PFCP Session. The CP
and the UP functions may change this IP address subsegquently during an PFCP Session Modification procedure.

The IP Source Address of a Reguest message shall be an IP address of the sending entity.

4.3.3 Response Message

The IP Destination Address of a Response message shall be copied from the | P Source Address of the corresponding
Request message.

The IP Source Address of a Response message shall be copied from the I P destination address of the corresponding
Request message.

4.4 Layer 2

Typicaly Ethernet should be used as a Layer 2 protocol, but operators may use any other technology.

4.5 Layer 1

Operators may use any appropriate Layer 1 technology.
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5 General description

5.1 Introduction

The architecture reference model with Control and User Plane Separation of EPC nodes is described in clause 4.2 of
3GPPTS23.214[2].

The architecture reference model with SMF and UPF of 5GC nodes is described in clause 4.2 of 3GPP TS 23.501 [28].

This clause specifies the high level principles of the PFCP protocol and describe how 3GPP functionalities are realised
on the Sxa, Sxb, Sxc and N4 reference points, e.g. Packet Forwarding, Policy and Charging Control, Lawful
Interception.

5.2 Packet Forwarding Model

521 General

The packet forwarding scenarios supported over the Sxa, Sxb and Sxc reference points are specified in
3GPPTS23.214[2].

The packet forwarding scenarios supported over the N4 reference point are specified in 3GPP TS 23.501 [28] and
3GPPTS23.502[29].

The CP function controls the packet processing in the UP function by establishing, modifying or deleting PFCP Session
contexts and by provisioning (i.e. adding, modifying or deleting) PDRs, FARs, QERSs, URRs and/or BAR per PFCP
session context, whereby an PFCP session context may correspond:

- for EPC, to anindividual PDN connection, a TDF session, or a standalone session not tied to any PDN
connection or TDF session used e.g. for forwarding Radius, Diameter or DHCP signalling between the PGW-C
and the PDN.

- for 5GC, to an individual PDU session or a standalone PFCP session not tied to any PDU session.

Each PDR shall contain a PDI, i.e. one or more match fields against which incoming packets are matched, and may be
associated to the following rules providing the set of instructions to apply to packets matching the PDI:

- one FAR, which containsinstructions related to the processing of the packets as follows:

- an Apply Action parameter, which indicates whether the UP function shall forward, duplicate, drop or buffer
the packet with or without notifying the CP function about the arrival of a DL packet;

- forwarding, buffering and/or duplicating parameters, which the UP function shall useif the Apply Action
parameter requests the packets to be forwarded, buffered or duplicated respectively. These parameters may
remain configured in the FAR regardless of the Apply Action parameter value, to minimize the changes to
the FAR during the transitions of the UE between the idle and connected modes. The buffering parameters,
when present, shall be provisioned in a BAR created at the PFCP session level and referenced by the FAR.

NOTE 1: Buffering refers here to the buffering of the packet in the UP function. The UP function is instructed to
forward DL packets to the CP function when applying buffering in the CP function. See clause 5.3.1.

- zero, one or more QERSs, which contains instructions related to the QoS enforcement of the traffic;
- zero, one or more URRs, which contains instructions related to traffic measurement and reporting.
A FAR, aQER and a URR shall only be associated to one or multiple PDRs of the same PFCP session context.

The QoS Enforcement Rule Correlation ID shall be assigned by the CP function to correlate QERs from multiple PFCP
session contexts. For instance, the enforcement of APN-AMBR in the PGW-U shall be achieved by setting the same
QoS Enforcement Rule Correlation ID to the QERs from different PFCP sessions associated with al the PDRs
corresponding to the non-GBR bearers of all the UE's PDN connections to the same APN. The QERs that are associated
to the same QoS Enforcement Rule Correlation ID in multiple PFCP sessions shall be provisioned, with the same QER
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contents, in each of these PFCP sessions. The QoS Enforcement Rule Correlation ID shall be only used to enforce the
APN-AMBR when the UE isin EPC, it may be provided by the CP function over N4 to the UP function for a PDU
session may move to EPC in alater stage.

The following principles shall apply for the provisioning of PDRs in the UP function:

- The CP function shall not provision more than one PDR with the same match fieldsin the PDI (i.e. with the
same set of match fields and with the same value). The CP function may provision PDRs with the same value for
asubset of the match fields of the PDI but not all;

- different PDRs of a same PFCP session may overlap, e.g. the CP function may provision two PDRs which differ
by having one match field set to a specific value in one PDR and the same match field not included in the other
PDR (thus matching any possible value);

- different PDRs of different PFCP sessions shall not overlap, i.e. there shall be at least one PDR in each PFCP
session which differs by at least one different (and not wildcarded) match field in their PDI, such that any
incoming user plane packet may only match PDRs of a single PFCP session;

NOTE 2: Itisallowed for instance to provision in a PGW-U a same uplink PDR, matching any uplink traffic
towards a particular application server's | P address, in two different PFCP sessions of two different UES,
aslong as each PFCP session is aso provisioned with another uplink PDR set with the respective UE IP
address and/or uplink F-TEIDu, which alows the PGW-U to identify the PFCP session to which the
packet corresponds.

- Asan exception to the previous principle, the CP function may provision a PDR with all match fields wildcarded
(i.e. al match fields omitted in the PDI) in a separate PFCP session, to control how the UP function shall process
packets unmatched by any PDRs of any other PFCP session. The CP function may provision the UP function to
send these packets to the CP function or to drop them. The UP function shall grant the lowest precedence to this
PDR.

On receipt of a user plane packet, the UP function shall perform alookup of the provisioned PDRs and:
- identify first the PFCP session to which the packet corresponds; and

- find the first PDR matching the incoming packet, among all the PDRs provisioned for this PFCP session, starting
with the PDRs with the highest precedence and continuing then with PDRsin decreasing order of precedence.
Only the highest precedence PDR matching the packet shall be selected, i.e. the UP function shall stop the PDRs
lookup once a matching PDR is found.

A packet matches a PDR if al the match fields which are identified with different |E type in the PDI of the PDR are
matching the corresponding packet header fields unless specified otherwise. If a match field is not included in the PDI,
it shall be considered as matching all possible valuesin the header field of the packet. If the match field is present and
does not include a mask, the match field shall be considered as matching the corresponding header field of the packet if
it has the same value. If the match field is present and includes a mask (e.g. | P address with a prefix mask), the match
field shall be considered as matching the corresponding header field of the packet if it has the same value for the bits
which are set in the mask. If amatch field has multiple instances, i.e. there are several 1Es with the same | E type, a
packet matches this match field if any instance is matching the corresponding packet header field.

The match fields of the PDI shall correspond to outer and/or inner packet header fields, e.g. uplink bearer binding
verification in the PGW-U may be achieved by configuring a PDR with the PDI containing the local GTP-U F-TEID
(for outer 1P packet matching) and the SDF filters of the data flows mapped to the bearer (for inner 1P packet matching).

NOTE 3: A DL PDR can be provisioned with a UE | P address together with a Framed-Route or a Framed-1Pv6-
Rotue either in the PDI |E or in the Create Traffic Endpoint |E; in such case, the PDR is matched if the
packet matches either the UE | P address or the Framed-Route (Framed-I Pv6-Route).

The UP function should drop packets unmatched by any PDRs.

The packet processing flow in the UP function isillustrated in Figure 5.2.1-1.
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Figure 5.2.1-1: Packet processing flow in the UP function

At the deletion of an PFCP session, the UP function shall delete the PFCP session context and all the associated non-
preconfigured rules.

NOTE 3: Deleting a QER in one PFCP session does not result in deleting another QER in another PFCP session
even when these two QERs have the same QER ID and/or are associated with the same QER Correlation
ID.

A UP Function controlled by multiple CP functions shall handle Rule IDs from the different CP functions
independently from each other.

Rule ID used for PDR, FAR, BAR, QER or URR is uniquely identifying arule of the corresponding rule type within a
session.

5.2.1A Packet Detection Rule Handling

5.2.1A.1 General
When provisioning a PDR in the UP function, the CP function shall provide the PDI with the following information:
- the source interface of the incoming packets;

- acombination of the parameters, that incoming packets are requested to match, among: Local F-TEID, Network
Instance, UE |P address, SDF Filter(s) and/or Application ID. For 5GC, the PDI may additionally contain one or
more QFI(s) to detect traffic pertaining to specific QoS flow(s), Ethernet Packet Filter(s) and/or Ethernet PDU
Session Information (see clause 5.13.1).

The requirements for provisioning an SDF filter in the PDI are specified in clauses 5.2.1A.2A and 5.2.1A.3.

The CP function may provision the parameters, that incoming packets are requested to match, in the UP function by:

providing the parametersindividually in each PDI of the PFCP session; or

- optionaly, if the PDI Optimization feature is supported by the UP function, by providing the parameters which
may be common to multiple PDIs of a same PFCP session in a Traffic Endpoint |E and by referencing this
Traffic Endpoint in the PDI(s) of the PFCP session. See clause 5.2.1A.2. A Traffic Endpoint may include a Local
F-TEID, Network Instance, UE | P address and/or Ethernet PDU Session Information (see clause 5.13.1).

NOTE: A Traffic Endpoint can correspond to a GTP-u endpoint, an SGi or an N6 endpoint.

5.2.1A.2 PDI Optimization

PDI Optimization is an optional feature which may be supported by the CP and UP Functions. This feature allows the
CP function to optimize the signaling towards the UP function by creating the information that are common to multiple
PDRs as a Traffic Endpoint with a Traffic Endpoint ID and then referring to this common information from multiple
PDRs. The Traffic Endpoint ID shall be unique within an PFCP session. When a PDI refersto a Traffic Endpoint, the
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parameters that are in the Traffic Endpoint shall not be once again provided in the PDI. The CP function may update the
Traffic Endpoint at any time.

If aTraffic Endpoint is updated, all the PDRs that refer to this Traffic Endpoint in the UP function shall use the updated
information.

If F-TEID allocation is performed in the UP function, the UP function shall allocate and store the F-TEID associated to
the Traffic Endpoint. When the UP function provides the allocated F-TEID to the CP function in the PFCP Session
Establishment response or PFCP Session Modification response message, the CP function shall update the Traffic
Endpoint information stored in the CP function with the received F-TEID.

The CP function should use a Traffic Endpoint ID created in a different PFCP message only after getting the
confirmation from the UP function of the Traffic Endpoint ID creation.

If the CP function deletes a Traffic Endpoint, the UP Function shall delete all the PDRs that refer to this Traffic
Endpoint.

NOTE 1: The requirements specified in clause 5.2.2.3.1 for reporting usage reports to the CP function also apply if
the deletion of the Traffic Endpoint resultsin deleting the last PDR associated to a URR.

NOTEZ2: For EPC, the Remove Traffic Endpoint | E can be used to delete a bearer for which multiple PDRs exist
(with the same Traffic Endpoint 1D).
5.2.1A.2A  Provisioning of SDF filters
When provisioning an SDF Filter in a PDI, the CP function shall:

- copy the Flow Description if it is received from the PCRF (or PCF), in the corresponding PDI of aPDR
regardless of whether the PDR is for matching uplink or downlink traffic;

NOTE 1 The Flow Description received from the PCRF (or PCF) is set assuming downlink flows only, see clause
5.4.2 of 3GPP TS 29.212 [8]. The CP function uses the Flow-Direction AV P received from the PCRF (or
PCF) to determine the actual direction and thus the source interface of the packet flows described in the
Flow Description.

- for traffic from CP-function or SGi-LAN:

- If thetraffic isintended to be forwarded to the UE, the CP function shall provision the Flow Description with
IPFilterRule "source" parameters set to correspond to the CP function or SGi-LAN and the |PFilterRule
"destination” parameters correspond to the UE;

- If thetraffic isintended to be forwarded to the PDN, the CP function shall provision the Flow Description
with IPFilterRule "source" parameters set to correspond to the CP function or SGi-LAN and the IPFilterRule
"destination” parameters correspond to the PDN.

The UP function shall apply the SDF filter based on the Source Interface of the PDR as follows (see also clause 8.2.5):

- when the Source Interface is CORE, this indicates that the filter is for downlink data flow, so the UP function
shall apply the Flow Description asis,

- when the Source Interface is ACCESS, thisindicates that the filter is for uplink data flow, so the UP function
shall swap the source and destination address/port in the Flow Description;

- when the Source Interface is CP-function or SGi-LAN, the UP function shall use the Flow Description asis.

5.2.1A.3 Bidirectional SDF Filters

The CP function may provision bidirectional SDF Filtersin the UP function (see clause 8.2.5), i.e. SDF Filters that may
be associated to both uplink and downlink PDRs of a same PFCP/N4 session, as follows:

- when provisioning a bidirectional SDF Filter the first time for an PFCP/N4 session, the CP function shall
provision the SDF filter definition together with a SDF Filter ID uniquely identifying the SDF Filter among all
the SDF Filters provisioned for a given PFCP/N4 Session;
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- the CP function may then provision a PDR for the same PFCP/N4 session but the opposite direction, by
provisioning the SDF Filter ID in the SDF filter ID field of the PDI, without provisioning again the SDF filter
definition;

- the UP function shall apply any modification of a bidirectional SDF Filter to all PDRs of the PFCP/N4 session
making use of this SDF Filter;

- upon deletion of a PDR making use of a bidirectional SDF Filter, the UP function shall still apply the SDF Filter
for any other PDR making use of the SDF Filter.

The reguirements specified for provisioning SDF filtersin clause 5.2.1A.2A shall also apply when provisioning
bidirectional SDF Filters.

5.2.1A4 Application detection with PFD

The detection information for a given application may be provisioned by the CP function to the UP function via PFD
management procedure. See clause 6.2.5.

The PFDE (PFD Enhancement) feature may be optionally supported by the CP function and UP function. When the
feature is supported in both the CP function and UP function, the CP function may provision a PFD Contents |E
including a property (i.e. either flow description, or URL or Domain Name/Domain Name Protocol) with multiple
values.

NOTE 1: It isassumed, when the PFDE feature is not supported, a PFD Contents can only include a property with
onevalue.

When the UP function attempts to detect the traffic pertaining to an application by using the application's PFDs (see
clause 7.4.3.1 and 8.2.39), the UP function shall consider:

- theapplication is detected if the incoming traffic matches at least one PFD Contents;

- one PFD Contents is matched if the incoming traffic matches every property contained in the corresponding PFD
Contents | E; the incoming traffic matches one property (i.e. flow description, URL and Domain Name/Domain
Name Protocol) if it matches at least one value of the property.

NOTE 2: Interpretation of the Custom PFD Content isimplementation specific.
5.2.2 Usage Reporting Rule Handling

5221 General

The CP function shall provision URR(s) for a PFCP session in a PFCP Session Establishment Request or a PFCP
Session Modification Request to request the UP function to:

- measure the network resources usage in terms of traffic data volume, duration (i.e. time) and/or events,
according to the provisioned M easurement Method; and

- send a usage report to the CP function, when the measurement reaches a certain threshold, periodically or when
detecting a certain event, according to the provisioned Reporting Triggers or when an immediate report is
requested within an PFCP Session Modification Request.

NOTE: The UP function sends a usage report without performing network resources usage measurements when
being requested to detect and report the the start of an SDF or application traffic.

5.2.2.2 Provisioning of Usage Reporting Rule in the UP function

5.2221 General

When provisioning a URR, the CP function shall provide the reporting trigger(s) in the Reporting Triggers |E of the
URR which shall cause the UP function to generate and send a Usage Report for this URR to the CP function. When
adding or removing reporting trigger(s) to or from the URR, the CP function shall provide the new complete list of
applicable reporting triggers in the Reporting Triggers IE in the PFCP Session Modification Request message.
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For the volume-based measurement method, the CP function may provision:

the Volume Threshold IE, to request the UP function to generate a usage report when the measured traffic
reaches the threshold;

the Volume Quota |E, to request the UP function to stop forwarding packets (or only allow forwarding of some
limited user plane traffic, based on operator policy in the UP function) and, if no Volume Threshold is
provisioned, to aso generate a usage report, when the measured traffic reaches the quota;

the Dropped DL Traffic Threshold IE, to request the UP function to generate a usage report when the downlink
traffic that is being dropped reaches the threshold; and/or

NOTE 1: For EPC, the Dropped DL Traffic Threshold can be armed in a SGW-U for triggering the PGW Pause of

Charging feature (see 3GPP TS 23.401 [14]). For 5GC, the Dropped DL Traffic Threshold can be armed
in a UPF for triggering the SMF Pause of Charging feature (see 3GPP TS 23.502 [29]).

a Measurement Information with the 'Measurement Before QoS Enforcement' flag set to "1", to request the UP
function to measure the traffic usage before any QoS enforcement.

For the time-based measurement method, the CP function may provision:

aTime Threshold IE, to request the UP function to generate a usage report when the measured traffic reaches the
threshold;

aTime Quota, to request the UP function to stop forwarding packets (or only allow forwarding of some limited
user plane traffic, based on operator policy in the UP function) and, if no Time Threshold is provisioned, to also
generate a usage report, when the measured traffic reaches the quota;

aMeasurement Information with the "Immediate Start Time Metering" flag set to "1", to request the UP function
to start time metering immediately at receiving the flag; otherwise, the UP function shall start time metering
when the first packet is received; and/or

an Inactivity Detection Time, to request the UP function to suspend the time measurement when no packets are
received during the provisioned Inactivity Detection Time. The time measurement shall then be resumed by the
UP function when subsequent traffic is received. If an Inactivity Detection Time value of zero is provided, or if
no Inactivity Detection Time has been provided by the CP function, the time measurement shall be performed
continuously until a new non-zero I nactivity Detection Timeis received or the time-based usage measurement is
stopped. See Figure 5.2.2.2-1:
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Figure 5.2.2.2-1: IDT based charging

NOTE 2: The Inactivity Detection Time can be set to the Quota Consumption Timer if received. The Inactivity

Detection Timeis not used to control when the time metering starts.

For EPC, a Time Quota Mechanism, including a Base Time Interval Type, which is either Continuous Time
Period (CTP) or Discrete Time Period (DTP), and aBase Time Interval (BTI), to the UP function. See clause
6.5.7 in 3GPP TS 32.299[18].

For CTP (Continuous Time Period), the time measurement starts from the time that traffic has occurred up to the
first Base Time Interval (BTI) which contains no traffic. The time measurement shall include the last Base Time
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Interval, i.e. the one which contained no traffic. The time measurement resumes by the UP function when
subsequent traffic is received. See Figure 5.2.2.2-2:
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Figure 5.2.2.2-2: CTP based charging
- For DTP (Descrete Time Period), the time measurement starts from the time that traffic has occurred up to

the Base Time Interval end. The time measurement shall be resumed by the UP function when subsequent
traffic isreceived. See Figure 5.2.2.2-3:
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Figure 5.2.2.2-3: DTP based charging

When the time-based measurement method applies, and when the Envelope Reporting is required for EPC, the CP
function shall request the UP function to report the usage by setting the reporting trigger to Envelope Closurein
addition to other Reporting Trigger(s), in the Reporting Triggers |E. The CP function may indicate the UP function to
report for just time, time and volume, time and events, or time and volume and number of events by setting

M easurement Method accordingly. The CP function may set the Reduced Application Detection Information flag in the
M easurement Information of the URR, when requesting the detection of start and stop of an application solely for the
purpose of envelope reporting for EPC.

The CP function may provision aVolume Threshold, aVolume Quota, or both (and/or respectively a Time Threshold, a
Time Quota, or both).

When both aVVolume (or Time) Threshold and a Volume (or Time) Quota are provisioned, the UP function shall send a
usage report only when reaching the Volume (or Time) Threshold; when subsequently reaching the Volume (or Time)
Quota, the UP function shall stop forwarding packets (or only allow forwarding of some limited user plane traffic,
based on operator policy in the UP function) without sending a new usage report to the CP function.

NOTE 3: For online charging, the Volume Threshold (or Time Threshold) can be set in a PGW-U or TDF-U to the
value of the granted volume (or time) quota minus the volume (or time) quota threshold, such asto get a
usage report from the UP function when the volume (or time) based credit falls below the remaining
guota thresholds provided by the OCS.
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NOTE 4: The Volume Quota or Time Quota can be armed in a PGW-U or TDF-U for online charging to enable the

traffic to be forwarded up to an intermediate or final quotas granted by the OCS. The CP function can
provision both a VVolume (or Time) Threshold and a Volume (or Time) Threshold to request the UP
function to:

- send ausage report when the consumed resources reach the volume (or time) usage threshold
provided by the OCS, and

- to stop forwarding packets (or only allow forwarding of some limited user plane traffic, based on
operator policy in the UP function), without sending a second usage report, when the granted volume (or
time) quota is exhausted.

For event based measurement method, the CP function may provision:

the Event Threshold | E, to request the UP function to generate a usage report when the number of events reaches
the event threshold;

the Event Quota I E, to request the UP function to stop forwarding packets applicable to the event (or only alow
forwarding of some limited user plane traffic, based on operator policy in the UP function) and, if no Event
threshold is provisioned, to also generate a usage report, when the number of events reaches the event quota;

NOTE 5: Anevent is preconfigured with one or more event detection logic in the UPF. Each event detection logic

is associated with an Application ID. The CP function activates the detection and reporting of an event by
provisioning PDR(s) with the PDI set to an Application ID and by provisioning a URR with an event
threshold or event quota reporting trigger. The CP function identifies an event reported in a Usage Report
by the URR ID.

For all the measurement methods (i.e. volume, time or event), the CP function may also provision:

a Quota Holding Time, to request the UP function to send a usage report and to also stop forwarding packets (or
only allow forwarding of some limited user plane traffic, based on operator policy in the UP function) when no
packets have been received for the duration indicated in this parameter;

NOTE 6: A Quota Holding Time can be armed in a PGW-U or TDF-U for online charging to request the UP

function to send a Usage Report when the Quota Holding Time provided by the OCS (see

3GPP TS 32.299 [18]) expires. The UP function can be instructed in the same Usage Reporting Rule with
the Report Triggers— START to generate a new Usage Report upon receiving any subsequent packets
associated with this URR.

aMonitoring Time | E and zero or more Additional Monitoring I Es, to request the UP function to measure the
network resources usage before and after the monitoring time in separate counts and to re-apply the volume
and/or time, and/or event thresholds at the monitoring time. The CP function may additionally provision a
Subsequent Volume (or Time or Event) Threshold | E and/or a Subsequent Volume (or Time or Event) Quota | E,
for avolume (or time or event) based measurement. When being provisioned with a Monitoring Time, the UP
function shall:

reset its usage thresholds at the monitoring time to the value provided in the Subsequent VVolume (or Time or
Event) Threshold IE, if provisioned in the URR, or to the remaining value of the Volume (or Time or Event)
threshold used before the monitoring time (i.e. excluding the already accumulated volume or time usage);

shall indicate the usage up to the Monitoring time and usage after the Monitoring time in the first usage
report after the Monitoring Time is reached,;

a Measurement Period, indicating the period to generate periodic usage reports to the CP function.

If the UP function indicated support of the Quota Action feature in the UP Function Features | E, when the CP function
provisions a Volume Quota or Time Quotain a URR, the CP function may also provision the "FAR ID for Quota
Action" |E identifying the substitute FAR the UP function shall apply, for the traffic identified by the PDR to which the
URR is associated, when exhausting any of these quotas. This FAR may require the UP function to drop the packets or
redirect the traffic towards a redirect destination as specified in clause 5.4.7.

NOTE 7: A PDR can be associated with multiple URRSs. If one of these URRSs requires the UP function to drop the

user data packets, e.g. when the Quota has been exhausted, the other URRs associated to the PDR need
also to stop their measurements, except for URRs including the Measurement Information with the
'‘Measurement Before QoS Enforcement' flag set to "1".
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The CP function may reguest at any time the UP function to activate or deactivate a network resources usage
measurement, using the Inactive Measurement flag of the Measurement Information IE of the URR.

NOTE 8: This can be used in aPGW-U for the PGW Pause of Charging procedure (see 3GPP TS 23.401 [14]).

5.2.2.2.2 Credit pooling (for EPC)

For EPC, when the Credit Pool feature is supported and the CP function (e.g. PGW-C) isinstructed to handle a Credit
Pool for a given Gy Session, the CP function shall create a URR for the Credit Pool, and in this URR, the CP function:

- shall include one Aggregated URR ID IE per URR sharing the credit pool, including the URR ID of the URR
sharing the credit pool and the associated Multiplier to measure the abstract service units the corresponding
traffic consumes from the credit pool;

- shall set the Time or Volume Threshold or Quota | E to the value calculated as specified in IETF RFC 4006 [16]
according to the Measurement Method.

NOTE 1: The vaue can be calculated using the following formula:

S=Q1*M1+ Q2*M2 + ... + Qn*Mn,

where the Sisthe quota for the credit pool, Qn is the quotaand Mn is the multiplier for each Rating
Group (RG) which are provided via the Multiple Services Credit Control from the OCS.

A URRn is defined for each of RG.

NOTE 2: When the Measurement Method is set to the combined volume/duration, the Time and Volume
Threshold or Quota are calculated indepentently.

- may set the Reporting Trigger to reporting upon reaching a volume or time threshold or quota;

- may set the Measurement Method to the data volume, duration (i.e. time), combined volume/duration according
to the Measurement Method set in the URRs in the Credit Pool.

NOTE 3: The UP function isinstructed to handle a Credit Pool when a G-S-U-Pool-Reference AVP isincluded
within a Multiple Services Credit Control from the OCS. A Credit Pool isidentified by the G-S-U-
Pool-Identifier AVP. See clause 6.3.11, 6.4.3 and 6.4.4 of 3GPP TS 32.299 [19].

In addition, the CP function shall also include the Linked URR IE, set to the Credit Pool URR ID, in all the URRs
which are sharing the credit pool (i.e. which are associatied with RGs sharing the Credit Pool).
5.2.2.3 Reporting of Usage Report to the CP function

5.2.23.1 General

When detecting that a provisioned reporting trigger occurs, the UP function shall generate a Usage Report for the
related URR and send it to the CP function by initiating the PFCP Session Report procedure.

When providing usage report information for a URR in a message, the UP function shall include the UR-SEQN (Usage
Report Sequence Number) identifying the order in which a Usage Report is generated for the given URR. The UR-
SEQN (Usage Report Sequence Number) shall be set to "0" for the first Usage Report and incremented for every
subsequent Usage Report generated by the UP function for the URR. The UP function shall also indicate the trigger that
causes the usage report to be generated in the Usage Report Trigger IE.

Upon generating a usage report for a URR towards the CP function, the UP function shall:

- reset its ongoing measurement counts for the related URR (i.e. the UP function shall report in a usage report the
network resources usage measurement since the last usage report for that URR);

- re-apply al the thresholds (Volume/Time/Event Threshold) provisioned for the related URR, if the usage report
was triggered due to one of the thresholds being reached; and

- continue to apply al the provisioned URR(s) and perform the related network resources usage measurement(s),
until getting any further instruction from the CP function.
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When receiving a new threshold or quota from the CP function for a measurement that is already ongoing in the UP
function, the UP function shall consider its ongoing measurements counts for the related URR against the new threshold
or quotato determine when to send its next usage report to the CP function. At receiving a new quota with value set to
zero, the UP function shall:

- apply the FAR identified in the FAR ID for Quota Action |E if the CP function has provisioned it, otherwise the
UP function shall stop forwarding packets (or only allow forwarding of some limited user plane traffic, based on
operator policy in the UP function), and

- report in ausage report the network resources usage measurement since the last usage report for that URR.

NOTE 1: The UP function determines when to send its next usage report to the CP function by deducting from the
newly provisioned threshold or quota the traffic it has forwarded since its last usage report. Asan
example, if the UP function has forwarded 10 Mbytes of traffic since it last usage report to the CP
function and the CP function provisions a new volume threshold or quota of 100 Mbytes, the UP function
sends its next usage report upon forwarding an additional 90 Mbytes traffic.

NOTE 2: When receiving a new threshold or quota from the CP function for a measurement that is already ongoing
in the UP function and if the UP function has already generated the usage report but had not sent it, the
UP function can send the usage report before performing the update of the URR.

When reporting the network resources usage before and after a Monitoring Time, the UP function shall send two Usage
Reportsin the PFCP message (e.g. PFCP Session Report Request) for the same URR ID. Each Usage Report shall then
include the Usage Information | E indicating whether the reported network resource usage was consumed before or after
the Monitoring Time. Omission of this |E in a Usage Report indicates that no monitoring time has occurred. The UP
function shall send Usage Reports soon after the occurrence of the Monitoring Time.

NOTE 3: The UP function needs to take care to smooth the signalling load towards the CP function if Usage
Reports need to be generated for alarge number of PFCP sessions after the occurrence of the Monitoring
Time.

For the volume-based measurement method, the UP function shall report the traffic usage after any QoS enforcement.
Additionally, if the CP function requested to measure the traffic usage before QoS enforcement, the UP function shall
also report corresponding measurements, when measurements needs to be reported for the traffic usage after QoS
enforcement, by sending two Usage Reports in the PFCP message (e.g. PFCP Session Report Request) for the same
URR ID. Each Usage Report shall then include the Usage Information | E indicating whether the reported network
resource usage corresponds to the traffic before or after QoS enforcement. Thresholds provisioned in a URR shall apply
to the traffic usage after any QoS enforcement.

For the volume-based measurement method, the UP function shall include all the counters (Total, Uplink and
Downlink) of the URR in the Volume Measurement |E in the Usage Report IE.

A usage report triggered only due to the Dropped DL Traffic Threshold shall not contain any measurement information.

When being instructed to remove a URR or the last PDR associated to a URR, the UP function shall include a Usage
Report in the PFCP Session Modification Response or in an additional PFCP Session Report Request if there are non-
null measurements to report for the URR, and shall reset its ongoing measurements for the URR that is removed, or
dissociated from the last PDR.

When being instructed to deactivate a network resources usage measurement via the I nactive Measurement flag of the
Measurement Information | E of the URR, the UP function shall stop measuring the network resources usage (against
the volume/time/event threshold/quota) and store the current measurement counts which will be resumed when the URR
is activated again. The UP function shall not generate a usage report upon the deactivation of the URR and it shall send
ausage report during the period when the URR is deactivated for the following scenarios:

- if the QuotaHolding Time is expired and if the reporting trigger QUHTI is set;

NOTE 4: The Quota Holding Time can have been started before the URR is deactivated or starts from the moment
when the URR is deactivated since no quota will be consumed.

- ifitisthetimefor aperiodic reporting and if the reporting trigger PERIO is set;

- ifitisrequired to send a usage report for this URR when a usage report is reported for alinked URR and if the
reporting trigger LIUSA is set;
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- ifitisrequired to send an immeditate report upon a query for the URR, or the URR is removed, dissociated from the
last PDR.

NOTE 5: Multiple usage reports can be required to be reported to the CP function when deleting a PDR that is the
last one to be associated to multiple URRSs.

The CP function may reguest the UP function, in an PFCP Session Modification Request, to report its ongoing network
resources measurement for one or multiple URRs of the PFCP session. In this case, the UP function shall:

- generate usage report(s) (based on the existing definition of any URR(S) included in the PFCP Session
Modification Request message before any update) for the URR(S) being queried and for any associated linked
usage reports (see clause 5.2.2.4) for which there are non-null measurements to report,

- include them in the PFCP Session Modification Response or in additional PFCP Session Report Request
messages, and

- proceed as specified above upon generating a usage report for a URR towards the CP function, with the
following additions:

- if the PFCP Session Modification Request includes the Update URR I E (for the URR being queried) with a
Volume or Time Threshold, the UP function shall re-apply the threshold received in the request;

- otherwise, if athreshold had been set for the URR that is queried, since the usage report is not triggered due
to the threshold being reached, the UP function shall adjust the threshold by subtracting the time/volume
reported in the usage report to determine when to generate the next report.

NOTE 6: Upon reaching athreshold that was adjusted due to a URR query as specified above, the UP function re-
applies then the threshold that was provisioned in the URR (i.e. not the value of the adjusted threshold).

NOTE 7: The CP function can query a URR without including a Volume or Time Threshold in the PFCP Session
Modification Request e.g. when it needs to close a traffic volume/service container (see clause 5.2.3.10.3
of 3GPP TS 32.251 [17]).

NOTE 8: The CP function can query a URR including a Volume or Time Threshold in the PFCP Session
Modification Request e.g. when it needs to close a CDR (see clause 5.2.3.10.3 of 3GPP TS 32.251 [17]).
In such a case, the CP function can include the same threshold for the URR being queried in the Update
URR |E in the PFCP Session Modification Request message to trigger the UP function to re-apply the
threshold.

NOTE 9: Itisup to the CP function to request the UP function to generate an immediate report (or not) as specified
above when the CP function modifies a URR or any other rules of the PFCP session. As an exception, the
UP function always generates an immediate report when being instructed to remove a URR.

When additional PFCP Session Report Request messages need to be sent, the UP function shall indicate, either in the
PFCP Session Modification Response or in one PFCP Session Report Request, how many usage reports will be sent in
PFCP Session Report Request messages. If thisisindicated in one PFCP Session Report Request, the PFCP Session
Modification Response shall indicate that more reports will follow by setting the AURI flag of the Additional Usage
Reports Information |E. Besides, if the PFCP Session Modification Request included the Query URR Reference |E,
usage reports sent in response to the query in the PFCP Session Modification Response and/or additional PFCP Session
Report Request messages shall include the Query URR Reference |E set to the same value as received in the PFCP
Session Modification Request.

When the reporting trigger "Envelope Closure” is set in the corresponding Usage Reporting Rule, the UP function shall
generate a usage report with the measurement of the time and/or volume as instructed in the M easurement Method:

- when the Inactivity Detection Time (if included) is expired;

- when detecting no usage for the first Base Time Interval if the Base Time Interval Type in the Time Quota
Mechanismis set to CTP; or

- at the end of each of basetimeinterval if the Base Time Interval Type in the Time Quota Mechanism is set to
DTP.

NOTE 10: Events (e.g. application detection information) are reported individually and independently from the
usage report sent for envelope closure.
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At the PFCP session termination, the UP function shall indicate to the CP function, in the PFCP Session Deletion
Response, the resources that have been consumed for each URR that was provisioned in the PFCP session since the last
usage report (respective to each URR).

Upon receiving the Usage Report from the UP function, the CP function may initiate PFCP Session Modification
procedure as result of the communication with the PCRF or OCS, as described in clause 5.3 of 3GPP TS 23.214 [2], e.g.

by:

- modifying the URR (e.g. changing the Volume/Time threshold, Volume/Time quota, disabling the usage
monitoring);

- creating anew FAR (e.g. for redirect) and/or modifying the existing FAR; or
- modifying the QER (s) in the PFCP session.

5.2.2.3.2 Credit pooling
When aURR is received with at least one Aggregated URRs | E included, the UP function:

- shal calculate the traffic usage of the URR by applying the Multiplier(s) and aggregating the traffic usage from
al URRsindicated in the Aggregated URRs | E(s), as specified in IETF RFC 4006 [16];

NOTE 1: The usage of this URR is calculated using the following formula:

CI*M1+C2*M2+ ...+ Cn*Mn=U,
where U is the usage counted by this URR, Cn is the usage counted by each aggregated URR (i.e.
URR for each RG sharing the credit pool), and Mn isthe multiplier for each aggregrated URR.

- shall generate areport when the counted usage exceeds the threshold;

- shall generate areport if the threshold is not provided, and stop packets forwarding (or only allow forwarding of
some limited user plane traffic, based on operator policy in the UP function) for all Aggregated URRs when the
counted usage exceeds the quota.

NOTE 2: The handling of the aggregated URR(S), e.g. generating a Usage Report upon the Reporting Trigger(s) is
not impacted by handling of this URR for the Credit Pool.
5224 Reporting of Linked Usage Reports to the CP function

The CP function may instruct the UP function to generate a Usage Report for a URR " X" when a Usage Report is
generated for another URR "Y", by:

- provisioning the URR " X" with the Reporting Triggers | E set to Linked Usage Reporting; and
- including inthe URR "X" the Linked URR ID | E set to the URR ID of the URR "Y".

NOTE 1. This can be used by the CP function e.g. to regquest the UP function to report a Usage Report for an SDF
(i.e. URR "X") when the UP function reports a Usage Report for abearer (i.e. URR"Y™).

NOTE 2: Thiscan be used by the CP function e.g. to request the UP function to report a Usage Report for aRG
(i.e. URR "X") when the UP function reports a Usage Report for a credit pool to which this RG pertain
(i.,e. URR"Y").

When a usage report is to be generated for the URR "Y", regardless of the condition which triggers the report, the UP
function shall also send a Usage Report for the URR " X" with the accumulated usage information, and the Usage
Report Trigger |E set to Linked Usage Reporting.

NOTE 3: Thisaso applies e.g. when an immediate usage report is requested for the URR "Y "within a PFCP
session Modification Request.

The URR "Y" may be linked to more URRs than just URR "X".

A RG level URR may be linked to IP-CAN bearer level URR as well asIP-CAN Session level URR to enable the CP
function to generate a CDR on the different level. In such case, aURR "X" may link to more URRs than just URR "Y".
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5.2.3 Forwarding Action Rule Handling

5.23.1 General

The CP function shall provision one and only one FAR for each PDR provisioned in an PFCP session. The FAR
provides instructions to the UP function on how to process the packets matching the PDR.

By setting the appropriate flag(s) in the Apply Action |E in the FAR (see clause 8.2.26), the CP function may request
the UP function to:

- drop the packets, by setting the DROP flag;

- forward the packets, by setting the FORW flag and by provisioning the Forwarding Parameters providing
instructions on how to forward the packets;

- buffer downlink packets by setting the BUFF flag and by optionally provisioning buffering parameters providing
instructions on how to buffer the packets;

- notify the CP function about the arrival of afirst DL packet being buffered, by setting the NOCP flag;

- duplicate the packets, by setting the DUPL flag and by provisioning the Duplicating Parameters providing
instructions on how to forward the duplicated packets.

The CP function may request the UP function to duplicate packets that are to be dropped, forwarded or buffered.

The CP function may provision one or more FAR(S) per PFCP session. Different FARs of a same PFCP session may be
provisioned with a different Apply Action flags, e.g. to enable the forwarding of downlink data packets for some PDRs
while requesting to buffer downlink data packets for other PDRs.

NOTE 1: Thisisnecessary to establish or release a partial set of radio ac