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The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.
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Modal verbs terminology
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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document provides the stage 3 specification of the Gx, Gxx and Sd reference points for the present release.
The present document also provides the Diameter variant of St reference point for the present release. The functional
requirements and the stage 2 specifications of the Gx, Gxx, Sd and St reference points are contained in

3GPP TS 23.203 [7]. The Gx reference point lies between the Policy and Charging Rule Function and the Policy and
Charging Enforcement Function. The Gxx reference point lies between the Policy and Charging Rule Function and the
Bearer Binding and Event Reporting Function. The Sd reference point lies between the Policy and Charging Rule
Function and the Traffic Detection Function. The St reference point lies between the Policy and Charging Rule
Function and the Traffic Steering Support Function.

Whenever it is possible the present document specifies the requirements for the protocol by reference to specifications
produced by the IETF within the scope of Diameter. Where thisis not possible, extensions to Diameter are defined
within the present document.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

o For aspecific reference, subsequent revisions do not apply.

e For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document
(including a GSM document), a non-specific reference implicitly refersto the latest version of that document in
the same Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 29.210: "Charging Rule Provisioning over Gx Interface”.

[3] Void.

[4] Void.

[5] IETF RFC 3588: "Diameter Base Protocol".

(6] Void.

[7] 3GPP TS 23.203: "Policy Control and Charging architecture”.

[8] 3GPPTS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS)
parameter mapping".

[9] IETF RFC 4006: "Diameter Credit Control Application”.

[10] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point".

[11] 3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting
packet based services and Packet Data Networks (PDN)".

[12] IETF RFC 4005: "Diameter Network Access Server Application”.

[13] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification".

[14] 3GPP TS 29.229: "Cx and Dx interfaces based on Diameter protocol; Protocol details'.

[15] IETF RFC 3162: "Radius and Ipv6".

[16] 3GPP TS 32.295: "Telecommunication management; Charging management; Charging Data
Record (CDR) transfer"”.

ETSI



3GPP TS 29.212 version 15.6.0 Release 15 17 ETSI TS 129 212 V15.6.0 (2019-04)

[17]
[18]

[19]

[20]
[21]

[22]

[23]
[24]

[25]
[26]

[27]

[28]

[29]
[30]
[31]
[32]

[33]
[34]
[35]

[36]
[37]

[38]
[39]
[40]
[41]
[42]
[43]
[44]

3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

3GPP TS 29.060: "General Packet Radio Service (GPRS); GPRS Tunnelling Protocol (GTP)
across the Gn and Gp interface”.

3GPP TS 32.299: " Telecommunication management; Charging management; Diameter charging
applications .

3GPP2 X.S0011-E: "cdma2000 Wireless | P Network Standard".

3GPP TS 32.240: "Telecommunication management; Charging management; Charging
architecture and principles’.

3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS
(GTPv2)".

3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses'.

3GPP2 X.S0057-B: "E-UTRAN — eHRPD Connectivity and Interworking: Core Network
Aspects'.

3GPP TS 23.003: "Numbering, addressing and identification".

3GPP TS 29.272: "3GPP Evolved Packet System. Mobility Management Entity (MME) and
Serving GPRS Support Node (SGSN) related interfaces based on Diameter protocol”.

3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace
control and configuration management".

3GPP TS 29.275: "Proxy Mobile Ipv6 (PMIPv6) based Mobility and Tunnelling Protocols; Stage
3".

3GPP TS 43.318: "Generic access to the A/Gb interface; Stage 2".
3GPP2 X.S0062-0: "PCC for cdma2000 1x and HRPD Networks".
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".

3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access.

3GPP TS 23.380: "IMS Restoration Procedures”.
Void.

3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload,;
Stage 2".

IETF RFC 3046: "DHCP Relay Agent Information Option".

ETSI TS 283 034 v2.2.0: "Telecommunications and Internet converged Services and Protocols for
Advanced Networking (TISPAN); Network Attachment Sub-System (NASS); e4 interface based
on the DIAMETER protocol".

Void.

Void.

3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
3GPP TS 23.107: "Quality of Service (QoS) concept and architecture”.

3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet".
3GPP TS 23.007: "Restoration Procedures’.

Broadband Forum TR-134: "Policy Control Framework ".
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[45]

[46]
[47]

[52]

[53]
[54]
[55]
[56]
[57]

(58]
[59]

[60]

Broadband Forum TR-124 Issue 3: "Functional Requirements for Broadband Residential Gateway
Devices".

Broadband Forum TR-146: "Internet Protocol (IP) Sessions".

Broadband Forum TR-300: "Nodal Requirements for Converged Policy Management”.
3GPP TS 29.273: "3GPP EPS AAA interfaces'.

IETF RFC 7683: "Diameter Overload Indication Conveyance”.

3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers
for LTE (GCSELTE)".

3GPP TS 23.161: "Network-based I P flow mobility and Wireless Local Area Network (WLAN)
offload; Stage 2".

3GPP TS 29.155: "Traffic Steering Control; Representational State Transfer (REST) over St
reference point".

IETF RFC 7944: "Diameter Routing Message Priority".

IETF RFC 5719: "Updated IANA Considerations for Diameter Command Code Allocations'.
IETF RFC 2234 "Augmented BNF for syntax specifications”.

3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and
interaction".

IETF RFC 3948: " UDP Encapsulation of |Psec ESP Packets'.

3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks; stage 3".

|ETF draft-ietf-dime-load-09: "Diameter Load Information Conveyance'.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[61] IETF RFC 6733: "Diameter Base Protocol"”.
[62] 3GPP TS 29.251: "Gw and Gwn reference points for sponsored data connectivity; stage 3".
[63] 3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes;
Stage 3".
3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following

apply:

Application detection filter: A logic used to detect packets generated by an application based on extended inspection
of these packets, e.g., header and/or payload information, as well as dynamics of packet flows. Thelogic isentirely
internal to a TDF or a PCEF enhanced with ADC, and is out of scope of this specification.

Application identifier: Anidentifier, referring to a specific application detection filter.

ADC decision: A decision consists of referencesto ADC rules, associated enforcement actions (for dynamic ADC
rules) and TDF session attributes and is provided by the PCRF to the TDF for application detection and control.

ADC rule: A set of information enabling the detection of application traffic and associated enforcement actions. ADC
rules are directly provisioned into the TDF and referenced by the PCRF.
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Bit rate: The number of bits (denoted in units of bits, kbits, etc.) that are conveyed or processed per unit of time. The
bit rate in bit/s can be abbreviated with bps. This specification uses Sl (International System of Units) prefixes as unit
prefixes, which strictly refer to the power of 10, and shall not be used for the power of 2. For example, 1 kbit/s
represents 1000 bit/s or 1 Mbit/s represents 1000 kbit/s and so on.

Detected application traffic: An aggregate set of packet flows that are generated by a given application and detected
by an application detection filter.

IP-CAN bearer: IP transmission path of defined capacity, delay and bit error rate, etc.
See 3GPP TR 21.905 [1] for the definition of bearer.

I P-CAN session: association between a UE and an IP network.

The association isidentified by one or more UE Ipv4 addresses/ and/or 1pv6 prefix together with a UE identity
information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP-CAN session incorporates one or
more |P-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN
session exists as long as the related UE |pv4 address and/or 1pv6 prefix are assigned and announced to the | P network.

I P flow: unidirectional flow of 1P packets with the same source IP address and port number and the same destination 1P
address and port number and the same transport protocol.
Port numbers are only applicable if used by the transport protocol.

I P Flow mapping: IP flow mapping is used in Network-initiated NBIFOM mode when the UE wants to reguest the
network to apply specific mapping of 1P flows to 3GPP access or WLAN access. It applies to the same parameters as
the NBIFOM routing rule.

Gateway Control Session: An association between a BBERF and a PCRF (when GTP isnot used in the EPC), used for
transferring access specific parameters, BBERF events and QoS rules between the PCRF and BBERF. In the context of
this specification thisisimplemented by use of the Gxx procedures.

GC1 signalling: Signalling between the GCS AS and the application client on the UE over the GC1 reference point as
defined in 3GPP TS 23.468 [50].

Monitoring key: Identifies a usage monitoring control instance.

Multi-access | P-CAN session: An IP-CAN session whose traffic can be routed over either a 3GPP access or aWLAN
access or both. Each IP flow isrouted at any single time only over one access.

TDF session: An association between an IP-CAN session and the assigned TDF for the purpose of application detection
and control by the PCRF. The association is identified by one UE Ipv4 address and/or |pv6 prefix together with
optionally a PDN represented by a PDN ID and a set of ADC rulesto be applied by the TDF.

Usage monitoring control instance: the monitoring and reporting of the usage threshold for input, output or total data
volume or time of usage for the IP-CAN session/TDF session or the service data flows/application's traffic associated
with the same monitoring key.

Presence Reporting Area: An area defined within 3GPP Packet Domain for the purposes of reporting of UE presence
within that area due to policy control and/or charging reasons. There are two types of Presence Reporting Area: "UE-
dedicated Presence Reporting Area", and " Core Network pre-configured Presence Reporting Area’.

Packet Flow Description (PFD): A set of information enabling the detection of application traffic provided by a 3™
party service provider (from 3GPP TS 23.203 [7]).

RAN rules: In this specification, RAN rules refers to the set of RAN assistance parameter and RAN steering command
handling for the steering of traffic between E-UTRAN or UTRAN and WLAN associated with RAN-controlled LTE-
WLAN interworking or RAN-assisted WLAN interworking.

RAN user plane congestion: RAN user plane congestion occurs when the demand for RAN resources exceeds the
available RAN capacity to deliver the user datafor a prolonged period of time.

Service data flow: An aggregate set of packet flows carried through the PCEF that matches a service data flow
template (from 3GPP TS 23.203 [7]).

Service data flow filter: a set of packet flow header parameter values/ranges used to identify one or more of the packet
flows (from 3GPP TS 23.203 [7]).
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Service data flow template: The set of service data flow filtersin a PCC rule or an application identifier in a PCC rule
referring to an application detection filter, required for defining a service data flow (from 3GPP TS 23.203 [7]).

(S)Gi-LAN: The network infrastructure connected to the 3GPP network over the SGi or Gi reference point that
provides various | P-based services.

(S)Gi-LAN service function: A function located in the (S)Gi-LAN that provides value-added |P-based services e.g.
NAT, anti-malware, parental control, DDoS protection.

3.2 Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADC Application Detection and Control

AF Application Function

AMBR Aggregate Maximum Bit Rate

BBERF Bearer Binding and Event Reporting Function
CCA Credit-Control-Answer (CC-Answer)
CCR Credit-Control-Request (CC-Request)
CsG Closed Subscriber Group

CSG-ID Closed Subscriber Group Identity

DCC Diameter Credit Control

DRMP Diameter Routing Message Priority
GBR Guaranteed Bit Rate

GCS Group Communication Service

GCSAS Group Communication Service Application Server
MPS Multimedia Priority Service

NBIFOM Network-based | P flow mobility

NB-loT Narrowband |oT

OoCs Online charging system

OFCS Offline charging system

PCEF Policy and Charging Enforcement Function
PCRF Policy and Charging Rule Function

PFD Packet Flow Description

PFDF Packet Flow Description Function

PRA Presence Reporting Area

RAA Re-Auth-Answer (RA-Answer)

RAB Radio Access Bearer

RAR Re-Auth-Request (RA-Request)

RCAF RAN Congestion Awareness Function
RUCI RAN User Plane Congestion Information
SCEF Service Capability Exposure Function
SUPL Secure User Plane for Location

TDF Traffic Detection Function

TSA TDF-Session-Answer

TSR TDF-Session-Request

TSSF Traffic Steering Support Function

ubC User Data Convergence

UDR User Data Repository

WB-E-UTRAN Wide Band E-UTRAN

4 Gx reference point

4.1 Overview

The Gx reference point islocated between the Policy and Charging Rules Function (PCRF) and the Policy and
Charging Enforcement Function (PCEF). The Gx reference point is used for provisioning and removal of PCC rules
from the PCRF to the PCEF and the transmission of traffic plane events from the PCEF to the PCRF. The Gx reference
point can be used for charging control, policy control or both by applying AV Ps relevant to the application. The Gx
reference point can also be used for application’s traffic detection and control.
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The stage 2 level requirements for the Gx reference point are defined in 3GPP TS 23.203 [7].

Signalling flows related to the both Rx and Gx interfaces are specified in 3GPP TS 29.213 [8].

The definition of case 1, case 2a and case 2b is specified in clause 4.0 in 3GPP TS 29.213 [8].

Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the Gx interface.

Refer to Annex J of 3GPP TS 29.213 [8] for Diameter message priority mechanism procedures over the Gx interface.
Refer to Annex K of 3GPP TS 29.213 [8] for Diameter load control procedures over the Gx interface.

The PCEF is considered as monolithic entity in the present specification, but can be decomposed into a User Plane
Function and a Control Plane Function connected via the Sx reference point. The Sx reference point and interactions
between the Gx and Sx reference points are not considered in the present specification, but are specified in

3GPP TS 29.244 [63].

4.2 Gx Reference model

The Gx reference point is defined between the PCRF and the PCEF. T he relationships between the different functional
entities involved are depicted in figure 4.2.1. The overall PCC architecture is depicted in subclause 3a of
3GPPTS29.213[8].

Gx

PCEF ———— [Eh

Figure 4.2.1: Gx reference model
NOTE 1: The PCEF may support Application Detection and Control feature.

NOTE 2: PCEF islocated in the Gateway node implementing the | P access to the PDN. Refer to Annexes of
TS 23.203 [7] for application to specific IP-CAN types.

NOTE 3: The PCEF can be decomposed into a User Plane Function and a Control Plane Function connected viathe
Sx reference point specified in 3GPP TS 29.244 [63]. If the PCEF is decomposed, the Gx reference point
terminates in the Control Plane Function.

Figure 4.2.2: Void

4.3 PCC Rules
43.1 PCC Rule Definition

The purpose of the PCC ruleisto:
- Detect a packet belonging to a service data flow.
- The service data flow templates within the PCC rule are used for the selection of downlink IP CAN bearers.

- The service data flow filters within the PCC rule are used for the enforcement that uplink IP flows are
transported in the correct IP CAN bearer.

NOTE 1: For aPCC rule that contains an application identifier referencing an application detection filter, the PCRF
can inspect traffic on multiple bearersin the uplink direction. Such detected traffic counts as detection by
that PCC rule.

- Identify the service the service data flow contributes to.
- Provide applicable charging parameters for a service data flow.

- Provide policy control for a service data flow.
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The PCEF shall check each received packet against the service dataflow filters of each PCC rule in the order of the
precedence of the PCC rules. When a packet matches a service data flow filter, the packet matching process for that
packet is completed, and the corresponding PCC rule shall be applied. For PCC rules that contain an application
identifier referencing an application detection filter, the precedence is only relevant for the rule enforcement, i.e. when
the detected application packet matches multiple PCC rules, only the enforcement, reporting of application starts and
stops, usage monitoring, and charging actions of the PCC rule with the highest precedence shall be applied.

There are two different types of PCC rules as defined in 3GPP TS 23.203 [7]:

- Dynamic PCC rules. Dynamically provisioned by the PCRF to the PCEF viathe Gx interface. These PCC rules
may be either predefined or dynamically generated in the PCRF. Dynamic PCC rules can be installed, modified
and removed at any time.

- Predefined PCC rules. Preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the
PCRF at any time. Predefined PCC rules within the PCEF may be grouped alowing the PCRF to dynamically
activate a set of PCC rules over the Gx reference point.

NOTE 2: The operator can define a predefined PCC rule, to be activated by the PCEF. Such a predefined ruleis not
explicitly known in the PCRF.

A PCC rule consists of:

- arulename;

- serviceidentifier;

- service dataflow filter(s);

- application identifier;

- precedence;

- gate status;

- QoS parameters;

- indication for PSto CS session continuity;

- charging key (i.e. rating group);

- other charging parameters,

- monitoring key;

- sponsor identity;

- application service provider identity;

- indication of access network information reporting;

- redirect.

- traffic steering policy identifier(s).
The rule name shall be used to reference a PCC rule in the communication between the PCEF and the PCRF.
The service identifier shall be used to identify the service or the service component the service data flow relates to.

The service data flow filter(s) or the application detection filter shall be used to select the traffic for which therule
applies. Either service data flow filter(s) or application identifier shall exist ina PCC rule. It shall be possible to define
wildcarded service data flow filter(s), both for the dynamic and predefined PCC rules.

The application identifier shall be used to reference an application detection filter, which is predefined in the PCEF. The
same application identifier value can occur in more than one PCC rule. If so, the PCRF shall ensure that there is at most
one PCC rule active per application identifier value and IP CAN session at any time.
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NOTE 3: The application identifier can only be used for PCEF enhanced with ADC. The same application
identifier value could be used for a dynamic PCC rule and a pre-defined PCC rule or for multiple pre-
defined PCC rules.

NOTE 4: The configuration of the application detection filter in the PCEF can include the set of information
required for encrypted detection as defined in Annex X of 3GPP TS 23.203 [7].

The gate status indicates whether the service data flow may pass (gate is open) or shall be discarded (gate is closed) in
uplink and/or in downlink direction.

The QoS information includes the QoS class identifier (authorized QoS class for the service data flow), the Allocation
and Retention Priority (ARP) and authorized bitrates for uplink and downlink.

The PSto CS session continuity indicates that the service data flow may be handed over to the CS domain as defined in
3GPP TS 23.216 [40].

The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline
charging, on what level the PCEF shall report the usage related to the rule, etc.

For different PCC rules with overlapping service data flow filter, the precedence of the rule determines which of these
rulesis applicable. For PCC rules with application detection filter, the precedence of the ruleis only relevant for the
enforcement or charging of the detected application.When a dynamic PCC rule and a predefined PCC rule have the
same precedence, the dynamic PCC rule takes precedence. For dynamic PCC rules that contain an application identifier,
the precedence shall be either preconfigured at the PCEF or provided dynamically by the PCRF within the PCC Rules.

NOTE 5: Whether precedence for dynamic PCC rules that contain an application identifier is preconfigured in
PCEF or provided in the PCC rule from the PCRF depends on network configuration.

PCC rule aso includes Application Function record information for enabling charging correlation between the
application and bearer layer if the AF has provided thisinformation via the Rx interface. For IMS thisincludesthe IMS
Charging Identifier (ICID) and flow identifiers.

The monitoring key for a PCC rule identifies a monitoring control instance that shall be used for usage monitoring
control of the service data flows controlled by the predefined PCC rule or dynamic PCC rule.

If sponsored data connectivity is supported, the sponsor identity for a PCC rule identifies the 3™ party organization (the
sponsor) willing to pay for the operator's charge for connectivity required to deliver a service to the end user.

If sponsored data connectivity is supported, the application service provider identity for a PCC rule identifies the 3
party organization (the ASP) that is delivering the service to the end user.

If Access Network Information Reporting is supported, the value of Required-Access-Info AVP for aPCC rule
identifies the Access Network Information parameters requested by the AF.

The redirect indicates whether the uplink part of the detected application traffic shall be redirected to a controlled
address. The target redirect address may also be included.

NOTE 6: The redirect is applicable when application identifier existsin the PCC rule.

The traffic steering policy identifier(s) is areference to a pre-configured traffic steering policy at the PCEF as defined in
clause 4.4.2.

4.3.2 Operations on PCC Rules

For dynamic PCC rules, the following operations are available:
Installation: to provision a PCC rules that has not been already provisioned.
Modification: to modify a PCC rule already installed.
Removal: to remove a PCC rule aready installed.

For predefined PCC rules, the following operations are available:

Activation: to allow the PCC rule being active.
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Deactivation: to disallow the PCC rule.

The procedures to perform these operations are further described in clause 4.5.2.0.
4.3a IP flow mobility routing rules
4.3a.0 General

The clause 4.3arefers to S2c-based | P flow mobility as described in 3GPP TS 23.261 [35].

4.3a.1 Functional entities

The PCEF shall provide IP flow mobility routing rules and report I P flow mobility routing rules related eventsto the
PCRF viathe Gx reference point.

The PCRF shall select either the PCEF or any applicable BBERF as the bearer binding function for each service data
flow based on the Routing Address included in the IP flow mobility routing rules received from the PCEF.

4.3a.2 |IP flow mobility routing rule definition

The IP flow mobility routing rule is used by the PCRF to select the applicable BBF (BBERF or PCEF) for a service
dataflow in flow mobility scenarios and in turn provision QoS rules related to the service data flow to the selected
BBERF.

The PCRF shall evaluate the service data flow filters against the routing filter contained in the IP flow mobility routing
rule in the order of the precedence of the IP flow mobility routing rules. When arouting filter matches the service data
flow filter, the routing address contained in the matching I P flow mobility routing rule shall be applied to the service
data flow.

An IP flow mobility routing rule consists of:

- aruleidentifier;

routing filter(s);
- precedence;
- routing address;

The rule identifier is assigned by the PCEF and shall be unique within an IP-CAN session. It is used to reference an IP
flow mobility routing rule in the communication between the PCEF and the PCRF.

The IP flow mobility routing rule shall comprise one or more routing filters, containing information for matching
service data flows. A default packet filter is specified by using wild card filters. The default packet filter is used to
indicate the default route for service data flows without explicit route assignment. An IP flow mobility routing rule
containing a default packet filter shall not contain any other packet filters.

The precedence definesin what order the IP flow mobility routing rules are used by the PCRF to determine where to
route a service data flow. The precedence of the IP flow mobility routing rules not containing the default packet filter is
derived from the priority assigned to the routing filters included in the Binding Update as specified in

3GPP TS 23.261 [35]. The PCEF shall assign the lowest evaluation precedence to the | P flow mobility routing rule
containing the default packet filter.

The routing address identifies the I P address and thus the BBF to be used for all service data flows matching the routing
filters contained in IP flow mobility routing rules. The routing address can be equal to a care-of address or to the home
address of the UE. In case 1 and case 2b the routing address contains the home address and in case 2a the routing
address contains the care-of address.

NOTE: IP flow mobility routing rules can be defined in case 1 only for 3GPP access where GTP-based S5/S8 are
employed or case 2b only for PMIP-based 3GPP accesses.
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4.3a.3 Operations on Routing rules

If IP flow mobility is supported as specified in 3GPP TS 23.261 [35], the PCEF shall derive IP flow mobility routing
rules based on the I P flow mobility binding information provided by the UE. The rule contains information required by
the PCRF to install the PCC/QoS rules for a service data flow at the correct BBF in flow mobility scenarios.

For IP flow mobility routing rules, the following operations are avail able:
- Instalation: the PCEF provides a new IP flow mobility routing rule to the PCRF.
- Moadification: the PCEF modifies an existing P flow mobility routing rule already installed at the PCRF.
- Removal: the PCEF removes an |P flow mobility routing rule already installed at the PCRF.
The procedures to perform these operations are further described in clause 4.3a.4.
4.3a.4 PCC procedures for IP flow mobility routing rule over Gx reference
point
4.3a.4.1 Provisioning of IP flow mobility routing rules

When provisioning | P flow mobility routing rules, the PCEF executes the same procedure as for a Request for PCC
Rules as described in clause 4.5.1.

The PCEF may install 1P flow mobility routing rules at IP-CAN session establishment.
NOTE: PCEFinstalls|P flow mobility routing rules at IP-CAN session establishment only in case 2a.
If the PCEF installs IP flow mobility routing rules at IP-CAN session establishment:

- Inaddition to the parameters defined in clause 4.5.1, the PCEF shall also include in the CC-Reguest, I P flow
mobility routing rules within the Routing-Rule-Install AV P with one ore more Routing-Rule-Definition AV Ps.

- the PCEF shall include a default route within the Routing-Rule-Definition AVP by including wildcarded filters
within Routing-Filter AVP.

The PCEF may install, modify, and remove IP flow mobility routing rules at IP-CAN session modification.

- Insuch acase in addition to the parameters defined in clause 4.5.1, for IP flow mobility routing rule installation
and modification, the PCEF shall include in the CC-Request the Routing-Rule-Install AV P with one or more
Routing-Rule-Definition AV Ps containing the new and updated | P flow mobility routing rules.

- For IP flow mohility routing rule removal, the PCEF shall include the Routing-Rule-Remove AV P with the
Routing-Rule-Identifier of the rulesto be removed.

- The PCEF shall aso include the Event-Trigger AVP set to ROUTING_RULE_CHANGE.

At IP-CAN session termination as described in 4.5.7, the PCRF removesinstantly all 1P flow mobility routing rules
related to the terminated IP-CAN session.

Toinstall a new or modify an already installed I P flow mobility routing rule, the Routing-Rule-Definition AVP shall be
used. If an IP flow mobility routing rule with the same rule identifier, as supplied in the Routing-Rule-Identifier AVP
within the Routing-Rule-Definition AV P, aready exists at the PCRF, the new IP flow mobility routing rule shall update
the currently installed rule. If the existing I P flow mobility routing rule already has attributes also included in the new

I P flow mobility routing rule definition, the existing attributes shall be overwritten. Any attribute in the existing IP flow
mobility routing rule not included in the new IP flow mobility routing rule definition shall remain valid.

43b Void
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4.3c  NBIFOM routing rules
4.3c.1 General

Clause 4.3c refersto NBIFOM as described in 3GPP TS 23.161 [51].

4.3c.2 NBIFOM routing rule definition

The NBIFOM routing ruleis used by the PCRF to identify the applicable access type for a service data flow as provided
by the UE and in turn provide PCC Rules related to the service data flow indicating the applicable access.

NOTE 1: The PCEF derives the NBIFOM routing rules based on the NBIFOM routing rules
created/replaced/deleted by the UE in the UE-initiated NBIFOM mode or when the UE requests the IP
flow mapping in the Network-initiated NBIFOM mode as defined in 3GPP TS 29.274 [22].

An NBIFOM routing rule consists of:

- aruleidentifier;

routing filter;
- precedence;
- routing access information;

Theruleidentifier is assigned by the PCEF or the PCRF and shall be unique within an IP-CAN session. It is used to
reference an NBIFOM routing rule in the communication between the PCEF and the PCRF. The PCEF shall keep the
mapping between rule identifier of NBIFOM routing rule used over Gx interface and the rule identifier of NBIFOM
routing rule carried in the GTP signalling as defined in 3GPP TS 29.274 [22].

NOTE 2: Inthe UE-initiated IP flow mobility procedure, for creating a new NBIFOM routing rule, the rule
identifier used in communication with UE is assigned and provided by the UE. In the UE requested IP
Flow Mapping procedure, for creating a new NBIFOM routing rule, no rule identifier is assigned and
provided by the UE, in this case the rule identifier to be used in communication with the UE is assigned
by the PCEF. In both cases, the routing rule identifier to be used in communication with the PCRF is
assigned by the PCEF.

NOTE 3: For Network-initiated NBIFOM mode the PCRF assigns and includes the NBIFOM routing rule
identifier to be used in Gx to every packet filter, in the Routing-Rule-Identifier AV P within the Flow-
Information AVP of the PCC rule. The PCEF includes the routing rule identifier in a new NBIFOM
routing rule if the UE initiates an | P flow mapping request for the packet filter.

The NBIFOM routing rule shall comprise of one routing filter, containing information for matching a service data flow.
The routing filter of the NBIFOM routing rule is derived from the routing filter included in the routing rule carried in
the GTP signalling as defined in 3GPP TS 29.274 [22].

NOTE 4: Thereisaone to one mapping between NBIFOM routing rulesin GTP and NBIFOM routing rulesin Gx.

The precedence defines in what order the NBIFOM routing rules are used by the PCRF to determine where the PCEF
routes a service data flow. The precedence of the NBIFOM routing rule is derived from the priority assigned to the
routing rule included in the GTP signalling defined in 3GPP TS 29.274 [22].

The routing access information identifies the access type that is to be used for the transfer of traffic determined by the
UE. The routing access information shall be equal to 3GPP-EPS or Non-3GPP-EPS in this release.

4.3c.3 Operations on NBIFOM Routing rules

If NBIFOM is supported as specified in 3GPP TS 23.161 [51], the PCEF shall derive NBIFOM routing rules based on
the NBIFOM routing rules or the IP flow mapping provided by the UE. The rule contains information required by the
PCRF to determine the access type that is to be used for the transfer of traffic in NBIFOM scenarios.

For NBIFOM routing rules, the following operations are available:

- Instalation: the PCEF provides a new NBIFOM routing rule to the PCRF.
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- Moadification: the PCEF modifies an existing NBIFOM routing rule already installed at the PCRF.
- Removal: the PCEF removes an NBIFOM routing rule already installed at the PCRF.

4.4 Functional elements
4.4.1 PCRF

The PCRF (Policy Control and Charging Rules Function) is afunctional element that encompasses policy control
decision and flow based charging control functionalities. These 2 functionalities are the heritage of the release 6 logical
entities PDF and CRF respectively. The PCRF provides network control regarding the service data flow detection,
gating, QoS and flow based charging (except credit management) towards the PCEF. The PCRF receives session and
mediarelated information from the AF and informs AF of traffic plane events.

The PCRF shall provision PCC Rulesto the PCEF viathe Gx reference point. Particularities for the Gxx reference point
are specified in clause 4a.4.1. Particularities for the Sd reference point are specified in clause 4b.4.1.

If IP flow mobility applies, the PCRF shall, based on IP flow mobility routing rules received from the PCEF, provide
the authorized PCC/QoS rules to the applicable BBF.

If NBIFOM applies, the PCRF takes the decisions as described in subclause 4.5.25.1.1.
The PCRF PCC Rule decisions may be based on one or more of the following:

- Information obtained from the AF viathe Rx reference point, e.g. the session, media and subscriber related
information.

- Information obtained from the PCEF via the Gx reference point, e.g. IP-CAN bearer attributes, request type,
subscriber related information, 1P flow mobility routing rules (if 1P flow mobility is supported), NBIFOM
routing rule and change of usability of an access (if NBIFOM is supported), detected application's traffic
information (if the PCEF supports Application Detection and Control feature) and 3GPP PS Data Off status (if
the PCEF supports 3GPP PS Data Off feature).

- Information obtained from the SPR via the Sp reference point, e.g. subscriber and service related data.

- Information obtained from the TDF viathe Sd reference point, e.g. report on application's traffic detection
start/stop.

NOTE 1: The details associated with the Sp reference point are not specified in this Release. The SPR's relation to
existing subscriber databases is not specified in this Release.

- Information obtained from the BBERF viathe Gxx reference point.
- Own PCRF pre-configured information.

If the information from the PCEF contains traffic mapping information not matching any service data flow filter known
to the PCRF, and the PCRF allows the UE to request enhanced QoS for services not known to the PCRF, the PCRF
shall add this traffic mapping information as service data flow filters to the corresponding authorized PCC Rule. The
PCRF may wildcard missing filter parameters, e.g. missing uplink TFT address and port information in case of GPRS.

The PCRF shall report events to the AF via the Rx reference point.

The PCRF shall inform the PCEF through the use of PCC rules on the treatment of each service data flow that is under
PCC control, in accordance with the PCRF policy decisions.

The PCRF shall be able to select the bearer control mode that will apply for the IP-CAN session and provide it to the
PCEF viathe Gx reference point.

Upon subscription to loss of AF signalling bearer notifications by the AF, the PCRF shall request the PCEF to notify the
PCREF of the loss of resources associated to the PCC Rules corresponding with AF Signalling | P Flows, if this has not
been requested previously.

If permitted by the subscriber's profile configuration received from the SPR, the PCRF may invoke the application's
traffic detection and control at the PCEF supporting Application Detection and Control feature, by providing the
corresponding PCC Rules.
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The PCRF may use one or more pieces of information defined in the clause as input for the selection of traffic steering
policies used to control the steering of the subscriber's traffic to appropriate (S)Gi-LAN service functions.

NOTE 2: In order to alow the PCRF to select and provision an application based traffic steering policy, the
reporting of detected applications to the PCRF or any other information defined in this clause can be
used.

If 3GPP PS Data Off applies, the PCRF shall behave as described in subclause 4.5.29.
If UE-Status-Change applies, the PCRF shall behave as described in subclause 4.5.32.

4.4.2 PCEF

The PCEF (Policy and Charging Enforcement Function) is the functional element that encompasses policy enforcement
and flow based charging functionalities. These 2 functionalities are the heritage of the release 6 logical entities PEP and
TPF respectively. This functional entity islocated at the Gateway (e.g. GGSN in the GPRS case, P-GW in the EPS case
and PDG inthe WLAN case). It provides control over the user plane traffic handling at the Gateway and its QoS, and
provides service data flow detection and counting as well as online and offline charging interactions.

For a service data flow that is under policy control the PCEF shall allow the service data flow to pass through the
Gateway if and only if the corresponding gate is open.

For a service data flow that is under charging control the PCEF shall allow the service data flow to pass through the
Gateway if and only if there is a corresponding active PCC rule and, for online charging, the OCS has authorized the
applicable credit with that Charging key. The PCEF may let a service data flow pass through the Gateway during the
course of the credit re-authorization procedure.

If requested by the PCRF, the PCEF shall report to the PCRF when the status of the related service data flow changes.
This procedure can be used to monitor an IP-CAN bearer dedicated for AF signalling traffic.

In case the SDF istunnelled at the BBERF, the PCEF shall inform the PCRF about the mobility protocol tunnelling
header of the service data flows at IP-CAN session establishment or IP-CAN session modification when the tunnelling
header information is changed.

If requested by PCRF, a PCEF, which supports Application Detection and Control feature, shall:
- Perform application's traffic detection and control.

- Report the detected application's traffic start/stop events to the PCRF along with TDF application instance
identifier and service data flow descriptions when service data flow descriptions are deducible.

NOTE: The application detection filter can be pre-configured and/or extended with the PFDs by the PFDF as
described in 3GPP TS 23.203 [7] and 3GPP TS 29.251 [62].

A PCEF shall ensure that an | P packet, which is discarded at the PCEF as aresult of PCC rule enforcement, is neither
reported for offline charging nor cause credit consumption for online charging.

If requested by the PCRF, a PCEF, which supports policy provisioning and enforcement of authorized QoS for service
data flows that share resources, shall:

- For PCC rules bound to the same bearer perform resource sharing among PCC rules marked for resource sharing.

When the PCRF provides atraffic steering policy identifier(s) in a PCC rule, the PCEF shall behave as specified in
clause 6.2.2.6 of 3GPP TS 23.203 [7].

If NBIFOM applies, the PCEF takes the actions as described in subclause 4.5.25.1.2.
If 3GPP PS Data Off applies, the PCEF shall behave as described in subclause 4.5.29.
If UE-Status-Change applies, the PCEF shall behave as described in subclause 4.5.32.
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4.5
45.1

PCC procedures over Gx reference point
Request for PCC rules

The PCEF shall indicate, viathe Gx reference point, a request for PCC rulesin the following instances.

1) AtIP-CAN session establishment:

If the PCEF is being requested via IP-CAN specific signaling not to establish the Gx session, the PCEF shall
not establish the Gx session.

NOTE 1: The decision to not establish the Gx session applies for the life time of the IP-CAN session.

NOTE 2: Theindicator to not establish the Gx session is configured in the HSS. It is delivered to the PCEF within

the Charging Characteristics. The indicator is operator specific, therefore it can only be used in non-
roaming and home routed roaming cases.

Otherwise, the PCEF shall send a CC-Request with CC-Request-Type AVP set to the value
"INITIAL_REQUEST". The PCEF shall supply user identification within the Subscription-ld AV P and other
attributes to allow the PCRF to identify the rules to be applied. The PCEF shall also provide IMEI(SV) (if
available) within the User-Equipment-Info AV P to the PCRF. The other attributes shall include the type of
IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology, if available, within the
RAT-Type AVP, the PDN information, if available, within the Called-Station-ld AV P, the PDN connection
identifier, if available, within the PDN-Connection-ID AVP, the UE Ipv4 address within the Framed-IP-
Address and/or the UE Ipv6 prefix within the Framed-1pv6-Prefix AVP and the UE time zone information
within 3GPP-MS-TimeZone AV P, if available. The PCEF may also include the Access-Network-Charging-
Address and Access-Network-Charging-ldentifier-Gx AV Ps, the SGSN address within either 3GPP-SGSN-
Address AVP or 3GPP-SGSN-Ipv6-Address AV P, the user location information within 3GPP-User-
Location-Info, the Routing Area Identity within RAl AVP, the PLMN id within the 3GPP-SGSN-M CC-
MNC AVP, other user equipment information (if IMEI (SV) not available) within User-Equipment-Info
AVP, AN-Trusted AVP if available and the charging characteristics within 3GPP-Charging-Characteristics
AVP in the CC-Request. Furthermore, if applicable for the IP-CAN type, the PCEF may indicate the support
of network-initiated bearer request procedures by supplying the Network-Request-Support AV P. The PCEF
shall also include the APN-AMBR if available using the APN-Aggregate-Max-Bitrate-DL/UL AVPs or both
the APN-Aggregate-Max-Bitrate-DL/UL AV Ps and the Extended-APN-AMBR-DL/UL AV Ps(as specified in
subclause 4.5.30).

If available, the PCEF shall also provide an indication if the default bearer is requested to be used for IMS

signalling using the Bearer-Usage AVP. If UE provides information of | P flow mobility change, the PCEF
includes I P flow mobility routing rules as defined in clause 4.3a.4 . The PCEF may provide TDF-Information
AVP, if available. The PCEF, based on itslocal configuration, may additionally provide its control plane
address(es) within 3GPP-GGSN-Address AV P and/or 3GPP-GGSN-Ipv6-Address AV P, 3GPP-Selection-
Mode AVP indicating how the APN was selected, Dynamic-Address-Flag AV P and Dynamic-Address-Flag-
Extension AV P defining whether 1P address(es) where statically or dynamically allocated and PDN-
Connection-Charging-ID AV P containing the charging identifier to identify different records belonging to the
same PDN connection. When the PCEF supports the detection and handling of the late arriving requests, the
PCEF shall also include the origination time stamp (if available) within the Origination-Time-Stamp AVP
and the Maximum Wait Time (if available) within the Maximum-Wait-Time AV P as specified in

subclause 4.5.26.

For IP-CAN types that support multiple IP-CAN bearers, the PCEF may provide the Default-EPS-Bearer-
QoS AVP including the ARP and QCI values corresponding to the Default EPS Bearer QoS.

For 3GPP-EPS and 3GPP2 accesses, the PCEF shall provide the |P address(es) (Ipv4 or Ipv6, if available) of
the SGW/AGW within the AN-GW-Address AVP.

For xDSL IP-CAN Type the PCEF may provide the Subscription-ld AVP and shall not provide the RAT
Type AVP, The Logical-Access-ID AVP and the Physical-Access-ID AVP shall be provided.

2) At IP-CAN session modification:

IP-CAN session modification with PCEF-requested rules can occur for various reasons, e.g. when:

- areguest to establish or terminate an |P-CAN bearer occurs;
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- arequest for resource modification occurs,
- anEvent trigger is met.

The PCEF shall send a CC-Request with CC-Request-Type AVP set to the value "UPDATE_REQUEST".
The PCEF may include the Access-Network-Charging-Address and Access-Network-Charging-1dentifier-Gx
AVPsin the CC-Request. For an IP-CAN Session modification where an existing IP-CAN Bearer is
modified, the PCEF shall supply within the PCC rule request the specific event which caused the IP-CAN
session modification (within the Event-Trigger AVP) and any related data affected by the IP-CAN session
modification. Any change in PCC rule status shall be supplied to PCRF within the Charging-Rule-Report
AVP. If UE providesinformation of 1P flow mobility change, the PCEF includes IP flow mobility routing
rules to the PCRF as specified in clause 4.3a.4.

In the case that the UE initiates a resource modification procedure, the PCEF shall include within the CC-
Request the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST and shall include the
Packet-Filter-Operation AV P set as follows, with the amendments as specified in Annex A and Annex B:

- When the UE requests to add filters without any link to existing bearer or existing packet filter, the PCEF
shall set the Packet-Filter-Operation AVP to "ADDITION", and shall include:

- aPacket-Filter-Information AV P for each packet filter requested for addition;
- the QoS-Information AV P to indicate the requested QoS for the new packet filters.

- When the UE requests to add filters, including alink to an existing packet filter, the PCEF shall set the
Packet-Filter-Operation AVP to "ADDITION", and shall include:

- aPacket-Filter-Information AVP for each packet filter requested for addition; and

- one Packet-Filter-Information AVP with only the Packet-Filter-Identifier AVP, set to the value for the
linked existing filter; and

- the QoS-Information AV P to indicate the requested QoS for the new packet filters and the PCC rule
containing the linked packet filter.

- When the UE requests to modify existing packet filter the PCEF shall set the Packet-Filter-Operation
AVPto "MODIFICATION", and shall include:

- aPacket-Filter-Information AV P, including its Packet-Filter-Identifier AVP value, for each modified
packet filter; and

- if the UE request includes modified QoS information the PCEF shall also include the QoS-
Information AV P to indicate the updated QoS for the affected PCC rule(s).

- When the UE requests to modify the QoS associated with existing packet filter(s), without modifying the
filter(s), the PCEF shall set the Packet-Filter-Operation AVP to "MODIFICATION", and shall include:

- one Packet-Filter-Information AV P with only the Packet-Filter-Identifier AVP, set to the value for
each of the affected packet filter(s); and

- the QoS-Information AV P to indicate the updated QoS for the affected PCC rule(s).

- When the UE requests to delete existing packet filter the PCEF shall set the Packet-Filter-Operation AVP
to "DELETION", and shall include:

- aPacket-Filter-Information AV P for each packet filter deleted by the UE. Each Packet-Filter-
Information AVP shall include a packet filter identifier as provided by the PCRF in the PCC rule
within the Packet-Filter-l1dentifier AVP identifying the previously requested packet filter being
deleted; and

- the QoS-Information AV P to indicate the updated QoS for the affected PCC rule(s).

The PCEF shall calculate the requested GBR, for a GBR QCI, as the sum of the previously authorized GBR for the set
of affected PCC rules, containing one or more affected packet filter, adjusted with the difference between the requested
GBR for the bearer and previously negotiated GBR for the bearer. For the UE reguest to add filters, without providing
any link to an existing filter, the GBR as requested by the UE for those filters shall be used.
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If the request coversall the PCC rules with a bearer binding to the same bearer, then the PCEF may request a change to
the QCI for existing packet filters.

A PCCruleis affected if one or more previously assigned packet filter identifiers for filters within the rule are included
with the Packet-Filter-ldentifier AV P within the request.

For the purpose of adding or modifying a packet filter, the Packet-Filter-Information AV P shall include the packet filter
precedence information within the Precedence AV P and the Packet-Filter-Content, ToS-Traffic-Class, Security-
Parameter-Index, Flow-Label and Flow-Direction AV Ps set to the value(s) describing the packet filter provided by the
UE.

PCC rules can aso be requested as a consequence of afailure in the PCC rule installation/activation or enforcement
without requiring an Event-Trigger. See clause 4.5.12.

NOTE 3: The UE signalling with the network is governed by the applicable NAS signalling TS. The NAS
3GPP TS for a specific access may restrict the UE possibilities to make requests compared to what is
stated above.

If the PCRF is, due to incomplete, erroneous or missing information (e.g. QoS, SGSN address, RAT type, TFT,
subscriber information) not able to provision apolicy decision as response to the request for PCC rules by the PCEF,
the PCRF may reject the request using a CC Answer with the Gx experimental result code
DIAMETER_ERROR_INITIAL_PARAMETERS (5140). If the PCEF receives a CC Answer with this code, the PCEF
shall reject the IP-CAN session establishment or modification that initiated the CC Request.

If the PCRF detects that the packet filters in the request for new PCC rules received from the PCEF is covered by the
packet filters of outstanding PCC rules that the PCRF is provisioning to the PCEF, the PCRF may reject the request
using a CC-Answer with the Gx experimental result code DIAMETER_ERROR_CONFLICTING_REQUEST (5147).
If the PCEF receives a CC-Answer with this code, the PCEF shall reject the IP-CAN session modification that initiated
the CC-Request.

If the PCRF does not accept one or more of the traffic mapping filters provided by the PCEF in a CC Request (e.g.
because the PCRF does not allow the UE to request enhanced QoS for services not known to the PCRF), the PCRF shall
reject the request using a CC Answer with the Gx experimental result code

DIAMETER_ERROR_TRAFFIC_ MAPPING_INFO_REJECTED (5144). If the PCEF receives a CC Answer with this
code, the PCEF shall reject the IP-CAN session establishment or modification that initiated the CC Request.

The PCRF shall not combine a rejection with provisioning of PCC rule operations in the same CC Answer.
45.2 Provisioning of PCC rules

4520 Overview

The PCRF shall indicate, via the Gx reference point, PCC rules to be applied at the PCEF. This may be using one of the
following procedures:

- PULL procedure (Provisioning solicited by the PCEF): In response to a request for PCC rules being made by the
PCEF, as described in the preceding section, the PCRF shall provision PCC rulesin the CC-Answer; or

- PUSH procedure (Unsolicited provisioning): The PCRF may decide to provision PCC rules without obtaining a
reguest from the PCEF, e.g. in response to information provided to the PCRF via the Rx reference point, or in
response to an internal trigger within the PCRF. To provision PCC rules without a request from the PCEF, the
PCRF shall include these PCC rulesin an RA-Request message. No CCR/CCA messages are triggered by this
RA-Reqguest. The PCRF should NOT send a new RA-Request command to the PCEF until the previous RA-
Request has been acknowledged for the same IP-CAN session.

For each request from the PCEF or upon the unsolicited provision the PCRF shall provision zero or more PCC rules.
The PCRF may perform an operation on a single PCC rule by one of the following means:

- Toactivate or deactivate a PCC rule that is predefined at the PCEF, the PCRF shall provision areference to this
PCC rule within a Charging-Rule-Name AV P and indicate the required action by choosing either the Charging-
Rule-Install AVP or the Charging-Rule-Remove AVP.

- Toinstall or modify a PCRF-provisioned PCC rule, the PCRF shall provision a corresponding Charging-Rule-
Definition AVP within a Charging-Rule-Install AVP.
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- Toremove aPCC rule which has previously been provisioned by the PCRF, the PCRF shall provision the name
of this PCC rule as value of a Charging-Rule-Name AV P within a Charging-Rule-Remove AVP.

- If, for certain accesses, the PCRF performs the bearer binding, the PCRF may move previously installed or
activated PCC rules from one IP CAN bearer to another IP CAN bearer. See annex A for further details.

As an dternative to providing asingle PCC rule, the PCRF may provide a Charging-Rule-Base-Name AVP within a
Charging-Rule-Install AVP or the Charging-Rule-Remove AV P as areference to a group of PCC rules predefined at the
PCEF. With a Charging-Rule-Install AVP, a predefined group of PCC rulesis activated. With a Charging-Rule-Remove
AVP, apredefined group of PCC rules is deactivated.

The PCRF may combine multiple of the above PCC rule operations in a single command.

When the UE initiates a resource modification procedure, the PCRF shall provision PCC rule(s) that are only related to
the UE's resource modification in the corresponding CCA command.

To activate a predefined PCC rule at the PCEF, the rule name within a Charging-Rule-Name AV P shall be supplied
within a Charging-Rule-Install AVP as areference to the predefined rule. To activate a group of predefined PCC rules
within the PCEF (e.g. gold users or gaming services) a Charging-Rule-Base-Name AV P shall be supplied within a
Charging-Rule-Install AV P as areference to the group of predefined PCC rules.

Toinstall anew or modify an aready installed PCRF defined PCC rule, the Charging-Rule-Definition AVP shall be
used. If a PCC rule with the same rule name, as supplied in the Charging-Rule-Name AV P within the Charging-Rule-
Definition AVP, aready exists at the PCEF, the new PCC rule shall update the currently installed rule. If the existing
PCC rule aready has attributes also included in the new PCC rule definition, the existing attributes shall be overwritten.
Any attribute in the existing PCC rule not included in the new PCC rule definition shall remain valid.

If no PCC rule(s) with uplink packet filters that are provided to the UE are bound to a bearer which requires traffic
mapping information (according to the rules as defined in 3GPP TS 23.060 [17]), the PCEF shall derive traffic mapping
information based on implementation specific logic (e.g. traffic mapping information that effectively disallows any
useful packet flows in uplink direction as described in clause 15.3.3.4 of 3GPP TS 23.060 [17]) and shall provideit to
the UE.

NOTE 1: For GPRS and EPS, the state of TFT packet filters, as defined in 3GPP TS 23.060 [17], for an IP-CAN
session requires that there is at most one bearer with no traffic mapping information TFT packet filter for
the uplink direction.

NOTE 2: For adefault bearer, the PCEF will not add traffic mapping information that effectively disallows any
useful packet flowsin uplink direction on its own.

Upon installation or activation of a PCC rule, the PCEF shall then perform the bearer binding according to clause 5.4 in
3GPP TS 29.213[8] and use the select IP CAN bearer for the new PCC rule.

Upon the same modification of the QCI and/or ARP of all the PCC rules bound to the same bearer, the PCEF should
modify the QCI and/or ARP for that bearer.

Provisioning of predefined PCC rules upon invocation/revocation of an MPS service shall be done according to
clause 5.3in 3GPP TS 29.213[8].

Further details of the binding mechanism can be found in 3GPP TS 29.213 [8].

For deactivating single predefined or removing PCRF-provided PCC rules, the Charging-Rule-Name AVP shall be
supplied within a Charging-Rule-Remove AVP. For deactivating a group of predefined PCC rules, the Charging-Rule-
Base-Name AVP shall be supplied within a Charging-Rule-Remove AVP.

NOTE 3: When deactivating a predefined PCC rule that is activated in more than one |P-CAN bearers, the
predefined PCC rule is deactivated simultaneously in all the IP-CAN bearers where it was previously
activated.

The PCRF may request the PCEF to confirm that the resources associated to a PCC rule are successfully alocated. To
do so the PCRF shall provide the Event-Trigger AV P with the value SUCCESSFUL_RESOURCE_ALLOCATION
(22) if the event trigger is not previoudly set. In addition the PCRF shall install the rules that need resource allocation
confirmation by including the Resource-Allocation-Notification AVP with the value ENABLE_NOTIFICATION (0)
within the corresponding Charging-Rule-Install AVP. If a Charging-Rule-Install AV P does not include the Resource-
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Allocation-Natification AVP, the resource allocation shall not be notified by the PCEF even if this AVP was present in
previous installations of the same rule.

NOTE 4: The PCEF reporting the successful installation of PCC rules using RAA command means that the PCC
rules are installed but the bearer binding or QoS resource reservation may not yet be completed, see
3GPPTS29.213[8].

If Enh-RAN-NAS-Cause feature is supported, the PCRF may request the PCEF to report the outcome of the release of
resources related to a PCC rule. To do so the PCRF shall provide the Event-Trigger AVP with the value
RESOURCE_RELEASE (53) if the event trigger is not previoudy set. In addition the PCRF shall provide the
Resource-Release-Notification AVP with the value ENABLE_NOTIFICATION (0) with the corresponding Charging-
Rule-Remove AVP. If a Charging-Rule-Remove AV P does not include the Resource-Release-Notification AVP, the
outcome of the resource release shall not be notified by the PCEF. The PCRF shall maintain the PCC rules for which
release confirmation is required until the PCEF notifies about the resource rel ease outcome.

If the provisioning of PCC rulesfails, the PCEF informs the PCRF as described in clause 4.5.12 PCC Rule Error
Handling. Depending on the cause, the PCRF may decide if re-installation, modification, removal of PCC rules or any
other action applies.

If the PCRF is unable to create a PCC rule for the response to the CC Request by the PCEF, the PCRF may reject the
request as described in clause 4.5.1.

If the PCRF receives arequest for PCC rules for an IP-CAN session from the PCEF, or arequest for QoS rulesfor a
gateway control session from the BBERF, while no suitable authorized PCC rules are configured in the PCRF or can be
derived from service information provisioned by an AF, the PCRF shall check the set of servicesthe user is allowed to
access.

If the user is not allowed to access AF session based services, the PCRF shall check whether the user is allowed to
request resources for services not known to the PCRF and whether the requested QoS and/or packet filters can be
authorized. If thisisthe case, the PCRF shall provide a PCC rule to authorize the UE requested QoS and packet filters
that were received as part of the request for PCC/QoS rules. The service data flow description shall be derived from the
packet filter information. If the user is not allowed to request resources for services not known to the PCRF, the PCRF
shall reject the request.

If the user is allowed to access AF session based services, the PCRF may, depending e.g. on the user's subscription
details or operator policy, authorise the requested QoS for atimer supervised grace period (the timer started by the
PCRF either by the request from the PCEF or from the BBERF) to wait for AF service information. If an AF session
bound to the same IP-CAN session is ongoing and only preliminary service information was received within this AF
session, the PCRF shall base the authorization of the requested QoS on the preliminary service information.

NOTE 5: This scenario can for instance be encountered for a UE terminated IM S session establishment or
modification with UE initiated resource reservation, refer to 3GPP TS 29.214 [10]. If the PCRF does not
authorize arequest for PCC/QoS rules in this scenario, the IMS session setup can fail.

NOTE 6: During the grace period, the QoS and packet filters requested by the UE need to be authorized even if the
user is not allowed to request for resources for services not known to the PCRF or if the requested QCI is
not allowed for services not known to the PCRF as it is not clear at this point in time whether the UE
resource request belongs to an AF session or to a service not known to the PCRF.

If the preliminary service information isinsufficient to construct appropriate PCC rules or no preliminary service
information is available, the PCRF shall provide preliminary PCC rules to authorize the UE requested QoS and packet
filters. Therefore, the preliminary PCC rules shall contain wildcarded flow description or flow description derived from
possible packet filters received as part of the request for PCC/QoS rules. The PCRF may apply a dedicated charging key
value to indicate to the charging subsystem that the charging key is preliminary and may be corrected later on.

NOTE 7: With the dedicated charging key, the PCRF instructs the charging subsystem to recal culate the applicable
charge for the time when the dedicated charging key value was applied once the dedicated charging key
value is replaced with some other value in a new provisioning of PCC rules. For example, if online
charging applies, Session Charging with Unit Reservation (SCUR) can be used .When the charging key
changes, the PCEF will return initially reserved credit units and the OCS then can recalcul ate the
consumed credit units applying the rate derived from the new other charging key value and update the
user's credit accordingly.

NOTE 8: A preliminary PCC ruleisanormal PCC rule containing preliminary information.
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If the PCRF receives AF service information while the timer-supervised grace period is running, the PCRF shall stop
the timer and may derive authorized PCC rules from this service information and update or replace the preliminary PCC
rules that were previously provided for the UE requested QoS and packet filters, for instance by choosing service
specific QoS parameters and charging keys.

NOTE 9: The dedicated preliminary charging key value that was previously provided by the PCRF instructs the
charging subsystem to recal culate the applicable charge when the new service specific charging key is
provided. The recalculation covers the time when the previous dedicated charging key value was active.
The new service specific charging key is applied from that time onwards.

If the timer expires and the PCRF has not received any AF service information, the PCRF should apply the policy for
services not known to the PCRF and may downgrade or revoke the authorization for the preliminary PCC/QoS rules
(previoudly provided for the UE requested QoS and packet filters) in accordance with the policy for services not known
to the PCRF. The PCRF should adjust the charging keys within the PCC rules and should downgrade the authorized
QoS to the alowed value for the services not known to the PCRF, if required.

For the case where the BBERF requests QoS rules from the PCRF, the PCRF derives the QoS rules from the PCC rules
and provisions the QoS rules to the BBERF according to clause 4a.5.2.

If the IP flow mobility is supported and the tariff depends on what access network isin use for the service data flow,
then the PCRF may set the charging key of the PCC rule in accordance with the access network in use.

If the PCRF retrieves the corresponding transfer policy from the SPR based on the Reference Id provided by the AF, the
PCRF shall take the transfer policy as input for policy decisions (e.g. setting the charging key equal to the charging key
of the transfer policy, rule activation/deactivation time according to the time window).

If the PCRF receives IMS service information (e.g. codec) over the Rx interface and the QoS mapping procedures
defined in 3GPP TS 29.213 [8] subclause 6.3 for the received service information result in a QCI of 1 associated with
the corresponding flows, then if the RAN-Support-Info feature is supported and if local policy alows, the PCRF shall,
for those flows associated with QCI of 1, send the downlink maximum packet loss rate (i.e. the Max-PLR-DL AVP)
and/or the uplink maximum packet loss rate (i.e. the Max-PLR-UL AV P) within the Charging-Rule-Definition AVP to
the PCEF.

NOTE 10:Based on local configuration, the PCRF sets the downlink and uplink maximum packet loss rates
corresponding to either the most robust codec mode or the least robust codec mode of the negotiated set
in each direction.

4521 Selecting a PCC rule for Uplink IP packets

If PCC is enabled, the PCEF shall select the applicable PCC rule for each received uplink | P packet within an IP CAN
bearer by evaluating the packet against uplink service data flow template of PCRF-provided or predefined active PCC
rules assigned to this IP CAN bearer.

PCC rules shall be assigned to an IP CAN bearer via bearer binding; PCC Rules that contain an application identifier
may be assigned to other bearer(s) with non-GBR QCI (e.g. the default bearer) in addition to the bearer where the PCC
rule is bound to.

NOTE 1. The PCEF usesimplementation specific logic to assign PCC Rules that contain an application identifier
to additional bearer(s) for uplink bearer binding verification, i.e. to determine for what bearers the uplink
service data flow detection applies. When PCC rules with application detection filters cannot be used to
generate traffic mapping information for the UE, the application detection may need to inspect traffic on
multiple bearers. The uplink traffic will get the QoS of the bearer carrying the traffic. The QCI of the
bearer may therefore be different than the QCI of the PCC rule detecting the service data flow. The
charging and other enforcement functions performed by the PCEF will still be carried out based on
parameters of the PCC rule detecting the service data flow. In case the PCC rule contains a GBR QCI, the
GBR resource reservation will only apply on the bearer where the PCC rule is bound to. The PCRF can
prevent that uplink GBR resources are reserved by providing an uplink GBR value of zero in the PCC
rule.

For PCC rules that contain service data flow filters, the evaluation of packets against the service data flow templates
shall be done in the order of the precedence of the PCC rules. When a packet matches a service data flow template, the
packet matching process for that packet is completed, and the PCC rule for that filter shall be applied.
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For PCC rules that contain an application identifier (i.e. that refer to an application detection filter), the order and the
details of the application detection are implementation specific. Once an application has been detected, the PCC rule
shall however be applied under consideration of the PCC rule precedence, i.e. when multiple PCC rules overlap
(regardless of whether they contain service data flow filters or an application identifier), only the PCC rule with the
highest precedence shall be applied and the packet matching process for that packet is completed.

When a PCRF-provided PCC rule and a predefined PCC rule have the same precedence, the uplink service data flow
templates of the PCRF-provided PCC rule shall be applied.

Uplink 1P packets which do not match any PCC rule assigned to the corresponding IP CAN bearer shall be silently
discarded.

4522 Selecting a PCC rule and IP CAN Bearer for Downlink IP packets

If PCC is enabled, the PCEF shall select a PCC rule for each received downlink P packet within an IP CAN session by
evaluating the packet against downlink service data flow templates of PCRF-provided or predefined active PCC rules of
al IP CAN bearers of the IP CAN session.

In case tunnelling from the TDF is used, the downlink packets marked with the corresponding DL DSCP value carried
in the inner 1P header, as specified in clause 4b.5.14, shall be evaluated against downlink service data flow templates of
PCRF-provided or predefined active PCC rules of al IP-CAN bearers of the IP-CAN session.

For PCC rules that contain service data flow filters, the evaluation of packets against the service data flow templates
shall be done in the order of the precedence of the PCC rules. When a packet matches a service data flow template, the
packet matching process for that packet is completed, and the PCC rule for that template shall be applied.

For PCC rules that contain an application identifier (i.e. that refer to an application detection filter), the order and the
details of the application detection are implementation specific. Once an application has been detected, the PCC rule
shall however be applied under consideration of the PCC rule precedence, i.e. when multiple PCC rules overlap
(regardless of whether they contain service data flow filters or an application identifier), only the PCC rule with the
highest precedence shall be applied and the packet matching process for that packet is completed.

When a PCRF-provided PCC rule and a predefined PCC rule have the same precedence, the downlink service data
flow template of the PCRF-provided PCC rule shall be applied.

The Downlink 1P Packet shall be transported within the IP CAN bearer where the selected PCC rule is mapped.

Downlink 1P packets which do not match any PCC rule of the IP CAN session shall be silently discarded.

4523 Gate function

The Gate Function represents a user plane function enabling or disabling the forwarding of 1P packets belonging to a
service dataflow. A gate is described within a PCC rule. If the PCC rule contains Flow-Information AV P(s) applicable
for uplink IP flows, it shall describe a gate for the corresponding uplink 1P flows. If the PCC rule contains Flow-
Information AV P(s) applicable for downlink IP flows, it shall describe a gate for the corresponding downlink 1P flows.
If the PCC rule contains the application identifier, it shall describe a gate for the corresponding detected application
traffic. The Flow-Status AV P of the PCC rule shall describe if the possible uplink and possible downlink gate is opened
or closed.

The commands to open or close the gate shall lead to the enabling or disabling of the passage for corresponding |P
packets. If the gateis closed all packets of the related |P flows shall be dropped. If the gate is opened the packets of the
related I P flows are allowed to be forwarded.

45.2.4 Policy enforcement for "Authorized QoS" per PCC Rule

The PCRF can provide the authorized QoS for a PCC rule to the PCEF. The Provisioning of authorized QoS per PCC
Rule shall be performed using the PCC rule provisioning procedure. For a PCRF-provided PCC rule, the " Authorized
QoS" shall be encoded using a QoS-Information AV P within the Charging-Rule-Definition AVP of the PCC rule. If
"Authorized QoS" is provided for a PCC rule, the PCEF shall enforce the corresponding policy.

The PCRF may indicate that the PCEF may apply resource sharing for one or more PCC rules with a GBR QCI.
See also clause 4.5.5.
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45.2.5 Usage Monitoring Control
Usage monitoring may be performed for service data flows associated with one or more PCC rules.

The provisioning of usage monitoring control per PCC rule shall be performed using the PCC rule provisioning
procedure. For a PCRF-provided PCC rule, the monitoring key shall be set using the Monitoring-Key AVP within the
Charging-Rule-Definition AV P of the PCC rule. For a predefined PCC rule, the monitoring key shall be included in the
rule definition at the PCEF. Usage monitoring shall be activated both for service data flows associated with predefined
PCC rules and dynamic PCC rules, including rules with deferred activation and/or deactivation times while those rules
are active.

NOTE: Itisrecommended that the same traffic is not monitored by both PCC rulesin the PCEF and ADC rulesin
the TDF with active usage monitoring at the same time. This avoids double counting.

4526 Redirect function

The PCRF may provide the redirect instruction for a dynamic PCC rule to the PCEF enhanced with ADC. The
Provisioning shall be performed using the PCC rule provisioning procedure. The redirect instruction shall be encoded
using a Redirect-1nformation AV P within the Charging-Rule-Definition AVP of the dynamic PCC rule.

For adynamic PCC rule, the redirect address may be provided as part of the dynamic PCC rule or may be preconfigured
in the PCEF. A redirect destination provided within the Redirect-Server-Address AVP in a dynamic PCC Rule shall
override the redirect destination preconfigured in the PCEF for this PCC rule.

NOTE: The PCEF usesthe preconfigured redirection address only if it can be applied to the application traffic
being detected, e.g. the redirection destination address could be preconfigured on a per application
identifier basis.

If Redirect-Information AV P is provided for adynamic PCC rule, the PCEF shall implement the redirection for the
detected application's uplink traffic. If the Redirect-Server-Address AV P is provided within the Redirect-1nformation
AVP and the Redirect-Support AVP is not set to REDIRECTION_DISABLED, the PCEF shall redirect the detected
application's uplink traffic to this address. In this case, the redirect address type (e.g. Ipv4, 1pv6 or URL) shall be
defined by the Redirect-Address-Type AVP. If the Redirect-Server-Address AVP is not provided, the redirection
address preconfigured in the PCEF shall be used instead. If the Redirect-Server-Address AVP is not provided and the
redirection address is not preconfigured in the PCEF for this PCC rule, the PCEF shall perform PCC Rule Error
Handling as specified in clause 4.5.12.

When the PCRF wants to disable the redirect function for an aready installed PCC Rule, the PCRF shall update the
PCC rule including the Redirect-Information AV P with Redirect-Support AV P set to REDIRECTION_DISABLED.

45.2.7 Support for DSCP marking of downlink packets at the TDF

In order to support policy and charging control in the downlink direction by the PCEF for an application detected and
marked by the TDF as specified in clause 4b.5.14, the PCRF may either install a corresponding dynamic PCC Rule or
activate a pre-defined PCC rule, which identifies traffic based on the corresponding DSCP value (provided by the ToS-
Traffic Class AV P within the Flow-Information AV P).

NOTE: Thissolution is particularly useful for QoS enforcement in the downlink direction procedures performed
by the PCEF. The TDF may still perform application detection and control as per received ADC Rules,
including application detection reporting to the PCRF, enforcement control, usage monitoring control and
charging, while applying DSCP marking. The PCEF may also perform then policy and charging control
in the downlink direction.

45.2.8 Traffic Steering Control support
This procedure takes place if the TSC feature as defined in subclause 5.4.1 is supported.

The PCRF may instruct the PCEF to apply atraffic steering control which consists of applying a specific (S)Gi-LAN
traffic steering policy for the traffic detected based on application level information or service data flow level
information. The PCRF achieves this by providing the Charging-Rule-Definition AV P within the Charging-Rule-Install
AVP (s) with the corresponding parameters as follows:

- either the application to be detected is identified by the TDF-Application-ldentifier AVP or

- the service data flow to be detected is identified by the Flow-Information AVP(s)
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- and thetraffic steering policy identifier(s) within the Traffic-Steering-Policy-ldentifier-DL AV P and/or Traffic-
Steering-Policy-ldentifier-UL AVP.

The PCRF may also provision the traffic steering control information by activating the pre-defined PCC rule(s) in the
PCEF.

When a combination of PCEF with traffic steering control feature and TSSF is deployed, the PCEF shall behave as
specified in subclause 6.1.17 of 3GPP TS 23.203 [7]. In this case, the PCRF shall include the packet marking
information within the Traffic-Steering-Policy-1dentifier-DL AV P and/or Traffic-Steering-Policy-ldentifier-UL AVP
included within the Charging-Rule-Definition AVP. The PCRF shall ensure that the value included in these AVP(s) is
aligned with the traffic detection information provided over the St reference point. That is, it shall ensure that the value
is the same as the applicable value provided as part of the service data flow information or as the value(s) configured in
the TSSF referred by the application identifier. See subclause 4¢.4.1 in this Technical Specification for the detailsin the
Diameter based St reference point. See 3GPP TS 29.155 [52] for the details in the REST based St reference point.

NOTE: The PCRF and the PCEF are configured with the packet marking and forwarding mechanism to be
applied in the PCEF. Thisinformation will be aligned with the information configured in the TSSF for
traffic detection. The flow information provided over St reference point can be used for traffic detection
at the TSSF when the PCEF is configured to do packet marking and forwarding using e.g. ToS valuein
the IP header. The Application Identifier provided over St reference point can be used when the PCEF is
configured to do packet marking and forwarding using e.g. GRE or NSH.

The PCEF shall enforce the traffic steering policy as defined in subclause 4.4.2.

4.5.3 Provisioning of Event Triggers

The PCRF may provide one or several event triggers within one or several Event-Trigger AV P to the PCEF using the
PCC rule provision procedure. Event triggers may be used to determine which IP-CAN session modification or specific
event causes the PCEF to re-request PCC rules. Although event trigger reporting from PCEF to PCRF can apply for an
IP CAN session or bearer depending on the particular event, provisioning of event triggers will be done at session level.
The Event-Trigger AVP may be provided in combination with the initial or subsequent PCC rule provisioning.

NOTE 1: There are event triggers that will only take effect when additional information is provided. The PCRF
may provide the additional information together with the event trigger or in subsegquent PCC rule
provisioning.The PCEF will only report those event triggers when the related datais available.

The PCRF may add new event triggers or remove the already provided ones at each request from the PCEF or upon the
unsolicited provision from the PCRF. In order to do so, the PCRF shall provide the new complete list of applicable
event triggers including the needed provisioned Event-Trigger AVPsin the CCA or RAR commands.

The PCRF may remove all previously provided event triggers by providing the Event-Trigger AV P set to the value
NO_EVENT_TRIGGERS. When an Event-Trigger AVP is provided with this value, no other Event-Trigger AVP shall
be provided in the CCA or RAR command. Upon reception of an Event-Trigger AV P with this value, the PCEF shall
not inform PCRF of any event except for those events that are always reported and do not require provisioning from the
PCRF.

If no Event-Trigger AVP isincluded in a CCA or RAR operation, any previously provisioned event trigger will be still
applicable. Unless otherwise stated for a certain event trigger, the PCRF shall be able to modify the data related to an
event trigger without providing again a previously provisioned event trigger if such event trigger is still armed.

There are event triggers that are required to be unconditionally reported from the PCEF to the PCRF as specified in
clause 5.3.7 even though the PCRF has not provisioned them to the PCEF.

45.4 Provisioning of charging related information for the IP-CAN session

454.1 Provisioning of Charging Addresses

In combination with the initial PCC rule provisioning only, the PCRF may provide OFCS and/or OCS addresses within
a Charging-Information AV P to the PCEF defining the offline and online charging system addresses respectively. These
shall overwrite any predefined addresses at the PCEF. Both primary and secondary addresses for OFCS and/or OCS
shall be provided simultaneously. Provisioning OFCS or OCS addresses without PCC rules for offline or online charged
service data flows, respectively, shall not be considered as an error since such PCC rules may be provided in later
provisioning.
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If no OCS addressis available at the PCEF (i.e. no predefined OCS addresses, and no OCS addresses supplied by the
PCRF and/or by the Charging Characteristics), the PCEF shall use the IMSI (MNC and MCC values) of the user to
construct the OCS Home network domain name as specified in 3GPP TS 23.003 [25], clause 25.

45.4.2 Provisioning of Default Charging Method

The default charging method indicates what charging method shall be used for every PCC rule where the charging
method is omitted. The PCEF may have a pre-configured Default charging method.

Upon theinitia interaction with the PCRF, the PCEF shall provide the pre-configured Default charging method if
available within the Online AV P and/or Offline AV P embedded directly within the CCR command to the PCRF.

Upon theinitia interaction with the PCEF, the PCRF may provide default charging method within the Online AVP or
Offline AVP embedded directly within the CCA command to the PCEF. The default charging method provided by the
PCRF shall overwrite any predefined default charging method at the PCEF.

4543 Void

454.4 Provisioning of Access Network Charging Identifier

When the Access-Network-Charging-1dentifier-Gx AVP is unknown for an AF session to the PCRF, the PCRF may
request the PCEF to provide the Access-Network-Charging-ldentifier-Gx AV P associated to dynamic PCC rules. To do
so, the PCRF shall provide the Event-Trigger AVP with the value CHARGING_CORRELATION_EXCHANGE (28) if
the event trigger is not previously set and the Charging-Correlation-Indicator AVP indicating
CHARGING_IDENTIFIER_REQUIRED within the Charging-Rule-Install AVP.

The PCRF shall interpret that the Access-Network-Charging-ldentifier-Gx AVP is known as follows:

- For case 1, when the Access-Network-Charging-ldentifier-Gx AVP isreceived and includes the IP-CAN-
Session-Charging-Scope AVP;

- For case 2a and case 2b when the Access-Network-Charging-ldentifier-Gx AVP isreceived.

If the Event-Trigger AV P with the vadlue CHARGING_CORRELATION_EXCHANGE (28) has been provided to the
PCEF, the PCEF shall include the access network charging identifier that the PCEF has assigned for the dynamic PCC
Rules within the Access-Network-Charging-Identifier-Gx where the Charging-Correlation-Indicator AVP indicated
CHARGING_IDENTIFIER_REQUIRED.

NOTE: ThePCRF indicates CHARGING_IDENTIFIER_REQUIRED in the Charging-Correlation-Indicator
AVP for the dynamic PCC rules related to the flows for which the AF has requested a notification about
Access Network Charging Information, according to 3GPP TS 29.214 [10].

4.5.5 Provisioning and Policy Enforcement of Authorized QoS
4.5.5.0 Overview

The PCRF may provide authorized QoS to the PCEF.

The authorized QoS shall be provisioned within a CCA or RAR Diameter message as QoS-Information AVP. The
provisioning of the authorized QoS (which is composed of QCI, ARP and bitrates) is performed from the PCRF to the
PCEF. The authorized QoS can refer to a PCC rule, to an IP CAN bearer, to a QCl or to an APN.

- When the authorized QoS appliesto an IP CAN bearer, it shall be provisioned outside a Charging-Rule-
Definition AVP and it shall also include the Bearer-Identifier AV P to indicate what bearer it applies to.

- When the authorized QoS appliesto a PCC rule, it shall be provisioned within the corresponding PCC rule by
including the QoS-Information AV P within the Charging-Rule-Definition AVP. The QoS-Information AVP
shall not contain a Bearer-ldentifier AVP.

- When the authorized QoS for a PCC rule with a GBR QCI is candidate for resource sharing an instruction on the
allowed sharing may be provisioned within the Charging-Rule-Definition AV P by including Sharing-Key-UL
AVP and/or Sharing-Key-DL AVP.

- When the authorized QoS applies to QCI, authorised MBR per QCI is supplied. In such a case the authorized
QoS shall be provisioned outside a Charging-Rule-Definition AVP at the command level. This case applies only
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for IP-CAN types that support non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRS access). Its
applicability is specified in annex A.

- When the authorized QoS appliesto an APN, authorised APN-Aggregate-Max-Bitrate-UL/DL AVPs or
Extended-APN-AMBR-UL/DL AVPs (see subclause 4.5.30)is supplied. In such a case the authorized QoS shall
be provisioned outside a Charging-Rule-Definition AVP at command level.

- When the authorized QoS applies to the default EPS bearer it shall be provisioned within the Default-EPS-
Bearer-QoS AVP.

Authorized QoS at IP-CAN bearer level is access specific. See Annex A for further details.
The authorized QoS provides appropriate values for the resources to be enforced.

The authorized QoS for a PCC rule is arequest for alocating the corresponding resources, and the authorized QoS for a
QCl isarequest for an upper limit for the MBR that the PCEF assigns to non-GBR bearers with that QCI.

The Provisioning of authorized QoS per PCC ruleis a part of PCC rule provisioning procedure.

If the PCEF cannot allocate any of the resources as authorized by the PCRF, the PCEF informs the PCRF and acts as
described in clause 4.5.12 PCC Rule Error handling.

The PCEF isresponsible for enforcing the policy based authorization.

QoS authorization information may be dynamically provisioned by the PCRF or it can be a pre-defined PCC rule in the
PCEF. Moreover, all the parameters of the authorized QoS can be changed, but no order is defined for QCI.

NOTE 1: A change of QCls cannot be described as an upgrade or downgrade and also no QCI can be referred to as
the higher or lower.Whether the QCI is permitted to be changed or not is subject to both operator policies
and normal restrictions on changing from a non-GBR QCI vaue to GBR QCI value on adefault bearer.

NOTE 2: All attributes of the ARP QoS parameter can be changed but only the ARP priority level represents an
ordered range of values. The ARP priority level attribute represents the actual priority for the service/user
with the value 1 as the highest and can thus be upgraded and downgraded.

The PCEF shall make sure that the total QoS information of the PCC rules for one IP-CAN bearer does not exceed the
authorized QoS information, i.e. the information received from the PCRF.

If the PCRF is unable to make a decision for the response to the CC-Request by the PCEF, the PCRF may reject the
request as described in clause 4.5.1.

4.5.5.0a Provisioning of authorized QoS per IP CAN bearer

The authorized QoS per IP-CAN bearer is used if the bearer binding is performed by the PCRF (as defined in
3GPP TS 29.213[8]). Provisioning of authorized QoS per IP-CAN bearer is access specific. See Annex A for further
details.

455.1 Policy enforcement for authorized QoS per IP CAN bearer

The PCEF is responsible for enforcing the policy based authorization, i.e. to ensure that the requested QoSisin-line
with the " Authorized QoS" per IP CAN Bearer. Policy enforcement of authorized QoS per IP-CAN bearer is access
specific. See Annex A for further details.

455.2 Policy provisioning for authorized QoS per service data flow

The Provisioning of authorized QoS per service data flow is apart of PCC rule provisioning procedure, as described in
clause 4.5.2.0.

The authorized QoS per service data flow shall be provisioned within the corresponding PCC rule by including the
QoS-Information AV P within the Charging-Rule-Definition AVP in the CCA or RAR commands. This QoS-
Information AV P shall not contain a Bearer-ldentifier AVP.

If the PCRF wants to ensure that a PCC Rule is always bound to the default bearer, the policy provisioning for the
related authorized QoS shall be done as described in subclause 4.5.5.13.
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455.3 Policy enforcement for authorized QoS per service data flow

If an authorized QoS is defined for a PCC rule, the PCEF shall limit the data rate of the service data flow corresponding
to that PCC rule not to exceed the maximum authorized bandwidth for the PCC rule by discarding packets exceeding
the limit.

NOTE 1: In order to support services that generate media with variable bitrate (e.g. video), the policing functionin
the PCEF could need to measure the enforced MBR with a diding window that averages over a suitable
time period. For example, for MTSI media, 3GPP TS 26.114 [57] recommends a default period of 2
seconds and provides further considerations regarding suitable time periods for speech and video.

The PCEF shall reserve the resources necessary for the guaranteed bitrate for the PCC rule upon receipt of a PCC rule
provisioning including QoS information. For GBR bearers the PCEF should set the bearer's GBR to the sum of the
GBRsof all PCC rulesthat are active/installed and bound to that GBR bearer. For GBR bearers the PCEF should set the
bearer's MBR to the sum of the MBRs of all PCC rulesthat are active/installed and bound to that GBR bearer.

NOTE 2: Since the PCRF controls the GBR value in the PCC rule, the PCRF can prevent that uplink GBR
resources are reserved by providing an uplink GBR value of zero for that PCC rule This may be useful
e.g. for aPCC rule with application identifier as the uplink traffic can be received in other bearers than
the one the PCC ruleis bound to.

For non-GBR bearers, when the IP-CAN type supports non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRYS),
the PCEF may also set the bearer's MBR to the sum of the MBRs of al PCC rulesthat are active and bound to that non-
GBR bearer unless that sum exceeds a possibly provisioned authorized QoS per QCI for the bearer's QCI (see
clause 4.5.5.6). If an authorized QoS per QCI has been provisioned for the bearer's QCI, the PCEF should set the
bearer's MBR to the corresponding MBR. The access-specific BS Manager (asincluded in 3GPP TS 29.213 [8]) within
the PCEF receives the authorised access-specific QoS information from the Trand ation/mapping function. Then the
PCEF shall start the needed procedures to ensure that the provisioned resources are according to the authorized val ues.
This may imply that the PCEF needs to request the establishment of new IP CAN bearer(s) or the modification of
existing |P CAN bearer(s). If the enforcement is not successful, the PCEF shall inform the PCRF as described in
clause 4.5.5.0.

Upon deactivation or removal of a PCC rule, the PCEF shall free the resources reserved for that PCC rule.

If the PCRF has indicated that a service data flow needs to be bound to the default bearer, the policy enforcement for
the authorized QoS for the corresponding service data flow shall be done according to subclause 4.5.5.13.

4554 Coordination of authorized QoS scopes in mixed mode
Coordination of authorized QoS scopes in mixed mode is access specific. See Annex A for further details.
4555 Provisioning of authorized QoS per QCI

When the IP-CAN type supports non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRS) the PCRF may
provision an authorized QoS per QCI for non-GBR bearer QCI values. The PCRF shall not provision an authorized QoS
per QCI for GBR bearer QCI values.

The authorized QoS per QCI shall be provisioned at RAR or CCA command level using the QoS-Information AVP
with the QoS-Class-Identifier AVP and the Maximum-Requested-Bandwidth-UL AV P and/or the Maximum-
Requested-Bandwidth-DL AV P. The Guaranteed Bitrate values shall not be filled up. Multiple QoS-Information AV Ps
can be used for assigning authorized QoS for several QCls with one command. The authorized QoS per QCI may be
provisioned before or in connection with the activation of the first PCC rule with a certain QCI. The PCRF may aso
provision a changed authorized QoS per QCI at any time.

455.6 Policy enforcement for authorized QoS per QCI

The PCEF can receive an authorized QoS per QCI for non GBR-bearer QCI val ues for those IP-CAN types that support
non-GBR bearers that have a separate MBR (i.e. 3GPP-GPRS). It sets an upper limit for the MBR that the PCEF may
assign to anon-GBR bearer with that QCI. If the PCEF receives an authorized QoS per QCI for a non-GBR bearer QClI
value, it shall not set a higher MBR for that bearer than the provisioned MBR. The PCEF should assign the authorized
MBR per QCI to anon-GBR bearer with that QCI to avoid frequent IP-CAN bearer modifications as PCC rules can be
dynamically activated and deactivated.
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If multiple IP-CAN bearers within the same IP-CAN session are assigned the same QCI, the authorized MBR per QCI
appliesindependently to each of those IP-CAN bearers.

The access-specific BS Manager (asincluded in 3GPP TS 29.213 [8]) within the PCEF receives the authorized access-
specific QoS information from the Trangl ation/mapping function.

455.7 Provisioning of authorized QoS per APN

The PCRF may provision the authorized QoS per APN as part of the IP-CAN session establishment procedure and may
modify it at any time aslong asthereisan IP-CAN session active for that APN. The authorized QoS per APN may be
modified as part of the IP-CAN session establishment or modification of any of the IP-CAN sessions active for a UE
within that APN. To do so, the PCRF shall provision the authorized QoS per APN for each IP-CAN session for that
APN.

The authorized QoS per APN, if provisioned by the PCRF, shall be provisioned at RAR or CCA command level using
the QoS-Information AVP via one or both of the following mechanisms:

- Unconditional APN policy info: The APN-Aggregate-Max-Bitrate-UL AV P and/or the
APN-Aggregate-Max-Bitrate-DL AVP, or the Extended-APN-AMBR-UL AV P and/or the Extended-APN-
AMBR-DL AVP (see subclause 4.5.30) shall be included.

- Conditional APN policy info: Support of Conditional APNPolicylnfo feature is required. While providing
conditional APN policy info one or more instances of the Conditional-APN-Aggregate-Max-Bitrate AVP shall
be included. Each instance includes APN policy related info, i.e. the APN-Aggregate-Max-Bitrate-UL AVP
and/or the APN-Aggregate-M ax-Bitrate-DL AVP, or the Extended-APN-AMBR-UL AVP and/or the Extended-
APN-AMBR-DL AVP (see subclause 4.5.30). Additionally, alist of the applicable RAT-Type and/or
IP-CAN-Type AVP(s), defining the condition for enforcing the APN policy info, shall also be included. If the
PCEF receives one or more instances of the Conditional APN-Aggregate-Max-Bitrate AV P(s), then it shall
replace al the existing instances of Conditional-APN-Aggregate-Max-Bitrate AVP(s), i.e. received earlier for
the APN of this user, with the newly received instance(s). The PCRF shall provide the QoS-Information AVP
excluding the Conditional-APN-Aggregate-Max-Bitrate AV P to remove the previously provisioned conditional
APN policy info.

If the PCEF receives the QoS-Information AV P without Conditional-APN-Aggregate-Max-Bitrate AVP, it shall
delete the previously provisioned instance(s) of Conditional-APN-Aggregate-Max-Bitrate AVP(S).

NOTE 1: The QoS per APN limits the aggregate bit rate of all Non-GBR bearers of the same APN, i.e. the GBR
bearers are outside the scope of QoS per APN.

In order to provide authorized QoS per APN, the QoS-Information AV P shall not include any other AV P than the APN-
Aggregate-Max-Bitrate UL AVP, the APN-Aggregate-Max-Bitrate-DL AVP, the Extended-APN-AMBR-UL AVP, the
Extended-APN-AMBR-DL AVP (see subclause 4.5.30) and/or the Conditional-APN-Aggregate-Max-Bitrate AV P.

The PCRF may provision the authorized QoS per APN, based on information obtained from the SPR or internal
policies.

NOTE 2: When looking up policiesfor an APN from the SPR or internal storage, the PCRF can apply the APN
matching proceduresin Annex H of 3GPP TS 29.213 [g].

For the case that BBF islocated at the PCEF, if the modification of the QoS per APN fails, the PCEF shall retain the
existing QoS per APN without any modification and send to the PCRF a new CCR command with the Event Trigger set
to APN-AMBR_MODIFICATION_FAILURE providing the retained value within the
APN-Aggregate-Max-Bitrate-UL AV P and/or the APN-Aggregate-Max-Bitrate-DL AVP, or the Extended-APN-
AMBR-UL AVP and/or the Extended-APN-AMBR-DL AV P (see subclause 4.5.30) included in QoS-Information AVP.
Additionally, the current RAT-Type and |P-CAN-Type of the UE shall beincluded if the failure correspondsto a
conditional QoS per APN.

NOTE 3: The access network can reject the modification of the bearer if the APN-AMBR does not comply with the
roaming agreement. Refer to 3GPP TS 23.401 [32].

For provisioning of time conditioned authorized QoS per APN, see subclause 4.5.5.12.

455.8 Policy enforcement for authorized QoS per APN
The PCEF shall be able to enforce the AMBR per APN.
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The PCEF may receive an authorized QoS per APN at IP-CAN session establishment and also at |P-CAN session
modification. It sets an upper limit for the bandwidth usage for al the non-GBR bearers for that APN. The PCEF shall
limit to that value the aggregated traffic of all SDFs of the same APN that are associated with Non-GBR QCls.

The authorized QoS per APN shall be enforced by the PCEF in the following way:

- Unconditional APN policy info: the PCEF enforcesthe APN AMBR values for every current RAT type and
IP-CAN type for which no conditional APN policy info applies.

- Conditional APN policy info: The PCEF enforces the APN AMBR values corresponding to the RAT-Type and
IP-CAN-Type matching the current RAT-Type and IP-CAN-Type of the UE for the given APN.

If there is an Unconditional APN policy info provided or if it has been previoudy provisioned and thereisalso a
Conditional APN policy info provided, then the Conditional APN policy info where the conditions specified by the
Conditional APN policy info are met shall be enforced. Otherwise, the Unconditional APN policy info shall be
enforced.

If conditions from multiple Conditional APN policy info are met at the same time then the APN policy related to the
most strict matching condition is enforced, e.g. APNPolicyl specifies IP CAN Type only and APNPolicy2 specifies |P
CAN Type (with the value same asin APNPolicyl) and an RAT Type, both, then the APNPolicy2 shall be enforced
when the UE's current |P CAN Type and RAT-Type matches with the condition specified by APNPolicy2.

If conditions from multiple APN policy info are met at the same time and all of these APN policies are equally
applicable, e.g. APNPolicyl specifies IP CAN Type only and APNPolicy2 specifies RAT-Type only and if the UE's
current IP-CAN-Type matches with APNPolicyl and the UE's current RAT-Type matches with APNPolicy2, then the
PCEF should apply the APN policy with APNPolicy?2.

NOTE: The scenario of multiple APN policies such that all of them are equally applicable, e.g. as mentioned
above, can be prevented by ensuring a proper configuration at the PCRF.

For enforcement of time conditioned authorized QoS per APN, see subclause 4.5.5.12.

455.9 Provisioning of authorized QoS for the Default EPS Bearer

The PCRF may provision the authorized QoS for the default EPS bearer. The authorized QoS may be obtained upon
interaction with the SPR.

The default EPS bearer QoS information shall be provisioned at RAR or CCA command level using the Default-EPS-
Bearer-QoS AV P including the QoS-Class-Identifier AVP and the Allocation-Retention-Priority AVP. The provided
QoS-Class-Identifier AVP shall include a non-GBR corresponding value.

For provisioning of time conditioned authorized EPS Bearer QoS information, see subclause 4.5.5.12.

4.55.10 Policy enforcement for authorized QoS of the Default EPS Bearer

The PCEF may receive the authorized QoS for the default bearer over Gx interface. The PCEF enforces it which may
lead to the change of the subscribed default EPS Bearer QoS.

If the modification of the default EPS bearer QoS information fails, the PCEF shall retain the existing default EPS
bearer QoS without any modification and send the PCRF a new CCR command and include with Event Trigger set to
DEFAULT-EPS-BEARER-QOS _MODIFICATION_FAILURE providing the retained values within the Allocation-
Retention-PriorityAVP and QoS-Class-Identifier AVP included in Default-EPS-Bearer-QoS AVP.

NOTE: The access network can reject the modification of the default bearer if the default beaer QoS does not
comply with the roaming agreement. Refer to 3GPP TS 23.401 [32].

For enforcement of time conditioned authorized default EPS bearer QoS information, see subclause 4.5.5.12.

455.11 Policy provisioning and enforcement of authorized QoS for service data flows
that share resources

If the ResShare feature is supported by both the PCEF and PCRF as described in clause 5.4.1, the PCRF may indicate
that the PCEF should commonly reserve resources for a set of PCC rules. The PCEF shall then, for PCC rules bound to
the same bearer and the same sharing key value , use the highest GBR value among those PCC rules asinput for
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calculating the common GBR value when reserving bearer resources. The GBR value for each direction shall be
considered separately, so that the uplink and downlink GBR values may originate from different PCC rules.

The PCEF may based on internal logic use the highest MBR value among the provided PCC rulesindicated to share
resources, when determining the MBR for the bearer. Each individual PCC rule is still subject to data rate policing
based on its own MBR values.

The PCRF shall provide the Sharing-Key-UL AVP and/or Sharing-Key-DL AV P within the Charging-Rule-Definition
AVP in order to indicate that the related PCC rule may share resources with other PCC rules bound to the same bearer.
The PCEF shall apply resource sharing if at least two PCC rules bound to the same bearer share the same value in the
Sharing-Key-UL AVP and/or Sharing-Key-DL AVP.

If Sharing-Key-UL AVP and/or Sharing-Key-DL AVP with amodified value is received in the PCEF it will replace any
previously provided value for the specified PCC rule. If Sharing-Key-UL AVP and/or Sharing-Key-DL AVP is omitted,
then any previous value for the omitted AVP is still valid.

When modifying the value of Sharing-Key-UL AVP and/or Sharing-Key-DL AVP to a PCC rulethat is subject to
resource sharing the PCEF may adjust the resource sharing of the remaining PCC rules.

NOTE 1: A PCC rulethat isdeleted is also removed from the resource sharing, while the remaining PCC rules
continue their sharing relationship.

NOTE 2: The state of resource sharing ends when less than two of the PCC rulesin the set remains.
45.5.12 Provisioning and enforcement of time conditioned policy information
455121 General

Up to four Conditional-Policy-Information AV Ps may be provisioned by the PCRF in an RAR or CCA command to
change the authorized QoS per APN (if the CondPolicyInfo feature is supported) and/or the authorized default EPS
bearer QoS (if the CondPolicylnfo-DefaultQoS feature is supported) based on time conditions.

NOTE 1: The same instance of the Conditional-Policy-Information AV P can convey information related to the
authorized QoS per APN and authorized default EPS bearer QoS when the same time condition applies to
both.

If the PCRF wants to provide time conditioned APN policy info(s) and/or authorized default EPS bearer QoS, each
instance of the Conditional-Policy-Information AV P shall include an Execution-Time AV P. At the timeindicated in the
Execution-Time AV P, the PCEF shall perform the requested change without interaction with the PCRF.

NOTE 2: The PCEF retains remaining time conditioned APN policy information that have an Execution-Timein
the future.

To replace a set of time conditioned policy info(s), the PCRF shall include a complete set of Conditional-Policy-
Information AV P(s) describing all time conditioned policy info(s) applicable from that point onward. The new set of
time conditioned policy info(s) shall replace al previously provided time conditioned policies.

To delete the set of time conditioned policy info(s) the following procedures apply:

- If the CondPalicylnfo feature is supported, but the CondPolicylnfo-DefaultQoS feature is not supported, the
PCRF shall send a command excluding the Conditional-Policy-Information AV P and including the QoS-
Information AV P with new authorized APN policy info.

- If CondPolicylnfo-DefaultQoS feature is supported the PCRF shall provide a command containing the
Conditional-Policy-Information AV P with no AV Ps within.

NOTE 3: For servicesthat depend on specific APN policy info and/or authorized default EPS bearer QoS (e.g.
MPS session), the PCRF is responsible to ensure that no time conditioned policy info(s) interfere with the
service (e.g. by removing the time conditioned APN policy info or time conditioned authorized default
EPS bearer QoS before the respective change time is reached).

455.12.2 Time conditioned authorized QoS per APN
The PCRF shall only apply the procedures in the present subclause if the the CondPolicylnfo feature is supported.
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If the time conditioned APN policy info includes Conditional APN policy info, then Conditional APNPolicylnfo feature
is required to be supported in addition.

The procedures in subclause 4.5.5.12.1 apply with clarifications in the present subclause.

The Conditional-Policy-Information AV P shall include the Unconditional APN policy info and/or Conditional APN
policy info as defined in subclause 4.5.5.7.

NOTE: Time conditioned APN policy info for the APN-AMBR change helps reducing the signaling load over
Gx. However the APN-AMBR change needs to be communicated to the UE. Consequently a
simultaneous change of the APN-AMBR for many UE(s) may introduce a signaling storm in the EPC
(e.g. over S5/S8/S2a/S2b). The PCRF can avoid this simultaneous change of the APN-AMBR (e.g.
spread the time conditioned change over time for many UES).

The PCEF shall after applying atime conditioned instruction to change the authorized QoS per APN enforce the
authorized QoS per APN as defined in subclause 4.5.5.8.

If the PCRF deletes time conditioned authorized QoS per APN, it shall within the same command provide a QoS-
Information AV P with new authorized APN policy info.

If Conditional-Policy-Information AVP(s) to change the authorized QoS per APN are received by the PCEF and the
earliest Execution-Timeisin the past, then the PCEF shall immediately enforce the most recent time conditioned
instance containing an authorized QoS per APN that is not in the future.

455.12.3 Time conditioned authorized default EPS bearer QoS

The PCRF shall only apply the proceduresin the present subclause if the the CondPolicyl nfo-DefaultQoS feature is
supported.

The time conditioned authorized default EPS bearer QoS is only applicable for IP CAN types where the Provisioning of
authorized QoS for the Default EPS Bearer procedure in subclause 4.5.5.9 is applicable.

The procedures in subclause 4.5.5.12.1 apply with clarifications in the present subclause.

The Conditional-Policy-Information AVP shall include the default EPS bearer QoS info in the Default-EPS-bearer-QoS
AVP as described in subclause 4.5.5.9.

NOTE: Time conditioned default EPS bearer QoS info change helps reducing the signaling load over Gx.
However the default EPS Bearer QoS info change needs to be communicated to the UE. Consequently a
simultaneous change of the default EPS bearer QoS for many UE(S) may introduce a signaling stormin
the EPC (e.g. over S5/S8/S2a/S2b). The PCRF can avoid this simultaneous change of the default EPS
bearer QoS (e.g. spread the time conditioned change over time for many UES).

The PCEF shall after applying atime conditioned instruction to change the authorized default EPS bearer QoS enforce
the authorized default EPS bearer QoS as defined in subclause 4.5.5.10. If the Rule-Bound-to-Default-Bearer featureis
supported by both the PCEF and PCRF as described in clause 5.4.1, all PCC rule(s) with the Default-Bearer-Indication
AVP setto BIND_TO DEF BEARER (0) shall remain bound to the default bearer as described in subclause 4.5.5.12.
For any other PCC rule previously bound to the default bearer, PCEF shall then perform the bearer binding according to
clause 5.4in 3GPP TS 29.213[8].

If the PCRF deletes time conditioned authorized default EPS bearer QoS, it shall within the same command provide a
Default-EPS-Bearer-QoS AV P with new authorized default EPS bearer QoS.

If Conditional-Policy-Information AVP(s) to change the authorized default EPS bearer QoS are received by the PCEF
and the earliest Execution-Time isin the past, then the PCEF shall immediately enforce the most recent time
conditioned instance containing an authorized default EPS bearer QoS that is not in the future.

455.13 Policy provisioning and enforcement of authorized QoS for service data flows
that shall be bound to the default bearer

If the Rule-Bound-to-Default-Bearer feature is supported by both the PCEF and PCRF as described in clause 5.4.1, the
PCRF may indicate to the PCEF that a PCC rule shall be bound to the default bearer and shall remain on the default
bearer. The PCEF shall then, for the indicated PCC rule bind it to the default bearer until the PCC rule is removed or
until the PCRF modifies the PCC rule to set the Default-Bearer-Indication AV P to the value
BIND_TO_APPLICABLE_BEARER(1). The PCEF in this second case shall evaluate the full QoS information within
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the QoS-Information AVP and follow normal policy enforcement procedures for authorized QoS per service data flow
as descibed in subclause 4.5.5.3.

NOTE: QoS-Class-ldentifier AVP and Allocation-Retention-Priority AV P within QoS-Information AV P included
in the PCC rule are only used by the PCEF for bearer binding purposes when the Default-Bearer-
Indication AVPisnot included in the PCC rule or it is set to BIND_TO_APPLICABLE_BEARER (1).

The PCRF shall provide the Default-Bearer-Indication AV P within the Charging-Rule-Definition AVP set to
BIND_TO_DEF BEARER (0) in order to indicate that the related PCC rule shall be bound to the default bearer.

If the Default-Bearer-Indication AVP set to BIND_TO_DEF _BEARER (0) within the Charging-Rule-Definition AVP
isreceived in the PCEF, the PCEF shall bind the related PCC rule to the default bearer. Thisremains valid until the
PCC ruleisremoved or if the PCRF indicates to the PCEF that the binding to the default bearer no longer applies.

The PCEF shall ignore any values included in QoS-Class-Identifier AVP and Allocation-Retention-Priority AVP within
the QoS-Information AV P of the Charging-Rule-Definition AVP if the Default-Bearer-Indication AVP set to
BIND_TO_DEF _BEARER (0) isincluded in the same Charging-Rule-Definition AVP.If the PCRF has previously
indicated to the PCEF that a PCC rule shall be bound to the default bearer, to indicate that the binding to the default
bearer no longer applies the PCRF shall initiate a PCC rule modification as descibed in subclause 4.5.5.2, including the
Default-Bearer-Indication AVP set to BIND_TO_APPLICABLE_BEARER (1). The PCEF in this case shall evaluate
the full QoS information within the QoS-Information AVP and follow normal policy enforcement procedures for
authorized QoS per service data flow as descibed in subclause 4.5.5.3.

If the PCRF has not previously indicated to the PCEF that a PCC rule shall be bound to the default bearer (i.e. it may be
bound to another bearer) in order to indicate that the binding to the default bearer applies, the PCRF shall initiate a PCC
rule modification as described in subclause 4.5.5.2, including the Default-Bearer-Indication AVP set to

BIND_TO_DEF _BEARER (0). The PCEF in this case shall follow the procedures described in this subclause.

4.5.6 Indication of IP-CAN Bearer Termination Implications

This procedure applies to those IP-CAN networks that support multiple bearers. This procedure applies only to
dedicated bearers. For 3GPP-GPRS IP-CAN network, see annex A.

If the last IP CAN bearer within an IP CAN session is being terminated, the PCEF shall apply the proceduresin
clause 4.5.7 to indicate the IP CAN session termination.

When the PCEF detects that a dedicated IP-CAN bearer could not be activated or has been terminated it shall remove
the affected PCC rules and send a CCR command to the PCRF with CC-Request-Type AV P set to the value
"UPDATE_REQUEST", including the Charging-Rule-Report AV P specifying the affected PCC rules with the PCC-
Rule-Status set to inactive and including the Rule-Failure-Code AV P assigned to the value
RESOURCE_ALLOCATION_FAILURE (10).

If the RAN-NAS-Cause feature is supported, the PCEF shall provide the available access network information within
the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN featureis
supported), User-Location-Info-Time AVP (if available) and 3GPP-MS-TimeZone AVP (if available). Additionally, if
the PCEF receives from the access network the RAN cause and/or the NAS cause, the TWAN cause or the untrusted
WLAN cause due to bearer termination the PCEF shall provide the received cause(s) in the RAN-NAS-Rel ease-Cause
AVP included in the Charging-Rule-Report AVP.

This shall be done whenever one of these conditions applies:
- The PCEF isrequested by the IP-CAN to initiate the deactivation of a bearer,

- PCC rule(s) are removed/deactivated by the PCEF without PCRF request (e.g. due to unsuccessful reservation of
resources to satisfy the bearer binding).

NOTE: The PCEF will not initiate the deactivation of the bearer upon reception of the UE-initiated resource
modification procedure indicating packet filter deletion. If all the PCC rules associated to a bearer have
been deleted as a consequence of the PCRF interaction, the PCEF will initiate the bearer termination
procedure towards the IP-CAN network.

Signalling flows for the IP-CAN bearer termination and details of the binding mechanism are presented in
3GPPTS29.213[8].
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457 Indication of IP-CAN Session Termination

The PCEF shall contact the PCRF when the IP-CAN session is being terminated. The PCEF shall send a CC-Request
with CC-Request-Type AVP set to the value "TERMINATION_REQUEST".

If the RAN-NAS-Cause feature is supported, the PCEF shall provide the available access network information within
the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN is supported),
User-Location-Info-Time AVP (if available) and 3GPP-MS-TimeZone AV P (if available). Additiondly, if the PCEF
receives from the access network the RAN cause and/or the NAS cause, the TWAN cause or the untrusted WLAN
cause due to IP-CAN session termination the PCEF shall provide the received cause(s) in the RAN-NAS-Release-Cause
AVP a command level.

If the PCEF needs to send an IP-CAN session termination request towards a PCRF which is known to have restarted
since the IP-CAN session establishment, the PCEF should not send CC-Request to inform the PCRF.

NOTE: When a PCRF isknown to have restarted, the PCC contexts and Diameter sessions affected by the failure
arelost in the PCRF, the PCEF does not need to inform the PCRF for this case.

When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the PCEF.

NOTE: According to DCC procedures, the Diameter Credit Control session is being terminated with this message
exchange.

Signalling flows for the IP-CAN session termination are presented in 3GPP TS 29.213 [8].

4.5.8 Request of IP-CAN Bearer Termination

This procedure applies to those IP-CAN networks that support multiple bearers. This procedure applies only to
dedicated bearers. For 3GPP-GPRS IP-CAN network, see annex A.

As aconsequence of the removal of PCC rulesinitiated by the PCRF, the PCEF may require the termination of an
existing bearer. The PCRF may not be aware that it requests the termination of an IP-CAN bearer by removing certain
PCC rules.

The PCRF may request the removal of the PCC rules by using the PCC rule provisioning proceduresin clause 4.5.2 to
remove all PCRF-provisioned PCC rules and deactivate all PCC rules predefined within the PCEF. The PCRF may
either completely remove these PCC rules from the IP CAN session or reinstall them (e.g. by changing the QoS or
charging information) within the IP CAN session. When all the PCC rules applied to one bearer have been deleted
and/or deactivated, the PCEF will instantly start the bearer termination procedure.

When Enh-RAN-NAS-Cause feature is supported, the PCRF removing PCC rules using the RAR command shall
maintain locally the PCC rules that were marked as requiring release confirmation until the the PCEF reports
RESOURCE_RELEASE (53) event trigger as described in subclause 5.3.7.

NOTE: Thisisdoneto alow the PCRF to notify the AF when there is an abnormal termination of the bearer. The
PCRF does not have to retry the removal of these PCC Rules.

When Enh-RAN-NAS-Cause feature is supported, the PCEF shall maintain locally the PCC rules that were included in
the Charging-Rule-Remove AV P with the Resource-Release-Notification AVP set to the value
ENABLE_NOTIFICATION (0) until it reports RESOURCE_RELEASE (53) event trigger as described in

subclause 5.3.7 upon reception of the resource rel ease outcome from the network.

If the selected Bearer Control Mode (BCM) is UE-only, and the PCRF receives atrigger for the removal of al PCC
rules from the AF, the following steps apply. In order to avoid race conditions, the PCRF should start atimer to wait for
the UE-initiated resource rel ease message. If a UE-initiated resource release is performed before timer expiry, the PCRF
will receive an Indication of IP-CAN Bearer Termination Implications according to clause 4.5.6 and shall then not
perform the removal of the PCC rules. Otherwise, if the timer expires, the PCRF shall remove/deactivate the affected
PCC rulesthat have been previoudly installed/activated.

If the selected BCM is UE-only, and the PCRF decides to remove one or more PCC rules due to an internal trigger or
trigger from the SPR, the PCRF shall instantly remove/deactivate the affected PCC rules that have been previously
installed/activated.

If the selected BCM is UE/NW, and the PCRF removes/deactivates at the PCEF, all PCC rules bound to an IP CAN
bearer (due to any trigger), the PCEF shall instantly start the procedures to terminate the related |P-CAN bearer.
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If no more PCC rules are applied to an IP CAN bearer, the PCEF shall apply IP CAN specific procedures to terminate
the IP CAN bearer, if such procedures exist for thisIP CAN type.

If the Enh-RAN-NAS-Cause feature is supported and the bearer is terminated as a consegquence of the removal of one or
more PCC rules, the PCEF shall inform the PCRF about the completion of the bearer procedure related to the removal
of PCC rules that indicated resource rel ease notification by including the Resource-Rel ease-Notification AVP with the
value ENABLE_NOTIFICATION (0) within the corresponding Charging-Rule-Remove AV P. by reporting the
RESOURCE_RELEASE (53) event trigger.If the PCEF received from the access network some RAN/NAS release
cause(s), TWAN release cause(s) or untrusted WLAN release cause(s), the PCEF shall also provide the received
cause(s) in the Charging-Rule-Report AV P. The PCEF shall also provide the avail able access network information
within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN is
supported), User-Location-Info-Time AVP (if available) and 3GPP-MS-TimeZone AVP (if available).

45.9 Request of IP-CAN Session Termination
The PCRF may request the IP-CAN session termination in the following instances:

- If the PCRF decides to terminate an |P CAN session due to an internal trigger or trigger from the SPR, the PCRF
shall send an RAR command including the Session-Release-Cause AV P to the PCEF. The PCEF shall
acknowledge the command by sending an RAA command to the PCRF.

- The PCRF may also decide to terminate an IP CAN session upon receiving CCR command with a CC-Request-
Type AVP set to the value "UPDATE_REQUEST" from the PCEF (e.g. when usage quota reached). In that case,
the PCRF shall send a CCA command including the Session-Rel ease-Cause AV P to the PCEF.

The PCEF shall instantly remove/deactivate all the PCC rules that have been previously installed or activated on that
IP-CAN session. The PCEF shall apply IP CAN specific procedures to terminate the IP CAN session. Furthermore, the
PCEF shall apply the indication of IP CAN Session Termination procedurein clause 4.5.7.

See Annex A for 3GPP-GPRS access type.

45.10 Bearer Control Mode Selection

The PCEF may indicate, viathe Gx reference point, arequest for Bearer Control Mode (BCM) selection at IP-CAN
session establishment or IP-CAN session modification (e.g. as a consequence of an SGSN change). It will be done using
the PCC rule request procedure.

NOTE 1: For the cases where Gxx is deployed in the network, the Bearer Control Mode selection may occur either
in the Gxx reference point or Gx reference point, depending on the IP-CAN type. See access specific
annexes.

When applicable for the IP-CAN type, if information about the support of network-initiated proceduresis available, the
PCEF shall supply at IP-CAN Session Establishment, the Network-Request-Support AV P in the CC-Request with a
CC-Request-Type AVP set to the value "INITIAL_REQUEST". At IP-CAN Session Modification, the PCEF shall
supply, if available, the Network-Request-Support AVP in the CC-Request with a CC-Request-Type AV P set to the
value "UPDATE_REQUEST". The Network-Request-Support AV P indicates the access network support of the
network requested bearer control.

The PCRF derives the selected Bearer-Control-Mode AV P based on the received Network-Reguest-Support AVP,
access network information, subscriber information and operator policy. If the selected bearer control modeis UE_NW,
the PCRF shall decide what mode (UE or NW) shall apply for every PCC rule.

NOTE 2: For operator-controlled services, the UE and the PCRF may be provisioned with information indicating
which mode isto be used.

When applicable for the IP-CAN type, at IP-CAN session establishment, if the PCEF provided the Network-Request-
Support AV P, the selected bearer control mode shall be provided within the Bearer-Control-Mode AV P to the PCEF
using the PCC Rules provision procedure. At IP-CAN session modification, if the PCEF provided the Network-
Reguest-Support AV P, the PCRF shall aso provide the Bearer-Control-Mode AV P with the new value if the selected
bearer control mode has changed. The selected value will be applicable for the whole IP-CAN session.

When the bearer binding function is changed from the BBERF to the PCEF, the PCEF may indicate, via the Gx
reference point, arequest for Bearer Control Mode (BCM) selection at IP-CAN session modification as described
above.
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NOTE 3: The bearer binding function can be changed from the BBERF to the PCEF when the UE moves from a
case 2a) system or a case 2b) system to a case 1) system (see 3GPP TS 29.213 [8]).

4.5.11 Provisioning of Event Report Indication

For the cases where Gxa and/or Gxc are deployed in the network, the PCEF may indicate the PCRF to be informed
about specific changes occurred in the access network. In this case, the PCRF shall subscribe to the appropriate event
triggersin the BBERF according to clause 4a.5.8. After receiving the reply of the event subscription from the BBERF,
the PCRF shall send the event related information to the PCEF by using a RAR command. The Event Report concept is
defined in 3GPP TS 23.203 [7] clause 3.1.

When PCRF is notified that an event is triggered in the BBERF, if the PCEF has previoudy requested to be informed of
the specific event, the PCRF shall notify the PCEF about the event occurred together with additional related
information. This notification will be done by using the Event-Report-Indication AVP. There may be neither PCC Rule
provisioning nor Event Trigger provisioning together with event report indication in this message.

Whenever the PCEF subscribes to an event report indication by using the CCR command, the PCRF shall only send the
corresponding currently applicable values which have been updated (e.g. 3GPP-User-L ocation-Info, 3GPP2-BSID, etc.)
to the PCEF in the CCA if available. In this case, the Event-Trigger AVPs shall not be included.

NOTE: The PCRF can get the currently applicable values during the IP-CAN session establishment procedure or
during the information reporting from the BBERF when the BBERF gets event subscription from the
PCRF as defined in clause 5.3.7.

When multiple BBERFs exist asin flow mobility case, the PCEF may subscribe to different event triggers at different
BBERFs. In this case, the PCEF shall include the Routing-1P-Address AV P within the Event-Report-Indication AVP to
identify the BBERF for which the event triggers are to be installed. If the PCEF did not include Routing-1P-Address
AV P within the Event-Report-Indication AV P, then the Event-Report-Indication AVP appliesto all the BBERFs and
the same event triggers will beinstalled on all of them.

45.12 PCC Rule Error Handling

If the installation/activation of one or more PCC rulesfails, the PCEF shall include one or more Charging-Rule-Report
AVP(s) in either a CCR or an RAA command as described below for the affected PCC rules. Within each Charging-
Rule-Report AV P, the PCEF shall identify the failed PCC rule(s) by including the Charging-Rule-Name AV P(s) or
Charging-Rule-Base-Name AV P(s), shall identify the failed reason code by including a Rule-Failure-Code AVP, and
shall include the PCC-Rule-Status AV P as described below:

- If theinstallation/activation of one or more PCC rulesfails using a PUSH mode (i.e., the PCRF install Jactivates
arule using RAR command), the PCEF shall communicate the failure to the PCRF in the RAA response to the
RAR if the validation of the PCC Rule was unsuccessful or in a CCR command if the resource allocation for the
PCC Rule was unsuccessful.

- If theinstallation/activation of one or more PCC rulesfails using a PULL mode (i.e., the PCRF installs/activates
arule using a CCA command) the PCEF shall send the PCRF a new CCR command and include the Rule-
Failure-Code AVP.

If the install ation/activation of one or more new PCC rules (i.e., rules which were not previously successfully installed)
fails, the PCEF shall set the PCC-Rule-Statusto INACTIVE for both the PUSH and the PULL modes.

Theremoval of a PCC rule shall not fail, even if the IP-CAN session procedures with the UE fail. The PCEF shall retain
information on the removal and conduct the necessary |P-CAN session procedures with the UE when it is possible.

If the modification of acurrently active PCC rule using PUSH mode fails, the PCEF shall retain the existing PCC rule
as active without any modification unless the reason for the failure has an impact also on the existing PCC rule. The
PCEF shall report the modification failure to the PCRF using the RAA command when the validation of the PCC Rule
installation was unsuccessful or using the CCR command when the resource allocation for the corresponding PCC Rule
was unsuccessful.

If the modification of a currently active PCC rule using PULL mode fails, the PCEF shall retain the existing PCC rule
as active without any modification unless the reason for the failure has an impact also on the existing PCC rule. The
PCEF shall report the modification failure to the PCRF using the CCR command.
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If the RuleVersioning feature is supported and the PCRF included a Content-Version AVP as part of the Charging-
Rule-Definition AVP when installing or modifying a PCC rule for both the PULL and PUSH modes, then if the
resource allocation for the corresponding PCC rule was unsuccessful, the PCEF shall include the Content-Version AVP
as part of the Charging-Rule-Report AV P. Depending on the value of the Rule-Failure-Code AV P, and when

applicable, depending also on the val ue of the Content-Version AVP, for PULL and PUSH mode, the PCRF may decide
whether retaining of the old PCC rule, re-installation, modification, removal of the PCC rule or any other action applies.

If a PCC rule was successfully installed/activated, but can no longer be enforced by the PCEF, the PCEF shall send the
PCRF a new CCR command and include a Charging-Rule-Report AVP. The PCEF shall include the Rule-Failure-Code
AV P within the Charging-Rule-Report AV P, and shall set the PCC-Rule-Status to INACTIVE and include the rule
content version within the Content-Version AVP if it was included when the PCC rule was provisioned.

NOTE: When the PCRF receives PCC-Rule-Status set to INACTIVE, the PCRF does not need request the PCEF
to remove the inactive PCC rule.

If the RAN-NAS-Cause feature is supported and as part of any of the procedures described in this clause the PCEF
receives from the access network some RAN/NAS release cause(s), TWAN release cause(s) or untrusted WLAN

release cause(s), the PCEF shall also provide the received cause(s) in the Charging-Rule-Report AVP. If RAN-NAS-
Cause feature is supported the PCEF shall provide the avail able access network information within the 3GPP-User-
Location-Info AVP (if available), TWAN-Identifier (if available and Trusted-WLAN is supported), User-L ocation-Info-
Time AVP (if available) and 3GPP-MS-TimeZone AVP (if available).

4.5.13 Time of the day procedures

PCEF shall be able to perform PCC rule request as instructed by the PCRF. To do so, the PCRF shall provide the Event-
Trigger AVP with the value REVALIDATION_TIMEOQOUT (17) if the event trigger is not previously set and in
addtition the Revalidation-Time AV P when set by the PCRF. This shall cause the PCEF to trigger a PCRF interaction to
request PCC rules from the PCRF for an established IP CAN session. The PCEF shall stop the timer once the PCEF
triggersan REVALIDATION_TIMEOUT event. The PCEF should send the PCC rule request during a preconfigured
period before the indicated revalidation time.

NOTE 1. The PCRF is expected to be prepared to provide a new policy, as desired for the revalidation time, during
a preconfigured period before the revalidation time. The preconfigured periods in the PCEF and PCRF
need to be aligned.

PCRF shall be able to provide anew value for the revalidation timeout by including Revalidation-Time AVPin CCA or
RAR. The PCRF may provide the Revalidation-Time AV P together with the event trigger
REVALIDATION_TIMEOUT or in a subsequent PCC rule provisioning.

PCRF shall be able to stop the revalidation timer by disabling the REVALIDATION_TIMEOUT event trigger.

NOTE 2: By disabling the REVALIDATION_TIMEOUT the revalidation time value previously provided to the
PCEF is not applicable anymore.

The PCRF may control at what time the status of a PCC rule changes.

1) If Rule-Activation-Timeis specified only and has not yet occurred, then the PCEF shall set the PCC rule inactive
and make it active at that time. If Rule-Activation-Time has passed, then the PCEF shall immediately set the
PCC rule active.

2) If Rule-Deactivation-Time is specified only and has not yet occurred, then the PCEF shall set the PCC rule
active and make it inactive at that time. If Rule-Deactivation-Time has passed, then the PCEF shall immediately
set the PCC rule inactive.

3) If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Activation-Time occurs
before the Rule-Deactivation-Time, and also when the PCC rule is provided before or at the time specified in the
Rule-Deactivation-Time, the PCEF shall handle the rule as defined in 1) and then as defined in 2).

4) If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Deactivation-Time occurs
before the Rule-Activation-Time, and also when the PCC rule is provided before or at the time specified in the
Rule-Activation-Time, the PCEF shall handle the rule as defined in 2) and then as defined in 1).
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5) If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has already occurred for both,
and the Rule-Activation-Time occurs before the Rule-Deactivation-Time, then the PCEF shall immediately set
the PCC rule inactive.

6) If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has passed for both, and the
Rule-Deactivation-Time occurs before the Rule-Activation-Time, then the PCEF shall immediately set the PCC
rule active.

PCC Rule Activation or Deactivation will not generate any CCR commands with Charging-Rule-Report since PCRF is
already aware of the state of therules.

If Rule-Activation-Time or Rule-Deactivation-Time is specified in the Charging-Rule-Install then it will replace the
previously set values for the specified PCC rules. If Rule-Activation-Time AV P, Rule-Deactivation-Time AVP or both
AV Ps are omitted, then any previous value for the omitted AVP is no longer valid.

The 3GPP-MS-TimeZone AV P, if available, may be used by the PCRF to derive the Rule-Activation-Time and Rule-
Deactivation-Time.

If the PCC rule(s) that include the Rule-Activation-Time AV P are bound to a bearer that will require traffic mapping
information to be sent to the UE, the PCEF shall report the failure to the PCRF by including the Charging-Rule-Report
AVP with the Rule-Failure-Code set the value "NO_BEARER_BOUND (15)" for the affected PCC rule(s) identified by
the Charing-Rule-Name AV P in either a CCR or an RAA command.

NOTE 3: Thislimitation prevents dependencies on the signalling of changed traffic mapping information towards
the UE.

The PCC rulesincluding Rule-Activation-Time and Rule-Deactivation-Time shall not be applied for changes of the
QoS or service dataflow filter information.

The PCRF may modify a currently installed PCC rule, including setting, modifying or clearing its deferred activation
and/or deactivation time. When modifying a dynamic PCC rule with a prior and/or new deferred activation and/or
deactivation time, the PCRF shall provide al attributes of that rule in the Charging-Rule-Definition AVP, including
attributes that have not changed.

NOTE 4: Inthis case, the PCRF omission of an attribute that has a prior value will erase that attribute from the PCC
rule.

45.14 Trace activation/deactivation

Trace activation/deactivation at the P-GW takes place via the PCRF and is 3GPP-EPS access specific. See Annex B for
further information.

45.15 IMS Emergency Session Support
45.15.1 Functional Entities

The PCRF shall store a configurable list of Emergency APNsthat are valid for the operator to which the PCRF belongs
to.

For emergency APNSs, the IMSI may not be present. The PCEF, BBERF and PCRF shall support request for PCC/QoS
Rulesthat do not include an IMSI.

4.5.15.2 PCC procedures for Emergency services over Gx reference point

45.15.2.1 Request for PCC Rules for Emergency services

The PCEF executes the same procedure as for a Request for PCC Rules unrelated to Emergency Services described in
clause 4.5.1.

A PCEF that requests PCC Rules at IP-CAN Session Establishment shall send a CCR command with CC-Request-Type
AVP set to value "INITIAL_REQUEST" and the Called-Station-1d AV P including the Emergency APN. The PCEF
may include the IM S| within the Subscription-ld AVP and if the IMSI is not available the PCEF shall include the IMEI
within the User-Equipment-Info AVP. The PCEF may include the rest of the attributes described in clause 4.5.1. The
PCEF may also include the MSISDN if available within the Subscription-1d AVP.
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Any PCEF-initiated requests for PCC Rules for an IMS Emergency service that include the
"RESOURCE_MODIFICATION_REQUEST" Event-Trigger AVP shall be rejected by the PCRF with the error
DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED.

If the PCRF detects that the initial or subsequent CCR command shall be rejected, it shall execute the procedure for the
type of Gx experimental result code described in clause 4.5.1.

45.15.2.2 Provisioning of PCC Rules for Emergency services
4515221 Provisioning of PCC Rules at Gx session establishment

The PCRF shall detect that a Gx session isrestricted to IMS Emergency services when a CCR command is received
with a CC-Request-Type AVP set to value "INITIAL_REQUEST" and the Called-Station-Ild AVP includes a PDN
identifier that matches one of the Emergency APNs from the configurable list. The PCRF:

- shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s) and DNS (s)
and SUPL (s) addresses) as required by local operator policiesin a CCA command according to the procedures
described in clause 4.5.2.

- may provision the authorized QoS that appliesto the default EPS bearer within the Default-EPS-Bearer-QoS
AVPinaCCA command according to the procedures described in clause 4.5.5.10 except for obtaining the
authorized QoS upon interaction with the SPR. The value for the Priority-Level AVP shall be assigned as
required by local operator policies (e.g. if an IMS Emergency session is prioritized the Priority-Level AVP may
contain avalue that isreserved for an operator domain use of IMS Emergency sessions). If the IP-CAN-Type
AVP isassigned to "3GPP-EPS" or "3GPP-GPRS' the values for Pre-emption-Capability AVP and the Pre-
emption-V ulnerability AV P shall be assigned as required by local operator policies.

- may provision the authorized QoS that appliesto an APN in a CCA command according to the procedures
described in clause 4.5.5.7.

- shall awaysassign NW mode to the PCC Rules that are bound to an IP-CAN session restricted to Emergency
services.

When the PCEF detects that the provisioning of PCC Rulesfailed, it shall execute the procedure for the type of Gx
experimental result code described in clause 4.5.2.

4515222 Provisioning of PCC Rules for Emergency Services

When the PCRF receives IM S service information from the AF for an Emergency service and derives authorized PCC
Rules from the service information, the Priority-Level AVP in the QoS information within the PCC Rule shall be
assigned a priority as required by local operator policies (e.g. if an IMS Emergency session is prioritized the Priority-
Level AVP may contain avalue that isreserved for an operator domain use of IMS Emergency session). If the IP-CAN
Type AVP isassigned to "3GPP-EPS"' or "3GPP-GPRS" and the Pre-emption-Capability AV P and Pre-emption-
Vulnerability AV P were received within the Allocation-Retention-Priority AVP in the Default-EPS-Bearer-QoS AVP
inthe initial CCR command, the values of the Pre-emption-Capability AV P and Pre-emption-V ulnerability AVP shall
also be assigned as required by local operator policies.

The PCRF shall immediately initiate a PUSH procedure as described in clause 4.5.2.0 to provision PCC Rules and the
procedures described in clause 4.5.5.2 to provision the authorized QoS per service data flow.

The provisioning of PCC Rules at the PCEF that require the establishment of a dedicated bearer for emergency services
shall cancel the inactivity timer in the PCEF, if running.

Any PCEF-initiated request for PCC Rules for an IMS Emergency service triggered by Event-Trigger AVP assigned to
"RESOURCE_MODIFICATION_REQUEST" (i.e. UE-initiated resource reservation) shall be rejected by the PCRF
with the error DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED. If the Bearer Control Modeis
assigned to "UE_ONLY" and the PCRF receives arequest for PCC Rules that are associated with an Emergency
service, it shall provision PCC Rules as described in clause 4.5.2 and the authorized QoS per service data flow as
described in clause 4.5.2.2.

The PCEF shall execute the procedures described in clause 4.5.2.0 and clause 4.5.5.3 to ensure that a new IP-CAN
bearer is established for the Emergency service.

When the PCEF detects that the provisioning of PCC Rulesfailed, it shall execute the procedure for the type of Gx
experimental result code described in clause 4.5.12.
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45.15.2.3 Removal of PCC Rules for Emergency Services

The reception of arequest to terminate an AF session for an IMS Emergency service by the PCRF triggers the removal
of PCC Rules assigned to the terminated IMS Emergency Service from the PCEF by using a RAR command with
Charging-Rule-Remove AV P including the removed PCC Rules.

At reception of a RAR that removes one or several PCC Rules from an IP-CAN Session restricted to emergency
services the PCEF shall:

- when all PCC Rules bound to an IP-CAN bearer are removed, initiate an IP-CAN bearer termination procedure
as defined in clause 4.5.8.

- when not all PCC Rule bound an IP-CAN bearer are removed, initiate an IP-CAN bearer modification procedure
as defined in clause 4.5.2 and clause 4.5.5.1.

In addition, the PCEF shall initiate an inactivity timer if al PCC Rules with a QCI other than the default bearer QCI or
the QCI used for IMS signalling were removed from the IP-CAN session restricted to Emergency Services. When the
inactivity timer expires the PCEF shall initiate an IP-CAN session termination procedure as defined in clause 4.5.7.

45.15.2.4 Removal of PCC Rules at Gx session termination

The reception of arequest to terminate the IP-CAN session restricted to IMS Emergency session shall trigger the
termination of the Gx session for IMS Emergency session as defined in clause 4.5.7.

4.5.16 Requesting Usage Monitoring Control

The PCRF may indicate, viathe Gx reference point, the need to apply monitoring control for the accumulated usage of
network resources on an |P-CAN session basis. Usage is defined as volume or time of user plane traffic. Monitoring for
traffic volume and traffic time can be performed in parallel. The data collection for usage monitoring control shall be
performed per monitoring key, which may apply for a single service data flow, a set of service data flows or for all the
traffic in an IP-CAN session. If the usage monitoring of an IP-CAN session level is enabled, the PCRF may request the
PCEF to exclude a single service data flow or a set of service data flows from the usage monitoring of IP-CAN session
level.

If the PCRF reguests usage monitoring control and if at thistime, the PCRF is not subscribed to the
"USAGE_REPORT" Event-Trigger, the PCRF shall include the Event-Trigger AVP, set to the value
"USAGE_REPORT", in a CC-Answer or RA-Request. The PCRF shall not remove the "USAGE_REPORT" Event-
Trigger AV P while usage monitoring is still active in the PCEF.

At IP-CAN session establishment and modification, the PCRF may provide the applicable thresholds, volume threshold,
time threshold or both volume threshold and time threshold, for usage monitoring control to the PCEF, together with the
respective monitoring keys. To provide theinitial threshold for one or more monitoring key(s), the PCRF may include
the threshold in either RA-Request or in the response of a CC-Request initiated by the PCEF.

During the IP-CAN session establishment, the PCRF may receive information about total allowed usage per PDN and
UE from the SPR, i.e. the overall amount of allowed traffic volume and/or time of usage that are to be monitored per
PDN and UE and/or total allowed usage for Monitoring key(s) per PDN and UE.

NOTE: The details associated with the Sp reference point are not specified in this Release.

In order to provide the applicable threshold for usage monitoring control, the PCRF shall include a Usage-Monitoring-
Information AV P per monitoring key. The threshold level shall be provided in its Granted-Service-Unit AVP.
Threshold levels may be defined for:

- thetotal volume only; or

- the uplink volume only; or

- the downlink volume only; or

- theuplink and downlink volume; or

- thetime.
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The PCRF shall provide the applicable volume threshold(s) in the CC-Total-Octets, CC-1nput-Octets or CC-Output-
Octets AV Ps and/or time threshold in the CC-Time AVP of the Granted-Service-Unit AVP. The monitoring key shall
be provided in the Monitoring-Key AV P. The PCRF may provide multiple usage monitoring control instances. The
PCRF shall indicate if the usage monitoring instance applies to the IP-CAN session or to one or more PCC rules. For
this purpose, the Usage-Monitoring-Level AVP may be provided with a value respectively set to SESSION_LEVEL or
PCC_RULE_LEVEL. The PCRF may provide one usage monitoring control instance applicable at IP-CAN session
level and one or more usage monitoring instances applicable at PCC Rule level. If the IP-CAN level usage monitoring
is enabled and if the service data flow(s) need to be excluded from IP-CAN session level usage monitoring, the PCRF
shall provide an indication of exclusion from session level monitoring associated with the respective PCC rule(s) by
including the Monitoring-Flags AV P with the bit O set in the corresponding Charging-Rule-Install AV P when the PCRF
installs or updates the PCC rule(s). If the exclusion is enabled, the PCRF may disable the exclusion again by including
the Monitoring-Flags AV P with the bit O not set in the corresponding Charging-Rule-Install AVP.

The PCRF may provide a Monitoring-Time AV P to the PCEF for the monitoring keys(s) in order to receive reports for
the accumulated usage before and after the monitoring time occurs within the report triggered by the events defined in
4.5.17.1-4.5.17.5. In such a case, there may be two instances of Granted-Service-Unit AV P within Usage-Monitoring-
Information AV P per monitoring key. One of them indicates the threshold levels before the monitoring time occurs, and
the other one, which includes Monitoring-Time AV P, indicates the subsequent threshold levels after the monitoring
time occurs. The detailed functionality in such a case is defined by 4.5.17.6.

If the PCRF wishes to modify the threshold level for one or more monitoring keys, the PCRF shall provide the
thresholds for all the different levels applicable to the corresponding monitoring key(s).

If the PCRF wishes to modify the monitoring key for the session level usage monitoring instance, it shall disable the
existing session level monitoring usage instance following the procedures defined in 4.5.17.3 and shall provide a new
session level usage monitoring instance following the procedures defined in this clause. The PCRF may enable the new
session level usage monitoring instance and disable the existing session level usage monitoring instance in the same
command.

When the accumulated usage is reported in a CCR command, the PCRF shall indicate to the PCEF if usage monitoring
shall continue for that IP-CAN session, usage monitoring key, or both as follows:

- If monitoring shall continue for specific level(s), the PCRF shall provide the new thresholds for the level(s) in
the CC-Answer using the same AV P as before (CC-Total-Octets, CC-Input-Octets, CC-Output-Octets AVP or
CC-Time AVP within the Granted-Service-Unit AVP);

- otherwise, if the PCRF wishes to stop monitoring for specific level(s) the PCRF shall not include an updated
threshold in the CCA command for the stopped level(s) i.e. the corresponding CC-Total-Octets, CC-Input-
Octets, CC-Output-Octets or CC-Time AV Ps shall not be included within Granted-Service-Units AVP.

If both volume and time thresholds were provided and the threshold for one of the measurements is reached, the PCEF
shall report this event to the PCRF and the accumulated usage since last report shall be reported for both measurements.

When usage monitoring is enabled, the PCRF may request the PCEF to report accumulated usage for one or more
enabled monitoring keys regardless if a usage threshold has been reached by sending to the PCEF within the Usage-
Monitoring-Information AV P the Usage-Monitoring-Report AV P set to the value
USAGE_MONITORING_REPORT_REQUIRED. The PCRF shall only require PCEF to report accumulated usage for
one or more monitoring keysin a CC-Answer when the PCEF has not provided accumulated usage in the CC-Request
for the same monitoring key(s).

To specify the usage monitoring key for which usage is requested the PCRF shall include the usage monitoring key
within the Monitoring-Key AV P within the Usage-Monitoring-Information AVP. To request usage be reported for all
enabled usage monitoring keys the PCRF shall omit the Monitoring-Key.

The PCRF shall process the usage reports and shall perform the actions as appropriate for each report.
Refer to subclause 4.5.25.2.9 for usage monitoring control support for NBIFOM.

4.5.17 Reporting Accumulated Usage
45.17.0 General

When usage monitoring is enabled, the PCEF shall measure the volume and/or the time of usage of the IP-CAN session
or the volume and/or the time of usage of the applicable service data flows. The PCEF shall be able to support volume
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and time measurements simultaneously for agiven IP-CAN session or service data flows. If the PCC ruleisinstalled or
updated with the Monitoring-Flags AV P with the bit 0 set, the PCEF shall not include the corresponding service data
flow in the volume and/or time measurement on IP-CAN session level.

When the time based usage monitoring is supported, the PCRF may optionally indicate to the PCEF, along with other
usage monitoring information provided, the Inactivity Detection Time within the Quota-Consumption-Time AVP. This
value represents the time interval after which the time measurement shall stop for the Monitoring Key, if no packets are
received belonging to the corresponding Monitoring Key. Time measurement shall resume again on receipt of a further
packet belonging to the Monitoring Key.

Time measurement for a Monitoring key shall also be stopped when time based usage monitoring is disabled, if this
happens before the I nactivity Detection Time is reached.

If an Inactivity Detection Time value of zero is provided, or if no Inactivity Detection Time is present within the usage
monitoring information provided by the PCRF, the time measurement shall be performed continuously from the point at
the first packet is received matching the applicable Monitoring Key and until time based usage monitoring is disabled.

The PCEF shall report accumulated usage to the PCRF in the following conditions:
- when a usage threshold is reached;

- when all PCC rules for which usage monitoring is enabled for a particular usage monitoring key are removed or
deactivated,

- when usage monitoring is explicitly disabled by the PCRF;
- when an IP-CAN session isterminated;
- when requested by the PCRF.

To report accumulated usage for a specific monitoring key the PCEF shall send a CC-Request with the Usage-
Monitoring-Information AV P including the accumulated usage since the last report. For each of the enabled monitoring
keys to be reported, the Usage-Monitoring-Information AV P shall include the monitoring key in the Monitoring-Key
AV P and the accumulated volume usage in the Used-Service-Unit AVP. Accumulated volume reporting shall be done
for the total volume, the uplink volume or the downlink volume as requested by the PCRF, and set in CC-Total-Octets,
CC-Input-Octets or CC-Output-Octets AV Ps of Used-Service-Unit AV P respectively. Accumulated time reporting shall
be set in the CC-Time AVP of Used-Service-Unit AVP. The PCEF shall continue to perform volume and/or time
measurement after the report until instructed by the PCRF to stop the monitoring. If both volume and time
measurements are requested by the PCRF and the threshold for one of the measurements is reached, the PCEF shall
report this event to the PCRF and the accumulated usage since last report shall be reported for both measurements.

In case aMonitoring-Time AV P was provided by the PCRF within one instance of the Granted-Service-Unit AVP
included within the Usage-Monitoring-Information AV P for the usage monitoring control request, the PCEF shall report
asdefined in 4.5.17.6.

For cases where the PCRF indicatesin a CC-Answer command whether the usage monitoring shall continue as a
response to the reporting of accumulated usage in a CCR command, the PCEF shall behave as follows

- if the PCRF provisions an updated usage threshold in the CCA command, the monitoring continues using the
updated threshold value provisioned by the PCRF;

- otherwise, if the PCRF does not include an updated usage threshold in the CCA command, the PCEF shall not
continue usage monitoring for that IP-CAN session, usage monitoring key, or both as applicable.

NOTE: When the PCRF indicates that usage monitoring shall not continue in the CCA, the PCEF does not report
usage which has accumulated between sending the CCR and receiving the CCA.

Upon receiving the reported usage from the PCEF, the PCRF shall deduct the value of the usage report from the total
allowed usage for that IP-CAN session, usage monitoring key, or both as applicable, and the PCRF may also derive the
PCC rules based on the remaining allowed usage or reported usage and provision them to the PCEF.

Additional procedures for each of the scenarios above are described in the following clauses of 4.5.17.

ETSI


http://cpi.al.sw.ericsson.se/alexserv?ID=4346&DB=22605-sapcr3i09a.alx&FN=2_15519-CSH109004_5-V2Uen.A.html

3GPP TS 29.212 version 15.6.0 Release 15 55 ETSI TS 129 212 V15.6.0 (2019-04)

45.17.1 Usage Threshold Reached

When usage monitoring is enabled for a particular monitoring key, the PCEF shall measure the volume and/or the time
of usage of all traffic for the IP-CAN session or the corresponding service data flows and notify the PCRF when a usage
threshold for that monitoring key is reached and report the accumulated usage for that monitoring key and include the
"USAGE_REPORT" Event-Trigger in a CCR command with CC-Request Type AV P set to the value
"UPDATE_REQUEST" hy following the procedures to report accumul ated usage defined in clause 4.5.17.

4517.2 PCC Rule Removal

When the PCRF removes or deactivates the last PCC rule associated with a usage monitoring key in an RAR or CCA
command in response to a CCR command not related to reporting usage for the same monitoring key, the PCEF shall
send anew CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST" including the Event-
Trigger set to "USAGE_REPORT" to report accumulated usage for the usage monitoring key within the Usage-
Monitoring-Information AV P using the procedures to report accumulated usage defined in clause 4.5.17.

When the PCEF reports that the last PCC rule associated with a usage monitoring key isinactive, the PCEF shall report
the accumulated usage for that monitoring key within the same CCR command if the Charging-Rule-Report AVP was
included in a CCR command; otherwise, if the Charging-Rule-Report AVP was included in an RAA command, the
PCEF shall send anew CCR command to report accumulated usage for the usage monitoring key.

45.17.3 Usage Monitoring Disabled

Once enabled, the PCRF may explicitly disable usage monitoring as a result of receiving a CCR from the PCEF which
is not related to reporting usage, other external triggers (e.g., receiving an AF request, subscriber profile update), or a
PCRF internal trigger. When the PCRF disables usage monitoring, the PCEF shall report the accumulated usage which
has occurred while usage monitoring was enabled since the last report.

To disable usage monitoring for a monitoring key, the PCRF shall send the Usage-Monitoring-Information AVP
including only the applicable monitoring key within the Monitoring-Key AV P and the Usage-M onitoring-Support AVP
set to USAGE_MONITORING_DISABLED.

When the PCRF disables usage monitoring in aRAR or CCA command, the PCEF shall send a new CCR command
with CC-Request Type AVP set to the value "UPDATE_REQUEST" and the Event-Trigger AVP set to
"USAGE_REPORT" to report accumulated usage for the disabled usage monitoring key(s).

45.17.4 IP-CAN Session Termination

At IP-CAN session termination the PCEF shall send the accumulated usage information for all monitoring keys for
which usage monitoring is enabled in the CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST" using the procedures to report accumulated usage defined in clause 4.5.17.

If al IP-CAN sessions of a user to the same APN are terminated, the PCRF may store the remaining allowed usage, i.e.
the information about the remaining overall amount of resources, in the SPR.

4.5.17.5 PCRF Requested Usage Report

When the PCEF receives the Usage-Monitoring-Information AV P including the Usage-M onitoring-Report AVP set to
the value USAGE_MONITORING_REPORT_REQUIRED, the PCEF shall send a new CCR command with CC-
Request Type AVP set to the value "UPDATE_REQUEST" and the Event-Trigger AVP set to "USAGE_REPORT" to
report accumulated usage for the monitoring key received in the Usage-Monitoring-Information AV P using the
procedures to report accumulated usage defined in clause 4.5.17.1. If the volume threshold and time threshold were
provided, the PCEF shall report both the volume usage and time of usage. If the Monitoring-Key AV P was omitted in
the received Usage-Monitoring-Information AV P, the PCEF shall send the accumulated usage for all the monitoring
keys that were enabled at the time the Usage-Monitoring-Information was received.

45.17.6 Report in case of Monitoring Time provided

If Monitoring-Time AV P was provided within one instance of the Granted-Service-Unit AV P included within the
Usage-Monitoring-1nformation AVP by the PCRF, and if the PCEF needs to report the accumulated usage when one of
the events defined in subclauses 4.5.17.1-4.5.17.5 occurs before the monitoring time, the PCEF shall report the
accumulated usage as defined in subclauses 4.5.17.1-4.5.17.5 and the PCEF shall not retain the monitoring time;
otherwise,
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- If two instances of the Granted-Service-Unit AVP are provided by the PCRF,then the PCEF shall, at the
monitoring time, reset the usage threshold to the value of the Granted-Service-Unit AV P with the Monitoring-
Time AVP.

- If only one instance of the Granted-Service-Unit AVP is provided by the PCRF, then the PCEF shall, at the
monitoring time, reset the usage threshold to the remaining value of the Granted-Service-Unit AVP previously
sent by the PCRF (i.e. excluding the accumulated volume or time usage).

- For both cases, the usage report from the PCEF shall include two instances of the Used-Service-Unit AVP, one
of them to indicate the usage before the monitoring time and the other one accompanied by the Monitoring-Time
AVP under the same Used-Service-Unit AVP to indicate the usage after the monitoring time.

When the PCRF receives the accumulated usage report in a CCR command, the PCRF shall indicate to the PCEF if
usage monitoring shall continue as defined in clause 4.5.16. The PCRF may provide the Monitoring-Time AVP again
within one instance of the Granted-Service-Unit AV P if reports for the accumulated usage before and after the provided
monitoring time are required.

4.5.18 IMS Restoration Support

In order to support IMS Restoration procedures (refer to 3GPP TS 23.380 [33]), PCRF needs to convey the AF address
to the PCEF. In order to do so, in case AF provisions information about the AF signalling flows between the UE and the
AF, asdefined in 3GPP TS 29.214 [10] Section 4.4.5a, the PCRF shall install the corresponding dynamic PCC rules (if
not installed before) by triggering a RAR message. The PCRF shall provide the Charging-Rule-Install AVP including
the Charging-Rule-Definition AVP(s). The Charging-Rule-Definition AV P shall include in the Flow-Information AVP
the signalling flows between UE and the AF. The Charging-Rule-Definition AVP shall aso include the AF-Signalling-
Protocol AVP set to the value corresponding to the signalling protocol used between the UE and the AF.

The PCEF shall acknowledge the command by sending an RAA command to the PCRF and shall initiate the
corresponding bearer procedure if required. The PCEF shall extract the AF address from the PCC rules and use it for the
monitoring procedure as defined for the different access types. See Annex A & B.

NOTE 1: The PCEF can use the extracted AF address from the PCC rule to check if, the monitoring procedure has
to be started for the corresponding AF.

In case AF de-provisions information about the AF signalling flows between the UE and the AF, as defined in

3GPP TS 29.214 [10] Section 4.4.5a, the PCRF shall remove the corresponding dynamic PCC rules by triggering a
RAR message. The PCRF shall provide the Charging-Rule-Remove AV P including the corresponding Charging-Rule-
Name AVP(s).

The PCEF shall acknowledge the command by sending a RAA command to the PCRF.

NOTE 2: The PCEF can use the AF address associated with the removed rule to check if it can stop monitoring the
corresponding AF.

4.5.18a P-CSCF Restoration Enhancement Support

This clause is applicable when the PCRF-based P-CSCF Restoration Enhancement, as defined in 3GPP TS 23.380 [33],
is supported by both PCRF and PCEF.

If the PCRF receives a request for P-CSCF restoration from the P-CSCF as defined in clause 4.4.7 of
3GPP TS 29.214 [10], the PCRF shall send a Gx RAR command including the PCSCF-Restoration-Indication AV P set
to value 0 (PCSCF_RESTORATION) to the PCEF for the corresponding Gx session.

The PCEF shall acknowledge the RAR command by sending an RAA command to the PCRF and shall initiate the
corresponding bearer procedure for the IMS PDN connection as defined in 3GPP TS 23.380 [33].

4.5.19 Multimedia Priority Support
45.19.1 PCC Procedures for Multimedia Priority services over Gx reference point

45.19.1.1 Provisioning of PCC Rules for Multimedia Priority Services

The provision of PCC Rules corresponding to both MPS and non-MPS service shall be performed as described in
clause 4.5.2.0.
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When the PCRF derives PCC Rules corresponding to MPS service, the ARP and QCI shall be set as appropriate for the
prioritized service, e.g. an IMS Multimedia Priority Service.

When the PCRF derives PCC Rules corresponding to non-MPS service, the PCRF shall generate the PCC Rules as per
normal procedures. At the time the Priority EPS Service isinvoked (i.e MPS EPS Priority and MPS Priority Level are
set), the PCRF shall upgrade the ARP and/or change QCI also for the PCC Rules corresponding to non-MPS service.
The PCRF shall change the ARP and/or QCI modified for the Priority EPS Bearer service to an appropriate value
according to PCRF decision.

When the PCRF receives a CCR command with CC-Request-Type AVP set to value "INITIAL_REQUEST", the PCRF
shall check whether any of these parametersis stored in the SPR: MPS EPS Priority, MPS Priority Level and/or IMS
Signalling Priority. The PCRF shall derive the applicable PCC rules and default bearer QoS based on that information.
If the IMS Signalling Priority is set and the Called-Station-1d AV P corresponds to an APN dedicated for IMS, the
PCRF shall assign an ARP corresponding to MPS for the default bearer and for the PCC Rules corresponding to the
IMS signalling bearer. If the Called-Station-Id AV P does not correspond to an APN dedicated for IMS, the ARP shall
be derived without considering IMS Signalling Priority.

NOTE 1: Subscription datafor MPSis provided to PCRF through the Sp reference point.

Once the PCRF receives a notification of achange in MPS EPS Priority, MPS Priority Level and/or IMS Signalling
Priority from the SPR, the PCRF shall make the corresponding policy decisions (i.e. ARP and/or QCI change) and, if
applicable, shall initiate a RAR command to provision the modified data.

NOTE 2: The details associated with the Sp reference point are not specified in this Release. The SPR's relation to
existing subscriber databases is not specified in this Release.

NOTE 3: The MPS Priority Level is one among other input data such as operator policy for the PCRF to set the
ARP.

Whenever one or more AF sessions of an MPS service are active within the same PDN connection, the PCRF shall
ensure that the ARP priority level of the default bearer is at least as high as the highest ARP priority level used by any
authorized PCC rules belonging to an MPS service. If the ARP pre-emption capability is enabled for any of the
authorized PCC rules belonging to an MPS service, the PCRF shall also enable the ARP pre-emption capability for the
default bearer.

NOTE 4: Thisensuresthat services using dedicated bearers are not terminated because of a default bearer with a
lower ARP priority level or disabled ARP pre-emption capability being dropped during mobility events.

NOTE 5: This PCRF capability does not cover interactions with services other than MPS services.
45.19.1.2 Invocation/Revocation of Priority EPS Bearer Services
When a Priority EPS Bearer Service isinvoked, the PCRF shall

- Derivethe corresponding PCC Rules with the ARP and QCI set as appropriate for a prioritized service.

Set the ARP of the default bearer as appropriate for a Priority EPS Bearer Service under consideration of the
reguirement described in clause 4.5.19.1.1.

Set the QCI of the default bearer as appropriate for the Priority EPS Bearer Service.

Set the ARP of PCC Rulesinstalled before the activation of the Priority EPS Bearer Service to the ARP as
appropriate for the Priority EPS Bearer Service under the consideration of the requirements described in
clause 4.5.19.1.1.

Set the QCI of the PCC Rules installed before the activation of the Priority EPS Bearer Serviceto the QCl as
appropriate for the Priority EPS Bearer Service if modification of the QCI of the PCC Rulesis required.

When a Priority EPS Bearer Service is revoked, the PCRF shall
- Delete the PCC Rules corresponding to the Priority EPS Bearer Service if they were previously provided.

- Set the ARP of the default bearer to the normal ARP under the consideration of the requirements described in
clause4.5.19.1.1.

- Set the QCI of the default bearer as appropriate for PCRF decision.
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- Setthe ARP of al active PCC Rules as appropriate for the PCRF under the consideration of the requirements
described in clause 4.5.19.1.1.

- Set the QCI to an appropriate value according to PCRF decision if modification of the QCI of PCC Rulesis
required.

NOTE: The activation/deactivation of a Priority EPS Bearer Service requires explicit invocation/revocation via
SPR MPS user profile (MPS EPS Priority, MPS Priority Level). An AF for MPS Priority Service can aso
be used to provide Priority EPS Bearer Services using network-initiated resource allocation procedures
(viainteraction with PCC) for originating accesses.

The PCRF shall provision the PCEF with the applicable PCC Rules upon Priority EPS Bearer Service activation and
deactivation as described in clause 4.5.2.0. The provision of the QoS information applicable for the PCC Rules shall be
performed as described in clause 4.5.5.2. The provision of QoS information for the default bearer shall be performed as
described in clause 4.5.5.9.

45.19.1.3 Invocation/Revocation of IMS Multimedia Priority Services

If the PCRF receives service information including an MPS session indication and the service priority level from the P-
CSCF or at reception of the indication that IMS Signalling Priority is active for the IP-CAN session, the PCRF shall
under consideration of the requirements described in clause 4.5.19.1.1:

- set the ARP of the default bearer as appropriate for the prioritized service;

- if required, set the ARP of all PCC rules assigned to the IM S signalling bearer as appropriate for IMS
Multimedia Priority Services,

- derive the PCC Rules corresponding to the IMS Multimedia Priority Service and set the ARP of these PCC
Rules based on the information received over Rx.

If the PCRF detects that the P-CSCF released all the MPS session and the IMS Signalling Priority has been deactivated
for the IP-CAN session the PCRF shall under consideration of the requirements described in clause 4.5.19.1.1:

- delete the PCC Rules corresponding to the IMS Multimedia Priority Service;
- set the ARP of the default bearer as appropriate for the IMS Multimedia Priority set to inactive;

- replace the ARP of al PCC Rules assigned to the IMS signalling bearer as appropriate when the IMS
Multimedia Priority isinactive.

The PCRF shall provision the PCEF with the applicable PCC Rules upon MPS session initiation and release as
described in clause 4.5.2.0. The provision of the QoS information applicable for the PCC Rules shall be performed as
described in clause 4.5.5.2. The provision of QoS information for the default bearer shall be performed as described in
clause 4.5.5.9.

4.5.20 Sponsored Data Connectivity

Sponsored data connectivity may be performed for service data flows associated with one or more PCC rulesif the
information about the sponsor, the application service provider and optionally the threshold values are provided by the
AF and if the AF has not indicated to disable/not enable sponsored data connectivity as described in

3GPP TS 29.214[10] subclauses 4.4.1 and 4.4.2.

The provisioning of sponsored data connectivity per PCC rule shall be performed using the PCC rule provisioning
procedure. The sponsor identity shall be set using the Sponsor-ldentity AV P within the Charging-Rule-Definition AVP
of the PCC rule. The application service provider identity shall be set using the Application-Service-Provider-1dentity
AV P within the Charging-Rule-Definition AVP of the PCC rule. Sponsor-Identity AV P and Application-Service-
Provider-ldentity AV P shall be included if the Reporting-Level AVP is set to the value
SPONSORED_CONNECTIVITY_LEVEL.

When receiving the usage thresholds from the AF, the PCRF shall use the sponsor identity to generate a monitoring key
and request usage monitoring control for the monitoring key by following the procedures specified in subclauses 4.5.2.5
and 4.5.16.

When the AF disables sponsoring a service (See 3GPP TS 29.214 [10] subclause 4.4.2), the PCRF
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- may modify the PCC rulesin order to set the Reporting-Level AVPto SERVICE_IDENTIFIER_LEVEL or
RATING_GROUP_LEVEL and not include the Sponsor-Identity AV P and Application-Service-Provider-
Identity AVP if they were included previoudly.

- may modify the PCC rules to update the charging key.
NOTE 1: A specific charging key can be applied to the sponsored data connectivity for online charging.

- shall disable the usage monitoring for the sponsored data connectivity according to subclause 4.5.17.3 if it was
enabled previoudy. As aresult, PCRF gets the accumulated usage of the sponsored data connectivity.

NOTE 2: It depends on the implementation whether the solutions defined in Annex F can be used to disable the
usage monitoring.

4521 PCRF Failure and Restoration

If the PCEF needs to send an IP-CAN session modification request towards a PCRF which is known to have restarted
since the IP-CAN session establishment, the PCEF should not send the IP-CAN session modification request towards a
PCRF and the PCEF may tear down the associated PDN connection based on operator policy, by initiating PDN
connection deactivation procedure. Emergency and eM PS sessions should not be torn down.

NOTE 1: This mechanism enables the clean up of PDN connections affected by the PCRF failure and |eads the UE
toinitiate a UE requested PDN connectivity procedure for the same APN.

NOTE 2: The method the PCEF uses to determine that a PCRF has restarted is not specified in thisrelease.

4.5.22 Reporting Access Network Information

When the NetL oc feature is supported, if the AF requests the PCRF to report the access network information and if the
PCRF cannot determine that access network information cannot be provided as described in subclause 4.4.6.7 of
3GPP TS 29.214 [10], the PCRF shall provide the requested access network information indication (e.g. user location
and/or user timezone information) to the PCEF as follows:

- If the PCRF isinstalling or modifying a PCC rule, the PCRF shall include the Required-Access-Info AVP within
the Charging-Rule-Definition AV P of an appropriate installed or modified PCC rule;

- Otherwise, if the PCRF isremoving PCC rules based on the AF requests, the PCRF shall include the Required-
Access-Info AV P within the Charging-Rule-Remove AV P associated with the corresponding PCC rules being
removed.

The PCRF shall also provide the ACCESS NETWORK _INFO_REPORT event trigger within Event-Trigger AVP (if
this event trigger is not yet set).

For those PCC Ruleg(s) based on preliminary service information as described in 3GPP TS 29.214 [10] the PCRF may
assign the QCI and ARP of the default bearer to avoid signalling to the UE. These PCC Rules shall not include the
Packet-Filter-Usage AV P within the Flow-Information AV P included in the Charging-Rule-Definition AVP.

NOTE 1: 3GPP TS 23.203 [7] provides further information about appropriate PCC rulesin subclause 6.2.1.0.

If the ACCESS NETWORK _INFO_REPORT event trigger is set, upon installation, modification and removal of any
PCC rule(s) with the Required-Access-Info AVP in aGx RAR command, and if the PCEF determines that the access
network does not support the access network information reporting based on the currently used IP-CAN type or the
RAT type and the value of AN-Trusted AV P, the PCEF shall immediately inform the PCRF by including the NetLoc-
Access-Support AV P with the value of 0 (NETLOC_ACCESS NOT_SUPPORTED) in the RAA command. Otherwise,
the PCEF shall apply appropriate |P CAN specific procedures to obtain this information. When the PCEF then receives
access network information through those |P CAN specific procedures, the PCEF shall provide the required access
network information to the PCRF as follows:

- If the user location information was requested by the PCRF and was provided to the PCEF, the PCEF shall
provide the user |ocation information within the 3GPP-User-L ocation-Info AV P and the time when it was last
known within User-Location-Info-Time AVP (if available).
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- If the user location information was requested by the PCRF and was not provided to the PCEF, the PCEF shall
provide the serving PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP.

- If the time zone was requested by the PCRF, the PCEF shall provide it within the 3GPP-MS-TimeZone AVP.
NOTE 2: The PCEF does not support time zone reporting if the access network is untrusted WLAN.

In addition, the PCEF shall provide the ACCESS NETWORK _INFO_REPORT event trigger within Event-Trigger
AVP. The kind of user location retrieved in the access network is defined in the corresponding annex.

During bearer deactivation, when the NetL oc feature is supported, the PCEF shall provide the access network
information to the PCRF by including the user location information within the 3GPP-User-Location-Info AVP (if
requested by the PCRF and if provided to the PCEF), the information on when the UE was last known to be in that
location within User-Location-Info-Time AV P (if user location information was requested by the PCRF and if the
corresponding information was provided to the PCEF), the PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP
(if the user location information was requested by the PCRF but it is not provided to the PCEF) and the timezone
information within the 3GPP-MS-TimeZone AVP (if requested by the PCRF and available).

During IP-CAN session termination procedure, the PCEF shall, if ACCESS NETWORK _INFO_REPORT event
trigger is set, provide the access network information to the PCRF by including the user location information within the
3GPP-User-Location-Info AVP (if it was provided to the PCEF), the information on when the UE was last known to be
in that location within User-Location-Info-Time AVP (if it was provided to the PCEF), the PLMN identifier within the
3GPP-SGSN-MCC-MNC AVP (if the user location information was not provided to the PCEF) and the timezone
information within the 3aGPP-MS-TimeZone AVP (if available).

The PCEF shall not report any subsequent access network information updates received from the IP-CAN without any
previous provisioning or removal of related PCC rules unless the associated |P-CAN bearer or connection has been
released.

4.5.23 Application Detection Information

The PCRF may instruct the PCEF to detect application (s) by providing the Charging-Rule-Install AVP (s) with the
corresponding parameters as follows: the application to be detected is identified by the TDF-Application-ldentifier
AVP, which is either provided under Charging-Rule-Definition AV P for dynamic PCC Rules or pre-provisioned for the
corresponding predefined PCC Rule, and in such a case only Charging-Rule-Name/Charging-Rule-Base-Name is
provided. If the PCRF requires to be reported about when the application start/stop is detected, it shall also subscribe to
the APPLICATION_START and APPLICATION_STOP Event-Triggers. The PCRF may also mute such anotification
about a specific detected application by providing Mute-Notification AVP within the PCC Rule.

The PCEF applies the PCC rule to the whole IP-CAN session traffic for the application detection and control. When the
start or stop of the application's traffic, identified by TDF-Application-ldentifier, is detected, if PCRF has previously
subscribed to the APPLICATION_START/APPLICATION_STOP Event-Triggers, unless arequest to mute such a
notification (Mute-Notification AVP) is part of the corresponding PCC Rule, the PCEF shall report the information
regarding the detected application's traffic in the Application-Detection-Information AVP in the CCR command even if
the application traffic is discarded due to enforcement actions of the PCC rule.

The corresponding TDF-Application-ldentifier AVP shall be included under Application-Detection-Information AVP.
When the Event trigger indicates APPLICATION_START, the Flow-Information AV P for the detected application may
be included under Application-Detection-Information AV P, if deducible. The Flow-Information AVP, if present, shall
contain the Flow-Description AVP and Flow-Direction AV P. The TDF-Application-Instance-ldentifier, which is
dynamically assigned by the PCEF in order to allow correlation of APPLICATION_START and
APPLICATION_STOP Event-Triggers to the specific Flow-Information AVP, if service data flow descriptions are
deducible, shall also be provided when the Flow-Information AV P isincluded. Also, the corresponding Event-Trigger
(APPLICATION_START or APPLICATION_STOP) shall be provided to PCRF. When the TDF-Application-Instance-
Identifier is provided along with the APPLICATION_START, it shall also be provided along with the corresponding
APPLICATION_STOP. The PCRF then may make policy decisions based on the information received and send the
corresponding updated PCC rules to the PCEF, and corresponding QoS rules to the BBERF, if applicable.

When a PFD provisioned by the PFDF is removed/modified and the removed/modified PFD was used to detect
application traffic related to an application identifier in a PCC Rule installed or activated for an IP-CAN session, if the
removed/modified PFD in PCEF resultsin that the stop of an application or an application instance is not able to be
detected, and if the PCEF has reported the application start as described in this subclause to the PCRF for the
application or application instance represented by this PFD, the PCEF shall report the application stop to the PCRF for
the corresponding application or the corresponding application instance.
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NOTE: Multiple PFDs can be associated with the application identifier. When the removed/modified PFD isthe
last one which is used to detect traffic identified by TDF-Application-ldentifier AV P, the PCEF reports
application stop.

4.5.24 Group Communication Service Support

If the PCRF receives service information for a prioritized GC session including a GCSE session indication and service
priority level from the GCSE AS as described in 3GPP TS 23.468 [50], the PCRF shall:

- Derivethe PCC Rules corresponding to the Group Communication Service and set the ARP (priority level, pre-
emption capability and pre-emption vulnerability) of these PCC Rules based on the information received over Rx
and operator policies.

- Ensure that the ARP (priority level, pre-emption capability, pre-emption vulnerability) of the default bearer is
assigned a prioritized value.

- If adedicated bearer is established for GC1 signalling, ensure that the ARP (priority level, pre-emption
capability, pre-emption vulnerability) in al the PCC/QoS rules that describe the GC1 signalling trafficis
assigned a prioritized value.

If the PCRF receives arequest to change the service priority level for a prioritized GC session from the GCSE AS, the
PCRF shall modify the PCC Rules corresponding to the Group Communication Service in order to set the ARP (priority
level, pre-emption capability and pre-emption vulnerability) of these PCC Rules based on the information received over
Rx.The PCRF shall ensure that the ARP (priority level, pre-emption capability, pre-emption vulnerability) of the default
bearer is assigned the appropriate prioritized value.

If the PCRF receives arequest to terminate a prioritized GC session, the PCRF shall remove the PCC Rules
corresponding to the Group Communication Service. If the PCRF detects that al prioritized GC sessions within the
same |P-CAN session are released, the PCRF shall set the ARP of the default bearer as appropriate.

The PCRF shall provision the PCEF with the applicable PCC Rules upon GC session initiation and release as described
in clause 4.5.2.0. The provision of the QoS information applicable for the PCC Rules shall be performed as described in
clause 4.5.5.2. The provision of QoS information for the default bearer shall be performed as described in

clause 4.5.5.9.

4.5.25 NBIFOM Support
45251 General

Clause 4.5.25 refersto Network Based |P Flow Mobility as described in 3GPP TS 23.161 [51].
45251.1 PCRF procedures
The PCRF takes the following decisions:

- The PCRF shall decide whether NBIFOM applies to the IP-CAN session.

- The PCRF shall decide which NBIFOM mode appliesto the IP-CAN session as defined in subcluase 5.4.4 of
3GPP TS 23.161[51].

- The PCRF shall decide the default NBIFOM access that applies to the IP-CAN session.

- In UE-initiated mode or in network-initiated mode when UE requested IP flow mapping, the PCRF shall
authorize the NBIFOM routing rules received from the PCEF based on user subscription and operator's policy
and determine the allowed access type for the corresponding PCC rule(s) when the PCC rule(s) isinstalled.

- The PCRF shall determine the allowed access type for the PCC rule when the PCC ruleisingtalled in the
Network-initiated mode.

- Inthe network-initiated mode, the PCRF shall provide a NBIFOM routing rule identifier to every packet filter
included inaPCC rule.

- Inthe UE-initiated IP flow mobility within a PDN connection procedure and UE Requested | P Flow Mapping
procedure, the PCRF shall map PCC rules one to one with corresponding NBIFOM routing rules received from
the PCEF.
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In network-initiated mode, the PCRF shall decide whether RAN rule handling applies to the IP-CAN session.
The PCRF may indicate to the PCEF that one access is removed from a multiple access IP-CAN session.
The PCRF shall ensure that there is at least one PCC Rule that can be bound to the default bearer of each access.

In the UE-initiated NBIFOM mode, if anew PCC rule is created due to the request from the network (e.g.
reguest from the AF or application detection information from the PCEF/TDF), the PCRF determines that the
new PCC rule shall be bound to the default access for NBIFOM.

45.25.1.2 PCEF procedures

The PCEF takes the following actions:

PCEF shall negotiate the support of NBIFOM and of the NBIFOM mode with the PCRF when the UE requests
PDN connectivity over the first access.

PCEF shall negotiate the support of NBIFOM and of the default access for NBIFOM with the PCRF when the
UE reguests PDN connectivity over an additional access.

PCEF shall negotiate the default access for NBIFOM with the PCRF when the UE requests | P flow mobility in
the UE-initiated mode.

NOTE: The negotiation of the default access in the UE-initiated P flow mobility procedure only happens when

the single connection mode is used via trusted WLAN access network.

PCEF shall derive the NBIFOM routing rules transferred via the Gx interface based on the NBIFOM routing
rules or 1P flow mapping carried viathe GTP signalling.

For Network-initiated mode when a new NBIFOM routing rule carried in GTP needs to be created by the PCEF
due to a Network-initiated I P flow mobility within a PDN connection request, the PCEF shall keep the mapping
between the NBIFOM routing rule identifier received in the PCC rule and the NBIFOM routing rule identifier
used in GTP signalling.

When anew NBIFOM routing rule over Gx interface is created by a UE-requested IP Flow Mapping request to
create anew | P flow mapping in Network-initiated mode or UE-requested | P flow mobility in UE-initiated
mode, the PCEF shall assign the NBIFOM rule identifier to the new NBIFOM routing rule and keep the mapping
with the routing rule identifier used in GTP signalling.

When anew NBIFOM routing rule over Gx interface is created by a UE-requested |P Flow Mapping request to
modify an existing IP flow mapping in Network-initiated mode, the PCEF shall include the NBIFOM routing
rule identifier assigned by the PCRF for the packet filter of the PCC rule corresponding to the routing rule
identifier received in GTP signalling in the new NBIFOM routing rule.

In amulti access IP-CAN session, PCEF shall associate the PCC rules to the allowed access within the IP-CAN
session. The allowed access may be either explicitly included in the PCC Rule or the default NBIFOM access for
the traffic on the IP-CAN session.

PCEF shall associate the PCC rulesto an IP-CAN bearer within the allowed access by performing the bearer
binding.

PCEF shall derive the NBIFOM routing rules transferred via the GTP signalling based on the received PCC rules
from the PCRF in the Network-initiated mode.

The PCEF may provide the user location information and RAT type for each allowed access type to the PCRF.

The PCEF may provide the Access stratum information or access availability information received viathe GTP
signalling to the PCRF-.

Route the I P flow(s) by using the routing access information which is part of the NBIFOM routing rules.
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4.5.25.2 NBIFOM impacts on PCC procedures over Gx
45.25.2.1 IP-CAN session establishment

The PCC procedures over Gx reference point defined in clause 4.5.1 shall apply. In addition, the PCEF shall inform the
PCRF about the UE and network support of NBIFOM within the NBIFOM-Support AV P with the value
NBIFOM_SUPPORTED (1) and the requested NBIFOM mode within the NBIFOM-Mode AVP in the CCR command
when the PCEF receives both data as defined in 3GPP TS 29.274[22].

The PCRF shall take a policy decision on whether NBIFOM appliesto the IP-CAN session. If the PCRF determines
that NBIFOM does not apply to the IP-CAN session, the PCRF shall set the NBIFOM-Support AV P to the value
NBIFOM_NOT_SUPPORTED (0); otherwise, the PCRF shall set the NBIFOM-Support AV P to the value
NBIFOM_SUPPORTED (1). When NBIFOM is supported, the PCRF shall select the applicable NBIFOM mode for the
IP-CAN session and include the value within NBIFOM-Mode AVP.

The PCRF shall provide NBIFOM-Support AVP, NBIFOM-Mode AVP (if applicable) and the support of RAN rule
indication within the RAN-Rule-Support AVP if the network supports the RAN rule indication in the CCA command.

452522 Addition of an access

When the PCEF receives both a handover request and an NBIFOM indication from the UE as defined in
3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCREF, to:

- Notify the PCRF about the addition of an accessto the IP-CAN session by including the Event-Trigger AVP set
to the value ADDITION_OF_ ACCESS and the IP-CAN-Type AVP and the RAT-Type AVP set to the value of
this access.

- If the UE-initiated NBIFOM mode was selected at IP-CAN session establishment the notification contains also
the default NBIFOM access selected by the UE by including the type of default access within the Default-Access
AVP.

- Notify the PCRF with the NBIFOM routing rulesif the PCEF received the NBIFOM routing rule from the UE
by including the NBIFOM routing rule within the Routing-Rule-Install AVP if UE-initiated NBIFOM mode was
selected at |P-CAN session establishment.

The PCRF shall take following policy decisions and send the CCA command to the PCEF:

- The PCRF shall reject the addition of the accessif the multi-access PDN connection would correspond to an
invalid combination of IP-CAN and RAT Types or is not allowed by the subscription by including the result
code set to value DIAMETER_ERROR_NBIFOM_NOT_AUTHORIZED (5149).

NOTE: Inthisrelease of the specification the only allowed combination corresponds to the UE using a 3GPP
access and aWLAN access.

- If the network-initiated NBIFOM mode was selected at IP-CAN session establishment, the PCRF shall indicate
the default NBIFOM access to the PCEF by including the type of default access within the Default-Access AVP.

- If the UE-initiated NBIFOM mode was selected at IP-CAN session establishment, the PCRF shall verify whether
the default NBIFOM access provided by the UE complies with the subscription. The PCRF shall indicate the
default NBIFOM access by including the type of default access within the Default-Access AVP.

- InUE-initiated NBIFOM mode, the PCEF may notify the PCRF about the NBIFOM routing rules. The PCRF
may reject NBIFOM Routing Rules received from the UE by including the Routing-Rule-Report AV P with the
rejected NBIFOM routing rule identifier within the Routing-Rule-Identifier AV P and the Routing-Rule-Failure-
Code AVP set to the corresponding value. Otherwise the PCRF determines the impacted PCC rules and provides
or modifies these PCC rules by including the PCC rules within the Charging-Rule-Install AVP.

45.25.2.3 Removal of an access
45.25.2.3.1 UE/PCEF-initiated removal of an access

When the PCEF is informed of the removal of an access of a multi access IP-CAN session by the UE or if the PCEF
detects a change in the support of NBIFOM due to the inter PLMN mobility as defined in 3GPP TS 29.274 [22], the
PCEF shall send the CCR command to notify the PCRF about the removal of the access by including:
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- the Event-Trigger AVP set to REMOVAL_OF _ACCESS,

- IP-CAN-Type AVP set to the values of this removed access,

- the Charging-Rule-Report AV P with the Charging-Rule-Name AV Ps for the affected PCC rules,
- the PCC-Rule-Status AV P set to the value ACTIVE and

- the Rule-Failure-Code AVP set to the value NO_BEARER_BOUND, when the PCEF isinformed of the
removal of an access of a multi access by the UE, or

- the Rule-Failure-Code AVP set to the value NO_NBIFOM_SUPPORT, when the PCEF detects a change in the
support of NBIFOM due to the inter PLMN mobility.

. When the PCRF receives the CCR command, the PCRF shall modify or remove the affected PCC rules accordingly.

When the PCEF detects a change in the support of NBIFOM due to the inter PLMN mobility and the PCRF modifies
the PCC rules, the PCRF shall not include any NBIFOM related AV Ps.

45.25.2.3.2 PCRF-initiated removal of an access

The PCRF may remove one access from a multi access |P-CAN session due to change of operator policy or user
subscriptions. In order to do so, PCRF shall include the Removal-Of-Access AVP set to the value
REMOVAL_OF_ACCESS (0) and the IP-CAN-Type AVP set to the value of removed accessin the CCA or RAR
command. The PCEF shall delete corresponding PCC rules automatically locally and initiate the procedure to remove
one access as defined in 3GPP TS 29.274 [22].

NOTE: The PCRF can also decideto trigger the removal of an access by updating or removing all PCC rules that
are bound to this access. The removal of all PCC Rules bound to an access removes the access unless
there are PCC Rules not known to the PCRF defined in the PCEF for this particular access.

452524 Network-initiated IP flow mobility within a PDN connection (Network-initiated
NBIFOM mode)

When a multi access IP-CAN session has been set-up in Network-initiated mode, the PCRF may at any time determine
that flows should be moved from a source access to atarget access. In that case, the PCRF shall send a RAR or respond
with a CCA to the PCEF including Charging-Rule-Install AV P which includes the updated PCC Rules within the
Charging-Rule-Definition AV P(s) with the new allowed access type within the IP-CAN-Type AVP and the PCRF shall
also assign and include the NBIFOM routing rule identifier in the Routing-Rule-Identifier AV P(s) within the Flow-
Information AVP(s). The PCEF shall derive the NBIFOM routing rules from the PCC rules and send them to the UE as
defined 3GPP TS 29.274 [22].

The PCRF may also at any time determine that flows need to be created/modified/del eted. In that case, the PCRF shall
send a RAR or respond witha CCA .

For creation/modification the PCRF shall include within the Charging-Rule-Install AV P the allowed access type within
the IP-CAN-Type AV P (if new or changed), the new/modified PCC Rules within the Charging-Rule-Definition AVP(s)
and the NBIFOM routing rule identifier in the Routing-Rule-1dentifier AV P within the Flow-Information AVP(s).

NOTE 1: If aPCC ruleisintended to be bound to the default access, the allowed access type can be omitted when
the PCC ruleisinstalled or modified.

The PCEF shall derive the NBIFOM routing rules from the PCC rules and send them to the UE as defined
3GPP TS 29.274 [22] and keep the mapping between the NBIFOM routing rule identifier provided by the PCRF and the
routing filter identifier of the corresponding NBIFOM routing rulein GTP.

Additionally, the PCEF shall perform the bearer binding in the access as indicated by the allowed access of the PCC
rule.

For deletion the PCRF shall include the Charging-Rule-Remove AV P with the Charging-Rule-Name AV P(s) containing
the identity of the PCC rule(s) to be removed.

The UE may reject the NBIFOM routing rule provided by the PCRF due to local radio conditions. In that case, the
PCEF shall report the rejection to the PCRF by including the Charging-Rule-Report AV P with the Charging-Rule-
Identifier AV P and the Rule-Failure-Code set to the value according to the cause received from the GTP as specified in
3GPP TS 29.274[22].
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NOTE 2: The UE isnot allowed to request modification or deletion of NBIFOM routing filtersinitiated by the
network. The UE can request to modify the access type of NBIFOM routing rulesinitiated by the
network.

45.25.2.5 UE-initiated IP flow mobility within a PDN connection (UE-initiated NBIFOM
mode)

When the PCEF receives a decision from the UE to create/replace/delete NBIFOM routing rules as defined in
3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to
ROUTING_RULE_CHANGE. Additionally,

- if the UE requested to create new NBIFOM routing rules, the PCEF shall include the Routing-Rule-Install AVP
with one or more Routing-Rule-Definition AV Ps containing the new NBIFOM routing rule in the CCR
command.The PCEF shall assign NBIFOM routing rule identifier value(s) for each received NBIFOM routing
ruleidentifier in GTP and include that in the Routing-Rule-1dentifier AV P(s) within the Routing-Rule-Definition
AVP(s).

- if the UE requested to modify existing NBIFOM routing rules, the PCEF shall include the Routing-Rule-Install
AV P with one or more Routing-Rule-Definition AV Ps containing updated NBIFOM routing rule(s). The PCEF
shall include the NBIFOM routing rule identifier(s) corresponding to each received NBIFOM routing rule
identifier in GTP in the Routing-Rule-ldentifierAVP(s) within the Routing-Rule-Definition AVP(S).

- if the UE requested to delete existing NBIFOM routing rules, the PCEF shall include the Routing-Rule-Remove
AVP(s) with the Routing-Rule-Identifier AVP(s) corresponding to each received NBIFOM routing rule
identifier in GTP.

NOTE 1: If UE initiates aresource modification procedure to add a new packet filter, modify an existing packet
filter or delete an existing packet filter which has the same packet filter as the packet filter of the
NBIFOM routing rule in the non-default access, the UE provides a corresponding NBIFOM routing rule
in the same request, the PCEF performs the procedure as defined in subclause 4.5.1 in the same CCR
command. The UE does not need to provide the NBIFOM Routing rule in the same request if the UE
wants to request the network to allocate resources for one I P flow in the default access.

- if the UE requested the default NBIFOM access, the PCEF shall indicate the default NBIFOM access selected by
the UE by including the type of default access within the Default-Access AVP.

The PCRF may reject NBIFOM routing rules received from the UE by including the Routing-Rule-Report AV P with
the rejected NBIFOM routing rule identifier within the Routing-Rule-Identifier AV P and the Routing-Rule-Failure-
Code AVP set to the corresponding value in the CCA command. Otherwise the PCRF shall behave as follows:

- If the PCRF receives the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST in the same
command as the UE-initiated | P flow mobility procedure,

- for creation of an NBIFOM routing rule, the PCRF shall derive a new PCC rule as defined in sublcause 4.5.1
and determine the allowed access for the PCC rule according to the received NBIFOM rule. The PCRF shall
include the Charging-Rule-Install AV P containing the allowed access type within the IP-CAN-Type AV Pand
the PCC rule within the Charging-Rule-Definition AVP in the CCA command,

- for modification of an NBIFOM routing rule, the PCRF shall update the PCC rule as defined in
subclause 4.5.1 and determine the new allowed access type of the corresponding PCC rule according to the
received NBIFOM routing rule. The PCRF shall include the Charging-Rule-Install AV P containing the new
allowed access type within the IP-CAN-Type AV P and the PCC rule within the Charging-Rule-Definition
AVP inthe CCA command,or

- for deletion of an NBIFOM routing rule, the PCRF shall remove the corresponding PCC rule and include the
Charging-Rule-Remove AV P with Charging-Rule-Name AV P containing the identity of the PCC rulesto be
removed in the CCA command.

- Otherwise,

- for creation of an NBIFOM routing rule, the PCRF shall check if thereis a PCC Rule with a corresponding
service data flow template installed in the PCEF. If it is so, the PCRF shall determine the allowed access type
for the PCC rule according to the received NBIFOM routing rule; otherwise, the PCRF shall derive a new
PCC rule according to the received NBIFOM rule and local policies, i.e. it will set the service data flow filter
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equal to the Routing Filter, the precedence according to the precedence of received NBIFOM routing rule,
QoS parameter based on the local policy and the allowed access type according to the NBIFOM routing rule.
The PCRF shall include the Charging-Rule-Install AV P containing the allowed access type within the I1P-
CAN-Type AVP and the PCC rule within one Charging-Rule-Definition AVP in the CCA command,

- for modification of an NBIFOM routing rule, the PCRF shall determine the new allowed access type of the
corresponding PCC rule according to the received NBIFOM routing rule. The PCRF shall include the
Charging-Rule-Install AV P containing the new allowed access type within the IP-CAN-Type AVP and the
PCC rule within one Charging-Rule-Definition AVP in the CCA command, and/or

- for deletion of an NBIFOM routing rule, if the PCC rule creation was triggered by this NBIFOM routing rule.
the PCRF shall remove the corresponding PCC rule. The PCRF shall remove the corresponding PCC rule by
including the Charging-Rule-Remove AV P with the Charging-Rule-Name AV P containing the identity of the
PCC rulesto be removed in the CCA command; otherwise, the PCRF shall remove only the allowed access
type for this PCC Rule. The PCRF shall remove the allowed access type for the corresponding PCC rules by
including the Charging-Rule-Install AV P containing one PCC rule within Charging-Rule-Definition AVP
and without the IP-CAN-Type AVP.

NOTE 2: If aPCC ruleisintended to be bound to the default access, the allowed access type can be omitted when

the PCC ruleisinstalled or modified.

If the UE requested the default NBIFOM access, the PCRF shall verify whether the default NBIFOM access
provided by the UE complies with the subscription. The PCRF shall indicate the default NBIFOM access by
including the type of default access within the Default-Access AVP.

The PCEF shall respond to the UE by initiating the procedure as defined in 3GPP TS 29.274 [22] and perform the
bearer binding in the access as indicated by the allowed access of the PCC rule.

4.5.25.2.6 UE Requested IP Flow Mapping (Network-initiated NBIFOM mode)

This procedureis only used in Network-initiated NBIFOM mode when the UE wants to request the network to apply
specific mappings of IP flows to an access as defined 3GPP TS 23.161 [51].

When the PCEF receives a decision from the UE to create/modify/delete UE Requested | P Flow Mapping as defined in
3GPP TS 29.274 [22], the PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to
ROUTING_RULE_CHANGE. Additionaly,

if the UE requested to create a new UE Reguested | P Flow Mapping, the PCEF shall include the, Routing-Rule-
Install AVP with one or more Routing-Rule-Definition AV Ps that containing the new and updated NBIFOM
routing rule(s) in the CCR command. The PCEF shall include a new assigned NBIFOM routing rule identifier in
the Routing-Rule-lIdentifier AV P(s) within the Routing-Rule-Definition AVP(s).

if the UE requested to modify a UE Requested 1P Flow Mapping and there is corresponding NBIFOM routing
rule(s) over Gx interface, the PCEF shall include the Routing-Rule-Install AV P with one or more Routing-Rule-
Definition AVP(s) containing the NBIFOM routing rule(s).The PCEF shall include NBIFOM routing rule
identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-
Identifier AVP(s) within the Routing-Rule-Definition AVP(s).

if the UE requested to modify a UE Requested | P Flow Mapping(s) for changing the allowed access type and
there is no corresponding NBIFOM routing rule(s) over Gx interface, the PCEF shall include the Routing-Rule-
Install AVP with one or more Routing-Rule-Definition AV P(s) containing the NBIFOM routing rule(s) with the
IP-CAN-Type AVP containing the requested access type in the IP Flow Mapping.The PCEF shall include
NBIFOM routing rule identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in
the Routing-Rule-1dentifier AV P(s) within the Routing-Rule-Definition AVP(s).

if the UE requested to remove a UE Requested | P Flow Mapping the PCEF shall include NBIFOM routing rule
identifier(s) corresponding to the received NBIFOM routing rule identifier(s) in GTP in the Routing-Rule-
Identifier AV P(s) within the Routing-Rule-Remove AVP.

NOTE 1: For the case when the PCEF receives a decision from the UE to create UE Requested |P Flow Mapping

no rule identifier(s) is provided by the UE. In this case the rule identifier to be used in communication
with the UE is assigned by the PCEF.
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NOTE 2: If UE initiates aresource modification procedure to add a new packet filter,modify an existing packet

filter or delete an existing packet filter which has the same packet filter as the packet filter of the
NBIFOM routing rule in the non-default access, the UE provides a corresponding I P flow mapping, the
PCEF performs the procedure as defined in subclause 4.5.1 in the same CCR command. The UE does not
need to provide the I P flow mapping in the same request if the UE wants to request the network to
allocate resources for one IP flow in the default access.

The PCRF may reject NBIFOM routing rules received from the PCEF by including the NBIFOM-Routing-Rule-Report
AVP with the rgjected NBIFOM routing rule identifier within the Routing-Rule-Identifier AV P and the Routing-Rule-
Failure-Code AVP set to the corresponding value in the CCA command.

Otherwise the PCRF shall behave as follows:

If the PCRF receives the Event-Trigger AVP set to RESOURCE_MODIFICATION_REQUEST in the same
command as the UE-requested | P flow mapping procedure,

and if creation of anew NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is
received, the PCRF shall derive anew PCC rule as defined in sublcause 4.5.1 and determine the allowed access
for the PCC rule according to the received NBIFOM rule. The PCRF shall include the Charging-Rule-Install
AVP containing the new allowed access type within the IP-CAN-Type AVP and the new PCC rule within the
Charging-Rule-Definition AVP in the CCA command.

and if modification of an existing NBIFOM routing rule with NBIFOM routing rule identifier provided by the
PCEF is received, the PCRF shall update the PCC rule as defined in subclause 4.5.1 and determine the new
allowed access type of the corresponding PCC rule according to the received NBIFOM routing rule. The PCRF
shall include the Charging-Rule-Install AV P containing the new allowed access type within the IP-CAN-Type
AVP and the PCC rule within Charging-Rule-Definition AV P in the CCA command, or

if removal of NBIFOM routing ruleis received for an NBIFOM routing rule with the NBIFOM routing rule
identifier provided by the PCEF, the PCRF shall remove the corresponding PCC rule by including the Charging-
Rule-Remove AV P with the Charging-Rule-Name AV P containing the identity of the PCC rule to be removed in
the CCA command.

Otherwise,

- andif creation of new NBIFOM routing rule with NBIFOM routing rule identifier provided by the PCEF is
received, the PCRF shall check if there isa PCC rule with a corresponding service data flow template
installed in the PCEF. If it is so, the PCRF shall determine the allowed access type for the PCC rule
according to the received NBIFOM routing rule; otherwise, the PCRF shall derive a new PCC rule according
to the received NBIFOM rule and local policies, i.e. it will set a service dataflow filter equal to the Routing
Filter, a precedence according to the precedence of NBIFOM routing rule, QoS parameter based on the local
policy and the allowed access type according to the NBIFOM routing rule. The PCRF shall include the
Charging-Rule-Install AV P containing the new allowed access type within the IP-CAN-Type AVP and new
PCC rule within the Charging-Rule-Definition AVP in the CCA command.

- and if creation of anew NBIFOM routing rule or modification of an existing NBIFOM routing rule with
NBIFOM routing rule identifier provided by the PCRF is received, the PCRF shall check whether only one
packet filter existsin the corresponding PCC rule, If so, the PCRF shall include the Charging-Rule-Instal
AVP containing the new allowed access type within the IP-CAN-Type AVP and updated PCC rule within the
Charging-Rule-Definition AVP;

Otherwise, the PCRF shall include one Charging-Rule-Install AV P containing the existing allowed access
type within the IP-CAN-Type AV P and updated PCC rule which removes the packet filter identified by the
NBIFOM routing rule identifier within the Charging-Rule-Definition AVP and one Charging-Rule-Install
AV P containing the new allowed access type within the IP-CAN-Type AVP and the PCC rule which includes
the packet filter identified by the NBIFOM routing rule identifier.

- If modification of aexisting NBIFOM routing rule with NBIFOM routing rule identifier provided by the
PCEF is received, the PCRF shall include the Charging-Rule-Install AV P containing the new allowed access
type within the IP-CAN-Type AVP and updated PCC rule within the Charging-Rule-Definition AVP.

- If removal of an NBIFOM routing ruleisreceived for an NBIFOM routing rule with the NBIFOM routing
ruleidentifier provided by the PCEF, and if the PCC rule creation was triggered by this NBIFOM routing
rule. the PCRF shall remove the corresponding PCC rule. The PCRF shall remove the corresponding PCC
rule by including the Charging-Rule-Remove AV P with the Charging-Rule-Name AV P containing the
identity of the PCC rule to be removed in the CCA command; otherwise,the PCRF shall remove only the
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alowed access type for this PCC Rule. The PCRF shall remove the allowed access type for the
corresponding PCC rules by including the Charging-Rule-Install AV P containing the PCC rule within the
Charging-Rule-Definition AV P and without the IP-CAN-Type AVP.

NOTE 3: In Network-initiated NBIFOM mode the PCRF can initiate a creation, modification and/or deletion of
additional PCC rulesin the same response. |f the PCRF does that, the PCEF initiates additional IP-CAN
specific procedures to provide the NBIFOM routing rules derived from the additional PCC rules.

NOTE 4: If aPCC ruleisintended to be bound to the default access, the allowed access type can be omitted when
the PCC ruleisinstalled or modified.

The PCEF shall respond to the UE by initiating the procedure as defined in 3GPP TS 29.274 [22] and perform the
bearer binding in the access as indicated by the allowed access of the PCC rule.

4.5.25.2.7 An access becomes not available/available again

When the PCEF receives an indication that an access becomes not available as defined in 3GPP TS 29.274 [22], PCEF
shall send a CCR command to the PCRF including the Event-Trigger AVP set to UNAVAILABLITY_OF ACCESSto
the PCRF. The access type information of the unavailable access shall be provided within the IP-CAN-Type AVP and
the reason causing the access to be unavailable shall be provided within the Access-Availability-Change-Reason AVP
in the same CCR command. The PCRF may update or remove the PCC rule by sending a CCA command including the
Charging-Rule-Install AVP with one or more Charging-Rule-Definition AV P containing the new allowed access type
within the IP-CAN-Type AVP or by including the Charging-Rule-Remove AV P with one or more Charging-Rule-
Name AV P(s) containing the identity of the PCC rulg(s) to be removed.

When the PCEF receives an indication that an access becomes available again as defined in 3GPP TS 29.274 [22],
PCEF shall send a CCR command to the PCRF including the Event-Trigger AVP set to AVAILABLITY_OF_ACCESS
to the PCRF. The access type information on available again access shall be provided within the IP-CAN-Type AVP
and the reason causing the access to be available again shall be provided within the Access-Availability-Change-Reason
AVP in the same CCR command. The PCRF may update the PCC rule and send a CCA command including the
Charging-Rule-Install AVP with one or more Charging-Rule-Definition AV P contains the new allowed access type
within the IP-CAN-Type AVP.

NOTE: This procedure can be triggered by the procedure " Access becomes Unusable and Usable" and by the
procedure "IP flow mobility triggered by Access stratum indication” defined in 3GPP TS 23.161 [51].

45.25.2.8 Access Network Information Reporting

When the PCRF has received arequest to report access network information from the AF and PCC rules related with
the AF request are bound to multiple accesses, the PCRF should first select the PCC rule bound to the 3GPP access to
request the access network information. If the PCRF cannot get the access network information from the 3GPP access
side when the PCRF receives the NetL oc-Access-Support AV P set to the value of 0

(NETLOC_ACCESS NOT_SUPPORTED), the PCRF may try to get the access network information from the non-
3GPP side.

4.5.25.2.9 Usage monitoring control

As described in subcause 4.5.16, during the IP-CAN session establishment, the PCRF may receive information about
total alowed usage for Monitoring key(s) per PDN and UE from the SPR. In addition, if NBIFOM applies for an IP-
CAN session, the PCRF may receive an individual Monitoring key per access from the SPR. The PCRF may include the
corresponding monitoring key in the PCC rule and cal culate the threshold per access according to the information
received from the SPR.

NOTE: IP-CAN session level usage monitoring is not dependent on the access used to carry a service data flow.
45.25.2.10 UE resource request for a multi-access IP-CAN session

For the UE-initiated I P flow mobility in the UE-initaited NBIFOM mode, if the PCEF receives the resource request and
NBIFOM routing rule for the same packet filter in the same request, the PCEF and the PCRF shall behave as defined in
subclause 4.5.25.2.5.

For the UE-requested | P flow mapping in the network-initiated NBIFOM mode, if the PCEF receives the resource
request and IP flow mapping request for the same packet filter in the same request, the PCEF and the PCRF shall
behave as defined in subclause 4.5.25.2.6.1f the PCEF only receives the resource request from the default access, the
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PCEF shall perform the UE-initiated resource modification procedure as defined in subclause 4.5.1. The PCRF shall
derive anew PCC rule as defined in subclause 4.5.1 and determine the default access as the allowed access. The PCRF
shall provide the PCC rule to the PCEF as defined in subclause 4.5.25.2.5 or 4.5.25.2.6.

4.5.26 Detection and handling of late arriving requests
4.5.26.1 General

This subclause is only applicable for the IP-CAN session establishment procedure. The detection and handing of the
late arriving requests are optional for the PCEF and PCRF.

The support of the detection and handing of the late arriving requests by PCEF and PCRF is optional. When supported,
the PCEF and PCRF shall comply with the procedures specified in this subclause 4.5.26.

The procedure specified in subclause 4.5.26.2 can be used and supported with or without the procedure specified in
subclause 4.5.26.3. The procedure specified in subclause 4.5.26.3 shall only be used and supported in conjunction with
the procedure specified in subclause 4.5.26.2.

4.5.26.2 Detection and handling of requests which collide with an existing session
context

The PCEF shall send the CC-Request to the PCRF which includes the origination time stamp received from the
originating entity (see subclause 13.2 of 3GPP TS 29.274 [22]), within the Origination-Time-Stamp AVP, if available.

Upon receiving a new CC-Reqguest colliding with an existing IP-CAN session context, for the same UE (i.e. the same
Subscription-ld AVP) and the same APN (i.e. the same Called-Station-Id AVP) and from a different PCEF (i.e.
different Origin-Host AV P), the PCRF shall accept the new CC-Reqguest only if it contains a more recent timestamp
within the Origination-Time-Stamp AV P than the origination timestamp stored for the existing IP-CAN session. If the
PCRF detects that the timestamp within the Origination-Time-Stamp AV P included in the new CC-Request is less
recent than the origination timestamp stored for the existing IP-CAN session, the PCRF shall reject the new CC-
Request by setting the Experimental -Result-Code to DIAMETER_ERROR_LATE_OVERLAPPING_REQUEST.

NOTE 1: When the PCRF accepts the new CC-Request that contains a more recent timestamp within the
Origination-Time-Stamp AV P than the origination timestamp stored for the existing IP-CAN session, the
PCRF locally deletes the existing IP-CAN session context.

The PCRF shall accept a new CC-Request which collides with an existing IP-CAN session context, for the same UE
(i.e. the same Subscription-lId AV P) and the same APN (i.e. the same Called-Station-Id AVP) and from a different
PCEF (i.e. different Origin-Host AVP), if the origination timestamp is not provided for at least one of the IP-CAN
sessions for the same UE and the same APN.

NOTE 2: It isimplementation specific how the PCRF handles the existing IP-CAN session context in this case.

4.5.26.3 Detection and handling of requests which have timed out at the originating
entity

The PCEF shall send the CC-Request to the PCRF which includes the origination time stamp and the Maximum Wait
Time received from the originating entity (see subclause 13.3 of 3GPP TS 29.274 [22]) within the Origination-Time-
Stamp AVP and the Maximun-Wait-Time AV P, if available.

Upon receiving a CC-Request which contains the origination time stamp within Origination-Time-Stamp AV P and the
maximum wait time within the Maximun-Wait-Time AV P, the PCRF should check that the request has not already
timed out at the originating node. The PCRF may perform additional similar check before sending the answer. The
PCRF should reject the CC-Request that has timed out by setting the Experimental-Result-Code to
DIAMETER_ERROR_TIMED_OUT_REQUEST.

4.5.27 Resource reservation for services sharing priority

When the PCRF derives PCC Rules corresponding to a service related to an AF that has indicated that priority sharing

isallowed for that service over Rx interface, it derives the corresponding PCC Rules according to current procedures as
described in 3GPP TS 29.213 [8], subclause 5.3. The PCRF may additionally take the suggested pre-emption capability
and vulnerability values into account if they were provided by the AF when the PCRF determines the ARP pre-emption
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capability and vulnerability. The ARP derived at this point and the priority sharing indicator provided over Rx reference
point (see 3GPP TS 29.214 [10] for further information) related to these derived PCC Rules are stored for later use.

For PCC Rules related to the same IP-CAN session with the same assigned QCI and with the priority sharing indicator
enabled (see 3GPP TS 29.214 [10], subclause 4.4.8), the PCRF shall rederive the ARP into a shared ARP for these
PCC Rules as follows:

- ThePriority Level shall be set to the lowest value (i.e. highest priority) among the Priority Level values derived
for the PCC rules that include the priority sharing indicator;

- The Pre-emption Capability shall be set to ENABLED if any of the original derived PCC Rules have the Pre-
emption-Capability value set to ENABLED.

- The Pre-emption Vulnerability shall be set to ENABLED if al the origina derived PCC Rules have the Pre-
emption Vulnerability value set to ENABLED.

NOTE 1: Having the same setting for the ARP parameter in the PCC Rules with the priority sharing indicator set
enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in the
PCC rules ensures that a bearer modification is triggered when a media flow with higher service priority
starts.

If the QCI and/or ARP related to any of the PCC Rules that share priority is changed (e.g. based on local policies), the
PCRF shall rederive the ARP for the impacted PCC Rules following the same procedure as defined in this subclause.

The PCRF shall provision the PCC Rules according to the rederived ARP information as described in subclause 4.5.2.0.

If the PCRF receives areport that a PCC rule provisioning or modification failed due to the resource reservation failure
as defined in subclause 4.5.12 and if the PCRF supports the MCPT T-Preemption feature as defined in subclause 5.4.1
of 3GPP TS 29.214 [10], the PCRF shall check if pre-emption control based on the pre-emption control information
provided by the AF as defined in subclause 4.4.8 of 3GPP TS 29.214 [10] applies.

NOTE 2: The PCRF determines that pre-emption control applies based on the presence of the Pre-emption-Control-
Info AVP received over Rx reference point as defined in 3GPP TS 29.214 [10] and operator policies.

If pre-emption control applies, the PCRF shall check the corresponding derived PCC Rules (before applying priority
sharing procedures). If the Pre-emption Capability of the derived PCC Rule is disabled the PCRF shall notify that
resource allocation has failed for this PCC rule to the AF as defined in subclause 4.4.1 or 4.4.2 of 3GPP TS 29.214 [10].
Otherwise, if the Pre-emption Capability of the derived PCC Rule is enabled, the PCRF shall perform the pre-emption
control as follows:

For all the active PCC rule(s) that applied priority sharing mechanism, the PCRF shall identify the PCC Rules that have
the Pre-emption Vulnerability enabled. For those selected PCC Rule(s), the PCRF shall check the Priority Level value.

- If thereisonly one PCC Rule with the Priority Level value higher (i.e. lower priority) than the derived Priority
Level value of new or modified PCC Rule, the PCRF shall remove this PCC rule. The PCRF shall retry the PCC
rule provisioning or modification procedure for the PCC rule that failed.

- Otherwise, if there are more than one PCC Rule with the Priority Level value higher (i.e. lower priority) than the
derived Priority Level value of new or modified PCC Rule, the PCRF shall remove the PCC Rule with the
highest Priority Level from the PCEF. The PCRF shall retry the PCC rule provisioning or modification
procedure for the PCC rule that failed; If more than one PCC Rule have the same highest Priority Level, the
PCRF shall check the Pre-emption-Control-Info AV P received over Rx interface as defined in
3GPP TS 29.214 [10] and remove the PCC Rule that matches the condition.

- Otherwise, if thereis at least one PCC Rule with the same Priority Level value than the derived Priority Level
value of new or modified PCC Rule, the PCRF shall check the Pre-emption-Control-Info AVP received over Rx
interface as defined in 3GPP TS 29.214 [10] for these PCC Rules and remove the PCC Rule that matches the
condition.

- Otherwise, the PCRF shall notify that resource allocation has failed for this PCC rule to the AF as defined in
subclause 4.4.1 or 4.4.2 of 3GPP TS 29.214 [10].

If there is no active PCC Rule with the Pre-emption Vulnerability enabled, the PCRF shall notify that resource
allocation has failed for this PCC rule to the AF as defined in subclause 4.4.1 or 4.4.2 of 3GPP TS 29.214 [10].
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NOTE 3: If the PCRF receives areport that a PCC rule provisioning or modification failed due to the resource
reservation failure as defined in subclause 4.5.12 and the PCRF does not support the MCPT T-Preemption
feature as defined in subclause 5.4.1 of 3GPP TS 29.214 [10], the PCRF can apply pre-emption and
remove active PCC rules from the PCEF and then retry the PCC rule provisioning or modification
procedure. Otherwise, the PCRF will notify it to the AF as defined in subclause 4.4.1 or 4.4.2 of
3GPP TS 29.214 [10]. How the PCRF applies the pre-emption depends on the implementation.

4.5.28 Support for PCC rule versioning

The support of PCC rule versioning is optional. When the RuleVersioning feature is supported, the PCEF and PCRF
shall comply with the procedures specified in this subclause.

If required by operator policies, the PCRF shall assign a content version for each generated PCC rule and include the
version within the Content-Version AV P included within the Charging-Rule-Definition AVP. Upon each PCC rule
modification, if the content version was assigned to a PCC rule, the PCRF shall assign a new content version. In this
case, al the content related to that PCC rule shall be included. The content version is unique for the lifetime of the PCC
rule.

NOTE 1: The PCRF will include all the content of the PCC rule in each modification of the PCC rulein order to
ensure that the rule isinstalled with the proper information regardless of the outcome of the bearer
procedure related to previous rule provisioning versions that are not reported yet.

NOTE 1a The operation policies can take into account whether the AF provides the related content version
information over Rx reference point (see subclause 4.4.9 in 3GPP TS 29.214 [10]).

Whenever the PCEF provides a PCC rule report for rules that were provisioned with a content version, the PCEF shall
include the Content-Version AVP(s) as part of the Charging-Rule-Report AV P for those corresponding PCC rules. The
PCEF may include more than one Content-Version AVP for the same PCC Rule within the Charging-Rule-Report AVP
(e.g. The PCEF has combined multiple PCC rule versions enforcement into one bearer operation). In this case, the PCC-
Rule-Status AV P shall indicate the final status of the PCC rule.

NOTE 2: The PCRF will use the content version to identify the PCC rule version that failed or succeeded when
multiple provisions of the same PCC rule occur in a short period of time. If required by the AF, the PCRF
will inform the AF according to 3GPP TS 29.214 [10], subclause 4.4.9 about the failure or success for the
media component version associated to the PCC rule version.

4.5.29 3GPP PS Data Off Support

When the 3GPP-PS-Data-Off feature is supported, the PCEF and PCRF shall comply with the procedures specified in
this subclause. This feature is used to prevent downlink traffic and may prevent uplink traffic via 3GPP access except
for 3GPP PS Data Off Exempt Services when activated by the user. The list of 3GPP PS Data Off Exempt Services
shall be configured in the PCRF. If the network supports the multiple IP-CAN types and the user is allowed to access
multiple access types, the PCRF shall subscribe the IP-CAN_CHANGE event trigger to the PCEF in order to support
this feature.

NOTE 1: The PCRF can be configured with alist of 3GPP PS Data Off Exempt Services per APN. Thelist of
3GPP PS Data Off Exempt Services for an APN can also be empty, or can allow for any service within
that APN, according to operator policy.

NOTE 2: For the PDN connection used for IMS services, the 3GPP Data Off Exempt Services are enforced in the
IMS domain as specified 3GPP TS 23.228 [31]. Policies configured in the PCRF need to ensure that IMS
services are alowed when the 3GPP Data Off status of the UE is set to "activated"”, e.g. by treating any
service within awell-known IMS APN as 3GPP PS Data Off Exempt Services.

If the PCEF isinformed that the 3GPP PS Data Off status of the UE is set to active for the IP-CAN session
establishment, it shall set the 3GPP-PS-Data-Off-Status AVP set to ACTIVE (0) within the initial CCR command.

If the PCRF receives that initial CCR command with a 3GPP-PS-Data-Off-Status AVP set to ACTIVE (0) and the IP-
CAN type of the IP-CAN session indicated as "3GPP-EPS", the PCRF shall configure the PCEF to block any downlink
and optionally uplink IP flows not relating to a service within the list of 3GPP PS Data Off Exempt Services, for
instance by not installing any related dynamic PCC rule(s) or by not activating related predefined PCC rule(s) such as
PCC rule(s) with wild-carded service data flow filters. The PCRF may also, subject to its normal policies, provide the
Charging-Rule-Install AVP to install or activate PCC rule (s) for service(s) from the list of 3GPP PS Data Off Exempt
Services.
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If the PCEF isinformed that the 3GPP PS Data Off status of the UE changes, the PCEF shall provide the
3GPP_PS DATA_OFF_CHANGE event trigger within the Event-Trigger AVP and the 3GPP-PS-Data-Off-Status AV P
set to the value indicated by the UE within a CCR command.

Upon receipt of a CCR with the 3GPP_PS DATA_OFF CHANGE , the IP-CAN_CHANGE, or, (if the NBIFOM
feature is supported) the ADDITION_OF_ACCESS, the REMOVAL_OF_ACCESS, the
UNAVAILABLITY_OF_ACCESS, or the AVAILABLITY_OF_ACCESS vaue within the Event-Trigger AVP the
PCRF shall determine whether the 3GPP PS Data Off handling functionality (as described below) becomes active or
inactive. The 3GPP PS Data Off handling functionality is activeif, and only if,

- thelatest received 3GPP-PS-Data-Off-Status AVP is set to ACTIVE (0), and

NOTE 3: If the 3GPP_PS DATA_OFF_CHANGE event trigger is received, the latest received value isthe one
received in the CCR command. Otherwise it corresponds to the stored value.

- the UE uses an access with IP-CAN Type set to "3GPP-EPS'.
NOTE 4: If NBIFOM supported feature applies the UE can uses additional accesses.

If the PCRF determines that the 3GPP PS Data Off handling functionality becomes active, the PCRF shall configure the
PCEF in such away that (if NBIFON is active, only for the "3GPP-EPS' accesstype):

- only packets for services belonging to the list of 3GPP PS Data Off Exempt Services are forwarded; and

- al other downlink packets and optionally uplink packets are discarded by modifying or removing any related
dynamic PCC rule(s) or by deactivating any related predefined PCC rule(s).

NOTE 5: In order for the PCEF to prevent the services that do not belong to the list of 3GPP PS Data Off
Exempted Services, if such services are controlled by dynamic PCC rules, PCRF can either close gates
for the downlink and optionally the uplink direction via the Flow-Status AVP in related dynamic PCC
rules or remove those dynamic PCC rules. If the services are controlled by predefined PCC rules, PCRF
needs to deactivate those PCC rules. PCC rule(s) with wild-carded service data flow filters can be among
the PCC rules that are modified. removed or disabled in that manner. It can then be necessary that the
PCRF at the same time installs or activates PCC rules for data-off exempt services. The network
configuration can ensure that at least one PCC Ruleis bound to the default bearer when Data Off is
activated in order to avoid a deletion of an existing PDN connection or in order to not fail a PDN
connection establishment.

When the PCRF receives service information from the AF while the 3GPP PS Data Off handling functionality is active,
the following applies:

- If the corresponding IP-CAN session is active over only one access, the PCRF shall check whether the
corresponding service is a 3GPP PS Data Off Exempt Service and permissible according to the user’s
subscription and the policies of the PCRF. If so, the PCRF shall install, modify or delete corresponding PCC
rules. Otherwise, the PCRF shall regject the service information from the AF.

- If the corresponding IP-CAN session is active over multiple accesses, and

- thecorresponding service is a 3GPP PS Data Off Exempt Service and permissible according to the user’s
subscription and the policies of the PCRF; or

- the corresponding service is no 3GPP PS Data Off Exempt Service but according to the user’s subscription
and the policies of the PCRF it is permissible and will not be routed viathe IP-CAN Type "3GPP-EPS".

- then the PCRF shall install, modify or delete corresponding PCC rules. Otherwise, the PCRF shall regject the
service information from the AF.

If the PCRF determines that the 3GPP PS Data Off handling functionality becomes inactive, the PCRF shall perform
policy control decision and perform PCC rule operations to make sure that services are allowed according to the user’s
subscription and operator policy (irrespective of whether they belong to the list of 3GPP PS Data Off Exempt Services).
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NOTE 6: The PCRF can then open gates via the Flow-Status AV P for active PCC associated to services not within
the list 3GPP PS Data Off Exempt Services. The PCRF can also install PCC rules or activate predefined
PCC rules for some services not belonging to the list 3GPP PS Data Off Exempt Services. If the PCRF
activates or installs a PCC rule with wildcarded filters, it can remove or de-activate PCC rules for 3GPP
PS Data Off Exempt Services that are made redundant by this PCC rule.

4.5.30 Extended bandwidth support for EPC supporting Dual Connectivity
(E-UTRAN and 5G NR)

When the Extended-BW-NR feature is supported, extended bandwidth AV Ps representing bitrates in kbps shall be used
to support bandwidth values higher than 2232-1 bps instead of the bandwidth AV Ps representing bitratesin bps.

Thatis:
- Extended-Max-Requested-BW-DL/UL AV Ps shall be used instead of Max-Requested-Bandwidth-DL/UL AVPs.
- Extended-GBR-DL/UL AVPs shall be used instead of Guaranteed-Bitrate-DL/UL AVPs.
- Extended-APN-AMBR-DL/UL AVPs shall be used instead of APN-Aggregate-Max-Bitrate-UL/DL AVPs.

For values lower or equal to 2*32-1 bps AV Ps representing bitrates in bps shall be used.

When the IP-CAN session is being established, if the PCEF supports the Extended-BW-NR feature and for bandwidth
values higher than 2*32-1 bps, AV Ps representing bitrate in bps (i.e. APN-Aggregate-Max-Bitrate-UL/DL AVPs) shall
be provided with value set to 2°32-1 bps and bandwidth AV Ps representing bitrate in kbps (i.e. Extended-APN-AMBR-
UL/DL AVPs) shall be provided with the actual required bandwidth.

NOTE: When the Diameter session is being established, the originator node does not know yet the features
supported by the peer node.

4.5.31 Policy update When UE suspends

When the UE-Status-Change feature is supported, the PCEF and the PCRF shall comply with the procedures specified
in this subclause. During IP-CAN session establishment or modification procedure, the PCRF shall subscribe to the
"UE_STATUS RESUME" Event-Trigger if not subscribed yet, in a CC-Answer or RA-Reguest.

When the PCRF sends a RAR or CCA command with policy decisions for a PDN connection maintained when the
UE’ s status is suspend state, the PCEF shall act as follows:

- If the policy decisions were received in a RAR command, the PCEF shall send an RAA command including,

- the Experimental-Result-Code setsto UE_STATUS _SUSPEND which indicates the failure to enforce the
corresponding policy decision, except if the RAR command isinitiated for the PCC rule removal only.

- if the policy decision includes the installation of one or more PCC rules, the Charging-Rule-Report AVP with
the Rule-Failure-Code AVP setsto UE_STATUS _SUSPEND and with the PCC-Rule-Status sets to
INACTIVE to indicate the failure to enforce those PCC rules.

- if the policy decision includes the modification of one or more PCC rules, the Charging-Rule-Report AVP
with the Rule-Failure-Code AVP setsto UE_STATUS _SUSPEND with the PCC-Rule-Status sets to
ACTIVE to indicate the failure to enforce those PCC rules.

- If the PCRF sends a CCA including policy decisions, the PCEF shall send a CCR command including,

- if the policy decision is applicable for the session level, the event trigger related with the failure to enforce
the corresponding policy decision and the UE-Status AVP setsto UE_STATUS SUSPEND.

- if the policy decision includes the installation of one or more PCC rules, the Charging-Rule-Report AVP with
the Rule-Failure-Code AVP setsto UE_STATUS _SUSPEND and with the PCC-Rule-Status setsto
INACTIVE to indicate the fail ure to enforce those policy decisions.

- if the policy decision includes the modification of one or more PCC rules, the Charging-Rule-Report AVP
with the Rule-Failure-Code AVP setsto UE_STATUS _SUSPEND and with the PCC-Rule-Status set to
ACTIVE to indicate the failure to enforce those PCC rules.
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Upon reception of the Rule-Failure-Code AVP setsto UE_STATUS _SUSPEND, the Experimental-Result-Code sets to
UE_STATUS SUSPEND or the UE-Status AVP set to UE_STATUS_SUSPEND, the PCRF shall not initiate any 1P-
CAN Session Modification procedure, except if it isinitiated for the PCC rule removal only, for the given IP-CAN
session over Gx untill the UE’s status is resumed.

If the UE’s status is resumed from suspend state, the PCEF shall inform the PCRF of the UE status including the Event-
Trigger AVP setsto "UE_STATUS RESUME". The PCRF shall after this update the PCEF with PCC Rules if
necessary.

4.6 Void

da Gxx reference points

4a.1 Overview

The Gxx reference point islocated between the Policy and Charging Rules Function (PCRF) and the Bearer Binding
and Event Reporting Function (BBERF). Gxc applies when the BBERF is located in the S-GW and Gxa applies when
the BBERF islocated in a trusted non-3GPP access. The Gxx reference point is used for:

- Provisioning, update and removal of QoS rules from the PCRF to the BBERF
- Transmission of traffic plane events from the BBERF to the PCRF.

The stage 2 level requirements for the Gxx reference point are defined in 3GPP TS 23.203 [7] and
3GPP TS 23.402 [23].

Signalling flows related to Rx, Gx and Gxx interfaces are specified in 3GPP TS 29.213 [g].

Gxx reference point does not apply for 3GPP-GPRS Access Type.

The definition of case 1, case 2a and case 2b is specified in clause 4.0 in 3GPP TS 29.213 [8].

Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the Gxx interface.

Refer to Annex J of 3GPP TS 29.213 [8] for Diameter message priority mechanism procedures over the Gxx interface.

Refer to Annex K of 3GPP TS 29.213 [8] for Diameter load control procedures over the Gxx interface.

4a.2 Gxx Reference model

The Gxx reference point is defined between the PCRF and the BBERF. The BBERF islocated in the AN-Gateway. The
AN-Gateway isthe S-GW when Gxc applies and it is the trusted non-3GPP access gateway when Gxa applies. The
relationships between the different functional entities involved are depicted in figure 4a.2.1. The overall PCC
architecture is depicted in subclause 3a of 3GPP TS 29.213 [8].

Gxx

BBERF _’_ PCRF

Figure 4a.2.1: Gxx reference model

NOTE 1. Refer to Annexes A.5 and H.2 of 3GPP TS 23.203 [7] for application of AN-Gateways.
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Figure 4a.2.2:Void
4a.3  Quality of Service Control Rules

4a.3.1 Quality of Service Control Rule Definition
The purpose of the Quality of Service Control rule (QoS rule) for the BBERF isto:
- Detect a packet belonging to a service data flow.
- The service data flow filters within the QoS rule are used for the selection of downlink IP CAN bearers.

- The service data flow filters within the QoS rule are used for the enforcement that uplink IP flows are
transported in the correct IP CAN bearer.

- ldentify the service the service data flow contributes to.

For an IP-CAN session, the QoS rules are derived from the PCC rules. The QoS rule shall contain the same service data
flow template, precedence and QoS information as the corresponding PCC rule. For case 2a (as defined in

3GPP TS 29.213[8]), the QoS rules that are derived from a PCC rule shall contain the applicable tunnelling header
information.

NOTE 1: During the course of a BBERF relocation procedure, the QoS rules in the non-primary BBERF might not
be consistent with the PCC rules in the PCEF.

For case 2a (as defined in 3GPP TS 29.213 [8]) there can be also QoS rules that do not apply to the IP-CAN session and
that are local to the access system, thus not having any corresponding PCC rule. These QoS rules shall not have any
associated tunnelling header information.

The BBERF shall select a QoS rule for each received packet by evaluating received packets against in this order:
- if present, the tunnelling header information

- the service data flow filters of QoS rules, associated with the matching tunnelling header information, in their
order of the precedence.

- service dataflow filters of QoS rules not associated with any tunnelling header info.

When a packet matches a service data flow filter, the packet matching process for that packet is completed, and the QoS
rule for that filter shall be applied.

There are two different types of QoS rules as defined in 3GPP TS 23.203 [7]:

- Dynamic Qosrules. Dynamically provisioned by the PCRF to the BBERF via the Gxx interface. These QoS
rules are dynamically generated in the PCRF according to the corresponding PCC rules.

- Predefined QoS rules. Preconfigured in the BBERF. Predefined QoS rules can be activated or deactivated by the
PCRF aong with the corresponding predefined PCC rules. Predefined QoS rules within the BBERF may be
grouped allowing the PCRF to dynamically activate a set of QoS rules over the Gxx reference point.

NOTE 2: The mechanism for configuring pre-defined QoS rules at the BBERF and PCRF and corresponding pre-
defined PCC rules at the PCEF and PCRF are outside the scope of this specification.

A QoS rule consists of:
- arulename;
- service dataflow filter(s);
- precedence;
- QoS parameters.
The rule name shall be used to reference a QoS rule in the communication between the BBERF and the PCRF.

The service data flow filter(s) shall be used to select the traffic for which the rule applies.
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The QoS information includes the QoS class identifier (authorized QoS class for the service data flow), the ARP and
authorized bitrates for uplink and downlink.

For different QoS rules with overlapping service data flow filter, the precedence of the rule determines which of these
rulesis applicable. When a dynamic QoS rule and a predefined QoS rule have the same precedence, the dynamic QoS
rule takes precedence.

4a.3.2 Operations on QoS Rules
For dynamic QoS rules, the following operations are available:
- Installation: to provision a QoS rule that has not been already provisioned.
- Moadification: to modify a QoS rule aready installed.
- Removal: to remove a QoS rule already installed.
For predefined QoS rules, the following operations are available;
- Activation: to alow the QoS rule being active.
- Deactivation: to disallow the QoSrule.

The procedures to perform these operations are further described in clause 4a.5.2.
4a.4  Functional elements
4a.4.1 PCRF

The PCRF has been aready specified in clause 4.4.1. Particularities for the Gxx reference point are specified in this
clause.

The PCRF shall provision QoS Rules to the BBERF via the Gxx reference point.

The PCRF shall provide QoS rules with identical service data flow templates as provided to the PCEF in the PCC rules.
If the service data flow istunnelled at the BBERF, the PCRF shall provide the BBERF with mohility protocol
tunnelling header information received from the PCEF to enable the service data flow detection in the mobility tunnel at
the BBERF.

If 1P flow mobility applies, the PCRF shall, based on IP flow mobility routing rules received from the PCEF, provide
the authorized QoS rulesto the applicable BBERF.

The PCRF QoS Rule decisions may be based on one or more of the following:

- Information obtained from the AF viathe Rx reference point, e.g. the session, media and subscriber related
information.

- Information obtained from the PCEF via the Gx reference point, e.g. IP-CAN bearer attributes, request type,
subscriber related information and 1P flow mobility routing rules (if IP flow mobility is supported).

- Information obtained from the SPR via the Sp reference point, e.g. subscriber and service related data.
- Information obtained from the BBERF viathe Gxx reference point.

The PCRF shall inform the BBERF through the use of QoS rules on the treatment of each service data flow that is under
PCC control, in accordance with the PCRF policy decision(s).

Upon subscription to loss of AF signalling bearer notifications by the AF, the PCRF shall request to BBERF to be
notified of the loss of resources associated to the QoS Rules corresponding with AF Signalling IP Flows, if this has not
been requested previously to the BBERF. In this case, PCRF will not subscribe to this event in the PCEF.

The PCRF shall, based on information reported from BBERF and PCEF, determine the Gx session(s) that shall be
linked with a Gateway Control session.
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4a.4.2 BBERF

The BBERF (Bearer Binding and Event Reporting Function) is afunctional element located in the S-GW when Gxc
applies and in a trusted non-3GPP access when Gxa applies. It provides control over the user plane traffic handling and
encompasses the following functionalities:

- Bearer binding: For a service data flow that is under QoS control, the Bearer Binding Function (BBF) within
BBERF shall ensure that the service data flow is carried over the bearer with the appropriate QoS class. The
ARP, GBR, MBR and QCI are used by the BBERF in the same way as in the PCEF for resource reservation.

- Uplink bearer binding verification.
- Event reporting: The BBERF shall report events to the PCRF based on the event triggersinstalled by the PCRF.

- Service data flow detection for tunnelled and untunnelled SDFs: The BBERF uses service data flow filters
received from the PCRF for service data flow detection.

- Service dataflow detection for tunnelled SDFs. For the selection of the service data flow filters to apply the
BBERF shall use a match with the tunnelling associated tunnelling header information received from the PCRF
asaprerequisite.

If requested by the PCRF, the BBERF shall report to the PCRF when the status of the related service data flow changes.

If requested by the PCRF, a BBERF, which supports policy provisioning and enforcement of authorized QoS for service
data flows that share resources, shall:

- For QoS rules bound to the same bearer perform resource sharing among QoS rules marked for resource sharing.

4a.5 PCC procedures over Gxx reference points

4a.5.1 Gateway control and QoS Rules Request
The BBERF shall indicate, viathe Gxx reference point, a request for QoS rules in the following instances:
1) At Gateway Control Session Establishment:

The BBERF shall send a CCR command with the CC-Request-Type AV P set to the value
"INITIAL_REQUEST". The CCR command shall include the IMSI within the Subscription-Id AVP and the
access network gateway address within the AN-GW-Address AVP. If available and applicable, the BBERF shall
supply one or more of the following additional parametersto allow the PCRF to identify the rulesto be applied :
the type of IP-CAN within the IP-CAN-Type AVP, the type of the radio access technology within the RAT-Type
AVP, the PDN information within the Called-Station-1d AV P, the PDN connection identifier within the PDN-
Connection-ID AVP, if multiple PDN connections for the same APN are supported, the PLMN id within the
3GPP-SGSN-MCC-MNC AVP, the UE Ipv4 address within the Framed-IP-Address AV P and/or the UE Ipv6
prefix within the Framed-1pv6-Prefix AV P, information about the user equipment within User-Equipment-Info
AVP, QoS information within QoS-Information-AV P, user location information within the 3GPP-User-
Location-Info AVP or 3GPP2-BSID AV P, the access network gateway address, and the UE time zone
information within 3GPP-MS-TimeZone AV P. Furthermore, if applicable for the IP-CAN type, the BBERF may
indicate the support of network-initiated bearer request procedures by supplying the Network-Request-Support
AVP. The BBERF shall also send the APN-AMBR if available using the APN-Aggregate-Max-Bitrate-DL/UL
AVPs or both the APN-Aggregate-Max-Bitrate-DL/UL AV Ps and the Extended-APN-AMBR-DL/UL AVPs
(see subclause 4a.5.19).

For case 2b, the BBERF may provide the Session-Linking-Indicator AVP to indicate whether the PCRF shall
perform the linking of the new Gateway Control Session with an existing Gx session immediately or not.

For IP-CAN types that support multiple IP-CAN bearers, the BBERF may provide the Default-EPS-Bearer-QoS
AVP including the ARP and QCI values corresponding to the Default EPS Bearer QoS.

2) At Gateway Control Session Modification:

The BBERF shall send a CC-Request with CC-Request-Type AV P set to the value "UPDATE_REQUEST". For
a Gateway Control and QoS Rules request where an existing IP-CAN resource is modified, the BBERF shall
supply within the QoS rule request the specific event which caused such request (within the Event-Trigger AVP)
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and any previoudly provisioned QoS rule(s) affected by the gateway control and QoS Rules request. The affected
QoS Rules and their status shall be supplied to the PCRF within the QoS-Rule-Report AVP.

In the case that the UE initiates a resource modification procedure, the BBERF shall include within the CC-
Request the Event-Trigger AVP set to "RESOURCE_MODIFICATION_REQUEST" and shall include the
Packet-Filter-Operation AV P set as follows:

- When the UE requests to allocate new resources the BBERF shall set the Packet-Filter-Operation AVP to
"ADDITION", and shall include within the CC-Request a Packet-Filter-Information AV P for each packet
filter requested by the UE and the QoS-Information AV P to indicate the requested QoS for the affected
packet filters. Each Packet-Filter-Information AV P shall include the packet filter precedence information
within the Precedence AV P and the Packet-Filter-Content AV P set to the value of the packet filter provided
by the UE. If the UE has specified areference to an existing packet filter, the BBERF shall include an
additional Packet-Filter-Information AV P with only the Packet-Filter-ldentifier AV P, set to the value for the
referred existing filter. If the QoS ruleis generated for a GBR QCI, the PCRF shall update the existing QoS
rule by adding the new packet filter(s).

- When the UE reguests to modify existing resources the BBERF shall set the Packet-Filter-Operation AVP to
"MODIFICATION", and shall include within the CC-Request a Packet-Filter-Information AVP for each
affected packet filter. A packet filter is affected by the modification if QoS associated with it is modified or if
itsfilter value or precedence is modified. If the UE request includes modified QoS information the BBERF
shall also include the QoS-Information AV P within the CC-Reguest to indicate the updated QoS for the
affected packet filters. Each Packet-Filter-Information AV P shall include a packet filter identifier as provided
by the PCRF in the QoS rule within the Packet-Filter-ldentifier AV P identifying the previously requested
packet filter being modified and, if the precedence value is changed, shall include packet filter precedence
information within the Precedence AV P. For each packet filter that the UE has requested to modify the filter
value (if any), the BBERF shall provide the Packet-Filter-Content AV P set to the value of the updated packet
filter provided by the UE.

- When the UE requests to delete resources the BBERF shall set the Packet-Filter-Operation AVP to
"DELETION", and shall include within the CC-Request a Packet-Filter-Information AV P for each packet
filter deleted by the UE. Each Packet-Filter-Information AV P shall include a packet filter identifier as
provided by the PCRF within the QoS rule within the Packet-Filter-ldentifier AV P identifying the previoudy
requested packet filter being deleted. If the deletion of the packet filters changes the QoS associated with the
resource, the BBERF shall include the QoS-Information AV P to indicate the QoS associated with the deleted
packet filters to allow the PCRF to modify the QoS accordingly.

QoS rules can also be requested as a consequence of afailure in the QoS rule installation or enforcement without
requiring an Event-Trigger. See clause 4a.5.4.

If the PCRF is, due to incomplete, erroneous or missing information (e.g. subscription related information not available
or authorized QoS exceeding the subscribed bandwidth) not able to provision a policy decision as response to the
request for QoS Rules by the BBERF, the PCRF may reject the request using a CC Answer with the Gx experimental
result code DIAMETER_ERROR_INITIAL_PARAMETERS (5140). If the BBERF receives a CC Answer with this
code, the BBERF shall reject the access network specific request that has resulted in this gateway control and QoS
Rules request.

If the PCRF detects that the packet filtersin the request for new QoS rules by the BBERF is covered by the packet
filters of outstanding PCC/QoS rules that the PCRF is provisioning to the PCEF/BBERF, the PCRF may reject the
request using a CC-Answer with the Gx experimental result code DIAMETER_ERROR_CONFLICTING_REQUEST
(5147). If the BBERF receives a CC-Answer with this code, the BBERF shall reject the modification that initiated the
CC-Request.

4a.5.2 Gateway control and QoS Rules Provision

4a5.2.1 Overview

The PCRF may decide to operate on QoS Rules without obtaining a request from the BBERF, e.g. in response to
information provided to the PCRF via the Rx reference point, or in response to an internal trigger within the PCRF, or
from atrigger by the SPR. To operate on QoS Rules without a request from the BBERF, the PCRF shall include these
QoS Rulesin an RA-Reguest message within either the QoS-Rule-Install AV P or the QoS-Rule-Remove AVP.
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The BBERF shall reply with an RA-Answer. If the corresponding IP-CAN resource cannot be established or modified
to satisfy the bearer binding, then the BBERF shall reject the activation of a QoS rule using the Gxx experimental result
code DIAMETER_BEARER_EVENT (4142) and a proper Event-Trigger value. Depending on the cause, the PCRF can
decide if re-installation, modification, removal of QoS Rules or any other action apply.

The PCRF shall indicate, via the Gxx reference point, QoS rules to be applied at the BBERF. This may be using one of
the following procedures:

- PULL procedure (Provisioning solicited by the BBERF): In response to a request for QoS rules being made by
the BBERF, as described in the preceding section, the PCRF shall provision QoS rulesin the CC-Answer; or

- PUSH procedure (Unsolicited provisioning): The PCRF may decide to provision QoS rules without obtaining a
request from the BBERF, e.g. in response to information provided to the PCRF via the Rx reference point, or in
response to an internal trigger within the PCRF, or from atrigger by the SPR. To provision QoS rules without a
reguest from the BBERF, the PCRF shall include these QoS rulesin an RA-Request message. The PCRF should
NOT send a new RA-Request command to the PCEF until the previous RA-Request has been acknowledged for
the same IP-CAN session.

For each request from the BBERF or upon the unsolicited provision the PCRF shall provision zero or more QoS rules.
The PCRF may perform an operation on a single QoS rule by one of the following means:

- Toactivate or deactivate a QoS rule that is predefined at the BBERF, the PCRF shall provision areferenceto
this QoS rule within a QoS-Rule-Name AV P and indicate the required action by choosing either the QoS-Rule-
Install AVP or the QoS-Rule-Remove AVP.

- Toinstall or modify a PCRF-provisioned QoS rule, the PCRF shall provision a corresponding QoS-Rule-
Definition AVP within a QoS-Rule-Install AVP.

- Toremove a QoS rule which has previously been provisioned by the PCRF, the PCRF shall provision the name
of thisrule as val ue of a QoS-Rule-Name AV P within a QoS-Rule-Remove AVP.

As an dternative to providing a single QoS rule, the PCRF may provide a QoS-Rule-Base-Name AVP within a QoS-
Rule-Install AVP or the QoS-Rule-Remove AVP as areference to a group of QoS rules predefined at the BBERF. With
aQoS-Rule-Ingtall AVP, a predefined group of QoS rulesis activated or moved. With a QoS-Rule-Remove AVP, a
predefined group of QoS rules is deactivated.

The PCRF may combine multiple of the above QoS rule operationsin asingle CC-Answer command or RA-Request
command.

Toinstall anew or modify an already installed PCRF defined QoS rule, the QoS-Rule-Definition AVP shall be used. If
a QoS rule with the same rule name, as supplied in the QoS-Rule-Name AV P within the QoS-Rule-Definition AVP,
already exists at the BBERF, the new QoS rule shall update the currently installed rule. If the existing QoS rule already
has attributes also included in the new QoS rule definition, the existing attributes shall be overwritten. Any attribute in
the existing QoS rule not included in the new QoS rule definition shall remain valid.

If no QoS rule(s) with uplink packet filters that are provided to the UE that are bound to a bearer which requires traffic
mapping information (according to the rules as defined in 3GPP TS 23.060 [17]), the BBERF shall derive traffic
mapping information based on implementation specific logic (e.g. traffic mapping information that effectively disallows
any useful packet flowsin uplink direction as described in clause 15.3.3.4 of 3GPP TS 23.060 [17]) and shall provide it
to the UE.

NOTE 1: For GPRS and EPS, the state of TFT packet filters, as defined in 3GPP TS 23.060 [17], for an IP-CAN
session requires that there is at most one bearer with no traffic mapping information for the uplink
direction.

NOTE 2: For adefault bearer, the BBERF will not add traffic mapping information that effectively disallows any
useful packet flowsin uplink direction on its own.

Upon the same modification of the QCI and/or ARP of all the QoS rules bound to the same bearer, the BBERF should
modify the QCI and/or ARP for that bearer.

Provisioning of predefined QoS rules upon invocation/revocation of an MPS service shall be done according to
clause 5.3in 3GPP TS 29.213[§].
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In case 23, if the PCRF has received the access network charging identifier information within Access-Network-
Charging-ldentifier-Gx AVP from the PCEF, the PCRF shall include the Access-Network-Charging-ldentifier-vVaue
AVP within the QoS-Rule-Install AVP to inform the BBERF about the charging identifier information for the related
QoS rules. The charging identifier information is used by the BBERF for charging correlation.

The PCRF may request the BBERF to confirm that the resources associated to a QoS rule are successfully allocated. To
do so the PCRF shall provide the Event-Trigger AV P with the value SUCCESSFUL_RESOURCE_ALLOCATION
(22). In addition the PCRF shall install the rules that need resource alocation confirmation by including the Resource-
Allocation-Natification AVP with the value ENABLE_NOTIFICATION (0) within the corresponding Charging-Rule-
Install AVP. If aCharging-Rule-Install AV P does not include the Resource-Allocation-Notification AV P, the resource
alocation shall not be notified by the BBERF even if this AVP was present in previous installations of the samerule.

NOTE 3: The BBERF reporting the successful installation of QoS rules using RAA command means that the QoS
rules are installed but the bearer binding or QoS resource reservation may not yet be compl eted, see
3GPP TS 29.213 [8]. The BBERF informs the PCRF about the successful resource reservation only if the
PCRF has provided the Event-Trigger AVP indicating SUCCESSFUL_RESOURCE_ALLOCATION
(22).

If the provisioning of QoS rulesfails or provisioning of QoS rules succeed and then QoS resource reservation failed, the
BBERF informs the PCRF as described in clause 4a.5.4 QoS Rule Error Handling. Depending on the cause, PCRF can
decideif re-installation, modification, removal of QoS rules or any other action apply.

If the PCRF is unable to create a QoS rule for the response to the CC Request by the PCEF, the PCRF may reject the
request as described in clause 4a5.1.

4a.5.2.2 Support for DSCP marking of downlink packets at the TDF

In order to support QoS control in the downlink direction by the BBERF for an application detected and marked by the
TDF as specified in clause 4b.5.14, the PCRF may either install a corresponding dynamic QoS Rule or activate a pre-
defined QoS rule, which identifies traffic based on the corresponding DSCP value (provided by the ToS-Traffic Class
AVP within the Flow-Information AV P).

NOTE: Thissolution is particularly useful for QoS enforcement in the downlink direction procedures performed
by the BBERF. The TDF may still perform application detection and control as per received ADC Rules,
including application detection reporting to the PCRF, enforcement control, usage monitoring control and
charging, while applying DSCP marking. The BBERF may also perform then QoS control in the
downlink direction.

4a.5.3 Gateway Control Session Termination

The BBERF shall contact the PCRF when the gateway control session is being terminated (e.g. detach). The BBERF
shall send a CC-Request with CC-Request-Type AVP set to the value "TERMINATION_REQUEST".

If the BBERF needs to send a Gateway Control Session termination request towards a PCRF which is known to have
restarted since the Gateway Control Session establishment, the BBERF should not send CC-Request to inform the
PCRF.

When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the BBERF.

4a.5.4 Request of Gateway Control Session Termination
The PCRF may request the termination of a gateway control session.

If the PCRF decides to terminate a gateway control session dueto aninternal trigger or trigger from the SPR, the PCRF
shall send an RAR command including the Session-Rel ease-Cause AV P to the BBERF. When the BBERF receives the
RAR Command, it shall acknowledge the command by sending an RAA command to the PCRF and instantly
remove/deactivate all the QoS rules that have been previously installed or activated on that gateway control session.
And then the BBERF shall apply the gateway control session termination procedure in clause 4a.5.3.

4a.5.5 QoS Control Rule error handling

The same error handling behaviour as defined in clause 4.5.12 shall apply for QoS control rules. However, QoS-Rule-
Report AVP shall be used to report the affected QoS rules instead of Charging-Rule-Report AVP.
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4a.5.6 Gateway Control session to Gx session linking

For the cases where Gxx is deployed in the network, the PCRF shall determine at IP-CAN session establishment, which
open Gateway Control session applies to the new established |P-CAN session.

If the already established Gateway Control session for that subscriber is not related with a PDN identifier (i.e. the
Cadlled-Station-Id AVP was not received at Gateway Control Session Establishment), the PCRF shall determine that the
IP-CAN session being established corresponds to that Gateway Control Session if the following conditions are fulfilled:

- The CoA-IP-Address AVP received in the IP-CAN session establishment matches the Framed-1P-Address or
Framed-I pv6-Prefix received during the Gateway Control Session Establishment and

- Optionaly, the Subscription-1d AV P received in the IP-CAN session establishment matches the Subscription-1d
AVP received during the Gateway Control Session Establishment

In this case, the PCRF may have more than one IP-CAN Gx session linked to the Gateway Control session.

When the PCRF checks if APNs within Called-Station-Id AV Ps match each other, the PCRF shall apply the APN
matching proceduresin Annex H of 3GPP TS 29.213 [8].

If the already established Gateway Control session for that subscriber is related with a PDN identifier (i.e. the Called-
Station-ld AV P was received during the Gateway Control Session Establishment), the PCRF shall determine that the | P-
CAN session being established corresponds to that Gateway Control Session if the following conditions are fulfilled:

- The Cdled-Station-1d AVP received in the IP-CAN session establishment matches the Called-Station-Id AVP
received during the Gateway Control Session Establishment and

- The Subscription-Id AVP received in the IP-CAN session establishment matches the Subscription-ld AVP
received during the Gateway Control Session Establishment and

- If received, the PDN-Connection-ID AV P received in the IP-CAN session establishment matches the PDN-
Connection-ID AVP received during the Gateway Control Session Establishment.

In this case, the PCRF shall have only one IP-CAN Gx session linked to the Gateway Control session.

Upon reception of a Gateway Control Session Establishment where there are already active Gx sessions for that UE in
the PCRF (i.e. BBERF relocation, BBERF pre-registration and flow mobility), the PCRF may be able to determine the
Gx session(s) that apply to the new established Gateway Control session as follows:

- If the new Gateway Control session for that subscriber is not related with a PDN identifier (i.e. the Called-
Station-1d AV P was not received at Gateway Control Session Establishment), the PCRF shall determine the Gx
session(s) that correspond to that Gateway Control Session upon reception of IP-CAN session modification. In
this case, the same conditions as for the IP-CAN session establishment need to be fulfilled.

- If the new Gateway Control session for that subscriber isrelated with a PDN identifier (i.e. the Called-Station-1d
AVP isreceived) the PCRF shall check the Session-Linking-Indicator AVP. If it is not received, or it indicates
SESSION_LINKING_IMMEDIATE the PCRF shall determine the Gx session that corresponds to the Gateway
Control Session asfollows:

If multiple PDN connections for the same APN are not supported:

- The Caled-Station-Id AVP isreceived in the Gateway Control Session Establishment and it matches the
APN of the Gx session and

- The Subscription-Id AVP received in the Gateway Control Session Establishment matches the Subscription-
Id for the IP-CAN session(s) and

- If received, the Framed-1P-Address AVP and/or Framed-1pv6-Prefix AV P included in the Gateway Control
Session Establishment matches the Framed-1P-Address AV P and/or Framed-1pv6-Prefix AVP, of the Gx
session. If both Framed-IP-Address AVP and Framed-1pv6-Prefix AV P are present in the Gateway Control
Session Establishment, both of them also need to be present in the Gx session.

NOTE: The Subscription-Id AVP used for the session linking may be in the form IMSI or IMSI based NAI as
defined in 3GPP TS 23.003 [25].

If multiple PDN connections for the same APN are supported:
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- If the Framed-IP-Address AV P and/or Framed-1pv6-Prefix AVP are received during the Gateway Control
Session Establishment, the PCRF links the Gateway Control Session to the existing Gx session where
Framed-IP-Address AV P and/or Framed-1pv6-Prefix AVP are equal and the PDN ID are matched.

- If the Framed-IP-Address AV P and/or Framed-1pv6-Prefix AV P are not received during the Gateway Control
Session Establishment, the PCRF has to defer the linking with existing Gx session until an IP-CAN Session
modification is received with matching UE Identity, PDN Connection 1D, and PDN ID.

In this case, the PCRF shall link the Gateway Control Session to the Gx session.

When the Session-Linking-Indicator AVP isreceived and indicates SESSION_LINKING_DEFERRED, the PCRF shall
keep the new Gateway Control Session pending and shall defer linking until an IP-CAN Session Establishment or
Modification is received including the Subscription-ld AVP, Called-Station-Id AVP and IP-CAN-Type AVP with the
same values as those received during the Gateway Control Session establishment.

4a.5.7 Multiple BBF support
4a.5.7.1 General

After the PCRF has linked the new established Gateway Control session with the active Gx session as specified in
clause 4a.5.6, if the PCRF receives the indication of |P flow mobility applying (e.g. ROUTING_RULE_CHANGE (37)
event trigger) from the active Gx session, then the clause 4a.5.7.3 will apply, otherwise the clause 4a.5.7.2 will apply.

4a.5.7.2 Handling of two BBFs associated with the same IP-CAN session during
handover

This procedure takes place during the handover situations where one or more BBF can be part of a pre-registration
procedure. The two BBFs can be located in two separate BBERFs, or one BBF islocated in the PCEF and the other one
in a BBERF.

The PCRF, based on IP-CAN type information received from the BBERF and PCEF, shall identify the BBERF as
primary or non-primary.

Upon receiving a Gateway Control Session Establishment request from a new BBERF and if the PCRF identifies
multiple Gateway Control sessionsinvolved for a particular IP-CAN session (i.e. multiple BBERF connections during
handovers) the PCRF shall carry out the following procedures:

- The PCRF shall identify the Gateway Control session that reported the same |P-CAN type as reported by PCEF
and classify the BBERF that initiated that Gateway Control session as"primary".

- Inthe case where more that one Gateway Control sessions reported the same IP-CAN type as reported by PCEF
the PCRF shall classify the BBERF that initiated the last Gateway Control session as " primary".

- Theremaining BBERF connections shall be classified by the PCRF as "non-primary”.

Additionally, the PCRF may update the PCC rules, derive corresponding QoS rules and provide the updated QoS rules
to the new BBERF to accommodate the capabilities of the target access network (e.g. based on RAT and IP-CAN

types).

During the Gateway Control and QoS Rule Request, the PCRF shall act as follows with regards to the Gxx reference
point:

- Intheresponse to a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST", if
the BCM selected by the PCRF for that BBERF (primary/non-primary) indicates UE_NW, the PCRF shall
provision the applicable active QoS rules for the linked IP-CAN session in the QoS-Rule-Install AVP in the CC-
Answer command. In the case of non-primary BBERF, only those that do not require any modification for the
active PCC rules will be provided.

- Intheresponse of a CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", if the
BCM selected by the PCRF for that BBERF (primary/non-primary) that initiated the Gateway Control session
indicates UE_ONLY, the PCRF shall only include QoS rules applicable to the default bearer in the CC-Answer
command.

- Intheresponse to a CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST" initiated
by a BBERF that the PCRF has classified as non-primary, indicating UE-initiated resource modification request
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as described in clause 4a.5.1, the PCRF shall create the QoS rules based on the traffic mapping information
received in the request and check whether there are aligned PCC rulesinstalled in the PCEF. If the aligned PCC
rules active in the PCEF require no modification, the PCRF shall provision the QoS rules within the QoS-Rule-
Install AVP to the non-primary BBERF that created the request. Otherwise, the PCRF shall reject the request
using the Gxx experimental result code DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED
(5144).

- Intheresponse to a CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST" initiated
by a BBERF including any other event trigger within the Event-Trigger AV P, the PCRF shall
provision/modify/remove the applicable QoS rules in the CC-Answer command when the BBERF is selected as
primary. Otherwise, only QoS rules with aligned active PCC rules will be provided.

NOTE: The PCRF operates on the PCC rules towards the PCEF when the CCR command was received from a
primary BBERF.

When the PCRF receives a CCR command with the CC-Request-Type set to the value "TERMINATION_REQUEST"
initiated by a BBERF, the PCRF shall apply the procedure described in clause 4a.5.3.

For unsolicited provisioning of QoS rules, the PCRF shall provision the applicable QoS rules (those that are Nw-init) to
those BBERFs where the Bearer Control Modeis UE_NW.

For the case where the primary BBERF rejects the install ation of one or more QoS rule(s) in a RA-Answer command,
the PCRF shall remove the impacted QoS rules from all the non-primary BBERFs in a RAR message including the
removed QoS rules in the QoS-Rule-Remove AVP. If anon-primary BBERF rejects the installation of one or more QoS
rules the PCRF shall not take any action towards the PCEF and BBERFs regarding the rejected rules.

If a primary BBERF reported the failure in a new CC-Request command, the PCRF shall remove the impacted QoS
rulesin the CC-Answer command and shall initiate a RA-Request command towards all the non-primary BBERFs
including the removed QoS rules in the QoS-Rule-Remove AV P. If the BBERF that reported the failure is a non-
primary BBERF, the PCRF shall acknowledge the Diameter CCR with a CCA command and shall not take further
action towards the PCEF and BBERFs regarding the failed rules.

Upon reception of a CCR command over the Gx interface indicating "UPDATE_REQUEST" with Event-Trigger AVP
valueindicating IP-CAN_CHANGE and AN_GW_CHANGE, the PCRF shall reclassify the BBERFs based on the
classification procedures described above. After re-classification of the BBERFS, the PCRF shall perform necessary
update to the QoS rulesin the new primary BBERF based on the status of the PCC rules and the Bearer Control Mode
supported.

When the PCEF subscribes to events by using the Event-Report-Indication AV P, the PCRF shall provision those events
only in the primary BBERF.

4a.5.7.3 Handling of multiple BBFs with flow mobility within IP-CAN session

This procedure takes place during S2c-based flow mobility situations where more than one BBF exist within the same
IP-CAN session. The multiple BBFs can be located in separate BBERFs, or one BBF is located in the PCEF and the
other onein separate BBERFs.

For flow mobility within IP-CAN session, the PCRF does not differentiate between primary and non-primary BBFs.
Based on the IP flow mobility routing rule information received from the PCEF, the PCRF may associate the default
route with one of the BBFs. The default route is identified by the IP flow mobility routing rule containing awild card
routing filter.

Upon an IP-CAN Session Establishment or IP-CAN Session Modification that includes one or more Routing-Rule-
Definition AVP(s), the PCRF shall store the I P flow mobility routing rule information.

Upon an IP-CAN Session Modification that includes one or more Routing-Rule-Definition AVP(s), the PCRF shall
check whether there are service data flow(s) for active PCC Rules that can be associated with one BBF based on the
routing information by comparing the Flow-Information AV P of the PCC Rules with the Routing-Filter AV P of the
Routing-Rule-Definition AVP. If they match, the PCRF determines that the bearer binding for a service dataflow is
located in a BBF comparing the Routing-1P-address AV P contained in the | P flow mobility routing rule against the
Framed-IP-Address/Framed-I pv6-Prefix and CoA-1P-Address received during the IP-CAN session
establishment/modification. The matching IP address will identify the BBF to be used for the related service data flows.
When the BBF corresponds to a BBERF, the PCRF shall, if required, create the QoS rules, and provide the QoS rules to
theidentified BBERF.
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If the PCRF creates new PCC Rules or modifies the Flow-Information AV P of an existing one (e.g. as a consegquence of
an AF interaction, or Bearer Resource Modification Request), the PCRF shall check if the new service data flow
information matches any of the IP flow mobility routing rule information. If they match, the PCRF determines that the
bearer binding for a service data flow islocated in a BBF comparing the Routing-IP-address AVP contained in the IP
flow mobility routing rule against the Framed-1P-Address/Framed-I pv6-Prefix and CoA-1P-Address received during the
IP-CAN session establishment/modification. The matching | P address will identify the BBF to be used for the related
service data flows. If the PCRF determines that the bearer binding for a service data flow is located in the BBERF, the
PCRF shall, if required, create the QoS rules, and provide the QoS rules to the identified BBERF.

NOTE: For IP flow mobility, the address/prefix contained in the CoA-IP-Address AV P identifies the BBERF set
up for case 2a; the address/prefix contained in the Framed-IP-Address or Framed-I pv6-Prefix AVP
identifies the BBF located in the PCEF or in the BBERF of the 3GPP access.

The PCRF may select different bearer control mode for different BBFs based on the procedures described in
clause 4.5.10 for PCEF and clause 4a.5.9 for BBERF. Provision of PCC/QoS rules to a specific BBF follows the rule
provision procedures based on the bearer control mode selected for that BBF.

When the route of a service data flow changes from one source BBF to another target BBF, the PCRF shall:

- if the source BBF islocated in a BBERF, remove the QoS rules related to the service data flow from the source
BBERF following the Gateway control and QoS rules provision procedures described in clause 4a.5.2;

- if thetarget BBF islocated in aBBERF, and the BCM is NW_UE, provision the QoS rules related to the service
data flow to the target BBERF following the Gateway control and QoS rules provision procedures described in
clause 4a.5.2.

The PCRF supporting IFOM that has received an IP-CAN type associated to an established IP-CAN session, upon
reception of an IP-CAN type AV P from a PCEF as part of an IP-CAN session modification procedure, if the IP-CAN
typeis different from the one stored for that IP-CAN session and the IP-CAN session modification contains the
ROUTING_RULE_CHANGE event trigger, shall associate the new received |P CAN type to the IP-CAN session (i.e.
multiple IP-CAN types are associated to the IP-CAN session).

4a.5.8 Provisioning of Event Triggers

The PCRF may provide one or several event triggers within one or several Event-Trigger AV P to the BBERF using the
Gateway Control and QoS rule provision procedure. Event triggers may be used to determine which specific event
causes the BBERF to re-request QoS rules. Provisioning of event triggers will be done at Gateway Control session
level. The Event-Trigger AVP may be provided either in combination with the initial or subsequent QoS rule
provisioning.

The PCEF may request the PCRF to be informed about specific changes occurred in the access network asindicated in
clause 4.5.11. In this case, the PCRF shall additionally subscribe to the corresponding event triggers at the BBERF.

The PCRF may add new event triggers or remove the already provided ones at each request from the BBERF or upon
the unsolicited provision from the PCRF. In order to do so, the PCRF shall provide the new complete list of applicable
event triggers related to the Gateway Control session including the needed provisioned Event-Trigger AVPsin the CCA
or RAR commands.

The BBERF shall include the initial information related to the event trigger that has been provisioned in the Event-
Trigger AVP in the response to the Gateway Control and QoS rule provisioning procedure. Theinitial information
related to the event trigger isincluded within a RAA command.

The PCRF may remove all previously provided event triggers by providing the Event-Trigger AV P set to the value
NO_EVENT_TRIGGERS. When an Event-Trigger AVP is provided with this value, no other Event-Trigger AVP shall
be provided in the CCA or RAR command. Upon reception of an Event-Trigger AV P with this value, the BBERF shall
not inform PCRF of any event that requires to be provisioned from the PCRF except for those events that are always
reported and do not require provisioning from the PCRF.

If no Event-Trigger AVP isincluded in a CCA or RAR operation, any previously provisioned event trigger will be still
applicable.
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4a.5.9 Bearer Control Mode Selection

When bearer binding is performed at the BBERF, the BBERF may indicate, viathe Gxx reference point, a request for
Bearer Control Mode (BCM) selection at Gateway Control session establishment. It will be done using the Gateway
Control and QoS rule request procedure.

When applicable for the IP-CAN type, the BBERF shall supply at Gateway Control Session Establishment, if
information about the support of network initiated procedures is available, the Network-Request-Support AVP in the
CC-Request with a CC-Request-Type AVP set to the value "INITIAL_REQUEST". The Network-Request-Support
AVP indicates the access network support of the network requested bearer control.

The PCRF derives the selected Bearer-Control-Mode AV P based on the received Network-Request-Support AVP,
access network information, subscriber information and operator policy. If the selected bearer control mode is UE_NW,
the PCRF shall decide what mode (UE or NW) shall apply for every QoS rule.

NOTE: For operator-controlled services, the UE and the PCRF may be provisioned with information indicating
which mode isto be used.

If the BBERF provided the Network-Request-Support AV P, the PCRF shall provide the selected Bearer-Control-Mode
AVP to the BBERF using the Gateway Control and QoS Rules provision procedure at Gateway Control session
establishment. The selected value will be applicable for the whole Gateway Control session.

When the bearer binding function is changed from the PCEF to the BBERF, the BBERF may indicate, viathe Gxx
reference point, arequest for Bearer Control Mode (BCM) selection at Gateway Control Session Establishment as
described above.

In multiple BBERFs case, each BBERF may indicate a request for Bearer Control Mode selection independently and
the BCM selected for each BBERF may be different.

4a.5.10 Provisioning and Policy Enforcement of Authorized QoS

4a.5.10.1  Provisioning of authorized QoS for the Default EPS Bearer

The PCRF may provision the authorized QoS for the default EPS bearer. The authorized QoS may be obtained upon
interaction with the SPR.

The default EPS bearer QoS information shall be provisioned at RAR or CCA command level using the Default-EPS-
Bearer-QoS AVP including the QoS-Class-Identifier AV P and the Allocation-Retention-Priority AVP. The provided
QoS-Class-Identifier AVP shall include a non-GBR corresponding value.

4a.5.10.2  Policy enforcement for authorized QoS of the Default EPS Bearer

The BBERF may receive the authorized QoS for the default bearer over Gxx interface. The BBERF enforcesit which
may lead to the change of the subscribed default EPS Bearer QoS.

4a.5.10.3  Provisioning of authorized QoS per APN

The PCRF may provision the authorized QoS per APN as part of the Gateway Control and QoS rules provision
procedure.

The authorized QoS per APN may be modified at Gateway Control session establishment and also at Gateway Control
session modification. To do so, the PCRF shall provision the authorized QoS per APN for each IP-CAN session for that
APN.

The authorized QoS per APN shall be provisioned at RAR or CCA command level using the QoS-Information AVP
including the APN-Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate-DL AVP, or the
Extended-APN-AMBR-DL AVP and/or the Extended-APN-AMBR-UL AV P (see subclause 4a.5.19). When APN-
Aggregate-Max-Bitrate-UL AVP and/or the APN-Aggregate-Max-Bitrate-DL AVP or the Extended-APN-AMBR-DL
AVP and/or the Extended-APN-AMBR-UL AVP (see subclause 4a.5.19) are provided, the Max-Requested-Bandwidth
values, and the Guaranteed Bitrate values shall not be included.

NOTE: The QoS per APN limits the aggregate bit rate of all Non-GBR bearers of the same APN, i.e. the GBR
bearers are outside the scope of QoS per APN.
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Upon receiving the subscribed AMBR per APN from the BBERF, the PCRF shall be able to provision the AMBR per
APN to the PCEF for enforcement using the provisioning of authorized QoS per APN procedure specified in
clause 4.5.5.7.

4a.5.10.4  Policy provisioning for authorized QoS per service data flow

The Provisioning of authorized QoS per service data flow is a part of QoS rule provisioning procedure, as described in
clause 4a.5.2.

The authorized QoS per service data flow shall be provisioned within the corresponding QoS rule by including the QoS-
Information AV P within the QoS-Rule-Definition AVP in the CCA or RAR commands. This QoS-Information AVP
shall not contain a Bearer-ldentifier AVP.

4a.5.10.5 Policy enforcement for authorized QoS per service data flow

The BBERF shall reserve the resources necessary for the guaranteed bitrate for the QoS rule upon receipt of a QoSrule
provisioning including QoS information. The BBERF shall start the needed procedures to ensure that the provisioned
resources are according to the authorized values. This may imply that the BBERF needs to request the establishment of
new |P CAN bearer(s) or the modification of existing IP CAN bearer(s). If the enforcement is not successful, the
BBERF shall inform the PCRF as described in clause 4a.5.5.

Upon deactivation or removal of a QoS rule, the BBERF shall free the resources reserved for that QoS rule.

4a.5.10.6  Policy provisioning and enforcement of authorized QoS for service data flows
that share resources

If the ResShare feature is supported by both the BBERF and PCRF as described in clause 5a.4.1, the PCRF may
indicate that the BBERF should commonly reserve resources for a set of QoS rules. The BBERF shall then, for QoS
rules bound to the same bearer and the same sharing key value, use the highest GBR value among those QoS rules as
input for calculating the common GBR value when reserving bearer resources. The GBR value for each direction shall
be considered separately, so that the uplink and downlink GBR values may originate from different QoS rules.

The BBERF may based on internal logic use the highest MBR value among the provided QoS rules indicated to share
resources, when determining the MBR for the bearer. Each individual QoS ruleis till subject to data rate policing
based on its own MBR values.

The PCRF shall provide the Sharing-Key-UL AVP and/or Sharing-Key-DL AV P within the QoS-Rule-Definition AVP
in order to indicate that the related QoS rule may share resources with other QoS rules bound to the same bearer.

The BBERF shall apply resource sharing if at least two QoS rules bound to the same bearer share the same valuein the
Sharing-Key-UL AVP and/or Sharing-Key-DL AVP.

If Sharing-Key-UL AVP and/or Sharing-Key-DL AVP with amodified value is received in the BBERF it will replace
any previoudly provided value for the specified QoS rule. If Sharing-Key-UL AVP and/or Sharing-Key-DL AVPis
omitted, then any previous value for the omitted AVP is still valid.

When modifying the value of Sharing-Key-UL AV P and/or Sharing-Key-DL AV P to a QoS rule that is subject to
resource sharing the BBERF may adjust the resource sharing of the remaining QoS rules.

NOTE 1: A QoSrulethat isdeleted is aso removed from the resource sharing, while the remaining QoS rules
continue their sharing relationship.

NOTE 2: The state of resource sharing ends when less than two of the QoS rulesin the set remains.
4a.5.11 Trace activation/deactivation

Trace activation/deactivation at the P-GW takes place via the PCRF and is 3GPP-EPS access specific. See Annex B for
further information.
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4a.5.12 IMS Emergency Session Support

4a.5.12.1  PCC procedures for Emergency services over Gxx reference point

4a.5.12.1.1 Gateway control and QoS Rules request for Emergency services

The BBERF executes the same procedure as for a Gateway control and QoS Rules request unrelated to Emergency
Services described in clause 4a.5.1.

A BBEREF that requests QoS Rules at Gateway Control Session Establishment shall send a CCR command with CC-
Request-Type AVP set to value "INITIAL_REQUEST". For case 2b the BBERF shall send the Called-Station-1d AVP
including the Emergency APN. The BBERF may include the IM S| within the Subscription-ld AVP and if the IMSI is
not available the BBERF shall include the IMEI within the User-Equipment-Info AV P. The BBERF may include the
rest of the attributes described in clause 4a.5.1.

If the PCRF detects that the initial or subsequent CCR command shall be rejected, it shall execute the procedure for the
type of Gx experimental result code described in clause 4a.5.1.

4a.5.12.1.2 Provisioning of QoS Rules for Emergency services
4a.5.12.1.2.1 Provisioning of QoS Rules at Gxx session establishment

The PCRF shall detect that a Gxx session is restricted to IMS Emergency services when a CCR command is received
with a CC-Request-Type AVP set to value "INITIAL_REQUEST" and the Called-Station-Id AVP includes a PDN
identifier that matches one of the Emergency APNs from the configurable list. The PCRF:

- shall provision QoS Rules restricting the access to Emergency Services (e.g. P-CSCF(s), DHCP(s) and DNS (s)
and SUPL (s) addresses) as required by local operator policiesin a CCA command according to the procedures
described in clause 4a.5.2.

- may provision the authorized QoS that appliesto the default EPS bearer within the Default-EPS-Bearer-QoS
AVPinaCCA command according to the procedures described in clause 4a.5.10.1 except for obtaining the
authorized QoS upon interaction with the SPR. The value for the Priority-Level AVP shall be assigned as
required by local operator policies (e.g. if an IMS Emergency session is prioritized the Priority-Level AVP may
contain avalue that is reserved for an operator domain use of |M SEmergency sessions). If the IP-CAN Type
AVP isassigned to "3GPP-EPS" the values for Pre-emption-Capability AVP and Pre-emption-V ulnerability
AVP shall be assigned as required by local operator policies.

- may provision the authorized QoS that appliesto an APN within the APN-Aggregate-Max-Bitrate UL/DL ina
CCA command according to the procedures described in clause 4a.5.10.3.

When the PCEF detects that the provisioning of QoS Rulesfailed, it shall execute the procedure for the type of Gx
experimental result code described in clause 4a.5.5.

4a.5.12.1.2.2 Provisioning of QoS Rules for Emergency services

When the PCRF receives IM S service information from the AF for an Emergency service and derives authorized QoS
Rules from the service information, the priority in the Priority-Level AVP in the QoS information within the QoS Rule
shall be assigned a value as required by local operator policies (e.g. if an IMS Emergency session is prioritized the
Priority-Level AVP may contain avaluethat is reserved for an operator domain use of IM SEmergency sessions). If the
IP-CAN Type AVP isassigned to "3GPP-EPS' the values for the Pre-emption-Capability AV P and Pre-emption-
Vulnerability AVP shall also be assigned as required by local operator policies.

The PCRF shall derive authorized QoS Rules from the PCC Rules that are bound to an IP-CAN session restricted to
Emergency services and immediately initiate a PUSH procedure as described in clause 4a.5.2.1 to provision QoS Rules
and the procedures described in clause 4.5.5.2 to provision the authorized QoS per service data flow.

Any BBERF-initiated request for QoS Rules for an IMS Emergency service triggered by Event-Trigger AV P assigned
to "RESOURCE_MODIFICATION_REQUEST" (i.e. UE-initiated resource reservation) shall be rejected by the PCRF,
with the error DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED.

The BBERF shall execute the procedures described in clause 4a.5.2.1 and clause 4.5.5.3 to ensure that a new |P-CAN
bearer is established for the Emergency service.
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When the BBERF detects that the provisioning of QoS Rulesfailed, it shall execute the procedure for the type of Gx
experimental result code described in clause 4a.5.5.

4a.5.12.2  Gateway Control Session to Gx session linking

If the Subscription-ld AVP was not received, the PCRF shall perform Gateway Control Session to Gx session linking
by using the User-Equipment-Info AVP.

4a.5.12.3  Removal of QoS Rules for Emergency Services

The reception of arequest to terminate an AF session for an IMS Emergency service by the PCRF triggers the removal
of QoS Rules assigned to the terminated IMS Emergency Service from the BBERF by using the clause 4a.5.2.1 to
provision QoS Rules.

At reception of a RAR that removes one or several QoS Rules from an IP-CAN Session restricted to emergency
services the BBERF shall:

- when all QoS Rules bound to an IP-CAN bearer are removed, initiate an |P-CAN bearer termination procedure.

- when not all QoS Rules bound an IP-CAN bearer are removed, initiate an IP-CAN bearer modification
procedure.

4a.5.12.4  Termination of Gateway Control session for Emergency Services

The procedure to terminate a Gateway Control Session defined for case 2b) in 4a.5.3 and for case 2a) in 4a.5.4 applies.

4a.5.13 Time of the day procedures

BBERF shall be able to perform PCC rule request as instructed by the PCRF. To do so, the PCRF shall provide the
Event-Trigger AVP with the value REVALIDATION_TIMEOUT (17) if the event trigger is not previoudly set, and in
addition the Revalidation-Time AV P when set by the PCRF. This shall cause the BBERF to trigger a PCRF interaction
to request QoS rules from the PCRF for an established gateway control session. The BBERF shall stop the timer once
the BBERF triggersaREVALIDATION_TIMEOUT event. The BBERF should send the PCC rule request during a
preconfigured period before the indicated revalidation time.

NOTE 1: The PCRF is expected to be prepared to provide a new policy, as desired for the revalidation time, during
a preconfigured period before the revalidation time. The preconfigured periods in the BBERF and PCRF
need to be aligned.

PCRF shall be able to provide anew value for the revalidation timeout by including Revalidation-Time AVPin CCA or
RAR. The PCRF may provide the Revalidation-Time AV P together with the event trigger
REVALIDATION_TIMEOUT or in a subsequent QoS rule provisioning.

PCRF shall be able to stop the revalidation timer by disabling the REVALIDATION_TIMEOUT event trigger.

NOTE 2: By disabling the REVALIDATION_TIMEOUT the revalidation time value previously provided to the
BBERF is not applicable anymore.

If the PCRF includes the activation time in Rule-Activation-Time and/or the deactivation time in Rule-Deactivation-
Time when the PCRF provision the PCC rules to the PCEF, the PCRF shall set the same activation time in Rule-
Activation-Time and/or the deactivation time in Rule-Deactivation-Time when the PCRF provision the corresponding
QoS rulesto the BBERF.

The PCRF may control at what time the status of a QoS rule changes.

1) If Rule-Activation-Timeis specified only and has not yet occurred, then the BBERF shall set the QoS rule
inactive and make it active at that time. If Rule-Activation-Time has passed, then the BBERF shall immediately
set the QoSrule active.

2) If Rule-Deactivation-Timeis specified only and has not yet occurred, then the BBERF shall set the QoS rule
active and make it inactive at that time. If Rule-Deactivation-Time has passed, then the BBERF shall
immediately set the QoS ruleinactive.
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3) If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Activation-Time occurs
before the Rule-Deactivation-Time, and also when the QoS rule is provided before or at the time specified in the
Rule-Deactivation-Time, the BBERF shall handle the rule as defined in 1) and then as defined in 2).

4) If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Deactivation-Time occurs
before the Rule-Activation-Time, and also when the QoS rule is provided before or at the time specified in the
Rule-Activation-Time, the BBERF shall handle the rule as defined in 2) and then as defined in 1).

5) If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has already occurred for both,
and the Rule-Activation-Time occurs before the Rule-Deactivation-Time, then the BBERF shall immediately set
the QoS rule inactive.

6) If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has passed for both, and the
Rule-Deactivation-Time occurs before the Rule-Activation-Time, then the BBERF shall immediately set the
QoSrule active.

If Rule-Activation-Time or Rule-Deactivation-Time is specified in the QoS-Rule-Install then it will replace the
previously set values for the specified QoS rules. If Rule-Activation-Time AV P, Rule-Deactivation-Time AVP or both
AV Ps are omitted, then any previous value for the omitted AVP is no longer valid.

The 3GPP-MS-TimeZone AV P, if available, may be used by the PCRF to derive the Rule-Activation-Time and Rule-
Deactivation-Time.

If the QoS rule(s) that include the Rule-Activation-Time AV P are bound to a bearer that will require traffic mapping
information to be sent to the UE, the BBERF shall report the failure to the PCRF by including the QoS-Rule-Report
AVP with the Rule-Failure-Code set the value "NO_BEARER_BOUND (15)" for the affected QoS rule(s) identified by
the QoS-Rule-Name AV P in either a CCR or an RAA command.

NOTE 3: Thislimitation prevents dependencies on the signalling of changed traffic mapping information towards
the UE.

The QoS rules including Rule-Activation-Time and Rule-Deactivation-Time shall not be applied for changes of the QoS
or service data flow filter information.

4a.5.14 Multimedia Priority Support
4a.5.14.1  PCC Procedures for Multimedia Priority services over Gxx reference point

4a.5.14.1.1 Provisioning of QoS Rules for Multimedia Priority Services

The provision of QoS Rules corresponding to both MPS and non-M PS services shall be performed as described in
clause 4a.5.2.

The QoS Rules applicable for MPS and non-M PS services shall be derived from the PCC Rules generated as described
inclause 4.5.191.2.

When the PCRF receives a CCR command with CC-Request-Type AVP set to value "INITIAL_REQUEST", the PCRF
shall check whether any of these parameters are stored in the SPR: MPS EPS Priority, MPS Priority Level and/or IMS
Signalling Priority. The PCRF shall derive the QoS Rules from the generated PCC Rules and default bearer QoS based
on that information. If the IMS Signalling Priority is set and the Called-Station-1d AV P is received and corresponds to
an APN dedicated for IMS, the PCRF shall assign an ARP corresponding to MPS for the default bearer and for the
PCC/QoS Rules corresponding to the IMS signalling bearer. If the Called-Station-1d AV P does not correspond to an
APN dedicated for IMS, the ARP shall be derived without considering IMS Signalling Priority.

NOTE 0: Subscription datafor MPS is provided to PCRF through the Sp reference point.

Once the PCRF receives a notification of achange in MPS EPS Priority, MPS Priority Level and/or IMS Signalling
Priority from the SPR, the PCRF shall make the corresponding policy decisions (i.e. ARP and/or QCI change) and, if
applicable, shal initiate a RAR command to provision the modified data.

NOTE 1: The details associated with the Sp reference point are not specified in this Release. The SPR's relation to
existing subscriber databasesis not specified in this Release.

NOTE 2: The MPS Priority Level is one among other input data such as operator policy for the PCRF to set the
ARP.
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The PCRF shall derive the ARP of the default bearer as described in clause 4.5.19.1.1.
4a.5.14.1.2 Invocation/Revocation of Priority EPS Bearer Services

When a Priority EPS Bearer Service isinvoked or revoked, the PCRF shall behave as described in clause 4.5.19.1.2.
The PCRF shall derive the QoS Rules from the applicable PCC Rules.

The PCRF shall provision the BBERF with the applicable QoS Rules upon Priority EPS Bearer Service activation and

deactivation as described in clause 4a.5.2. The provision of the QoS information applicable for the QoS Rules shall be

performed as described in clause 4a.5.10.4. The provision of QoS information for the default bearer shall be performed
as described in clause 4a.5.10.1.

4a.5.14.1.3 Invocation/Revocation of IMS Multimedia Priority Services

If the PCRF receives service information including an MPS session indication and the service priority level from the P-
CSCF or detects that the P-CSCF released al the MPS Session, the PCRF shall behave as described in
clause 4.5.19.1.3. The PCRF shall derive the QoS Rules from the applicable PCC Rules.

The PCRF shall provision the BBERF with the applicable QoS Rules upon MPS session initiation and release as
described in clause 4a.5.2. The provision of the QoS information applicable for the QoS Rules shall be performed as
described in clause 4a.5.10.4. The provision of QoS information for the default bearer shall be performed as described
in clause 4a.5.10.1.

4a.5.15 PCRF Failure and Restoration

If the BBERF needs to send a Gateway Control Session modification regquest towards a PCRF which is known to have
restarted since the Gateway Control Session establishment, the BBERF should not send the Gateway Control Session
modification request towards a PCRF and the BBERF may tear down the associated PDN connection based on operator
policy, by initiating PDN connection deactivation procedure. Emergency and eM PS sessions should not be torn down.

NOTE 1: This mechanism enables the clean up of PDN connections affected by the PCRF failure and leads the UE
to initiate a UE requested PDN connectivity procedure for the same APN.

NOTE 2: The method the BBERF uses to determine that a PCRF has restarted is not specified in this release.

4a.5.16 Reporting Access Network Information

If the AF requests the PCRF to report the access network information and if the PCRF cannot determine that access
network information cannot be provided as described in clause 5.5.4 of 3GPP TS 29.214 [10], the PCRF shall provide
the requested access network information indication (e.g. user location and/or user timezone information) to the BBERF
asfollows:

- If the PCRFisinstaling or modifying a QoS rule, the PCRF shall include the Required-Access-Info AVP within
the QoS-Rule-Definition AVP of an appropriate installed or modified QoS rule;

- Otherwise, if the PCRF is removing QoS rules based on the AF requests, the PCRF shall include the Required-
Access-Info AV P within the QoS-Rule-Remove AV P associated with the corresponding QoS rules being
removed.

The PCRF shall aso provide the ACCESS NETWORK_INFO_REPORT event trigger within Event-Trigger AVP (if
this event trigger is not yet set).

For the QoS Rule(s) based on preliminary service information as described in 3GPP TS 29.214 [10] the PCRF may
assign the QCI and ARP of the default bearer to avoid signalling to the UE. These QoS Rules shall not include the
Packet-Filter-Usage AV P within the Flow-Information AV P included in the QoS-Rule-Definition AVP. These QoS
rule(s) may be provisioned by the PCRF without corresponding PCC rule(s).

NOTE: 3GPP TS 23.203[7] provides further information about appropriate QoS rulesin clause 6.2.1.0.

If the ACCESS_NETWORK_INFO_REPORT event trigger is set, upon installation, modification and removal of any
QoS rule(s) with the Required-Access-Info AVP in a Gxx RAR command, the BBERF shall determineiif it can obtain
the required location information for the used IP CAN type. If the BBERF determines that the IP CAN type does not
support such procedures, the BBERF shall immediately inform the PCRF by including the NetL oc-A ccess-Support
AVP with the value of 0 (NETLOC_ACCESS_NOT_SUPPORTED) in the RAA command. Otherwise, the BBERF
shall apply appropriate IP CAN specific proceduresto obtain this information. When the BBERF then receives access
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network information through those IP CAN specific procedures, the BBERF shall provide the corresponding access
network information to the PCRF as follows:

- If the user location information was requested by the PCRF and was provided to the BBERF, the BBERF shall
provide the user location information within the 3GPP-User-L ocation-Info AV P and the time when it was last
known within User-Location-Info-Time AVP (if available).

- If the user location information was requested by the PCRF and was not provided to the BBERF, the BBERF
shall provide the serving PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP.

- If the time zone was requested by the PCRF, the BBERF shall provide it within the 3GPP-MS-TimeZone AVP.

In addition, the BBERF shall provide the ACCESS NETWORK_INFO_REPORT event trigger within Event-Trigger
AVP.

During bearer deactivation, the BBERF shall provide the access network information to the PCRF by including the user
location information within the 3GPP-User-L ocation-Info AVP (if requested by the PCRF and provided to the BBERF),
the information on when the UE was last known to bein that location within User-Location-Info-Time AVP (if user
location information was requested by the PCRF and the corresponding information was provided to the BBERF) the
PLMN identifier within the 3GPP-SGSN-MCC-MNC (if the user location information was requested by the PCRF but
was not provided to the BBERF) and the timezone information within the 3GPP-MS-TimeZone AV P (if requested by
the PCRF).

During IP-CAN session termination procedure, the BBERF shall, if ACCESS NETWORK _INFO_REPORT event
trigger is set, provide the access network information to the PCRF by including the user location information within the
3GPP-User-Location-Info AVP (if it was provided to the BBERF), the information on when the UE was last known to
be in that location within User-Location-Info-Time AVP (if it was provided to the BBERF), the PLMN identifier within
the 3GPP-SGSN-MCC-MNC AVP (if the user location information was not provided to the BBERF) and the timezone
information within the 3GPP-MS-TimeZone AVP.

TheBBERF shall not report any subsequent access network information updates received from the |P-CAN without any
previous provisioning or removal of related QoS rules unless the associated IP-CAN bearer or connection has been
released.

4a.5.17 Resource reservation for services sharing priority

When the PCRF derives QoS Rules corresponding to a service related to an AF that has indicated that priority sharing is
allowed for that service over Rx interface, it derives the corresponding QoS Rules according to current procedures as
described in 3GPP TS 29.213 [8], subclause 5.3. The PCRF may additionally take the suggested pre-emption capability
and vulnerability values into account if they were provided by the AF when the PCRF determines the ARP pre-emption
capability and vulnerability. The ARP derived at this point and the priority sharing indicator provided over Rx reference
point (see 3GPP TS 29.214 [10] for further information) related to these derived QoS Rules are stored for later use.

For QoS Rules related to the same IP-CAN session with the same assigned QCI and with the priority sharing indicator
enabled (see 3GPP TS 29.214 [10], subclause 4.4.8), the PCRF shall rederive the ARP into a shared ARP for these QoS
Rules as follows:

- ThePriority Level shall be set to the lowest value (i.e. highest priority) among the Priority Level values derived
for the QoS rules that include the priority sharing indicator;

- The Pre-emption Capability shall be set to ENABLED if any of the original derived QoS Rules have the Pre-
emption-Capability value set to ENABLED.

- The Pre-emption Vulnerability shall be set to ENABLED if al the original derived QoS Rules have the Pre-
emption Vulnerability value set to ENABLED.

NOTE 1: Having the same setting for the ARP parameter in the QoS rules with the priority sharing indicator set
enables the usage of the same bearer. Furthermore, a combined modification of the ARP parameter in the
QoS Rules ensures that a bearer modification is triggered when a media flow with higher service priority
starts.

If the QCI and/or ARP related to any of the QoS Rules that share priority is changed (e.g. based on local policies), the
PCRF shall rederive the ARP for the impacted QoS Rules following the same procedure as defined in this subclause.
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The PCRF shall provision the QoS Rules according to the rederived ARP information as described in
subclause 4a.5.2.1.

If the PCRF receives areport that a QoS rule provisioning or modification failed due to the resource reservation failure
as defined in subclause 4a.5.5 and if the PCRF supports the M CPTT-Preemption feature as defined in subclause 5.4.1 of
3GPP TS 29.214[10], the PCRF shall check if pre-emption control based on the pre-emption control information
provided by the AF as defined in subclause 4.4.8 of 3GPP TS 29.214 [10] applies.

NOTE 2: The PCRF determines that pre-emption control applies based on the presence of the Pre-emption-
Control-Info AVP received over Rx reference point as defined in 3GPP TS 29.214 [10] and operator
policies.

If pre-emption control applies, the PCRF shall check the corresponding derived QoS Rules (before applying priority
sharing procedures). If the Pre-emption Capability of the derived QoS Ruleis disabled the PCRF shall notify that
resource allocation has failed for this QoS rule to the AF as defined in subclause 4.4.1 or 4.4.2 of 3GPP TS 29.214 [10].
Otherwisg, if the Pre-emption Capability of the derived QoS Rule is enabled, the PCRF shall perform the pre-emption
control asfollows:

For al the active QoS rule(s) that applied priority sharing mechanism, the PCRF shall identify the QoS Rules that have
the Pre-emption Vulnerability enabled. For those selected QoS Rule(s), the PCRF shall check the Priority Level value.

- If thereis only one QoS Rule with the Priority Level value higher (i.e. lower priority) than the derived Priority
Level value of new or modified QoS Rule, the PCRF shall remove this QoS rule. The PCRF shall retry the QoS
rule provisioning or modification procedure for the QoS rule that failed.

- Otherwise, if there are more than one QoS Rule with the Priority Level value higher (i.e. lower priority) than the
derived Priority Level value of new or modified QoS Rule, the PCRF shall remove the QoS Rule with the
highest Priority Level from the PCEF. The PCRF shall retry the QoS rule provisioning or modification
procedure for the QoS rule that failed; If more than one QoS Rule have the same highest Priority Level, the
PCRF shall check the Pre-emption-Control-Info AV P received over Rx interface as defined in
3GPP TS 29.214 [10] and remove the QoS Rule that matches the condition.

- Otherwise, if thereis at least one QoS Rule with the same Priority Level value than the derived Priority Level
value of new or modified QOS Rule, the PCRF shall check the Pre-emption-Control-Info AV P received over Rx
interface as defined in 3GPP TS 29.214 [10] for these QoS Rules and remove the QoS Rule that matches the
condition.

- Otherwise, the PCRF shall notify that resource allocation has failed for this QoS rule to the AF as defined in
subclause 4.4.1 or 4.4.2 of 3GPP TS 29.214 [10].

If there is no active QoS Rule with the Pre-emption Vulnerability enabled, the PCRF shall notify that resource
allocation has failed for this QoS rule to the AF as defined in subclause 4.4.1 or 4.4.2 of 3GPP TS 29.214[10].

NOTE 2: If the PCRF receives areport that a QoS rule provisioning or modification failed due to the resource
reservation failure as defined in subclause 4a.5.5 and the PCRF does not support the MCPTT-Preemption
feature as defined in subclause 5.4.1 of 3GPP TS 29.214 [10], the PCRF can apply pre-emption and
remove active QoS rules from the BBERF and then retry the QoS rule provisioning or modification
procedure. Otherwise, the PCRF will notify it to the AF as defined in subclause 4.4.1 or 4.4.2 of
3GPP TS 29.214 [10]. How the PCRF applies the pre-emption depends on the implementation.

4a.5.18 Support for QoS rule versioning

The support of QoS rule versioning is optional. When the RuleV ersioning feature is supported, the BBERF and PCRF
shall comply with the procedures specified in this subclause.

If required by operator policies, the PCRF shall assign a content version for each generated QoS rule and include the
version within the Content-Version AV P included within the QoS-Rule-Definition AVP. Upon each QoS rule
modification, if the content version was assigned to a QoS rule, the PCRF shall assign a new content version. In this
case, al the content related to that QoS rule shall be included. The content version is unique for the lifetime of the QoS
rule.

NOTE 1: The PCRF will include all the content of the QoS rule in each modification of the QoS rule in order to
ensure that the rule isinstalled with the proper information regardless of the outcome of the bearer
procedure related to previous rule provisioning versions that are not reported yet.
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NOTE 2: The operation policies can take into account whether the AF provides the related content version
information over Rx reference point (see subclause 4.4.9 in 3GPP TS 29.214 [10]).

Whenever the BBERF provides a QoS rule report for rules that were provisioned with a content version, the BBERF
shall include the Content-Version AVP(s) as part of the QoS-Rule-Report AV P for those corresponding QoS rules. The
BBERF may include more than one Content-Version AVP for the same QoS rule within the QoS-Rule-Report AVP
(e.g. The BBERF has combined multiple QoS rule versions enforcement into one bearer operation). In this case, the
PCC-Rule-Status AVP shall indicate the fina status of the QoS rule.

NOTE 3: The PCRF will use the content version to identify the QoS rule version that failed or succeed when
multiple provisions of the same QoS rulein a short period of time. If required by the AF, the PCRF will
inform the AF according to 3GPP TS 29.214 [10], subclause 4.4.9 about the failure or success for the
media component version associated to the PCC rule version.

4a.5.19 Extended bandwidth support for EPC supporting Dual Connectivity
(E-UTRAN and 5G NR)

When the Extended-BW-NR feature is supported, extended bandwidth support as described in subclause 4.5.x applies.

When the Gateway Control Session is being established and if the BBERF supports the Extended-BW-NR feature, the
same behaviour as described for the PCEF in subclause 4.5.30 applies for the BBERF.

4b Sd reference point

4h.1 Overview

The Sd reference point is located between the Policy and Charging Rules Function (PCRF) and the Traffic Detection
Function (TDF). For the solicited application reporting, the Sd reference point is used for establishment and termination
of TDF session between PCRF and TDF, provisioning of Application Detection and Control rules from the PCRF for
the purpose of traffic detection and enforcement at the TDF, usage monitoring control of TDF session and of detected
applications and reporting of the start and the stop of a detected applications's traffic and transfer of service data flow
descriptions for detected applications, ifdeducible, from the TDF to the PCRF. For the unsolicited reporting, the Sd
reference point is used for establishment and termination of TDF session between PCRF and TDF, reporting of the start
and the stop of a detected application's traffic and transfer of service data flow descriptions for detected applications, if
deducible, and transfer of Application instance identifier, if service data flow descriptions are deducible, from the TDF
to the PCRF.

The stage 2 level requirements for the Sd reference point are defined in 3GPP TS 23.203 [7].

Signalling flows related to the Sd, Rx, Gxx and Gx interfaces are specified in 3GPP TS 29.213 [8].

Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the Sd interface.

Refer to Annex J of 3GPP TS 29.213 [8] for Diameter message priority mechanism procedures over the Sd interface.
Refer to Annex K of 3GPP TS 29.213 [8] for Diameter |oad control procedures over the Sd interface.

The TDF is considered as monolithic entity in the present specification, but can be decomposed into a User Plane
Function and a Control Plane Function connected via the Sx reference point. The Sx reference point and interactions
between the Sd and Sx reference points are not considered in the present specification, but are specified in

3GPP TS 29.244 [63].

4h.2 Sd Reference model

The Sd reference point is defined between the PCRF and the TDF. The relationships between the different functional
entities involved are depicted in figure 4b.2.1. The overall PCC architecture is depicted in subclause 3a of
3GPPTS29.213[8].
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The TDF can be decomposed into a User Plane Function and a Control Plane Function connected viathe

Sx reference point specified in 3GPP TS 29.244 [63]. If the TDF is decomposed, the Sd reference point
terminates in the Control Plane Function.

4b.3.1 Functional entities

Figure 4b.2.2: Void

The PCRF may provide ADC Rulesto the TDF by using Sd interface.

Application Detection and Control Rules

Once the start or stop of the application's traffic, matching one of those ADC Rules, is detected, if PCRF has previously
subscribed to the APPLICATION_START/APPLICATION_STOP Event-Triggers, unless arequest to mute such a
notification (M ute-Notification AVP) is part of the corresponding ADC Rule, the TDF shall report the information
regarding the detected application's traffic to the PCRF and apply the enforcement actions, if defined within the
corresponding ADC Rule.

4b.3.2 Application Detection and Control Rule Definition

The purpose of the ADC ruleisto provide and apply the detection, enforcement actions and applicable charging

parameters for the specified application traffic.
There are two different types of ADC rules as defined in 3GPP TS 23.203 [7]:

Dynamic ADC rules. The PCRF can however provide and modify some parameters via the Sd reference point,
respectively. These ADC rules can be installed, modified and removed at any time. The dynamic ADC rules are

applicable only in case of solicited application reporting.

Predefined ADC rules. Preconfigured in the TDF. In the case of solicited reporting, the Predefined ADC rules
can be activated or deactivated by the PCRF at any time. Predefined ADC rules within the TDF may be grouped
alowing the PCRF to dynamically activate a set of ADC rules.

An ADC rule consists of

arule identifier;

TDF application identifier;

service data flow filter(s);
precedence;

charging key (i.e. rating group);
other charging parameters;
monitoring key;

sponsor identity;

application service provider identity;

gate status;
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- UL maximum bit rate;
- DL maximum bit rate;
- redirect;
- DL DSCPvalug;
- Traffic steering policy identifier(s).
The rule identifier shall be used to reference an ADC rule in the communication between the TDF and the PCRF.

NOTE 1: The PCRF hasto ensure that there is no dynamically provided ADC rule that has the same rule identifier
value as any of the predefined ADC rules.

The TDF application identifier shall be used to reference the corresponding application, for which the rule applies
during reporting to the PCRF. The same application identifier value can occur in more than one ADC rule. If so, the
PCRF shall ensure that there is at most one ADC rule active per application identifier value at any time. Instead of TDF
Application identifier, the service data flow filter(s) list may be provided which comprises one or more service data
flow filters and is used by the TDF to identify the packets belonging to a detected traffic. The service data flow filter(s)
or the TDF application identifier shall be used to select the traffic for which the rule applies. Either service data flow
filter(s) or TDF application identifier shall exist in an ADC rule.

NOTE 2: The same application identifier value could be used for adynamic ADC rule and a pre-defined ADC rule
or for multiple pre-defined ADC rules.

NOTE 3: The configuration of the application detection filter in the TDF can include the set of information required
for encrypted detection as defined in Annex X of 3GPP TS 23.203 [7].

The precedence defines, if multiple ADC rules overlap in the application traffic detection, the ADC Rule with the
highest precedence will be applied for the purpose of enforcement, reporting of application starts and stops, usage
monitoring, and charging. When a dynamic ADC rule and a predefined ADC rule have the same precedence, the
dynamic ADC rule takes precedence. For dynamic ADC rules, the Precedence will be either preconfigured at the TDF
or provided dynamically by the PCRF within the ADC Rules.

NOTE 4: The operator ensures that overlap between the predefined ADC rules can be resolved based on precedence
of each predefined ADC rulein the TDF. For dynamic ADC rules, if precedenceis not preconfigured in
the TDF, the PCRF ensures that overlap between the dynamic ADC rules can be resolved based on
precedence of each dynamic ADC rule.

NOTE 5: Whether precedence for dynamic ADC rules that contain an application identifier is preconfigured in
TDF or provided in the ADC rule from the PCRF depends on network configuration.

The charging parameters define whether online and offline charging interfaces are used, what is to be metered in offline
charging, on what level the TDF shall report the usage related to the rule, etc.

The monitoring key for an ADC rule identifies a monitoring control instance that shall be used for usage monitoring
control of aparticular application or a group of applications (as identified by the predefined or dynamic ADC rule(s)) or
all detected traffic belonging to a specific TDF session.

If sponsored data connectivity is supported, the sponsor identity for a ADC rule identifies the 3" party organization (the
sponsor) willing to pay for the operator's charge for connectivity required to deliver a service to the end user.

If sponsored data connectivity is supported, the application service provider identity for a ADC rule identifies the 3"
party organization (the ASP) that is delivering the service to the end user.

The gate status indicates whether the application, identified by the TDF application identifier, may pass (gate is open)
or shall be blocked (gate is closed) in uplink and/or in downlink direction.

The UL maximum bitrate indicates the authorized maximum bitrate for the uplink component of the detected
application traffic.

The DL maximum bitrate indicates the authorized maximum bitrate for the downlink component of the detected
application traffic.
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NOTE 6: In order to support services that generate media with variable bitrate (e.g. video) , the policing function

could need to measure the enforced MBR with a sliding window that averages over a suitable time period.
For example, for MTSI media, 3GPP TS 26.114 [57] recommends a default period of 2 seconds and
provides further considerations regarding suitable time periods for speech and video.

The Redirect indicates whether the uplink part of the detected application traffic should be redirected to another
controlled address. The target redirect address may also be included.

The DL DSCP value indicates the DSCP value for marking of downlink packets of the detected application traffic.

The traffic steering policy identifier(s) is areference to a pre-configured traffic steering policy at the TDF as defined in
subclause 4b.4.2.

One or more of the following parameters can be modified for adynamic ADC rule:

precedence;

charging key (i.e. rating group);
other charging parameters (with the exemption of charging method);
monitoring key;

sponsor identity;

application service provider identity;
gate status;

UL maximum bit rate;

DL maximum bit rate;

redirect;

DL DSCP vaue;

Traffic steering policy identifier(s).

4b.3.3 Operations on ADC Rules

For dynamic ADC rules, the following operations are available:

Installation: to provision an ADC rules that has not been already provisioned.
Modification: to modify an ADC rule already installed.

Removal: to remove an ADC rule dready installed.

For predefined ADC rules, the following operations are available;

Activation: to allow the ADC rule being active.

Deactivation: to disallow the ADC rule.

The procedures to perform these operations are further described in clause 4b.5.

4b.4 Functional elements
4b.4.1 PCRF

The PCRF (Policy Control and Charging Rules Function) is afunctional element that encompasses policy control
decision. The PCRF provides network control regarding the application detection, gating, bandwidth limitation,
redirection and application based charging (except credit management) towards the TDF.

The PCRF may provision ADC Rules to the TDF via the Sd reference point.
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The PCRF ADC Rule decisions may be based on one or more of the following:

- Information obtained from the PCEF via the Gx reference point, e.g. request type, subscriber/device related
information, location information.

- Information obtained from the SPR via the Sp reference point, e.g. subscriber related data. The subscription
information may include user profile configuration indicating whether application detection and control should
be enabled.

NOTE: The details associated with the Sp reference point are not specified in this Release. The SPR's relation to
existing subscriber databases is not specified in this Release.

- Information obtained from the TDF viathe Sd reference point, e.g. detected application, usage monitoring
report.

- Information obtained from the BBERF viathe Gxx reference point.
- Information obtained from the AF viathe Rx reference point, e.g. an AF application identifier.
- Own PCREF pre-configured information.

The PCRF shall inform the TDF through the use of ADC rules, if applicable, on the treatment of applications, in
accordance with the PCRF policy decisions.

It is PCRF's responsibility to coordinate the PCC rules and QoS rules, if applicable, with ADC rulesin order to ensure
consistent service delivery.

The PCRF may use one or more pieces of information defined in the subclause as input for the selection of traffic
steering policies used to control the steering of the subscriber's traffic to appropriate (S)Gi-LAN service functions.

4b.4.2 TDF

The TDF (Traffic Detection Function) is afunctional entity that performs application's traffic detection and reporting of
the detected application by using TDF application identifier and its TDF application instance identifier and its service
data flow descriptions to the PCRF when service data flow descriptions are deducible. The TDF shall support solicited
application reporting and/or unsolicited application reporting.

NOTE 1. The application detection filter can be pre-configured and/or extended with the PFDs by the PFDF as
described in 3GPP TS 23.203 [7] and 3GPP TS 29.251 [62].

The TDF shall detect start and stop of the application traffic for the ADC rules that the PCRF has activated at the TDF
(solicited application reporting) or which are pre-provisioned at the TDF (unsolicited application reporting). When the
APPLICATION_START and APPLICATION_STORP event trigger are subscribed, the TDF shall report, unless the
notification is muted for the specific ADC rulein case of solicited application reporting, to the PCRF:

- For the APPLICATION_START event trigger: the application identifier and, when service data flow
descriptions are deducible, the application instance identifier and the service data flow descriptions to use for
detecting that application traffic with a dynamic PCC rule.

- For the APPLICATION_STOP event trigger: the application identifier and if the application instance identifier
was reported for the start, also the application instance identifier.

For the solicited application reporting, the TDF shall perform the following enforcement actions to the detected
application traffic, if requested by PCRF:

- Gating;
- Redirection;
- Bandwidth limitation.

For the solicited application reporting, in order to allow service data flow detection in the PCEF/BBERF in the
downlink direction for applications with non-deducible service data flows detected by the TDF, if requested by the
PCRF, the TDF shall perform marking of downlink packets of the detected application traffic, as specified in
clause 4b.5.14.
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For the solicited application reporting, the TDF shall support usage monitoring as specified in clauses 4b.5.6 and 4b.5.7.

For the solicited application reporting, the TDF shall support application based charging by having online and offline
charging interactions.

For an application that is under charging control the TDF shall alow the application's traffic to pass through it if and
only if, for online charging, the OCS has authorized the applicable credit with that Charging key. The TDF may let an
application pass through it during the course of the credit re-authorization procedure.

A TDF shall ensure that a detected application's traffic, which is discarded at the TDF as aresult of ADC rule
enforcement (e.g. gating), is neither reported for offline charging nor cause credit consumption for online charging.

For unsolicited application reporting, the TDF shall only perform application detection and reporting functionality.

NOTE 2: For unsolicited application reporting, the TDF does not perform enforcement actions, application based
charging or usage monitoring.

When the PCRF provides a traffic steering policy identifier(s) in an ADC rule, the TDF shall enforce the referenced
traffic steering policy for the detected traffic.

To enforce the traffic steering policy, the TDF should perform deployment specific actions as configured for that traffic
steering policy. The TDF may for example perform packet marking (e.g. mark the Type of service (ToS) field of the IP
packet header) where, for the traffic identified by the application identifier or service data flow filter(s), the TDF
provides information for traffic steering, as part of the packets, to the (S)Gi-LAN. Thisinformation for traffic steering
identifies, explicitly or implicitly, a specific set of service functions and their order via which the traffic needs to be
steered in the (S)Gi-LAN.

4b.5  ADC procedures over Sd reference point for solicited
application reporting

4b.5.1 Provisioning of ADC rules
4b.5.1.1 General

If PCRF decides, based on subscriber's profile configuration, that the TDF session should be established with the TDF
per corresponding IP-CAN session, during the IP-CAN session establishment or at any point of time when the PCRF
decides that the session with TDF isto be established (e.g. subscriber profile changes), the PCRF shall indicate viathe
Sd reference point, the ADC rules to be applied at the TDF. The TDF-Information AV P shall be either received over Gx
withininitial CC-Request received from PCEF or pre-provisioned at PCRF. Each ADC rule shall include TDF-
Application-ldentifier AV P which references the corresponding application for which the rule applies.

When establishing the session with the TDF, the PCRF shall send a TS-Request with the PDN information, if available,
within the Called-Station-Id AV P, the UE Ipv4 address within the Framed-1P-Address and/or the UE Ipv6 prefix within
the Framed-1pv6-Prefix AV P. These parameters shall uniquely identify the session between the PCRF and the TDF.
Additionally, if available (i.e. received from the PCEF or the BBERF), the PCRF may include the following
information: the user identification within the Subscription-ld AV P, the type of IP-CAN within the IP-CAN-Type AVP,
the type of the radio access technology within the RAT-Type AVP if applicable and AN-Trusted AVP if applicable, the
device information within User-Equipment-Info AV P, the SGSN address within either 3GPP-SGSN-Address AVP or
3GPP-SGSN-Ipv6-Address AVP, the user location information within 3GPP-User-Location-Info or within 3GPP2-
BSID, the Routing Area ldentity within RAI AVP, the Ipv4 and/ or | pv6 address(es) of the access node gateway (SGW
for 3GPP and AGW for non-3GPP networks) in the AN-GW-Address AV Ps, the MCC and the MNC of the SGSN/S-
GW in the 3GPP-SGSN-MCC-MNC AVP, the UE time zone information within 3GPP-MS-TimeZone AVP, the
presence reporting area identifier within the Presence-Reporting-Area-Information AV P, the charging characteristics
within 3GPP-Charging-Characteristics AV P, control plane P-GW address(es) within 3GPP-GGSN-Address AV P and/or
3GPP-GGSN-1pv6-Address AV P, 3GPP-Selection-Mode AV P indicating how the APN was selected, Dynamic-
Address-Flag AVP and Dynamic-Address-Flag-Extension AV P defining whether |P address(es) where statically or
dynamically allocated and PDN-Connection-Charging-1D AV P containing the charging identifier to identify different
records belonging to the same PDN connection. For xDSL IP-CAN Type, the Logical-Access-ID AVP and the
Physical-Access-ID AVP may be provided.

NOTE: For PDN type Ipv4v6, in case the UE |pv4 address is not available in the PCRF , the PCRF initiates the
TDF session establishment providing the UE 1pv6 prefix, and will subsequently provide UE Ipv4 address
to the TDF using Event-Report-Indication AVP (as specified in clause 4b.5.8) to the TDF.
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The ADC rules may be transferred to the TDF by using one of the following procedures:

- PUSH procedure (Unsolicited provisioning): The PCRF may decide to provision ADC rules at TDF session
establishment within TS-Request or at any point of time within active TDF session by using RA-Request. To
provision ADC rules, the PCRF shall include those ADC rulesin either TS-Request or RA-Request message; or

- PULL procedure (Provisioning solicited by the TDF): In response to a request for ADC rules being made by the
TDF, as described in the clause 4b.5.2, the PCRF shall provision ADC rulesin the CC-Answer.

For each request from the TDF or upon the unsolicited provision, the PCRF shall provision zero or more ADC rules.
The PCRF may perform an operation on asingle ADC rule by one of the following means:

- Toactivate or deactivate an ADC rule that is predefined at the TDF, the PCRF shall provision areference to this
ADC rule within an ADC-Rule-Name AV P and indicate the required action by choosing either the ADC-Rule-
Install AVP or the ADC-Rule-Remove AVP.

- Toinstall or modify a PCRF-provisioned ADC rule, the PCRF shall provision a corresponding ADC-Rule-
Definition AV P within an ADC-Rule-Install AVP.

- Toremove an ADC rule which has previously been provisioned by the PCRF, the PCRF shall provision the
name of this ADC rule as value of an ADC-Rule-Name AV P within an ADC-Rule-Remove AVP.

Asan aternative to providing asingle ADC rule, the PCRF may provide an ADC-Rule-Base-Name AV P within an
ADC-Rule-Install AVP or the ADC-Rule-Remove AV P as areference to agroup of ADC rules predefined at the TDF.
With an ADC-Rule-Install AVP, apredefined group of ADC rulesis activated. With an ADC-Rule-Remove AVP, a
predefined group of ADC rulesis deactivated.

The PCRF may combine multiple of the above ADC rule operations in a single command.

To activate a predefined ADC rule at the TDF, the rule name within an ADC-Rule-Name AV P shall be supplied within
an ADC-Rule-Install AVP as areference to the predefined rule. To activate a group of predefined ADC rules within the
TDF, an ADC-Rule-Base-Name AV P shall be supplied within an ADC-Rule-Install AV P as areference to the group of
predefined ADC rules.

Toinstall anew or modify an aready installed PCRF defined ADC rule, the ADC-Rule-Definition AVP shall be used.
If an ADC rule with the same rule name, as supplied in the ADC-Rule-Name AV P within the ADC-Rule-Definition
AVP, dready exists at the TDF, the new ADC rule shall update the currently installed rule. If the existing ADC rule
aready has attributes also included in the new ADC rule definition, the existing attributes shall be overwritten. Any
attribute in the existing ADC rule not included in the new ADC rule definition shall remain valid.

For deactivating single predefined or removing PCRF-provided ADC rules, the ADC-Rule-Name AV P shall be
supplied within an ADC-Rule-Remove AV P. For deactivating a group of predefined ADC rules, the ADC-Rule-Base-
Name AV P shall be supplied within an ADC-Rule-Remove AVP.

The TDF shall apply the ADC rules to the user plane traffic with the | P address(es) matching the UE |pv4 address
within the Framed-IP-Address and/or the UE 1pv6 prefix within the Framed-1pv6-Prefix AVP received over Sd
interface and report the detected application information viathe corresponding TDF session.

If the provisioning of ADC rulesfails, the TDF informs the PCRF as described in clause 4b.5.5 ADC Rule Error
Handling. Depending on the cause, the PCRF may decide if re-installation, modification, removal of ADC rules or any
other action applies.

4h.5.1.2 Gate function

The Gate Function represents a user plane function enabling or disabling the forwarding of application's traffic. A gate
is applicable to the detected application's traffic. The Flow-Status AV P of the ADC rule shall describe if the possible
uplink and possible downlink gate for the detected application's traffic is opened or closed.

The commands to open or close the gate shall lead to the enabling or disabling of the passage for corresponding
detected application's traffic uplink/downlink. If the corresponding uplink and/or downlink gate is closed, all packets
belonging to the detected application's traffic uplink and/or downlink shall be dropped. If the corresponding uplink
and/or downlink gate is opened, all packets belonging to the detected application's traffic uplink and/or downlink are
allowed to be forwarded.
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4h.5.1.3 Bandwidth limitation function

The PCRF can provide the maximum alowed bit rate (QoS) for an ADC rule to the TDF. The Provisioning shall be
performed using the ADC rule provisioning procedure. The allowed QoS shall be encoded using a QoS-Information
AVP within the ADC-Rule-Definition AVP of the ADC rule. If QoS-Information is provided for an ADC rule, the TDF
shall enforce the corresponding policy for the detected application's traffic. Only the Max-Requested-Bandwidth-UL
AVP and the Max-Requested-Bandwidth-DL AV P or the Extended-Max-Requested-BW-UL AVP and the Extended-
Max-Requested-BW-DL AV P (see subclause 4b.5.17) shall be used.

4h.5.1.4 Redirect function

The PCRF may provide the redirect instruction (e.g. redirect the detected application's traffic to another controlled
address) for adynamic ADC rule to the TDF. The Provisioning shall be performed using the ADC rule provisioning
procedure. The redirect instruction shall be encoded using a Redirect-Information AV P within the ADC-Rule-
Definition AVP of the dynamic ADC rule.

For adynamic ADC rule, the redirect address may be provided as part of the dynamic ADC rule or may be
preconfigured in the TDF. A redirect destination provided within the Redirect-Server-Address AVP in adynamic ADC
Rule shall override the redirect destination preconfigured in the TDF for this ADC Rule.

NOTE: The TDF usesthe preconfigured redirection address only if it can be applied to the application traffic
being detected, e.g. the redirection destination address could be preconfigured on a per application
identifier basis.

If Redirect-Information AVP is provided for adynamic ADC rule, the TDF shall implement the redirection for the
detected application's uplink traffic. If the Redirect-Server-Address AV P is provided within.the Redirect-1nformation
AVP and the Redirect-Support AVPis not set to REDIRECTION_DISABLED, the TDF shall redirect the detected
application's uplink traffic to this address. In this case, the redirect address type (e.g. Ipv4, 1pv6, URL) shall be defined
by the Redirect-Address-Type AVP. If the Redirect-Server-Address AVP is hot provided, the redirection address
preconfigured in the TDF shall be used instead. .If the Redirect-Server-Address AVP is not provided and the redirection
addressis not preconfigured in the TDF for the ADC rule, the TDF shall perform ADC Rule Error Handling as
specified in clause 4b.5.5.

When the PCRF wants to disable the redirect function for an aready installed ADC Rule, the PCRF shall update the
ADC ruleincluding the Redirect-Information AV P with Redirect-Support AVP set to REDIRECTION_DISABLED.

4b.5.1.5 Usage Monitoring Control
Usage monitoring may be performed for application (s) associated with one or more ADC rules.

The provisioning of usage monitoring control per ADC rule shall be performed using the ADC rule provisioning
procedure. For adynamic ADC rule, the monitoring key shall be set using the Monitoring-Key AV P within the ADC-
Rule-Definition AVP of the ADC rule. For a predefined ADC rule, the monitoring key shall be included in therule
definition at the TDF.

4b.5.1.6 Marking of downlink packets

The PCRF may provide the packet marking instruction (i.e. marking of downlink packets of the detected application
traffic) for adynamic ADC rule to the TDF. The provisioning shall be performed using the ADC rule provisioning
procedure. The marking instruction shall be encoded using a ToS-Traffic-Class AV P within the ADC-Rule-Definition
AVP of the dynamic ADC rule.

If the ToS-Traffic-Class AVP is provided, all downlink packets belonging to the detected application's traffic are
marked with this value.

4h.5.2 Request for ADC rules

The TDF shall indicate, via the Sd reference point, a request for ADC rules during the active TDF session established
with PCRF, when a provisioned Event trigger is met. The TDF shall send a CC-Request with CC-Request-Type AVP
set to the value "UPDATE_REQUEST". Additionally, the TDF shall supply the specific event which caused the request
(within the Event-Trigger AV P) and any previously provisioned affected ADC rule(s) The ADC rules and their status
shall be supplied to PCRF within the ADC-Rule-Report AVP.
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ADC rules can aso be requested as a consequence of afailure in the ADC rule installation/activation or enforcement
without requiring an Event-Trigger. For the additional information see clause 4b.5.5.

4b.5.3  Provisioning of Event Triggers

The PCRF may provide one or several event triggers within one or several Event-Trigger AVP to the TDF using the
ADC rule provision procedure. Event triggers may be used to determine which event causes the TDF to inform PCRF
once occur. Provisioning of event triggers from the PCRF to the TDF shall be done at TDF session level. The Event-
Trigger AVP may be provided in combination with the initial or subsequent ADC rule provisioning in TSR, RAR or
CCA message.

The PCRF may add new event triggers or remove the already provided ones. In order to do so, the PCRF shall provide
the new complete list of applicable event triggers including the needed provisioned Event-Trigger AVPsin the CCA or
RAR commands.

The PCRF may remove al previously provided event triggers by providing the Event-Trigger AV P set to the value
NO_EVENT_TRIGGERS. When an Event-Trigger AVP is provided with this value, no other Event-Trigger AV P shall
be provided in the CCA or RAR command. Upon reception of an Event-Trigger AV P with this value, the TDF shall not
inform PCRF of any event.

If no Event-Trigger AVP isincluded in a CCA or RAR operation, any previously provisioned event trigger shall till be
applicable.

There are event triggers that are required to be unconditionally reported from the TDF to the PCRF as specified in
clause 5.3.7 even though the PCRF has not provisioned them to the TDF.

4b.5.4 Request of TDF Session Termination

When the corresponding IP-CAN session isterminated or at any point of time when the PCRF decides that the session
with TDF isto be terminated (e.g. subscriber profile changes), the PCRF shall send a RAR command including the
Session-Release-Cause AVP to the TDF. The TDF shall acknowledge the command by sending a RAA command to the
PCRF and instantly remove/deactivate all the ADC rules that have been previously installed or activated on that TDF
session.

The TDF shall send a CC-Request with CC-Request-Type AVP set to the value "TERMINATION_REQUEST" to
PCRF to terminate the TDF session.

When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the TDF.

NOTE 1: According to DCC procedures, the Diameter Credit Control session is being terminated with this message
exchange, as specified in IETF RFC 4006 [9].

Signalling flows for the TDF session termination are presented in 3GPP TS 29.213 [8].

4b.5.5 ADC Rule Error Handling

If the install ation/activation of one or more ADC rules fails, the TDF shall include one or more ADC-Rule-Report
AVP(s) in either aTSA, aCCR or an RAA command as described below for the affected ADC rules. Within each
ADC-Rule-Report AVP, the TDF shall identify the failed ADC rule(s) by including the ADC-Rule-Name AV P(s) or
ADC-Rule-Base-Name AV P(s), shall identify the failed reason code by including a Rule-Failure-Code AV P, and shall
include the PCC-Rule-Status AV P as described below:

- If theinstallation/activation of one or more ADC rules fails using aPUSH mode (i.e., the PCRF installg/activates
arule using TSR or RAR command), the TDF shall communicate the failure to the PCRF in the corresponding
TSA/RAA response.

- If theinstallation/activation of one or more ADC rulesfails using a PULL mode (i.e., the PCRF installs/activates
arule using a CCA command), the TDF shall send the PCRF a new CCR command and include the Rule-
Failure-Code AVP.

If the installation/activation of one or more new ADC rules (i.e., rules which were not previoudly successfully installed)
fails, the TDF shall set the PCC-Rule-Statusto INACTIVE for both the PUSH and the PULL modes.
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If the modification of a currently active ADC rule using PUSH mode fails, the TDF shall retain the existing ADC rule
as active without any modification unless the reason for the failure has an impact also on the existing ADC rule. The
TDF shall report the modification failure to the PCRF using the TSA/RAA command.

If the modification of a currently active ADC rule using PULL mode fails, the TDF shall retain the existing ADC rule
as active without any modification unless the reason for the failure has an impact also on the existing ADC rule. The
TDF shall report the modification failure to the PCRF using the CCR command.

Depending on the value of the Rule-Failure-Code for PULL and PUSH mode, the PCRF may decide whether retaining
of the old ADC rule, re-installation, modification, removal of the ADC rule or any other action applies.

If an ADC rule was successfully installed/activated, but can no longer be enforced by the TDF, the TDF shall send the
PCRF anew CCR command and include an ADC-Rule-Report AVP. The TDF shall include the Rule-Failure-Code
AVP within the ADC-Rule-Report AVP and shall set the PCC-Rule-Statusto INACTIVE.

4b.5.6 Requesting Usage Monitoring Control

The PCRF may indicate, viathe Sd reference point, the need to apply monitoring control for the accumulated usage of
network resources on a per TDF session basis. Usage is defined as volume or time of user plane traffic. Monitoring for
volume usage and time usage can be performed in parallel. The data collection for usage monitoring control shall be
performed per monitoring key, which may apply to one application (i.e. the monitoring key is used by asingle ADC
rule), or to several applications (i.e., the monitoring key is used by many ADC rules), or al detected traffic belonging to
a specific TDF session. If the usage monitoring of a TDF session level is enabled, the PCRF may request the TDF to
exclude one application or several applications from the usage monitoring of the TDF session level.

If the PCRF requests usage monitoring control and if at thistime, the PCRF is not subscribed to the
"USAGE_REPORT" Event-Trigger, the PCRF shall include the Event-Trigger AVP, set to the value
"USAGE_REPORT", in aTS-Request, CC-Answer or RA-Request.

At TDF session establishment and modification, the PCRF may provide the applicable thresholds, volume threshold,
time threshold or both volume threshold and time threshold, for usage monitoring control to the TDF, together with the
respective monitoring keys. To provide theinitial threshold for one or more monitoring key(s), the PCRF may include
the threshold in either TSR, RAR or in the response of a CCR, initiated by the TDF.

During the IP-CAN session establishment, the PCRF may receive information about total allowed usage per PDN and
UE from the SPR, i.e. the overall amount of allowed traffic volume and/or time of usage that are to be monitored per
PDN and UE and/or total allowed usage for Monitoring key(s) per PDN and UE and should use it when making a
decisions about usage monitoring control.

In order to provide the applicable threshold for usage monitoring control, the PCRF shall include a Usage-Monitoring-
Information AV P per monitoring key. The threshold level shall be provided in its Granted-Service-Unit AVP.
Threshold levels may be defined for:

- thetotal volume only; or

the uplink volume only; or

- thedownlink volume only; or

- theuplink and downlink volume; or
- thetime.

The PCRF shall provide the applicable volume threshold(s) in the CC-Total-Octets, CC-Input-Octets or CC-Output-
Octets AV Ps and/or time threshold in the CC-Time AVP of the Granted-Service-Unit AVP. The monitoring key shall
be provided in the Monitoring-Key AVP. The PCRF may provide multiple usage monitoring control instances. The
PCRF shall indicate if the usage monitoring instance applies to the TDF session or to one or more ADC rules. For this
purpose, the Usage-Monitoring-Level AVP may be provided with a value respectively set to SESSION_LEVEL or
ADC_RULE_LEVEL. The PCRF may provide one usage monitoring control instance applicable at TDF session level
and one or more usage monitoring instances applicable at ADC Rule level. If the TDF session level usage monitoring is
enabled and if the application(s) need to be excluded from TDF session level usage monitoring, the PCRF shall provide
an indication of exclusion from session level monitoring associated with the respective ADC rule(s) by including the
Monitoring-Flags AVP with the bit O set in the corresponding ADC-Rule-Install AV P when the PCRF installs or
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updatesthe ADC rule(s). If the exclusion is enabled, the PCRF may disable the exclusion again by including the
Monitoring-Flags AVP with the bit 0 not set in the corresponding ADC-Rule-Install AVP.

The PCRF may provide a Monitoring-Time AV P to the TDF for the monitoring keys(s) in order to receive reports for
the accumulated usage before and after the monitoring time occurs within the report triggered by the events defined in
4b.5.7.2-4b.5.7.6. In such a case, there may be two instances of Granted-Service-Unit AV P within Usage-Monitoring-
Information AV P per monitoring key. One of them indicates the threshold levels before the monitoring time occurs, and
the other one, which includes Monitoring-Time AV P, indicates the subsequent threshold levels after the monitoring
time occurs.The detailed functionality in such a caseis defined by 4b.5.7.7.

If the PCRF wishes to modify the threshold level for one or more monitoring keys, the PCRF shall provide the
thresholds for al the different levels applicable to the corresponding monitoring key(s).

If the PCRF wishes to modify the monitoring key for the TDF session level usage monitoring instance, it shall disable
the existing session level monitoring usage instance following the procedures defined in 4b.5.7.4 and shall provide a
new TDF session level usage monitoring instance following the procedures defined in this clause. The PCRF may
enable the new TDF session level usage monitoring instance and disable the existing TDF session level usage
monitoring instance in the same command.

When the accumulated usage is reported in a CCR command, the PCRF shall indicate to the TDF if usage monitoring
shall continue for that TDF session, usage monitoring key, or both as follows:

- If monitoring shall continue for specific level(s), the PCRF shall provide the new thresholds for the level(s) in
the CC-Answer using the same AV P as before (CC-Total-Octets, CC-Input-Octets, CC-Output-Octets or CC-
Time AV Ps within the Granted-Service-Unit AVP);

- otherwise, if the PCRF wishes to stop monitoring for specific level(s) the PCRF shall not include an updated
threshold in the CCA command for the stopped level(s) i.e. the corresponding CC-Total-Octets, CC-Input-
Octets, CC-Output-Octets or CC-Time AV Ps shall not be included within Granted-Service-Units AVP.

If both volume and time thresholds were provided and the threshold for one of the measurements is reached, the TDF
shall report this event to the PCRF and the accumulated usage since last report shall be reported for both measurements.

When usage monitoring is enabled, the PCRF may request the TDF to report accumulated usage for all enabled
monitoring or selected monitoring keys regardless if a usage threshold has been reached by sending to the TDF within
the Usage-Monitoring-Information AV P the Usage-Monitoring-Report AVP set to the value
USAGE_MONITORING_REPORT_REQUIRED. The PCRF shall only require TDF to report accumulated usage for
one or more monitoring keys in a CC-Answer when the TDF has not provided accumulated usage in the CC-Request for
the same monitoring key(s).

To specify the usage monitoring key for which usage is requested, the PCRF shall include the usage monitoring key
within the Monitoring-Key AV P within the Usage-Monitoring-Information AVP. To request usage be reported for all
enabled usage monitoring keys, the PCRF shall omit the Monitoring-Key.

The PCRF shall process the usage reports and shall perform the actions as appropriate for each report.

4b.5.7 Reporting Accumulated Usage
4b.5.7.1 General

When usage monitoring is enabled, the TDF shall measure the volume and/or the time of usage of the TDF session or
the volume and/or the time of usage of the particular application (s). The TDF shall be able to support volume and time
measurements simultaneously for a given application(s). If the ADC ruleisinstalled or updated with the Monitoring-
Flags AVP with the bit O set, the TDF shall not include the corresponding application in the volume and/or time
measurement on TDF session level.

When the time based usage monitoring is supported, the PCRF may optionally indicate to the TDF, along with other
usage monitoring information provided, the Inactivity Detection Time within the Quota-Consumption-Time AVP. This
value represents the time interval after which the time measurement shall stop for the Monitoring Key, if no packets are
received belonging to the corresponding Monitoring Key. Time measurement shall resume again on receipt of a further
packet belonging to the Monitoring Key.

Time measurement for a Monitoring key shall also be stopped when time based usage monitoring is disabled, if this
happens before the I nactivity Detection Time is reached.
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If an Inactivity Detection Time value of zero is provided, or if no Inactivity Detection Time is present within the usage
monitoring information provided by the PCRF, the time measurement shall be performed continuously from the point at
the first packet is received matching the applicable Monitoring Key and until time based usage monitoring is disabled.

The TDF shall report accumul ated usage to the PCRF in the following conditions:
- when ausage threshold is reached,

- when al ADC rules for which usage monitoring is enabled for a particular usage monitoring key are removed or
deactivated,

- when usage monitoring is explicitly disabled by the PCRF;
- when aTDF session is terminated;
- when requested by the PCRF.

To report accumulated usage for a specific monitoring key, the TDF shall send a CC-Request with the Usage-
Monitoring-Information AV P including the accumul ated usage since the last report. The Usage-Monitoring-1nformation
AVP shall include the monitoring key in the Monitoring-Key AV P and the accumulated volume usage in the Used-
Service-Unit AVP. Accumulated volume reporting shall be done for the total volume, the uplink volume or the
downlink volume as requested by the PCRF, and set in CC-Total-Octets, CC-Input-Octets or CC-Output-Octets AV Ps
of Used-Service-Unit AVP respectively. Accumulated time reporting shall be set in the CC-Time AVP of Used-
Service-Unit AVP. The TDF shall continue to perform volume measurement after the report until instructed by the
PCRF to stop the monitoring. If both volume and time measurements are requested by the PCRF and the threshold for
one of the measurementsis reached, the TDF shall report this event to the PCRF and the accumulated usage since last
report shall be reported for both measurements.

In case a Monitoring-Time AV P was provided by the PCRF within one instance of the Granted-Service-Unit AVP
included within the Usage-Monitoring-Information AV P for the usage monitoring control request, the PCEF shall report
asdefined in 4b.5.7.7.

For cases, where the PCRF indicates in a CC-Answer command whether the usage monitoring shall continue asa
response to the reporting of accumulated usage in a CCR command, the TDF shall behave as follows:

- if the PCRF provisions an updated usage threshold in the CCA command, the monitoring continues using the
updated threshold value provisioned by the PCRF;

- otherwise, if the PCRF does not include an updated usage threshold in the CCA command, the TDF shall not
continue usage monitoring for that TDF session, usage monitoring key, or both as applicable.

NOTE: When the PCRF indicates that usage monitoring shall not continue in the CCA, the TDF does not report
usage which has accumulated between sending the CCR and receiving the CCA.

Upon receiving the reported usage from the TDF, the PCRF shall deduct the value of the usage report from the total
allowed usage for that IP-CAN session, usage monitoring key, or both as applicable, and the PCRF may also derive the
ADC rules based on the remaining allowed usage or reported usage and provision them to the TDF.

Additional procedures for each of the scenarios above are described in the following clauses of 4b.5.7.

4b.5.7.2 Usage Threshold Reached

When usage monitoring is enabled for a particular monitoring key, the TDF shall measure the volume and/or the time of
usage of al traffic for the TDF session or the corresponding application (s) and notify the PCRF when a usage threshold
for that monitoring key is reached and report the accumulated usage for that monitoring key and include the
"USAGE_REPORT" Event-Trigger in a CCR command with CC-Request Type AV P set to the value
"UPDATE_REQUEST" by following the procedures to report accumulated usage defined in clause 4b.5.7.1.

4b.5.7.3 ADC Rule Removal

When the PCRF removes or deactivates the last ADC rule associated with a usage monitoring key in an RAR or CCA
command in response to a CCR command not related to reporting usage for the same monitoring key, the TDF shall
send a new CCR command with the CC-Request-Type set to the value "UPDATE_REQUEST" including the Event-
Trigger set to "USAGE_REPORT" to report accumulated usage for the usage monitoring key within the Usage-
Monitoring-Information AV P using the procedures to report accumulated usage defined in clause 4b.5.7.1.
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When the TDF reports that the last ADC rule associated with a usage monitoring key isinactive, the TDF shall report
the accumulated usage for that monitoring key within the same CCR command if the ADC-Rule-Report AVP was
included in a CCR command; otherwise, if the ADC-Rule-Report AVP was included in an RAA command, the TDF
shall send a new CCR command to report accumulated usage for the usage monitoring key.

4b.5.7.4 Usage Monitoring Disabled

Once enabled, the PCRF may explicitly disable usage monitoring as a result of receiving a CCR from the TDF which is
not related to reporting usage, but related to other external triggers (e.g. subscriber profile update), or a PCRF internal
trigger. When the PCRF disables usage monitoring, the TDF shall report the accumulated usage which has occurred
while usage monitoring was enabled since the last report.

To disable usage monitoring for a monitoring key, the PCRF shall send the Usage-Monitoring-Information AVP
including only the applicable monitoring key within the Monitoring-Key AV P and the Usage-M onitoring-Support AVP
set to USAGE_MONITORING_DISABLED.

When the PCRF disables usage monitoring in a RAR or CCA command, the TDF shall send a new CCR command with
CC-Request Type AVP set to the value "UPDATE_REQUEST" and the Event-Trigger AVP set to "USAGE_REPORT"
to report accumulated usage for the disabled usage monitoring key(s).

4h.5.7.5 TDF Session Termination

At TDF session termination, the TDF shall send the accumulated usage information for all monitoring keys for which
usage monitoring is enabled in the CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST" using the procedures to report accumulated usage defined in clause 4b.5.7.1.

4b.5.7.6 PCRF Requested Usage Report

When the TDF receives the Usage-Monitoring-I nformation AV P including the Usage-Monitoring-Report AV P set to
the value USAGE_MONITORING_REPORT_REQUIRED, the TDF shall send a new CCR command with CC-
Request Type AVP set to the value "UPDATE_REQUEST" and the Event-Trigger AVP set to "USAGE_REPORT" to
report accumulated usage for the monitoring key received in the Usage-Monitoring-Information AVP using the
procedures to report accumulated usage defined in clause 4b.5.7, e.g. if the volume threshold and time threshold were
provided, the TDF shall report the volume usage and time of usage. If the Monitoring-Key AV P was omitted in the
received Usage-Monitoring-Information AV P, the TDF shall send the accumulated usage for al the monitoring keys
that were enabled at the time the Usage-M onitoring-Information was received.

4b.5.7.7 Report in case of Monitoring Time provided

If Monitoring-Time AV P was provided within one instance of the Granted-Service-Unit AV P included within the
Usage-Monitoring-Information AV P by the PCRF, and if the TDF needsto report the accumulated usage when one of
the events defined in subclauses 4b.5.7.2-4b.5.7.6 occurs before the monitoring time, the PCEF shall report the
accumulated usage as defined subclauses 4h.5.7.2-4b.5.7.6 and the TDF shall not retain the monitoring time; otherwise,

- If two instances of the Granted-Service-Unit AVP are provided by the PCRF, then the TDF shall, at the
monitoring time, reset the usage threshold to the value of the Granted-Service-Unit AV P with the Monitoring-
Time AVP.

- If only oneinstance of the Granted-Service-Unit AVP is provided by the PCRF, then the TDF shall, at the
monitoring time, reset the usage threshold to the remaining value of the Granted-Service-Unit AVP previously
sent by the PCRF (i.e. excluding the accumulated volume and/or time usage).

- For both cases, the usage report from the TDF shall include two instances of the Used-Service-Unit AV P, one of
them to indicate the usage before the monitoring time and the other one accompanied by the Monitoring-Time
AVP under the same Used-Service-Unit AVP to indicate the usage after the monitoring time.

When PCRF receives the accumulated usage report in a CCR command, the PCRF shall indicate to the TDF if usage
monitoring shall continue as defined in clause 4b.5.6. The PCRF may provide the Monitoring-Time AV P again within
one instance of the Granted-Service-Unit AV P if reports for the accumulated usage before and after the provided
monitoring time are required.
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4b.5.8 Provisioning of Event Report Indication

The TDF may request from the PCRF to be informed about specific changes occurred in the location information/access
network information in either aTSA, a CCR or an RAA command. In this case, the PCRF shall subscribe to the
appropriate event triggers in the PCEF according to clause 4.5.3 or in the BBERF according to clause 4a.5.8.

NOTE 1: In case the IP flow mobility feature is enabled, the TDF doesn't have accurate information about the
location and the type of RAT the user is attached to.

After receiving the reply of the event subscription from the PCEF or the BBERF, the PCRF shall send the event related
information to the TDF by using a RAR command.

When PCRF is notified that an event is triggered in the PCEF or the BBERF, if the TDF has previously requested to be
informed of the specific event, the PCRF shall notify the TDF about the event occurred together with additional related
information (i.e. the parameter value). This notification shall be done by using the Event-Report-Indication AVP. There
may be neither ADC Rule provisioning nor Event Trigger provisioning together with event report indication in this
message.

When PCRF is notified by PCEF that either an UE_IP_ADDRESS ALLOCATE or an UE_IP_ADDRESS RELEASE
event of the IP-CAN session occurs in the PCEF, the PCRF shall notify the TDF about the event for the corresponding
TDF session. The Framed-1P-Address AV P shall also be provided. This notification shall also be done by using the
Event-Report-Indication AV P within a RAR command. There may be neither ADC Rules nor Event Triggersin this
message. |f the PCRF notifies of the new UE |pv4 address to the TDF, the TDF shall additionally apply the ADC rules
to the user plane traffic with the | P address matching the new UE Ipv4 address and report the detected application
information viathe corresponding TDF session. If the PCRF notifiesto the TDF that the UE I pv4 address has been
released, the TDF shall stop applying the ADC rule to the user plane traffic with | P address matching the released UE
Ipv4 address.

NOTE 2: The TDF does not need to subscribe the notification of the UE_IP_ADDRESS ALLOCATE and
UE_IP_ADDRESS RELEASE.

Whenever the TDF subscribes to an event report indication by using the TSA, CCR or RAA command, the PCRF shall
only send the corresponding currently applicable values which have been updated (e.g. 3GPP-User-Location-Info,
3GPP2-BSID, etc.) to the TDF in the RAR or CCA if available. In this case, the Event-Trigger AV Ps shall not be
included.

NOTE 3: The PCRF can get the currently applicable values during the IP-CAN session establishment procedure or
during the information reporting from the BBERF when the BBERF gets event subscription from the
PCRF as defined in clause 5.3.7.

4b.5.9 Application Detection Information

For the solicited application reporting, the PCRF may instruct the TDF to detect application (s) by providing the ADC-
Rule-Install AVP (s) with the corresponding parameters as follows: the application to be detected isidentified by the
TDF-Application-ldentifier AVP, which is either provided under ADC-Rule-Definition AVP for dynamic ADC Rules
or pre-provisioned for the corresponding predefined ADC Rule, and in such a case only ADC-Rule-Name/ADC-Rule-
Base-Name s provided . If the PCRF requires to be reported about when the application start/stop is detected, it shall
also subscribe to the APPLICATION_START and APPLICATION_STOP Event-Triggers. The PCRF may also mute
such a notification about a specific detected application by providing Mute-Notification within the corresponding ADC-
Rule-Definition AVP.

When the start or stop of the application's traffic, identified by TDF-Application-ldentifier, is detected, if PCRF has
previously subscribed to the APPLICATION_START/APPLICATION_STOP Event-Triggers, unless arequest to mute
such a notification (Mute-Notification AVP) is part of the corresponding ADC-Rule-Definition AV P, the TDF shall
report the information regarding the detected application's traffic in the Application-Detection-Information AVP in the
CCR command even if the application traffic is discarded due to enforcement actions of the ADC rule.

The corresponding TDF-Application-ldentifier AVP shall be included under Application-Detection-Information AVP.
When the Event trigger indicates APPLICATION_START, the Flow-Information AV P for the detected application may
be included under Application-Detection-Information AV P, if deducible. The Flow-Information AVP, if present, shall
contain the Flow-Description AVP and Flow-Direction AVP. The TDF-Application-Instance-Identifier, which is
dynamically assigned by the TDF in order to allow correlation of APPLICATION_START and APPLICATION_STOP
Event-Triggersto the specific Flow-Information AVP, if service data flow descriptions are deducible, shall also be
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provided. Also, the corresponding Event-Trigger (APPLICATION_START or APPLICATION_STOP) shall be
provided to PCRF. When the TDF-Application-Instance-ldentifier is provided along with the APPLICATION_START,
it shall also be provided along with the corresponding APPLICATION_STOP. The PCRF then may make the policy
decision based on the information received and send the updated PCC rules to the PCEF, updated QoS rules to the
BBERF, if applicable, and the updated ADC rulesto the TDF.

When a PFD provisioned by the PFDF is removed/modified and the removed/modified PFD was used to detect
application traffic related to an application identifier in an ADC Rule installed or activated for an TDF session, if the
removed/modified PFD in TDF results in that the stop of an application or an application instance is not able to be
detected, and if the TDF has reported the application start as described in this subclause to the PCRF for the application
or application instance represented by this PFD, the TDF shall report the application stop to the PCRF for the
corresponding application or the corresponding application instance.

NOTE: Multiple PFDs can be associated with the application identifier. When the removed/modified PFD is the
last one which is used to detect traffic identified by TDF-Application-ldentifier AV P, the TDF reports
application stop.

4b.5.10 Time of the day procedures

TDF shall be able to perform ADC rule request based on time as instructed by the PCRF in a TSR, CCA or aRAR
commands. To do so, the PCRF shall provide the Event-Trigger AVP with the value REVALIDATION_TIMEOUT
(17) if the event trigger is not previoudly set, and in addition the Revalidation-Time, when set by the PCRF. This shall
cause the TDF to trigger a PCRF interaction to request ADC rules from the PCRF for an established TDF session. The
TDF shall stop the timer once the TDF triggers an REVALIDATION_TIMEOUT event.

PCRF shall be able to provide a new value for the revalidation timeout by including Revalidation-Timein CCA or
RAR. The PCRF may provide the Revalidation-Time AV P together with the event trigger
REVALIDATION_TIMEOUT or in asubsequent ADC rule provisioning.

PCRF shall be able to stop the ADC revalidation timer by disabling the REVALIDATION_TIMEOUT event trigger.

NOTE 1. By disabling the REVALIDATION_TIMEOUT the revalidation time value previously provided to the
TDF is not applicable anymore.

The PCRF may control at what time the status of an ADC rule changes.

1) If Rule-Activation-Time is specified only and has not yet occurred, then the TDF shall set the ADC ruleinactive
and make it active at that time. If Rule-Activation-Time has passed, then the TDF shall immediately set the ADC
rule active.

2) If Rule-Deactivation-Time is specified only and has not yet occurred, then the TDF shall set the ADC rule active
and make it inactive at that time. If Rule-Deactivation-Time has passed, then the TDF shall immediately set the
ADC ruleinactive.

3) If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Activation-Time occurs
before the Rule-Deactivation-Time, and also when the ADC ruleis provided before or at the time specified in the
Rule-Deactivation-Time, the TDF shall handle the rule as defined in 1) and then as defined in 2),

4) If both Rule-Activation-Time and Rule-Deactivation-Time are specified, and the Rule-Deactivation-Time occurs
before the Rule-Activation-Time, and also when the ADC ruleis provided before or at the time specified in the
Rule-Activation-Time., the TDF shall handle the rule as defined in 2) and then as defined in 1),

5) If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has passed for both, and the
Rule-Activation-Time occurs before the Rule-Deactivation-Time, then the TDF shall immediately set the ADC
rule inactive.

6) If both Rule-Activation-Time and Rule-Deactivation-Time are specified but time has passed for both, and the
Rule-Deactivation-Time occurs before the Rule-Activation-Time, then the PCEF shall immediately set the ADC
rule active.

ADC Rule Activation or Deactivation shall not generate any CCR commands with ADC-Rule-Report since PCRF is
already aware of the state of the rules.

If Rule-Activation-Time or Rule-Deactivation-Time is specified in the ADC-Rule-Install, then it shall replace the
previously set values for the specified ADC rules.
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If Rule-Activation-Time AV P, Rule-Deactivation-Time AV P or both AV Ps are omitted, then any previous value for the
omitted AVP isno longer valid.

The 3GPP-MS-TimeZone AV P, if available, may be used by the PCRF and by the TDF to derive the Rule-Activation-
Time and Rule-Deactivation-Time.

4h.5.11 PCRF Failure and Restoration

If the TDF needs to send a TDF Session update reguest (e.g. following usage threshold reached) towards a PCRF which
isknown to have restarted since the TDF Session establishment, the TDF should not send the TDF Session update
request towards a PCRF, and the TDF may clean up the TDF session related information.

NOTE 1: This mechanism in the TDF removes all application traffic control on the PDN connection and has no
effect on the state of the PDN connection. It is expected that the PCEF will perform the same detection
and clean up of PDN connections affected by the PCRF failure and restoration

NOTE 2: The method the TDF uses to determine that a PCRF has restarted is not specified in this release.

4b.5.12 Bandwidth limitation function
The PCRF may provide the maximum allowed bit rate (QoS) to the TDF.

The maximum allowed bit rate (QoS) shall be provisioned within a TSR, CCA or RAR Diameter message as QoS-
Information AVP. Only the Max-Reguested-Bandwidth-UL AV P and the Max-Requested-Bandwidth-DL AVP or the
Extended-Max-Requested-BW-UL AVP and the Extended-Max-Requested-BW-DL AV P (see subclause 4b.5.17) shall
be used. The maximum allowed bit rate (QoS) can refer to adetected application's traffic or to a TDF session.

- When the maximum allowed bit rate (QoS) applies to a detected application's traffic, see clause 4b.5.1.3.

- When the maximum allowed bit rate (QoS) appliesto a TDF session, the provisioning is done outside an ADC-
Rule-Definition AVP at command level. The allowed QoS shall be encoded using a QoS-Information AVP. Only
the Max-Requested-Bandwidth-UL AV P and the Max-Reguested-Bandwidth-DL AVP or the Extended-Max-
Requested-BW-UL AVP and the Extended-Max-Requested-BW-DL AVP (see subclause 4b.5.17) shall be used.
If QoS-Information is provided at command level, the TDF shall enforce the corresponding policy for the TDF
session.

NOTE: In case the maximum allowed bit rate (QoS) appliesto a TDF session, in order to avoid down-link
packets being discarded in PCEF when TDF performs charging, the PCRF has to set the Maximum
downlink bit rate to the DL APN-AMBR.

4b.5.13 Provisioning of charging related information for the TDF session

4b.5.13.1  Provisioning of Charging Addresses

In combination with the initial ADC rule provisioning only, the PCRF may provide OFCS and/or OCS addresses within
a Charging-Information AV P to the TDF within the TSR command defining the offline and online charging system
addresses respectively. These shall overwrite any predefined addresses at the TDF. Both primary and secondary
addresses for OFCS and/or OCS shall be provided simultaneously. Provisioning of OFCS and/or OCS addresses
without ADC rules for offline or online charged applications, respectively, shall not be considered as an error since such
ADC rules may be provided in later provisioning.

If no OCS addressis available at the TDF (i.e. no predefined OCS addresses, and no OCS addresses supplied by the
PCRF), the TDF shall usethe IMSI (MNC and MCC values) of the user to construct the OCS Home network domain
name as specified in 3GPP TS 23.003 [25], clause 25.

4b.5.13.2  Provisioning of Default Charging Method

The default charging method indicates what charging method shall be used for every ADC rule where the charging
method is omitted. The TDF may have a pre-configured Default charging method.

Upon theinitial interaction with the TDF, the PCRF may provide default charging method within the Online AVP or
Offline AVP embedded directly within the TSR command to the TDF. The default charging method provided by the
PCRF shall overwrite any predefined default charging method at the TDF.
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4b.5.13.3  Provisioning of Charging Characteristics

Upon theinitial interaction with the TDF, if Charging Characteristics are received from the PCEF and charging is
applicable to the TDF, the PCRF shall provide Charging Characteristics within 3GPP-Charging-Characteristics AVP
within the TSR command to the TDF. In addition, if Charging Characteristics are received by the PCRF from the PCEF,
the PCRF may take them into account to also provide Charging-Information AVP, Online AVP and Offline AVP to the
TDF.

In case the TDF receives 3GPP-Charging-Characteristics AV P in addition to Charging-Information AVP, Online AVP
and/or Offline AVP, then the Charging-Information AVP, Online AVP or Offline AVP shall supersede the values
determined from the received 3GPP-Charging-Characteristics AVP.

4b.5.14 Downlink packet marking by the TDF

For the solicited application reporting, typically for applications with non-deducible service data flows, the PCRF may
instruct the TDF to detect application(s) and to mark the detected application traffic in the downlink direction with
DSCP value by providing DL DSCP value encoded by ToS-Traffic-Class AVP within the ADC-Rule-Definition AVP.

NOTE 1: Unless aclass of applications matches the definition of a DSCP value standardised by IETF, DSCP
values with no standardised meaning in IETF are used. DSCP values in ranges reserved by IANA for
"experimental or Local Use" are suitable.

NOTE 2: Using DSCP vaues with no standardised meaning in IETF prevents any |P router between TDF and
PCEF to perform differentiated service scheduling for related |P packets unlessit is updated or configured
to support those DSCP values. Thisimplies that sufficient network capacity need to be guaranteed along
the path between the TDF and PCEF so that the disabling of DiffServ packet forwarding has no
detrimental impact on the end-to-end QoS.

NOTE 3: Marking of DSCP hits for this purpose can interfere with appropriate traffic handling in some operator
transport networks. The DSCP marking can also get remarked by routing entities within the operator
networks.

NOTE 4: If the application sets DSCP marking that is used for policy and charging control in the PCEF, either no
ADC Ruleisinstalled in the TDF matching this application traffic or if an ADC Ruleisinstalled, then
DSCP marking is not enabled. When TDF sets DSCP to values used for policy and charging control,
network configuration needs to prevent an untrusted source from getting unplanned QoS and charging
and also prevent remapping of this traffic between the application and the TDF.

In order to ensure that the DL DSCP value used for service data flow detection is not visible to the operator's transport
network, based on operator configuration, a tunnelling protocol may be used between the TDF and the PCEF. In case
tunnelling is used, the DL DSCP value encoded with the received ToS-Traffic-Class AVP shall be carried in the inner
IP header. The DSCP value used in the operator's transport network is carried in the outer |P header of the tunnel.

NOTE 5: Thetunnel connections are preconfigured in the | P infrastructure connecting the TDF and the PCEF. The
operator needs to ensure the same tunnel configuration is used for the TDF and for the PCEF. The tunnel
protocol can be any applicable IP-based tunnel depending on operator”s choice.

4b.5.15 Traffic steering control support
This procedure takes place if the TSC feature as defined in subclause 5 b.4.1 is supported.

The PCRF may instruct the TDF to apply atraffic steering control which consists of applying a specific (S)Gi-LAN
traffic steering policy for the traffic detected based on application level information or service data flow level
information. The PCRF achieves this by providing the ADC-Rule-Definition AVP within the ADC-Rule-Install AVP
(s) with the corresponding parameters as follows:

- either the application to be detected is identified by the TDF-Application-ldentifier AVP or
- the service data flow to be detected is identified by the Flow-Information AV P(s)

- and thetraffic steering policy identifier(s) within the Traffic-Steering-Policy-ldentifier-DL AVP and/or Traffic-
Steering-Policy-ldentifier-UL AVP.
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The PCRF may also provision the traffic steering control information by activating the pre-defined ADC rule(s) in the
TDF.

When a combination of TDF with traffic steering control feature and TSSF is deployed, the TDF shall behave as
specified in subclause 6.1.17 of 3GPP TS 23.203 [7]. In this case, the PCRF shall include the packet marking
information within the Traffic-Steering-Policy-1dentifier-DL AV P and/or Traffic-Steering-Policy-ldentifier-UL AVP
included within the ADC-Rule-Definition AVP. The PCRF shall ensure that the value included in these AVP(s) is
aligned with the traffic detection information provided over the St reference point. That is, it shall ensure that the value
is the same as the applicable value provided as part of the service dataflow information or asthe value(s) configured in
the TSSF referred by the application identifier. See subclause 4c.4.1 in this Technical Specification for the detailsin the
Diameter based St reference point. See 3GPP TS 29.155 [52] for the details in the REST based St reference point.

NOTE: The PCRF and the TDF are configured with the packet marking and forwarding mechanism to be applied
in the TDF. Thisinformation will be aligned with the information configured in the TSSF for traffic
detection. The flow information provided over St reference point can be used for traffic detection at the
TSSF when the TDF is configured to do packet marking and forwarding using e.g. ToSvaluein the IP
header. The Application Identifier provided over St reference point can be used when the TDF is
configured to do packet marking and forwarding using e.g. GRE or NSH.

4b.5.16 Sponsored Data Connectivity

Sponsored data connectivity may be performed for service data flows associated with one or more ADC rulesif the
information about the sponsor, the application service provider and optionally the threshold values are provided by the
AF and if the AF has not indicated to disable/not enable sponsored data connectivity as described in

3GPP TS 29.214[10] subclauses 4.4.1 and 4.4.2.

The provisioning of sponsored data connectivity per ADC rule shall be performed using the ADC rule provisioning
procedure. The sponsor identity shall be set using the Sponsor-ldentity AV P within the ADC-Rule-Definition AV P of
the ADC rule. The application service provider identity shall be set using the Application-Service-Provider-1dentity
AVP within the ADC-Rule-Definition AVP of the ADC rule. Sponsor-ldentity AV P and Application-Service-Provider-
Identity AVP shall beincluded if the Reporting-Level AVP is set to the value

SPONSORED_CONNECTIVITY _LEVEL.

When receiving the usage thresholds from the AF, the PCRF shall use the sponsor identity to generate a monitoring key
and request usage monitoring control for the monitoring key by following the procedures specified in
subclauses 4b.5.1.5 and 4b.5.6.

When the AF disables sponsoring a service (See 3GPP TS 29.214 [10] subclause 4.4.2), the PCRF

- may modify the ADC rulesin order to set the Reporting-Level AVP to SERVICE_IDENTIFIER_LEVEL or
RATING_GROUP_LEVEL and not include the Sponsor-ldentity AV P and Application-Service-Provider-
Identity AVP if they were included previously.

- may modify the ADC rules to update the charging key.
NOTE 1: A specific charging key can be applied to the sponsored data connectivity for online charging.

- shall disable the usage monitoring for the sponsored data connectivity according to subclause 4b.5.7.4 if it was
enabled previoudly. As aresult, PCRF gets the accumulated usage of the sponsored data connectivity.

NOTE 2: It depends on the implementation whether the solutions defined in Annex F can be used to disable the
usage monitoring.

4b.5.17 Extended bandwidth support for EPC supporting Dual Connectivity
(E-UTRAN and 5G NR)

When the Extended-BW-NR feature is supported, extended bandwidth support as described in subclause 4.5.30 applies.

When the TDF session is being established in solicited mode and if the PCRF supports the Extended-BW-NR feature
the same behaviour as described in subclause 4.5.30 applies for all the QoS information provided in the TSR command.
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4b.5a ADC procedures over Sd reference point for unsolicited
application reporting

4b.5a.1 Provisioning of ADC rules
4b.5a.1.1  General

If aTDF is configured for unsolicited reporting, the TDF is pre-configured with ADC rules which specify which
applications to detect and report. These rules are aways active and are not controlled by the PCRF.

4b.5a.2 Application Detection Information

When the start or stop of the application's traffic, identified by TDF-Application-Identifier, is detected, the TDF shall
report the information regarding the detected application's traffic in the Application-Detection-Information AVP in the
CCR command.

1) When the TDF detects an application for an Ipv4 address or |pv6 address for which a TDF session does not exist,
the TDF shall send CC-Request with CC-Request-Type set to value "INITIAL-REQUEST". The TDF provides
the full UE IP address using either Framed-IP-Address AV P or Framed-1pv6-Prefix AVP and, if available, the
PDN identifier. The corresponding CCA may contain the Ipv6 prefix within the Framed-1 pv6-Prefix AVPsif the
established TDF session is |pv6 address related.

2) When an application is detected for an I pv4 address or |pv6 Prefix for which a TDF session aready exists, the
TDF shall send CC-Request with CC-Request-Type set to value "UPDATE_REQUEST".

NOTE: Itisconsidered that a TDF session exists for a detected application related to an Ipv6 addressif the |pv6
address belongs to the 1pv6 prefix provided by the PCRF for that TDF session.

The corresponding TDF-Application-ldentifier AVP shall be included under Application-Detection-Information AVP.
Also, the corresponding Event-Trigger (APPLICATION_START or APPLICATION_STOP) shall be provided to
PCRF. When the Event trigger indicates APPLICATION_START, if deducible, the Flow-Information AVP for the
detected application shall be included under Application-Detection-Information AV P. The Flow-Information AVP, if
present, shall contain the Flow-Description AV P and Flow-Direction AVP. The TDF-Application-Instance-lIdentifier,
which is dynamically assigned by the TDF in order to allow correlation of APPLICATION_START and
APPLICATION_STOP Event-Triggers to the specific Flow-Information AVP, if service data flow descriptions are
deducible, shall also be provided.

4b.5a.3 Request of TDF Session Termination

In the unsolicited reporting case the session termination procedure as defined in clause 4b.5.4 isinitiated in the
following cases.

- the corresponding IP-CAN session is terminated;

- thelpv4 address of adual stack IP-CAN session is released and there is an active I pv4 address related TDF
session for that IP-CAN session;

- at any point of time when the PCRF decides that the session with TDF isto be terminated (e.g. subscriber profile
changes).

4b.5a.4 TDF session to Gx session linking

When the PCRF receives the CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", the
PCRF links the TDF session to a Gx session, if the UE Ipv4 address orUE 1pv6 address of the TDF session matches the
UE Ipv4 address or UE Ipv6 prefix of the Gx session. The PDN information if available in the Called-Station-1d AVP
may also be used for this session linking.

When the PCRF checksif APNs within Called-Station-1d AV Ps match each other, the PCRF shall apply the APN
matching proceduresin Annex H of 3GPP TS 29.213 [§].

The TDF should handle each UE Ipv4 address and UE 1pv6 prefix, assuming the max prefix length used in the access

network, within a separate TDF session. The PCRF shall link the separate UE Ipv4 address related TDF session and UE
Ipv6 address related TDF session to the same IP-CAN session and correlate the TDF sessions.
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NOTE 1: Inthe scenario where the TDF performsinitial Application Detection on multiple simultaneous traffic
flows for the same UE Ipv6 prefix (i.e. two or more traffic flows from UE 1pv6 addresses of the same IP-
CAN session) the TDF could not be aware that those flows belong to the same IP-CAN session until a
response is received from the PCRF, containing the UE Ipv6 prefix. Thisleadsto using separate TDF
sessions for the UE 1pv6 addresses for the same IP-CAN session. The TDF reports new application
detection information related to that UE Ipv6 prefix viaany of the TDF sessions at alater stage.

4c St reference point

4c.1 Overview

The St reference point resides between the PCRF and TSSF. The St reference point is used to provision the traffic
steering control information from the PCRF to the TSSF.

The stage 2 level requirements for the St reference point are defined in 3GPP TS 23.203 [7].

Signalling flows related to the St interface is specified in 3GPP TS 29.213 [8].

An aternative HT TP-based protocol for the St reference point is defined in 3GPP TS 29.155 [52].

Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the St interface.

Refer to Annex J of 3GPP TS 29.213 [8] for Diameter message priority mechanism procedures over the St interface.
Refer to Annex K of 3GPP TS 29.213 [8] for Diameter load control procedures over the St interface.

4c.2 St Reference model

The St reference point resides between the PCRF and TSSF. The relationship between the different functional entities

involved for non-roaming scenario is depicted in figure 4¢.2.1. The overall PCC architecture is depicted in subclause 3a
of 3GPP TS29.213[§].

St
PCRF | TSSF

Figure 4c.2.1: The PCC architecture with the St for non-roaming scenario

NOTE: Traffic steering control with TSSF in roaming scenariosisin this release only specified for the home
routed access case. In this case, the TSSF interacts with the H-PCRF.

4c.3 Functional elements

4c.3.1 PCRF

The PCRF functionality defined in 3GPP TS 23.203 [7] is applicable. The PCRF shall be able to make a decision of
traffic steering policies used to control the steering of the subscriber’ s traffic to appropriate (S)Gi-LAN service
functions. The PCRF shall inform the TSSF through the use of ADC rules, if applicable, on the treatment of service data
flows or applications, in accordance with the PCRF policy decisions.

NOTE: Inorder to alow the PCRF to select and provision an application based traffic steering policy, the
reporting of detected applications to the PCRF or any other information can be used.

4c.3.2 TSSF

The TSSF is afunction that receivestraffic steering control information from the PCRF and ensures that the related
traffic steering policy is enforced in the (S)Gi-LAN.
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A traffic steering policy islocally configured in TSSF and can be used for uplink, downlink or for both directions. To
ensure that the traffic steering policy is enforced, the TSSF performs deployment specific actions as configured for that
traffic steering policy.

4c.4  Procedures over St reference point

4c.4.1 Traffic Steering Control Information Provisioning

If the PCRF determines at IP-CAN session establishment or at any later point of time that the traffic steering control is
needed for the IP-CAN session, the PCRF shall indicate via the St reference point the traffic steering control to be
applied at the TSSF.

To indicate the traffic steering control information, the PCRF shall use the following procedure.

If no active St Diameter session exists for the IP-CAN session, the PCRF shall establish an St Diameter session by
sending an TDF-Session-Reguest (TSR) to the TSSF including the Request-Type AVP set to "0 (initial request)".
Within the TSR, the PCRF shall provide the UE I1Pv4 address within the Framed-1P-Address AV P and/or UE |Pv6
prefix within the Framed-1Pv6-Prefix AVP and ADC-Rule-Install AVP(s) , and if required by the operator policies, the
PDN information within the Called-Station-ld AVP. The TSSF identifier is pre-configured on the PCRF, e.g. per PCEF.

NOTE 1. How to cover a scenario where the same |P address is related to different PDN connections within the
same PDN is not addressed in the present rel ease.

If an active St Diameter session exists for the IP CAN session, the PCRF shall send an TDF-Session-Request (TSR) to
the TSSF including the Request-Type AVP set to "1 (update request)” and ADC-Rule-Install AV P(s) and/or ADC-Rule-
Remove AVP(s).

The PCRF shall use the ADC rule to contain the traffic steering control information. An ADC rule for traffic steering
control, as defined within the ADC-Rule-Definition AVP shall consist of:

- aruleidentifier within the ADC-Rule-Name AVP;
- ether an TDF-Application-ldentifier AVP or service data flow filter(s) within an Flow-Information AVP;
- aPrecedence AVP; and

- Traffic steering policy identifier(s) within the Traffic-Steering-Policy-ldentifier-DL AV P and/or the Traffic-
Steering-Policy-ldentifier-UL AVP.

The PCRF may perform an operation on asingle ADC rule by one of the following means:

- Toactivate or deactivate an ADC rule that is predefined at the TSSF, the PCRF shall provision areference to this
ADC rule within an ADC-Rule-Name AV P and indicate the required action by choosing either the ADC-Rule-
Install AVP or the ADC-Rule-Remove AVP.

- Toinstall or modify a PCRF-provisioned ADC rule, the PCRF shall provision a corresponding ADC-Rule-
Definition AVP within an ADC-Rule-Install AVP.

- Toremove an ADC rule which has previously been provisioned by the PCRF, the PCRF shall provision the
name of this ADC rule as value of an ADC-Rule-Name AV P within an ADC-Rule-Remove AVP.

Asan aternative to providing asingle ADC rule, the PCRF may provide an ADC-Rule-Base-Name AV P within an
ADC-Rule-Install AVP or the ADC-Rule-Remove AV P as areference to a group of ADC rules predefined at the TSSF.
With an ADC-Rule-Install AVP, a predefined group of ADC rulesis activated. With an ADC-Rule-Remove AVP, a
predefined group of ADC rulesis deactivated.

The PCRF may combine multiple of the above ADC rule operations in a single command.

To activate a predefined ADC rule at the TSSF, the rule name within an ADC-Rule-Name AV P shall be supplied within
an ADC-Rule-Install AVP as areference to the predefined rule. To activate a group of predefined ADC rules within the
TSSF, an ADC-Rule-Base-Name AV P shall be supplied within an ADC-Rule-Install AVP as areference to the group of
predefined ADC rules.

Toinstal anew or modify an already installed PCRF defined ADC rule, the ADC-Rule-Definition AVP shall be used.
If an ADC rule with the same rule name, as supplied in the ADC-Rule-Name AV P within the ADC-Rule-Definition
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AVP, dready exists at the TSSF, the new ADC rule shall update the currently installed rule. If the existing ADC rule
aready has attributes also included in the new ADC rule definition, the existing attributes shall be overwritten. Any
attribute in the existing ADC rule not included in the new ADC rule definition shall remain valid.

For deactivating single predefined or removing PCRF-provided ADC rules, the ADC-Rule-Name AV P shall be
supplied within an ADC-Rule-Remove AV P. For deactivating a group of predefined ADC rules, the ADC-Rule-Base-
Name AV P shall be supplied within an ADC-Rule-Remove AVP.

The TSSF shall apply the ADC rules to the user plane traffic with the 1P address(es) matching the UE Ipv4 address
within the Framed-IP-Address and/or the UE 1pv6 prefix within the Framed-1pv6-Prefix AVP , and the PDN the UE
accesses matching the PDN identifier within the Called-Station-1d AV P if provided by the PCRF.

If the provisioning of ADC rulesfails, the TSSF informs the PCRF as described in subclause 4¢.4.3. Depending on the
cause, the PCRF may decide if re-installation, modification, removal of ADC rules or any other action applies.

When a combination of PCEF/TDF with traffic steering control feature and TSSF is deployed, the TSSF shall behave as
specified in subclause 6.1.17 of 3GPP TS 23.203 [7]. In this case, the PCRF shall provide the traffic detection
information as part of the service data flow information included within the Flow-Information AVP or within the TDF-
Application-Identifier AVP. If traffic detection is performed using the ToS-Traffic-Class AV P within the Flow-
Information AVP, the PCRF shall ensure that the ToS-Traffic-Class AV P included within the Flow-Information AVP
used for traffic detection isthe same as the value provided in the Traffic-Steering-Policy-Identifier-UL and/or Traffic-
Steering-Policy-ldentifier-DL AV P over Gx or Sd reference point. If traffic detection is performed using the TDF-
Application-ldentifier AVP, the PCRF shall ensure that the identifier included within the TDF-Application-ldentifier
AVP refers to the configured value(s) in the TSSF that corresponds to the value provided in the Traffic-Steering-Policy-
Identifier-UL and/or Traffic-Steering-Policy-ldentifier-DL over Gx or Sd reference point. See subclauses 4.5.2.8 and
4h.5.15 for the details in the Gx and Sd reference points respectively.

NOTE 2: The PCRF and TSSF are configured with the traffic detection mechanism to be applied when the TDF-
Application-ldentifier AVP is used for traffic detection.

NOTE 3: The TDF-Application-ldentifier AVP can refer to the configured traffic detection information for uplink
and/or downlink traffic.

4c.4.2 St Session Termination

When the corresponding IP-CAN session is terminated or at any point of time when the PCRF decides that the session
with TSSF is to be terminated (e.g. subscriber profile changes), the PCRF shall send a STR command to the TSSF. The
TSSF shall acknowledge the command by sending a STA command to the PCRF and instantly remove/deactivate al the
ADC rules that have been previoudy installed or activated on that St session.

4c.4.3 ADC Rule Error Handling

If the installation/activation of one or more ADC rules fails, the TSSF shall include one or more ADC-Rule-Report
AVP(s) in the corresponding TSA command for the affected ADC rules. Within each ADC-Rule-Report AVP, the
TSSF shall identify the failed ADC rule(s) by including the ADC-Rule-Name AV P(s) or ADC-Rule-Base-Name
AVP(s), shall identify the failed reason code by including a Rule-Failure-Code AV P, and shall include the PCC-Rule-
Status AV P as described below:

If the install ation/activation of one or more new ADC rules (i.e., rules which were not previoudy successfully installed)
fails, the TSSF shall set the PCC-Rule-Statusto INACTIVE.

If the modification of acurrently active ADC rule fails, the TSSF shall retain the existing ADC rule as active without
any modification unless the reason for the failure has an impact also on the existing ADC rule.

Depending on the value of the Rule-Failure-Code, the PCRF may decide whether retaining of the old ADC rule, re-
installation, modification, removal of the ADC rule or any other action applies.

If an ADC rule was successfully installed/activated, but can no longer be enforced by the TSSF, the TSSF shall send the
PCRF anew TNR command and include an ADC-Rule-Report AVP. The TSSF shall include the Rule-Failure-Code
AVP within the ADC-Rule-Report AVP and shall set the PCC-Rule-Status to INACTIVE.
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4c.4.4 UE IPv4 Address Provisioning

When PCRF is notified by PCEF that either an UE_IP_ADDRESS ALLOCATE or an UE_IP_ADDRESS RELEASE
event of the IP-CAN session occurs in the PCEF, the PCRF shall notify the TSSF about the event for the corresponding
St session by including the UE_IP_ADDRESS ALLOCATE or the UE_IP_ADDRESS _RELEASE event trigger within
the Event-Reporting-Indication AVP which isincluded in a TSR command with the Request-Type AVP set to "1
(update request)". The Framed-1P-Address AV P shall also be provided within the Event-Report-Indication AVP when
the UE_IP_ADDRESS_ALLOCATE event trigger isincluded. If the PCRF notifies of the new UE Ipv4 address to the
TSSF, the TSSF shall additionally apply the ADC rules to the user plane traffic with the I P address matching the new
UE Ipv4 address. If the PCRF notifies to the TSSF that the UE |pv4 address has been released, the TSSF shall stop
applying the ADC rule to the user plane traffic with IP address matching the released UE |pv4 address.

NOTE 1: It ispossible not to include ADC Rulesin the TSR command.

NOTE 2: The TSSF does not need to subscribe the notification of the UE_IP_ADDRESS ALLOCATE and
UE_IP_ADDRESS RELEASE.

5 Gx protocol
5.1 Protocol support

The Gx protocol in the present release is based on Gx protocol defined for Release 6 as specified in
3GPP TS 29.210[2]. However, due to anew paradigm (DCC session for an |P-CAN session) between Release 6 and
the present release, the Gx application in the present release has an own vendor specific Diameter application.

The Gx application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-
ID for the Gx Application in the present release is 16777238. The vendor identifier assigned by IANA to 3GPP
(http://www.iana.org/assi gnments/enterprise-numbers) is 10415.

NOTE: A route entry can have adifferent destination based on the application identification AV P of the message.
Therefore, Diameter agents (relay, proxy, redirection, trand ation agents) need to be configured
appropriately to identify the 3GPP Gx application within the Auth-Application-ld AVP in order to creste
suitable routeing tables.

The Gx application identification shall be included in the Auth-Application-lId AVP.

With regard to the Diameter protocol defined over the Gx interface, the PCRF acts as a Diameter server, in the sense
that it is the network element that handles PCC Rule requests for a particular realm. The PCEF acts as the Diameter
client, in the sense that is the network element requesting PCC rulesin the transport plane network resources.

52 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each PCRF and PCEF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [61].

After establishing the transport connection, the PCRF and the PCEF shall advertise the support of the Gx specific
Application by including the value of the application identifier in the Auth-Application-1d AV P and the value of the
3GPP (10415) in the Vendor-1d AV P of the Vendor-Specific-Application-ld AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 6733 [61]).

The termination of the Diameter session on Gx can be initiated either by the PCEF or PCRF, as specified in clauses
4.5.7 and 4.5.9, respectively.

5.3 Gx specific AVPs
5.3.0 General

Table 5.3.0.1 describes the Diameter AV Ps defined for the Gx reference point, their AV P Code values, types, possible
flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-GPRS, etc.) the AVP is applicable
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to, the applicability of the AV Psto charging control, policy control or both, and which supported featuresthe AVP is
applicable to. The Vendor-ld header of all AVPsdefined in the present document shall be set to 3GPP (10415).
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Table 5.3.0.1: Gx specific Diameter AVPs
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AVP Flag rules
(NOTE 1)
Attribute Name AVP Clause Value Must |May|Sho [Mus|May| Acc. Type |Applicabilit
Code | defined Type uld| t |Enc y (notes 3,
(NOTE 2) not | not| r. 9)
3GPP-PS-Data-Off-Status  |2847  |5.3.133 Enumerate |V P M |Y |3GPP-EPS |[3GPP-PS-
d Data-Off
Access-Availability-Change- (2833  [5.3.121 Unsigned3 |V P M |Y |3GPP-EPS, |Both
Reason 2 Non-3GPP- |NBIFOM
EPS
(NOTE 11)
Access-Network-Charging- ({1022  [5.3.22 Grouped M,V |P Y Al CcC
Identifier-Gx
Allocation-Retention-Priority {1034  |5.3.32 Grouped |V P M Y Al Both
Rel8
AN-GW-Address 1050 |5.3.49 Address |V P M Y A Both
Rel8
EPC-routed
AN-GW-Status 2811 |5.3.100 Enumerate |V P M |Y |3GPP-EPS |Both
d SGW-Rest
APN-Aggregate-Max- 1040 |5.3.39 Unsigned3 |V P M Y Al PC
Bitrate-DL 2 Rel8
APN-Aggregate-Max- 1041 |5.3.40 Unsigned3 |V P M Y A PC
Bitrate-UL 2 Rel8
Application-Detection- 1098 |5.3.91 Grouped |V P M Y Al ADC
Information
Bearer-Control-Mode 1023 5.3.23 Enumerate (M,V [P Y |3GPP-GPRS|PC
d 3GPP-EPS
3GPP2
Non-3GPP-
EPS
(NOTE 6)
Bearer-ldentifier 1020 5.3.20 OctetString M,V |P Y |3GPP-GPRS |Both
Bearer-Operation 1021 5.3.21 Enumerate M,V [P Y |3GPP-GPRS |Both
d
Bearer-Usage 1000 |5.3.1 Enumerate M,V |P Y |3GPP-GPRS |Both
d 3GPP-EPS
Charging-Correlation- 1073 5.3.67 |Enumerate |V P M Y Al CcC
Indicator d Rel8
Charging-Rule-Base-Name |1004 |5.3.5 UTF8String|M,vV [P Y (Al Both
Charging-Rule-Definition 1003 |5.34 Grouped M)V |P Y (Al Both
Charging-Rule-Install 1001 |5.3.2 Grouped M)V |P Y (Al Both
Charging-Rule-Name 1005 |5.3.6 OctetString M,V __|P Y A Both
Charging-Rule-Remove 1002 |5.3.3 Grouped M,V _|P Y Al Both
Charging-Rule-Report 1018 |5.3.18 Grouped M,V |P Y Al Both
CoA-Information 1039 |5.3.37 Grouped |V P M Y A Both
(NOTE 8) Rel8
CoA-IP-Address 1035 |5.3.33 Address |V P M Y A Both
(NOTE 8) Rel8
Conditional-APN-Aggregate-|2818 |5.3.105 Grouped |V P M Y Al PC
Max-Bitrate (NOTE 5) Conditional
APNPolicyln
fo
Conditional-Policy- 2840 |5.3.128 Grouped |V P M Y A Both
Information CondPolicyl
nfo,
CondPolicyl
nfo-
DefaultQoS
Credit-Management-Status |1082 |5.3.102 Unsigned3 |V P M Y A CcC
2
CSG-Information-Reporting (1071  [5.3.64 Enumerate |V P M |Y |3GPP-GPRS|CC
d 3GPP-EPS |Rel9
Default-Access 2829 5.3.120 Enumerate |V P M |Y [3GPP-EPS, |[Both
d Non-3GPP- |NBIFOM
EPS
(NOTE 11)
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Default-Bearer-Indication 2844 |5.3.132 Enumerate |V M |Y [3GPP-EPS, |[Rule-
d Non-3GPP- |Bound-to-
EPS Default-
Bearer
Default-EPS-Bearer-QoS 1049 |5.3.48 Grouped |V M Y Al PC
(NOTE 5) Rel8
Default-QoS-Information 2816 |5.3.103 Grouped |V M |Y |FBA PC
FBAC
Default-QoS-Name 2817 |5.3.104 UTF8String |V M |Y |FBA PC
FBAC
Event-Report-Indication 1033 |5.3.30 Grouped |V M Y Al Both
Rel8
Event-Trigger 1006 |5.3.7 Enumerate |M,V Y Al Both
d
Execution-Time 2839 [5.3.127 Time \Y M Y Al Both
CondPolicyl
nfo,
CondPolicyl
nfo-
DefaultQoS
Extended-APN-AMBR-DL {2848 |5.3.134 Unsigned3 |V M Y A Both
2 Extended-
BW-NR
Extended-APN-AMBR-UL {2849 |5.3.135 Unsigned3 |V M Y A Both
2 Extended-
BW-NR
Extended-GBR-DL 2850 |5.3.136 Unsigned3 |V M Y A Both
2 Extended-
BW-NR
Extended-GBR-UL 2851 |5.3.137 Unsigned3 |V M Y Al Both
2 Extended-
BW-NR
Flow-Direction 1080 |5.3.65 Enumerate |V M Y Al Both
d Rel9
Flow-Information 1058 |5.3.53 Grouped |V M Y A Both
Flow-Label 1057 |5.3.52 OctetString |V M Y A Both
Fixed-User-Location-Info 2825 [5.3.112 Grouped |V M |Y |FBA Both
FBAC
Guaranteed-Bitrate-DL 1025 |5.3.25 Unsigned3 [M,V Y Al PC
2
Guaranteed-Bitrate-UL 1026 5.3.26 Unsigned3 (M,V Y |All PC
2
HeNB-Local-IP-Address 2804 |5.3.95 Address \% M |Y |3GPP-EPS |PC
EPC-routed
IP-CAN-Session-Charging- ({2827 |5.3.114 Enumerate |V M Y Al CcC
Scope d
IP-CAN-Type 1027 5.3.27 Enumerate |M,V Y |Al Both
d
Max-PLR-DL 2852 |5.3.138 Float32 Vv M Y Al PC
RAN-
Support-Info
Max-PLR-UL 2853 |5.3.139 Float32 \Y; M Y Al PC
RAN-
Support-Info
Metering-Method 1007 5.3.8 Enumerate |M,V Y |All CcC
d
Monitoring-Flags 2828 |5.3.115 Unsigned3 |V M Y A ExUsage
2
Monitoring-Key 1066 |5.3.59 OctetString |V M Y Al Both
Rel9
Mute-Notification 2809 |5.3.98 Enumerate |V M Y A ADC
d
Monitoring-Time 2810 |5.3.99 Time \% M Y A Both
UMCH
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NBIFOM-Mode 2830 5.3.117 Enumerate |V M |Y [3GPP-EPS, |[Both
d Non-3GPP- |NBIFOM
EPS
(NOTE 11)
NBIFOM-Support 2831 |5.3.116 Enumerate |V M |Y |3GPP-EPS, |(Both
d Non-3GPP- |NBIFOM
EPS
(NOTE 11)
NetLoc-Access-Support 2824 |5.3.111 Unsigned3 |V M Y Al NetLoc
2 NetLoc-
Trusted-
WLAN
NetLoc-
Untrusted-
WLAN
Network-Request-Support {1024 |5.3.24 Enumerate M,V Y |3GPP-GPRS|PC
d 3GPP-EPS
3GPP2 Non-
3GPP-EPS
(NOTE 6)
Offline 1008 |5.3.9 Enumerate |M,V Y |Al cC
d
Online 1009 5.3.10 Enumerate |M,V Y |All CcC
d
Packet-Filter-Content 1059 |5.3.54 IPFilterRul |V M Y Al Both
e (NOTE5) Rel8
Packet-Filter-ldentifier 1060 |5.3.55 OctetString |V M Y A Both
(NOTE 5) Rel8
Packet-Filter-Information 1061 |5.3.56 Grouped |V M Y A Both
(NOTE 5) Rel8
Packet-Filter-Operation 1062 |5.3.57 Enumerate |V M Y A Both
d (NOTE5) Rel8
Packet-Filter-Usage 1072 |5.3.66 Enumerate |V M Y Al Both
d Rel9
PCC-Rule-Status 1019 5.3.19 Enumerate |M,V Y |Al Both
d
PDN-Connection-ID 1065 |5.3.58 OctetString |V Y |Al Both
(NOTE 7) Rel9
PRA-Install 2845 |5.3.130 Grouped |V M 3GPP-EPS |Both
Multiple-
PRA
PRA-Remove 2846 |5.3.131 Grouped |V M 3GPP-EPS |(Both
Multiple-
PRA
Precedence 1010 |5.3.11 Unsigned3 [M,V Y |Al Both
2
Pre-emption-Capability 1047 |5.3.46 Enumerate |V M |Y |3GPP- EPS, |Both
d 3GPP-GPRS |Rel8
Pre-emption-Vulnerability 1048 5.3.47 Enumerate |V M |Y [3GPP- EPS, |Both
d 3GPP-GPRS |Rel8
Presence-Reporting-Area- |2820 |5.3.107 OctetString |V M |Y |3GPP-EPS |Both
Elements-List CNO-ULI
Multiple-
PRA
Presence-Reporting-Area- (2821 |5.3.108 OctetString |V M |Y |3GPP-EPS |Both
Identifier CNO-ULI
Multiple-
PRA
Presence-Reporting-Area- |2822 |5.3.109 Grouped |V M |Y |3GPP-EPS |Both
Information CNO-ULI
Multiple-
PRA
Presence-Reporting-Area- |2855 |5.3.141 Unsigned3 |V M |Y |3GPP-EPS
Node 2
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Presence-Reporting-Area- (2823 |5.3.110 Unsigned3 |V M |Y |3GPP-EPS |Both
Status 2 CNO-ULI
Multiple-
PRA
Priority-Level 1046 |5.3.45 Unsigned3 |V M Y Al Both
2 Rel8
PS-to-CS-Session- 1099 |5.3.84 Enumerate |V Y |3GPP-EPS |Both
Continuity d vSRVCC
QoS-Class-ldentifier 1028 5.3.17 Enumerate |M,V Y |Al Both
d (NOTE 10,
NOTE 12)
QoS-Information 1016 |5.3.16 Grouped M.V Y Al Both
QoS-Negotiation 1029 |5.3.28 Enumerate |M,V Y |3GPP-GPRS|PC
d
QoS-Upgrade 1030 |5.3.29 Enumerate |M.V Y [3GPP-GPRS |PC
d
RAN-NAS-Release-Cause |2819 |5.3.106 OctetString |V M |Y |3GPP-EPS, |Both
Non-3GPP- |RAN-NAS-
EPS Cause
RAN-Rule-Support 2832 |5.3.122 Unsigned3 |V M |Y |3GPP-EPS, |(Both
2 Non-3GPP- |NBIFOM
EPS
(NOTE 11)
RAT-Type 1032 |5.3.31 Enumerate |V M Y A Both
d (NOTE 4) Rel8
Redirect-Information 1085 |5.3.82 Grouped |V M Y A ADC
Redirect-Support 1086 |5.3.83 Enumerate |V M Y A ADC
d
Removal-Of-Access 2842 5.3.126 Enumerate |V M |Y [3GPP-EPS, |[Both
d Non-3GPP- |NBIFOM
EPS
(NOTE 11)
Reporting-Level 1011 5.3.12 Enumerate |M,V Y |All CcC
d
Resource-Allocation- 1063 |5.3.50 Enumerate |V M Y Al Both
Notification d Rel8
Resource-Release- 2841 |5.3.125 Enumerate |V M Y Al Both
Notification d Enh-RAN-
NAS-Cause
Revalidation-Time 1042 5.3.41 Time M,V Y |All Both
Routing-Filter 1078 |5.3.72 Grouped |V M |Y [3GPP-EPS, |[Both
Non-3GPP- [IFOM
EPS
Routing-IP-Address 1079 |5.3.73 Address \% M |Y |3GPP-EPS, |Both
Non-3GPP- |[IFOM
EPS
Routing-Rule-Definition 1076 |5.3.70 Grouped |V M |Y [3GPP-EPS, |[Both
Non-3GPP- [IFOM
EPS
Routing-Rule-ldentifier 1077 |5.3.71 OctetString |V M |Y |3GPP-EPS, |(Both
Non-3GPP- |[IFOM
EPS
Routing-Rule-Install 1081 5.3.68 Grouped |V M |Y [3GPP-EPS, |[Both
Non-3GPP- [IFOM
EPS
Routing-Rule-Remove 1075 |5.3.69 Grouped |V M |Y |3GPP-EPS, |(Both
Non-3GPP- [IFOM
EPS
Routing-Rule-Failure-Code (2834 |5.3.119 Unsigned3 |V M |Y |3GPP-EPS, |(Both
2 Non-3GPP- |NBIFOM
EPS
(NOTE 11)
Routing-Rule-Report 2835 |5.3.118 Grouped |V M |Y |3GPP-EPS, |(Both
Non-3GPP- |NBIFOM
EPS
(NOTE 11)
Rule-Activation-Time 1043 5.3.42 Time M,V Y |All Both
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Rule-Deactivation-Time 1044 5.3.43 Time M,V All Both
Rule-Failure-Code 1031 |5.3.38 Enumerate M.V All Both
d
Security-Parameter-Index 1056  |5.3.51 OctetString |V M All Both
Session-Release-Cause 1045 |5.3.44 Enumerate [M,V All Both
d
TCP-Source-Port 2843 |5.3.129 Unsigned3 |V M Non-3GPP- |PC
2 EPS NetLoc-
Untrusted-
WLAN
TDF-Information 1087 |5.3.78 Grouped |V M All PC
TDF-Application-ldentifier {1088 |5.3.77 OctetString |V M All PC
ADC
TDF-Application-Instance- (2802 |5.3.92 OctetString |V M All ADC
Identifier
TDF-Destination-Host 1089 |5.3.80 Diameterld |V M All PC
entity
TDF-Destination-Realm 1090 |5.3.79 Diameterld |V M All PC
entity
TDF-IP-Address 1091 |5.3.81 Address \Y, M All PC
TFT-Filter 1012 |5.3.13 IPFilterRul M,V 3GPP-GPRS (Both
e
TFT-Packet-Filter- 1013 |5.3.14 Grouped |M,V 3GPP-GPRS |Both
Information
Traffic-Steering-Policy- 2836 |5.3.123 OctetString |V M All PC
Identifier-DL TSC
Traffic-Steering-Policy- 2837 |5.3.124 OctetString |V M All PC
Identifier-UL TSC
ToS-Traffic-Class 1014 |5.3.15 OctetString M,V All Both
Tunnel-Header-Filter 1036 |5.3.34 IPFilterRul |V M All Both
e (NOTE 8) Rel8
Tunnel-Header-Length 1037 |5.3.35 Unsigned3 |V M All Both
2 (NOTE 8) Rel8
Tunnel-Information 1038 |5.3.36 Grouped |V M All Both
(NOTE 8) Rel8
UDP-Source-Port 2806 |5.3.97 Unsigned3 |V M 3GPP-EPS |PC
2 Non-3GPP- |EPC-routed
EPS NetLoc-
Untrusted-
WLAN
UE-Local-IP-Address 2805 |5.3.96 Address \% M Non-3GPP- |PC
EPS BBAI
NetLoc-
Untrusted-
WLAN
UE-Status 2854 |5.3.140 Unsigned3 |V M 3GPP-EPS |UE-Status-
2 Change
Usage-Monitoring- 1067 |5.3.60 Grouped |V M All Both
Information Rel9
Usage-Monitoring-Level 1068 |5.3.61 Enumarate |V M All Both
d Rel9
Usage-Monitoring-Report {1069  |5.3.62 Enumerate |V M All Both
d Rel9
Usage-Monitoring-Support {1070  |5.3.63 Enumerate |V M All Both
d Rel9
User-Location-Info-Time 2812 |5.3.101 Time \Y, M 3GPP- Both
GPRS. NetLoc
3GPP-EPS |RAN-NAS-
Cause
NetLoc-
Untrusted-
WLAN
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PCSCF-Restoration- 2826 |5.3.113 Unsigned3 |V P M Y Al Both

Indication 2 PCSCF-
Restoration-
Enhanceme
nt

NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [61].

NOTE 2: The value types are defined in IETF RFC 6733 [61].

NOTE 3: AVPs marked with "CC" are applicable to charging control, AVPs marked with "PC" are applicable to policy
control and AVPs marked with "Both" are applicable to both charging control and policy control. AVPs
marked with "ADC" are applicable to application detection and control. AVPs marked with "ABC" are
applicable to application based charging.

NOTE 4: RAT-Type AVP applies to 3GPP, Non-3GPP-EPS, and 3GPP2 access types.

NOTE 5: This AVP does not apply to 3GPP-GPRS access type.

NOTE 6: The 3GPP2 usage is defined in 3GPP2 X.S0062 [30]. Non-3GPP-EPS usage applies to GTP based S2b,

NOTE 7: This AVP only applies to case 2b as defined in 3GPP TS 29.213 [8].

NOTE 8: This AVP only applies to case 2a as defined in 3GPP TS 29.213 [8].

NOTE 9: AVPs marked with a supported feature (e.g. "Rel8", "Rel9", "IFOM" or "EPC-routed") are applicable as
described in subclause 5.4.1.

NOTE 10: The MissionCriticalQCls supported feature indicates support for the Mission Critical QCI values 65, 69 and
70, and the Non Mission Critical QCI value 66 within the QoS-Class-ldentifier AVP defined in
subclause 5.3.17.

NOTE 11: RAT type of Non-3GPP-EPS only applies to WLAN & VIRTUAL.

NOTE 12: The MCVideoQCI supported feature indicates support for the Mission Critical Video QCI value 67 within the
QoS-Class-Identifier AVP defined in subclause 5.3.17.

5.3.1 Bearer-Usage AVP (3GPP-GPRS and 3GPP-EPS access types)

The Bearer-Usage AVP (AVP code 1000) is of type Enumerated, and it shall indicate how the bearer is being used. If
the Bearer-Usage AV P has not been previously provided, its absence shall indicate that no specific information is
available. If the Bearer-Usage AV P has been provided, its value shall remain valid until it is provided the next time. The
following values are defined:

GENERAL (0)
Thisvalue shall indicate no specific bearer usage information is available.
IMS _SIGNALLING (1)

This value shall indicate that the bearer is used for IMS signalling only.

5.3.2 Charging-Rule-Install AVP (All access types)

The Charging-Rule-Install AVP (AVP code 1001) is of type Grouped, and it is used to activate, install or modify PCC
rules asinstructed from the PCRF to the PCEF.

For installing a new PCC rule or modifying a PCC rule already installed, Charging-Rule-Definition AVP shall be used.

For activating a specific PCC rule predefined at the PCEF, Charging-Rule-Name AV P shall be used as areference for
that PCC rule. The Charging-Rule-Base-Name AV P is areference that may be used for activating a group of PCC rules
predefined at the PCEF.

For GPRS scenarios where the bearer binding is performed by the PCRF, the Bearer |dentifier AVP shall be included as
part of Charging-Rule-Install AVP.

If present within Charging-Rule-Install AV P, the Bearer-ldentifier AVP indicates that the PCC rules within this
Charging-Rule-Install AVP shall beinstalled or activated within the IP CAN bearer identified by the Bearer-l1dentifier
AVP.

If no Bearer-Identifier AVP isincluded within the Charging-Rule-Install AV P, the PCEF shall select an IP CAN bearer
for each of the PCC rules within this Charging-Rule-Install AV P, where the PCC ruleisinstalled or activated.

If Rule-Activation-Time or Rule-Deactivation-Time is specified then it applies to all the PCC rules within the
Charging-Rule-Install AVP.
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If Resource-Allocation-Natification AVP isincluded then it appliesto all the rules within the Charging-Rule-Install
AVP. If aCharging-Rule-Install AV P does not include the Resource-Allocation-Notification AV P, the resource
alocation shall not be notified by the PCEF even if this AV P was present in previous installations of the samerule.

If the Charging-Correlation-Indicator AV P isincluded within the Charging-Rule-Install AV P, it indicates that the PCEF
shall provide the assigned access network charging identifier for the dynamic PCC Rulesthat are provided in the
Charging-Rule-Definition AV P(s) within the Access-Network-Charging-ldentifier-Gx AVP.

If the Monitoring-Flags AV P isincluded within the Charging-Rule-Install AVP, it is used to indicate the monitoring
action related to the corresponding service data flow. It applies to al the PCC rules within the Charging-Rule-Install
AVP. If the Monitoring-Flags AV P is provided, the value will be valid for the PCC rules until the new valueis provided
for the PCC rules.

IP-CAN-Type AVP identifies the access to be used for transporting the service dataflows in NBIFOM scenario. If the
IP-CAN-Type AVP isomitted and NBIFOM applies to the corresponding |P-CAN session, the traffic identified by the
PCC ruleisto be transferred on the NBIFOM default access even if this AVP was present in previous install ations of
the same rule. Only the 3GPP-EPS and Non-3GPP-EPS IP-CAN type values are applicablein thisrelease.

NOTE: ThelP-CAN-Type AVPisawaysincluded in the Charging-Rule-Install AVP when a PCC ruleis
installed or modified if the PCC ruleisintended to be bound to the non-default access.

AVP Format:

Chargi ng-Rul e-Install ::= < AVP Header: 1001 >
*[ Charging-Rul e-Definition ]
*[ Chargi ng- Rul e- Nare ]
*[ Chargi ng- Rul e- Base- Nane ]
[ Bearer-ldentifier ]
[ Monitoring-Flags ]
[ Rule-Activation-Tinme ]
[ Rul e-Deactivation-Tinme ]
[ Resource-Allocation-Notification ]
[ Charging-Correl ation-Indicator ]
[ I P-CAN-Type ]
[ AVP ]

*

5.3.3 Charging-Rule-Remove AVP (All access types)

The Charging-Rule-Remove AVP (AVP code 1002) is of type Grouped, and it is used to deactivate or remove PCC
rules from an IP CAN session.

Charging-Rule-Name AV P is areference for a specific PCC rule at the PCEF to be removed or for a specific PCC rule
predefined at the PCEF to be deactivated. The Charging-Rule-Base-Name AV P is areference for a group of PCC rules
predefined at the PCEF to be deactivated.

Required-Access-Info AVP may be included if the AF requests the PCRF to report user access network information and
the PCRF is removing PCC rules based on the AF requests. AV P Format.

If Resource-Release-Natification AVP isincluded then it appliesto all the rules within the Charging-Rule-Remove
AVP. If aCharging-Rule-Remove AV P does not include the Resource-Release-Natification AV P, the resource release
shall not be notified by the PCEF.

Charging-Rule-Remove ::= < AVP Header: 1002 >

Char gi ng- Rul e- Nane ]

Char gi ng- Rul e- Base- Nane ]

Requi r ed- Access-Info ]

Resour ce- Rel ease-Noti fication ]
AVP ]

* % ok

*

—— —— —

5.3.4  Charging-Rule-Definition AVP (All access types)

The Charging-Rule-Definition AVP (AVP code 1003) is of type Grouped, and it defines the PCC rule sent by the PCRF
to the PCEF. The Charging-Rule-Name AVP uniquely identifiesthe PCC rule and it is used to reference to a PCC rule
in communication between the PCEF and the PCRF within one IP CAN session. The Flow-Information AVP(s) or the
application detection filter referenced by the TDF-Application-ldentifier AV P determines the traffic that belongsto the
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service data flow. Either Flow-Information AV P(s) or TDF-Application-Identifier AVP shall exist in a Charging-Rule-
Definition AVP.

If optional AV P(s) within a Charging-Rule-Definition AV P are omitted, but corresponding information has been
provided in previous Gx messages, the previous information remains valid. If Flow-Information AVP(s) are supplied,
they replace all previous Flow-Information AVP(s). If Flows AV P(s) are supplied, they replace all previous Flows
AVP(S).

The Default-Bearer-Indication AVP is an indicator for the PCRF to the PCEF whether the corresponding PCC rule shall
be bound to the default bearer. If the Default-Bearer-Indication AVP with value “BIND_TO_DEF BEARER (0)" is
supplied or has been supplied within the most recent Default-Bearer-Indication AV P, information within the QoS-
Class-Identifier AVP and the Allocation-Retention-Priority AV P within the QoS-Information AV P shall not be used for
bearer binding purposes.

The PS-to-CS-Session-Continuity AVP indicates if a service data flow is a candidate for PS to CS session continuity.
Flows AVP may appear if and only if AF-Charging-ldentifier AVP is also present.

AF-Signalling-Protocol AVP may appear if the PCC Rule appliesfor IMS signalling.

Monitoring-Key AV P contains the monitoring key that may apply to the PCC rule.

Mute-Notification status shall not be changed during the lifetime of the PCC rules.

Sponsor-ldentity AVP and Application-Service-Provider-ldentity AVP shall be included if the Reporting-Level AVPis
set to the value SPONSORED_CONNECTIVITY_LEVEL for the service data flow.

Required-Access-Info AVP may appear if the AF requests PCRF to report user access network information.
Sharing-Key-UL AVP and/or Sharing-Key-DL AV P may appear if the PCC rule is a candidate for resource sharing.

Traffic-Steering-Policy-ldentifier-UL AV P and/or Traffic-Steering-Policy-Identifier-DL AVP may appear if the traffic
steering control isrequired for the service data flow. If the traffic steering policies are identical in both downlink and
uplink directions, the values of the Traffic-Steering-Policy-ldentifier-UL AV P and the Traffic-Steering-Policy-
Identifier-DL AVP shall be identical.

The Content-Version AVP may be included if the PCC rule isinstalled or modified.
The Max-PLR-DL AVP and/or Max-PLR-UL AVP may beincluded if the RAN-Support-Info feature is supported.

AVP Format:

Chargi ng-Rul e-Definition ::= < AVP Header: 1003 >

{ Chargi ng- Rul e- Nare }

[ Service-ldentifier ]

[ Rating-Goup ]

[ FlowInformation ]

[ Default-Bearer-Indication ]

[ TDF-Application-ldentifier ]
[ Flow Status ]

[ QoS-Information ]

[ PS-to-CS-Session-Continuity ]
[ Reporting-Level ]

[ Online ]

[ Ofline ]

[ Max-PLR-DL ]

[ Max-PLR-UL ]

[ Metering-Method ]

[ Precedence ]

[ AF-Charging-ldentifier ]

[ Flows ]

[ Monitoring-Key]

[ Redirect-Infornation ]

[ Mute-Notification ]

[ AF-Signalling-Protocol ]

[ Sponsor-ldentity ]

[ Application-Service-Provider-ldentity ]
[ Required-Access-Info ]

[ Sharing-Key-DL ]

[ Sharing-Key-UL ]

[ Traffic-Steering-Policy-ldentifier-DL ]
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[ Traffic-Steering-Policy-ldentifier-UL ]
[ Content-Version ]
*[ AVP ]

5.3.5  Charging-Rule-Base-Name AVP (All access types)

The Charging-Rule-Base-Name AV P (AVP code 1004) is of type UTF8String, and it indicates the name of a
pre-defined group of PCC rulesresiding at the PCEF.

5.3.6 Charging-Rule-Name AVP (All access types)

The Charging-Rule-Name AV P (AVP code 1005) is of type OctetString, and it defines a name for PCC rule. For PCC
rules provided by the PCRF it uniquely identifies a PCC rule within one IP CAN session. For PCC rules pre-defined at
the PCEF it uniquely identifies a PCC rule within the PCEF.

5.3.7 Event-Trigger AVP (All access types)

The Event-Trigger AVP (AVP code 1006) is of type Enumerated. When sent from the PCRF to the PCEF the Event-
Trigger AVP indicates an event that shall cause are-request of PCC rules. When sent from the PCEF to the PCRF the
Event-Trigger AVP indicates that the corresponding event has occurred at the gateway.

NOTE 1: An exception to the above isthe Event Trigger AVP set to NO_EVENT_TRIGGERS that indicates that
PCEF shall not notify PCRF of any event that requires to be provisioned.

NOTE 2: There are eventsthat do not require to be provisioned by the PCRF, according to the value definition
included in this subclause. These events will always be reported by the PCEF even though the PCRF has
not provisioned them in aRAR or CCA command.

Whenever the PCRF subscribes to one or more event triggers by using the RAR command, unless otherwise specified in
an event trigger's val ue definition, the PCEF shall send the corresponding currently applicable values (e.g. 3GPP-
SGSN-Address AVP or 3GPP-SGSN-Ipv6-Address AVP, RAT-Type, 3GPP-User-Location-Info, etc.) to the PCRF in
the RAA if available, and in this case, the Event-Trigger AV Ps shall not be included.

Whenever one of these events occurs, the PCEF shall send the related AV P that has changed together with the event
trigger indication.

Unless stated for a specific value, the Event-Trigger AVP appliesto all access types.
Thevalues 8, 9, 10, 38 and 41 are obsol ete and shall not be used.
The following values are defined:

SGSN_CHANGE (0)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon the change of the
serving SGSN PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF
generated the request because the serving SGSN changed. The new value of the serving SGSN shall be indicated
in either 3GPP-SGSN-Address AVP or 3GPP-SGSN-1pv6-Address AVP. Applicable only to 3GPP-GPRS
access types and 3GPP-EPS access types with access to the P-GW using Gn/Gp.

QOS_CHANGE (1)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon any QoS change (even
within the limits of the current authorization) at bearer or APN level PCC rules shall be requested. When used in
a CCR command, this value indicates that the PCEF generated the request because there has been a change in the
reguested QoS for a specific bearer (e.g. the previously maximum authorized QoS has been exceeded) or APN.
When applicable to 3GPP-GPRS and if the PCRF performs bearer binding, the Bearer-ldentifier AVP shall be
provided to indicate the affected bearer. QoS-Information AV P isrequired to be provided in the same request
with the new value. When applicable at APN level, this event trigger shall be reported when the corresponding
event occurs, even if the event trigger is not provisioned by the PCRF. Not applicable for FBA.

RAT_CHANGE (2)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon a RAT change PCC
rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request
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because of aRAT change. The new RAT type shall be provided in the RAT-Type AVP and AN-Trusted AVP if
applicable. Not applicable for FBA.

TFT_CHANGE (3)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon a TFT change at bearer
level PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated
the request because of achangeinthe TFT. The Bearer-Identifier AVP shall be provided to indicate the affected
bearer. All the TFT filter definitions for this bearer, including the requested changes, but excluding the TFT
filters created with NW-initiated procedures, shall be provided in TFT-Packet-Filter-Information AVP. This
event trigger shall be provisioned by the PCRF at the PCEF. Applicable only to 3GPP-GPRS.

PLMN_CHANGE (4)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon a PLMN change PCC
rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated the request
because there was a change of PLMN. 3GPP-SGSN-MCC-MNC AVP shall be provided in the same request with
the new value. Not applicable for FBA.

LOSS OF BEARER (5)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon loss of bearer, GW
should inform PCRF. When used in a CCR command, this value indicates that the PCEF generated the request
because the bearer associated with the PCC rules indicated by the corresponding Charging-Rule-Report AVP
was lost. The PCC-Rule-Status AV P within the Charging-Rule-Report AV P shall indicate that these PCC rules
are temporarily inactive. Applicable to GPRS and 3GPP-EPS when PGW interoperates with a Gn/Gp SGSN.
The mechanism of indicating loss of bearer to the GW is IP-CAN access type specific. For GPRS, thisis
indicated by a PDP context modification request with Maximum Bit Rate (MBR) in QoS profile changed to 0
kbps.

When the PCRF performs the bearer binding, the PCEF shall provide the Bearer-ldentifier AV P to indicate the
bearer that has been lost.

RECOVERY_OF BEARER (6)

Thisvalue shall be in CCA and RAR commands by the PCRF used to indicate that upon recovery of bearer, GW
should inform PCRF. When used in a CCR command, this value indicates that the PCEF generated the request
because the bearer associated with the PCC rules indicated by the corresponding Charging-Rule-Report AVP
was recovered. The PCC-Rule-Status AV P within the Charging-Rule-Report AVP shall indicate that these rules
are active again. Applicable to GPRS and 3GPP-EPS when PGW interoperates with a Gn/Gp SGSN.

The mechanism for indicating recovery of bearer to the GW is IP-CAN access type specific. For GPRS, thisis
indicated by a PDP context modification request with Maximum Bit Rate (MBR) in QoS profile changed from 0
kbpsto avalid value.

When the PCRF performs the bearer binding, the PCEF shall provide the Bearer-ldentifier AV P to indicate the
bearer that has been recovered.

IP-CAN_CHANGE (7)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the IP-CAN
type PCC rules shall be requested. When used in a CCR command, this value indicates that the PCEF generated
the request because there was a change of IP-CAN type. IP-CAN-Type AVP shall be provided in the same
reguest with the new value. The RAT-Type AVP, AN-Trusted AVP and AN-GW-Address AVP shall also be
provided when applicable to the specific IP-CAN Type. Not applicable for FBA.

QOS_CHANGE_EXCEEDING_AUTHORIZATION (11)

This value shall be used in CCA and RAR commands by the PCRF to indicate that only upon a requested QoS
change beyond the current authorized value(s) at bearer level PCC rules shall be requested. When used in a CCR
command, this value indicates that the PCEF generated the request because there has been a change in the
requested QoS beyond the authorized value(s) for a specific bearer. The Bearer-ldentifier AVP shall be provided
to indicate the affected bearer. QoS-Information AVP is required to be provided in the same request with the
new value. Applicable only to 3GPP-GPRS.

RAI_CHANGE (12)
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Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the RAI,
PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the
request because there has been a change in the RAI. The new RAI value shall be provided in the RAI AVP. If
the user location has been changed but the PCEF can not get the detail location information (e.g. handover from
3G to 2G network), the PCEF shall send the RAI AV P to the PCRF by setting the LAC of the RAI to value
0x0000. Applicable only to 3GPP-GPRS and 3GPP-EPS access types.

USER_LOCATION_CHANGE (13)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the user
location (i.e. applicable for CGI/SAI/RAI/TAI/ECGI/Macro eNB ID), PCEF shal inform the PCRF. When used
in a CCR command, this value indicates that the PCEF generated the request because there has been a changein
the user location. The new location value shall be provided in the 3GPP-User-Location-Info AVP. If the user
location has been changed but the PCEF can not get the detail location information (e.g. handover from 3G to 2G
network), the PCEF shall send the 3GPP-User-Location-Info AV P to the PCRF by setting the LAC of the
CGI/SAl to value 0x0000, LAC of the RAI to value 0x0000 for GPRS access, and setting the TAC of the TAI to
value 0x0000, setting the ECI of the ECGI to value 0x0000, setting the Macro eNB ID to values 0x0000 for the
EPS access.

NOTE: The access network may be configured to report location changes only when transmission resources are
established in the radio access network.

Applicable only to 3GPP-GPRS and 3GPP-EPS access types.
NO_EVENT_TRIGGERS (14)

This value shall be used in CCA and RAR commands by the PCRF to indicate that PCRF does not require any
Event Trigger notification except for those events that do not require subscription and are always provisioned.

OUT_OF CREDIT (15)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF shall inform the
PCRF about the PCC rules for which credit is no longer available, together with the applied termination action.
When used in a CCR command, this value indicates that the PCEF generated the request because the PCC rules
indicated by the corresponding Charging-Rule-Report AV P have run out of credit, and that the termination
action indicated by the corresponding Final-Unit-Indication AVP applies (3GPP TS 32.240 [21] and

3GPP TS 32.299 [19]).

REALLOCATION_OF_CREDIT (16)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF shall inform the
PCRF about the PCC rules for which credit has been reallocated after the former out of credit indication. When
used in a CCR command, this value indicates that the PCEF generated the request because the PCC rules
indicated by the corresponding Charging-Rule-Report AV P have been reallocated credit after the former out of
credit indication (3GPP TS 32.240 [21] and 3GPP TS 32.299 [19]).

REVALIDATION_TIMEOUT (17)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon revalidation timeout,
the PCEF shall inform the PCRF. In order for the PCEF to report this event, it is required that the PCRF provides
arevalidation time in the Revalidation-Time AVP. When used in a CCR command, this value indicates that the
PCEF generated the request because there has been a PCC revalidation timeout.

UE_IP_ADDRESS_ALLOCATE (18)

When used in a CCR command, this value indicates that the PCEF generated the request because a UE Ipv4
addressis allocated. The Framed-IP-Address AV P shall be provided in the same request. This event trigger does
not require to be provisioned by the PCRF. This event trigger shall be reported when the corresponding event
occurs, even if the event trigger is not provisioned by the PCRF. Applicable to functionality introduced with the
Rel8 feature as described in subclause 5.4.1. Not applicable for FBA.

UE_IP_ADDRESS RELEASE (19)

When used in a CCR command, this value indicates that the PCEF generated the request because a UE Ipv4
addressisreleased. The Framed-1P-Address AV P shall be provided in the same request. This event trigger does
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not require to be provisioned by the PCRF. This event trigger shall be reported when the corresponding event

occurs, even if the event trigger is not provisioned by the PCRF. Applicable to functionality introduced with the
Rel8 feature as described in subclause 5.4.1. Not applicable for FBA.

DEFAULT_EPS BEARER_QOS CHANGE (20)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the default
EPS Bearer QoS, PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the
PCEF generated the request because there has been a change in the default EPS Bearer QoS. The new value shall
be provided in the Default-EPS-Bearer-QoS AVP. This event trigger shall be reported when the corresponding
event occurs, even if the event trigger is not provisioned by the PCRF. Not applicable for 3GPP-GPRS and FBA
access types. Applicable to functionality introduced with the Rel8 feature as described in subclause 5.4.1.

AN_GW_CHANGE (21)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that upon the change of the
serving Access Node Gateway, PCC rules shall be requested. When used in a CCR command, this value
indicates that the PCEF generated the request because the serving Access Node gateway changed. The new value
of the serving Access Node gateway shall be indicated in the AN-GW-Address AVP. Applicable to functionality
introduced with the Rel8 feature as described in subclause 5.4.1. Not applicable for FBA.

SUCCESSFUL_RESOURCE_ALLOCATION (22)

This value shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF can inform the
PCRF of successful resource allocation for those rules that requires so.

When used in a CCR command, this value indicates that the PCEF informs the PCRF that the resources for arule
have been successfully allocated. The affected rules are indicated within the Charging-Rule-Report AVP with
the PCC-Rule-Status AV P set to the value ACTIVE (0). Applicable to functionality introduced with the Rel8
feature as described in subclause 5.4.1. The PCEF may also indicate the Content-Version AVP(s) related to the
affected PCC rule(s) within the Charging-Rule-Report. Not applicable for FBA.

RESOURCE_MODIFICATION_REQUEST (23)

This value shall be used in a CCR command to indicate that PCC rules are requested for a resource modification
request initiated by the UE. The Packet-Filter-Operation and Packet-Filter-Information AV Ps shall be provided
in the same request. This event trigger does not require to be provisioned by the PCRF. It shall be reported by the
PCEF when the corresponding event occurs even if the event trigger is not provisioned by the PCRF. Applicable
to functionality introduced with the Rel8 feature as described in subclause 5.4.1. Not applicable for FBA.

PGW_TRACE_CONTROL (24)

This value indicates that the command contains a trace activation or deactivation request for the P-GW. Trace
activation isindicated with the presence of the Trace-Data AV P with the relevant trace parameters. Trace
deactivation isindicated with the presence of the Trace-Reference AVP. This event trigger needs no

subscription. Applicable to functionality introduced with the Rel8 feature as described in subclause 5.4.1. Not
applicable for FBA.

UE_TIME_ZONE_CHANGE (25)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change to the time
zone the UE is currently located in, PCC rules shall be requested. When used in a CCR command, this value
indicates that the PCEF generated the request because the time zone the UE is currently located in has changed.

The new value of the UE's time zone shall be indicated in the 3GPP-MS-TimeZone AVP. Not applicable for
FBA.

TAI_CHANGE (26)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the TA,
PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the
reguest because there has been a change in the TAI. The new TAI value shall be provided in the 3GPP-User-
Location-Info AVP. If the user tracking area location has been changed but the PCEF can not get the detail
location information, the PCEF shall send the 3GPP-User-L ocation-Info AV P to the PCRF by setting the TAC

of the TAI to value 0x0000. Applicable only to 3GPP-EPS access type and to functionality introduced with the
Rel8 feature as described in subclause 5.4.1.

ETSI



3GPP TS 29.212 version 15.6.0 Release 15 130 ETSI TS 129 212 V15.6.0 (2019-04)

ECGI_CHANGE (27)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a changein the ECGI,
PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated the
reguest because there has been a change in the ECGI. The new ECGI value shall be provided in the 3GPP-User-
Location-Info AVP. If the ECGI has been changed but the PCEF can not get the detail location information, the
PCEF shall send the 3GPP-User-Location-Info AV P to the PCRF by setting the ECI of the ECGI to value
0x0000. Applicable only to 3GPP-EPS access type and to functionality introduced with the Rel8 feature as
described in subclause 5.4.1.

CHARGING_CORRELATION_EXCHANGE (28)

The PCRF shall use thisvaluein CCA and RAR commands to indicate that the PCEF shall report the access
network charging identifier associated to one or more dynamic PCC Rules within the Access-Network-Charging-
Identifier-Gx AVP. In order for the PCEF to report this event, it is required that the Charging-Correlation-
Indicator AVP with value CHARGING_IDENTIFIER_REQUIRED is provided. Not applicable for FBA.

When used in a CCR command, this value indicates that an access network charging identifier has been
assigned. The actual value shall be reported with the Access-Network-Charging-ldentifier-Gx AVP. Applicable
to functionality introduced with the Rel8 feature as described in subclause 5.4.1.

APN-AMBR_MODIFICATION_FAILURE (29)

The PCEF shall use this value to indicate to the PCRF that APN-AMBR modifications have failed. The PCEF
shall use this value in anew CCR command that indicates the failure of either a PUSH initiated modification or a
PULL initiated modification. This event trigger needs no subscription. Applicable to functionality introduced
with the Rel8 feature as described in subclause 5.4.1. Not applicable for FBA.

USER_CSG_INFORMATION_CHANGE (30)
The PCRF shall use this value to indicate arequest of reporting the event that the user enters/leaves a CSG cell.

When the user enters a CSG cell, the User-CSG-Information AV P shall aso be provided with the event report in
the CCR command. Applicable to functionality introduced with the Rel9 feature as described in subclause 5.4.1.
Not applicable for FBA.

USAGE_REPORT (33)

This value shall be used in a CCA and RAR commands by the PCRF when requesting usage monitoring at the
PCEF. In order for the PCEF to report this event, it is required that the PCRF providesin a CCA or RAR
command the Usage-Monitoring-Information AV P(s) including the Monitoring-Key AVP and the Granted-
Service-Unit AVP.

When used in a CCR command, this value indicates that the PCEF generated the request to report the
accumulated usage for one or more monitoring keys. The PCEF shall also provide the accumulated usage
volume and/or time using the Usage-Monitoring-Information AV P(s) including the Monitoring-Key AVP and
the Used-Service-Unit AVP. Applicable to functionality introduced with the Rel9 feature for volume usage
reporting, with the ADC feature and with the TimeBasedUM feature for time usage reporting, as described in
subclause 5.4.1.

DEFAULT-EPS-BEARER-QOS _MODIFICATION_FAILURE (34)

The PCEF shall use this value to indicate to the PCRF that Default EPS Bearer QoS modifications have failed.
The PCEF shall use this value in anew CCR command that indicates the failure of either a PUSH initiated
modification or a PULL initiated modification. This event trigger needs no subscription. Applicable to
functionality introduced with the Rel8 feature as described in subclause 5.4.1. Not applicable for FBA.

USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE (35)

The PCRF shall use this value to indicate arequest of reporting the event that the user enters/leaves a hybrid cell
that the user subscribesto.

When the user enters a hybrid cell where the user is a member, the User-CSG-Information AVP shall also be
provided with the event report in the CCR command. Applicable to functionality introduced with the Rel9
feature as described in subclause 5.4.1. Not applicable for FBA.
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USER_CSG_ HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE (36)

The PCRF shall use this value to indicate arequest of reporting the event that the user enters/leaves a hybrid cell
that the user does not subscribe to.

When the user enters a hybrid cell where the user is not a member, the User-CSG-Information AVP shall be
provided with the event report in the CCR command. Applicable to functionality introduced with the Rel9
feature as described in subclause 5.4.1. Not applicable for FBA.

ROUTING_RULE_CHANGE (37)

When used in a CCR command, this value indicates that the PCEF generated the request because there has been
achange in the I P flow mobility routing rules for s2c based IP flow mobility (installation/modification/removal
of the IP flow mobility routing rule) or a change in the NBIFOM routing rules for NBIFOM
(installation/modification/removal of the NBIFOM routing rule). The new |P flow mobility/NBIFOM routing
rule information shall be provided in the Routing-Rule-Definition AV P within the same CCR command. This
event trigger needs no subscription. Applicable only to IPFlowMobility functionality feature (IFOM) or
NBIFOM functionality feature as described in subclause 5.4.1. Not applicable for FBA.

APPLICATION_START (39)

Thisvalue shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF shall inform the
PCRF when the start of the application's traffic for the application, required for detection, has been identified,
unless arequest to mute such a notification (Mute-Notification AVP) is part of the corresponding Charging-
Rule-Definition AVP.

When used in a CCR command, this value indicates that the PCEF identified the start of the corresponding
application's traffic for an applicationidentified by a TDF-Application-ldentifier AVP.The detected
application(s) shall be identified by the Application-Detection-Information AVP(s). Applicable to functionality
introduced with the ADC feature as described in subclause 5.4.1.

For unsolicited application reporting, APPLICATION_START Event Trigger is always set and does not need to
be subscribed by the PCRF.

NOTE 1: For solicited application reporting, APPLICATION_START is always provided together with
APPLICATION_STOP, when used by the PCRF in CCA and RAR commands sent to the PCEF.

APPLICATION_STOP (40)

Thisvalue shall be used in a CCA and RAR commands by the PCRF to indicate that the PCEF shall inform the
PCRF when the stop of the application's traffic for the application, required for detection, has been identified,
unless arequest to mute such a notification (Mute-Notification AVP) is part of the corresponding Charging-
Rule-Definition AVP.

When used in a CCR command, this value indicates that the PCEF identified the stop of the corresponding
application's traffic for an applicationidentified by a TDF-Application-ldentifier AVP . The detected
application(s) shall be identified by the Application-Detection-Information AVP(s). Applicable to functionality
introduced with the ADC feature as described in subclause 5.4.1.

For unsolicited application reporting, APPLICATION_STOP Event Trigger is always set and does not need to
be subscribed by the PCRF.

CS_TO_PS HANDOVER (42)

This value shall be used in CCA and RAR command by the PCRF to indicate that upon a CS to PS Handover,
the PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF generated
the request because there is a CS to PS handover. Applicable only to CSto PS SRV CC functionality feature
(rSRVCC) as described in subclause 5.4.1.

UE_LOCAL_IP_ADDRESS CHANGE (43)

When used in a CCR command, this value indicates that the PCEF generated the request because the UE Local
IP Address or the UDP source port number or both assigned by the Fixed Broadband Access have changed. The
UE-Local-1P-Address AVP and/or the UDP-Source-Port AVP shall be provided in the same request. This event
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trigger does not require to be provisioned by the PCRF. Applicable to functionality introduced with the EPC-
routed feature as described in subclause 5.4.1.

H(E)NB_LOCAL_IP_ADDRESS CHANGE (44)

When used in a CCR command, this value indicates that the PCEF generated the request because the H(e)NB
Local IP Address or the UDP source port number or both assigned by the Fixed Broadband Access have
changed. The HeNB-Local-1P-Address AV P and/or the UDP-Source-Port AV P shall be provided in the same
reguest. Applicable to functionality introduced with the EPC-routed feature as described in subclause 5.4.1.

ACCESS NETWORK_INFO_REPORT (45)

Thisvalue shall be used in CCA and RAR commands by the PCRF to request access network information from
the PCEF as defined in clause 4.5.22. When used in a CCR command, this val ue indicates that the PCEF
generated the request because the PCEF reports the corresponding access network information to the PCRF as
requested. The PCEF shall not provide the requested access network information in an RAA command solely
based on the fact that the PCRF provisioned this Event-Trigger in an RAR command. Instead, procedures
defined in subclause 4.5.22 shall be followed. Applicable to functionality introduced with the NetLoc feature as
described in subclause 5.4.1.

CREDIT_MANAGEMENT_SESSION_FAILURE (46)

When used in a CCR command, this value indicates that a transient/permanent failure has been detected in the
OCS. If the failure does not apply to al PCC Rules, the affected PCC Rules are indicated within the Charging-
Rule-Report AV P, with the PCC-Rule-Status set to value ACTIVE and the Rule-Failure-Code AVP set to the
corresponding value as reported by the OCS. If the failure applies to the session, the Credit-Management-Status
shall be set to the corresponding value as reported by the OCS. When used over Sd reference point, it is
applicable to functionality introduced with the ABC features as described in subclause 5.4.1.

NOTE 2: For the PCEF, CREDIT_MANAGEMENT_SESSION_FAILURE event trigger only appliesto the
situation that the IP-CAN session is not terminated by the PCEF due to the credit management session
failure.

DEFAULT_QOS_CHANGE (47)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon any Default QoS
change PCEF shall inform the PCRF. When used in a CCR command, this value indicates that the PCEF
generated the request because there has been a change in the Default QoS. The new value shall be provided in
the Default-QoS-Information AVP. Applicable only to FBA access type and to functionality introduced with the
FBAC feature as described in subclause 5.4.1.

CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT (48)

This value shall be used in CCA or RAR commands by the PCRF to indicate that the PCEF shall report the event
when the user enters/leaves the area as indicated in the Presence-Reporting-Area-Information AVP. This
includes reporting the initial status at the time the request for reportsisinitiated.

When used in a CCR command, this value indicates whether the UE is within or outside the requested presence
reporting area. Presence-Reporting-Area-ldentifier AVP and Presence-Reporting-Area-Status AV P shall be
provided in the same request included in Presence-Reporting-Area-Information AVP. Applicable only to 3GPP-
EPS access type and to functionality introduced with the CNO-ULI or Multiple-PRA feature as described in
subclause 5.4.1.

ADDITION_OF_ACCESS (49)

When used in a CCR command, this value indicates that the PCEF generated the request because an accessis
added in the NBIFOM scenario. The new IP-CAN type of the new accessis provided within the same CCR
command. This event trigger needs no subscription. Applicable only to NBIFOM functionality feature as
described in subclause 5.4.1. Not applicable for FBA.

REMOVAL_OF_ACCESS (50)

When used in a CCR command, this value indicates that the PCEF generated the request because an accessis
removed in the NBIFOM scenario. The IP-CAN type of the removed accessis provided within the same CCR
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command. This event trigger needs no subscription. Applicable only to NBIFOM functionality feature as
described in subclause 5.4.1. Not applicable for FBA.

UNAVAILABLITY_OF_ACCESS (51)

When used in a CCR command, this value indicates that the PCEF generated the request because an accessis not
availabl in the NBIFOM scenario. The IP-CAN type of the unavailable access within the IP-CAN-Type AVP
and the reason causing the access to be unavailable within the Access-Availability-Change-Reason AVP are
provided within the same CCR command. This event trigger needs no subscription. Applicable only to NBIFOM
functionality feature as described in subclause 5.4.1. Not applicable for FBA.

AVAILABLITY_OF ACCESS (52)

When used in a CCR command, this value indicates that the PCEF generated the request because an accessis
available again in the NBIFOM scenario or PCEF receives an Access stratum indication as defined in

3GPP TS 29.274[22]. The IP-CAN type of the available access within the IP-CAN-Type AV P and the reason
causing the access to be available within the Access-Availability-Change-Reason AV P are provided within the
same CCR command. When the PCEF receives the move-to-wlan or move-from-wlan indication, the IP-CAN
type of the WLAN or 3GPP access within the IP-CAN-Type AVP and the reason of Access stratum indication
within the Access-Availability-Change-Reason AV P are provided within the same CCR command. This event
trigger needs no subscription. Applicable only to NBIFOM functionality feature as described in subclause 5.4.1.
Not applicable for FBA.

RESOURCE._RELEASE (53)

This value shall be used in CCA and RAR commands by the PCRF to indicate that the PCEF can inform the
PCREF of the outcome of the release of resources for those rules that require so.

When used in a CCR command, this value indicates that the PCEF informs the PCRF about the outcome of the
resource release for arule that has been removed. The affected rules are indicated within the Charging-Rule-
Report AVP with the PCC-Rule-Status AV P set to the value INACTIVE (). If the PCEF receives from the
access network some RAN/NAS release cause(s), TWAN release cause(s) or untrusted WLAN release cause(s),
the PCEF shall also provide the received cause(s) in the Charging-Rule-Report AV P. Applicable to functionality
introduced with the Enh-RAN-NAS-Cause feature as described in subclause 5.4.1. Not applicable for FBA.

ENODEB_CHANGE (54)

This value shall be used in CCA and RAR commands by the PCRF to indicate that upon a change in the user
location of eNB change granularity, PCEF shall inform the PCRF. When used in a CCR command, this value
indicates that the PCEF generated the request because there has been a change in the user location of eNB
change granularity, the new eNB ID value shall be provided in the 3GPP-User-Location-Info AVP. Applicable
only to 3GPP-EPS access type and to functionality introduced with the ENB-Change feature as described in
subclause 5.4.1.

3GPP_PS DATA_OFF_CHANGE (55)

This value shall be used in CCR command by the PCEF to indicate that the PCEF generated the request because
there has been a change of 3GPP PS Data Off statusindicated by the UE, with the status of 3GPP PS Data Off in
the 3GPP-PS-Data-Off-Status AVP. This event trigger needs no subscription. Applicable only to 3GPP-EPS
access type and to functionality introduced with the 3GPP-PS-Data-Off feature as described in subclause 5.4.1.

UE_STATUS RESUME (cc)

This value shall be used in RAR and CCA commands by the PCRF to indicate that the PCEF shall report the
event when the user’s status is changed from suspend to resume. When used in a CCR command by the PCEF,
this value indicates that the UE’s statusis resumed. Applicable only to 3GPP-EPS access type and to
functionality introduced with the UE-Status-Change feature as described in subclause 5.4.1.
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5.3.8 Metering-Method AVP (All access types)

The Metering-Method AVP (AVP code 1007) is of type Enumerated, and it defines what parameters shall be metered
for offline charging. The PCEF may use the AVP for unit request in online charging in case of decentralized unit
determination, refer to 3GPP TS 32.299 [19].

The following values are defined:
DURATION (0)
This value shall be used to indicate that the duration of the service data flow traffic shall be metered.
VOLUME (1)
This value shall be used to indicate that volume of the service data flow traffic shall be metered.
DURATION_VOLUME (2)

This value shall be used to indicate that the duration and the volume of the service data flow traffic shall be
metered.

EVENT (3)
This value shall be used to indicate that events of the service data flow traffic shall be metered.

NOTE: Event based charging isonly applicable to predefined PCC rule using a service data flow filter and any
PCC rule (predefined and dynamic) using an application detection filter (i.e. with an application
identifier).

If the Metering-Method AV P is omitted but has been supplied previoudly, the previous information remains valid. If the
Metering-Method AVP is omitted and has not been supplied previously, the metering method pre-configured at the
PCEF is applicable as default metering method.

5.3.9 Offline AVP (All access types)
The Offline AVP (AVP code 1008) is of type Enumerated.

If the Offline AVP is embedded within a Charging-Rule-definition AVP it defines whether the offline charging
interface from the PCEF for the associated PCC rule shall be enabled. The absence of this AV P within the first
provisioning of the Charging-Rule-definition AV P of anew PCC rule indicates that the default charging method for
offline shall be used.

If the Offline AVP is embedded within the initial CCR on command level, it indicates the default charging method for
offline pre-configured at the PCEF is applicable as default charging method for offline. The absence of this AVP within
theinitial CCR indicates that the charging method for offline pre-configured at the PCEF is not available.

If the Offline AVP is embedded within the initial CCA on command level, it indicates the default charging method for
offline. The absence of this AVP within the initial CCA indicates that the charging method for offline pre-configured at
the PCEF is applicable as default charging method for offline.

The default charging method provided by the PCRF shall take precedence over any pre-configured default charging
method at the PCEF.

The following values are defined:
DISABLE_OFFLINE (0)

Thisvalue shall be used to indicate that the offline charging interface for the associated PCC rule shall be
disabled.

ENABLE_OFFLINE (1)

This value shall be used to indicate that the offline charging interface for the associated PCC rule shall be
enabled.
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5.3.10 Online AVP (All access types)
The Online AVP (AVP code 1009) is of type Enumerated.

If the Online AVP is embedded within a Charging-Rule-definition AVP, it defines whether the online charging interface
from the PCEF for the associated PCC rule shall be enabled. The absence of this AV P within the first provisioning of
the Charging-Rule-Definition AVP of anew PCC ruleindicates that the default charging method for online shall be
used.

If the Online AVP is embedded within the initial CCR on command level, it indicates the default charging method for
online pre-configured at the PCEF is applicable as default charging method for online. The absence of this AVP within
theinitial CCR indicates that the charging method for online pre-configured at the PCEF is not available.

If the Online AVP is embedded within the initial CCA on command level, it indicates the default charging method for
online. The absence of this AVP within theinitial CCA indicates that the charging method for online pre-configured at
the PCEF is applicable as default charging method for online.

The default charging method provided by the PCRF shall take precedence over any pre-configured default charging
method at the PCEF.

The following values are defined:
DISABLE_ONLINE (0)

Thisvalue shall be used to indicate that the online charging interface for the associated PCC rule shall be
disabled.

ENABLE_ONLINE (1)

This value shall be used to indicate that the online charging interface for the associated PCC rule shall be
enabled.

5.3.11 Precedence AVP (All access types)
The Precedence AVP (AVP code 1010) is of type Unsigned32.

Within the Charging Rule Definition AV P, the Precedence AV P determines the order, in which service data flow
templates consisting of service data flow filters are applied at service data flow detection at the PCEF. For PCC rules
with an application detection filter, the Precedence AV P only determines which PCC rule is applicable for the detected
application for the enforcement of QoS, for charging control, for reporting of application start and stop and for usage
monitoring. A PCC rule with the Precedence AV P with lower value shall be applied before a PCC rule with the
Precedence AV P with higher value.

NOTE 1: For PCRF-initiated IP-CAN session modification cases where the PCEF creates new service data flow
filters (e.g. mapping into new TFT-UL filters), the PCEF need to make an appropriate mapping between
the val ue of the Precedence AV P from the PCC rule and the precedence information of the traffic
mapping information filter. The PCEF have to maintain the order of the precedence information provided
by the PCRF for the PCC rules with the precedence information of the new traffic mapping information
filters. For UE-initiated IP-CAN session modification cases, according to 3GPP TS 23.060 [17], the
precedence of the traffic mapping information filter provided by the UE is not modified by the PCEF.
Also see access specific annexes for mapping of Precedence AV P from the PCC rule and the precedence
information of the traffic mapping information filter.

NOTE 2: The precedence value range defined within the PCC ruleis operator configurable and can be set based on
the IP-CAN type.

The Precedence AVP is also used within the TFT-Packet-Filter-Information AVP to indicate the eval uation precedence
of the Traffic Mapping Information filters (for GPRS the TFT packet filters) as received from the UE. The PCEF shall
assign alower value in the corresponding Precedence AV P to a Traffic Mapping Information filter with a higher
evaluation precedence than to a Traffic Mapping Information filter with alower evaluation precedence.

The Precedence AVP is also used within the Routing-Rule-Definition AVP to indicate the evaluation precedence of the
routing filters contained as within the I P flow mobility routing rules or NBIFOM routing rules. A lower value in the
Precedence AV P indicates higher evaluation precedence. The PCEF shall assign the lowest evaluation precedence to a
Routing filter containg the wild card filter.
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5.3.12 Reporting-Level AVP (All access types)

The Reporting-Level AVP (AVP code 1011) is of type Enumerated, and it defines on what level the PCEF reports the
usage for the related PCC rule. The following values are defined:

SERVICE_IDENTIFIER_LEVEL (0)

This value shall be used to indicate that the usage shall be reported on service id and rating group combination
level, and is applicable when the Service-ldentifier and Rating-Group have been provisioned within the
Charging-Rule-Definition AVP.

RATING_GROUP_LEVEL (1)

Thisvalue shall be used to indicate that the usage shall be reported on rating group level, and is applicable when
the Rating-Group has been provisioned within the Charging-Rule-Definition AVP.

SPONSORED_CONNECTIVITY_LEVEL (2)

Thisvalue shall be used to indicate that the usage shall be reported on sponsor identity and rating group
combination level, and is applicable when the Sponsor-ldentityAV P, Application-Service-Provider-ldentity AVP
and Rating-Group AV P have been provisioned within the Charging-Rule-Definition AVP. Applicable for offline
charging.

If the Reporting-Level AVP is omitted but has been supplied previously, the previous information remains valid. If the
Reporting-Level AVP isomitted and has not been supplied previoudly, the reporting level pre-configured at the PCEF is
applicable as default reporting level.

5.3.13 TFT-Filter AVP (3GPP-GPRS access type only)

The TFT-Filter AVP (AVP code 1012) is of type IPFilterRule, and it contains the flow filter for one TFT packet filter.
The TFT-Filter AVP is derived from the Traffic Flow Template (TFT) defined in 3GPP TS 24.008 [13]. The following
information shall be sent:

- Action shall be set to "permit".
- Direction shall be set to "out".

- Protocol shall be set to the value provided within the TFT packet filter parameter "Protocol Identifier/Next
Header Type". If the TFT packet filter parameter " Protocol Identifier/Next Header Type" is not provided within
the TFT packet filter, Protocol shall be set to "ip".

- Source | P address (possibly masked). The source IP address shall be derived from TFT packet filter parameters
"Remote address’ and " Subnet Mask™. The source | P address shall be set to "any", if no such informationis
provided inthe TFT packet filter.

- Source and/or destination port (single value, list or ranges). The information shall be derived from the
corresponding TFT packet filter remote and/or local port parameters. Source and/or destination port(s) shall be
omitted if the corresponding information is not provided in the TFT packet filter.

- Dedtination IP address (possibly masked). The Destination | P address shall be derived from TFT packet filter
parameters "Local address' and " Subnet Mask". If no such information is provided in the TFT packet filter, the
Destination | P address shall be set to "assigned".

The IPFilterRule type shall be used with the following restrictions:
- No options shall be used.
- Theinvert modifier "!" for addresses shall not be used.

The direction "out" indicates that the | PFilterRule "source” parameters correspond to the TFT filter "remote” parameters
in the packet filter and the | PFilterRule "destination” correspond to the TFT filter "loca" (UE end) parameters. The
TFT-Filter AVP appliesin the direction(s) as specified in the accompanying Flow-Direction AVP.

Destination | P address including the value provided by the UE may be provided within the TFT-Filter AVP when the
ExtendedFilter feature is supported as described in clause 5.4.1.
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5.3.14 TFT-Packet-Filter-Information AVP (3GPP-GPRS access type only)

The TFT-Packet-Filter-Information AVP (AVP code 1013) is of type Grouped, and it contains the information from a
single TFT packet filter including the evaluation precedence, the filter and the Type-of-Service/Traffic Class sent from
the PCEF to the PCRF. The PCEF shall include one TFT-Packet-Filter-Information AV P for each TFT packet filter
applicable at a PDP context within each PCC rule request corresponding to that PDP context. TFT-Packet-Filter-
Information AV Ps are derived from the Traffic Flow Template (TFT) defined in 3GPP TS 24.008 [13].

AVP Formeat:

TFT-Packet-Filter-Information ::= < AVP Header: 1013 >
Precedence ]
TFT-Filter ]

[
[
[ ToS-Traffic-Cass ]

[ Security-Paraneter-|ndex ]
[ Flow Label ]

[ FlowDirection ]

[ AVP ]

*

5.3.15 ToS-Traffic-Class AVP (All access types)

The ToS-Traffic-Class AVP (AVP code 1014) is of type OctetString, and is encoded on two octets. The first octet
contains the Ipv4 Type-of-Service or the Ipv6 Traffic-Class field and the second octet contains the ToS/Traffic Class
mask field. One exampleisthat of a TFT packet filter as defined in 3GPP TS 24.008 [13].

5.3.16 QoS-Information AVP (All access types)

The QoS-Information AVP (AVP code 1016) is of type Grouped, and it defines the QoS information for resources
requested by the UE, an IP-CAN bearer, PCC rule, QCI or APN. When this AVP is sent from the PCEF to the PCRF, it
indicates the requested QoS information associated with resources requested by the UE, an IP CAN bearer or the
subscribed QoS information at APN level. When this AVP is sent from the PCRF to the PCEF, it indicates the
authorized QoS for:

- an|P CAN bearer (when appearing at CCA or RAR command level or
- aservice dataflow (when included within the PCC rule) or

- aQCl (when appearing at CCA or RAR command level with the QoS-Class-Identifier AV P and the Maximum-
Requested-Bandwidth-UL AV P and/or the Maximum-Requested-Bandwidth-DL AVP) or

- an APN (when appearing at CCA or RAR command level with APN-Aggregate-Max-Bitrate-UL and APN-
Aggregate-Max-Bitrate-DL or Extended-APN-AMBR-UL and Extended-APN-AMBR-DL).

The QoS class identifier identifies a set of IP-CAN specific QoS parameters that define QoS, excluding the applicable
bitrates and ARP. It is applicable both for uplink and downlink direction.

The Max-Requested-Bandwidth-UL and the Extended-M ax-Requested-BW-UL define the maximum bit rate allowed
for the uplink direction.

The Max-Requested-Bandwidth-DL and the Extended-Max-Requested-BW-DL defines the maximum bit rate allowed
for the downlink direction.

The Guaranteed-Bitrate-UL and the Extended-GBR-UL define the guaranteed bit rate allowed for the uplink direction.

The Guaranteed-Bitrate-DL and the Extended-GBR-DL define the guaranteed bit rate allowed for the downlink
direction.

The APN-Aggregate-Max-Bitrate-UL and the Extended-APN-AMBR-UL define the total bandwidth usage for the
uplink direction of non-GBR QCls at the APN.

The APN-Aggregate-Max-Bitrate-DL and the Extended-APN-AMBR-DL define the total bandwidth usage for the
downlink direction of non-GBR QCls at the APN.

The Conditional-APN-Aggregate-Max-Bitrate defines total bandwidth usage for the uplink and downlink direction of
non-GBR QCls at the APN, with condition.
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The Bearer Identifier AVP shall beincluded as part of the QoS-Information AVP if the QoS information refersto an IP
CAN bearer initiated by the UE and the PCRF performs the bearer binding. The Bearer Identifier AVP identifies this
bearer. Several QoS-Information AVPs for different Bearer Identifiers may be provided per command.

When the QoS-Information AV P is provided within the CCR command aong with the
RESOURCE_MODIFICATION_REQUEST event trigger, the QoS-information AV P includes only the QoS-Class-
Identifier AV P and Guaranteed-Bitrate-UL and/or Guaranteed-Bitrate-DL AV Ps or Extended-GBR-UL and/or
Extended-GBR-DL AV Ps (see subclause 4.5.30).

The Allocation-Retention-Priority AVP is an indicator of the priority of allocation and retention for the Service Data
Flow.

If the QoS-Information AV P has been supplied previously but is omitted in a Diameter message or AV P, the previous
information remains valid. If the QoS-Information AV P has not been supplied from the PCRF to the PCEF previously
and is omitted in a Diameter message or AV P, no enforcement of the authorized QoS shall be performed.

AVP Format:

QS-Information ::= < AVP Header: 1016 >

QS-C ass-ldentifier ]

Max- Request ed- Bandwi dt h- UL ]
Max- Request ed- Bandwi dt h- DL ]

Ext ended- Max- Request ed- BW UL ]
Ext ended- Max- Request ed- BW DL ]
Guaranteed-Bitrate- UL ]
Guaranteed-Bitrate-DL ]

Ext ended- GBR- UL ]

Ext ended- GBR- DL ]
Bearer-ldentifier ]

Al l ocation-Retention-Priority ]
APN- Aggr egat e- Max-Bitrate- UL ]
APN- Aggr egat e- Max-Bitrate-DL ]
Ext ended- APN- AVBR- UL ]

Ext ended- APN- AVBR- DL ]

Condi ti onal - APN- Aggr egat e- Max-Bitrate ]
AVP ]

* %

— e ) 1 e e e ) ) e e e e

5.3.17 QoS-Class-ldentifier AVP (All access types)

QoS-Class-Identifier AVP (AVP code 1028) is of type Enumerated, and it identifies a set of IP-CAN specific QoS
parameters that define the authorized QoS, excluding the applicable bitrates and ARP for the IP-CAN bearer or service
data flow. The allowed values for the standard QCl s are defined in Table 6.1.7 of 3GPP TS 23.203 [7].

The following values are defined:
QClI_1 (1)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 1 from
3GPP TS 23.203 [7].

QCI_2(2)

This value shall be used to indicate standardized characteristics associated with standardized QCI value 2 from
3GPP TS 23.203 [7].

QCI_3(3)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 3 from
3GPP TS 23.203 [7].

QCI_4(4)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 4 from
3GPP TS 23.203 [7].

QCl_5 (5)
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Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 5 from
3GPP TS 23.203 [7].
QCI_6 (6)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 6 from
3GPP TS 23.203 [7].

QCI_7(7)

This value shall be used to indicate standardized characteristics associated with standardized QCI value 7 from
3GPP TS 23.203 [7].

QCl_8(8)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 8 from
3GPP TS 23.203 [7].

QCI_9(9)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 9 from
3GPP TS 23.203 [7].

QCI_65 (65)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 65 from
3GPP TS 23.203 [7].

QCI_66 (66)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 66 from
3GPP TS 23.203 [7].

QCI_67 (67)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 67 from
3GPP TS 23.203 [7].

QCI_69 (69)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 69 from
3GPP TS 23.203 [7].

QCI_70 (70)

This value shall be used to indicate standardized characteristics associated with standardized QCI value 70 from
3GPP TS 23.203[7].

QCl_75 (75)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 75 from
3GPP TS 23.203 [7].

QCI_79 (79)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 79
from3GPP TS 23.203[7] .

QCI_80 (80)

This value shall be used to indicate standardized characteristics associated with standardized QCI value 80 from
3GPP TS 23.203[7].

QCI_82(82)

This value shall be used to indicate standardized characteristics associated with standardized QCI value 82 from
3GPP TS 23.203 [7].
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QCI_83 (83)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 83 from
3GPP TS 23.203 [7].

QCI_84 (84)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 84 from
3GPP TS 23.203 [7].

QCI_85 (85)

Thisvalue shall be used to indicate standardized characteristics associated with standardized QCI value 85 from
3GPP TS 23.203 [7].

The QCI values 0, 10— 64, 68, 71 — 74, 76 — 78, 81, and 86 - 255 are divided for usage as follows:
0: Reserved
10-64. Spare
68: Spare
71-74. Spare
76-78: Spare
81: Spare
86-127: Spare
128-254: Operator specific
255: Reserved
NOTE: For the different use of the terms "Reserved" and " Spare” see clause 9.9.4.3 in 3GPP TS 24.301 [42].
Table 5.3.17.1: Void

5.3.18 Charging-Rule-Report AVP (All access types)
The Charging-Rule-Report AVP (AVP code 1018) is of type Grouped, and it is used to report the status of PCC rules.

Charging-Rule-Name AVP is areference for a specific PCC rule at the PCEF that has been successfully installed,
modified or removed (for dynamic PCC rules), or activated or deactivated (for predefined PCC rules) because of trigger
from the MS. Charging-Rule-Base-Name AV P is areference for a group of PCC rules predefined at the PCEF that has
been successfully activated or deactivated because of trigger from the MS.

The Charging-Rule-Report AV P can also be used to report the status of the PCC rules which cannot be
installed/activated or enforced at the PCEF. In this condition, the Charging-Rule-Name AVP is used to indicate a
specific PCC rule which cannot be installed/activated or enforced, and the Charging-Rule-Base-Name AV P is used to
indicate a group of PCC rules which cannot be activated. The Rule-Failure-Code indicates the reason that the PCC rules
cannot be successfully installed/activated or enforced.

The Charging-Rule-Report AV P can aso be used to report the status of the PCC rules for which credit is no longer
available or credit has been reallocated after the former out of credit indication or credit management session failure has
been detected by the OCS. When reporting an out of credit condition, the Final-Unit-Indication AV P indicates the
termination action the PCEF applies to the PCC rules as instructed by the OCS.

The Charging-Rule-Report AVP can also be used to report the status of the PCC rules for which corresponding
NBIFOM routing rule was rejected by the UE or which corresponding access is removed. In the case that UE rejects the
NBIFOM routing rule, the Charging-Rule-Name AV P is used to indicate a specific PCC rule which corresponding
NBIFOM routing rule was rejected. The Rule-Failure-Code AV P indicates the reason for the rejection of the routing
rule.
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For GPRS scenarios where the bearer binding is performed by the PCRF, the Bearer-ldentifier AVP may be included
within the Charging-Rule-Report AVP.

If the RuleVersioning feature is supported, the Content-Version AVP(s) shall be included if it wasincluded in the
Charging-Rule-Definition AV P when the corresponding PCC rule was installed or modified.

AVP Format:

AVP Header: 1018 >

Char gi ng- Rul e- Nane ]

Char gi ng- Rul e- Base- Nane ]
Bearer-ldentifier ]

Char gi ng- Rul e- Report ::= <
[
i
[ PCC-Rul e-Status ]
[
[
[
[
[

Rul e- Fai | ur e- Code ]

Fi nal - Uni t-1ndication ]
RAN- NAS- Rel ease- Cause |
Cont ent - Versi on ]

AVP ]

Multiple instances of Charging-Rule-Report AVPs shall be used in the caseiit isrequired to report different PCC-Rule-
Status or Rule-Failure-Code values for different groups of rules within the same Diameter command. If the Content-
Version isincluded in a Charging-Rule-Report AV P, then only the one corresponding Charging-Rule-Name AV P shall
be included.

5.3.19 PCC-Rule-Status AVP (All access types)

The PCC-Rule-Status AVP (AVP code 1019) is of type Enumerated, and describes the status of one or a group of PCC
Rules.

The following values are defined:
ACTIVE (0)

Thisvalueis used to indicate that the PCC rule(s) are successfully installed (for those provisioned from PCRF)
or activated (for those pre-provisioned in PCEF).

INACTIVE (1)

Thisvaueis used to indicate that the PCC rule(s) are removed (for those provisioned from PCRF) or inactive
(for those pre-provisioned in PCEF).

TEMPORARILY INACTIVE (2)

Thisvalueis used to indicate that, for some reason (e.g. loss of bearer), aready installed or activated PCC rules
are temporarily disabled.

5.3.20 Bearer-ldentifier AVP (Applicable access type 3GPP-GPRS)

The Bearer-Identifier AVP (AVP code 1020) is of type OctetString, and it indicates the bearer to which specific
information refers.

When present within a CC-Request Diameter command, subsequent AV Ps within the CC-Request refer to the specific
bearer identified by this AVP.

The bearer identifier of an IP CAN bearer shall be unique within the corresponding IP CAN session. The bearer
identifier shall be selected by the PCEF.

5.3.21 Bearer-Operation AVP (Applicable access type 3GPP-GPRS)

The Bearer-Operation AVP (AVP code 1021) is of type of Enumerated, and it indicates the bearer event that causes a
request for PCC rules. This AVP shall be supplied if the bearer event relatesto an IP CAN bearer initiated by the UE.

The following values are defined:
TERMINATION (0)

Thisvalueis used to indicate that a bearer is being terminated.
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ESTABLISHMENT (1)
Thisvalueisused to indicate that a new bearer is being established.
MODIFICATION (2)

Thisvalueis used to indicate that an existing bearer is being modified.

5.3.22 Access-Network-Charging-ldentifier-Gx AVP (All access types)

The Access-Network-Charging-ldentifier-Gx AVP (AVP code 1022) is of type Grouped. It contains a charging
identifier (e.g. GCID) within the Access-Network-Charging-ldentifier-Value AV P, when applicable, and the related
PCC rule name(s) within the Charging-Rule-Name AV P(s) and/or within the Charging-Rule-Base-Name AV P(s). If the
charging identifier appliesto the entire IP CAN session, no Charging-Rule-Name AV Ps or Charging-Rule-Base-Name
AV Ps need to be provided. Otherwise, al the Charging-Rule-Name AV Ps or Charging-Rule-Base-Name AV Ps
corresponding to PCC rules associated to the provided Access-Network-Charging-ldentifier-Vaue shall be included.

NOTE 1: During the IP-CAN Session Establishment no Charging-Rule-Name AV Ps or Charging-Rule-Base-Name
AVPs are provided regardless if the charging identifier appliesto the entire IP-CAN session or to the
default bearer since the PCC Rules are not yet authorized at this stage.

NOTE 2: For Case 1 and GPRS, the charging identifier for an IP-CAN bearer is provided together with all the
Charging-Rule-Name AV Ps or Charging-Rule-Base-Name AV Ps corresponding to PCC rules activated or
installed within the IP-CAN bearer.

The Access-Network-Charging-ldentifier-Gx AV P can be sent from the PCEF to the PCRF. The PCRF may use this
information for charging correlation towards the AF.

AVP Format:

Access- Net wor k- Charging-ldentifier-Gx ::= < AVP Header: 1022 >

Access- Net wor k- Char gi ng- | dent i fi er-Val ue}
Char gi ng- Rul e- Base- Nane ]

Char gi ng- Rul e- Nane ]

| P- CAN- Sessi on- Char gi ng- Scope ]

AVP |

*
*

— — — —

*

5.3.23 Bearer-Control-Mode AVP

The Bearer-Control-Mode AV P (AVP code 1023) is of type of Enumerated. It is sent from PCRF to PCEF and indicates
the PCRF selected bearer control mode.

The following values are defined:
UE_ONLY (0)
Thisvalueis used to indicate that the UE shall request any resource establishment, modification or termination.
RESERVED (1)
Thisvalueis not used in this Release.
UE_NW (2)

Thisvalueis used to indicate that both the UE and PCEF may request any resource establishment, modification
or termination by adding, modifying or removing traffic flow information.

See Annex A.3.8 for particularitiesin 3GPP-GPRS access.

5.3.24 Network-Request-Support AVP

The Network-Request-Support AVP (AVP code 1024) is of type of Enumerated and indicates the UE and network
support of the network initiated procedures.
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If the Network Request Support AV P has not been previously provided, its absence shall indicate the value
NETWORK_REQUEST NOT SUPPORTED. If the Network Request Support AV P has been provided, its value shall
remain valid until it is provided the next time.

The following values are defined:
NETWORK_REQUEST NOT SUPPORTED (0)

Thisvaueis used to indicate that the UE and the access network do not support the network initiated bearer
establishment request procedure.

NETWORK_REQUEST SUPPORTED (1)

Thisvalue is used to indicate that the UE and the access network support the network initiated bearer
establishment request procedure.

5.3.25 Guaranteed-Bitrate-DL AVP

The Guaranteed-Bitrate-DL AVP (AVP code 1025) is of type Unsigned32, and it indicates the guaranteed bitrate in bits
per second for adownlink service dataflow. The bandwidth contains al the overhead coming from the IP-layer and the
layers above, e.g. IP, UDP, RTP and RTP payload.

When the Extended-BW-NR feature is supported and the value to be transmitted exceeds 2°32-1, the Extended-GBR-
DL AVP shall be used; see subclause 4.5.30 and subclause 5.3.136.

5.3.26 Guaranteed-Bitrate-UL AVP

The Guaranteed-Bitrate-UL AVP (AVP code 1026) is of type Unsigned32, and it indicates the guaranteed bitrate in bits
per second for an uplink service data flow. The bandwidth contains all the overhead coming from the IP-layer and the
layers above, e.g. IP, UDP, RTP and RTP payload.

When the Extended-BW-NR feature is supported and the value to be transmitted exceeds 2/32-1, the Extended-GBR-
UL AVP shall be used; see subclause 4.5.30 and subclause 5.3.137.

5.3.27 IP-CAN-Type AVP (All access types)

The IP-CAN-Type AVP (AVP code 1027) is of type Enumerated, and it shall indicate the type of Connectivity Access
Network in which the user is connected.

The IP-CAN-Type AVP shal always be present during the IP-CAN session establishment. During an IP-CAN session
modification, this AVP shall be present when there has been a change in the IP-CAN type and the PCRF requested to be
informed of this event. The Event-Trigger AVP with value | P-CAN-CHANGE shall be provided together with the IP-
CAN-Type AVP.

NOTE 1: Theinformative Annex C presents a mapping between the code values for different access network types.
The following values are defined:
3GPP-GPRS (0)

This value shall be used to indicate that the IP-CAN is associated with a 3GPP GPRS access that is connected to
the GGSN based on the Gn/Gp interfaces and is further detailed by the RAT-Type AVP. RAT-Type AVP will
include applicable 3GPP values, except EUTRAN (WB-EUTRAN) , EUTRAN-NB-IoT and LTE-M.

DOCSIS (1)
Thisvalue shall be used to indicate that the IP-CAN is associated with a DOCSI'S access.
xDSL (2)
This value shall be used to indicate that the IP-CAN is associated with an XDSL access.
WiMAX (3)
Thisvalue shall be used to indicate that the IP-CAN is associated with a WiMAX access (IEEE 802.16).
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3GPP2 (4)

Thisvalue shall be used to indicate that the IP-CAN is associated with a 3GPP2 access connected to the 3GPP2
packet core as specified in 3GPP2 X.S0011 [20] and is further detailed by the RAT-Type AVP.

3GPP-EPS (5)

This value shall be used to indicate that the IP-CAN is associated with a 3GPP EPS access and is further detailed
by the RAT-Type AVP.

Non-3GPP-EPS (6)

This value shall be used to indicate that the IP-CAN is associated with an EPC based non-3GPP accessand is
further detailed by the RAT-Type AVP and AN-Trusted AVP if applicable.

FBA (7)

Thisvalue shall be used to indicate that the IP-CAN is associated with any kind of Fixed Broadband Network
access convergence viathe |P Edge (e.g, xDSL, Fiber).

3GPP-5GS (8)

This value shall be used to indicate that the IP-CAN is associated with a 3GPP 5GS access and is further detailed
by the RAT-Type AVP. RAT-Type AVP will include applicable 3GPP values, except EUTRAN-NB-10T and
LTE-M.

NOTE 2: Thisvalueisnot used in the present specification.
Non-3GPP-5GS (9)
Thisvalue shall be used to indicate that the IP-CAN is associated with a 5GS based non-3GPP access.

NOTE 3: Thisvalueisnot used in the present specification.

5.3.28 QoS-Negotiation AVP (3GPP-GPRS Access Type only)

The QoS-Negotiation AVP (AVP code 1029) is of type Enumerated. The value of the AV P indicates for asingle PCC
rule request if the PCRF is allowed to negotiate the QoS by supplying in the answer to this request an authorized QoS
different from the requested QoS.

NOTE: Theindicated value of the QoS-Negotiation AV P has no significance for any later PCC rule request. The
following values are defined:

NO_QoS NEGOTIATION (0)
This value indicates that a QoS negotiation is not allowed for the corresponding PCC rule request.
QoS NEGOTIATION_SUPPORTED (1)

Thisvalue indicates that a QoS negotiation is allowed for the corresponding PCC rule request. Thisis the default
value applicableif this AVP is not supplied.

5.3.29 QoS-Upgrade AVP (3GPP-GPRS Access Type only)

The QoS-Upgrade AVP (AVP code 1030) is of type Enumerated. The value of the AV P indicates whether the SGSN
supports that the GGSN upgrades the QoS in a Create PDP context response or Update PDP context response. If the
SGSN does not support a QoS upgrade, the PCRF shall not provision an authorized bitrates (e.g. GBR, MBR) which are
higher than the requested bitrates for this IP CAN bearer in the response of the IP-CAN session establishment or
modification. The setting is applicable to the bearer indicated in the request within the Bearer-Identifier AVP.

If no QoS-Upgrade AV P has been supplied for an IP CAN bearer, the default value
QoS_UPGRADE_NOT_SUPPORTED is applicable. If the QoS-Upgrade AV P has previously been supplied for an IP
CAN bearer but is not supplied in a new PCC rule request, the previously supplied value remains applicable.

The following values are defined:
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QoS_UPGRADE_NOT_SUPPORTED (0)

Thisvalue indicates that the IP-CAN bearer does not support the upgrading of the requested QoS. Thisisthe
default value applicable if no QoS-Upgrade AV P has been supplied for an IP CAN bearer.

QoS _UPGRADE_SUPPORTED (1)
Thisvalue indicates that the IP-CAN bearer supports the upgrading of the requested QoS.

5.3.30 Event-Report-Indication AVP (All access types)

The Event-Report-Indication AVP (AVP code 1033) is of type Grouped. When sent from the PCRF to the PCEF, it is
used to report an event coming from the Access Network GW (BBERF) and relevant info to the PCEF. When sent from
the PCEF to the PCRF, it is used to provide the information about the required event triggers to the PCRF. Only Event-
Trigger AVP will be supplied in this case.

The PCEF may require adding new event triggers or removing the already provided ones. In order to do so, the PCEF
shall provide the new complete list of applicable event triggers within the Event-Trigger AV P included in the Event-
Report-Indication AVP to the PCRF.

The PCEF may require removing al previously provided event triggers by providing the Event-Trigger AV P set to the
value NO_EVENT_TRIGGERS included in the Event-Report-Indication AV P to the PCRF.

If the event triggers required by the PCEF are associated with certain parameter values, the PCRF shall provide those
values to the PCEF.

Whenever the PCEF subscribes to an event report indication by using the CCR command, the PCRF shall only send the
corresponding currently applicable values which have been updated (e.g. 3GPP-User-Location-Info, 3GPP2-BSID, etc.)
to the PCEF in the CCA if available. In this case, the Event-Trigger AVPs shall not be included.

NOTE 1: The PCRF can get the currently applicable values during the IP-CAN session establishment procedure or
during the information reporting from the BBERF when the BBERF gets event subscription from the
PCRF as defined in clause 5.3.7.

The PCEF may subscribe to different or common set of event triggers at different BBERFs by including the Routing-1P-
Address AVP in the Event-Report-Indication AVP to the PCRF.

The PCEF may provide the following Event-Trigger values to the PCRF: RAI_CHANGE, RAT_CHANGE,
USER_LOCATION_CHANGE, UE_TIME_ZONE_CHANGE, USER_CSG_INFORMATION_CHANGE,
USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE, USER_CSG_
HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE, TAI_CHANGE, ECGI_CHANGE and
ENODEB_CHANGE.

Applicability of the Event-Triggersto the different accessesis defined in clause 5.3.7.

AVP Format:

Event - Report-Indication ::= < AVP Header: 1033 >

[ AN-Trusted ]

*[ Event-Trigger ]

[ User-CSG Information ]

[ 1 P-CAN Type ]

0*2 [ AN GV Address ]

3GPP- SGSN- Addr ess ]
3GPP- SGSN- | pv6- Addr ess ]
3GPP- SGSN- MCC- M\C ]
Franed- | P- Address ]
RAT- Type ]
RAI ]
3GPP- User - Location-Info ]
Trace-Data ]
Trace- Ref erence ]
3GPP2-BSI D ]
3GPP- M5- Ti neZone ]
Routi ng- | P- Addr ess ]
UE- Local - | P- Address ]
HeNB- Local - | P- Addr ess ]
UDP- Sour ce- Port ]
Presence- Reporting-Area-Information ]

— — — — — — — — — — — — ) — — —
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[ AVP ]

NOTE 2: The IP-CAN-Type, AN-GW-Address, AN-Trusted, 3GPP-SGSN-Address, 3GPP-SGSN-1pv6-Address,
3GPP-SGSN-MCC-MNC, Framed-IP-Address, UE-L ocal-IP-Address, HeNB-Local -1P-Address and
UDP-Source-Port, Presence-Reporting-Area-Information AV Ps are not applicable to the Gx interface.

5.3.31 RAT-Type AVP

The RAT-Type AVP (AVP code 1032) is of type Enumerated and is used to identify the radio access technology that is
serving the UE. It may be further detailed by AN-Trusted if applicable.

NOTE 1: Vaues0-999 are used for generic radio access technologies that can apply to different IP-CAN types and
are not IP-CAN specific.

NOTE 2: Vaues 1000-1999 are used for 3GPP specific radio access technology types.
NOTE 3: Values 2000-2999 are used for 3GPP2 specific radio access technology types.
NOTE 4: Theinformative Annex C presents a mapping between the code values for different access network types.
The following values are defined:

WLAN (0)

Thisvalue shall be used to indicate that the RAT isWLAN.
VIRTUAL (1)

This value shall be used to indicate that the RAT is unknown. For further details refer to 3GPP TS 29.274 [22].
UTRAN (1000)

This value shall be used to indicate that the RAT is UTRAN. For further details refer to 3GPP TS 29.060 [18].
GERAN (1001)

This value shall be used to indicate that the RAT is GERAN. For further details refer to 3GPP TS 29.060 [18].
GAN (1002)

Thisvalue shall be used to indicate that the RAT is GAN. For further details refer to 3GPP TS 29.060 [18] and
3GPP TS 43.318 [29].

HSPA_EVOLUTION (1003)

This value shall be used to indicate that the RAT is HSPA Evolution. For further details refer to
3GPP TS 29.060 [18].

EUTRAN (1004)

This value shall be used to indicate that the RAT is EUTRAN (WB-EUTRAN). For further details refer to
3GPP TS 29.274[22].

EUTRAN-NB-IoT (1005)

This value shall be used to indicate that the RAT isNB-IoT. For further details refer to 3GPP TS 29.274 [22].
NR (1006)

This value shall be used to indicate that the RAT isNR.
NOTE 5: Thisvalueisnot used in the present specification.
LTE-M (1007)
This value shall be used to indicate that the RAT isLTE-M. For further detailsrefer to 3GPP TS 29.274 [22].
CDMAZ2000_1X (2000)
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Thisvalue shall be used to indicate that the RAT is CDMA2000 1X. For further details refer to
3GPP2 X.S0011 [20].
HRPD (2001)
Thisvalue shall be used to indicate that the RAT isHRPD. For further details refer to 3GPP2 X.S0011 [20].
UMB (2002)
Thisvalue shall be used to indicate that the RAT is UMB. For further details refer to 3GPP2 X.S0011 [20].
EHRPD (2003)
This value shall be used to indicate that the RAT is eHRPD. For further details refer to 3GPP2 X.S0057 [24].

5.3.32 Allocation-Retention-Priority AVP (All access types)

The Allocation-Retention-Priority AVP (AVP code 1034) is of type Grouped, and it is used to indicate the priority of
allocation and retention, the pre-emption capability and pre-emption vulnerability for the SDF if provided within the
QoS-Information-AV P or for the EPS default bearer if provided within the Default-EPS-Bearer-QoS AVP.

The Priority-Level AVP of the default bearer should be set to a sufficiently high level of priority and the ARP pre-
emption vulnerability of the default bearer should be set appropriately to minimize the risk for unexpected PDN
disconnection or UE detach from the network according to operator specific policies.

AVP Format:

Al l ocation-Retention-Priority ::= < AVP Header: 1034 >
{ Priority-Level }
[ Pre-enption-Capability ]
[ Pre-enption-Vulnerability ]

5.3.33 CoA-IP-Address AVP (All access types)

The CoA-IP-Address AVP (AVP Code 1035) is of type Address and contains the mobile node's care-of-address. The
care-of-address type may be Ipv4 or 1pv6.

5.3.34 Tunnel-Header-Filter AVP (All access types)

The Tunnel-Header-Filter AVP (AVP code 1036) is of type IPFilterRule, and it defines the tunnel (outer) header filter
information of a MIP tunnel where the associated QoS rules apply for the tunnel payload.

The Tunnel-Header-Filter AV P shall include the following information:
- Action shall be set to "permit";
- Direction (in or out);
- Protocaol;
- Source |P address;
- Source port (single value) for UDP tunneling;
- Destination |P address;
- Dedtination port (single value) for UDP tunneling.
The |PFilterRule type shall be used with the following restrictions:
- Options shall not be used.
- Theinvert modifier "!" for addresses shall not be used.
The direction "out" refers to downlink direction.

Thedirection "in" refersto uplink direction.
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5.3.35 Tunnel-Header-Length AVP (All access types)

The Tunnel-Header-Length AVP (AVP code 1037) is of type Unsigned32. This AV P indicates the length of the tunnel
header in octets.

5.3.36 Tunnel-Information AVP (All access types)

The Tunnel-Information AVP (AVP code 1038) is of type Grouped, and it contains the tunnel (outer) header
information from a single IP flow. The Tunnel-Information AVP is sent from the PCEF to the PCRF and from the
PCRF to the BBERF.

The Tunnel-Information AVP may include only the Tunnel-Header-Length AV P, only the Tunnel-Header-Filter AVP,
or both.

The Tunnel-Header-Length AV P provides the length of the tunnel header and identifies the offset where the tunnelled
payload starts. The BBERF uses the length value provided in Tunnel-Header-Length AVP to locate the inner | P header
and perform service data flow detection and related QoS control.

The Tunnel-Header-Filter AVP identifies the tunnel (outer) header information in the downlink and uplink directions.
AVP Format:
Tunnel -I nformation ::= < AVP Header: 1038 >

[ Tunnel - Header - Lengt h ]

2 [ Tunnel -Header-Filter ]
*[ AVP ]

5.3.37 CoA-Information AVP (All access types)

The CoA-Information AVP (AVP code 1039) is of type Grouped, and it contains care-of-address and the tunnel
information related to the care of address. The CoA-Information AVP is sent from the PCEF to the PCRF.

When used, the CoA-Information AV P shall include a CoA-1P-Address AVP. The CoA-Information AVP shall aso
include a Tunnel-Information AV P, which provides the tunnel header length and tunnel header filter information related
to the specific care-of -address.

AVP Format:

CoA-Information ::= < AVP Header: 1039>
{ Tunnel -Information }
{ CoA-IP-Address }
*[ AVP ]

5.3.38 Rule-Failure-Code AVP (All access types)

The Rule-Failure-Code AVP (AVP code 1031) is of type Enumerated. It is sent by the PCEF to the PCRF within a
Charging-Rule-Report AVP to identify the reason a PCC Rule is being reported.

The following values are defined:
UNKNOWN_RULE_NAME (1)

Thisvalueis used to indicate that the pre-provisioned PCC rule could not be successfully activated because the
Charging-Rule-Name or Charging-Rule-Base-Name is unknown to the PCEF.

RATING_GROUP_ERROR (2)

Thisvalueis used to indicate that the PCC rule could not be successfully installed or enforced because the
Rating-Group specified within the Charging-Rule-Definition AV P by the PCRF is unknown or, invalid.

SERVICE_IDENTIFIER_ERROR (3)

Thisvalueis used to indicate that the PCC rule could not be successfully installed or enforced because the
Service-ldentifier specified within the Charging-Rule-Definition AVP by the PCRF isinvalid, unknown, or not
applicable to the service being charged.
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GW/PCEF_MALFUNCTION (4)

Thisvalueis used to indicate that the PCC rule could not be successfully installed (for those provisioned from
the PCRF) or activated (for those pre-provisioned in PCEF) or enforced (for those already successfully installed)
due to GW/PCEF malfunction.

RESOURCES_LIMITATION (5)

Thisvaueis used to indicate that the PCC rule could not be successfully installed (for those provisioned from
PCRF) or activated (for those pre-provisioned in PCEF) or enforced (for those already successfully installed) due
to alimitation of resources at the PCEF.

MAX_NR_BEARERS REACHED (6)

Thisvalue is used to indicate that the PCC rule could not be successfully installed (for those provisioned from
PCRF) or activated (for those pre-provisioned in PCEF) or enforced (for those already successfully installed) due
to the fact that the maximum number of bearers has been reached for the IP-CAN session.

UNKNOWN_BEARER _ID (7)

Thisvalueis used to indicate that the PCC rule could not be successfully installed or enforced at the PCEF
because the Bearer-1d specified within the Charging-Rule-Install AV P by the PCRF is unknown or invalid.
Applicable only for GPRS in the case the PCRF performs the bearer binding.

MISSING_BEARER_ID (8)

Thisvalue is used to indicate that the PCC rule could not be successfully installed or enforced at the PCEF
because the Bearer-1d is not specified within the Charging-Rule-Install AVP by the PCRF. Applicable only for
GPRS in the case the PCRF performs the bearer binding.

MISSING_FLOW_INFORMATION (9)

Thisvalueis used to indicate that the PCC rule could not be successfully installed or enforced because the Flow-
Information AV P is not specified within the Charging-Rule-Definition AV P by the PCRF during the first install
request of the PCC rule.

RESOURCE_ALLOCATION_FAILURE (10)

Thisvalueis used to indicate that the PCC rule could not be successfully installed or maintained since the bearer
establishment/modification failed, or the bearer was released.

UNSUCCESSFUL_QOS VALIDATION (11)

Thisvalueis used to:

- indicate that the QoS validation has failed or,

- Indicate when Guaranteed Bandwidth > Max-Requested-Bandwidth.
INCORRECT_FLOW_INFORMATION (12)

Thisvalue is used to indicate that the PCC rule could not be successfully installed or modified at the PCEF
because the provided flow information is not supported by the network (e.g. the provided IP address(es) or Ipv6
prefix(es) do not correspond to an |P version applicable for the IP-CAN session).

PS TO_CS HANDOVER (13)

Thisvaue is used to indicate that the PCC rule could not be maintained because of PSto CS handover. This
valueisonly applicable for 3GPP-GPRS and 3GPP-EPS. Applicable to functionality introduced with the Rel9
feature as described in subclause 5.4.1.

TDF_APPLICATION_IDENTIFIER_ERROR (14)

Thisvalue is used to indicate that the rule could not be successfully installed or enforced because the TDF-
Application-ldentifier isinvalid, unknown, or not applicable to the application required for detection.

NO_BEARER_BOUND (15)
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Thisvalueis used to indicate that there isno IP-CAN bearer which the PCEF can bind the PCC rule(s) to.
FILTER_RESTRICTIONS (16)

Thisvalueis used to indicate that the Flow-Description AV P(s) cannot be handled by the PCEF because any of
the restrictions specified in subclause 5.4.2 was not met.

AN_GW_FAILED (17)

Thisvalueis used to indicate that the AN-Gateway has failed and that the PCRF should refrain from sending
policy decisionsto the PCEF until it isinformed that the S-GW has been recovered. This value shall not be used
if the IP-CAN Session Modification procedure isinitiated for PCC rule removal only.

MISSING_REDIRECT_SERVER_ADDRESS (18)

Thisvalueis used to indicate that the PCC rule could not be successfully installed or enforced at the PCEF
because there is no valid Redirect_Server_Address within the Redirect-Server-Address AV P provided by the
PCRF and no preconfigured redirection address for this PCC rule at the PCEF.

CM_END_USER_SERVICE_DENIED (19)

Thisvalueis used to indicate that the charging system denied the service request due to service restrictions (e.g.
terminate rating group) or limitations related to the end-user, for example the end-user's account could not cover
the requested service. When used over Sd reference point, it is applicable to functionality introduced with the
ABC feature as described in subclause 5b.4.1.

CM_CREDIT_CONTROL_NOT_APPLICABLE (20)

Thisvalueis used to indicate that the charging system determined that the service can be granted to the end user
but no further credit control is needed for the service (e.g. service is free of charge or istreated for offline
charging). When used over Sd reference point, it is applicable to functionality introduced with the ABC feature
as described in subclause 5b.4.1.

CM_AUTHORIZATION_REJECTED (21)

Thisvalueis used to indicate that the charging system denied the service request in order to terminate the service
for which credit is requested. When used over Sd reference point, it is applicable to functionality introduced with
the ABC feature as described in subclause 5b.4.1.

CM_USER_UNKNOWN (22)

Thisvalue is used to indicate that the specified end user could not be found in the charging system. When used
over Sd reference point, it is applicable to functionality introduced with the ABC feature as described in
subclause 5b.4.1.

CM_RATING_FAILED (23)

Thisvalueis used to inform the PCRF that the charging system cannot rate the service request due to insufficient
rating input, incorrect AV P combination or due to an AVP or an AV P value that is not recognized or supported
in the rating. When used over Sd reference point, it is applicable to functionality introduced with the ABC
feature as described in subclause 5b.4.1.

ROUTING_RULE_REJECTION (24)

Thisvalueis used to inform the PCRF that the PCC rule cannot be enforced due to the corresponding NBIFOM
routing ruleis rejected by the UE because of the unspecified reason. Applicable to functionality introduced with
the NBIFOM feature as described in subclause 5.4.1.

UNKNOWN_ROUTING_ACCESS INFORMATION (25)

Thisvalueis used to inform the PCRF that the PCC rule cannot be enforced due to the corresponding NBIFOM
routing ruleis rejected by the UE because of the accessinformation indicated in the PCC rule is unknown for the
UE. Applicable to functionality introduced with the NBIFOM feature as described in subclause 5.4.1.

NO_NBIFOM_SUPPORT (26)
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Thisvalueis used to inform the PCRF that the PCEF has discovered that NBIFOM is not supported. Applicable
to functionality introduced with the NBIFOM feature as described in subclause 5.4.1.
UE_STATE_SUSPEND (27)

Thisvalueis used to inform the PCRF that the PCEF has discovered that the UE isin suspend state. Applicable
to functionality introduced with the UE-Status-Change feature as described in subclause 5.4.1.

5.3.39 APN-Aggregate-Max-Bitrate-DL AVP

The APN-Aggregate-Max-Bitrate-DL AVP (AVP code 1040) is of type Unsigned32, and it indicates the maximum
aggregate bit rate in bits per seconds for the downlink direction across all non-GBR bearers related with the same APN.

When provided in a CC-Reguest, it indicates the subscribed maximum bitrate and/or the maximum bitrate retained in
the PCEF. When provided in a CC-Answer, it indicates the maximum bandwidth authorized by PCRF.

When the Extended-BW-NR feature is supported and the value to be transmitted exceeds 2/32-1, the Extended-APN-
AMBR-DL AVP shall be used; see subclause 4.5.30 and subclause 5.3.134.

5.3.40 APN-Aggregate-Max-Bitrate-UL AVP

The APN-Aggregate-Max-Bitrate-UL AVP (AVP code 1041) is of type Unsigned32, and it indicates the maximum
aggregate bit rate in bits per seconds for the uplink direction across all non-GBR bearers related with the same APN.

When provided in a CC-Reguest, it indicates the subscribed maximum bandwidth and/or the maximum bitrate retained
in the PCEF. When provided in a CC-Answer, it indicates the maximum bandwidth authorized by PCRF.

When the Extended-BW-NR feature is supported and the value to be transmitted exceeds 232-1, the Extended-APN-
AMBR-DL AVP shall be used; see subclause 4.5.30 and subclause 5.3.135.

5.3.41 Revalidation-Time (ALL Access Types)

The Revalidation-Time AVP (AVP code 1042) is of type Time. This value indicates the NTP time before which the
PCEF will have to re-request PCC rules. This value only applies when the event trigger value
REVALIDATION_TIMEOUT is provisioned together with Revalidation-Time AVP or has been already provisioned
viaCCA or RAR.

5.3.42 Rule-Activation-Time (ALL Access Types)

The Rule-Activation-Time AVP (AVP code 1043) is of type Time. This value indicates the NTP time at which the PCC
rule has to be enforced. The AVP isincluded in Charging-Rule-Install AVP and is applicable for all the PCC rules
included within the Charging-Rule-Install AVP.

5.3.43 Rule-Deactivation-Time (ALL Access Types)

The Rule-Desactivation-Time AVP (AVP code 1044) is of type Time. This value indicates the NTP time at which the
PCEF has to stop enforcing the PCC rule. The AVP isincluded in Charging-Rule-Install AVP and is applicable for all
the PCC rulesincluded within the Charging-Rule-Install AVP.

5.3.44 Session-Release-Cause (All access types)

Session-Release-Cause AVP (AVP code 1045) is of type Enumerated, and determines the cause of release the IP-CAN
session by the PCRF. The following values are defined:

UNSPECIFIED_REASON (0)
Thisvalueis used for unspecified reasons.
UE_SUBSCRIPTION_REASON (1)

Thisvalue is used to indicate that the subscription of UE has changed (e.g. removed) and the session needs to be
terminated.

INSUFFICIENT_SERVER_RESOURCES (2)
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Thisvalueis used to indicate that the server is overloaded and needs to abort the session.
IP_CAN_SESSION_TERMINATION (3)

Thisvalueis used to indicate that the corresponding IP-CAN session isterminated. The
IP_CAN_SESSION_TERMINATION vaueisintroduced in order to be used by Sd only, when PCRF initiates
the TDF session termination within IP-CAN session termination.

UE_IP_ADDRESS_RELEASE (4)

Thisvalueis used to indicate that the |pv4 address of adual stack IP-CAN session isreleased. The
UE_IP_ADDRESS RELEASE vaueisintroduced in order to be used by Sd only, when PCRF initiates the TDF
session termination if the Ipv4 address of a dual stack IP-CAN session isreleased and if there is an active |pv4
address related TDF session for that IP-CAN session.

5.3.45 Priority-Level AVP (All access types)

The Priority-Level AVP (AVP code 1046) is of type Unsigned 32. The AV P is used for deciding whether a bearer
establishment or modification request can be accepted or needs to be rejected in case of resource limitations (typically
used for admission control of GBR traffic). The AV P can aso be used to decide which existing bearers to pre-empt
during resource limitations. The priority level defines the relative importance of aresource request.

Values 1to 15 are defined, with value 1 as the highest level of priority.

Values 1 to 8 should only be assigned for services that are authorized to receive prioritized treatment within an operator
domain. Values 9 to 15 may be assigned to resources that are authorized by the home network and thus applicable when
aUE isroaming.

NOTE: The Priority-Level AVP can be used in addition to the QoS-Class-Identifier AV P to determine the user
plane transport level packet marking, e.g. to set the DSCP marking of the associated EPS bearer.

5.3.46 Pre-emption-Capability AVP

The Pre-emption-Capability AVP (AVP code 1047) is of type Enumerated. If it is provided within the QoS-Information
AVP, the AVP defines whether a service data flow can get resources that were already assigned to another service data
flow with alower priority level. If it is provided within the Default-EPS-Bearer-QoS AV P, the AV P defines whether
the default bearer can get resources that were already assigned to another bearer with alower priority level.

The following values are defined:
PRE-EMPTION_CAPABILITY_ENABLED (0)

Thisvalue indicates that the service data flow or bearer is allowed to get resources that were aready assigned to
another service data flow or bearer with alower priority level.

PRE-EMPTION_CAPABILITY_DISABLED (1)

Thisvalue indicates that the service data flow or bearer is not allowed to get resources that were aready assigned
to another service data flow or bearer with alower priority level. Thisis the default value applicable if this AVP
is not supplied.
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5.3.47 Pre-emption-Vulnerability AVP

The Pre-emption Vulnerability AVP (AVP code 1048) is of type Enumerated. If it is provided within the QoS-
Information AV P, the AV P defines whether a service data flow can lose the resources assigned to it in order to admit a
service data flow with higher priority level. If it is provided within the Default-EPS-Bearer-QoS AV P, the AV P defines
whether the default bearer can lose the resources assigned to it in order to admit a pre-emption capable bearer with a
higher priority level.

The following values are defined:
PRE-EMPTION_VULNERABILITY_ENABLED (0)

This value indicates that the resources assigned to the service data flow or bearer can be pre-empted and
allocated to a service data flow or bearer with a higher priority level. Thisisthe default value applicable if this
AVP s not supplied.

PRE-EMPTION_VULNERABILITY_DISABLED (1)

This value indicates that the resources assigned to the service data flow or bearer shall not be pre-empted and
alocated to a service data flow or bearer with a higher priority level.

5.3.48 Default-EPS-Bearer-QoS AVP

The Default-EPS-Bearer-QoS AVP (AVP code 1049) is of type Grouped, and it defines the QoS information for the
EPS default bearer. When this AVP is sent from the PCEF to the PCRF, it indicates the subscribed QoS for the default
EPS bearer and/or the retained QoS for the default EPS bearer in the PCEF. When this AV P is sent from the PCRF to
the PCEF, it indicates the authorized QoS for the default EPS bearer.

The QoS class identifier identifies a set of IP-CAN specific QoS parameters that define QoS, excluding the applicable
bitrates and ARP. When included in the Default-EPS-Bearer-QoS AVP, it shall include only non-GBR values.

The Allocation-Retention-Priority AVP isan indicator of the priority of alocation and retention for the default bearer.
AV P Format:

Def aul t - EPS- Bear er - QoS: : = < AVP Header: 1049 >
[ QoS-C ass-ldentifier ]
[ Allocation-Retention-Priority ]
*[ AVP ]

5.3.49 AN-GW-Address AVP (All access types)

The AN-GW-Address AVP (AVP code 1050) is of type Address, and it contains the control plane [pv4 and/ or 1pv6 (if
available) address(es) of the access node gateway (SGW for 3GPP and AGW/ePDG for non-3GPP networks).

NOTE: If both Ipv4 and Ipv6 addresses are provided then two instances of this AVP are required in Diameter
commands

5.3.50 Resource-Allocation-Notification AVP (All access types)
The Resource-Allocation-Notification AVP (AVP code 1063) is of type Enumerated.

If the Resource-Allocation-Notification AV P isincluded within a Charging-Rule-Install AVP it defines whether the
rules included within the Charging-Rule-Install AVP need be notified.

The following values are defined:
ENABLE_NOTIFICATION (0)
This value shall be used to indicate that the allocation of resources for the related PCC rules shall be confirmed.

5.3.51 Security-Parameter-Index AVP (All access types)

The Security-Parameter-Index AVP (AVP code 1056) is of type OctetString, and it contains the security parameter
index of the IPSec packet. One example isthat of a TFT packet filter as defined in 3GPP TS 24.008 [13].
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5.3.52 Flow-Label AVP (All access types)

The Flow-Label AVP (AVP code 1057) is of type OctetString, and it contains the Ipv6 flow label header field. One
exampleisthat of a TFT packet filter as defined in 3GPP TS 24.008 [13].

5.3.53 Flow-Information AVP (All access types)

The Flow-Information AVP (AVP code 1058) is of type Grouped, and it is sent from the PCRF to the PCEF and
contains the information from asingle IP flow packet filter.

The Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AV Ps specify the parametersto be
used for matching payload packets. If any of these AV Psis present, then the Flow-Direction AVP shall aso be
included. If the Flow-Information AV P includes any of the Flow-Description, ToS-Traffic-Class, Security-Parameter-
Index or Flow-Label AV Ps, these values replace any previous val ue for al the Flow-Description, ToS-Traffic-Class,
Security-Parameter-Index and Flow-Label AVPs.

The Flow-Information AVP shall include the Flow-Direction AV P, declaring in what direction(s) the filter applies.

The PCRF shall only assign the packet filter identifier in the Packet-Filter-Identifier AVP for PCC rules created as a
result of UE-initiated resource allocation.

NOTE 1. The UE can only modify packet filters that the UE has introduced and associated resources. The packet
filter identifiers are only needed for packet filters created by the UE.

For PCC rules modified as aresult of UE-initiated resource modification that include the modified Flow-Information
AVP, the PCRF shall include the packet filter identifier in the Packet-Filter-Identifier AVP.

The Flow-Direction AV P shall be included unless no other AV Ps other than Packet-Filter-ldentifier AVP are included
within the Flow-Information AVP.

The Routing-Rule-Identifier AVP shall be included in the case of NBIFOM and when the PCRF initiates/has initiated
the NBIFOM routing rule(s). It is used by the PCEF as routing rule identifier for the corresponding NBIFOM routing
rule sent over Gx interface when the PCEF receives an UE-requested | P flow mapping modification request for the
routing rule. See subclause 4.5.25.2 for further details.

NOTE 2: For 3GPP accesses, the possible combinations of Flow-Description, Type-of-Service/Traffic Class, the
IPSec SPI, and the Flow Label in the TFT filter are defined in 3GPP TS 23.060 [17].

AVP Format:

Fl ow- I nfornation ::= < AVP Header: 1058 >
[ Flow Description ]
[ Packet-Filter-ldentifier ]
[ Packet-Filter-Usage ]
[ ToS-Traffic-C ass ]
[ Security-Paraneter-|ndex ]
[ Flow Label ]
[ FlowDirection ]
[ Routing-Rule-ldentifier ]
*[ AVP |

5.3.54 Packet-Filter-Content AVP

The Packet-Filter-Content AVP (AVP code 1059) is of type | PFilterRule, and it contains the content of the packet filter
as requested by the UE and required by the PCRF to create the PCC rules. The following information shall be sent:

- Action shall be set to "permit".
- Direction shall be set to "out".

- Protocol shall be set to the value provided within the packet filter provided by the UE. If not provided, Protocol
shall be setto "ip".

- Source | P address (possibly masked). The Source | P address shall be derived from the packet filter parameters,
for the remote end, sent by the UE. If the Source I P address is not provided by the UE, thisfield shall be set to

any".
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- Source and/or destination port (single value, list or ranges). The information shall be derived from the remote
and/or local port packet filter parameters. Source and/or destination port(s) shall be omitted if the corresponding
information is not provided in the packet filter.

- Dedtination IP address (possibly masked). The Destination | P address shall be derived from the packet filter
parameters sent by the UE. The Destination shall be set to the value provided by the UE. If no Destination |P
addressis provided in the packet filter the Destination shall be set to "assigned”, which refersto the |pv4 address
and/or 1pv6 prefix of the UE asindicated by the Framed-1P-Address and/or Framed-1pv6-Prefix AV Ps.

The |PFilterRule type shall be used with the following restrictions:
- No options shall be used.
- Theinvert modifier "!" for addresses shall not be used.

The direction "out" indicates that the | PFilterRule "source” parameters correspond to the "remote” parametersin the
packet filter and the | PFilterRule "destination” parameters correspond to the "local" (UE end) parameters. The Packet-
Filter-Content AV P appliesin the direction(s) as specified in the accompanying Flow-Direction AVP.

Destination I P address including the value provided by the UE may be provided within the Packet-Filter-Content AVP
when the ExtendedFilter feature is supported as described in clause 5.4.1.

5.3.55 Packet-Filter-Identifier AVP

The Packet-Filter-ldentifier AVP (AVP code 1060) is of type OctetString, and it indicates the identity of the packet
filter. For PCC rules created as aresult of UE-initiated resource allocation, the packet filter identifier is assigned by the
PCRF and within the scope of the PCRF is unique per UE.

5.3.56 Packet-Filter-Information AVP

The Packet-Filter-Information AVP (AVP code 1061) is of type Grouped, and it contains the information from a single
packet filter sent from the PCEF to the PCRF. Depending on the Packet-Filter-Operation included within the CCR
command it may include the packet filter identifier, eval uation precedence, filter value, filter direction, Type-of-
Service/Traffic Class, the IPSec SPI, and the Flow Label.

When the Packet-Filter-Operation AV P included within the CCR command indicates DELETION, only the Packet-
Filter-ldentifier AVP shall be provided.

The Flow-Direction AV P shall be included unless no other AV Ps other than Packet-Filter-ldentifier AVP are included
within the Packet-Filter-Information AVP.

When the Packet-Filter-Operation AV P included within the CCR command indicates ADDITION and is linked to an
existing packet filter, only the Packet-Filter-ldentifier AVP shall be provided for the existing packet filter.

See annex B.3.4 for E-UTRAN specific details.

AVP Format:

Packet-Filter-Infornmation ::= < AVP Header: 1061 >

[ Packet-Filter-ldentifier ]
[ Precedence ]

[ Packet-Filter-Content ]

[ ToS-Traffic-Cass ]

[ Security-Paraneter-|ndex ]
[ Flow Label ]

[ FlowDirection ]

[ AVP ]

*

5.3.57 Packet-Filter-Operation AVP

The Packet-Filter-Operation AVP (AVP code 1062) is of type of Enumerated, and it indicates a UE initiated resource
operation that causes arequest for PCC rules.

The following values are defined:

DELETION (0)
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Thisvalueis used to indicate that the resources reserved for the provided packet filter identifiers are to be
deleted and are no longer used by the UE.

ADDITION (1)
Thisvalueis used to indicate that the UE requests resources allocated for the provided packet filters.
MODIFICATION (2)

Thisvalue is used to indicate that the reserved QoS, the filter, the precedence, or any of the fields for the
provided packet filter identifiers are being modified.

5.3.58 PDN-Connection-ID AVP

The PDN-Connection-ID AVP (AVP code 1065) is of type OctetString, and it indicates the PDN connection to which
specific information refers.

5.3.59 Monitoring-Key AVP

The Monitoring-Key AVP (AVP code 1066) is of type OctetString and is used for usage monitoring control purposes as
an identifier to a usage monitoring control instance.

5.3.60 Usage-Monitoring-Information AVP

The Usage-Monitoring-Information AVP (AVP code 1067) is of type Grouped, and it contains the usage monitoring
control information.

The Monitoring-Key AV P identifies the usage monitoring control instance.

The Granted-Service-Unit AV P shall be used by the PCRF to provide the volume and/or the time of usage threshold
level to the PCEF. The CC-Total-Octets AV P shall be used for providing threshold level for the total volume, or the
CC-Input-Octets and/or CC-Output-Octets AV Ps shall be used for providing threshold level for the uplink volume
and/or the downlink volume. The CC-Time AVP shall be used for providing the time threshold to the PCEF.
Monitoring-Time AVP shall be used for providing the time at which the PCEF shall reapply the threshold value
provided by the PCRF.

The Used-Service-Unit AVP shall be used by the PCEF to provide the measured usage to the PCRF. Reporting shall be
done, as requested by the PCRF, in CC-Total-Octets, CC-Input-Octets, CC-Output-Octets or CC-Time AV Ps of Used-
Service-Unit AVP. The Monitoring-Time AV P within the Used-Service-Unit AV P shall indicate the usage after the
monitoring time as specified in clause 4.5.17.6.

The Quota-Consumption-Time AV P defines the time interval in seconds after which the time measurement shall stop
for the Monitoring Key, if no packets are received belonging to the corresponding Monitoring Key. The Quota
Comsumption-Time may be included when the Usage-M onitoring-I nformationAV P also contains a Granted-Service-
Unit including a CC-Time AVP (i.e. when the granted usage is for for usage monitoring based on time). If the Quota-
Consumption-Time AVP contains a value of zero, or if no Quota-Consumption-Time AV P is present, the time of usage
shall be measured continuously from the point user plane traffic is detected for the corresponding Monitoring Key until
the time usage measurement is disabled for the same Monitoring Key.

The Usage-Monitoring-Level AV P determines the scope of the usage monitoring instance.

The Usage-Monitoring-Report AV P determines if accumulated usage shall be reported for the usage monitoring key
included in Monitoring-Key AVP.

The Usage-Monitoring-Support AV P determines if a usage monitoring instance is disabled.

AVP Format:

Usage- Monitoring-Information::= < AVP Header: 1067 >

[ Monitoring-Key ]

0*2 [ Granted-Service-Unit ]

0*2 [ Used-Service-Unit ]
[ Quota-Consunption-Tinme ]
[ Usage- Monitoring-Level ]
[ Usage- Monitoring-Report ]
[ Usage- Monitoring-Support ]
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[ AVP ]

5.3.61 Usage-Monitoring-Level AVP

The Usage-Monitoring-Level AVP (AVP code 1068) is of type Enumerated and is used by the PCRF to indicate
whether the usage monitoring instance applies to the IP-CAN session or to one or more PCC rules or to one or more
ADC rules.

If Usage-Monitoring-Level AVP is not provided, its absence shall indicate the value PCC_RULE_LEVEL (2).
The following values are defined:
SESSION_LEVEL (0)

Thisvalue, if provided within an RAR or CCA command by the PCRF, indicates that the usage monitoring
instance applies to the entire IP-CAN session.

PCC_RULE_LEVEL (1)

Thisvalue, if provided within an RAR or CCA command by the PCRF indicates that the usage monitoring
instance applies to one or more PCC rules. This value is only applicable to Gx reference point.

ADC_RULE_LEVEL (2)

Thisvalue, if provided within a TSR, RAR or CCA command by the PCRF, indicates that the usage monitoring
instance applies to one or more ADC rules. Thisvalueis only applicable to Sd reference point. See clause 5b.4.

5.3.62 Usage-Monitoring-Report AVP

The Usage-Monitoring-Report AVP (AVP code 1069) is of type Enumerated and is used by the PCRF to indicate that
accumulated usage is to be reported by the PCEF regardless of whether a usage threshold is reached.

The following values are defined:
USAGE_MONITORING_REPORT_REQUIRED (0)

Thisvalue, if provided within an RAR or CCA command by the PCRF indicates that accumulated usage shall be
reported by the PCEF.

5.3.63 Usage-Monitoring-Support AVP

The Usage-Monitoring-Support AVP (AVP code 1070) is of type Enumerated and is used by the PCRF to indicate
whether usage monitoring shall be disabled for certain Monitoring Key.

The following values are defined:
USAGE_MONITORING_DISABLED (0)

This value indicates that usage monitoring is disabled for a monitoring key.

5.3.64 CSG-Information-Reporting AVP

The CSG-Information-Reporting AVP (AVP code 1071) is of type Enumerated, it is sent from the PCRF to the PCEF to
request the PCEF to report the user CSG information change to the OFCS. The following values are defined:

CHANGE_CSG_CELL (0)

This value indicates that the PCEF reports the user CSG information change to the OFCS when the UE
enters/leaves/accesses viaa CSG cell.

CHANGE_CSG_SUBSCRIBED_HYBRID_CELL (1)

This value indicates that the PCEF reports the user CSG information change to the OFCS when the UE
enters/leaves/accesses via a hybrid cell in which the subscriber isa CSG member.

CHANGE_CSG_UNSUBSCRIBED_HYBRID_CELL (2)
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Thisvalue indicates that the PCEF reports the user CSG information change to the OFCS when the UE
enters/leaves/accesses via a hybrid cell in which the subscriber is not a CSG member.

NOTE: Dueto theincreased signalling load, it is recommended that such reporting applied for alimited number
of subscribersonly.

5.3.65 Flow-Direction AVP

The Flow-Direction AVP (AVP code 1080) is of type Enumerated. It indicates the direction/directions that afilter is
applicable, downlink only, uplink only or both down- and uplink (bidirectional).

UNSPECIFIED (0)

The corresponding filter applies for traffic to the UE (downlink), but has no specific direction declared. The
service data flow detection shall apply the filter for uplink traffic asif the filter was bidirectional. The PCRF
shall not use the value UNSPECIFIED in filters created by the network in NW-initiated procedures. The PCRF
shall only include the value UNSPECIFIED in filtersin UE-initiated proceduresif the same valueis received
from in the CCR request from the PCEF.

DOWNLINK (1)

The corresponding filter applies for traffic to the UE.
UPLINK (2)

The corresponding filter applies for traffic from the UE.
BIDIRECTIONAL (3)

The corresponding filter applies for traffic both to and from the UE.

NOTE: The corresponding filter datais unidirectional. Thefilter for the opposite direction has the same
parameters, but having the source and destination address/port parameters swapped.

5.3.66 Packet-Filter-Usage AVP (All access types)

The Packet-Filter-Usage AVP (AVP code 1072) is of type of Enumerated, and it indicates whether the UE shall be
provisioned with the related traffic mapping information, i.e. the packet filter. Traffic mapping information may be sent
to the UE as per the relevant |P-CAN specifications even if not instructed to do so with the Packet-Filter-Usage AVP.

The following values are defined:
SEND_TO _UE (1)

Thisvaueis used to indicate that the related traffic mapping information, i.e. the packet filter, shall be sent to
the UE, if applicable to the IP-CAN type as per relevant IP-CAN specifications.

NOTE: The maximum number of packet filters sent to UE is limited by the IP-CAN type. See access specific
annexes.

5.3.67 Charging-Correlation-Indicator AVP (All access types)
The Charging-Correlation-Indicator AVP (AVP code 1073) is of type Enumerated.

If the Charging-Correlation-Indicator AVP isincluded within a Charging-Rule-Install AV P it indicates that the Access-
Network-Charging-ldentifier-Gx AVP assigned to the dynamic PCC rules need to be provided.

The following values are defined:
CHARGING_IDENTIFIER_REQUIRED (0)

This value shall be used to indicate that the Access-Network-Charging-ldentifier-Gx AV P for the dynamic PCC
rule(s) shall be reported to the PCRF by the PCEF.
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5.3.68 Routing-Rule-Install AVP

The Routing-Rule-Install AVP (AVP code 1081 ) is of type Grouped, and it is used to install or modify IP flow mobility
routing rules defined in clause 4.3a or NBIFOM routing rules defined in clause 4.3c as instructed from the PCEF to the
PCRF.

For installing anew IP flow mobility routing rule/NBIFOM routing rule or modifying an I P flow mobility routing
rule/NBIFOM routing rule already installed, Routing-Rule-Definition AVP shall be used.

AVP Format:

Routing-Rule-Install ::= < AVP Header: 1081 >
*[ Routing-Rule-Definition ]
*[ AVP ]

5.3.69 Routing-Rule-Remove AVP

The Routing-Rule-Remove AVP (AVP code 1075) is of type Grouped, and it is used to remove I P flow mobility
routing rules defined in clause 4.3a or NBIFOM routing rule defined in clause 4.3c for an IP CAN session from the
PCRF.

Routing-Rule-ldentifier AVP is areference for a specific IP flow mobility routing rule/NBIFOM routing rule at the
PCRF to be removed.

AVP Format:

Rout i ng- Rul e- Renove ::= < AVP Header: 1075 >
*[ Routing-Rule-ldentifier ]
*[ AVP ]

5.3.70 Routing-Rule-Definition AVP

The Routing-Rule-Definition AVP (AVP code 1076) is of type Grouped, and it defines the IP flow mobility routing rule
or NBIFOM routing rule sent by the PCEF to the PCRF.

The Routing-Rule-lIdentifier AVP uniquely identifies the IP flow mobility routing rule or NBIFOM routing rule. It is
used to reference to a I P flow mobility routing rule or NBIFOM routing rule in communication between the PCEF and
the PCRF within one IP CAN session.

The Routing-1P-Address AV P identifies the | P address to be used for transporting for service data flows matching the
I P flow mobility routing rule. The |P address may be a care-of-address or the home address.

The IP-CAN-Type AVP identifies the access to be used for transporting service data flows matching the NBIFOM
routing rule. The IP-CAN type can be 3GPP-EPS or Non-3GPP-EPS in this release.

The Routing-Filter AVP(s) contains detailed description of routing filter(s) for determining the service data flows that
belong to the IP flow mobility routing rule or NBIFOM routing rule.

AVP Format:

Routi ng-Rul e-Definition ::= < AVP Header: 1076 >

{ Routing-Rule-ldentifier }
*[ Routing-Filter ]

[ Precedence ]

[ Routing-IP-Address ]

[ I P-CAN-Type ]

*[ AVP ]

5.3.71 Routing-Rule-Identifier AVP

The Routing-Rule-ldentifier AVP (AVP code 1077) is of type OctetString, and it defines a unique identifier for IP flow
mobility routing rule or NBIFOM routing rule. It uniquely identifies a | P flow mobility routing rule or NBIFOM routing
rule within one IP CAN session. The identifier value is assigned by the PCEF when instructing the PCRF to install the

I P flow mobility routing rule. The identifier value is assigned by the PCEF or the PCRF for the NBIFOM as defined in
subclause 4.3c.2.
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The Routing-Rule-Identifier AVP content shall be encoded as a UTF8String and begin with the type of node that
assigned the NBIFOM routing ruleidentifier, i.e. "PCEF" or "PCRF", the remainder of the Routing-Rule-ldentifier AVP
isdelimited by a";" character and may be any sequence.

5.3.72 Routing-Filter AVP

The Routing-Filter AVP (AVP code 1078) is of type Grouped and is sent from the PCEF to the PCRF. This AVP
contains the information for asingle routing filter .

The Routing-Filter AV P shall include the Flow-Direction AVP with value set to "BIDIRECTIONAL". The direction
information contained in the Flow-Description AVP shall be "out".

The routing filter may be wild carded by omitting ToS-Traffic-Class AV P, Security-Parameter-Index AV P, and Flow-
Label AVP, setting Flow-Direction AVP to the value "BIDIRECTIONAL", setting Flow-Description AVP to the value
"permit out ip from any to any".

The Routing-Filter AVP may aso include the Type-of-Service/Traffic Class, the IPSec SPI, and the Flow Label. The
values of these AV Ps are obtained from the routing information provided to the PCEF.

AVP Format:

Routing-Filter ::= < AVP Header: 1078 >

{ Fl ow Description }

{ FlowDirection }

[ ToS-Traffic-Cass ]

[ Security-Paraneter-|ndex ]
[ Fl ow Label ]
[ AVP ]

*

5.3.73 Routing-IP-Address AVP

The Routing-1P-Address AVP (AVP Code 1079) is of type Address and contains the mobile node's home address or
care-of-address. The address type may be Ipv4 or I pv6.

5.3.74 Void
5.3.75 Void
5.3.76 Void

5.3.77 TDF-Application-ldentifier AVP

The TDF-Application-ldentifier AVP (AVP Code 1088) is of type OctetString. It references the application detection
filter (e.g. its value may represent an application such asalist of URLS, etc.) which the PCC rule for application
detection and control in the PCEF applies. The TDF-Application-Identifier AV P references also the application in the
reporting to the PCRF.

5.3.78 TDF-Information AVP

The TDF-Information AVP (AVP code 1087) is of type Grouped and may be sent from the PCEF to the PCRF in a Gx
CCR with CC-Request-Type set to INITIAL-REQUEST. This AV P contains the information about the TDF that shall
handl e the application detection and reporting for that IP-CAN Session. The PCRF shall create the TDF session with
that TDF.

The TDF-Information AV P shall include either the TDF-Destination-Realm and TDF-Destination-Host AV P, or the
TDF-IP-Address AVP.

NOTE: The TDF-Information AVP may also be pre-provisioned in the PCRF. In case the TDF-Information AVP
pre-provisioned at the PCRF and not received from the PCEF, it is being handled e.g. by configuration
that PCEF routes the traffic to the same TDF. In case the TDF-Information is pre-provisioned in the
PCRF and also the value is received in CC-Request from the PCEF, the value received in CC-Request
takes precedence over pre-provisioned value.

AVP Format:
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TDF- I nformation:: = < AVP Header: 1087 >
[ TDF-Destination-Real m]
[ TDF-Destination-Host ]
[ TDF-1P-Address ]

5.3.79 TDF-Destination-Realm AVP

The TDF-Destination-Realm AV P (AVP code 1090) is of type Diameterldentity and contains the Destination-Realm of
the TDF.

5.3.80 TDF-Destination-Host AVP

The TDF-Destination-Host AVP (AVP code 1089) is of type Diameterl dentity and contains the Destination-Host of the
TDF.

5.3.81 TDF-IP-Address AVP

The TDF-1P-Address AVP (AVP Code 1091) is of type Address and contains the address of the corresponding TDF
node.

The address type may be Ipv4 or |pv6.
5.3.82 Redirect-Information AVP

The Redirect-Information AV P (AVP code 1085) is of type Grouped. It indicates whether the detected application
traffic should be redirected to another controlled address. The Redirect-Information AVP is sent from the PCRF asa
part of Charging-Rule-Definition AVP.

If the Redirect-Information AVP includes the Redirect-Server-Address AVP, the Redirect-Address-Type AVP shall
also be provided indicating the type of address given in the Redirect-Server-Address AVP.

AVP Format:

Redirect-Information ::= < AVP Header: 1085 >
[ Redirect-Support ]
[ Redirect-Address-Type ]
[ Redirect-Server-Address ]
*[ AVP ]

5.3.83 Redirect-Support AVP
The Redirect-Support AVP (AVP Code 1086) is of type Enumerated.
The following value is defined:
REDIRECTION_DISABLED (0)
Thisvalue indicates that redirection is disabled for a detected application'straffic.
REDIRECTION_ENABLED (1)

Thisvalue indicates that redirection is enabled for a detected application's traffic. Thisis the default value
applicableif a Redirect-Information AV P is provided for the first time and if this AVP is not supplied.

5.3.84 PS-to-CS-Session-Continuity AVP (3GPP-EPS access type only)

The PS-to-CS-Session-Continuity AVP (AVP code 1099) is of type Enumerated, and indicates whether the service data
flow is a candidate for PS to CS session continuity as specified in 3GPP TS 23.216 [40].

The following values are defined:
VIDEO_PS2CS CONT_CANDIDATE (0)

Thisvalueis used to indicate that the service data flow carries video and is a candidate for PS to CS session
continuity.
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5.3.85 Void
5.3.86 Void
5.3.87 Void
5.3.88 Void
5.3.89 Void
5.3.90 Void

5.3.91 Application-Detection-Information AVP

The Application-Detection-Information AV P (AVP code 1098) is of type Grouped, and it is used to report once the
start/stop of the application traffic, defined by TDF-Application-ldentifier, has been detected, in case PCRF has
subscribed for APPLICATION_START/APPLICATION_STOP Event-Triggers, unless arequest to mute such a
notification (Mute-Notification AVP) is part of the corresponding Charging-Rule-Definition AV P to the PCEF.

The corresponding TDF-Application-ldentifier AVP shall be included under Application-Detection-Information AVP.
When the Event trigger indicates APPLICATION_START, the Flow-Information AV P for the detected application, if
deducible, shall be included under Application-Detection-Information AVP. When the Flow-Information AVP is
included, the TDF-Application-I nstance-ldentifier AVP shall also be included. The Flow-Information AV P, if present,
shall contain the Flow-Description AVP and Flow-Direction AVP. Also, the corresponding Event-Trigger
(APPLICATION_START or APPLICATION_STOP) shall be provided to PCRF. When the TDF-Application-Instance-
Identifier AVP isincluded with an APPLICATION_START event, it shall also be included when the corresponding
APPLICATION_STOP event is notified.

AVP Format:
Application-Detection-Information ::= < AVP Header: 1098 >
{ TDF-Application-ldentifier }
[ TDF-Application-Instance-ldentifier ]

*[ Flow I nformation ]
*[ AVP ]

5.3.92 TDF-Application-Instance-ldentifier AVP

The TDF-Application-Instance-Identifier AVP (AVP Code 2802) is of type OctetString. It shall be dynamically
assigned by the PCEF supporting ADC feature in order to allow correlation of application Start and Stop events to the
specific service data flow description, if service data flow descriptions are deducible and shall be reported from the
PCEF to the PCRF when the flow description is deducible along with the corresponding Event Trigger.

5.3.93 Void
5.3.94 Void
5.3.95 HeNB-Local-IP-Address AVP (3GPP-EPS access type only)

The HeNB-Loca-IP-Address AVP (AVP code 2804) is of type Address and contains the H(e)NB local 1P address as
defined in Annex E.2.1. The H(e)NB local 1P address type may be Ipv4 or I pv6.
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5.3.96 UE-Local-IP-Address AVP (Non-3GPP-EPS access type only)

The UE-Local-IP-Address AVP (AVP code 2805) is of type Address and contains the UE local |P address. For BBAI,
refer to Annex E.2.1. The UE local IP address type may be Ipv4 or 1 pv6.

5.3.97 UDP-Source-Port AVP (3GPP-EPS and Non-3GPP-EPS access
types)

The UDP-Source-Port AVP (AVP Code 2806) is of type Unsigned32 and contains the UDP source port number in the
case that NA(P)T is detected for supporting interworking with fixed broadband access network as defined in Annex E.
When Untrusted WLAN over S2b access is supported as defined in Annex D.4, it contains the UDP source port number
used for the IKEv2 tunnel in the case that a NAT is detected and the IKEv2 messages exchanged between the UE and
the ePDG are encapsulated in the UDP messages according to IETF RFC 3948 [58].

5.3.98 Mute-Notification AVP

The Mute-Notification AVP (AVP code 2809) is of type Enumerated, and it is used to mute the notification to the
PCRF of the detected application's start/stop for the specific PCC Rule from the PCEF.

The following values are defined:
MUTE_REQUIRED (0)

Thisvaueis used to indicate that the PCEF shall not inform the PCRF when the application's start/stop for the
specific PCC rule(s) is detected.

Mute-Notification AVP shall be used for solicited application reporting only.

Absence of this AVP means that application start/stop notifications shall be sent for the detected application.

5.3.99 Monitoring-Time AVP

The Monitoring-Time AVP (AVP Code 2810) is of type Time and it defines the time at which the PCEF shall reapply
the threshold value provided by the PCRF.

5.3.100 AN-GW-Status AVP (3GPP-EPS access type)

The AN-GW-Status AVP (AVP code 2811) is of type Enumerated. It is sent from the PCEF to the PCRF to indicate the
status of the SGW.

The following values are defined:
AN_GW_FAILED (0)

This value indicates that the AN-Gateway has failed and that the PCRF should refrain from sending policy
decisions to the PCEF until it isinformed that the AN-Gateway has been recovered. This value shall not be used
if the IP-CAN Session Modification procedure isinitiated for PCC rule removal only.

5.3.101 User-Location-Info-Time AVP

The User-Location-Info-Time AVP (AVP Code 2812) is of type Time, and it contains the NTP time at which the UE
was last known to be in the location. The User-Location-Info-Time AVP is sent from the PCEF to the PCRF. The PCRF
forwardsit to the AF.

5.3.102 Credit-Management-Status AVP

The Credit-Management-Status AV P is of type Unsigned32 and it shall contain a bit mask. The bit O shall be the |east
significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall
be as defined below:
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Table 5.3.102: Credit-Management-Status

Bit Name Description
0 | End User Service This bit, when set, indicates that the charging system denied the service request due to
Denied service restrictions (e.g. terminate rating group) or limitations related to the end-user, for
example the end-user's account could not cover the requested service.

1 | Credit Control Not This bit, when set, indicates that the charging system determined that the service can be

Applicable granted to the end user but no further credit control is needed for the service (e.g.
service is free of charge or is treated for offline charging).

2 | Authorization This bit, when set, indicates that the charging system denied the service request in order

Rejected to terminate the service for which credit is requested.

3 | User Unknown This bit, when set, indicates that the specified end user could not be found in the
charging system.

4 | Rating Failed This bit, when set, indicates that the charging system cannot rate the service request
due to insufficient rating input, incorrect AVP combination or an AVP value that is not
recognized or supported in rating.

5 | No Gyn Session, This bit, when set, indicates that the Gyn session was terminated (e.g. network failure),

service allowed but the OCS allowed the service to continue (NOTE).

6 | No Gyn Session, This bit, when set, indicates that the Gyn session was terminated (e.g. network failure)

service not allowed and the OCS did not allow the service to continue (NOTE).
NOTE: Applicable only over Sd reference point.

5.3.103 Default-QoS-Information AVP (FBA access type)

The Default-QoS-Information AVP (AVP code 2816) is of type Grouped, and it defines the Default QoS information
for the IP-CAN session in the Fixed Broadband Access.When this AVP is sent from the PCEF to the PCRF, it indicates
the default QoS information provided by the Fixed Broadband Access network. When this AVP is sent from the PCRF
to the PCEF, it indicates the authorized Default QoS for the IP-CAN session.

The Default-QoS-Information AV P can be dynamically provided or preconfigured in the PCEF. When dynamically
provided, it consists of a QCl (QoS-Class-Identifier AVP) and MBR (Max-Requested-Bandwidth-UL AVP and Max-
Reguested-Bandwidth-DL AVP). When it is preconfigured in the PCEF it consists of the default QoS profile name
included in Default-QoS-Name AVP.

The QoS-Class-Identifier AVP identifies a set of IP-CAN specific QoS parameters that define the Default QoS.
The Max-Requested-Bandwidth-UL AV P defines the maximum bit rate allowed for the uplink direction.

The Max-Requested-Bandwidth-DL AV P defines the maximum bit rate allowed for the downlink direction.
The Default-QoS-Name AV P defines the default QoS profile pre-defined in the PCEF.

If the Default-QoS-Information AV P is omitted in a Diameter message, the previous information remains valid.

AVP Format:

Defaul t-Q@S-Information ::= < AVP Header: 2816 >
QS-Cl ass-ldentifier ]

Max- Request ed- Bandwi dt h- UL ]
Max- Request ed- Bandwi dt h- DL ]
Def aul t - QS- Nane ]

AVP ]

—————

5.3.104 Default-QoS-Name AVP (FBA access type)

The Default-QoS-Name AVP (AVP code 2817) is of type UTF8String, and it indicates the name of a pre-configured
default QoS profile at the PCEF.

5.3.105 Conditional-APN-Aggregate-Max-Bitrate (All access types)

The Conditional-APN-Aggregate-Max-Bitrate AVP (AVP code 2818) is of type Grouped, and it defines the conditional
APN policy info.

The APN-Aggregate-Max-Bitrate-UL defines the total bandwidth usage in bps for the uplink direction of non-GBR
QClsat the APN.
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The APN-Aggregate-Max-Bitrate-DL defines the total bandwidth usage in bps for the downlink direction of non-GBR
QClsat the APN.

The Extended-APN-AMBR-UL defines the total bandwidth usage in kbps for the uplink direction of non-GBR QCls at
the APN.

The Extended-APN-AMBR-DL defines the total bandwidth usage in kbps for the downlink direction of non-GBR QCls
at the APN.

When maximum bandwidth values are lower or equal to 2*32-1 bps, one of the APN-Aggregate-Max-Bitrate-UL AVP
and APN-Aggregate-Max-Bitrate-DL AV P shall be present.

For maximum bandwidth values higher than 232 bps and when the Extended-BW-NR feature is supported, one of the
Extended-APN-AMBR-UL AVP and Extended-APN-AMBR-DL AVP shall be present.

The IP-CAN-Type and the RAT-Type AV P(s) specify the condition, in terms of 1P Connectivity Access Network type
and the Radio Access Technology type of the UE, respectively, when the APN-Aggregate-Max-Bitrate-UL/DL shall be
enforced.

At least one of the RAT-Type and IP-CAN-Type shall be present.
Condi ti onal - APN- Aggr egat e- Max-Bitrate :: = AVP Header: 2818 >

APN- Aggr egat e- Max-Bitrate- UL ]
APN- Aggr egat e- Max-Bitrate-DL ]
Ext ended- APN- AVBR- UL ]

Ext ended- APN- AMBR- DL ]

| P- CAN- Type ]

RAT- Type ]

AVP ]

— e e—— A

* ok ok

5.3.106 RAN-NAS-Release-Cause AVP (3GPP-EPS and Non-3GPP-EPS
access type)

The RAN-NAS-Release-Cause AVP (AVP code 2819) is of type OctetString, and indicates the RAN or NAS release

cause code information in 3GPP-EPS access type, or indicates the TWAN or untrusted WLAN release cause code

information in Non-3GPP-EPS access type. The AVP shall be coded as per the RAN/NAS Cause in clause 8.103 of

3GPP TS 29.274 [22], starting with Octet 5.

5.3.107 Presence-Reporting-Area-Elements-List AVP (3GPP-EPS access
type)

The Presence-Reporting-Area-Elements-List AVP (AVP code 2820) is of type Octetstring and is coded as specified in

3GPP TS 29.274 [22] in Presence Reporting Area Action |E, starting from octet 9.

5.3.108 Presence-Reporting-Area-ldentifier AVP (3GPP-EPS access type)

The Presence-Reporting-Area-Identifier AVP (AVP code 2821) is of type OctetString, and it indicates the presence
reporting area or presence reporting areas set to which specific information refers. The Presence Reporting Area
Identifier, which is specified in 3GPP TS 29.274 [22] in the Presence Reporting Area Information IE in octets 5 to 7,
shall contain the identifier of the Presence Reporting Areathe UE is entering or leaving or the identifier of the Presence
Reporting Area set if applicable. It shall be encoded using full hexadecimal representation (binary not ASCII encoding).

5.3.109 Presence-Reporting-Area-Information AVP (3GPP-EPS access
type)

The Presence-Reporting-Area-Information AVP (AVP code 2822) is of type Grouped, contains the information which
describes a Presence Reporting Area.

The Presence-Reporting-Area-1dentifier AVP defines aunique identifier for presence reporting area or presence
reporting area set.

The Presence-Reporting-Area-Status AV P indicates the status of UE for presence reporting area or the status of the
presence reporting area.
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The Presence-Reporting-Area-Elements-List AVP contains, for a UE-dedicated presence area, the elements of the
Presence Reporting Area. For a core network pre-configured presence reporting area, the element list shall not be
present.

When the presence areais UE-dedicated, the PCRF may acquire the presence reporting area information from the SPR.
SPR.

The Presence-Reporting-Area-Node AV P indicates the node(s) which subscribed to the UE statusin the presence
reporting area. This AVP is not applicable to the Gx interface.

AVP Format:

Presence- Reporting-Area-Infornmation ::= < AVP Header: 2822 >
[ Presence-Reporting-Area-ldentifier ]
[ Presence-Reporting-Area-Status ]
[ Presence-Reporting-Area-El ements-List ]
[ Presence-Reporting- Area- Node ]
*[ AVP ]

5.3.110 Presence-Reporting-Area-Status AVP (3GPP-EPS access type)

The Presence-Reporting-Area-Status AV P (AVP code 2823) is of type Unsigned32, and it indicates whether the UE is
inside or outside of the presence reporting area.

The following values are defined in this specification:
0 (Inarea):
Thisvalue shall be used to indicate that the UE isinside or enters the presence reporting area.
1 (Out of area):
This value shall be used to indicate that the UE is outside or leaves the presence reporting area.
2 (Inactive)

This value shall be used to indicate that the presence reporting areais inactive in the serving node.

5.3.111 NetLoc-Access-Support AVP

The NetLoc-Access-Support AVP (AVP code 2824) is of type Unsigned32. It indicates the level of support for NetLoc
procedures provided by the current access network.

The following values are defined:
0 (NETLOC_ACCESS NOT_SUPPORTED)

Thisvalue is used when the access network currently serving the UE does not support access network
information retrieval as described by the NetLoc feature in clause 5.4.1

5.3.112 Fixed-User-Location-Info AVP (FBA access type)

The Fixed-User-Location-Info AVP (AVP code 2825) is of type Grouped and contains the UE location in a Fixed
Access Network.

AVP Format:
Fi xed- User-Location-Info::= AVP Header: 2825 >
SSID ]

Logi cal - Access-1D ]
Physi cal - Access- 1D ]

<

[

[ BSSID ]
[

[

[ AP ]
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5.3.113 PCSCF-Restoration-Indication AVP

The PCSCF-Restoration-Indication AVP (AVP code 2826) is of type Unsigned32, and indicates a P-CSCF Restoration
is requested. The following values are defined:

0 (PCSCF_RESTORATION)

This value indicates the P-CSCF Restoration is requested.

5.3.114 IP-CAN-Session-Charging-Scope AVP

The IP-CAN-Session-Charging-Scope AVP (AVP code 2827) is of type Enumerated, and indicates that the Access-
Network-Charging-1dentifier-Gx AVP applies to the whole IP-CAN Session. The following values are defined:

IP-CAN_SESSION_SCOPE (0)

Thisvalue indicates that the charging identifier corresponds to the IP-CAN Session

5.3.115 Monitoring-Flags AVP

The Monitoring-Flags AVP (AVP code 2828) is of type Unsigned32, it shall contain a bit mask. The bit 0 shall be the
least significant bit. For example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits
shall be as defined below:

Table 5.3.115: Monitoring-Flags

Bit Name Description

0 Enable/disable excluding service data This bit, when set, indicates that the PCEF shall not include the
flow(s) from the usage monitoring for all | corresponding service data flow in the volume and/or time

traffic of the IP-CAN session measurement on IP-CAN session level; when not set, indicates that
exclusion action is disabled.

5.3.116 NBIFOM-Support AVP

The NBIFOM-Support AVP (AVP code 2831) is of type of Enumerated. When the AV P is sent from the PCEF to the
PCRF intheinitial CCR command, it indicates that the UE and network support the NBIFOM procedures as defined in
3GPP TS 23.161 [51].When the AVP is sent from the PCRF to the PCEF in the initial CCA command, it indicates
whether the PCRF authorizes that the NBIFOM can be applied to the IP-CAN session.

The following value is defined:
NBIFOM_NOT_SUPPORTED (0)

Thisvalueis used to indicate that the PCRF does not authorize that the NBIFOM can be applied to the IP-CAN
session.

NBIFOM_SUPPORTED (1)

When included in a CCR command, this value is used to indicate that the UE and the access network support the
NBIFOM procedures. When included in a CCAcommand, this value is used to indicate that the PCRF authorizes
that NBIFOM can be applied to the IP-CAN session.

Absence of this AVP in theinitial CCR command means that the NBIFOM procedures are not supported by the UE
and/or network.

5.3.117 NBIFOM-Mode AVP

The NBIFOM-Mode AVP (AVP code 2830) is of type of Enumerated. When the AVP is sent from the PCEF to the
PCRF intheinitial CCR command, it indicates the NBIFOM mode suggested by the UE. When the AVP is sent from
the PCRF to the PCEF in the CCA command, it indicates the NBIFOM mode selected by the PCRF.

The following value is defined:
UE_INITIATED (0)
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IP flow mobility can be initiated by the UE.
NETWORK_INITIATED (1)

IP flow mohility can be initiated by the network.

5.3.118 Routing-Rule-Report AVP

The Routing-Rule-Report AVP (AVP code 2835) is of type Grouped, and it is used to report the status of NBIFOM
routing rules.

Routing-Rule-ldentifier AVP is areference for a specific NBIFOM routing rule at the PCRF that cannot be installed or
modified due to the operator’s policy or user subscription.

Routing-Rule-Failure-Code AV P indicates the reason why the NBIFOM routing rules cannot be successfully installed
or modified.

AVP Format:

Rout i ng- Rul e- Report ::= < AVP Header: 2835 >
*[ Routing-Rule-ldentifier ]
[ PCC-Rul e-Status ]
[ Routing-Rul e-Fail ure- Code ]
*[ AVP ]

Multiple instances of Routing-Rule-Report AV Ps shall be used in the caseit is required to report different Routing-
Rule-Failure-Code values for different groups of rules within the same Diameter command.

5.3.119 Routing-Rule-Failure-Code AVP

The Routing-Rule-Failure-Code AVP (AVP code 2834) is of type Unsigned32. It is sent by the PCRF to the PCEF
within a Routing-Rule-Report AV P to identify the reason a NBIFOM routing rule is being reported.

The following values are defined in this specification:
0 (Subscription limitation):

Thisvalue shall be used to indicate that the NBIFOM routing rule cannot be installed or modified due to the
subscription limitation.

1 (Operator policy):

Thisvalue shall be used to indicate that the NBIFOM routing rule cannot be installed or modified due to the
operator policy.

2 (Resource limitation):

This value shall be used to indicate that the NBIFOM routing rule cannot be installed or modified due to the
resource limitation.

3 (Routing access information not allowed):

Thisvalue shall be used to indicate that the NBIFOM routing rule cannot be installed or modified due to the
routing access information is not allowed by the network.

4 (Unspecified error):

This value shall be used to indicate that the NBIFOM routing rule cannot be installed or modified due to the
unspecified error.

5.3.120 Default-Access AVP

The Default-Access AVP (AVP code 2829) is of type Enumerated. When it is sent from the PCEF to the PCRF, it
indicates the default access selected by the UE. When it is sent from the PCRF to the PCEF, it indicates the default
access determined by the PCRF. The values defined in the Default-Access AVP are the same as the ones defined in | P-
CAN-Type AVP.
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NOTE: Only the 3GPP-EPS and Non-3GPP-EPS IP-CAN type values are applicable in this rel ease.

5.3.121 Access-Availability-Change-Reason AVP

The Access-Availability-Change-Reason AVP (AVP code 2833) is of type Unsigned32 and it is used to indicate the
reason why the avalibility of an accessis changed by the PCEF.

The following values are defined in this specification:
0 (Access stratum indication):

This value shall be used to indicate that the availablitlity of an accessis changed due to theAccess stratum
indication.

1 (Access usable/unusable):

Thisvalue shall be used to indicate that the availablitlity of an accessis changed due to the access is unusable or
usable again.

5.3.122 RAN-Rule-Support AVP

The RAN-Rule-Support AVP (AVP code 2832) is of type Unsigned32, and it is used to indicate the network supports
the RAN rule indication.

The following values are defined in this specification:
0 (RAN rule indication support):

Thisvalue shall be used to indicate that the network supports the RAN rule indication.

5.3.123 Traffic-Steering-Policy-ldentifier-DL AVP

The Traffic-Steering-Policy-ldentifier-DL (AVP code 2836) is of type OctetString and is used to contain areference to
apre-configured traffic steering policy at the PCEF as defined in subclause 4.4.2 in the downlink direction.

5.3.124 Traffic-Steering-Policy-ldentifier-UL AVP

The Traffic-Steering-Policy-ldentifier-UL (AVP code 2837) is of type OctetString and is used to contain areference to
apre-configured traffic steering policy at the PCEF as defined in subclause 4.4.2 in the uplink direction.

5.3.125 Resource-Release-Notification AVP (All access types)
The Resource-Release-Notification AVP (AVP code 2841) is of type Enumerated.

If the Resource-Release-Notification AVP isincluded within a Charging-Rule-Remove AV P it defines whether the
rules included within the Charging-Rule-Remove AV P need to be notified.

The following values are defined:
ENABLE_NOTIFICATION (0)

This value shall be used to indicate that the outcome of the release of resources for the related PCC rules shall be
notified.

5.3.126 Removal-Of-Access AVP

The Removal-Of-Access AVP (AVP code 2842) is of type Enumerated and is used by the PCRF to indicate one access
shall be removed from multi access IP-CAN session.

The following values are defined:
REMOVAL_OF_ACCESS (0)

This value indicates that one access shall be removed from multi access IP-CAN session.
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5.3.127 Execution-Time AVP (ALL Access Types)

The Execution-Time AVP (AVP code 2839) is of type Time. This value indicates the NTP time at which the provided
policy info shall take effect. The AVP isincluded in the Conditional-Policy-Information AVP.

5.3.128 Conditional-Policy-Information AVP

The Conditional-Policy-Information AVP (AVP code 2840) is of type Grouped, and it defines the conditional policy
information for resources requested by the PCRF.

The Default-EPS-Bearer-QoS defines the QoS of the default bearer.

The APN-Aggregate-Max-Bitrate-UL defines the total bandwidth usage for the uplink direction of non-GBR QCls at
the APN.

The APN-Aggregate-Max-Bitrate-DL defines the total bandwidth usage for the downlink direction of non-GBR QCls at
the APN.

The Extended-APN-AMBR-UL defines the total bandwidth usage in kbps for the uplink direction of non-GBR QClIs at
the APN.

The Extended-APN-AMBR-DL defines the total bandwidth usage in kbps for the downlink direction of non-GBR QCls
at the APN.

When maximum bandwidth values are lower or equal to 2*32-1 bps, one of the APN-Aggregate-Max-Bitrate-UL AVP
and APN-Aggregate-Max-Bitrate-DL AV P shall be present.

For maximum bandwidth values higher than 232 bps and when the Extended-BW-NR feature is supported, one of the
Extended-APN-AMBR-UL AVP and Extended-APN-AMBR-DL AVP shal be present.

The Conditional-APN-Aggregate-Max-Bitrate defines total bandwidth usage for the uplink and downlink direction of
non-GBR QCls at the APN, with condition.

The Execution-Time AV P indicates the time when the included policy information shall take effect.

Condi tional -Policy-Information ::= < AVP Header: 2840 >
[ Execution-Time ]

[ Default-EPS-Bearer-QS ]

[ APN-Aggregate-Max-Bitrate-UL ]

[ APN- Aggregate-Max-Bitrate-DL ]

[ Extended- APN- AVBR- UL ]

[ Extended- APN- AVBR- DL ]
*[ Conditional - APN- Aggr egat e- Max-Bitrate ]
*[ AVP ]

5.3.129 TCP-Source-Port AVP (Non-3GPP-EPS access type)

The TCP-Source-Port AVP (AVP Code 2843) is of type Unsigned32. When Untrusted WLAN over S2b accessis
supported as defined in Annex D.4, it contains the TCP source port number used for the IKEv2 tunnel in the case that a
NAT and firewall are detected and the IKEv2 messages exchanged between the UE and the ePDG are transported using
the firewall traversal tunnel as described in 3GPP TS 24.302 [59].

5.3.130 PRA-Install AVP (3GPP-EPS access type)

The PRA-Install AVP (AVP code 2845) is of type Grouped, and it is used to provision alist of new or updated Presence
Reporting Area(s) for an IP-CAN session.

AVP Format:

PRA-Install ::= < AVP Header: 2845 >
*[ Presence-Reporting-Area-Information ]
*[ AVP ]
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5.3.131 PRA-Remove AVP (3GPP-EPS access type)

The PRA-Remove AVP (AVP code 2846) is of type Grouped, and it is used to stop the reporting of alist of Presence
Reporting Area(s) for an IP-CAN session.

AVP Format:
PRA-Remove ::= < AVP Header: 2846 >

*[ Presence-Reporting-Area-ldentifier ]
*[ AVP ]

5.3.132 Default-Bearer-Indication AVP

The Default-Bearer-Indication AVP (AVP code 2844) is of type Enumerated and is used by the PCRF to indicate the
related PCC rule shall be bound to the default bearer.

The following values are defined:
BIND_TO_DEF_BEARER (0)
This value indicates that the related PCC rule shall be bound to the default bearer.
BIND_TO _APPLICABLE BEARER (1)

This value indicates that the related PCC rule shall follow the bearer binding procedures by using the QCI/ARP
within the QoS-Information AV P as defined in subclause 5.4 of 3GPP TS 29.213 [8]. Thisisthe default value
when the AV P has not yet been provided.

5.3.133 3GPP-PS-Data-Off-Status AVP (Applicable access type 3GPP-EPS)

The 3GPP-PS-Data-Off-Status AV P (AV P code 2847) is of type Enumerated, and describes the 3GPP PS Data off
status indicated by the UE.

The following values are defined:
ACTIVE (0)
Thisvalueis used to indicate that the UE activates the 3GPP PS Data off.
INACTIVE (1)

Thisvalueis used to indicate that the UE deactivates the 3GPP PS Data off. Thisis the default value applicable
if this AVP has not been supplied yet.

5.3.134 Extended-APN-AMBR-DL AVP

The Extended-APN-AMBR-DL AVP (AVP code 2848) is of type Unsigned32, and it indicates the maximum aggregate
bit rate in kbit per second for the downlink direction across all non-GBR bearers related with the same APN.

When provided in a CC-Reguest, it indicates the subscribed maximum bitrate and/or the maximum bitrate retained in
the PCEF. When provided in a CC-Answer, it indicates the maximum bandwidth authorized by PCRF.

5.3.135 Extended-APN-AMBR-UL AVP

The Extended-APN-AMBR-UL AVP (AVP code 2849) is of type Unsigned32, and it indicates the maximum aggregate
bit rate in kbit per second for the uplink direction across all non-GBR bearers related with the same APN.

When provided in a CC-Reguest, it indicates the subscribed maximum bitrate and/or the maximum bitrate retained in
the PCEF. When provided in a CC-Answer, it indicates the maximum bandwidth authorized by PCRF.
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5.3.136 Extended-GBR-DL AVP

The Extended-GBR-DL AVP (AVP code 2850) is of type Unsigned32, and it indicates the guaranteed bitrate in kbit per
second for adownlink service data flow. The bandwidth contains all the overhead coming from the IP-layer and the
layers above, e.g. IP, UDP, RTP and RTP payload.

5.3.137 Extended-GBR-UL AVP

The Extended-GBR-UL AVP (AVP code 2851) is of type Unsigned32, and it indicates the guaranteed bitrate in kbit per
second for an uplink service data flow. The bandwidth contains al the overhead coming from the IP-layer and the
layers above, e.g. IP, UDP, RTP and RTP payload.

5.3.138 Max-PLR-DL AVP

The Max-PLR-DL AVP (AVP code 2852) is of type Unsigned32, and it indicates ratio of lost packets per number of
packets sent in unit of tenth of percent for a downlink voice service data flow. This AVP is only applicable for PCC rule
with QCI=1. The value of this AV P shall be within range 0 to 1000.

5.3.139 Max-PLR-UL AVP

The Max-PLR-UL AVP (AVP code 2853) is of type Unsigned32, and it indicates ratio of lost packets per number of
packets sent in unit of tenth of percent for an uplink voice service dataflow. This AVP isonly applicable for PCC rule
with QCI=1. The value of this AV P shall be within range 0 to 1000.

5.3.140 UE-Status AVP (3GPP-EPS access type)

The UE-Status AVP (AVP code 2854) is of type Unsigned32. It is sent from the PCEF to the PCRF to indicate the
status of the UE.

The following values are defined in this specification:
1 (UE status suspend)

Thisvalue indicates that the policy enforcement has failed because the UE isin suspend status, and that the
PCRF should refrain from sending policy decisions to the PCEF until it isinformed that the UE has been
resumed. Thisvalue shall not be used if the IP-CAN Session Modification procedure isinitiated for PCC rule
removal only.

5.3.141 Presence-Reporting-Area-Node AVP (3GPP-EPS access type)

The Presence-Reporting-Area-Node AVP (AVP code 2855) is of type Unsigned32, it shall contain a bit mask. The bit O
shall be the least significant bit. For example, to get the value of hit 0, a bit mask of 0x0001 should be used. The
meaning of the bits shall be as defined below:

Table 5.3.141: Presence-Reporting-Area-Node

Bit | Name Description

0 | OCS | This bit, when set, indicates that the OCS subscribes to the UE status.
1 | PCRF | This bit, when set, indicates that the PCRF subscribes to the UE status.
NOTE:  The AVP is only introduced for reuse within charging management.

5.4 Gx re-used AVPs
54.0 General

Table 5.4.0.1 lists the Diameter AV Ps re-used by the Gx reference point from existing Diameter Applications, reference
to their respective specifications, short description of their usage within the Gx reference point, the applicability of the
AVPsto charging control, policy control or both, and which supported features the AVP is applicable to. Other AVPs
from existing Diameter Applications, except for the AV Ps from Diameter base protocol, do not need to be supported.
The AVPs from Diameter base protocol are not included in table 5.4.0.1, but they are re-used for the Gx reference point.
Unless otherwise stated, re-used AV Ps shall maintain their ‘M*, 'P' and 'V’ flag settings. Where 3GPP Radius VSAs are
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re-used, unless otherwise stated, they shall be translated to Diameter AV Ps as described in RFC 4005 [12] with the
exception that the 'M"* flag shall be set and the 'P flag may be set.
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Table 5.4.0.1: Gx re-used Diameter AVPs
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Attribute Name Reference Description Acc. Type | Applicability
(notes 1, 4)
3GPP-Charging- 3GPP TS 29.061 [11] |The Charging Characteristics applied to  |All ABC
Characteristics the IP-CAN session.
This AVP shall have the 'M' bit cleared.
3GPP-GGSN- 3GPP TS 29.061 [11] |The Ipv4 address of the P-GW. All Both
Address This AVP shall have the 'M' bit cleared. (NOTE 8) EPC-routed,
ABC
3GPP-GGSN-Ipv6- |3GPP TS 29.061 [11] |The Ipv6 address of the P-GW. All Both
Address This AVP shall have the 'M' bit cleared. (NOTE 8) EPC-routed,
ABC
3GPP-MS- 3GPP TS 29.061 [11] |Indicate the offset between universal All Both
TimeZone time and local time in steps of 15 minutes
of where the MS currently resides.
3GPP-RAT-Type 3GPP TS 29.061 [11] |Indicate which Radio Access Technology [3GPP- Both
(NOTE 3) is currently serving the UE. GPRS
3GPP-Selection- 3GPP TS 29.061 [11] |An index indicating how the APN was All ABC
Mode selected.
This AVP shall have the 'M' bit cleared.
3GPP-SGSN- 3GPP TS 29.061 [11] |The Ipv4 address of the SGSN 3GPP- Both
Address GPRS,
3GPP-EPS
3GPP-SGSN-Ipv6- [3GPP TS 29.061 [11] |The Ipv6 address of the SGSN 3GPP- Both
Address GPRS.
3GPP-EPS
3GPP-SGSN-MCC- [3GPP TS 29.061 [11] |For GPRS the MCC and the MNC of the |All Both
MNC SGSN.
(NOTE 6) For 3GPP/non-3GPP accesses the MCC
and the MNC provided by the serving
gateway (SGW, or AGW or TWAG).
3GPP-User- 3GPP TS 29.061 [11] [Indicates details of where the UE is 3GPP- Both
Location-Info currently located (e.g. SAI, CGl or GPRS.
eNodeB ID) 3GPP-EPS
3GPP2-BSID 3GPP2 X.S0057 [24] |For 3GPP2 indicates the BSID of where [3GPP2, Both
the UE is currently located (e.g. Cell-ld, |Non-3GPP- |[Rel8
SID, NID). EPS
The Vendor-Id shall be set to 3GPP2
(5535) [24].
The support of this AVP shall be
advertised in the capabilities exchange
mechanisms (CER/CEA) by including the
value 5535, identifying 3GPP2, in a
Supported-Vendor-ld AVP.
This AVP shall have the 'M' bit cleared.
Access-Network- 3GPP TS 29.214 [10] |Indicates the IP Address of the network  |All cC
Charging-Address entity within the access network
performing charging (e.g. the GGSN IP
address).
Access-Network- 3GPP TS 29.214 [10] |Contains a charging identifier (e.g. All CcC
Charging-ldentifier- GCID).
Value
AF-Charging- 3GPP TS 29.214 [10] |The AF charging identifier that may be All CcC
Identifier used in charging correlation. For IMS the
ICID. This AVP may only be included in a
Charging-Rule-definition AVP if the
SERVICE_IDENTIFIER_LEVEL
reporting is being selected with the
Reporting-Level AVP.
AF-Signalling- 3GPP TS 29.214 [10] |Indicates the protocol used for signalling  |All Both
Protocol between the UE and the AF. ProvAF-
signalFlow
AN-Trusted 3GPP TS 29.273 [48] |Indicates whether the access network is  [Non-3GPP- |Both
trusted or untrusted for the Non-3GPP EPS

access network. This AVP shall have the
'M' bit cleared.
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Attribute Name Reference Description Acc. Type | Applicability
(notes 1, 4)

Application-Service- |3GPP TS 29.214 [10] |For sponsored connectivity, the identity  |All Both
Provider-Identity of the application service provider that is Sponsored-

delivering a service to a end user. Connectivity
BSSID 3GPP TS 32.299 [19] |Contains the BSSID of the access point |FBA Both

where UE is located. FBAC
Called-Station-1d IETF RFC 4005 [12] |The address the user is connected to. All Both

For GPRS and EPS the APN. When

used to contain the APN, the APN is

composed of the APN Network Identifier

only, or the APN Network Identifier and

the APN Operator Identifier as specified

in TS 23.003 [25], clause 9.1. The

inclusion of the APN Operator Identifier

can be configurable.
CC-Request- IETF RFC 4006 [9] The number of the request for mapping  |All Both
Number requests and answers
CC-Request-Type IETF RFC 4006 [9] The type of the request (initial, update, All Both

termination)
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Attribute Name

Reference

Description

Acc. Type

Applicability
(notes 1, 4)

Charging-
Information

3GPP TS 29.229 [14]

The Charging-Information AVP is of type
Grouped, and contains the addresses of
the charging functions in the following
AVPs:

- Primary-Event-Charging-Function-
Name is of type DiameterURI and
defines the address of the primary
online charging system. The
protocol definition in the
DiameterURI shall be either omitted
or supplied with value "Diameter".

- Secondary-Event-Charging-
Function-Name is of type
DiameterURI and defines the
address of the secondary online
charging system for the bearer. The
protocol definition in the
DiameterURI shall be either omitted
or supplied with value "Diameter".

- Primary-Charging-Collection-
Function-Name is of type
DiameterURI and defines the
address of the primary offline
charging system for the bearer. If
the GTP' protocol is applied on the
Gz interface as specified in
TS 32.295 [16], the protocol
definition in the DiameterURI shall
be omitted. If Diameter is applied on
the Gz interface, the protocol
definition in DiameterURI shall be
either omitted or supplied with value
"Diameter". The choice of the
applied protocol on the Gz interface
depends upon configuration in the
PCEF.

- Secondary-Charging-Collection-
Function-Name is of type
DiameterURI and defines the
address of the secondary offline
charging system for the bearer. If
the GTP' protocol is applied on the
Gz interface as specified in
TS 32.295 [16], the protocol
definition in the DiameterURI shall
be omitted. If Diameter is applied on
the Gz interface, the protocol
definition in DiameterURI shall be
either omitted or supplied with value
"Diameter". The choice of the
applied protocol on the Gz interface
depends upon configuration in the
PCEF.

All

CcC

Content-Version

3GPP TS 29.214 [10]

It indicates the content version of a PCC
rule. It uniquely identifies a version of the
PCC rule as defined in subclause 4.5.28

All

RuleVersioning

DRMP

IETF RFC 7944 [53]

Allows Diameter endpoints to indicate the
relative priority of Diameter transactions.

All

Both

Dynamic-Address-
Flag

3GPP TS 32.299 [19]

Indicates whether the PDP context/PDN
address is statically or dynamically
allocated.

This AVP shall have the 'M' bit cleared.

All

ABC
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Attribute Name

Reference

Description

Acc. Type

Applicability
(notes 1, 4)

Dynamic-Address-
Flag-Extension

3GPP TS 32.299 [19]

Indicates that the Ipv4 PDN address has
been dynamically allocated for that
particular IP-CAN bearer (PDN
connection) of PDN type Ipv4v6, while
the dynamic Ipv6 address is indicated in
Dynamic Address Flag.

This AVP shall have the 'M' bit cleared.

All

ABC

Extended-Max-
Requested-BW-DL

3GPP TS 29.214 [10]

Defines the maximum authorized
bandwidth in kbit per second for
downlink.

All

PC
Extended-BW-
NR

Extended-Max-
Requested-BW-UL

3GPP TS 29.214 [10]

Defines the maximum authorized
bandwidth in kbit per second for uplink.

All

PC
Extended-BW-
NR

Final-Unit-Indication

IETF RFC 4006 [9]

The action applied by the PCEF, and the
related filter parameters and redirect
address parameters (if available), when
the user's account cannot cover the
service cost.

All

CcC

Flow-Description

3GPP TS 29.214 [10],

5.4.2

Defines the service data flow filter
parameters for a PCC rule or routing
filter parameters for an IP flow
mobility routing rule. The rules for
usage on Gx are defined insub
clause 5.4.2.

All

Both

Flows

3GPP TS 29.214 [10]

The flow identifiers of the IP flows related
to a PCC rule as provided by the AF.
May be only used in charging correlation
together with AF-Charging-Identifier
AVP.

All

CcC

Flow-Status

3GPP TS 29.214 [10]

Defines whether the service data flow is
enabled or disabled. The value
"REMOVED" is not applicable to Gx.

All

Both

Framed-IP-Address

IETF RFC 4005 [12]

The Ipv4 address allocated for the user.

All

Both

Framed-Ipv6-Prefix

IETF RFC 4005 [12]

The Ipv6 prefix allocated for the user.
The encoding of the value within this
Octet String type AVP shall be as defined
in IETF RFC 3162 [15], clause 2.3. The
"Reserved", "Prefix-Length" and "Prefix"
fields shall be included in this order. For
FBA, it may indicate an Ipv6 address by
setting the "Prefix Length" to 128 and
encoding the Ipv6 address of the fixed
device within the "Prefix" field as defined
in annex G.5.2.

All

Both

Granted-Service-
Unit
(NOTE 5) (NOTE 7)

IETF RFC 4006 [9]

The volume and/or time threshold for
usage monitoring control purposes. Only
the CC-Total-Octets, one of the CC-
Input-Octets and CC-Output-Octets or
CC-Time AVPs are re-used. Monitoring-
Time AVP as defined in 5.3. 99 may be
optionally added to the grouped AVP if
UMCH feature is supported.

This AVP shall have the 'M' bit cleared.

All

Both
Rel9
TimeBasedUM

Load

IETF draft-ietf-dime-
load [60]

The AVP used to convey load
information between Diameter nodes.
This AVP and all AVPs within this
grouped AVP shall have the 'M' bit
cleared.

All
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Attribute Name Reference Description Acc. Type | Applicability
(notes 1, 4)
Logical-Access-I1D 3GPP TS 283 Contains a Circuit-ID (as defined in xDSL Both
034 [37] RFC 3046 [36]). The Logical Access ID Rell0

may explicitly contain the identity of the
Virtual Path and Virtual Channel carrying
the traffic.

The vendor-id shall be set to ETSI
(13019) [37].

The support of this AVP shall be
advertised in the capabilities exchange
mechanisms (CER/CEA) by including the
ETSI parameter in the Supported-
Vendor-ld AVP.

This AVP shall have the 'M' bit cleared.

Max-Requested- 3GPP TS 29.214 [10] |Defines the maximum authorized All PC
Bandwidth-UL bandwidth in bit per second for uplink.
(NOTE 2)
Max-Requested- 3GPP TS 29.214 [10] |Defines the maximum authorized All PC
Bandwidth-DL bandwidth in bit per second for downlink.
(NOTE 2)
Maximum-Wait- 3GPP TS 29.273 [48] |It indicates the number of milliseconds All
Time since the originating time stamp during
which the originator of a request waits for
aresponse.
OC-OLR IETF REC 7683 [49] Contains the necessary information to All Both
convey an overload report

Defines the support for the Diameter All Both
IETF RFC 7683 [49] |overload indication conveyence by the
sending node

Origination-Time- 3GPP TS 29.273 [48] |lt indicates the UTC time when the All
Stamp originating entity (i.e. MME, SGSN,
TWAN or ePDG) initiated the request.
PDN-Connection- 3GPP TS 32.299 [19] |Contains the charging identifier to identify |All ABC
Charging-ID different records belonging to same PDN
connection. When NBIFOM is supported,
this field includes the Charging Id
assigned by the PGW for the PDN
connection.

Otherwise,this field includes Charging Id
of first IP-CAN bearer activated within the
PDN connection (the EPS default bearer
in case of GTP based connectivity or the
unique Charging Id in the PMIP based
connectivity case).

This AVP shall have the 'M' bit cleared.
Physical-Access-ID |ETSI TS 283 034 [37] |ldentifies the physical access to which xDSL Both
the user equipment is connected. Rel10
Includes a port identifier and the identity
of the access node where the port
resides.

OC-Supported-
Features

The vendor-id shall be set to ETSI
(13019) [37].

The support of this AVP shall be
advertised in the capabilities exchange
mechanisms (CER/CEA) by including the
ETSI parameter in the Supported-
Vendor-ld AVP.

This AVP shall have the 'M' bit cleared.
Quota- 3GPP TS 32.299 [19] |Defines the time interval in seconds after |All TimeBasedUM
Consumption-Time which the time measurement shall stop
for the Monitoring Key, if no packets are
received belonging to the corresponding
Monitoring Key.

This AVP shall have the 'M' bit cleared.
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Attribute Name Reference Description Acc. Type | Applicability
(notes 1, 4)

RAI 3GPP TS 29.061 [11] |Contains the Routing Area Identity of the [3GPP- Both
SGSN where the UE is registered GPRS.

3GPP-EPS

Rating-Group IETF RFC 4006 [9] The charging key for the PCC rule used |All CcC
for rating purposes

Redirect-Address- IETF RFC 4006 [9] Defines the address type of the address  |All PC

Type given in the Redirect-Server-Address ADC
AVP.

Redirect-Server- IETF RFC 4006 [9] Indicates the target for redirected All PC

Address application traffic. ADC

Required-Access- 3GPP TS 29.214 [10] |Indicates the access network information |[3GPP- CcC

Info for which the AF entity requests the GPRS. NetLoc
PCRF reporting. 3GPP-EPS

Service-ldentifier IETF RFC 4006 [9] The identity of the service or service All CcC
component the service data flow in a
PCC rule relates to.

Sharing-Key-DL 3GPP TS 29.214 [10] |Indicates, by containing the same value, |All ResShare
what PCC rules may share resource in
downlink direction.

Sharing-Key-UL 3GPP TS 29.214 [10] |Indicates, by containing the same value, |All ResShare
what PCC rules may share resource in
uplink direction.

Sponsor-ldentity 3GPP TS 29.214 [10] |For sponsored data connectivity, it All cC
Identifies the sponsor willing to pay for Sponsored-
the operator's charge for connectivity. Connectivity

SSID 3GPP TS 29.273 [48] |Contains the SSID of the access point FBA Both
where UE is located FBAC

Subscription-Id IETF RFC 4006 [9] The identification of the subscription All Both
(IMSI, MSISDN, etc)

Supported-Features [3GPP TS 29.229 [14] |If present, this AVP informs the All Both
destination host about the features that Rel8
the origin host requires to successfully
complete this command exchange.

Trace-Data 3GPP TS 29.272 [26] |Contains trace control and configuration [3GPP-EPS |Both

(NOTE 5) parameters, specified in TS 32.422 [27]. Rel8
This AVP shall have the 'M' bit cleared.

Trace-Reference 3GPP TS 29.272 [26] |Contains the trace reference parameter, [3GPP-EPS |Both
specified in TS 32.422 [27]. Rel8
This AVP shall have the 'M' bit cleared.

TWAN-Identifier 3GPP TS 29.061 [11] |Indicates the UE location in a Trusted Non-3GPP- |Trusted-WLAN
WLAN Access Network. EPS NetLoc-
Indicates the UE location in an Untrusted Trusted-WLAN
WLAN Access Network. NetLoc-

Untrusted-
WLAN

User-CSG- 3GPP TS 32.299 [19] |Indicates the user "Closed Subscriber 3GPP-EPS |CC

Information Group" Information associated to CSG Rel9
cell access: it comprises the CSG-Id,

CSG-Access-Mode and CSG-
Membership-Indication AVPs.
User-Equipment- IETF RFC 4006 [9] The identification and capabilities of the  |All Both

Info

terminal (IMEISV, etc.)

When the User-Equipment-Info-Type is
set to IMEISV(0), the value within the
User-Equipment-Info-Value shall be a
UTF-8 encoded decimal.
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Attribute Name Reference Description Acc. Type | Applicability
(notes 1, 4)
Used-Service-Unit IETF RFC 4006 [9] The measured volume and/or time for All Both
(NOTE 5) (NOTE 7) usage monitoring control purposes. The Rel9
volume threshold for usage monitoring TimeBasedUM

control purposes. Only the CC-Total-

Octets, one of the CC-Input-Octets and

CC-Output-Octets, or CC-Time AVPs are

re-used. Monitoring-Time AVP as defined

in clause 5.3.99 may be optionally added
to the grouped AVP if UMCH feature is
supported.

This AVP shall have the 'M' bit cleared.

NOTE 1: AVPs marked with "CC" are applicable to charging control, AVPs marked with "PC" are applicable to policy
control and AVPs marked with "Both" are applicable to both charging control and policy control.

NOTE 2: When sending from the PCRF to the PCEF, the Max-Requested-Bandwidth-UL/DL AVP indicate the
maximum allowed bit rate for the uplink/downlink direction; when sending from the PCEF to the PCRF, the
Max-Requested-Bandwidth-UL/DL AVP indicate the maximum requested bit rate for the uplink/downlink
direction.

NOTE 3: This AVP is included for backward compatibility purposes when the PCEF only supports features that are
not required for the successful operation of the session.

NOTE 4: AVPs marked with a supported feature (e.g. "Rel8", "Rel9", "ProvAFsignalFlow" or "SponsoredConnectivity"
or "ADC" ) are applicable as described in clause 5.4.1.

NOTE 5: AVPs included within this grouped AVP shall have the 'M' bit cleared.

NOTE 6: For Trusted WLAN access, TWAG provides the MCC and the MNC of the selected PLMN as described in
subclause16.2.1 of TS 23.402 [23].

NOTE 7: Volume Usage monitoring control functionality is applicable for Rel9 supported feature. Time Based Usage
monitoring control is applicable for TimeBasedUM supported feature.

NOTE 8: For EPC routed feature, only Non-3GPP-EPS is applicable.

54.1 Use of the Supported-Features AVP on the Gx reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and
optional features that the origin host supports. The client shall, in the first request in a Diameter session indicate the set
of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it
has in common with the client and that the server shall support within the same Diameter session. Any further command
messages shall always be compliant with the list of supported features indicated in the Supported-Features AV Ps during
session establishment. Features that are not advertised as supported shall not be used to construct the command
messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AV P on the Gx
reference point shall be compliant with the requirements for dynamic discovery of supported features and associated
error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [14].

The base functionality for the Gx reference point is the 3GPP Rel-7 standard and afeature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP may be absent from the Gx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the
application by adding new AV Psfor afeature, the new AVPs shall have the M bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id,
Feature-List-1D and Feature-List AV Ps. On the Gx reference point, the Supported-Features AVP is used to identify
features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-1d AVP shall
contain the vendor 1D of 3GPP (10415). If there are multiple feature lists defined for the Gx reference point, the
Feature-List-ID AVP shall differentiate those lists from one another.

Onreceiving aninitia request application message, the destination host shall act as defined in clause 7.2.1 of
3GPP TS 29.229 [14]. The following exceptions apply to the initial CCR/CCA command pair:

- If the PCEF supporting post-Rel-7 Gx functionality is able to interoperate with a PCRF supporting Rel-7, the
CCR shall include the features supported by the PCEF within Supported-Features AV P(s) with the 'M' bit
cleared. Otherwise, the CCR shall include the supported features within the Supported-Features AV P(s) with the
M-bit set.

NOTE 1: Oneinstance of Supported-Features AVP is needed per Feature-List-ID.
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- If the CCR command does not contain any Supported-Features AV P(s) and the PCRF supports Rel-7 Gx
functionality, the CCA command shall not include the Supported-Features AVP. In this case, both PCEF and
PCRF shall behave as specified in the Rel-7 version of this document.

- If the CCR command contains the Supported-Features AV P, the PCRF shall include the Supported-Features
AVP inthe CCA command, with the 'M" bit cleared, indicating only the features that both the PCRF and PCEF
support. In this case, the PCRF should not use the 'M' it setting of the Supported-Features AV P(s) to determine
if the CCR is accepted or rejected.

NOTE 2: The client will always declare all features that are supported according to table 5.4.1.1 and 5.4.1.2. When
more than one feature identifying arelease is supported by both PCEF and PCRF, the PCEF will work
according to the latest common supported rel ease.

Once the PCRF and PCEF have negotiated the set of supported features during session establishment, the set of
common features shall be used during the lifetime of the Diameter session.

The tables below define the features applicable to the Gx interfaces for the feature lists with a Feature-List-ID of 1 and
2.
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Table 5.4.1.1: Features of Feature-List-ID 1 used in Gx
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Feature
bit

Feature

M/O

Description

0

Rel8

This feature indicates the support of base 3GPP Rel-8 Gx functionality,
including the AVPs and corresponding procedures supported by the
base 3GPP Rel-7 Gx standard, but excluding those features
represented by separate feature bits. AVPs introduced with this feature
are marked with "Rel8" in table 5.3.0.1.

Rel9

This feature indicates the support of base 3GPP Rel-9 Gx functionality,
including the AVPs and corresponding procedures supported by the
Rel8 feature bit, but excluding those features represented by separate
feature bits. AVPs introduced with this feature are marked with "Rel9"
in table 5.3.0.1.

ProvAFsignalFlow

This feature indicates support for the feature of IMS Restoration as
described in subclause 4.5.18. If PCEF supports this feature the PCRF
may provision AF signalling IP flow information.

Rell10

This feature indicates the support of base 3GPP Rel-10 Gx
functionality, including the AVPs and corresponding procedures
supported by the Rel8 and Rel9 feature bit, but excluding those
features represented by separate feature bits. AVPs introduced with
this feature are marked with "Rel10" in table 5.3.0.1.

SponsoredConnectivity

This feature indicates support for sponsored data connectivity feature.
If the PCEF supports this feature, the PCRF may authorize sponsored
data connectivity to the subscriber.

IFOM

This feature indicates support for IP flow mobility feature. If the PCEF
supports this feature, the PCRF shall behave as described in
subclause 4a.5.7.3.

ADC

This feature indicates support for the Application Detection and Control
feature.

VSRVCC

This feature indicates support for the vSRVCC feature (see
TS 23.216 [40)).

EPC-routed

This feature indicates support for interworking with Fixed Broad band
Access networks when the traffic is routed via the EPC network as
defined in Annex E.

rISRVCC

This feature indicates support for the CS to PS SRVCC feature (see
TS 23.216 [40)).

10

NetLoc

This feature indicates the support of the Access Network Information
Reporting for GPRS and EPS. If the PCEF supports this feature, the
PCREF shall behave as described in subclause 4.5.22

11

UMCH

This feature indicates support for Usage Monitoring Congestion
Handling. If the PCEF supports this feature, the behaviour shall be as
specified in subclause 4.5.17.6.

12

ExtendedFilter

This feature indicates the support for the local (i.e. UE) address and
mask being present in filters signalled between network and UE.

13

Trusted-WLAN

This feature indicates the support for the Trusted WLAN access as
defined in 3GPP TS 23.402 [23].

14

SGW-Rest

This feature indicates the support of SGW Restoration procedures as
defined in 3GPP TS 23.007 [43].

15

TimeBasedUM

O O] o] ©

This feature indicates support for Time based Usage Monitoring
Control. If the PCEF supports this feature, the behaviour shall be as
specified in corresponding clauses in this specification.

16

PendingTransaction

@]

This feature indicates support for the race condition handling as defined
in 3GPP TS 29.213 [8].

17

ABC

This feature indicates support for Application Based Charging.

18

void

19

NetLoc-Trusted-WLAN

This feature indicates the support of the Access Network Information
Reporting for Trusted WLAN. If supported, the PCEF and the PCRF
shall behave as described in annex D.3, this feature is applicable only if
NetLoc feature and Trusted-WLAN feature are also supported.

20

FBAC

This feature indicates support for the Fixed Broadband Access
Convergence as defined in Annex G.

21

ConditionalAPNPolicyInfo

This feature indicates support for APN related policy information with
condition as defined in subclause 4.5.5.7.

Not applicable to IPFlowMobility functionality feature (IFOM) as
described in clause 5.4.1 or NBIFOM functionality feature as defined in
subclause 4.5.25.

22

RAN-NAS-Cause

This feature indicates the support for the detailed release cause code
information (NOTE 1) from the access network.
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23 CNO-ULI This feature indicates support for Presence Reporting Area Information
reporting. If the PCEF supports this feature, the PCRF shall behave as
described in Annex B.3.16. (NOTE 2)

24 PCSCF-Restoration- This feature indicates support of P-CSCF Restoration Enhancement. It

Enhancement is used for the PCEF to indicate if it supports P-CSCF Restoration
Enhancement.

25 MissionCriticalQCls This feature indicates support for the Mission Critical QCI values 65, 69
and 70, and the Non Mission Critical QCI value 66 within the QoS-
Class-Identifier AVP defined in subclause 5.3.17.

26 ResShare This feature indicates the support of service data flows that share
resources. If the PCEF supports this feature, the PCRF shall behave as
described in subclause 4.5.5.11.

27 ExUsage This feature indicates support for excluding the corresponding service
data flow for the volume and/or time measurement on IP-CAN session
level.

28 NBIFOM This feature indicates support for network-based IP flow mobility as
described in 3GPP TS 23.161 [51].

29 TSC This feature indicates support for traffic steering control in the (S)Gi-
LAN. If the PCEF supports this feature, the PCRF shall behave as
described in subclause 4.5.2.8.

30 NetLoc-Untrusted-WLAN This feature indicates the support of the Access Network Information
Reporting for Untrusted WLAN access as defined in
3GPP TS 23.203 [7]. If supported, the PCEF shall behave as described
in annex D.4.1t requires that NetLoc feature is also supported.

31 CondPolicylnfo This feature indicates support for time controlled APN-AMBR as
defined in subclause 4.5.5.12.

Not applicable to IPFlowMobility functionality feature (IFOM) as
described in subclause 5.4.1 or NBIFOM functionality feature as
defined in subclause 4.5.25 if this feature is used together with the
feature ConditionalAPNPolicylnfo.
Feature bit:  The order number of the bit within the Feature-List AVP where the least significant bit is assigned number
"0".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release.
Description: A clear textual description of the feature.
NOTE 1: In this release, the release cause code information from the access network can include RAN/NAS release
cause(s), a TWAN release cause or an untrusted WLAN release cause.
NOTE 2: CNO-ULI feature will only be used when the PCEF and/or the PCRF does not support Multiple-PRA (see
Table 5.4.1.2) and both PCEF and PCRF support CNO-ULI.
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Table 5.4.1.2: Features of Feature-List-ID 2 used in Gx

Feature Feature M/O Description
bit
0 Enh-RAN-NAS-Cause O | This feature indicates the support of the detailed release cause code

information from the access network in the PCRF-initiated PCC Rule
removal scenarios. It requires that RAN-NAS-Cause feature is also
supported.

1 ENB-Change O | This feature indicates support of eNodeB change reporting
Enhancement. It is used for the PCEF to indicate if it supports eNodeB
change reporting Enhancement.

2 RuleVersioning O | This feature indicates the support of PCC rule versioning as defined in
subclause 4.5.28
3 Multiple-PRA O | This feature indicates support for Multiple Presence Reporting Area

Information reporting. If the PCEF supports this feature, the PCRF shall
behave as described in Annex B.3.17.

4 CondPolicylnfo- O | This feature indicates support for time controlled default EPS bearer
DefaultQoS QoS as defined in subclause 4.5.5.12. It requires that Rule-Bound-to-
Default-Bearer feature is also supported.
5 Rule-Bound-to-Default- O | This feature indicates support for policy provisioning and enforcement
Bearer of authorized QoS for service data flows that shall be bound to the
default bearer feature as defined in subclause 4.5.5.13.
6 3GPP-PS-Data-Off O | This feature indicates the support of 3GPP PS Data off status change

reporting. If this feature is supported, the PCEF and the PCRF shall
behave as defined in subclause 4.5.29.

7 Extended-BW-NR O | This feature indicates the support of extended bandwidth values for
NR.

8 RAN-Support-Info O | This feature indicates the support of maximum packet loss rate value(s)
for uplink and/or downlink voice service data flow(s).

9 MCVideoQCI O | This feature indicates support for the Mission Critical Video QCI value
67 within the QoS-Class-Identifier AVP defined in subclause 5.3.17.

10 UE-Status-Change O | This feature indicates the support of report when the UE is suspended

and then resumed from suspend state. If this feature is supported, the
PCEF and the PCREF shall behave as defined in subclause 4.5.31.

Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number

g

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release.
Description: A clear textual description of the feature.

5.4.2 Flow-Description AVP

The Flow-Description AVP (AVP codeis defined in 3GPP TS 29.214 [10]) is of type | PFilterRule, and defines a packet
filter for an IP flow with the following information:

Action shall be keyword permit"
Direction shall be keyword "out".

Protocol shall be the decimal protocol number or, to indicate that the value is not used for matching packets, the
keyword "ip".

Source | P address (possibly masked) or, to indicate that the value is not used for matching packets, the keyword

any".
Source port is optional and, if present, shall be the decimal port number or port range.

Destination | P address (possibly masked) or, to indicate that the value is hot used for matching packets, the
keyword "assigned".

Destination port is optional and, if present, shall be the decimal port number or port range.

The IPFilterRule type shall be used with the following restrictions:

The parameter encoding shall comply with IETF RFC 6733 [61].
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- No"options' shall be used.
- Theinvert modifier "!" for addresses shall not be used.

The direction "out" indicates that the | PFilterRule "source” parameters correspond to the "remote” parametersin the
packet filter and the | PFilterRule "destination™ parameters correspond to the "local" (UE end) parameters. The Flow-
Description AVP appliesin the direction(s) as specified in the accompanying Flow-Direction AVP.

5.5 Gx specific Experimental-Result-Code AVP values
55.1 General

IETF RFC 6733 [61] specifies the Experimental-Result AV P containing Vendor-ID AV P and Experimental-Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing arequest. The Vendor-1D AVP shall be set to 3GPP (10415).

55.2 Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully
compl eted.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [61] shall be applied.

55.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [61] are applicable, as an addition the
following Result-Code AV P value defined in IETF RFC 4006 [9] is applicable:

DIAMETER_USER_UNKNOWN (5030)

This error shall be used by the PCRF to indicate to the PCEF that the end user specified in the request is
unknown to the PCRF and that the Gx session cannot be created.

Further as an addition the following Experimental-Result AV P values defined in 3GPP TS 29.273 [48] are applicable:
DIAMETER_ERROR_LATE_OVERLAPPING_REQUEST (5453)

This error shall be used by the PCRF to indicate that the incoming request collides with an existing session
which has a more recent time stamp than the time stamp of the new request.

DIAMETER_ERROR_TIMED_OUT_REQUEST (5454)

This error shall be used by the PCRF to indicate the incoming request is known to have already timed out at the
originating entity.

Also the following specific Gx Experimental -Result-Codes val ues are defined:
DIAMETER_ERROR_INITIAL_PARAMETERS (5140)

This error shall be used when the set of bearer or session or subscriber information needed by the PCRF for rule
selection isincomplete or erroneous or not available for the decision to be made. (E.g. QoS, SGSN address, RAT
type, TFT, subscriber information)

DIAMETER_ERROR_TRIGGER_EVENT (5141)

This error shall be used when the set of bearer/session information sent in a CCR originated due to atrigger
event been met isincoherent with the previous set of bearer/session information for the same bearer/session.
(E.g. event trigger met was RAT changed, and the RAT notified is the same as before)

DIAMETER_PCC_RULE_EVENT (5142)
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This error shall be used when the PCC rules cannot be installed/activated. Affected PCC-Rules will be provided
in the Charging-Rule-Report AV P including the reason and status as described in clause 4.5.12. Absence of the
Charging-Rule-Report means that all provided PCC rules for that specific bearer/session are affected.

DIAMETER_ERROR_BEARER _NOT_AUTHORIZED (5143)

This error shall be used when the PCRF cannot authorize an IP-CAN bearer (e.g. the authorized QoS would
exceed the subscribed QoS) upon the reception of an IP-CAN bearer authorization request coming from the
PCEF. The affected IP-CAN bearer isthe one that triggered the corresponding CCR. The PCEF shall reject the
attempt to initiate or modify the bearer indicated in the related CCR command.

DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED (5144)

This error shall be used when the PCRF does not accept one or more of the traffic mapping filters (e.g. TFT
filtersfor GPRS) provided by the PCEF in a CC Request.

DIAMETER_ERROR_CONFLICTING_REQUEST (5147)

This error shall be used when the PCRF cannot accept the UE-initiated resource request as a hetwork-initiated
resource allocation is already in progress that has packet filters that cover the packet filtersin the received UE-
initiated resource request. The PCEF shall reject the attempt for UE-initiated resource request.

DIAMETER_ADC_RULE_EVENT (5148)

Thiserror shall be used when the ADC rules cannot be installed/activated. Affected ADC Rules shall be
provided in the ADC-Rule-Report AV P including the reason and status as described in clause 5b.3.6. Absence of
the ADC-Rule-Report means that all provided ADC rules for that IP-CAN session are affected.

DIAMETER_ERROR_NBIFOM_NOT_AUTHORIZED (5149)

This error shall be used when the PCRF cannot authorize NBIFOM applies to the multi-access PDN connection.
(e.g. invalid combination of IP-CAN and RAT Types or not allowed by the subscription) upon the reception of
an addition of an access request coming from the PCEF.

554 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

The Result-Code AV P values defined in Diameter Base |IETF RFC 6733 [61] are applicable. Also the following specific
Gx Experimental -Result-Code value is defined for transient failures:

DIAMETER_PCC_BEARER_EVENT (4141)

This error shall be used when for some reason a PCC rule cannot be enforced or modified successfully in a
network initiated procedure. Affected PCC-Rules will be provided in the Charging-Rule-Report AVP including
the reason and status as described in clause 4.5.12.

DIAMETER_AN_GW_FAILED (4143)

This error shall be used when the policy decisions (i.e. installation/modification of PCC rules or provisioning of
policy decisions not related to a PCC rule) received within a RAR initiated by the PCRF cannot be enforced by
the PCEF because the AN-Gateway hasfailed. If one or more PCC Rules are affected, these PCC Rules will be
provided in the Charging-Rule-Report AVP including the Rule-Failure-Code AVP set to AN_GW_FAILED
(17), and PCC-Rule-Status AV P set to INACTIVE as described in clause 4.5.12. Applicable only to 3GPP-EPS.

DIAMETER_PENDING_TRANSACTION (4144)

Thiserror shall be used when a node that supports the PendingTransaction feature receives an incoming request
on a session while it has an ongoing transaction on the same session and cannot handle the request as described
in clause 8.2 of 3GPP TS 29.213 [g].

UE_STATUS_SUSPEND (aaza)
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This error shall be used when the policy decisions received within a RAR initiated by the PCRF cannot be
enforced by the PCEF because the UE’s statusis suspended. Applicable only to 3GPP-EPS access type and to
functionality introduced with the UE-Status-Change feature as described in subclause 5.4.1.

5.6 Gx Messages
5.6.1 Gx Application

Gx Messages are carried within the Diameter Application(s) described in clause 5.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and the Diameter Credit
Control Application IETF RFC 4006 [9] are used with the Gx specific AV Ps specified in clause 5.3. The Diameter
Credit Control Application AVPs and AV Ps from other Diameter applications that are re-used are defined in clause 5.4.
The Gx application identifier shall be included in the Auth-Application-1d AVP.

In order to support both PULL and PUSH procedures, a diameter session needs to be established for each IP-CAN
session. For IP-CAN types that support multiple IP-CAN bearers (asin the case of GPRS), the diameter session is
established when the very first IP-CAN bearer for the IP-CAN session is established.

NOTE: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the DCC
Application IETF RFC 4006 [9] or Diameter Base Protocol IETF RFC 6733 [61].

5.6.2 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R’ bit set in the Command Flags field, is
sent by the PCEF to the PCRF in order to request PCC rules for a bearer and provision IP flow mobility routing rules.
The CCR command is aso sent by the PCEF to the PCRF in order to indicate bearer, PCC rule or | P flow mobility
routing rule related events or the termination of the IP CAN bearer and/or session.

Message Format:
<CC-Request> ::= < Dianeter Header: 272, REQ PXY >
< Session-1d >
[ DRWP ]
{ Auth-Application-I1d }
{ Oigin-Host }
{ Oigin-Realm}
{ Destination-Real m}
{ CC Request-Type }
{ CC- Request - Nunber }
[ Credit-Managenent- Status ]
[ Destination-Host ]
[ Oigin-State-1d ]
*[ Subscription-1d ]
[ OC Supported- Features ]
*[ Supported-Features ]
[ TDF-Information ]
[ Networ k- Request - Support ]
*[ Packet-Filter-Information ]
[ Packet-Filter-Qperation ]
[ Bearer-ldentifier ]
[ Bearer-Qperation ]
[ Dynami c- Address-Fl ag ]
[ Dynam c- Addr ess- Fl ag- Ext ensi on ]
[ PDN- Connection-Charging-1D ]
[ Franed- | P-Address ]
[ Framed-Ipv6-Prefix ]
[ 1 P-CAN Type ]
[ 3GPP- RAT- Type ]
[ AN-Trusted ]
[ RAT-Type ]
[ Term nation-Cause ]
[ User-Equiprment-Info ]
[ QS-Information ]
[ QoS-Negotiation ]
[ QoS- Upgrade ]
[ Default-EPS-Bearer-QS ]
[ Default-QoS-Information ]
[ AN- GWM Address ]
[ ANNGWM Status ]

0*2
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3GPP- SGSN- MCC- M\C ]

3GPP- SGSN- Addr ess ]

3GPP- SGSN- | pv6- Addr ess ]
3GPP- GGSN- Addr ess ]

3GPP- GGSN- | pv6- Addr ess ]

3GPP- Sel ecti on- Mode ]

RAI ]

3GPP- User - Location-1nfo ]

Fi xed- User - Location-1nfo ]
User-Location-Info-Tinme ]
User-CSG | nformation ]
TWAN- | dentifier ]

3GPP- M5- Ti neZone ]

RAN- NAS- Rel ease- Cause ]

3GPP- Char gi ng- Characteristics ]
Call ed-Station-1d ]

PDN- Connection-1D ]

Bear er - Usage |

Online ]

Ofline ]

TFT- Packet-Fil ter-Information ]
Char gi ng- Rul e- Report ]
Application-Detection-Information ]
Event - Tri gger ]

Event - Report-1ndi cation ]

Access- Net wor k- Char gi ng- Addr ess ]
Access- Net wor k- Char gi ng-l dentifier-Gx ]
CoA- I nformation ]

Usage- Moni toring-1nformation ]

NBI FOM Support ]

NBI FOM Mode ]

Def aul t - Access ]
Origination-Time-Stanmp ]

Maxi mum Wi t - Ti ne ]

Access- Avai | abi | it y- Change- Reason ]
Routing-Rule-Install ]

Rout i ng- Rul e- Renove ]

HeNB- Local - | P- Addr ess ]

UE- Local - | P- Address ]

UDP- Sour ce- Port ]

TCP- Sour ce- Port ]

Presence- Reporting-Area- | nfornation ]
Logi cal - Access-1D ]

Physi cal - Access-1D ]

Proxy-1nfo ]

Rout e- Record ]
3GPP-PS-Data-Of f - Status ]

AVP |

* % ok ok

* %k ok

1 ) ) ) 1 e e ) ) ) ) e e e ) ) ) e ) ) ) ) ) e ) ) ) ) ) e ) ) ) ) e ) ) ) ) ) e e ) ) )

*
*
*

NOTE: Multiple instances of the Subscription-Id AVP in the CCR command correspond to multiple types of
identifier for the same subscriber, for example IMSI and MSISDN.

5.6.3 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCRF to the PCEF in response to the CCR command. It is used to provision PCC rules and event
triggers for the bearer/session and to provide the selected bearer control mode for the IP-CAN session. If the PCRF
performs the bearer binding, PCC rules will be provisioned at bearer level. The primary and secondary CCF and/or
primary and secondary OCS addresses may be included in theinitial provisioning.

Message Format:

<CC- Answer > :: Di aneter Header: 272, PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }
Origin-Host }
Origin-Realm}

Resul t - Code ]
Experinental - Resul t ]
CC- Request - Type }

CC- Request - Nunmber }

OC- Support ed- Feat ures ]
OC-OLR ]

Support ed- Features ]

|
A e e P A A A

*
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5.6.4

Re-Auth-Request (RAR) Command

Bear er - Cont r ol - Mbde ]
Event - Tri gger ]

Event - Report -1 ndi cation ]
Oigin-State-1d ]

Redi rect - Host ]

Redi r ect - Host - Usage ]

Redi r ect - Max- Cache-Ti ne ]
Char gi ng- Rul e- Renove ]
Charging-Rule-Install ]
Chargi ng-I nformation ]
Online ]

Ofline ]

QoS-I nformation ]

Reval i dati on-Ti ne ]

Def aul t - EPS- Bear er - QoS ]
Def aul t - QS-I nformation ]
Bear er - Usage |

Usage- Moni toring-Information ]
CSG I nformati on- Reporting ]
User-CSG I nformation ]
PRA-I nstall ]

PRA- Renove ]

Presence- Reporting- Area-Information ]
Sessi on- Rel ease- Cause ]

NBlI FOM Support ]

NBI FOM Mode ]

Def aul t - Access ]

RAN- Rul e- Support ]

Rout i ng- Rul e- Report ]

Condi ti onal - Policy-Information ]
Renmoval - O - Access ]

| P- CAN- Type ]

Error-Message ]
Error-Reporting-Host ]

Fai | ed- AVP ]

Proxy-Info ]

Rout e- Record ]

Load ]

AVP ]

ETSI TS 129 212 V15.6.0 (2019-04)

The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flagsfield, is
sent by the PCRF to the PCEF in order to provision PCC rules using the PUSH procedure initiate the provision of
unsolicited PCC rules. It is used to provision PCC rules, event triggers and event report indications for the session. If
the PCRF performs the bearer binding, PCC rules will be provisioned at bearer level.

Message Format:

<RA- Request > ::

*

* %

*

*

0*4

<
<
[
{
{
{
{
{
{
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[

Di aneter Header: 258, REQ PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-I1d }
Origin-Host }

Oigin-Realm}

Desti nati on- Real m}

Desti nati on- Host }

Re- Aut h- Request - Type }

Sessi on- Rel ease- Cause ]
Oigin-State-1d ]

OC- Support ed- Features ]
Event - Tri gger ]

Event - Report-1ndi cation ]
Char gi ng- Rul e- Renove ]
Charging-Rule-Install ]

Def aul t - EPS- Bear er - QoS ]

QoS-I nformation ]

Def aul t - QS-I nformation ]
Reval i dation-Tine ]

Usage- Monitoring-1nformation ]
PCSCF- Rest or ati on- I ndi cation ]
Condi tional -Policy-Information ]
Removal - OF - Access ]

| P- CAN- Type ]

PRA-Install ]

PRA- Renove ]
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*[ CSG I nfornation-Reporting ]
*[ Proxy-Info ]

[ Route-Record ]

*[ AVP ]

5.6.5 Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCEF to the PCRF in response to the RAR command.

Message Format:
<RA- Answer> ::= Di anet er Header: 258, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]

Experinental - Resul t ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]
OC-OLR ]

| P- CAN- Type ]

RAT- Type ]

AN Trusted ]

0*2 [ AN GV Address ]

3GPP- SGSN- MCC- M\C ]

3GPP- SGSN- Addr ess ]

3GPP- SGSN- | pv6- Addr ess ]
RAI ]

3GPP- User - Location-Info ]
User-Location-Info-Tinme ]
Net Loc- Access- Support ]
User-CSG I nformation ]
3GPP- M5- Ti neZone ]

Def aul t - QoS-I nfornation ]
Char gi ng- Rul e- Report]
Error- Message ]
Error-Reporting-Host ]

Fai | ed- AVP ]

Proxy-Info ]

AVP ]

—r e S A A A

*

* %

— )

5a Gxx protocols

5a.1 Protocol support

The Gxx application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the
Application-1D for the Gxx Application in the present release is 16777266. The vendor identifier assigned by IANA to
3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE: A route entry can have adifferent destination based on the application identification AV P of the message.
Therefore, Diameter agents (relay, proxy, redirection, trand ation agents) need to be configured
appropriately to identify the 3GPP Gxx application within the Auth-Application-ld AVP in order to create
suitable routeing tables.

The Gxx application identification shall be included in the Auth-Application-1d AVP.

With regard to the Diameter protocol defined over the Gxx interface, the PCRF acts as a Diameter server, in the sense
that it is the network element that handles QoS Rule requests for a particular realm. The BBERF acts as the Diameter
client, in the sense that it is the network element requesting QoS rules in the transport plane network resources.
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5a.2 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between the BBERF and PCRF (visited or home) are defined by
the underlying protocol. Establishment and maintenance of connections between Diameter nodes are described in
IETF RFC 6733 [61].

After establishing the transport connection, the PCRF and the BBERF shall advertise the support of the Gxx specific
Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the
3GPP (10415) in the Vendor-ld AV P of the Vendor-Specific-Application-Id AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 6733 [61]).

The termination of the Diameter session on Gxx can be initiated either by the BBERF or PCRF, as specified in clauses
4a.5.3 and 4a.5.4, respectively.

5a.3  Gxx specific AVPs
5a.3.0 General

Table 5a.3.0.1 describes the Diameter AV Ps defined for the Gxx reference point, their AV P Code values, types,
possible flag values, whether or not the AV P may be encrypted and what access types (e.g. 3GPP-EPS, etc.) the AVPis
applicable to. The Vendor-ld header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5a.3.0.1: Gxx specific Diameter AVPs

AVP Flag rules (NOTE 1)
Attribute Name AVP | Clause | Value Type | Must | May |Should | Must | May Acc. |Applicability
Code | defined | (NOTE 2) not not |Encr.| Type (NOTE 5)
QoS-Rule-Install 1051 |5a.3.1 Grouped M,V P Y All
QoS-Rule-Remove 1052 |5a.3.2 Grouped M,V P Y All
QoS-Rule-Definition 1053 |5a.3.3 Grouped M,V P Y All
QoS-Rule-Name 1054 |5a.3.4 OctetString  |M,V P Y All
QoS-Rule-Base-Name 1074 |5a.3.7 UTR8String |V P M Y All Rel9
QoS-Rule-Report 1055 [5a.3.5 Grouped M,V P Y All
Session-Linking-Indicator {1064 |5a.3.6 Enumerated |M,V P Y All
(NOTE4)

NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details,
see IETF RFC 6733 [61].

NOTE 2: The value types are defined in IETF RFC 6733 [61].

NOTE 3: The Gxx specific AVPs do not apply to 3GPP-GPRS Access Type.

NOTE 4: This AVP only applies to case 2b as defined in TS 29.213 [8]

NOTE 5: AVPs marked with "Rel9" are applicable as described in clause 5a.4.1.

5a.3.1 QoS-Rule-Install AVP (All access types)

The QoS-Rule-Install AVP (AVP code 1051) is of type Grouped, and it is used to activate, install or modify QoS rules
asinstructed from the PCRF to the BBERF-.

For installing a new QoS rule or modifying a QoS rule already installed, QoS-Rule-Definition AVP shall be used.

For activating a specific QoS rule predefined at the BBERF, QoS-Rule-Name AV P shall be used as areference for that
QoS rule. The QoS-Rule-Base-Name AV P is areference that may be used for activating a group of QoS rules
predefined at the BBERF.

When Tunnel-Information AV P is provided it appliesto all the QoS rules included within the QoS-Rule-Install AVP.
When QoS rules are being modified, the newly provided Tunnel-Information AV P replaces previously provided
Tunnel-Information AV P for the modified QoS rules. If Resource-Allocation-Notification AVP isincluded then it
appliesto all the rules within the QoS-Rule-Install AVP. If a QoS-Rule-Install AVP does not include the Resource-
Allocation-Natification AVP, the resource allocation shall not be notified by the BBERF even if this AV P was present
in previous installations of the same rule.
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In case 23, the QoS-Rule-Install AVP may also contain a charging identifier within the Access-Network-Charging-
Identifier-Vaue AVP. The charging identifier information is used by the BBERF for charging correlation. When the
Access-Network-Charging-Identifier-Value AVP isincluded, the identifier appliesto all the QoS rulesincluded within
the QoS-Rule-Install AVP. The charging identifier value for a QoS rule shall be the same as that for the corresponding
PCC rule. When a QoS rule is being modified and no new charging identifier is provided, then the previously provided
charging identifier shall apply for the modified QoS rules.

If Rule-Activation-Time or Rule-Deactivation-Time is specified then it applies to all the QoS rules within the QoS-
Rule-Install AVP.

The 3GPP-GGSN-Address AV P, 3GPP-GGSN-Ipv6-Address AVP, AN-GW-Address AV P and UDP-Source-Port AVP
are only applicable for S9ainterface when provided. UDP-Source-Port AV P provided within QoS-Rule-Install AVP is
only applicable for the trusted S2c case and shall take precedence over the one provided at the S9a command level.

AVP Format:

QS-Rule-Install ::= < AVP Header: 1051>

*[ QoS-Rule-Definition ]

*[ QS-Rul e-Nane ]

*[ QoS- Rul e- Base- Nane ]
[ Tunnel -Information ]
[ Access- Networ k- Chargi ng-1dentifier-Value ]
[ Resource-Allocation-Notification ]
[ Rule-Activation-Tinme ]
[ Rul e-Deactivation-Tinme ]
[ 3GPP- GGSN- Addr ess ]
[ 3GPP- GGSN- | pv6- Addr ess ]

0*2 [ AN-GW Address ]

[ UDP- Source-Port ]

*[ AVP ]

5a.3.2 QoS-Rule-Remove AVP (All access types)

The QoS-Rule-Remove AVP (AVP code 1052) is of type Grouped, and it is used to deactivate or remove QoS rules
from an Gateway Control session.

QoS-Rule-Name AVP is areference for a specific QoS rule at the BBERF to be removed or for a specific QoSrule
predefined at the BBERF to be deactivated. The QoS-Rule-Base-Name AVP is areference for a group of QoS rules
predefined at the BBERF to be deactivated.

Required-Access-Info AVP may be included if the AF requests the PCRF to report user access network information and
the PCRF is removing QoS rules based on the AF requests.

AVP Format:

QoS- Rul e-Renove ::= < AVP Header: 1052>
*[ QoS- Rul e-Nare ]
*[ QoS- Rul e- Base- Nane ]
*[ Required-Access-Info ]
*[ AVP ]

5a.3.3 QoS-Rule-Definition AVP (All access types)

The QoS-Rule-Definition AVP (AVP code 1053) is of type Grouped, and it defines the QoS rule for a service data flow
sent by the PCRF to the BBERF. The QoS-Rule-Name AV P uniquely identifies the QoS rule and it is used to reference
to a QoS rule in communication between the BBERF and the PCRF within one Gateway Control session. The Flow-
Information AV P(s) determines the traffic that belongs to the service data flow.

If optional AV P(s) within a QoS-Rule-Definition AVP are omitted, but corresponding information has been provided in
previous Gxx messages, the previous information remains valid. If Flow-Information AV P(s) are supplied, they replace
all previous Flow-Information AVP(s).

Required-Access-Info AVP may appear if the AF requests PCRF to report user access network information.
Sharing-Key-UL AVP and/or Sharing-Key-DL AV P may appear if the QoS rule is a candidate for resource sharing.
The Content-Version AVP may be included if the QoS ruleisinstalled or modified.
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AVP Format:

QoS- Rul e-Definition ::= < AVP Header: 1053>

QoS- Rul e- Nane }

Fl ow I nfornation ]
QS-Information ]
Precedence ]

Requi r ed- Access-Info ]
Shari ng- Key- DL ]

Shari ng- Key- UL ]

Cont ent - Ver si on ]

AVP ]

*

*
——— — e — — A

5a.3.4 QoS-Rule-Name AVP (All access types)

The QoS-Rule-Name AVP (AVP code 1054) is of type OctetString, and it defines a name for QoS rule. For QoS rules
provided by the PCRF it uniquely identifies a QoS rule within one Gateway Control session. For QoS pre-defined at the
BBERF it uniquely identifies a QoS rule within the BBERF.

5a.3.5 QoS-Rule-Report AVP (All access types)
The QoS-Rule-Report AVP (AVP code 1055) is of type Grouped, and it is used to report the status of QoS rules.

QoS-Rule-Name AVP is areference for a specific QoS rule at the BBERF that has been successfully installed, modified
or removed (for dynamic QoS rules), or activated or deactivated (for predefined QoS rules). QoS-Rule-Base-Name
AVP isareference for agroup of QoS rules predefined at the BBERF that has been successfully activated or
deactivated.

The QoS-Rule-Report AVP can aso be used to report the status of the QoS rules which cannot be installed/activated or
enforced at the BBERF. In this condition, the QoS-Rule-Name AVP is used to indicate a specific QoS rule which
cannot be installed/activated or enforced and the QoS-Rule-Base-Name AVP is used to indicate a group of QoS rules
which cannot be activated. The Rule-Failure-Code AV P indicates the reason that the QoS rules cannot be successfully
installed/activated or enforced.

If the RuleVersioning feature is supported, the Content-Version AVP(s) shall be included if it wasincluded in the QoS-
Rule-Definition AV P when the corresponding QoS rule was installed or modified.

AVP Format:

QoS- Rul e-Report ::= < AVP Header: 1055>
*[ QS-Rul e-Nane ]
*[ QS- Rul e-Base- Nane ]
[ PCC-Rul e-Status ]
[ Rul e-Fail ure-Code ]
*[ Content-Version ]
*[ AVP |

Multiple instances of QoS-Rule-Report AV Ps shall be used in the caseit isrequired to report different PCC-Rule-Status
or Rule-Failure-Code values for different rules within the same Diameter command. If the Content-Version AVPis
included within a QoS-Rule-Report AV P, then only the one corresponding QoS-Rule-Name AV P shall be included.

5a.3.6 Session-Linking-Indicator AVP (All access types)

The Session-Linking-Indicator AVP (AVP code 1064) is of type Enumerated and indicates whether the session linking
between the Gateway Control Session and the Gx session shall be deferred. The absence of this AVP in case 2b as
defined in 3GPP TS 29.213 [8] shall indicate the value SESSION_LINKING_IMMEDIATE.

The following values are defined:
SESSION_LINKING_IMMEDIATE (0)

This value shall be used to indicate that the PCRF shall perform the linking between the new Gateway Control
Session with an existing Gx session immediately.

SESSION_LINKING_DEFERRED (1)
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Thisvalue shall be used to indicate that the PCRF shall not attempt linking the new Gateway Control Session
with an existing Gx session immediately.

5a.3.7 Qo0S-Rule-Base-Name AVP (All access types)

The QoS-Rule-Base-Name AVP (AVP code 1074) is of type UTF8String, and it indicates the name of a pre-defined
group of QoS rulesresiding at the BBERF.

5a.4  Gxx re-used AVPs
5a.4.0 General

Table 5a.4.0.1 lists the Diameter AV Ps re-used by the Gxx reference point from Gx reference point and other existing
Diameter Applications, reference to their respective specifications, short description of their usage within the Gxx
reference point, the applicability of the AV Ps to a specific access, and which supported features the AVP is applicable
to. When reused from Gx reference point, the specific clause in the present specification is referred. Other AVPs from
existing Diameter Applications, except for the AVPs from Diameter base protocol, do not need to be supported. The
AV Ps from Diameter base protocol are not included in table 5a.4, but they are re-used for the Gxx reference point.
Unless otherwise stated, re-used AV Ps shall maintain their 'M', 'P" and 'V' flag settings. Where RADIUS VSAs arere-
used, unless otherwise stated, they shall be trandated to Diameter AV Ps as described in IETF RFC 4005 [12] with the
exception that the 'M' flag shall be set and the 'P' flag may be set.
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Table 5a.4.0.1: Gxx re-used Diameter AVPs
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Attribute Reference Description Acc. Applicability
Name Type (NOTE 5)
3GPP-MS- 3GPP TS 29.061 [11] Indicate the offset between universal time and All
TimeZone local time in steps of 15 minutes of where the MS
currently resides.
3GPP- 3GPP TS 29.061 [11] |Carries the MCC/MNC information of the AN-GW (Al
SGSN-MCC-
MNC
3GPP-User- |3GPP TS 29.061 [11] Indicates details of where the UE is currently 3GPP-
Location-Info located (e.g. SAl or CGI) EPS
3GPP2-BSID |3GPP2 X.S0057 [24] For 3GPP2 indicates the BSID of where the UE is [3GPP2,
currently located (e.g. Cell-Id, SID, NID). Non-
3GPP-
The Vendor-Id shall be set to 3GPP2 (5535) [24]. |EPS
The support of this AVP shall be advertised in the
capabilities exchange mechanisms (CER/CEA) by
including the value 5535, identifying 3GPP2, in a
Supported-Vendor-ld AVP.
Access- 3GPP TS 29.214 [10] |Contains a charging identifier. All (See
Network- NOTE 6)
Charging-
Identifier-
Value
Allocation- 5.3.32 Indicates a priority for accepting or rejecting a All
Retention- bearer establishment or modification request and
Priority dropping a bearer in case of resource limitations.
AN-GW- 5.3.49 Carries the control plane address of the AN-GW  |All EPC-routed
Address (S-GW/AGW/ ePDG) (See NOTE 8)
APN- 5.3.39 Indicates the aggregate maximum bitrate in bps All
Aggregate- for the downlink direction for all non-GBR bearers
Max-Bitrate- of the APN.
DL
APN- 5.3.40 Indicates the aggregate maximum bitrate in bps All
Aggregate- for the uplink direction for all non-GBR bearers of
Max-Bitrate- the APN.
UL
Bearer- 5.3.23 Indicates the PCRF selected bearer control mode. |All (See
Control- NOTE 3)
Mode
Called- IETF RFC 4005 [12] The address the user is connected to (i.e. the All
Station-Id PDN identifier). For EPS the APN. When used to
contain the APN, the APN is composed of the
APN Network Identifier only, or the APN Network
Identifier and the APN Operator Identifier as
specified in TS 23.003 [25], clause 9.1. The
inclusion of the APN Operator Identifier can be
configurable.
CC-Request- |IETF RFC 4006 [9] The number of the request for mapping requests  |All
Number and answers
CC-Request- |IETF RFC 4006 [9] The type of the request (initial, update, All
Type termination)
Default-EPS- |5.3.48 Defines the QoS information of the default bearer [All
Bearer-QoS
Content- 3GPP TS 29.214 [10] [t Indicates the content version of a QoS rule. It All RuleVersioning
\ersion uniquely identifies a version of the QoS rule as
defined in subclause 4a.5.18.
DRMP IETF RFC 7944 [53] Allows Diameter endpoints to indicate the relative [All
priority of Diameter transactions.
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Attribute Reference Description Acc. Applicability
Name Type (NOTE 5)

Event- 5.3.7 Reports the event that occurred on the BBERF. All
Trigger For Event-Trigger LOSS_OF_BEARER, BBERF

will include the impacted QoS rules within the

QoS-Rule-Report.

For Event-Trigger RECOVERY_OF_BEARER

BBERF will include the impacted QoS rules within

the QoS-Rule-Report.

For 3GPP2 access USER_LOCATION_CHANGE

is used to report and request changes to the

3GPP2-BSID.

For the Event-Trigger

UE_TIME_ZONE_CHANGE, the BBERF includes

the new value of the UE time zone within the

3GPP-MS-TimeZone AVP.

The following values are not applicable:

SGSN_CHANGE (0), PLMN_CHANGE (4), IP-

CAN_CHANGE (7),

QOS_CHANGE_EXCEEDING_AUTHORIZATION

(11), OUT_OF_CREDIT (15),

REALLOCATION_OF_CREDIT (16),

REVALIDATION_TIMEOUT (17),

UE_IP_ADDRESS_ALLOCATE (18), UE_

IP_ADDRESS_RELEASE (19),

AN_GW_CHANGE (21) and USAGE_REPORT

(33),

ROUTING_RULE_CHANGE (37),

APPLICATION_START (39),

APPLICATION_STOP (40),

CREDIT_MANAGEMENT_SESSION_FAILURE

(46).
Extended- 5.3.134 Indicates the aggregate maximum bitrate in kbps  |All Extended-BW-
APN-AMBR- for the downlink direction for all non-GBR bearers NR
DL of the APN.
Extended- 5.3.135 Indicates the aggregate maximum bitrate in kbps  |All Extended-BW-
APN-AMBR- for the uplink direction for all non-GBR bearers of NR
UL the APN.
Extended- 5.3.136 Defines the guaranteed bitrate in kbps for All Extended-BW-
GBR-DL downlink. NR
Extended- 5.3.137 Defines the guaranteed bitrate in kbps for uplink.  |All Extended-BW-
GBR-UL NR
Extended- 3GPP TS 29.214 [10] Defines the maximum authorized bandwidth in All Extended-BW-
Max- kbps for downlink. NR
Requested-
BW-DL
Extended- 3GPP TS 29.214 [10] |Defines the maximum authorized bandwidth in All Extended-BW-
Max- kbps for uplink. NR
Requested-
BW-UL
Flow- 3GPP TS 29.214 [10], |Defines the service data flow filter parameters for |All
Description 5.4.2 a QoS rule. The same rules as for Gx, Table

5.4.0.1, apply. The rules for usage on Gxx are

defined in clause 5.4.2
Flow- 5.3.53 Defines the service data flow filter parameters for |All
Information a QoS rule and may include flow description,

packet filter identifier, ToS/Traffic Class, SPI and

Flow Label information.

May also include an instruction as to whether

signalling the information to the UE is to occur.
Flow-Label 5.3.52 Defines the Ipv6 flow label
Framed-IP-  [IETF RFC 4005 [12] The Ipv4 address allocated for the user. All
Address
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Attribute Reference Description Acc. Applicability
Name Type (NOTE 5)
Framed- IETF RFC 4005 [12] The Ipv6 prefix allocated for the user. All
Ipv6-Prefix The encoding of the value within this Octet String
type AVP shall be as defined in
IETF RFC 3162 [15], clause 2.3. The "Reserved",
"Prefix-Length" and "Prefix" fields shall be
included in this order.
Guaranteed- |5.3.25 Defines the guaranteed bitrate in bps for downlink. |All
Bitrate-DL
(NOTE 1)
Guaranteed- |5.3.26 Defines the guaranteed bitrate in bps for uplink. All
Bitrate-UL
(NOTE 1)
HeNB-Local- [5.3.95 Contains the H(e)NB local IP address as defined |3GPP- |EPC-routed
IP-Address in Annex E.2.1. EPS
IP-CAN-Type [5.3.27 Indicates the type of Connectivity Access Network |All
that the user is connected to.
Load IETF draft-ietf-dime- The AVP used to convey load information All
load [60] between Diameter nodes.
This AVP and all AVPs within this grouped AVP
shall have the 'M' bit cleared.
Max- 3GPP TS 29.214 [10] |Defines the maximum authorized bandwidth for All
Requested- uplink.
Bandwidth-
UL
(Note 2)
Max- 3GPP TS 29.214 [10] |Defines the maximum authorized bandwidth for All
Requested- downlink.
Bandwidth-
DL
(Note 2)
NetLoc- 53.111 Indicates the access network information reporting |All NetLoc
Access- level of support.
Support
Network- 5.3.24 Indicates whether the UE and access network All (See
Request- supports the network requested bearer control NOTE 3)
Support mode or not.
OC-OLR IETF RFC 7683 [49] Contains the necessary information to convey an  |All
overload report.
OC- Defines the support for the Diameter overload Al
Supported- IETF RFC 7683 [49] indication conveyence by the sending node
Features '
Packet-Filter- |5.3.54 Indicates the content of the packet filter. All
Content Destination IP address including the value
provided by the UE may be provided when the
ExtendedFilter feature is supported as described
in clause 5a.4.1.
Packet-Filter- |5.3.55 The identity of the packet filter. All
Identifier
Packet-Filter- |5.3.56 Information related to the packet filters that the All
Information BBERF provides to the PCRF.
Packet-Filter- |5.3.57 Indicates the operation that the terminal is All
Operation requesting over the packet filters provided by the
Packet-Filter-Information AVPs.
Packet-Filter- |5.3.66 Indicates whether the UE shall be provisioned All Rel9
Usage with the related traffic mapping information.
PCC-Rule- 5.3.19 Describes the status of one or a group of QoS All
Status rules.
PDN- 5.3.58 The identification of PDN connection to the same |All (See [Rel9
Connection- APN. NOTE 4)
ID
Precedence |5.3.11 Indicates the precedence of QoS rules or packet |All
filters.
PS-to-CS- 5.3.84 Indicates whether the service data flow is a 3GPP- |VSRVCC
Session- candidate for PS to CS session continuity. EPS
Continuity
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Attribute Reference Description Acc. Applicability
Name Type (NOTE 5)
QoS-Class- |5.3.17 Identifies a set of IP-CAN specific QoS All
Identifier parameters
QoS- 5.3.16 Defines the QoS information for a resource or All
Information QoS rule.
RAI 3GPP TS 29.061 [11] |Contains the Routing Area Identity of the SGSN 3GPP-
where the UE is registered EPS
RAT-Type 5.3.31 Identifies the radio access technology that is All
serving the UE.
Required- 3GPP TS 29.214 [10] Indicates the access network information for 3GPP- |CC
Access-Info which the AF entity requestes the PCRF reporting. |EPS NetLoc
Resource- 5.3.50 Indicates whether successful resource allocation  |All
Allocation- notification for rules is needed or not.
Notification
Rule- 5.3.41 Indicates the NTP time at which the QoS rules All
Activation- has to be enforced.
Time
Rule- 5.2.42 Indicates the NTP time at which the BBERF has  |All
Deactivation- to stop enforcing the QoS rules.
Time
Rule-Failure- |5.3.38 Identifies the reason a QoS rule is being reported. |All
Code
Security- 5.3.51 Defines the IPSec SPI All
Parameter-
Index
Session- 5.3.44 Indicate the reason of termination initiated by the |All
Release- PCRF. Only the reason code
Cause UNSPECIFIED_REASON is applicable for the
PCRF-initiated Gxx session termination.
Sharing-Key- |3GPP TS 29.214 [10] Indicates, by containing the same value, what All ResShare
DL QoS rules may share resource in downlink
direction.
Sharing-Key- |3GPP TS 29.214 [10] Indicates, by containing the same value, what All ResShare
UL QoS rules may share resource in uplink direction.
Subscription- |IETF RFC 4006 [9] The identification of the subscription (i.e. IMSI) All
Id
Supported- 3GPP TS 29.229 [14] If present, this AVP informs the destination host All
Features about the features that the origin host requires to
successfully complete this command exchange
ToS-Traffic- [5.3.15 Defines the Ipv4 ToS or Ipv6 Traffic Class All
Class
Trace-Data |3GPP TS 29.272 [26] Contains trace control and configuration 3GPP-
parameters, specified in 3GPP TS 32.422 [27]. EPS
Trace- 3GPP TS 29.272 [26] |Contains the trace reference parameter, specified [3GPP-
Reference in 3GPP TS 32.422 [27]. EPS
Tunnel- 5.3.34 Defines the tunnel (outer) header filter information |All (see
Header-Filter of a tunnelled IP flow. NOTE 3
and
NOTE 6)
Tunnel- 5.3.35 Indicates the length of the tunnel (outer) header.  |All (see
Header- NOTE 3
Length and
NOTE 6)
Tunnel- 5.3.36 Defines the tunnel (outer) header information for  |All (see
Information an IP flow. NOTE 3
and
NOTE 6)
UDP-Source- |5.3.97 Contains the UDP source port number in the case |3GPP-  |EPC-routed
Port that NA(P)T is detected for supporting EPS
interworking with Fixed Broadband access Non-
network as defined in Annex E. 3GPP-
EPS
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Attribute Reference Description Acc. Applicability
Name Type (NOTE 5)
UE-Local-IP- |5.3.96 Contains the UE local IP address as defined in Non- BBAI
Address Annex E.2.1. 3GPP-
EPS

User-CSG- 3GPP TS 32.299 [19] Indicates the user "Closed Subscriber Group" 3GPP- |Rel9

Information Information associated to CSG or hybrid cell EPS

(NOTE 7) access: it comprises the CSG-1d, CSG-Access-

Mode and CSG-Membership-Indication AVPs.
This AVP shall have the 'M' bit cleared.

User- IETF RFC 4006 [9] The identification and capabilities of the terminal  |All

Equipment- (IMEISV, etc.)

Info When the User-Equipment-Info-Type is set to

IMEISV(0), the value within the User-Equipment-
Info-Value shall be a UTF-8 encoded decimal.

User- 5.3.101 Indicates the time at which the user was in that 3GPP- |CC

Location- location when the corresponding bearer is EPS NetLoc

Info-Time deactivated.

NOTE 1: When sending from the PCRF to the BBERF, the Guaranteed-Bitrate-UL/DL AVP indicate the allowed
guaranteed bit rate for the uplink/downlink direction; when sending from the BBERF to the PCRF, the
Guaranteed-Bitrate-UL/DL AVP indicate the requested guaranteed bit rate for the uplink/downlink direction.

NOTE 2: When sending from the PCRF to the BBERF, the Max-Requested-Bandwidth-UL/DL AVP indicate the
maximum allowed bit rate for the uplink/downlink direction; when sending from the BBERF to the PCRF, the
Max-Requested-Bandwidth-UL/DL AVP indicate the maximum requested bit rate for the uplink/downlink
direction.

NOTE 3: This AVP does not apply to 3GPP-EPS Access Types.

NOTE 4: This AVP only applies to case 2b as defined in 3GPP TS 29.213 [8].

NOTE 5: AVPs marked with "Rel9" are applicable as described in clause 5a.4.1.

NOTE 6: This AVP only applies to case 2a as defined in 3GPP TS 29.213 [8].

NOTE 7: AVPs included within this grouped AVP shall have the 'M' bit cleared.

NOTE 8: AN-GW-Address AVP carries the address of the ePDG is only applicable for "EPC-routed".

5a.4.1 Use of the Supported-Features AVP on the Gxx reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and
optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set
of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it
has in common with the client and that the server shall support within the same Diameter session. Any further command
messages shall always be compliant with the list of supported features indicated in the Supported-Features AV Ps during
session establishment. Features that are not advertised as supported shall not be used to construct the command
messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AV P on the Gxx
reference point shall be compliant with the requirements for dynamic discovery of supported features on the Cx
reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [14].

The base functionality for the Gxx reference point is the 3GPP Rel-8 standard and a feature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP may be absent from the Gxx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the
application by adding new AV Psfor afeature, the new AV Ps shall have the M bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-1d,
Feature-List-1D and Feature-List AV Ps. On the Gxx reference point, the Supported-Features AV P is used to identify
features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-1d AVP shall
contain the vendor 1D of 3GPP (10415). If there are multiple feature lists defined for the Gxx reference point, the
Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of
3GPP TS 29.229 [14]. The following exceptions apply to the initial CCR/CCA command pair:

- If the BBERF supports post-Rel-8 Gxx functionality, the CCR shall include the features supported by the
BBERF within Supported-Features AV P(s) with the 'M" bit cleared.

NOTE: One instance of Supported-Features AV P is needed per Feature-List-I1D.
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- If the CCR command does not contain any Supported-Features AV P(s) and the PCRF supports Rel-8 Gxx
functionality, the PCRF shall not include the Supported-Features AVP in the CCA command. In this case, both
BBERF and PCRF shall behave as specified in the Rel-8 version of this document.

NOTE: The client will always declare all features that are supported according to table 5a.4.1.1. When more than
one feature identifying arelease is supported by both BBERF and PCRF, the BBERF will work according
to the latest common supported release.

Once the PCRF and BBERF have negotiated the set of supported features during session establishment, the set of
common features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the Gxx interfaces for the feature list with a Feature-List-1D of 1.

Table 5a.4.1.1: Features of Feature-List-ID 1 used in Gxx

Feature Feature M/O Description

bit

0 Rel9 M | This feature indicates the support of base 3GPP Rel-9 Gxx functionality,
including the AVPs and corresponding procedures supported by the base
3GPP Rel-8 Gxx standard, but excluding those features represented by
separate feature bits. AVPs introduced with this feature are marked with
"Rel9" in Table 5a.3.0.1 and Table 5a.4.0.1.

1 VvSRVCC O | This feature indicates support for the vSRVCC feature (see
3GPP TS 23.216 [40]).

2 EPC-routed O | This feature indicates support for interworking with Fixed Broad band Access
networks when the traffic is routed via the EPC network as defined in
Annex E.

3 NetLoc O | This feature indicates the support of the Access Network Information
Reporting. If the BBERF supports this feature, the PCRF shall behave as
described in subclause 4a.5.16

4 ExtendedFilter O | This feature indicates the support for the local UE address being present in
3GPP filters signalled between network and UE

5 PendingTransaction | O | This feature indicates support for the race condition handling as defined in
3GPP TS 29.213 [8].

6 void

7 ResShare O | This feature indicates the support of service data flows that share resources. If
the BBERF supports this feature, the PCRF shall behave as described in
clause 4a.5.10.6.

8 RuleVersioning O | This feature indicates the support of QoS rule versioning as defined in
subclause 4a.5.18.

9 Extended-BW-NR O | This feature indicates the support of extended bandwidth values for NR.

NOTE:
Feature bit:  The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release.
Description: A clear textual description of the feature.

5a.5 Gxx specific Experimental-Result-Code AVP values

The same codes specified in clause 5.5 apply here with the following exceptions:

The following permanent Experimental -Result-Code shall be used instead of DIAMETER_PCC_RULE _EVENT

(5142):

DIAMETER_QOS RULE_EVENT (5145)

This error shall be used when the QoS rules cannot be installed/activated. Affected QoS-Rules will be provided
in the QoS-Rule-Report AVP including the reason and status as described in clause 4a.5.5.

The following transient Experimental-Result-Code shall be used instead of DIAMETER_PCC_BEARER_EVENT

(4141):

DIAMETER_BEARER_EVENT (4142)
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This error shall be used when for some reason a QoS rule cannot be enforced or modified successfully ina
network initiated procedure. Affected QoS Rules will be provided in the QoS-Rule-Report AV P including the
reason and status as described in clause 4a.5.5.

S5a.6 Gxx Messages
5a.6.1 Gxx Application

Gxx Messages are carried within the Diameter Application(s) described in clause 5a.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and the Diameter Credit
Control Application IETF RFC 4006 [9] are used with the Gxx specific AV Ps specified in clause 5a.3. The Diameter
Credit Control Application AVPs and AV Ps from other Diameter applications that are re-used are defined in

clause 5a.4. The Gxx application identifier shall be included in the Auth-Application-ld AVP. A diameter session needs
to be established for each Gateway Control session.

NOTE: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the DCC
Application IETF RFC 4006 [9] or Diameter Base Protocol IETF RFC 6733 [61].

5a.6.2 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flagsfield, is
sent by the BBERF to the PCRF in order to request QoS rules. The CCR command is also sent by the BBERF to the
PCRF in order to indicate QoS rule related events or the termination of the Gateway Control session.

Message Format:
<CC-Request> ::= < Dianmeter Header: 272, REQ PXY >
< Session-1d >
[ DRWP ]
{ Auth-Application-Id }
{ Origin-Host }
{ Oigin-Realm}
{ Destination-Real m}
{ CC- Request-Type }
{ CC Request - Nunber }
[ Destination-Host ]
[ Oigin-State-1d ]
[ OC Supported- Features ]
*[ Supported- Features ]
*[ Subscription-1d ]
[ Networ k- Request - Support ]
*[ Packet-Filter-Information ]
[ Packet-Filter-Qperation ]
[ Franed-| P-Address ]
[ Franed-Ipv6-Prefix ]
[ I P-CAN-Type ]
[ RAT-Type ]
[ Term nation-Cause ]

[ User-Equipment-Info ]

[ QS-Information ]

[ Default-EPS-Bearer-QoS ]
0*2 [ AN-GW Address ]
3GPP- SGSN- MCC- M\C ]
RAI ]
3GPP- User - Locat i on- | nf o]
User-Location-Info-Tinme ]
3GPP- M5- Ti neZone ]
3GPP2-BSI D ]
User-CSG | nformation ]
HeNB- Local - | P- Addr ess ]
UE- Local - | P- Address ]
UDP- Sour ce- Port ]
Cal l ed-Station-1d ]
PDN- Connection-1D ]
QoS- Rul e- Report]
Event - Tri gger]
Sessi on- Li nki ng- | ndi cat or ]
Trace-Data ]
Trace- Ref erence ]
Proxy-Info ]

* ok

— e e e ) ) e e ) ) e )
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*[ Route-Record ]
*[ AVP ]

5a.6.3 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCRF to the BBERF in response to the CCR command. It is used to provision QoS rules and event
triggers for the bearer/session and to provide the selected bearer control mode for the Gateway Control session.

Message Format:

<CC- Answer > :: =

5a.6.4 Re-Auth-Request (RAR) Command

*

* *

* %

O e O A A o T e e e A A

EE

Di anet er Header: 272, PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-I1d }
Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Resul t ]
CC- Request - Type }

CC- Request - Nunber }

OC- Support ed- Feat ures ]
OC-OLR ]

Support ed- Features ]
Bear er - Contr ol - Mode ]
Event - Tri gger ]
Franmed- | pv6- Prefix |
Oigin-State-1d ]

Redi rect - Host ]

Redi r ect - Host - Usage ]
Redi r ect - Max- Cache-Ti ne ]
QoS- Rul e- Renove ]
QS-Rule-Instal |l ]
QoS-I nformation ]

Def aul t - EPS- Bear er - QS ]
Error- Message |

Error- Reporti ng- Host ]
Fai | ed- AVP ]

Proxy-Info ]

Rout e- Record ]

Load ]

AVP ]
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The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flags field, is
sent by the PCRF to the BBERF in order to provision QoS rules using the PUSH procedure initiate the provision of
unsolicited QoSrules. It is used to provision QoS rules, event triggers and event report indications for the session.

Message Format:

<RA- Request > ::

Di anet er Header: 258, REQ PXY >
Session-1d >

DRWP ]

Aut h- Application-1d }
Origin-Host }
Oigin-Realm}

Desti nati on- Real m}

Desti nati on- Host }

Re- Aut h- Request - Type }
Sessi on- Rel ease- Cause ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]
Event - Tri gger ]

QoS- Rul e- Renove ]
QS-Rule-Install ]

QoS-I nformation ]

Def aul t - EPS- Bear er - QoS ]
Proxy-1Info ]

Rout e- Record ]

AVP ]
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5a.6.5 Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags
field, is sent by the BBERF to the PCRF in response to the RAR command.

Message Format:

<RA- Answer > : . Di anet er Header: 258, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]

Experinental - Resul t ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]
OC-OLR ]

RAT- Type ]

3GPP- SGSN- MCC- M\C ]

RAI ]

3GPP- User - Location-1nfo ]
User-Location-Info-Tinme ]
Net Loc- Access- Support ]
User-CSG I nformation ]
3GPP- M5- Ti neZone ]
3GPP2-BSI D ]

QoS- Rul e- Report]

Error- Message |

Er ror - Reporti ng- Host ]

Fai | ed- AVP ]

Proxy-Info ]

AVP ]

*

e e e e e e e e A A

* ok

5b Sd protocol
5b.1  Protocol support

The Sd application is defined as a vendor specific Diameter application, where the vendor is 3GPP. The vendor
identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415. The Application-
ID for the Sd Application is 16777303 and this value shall be used in the Diameter command header as well as any
Application-1D AV Ps (Auth-Application-1d/Vendor-Specific-Application-1d) in the command body.

5b.2 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each PCRF and TDF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [61].

After establishing the transport connection, the PCRF and the TDF shall advertise the support of the Sd specific
Application by including the value of the application identifier in the Auth-Application-ld AVP and the value of the
3GPP (10415) in the Vendor-ld AV P of the Vendor-Specific-Application-lId AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 6733 [61]).

The Diameter session on Sd is established either at the request of the PCRF in case of solicited application reporting or

a the request of the TDF in case of unsolicited application reporting. Session modifications may be initiated by either
TDF or PCRF. Session termination isinitiated at the request of the PCRF as specified in clause 4b.5.4.

5b.3  Sd specific AVPs
5b.3.0 General

Table 5b.3.0.1 describes the Diameter AV Ps defined for the Sd reference point, their AVP Code values, types, possible
flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-GPRS, etc.) the AVP is applicable
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to, the applicability of the AV Psto charging control, policy control or both, and which supported featuresthe AVP is
applicable to. The Vendor-ld header of all AVPsdefined in the present document shall be set to 3GPP (10415).

Table 5b.3.0.1: Sd specific Diameter AVPs

AVP Flag rules
(NOTE 1)
Attribute Name AVP |Clause | Value Type | Must |May|Shoul| Must | May | Acc. Type |Applic
Code |defined| (NOTE 2) d not| not |Encr. ability
ADC-Rule-Base-Name 1095 |5b.3.4 |UTR8String M,V [P Y All
ADC-Rule-Definition 1094 |5b.3.3 |Grouped MV [P Y All
ADC-Rule-Install 1092 |5b.3.1 |Grouped MV |P Y All
ADC-Rule-Name 1096 |5b.3.5 |OctetString M,V |P Y All
ADC-Rule-Remove 1093 |5b.3.2 |Grouped MV [P Y All
ADC-Rule-Report 1097 |5b.3.6 |Grouped MV P Y All
NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [61].
NOTE 2: The value types are defined in IETF RFC 6733 [61].

5b.3.1 ADC-Rule-Install AVP

The ADC-Rule-Install AVP (AVP code 1092) is of type Grouped, and it is used to activate, install or modify ADC rules
asinstructed from the PCRF.

For installing anew ADC rule or modifying an ADC rule aready installed, ADC-Rule-Definition AV P shall be used.

For activating a specific predefined ADC rule, ADC-Rule-Name AV P shall be used as areference for that ADC rule.
The ADC-Rule-Base-Name AVP is areference that may be used for activating a group of predefined ADC rules.

If Rule-Activation-Time or Rule-Deactivation-Time is specified then it appliesto all the ADC rules within the ADC-
Rule-Install.

If the Monitoring-Flags AVP isincluded within the ADC-Rule-Install AVP, it is used to indicate the monitoring action
related to the corresponding application. It appliesto all the ADC rules within the ADC-Rule-Install AVP. If the
Monitoring-Flags AV P is provided, the value will be valid for the ADC rules until the new value is provided for the
ADC rules.

AVP Format:

ADC-Rul e-Install ::= < AVP Header: 1092 >
*[ ADC-Rul e-Definition ]
*[ ADC- Rul e- Nare ]
*[ ADC- Rul e- Base- Nane ]
[ Monitoring-Flags ]
[ Rule-Activation-Tinme ]
[ Rul e-Deactivation-Tine ]
*[ AVP ]

5b.3.2 ADC-Rule-Remove AVP

The ADC-Rule-Remove AVP (AVP code 1093) is of type Grouped, and it is used to deactivate or remove ADC rules as
instructed from the PCRF.

ADC-Rule-Name AV P isareference for a specific dynamic ADC rule to be removed or for a specific predefined ADC
rule to be deactivated. The ADC-Rule-Base-Name AV P is areference for a group of predefined ADC rulesto be
deactivated.

AVP Format:

ADC- Rul e- Renove ::= < AVP Header: 1093 >
*[ ADC- Rul e- Nane ]
*[ ADC- Rul e- Base- Nane ]
*[ AVP ]
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5b.3.3 ADC-Rule-Definition AVP

The ADC-Rule-Definition AVP (AVP code 1094) is of type Grouped, and it defines the ADC rule sent by the PCRF.
The ADC-Rule-Name AVP uniquely identifiesthe ADC rule and it is used to referenceto an ADC rulein
communication between the PCRF and the TDF within one TDF session. The TDF Application Identifier AVP(s) or the
Flow-Information AV P(s) determines the traffic that belongs to the application.

If optional AVP(s) within an ADC-Rule-Definition AVP are omitted, but corresponding information has been provided
in previous Sd messages, the previous information remains valid.

Monitoring-Key AV P contains the monitoring key that may apply to the ADC rule.

Sponsor-Identity AVP and Application-Service-Provider-ldentity AVP shall be included if the Reporting-Level AVPis
set to the value SPONSORED_CONNECTIVITY_LEVEL for the service data flow.

Mute-Notification status shall not be changed during the lifetime of the ADC rules.

Traffic-Steering-Policy-ldentifier-UL AVP and/or Traffic-Steering-Policy-ldentifier-DL AVP may appear if the traffic
steering control is required for the service data flow or application. If the traffic steering policies are identical in both
downlink and uplink directions, the values of the Traffic-Steering-Policy-ldentifier-UL AVP and the Traffic-Steering-
Policy-ldentifier-DL AV P shall be identical.

AVP Format:

ADC- Rul e-Definition ::= < AVP Header: 1094 >

ADC- Rul e- Narre }

TDF- Application-ldentifier ]

Fl ow I nformation ]

Service-ldentifier ]

Rat i ng- G oup ]

Reporting-Level ]

Online ]

Ofline ]

Met eri ng- Met hod ]

Precedence ]

Fl ow St at us ]

QS-Information ]

Moni t ori ng- Key 1]

Sponsor-ldentity ]
Application-Service-Provider-ldentity ]
Redi rect-Information ]

Mut e- Notification ]
Traffic-Steering-Policy-ldentifier-DL ]
Traffic-Steering-Policy-ldentifier-UL ]
ToS-Traffic-d ass |

AVP ]

*
1 1 1 1 ) 1 1 1 e e ) )t P ) )t 1 Ay

*

5b.3.4 ADC-Rule-Base-Name AVP

The ADC-Rule-Base-Name AVP (AVP code 1095) is of type UTF8String, and it indicates the name of a predefined
group of ADC rules.

5b.3.5 ADC-Rule-Name AVP

The ADC-Rule-Name AVP (AVP code 1096) is of type OctetString, and it defines a name for ADC rule. For ADC
rules provided by the PCRF it uniquely identifies an ADC rule within one TDF session. For predefined ADC rules, it
uniquely identifiesan ADC rule within the TDF.

5b.3.6 ADC-Rule-Report AVP
The ADC-Rule-Report AVP (AVP code 1097) is of type Grouped, and it is used to report the status of ADC rules.

The ADC-Rule-Report AVP is used to report the status of the ADC rules which cannot be installed/activated or
enforced at the TDF. In this condition, the ADC-Rule-Name AV P is used to indicate a specific ADC rule which cannot
be installed/activated or enforced, and the ADC-Rule-Base-Name AV P is used to indicate a group of ADC rules which
cannot be activated. The PCC-Rule-Status AVP is set to INACTIVE. The Rule-Failure-Code indicates the reason that
the ADC rules cannot be successfully installed/activated or enforced.
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The ADC-Rule-Report AVP can aso be used to report the status of the ADC rules for which credit is no longer
available or credit has been reallocated after the former out of credit indication. When reporting an out of credit
condition, the Final-Unit-Indication AV P indicates the termination action the TDF appliesto the ADC rules as
instructed by the OCS.

AVP Format:

ADC- Rul e-Report ::= < AVP Header: 1097 >

*[ ADC- Rul e- Nare ]

*[ ADC- Rul e- Base- Nane ]
PCC- Rul e- St at us ]
Rul e- Fai | ur e- Code ]
Fi nal - Uni t-Indication ]
AVP |

————

*

Multiple instances of ADC-Rule-Report AVPs shall be used in the caseit is required to report different PCC-Rule-
Status or Rule-Failure-Code values for different groups of rules within the same Diameter command.

5b.3.7 Void
5b.4  Sdre-used AVPs
5b.4.0 General

Table5b.4.0.1 lists the Diameter AV Ps re-used by the Sd reference point from existing Diameter Applications,
reference to their respective specifications, short description of their usage within the Sd reference point and which
supported features the AVP is applicable to. Other AV Ps from existing Diameter Applications, except for the AVPs
from Diameter base protocol, do not need to be supported. The AV Ps from Diameter base protocol are not included in
table 5b.4.0.1, but they are re-used for the Sd reference point. Unless otherwise stated, re-used AV Ps shall maintain
their 'M', 'P' and 'V' flag settings. Where 3GPP Radius V SAs are re-used, unless otherwise stated, they shall be
trandated to Diameter AV Ps as described in IETF RFC 4005 [12] with the exception that the 'M'* flag shall be set and
the 'P flag may be set.
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Table 5b.4.0.1: Sd re-used Diameter AVPs
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Attribute Name Reference Description
AN-GW-Address 5.3.49 Contains the control plane Ipv4 and/ or Ipv6 (if

available) address(es) of the access node gateway
(SGW for 3GPP and AGW for non-3GPP
networks).

AN-Trusted 3GPP TS 29.273 |Indicates whether the access network is trusted or
[48] untrusted for the Non-3GPP access network. This
AVP shall have the 'M' bit cleared.
Application- 5.3.91 Used to report from the TDF to the PCRF once the
Detection- start/stop of the application traffic, defined by TDF-
Information Application-ldentifier, has been detected.

TDF is used instead of PCEF and ADC-Rule-
Definition AVP is used instead of Charging-Rule-
Definition AVP.

Application-Service- [3GPP TS 29.214 |For sponsored connectivity, the identity of the SponsoredConnectivit
Provider-ldentity [10] application service provider that is delivering a y-Sd

service to a end user.
BSSID 3GPP TS 32.299 |Contains the BSSID of the access point where UE  |FBAC

[19]

is located.

Called-Station-Id

IETF RFC 4005 [
12]

The address the user is connected to (i.e. the PDN
identifier). For GPRS and EPS the APN. When
used to contain the APN, the APN is composed of
the APN Network Identifier only, or the APN
Network Identifier and the APN Operator Identifier
as specified in TS 23.003 [25], subclause 9.1. The
inclusion of the APN Operator Identifier can be
configurable.

CC-Request-
Number

IETF RFC 4006 [
9]

The number of the request for mapping requests
and answers.

CC-Request-Type

IETF RFC 4006 [
9

The type of the CC-Request. For the Solicited
application reporting, only update and termination
values are applicable.
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Attribute Name Reference

Description

3GPP TS 29.229
[14]

Charging-
Information

It contains the addresses of the charging functions
in the following AVPs:

- Primary-Event-Charging-Function-Name is of
type DiameterURI and defines the address of
the primary online charging system. The
protocol definition in the DiameterURI shall be
either omitted or supplied with value
"Diameter".

- Secondary-Event-Charging-Function-Name is
of type DiameterURI and defines the address
of the secondary online charging system. The
protocol definition in the DiameterURI shall be
either omitted or supplied with value
"Diameter".

- Primary-Charging-Collection-Function-Name
is of type DiameterURI and defines the
address of the primary offline charging
system. If the GTP' protocol is applied on the
Gzn interface as specified in TS 32.295 [16],
the protocol definition in the DiameterURI
shall be omitted. If Diameter is applied on the
Gzn interface, the protocol definition in
DiameterURI shall be either omitted or
supplied with value "Diameter". The choice of
the applied protocol on the Gzn interface
depends upon configuration in the TDF.

- Secondary-Charging-Collection-Function-
Name is of type DiameterURI and defines the
address of the secondary offline charging
system. If the GTP' protocol is applied on the
Gzn interface as specified in TS 32.295 [16],
the protocol definition in the DiameterURI
shall be omitted. If Diameter is applied on the
Gzn interface, the protocol definition in
DiameterURI shall be either omitted or
supplied with value "Diameter". The choice of
the applied protocol on the Gzn interface
depends upon configuration in the TDF.

ABC

Credit-Management- [5.3.102

Status

Indicate the failure status in credit management.

ABC

CSG-Information- 5.3.64

Reporting

Sent from the PCRF to the TDF to request the TDF
to report the user CSG information change to the
charging domain in case of offline charging.

TDF is used instead of PCEF.

ABC

DRMP IETF RFC 7944 [

53]

Allows Diameter endpoints to indicate the relative
priority of Diameter transactions.

3GPP TS 32.299
(19]

Dynamic-Address-
Flag

Indicates whether the PDP context/PDN address is
statically or dynamically allocated.
This AVP shall have the 'M' bit cleared.

ABC

3GPP TS 32.299
[19]

Dynamic-Address-
Flag-Extension

Indicates that the Ipv4 PDN address has been
dynamically allocated for that particular IP-CAN
bearer (PDN connection) of PDN type Ipv4v6, while
the dynamic Ipv6 address is indicated in Dynamic
Address Flag.

This AVP shall have the 'M' bit cleared.

ABC
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Attribute Name Reference Description
Event-Report- 5.3.30 When sent from the PCRF to the TDF, it is used to
Indication (NOTE 3) report an event coming from the PCEF, BBERF or
(NOTE 4) BPCF if NSWO is supported and the relevant info

to the TDF. When sent from the TDF to the PCRF,
it is used to provide the information about the
required event triggers to the PCRF. Only Event-
Trigger AVP will be supplied in this case.

For 3GPP2 access, USER_LOCATION_CHANGE
is used to report and request changes to the
3GPP2-BSID.

The following values for the included Event-Trigger
are applicable:

SGSN_CHANGE (0),

RAT_CHANGE (2),

PLMN_CHANGE (4),

IP-CAN_CHANGE (7),

RAI_CHANGE (12),

USER_LOCATION_CHANGE
(13),NO_EVENT_TRIGGERS (14),
UE_IP_ADDRESS_ALLOCATE
(18),UE_IP_ADDRESS_RELEASE (19),
AN_GW_CHANGE (21),
UE_TIME_ZONE_CHANGE (25),

TAI_CHANGE (26), ECGI_CHANGE (27),
USER_CSG_INFORMATION_CHANGE (30),
USER_CSG_HYBRID_SUBSCRIBED_INFORMAT
ION_CHANGE (35),
USER_CSG_HYBRID_UNSUBSCRIBED_INFORM
ATION_CHANGE (36),
CHANGE_OF_UE_PRESENCE_IN_PRESENCE
AREA_REPORT (48),

ENODEB_CHANGE (54)

The following AVPs which are included in Event-
Report-Indication are applicable to Sd interface:
IP-CAN-Type, RAT-Type, AN-Trusted, AN-GW-
Address, 3GPP-SGSN-Address, 3GPP-SGSN-
Ipv6-Address, 3GPP-SGSN-MCC-MNC, RAI,
3GPP-User-Location-Info, 3GPP2-BSID, 3GPP-
MS-Timezone, User-CSG-Information and Framed-
IP-Address and Presence-Reporting-Area-
Information.

Event-Trigger 5.3.7 When sent from the PCRF to the TDF, indicates an |(NOTE 3)
event that shall cause a re-request of ADC rules.
When sent from the TDF to the PCRF, indicates
that the corresponding event has occurred at the
TDF.

The following values are applicable:
NO_EVENT_TRIGGERS (14); OUT_OF_CREDIT
(15), REALLOCATION_OF_CREDIT (16),
REVALIDATION_TIMEOUT (17),
USAGE_REPORT (33); APPLICATION_START
(39); APPLICATION_STOP (40) ;
CREDIT_MANAGEMENT_SESSION_FAILURE
(46).
CREDIT_MANAGEMENT_SESSION_FAILURE(46
) does not require to be provisioned by the PCRF
and it will always be reported by the TDF.

TDF is used instead of PCEF, ADC rule is used
instead of PCC rule, ADC-Rule-Report AVP is used
instead of Charging-Rule-Report AVP and ADC-
Rule-Definition AVP is used instead of Charging-
Rule-Definition AVP.

Event-Trigger AVP is also applicable in TSR

command.
Extended-Max- 3GPP TS 29.214 |Defines the maximum authorized bandwidth in Extended-BW-NR
Requested-BW-UL  [[10] kbps for uplink.

ETSI



Location-Info

Network.

3GPP TS 29.212 version 15.6.0 Release 15 214 ETSI TS 129 212 V15.6.0 (2019-04)
Attribute Name Reference Description
Extended-Max- 3GPP TS 29.214 |Defines the maximum authorized bandwidth in Extended-BW-NR
Requested-BW-DL  |[10] kbps for downlink.
Final-Unit-Indication [IETF RFC 4006 [ |The Final-Unit-Action applied by the TDF, and the |ABC
9] related redirect address parameters (if available

and applicable), when the user's account cannot

cover the service cost.
Fixed-User- 5.3.112 It contains the UE location in a Fixed Access FBAC

Flow-Description

3GPP TS 29.214

Defines the service data flow filter parameters for a

[10],5.4.2 detected application, if deducible. The rules for
usage on Sd are defined in subclause 5.4.2
Flow-Direction 5.3.65 It indicates the direction/directions that a filter for a
detected application is applicable, downlink only,
uplink only or both down- and uplink (bidirectional).
Flow-Information 5.3.53 This parameter may be sent from the TDF to the

PCRF within Application-Detection-Information
AVP and contains the information from a single IP
flow packet filter of an application, once detected, if
deducible at TDF.

In this case, only Flow-Description AVP and Flow-
Direction AVPs are used.

See NOTE 1.

This parameter may also be sent from the PCRF to
the TDFwithin the ADC-Rule-Definition AVP to
identify the service data flow to be applied to the
traffic steering control policy

Flow-Status

3GPP TS 29.214
(10]

This parameter may be sent from the PCRF to the
TDF within ADC-Rule-Definition AVP and describe
if the possible uplink and/or possible downlink gate
for the detected application shall be opened or
closed.

Framed-IP-Address

IETF RFC 4005 [
12]

The Ipv4 address allocated for the user. If NSWO is
supported, the AVP contains the Local Ipv4
address assigned by Fixed Broadband Access
network.

Framed-Ipv6-Prefix

IETF RFC 4005 [
12]

The Ipv6 prefix allocated for the user. If NSWO is
supported, the AVP contains the Local Ipv6 prefix
or address assigned by Fixed Broadband Access
network.

The encoding of the value within this Octet String
type AVP shall be as defined in

IETF RFC 3162 [15], subclause 2.3. The
"Reserved", "Prefix-Length" and "Prefix" fields shall
be included in this order.

For the unsolicited case, the TDF may include the
valid full Ipv6 address that is applicable to an IP
flow or IP flows.

The TDF shall set the "Prefix Length" to 128 and
encode the Ipv6 address of the UE within the
"Prefix" field.

Granted-Service-
Unit
(NOTE 2)

IETF RFC 4006 [
9

The volume and/or time threshold for usage
monitoring control purposes. Only the CC-Total-
Octets, one of the CC-Input-Octets and CC-Output-
Octets or CC-Time AVPs are re-used. Monitoring-
Time AVP as defined in 5.3.99 may be optionally
added to the grouped AVP if UMCH feature is
supported.

This AVP shall have the 'M' bit cleared.

IP-CAN-Type

5.3.27

Indicate the type of Connectivity Access Network in
which the user is connected.

Load

IETF draft-ietf-
dime-load [60]

The AVP used to convey load information between
Diameter nodes.

This AVP and all AVPs within this grouped AVP
shall have the 'M' bit cleared.
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Attribute Name Reference Description
Logical-Access-ID ETSI TS 283 Contains a Circuit-ID (as defined in
034 [37] RFC 3046 [36]). The Logical Access ID may

explicitly contain the identity of the Virtual Path and
Virtual Channel carrying the traffic.

The vendor-id shall be set to ETSI (13019) [37].
The support of this AVP shall be advertised in the
capabilities exchange mechanisms (CER/CEA) by
including the ETSI parameter in the Supported-
Vendor-1d AVP.

This AVP shall have the 'M' bit cleared.

Max-Requested-
Bandwidth-UL

3GPP TS 29.214
[10]

Defines the maximum authorized bandwidth in bps
for uplink.

Max-Requested-
Bandwidth-DL

3GPP TS 29.214
(10]

Defines the maximum authorized bandwidth in bps
for downlink.

Metering-Method

5.3.8

Defines what parameters shall be metered by the
TDF for offline charging and also for online
charging in case of decentralized unit
determination, refer to TS 32.299 [19]. TDF is used
instead of PCEF, application traffic is used instead
of service data flow traffic, ADC Rule instead of
PCC Rule (both predefined and dynamic ADC Rule
are applicable).

ABC

Monitoring- Flags

5.3.115

Indicates the monitoring action related to the
application for the volume and/or time
measurement on TDF session level

This AVP shall have the 'M' bit cleared.

ExUsage

Monitoring-Key

5.3.59

An identifier to a usage monitoring control instance.

Monitoring-Time

5.3.99

Defines the time at which the TDF re-applies the
volume or time threshold, provided by the PCRF.
Applicable if UMCH is supported as described in
the subclause 5b.4.1.

Mute-Notification

5.3.98

An indication whether application start/stop
notification is to be muted for ADC Rule by the
TDF, Mute-Notification status shall not be changed
during the lifetime of the ADC rules.

TDF is used instead of PCEF and ADC rule is used
instead of PCC rule.

OC-OLR

IETF RFC 7683 [
49]

Contains the necessary information to convey an
overload report.

OC-Supported-
Features

IETF RFC 7683 [
49]

Defines the support for the Diameter overload
indication conveyence by the sending node.

Offline

5.3.9

Defines whether the offline charging interface from
the TDF shall be enabled. TDF is used instead of
PCEF, ADC rule is used instead of PCC rule, and
ADC-Rule-Definition AVP is used instead of
Charging-Rule-Definition AVP. Can only be
embedded within the initial TSR on command level
or under ADC-Rule-Definition AVP for the initial
provisioning of the specific ADC Rule.

ABC

Online

5.3.10

Defines whether the online charging interface from
the TDF shall be enabled. TDF is used instead of
PCEF, ADC rule is used instead of PCC rule, and
ADC-Rule-Definition AVP is used instead of
Charging-Rule-Definition AVP. Can only be
embedded within the initial TSR on command level
or under ADC-Rule-Definition AVP for the initial
provisioning of the specific ADC Rule.

ABC

PCC-Rule-Status

5.3.19

Describes the status of one or a group of ADC
rules.
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Attribute Name

Reference

Description

PDN-Connection-
Charging-1D

3GPP TS 32.299
[19]

Contains the charging identifier to identify different
records belonging to same PDN connection. When
NBIFOM is supported, this field includes the
Charging Id assigned by the PGW for the PDN
connection.

Otherwise,this field includes Charging Id of first IP-
CAN bearer activated within the PDN connection
(the EPS default bearer in case of GTP based
connectivity or the unique Charging Id in the PMIP
based connectivity case).

This AVP shall have the 'M' bit cleared.

ABC

Physical-Access-ID

ETSI TS 283
034 [37]

Identifies the physical access to which the user
equipment is connected. Includes a port identifier
and the identity of the access node where the port
resides.

The vendor-id shall be set to ETSI (13019) [37].
The support of this AVP shall be advertised in the
capabilities exchange mechanisms (CER/CEA) by
including the ETSI parameter in the Supported-
Vendor-Id AVP.

This AVP shall have the 'M' bit cleared.

Precedence

5.3.11

Defines, if multiple ADC rules overlap, which ADC
Rule shall be applied for the purpose of
enforcement, reporting of application start and stop,
usage monitoring, and charging.

ABC

Presence-Reporting-
Area-ldentifier

5.3.108

Indicates the presence reporting area to which
specific information refers.

CNO-ULI

Presence-Reporting-
Area-Information

5.3.109

Contains the information from a presence reporting
area.

CNO-ULI

Presence-Reporting-
Area-Status

5.3.110

Indicates whether the UE moves in or out of the
presence reporting area.

CNO-ULI

QoS-Information

5.3.16

Defines the QoS information (bandwidth limitation)
for the applications, detected by the TDF and sent
from the PCRF to the TDF.

Only the Max-Requested-Bandwidth-UL and the
Max-Requested-Bandwidth-DL are used.

Quota-Consumption-
Time

3GPP TS 32.299
(19]

Defines the time interval in seconds after which the
time measurement shall stop for the Monitoring
Key, if no packets are received belonging to the
corresponding Monitoring Key during that time
period.

This AVP shall have the 'M' bit cleared.

RAI

3GP TS 29.061 [
11]

Contains the Routing Area Identity of the SGSN
where the UE is registered.

RAT-Type

5.3.31

Identifies the radio access technology that is
serving the UE.

Rating-Group

IETF RFC 4006 [
9]

The charging key for the ADC rule used for rating
purposes.

ABC

Redirect- Address-
Type

IETF RFC 4006 [
9

Defines the address type of the address given in
the Redirect-Server-Address AVP included in the
ADC-Rule-Definition AVP.

Redirect-Information

5.3.82

Contains the address information of the redirect
server (e.g., captive portal) with which the end user
is to be connected.

ADC-Rule-Definition AVP is used instead of
Charging-Rule-Definition AVP.

Redirect-Server-
Address

IETF RFC 4006 [
9]

Defines the address of the redirect server with
which the end user is to be connected.

Redirect-Support

5.3.83

Indicates whether redirection is disabled or enabled
for an ADC rule.

Reporting-Level
(NOTE 5)

5.3.12

Defines on what level the TDF reports the usage
for the related ADC rule. TDF is used instead of
PCEF, ADC rule is used instead of PCC rule, and
ADC-Rule-Definition AVP is used instead of
Charging-Rule-Definition AVP.

ABC
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Attribute Name Reference Description
Revalidation-Time 5.3.41 Indicates the NTP time before which the TDF will
have to re-request ADC rules.
Rule-Failure-Code 5.3.38 Identifies the reason an ADC rule is being reported.
TDF is used instead of PCEF, ADC rule is used
instead of PCC rule, and ADC-Rule-Definition AVP
is used instead of Charging-Rule-Definition AVP.
Rule-Activation-Time |5.3.42 Indicates the time when rule is to be activated.
Rule-Deactivation- 5.3.43 Indicates the time when rule is to be deactivated.

Time

packets of detected application traffic as defined
within the corresponding Application Detection and
Control (ADC) rule. The first octet contains the
DSCP code and the second octet contains the
mask field set to 11111100.

Service-ldentifier IETF RFC 4006 [ |The identity of the service, the application for which |ABC
9] the ADC rule applies, relates to.
Session-Release- 5.3.44 Indicate the reason of termination initiated by the
Cause PCRF.
Sponsor-ldentity 3GPP TS 29.214 |For sponsored data connectivity, it Identifies the SponsoredConnectivit
[10] sponsor willing to pay for the operator's charge for |y-Sd
connectivity.
SSID 3GPP Contains the SSID of the access point where UE is |FBAC
TS 29.273 [48] located
Subscription-I1d IETF RFC 4006 [ |The identification of the subscription (IMSI,
9] MSISDN, etc).
Supported-Features [3GPP TS 29.229 |If present, this AVP informs the destination host
[14] about the features that the origin host requires to
successfully complete this command exchange.
Traffic-Steering- 5.3.123 Contains a reference to a pre-configured traffic TSC
Policy-Identifier-DL steering policy at the TDF in the downlink direction.
Traffic-Steering- 5.3.124 Contains a reference to a pre-configured traffic TSC
Policy-Identifier-UL steering policy at the TDF in the uplink direction.
TDF-Application- 5.3.77 References the application, for which the
Identifier Application Detection and Control (ADC) rule
applies.
TDF is used instead of PCEF and ADC rule is used
instead of PCC rule.
TDF-Application- 5.3.92 Shall be assigned and reported by the TDF to the
Instance-Identifier PCREF in order to allow correlation of application
Start and Stop Event-Triggers to the specific
service data flow descriptions, if service data flow
descriptions are deducible.
ToS-Traffic-Class 5.3.15 Specify the DSCP value for marking of downlink DLDSCPMarking

TWAN-Identifier

3GPP TS 29.061

Indicates the UE location in a Trusted WLAN

Trusted-WLAN

[11] Access Network
Usage-Monitoring- 5.3.60 Contains the usage monitoring control information.
Information
Usage-Monitoring- 5.3.61 Indicates whether the usage monitoring instance
Level applies to the TDF session or to one or more ADC
rules. Only SESSION_LEVEL (0) referring to TDF
session instead of IP-CAN session and ADC-Rule-
Level (2) apply.
Usage-Monitoring- 5.3.63 Indicates that accumulated usage is to be reported
Report by the TDF regardless of whether a usage
threshold is reached for certain usage monitoring
key (within a Usage-Monitoring-Information AVP) .
Usage-Monitoring-  |5.3.62 Indicates whether usage monitoring shall be

comprises the CSG-Id, CSG-Access-Mode and
CSG-Membership-Indication AVPs.

Support disabled for certain Monitoring Key.
User-CSG- 3GPP TS 32.299 |Indicates the user "Closed Subscriber Group” ABC
Information [19] Information associated to CSG cell access: it
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Attribute Name Reference Description
Used-Service-Unit IETF RFC 4006 [ |The measured volume and/or time for usage
(NOTE 2) 9] monitoring control purposes. The volume threshold

for usage monitoring control purposes. Only the
CC-Total-Octets, one of the CC-Input-Octets and
CC-Output-Octets AVPs, or CC-Time are re-used.
Monitoring-Time AVP as defined in 5.3.99 may be
optionally added to the grouped AVP if UMCH
feature is supported.

This AVP shall have the 'M' bit cleared.

User-Equipment-Info [IETF RFC 4006 [ |The identification and capabilities of the terminal
9] (IMEISV, etc.)

When the User-Equipment-Info-Type is set to
IMEISV(0), the value within the User-Equipment-
Info-Value shall be a UTF-8 encoded decimal.

3GPP-Charging- 3GPP TS 29.061 |The Charging Characteristics applied to the IP- ABC
Characteristics [11] CAN session. Indicate how to control TDF
behaviour regarding online and offline charging.
This AVP shall have the 'M' bit cleared.

3GPP-GGSN- 3GPP TS 29.061 |The Ipv4 address of the P-GW. ABC
Address [11] This AVP shall have the 'M' bit cleared.
3GPP-GGSN-Ipv6- |3GPP TS 29.061 |The Ipv6 address of the P-GW. ABC
Address [11] This AVP shall have the 'M' bit cleared.
3GPP-MS- 3GPP TS 29.061 |Indicate the offset between universal time and local
TimeZone [11] time in steps of 15 minutes of where the MS

currently resides.
3GPP-Selection- 3GPP TS 29.061 |An index indicating how the APN was selected. ABC
Mode [11] This AVP shall have the 'M' bit cleared.
3GPP-SGSN- 3GPP TS 29.061 |The Ipv4 address of the SGSN.
Address [11]
3GPP-SGSN-Ipv6- |3GPP TS 29.061 |The Ipv6 address of the SGSN.
Address [11]
3GPP-SGSN-MCC- |3GPP TS 29.061 |For GPRS the MCC and the MNC of the SGSN.
MNC [11] For 3GPP/non-3GPP accesses the MCC and the

MNC provided by the serving gateway (SGW, or

AGW).

For TWAN, the MCC and the MNC of the selected
PLMN as described in §16.2.1 of TS 23.402 [23].

3GPP-User- 3GPP TS 29.061 |Indicates details of where the UE is currently

Location-Info [11] located (e.g. SAI CGI or eNodeB ID)

3GPP2-BSID 3GPP2 X.S0057 [ |For 3GPP2 indicates the BSID of where the UE is
24] currently located (e.g. Cell-I1d, SID, NID).

The Vendor-Id shall be set to 3GPP2 (5535) [24].
The support of this AVP shall be advertised in the
capabilities exchange mechanisms (CER/CEA) by
including the value 5535, identifying 3GPP2, in a
Supported-Vendor-ld AVP.

This AVP shall have the 'M' hit cleared.

NOTE 1: This parameter can apply only to some of the detected applications. For other applications (e.g. P2P), this
parameter may not be possible to provide.

NOTE 2: AVPs included within this grouped AVP shall have the 'M' bit cleared.

NOTE 3: The following event trigger values are applicable when ABC feature is supported: OUT_OF_CREDIT (15),
REALLOCATION_OF_CREDIT (16), USER_CSG_INFORMATION_CHANGE (30),
USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE (35), USER_CSG_
HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE (36),
CREDIT_MANAGEMENT_SESSION_FAILURE (46). User-CSG-Information AVP and Credit-Management-
Status AVP are only applicable when ABC feature is supported.

NOTE 4: For Fixed Broadband Access, the TDF does not subscribe to event triggers indication from the PCRF at any
IP-CAN session procedure.

NOTE 5: SPONSORED_CONNECTIVITY_LEVEL is only applicable to the supported feature SponsoredConnectivity-
Sd as defined in subclause 5b.4.1.
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5b.4.1 Use of the Supported-Features AVP on the Sd reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and
optional features that the origin host supports. The Diameter node sending a Diameter request that establishes a
Diameter session (i.e. the PCRF for solicited application reporting and the TDF for unsolicited application reporting)
shall, in this request indicate the set of features it supports. The Diameter node answering this request (i.e. the TDF for
solicited application reporting and the PCRF for unsolicited application reporting) shall indicate the set of features that
it hasin common with the featuresin the request and that it shall support within the same Diameter session. Any further
command messages shall always be compliant with the list of supported featuresindicated in the Supported-Features
AV Ps during session establishment. Features that are not advertised as supported shall not be used to construct the
command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AV P on the
Sd reference point shall be compliant with the requirements for dynamic discovery of supported features and associated
error handling on the Sd reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [14].

The base functionality for the Sd reference point is the 3GPP Rel-11 standard and a feature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP may be absent from the Sd commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the
application by adding new AV Psfor afeature, the new AVPs shall have the M bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id,
Feature-List-1D and Feature-List AV Ps. On the Sd reference point, the Supported-Features AV P is used to identify
features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-1d AVP shall
contain the vendor 1D of 3GPP (10415). If there are multiple feature lists defined for the Sd reference point, the
Feature-List-ID AVP shall differentiate those lists from one another.

On receiving aninitial request application message, the destination host shall act as defined in clause 7.2.1 of
3GPP TS 29.229 [14]. The following exceptions apply to the initial TSR/TSA command pair:

- If the TDF supports post-Rel-11 Sd functionality, the TSA shall include the features supported by the TDF
within Supported-Features AV P(s) with the 'M' bit cleared.

NOTE: One instance of Supported-Features AV P is needed per Feature-List-I1D.

- If the TSR command does not contain any Supported-Features AV P(s), the TSA command shall not include the
Supported-Features AVP. In this case, both TDF and PCRF shall behave as specified in the Rel-11 version of
this document without UMCH feature.

Once the PCRF and TDF have negotiated the set of supported features during session establishment, the set of common
features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the Sd interfaces for the feature list with a Feature-List-1D of 1.
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Table 5b.4.1.1: Features of Feature-List-ID 1 used in Sd

Feature Feature M/O Description

bit

0 UMCH o This feature indicates support for Usage Monitoring Congestion Handling.
If the TDF supports this feature, the behaviour shall be as specified in
clauses 4b.5.7.7.

1 Trusted-WLAN 0] This feature indicates the support for the Trusted WLAN access as
defined in TS 23.402 [23].

2 TimeBasedUM 0o This feature indicates support for Time based Usage Monitoring Control.
If the TDF supports this feature, the behaviour shall be as specified in
corresponding clauses in this specification.

3 PendingTransaction 0] This feature indicates support for the race condition handling as defined
in TS 29.213 [8].

4 ABC 0] This feature indicates support for Application Based Charging.

5 CNO-ULI o This feature indicates support for Presence Reporting Area Information
Reporting. If the TDF supports this feature, the PCRF shall behave as
described in Annex B.3.16.

6 ExUsage o This feature indicates support for excluding the corresponding application
for the volume and/or time measurement on TDF session level.

7 DLDSCPMarking 0] This feature indicates support for DSCP marking of downlink packets for
the detected application traffic(s) as specified in clause 4b.5.14.

8 TSC o This feature indicates support for traffic steering control in the (S)Gi-LAN.
If the TDF supports this feature, the PCRF shall behave as described in
subclause 4b.5.15.

9 ENB-Change (0] This feature indicates support for eNodeB change reporting
Enhancement. It is used for the TDF to indicate if it supports eNodeB
change reporting Enhancement.

10 SponsoredConnectivity- | O This feature indicates support for sponsored data connectivity feature. If

Sd the TDF supports this feature, the PCRF may authorize sponsored data
connectivity to the subscriber. This feature is applicable only if the ABC
feature is also supported.

11 Extended-BW-NR o] This feature indicates the support of extended bandwidth values for NR.

NOTE:

Feature bit:  The order number of the bit within the Feature-List AVP where the least significant bit is assigned number "0".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release.

Description: A clear textual description of the feature.

5b.5 Sd specific Experimental-Result-Code AVP values
5b.5.1 General

IETF RFC 6733 [61] specifies the Experimental-Result AV P containing Vendor-1D AV P and Experimental -Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing a request. The Vendor-ID AV P shall be set to 3GPP (10415).

5b.5.2

Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully

compl eted.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [61] shall be applied.

5b.5.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P vaues defined in Diameter BASE IETF RFC 6733 [61] are applicable. Also the following
specific Gx Experimental-Result-Codes value is reused for TDF session: DIAMETER_ADC_RULE_EVENT (see

5.5.3):
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5b.5.4 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

The Result-Code AV P values defined in Diameter Base IETF RFC 6733 [61] are applicable.

5b.6  Sd Messages
5b.6.1 Sd Application

Sd Messages are carried within the Diameter Application(s) described in clause 5b.1.

In addition to the TDF-Session-Request/Answer commands used to establish the TDF session, existing Diameter
command codes from the Diameter base protocol IETF RFC 6733 [61] and the Diameter Credit Control Application
IETF RFC 4006 [9] are used with the Sd specific AV Ps specified in clause 5b.3. The Diameter Credit Control
Application AVPs and AV Ps from other Diameter applications that are re-used are defined in clause 5b.4. The Sd
application identifier shall be included in the Auth-Application-ld AVP for the reused commands. The Sd application
identifier shall be included in the Auth-Application-Id AV P within the Vendor-Specific-Application-1d grouped AVP
contained in the TDF-Session-Request/Answer commands.

NOTE 1: As TDF-Session-Request/Answer commands have been defined based on the former specification of the
Diameter Base Protocol (IETF RFC 3588 [5]), the Vendor-Specific-Application-1d AVP is still assumed
asarequired AVP (an AVP indicated as { AVP}) in the command code format to avoid backward
compatibility issues, even if the use of this AV P has been deprecated in the new specification of the
Diameter Base Protocol (IETF RFC 6733 [61]).

In order to support both PULL and PUSH procedures, a Diameter session needs to be established for each TDF session,
if there is a decision made by PCRF to establish TDF session.

NOTE 2: Some of the AVPs included in the messages formats below are in bold to highlight that these AV Ps are
used by this specific protocol and do not belong to the original message definition in the DCC
Application IETF RFC 4006 [9] or Diameter Base Protocol IETF RFC 6733 [61].

5b.6.2 TDF-Session-Request (TSR) Command

The TSR command, indicated by the Command-Code field set to 8388637 and the 'R’ bit set in the Command Flags
field, is sent by the PCRF to the TDF in order to establish the TDF session and to provision the ADC rules. It may also
include the requested event triggers.

Message Format:
<TS-Request> ::= < Dianeter Header: 8388637, REQ PXY >
< Session-1d >
[ DRWP ]
{ Vendor - Specific-Application-1d }
{ Oigin-Host }
{ Oigin-Realm}
{ Destination-Real m}
[ Destination-Host ]
[ Oigin-State-1d ]
[ OC Supported-Features ]
*[ Subscription-Id ]
*[ Supported-Features ]
[ Franed- | P- Address ]
[ Franmed-Ipv6-Prefix ]
[ 1 P-CAN Type ]
[ RAT-Type ]
[ AN Trusted]
[ User-Equi pnent-Info ]
[ QS-Information ]
0*2 [ AN-GW Address ]
[ 3GPP- SGSN- Addr ess ]
[ 3GPP- SGSN- | pv6- Addr ess ]
[ 3GPP- GGSN- Addr ess ]
[ 3GPP- GGSN- | pv6- Addr ess ]
[ 3GPP- Sel ecti on- Mbde ]
[ Dynami c- Address-Fl ag ]
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5b.6.3 TDF-Session-Answer (TSA) Command

*

* %k ok

— e e e e e ) ) ) e e e ) e ) ) e e ) ) ) e e

* % ok

Dynami c- Addr ess- Fl ag- Ext ensi on ]
PDN- Connect i on- Char gi ng-1D ]
3GPP- SGSN- MCC- M\C ]

RAI ]

3GPP- User - Location-1nfo ]

Fi xed- User - Location-1nfo ]
User - CSG | nformation ]
TWAN- | dentifier ]

3GPP- M5- Ti neZone ]

3GPP- Char gi ng- Characteristics ]
Cal l ed-Station-1d ]

Char gi ng- I nformation ]

Online ]

Ofline ]

ADC- Rul e-Install ]

Reval i dation-Tine ]

Usage- Moni toring-Information ]
CSG | nformati on- Reporting ]
Event - Tri gger]

Presence- Reporting- Area-Information ]

Logi cal - Access-1D ]
Physi cal - Access- 1D ]
3GPP2-BSID ]
Proxy-Info ]

Rout e- Record ]

AVP ]

ETSI TS 129 212 V15.6.0 (2019-04)

The TSA command, indicated by the Command-Code field set to 8388637and the 'R’ bit cleared in the Command Flags

field, is sent by the TDF to the PCRF in response to the TS-Request command.

Message Format:

<TS- Answer> ::=

* %

e e A A A A A

EE

Di anet er Header: 8388637, PXY >
Session-1d >

DRWP ]

Vendor - Speci fic-Application-1d }
Origin-Host }
Oigin-Realm}

Resul t - Code ]

Experinental - Result ]
Oigin-State-1d ]

OC- Support ed- Features ]
OC-OLR ]

Support ed- Features ]

ADC- Rul e- Report ]

Event - Report -1 ndi cation ]
Error- Message |

Error - Reporti ng- Host ]

Fai | ed- AVP ]

Proxy-1Info ]

Rout e- Recor d ]

Load ]

AVP ]

5b.6.4 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R’ bit set in the Command Flagsfield, is
sent by the TDF to the PCRF in order to request ADC rules or to inform PCRF about the application detection. It isalso
sent to the PCRF in case of TDF session termination, following receipt of the corresponding RAR command from the

PCRF.

Message Format:

<CC- Request > ::

PEa S AS AT A A

Di aneter Header: 272, REQ PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }

Origin-Host }

Oigin-Realm}

Desti nati on-Real m}

OC- Support ed- Features ]
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CC- Request - Type }

CC- Request - Nunber }
Credit-Managenent - St at us ]
Dest i nati on- Host ]
Oigin-State-1d ]

Franed- | P- Address ]
Franed- | pv6-Prefix ]

*[ ADC- Rul e- Report]
*[ Application-Detection-Information ]
*[ Event-Trigger]
Event - Report -1 ndi cation ]
*[ Usage-Mnitoring-Information ]
*[ Proxy-Info ]
*[ Route-Record ]
*[ Supported-Features ]
*

— e e e e ) ) e ) e A Ay

AVP ]

NOTE 1: For the Solicited application reporting, only CC-Request-Type equal to UPDATE_REQUEST and
TERMINATION_REQUEST are used.

5b.6.5 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCRF to the TDF in response to the CCR command. It is used to provision ADC rules and event
triggers for the TDF session and to acknowledge the report of the application's traffic start/stop.

Message Format:
<CC- Answer > :: = Di anet er Header: 272, PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }
Origin-Host }
Origin-Realm}

Resul t - Code ]

Experinental - Resul t ]

CC- Request - Type }

CC- Request - Nunmber }

OC- Support ed- Feat ures ]
OC-OLR ]

Franed- | pv6-Prefix ]

QoS-I nfornmation ]

Event - Tri gger ]

CSG I nformati on- Reporting ]
Event - Report-1Indication ]
Oigin-State-1d ]

Redi rect - Host ]

Redi r ect - Host - Usage ]

Redi r ect - Max- Cache-Ti ne ]
ADC- Rul e- Renove ]

ADC- Rul e-Instal |l ]

Reval i dation-Tine ]

Usage- Monitoring-1nformation ]
Error- Message |

Error- Reporti ng- Host ]

Fai | ed- AVP ]

Proxy-Info ]

Rout e- Recor d ]

Support ed- Feat ures ]

Load ]

AVP ]

*

* %

* %
el L L L L e e e e L L L L e L e L L e B L P e e I NN

*

* %k %k F

NOTE 1: For the Solicited application reporting, only CC-Request-Type equal to UPDATE_REQUEST and
TERMINATION_REQUEST are used.

NOTE 2: Framed-1pv6-Prefix AVP is applicable only for the Unsolicited Application Reporting.
NOTE 3 Load AVPisonly applicable to the unsolicited application reporting.

5b.6.6 Re-Auth-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flags field, is
sent by the PCRF to the TDF in order to provision ADC rules using the PUSH procedure for solicited application
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reporting. It is also used to provision event triggers and to report event report indications for the TDF session for
solicited application reporting and to request the TDF session termination for both solicited and unsolicited application
reporting.

Message Format:

Di aneter Header: 258, REQ PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }
Origin-Host }
Oigin-Realm}

Desti nati on-Real m}

Desti nati on- Host }

Re- Aut h- Request - Type }

Sessi on- Rel ease- Cause ]
Oigin-State-1d ]

OC- Support ed- Features ]
QS-Information ]

Event - Tri gger ]

CSG I nformati on- Reporting ]
Event - Report-1ndi cation ]
ADC- Rul e- Renove ]

ADC- Rul e-Install ]

Reval i dation-Tine ]

Usage- Moni toring-Information ]
Proxy-Info ]

Rout e- Record ]

AVP]

<RA- Request> :: =

* %

* ok

Ll L e L Lo e e P e e B Y

* % ok *

5b.6.7 Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags
field, is sent by the TDF to the PCRF in response to the RAR command.

Message Format:

Di amet er Header: 258, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]

Experinental - Resul t ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]
OC-OLR ]

ADC- Rul e- Report ]

Event - Report -1 ndi cation ]
Error- Message |

Er ror - Reporti ng- Host ]

Fai | ed- AVP ]

Proxy-Info ]

Load ]

AVP ]

<RA- Answer > :: =

*

e e e e s A A

* % ok

5cC St Diameter protocol
5c.1 St Application

The St application is defined as a vendor specific Diameter application, where the vendor is 3GPP. The vendor
identifier assigned by IANA to 3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415. The Application-
ID for the St Application is 16777349 and this value shall be used in the Diameter command header as well as any
Application-1D AV Ps (Auth-Application-1d/Vendor-Specific-Application-1d) in the command body.
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5c.2 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each PCRF and TSSF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [61].

After establishing the transport connection, the PCRF and the TSSF shall advertise the support of the St Application by
including the value of the application identifier in the Auth-Application-ld AVP and the value of the 3GPP (10415) in
the Vendor-Id AVP of the Vendor-Specific-Application-1d AV P contained in the Capabilities-Exchange-Request and
Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request and Capabilities-Exchange-Answer
commands are specified in the Diameter Base Protocol (IETF RFC 6733 [61]).

The Diameter session on the St reference point shall be established at the request of the PCRF by an TDF-Session-
Reguest including the Request-Type AVP set to "0 (initial request)”. Session modifications shall be initiated by PCRF
with an TDF-Session-Request including the Request-Type AVP set to "1 (update request)”. The session termination
shall beinitiated by the PCRF with an Session-Termination-Request.

5¢.3 St specific AVPs
5c.3.1 General

Table 5c.3.1.1 describes the Diameter AV Ps defined for the St reference point, their AVP Code values, types, possible
flag values, and whether or not the AVP may be encrypted. The Vendor-1d header of all AV Ps defined in the present
document shall be set to 3GPP (10415).

Table 5¢.3.1.1: St specific Diameter AVPs

AVP Flag rules (NOTE 1) Applicability
(NOTE 3)
Attribute Name AVP |Clause | Value Type | Must |May |Should| Must | May
Code |defined| (NOTE 2) not not |Encr.
Request-Type 2838 |5c¢.3.2 |Unsigned32 M,V |P Y

NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further details,
see |IETF RFC 6733 [61].

NOTE 2: The value types are defined in IETF RFC 6733 [61].

NOTE 3: AVPs marked with a supported feature are applicable as described in subclause 5c.4.2.

5c.3.2 Request-Type AVP

The Request-Type AVP (AVP code 2838) is of type Unsigned32, and contains the reason for sending a Request
message.

The following values are defined:
0 (initial request)
Aninitial request is used to initiate a Diameter session and contains information that is relevant to initiation.
1 (update request)

An update request is used to update an existing Diameter session.

5c.4 St re-used AVPs
5c.4.1 General

Table5c.4.1.1 lists the Diameter AV Ps re-used by the St reference point from existing Diameter Applications, reference
to their respective specifications, short description of their usage within the St reference point and which supported
features the AVP is applicable to. Other AV Ps from existing Diameter Applications, except for the AVPs from
Diameter base protocol, do not need to be supported. The AV Ps from Diameter base protocol are not included in table
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5c.4.1.1, but they are re-used for the St reference point. Unless otherwise stated, re-used AV Ps shall maintain their ‘M’,
'P and 'V' flag settings.
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Table 5¢.4.1.1: St re-used Diameter AVPs
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Attribute Name

Reference

Description

Applicability
(NOTE 1)

ADC-Rule-Base-
Name

5b.3.4

The ADC-Rule-Base-Name t indicates the name of a
predefined group of ADC rules with rules with traffic
steering policies.

ADC-Rule-Definition

5b.3.3

The ADC-Rule-Definition AVP defines the ADC rule
with traffic steering policies sent by the PCRF.

Only the ADC-Rule-Name AVP, the TDF-Application-
Identifier AVP (NOTE 2), the Flow-Information AVP,
the Precedence AVP, the Traffic-Steering-Policy-
Identifier-DL AVP and the Traffic-Steering-Policy-
Identifier-UL AVP within the AVP are required on the
St reference point

ADC-Rule-Install

5b.3.1

The ADC-Rule-Install AVP is used to activate, install
or modify ADC rules with traffic steering policies as
instructed from the PCRF.

Only the ADC-Rule-Definition AVP, the ADC-Rule-
Name AVP and the ADC-Rule-Based-Name within
the AVP are required on the St reference point.

ADC-Rule-Name

5b.3.5

The ADC-Rule-Name defines a name for ADC rule
with traffic steering policies. For ADC rules provided
by the PCRF it uniquely identifies an ADC rule within
one St session. For predefined ADC rules, it uniquely
identifies an ADC rule within the TSSF.

ADC-Rule-Remove

5b.3.2

The ADC-Rule-Remove AVP is used to deactivate or
remove ADC rules with traffic steering policies as
instructed from the PCRF.

ADC-Rule-Report

5b.3.6

The ADC-Rule-Report AVP is used to report the
status of the ADC rules which cannot be
installed/activated. Only the the ADC-Rule-Name
AVP, the ADC-Rule-Base-Name and the PCC-Rule-
Status AVP within the AVP are required on the St
reference point.

Called-Station-Id

IETF RFC 4005
(12]

The address the user is connected to (i.e. the PDN
identifier). For GPRS and EPS the APN. When used
to contain the APN, the APN is composed of the APN
Network Identifier only, or the APN Network Identifier
and the APN Operator Identifier as specified in

3GPP TS 23.003 [25], clause 9.1. The inclusion of
the APN Operator Identifier can be configurable.

DRMP

IETF RFC 7944
[53]

Allows Diameter endpoints to indicate the relative
priority of Diameter transactions.

Event-Report-
Indication

5.3.30

When sent from the PCRF to the TSSF, it is used to
report an event coming from the PCEF and the
relevant info to the TSSF.

The following values for the included Event-Trigger
are applicable:

UE_IP_ADDRESS_ALLOCATE (18),
UE_IP_ADDRESS_RELEASE (19).

The following AVP which is included in Event-Report-
Indication is applicable to St interface:
Framed-IP-Address.

Flow-Description

3GPP
TS 29.214 [10],
5.4.2

Defines the service data flow filter parameters for a
detected application, if deducible. The rules for
usage on St are defined in subclause 5.4.2.

Flow-Direction 5.3.65 It indicates the direction/directions that a filter for a
detected application is applicable, downlink only,
uplink only or both down- and uplink (bidirectional).

Flow-Information 5.3.53 This parameter may be sent from the PCRF to the
TSSF to identify a service data flow.

Framed-IP-Address |IETF The Ipv4 address allocated for the user.

RFC 4005 [12]

Framed-Ipv6-Prefix

IETF
RFC 4005 [12]

The Ipv6 prefix allocated for the user. The encoding
of the value within this Octet String type AVP shall be
as defined in IETF RFC 3162 [15], subclause 2.3.
The "Reserved", "Prefix-Length" and "Prefix" fields
shall be included in this order.
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Attribute Name Reference Description Applicability
(NOTE 1)
Load IETF draft-ietf- | The AVP used to convey load information between
dime-load [60] |Diameter nodes.
This AVP and all AVPs within this grouped AVP shall
have the 'M' bit cleared.
OC-OLR IETF Contains the necessary information to convey an
RFC 7863 [49] |overload report.

OC-Supported- IETF Defines the support for the Diameter overload

Features RFC 7863 [49] |indication conveyence by the sending node.

PCC-Rule-Status 5.3.19 Describes the status of one or a group of ADC rules.

Precedence 53.11 Defines, if multiple ADC rules overlap, which ADC
Rule shall be applied for the purpose of enforcement,
reporting of application start and stop, usage
monitoring, and charging.

Rule-Failure-Code 5.3.38 Identifies the reason an ADC rule is being reported.
TSSF is used instead of PCEF, ADC rule is used
instead of PCC rule, and ADC-Rule-Definition AVP is
used instead of Charging-Rule-Definition AVP.

Security-Parameter- [5.3.51 Defines the IPSec SPI

Index

Supported-Features |3GPP If present, this AVP informs the destination host

TS 29.229 [14] |about the features that the origin host requires to
successfully complete this command exchange.

TDF-Application- 5.3.77 It indicates the application detection filter defined at

Identifier the TSSF. When used in a combination of
PCEF/TDF and TSSF case, it shall refer to the
value(s) for packet marking detection configured in
the TSSF.

ToS-Traffic-Class 5.3.15 Defines the Ipv4 ToS or Ipv6 Traffic Class.

When used for traffic detection, it defines the packet
marking information used for traffic detection in the
TSSF.

Traffic-Steering- 5.3.123 Pointer to a pre-configured traffic steering policy at

Policy-Identifier-DL the TSSF for DL traffic

Traffic-Steering- 5.3.124 Pointer to a pre-configured traffic steering policy at

Policy-Identifier-UL the TSSF for UL traffic

NOTE 1: AVPs marked with a supported feature are applicable as described in clause 5c.4.2.

NOTE 2: When used in the St interface, the TDF-Application-ldentifier AVP shall refer to the application detection

filter defined at the TSSF.

5c.4.2

The Supported-Features AVP is used during session establishment to inform the destination host about the required and
optional featuresthat the origin host supports. The PCRF shall, in the first request in a Diameter session, indicate the
set of supported features. The TSSF shall, in the first answer within the Diameter session, indicate the set of features
that it hasin common with the PCRF; the TSSF shall then support those features within the same Diameter session. Any
further command messages shall always be compliant with the list of supported features indicated in the Supported-
Features AV Ps during session establishment. Features that are not advertised as supported shall not be used to construct
the command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AVP on
the St reference point shall be compliant with the requirements for dynamic discovery of supported features and
associated error handling on the Cx reference point as defined in subclause 7.2.1 of 3GPP TS 29.229 [14].

Use of the Supported-Features AVP on the St reference point

The base functionality for the St reference point is the 3GPP Rel-13 standard and a feature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP may be absent from the St commands. As defined in subclause 7.1.1 of 3GPP TS 29.229 [14], when extending the
application by adding new AV Psfor afeature, the new AV Ps shall have the M bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id,
Feature-List-1D and Feature-List AV Ps. On the St reference point, the Supported-Features AVP is used to identify
features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-1d AVP shall
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contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the St reference point, the Feature-
List-ID AVP shall differentiate those lists from one another.

Onreceiving aninitial request application message, the destination host shall act as defined in subclause 7.2.1 of
3GPP TS 29.229 [14]. The following exceptions apply to the initial TSR/TSA command pair:

- If the TSSF supports any supported features defined for the St application, the TSA shall include the features
supported by the TSSF within Supported-Features AV P(s) with the ‘M’ bit cleared.

NOTE: One instance of Supported-Features AVP is needed per Feature-List-1D.

- If the TSR command does not contain any Supported-Features AV P(s), the TSA command shall not include the
Supported-Features AVP. In this case, both TSSF and PCRF shall behave as specified in the Rel-13 version of
this document.

Once the PCRF and T SSF have negotiated the set of supported features during session establishment, the set of
common features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the St interfaces for the feature list with a Feature-List-1D of 1.

Table 5b.4.1.1: Features of Feature-List-ID 1 used in St Protocol

Feature bit Feature M/O Description

Feature bit:  The order number of the bit within the Feature-List AVP where the least significant bit is assigned number

o
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release.

Description: A clear textual description of the feature.

In this release there are no supported features.
5¢.5 St specific Experimental-Result-Code AVP values
5c.5.1 General

IETF RFC 6733 [61] specifies the Experimental-Result AV P containing Vendor-ID AVP and Experimental -Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing arequest. The Vendor-1D AVP shall be set to 3GPP (10415).

5c.5.2 Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully
completed.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [61] shall be applied.

5¢.5.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [61] are applicable. Also the following
specific Gx Experimental-Result-Codes value is reused for St session: DIAMETER_ADC _RULE_EVENT (see
subclause 5.5.3).

5c.5.4 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

The Result-Code AV P values defined in Diameter Base IETF RFC 6733 [61] are applicable.
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5c.6 St Messages
5c.6.1 General

St Messages shall use the Diameter Application described in subclause 5¢.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [61] and from the Diameter Sd
protocol are used. In additions, the TNR and TNA commands are defined.

The St application identifier shall be included in the Auth-Application-1d AVP for the reused commands. The St
application identifier shall be included in the Auth-Application-ld AV P within the Vendor-Specific-Application-1d
grouped AV P contained in the TDF-Session-Request/Answer commands.

NOTE 1: AsTDF-Session-Request/Answer commands have been defined based on the former specification of the
Diameter Base Protocol (IETF RFC 3588 [5]), the Vendor-Specific-Application-ld AVP is still assumed
asarequired AVP (an AVP indicated as { AVP}) in the command code format to avoid backward
compatibility issues, evenif the use of this AV P has been deprecated in the new specification of the
Diameter Base Protocol (IETF RFC 6733 [61]).

Every command is defined by means of the ABNF syntax in IETF RFC 2234 [55], and according to the rulesin
IETF RFC 6733 [61].

NOTE 2: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the Diameter Base
Protocol IETF RFC 6733 [61], or to the standard set of AVPsrequired in most Diameter commands.

The following Command Codes are defined for the St Diameter application, as allocated by IANA from the vendor-
specific namespace defined in IETF RFC 5719 [54]:

Table 5¢.6.1.1: Command-Code values for St

Command-Name Abbreviation Code Section
TSSF-Notification-Request TNR 8388731 5c.6.6
TSSF-Notification-Answer TNA 8388731 5¢.6.7

5c.6.2 TDF-Session-Request (TSR) Command

The TSR command, indicated by the Command-Code field set to 8388637 and the 'R’ bit set in the Command Flags
field, is sent by the PCRF to the TSSF in order to establish an St session, provision and update ADC rules.

M essage Format:
<TS-Request> ::= < Dianeter Header: 8388637, REQ PXY >
< Session-1d >

[ DRWP ]

{ Vendor - Specific-Application-Id }
{ Oigin-Host }

{ Oigin-Realm}

{ Destination-Real m}

{ Request-Type }

[ Destination-Host ]

[ Oigin-State-1d ]

[ OC Supported- Features ]

[ Event-Report-Indication ]

[ Framed-| P- Address ]

[ Franmed-Ipv6-Prefix ]

[ Called-Station-Id ]

[ ADC-Rul e-Install ]

[ ADC- Rul e- Renove ]

[ Supported-Features ]

[ Proxy-Info ]

[ Route-Record ]

[ AVP ]
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The TSA command, indicated by the Command-Code field set to 8388637 and the 'R’ bit cleared in the Command Flags

field, is sent by the TSSF to the PCRF in response to the TC-Request command.

Message Format:

<TS- Answer > : .=

* ok

el e L L Lo L e e L e P ke L I N

* ok ok *

Di amet er Header: 8388637, PXY >
Session-1d >

DRWP ]

Vendor - Speci fic-Application-I1d }
Origin-Host }

Oigin-Realm}

Resul t - Code ]

Experinental - Resul t ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]

OC-OLR ]

ADC- Rul e- Report ]

Support ed- Features ]

Error- Message |
Error-Reporting-Host ]

Fai | ed- AVP ]

Proxy-Info ]

Rout e- Record ]

Load ]

AVP ]

5c.6.4 Session-Termination-Request (STR) command

The STR command, indicated by the Command-Code field set to 275 and the ‘R’ bit set in the Command Flagsfield, is
sent by the PCRF to inform the TSSF that an established St session shall be terminated.

M essage Format:

<ST- Request> ::

*

e e e s S S A A A

* % ok

Di aneter Header: 275, REQ PXY >
Session-1d >

DRWP ]

Oigin-Host }
Oigin-Realm}

Desti nati on- Real m}

Aut h- Application-1d }
Term nati on- Cause }
Desti nati on- Host ]

OC- Support ed- Feat ures ]
G ass |

Oigin-State-1d ]
Proxy-1Info ]

Rout e- Recor d ]

AVP ]

5¢.6.5 Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags

field, is sent by the TSSF to the PCRF in response to the STR command.

Message Format:

<ST- Answer >

e A A A A

*

Di anet er Header: 275, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]
Error-Message ]

Er ror - Reporti ng- Host ]
OC- Support ed- Feat ures ]
OC-OLR ]

Fai | ed- AVP ]
Oigin-State-1d ]

G ass |

Redi rect - Host ]
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Redi r ect - Host - Usage ]

Redi r ect - Max- Cache-Ti ne ]
Proxy-Info ]

Load ]

AVP ]

EE

—————

5¢.6.6 TSSF-Notification-Request (TNR) Command

The TNR command, indicated by the Command-Code field set to 8388731 and the 'R’ bit set in the Command Flags
field, is sent by the TSSF to the PCRF in order to provide notifications.

Message Format:

Di aneter Header: 8388731, REQ PXY >
Session-1d >

DRWP ]

Vendor - Speci fic-Application-1d }
Origin-Host }

Oigin-Realm}

Desti nati on-Real m}

Desti nati on- Host }
Oigin-State-1d ]

ADC- Rul e- Report]

OC- Support ed- Feat ures ]
Proxy-Info ]

Rout e- Record ]

AVP ]

<TN- Request> :: =

*

[ L e L T T e e e e N .Y

* %k ok

5¢.6.7 TSSF-Notification-Answer (TNA) Command

The TNA command, indicated by the Command-Code field set to 8388731 and the 'R’ bit cleared in the Command
Flagsfield, is sent by the PCRF to the TSSF in response to the TNR command.

M essage Format:

Di aneter Header: 8388731, PXY >
Session-1d >

DRWP ]

Vendor - Speci fic-Application-I1d }
Origin-Host }

Oigin-Realm}

Resul t - Code ]

Experinental - Resul t ]

OC- Support ed- Features ]

OC-OLR ]

Oigin-State-1d ]

Error-Message ]
Error-Reporting-Host ]

Fai | ed- AVP ]

Proxy-Info ]

Rout e- Record ]

AVP ]

<TN- Answer > ::

ianlanleslaslel sl el e loe Tae T ANAY

* ok ok
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Annex A (normative):
Access specific aspects (GPRS)

A.l  Scope

This annex defines access specific aspects procedures for use of Gx/Gxx between PCRF and a GPRS IP-CAN.

A.2 Reference model

In GPRS IP-CAN, the BBERF does not apply. The Gxx reference point is not applicable.

A.2 Functional elements
A.2.1 PCRF

For GPRS it shall be possible to support policy control, i.e. access control and QoS control, on a per-PDP context basis
for the UE initiated bearer control case.

A.3  PCC procedures
A.3.1 Request for PCC rules

At IP-CAN session establishment as described in clause 4.5.1, information about the user equipment (e.g. IMEISV),
QoS negotiated and further QoS related information as detailed in clause A.3.3.1, user location information (e.g. RAI,
CGI/SAl) SGSN Address, SGSN country and network codes, APN and indication if the bearer isused asIMS
signalling PDP context shall be provided. The PCEF shall provide the Bearer-Identifier AVP at the IP-CAN session
establishment. In this case, the PCEF shall also include the Bearer-Operation AVP set to the value "Establishment”. I
information about the support of network-initiated bearer proceduresis available, the Network-Request-Support AVP
shall be provided.

NOTE 1: 3GPP TS 29.060 [18] definesthe RAT type as optiona over Gn/Gp interface up to 3GPP Rel-9. In fact
the optionality was introduced solely for maintaining backwards compatibility at the protocol level
between different versions of the protocol. For 3GPP Rel-9 and and earlier releases, the conditions about
when the RAT-Type is present over Gn/Gp interface are defined in 3GPP TS 23.060 [17] clause 15.1.1a.
From 3GPP Rel-10 onwards, it is mandatory for the RAT Type |E to be sent by the SGSN to the GGSN
at Create PDP Context, or at Update PDP Context when the RAT has changed.

IP-CAN session modification with PCEF-requested rules, as described in clause 4.5.1, can occur in the following cases:
- When anew PDP Context is being established by the UE in an already existing IP-CAN Session.
- When aPDP context is being modified and an Event trigger is met.
- When a PDP context is being terminated.

The request for PCC rulesisformed in the same way, regardless the bearer control mode. The IP-CAN session may
have no resources initiated by the network, e.g. for an IP-CAN session that operatesin BCM UE_ONLY, and in that
case there are no NW-initiated resources to take into account.

The following replaces, for packet filter information and QoS handling, what is specified in clause 4.5.1:

- If anew IP-CAN bearer is being established, the PCEF shall assign a new bearer identifier to thisIP-CAN
bearer, include thisidentifier within the Bearer-Identifier AV P, and include the Bearer-Operation AV P set to the
value "ESTABLISHMENT", the UE-provided TFT filters and the requested QoS of the new |P-CAN bearer.

- If an existing IP-CAN bearer is being modified:
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- If the PCEF has not yet notified the PCRF about this |P CAN bearer and the UE adds one or more packet
filters to the Traffic Flow template, the PCEF shall assign a new bearer identifier to this IP-CAN bearer,
include the Bearer-ldentifier AV P, the Bearer-Operation AVP set to the value "ESTABLISHMENT", the
UE-provided TFT filters and the requested QoS as detailed in clause A.3.3.3a.

- If the PCEF has already notified the PCRF about this IP CAN bearer, the PCEF shall include the Bearer-
Identifier AV P, the Bearer-Operation AVP set to the value "MODIFICATION" al the TFT filter definitions
for this bearer, including the requested changes but excluding the TFT filters created with NW-initiated
procedures, and QoS related information as detailed in clause A.3.3.3a.

- If anexisting IP-CAN bearer is being terminated, the PCEF shall include the Bearer-ldentifier AV P, the Bearer-
Operation AVP set to the value "TERMINATION" and the Charging-Rule-Report AV P indicating the removal
of any PCC rules created with NW-initiated procedures having the bearer binding with the same bearer.

- If the Event trigger that caused the IP-CAN bearer modification applies at session level (i.e. it iscommon to
all the bearers belonging to that |P-CAN session), PCEF shall send a single CC-Request for all the affected
bearers. In this case, the Bearer-Identifier AV P shall not be included to indicate that it appliesto all the IP-
CAN bearersin the IP-CAN session. If the Event trigger that caused the IP CAN bearer modification applies
at bearer level, the Charging-Rule-Report AV P shall include all the affected PCC rules.

If the PCRF does not accept one or more of the TFT filters provided by the PCEF in a CC Request (e.g. because the
PCRF does not allow the UE to request enhanced QoS for services not known to the PCRF), the PCRF shall reject the
request using a CC Answer with the Gx experimental result code TRAFFIC_MAPPING_INFO_REJECTED (5144). If
the PCEF receives a CC Answer with this code, the PCEF shall reject the IP-CAN session establishment or
modification that initiated the CC Request by applying a proper cause code and other parameters as per

3GPP TS29.060 [18].

A.3.2 Provisioning of PCC rules

If the PCRF performs the bearer binding and installs or activates a new PCC rule, the PCRF shall indicate the IP CAN
bearer where the new rule shall beinstalled or activated using a Bearer-ldentifier AV P within the Charging-Rule-Install
AVP. If the PCRF modifies an aready installed PCC rule, the PCRF does not need to indicate the bearer. If the PCEF
obtains an updated definition of a PCC rule within a Charging-Rule-Install AV P without a Bearer-lIdentifier AVP, the
PCEF shall continue to apply the PCC rule to the IP CAN bearer that has previously been indicated.

If the PCRF does not perform the bearer binding and installs or activates a new PCC rule, the PCRF does not indicate
the bearer within the Charging-Rule-Install AVP. The PCEF shall then perform the bearer binding and select the IP
CAN bearer where the provisioned new PCC ruleis applied.

If the PCRF performs the bearer binding, the PCRF may move previously installed or activated PCC rule(s) from one IP
CAN bearer to another IP CAN bearer. To move such PCC rule(s), the PCRF shall indicate the new bearer using the
Bearer-Identifier AV P within a Charging-Rule-Install AVP and shall indicate the charging rules(s) to be moved using
Charging-Rule name AV P(s), and/or a Charging-Rule-Base-Name AV P(s), and/or Charging-Rule-Definition AVP(s)
(for PCC rule(s) that are modified at the same time). The PCEF shall then apply these PCC rules at the new indicated | P
CAN bearer and shall remove them from the IP CAN bearer where the rules previously had been applied.

The PCRF may request the establishment of a bearer dedicated to IMS signalling by providing the applicable PCC rules
to the PCEF.

When the PCEF includes the Bearer-Usage AV P required for the bearer within the CCR command during the IP-CAN
session establishment procedure, the PCRF shall provide the Bearer-Usage AV P back in the response with the
authorized usage. If the PCEF includes IMS_SIGNALLING within the Bearer-Usage AV P and the PCRF accepts that
default bearer is dedicated to IMS signalling, the PCRF shall include the IMS_SIGNALLING within the Bearer-Usage
AVP. Inthis case, the PCRF shall restrict the bearer to only be used for IMS signalling as specified in

3GPP TS 23.228 [31] by applying the applicable QCI for IMS signalling.

If the PCEF include the IMS_SIGNALLING within the Bearer-Usage AVP in the CCR command, but the PCRF does
not include the IMS_SIGNALLING within the Bearer-Usage AVP in the CCA command, the PCC Rules provided by
the PCRF shall have a QCl value different from the QCI value for the IMS signalling.

When the PCRF performs the bearer binding and the UE initiates a Secondary PDP Context Activation, if the PCEF
includes the Bearer-Usage AVP indicating IMS_SIGNALLING and the PCRF accepts that a bearer dedicated to IMS
signalling shall be used, the PCRF shall returnthe IMS_SIGNALLING within the Bearer-Usage AV P. The provided
PCC rules shall have the QCI applicable for IMS signalling.
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A.3.2.1 PCC rule request for services not known to PCRF

When the PCRF receives arequest for PCC rules while no suitable authorized PCC rules are configured in the PCRF,
and if the user is not allowed to access AF session based services but is allowed to request resources for services not
known to the PCRF, refer to clause 4.5.2.0, the PCRF may downgrade the bitrate parameters and the QCI according to
PCC internal policies when authorizing the reguest.

A.3.2.2 Selecting a PCC rule and IP CAN Bearer for Downlink IP packets

TFT filters shall not be applied to assign downlink |P packets to PDP contexts if PCC is enabled for an APN.

A.3.3 Provisioning and Policy Enforcement of Authorized QoS

For 3GPP-GPRS, default EPS bearer QoS provisioning and enforcement is not applicable.
A.3.3.0 Overview

The PCRF may provide the authorized QoS that appliesto a bearer to the PCEF. When the authorized QoS appliesto an
IP CAN bearer, it shall be provisioned outside a Charging-Rule-Definition AVP and it shall aso include the Bearer-
Identifier AVP to indicate what bearer it applies to.

If the PCRF performs the bearer binding, the authorized QoS per IP CAN bearer presents the QoS for this IP CAN
bearer. Authorized QoS per QCI is not applicable. If the PCEF performs the bearer binding, the authorized QoS per IP
CAN bearer is not applicable.

The Provisioning of authorized QoS per IP CAN bearer may be performed separate or in combination with the PCC rule
provisioning procedure in clause 4.5.2.0.

In case the PCRF provides PCC rules dynamically, authorised QoS information for the IP-CAN bearer (combined QoS)
may be provided. For a predefined PCC rule within the PCEF the authorized QoS information shall take affect when the
PCC ruleis activated.

The PCEF shall make sure that the total QoS information of the PCC rules for one IP-CAN bearer does not exceed the
authorized QoS information, i.e. the information received from the PCRF.

A.3.3.1 Provisioning of authorized QoS per IP CAN bearer

The authorized QoS per IP-CAN bearer is used if the bearer binding is performed by the PCRF (as defined in
3GPPTS29.213[8]).

The PCEF will request the authorization of an IP CAN bearer establishment or modification by the PCRF using the
"Reguest for PCC rules" procedure if the related conditions outlined in clause 4.5.1 apply. While executing this
procedure, the PCEF shall apply the following QoS related procedures:

- When the UE request the establishment of a new IP-CAN bearer, the PCEF shall derive the requested QoS
information. The PCEF shall use Table A.4.1.1 to map the requested QoS within the IP CAN bearer
establishment request to the QoS-Information AVP. If the PCEF receives the "upgrade QoS Supported” flag set
to"1" in the Common Flag Information element within the corresponding Create PDP context request
(BGPP TS 29.060 [18]), the PCEF shall supply the QoS-Upgrade AV P with value
QoS_UPGRADE_SUPPORTED. The PCEF shall request a new PCC decisions using a CCR command
including the requested QoS information within the QoS-Information AVP, in the CCR command to be sent to
the PCRF.

The PCEF shall then wait for the corresponding CCA before replying to the IP-CAN bearer establishment
request.

- If a any point of time the PCEF receives a request for a modification of an already existing IP-CAN bearer that
matches event triggers supplied by the PCRF for the IP CAN session, the PCEF shall aso request a new PCC
decisions using a CCR command including the corresponding event triggers in the Event-Trigger AVP. If a QoS
change for the existing IP-CAN bearer is requested the PCEF shall include the requested QoS information within
the QoS-Information AV P in the CCR. If the PCEF receives within the corresponding Update PDP context
reguest the "upgrade QoS Supported” flag in the Common Flag Information element (3GPP TS 29.060 [18]) set
to adifferent value than previously communicated to the PCRF, the PCEF shall supply the QoS-Upgrade AVP
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indicating the new value. If the PCEF receives within the Update PDP context request the "No QoS negotiation”
flag set to "1" in the Common Flag Information element (3GPP TS 29.060 [18]), the PCEF shall supply the QoS-
Negotiation AVP with the value NO_QoS _NEGOTIATION.

The PCEF shall wait for the corresponding CCA before replying to the IP-CAN bearer modification request.

When receiving a CCR with a QoS-Information AV P, the PCRF shall decide upon the requested QoS information
within the CCR command.

- The PCRF may compare the authorized QoS derived according to clause 6.3 of 3GPP TS 29.213 [8] with the
reguested QoS. If the requested QoS is less than the authorised QoS, the PCRF may either request to upgrade the
IP CAN QoS by supplying that authorised QoS in the QoS-Information AV P to the PCEF (e.g. if the PCRF has
exact knowledge of the required QoS for the corresponding service), or the PCRF may only authorise the
requested QoS by supplying the requested QoS in the QoS-Information AV P to the PCEF (e.g. if the PCRF only
derives upper limits for the authorized QoS for the corresponding service). If the requested bitrates are higher
than the authorised bitrates, the PCRF shall downgrade the IP CAN QoS by supplying the authorised QoS in the
QoS-Information AVP to the PCEF.

The following restrictions apply to the PCRF QoS authorization process:

- If the QoS-Negotiation AVP is received by the PCRF indicating that QoS negotiation is not allowed, the PCRF
shall provision the requested QoS as authorized QoS.

- If the QoS-Upgrade AV P has been received by the PCRF indicating that QoS upgrade is not supported, the
PCRF shall not provision an authorized bitrates (e.g. GBR, MBR) that are higher than the requested bitrates.

If for any reason the PCRF cannot authorize the requested QoS (e.g. authorized QoS would exceed the subscribed QoS),
the PCRF shall indicate to the PCEF that the request is rejected by answering with a CCA command including the
Experimental -Result-Code AV P set to the value DIAMETER_ERROR_BEARER _NOT_AUTHORIZED (5143)
together with the bearer-identifier AVP. Otherwise, the PCRF shall provide aresponse for the CCR to the PCEF by
issuing a CCA command without this experimental result code. The PCRF may use this CCA at the same time for the
solicited PCC rule provisioning procedure in clause 4.5.2. The CCA command shall include a QoS-Information AVP at
command level including the Bearer-Identifier AVP used in the corresponding CCR and the authorized QCI and
bitrates. If PCRF decides to move rules between bearers, the CCA command shall also include the QoS-Information
AVP(s) for the impacted bearers.

The PCRF may also decide to modify the authorized QoS per IP CAN bearer if it receives a CCR with other event
triggers, for instance if the PCRF moves PCC rules from one IP-CAN bearer to another (e.g. in GPRSduetoa TFT
change). The PCRF shall then provision the updated authorized QoS per IP CAN bearer in the CCA within a QoS-
Information AVP at command level including the corresponding Bearer-ldentifier AVP.

The PCRF may decide to modify the authorized QoS per IP CAN bearer at any time. To modify the authorized QoS per
IP CAN bearer, The PCRF shall send an unsolicited authorization to the PCEF. The unsolicited authorization shall be
performed by sending a RAR command to the PCEF and including the QoS-Information AV P(s) with the new
authorized values per IP CAN bearer. The PCRF may use this RAR at the same time for the unsolicited PCC rule
provisioning procedure in clause 4.5.2.0. If the trigger to modify the authorized QoS comes from the AF, before starting
an unsolicited provisioning, the PCRF may start atimer to wait for a UE requested corresponding PDP context
modification. At the expiry of the timer, if no PCC rule request has previously been received by the PCRF, the PCRF
should go on with the unsolicited authorization as explained above.

In addition to a provisioning of the "Authorized QoS" per IP CAN Bearer, the PCRF may also provide an authorized
QoS per PCCrule.

A.3.3.2 Policy enforcement for authorized QoS per IP CAN bearer

The PCEF isresponsible for enforcing the policy based authorization, i.e., to ensure that the requested QoSisin-line
with the " Authorized QoS" per IP-CAN bearer, as described in clause 4.5.5.1.

Upon reception of an authorized QoS per IP-CAN bearer within a CCA or RAR command, the PCEF shall perform the
mapping from that " Authorised QoS" information for the IP-CAN bearer into authorised UM3GPP TS QoS information
according to Table A.4.1.1. The authorised UM3GPP TS QoS information is further processed by the UM3GPP TS BS
Manager within the GGSN.
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If the PCEF receives a solicited authorization decision from the PCRF (i.e. adecision within a CCA) and the requested
QoS received within the IP-CAN bearer establishment or modification request that triggered the corresponding request
for the authorization decision does not match the authorised QoS, the PCEF shall adjust the requested QoS information
to the authorised QoS information within the IP-CAN bearer establishment or modification response.

The PCEF may store the authorized QoS of an active IP-CAN bearer in order to be able to make local decisions, when
the UE requests for an IP-CAN bearer modification.

When the PCEF receives an unsolicited authorisation decision from the PCRF (i.e. adecision within a RAR) with
updated QoS information for an IP-CAN bearer, the PCEF shall update the stored authorised QoS. If the existing QoS
of the IP-CAN bearer does not match the updated authorised QoS the PCEF shall perform a network initiated |P-CAN
bearer modification to adjust the QoS to the authorised level.

If the PCEF provide authorized QoS for both, the IP-CAN bearer and PCC rule(s), the enforcement of authorized QoS
of the individual PCC rules shall take place first.

A.3.3.2a Policy provisioning for authorized QoS per service data flow

If the PCRF performs the bearer binding for a service data flow, the PCRF may optionally provision an authorized QoS
for that service data flow.

For the authorization of a PCC rule with a GBR QCI the PCRF shall assign a GBR value within the limit supported by
the serving network (i.e. GERAN/UTRAN). The PCRF shall subscribe the RAT_CHANGE event to get the RAT type
information for PCC rule authorization.

NOTE: For the authorization of PCC Rules with the same QCI the PCRF may also check that aggregated GBR is
within the limits supported by the serving network to minimize the risk of rejection of the bearer by the
serving network.

A.3.3.3 Policy enforcement for authorized QoS per service data flow

If the PCRF provides authorized QoS for both, the IP-CAN bearer and PCC rule(s), the enforcement of authorized QoS
of theindividual PCC rules shall take placefirst.

The mapping from the authorized QoS parameters to the UM3GPP TS QoS parameters shall be performed according to
TableA.4.1.1.

A.3.3.3a Coordination of authorized QoS scopes in mixed mode

The PCEF will request the authorization of an IP CAN bearer establishment or modification by the PCRF using the
"Reguest for PCC rules" procedure if the related conditions outlined in clause 4.5.1 and A.3.1 apply. The PCEF shall
exclude any guaranteed bitrate for the NW-created PCC rule(s) it has bound to that IP CAN bearer from the requested
QoS of that IP CAN bearer and request the authorization of the QoS for the affected PCC rules and, if any, new filters
from the PCRF within the within the QoS-Information AVP.

The PCRF shall authorize the bandwidth for an IP CAN bearer which is required for the PCC rulesit has bound to this
IP CAN bearer. The PCEF shall add to the PCRF-provisioned authorized bandwidth of an IP CAN bearer the required
bandwidth of all PCC rulesit has bound to that IP CAN bearer unless the derived MBR val ue exceeds a possibly
provisioned authorized QoS per QCI for the bearerer’s QCI (see clause 4.5.5.6).

A.3.3.3b Provisioning of authorized QoS per QCI

If the PCRF performs the bearer binding the PCRF shall not provision an authorized QoS per QCI.

Policy provisioning for authorized QoS per QCl may apply when the IP-CAN type is 3GPP-GPRS. It shall be
performed according to clause 4.5.5.5.

A.3.3.4 Policy enforcement for authorized QoS per QCI

Policy enforcement for authorized QoS per QCI may apply when the IP-CAN type is 3GPP-GPRS. It shall be
performed according to clause 4.5.5.6.

The mapping from the authorized QoS parameters to the UM3GPP TS QoS parameters shall be performed according to
TableA.4.1.1.

ETSI



3GPP TS 29.212 version 15.6.0 Release 15 239 ETSI TS 129 212 V15.6.0 (2019-04)

A.3.3.5 Void
A.3.3.6 Provisioning of authorized QoS per APN

If the PCRF receives the requested QoS per APN as part of the IP-CAN session establishment procedure, the PCRF
shall provision the authorized unconditional APN policy information and may provision the authorized conditional
APN policy information in the response. The PCRF may also provide QoS per APN with time conditions.

A.3.4 Indication of IP-CAN Bearer Termination Implications

When a PDP context is terminated, , the PCEF shall apply the "Indication of IP CAN Bearer Termination Implications’
procedure to inform the PCRF about implications of this bearer termination if any of the following conditions apply
while the IP-CAN Session remains active:

- A PDP Context is terminated, which has been initiated by the UE.
- A PDP Context isterminated, which has been initiated by the network (e.g. SGSN).
The following exceptions to clause 4.5.6 shall apply in 3GPP-GPRS.

When the PCRF performs bearer binding, the PCEF shall also supply the Bearer-Identifier and Bearer-Operation AVPs
to indicate "Termination” of a specific bearer in a CC-Request with CC-Request-Type AV P set to the value
"UPDATE_REQUEST".

When the PCRF receives the CC-Request indicating the implications of a bearer termination, it shall acknowledge the
message by sending a CC-Answer to the PCEF. The PCRF has the option to make a new PCC decision for the affected
PCC Rules. Within the CC-answer, the PCRF may provision PCC rules as detailed in clause 4.5.2.0. When the PCRF
performs the bearer binding, the PCRF may provision PCC rules e.g. to move PCC rules previously applied to the
terminated IP CAN bearer to any of the remaining IP CAN bearer(s). The Bearer-Identifier of the selected bearer(s) will
be provided. The PCEF shall remove al PCC rules previously applied to the terminated |P CAN bearer, which have not
been moved.

The PCEF shall remove all PCC rules previously applied to the terminated |P CAN bearer, which have not been moved.

If the last PDP context within an IP CAN session is being terminated, the PCEF shall apply the proceduresin
clause A.3.5toindicate the IP CAN session termination.

A.3.5 Indication of IP-CAN Session Termination

For GPRS, an IP-CAN session is terminated when the last PDP Context within the IP-CAN session is being terminated.
The procedure described in clause 4.5.7 applies here.

A.3.6 Request of IP-CAN Bearer Termination
If no more PCC rules are applied to an IP CAN bearer, the PCEF shall send a PDP context deactivation request.

If the termination of the last IP CAN bearer within an IP CAN session is requested, the PCRF and PCEF shall apply the
proceduresin clause A.3.7.

If the selected Bearer Control Mode is UE-only, the PCRF may request the termination of an existing IP CAN bearer
within an IP CAN session by using the PCC rule provisioning proceduresin clause 4.5.2.0 to remove all PCRF-
provisioned PCC rules and deactivate all PCC rules predefined within the PCEF, which have been applied to this IP
CAN bearer. The PCRF may either completely remove these PCC rules from the IP CAN session or move them to
another IP CAN bearer within the IP CAN session.

If the PCEF performs the IP CAN bearer binding, the PCRF is not aware that it requests the termination of an IP CAN
bearer by removing certain PCC rules. If upon removal of the PCC rules, there are no more PCC rules active in the
PCEF for an IP-CAN bearer, the PCEF shall initiate the bearer termination procedure. Further details of the binding
mechanism can be found in 3GPP TS 29.213 [§].

If the selected Bearer Control Mode (BCM) is UE-only, and the PCRF receives atrigger for the removal of al PCC
rules bound to an IP CAN bearer from the AF, the following steps apply. In order to avoid race conditions, the PCRF
should start atimer to wait for the UE-initiated termination message. If a UE-initiated termination of an IP CAN bearer
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is performed before timer expiry, the PCRF will receive an Indication of IP-CAN Bearer Termination Implications
according to clause 4.5.6 and shall then not perform the network-initiated termination of that IP CAN bearer. Otherwise,
if the timer expires, the PCRF shall remove/deactivate all the PCC rules that have been previoudly installed/activated
for that IP-CAN bearer.

If the IP-CAN bearer termination is caused by the PSto CS handover, the PCEF shall report related PCC rules for this
IP-CAN bearer by including the Rule-Failure-Code AVP set to thevalue PS TO_CS HANDOVER.

If the PCRF decides to remove all PCC rules bound to an IP CAN bearer due to an internal trigger or trigger from the
SPR, the PCRF shall instantly remove/deactivate all the PCC rules that have been previoudy installed/activated on that
IP-CAN bearer.

If no more PCC rules are applied to an IP CAN bearer, the PCEF shall terminate the IP CAN bearer.

A.3.7 Request of IP-CAN Session Termination

The procedure described in clause 4.5.9 applies with the following changes:

If no more PCC rules are applied to an IP CAN session, the PCEF shall send a PDP context deactivation request with
the teardown indicator set to indicate that the termination of the entire IP-CAN session is requested.

If the selected Bearer Control Mode (BCM) is UE-only, and the PCRF receives atrigger for the removal of al PCC
rules bound to an IP CAN session from the AF, the following steps apply. In order to avoid race conditions, the PCRF
should start atimer to wait for the UE-initiated bearer termination message. If a UE-initiated bearer termination of an |P
CAN session is performed before timer expiry, the PCRF will receive an Indication of IP-CAN Session Termination
according to clause A.3.5 and shall then not perform the network-initiated termination of that IP CAN session.
Otherwise, if the timer expires, the PCRF shall remove/deactivate all the PCC rules that have been previously installed
or activated for that |P-CAN session.

A.3.8 Bearer Control Mode Selection

The GGSN shall only include the Network-Request-Support AV P if it supports this procedure and both the UE and the
SGSN have previously indicated to the GGSN (refer to 3GPP TS 23.060 [17] and 3GPP TS 29.060 [18]) that they also
support it. The Network-Request-Support AV P shall be included if the GGSN received it from the SGSN.

The PCRF derives the Selected Bearer-Control-Mode AV P based on the received Network-Request-Support AV P,
access network information, subscriber information and operator policy.

At IP-CAN session establishment, if the GGSN provided the Network-Request-Support AV P, the PCRF shall provide
the Selected Bearer-Control-Mode AV P to the GGSN using the PCC Rules provision procedure at |P-CAN session
establishment. At IP-CAN session modification, if the GGSN provided the Network-Request-Support AV P, the PCRF
shall aso provide the Bearer-Control-Mode AV P with the new value if the selected bearer control mode has changed.
The GGSN should forward it to the UE. The selected value is applicable to all PDP Contexts within the activated PDP
Address/APN pair.

The BCM selection procedure can a so be triggered as a consegquence of a change of SGSN.
The values defined in 5.3.23 for the Bearer-Control-Mode AV P apply with the following meaning:
UE_ONLY (0)
Thisvalueis used to indicate that the UE shall request any additional PDP Context establishment.
RESERVED (1)
Thisvalueis not used in this Release.
UE_NW (2)

Thisvaueis used to indicate that both the UE and PCEF may request any additional PDP Context establishment
and add own traffic mapping information to a PDP Context.
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A.3.9 Bearer Binding Mechanism

Refer to annex D.2 of 3GPP TS 29.213 [8].

A.3.10 Void
A.3.11 PCC Rule Error Handling

In addition to the procedures described in clause 4.5.12 the following procedures apply:

If the PCRF performs the bearer binding, for predefined PCC rules that contain only uplink service data flow filters
which are known to the PCRF, the PCEF may include the Bearer-Identifier AV P within the Charging-Rule-Report AVP
to indicate the affected IP-CAN bearer from afailed PCC rule activation. If no Bearer-ldentifier is provided then the
PCRF shall assume that PCC rule failed to activate to all assigned IP-CAN bearers.

NOTE: In such a case the same PCC rule can be activated to multiple IP-CAN bearers of the same IP-CAN session.
A.3.12 IMS Emergency Session Support

A.3.12.1 Request of PCC Rules for an Emergency services
The PCEF shall execute the procedures described in clause A.3.1 to Request PCC Rules for Emergency.

A PCEF that requests PCC Rules at IP-CAN Session Establishment shall send a CCR command with CC-Request-Type
AVP settovaue"INITIAL_REQUEST" and the Called-Station-1d AV P including the Emergency APN. The PCEF
may include the IMSI within the Subscription-ld AVP and if the IMSI is not available the PCEF shall include the IMEI
within the User-Equipment-Info AV P. The PCEF may include the rest of the attributes described in clause A.3.1.

If the PCRF detects that the initial or subsequent CCR command shall be rejected, it shall execute the procedure for the
type of Gx experimental result code described in clause A.3.1.

Any PCEF-initiated regquests for PCC Rules for an IMS Emergency service that includethe"TFT_CHANGE" Event-
Trigger AVP shall be rejected by the PCRF with the error
DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED.

A.3.12.2 Provisioning of PCC Rules for an Emergency services
The PCRF shall execute the procedures described in clause A.3.2 to provision PCC Rules.

The PCRF shall detect that a Gx session isrestricted to IMS Emergency services when a CCR command is received
with a CC-Request-Type AVP set to value "INITIAL_REQUEST" and the Called-Station-Id AVP includes a PDN
identifier that matches one of the Emergency APNs from the configurable list. The PCRF:

- shall provision PCC Rules restricting the access to Emergency Services (e.g. P-CSCK(s), DHCP(s) and DNS (s)
and SUPL (s) addresses) required by local operator policiesin a CCA command according to the procedures
described in clause A.3.2.

- may provision the authorized QoS within the QoS-Information AVP in a CCA command according to the
procedures described in clause A.3.3.1 except for obtaining the authorized QoS upon interaction with the SPR.

- shall assign NW mode to the PCC Rules that are bound to an IP-CAN session restricted to Emergency services.

NOTE 1. The PCRF does not provision the authorized QoS per QCI for Gx sessions established for the Emergency
purposes.

When the PCRF receives IM S service information for an Emergency service and derives authorized PCC Rules from
the service information, the Priority-Level AV P, the Pre-emption-Capability AVP and the Pre-emption-V ulnerability
AVP in the QoS information within the PCC Rule shall be assigned values as required by local operator policies.

If the Bearer Control Modeis assigned to "UE_NW" the PCRF shall assign NW mode to the PCC Rules that are bound
to an IP-CAN session restricted to Emergency services and immediately initiate a PUSH procedure as described in
clause A.3.2 to provision PCC Rules and the procedures described in clause A.3.3.2ato provision the authorized QoS
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per service data flow, except for the QoS Information within the PCC Rules that shall be assigned a priority within the
Priority-Level AVP asrequired by local operator policies.

Any PCEF-initiated request for PCC Rulesfor an IMS Emergency service triggered by Event-Trigger AV P assigned to
"TFT-change" shall be rejected by the PCRF with the error
DIAMETER_ERROR_TRAFFIC_MAPPING_INFO_REJECTED.

A.3.13 Removal of PCC Rules for Emergency Services

The reception of arequest to terminate an AF session for an IMS Emergency service by the PCRF follows the same
procedure defined in clause 4.5.15.2.3.

A.3.14 Removal of PCC Rules at Gx session termination

The reception of arequest to terminate the IP-CAN session restricted to IMS Emergency session shall follow the same
procedure defined in clause 4.5.15.2.4.

A.3.15 IMS Restoration Support

The procedure described in clause 4.5.18 applies and the monitoring procedure is defined in 3GPP TS 29.061 [11]
Section 13a.2.2.1.

A.3.16 Provisioning of CSG information reporting indication

The PCRF may provide one or more CSG-Information-Reporting AV Ps during | P-CAN/TDF session establishment
and/or throughout the lifetime of the IP-CAN/TDF session, to request the PCEF/TDF to report the user CSG
information change applicable for an IP-CAN/TDF session to the OFCS.

NOTE: The SPR can provide the Subscriber's User CSG Information reporting rules to the PCRF, the SPR's
relation to existing subscriber databases is not specified in this Release.

A.3.17 Packet-Filter-Usage AVP

NOTE: The maximum number of packet filters sent to UE is limited as specified in 3GPP TS 24.008 [13].

A.3.18 Precedence handling

PCRF provides only one precedence value per PCC rule. For network initiated IP-CAN session modification, since one
PCC rule may result in more than one TFT filters, the PCEF shall ensure that each TFT filter is assigned unique
precedence value across all TFT filters of the corresponding PDN connection (as specified in 3GPP TS 24.008 [13]).
When two PCC rules result in two sets of TFT filters, the PCEF shall aso ensure that the relative precedence of the
each set of TFT filtersis same as the relative precedence of the corresponding PCC rule. E.g. if PCC rule R1 has higher
precedence than PCC rule R2, all the TFT filters corresponding to R1 shall have higher precedence than all the TFT
filters corresponding to R2.

NOTE: The maximum value of precedence of the TFT filter islimited as specified in 3GPP TS 24.008 [13].

Provisioning of CSG information reporting indication to the TDF applies when ABC feature is supported.

A.3.19 Reporting Access Network Information
The procedure described in clause 4.5.22 applies.
The GGSN provides the CGI/SAI within the 3GPP-User-Location-Info AVP.

A.3.20 User CSG Information Reporting

If the PCEF receives the credit re-authorization triggers from the OCS and CSG information reporting indications
within the CSG-Information-Reporting AV Ps from the PCRF which request different levels of reporting of user CSG
information change for asingle IP-CAN session, the PCEF should derive the highest level of detail required and request
the user CSG information change from the SGSN as defined in 3GPP TS 29.060 [18].
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When ABC feature is supported, the PCEF may send user CSG information to the TDF via the PCRF. During the IP-
CAN Session Establishment, the PCEF may send the user CSG information to the PCRF in a CC-Request command
within a User-CSG-Information AVP, and the PCRF sends User-CSG-Information AVP in a TSR command to the
TDF.

The TDF shall, for the purpose of reporting to the OCS, select and subscribe to the applicable event triggers
USER_CSG_INFORMATION_CHANGE, USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE
and/or USER_CSG_HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE within an Event-Report-Indication
AVP for reporting from the PCEF via the PCRF if the corresponding credit re-authorization triggers are requested by
the OCS. The PCRF shall subscribe to the event triggers for the highest level of detail required for the reporting within
the user CSG information reporting rules and Event-Report-Indication AV P to the PCEF. Then the PCEF request the
user CSG information change from the SGSN as defined in 3GPP TS 29.060 [18].

The PCEF reports that user CSG information has changed with the applicable values provided in the related Event-
Trigger AVPs and, when applicable, the new user CSG information within the User-CSG-Information AVP.

The PCRF shall send the Event-Trigger AV Ps and when applicable, the User-CSG-Information AVP within an Event-
Report-Indication AVP to the TDF in a RA-Request command.

NOTE: The PCEF/TDF reports the user CSG information to the OFCS on the level of detail as requested by the
PCRF within the CSG-Information-Reporting AV Ps and reports the user CSG information to the OCS on
the level of detail asrequested by the OCS re-authorization triggers.

A.4 QoS mapping
A.4.1 GPRS QCI to UMTS QoS parameter mapping

The mapping of GPRS QCI to UM3GPP TS QoS parametersis shown in the following table (coming from
3GPP TS 23.203[7] Annex A table A.3):

Table A.4.1.1: Mapping for GPRS QoS Class Identifier to/from R99 UMTS QoS parameters

GPRS QoS-Class- R99 UMTS QoS parameters
Identifier AVP Traffic Class THP Signalling Source
Value Indication Statistics
Descriptor
1 Conversational n/a n/a speech
(NOTE)
2 Conversational n/a n/a unknown
3 Streaming n/a n/a speech
(NOTE)
4 Streaming n/a n/a unknown
5 Interactive 1 Yes n/a
6 Interactive 1 No n/a
7 Interactive 2 No n/a
8 Interactive 3 No n/a
9 Background n/a n/a n/a
NOTE: The QCI values that map to "speech” should be selected for service data flows
consisting of speech (and the associated RTCP) only.

NOTE: Thistable defines the mapping for GPRS QCI to/from UM3GPP TS QoS parameters for pre-release 8
GPRS. The characteristics of GPRS QCls are independent from the standardized QCI characteristics for
EPS.

The PCEF determines R97/98 attributes from R99 attributes according to 3GPP TS 23.107 [41].

A.4.2 GPRS ARP to UMTS ARP parameter mapping

The mapping of the Allocation-Retention-Priority AVP to the UM3GPP TS ARP parameter(s) is specified in
clause B.3.3.3.
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Annex B (normative):
Access specific aspects, 3GPP (GERAN/UTRAN/E-UTRAN)
EPS

B.1  Scope

This annex defines access specific aspects procedures for use of Gx/Gxx between PCRF and a 3GPP EPC |P-CAN.

B.2 Functional Elements
B.2.1 PCRF

There are no access specific procedures defined.

B.2.2 PCEF

There are no access specific procedures defined.

B.2.3 BBERF

There are no access specific procedures defined.

B.3 PCC procedures
B.3.1 Request for PCC and/or QoS rules

This procedure is defined in clauses 4.5.1 and 4a.5.1 the following specifics.

Information about the support of network-initiated bearer procedures for the IP-CAN session shall be provided via the
Gx reference point.

The PCEF shall alwaysinclude the RAT-Type as part of the IP-CAN Session Establishment procedure.
For GERAN and UTRAN accesses:

- When the UE requests to modify the bearer QoS without specifying any TFT filter the PCEF shall set the Packet-
Filter-Operation AVP to "MODIFICATION", and shall include within the CC-Request:

- one Packet-Filter-Information AV P with only the Packet-Filter-Identifier AV P, set to the value for each of
the packet filter(s) created by the UE. If BCM is MS-only, the PCEF shall include all the packet filter
identifier(s) previoudly assigned on Gx for this EPS bearer within the Packet-Filter-ldentifier AVP. If BCM
isMS/NW, the PCEF shall also include the SDF filter identifier(s) that correspond to the packet filter
identifier(s) in the parameter list of the TFT within the Packet-Filter-Identifier AVP; and

- the QoS-Information AV P to indicate the requested QoS for the affected packet filters; and

- if thereis no packet filter set by the network on the same bearer, the QoS-Information AV P may indicate an
updated QCI.

- When the UE requests to add filtersto an existing TFT, the PCEF shall set the Packet-Filter-Operation AVP to
"MODIFICATION", and shal include within the CC-Request the request:

- one Packet-Filter-Information AV P for each for each packet filter requested for addition without any Packet-
Filter-ldentifier AVP; and

- one Packet-Filter-Information AV P for each of the existing filter(s), created by the UE, with the Packet-
Filter-ldentifier AVP and without any filter attributes used for matching; and
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- the QoS-Information AV P to indicate the requested QoS for the affected PCC rules.

For GERAN and UTRAN access, the relationship between the TFT operation requested by M S and the Gx operation
provided by PCEF to PCRF is as follows:

- If the TFT operation is "Replace packet filtersin existing TFT", the PCEF shall set the Packet-Filter-Operation
AVPto "MODIFICATION".

- If the TFT operation is "Delete packet filters from existing TFT", the PCEF shall set the Packet-Filter-Operation
AVPto"DELETION".

- If the TFT operation is "Add packet filtersto existing TFT", the PCEF shall set the Packet-Filter-Operation AVP
to "MODIFICATION".

- If the TFT operationis"Create new TFT", the PCEF shall set the Packet-Filter-Operation AVP to "ADDITION".

- If the TFT operation is "Delete existing TFT", the PCEF shall set the Packet-Filter-Operation AVP to
"DELETION".

- If the TFT operationis"No TFT operation” or the TFT ismissing (allowed in BCM MS-only only, the PCEF
shall set the Packet-Filter-Operation AVP to "MODIFICATION".

For GERAN and UTRAN accesses, the PCRF shall provide packet filters in the PCC rule as received in the Packet-
Filter-Information AV P for each packet filter requested by the UE.

For GERAN and UTRAN accesses, if the PCRF receives a request for addition of service data flow(s) with areference
to existing packet filter identifiers (and by that to existing PCC rule(s)), the PCRF shall update the existing PCC rule for
the new service data flow(s) without changing the QCI and ARP.

NOTE: Thereference to an existing packet filter identifiers informs the PCRF that the request is confined to an
existing bearer, having bearer bindings with PCC rules that have the same QCI/ARP combination.
Assigning a different QCl or ARP to the new service data flows would cause the procedure to fail, since
the PCEF cannot map the new service data flows to another bearer.

For GERAN and UTRAN accesses, when BCM is MS-only and the UE requeststo create a TFT for a PDP context
without a TFT created by the PDP Context Activation Procedure, the PCRF shall authorize a PCC rule which contains
the packet filters as requested by the UE when receiving the CCR request from the PCEF. The PCEF shall install the
PCC rule provisioned by the PCRF, shall deactivate/remove the activated PCC rules that were previoudy
activated/installed by the PCRF and were bound to the same bearer, and shall send a CCR command to the PCRF with
CC-Request-Type AVP set to the value "UPDATE_REQUEST", including the Charging-Rule-Report AV P specifying
the deactivated/removed PCC rules with the PCC-Rule-Status set to inactive and including the Rule-Failure-Code AVP
assigned to the value NO_BEARER_BOUND (15).

For GERAN and UTRAN accesses, when BCM is MS-only and the UE requests to delete the existing TFT, the PCRF
should provide at least one new PCC rule to beinstalled at the same time when the PCC rule corresponding to the TFT
isremoved.

For E-UTRAN accesses with UE initiated resource modification procedure, the PCRF shall either authorize the same
QoS as requested QoS within the QoS-Information AVP or reject the request if the requested QoS can not be
authorized. The PCRF may reject the request using a CC-Answer with the Gx experimental result code
DIAMETER_ERROR_INITIAL_PARAMETERS (5140). If the PCEF receives a CC-Answer with this code, the PCEF
shall rgject the IP-CAN session modification that initiated the CC-Request.

B.3.2 Provisioning of PCC and/or QoS rules

For GTP-based 3GPP accesses, the PCRF may request the establishment of a bearer dedicated to IMS signalling by
providing the applicable PCC rules to the PCEF.

For PMIP-based 3GPP accesses, the PCRF may request the establishment of a bearer dedicated to IMS signalling by
providing the applicable QoS rules to the BBERF.

When the PCEF includes the Bearer-Usage AV P required for the default bearer within the CCR command during the
IP-CAN session establishment procedure, the PCRF shall provide the Bearer-Usage AV P back in the response with the
authorized usage.
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If during IP-CAN session establishment procedure, the PCEF includes IMS_SIGNALLING within the Bearer-Usage
AVP and the PCRF accepts that default bearer is dedicated to IMS signalling, the PCRF shall include the
IMS_SIGNALLING within the Bearer-Usage AVP. In this case, the PCRF shall restrict the bearer to only be used for
IMS signalling as specified in 3GPP TS 23.228 [31] by applying the applicable QCI for IMS signalling.

If the PCEF include the IMS_SIGNALLING within the Bearer-Usage AVP in the CCR command, but the PCRF does
not include the IMS_SIGNALLING within the Bearer-Usage AVP in the CCA command, the PCC Rules provided by
the PCRF shall have a QCI value different from the QCI value for the IMS signalling.

When UE initiates a resource modification request, if the PCEF includes the Bearer-Usage AVP indicating
IMS_SIGNALLING and the PCRF accepts that a bearer dedicated to IMS signalling shall be used, the PCRF shall
return the IMS_SIGNALLING within the Bearer-Usage AVP. The provided PCC rules shall have the QCI applicable
for IMS signalling.

During the IP-CAN session establishment, the PCEF shall not provide packet filters to UE on the default bearer in the
IP-CAN session establishment response, referring to 3GPP TS 29.274 [22].

B.3.3 Provisioning and Policy Enforcement of Authorized QoS
B.3.3.1 Provisioning of authorized QoS per APN

The PCRF shall provision the authorized unconditional APN policy information and may provision the authorized
conditional APN policy information as part of the IP-CAN session establishment procedure. The PCRF may also
provide QoS per APN with time conditions.

B.3.3.2 Policy enforcement for authorized QoS per APN

There are no access specific procedures defined.

B.3.3.3 QoS handling for interoperation with Gn/Gp SGSN

When the PCEF receives the establishment or modification of an IP-CAN bearer from a Gn/Gp SGSN, the PCEF shall
derive the requested QoS information in the CC-Request command following the mapping rulesincluded in
3GPP TS 23.401 [32] Annex E asfollows:

- Guaranteed-Bitrate-UL AVP and Guaranteed-Bitrate-DL AV P shall be obtained from the bearer parameter GBR
received within the PDP-Context.

- If APN-AMBR isnot received within the initial PDP-Context for the IP-CAN session, the APN-Aggregate-Max-
Bitrate-UL AVP and APN-Aggregate-Max-Bitrate-DL AV P shall be mapped from the bearer parameter MBR
received within the PDP-Context. If APN-AMBR isreceived as a part of theinitial PDP Context for the IP-CAN
session, it shall be included within the APN-Aggregate-Max-Bitrate-UL AV P and APN-Aggregate-Max-Bitrate
DL AVP. When the PCEF receives arequest for modification of the MBR for the initial PDP context or any non-
GBR PDP context, the PCEF shall take the common flags ""Upgrade QoS Supported" and "No QoS negotiation”
described down below in to consideration and act accordingly.

- Default-EPS-Bearer-QoS AV P shall be derived based on the QoS bearer parametersincluded in theinitial PDP-
Context received for the IP-CAN session. When the PCEF receives a request for modification of theinitial PDP
context that modifies either the QoS-Class-Identifier AV P or Allocation-Retention-Priority AV P, the modified
values shall be provided as part of the Default-EPS-Bearer-QoS AVP.

- Allocation-Retention-Priority AV P shall be mapped one-to-one from the Evolved ARP if this parameter is
included within the PDP Context. Otherwise, it will be derived as follows:

- The Pre-emption-Capability AVP and Pre-emption-V ulnerability AVP shall be set based on operator
policies.

- ThePriority-Level AVP isderived as described in table B.3.3.3.1:
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Table B.3.3.3.1: Mapping of ARP to Priority-Level AVP

ARP Value Priority-Level AVP
1 1
2 H+1
3 M+1

NOTE 1: The valuesof H (high priority) and M (medium priority) can be set according to operator requirements to
ensure proper treatment of users with higher priority level information. The minimum value of His 1. The
minimum value of M isH+1.

- QoS-Class-Identifier AVP may be derived based on table B.3.3.3.2:
Table B.3.3.3.2: Mapping between standardized QCIs and R99 UMTS QoS parameter values

QoS- R99 UMTS QoS parameters
Class- Traffic Signalling Source
Identifier Traffic H . Indication Statistics
AVP Class ar_1d|_|ng Descriptor
Priority P
value
1 Conversational N/A N/A Speech
. Unknown
2 Conversational N/A N/A (NOTE 1)
3 Conversational N/A N/A (L'J\lngq_%vvzr;
. Unknown
4 Streaming N/A N/A (NOTE 3)
5 Interactive 1 Yes N/A
6 Interactive 1 No N/A
7 Interactive 2 No N/A
8 Interactive 3 No N/A
9 Background N/A N/A N/A

NOTE 1: When QCI 2 is mapped to UMTS QoS parameter values, the Transfer Delay
parameter is set to 150 ms. When UMTS QoS parameter values are mapped to a
QCI, QCI 2 is used for conversational/unknown if the Transfer Delay parameter is
greater or equal to 150 ms.

NOTE 2: When QCI 3 is mapped to UMTS QoS parameter values, the Transfer Delay
parameter is set to 80 ms as the lowest possible value. When UMTS QoS
parameter values are mapped to a QCI, QCI 3 is used for
conversational/unknown if the Transfer Delay parameter is lower than 150 ms.

NOTE 3: When QCI 4 is mapped to UMTS QoS parameter values, it is mapped to
Streaming/Unknown. When UMTS QoS parameter values are mapped to a QClI,
Streaming/Unknown and Streaming/Speech are both mapped to QCI 4.

The PCEF determines R97/98 attributes from R99 attributes according to 3GPP TS 23.107 [41].

The PCRF shall provide the authorized QoS information according to clause 4.5.5.2 (when the authorized QoS applies
to the service data flow), clause 4.5.5.8 (when the authorized QoS applies at APN level) or 4.5.5.9 (when the authorized
QoS applies to the default bearer).

When the PCEF receives the authorized QoS information applicable for the service data flow, the PCEF shall act
according to clause 4.5.5.3. The PCEF shall then derive the QoS information of the PDP context from the cal culated
authorized QoS as follows:

- For non-GBR bearers, if APN-AMBR parameter was not received in the initial PDP context for the IP-CAN
session, the bearer parameter MBR shall be set to the value of the authorized APN-Aggregate-Max-Bitrate-UL
and APN-Aggregate-Max-Bitrate-DL AV Ps. For GBR-bearers the MBR and GBR of the PDP-Context shall be
mapped one-to-one from the MBR and GBR values calculated for that bearer according to clause 4.5.5.3.

- The Allocation-Retention-Priority AV P received as part of the PCC Rule shall be used to bind the PCC rulesto
the corresponding bearer. If the SGSN supports the Evolved ARP parameter (i.e. it was received as part of the
PDP contexts) the Evolved ARP for the PDP context shall be mapped one-to-one from the Allocation-Retention-
Priority AVP assigned to the corresponding bearer. If the SGSN does not support Evolved ARP parameter, the
P-GW shall ignore the Pre-emption-Capability AVP and Pre-emption-Vulnerability AV P when deriving the
ARP of the PDP Context.
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The ARP parameter is derived as described in table B.3.3.3.3:

Table B.3.3.3.3: Mapping of Priority-Level AVP to ARP

Priority-Level AVP ARP value
ltoH 1
H+lto M 2
M+1 to 15 3

NOTE 2: The values of H (high priority) and M (medium priority) can be set according to operator requirements to

ensure proper treatment of users with higher priority level information. The minimum value of His1. The
minimum value of M isH+1.

The P-GW shall bind only PCC rules with the same ARP setting (Priority-Level AV P, Pre-emption-Capability
AVP and Pre-emption-V ulnerability AVP) to the same PDP context to enable modification of the bearer ARP
without impacting the assignment of services to bearers after a handover to E-UTRAN.

NOTE 3: When Evolved ARP parameter is not received as part of the PDP-Context, any change of the bearer ARP

parameter may get overwritten by the SGSN due to subscription enforcement.

The PCEF may derive the Traffic Class, Traffic Handling Priority, Signalling Indication and Source Statistics
Descriptor from the QoS-Class-Identifier AVP based on the table B.3.3.3.2. The standardized QCI
characteristics may be derived from the QoS-Class-Identifier AVP according to table 6.1.7 in

3GPP TS 23.203 [7]. The derivation of other values received as part of the QoS-Class-Identifier AVP shall be
performed as defined in 3GPP TS 23.401 [32], Annex E.

Common flags "Upgrade QoS Supported” and "No QoS negotiation” shall be handled as follows.

When the PCEF receives a Create PDP context request, the PCEF shall derive the QoS information according to
the mapping procedures described in this clause and it shall check whether the "Upgrade QoS Supported” flags
are present. The following procedures shall apply.

If the "Upgrade QoS Supported"” flag is set to "1" in the Common Flag Information Element within the Common
Flag |E (3GPP TS 29.060 [18]), normal procedures apply.

If the "Upgrade QoS Supported"” flagis set to "0" or if it is absent, the PCEF shall contact the PCRF including
the requested QoS information derived following the mapping rules described in this clause. When the PCEF
derives the authorized UM3GPP TS QoS information received from the PCRF according to the mapping
procedures described in this clause, it shall check

- Whether the authorized GBR, MBR or APN-AMBR is equal to or higher than the GBR, MBR or APN-
AMBR requested from the GnGp SGSN. If it is so, the PCEF shall accept the requested values. Otherwise
the PCEF shall accept the authorized values.

- Whether the authorized ARP priority level isequal to or higher than the ARP priority level requested from
the GNGp SGSN. If it is so, the PCEF shall accept the requested priority value. Otherwise the PCEF shall
accept the authorized values.

NOTE 4: The ARP priority level attribute represents the actual priority for the service/user with the value 1 asthe

highest.

NOTE 5: Whether the QCI is permitted to be changed or not is subject to operator policies and normal restrictions

on changing from a Non-GBR QCI value to GBR QCI value on a default bearer.

NOTE 6: Whether the Pre-emption capability and Pre-emption vulnerability are permitted to be changed or not is

subject to operator policies.

When the PCEF receives an Update PDP context request, the PCEF shall derive the QoS information according
to the mapping procedures described in this clause and it shall check whether the "No QoS negotiation” flag and
the "Upgrade QoS Supported” flags are present. The following procedures shall apply.

- If the "Upgrade QoS Supported” flag set to "1" and the "No QoS negotiation” flag set to "0" or is absent,
normal procedures apply with the following exceptions when only MBR is changed:
If the derived MBR is equal to or less than the authorized APN-AMBR for the IP-CAN session, the PCEF
shall accept the requested QoS values without interacting with the PCRF. If the derived MBR is higher than
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the last authorized APN-AMBR for the IP-CAN session, the PCEF shall send aMBR equal to the authorized
APN-AMBR in the Update PDP context response without interacting with the PCRF, i.e. the PCEF does not
report the QOS_CHANGE event trigger to the PCRF.

- If the"No QoS negotiation” flag is set to "1" in the Common Flag | nformation Element
(3GPP TS 29.060 [18]), and the derived QCI and/or ARP is different from the QCl and/or ARP authorized
for that bearer, the PCEF shall reject the procedure. Otherwise, the next procedure shall apply.

- If the"No QoS negotiation” flagisset to "1", if the derived MBR or APN-AMBR isequal to or less than the
authorized APN-AMBR for the IP-CAN session, the PCEF shall accept the requested QoS values without
interacting with the PCRF. If the derived MBR or APN-AMBR is higher than the authorized APN-AMBR
for the IP-CAN session, the PCEF shall reject the requested QoS change. If the GBR is different from the
authorized GBR, the PCEF shall reject the requested QoS change.

- If the "Upgrade QoS Supported” flag set to "0" in the Common Flag I nformation Element or if the
corresponding bit within the Common Flag |E is absent (3GPP TS 29.060 [18]), and the "No QoS
negotiation" flag is set to "0" or is absent, the PCEF shall behave in the same way as when the "Upgrade QoS
supported” flag set to "0" is received in the Create PDP Context request procedure with the following
exceptions when only MBR is changed:

If the derived MBR is equal to or less than the last authorized APN-AMBR for the IP-CAN session, the
PCEF shall accept the requested QoS values without interacting with the PCRF. If the derived MBR is higher
than the authorized APN-AMBR for the IP-CAN session, the PCEF shall send aMBR equal to the authorized
APN-AMBR in the Update PDP context response without interacting with the PCRF, i.e. the PCEF does not
report the QOS_CHANGE event trigger to the PCRF.

When the PCEF receives the authorized QoS information applicable for the default bearer as part of the Default-EPS-
Bearer-QoS AVP, the PCEF shall then derive the QoS information corresponding to theinitial PDP Context from the
QoS-Class-Identifier AVP and Allocation-Retention-Priority AV P, following the same derivation rules as when the
QoSinformation is received as part of the PCC Rule.

When the PCEF receives the authorized QoS information applicable for the APN, the PCEF shall act according to
clause 4.5.5.8. The PCEF shall modify the MBR for the PDP contexts with Traffic Class 'Interactive’ and '‘Background'.

When the PCEF receives the Secondary PDP Context Activation command, the PCEF shall derive the QoS information
and packet filter information, and interact with PCRF by applying the UE initiated resource modification procedure as
specified in clause 4.5.1.

B.3.3.4 Void

B.3.3.5 Policy provisioning for authorized QoS per service data flow

For the authorization of a PCC rule with a GBR QCI the PCRF shall assign a GBR value within the limit supported by
the serving network (i.e. GERAN/UTRAN). The PCRF shall subscribe the RAT_CHANGE event to get the RAT type
information for PCC rule authorization.

NOTE: For the authorization of PCC Rules with the same QCI the PCRF may also check that aggregated GBR is
within the limits supported by the serving network to minimize the risk of rejection of the bearer by the
serving network.

B.3.3.6 Policy enforcement for authorized QoS of the Default EPS Bearer
The procedures defined in clause 4.5.5.10 apply.

Whenever the PCRF modifies the Authorized QoS of the default bearer, the PCRF shall simultaneously modify the QCI
and/or ARP of al PCC/QoS Rules that, according to the operator policy, shall have the same QoS as the default bearer.
The PCEF/BBERF shall re-evaluate the bearer binding procedure defined in clause 5.4 in the 3GPP TS 29.213 [8]
taking into account the default bearer QoS change and any PCC/QoS Rule operation requested by the PCRF.

NOTE2: The network configuration can ensure that at least one PCC/QoS Rule is bound to the default bearer by
applying either operator policiesin the PCRF ensuring that a PCC/QoS Rule with matching QoS will be
active or in the PCEF/BBERF ensuring that a predefined PCC/QoS Rule not known to the PCRF is bound
to the default bearer.
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B.3.4 Packet-Filter-Information AVP

In addition to the definition of the Packet-Filter-Information AVP in clause 5.3.55, for E-UTRAN the Packet-Filter-
Information AV Ps shall be derived from the information defined in 3GPP TS 24.008 [13].

B.3.5 Bearer Control Mode Selection

Bearer Control Mode Selection shall take place viathe Gx reference point according to clause 4.5.10.

B.3.6 Trace activation/deactivation at P-GW

In case of a PMIP-based 3GPP access the S-GW sends the trace activation and deactivation to the P-GW via the PCRF.
To activate the trace, the S-GW sends the Trace Information to the PCRF in a CCR message within a Trace-Data AVP
and with an Event-Trigger AV P containing the value PGW_TRACE_CONTROL. The PCRF sends the Trace-Data and
Event-Trigger AV Ps within an Event-Report-Indication AV P further to the P-GW in a CCA message (upon IP-CAN
session establishment) or RAR message. To deactivate the trace, the SS-GW sends the Trace Reference to the PCRF in a
CCR message within a Trace-Reference AVP and with an Event-Trigger AV P containing the value
PGW_TRACE_CONTROL. The PCRF sends the Trace-Reference and Event-Trigger AV Ps within an Event-Report-
Indication AVP further to the P-GW in a RAR message.

B.3.7 IMS Restoration Support

The procedure described in clause 4.5.18 applies and the monitoring procedure is defined in 3GPP TS 29.061 [11]
Section 13a.2.2.1.

B.3.8 Provisioning of CSG information reporting indication

The PCRF may provide one or more CSG-Information-Reporting AV Ps during I|P-CAN/TDF session establishment
and/or throughout the lifetime of the IP-CAN/TDF session, to request the PCEF/TDF to report the user CSG
information change applicable for an IP-CAN/TDF session to the OFCS.

NOTE: The SPR can provide the Subscriber's User CSG Information reporting rules to the PCRF, the SPR's
relation to existing subscriber databases is not specified in this Release.

Provisioning of CSG information reporting indication to the TDF applies when ABC feature is supported.

B.3.9 Packet-Filter-Usage AVP

NOTE: The maximum number of packet filters sent to UE is limited as specified in 3GPP TS 24.008 [13].
B.3.10 User CSG Information Reporting
B.3.10.1 GTP-based S5/S8

The procedure defined in clause A.3.20 is applied except that the PCEF should request the user CSG information
change from the S-GW as defined in 3GPP TS 29.274 [22].

B.3.10.2 PMIP-based S5/S8
The SSGW may send user CSG information to the P-GW via the PCRF.

During the IP-CAN Session Establishment, the S-GW may send the user CSG information to the PCRF in a CC-
Reguest command within a User-CSG-Information AV P and the PCRF sends User-CSG-Information AVP in a CC-
Answer command to the P-GW or in a TSR command to the TDF if the ABC feature is supported.

The P-GW or TDF if ABC feature is supported shall select and subscribe to the applicable event triggers
USER_CSG_INFORMATION_CHANGE, USER_CSG_HYBRID_SUBSCRIBED_INFORMATION_CHANGE
and/or USER_CSG_ HYBRID_UNSUBSCRIBED_INFORMATION_CHANGE within an Event-Report-Indication
AVP for reporting from the BBERF viathe PCRF if the corresponding credit re-authorization triggers are requested by
the OCS. The PCRF shall subscribe to the event triggers for the highest level of detail required for the reporting within
the user CSG information reporting rules and Event-Report-Indication AVP to the S-GW.
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The S-GW reports that user CSG information has changed with the applicable values provided in the related Event-
Trigger AVPs and, when applicable, the new user CSG information within the User-CSG-Information AVP.

The PCRF shall send the Event-Trigger AV Ps and when applicable, the User-CSG-Information AVP within an Event-
Report-Indication AVP to the P-GW/TDF in a RA-Request command.

NOTE: The PCEF/TDF reports the user CSG information to the OFCS on the level of detail as requested by the
PCRF within the CSG-Information-Reporting AV Ps and reports the user CSG information to the OCS on
the level of detail asrequested by the OCS re-authorization triggers.

B.3.11 Request of IP-CAN Bearer Termination

For PMIP-based 3GPP accesses, if the IP-CAN bearer termination is caused by the PS to CS handover, the BBERF
reports related QoS rules for this IP-CAN bearer by including the Rule-Failure-Code AV P set to the value
PS TO_CS HANDOVER as part of the Gateway Control Session Modification procedure.

For GTP-based 3GPP accesses, if the IP-CAN bearer termination is caused by the PS to CS handover, the PCEF reports
related PCC rules for this IP-CAN bearer by including the Rule-Failure-Code AV P set to the value
PS TO_CS HANDOVER as part of the IP-CAN session modification procedure.

B.3.12 CS to PS handover

In order to support CS to PS handover according to 3GPP TS 23.216 [40], the PCRF shall ensure that voice media may
use the default bearer until the appropriate bearer has been established.

If the operator policy requires a policy decision to be made in order to allow voice media on the default bearer, the
PCRF shall subscribe tothe CS_TO_PS HANDOVER event trigger. Upon detection of CS to PS handover, the PCEF
shall generateaCS TO_PS HANDOVER event. In response to the event the PCRF shall make policy decisions, for
example provisioning or modifying the appropriate PCC rules, to allow voice media on the default bearer.

NOTE 1: If the PCRF provides dynamic PCC rulesto be installed in the default bearer, the QoS-Class-Identifier
AVP and Allocation-Retention-Priority AVP in the PCC rule(s) shall be respectively set to the same value
as the ones of the default EPS bearer QoS information of the IP-CAN session.

If the PCRF received the first voice media authorized over Rx interface that corresponds to the voice session being
transferred, the PCRF shall provide the corresponding PCC Rules and shall also subscribe to
SUCCESSFUL_RESOURCE_ALLOCATION event trigger.

If the PCRF receives the SUCCESSFUL_RESOURCE_ALLOCATION event trigger for the first voice media
authorized over Rx that corresponds to the voice session being transferred and the PCRF made policy decisions upon
request of the CS TO_PS HANDOVER event, the PCRF should revoke that decision. In the case there were PCC
Rules related to the voice media being transferred installed in the default bearer should be removed by the PCRF.

NOTE 2: There exists avery small possibility that another Rx session is established before or in parallel to the IMS
voice session in transfer, i.e. due to aterminating voice session request. It is considered that this can be
avoided by implementation and is therefore out of scope of standard.

B.3.13 Precedence handling

PCRF provides only one precedence value per PCC rule. For network initiated IP-CAN session modification, since one
PCC rule may result in more than one TFT filters, the PCEF/BBERF has to ensure that each TFT filter is assigned
unique precedence value across all TFT filters of the corresponding PDN connection (as specified in

3GPP TS 24.008 [13] and 3GPP TS 24.301 [42]). When two PCC rules result in two sets of TFT filters, the
PCEF/BBERF shall also ensure that the relative precedence of the each set of TFT filtersis same asthe relative
precedence of the corresponding PCC rule. E.g. if PCC rule R1 has higher precedence than PCC rule R2, all the TFT
filters corresponding to R1 shall have higher precedence than all the TFT filters corresponding to R2.

NOTE: The maximum va ue of precedence of the TFT filter islimited as specified in 3GPP TS 24.008 [13].

B.3.14 S-GW Restoration Support

During IP-CAN session establishment, if both the PCEF and PCRF advertise the support for S-GW restoration, the
PCRF shall subscribe to the AN_GW_CHANGE event trigger.
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When the PCRF sends a RAR or CCA command with new policy decisions for aPDN connection maintained during a
S-GW failure, the PCEF shall act asfollows:

- For MME/$A-SGSN triggered S-GW Restoration scenarios:

if the policy decisions were received in aRAR command, the PCEF shall send an RAA command with the
Experimental-Result-Code set to DIAMETER_AN_GW_FAILED (4143) indicating the failure to enforce all
those policy decisions.

If the installation/modification of one or more PCC rules fails the PCEF shall reject the procedure as described in
clause 4.5.12. The Rule-Failure-Code AV P, for both PULL and PUSH modes shall be set to AN_GW_FAILED
(27).

If the PCRF sends a CCA that includes policy decision not related to a PCC Rule (e.g. change of APN-AMBR),
the PCEF shall send a CCR that includes the event trigger related with the failure to enforce the corresponding
policy decision (as per the existing procedures) and the AN-GW-Status AVP set to AN_GW_FAILED (0).

- For P-GW triggered S-GW Restoration scenarios, the PCEF shall accept the procedure as per normal procedures.
In the case, the PDN connection is not restored during an operator configured time period, the PCEF shall send a
new CCR command when the related timer expires. If the RAR/CCA related to a PCC Rule procedure, the CCR
shall include the Charging-Rule-Report AV P with the Rule-Failure-Code AV P set to
RESOURCE_ALLOCATION_FAILURE and with the PCC-Rule-Status set to INACTIVE. If the RAR/CCA
included policy decision not related to the PCC Rules (e.g. change of APN-AMBR), the CCR shall include the
event trigger related with the failure to enforce the corresponding policy decision according to the current
procedures.

For MME/S4-SGSN triggered S-GW Restoration scenarios, while the S-GW restoration isin progress, if the PCEF
sends a CCR command towards the PCRF that istriggered by a different event (e.g. internal event at PCEF or Gy
interface related event), the PCEF shall include the AN-GW-Status AVP set to AN_GW_FAILED (0).

Upon reception of the Rule-Failure-Code set to AN_GW_FAILED (17) , AN-GW-Status set to AN_GW_FAILED (0)
or a Experimental-Result-Code set to DIAMETER_AN_GW_FAILED (4143) the PCRF shall not initiate any IP-CAN
Session Modification procedure, except if the IP-CAN Session Modification procedure isinitiated for the PCC rule
removal only, for the given IP-CAN session over Gx until the S-GW has recovered.

If the PCEF indicated AN_GW _FAILED previously according to the procedures described above, the PCEF shall
inform the PCRF when the S-GW has recovered using the Event-Trigger AVP set to AN_GW_CHANGE and including
the AN-GW-Address AVP related to the restored or new S-GW. The PCRF may after this update the PCEF with PCC
Rulesif necessary.

NOTE 1: The PCRF could regject requests from the AF and SPR when the Rule-Failure-Code set to
AN_GW_FAILED (17) , the AN-GW-Status AVP set to AN_GW_FAILED (0) or the Experimental -
Result-Code set to DIAMETER_AN_GW_FAILED (4143) isreceived until the Event-Trigger AV P set
to AN_GW_CHANGE isreceived.

The PCEF shall maintain the PDN connections affected by the S-GW failure and eligible for restoration for an operator
configurable time period (see 3GPP TS 23.007 [43]). Upon expiry of that time period, the PCEF shall release the PDN
connection and inform the PCRF about the IP-CAN Session Termination as specified in clause 4.5.7.

NOTE 2: The PCRF is not aware of which PDN connections are eligible for restoration. When the PCEF detects a
S-GW failure, the PCEF requests the PCRF to terminate IP-CAN sessions associated to PDN connections
affected by the S-GW failure and not eligible for restoration.

The PCEF should maintain the GBR bearers of the PDN connections eligible for restoration for an operator
configurable time period (see 3GPP TS 23.007 [43]). Upon expiry of that time period, the PCEF shall release GBR
bearers that have not yet been restored and inform the PCRF about the PCC rule removal as specified in clause 4.5.6.

The PCEF shall discard downlink packets received for a PDN connection maintained during a S-GW failure that has not
yet been restored.

The PCEF shall delete the PDN connection locally when it receives an IP-CAN session termination from the PCRF as
described in clause 4.5.9.

For the PMIP-based 3GPP access, when the PCRF detects a BBERF failure or restart, the PCRF shall maintain the I P-
CAN sessions and delete locally the Gateway Control sessions affected by the BBERF failure. In this case, if the PCRF
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receives arequest from the AF or SPR that requires to modify the IP-CAN session and no error indication was received
from the PCEF before, the PCRF may initiate the IP-CAN session modification towards the PCEF.

NOTE 3: The method the PCRF uses to determine that a BBERF has failed or restarted is not specified in this
release.

NOTE 4: The PCRF can refrain from sending policy information within the RAR command since it is aware that
the BBERF has failed or restarted via Gxx reference point. The PCRF will know that the BBERF has
recovered when a new Gateway Control Session Establishment isreceived that is linked with the affected
IP-CAN session.

B.3.15 Reporting Access Network Information
The procedure described in clause 4.5.22 or clause 4a.5.16 applies.
In case of a GTP-based 3GPP access the P-GW provides the CGI/SAI/ECGI within the 3GPP-User-Location-Info AVP.

In case of a PMIP-based 3GPP access the S-GW provides the CGI/SAI/ECGI within the 3GPP-User-Location-Info
AVP.

If the ACCESS NETWORK_INFO_REPORT event trigger is set, upon installation, modification and removal of any
PCC/QoS rule(s) containing the Required-Access-Info AV P the PCEF/BBERF shall send an appropriate "Bearer Setup
Request”, "Update Bearer Request” or "Delete Bearer Request”. The response message will include the access network
information to the PDN GW.

NOTE: No specific request for location information reporting is required within those request messages.

B.3.16 Presence Reporting Area Information reporting

The PCRF determines at |P-CAN session establishment, whether reports for change of UE presence in Presence
Reporting Area are desired for the IP-CAN session based on the subscriber's profile configuration and the Supported-
Features AVP indicating the value "CNO-ULI". If the reporting is desired for the IP-CAN session, the PCRF shall
provide the Presence-Reporting-Area-Information AV P which contains the Presence Reporting Area I dentifier within
the Presence-Reporting-Area-ldentifier AVP, and, for a UE-dedicated Presence Reporting Area, the list of elements
composing the presence reporting area within the Presence-Reporting-Area-Elements-List AVP to the PCEF. The
PCRF may activate the reporting changes of UE presence in Presence Reporting Area by subscribing to the
CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT event trigger at the PCEF at any
time during the lifetime of the IP-CAN session.

NOTE 1: If Presence Reporting Areareporting is not supported, the PCRF can instead activate location change
reporting that reports actual location. Due to the potential increase in signalling load, careful
consideration of the network load is necessary for such reporting, e.g. limiting the number of subscribers
subject to such reporting.

The PCRF may also provide Presence-Reporting-Area-Identifier AV P within Presence-Reporting-Area-Information
AVP via TSR command during the TDF session establishment. The TDF may request the notification of
"CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT (48)" by including it in Event-
Trigger AV P within Event-Report-Indication AVP viaTSA or CCR command to indicate the PCRF to report the
presence reporting area status change.

When the UE enters or |eaves the presence reporting area, the PCEF shall report the
CHANGE_OF_UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT event; additionally, the PCEF
shall also report the presence reporting area status within the Presence-Reporting-Area-Status AV P and presence
reporting areaidentifier within Presence-Reporting-Area-Identifier AVP included in Presence-Reporting-Area-
Information AVP. If the TDF has requested the notification of the change of UE presence in Presence Reporting Area,
the PCRF shall provide Presence-Reporting-Area-Information AV P within the Event-Report-Indication AVP viaRAR
command to the TDF.

NOTE 2: The PCRF may acquire the necessary data for presence reporting from the SPR. The SPR'srelation to
existing subscriber databases is not specified in this Release.

NOTE 3: For agiven PDN connection, reporting for only one presence reporting area is specified in this Release.

NOTE 4: Homogeneous support of Presence Areareporting in a network is assumed.
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NOTE 5: Presence Reporting Areareporting is not supported for case 2b in thisrelease.

The PCRF may be notified during the lifetime of an IP-CAN session that the UE islocated in an access network where
local configuration indicates that the reporting change of UE presence in Presence Reporting Areais not supported. The
PCRF may unsubscribe to the change of UE presence in Presence Reporting Area by providing the Event-Trigger AVP
with removing the value CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT (48), if
previously activated.

The PCEF shall de-activate the relevant IP-CAN specific procedure for reporting Change of UE presence in Presence
Reporting Area, when the PCRF and OCS unsubscribe to change of UE presence in Presence Reporting Area.

B.3.17 Multiple Presence Reporting Area Information reporting

When Multiple-PRA feature is supported, the PCRF may determine at any time during the lifetime of the IP-CAN
session whether reports for change of UE presence in Presence Reporting Area(s) are desired for the IP-CAN session
based on the subscriber's profile configuration. If the reporting is desired for the IP-CAN session, the PCRF shall
provide the PRA-Install AV P including the Presence-Reporting-Area-I nformation AV P(s) which each contains the
Presence Reporting Area ldentifier within the Presence-Reporting-Area-Identifier AVP, and, for a UE-dedicated
Presence Reporting Area and the list of elements composing the presence reporting area within the Presence-Reporting-
Area-Elements-List AVP. If PCRF is configured with a Presence Reporting Areaidentifier referring to the list of
Presence Reporting Area I dentifier(s) within a Set of Core Network predefined Presence Reporting Areas as defined in
3GPP TS 23.401 [32], the PCRF shall include the identifier of the Presence Reporting Area set within the Presence-
Reporting-Area-Identifier AVP.The PCRF shall activate the reporting changes of UE presence in Presence Reporting
Area(s) by subscribing to the CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT
event trigger at the PCEF.

NOTE 1: If thisfeatureis not supported, the PCRF can instead activate |ocation change reporting that reports actual
location. Dueto the potential increase in signalling load, careful consideration of the network load is
necessary for such reporting, e.g. limiting the number of subscribers subject to such reporting.

NOTE 2: The Presence Reporting Area ldentifier can correspond to alist of Presence Reporting Area |dentifier(s)
within a set of Core Network predefined Presence Reporting Areas (PRA set identifier) as defined in
3GPP TS 23.401 [32] if the PCRF is configured

The PCRF may modify the list of PRA Identifier(s) by providing the new Presence Reporting Areas within the PRA-
Install AVP as described above and/or by removing existing Presence Reporting Area(s) within the PRA-Remove AVP.
In this case, the Presence-Reporting-Area-Identifier AVP of the removed Presence Reporting Area shall be included
within the Presence-Reporting-Area-Information AVP(S).

The PCRF may modify the list(s) of Presence Reporting Area elements. In that case, the PCRF shall provide the PRA-
Install AVP including the Presence-Reporting-Area-1nformation AVP(s) which contains the Presence-Reporting-Area-
Identifier AV P(s) for the affected Presence Reporting Area(s) and the Presence Reporting Area elements within the
Presence-Reporting-Area- Elements-List AVP. All the contents related to the Presence Reporting Area shall be included
in this case.

The PCRF may unsubscribe to the change of UE presence in Presence Reporting Area by providing the Event-Trigger
AVP with removing the value CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT
(48), if previoudly activated.

If the CHANGE_OF_UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT event trigger is set, when the
PCRF provides alist of presence reporting areas as described above, the PCRF shall ensure that the maximum number
of provisioned Presence Reporting Area Identifiersis not exceeded. The maximum number of PRAs may be configured
in the PCRF. The PCRF may have independent configuration of the maximum number for Core Network pre-
configured PRAs and UE-dedicated PRAS.

NOTE 3: For al the Presence Reporting Area(s) provided by the PCRF, the PCEF can store the Presence Reporting
Area |l dentifier(s) together with an indication that states that it relates to PCRF requested PRA status
changes.

NOTE 4: Thisinformation is needed so that if both PCRF and OCS subscribe to reports of PRA status changes, the
PCEF is able to differentiate whether the reported PRA changes are relevant to PCRF or OCS.

The PCEF shall initiate the appropriate IP-CAN specific procedure according to 3GPP TS 29.274 [22].
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When the PCEF receives the presence reporting areainformation from the serving node as defined in

3GPP TS 29.274 [22] indicating that the UE isinside or outside of one or more presence reporting areas or any of the
presence reporting areas is set to inactive, the PCEF shall check if the reported presence reported areaidentifier
corresponds to a presence reporting areathat is relevant for the PCRF. In that case, the PCEF shall report the
CHANGE_OF_UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT event in the Event-Trigger AVP;
additionally, the PCEF shall also report the presence reporting area status within the Presence-Reporting-Area-Status
AVP and presence reporting area identifier within Presence-Reporting-Area-Identifier AV P included in Presence-
Reporting-Area-Information AV P(s) for each of the presence reporting areas reported by the serving node.

If the PCEF receives additional presence reporting area information together with the PRA Identifier as described in
3GPP TS 29.274 [22], the PCEF shall only provide the PCRF with the presence reporting areainformation
corresponding to the additional PRA information.

NOTE 5: The PCEF will receive additional presence reporting area information when the UE enters or leaves one
or more presence reporting areas related to a PRA set. In that case, the additional presence reporting area
information corresponds to the actual individual presence reporting area. The received presence reporting
areaidentifier corresponds to the PRA set id and is used to identify the requester (PCRF or OCS) of the
notification information.

NOTE 6: The PCRF can acquire the necessary data for presence reporting from the SPR. The SPR's relation to
existing subscriber databases is not specified in this Release.

NOTE 7: Homogeneous support of Presence Areareporting in a network is assumed.
NOTE 8: Presence Reporting Areareporting is not supported for case 2b in thisrelease.

NOTE 9: The serving node can activate the reporting for the PRAs which are inactive as described in the
3GPP TS 23.401[32].

The PCRF may be notified during the lifetime of an IP-CAN session that the UE is located in an access network where
local configuration indicates that the reporting change of UE presence in Presence Reporting Areais not supported. The
PCRF may unsubscribe to the change of UE presence in Presence Reporting Area by providing the Event-Trigger AVP
with the value CHANGE_OF UE_PRESENCE_IN_PRESENCE_REPORTING_AREA_REPORT (48) omitted, if
previously activated.

The PCEF shall de-activate the relevant IP-CAN specific procedure for reporting Change of UE presence in Presence
Reporting Area, when the PCRF and OCS unsubscribe to change of UE presence in Presence Reporting Area.

B.3.18 RAN Information Support

If RAN-Support-Info feature is enabled, the PCRF may provide, for PCC rules with QCI of 1, the Charging-Rule-
Definition AVP including the downlink maximum packet |oss rate within the Max-PLR-DL AVP and/or the uplink
maximum packet |oss rate within the Max-PLR-UL AVP.

Upon receipt of the Max-PLR-DL AVP and/or Max-PLR-UL AVP from the PCRF, the PCEF shall set the downlink
and/or uplink maximum packet loss rate valug(s) to the lowest one for each direction among all of the values sharing the
QCI=1 bearer.
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Annex C (Informative):
Mapping table for type of access networks

Table C-1 maps the values of the IANA registered Access Technology Types used for PMIP in 3GPP TS 29.275 [28]
with the values of the RAT types specified for GTPv2 in 3GPP TS 29.274 [22] and with the values of the RAT types
and IP-CAN types specified in this specification.

Table C-1: Mapping table for type of access network code values

Access Technology Type

PCC related RAT-Type, see

RAT-Type specified for

IP-CAN-Type, see

registered with IANA, see clause 5.3.31 GTPV2, see clause 5.3.27
TS 29.275 [28] TS 29.274 [22] (NOTE 1 and 2)
Value |Description Value |Description Value |Description Value |Description
0 Reserved 0 |[<reserved>
1 Virtual 1 VIRTUAL 7 |Virtual 6 [Non-3GPP-EPS
2 PPP
3 IEEE 802.3
4 IEEE 802.11a/b/g 0 WLAN 3 |WLAN 6 |Non-3GPP-EPS
5 IEEE 802.16e 6 [Non-3GPP-EPS
3  |WIMAX
6 3GPP GERAN 1001 |GERAN 2 |GERAN 0 |[3GPP-GPRS
5 |3GPP-EPS
7 3GPP UTRAN 1000 [UTRAN 1 |UTRAN 0 |3GPP-GPRS
5 |3GPP-EPS
8 3GPP E-UTRAN 1004 |EUTRAN (NOTE 3) 6 |EUTRAN (WB-E- 5 |3GPP-EPS
UTRAN)
9 3GPP2 eHRPD 2003 |EHRPD 6 |Non-3GPP-EPS
10 |3GPP2 HRPD 2001 [HRPD 4  |3GPP2
11  |3GPP2 1xXRTT 2000 [CDMA2000 1X 4  |3GPP2
12 [3GPP2 UMB 2002 |[UMB 4 |3GPP2
13 [3GPP NB-IOT 1005 [EUTRAN-NB-loT 8 |EUTRAN-NB-IoT 5 |3GPP-EPS
14-255 |Unassigned
1002 |GAN 4 |GAN 0 |[3GPP-GPRS
5 |3GPP-EPS
1003 [HSPA_EVOLUTION 5 |HSPA Evolution 0 |3GPP-GPRS
5 |3GPP-EPS
1 |DOCSIS
2 |xDSL
7 |FBA

NOTE 1: The mapping of RAT-Type and Access Technology Type parameters to IP-CAN-Type depends on the packet
core the radio access network is connected to. Possible mappings are listed in the IP-CAN-Type column.
NOTE 2: When the RAT-Type is GERAN, UTRAN or HSPA Evolution connecting P-GW, it shall be mapped to 3GPP-
EPS. When connected to GGSN, it shall be mapped to 3GPP-GPRS.
NOTE 3: The RAT-Type EUTRAN represents WB-EUTRAN.
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Annex D (normative):
Access specific aspects (EPC-based Non-3GPP)

D.1  Scope

This annex defines access specific procedures for use of Gxx between PCRF and a Non-3GPP access connected to EPC.
Gx interface applies between the PCRF and the PCEF and shall follow the procedures within the main body of this
specification.

If an EPC-based non-3GPP access (3GPP TS 23.402 [23]) requires Gxx for dynamic QoS control then it shall include
the BBERF. The allocation of a BBERF to a node within the non-3GPP IP-CAN is out of 3GPP scope, unless otherwise
specified in this Annex.

D.2 EPC-based eHRPD Access
D.2.1 General

In case of EPC-based eHRPD access the BBERF islocated in the HRPD Serving Gateway (HSGW) as defined in
3GPP2 X.S0057 [24].

The HSGW of an EPC-based eHRPD access that supports a Gxainterface shall support al the Gxa procedures defined
in this specification.

During the pre-registration phase in case of optimised EUTRAN-to-HRPD handovers, the Serving GW and the HSGW
are associated with the IP-CAN session(s) of the UE in the PCRF. The HSGW is the non-primary BBERF.

D.2.2 Gxa procedures
D.2.2.1 Request for QoS rules

The procedures specified in clause 4a.5.1 apply with the following additions.

If the BBERF in HSGW is being requested via IP-CAN specific signaling not to establish the Gateway Control session,
the BBERF shall not establish the Gateway Control session.

NOTE 1: When the Gateway Control Session is not used, certain functions such as location information report,
APN-AMBR update and dedicated bearer establishment are impacted.

NOTE 2: The decision to not establish the Gateway Control session applies for the life time of the IP-CAN session.

NOTE 3: Theindicator to not establish the Gateway Control session is configured in the HSS. It is delivered to the
BBERF within the Charging Characteristics. The indicator is operator specific, therefore it can only be
used in non-roaming cases.

At gateway control session establishment as described in clause 4a.5.1, the information about the radio access
technology shall be provided. The BBERF includes also the BSID if available. If information about the support of
network-initiated QoS procedures is available, the Network-Reguest-Support AVP shall be provided.

When the PCRF receives a CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST", the | P-
CAN-Type AVP set to the value "Non-3GPP-EPS", the RAT-Type AVP set to the value "EHRPD" from a new BBERF
and at least one Gateway Control Session for the same user identity and PDN ID exists, and if the UE has acquired an
IPv6 prefix viathe 3GPP access, the PCRF shall provide the IPv6 prefix of the UE to the BBERF by including the
Framed-1pv6-Prefix AVP in the CCA command.

NOTE 4 In order to allow the PCRF to link the new Gateway Control session to a Gx session based on the
information received in the CCR command, it is assumed that there isonly asingle IP-CAN session per
PDN ID and user identity.
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When UE requests the establishment or modification of resources, the BBERF shall map the requested QoS information
to the QoS-Information AV P following the guideline described in clause D.2.4.

D.2.2.2 Provisioning of QoS rules

D.22.2.1 QoS rule request for services not known to PCRF

When the PCRF receives arequest for QoS rules while no suitable authorized PCC/QoS rules are configured in the
PCRF, and if the user is not allowed to access AF session based services but is allowed to request resources for services
not known to the PCREF, to the procedures specified in clause 4.5.2.0 apply. In addition, the PCRF may downgrade the
bitrate parameters and the QCI according to operator policies when authorizing the request.

D.2.2.3 Provisioning and Policy Enforcement of Authorized QoS

D.2.23.1 Provisioning of authorized QoS

When receiving a CCR with a QoS-Information AV P, the PCRF shall decide upon the requested QoS information
within the CCR command.

- The PCRF may compare the authorized QoS derived according to clause 6.3 of 3GPP TS 29.213 [8] with the
requested QoS for the service dataflow. If the requested QoS is less than the authorised QoS, the PCRF may
either request to upgrade the IP CAN QoS by supplying that authorised QoS in the QoS-Information AVP within
the QoS-Rule-Definition AVP to the BBERF (e.g. if the PCRF has exact knowledge of the required QoS for the
corresponding service), or the PCRF may only authorise the requested QoS by supplying the requested QoSin
the QoS-Information AV P within the QoS-Rule-Definition AVP to the BBERF (e.g. if the PCRF only derives
upper limits for the authorized QoS for the corresponding service data flow). If the requested QoS is higher than
the authorised QoS, the PCRF shall downgrade the IP CAN QoS by supplying the authorised QoS in the QoS-
Information AV P within the QoS-Rule-Definition AVP to the BBERF.

The PCRF may decide to modify the authorized QoS at any time. The PCRF shall send an unsolicited authorization to
the BBERF as described in 4a.5.2. If the trigger to modify the authorized QoS comes from the AF, before starting an
unsolicited provisioning, the PCRF may start atimer to wait for a UE requested corresponding QoS modification. At
the expiry of the timer, if no QoS rule request has previously been received by the PCRF, the PCRF should go on with
the unsolicited authorization as explained above.

D.2.2.3.2 Policy enforcement for authorized QoS
The procedures as described in 4a.5.10 apply with the following additions.

Upon reception of an authorized QoS within a CCA or RAR command, the BBERF shall perform the mapping from
that " Authorised QoS" information into authorised access specific QoS information according to guidelines described in
clause D.2.4.

When the BBERF receives an unsolicited authorisation decision from the PCRF (i.e. a decision within aRAR) with
updated QoS information, the BBERF shall update the stored authorised QoS. If the existing QoS of the IP-CAN bearer
does not match the updated authorised QoS the BBERF shall perform a network initiated QoS modification to adjust the
QoS to the authorised level.

D.2.3 Bearer Control Mode selection

Bearer Control Mode selection shall take place via Gxa reference point to the HSGW.

The HSGW shall only include the Network-Request-Support AV P if it supports this the network-initiated bearer setup
procedure and the UE has previoudly indicated to the HSGW that the UE also support it.

The PCRF derives the selected Bearer-Control-Mode AV P based on the received Network-Reguest-Support AVP,
access network information, subscriber information and operator policy. The PCRF selects the same Bearer Control
Mode for al PDN connections from a UE to the same APN. The selected Bearer-Control-Mode AV P shall be provided
to the HSGW using the QoS rule provision procedures at Gateway control session establishment.

The BCM selection procedure may also be triggered as a consequence of a change of HSGW.

The values defined in 5.3.23 for the Bearer-Control-Mode AV P apply with the following meaning:
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UE_ONLY (0)
Thisvalueis used to indicate that the UE shall request any additional resource establishment.
RESERVED (1)
Thisvalueis not used in this Release.
UE_NW (2)

Thisvaueis used to indicate that both the UE and the BBERF may request any additional bearer establishment
and add additional traffic mapping information to an existing bearer.

D.2.4 QoS Mapping
D.2.4.1 QCI to eHRPD QoS parameter mapping

The mapping of QCI to eHRPD QoS parameters follows the guidelines described 3GPP2 X.S0057 [24].

D.3 EPC-based Trusted WLAN Access with S2a

For EPC-based trusted WLAN Access with S2a, the PCEF islocated in the P-GW and the BBERF does not apply.
NOTE: Gxainterfaceisnot used for S2a-PMIP in Trusted WLAN within this release of the specification.

The PCEF provides the PCRF with the access network information as described in clause 4.5.1, with the exception of
the user location information thet, if available, isincluded in the TWAN-Identifier AVP. RAT-Type AVP set to
"WLAN" and AN-Trusted AVP set to "Trusted" shall be provided. If the NetLoc-Trusted-WLAN is supported, the
procedure described in clause 4.5.22 shall apply with the exception of the user location information that, if available, is
included in the TWAN-Identifier AVP.

PLMN_CHANGE, IP-CAN_CHANGE and RAT_CHANGE event triggers as defined in clause 5.3.7 apply in this
access. When reporting IP-CAN_CHANGE and RAT_CHANGE event triggers, the PCEF shall, in addition to the | P-
CAN-Type AVP and/or RAT-Type AVP, provide the AN-Trusted AVP set to "Trusted".

D.4 EPC-based Untrusted WLAN Access

For EPC-based untrusted WLAN Access the BBERF does not apply.
For an IP-CAN session set-up over an untrusted WLAN access over S2b the following applies:

At IP-CAN Session Establishment the PCEF provides the PCRF with the IP-CAN-Type AV P indicating Non-3GPP-
EPS, the RAT-Type AVP indicating the access technology type as provided by the access network, the ePDG address
used as |PSec tunnel endpoint with the UE within the AN-GW-Address AV P, the serving network identifier in 3GPP-
SGSN-MCC-MNC AVP and the AN-Trusted AVP set to "Untrusted". If the following information is available as
appropriate, the PCEF also provides the PCRF with location information within the TWAN-Identifier AVP, alocation
timestamp in the User-L ocation-Info-Time AV P and the UE local |P address within the UE-Local-1P-Address AVP and
the UDP source port number within the UDP-Source-Port AVP or the TCP source port number within the TCP-Source-
Port AVP as received from the access network.

If the NetLoc-Untrusted-WLAN feature is supported, reporting access network information procedure described in
subclause 4.5.22 shall apply with the exception that the PCEF provides the PCRF with location information within the
TWAN-Identifier AVP, alocation timestamp in the User-Location-Info-Time AVP and the UE local |P address within
the UE-Local-1P-Address AV P and the UDP source port number within the UDP-Source-Port AV P or the TCP source
port number within the TCP-Source-Port AVP as received from the access network.

PLMN_CHANGE, IP-CAN_CHANGE and RAT_CHANGE event triggers as defined in clause 5.3.7 apply in this
access. When reporting IP-CAN_CHANGE and RAT_CHANGE event triggers, the PCEF shall, in addition to the | P-
CAN-Type AVP and/or RAT-Type AVP, provide the AN-Trusted AVP set to "Untrusted". As described for the case of
an IP-CAN Session Establishment, the PCEF provides also the PCRF with location information it may have received
from the ePDG and the ePDG | P address used as 1PSec tunnel endpoint with the UE.
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NOTE: The PCEF reports IP-CAN_CHANGE and RAT_CHANGE event triggers to the PCRF when a Create
Session Request is received including information that the UE moved to an untrusted WLAN access.
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Annex E (normative):
Access specific aspects, Fixed Broadband Access
interworking with EPC

E.1 Scope

This annex defines access specific aspects procedures for use of Gx, Gxx and S15 between PCRF and PCEF,
BBERF(ePDG/S-GW) and HNB GW respectively.

E.2 Definitions and abbreviations
E.2.1 Definitions

UE local IP addressis defined as: either the public Ipv4 address and/or 1pv6 address assigned to the UE by the BBF
domain in the no-NAT case, or the public Ipv4 address assigned by the BBF domain to the NATed RG that is used for
thisUE.

H(e)NB local IP addressis defined as. either the public IP Ipv4 address and/or 1pv6 address assigned to the H(e)NB by
the BBF domain in the no-NAT case, or the public Ipv4 address assigned by the BBF domain to the NATed RG that is
used for thisH(e)NB.

Non-seamless WL AN offload (NSWO) is defined as: a capability of routing specific |P flows over the WLAN access
without traversing the EPC as defined in clause 4.1.5 of 3GPP TS 23.402 [23].

Non-seamless WL AN offload APN (NSWO-APN) is defined as: an APN allowing the BPCF to indicate to PCRF that
for subscribers of a certain HPLMN the IP-CAN session isrelated to NSWO traffic.

EPC-routed traffic is defined as. User plane traffic that is routed viaa PDN GW in EPC as part of a PDN Connection.
EPC-routed traffic applies to non-roaming, roaming with home routed and roaming with visited aceess cases.

E.2.2 Abbreviations

The following abbreviations are relevant for this annex only:

BBF Broadband Forum

BPCF Broadband Policy Control Function
NA(P)T Network Address (Port) Trandation
NSWO Non-Seamless WLAN offload
NSWO-APN Non-Seamless WLAN offload APN
RG Residentia Gateway

E.3 Reference points and Reference model
E.3.0 General

For Fixed Broadband Access network interworking, the applied scenarios of case 1, case 2aand case 2b are defined in
clause E.4.1in 3GPP TS 29.213 [§].

E.3.1 Gx Reference Point

In addition to the specification of the Gx reference point defined in clause 4, this reference point is aso used to
transport, for case 1:

- TheUE local IP address, the UDP source port number of 1PSec tunnel if the NA(P)T is detected and ePDG IP
address when GTP-based S2b is used in the WLAN scenario.
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- TheUE local IP address, the UDP source port number of DSMIPv6 binding update signalling (user plane traffic
is not encapsulated by Ipsec), UDP source port number of 1PSec tunnel (user plane traffic is encapsulated by
Ipsec) if the NA(P)T is detected and P-GW | P address when trusted S2c is used in the WLAN scenario.

- TheH(e)NB local IP address and the UDP source port number of 1PSec tunnel if the NA(P)T is detected for
GTP-based S5/S8 is used in the H(e)NB scenario.

E.3.2 Gxx Reference Point

This reference point is defined between the PCRF and the BBERF which islocated at the ePDG or S-GW for PMIP-
based S5/S8. It is used to transport:

- TheUE loca IP address, the UDP source port number of IPSec tunnel if the NA(P)T is detected, and ePDG IP
address when PMIP based S2b (case 2b) or untrusted S2c (case 24d) is used in the WLAN scenario (BBERF
located at the ePDG).

- TheH(e)NB local 1P address and the UDP source port number of 1PSec tunnel if the NA(P)T is detected for
PMIP based S5/S8 (case 2b) in the H(€)NB scenario (BBERF located at the S-GW).

When the BBERF is located at the ePDG, no QoS Rules should be sent over the Gxx reference point.

E.3.3 S15 Reference Point

The S15 reference point is located between the HNB GW and the PCRF and between the HNB GW and the V-PCRF. It
enables provisioning and removal of dynamic QoS rules from the (V-) PCRF to the BPCF for the purpose of allocation
and release of QoS resources in the Fixed Broadband Access Network for HNB CS calls.

Refer to Annex G of 3GPP TS 29.213 [8] for Diameter overload control procedures over the S15 interface.
Refer to Annex J of 3GPP TS 29.213 [8] for Diameter message priority mechanism procedures over the S15 interface.

Refer to Annex K of 3GPP TS 29.213 [8] for Diameter load control procedures over the S15 interface.

E.3.3a Sd Reference Point

Thisreference point is an intra-operator interface between the TDF and the (V-)PCRF for the NSWO traffic. Scenarios
where NSWO traffic isrouted viathe TDF are therefore limited to the case where the Fixed Broadband Access Network
and the PLMN are owned by the same operator.

E.3.4 Reference Model

The relationships between the different functional entitiesinvolved for EPC-routed traffic are depicted in figure E.3.4.1
and E.3.4.2

ETSI



3GPP TS 29.212 version 15.6.0 Release 15 263 ETSI TS 129 212 V15.6.0 (2019-04)

o . Application Service
Subscription Profile RCAF Function (E;igzzﬂ,:é,
R itor
epository (AF) Function
(SPR) (SCEF) Online Charging
System
Sp T Np 1 Rx (OCS)
- TNt
Policy and Charging Rules Function
(PCRF)
Sy
S%a | si15 Gxx 4 ox—| —— sd — st
BPCF HNB-GW Bearer Policy and Traffic Traffic
Binding Charging Detection Steering
and Event Enforcement Function Supporting
: Function (TDF) Function
Reporting
Function (PCEF) (TSSF)
(BBERF)
ePDG/S-GW PDN GateWay

Figure E.3.4.1: Gx, Gxx and S15 reference point at the Policy and Charging Control (PCC)
architecture with SPR
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Figure E.3.4.2: Gx, Gxx and S15 reference point at the Policy and Charging Control (PCC)
architecture with UDR

The relationships between the different functional entitiesinvolved for NSWO traffic are depicted in figure E.3.4.3 and
E.3.44
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Figure E.3.4.3: Sd reference point at the Policy and Charging Control (PCC) architecture with SPR
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Figure E.3.4.4: Sd reference point at the Policy and Charging Control (PCC) architecture with UDR

NOTE 1. The TDF in this architecture is used with traffic that is non-seamless WL AN offloaded in the Fixed
Broadband Access Network.

NOTE 2: Sdisan intra-operator interface. Scenarios where non-seamless WLAN offloaded traffic is routed viathe
TDF are therefore limited to the case where the Fixed Broadband Access Network and the PLMN are
owned by the same operator.

NOTE 3: Only the PCRF related interfaces are shown in the above figures.

E.4 Functional Elements
E4.1 PCRF

The PCRF functionality defined in clause 4.4.1, clause 4a.4.1 and clause 4b.4.1 shall apply. In addition, to support
interworking with Fixed Broadband Access networks for EPC-routed traffic, the PCRF shall:

- Beableto receive from the PCEF the H(e)NB Local IP address and if available UDP source port number for the
H(e)NB scenario when GTP-based S5/S8 is used (case 1).

- Beableto receive from the BBERF(S-GW) the H(e)NB Local IP address and if available UDP source port
number, and if available for the H(€)NB scenario when PMIP-based S5/S8 is used (case 2b).

- Beabletoreceivethe UE local IP address, if available, UDP source port number from the BBERF (ePDG) (case
2aand case 2b) and PCEF (case 1) and ePDG IP address or P-GW IP address for the WLAN scenario.

- Beabletoreceivethe HNB local IP address and if available, UDP source port number from HNB GW (case 1)
for the HNB CS scenario.

In addition, to support interworking with Fixed Broadband Access networks for NSWO traffic, the PCRF shall:

- Establish an Sd session with the TDF for an S9a* session with the UE local 1P address. The TDF address may be
received over S9a reference point or can be preprovisioned in the PCRF.

NOTE: Scenarios where non-seamless WLAN offloaded traffic is routed viathe TDF are limited to the case
where the Fixed Broadband Access Network and the PLMN are owned by the same operator.
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- Makethe ADC decisions based on information obtained from the BPCF via the S9a reference point.

E.4.2 PCEF

The PCEF functionality defined in clause 4.4.2 shall apply. In addition, to support interworking with Fixed Broadband
Access networks, the PCEF shall:

- Support the reporting of the H(e)NB Local |P address and if available UDP source port number over Gx
reference point for the H(€)NB scenario when GTP-based S5/S8 is used (case 1).

- Support the reporting of the UE local |P address, if available UDP source port number (case 1) and P-GW IP
address over Gx reference point for the WLAN scenario when GTP-based S2b or trusted S2c is used (case 1).

E.4.3 BBERF

For case 2a and case 2b of WLAN scenario, the BBERF(ePDG) shall support the reporting of the UE's Local 1P
address, UDP source port number if the NA(P)T is detected and ePDG | P address to the PCRF over Gxx reference point
corresponding to Gxb* Bearer Binding, uplink bearer binding verification functions are not supported.

For case 2b of H(e)NB scenario, Gxx reference point corresponds to Gxc and the BBERF(S-GW) functionality defined
in clause 4a.4.2 shall apply. In addition, to support interworking with Fixed Broadband Access networks, the BBERF
shall support reporting the H(e)NB local 1P address and the UDP source port number of IPSec tunnel if the NA(P)T is
detected.

E.4.4 HNB GW

To support interworking with Fixed Broadband Access networks, the HNB GW shall:

- Support S15 session establishment, modification and termination between the HNB GW and PCRF for the CS
sessions.

- Support the reporting of the QoS information of CS session to the PCRF so as to trigger the PCRF to request
allocation of resources in the Fixed Broadband access network.

- Support the reporting of the HNB local |P address and if available UDP source port number.

E.5 PCC procedures

E.5.1 PCC procedures over Gx reference point

The PCC procedures over Gx reference point defined in clause 4.5 shall apply. In addition, to support interworking with
Fixed Broadband Access networks, during the IP-CAN session establishment or modification, the PCEF may include

- InWLAN scenario, when GTP-based S2b and trusted S2c is used, the UE Local IP Address within the UE-
Local-1P-Address AV P, and the UDP source port number of 1PSec tunnel or the UDP source port number of
DSMIPv6 binding update signalling within the UDP-Source-Port AVP if available for case 1 and the PDN-GW
address used as the endpoint of the DSMIPv6 Ipv4 user plane tunnel with the UE within the 3GPP-GGSN-
Address (Ipv4 address) or the PDN-GW address used as the endpoint of the DSMIPV6 I pv6 user plane tunnel
with the UE within the 3GPP-GGSN-Ipv6-Address (1pv6 address) for trusted S2c access or the ePDG IP address
derived from the ePDG IP address | E as defined in clause 7.2.1 of 3GPP TS 29.274 [22] within the AN-GW-
Address for GTP-based S2b. The event trigger set to the value UE_LOCAL_IP_ADDRESS CHANGE shall be
included when the UE local | P address and/or UDP source port number are changed. The IP-CAN-Typeis set to
the value "Non-3GPP-EPS".

- InH(e)NB scenario, when GTP-based S5/S8 is used, the H(e)NB local |P Address within the HeNB-Local-1P-
Address and UDP source port number of IPSec tunnel within UDP-Source-Port AVP if availablefor case 1in
H(e)NB scenario when GTP-base S5/S8 is used. The event trigger set to the value
H(E)NB_LOCAL_IP_ADDRESS _CHANGE shall be included when the H(e)NB local IP address and/or UDP
source port number are changed. The IP-CAN-Type is set to the value "3GPP-EPS'.
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E.5.2 PCC procedures over Gxx reference point

E.5.2.1 Gateway Control Session Establishment

For the case 2a and case 2b of WLAN scenario, the BBERF (ePDG) may initiate a Gateway Control Session
Establishment with the PCRF if it is aware that a 3GPP UE has attached viathe BBF access and also learns the IMSI of
the subscriber.

The BBERF(ePDG) shall send a CCR command with the CC-Request-Type AV P set to the value
"INITIAL_REQUEST", the CCR command shall include the IMSI within the Subscription-1d AVP, the type of IP-CAN
within the IP-CAN-Type AVP set to the value "Non-3GPP-EPS', the PDN information within the Called-Station-1D
AVPif available, the UE Local 1P Address within the UE-Local-IP-Address AV P, the UDP source port number of
IPSec tunnel within the UDP-Source-Port AV P if available and the ePDG I P address used as | PSec tunnel endpoint
with the UE within the AN-GW-Address AVP.

For the case 2b of H(e)NB scenario, the procedure defined in clause 4a.5.1 applies. In addition, to support interworking
with Fixed Broadband Access networks, during the Gateway Control session establishment, the BBERF(S-GW) may
include the H(e)NB local 1P Address within the HeNB-Local-1P-Address and UDP source port number of 1PSec tunnel
within UDP-Source-Port AVP if available.

E.5.2.2 Gateway Control Session Modification

For the case 2a and case 2b of WLAN scenario, the BBERF(ePDG) may initiate a Gateway Control session
modification with the PCRF if the Local UE I P address and/or the UDP source port number if available are changed.

The BBERF(ePDG) shall send a CCR command with the CC-Request-Type AV P set to the value
"UPDATE_REQUEST", the CCR command shall include the UE Local IP Address within the UE-Local-1P-Address
AVP and/or the UDP source port number of Ipsec tunnel within the UDP-Source-Port AV P, and the event trigger set to
thevalue UE_LOCAL_IP_ADDRESS CHANGE.

For the case 2b of H(e)NB scenario, the procedure defined in clause 4a.5.1 applies. In addition, to support interworking
with Fixed Broadband Access networks, during the Gateway Control session modification, the BBERF(S-GW) may
include the H(e)NB local 1P Address within the HeNB-L ocal-1P-Address and/or UDP source port number of 1PSec
tunnel within UDP-Source-Port AV P if available, and the event trigger set to the value
H(E)NB_LOCAL_IP_ADDRESS CHANGE.

E.5.2.3 Gateway Control Session Termination
Procedure defined in clause 4a.5.3 shall apply.

E.5.2.4 Request of Gateway Control Session Termination
Procedure defined in clause 4a.5.4 shall apply.

NOTE: BBERF(ePDG) does not need to remove/deactivate the QoS rule because the QoS rule are not applicable
to the BBERF(ePDG).

E.5.3 S15 Procedures
E.5.3.1 S15 Session Establishment

The HNB GW initiates an S15 Session Establishment with the PCRF if the HNB registers to the HNB GW.

The HNB GW shall send a CC-Request with the CC-Request-Type AVP set to the value "INITIAL_REQUEST", The
CCR command shall include the HNB Local |P address within the HeENB-Local-1P-Address AV P and the UDP source
port humber of 1PSec tunnel within the UDP-Source-Port AVP if available.

When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the HNB GW.
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E.5.3.2 S15 Session Modification
E.5.3.2.1 S15 Session Modification initiated by the HNB GW

The HNB GW initiates an S15 session modification with the PCRF if the HNB GW receives the RAB assignment
message to request, modify and cancel the resource for the CS service.

The HNB GW shall send a CCR command with the CC-Request-Type AV P set to the value "UPDATE_REQUEST".

When the RAB assignment requests to allocate new resources, the HNB GW shall include the requested QoS
information which is derived from the RAB message within the QoS-Information AV P, and the QoS request identifier
assigned by the HNB GW within CS-Service-QoS-Request-ldentifier AVP in the CCR command.

When the RAB assignment requests to modify existing resources, the HNB GW shall set the CS-Service-QoS-Request-
Operation AVP to "MODIFICATION", the HNB GW shall also include the requested QoS information which is
derived from the RAB message within the QoS-Information AVP and the QoS request identifier assigned by the HNB
GW within CS-Service-QoS-Request-Identifier AVP in the CCR command.

When the RAB assignment requests to del ete resources the HNB GW shall set the CS-Service-QoS-Request-Operation
AVPto "DELETION", and shall also include the QoS request identifier assigned by the HNB GW within CS-Service-
QoS-Reqguest-ldentifier AVP in the CCR command.

E.5.3.2.2 S15 Session Modification initiated by the PCRF

The PCRF initiates an S15 session modification with the HNB GW if the PCRF receives the QoS rule failure report
with the PCC-Rule-Status AV P set to the value "INACTIVE" from the BPCF.

The PCRF shall include the CS-Service-Resource-Report AVP in the RAR command with the CS-Service-Resource-
Result-Operation AVP set to the value "DELETION", the CS-Service-QoS-Request-ldentifier AV P containing the QoS
request identifier corresponding to the QoS rule reported by the BPCF and the CS-Service-Resource-Failure-Cause
AVP indicating the reason why the resource is released.

The HNB GW shall initiate RAB modification or RAB release procedure to rel ease the corresponding resource
allocated in the 3GPP network as defined in 3GPP TS 23.060 [17].

E.5.3.3 S15 Session Termination

The HNB GW initiates the S15 session termination with the PCRF if the HNB GW initiates deregistration for the HNB
or receives the deregistration request from the HNB.

The HNB GW shall send a CC-Request with CC-Request-Type AVP set to the value "TERMINATION_REQUEST".

If the HNB GW needs to send an S15 Session termination request towards a PCRF which is known to have restarted
since the S15 Session establishment, the HNB GW should not send CC-Request to inform the PCRF.

When the PCRF receives the CC-Request, it shall acknowledge this message by sending a CC-Answer to the HNB GW.

E.5.4 ADC procedures over Sd reference point for solicited
application reporting

E.5.4.1 TDF session establishment

If PCRF decides, based on subscriber's profile configuration, that the TDF session should be established with the TDF
per corresponding IP-CAN session, during the IP-CAN session establishment or at any point of time when the PCRF
decides that the session with TDF isto be established (e.g. subscriber profile changes), the PCRF shall indicate viathe
Sd reference point, the ADC rulesto be applied at the TDF. The TDF-Information AV P shall be either received over
S9awithininitial CC-Request received from BPCF or pre-provisioned at PCRF.

NOTE: In casethe TDF-Information is pre-provisioned in the PCRF and also the value is received in CC-Request
from the BPCF, the value received in CC-Request takes precedence over the pre-provisioned value.
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When establishing the session with the TDF, the PCRF shall send a TS-Request with the PDN information (NSWO-
APN), if available, within the Called-Station-Id AVP, the UE Local IP address within the Framed-1P-Address AVP
and/or the Framed-Ipv6-Prefix AVP.

E.5.5 ADC procedures over Sd reference point for unsolicited
application reporting

E.5.5.1 General

For provisioning of ADC Rules and Application Detection Information reporting the procedures described in clauses
4b.5a.1 and 4b.5a.2 apply respectively.

For the request of TDF Session Termination, the procedure described in clause 4b.5a.3 applies, with the exemption that
the release of 1pv4 addressin adua stack scenario is notified with the S9a* Session Termination for that 1pv4 address.

E.5.5.2 TDF session to S9a* session linking

When the PCRF receives the CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST" over
Sd reference point, the PCRF links the TDF session to an S9a* session, if the [pv4 address or |pv6 address of the TDF
session matches the UE local 1P address of the S9a* session. The PDN information (i.e NSWO-APN) if available in the
Cdled-Station-Id AVP may also be used for this session linking.

When the PCRF checksif APNs within Called-Station-1d AV Ps match each other, the PCRF shall apply the APN
matching proceduresin Annex H of 3GPP TS 29.213 [§].

The TDF should handle each | pv4 address and 1pv6 prefix, assuming the max prefix length used in the access network,
within a separate TDF session.

NOTE 1: Inadual-stack scenario where a 3GPP UE in the Broadband Fixed Access Network is allocated an 1pv6
address/prefix and an 1pv4 address, this would result in two S9a* sessions. The PCRF would link the Ipv4
addressrelated TDF session and |pv6 address related TDF session for the same UE to the different S9a*
sessions.

NOTE 2: Inthe scenario where the TDF performsinitial Application Detection on multiple simultaneous traffic
flows for the same Ipv6 prefix (i.e. two or more traffic flows from I pv6 addresses of the same IP-CAN
session) the TDF could not be aware that those flows belong to the same IP-CAN session until aresponse
is received from the PCRF, containing the Ipv6 prefix. Thisleads to using separate TDF sessions for the
I pv6 addresses for the same IP-CAN session. The TDF reports new application detection information
related to that |pv6 prefix via any of the TDF sessions at a later stage.

E.6  S15 Protocol
E.6.1 Protocol support

The S15 application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the
Application-1D for the S15 Application in the present release is 16777318. The vendor identifier assigned by IANA to
3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE: A route entry can have a different destination based on the application identification AVP of the message.
Therefore, Diameter agents (relay, proxy, redirection, trand ation agents) need to be configured
appropriately to identify the 3GPP S15 application within the Auth-Application-ld AVP in order to create
suitable routeing tables.

The S15 application identification shall be included in the Auth-Application-1d AVP.

With regard to the Diameter protocol defined over the S15 interface, the PCRF acts as a Diameter server, the HNB GW
acts asthe Diameter client.
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E.6.2 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each PCRF and HNB GW pair is defined by the
underlying protocol. Establishment and maintenance of connections between Diameter nodes is described in
IETF RFC 6733 [61].

After establishing the transport connection, the PCRF and the HNB GW shall advertise the support of the S15 specific
Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the
3GPP (10415) in the Vendor-ld AV P of the Vendor-Specific-Application-Id AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter base protocol (IETF RFC 6733 [61]).

The termination of the Diameter user session on S15 can be initiated by the HNB GW, as specified in clause E.5.3.3.

E.6.3 S15 specific AVPs
E.6.3.1 General

Table E.6.3.1.1 describes the Diameter AV Ps defined for the S15 reference point, their AV P Code values, types,
possible flag values, whether or not the AV P may be encrypted, what access types (e.g. 3GPP-EPS, etc.) the AVPis
applicable to, the applicability of the AVPsto charging control, policy control or both, and which supported features the
AVP isapplicable to. The Vendor-ld header of al AVPsdefined in the present document shall be set to 3GPP (10415).

Table E.6.3.1.1: S15 specific Diameter AVPs

AVP Flag rules (NOTE 1)
Attribute Name AVP |Clause | Value Type | Must |May|Should | Must | May Acc. |Applica
Code |defined| (NOTE 2) not not | Encr. | Type bility
(NOTE3)
CS-Service-Qos-Request- 2807 |E.6.3.2 |OctetString |[M,V [P Y 3GPP- |PC
Identifier EPS
CS-Service-QoS-Request- 2808 [E.6.3.3 |Enumerated [M.V |P Y 3GPP- [PC
Operation EPS
CS-Service-Resource-Report 12813 |E.6.3.6 |Grouped MV [P Y 3GPP- |PC
EPS
CS-Service-Resource-Failure- (2814 |E.6.3.5 |[Enumerated M.V |P Y 3GPP- [PC
Cause EPS
CS-Service-Resource-Result- (2815 |E.6.3.4 |[Enumerated M.V |P Y 3GPP- [PC
Operation EPS
NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [61].
NOTE 2: The value types are defined in IETF RFC 6733 [61].
NOTE 3: AVPs marked "PC" are applicable to policy control.

E.6.3.2 CS-Service-QoS-Request-ldentifier

The CS-Service-QoS-Requset-Identifier (AV P code 2807) is of type OctetString, and it identifies the QoS request
instance request by the HNB GW for the CS-Service. QoS request identifier is assigned by the HNB GW and within the
scope of the HNB GW is unique per PCRF.

E.6.3.3 CS-Service-QoS-Request-Operation

CS-Service-QoS-Request-Operation AVP (AVP code 2808) is type of Enumerated, and it indicates a resource request
operation of the CS service.

The following values are defined:

DELETION (0)
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Thisvalueis used to request that the resources reserved for the provided QoS request identifiers are to be deleted
and no longer used by CS service.

MODIFICATION (1)

Thisvalue is used to request that the reserved resources for the provided QoS request identifiers are to be
modified.

E.6.3.4 CS-Service-Resource-Result-Operation

CS-Service-Resource-Result-Operation AVP (AVP code 2815) istype of Enumerated, and it indicates a resource result
operation of the CS service in the Fixed Broadband Access network.

The following values are defined:
DELETION (0)

Thisvalueis used to indicate aresult that the resources reserved for the provided QoS request identifiers have
been removed by the Fixed Broadband Access network.

E.6.3.5 CS-Service-Resource-Failure-Cause

CS-Service-Resource-Failure-Cause AVP (AVP code2814) istype of Enumerated, and it indicates the reason why the
resourceis released.

The following values are defined:
RESOURCE_RELEASED (0)

Thisvalue is used to indicate that resource can not be maintained in the Fixed Broadband Access network.

E.6.3.6 CS-Service-Resource-Report

CS-Service-Resource-Report AVP (AVP code2813) istype of Grouped, and it is used to report aresource result for the
CS servicein the Fixed Broadband Access network.

CS-Service-Resource-Result-Operation AV P indicates a resource result operation of the CS servicein the Fixed
Broadband Access network.

CS-Service-QoS-Request-ldentifier AV P indicates the QoS request identifier that corresponding resource result is
reported by the BPCF.

CS-Service-Resource-Failure-Cause AV P indicates the reason why the resource is rel eased.

AVP Format:

CS- Servi ce- Resource-Report ::= < AVP Header: 2813 >
*[ CS-Service-QS-Request-ldentifier ]
[ CS-Service-Resource-Result-Operation ]
[ CS-Service-Resource-Fail ure-Cause ]

E.6.4 S15re- used AVPs
E.6.4.1 General

Table E.6.4.1.1 lists the Diameter AV Ps re-used by the S15 reference point from Gx reference point and other existing
Diameter Applications, reference to their respective specifications, short description of their usage within the S15
reference point and the applicability of the AVPsto a specific access. When reused from Gx reference point, the
specific clause in the present specification is referred. Other AV Ps from existing Diameter Applications, except for the
AVPs from Diameter base protocol, do not need to be supported. The AV Ps from Diameter base protocol are not
included in table E.6.4.1.1, but they are re-used for the S15 reference point. Unless otherwise stated, re-used AV Ps shall
maintain their 'M', 'P and 'V' flag settings. Where RADIUS V SAs are re-used, unless otherwise stated, they shall be
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trandated to Diameter AV Ps as described in IETF RFC 4005 [12] with the exception that the 'M'* flag shall be set and
the 'P flag may be set.

Table E.6.4.1.1: S15 re-used Diameter AVPs

Attribute Reference Description Acc.
Name Type
DRMP IETF RFC 7944 [53] Allows Diameter endpoints to indicate the relative priority of Diameter |3GPP-
transactions. EPS
HeNB- 5.3.95 Contains the HNB local IP address as defined in Annex E.2.1. 3GPP-
Local-IP- EPS
Address
Load IETF draft-ietf-dime- The AVP used to convey load information between Diameter nodes. |3GPP-
load [60] This AVP and all AVPs within this grouped AVP shall have the 'M' bit |EPS
cleared.
OC-OLR IETF RFC 7683 [49] Contains the necessary information to convey an overload report. 3GPP-
EPS
ocC- IETF RFC 7683 [49] Defines the support for the Diameter overload indication conveyence |3GPP-
Supported- by the sending node. EPS
Features
QoS- 5.3.16 Contains the QoS information for a resource of the CS service 3GPP-
Information EPS
UDP- 5.3.97 Contains the UDP source port number in the case that NA(P)T is 3GPP-
Source- detected for supporting interworking with Fixed Broadband access EPS
Port network as defined in Annex E.

E.6.4.2 Use of the Supported-Features AVP on the S15 reference point

The Supported-Features AV P is used during session establishment to inform the destination host about the required and
optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set
of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it
has in common with the client and that the server shall support within the same Diameter session. Any further command
messages shall always be compliant with the list of supported features indicated in the Supported-Features AV Ps during
session establishment. Features that are not advertised as supported shall not be used to construct the command
messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AV P on the S15
reference point shall be compliant with the requirements for dynamic discovery of supported features on the Cx
reference point as defined in clause 7.2.1 of 3GPP TS 29.229[14].

The base functionality for the S15 reference point is the 3GPP Rel-11 standard and a feature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP may be absent from the S15 commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [14], when extending the
application by adding new AV Psfor afeature, the new AVPs shall have the M bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [14], the Supported-Features AVP is of type grouped and contains the Vendor-Id,
Feature-List-1D and Feature-List AV Ps. On the S15 reference point, the Supported-Features AV P is used to identify
features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-1d AVP shall
contain the vendor 1D of 3GPP (10415). If there are multiple feature lists defined for the S15 reference point, the
Feature-List-ID AVP shall differentiate those lists from one another.

Onreceiving aninitial request application message, the destination host shall act as defined in clause 7.2.1 of
3GPP TS 29.229 [14]. The following exceptions apply to the initial CCR/CCA command pair:

- If the HNB GW supports post-Rel-11 S15 functionality, the CCR shall include the features supported by the
HNB GW within Supported-Features AV P(s) with the 'M" bit cleared.

NOTE: Oneinstance of Supported-Features AVP is needed per Feature-List-ID.

- If the CCR command does not contain any Supported-Features AV P(s) and the PCRF supports Rel-11 S15
functionality, the CCA command shall not include the Supported-Features AVP. In this case, both HNB GW and
PCRF shall behave as specified in the Rel-11 version of this document.

Once the HNB GW and PCRF have negotiated the set of supported features during session establishment, the set of
common features shall be used during the lifetime of the Diameter session.
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E.6.5 S15 specific Experimental-Result-Code AVP values
E.6.5.1 General

IETF RFC 6733 [61] specifies the Experimental-Result AV P containing Vendor-ID AV P and Experimental-Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing arequest. The Vendor-1D AVP shall be set to 3GPP (10415).

E.6.5.2 Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully
compl eted.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [61], shall be applied.

E.6.5.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [61], are applicable.

E.6.5.4 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [61], are applicable.

E.6.6 S15 Messages
E.6.6.1 S15 Application

S15 Messages are carried within the Diameter Application(s) described in clause E.6.1.

Existing Diameter command codes from the Diameter base protocol, IETF RFC 6733 [61], and the Diameter Credit
Control Application, IETF RFC 4006 [9], are used with the S15 specific AV Ps specified in clause E.6.3. The Diameter
Credit Control Application AVPs and AV Ps from other Diameter applications that are re-used are defined in

clause E.6.4. The S15 application identifier shall be included in the Auth-Application-ld AVP. A diameter session
needs to be established for each S15 session.

NOTE: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the DCC
Application, IETF RFC 4006 [9], or Diameter base protocol, IETF RFC 6733 [61].

E.6.6.2 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R’ bit set in the Command Flags field, is
sent by the HNB GW to the PCRF in order to initiate an S15 session establishment or request resource for the CS
service. The CCR command is aso sent by the HNB GW to the PCRF in order to indicate the termination of the S15
session.

Message Format:
<CC- Request> :: = Di aneter Header: 272, REQ PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }

Oigin-Host }

Oigin-Realm}

Desti nati on-Real m}

CC- Request - Type }

CC- Request - Nunber }

OC- Support ed- Feat ures ]

CS- Servi ce- Q@S- Request -l dentifier ]

e e A A
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* ok ok

——— —— — ———

CS- Servi ce- QoS- Request - Operati on ]
Desti nati on- Host ]

HeNB- Local - | P- Addr ess ]
Oigin-State-1d ]

QoS-I nformation ]

UDP- Sour ce- Port ]

Proxy-1Info ]

Rout e- Record ]

AVP |

E.6.6.3 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCRF to the HNB GW in response to the CCR command. It is used to provision the admission
control result in the fixed broadband access network.

Message Format:

<CC- Answer> ::=

E.6.6.4 Re-Auth-Request (RAR) Command

*

e A e A A e A A

* ok * *

Di aneter Header: 272, PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }
Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Result ]
CC- Request - Type }

CC- Request - Nunber }
Oigin-State-1d ]

Redi rect - Host ]

Redi r ect - Host - Usage ]
Redi r ect - Max- Cache-Ti ne ]
OC- Support ed- Feat ures ]
OC-OLR ]

Error- Message |

Error- Reporting- Host ]
Fai | ed- AVP ]

Proxy-Info ]

Rout e- Record ]

Load ]

AVP ]
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The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flagsfield, is
sent by the PCRF to the HNB GW in order to report the resource reservation result in the Fixed Broadband Access

network.

Message Format:

<RA- Request > ::

Di anet er Header: 258, REQ PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }
Origin-Host }

Oigin-Realm}

Desti nati on- Real m}

Desti nati on- Host }

Re- Aut h- Request - Type }
Oigin-State-1d ]

OC- Support ed- Features ]

CS- Servi ce- Resour ce- Report ]
Proxy-Info ]

Rout e- Record ]

AVP ]
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E.6.6.5 Re-Auth-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags
field, is sent by the HNB GW to the PCRF in response to the RAR command.

Message Format:

Di anet er Header: 258, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Resul t ]
OC- Support ed- Features ]
OC-OLR ]
Oigin-State-1d ]
Error-Message ]
Error-Reporting-Host ]
Fai |l ed- AVP ]

Proxy-Info ]

AVP ]

<RA- Answer > : .

* %

T T e A A A A
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Annex F (informative):
Disabling/re-enabling Usage Monitoring for a PCC/ADC rule

If usage monitoring for a PCC/ADC rule (belonging to a usage monitoring group) needs to be disabled, one of the two
ways below can be chosen to realize this feature:

The PCRF generates a new PCC/ADC rule with the same information (apart from the PCC/ADC Rule identifier
within the Charging-Rule-Name AV P/ADC-Rule-Name AV P) as the existing PCC/ADC rule used to control the
same traffic but without the monitoring key. The PCRF provides the new PCC/ADC rule with the Charging-
Rule-Install AVP/ADC-Rule-Install AVP to the PCEF/TDF and removes the existing PCC/ADC rule with the
Charging-Rule-Remove AV P/ ADC-Rule-Remove AVP in one CCA or RAR command.

NOTE 1: It isassumed that the activation of the new PCC/ADC rule takes place at the same time as the removal of

the existing PCC/ADC rule and that no other actions are triggered (e.g. with respect to charging and
bearer management) beside the ones related to the disabling of usage monitoring.

The operator selects a specific monitoring key value to be used for all PCC/ADC rules for which usage
monitoring is disabled. The PCRF modifies the monitoring key in the corresponding PCC/ADC rulesto this
specific value with the Charging-Rule-Install AVP/ADC-Rule-Install AVP. Following the PCRF instruction, the
PCEF or TDF updates the monitoring key in the modified PCC/ADC rule and collects the usage information for
the specific monitoring key value. The PCEF/TDF usage reports would still be received by the PCRF but could
be ignored.

NOTE 2: The operator should configure the usage threshold to a sufficiently high value so that frequent usage

reports are avoided.

If usage monitoring needs to be re-enabled for a PCC/ADC rule (i.e. usage monitoring has been disabled for this
PCC/ADC rule before), one of the two ways below can be chosen to realize this feature:

The PCRF generates a new PCC/ADC rule with the same information (apart from the PCC/ADC Rule identifier
within the Charging-Rule-Name AVP/ADC-Rule-Name AVP) as the existing PCC/ADC rule used to control the
same traffic and adds the required monitoring key. The PCRF provides the new PCC/ADC rule with the
Charging-Rule-Install AVP/ADC-Rule-Install AVP to the PCEF/TDF and removes the existing PCC/ADC rule
without monitoring key with the Charging-Rule-Remove AV P/ ADC-Rule-Remove AVP in one CCA or RAR
command. The PCEF/TDF executes the operationsin the same way it is described above in Note 1.

The PCRF modifies the monitoring key of the corresponding PCC/ADC rule to the value of the required usage
monitoring group (e.g. back to its original value) with the Charging-Rule-Install AVP/ADC-Rule-Install AVP.
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Annex G (normative):
Access specific aspects, Fixed Broadband Access network
convergence

G.1  Scope

This annex defines the enhancement to Gx/Sd reference point for supporting policy and charging control in the fixed
broadband access network in the convergent scenario where a single operator is deploying both the fixed broadband
access network and the Evolved Packet Core (EPC).

The scope of this Annex is to define the convergent scenario where the PCRF controls directly the network element(s)
in the fixed broadband access without the mediation of a different policy server, such as the Broadband Policy Control
Function (BPCF).

Policy and charging control is provided for both Non-seamless WLAN offload traffic from a 3GPP UE and the traffic
from fixed devices.

G.2 Definitions and abbreviations
G.2.1 Definitions

The definitions in the following are relevant for this annex only.

UE local 1P addressis defined as either the public | P address assigned to the UE by the Broadband Forum domain in
the no-NAT case, or the public | P address assigned by the Broadband Forum domain to the NATed RG.

IP-CAN session as defined in clause 3.1 applies with the following clarifications for fixed broadband access. The term
UE corresponds to the device that accesses the services provided by the network (i.e. either RG, or 3GPP UE or fixed
end-device), the PDN identifies the IP network where the device gets IP connectivity and the UE identity information
may be the IM S, the user-name or the access lineidentifier (if available). In a Fixed Broadband Access an IP-CAN
session corresponds to a Subscriber 1P Session defined in Broadband Forum TR-146 [46].

NOTE: ThePDN connection concept and APN are not applicable to Subscriber IP session for fixed device.

G.2.2 Abbreviations

The following abbreviations are relevant for this annex only:

BBF Broadband Forum

BSSID Basic Service Set Identifier

NAT Network Address Trandation
NSWO Non-Seamless WLAN offload
NSWO-APN Non-Seamless WLAN offload APN
RG Residentia Gateway

SSID Service Set |dentifier
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G.3 Reference points and Reference model

G.3.1 Reference architecture
G.3.1.1 General

For Fixed Broadband Access network convergence, the reference architecturein Figure G.3.1.2.1 and Figure G.3.1.3.1
applies with the following conditions:

- PCEF residesin the IP Edge in the Fixed Broadband Access network.
NOTE 1: Either SPR or UDR isused in this architecture.

NOTE 2: Gxx reference point is not used.

G.3.1.2 Reference architecture

S Application
Subsriber Profile P Function
Repository | (AF)
(SPR) | Online Charging
System
RX (0CS)
Policy and Charging Rules Function |
(PCRF) |
Sy
___________________ |
BBF defined ox+ 1
Fixed Broadband | Sd
Access :
; Gy
|
Policy and 1
Charging ! ] Gyn |
Enfor cement : Traffic |
Function | Detection
| Function l Offline
(PCEF) I (TDF) Gzn Charging
: System
IP Edge : | (OFCS)
| Gz

Figure G.3.1.2.1: PCC Reference architecture for Fixed Broadband Access network convergence
when SPRis used
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Application
User Data ud Function
Repository | (AF)
(UDR) | Online Charging
System
Rx+ (OCS)
Policy and Charging Rules Function |
(PCRF) |
Sy
BBF defined cx 1+ : <d
Fixed Broadband | -1
Access |
1 Gy
1
Policy and 1
Charging : . Gyn |
Enfor cement | Traffl; |
Function I Detection ‘ .
1 Function Offline
(PCEF) ! (TDF) G‘zn Charging
: System
IP Edge : | (OFCS)
1 Gz
1

Figure G.3.1.2.2: PCC Reference architecture for Fixed Broadband Access network convergence
when UDR is used

G.3.2 Gx Reference Point

This reference point corresponds to the Gx which resides between the PCEF in the IP Edge and the PCRF. The Gx
reference point provides the same functionality as the Gx described in clause 4 with the following exceptions:

- No provisioning of 1P flow mobility routing information from the PCEF in the P Edge to the PCRF is
performed.

- Negotiation of Bearer Control Mode (UE-only or UE/NW) does not apply.

In addition, for the purpose of convergence between 3GPP access and Fixed Broadband Access Network, the Gx
reference point enables the transfer of PCC rules for an IP-CAN session that exists in the PCEF for afixed device or for
a3GPP UE.

G.3.3 Sd Reference Point

The Sd reference point as described in clause 4b applies with the exception that the TDF does not request any
notifications of specific events from the PCRF.
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G.4  Functional Elements
G.4.1 PCRF

The PCRF functionality defined in clause 4.4.1 and clause 4b.4.1 shall apply, with the following exceptions:
- No negotiation of IP-CAN bearer control mode applies.
- Subscriptionsto changes of IP-CAN type, RAT type or Access Network Information do not apply.

- Usage Monitoring Control as defined in clause 4.5.2.5, 4.5.16, 4.5.17 for Gx reference point and 4b.5.1.5, 4b.5.6,
4h.5.7 for Sd reference point applies with the following exceptions:

- Intherouted RG with NAT mode, the IP-CAN session is per RG in the PCEF/IP Edge, the PCRF retrieves
the usage monitoring related information from the SPR using the subscriber identifier within Subscription-1D
AVP provided over Gx. The PCRF decides how to allocate a usage threshold to each existing IP-CAN
session and/or monitoring key.

- Inthe bridge RG mode and in routed RG mode without NAT there may be a separate fixed subscriber session
(i.e. IP-CAN session) for the each device behind the RG. The PCRF retrieves usage monitoring related
information from the SPR using the subscriber identifier within Subscription-ID AVP and the NSWO APN
information within the Called-Station-1d AV P if available provided over Gx. The PCRF decides how to
alocate a usage threshold to each existing IP-CAN session and/or monitoring key.

G.4.2 PCEF(IP Edge)

The PCEF islocated in the IP Edge as defined in TR-300 [47]. The PCEF performs those functions specified in
clause 4.4.2 with the following Fixed Broadband specific functions:

The PCEF converts QoS parameters sent from the PCRF to Fixed Broadband Access to specific QoS attributes and
determines the QoS parameters sent to the PCRF from a set of Fixed Broadband Access specific QoS attributes.

The support of Application Detection functionality is considered as a network operator's choice in Fixed Broadband
Access. In addition, the UE and/or Network initiated bearer procedures and enforcement of authorized QoS for an | P-
CAN bearer does not apply for Fixed Broadband Access.

G.4.3 TDF

The TDF functionality defined in clause 4b.4.2 shall apply. For supporting Fixed Broadband Access network
convergence, the TDF does not request any notifications of specific events from the PCRF as described in clause 4b.5.8.

G.5 PCC procedures

G.5.1 Concept Adaptations for Fixed Broadband Access Network
Convergence

G.5.1.1 General

The PCC procedures specified in clause 4.5 for Gx and in clause 4h.5 for Sd apply with the following concept
adaptation for Fixed Broadband Access network convergence.

G.5.1.2 IP-CAN session

Fixed Broadband Access IP-CAN is afixed access broadband network that provides | P connectivity to a 3GPP UE or
fixed devices. The Fixed Broadband Access IP-CAN reuses the definition of an IP-CAN session in clause 3.1 with the
following addition.

For routed mode RG with NAT, one IP-CAN session shall be established for each corresponding Subscriber | P session
on the | P Edge for the |pv4 address and/or 1pv6 address or 1pv6 prefix assigned to the RG.
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In case of routed mode RG when the PPP pass-through feature is enabled (see requirement R-10 in Broadband Forum
TR-124 Issue 3 [45]) an IP-CAN session shall be established for the each single fixed device starting the PPP session.
In this case the 3GPP UE does not have Subscriber 1P session in IP Edge.

For bridged mode RG, one IP-CAN session shall be established for each corresponding Subscriber IP session on the IP
Edge for each Ipv4 address and/or |pv6 address or |pv6 prefix assigned to the fixed device or 3GPP UE which
established a Subscriber |P session in Fixed Broadband Access network.

For routed mode RG with |pv6 when stateless | pv6 address autoconfiguration is used by the end-device behind the RG,
one IP-CAN session shall be established for each corresponding Subscriber |P session on the |P Edge for the Ipv6
prefix assigned to the RG. When stateful 1pv6 address configuration is used by the end-devices, one IP-CAN session
may be established for each end-device.

For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of |P address to
the 3GPP UE shdll not result in any IP-CAN session establishment if the I P address assignment does not result in a new
Subscriber |P Session in the |P Edge. In this case the pre-existent IP-CAN session for the RG is used.

A device connected to the RG (e.g. Vol P phones) may also initiate a Subscriber | P session when the RG is configured
in bridge mode or when the PPP pass-through feature is enabled on the Routing RG (see requirement R-10in
Broadband Forum TR-124 Issue 3 [45]).

G.5.1.3 IP-CAN bearer

The Fixed Broadband Access network does not support the concept of abearer and multiple bearers as defined in
3GPP TS 23.401 [32]. However, DSCP marking provides QoS support on transport network layer so that QoS and
charging policies can be applied per SDF.

G.5.1.4 PCCrule

The definition of PCC rules and PCC rule operationsin clause 4.3 are applicable except:
- PSto CS session continuity
- User Location Report
NOTE: The procedure for provisioning predefined PCC rules at the IP Edge is out of 3GPP scope.

G.5.1.5 ADC rule

For convergent application detection and control and TDF based charging, the definition of ADC rulesin clause 4b.3
are applicable.

G.5.1.6 Subscriber Identifier
In the convergence scenario the Subscriber Identifier represents the identifier of the user.
For the 3GPP UE the Subscriber Identifier is received in the Subscription-ld AVP and includes the IMSI.

The Subscriber Identifier used by fixed device or the RG at establishment of Subscriber |P session in fixed broadband
access network can be the Access Line Identifier (Physical-Access-ID AVP and Logical-Access-ID AVP) or the
username received in Subscription-ld AV P, for example when the Subscriber 1P session is a PPP Session.

NOTE: For the RG and fixed device based on Broadband Forum specification, the Subscriber Identifier is defined
in Broadband Forum TR-134 [44].

G.5.1.7 Default QoS control

The BBF AAA may provide a default Access Profile QoS for the IP-CAN session that may contain QoS information.

The PCRF may provide the default QoS for the IP-CAN session to the PCEF over Gx. The |P Edge/PCEF shall enforce
the default QoS provisioned over Gx.

NOTE: The IP Edge/PCEF does not enforce the default Access Profile QoS provided by the Broadband Fixed
Access Network if PCRF is deployed.
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The default QoS isincluded in the Default-QoS-Information AV P provided at command level as defined in
clause 5.3.103.

The IP Edge/PCEF shall be able to convert default QoS into Fixed Broadband Access QoS attribute values. Inthe IP
Edge, the QCI and optionally the Priority-Level AV P within the Allocation-Retention-Priority AVP is used to
determine the DSCP code value or other transport specific information element and the MBR is used for bandwidth
limitation for the DSCP code value. The PCEF/IP Edge shall enforce first the QoS for the packets that matches a service
data flow template in an installed PCC Rule for which specific QoS enforcement actions are provided then the IP
Edge/PCEF shall enforce the default QoS for al downlink and uplink traffic for the IP-CAN session.

The IP Edge/PCEF shall be able to convert the Fixed Broadband Access QoS attributes values into the default QoS
included in the Default-QoS-Information AVP.

G.5.2 IP-CAN Session Establishment

The IP-CAN session establishment procedure defined in clause 4.5.1 applies.

NOTE 1: Inrouted mode configuration with NATed RG, the PCEF located in the |P Edge initiates the IP-CAN
session establishment after the RG has been connected to the network and has been assigned an |Pv4
address and/or 1Pv6 Prefix. In bridge mode, the PCEF located in the P Edge initiates the IP-CAN session
establishment after it becomes aware of an |Pv4 address and/or an |Pv6 address/| Pv6 prefix has been
assigned to the fixed device and/or 3GPP UE by the fixed broadband access.

NOTE 2: In case of routed mode RG when the PPP pass-through feature is enabled, an IP-CAN session is
established for the each single fixed device starting the PPP session. In this case the 3GPP UE does nhot
have Subscriber |P session in IP Edge.

NOTE 3: For routed mode RG, the successful completion of 3GPP-based access authentication and assignment of
I P address to the 3GPP UE would not result in any IP-CAN session establishment if the |P address
assignment does not result in a new Subscriber IP Session in the IP Edge. In this case the pre-existent IP-
CAN session for the RG is used.

NOTE 4: How to assign the IPv4 address and/or 1Pv6 address/I Pv6 Prefix to a RG or fixed deviceis out of the
scope of 3GPP.

The PCEF located in the IP Edge shall send a CC-Request command to the PCRF with the CC-Request-Type AV P set
tothevalue "INITIAL_REQUEST", the CC-Request command shall include the type of IP-CAN within the IP-CAN-
Type AVP set to the value "FBA", the NSWO-APN information within the Called-Station-1d if available, the PLMN id
within the 3GPP-SGSN-MCC-MNC AVP if available, the location information within the Fixed-User-Location-Info
AVP if available and the Default QoS within the Default-QoS-Information AVP if available.

NOTE 5: How the location information becomes available to the PCEF/IP Edge is out of the scope of 3GPP.

NOTE 6: Operator policiesin the PCEF indicate if dynamic policy control is provided. In addition, the NSWO-APN
isalso configured for subscriberson a PLMN basis.

In route mode configuration with NATed RG, the CC-Request command shall include the Access Line Identifier of the
RG within the Physical-Access-ID AVP and the Logical-Access-ID AVP and the RG |pv4 address within the Framed-
IP-Address AVP and/or the RG Ipv6 prefix within the Framed-1pv6-Prefix AVP.

In bridge mode, the CCR command may include the Subscription-ld AV P with the identity of the device (e.g. IMSI for
the 3GPP UE, username for afixed device) and the Access Line Identifier within the Physical-Access-ID AVP and the
Logical-Access-ID AVP and the Ipv4 address within the Framed-1P-Address AV P and/or the |pv6 address/prefix within
the Framed-1pv6-Prefix AVP.

When the PCRF receives the CC-Request, it shall respond to this message by sending a CC-Answer to the PCEF
located in the P Edge. The CC-Answer command shall include the Default QoS within the Default-QoS-Information
AVP, the applicable PCC Rules within the Charging-Rule-Install AVP and the applicable event triggers within the
Event-Trigger AVP. The PCEF located in the IP Edge maps the Default QoS received in the QoS-Information AVP into
the Default Access Profile required in the Fixed Broadband Access network.

NOTE 7: The Default-Access-Profile is defined by Broandband Forum and out of the 3GPP scope.

NOTE 8: How the mapping between the Default-Access-Profile to Default-QoS is performed is out of 3GPP scope.
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NOTE 9: Whether the Default QoS within the Default-QoS-Information AV P provided by the PCRF corresponds
to adynamic QoS or a default QoS name is subject to operator policies.

G.5.3 IP-CAN Session Termination

IP-CAN session termination can be initiated by the PCEF(IP Edge) and PCRF.

PCEF (1P Edge) initiated IP-CAN session termination isin accordance with the clause 4.5.7 with the following
exceptions:

The IP-CAN session termination is triggered by PCEF when Subscriber | P session isterminated. The trigger to
terminate the Subscriber |P session is Broadband Forum specific (e.g. RG switch off, loss of transmission, | P address
lease expiration PPPOE session termination, etc) and out of the scope of 3GPP.

In routed mode configuration with NAT this procedure is applicable only when IP session from RG is terminated, e.g.
when RG switches off or when public | P address assigned to the RG is rel eased, etc. (The termination of connection
from adevicein LAN, e.g. when device releases the local |P address or it disconnects from WLAN does not trigger the
IP-CAN session termination for 1P session from RG.)

PCRF initiated IP-CAN session termination is in accordance with the clause 4.5.9. The term UE in the value of Session-
Release-Cause AV P corresponds to the device that accesses the services provided by the network (i.e. either RG, or
3GPP UE or fixed end-device).

G.5.4 |IP-CAN Session Modification
G.5.4.1 PCEF-Initiated IP-CAN Session Modification

This clause isrelated to IP-CAN session modification initiated by PCEF(IP Edge) for | P session. This procedureisin
accordance with clause F.4.4.1 of 3GPP TS 29.213[8].

The PCEF(IP Edge) may initiate an IP-CAN Session Modification by sending a CCR command when an event is met
according to clause 4.5.1. The PCRF may provide in the CCA command PCC Rules according to clause 4.5.2.0 and
Event Triggers according to clause 4.5.3. The PCRF may also provide the Default QoS within the
Default-QoS-Information AV P. For solicited application reporting with a TDF, the PCRF may provide ADC Rulesto
the TDF as described in clause 4b.5.1 and Event Triggers according to clause 4b.5.3.

NOTE 1: Whether the Default QoS within the Default-QoS-Information AV P provided by the PCRF corresponds
to adynamic QoS or a default QoS name is subject to operator policies

The PCEF(IP Edge) may initiate an IP-CAN Session Modification by sending a CCR command in order to indicate a
PCC Rulefailure (e.g. release of resources) to the PCRF.

The CCR shall include the Charging-Rule-Report AV P indicating the PCC rules that were not accepted and the Rule-
Failure-Code AV P indicating the failure cause at command level.

The PCRF shall include the result of the procedure in the CCA command.

G.5.4.2 PCRF-Initiated IP-CAN Session Modification
This procedure isin accordance with clause F.4.4.2 of 3GPP TS 29.213[8].

The PCRF may include in the RAR command the applicable PCC Rules according to clause 4.5.2.0 and Event-Triggers
according to clause 4.5.3. The PCRF may also provide the Default QoS within the Default-QoS-Information AV P. For
solicited application reporting with a TDF, the PCRF may provide ADC Rules to the TDF according to clause 4b.5.1
and Event Triggers according to clause 4b.5.3.

NOTE 1: Whether the Default QoS within the Default-QoS-Information AV P provided by the PCRF corresponds
to adynamic QoS or a default QoS name is subject to operator policies.

The PCEF(IP Edge) shall include the result of the procedure in the RAA command.

ETSI



3GPP TS 29.212 version 15.6.0 Release 15 284 ETSI TS 129 212 V15.6.0 (2019-04)

Annex H (informative):

Policy Control for Remote UEs behind a ProSe UE-to-
network relay UE

With the Proximity-based services, as described in 3GPP TS 23.303 [56] a UE acting as a remote UE can connect to a

PDN viaa ProSe UE-to-network relay UE, using an IP-CAN session that the ProSe UE-to-network relay UE has
established.

In this Release of the specification, the following functionalities are required to enable support for policy control for
remote UEs:

- The PDN GW and PCRF are configured with a dedicated APN for ProSe UE-to-network relay connectivity.

- Theremote UE is assigned a 64-bit IPv6 Prefix from a shorter IPv6 prefix by the ProSe UE-to-network relay
UE.

- ExtendedFilter feature as described in subclause 5.4.1 is supported for the IP-CAN session so that services can
be authorized separately for each remote UE.

NOTE: The non support of any of these conditions will mean that policy control for the remote UE in the
established PDN connection will not be supported.

ETSI



3GPP TS 29.212 version 15.6.0 Release 15 285 ETSI TS 129 212 V15.6.0 (2019-04)

Annex | (informative):
Change history
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