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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

ETSI



3GPP TS 29.122 version 16.13.0 Release 16 19 ETSI TS 129 122 V16.13.0 (2022-06)

1 Scope

The present specification describes the protocol for the T8 reference point between the SCEF and the SCS/AS. The T8
reference point and the related stage 2 functional requirements are defined in 3GPP TS 23.682 [2].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data
networks and applications’.

[3] 3GPP TS 23.032: "Universal Geographical Area Description (GAD)".

[4] IETF RFC 5246, "The Transport Layer Security (TLS) Protocol Version 1.2".

[5] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format”.

[6] Hypertext Transfer Protocol (HTTP) Status Code Registry at IANA,
http://www.iana.org/assignments/http-status-codes.

[7] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

(8] IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[9] 3GPP TS 29.154: " Service capability exposure functionality over Nt reference point".

[10] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point”.

[11] 3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with
packet data networks and applications’.

[12] 3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node
(SGSN) interfaces for interworking with packet data networks and applications”.

[13] 3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application
Function (AF) and Protocol Converter (PC)".

[14] 3GPP TS 23.003: "Numbering, addressing and identification".

[15] IETF RFC 3339: "Date and Time on the Internet: Timestamps".

[16] IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[17] IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".

[18] IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests'.

[19] IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Reguests'.

[20] IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
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[21] IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication”.

[22] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[23] 3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St
reference point".

[24] 3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF)
and Service Capability Server (SCS)".

[25] 3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks
and applications’.

[26] 3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".

[27] Open AP Initiative, "OpenAPI 3.0.0 Specification”, https://github.com/OAI/OpenAPI -
Specification/blob/master/versions/3.0.0.md.

[28] IETF RFC 1166: "Internet Numbers'.

[29] IETF RFC 5952: "A recommendation for |pv6 address text representation”.

[30] 3GPP TS 29.153: " Service capability exposure functionality over Ns reference point”.

[31] 3GPP TS 24.250: "Protocol for Reliable Data Service; Stage 3".

[32] IETF RFC 6455: "The Wehsocket Protocol”.

[33] 3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node
(SGSN) related interfaces based on Diameter protocol”.

[34] 3GPP TS 29.338: "Diameter based protocols to support Short Message Service (SMS) capable
Mobile Management Entities (MMEs)".

[35] 3GPP TS 33.187: " Security aspects of Machine-Type Communications (MTC) and other mobile
data applications communications enhancements’”.

[36] 3GPP TS 29.468: " Group Communication System Enablersfor LTE (GCSE_LTE);MB2
Reference Point;Stage 3".

[37] 3GPP TS 29.116: "Presentational state transfer over xMB reference point between Content
Provider and BM-SC".

[38] IETF RFC 5789: "PATCH method for HTTP".

[39] IETF RFC 7396: "JSON Merge Patch".

[40] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[41] YAML (10/2009): "YAML Ain't Markup Language (YAML™) Version 1.2",
http://www.yaml.org/spec/1.2/spec.html.

[42] 3GPP TS 29.572: "5G System; Location Management Services; Stage 3".

[43] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[44] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[45] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

[46] IETF RFC 6733: "Diameter Base Protocol".

[47] 3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".

[48] 3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".

[49] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
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[50] 3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[51] IETF RFC 6749: "The OAuth 2.0 Authorization Framework™.

[52] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[53] 3GPP TS 33.122: " Security Aspects of Common API Framework for 3GPP Northbound APIS'.
[54] 3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[55] 3GPP TS 23.468: "Group Communication System Enablersfor LTE (GCSE_LTE); stage 2".
[56] 3GPP TS 26.348, "Northbound Application Programming Interface (API) for Multimedia
Broadcast/Multicast Service (MBMS) at the xM B reference point".
[57] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[58] 3GPP TR 21.900: "Technical Specification Group working methods'.
[59] 3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA) Radio Resource
Control (RRC); Protocol Specification".
[60] 3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification”.
[61] 3GPP TS 29.675: "User Equipment (UE) radio capability provisioning service; Stage 3".
[62] 3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[63] 3GPP TS 29.503: "5G System; Unified Data Management Services, Stage 3".
[64] 3GPP TS 24.526: "User Equipment (UE) policies for 5G System (5GS); Stage 3".
[65] 3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in

3GPP TR 21.905 [1].

3.2 Abb

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An

abbreviation defined
3GPP TR 21.905 [1].

AF

AS

ASP

BDT
CAPIF

CP

DDN

DL

eNB

GMD
IMEI-TAC
IWK-SCEF
JSON

reviations

in the present document takes precedence over the definition of the same abbreviation, if any, in

Application Function
Application Server
Application Service Provider
Background Data Transfer
Common API Framework
Communication Pattern
Downlink Data Notification
Downlink

Evolved Node B

Group Message Delivery
Type Allocation Code part of an IMEI
Interworking SCEF
JavaScript Object Notation
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MIME Multipurpose Internet Mail Extensions
MT Mobile Terminated
MTC Machine Type Communications
MT-LR Mobile Terminated Location Request
NEF Network Exposure Function
NIDD Non-1P Data Delivery
NP Network Parameter
PCRF Policy and Charging Rule Function
PDN Packet Data Network
PFD Packet Flow Description
PFDF Packet Flow Description Function
RCAF RAN Congestion Awareness Function
REST Representational State Transfer
SACH Service Announcement Channel
SCEF Service Capability Exposure Function
SCS Services Capability Server
TAI Tracking Area ldentity
TLTRI T8 Long Term Transaction Reference ID
WB Wide Band
YAML YAML Ain't Markup Language

4 T8 reference point

4.1 Overview

The T8 reference point is between the SCS/AS and the SCEF. It specifies APIs that allow the SCS/AS to access the
services and capabilities provided by 3GPP network entities and securely exposed by the SCEF.

This document also specifies the procedures triggered at the SCEF by API requests from the SCS/AS and by event
notifications received from 3GPP network entities.

The stage 2 level requirements and signalling flows for the T8 reference point are defined in 3GPP TS 23.682 [2].

The T8 reference point supports the following procedures:

Monitoring Procedures

Procedures for resource management of Background Data Transfer

Procedures for changing the chargeable party
Procedures for Non-I1P Data Delivery

Procedures for Device Triggering

Procedures for Group Message Delivery

Procedures for Reporting of Network Status

Procedures for Communication Pattern Parameters Provisioning
Procedures for PFD Management

Procedures for Enhanced Coverage Restriction Control
Procedures for Network Parameter Configuration
Procedures for setting up an AS session with required QoS
Procedures for MSISDN-less Mobile Originated SMS

Procedures for RACS Parameter Provisioning
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4.2 Reference model

The T8 reference point resides between the SCEF and the SCS/AS as depicted in figure 4.2.1. The overall SCEF
architecture is depicted in subclause 4.2 of 3GPP TS 23.682 [2].

NOTE: The SCS/AS can be provided by athird party.

SCS/AS

T8

SCEF

Figure 4.2.1: T8 reference model

4.3 Functional elements

43.1 SCEF

The SCEF is afunctional element which provides means to securely expose the services and capabilities provided by
3GPP network interfaces. The SCEF provides access to network capabilities through homogenous application
programming interfaces.

Individual instances of SCEF may vary depending on what service capabilities are exposed and what API features are
supported.

The SCEF shall protect the other PLMN entities (e.g. HSS, MME) from requests exceeding the permission arranged in
the SLA with the third-party service provider.

When needed, the SCEF supports mapping between information exchanged with SCS/AS (e.g. geographical identifiers)
and information exchanged with internal PLMN functions (e.g. cell-Id, eNB-1d, TAl, MBMS SAl, etc.). This mapping
is assumed to be provided by the SCEF based on local configuration data.

43.2  SCS/AS

The SCSisthe entity which connects MTC application servers to the 3GPP network to enable them to communicate
through specific 3GPP defined services with UEs used for MTC and with the SCEF in the HPLMN. The SCS offers
capabilities for use by one or multiple MTC application servers. The MTC applicationsin the external network are
hosted on one or more ASs.

An SCS/AS can get services from multiple SCEFs, and an SCEF can provide services to multiple SCS/ASs.
The SCSis controlled by the operator of the HPLMN or by a MTC Service Provider.

The AS can be controlled by a 3 party.
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4.4 Procedures over T8 reference point

441 Introduction

All procedures that operate across the T8 reference point, as specified in 3GPP TS 23.682 [2], are specified in the
following subclauses.

4.4.2 Monitoring Procedures

4421 General
These procedures are used to perform event monitoring functions via the T8 interface, which include:
- Monitoring event configuration as specified in subclause 4.4.2.2;
- Reporting of monitoring event as specified in subclause 4.4.2.3;
- Network initiated notifications of monitoring event cancellation, as specified in subclause 4.4.2.4 ; and

- Network initiated notifications of applied parameter configuration, as specified in subclause 4.4.2.5.
4.4.2.2 Monitoring Events Configuration

44221 General

In order to subscribe to a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the
SCEF targeting the resource "Monitoring Event Subscriptions'. The body of the HTTP POST message shall include:

-  SCS/AS Identifier;
- Monitoring Type;
- Notification Destination Address; and

- One of External Identifier, MSISDN or External Group Identifier. The External Identifier or the MSISDN
identifies the subscription of an individual UE and the External Group Identifier pointsto a group of UEs.

- Inaddition, the HTTP POST request may include:
- Maximum Number of Reports;
- Monitoring Duration indicated by the property "monitorExpireTime";
- Group Reporting Guard Time.

If the Subscription_modification feature is supported, the SCS/AS may send an HTTP PUT message in order to update
an existing monitoring event subscription. The HTTP PUT request targets the resource "Individual Monitoring Event
Subscription” replacing al propertiesin the existing configuration.

For one-time monitoring type of requests, the SCS/AS shall include the Maximum Number of Reports with avalue set
to 1 and not include the Monitoring Duration in the HT TP request message sent to the SCEF.

Upon receipt of the HTTP POST or PUT request message, if the SCS/AS is authorized to perform such request, the
SCEF shall check whether the parameters (e.g. Maximum Number of Reports, Monitoring Duration, Maximum
Latency, Maximum Response Time, Suggested number of downlink packets) in the HTTP request body are within the
range defined by operator policies. If one or more of these parameters are not within the range, the SCEF shall:

- ether rgect the request message by sending an HT TP response to the SCS/AS with a status code set to 403
Forbidden and may include the "PARAMETER_OUT_OF _RANGE" error in the "cause" attribute of the
"ProblemDetails" structure and indicate which parameters are out of the range in the "invalidParams" attribute of
the "ProblemDetails" structure; or

- modify the parameters which are not within the range by selecting different values which are in the range.
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For individual UE configuration requests, the SCEF shall also check whether the Idle Status Indication isincluded for
UE reachability event. If the Idle Status Indication is received in the request but not supported by the network, the
SCEF may reject the request message by sending an HT TP response to the SCS/AS with a status code set to 403
Forbidden and may include the"IDLE_STATUS UNSUPPORTED" error in the "cause" attribute of the
"ProblemDetails" structure.

If the SCEF receives an HTTP POST request to create a subscription resource for a monitoring event, but without an
indication of the support for the feature corresponding to the requested monitoring event, the SCEF shall reject the
request by sending a 400 Bad Request" HTTP error response with the application error
"EVENT_FEATURE_MISMATCH".

If the SCEF receives an HTTP POST request to create a subscription resource for a monitoring event that it does not
support, the SCEF shall reject the request by sending a"500 Internal Server Error" HTTP error response with the
application error "EVENT_UNSUPPORTED".

After validation, the SCEF shall store the parameters and

- may assign an SCEF Reference ID related to the created monitoring event subscription resource; and based on
operator policies, shall

- map the accuracy into permissible granularity for location reporting event;

- map thelocation areainto alist of cells, eNodeB(s) and/or RAI(s)/TAI(s) and derive the corresponding
MME(s)/SGSN(s), for number of UES present in a geographic area event.

In order to delete a previous active configured monitoring event subscription at the SCEF, the SCS/AS shall send an
HTTP DELETE message to the SCEF targeting the resource "Individual Monitoring Event Subscription” whichis
previously received in the response to the request that has created the monitoring events subscription resource. The
SCEF shall detemine the SCEF Reference ID related to the active monitoring subscription resource.

44222 Monitoring Events Configuration via HSS

442221 General

The following monitoring events are applicable for the monitoring event configuration via HSS for an individual UE or
agroup of UEs:

- Lossof connectivity;

- UE reachability;

- Location Reporting;

- Change of IMSI-IMEI(SV) Association;
- Roaming Status,

- Communication Failure;

- PDN connectivity status;

- Availability after DDN Failure; and

- API support capability.

Only one-time reporting is supported if the "reachability Type" attribute setsto "SMS' for the event "UE reachability" or
if the "locationType" attribute setsto "LAST_KNOWN_LOCATION" for the event "L ocation Reporting" in the
monitoring event request.

442222 Configuration Request for an individual UE

Upon receipt of a configuration request from the SCS/AS for an individual UE, the SCEF shall interact with the HSS
via S6t, as specified in 3GPP TS 29.336 [11].

Upon receipt of a successful response from the HSS,
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if it is aone-time monitoring request and the monitoring event report is received, the SCEF shall delete the
associated configuration, send an HT TP response message to the SCS/AS with a"200 OK" status code and
including the received monitoring event report.

otherwise, the SCEF shall,

- foran HTTP POST request, create a new "Individual Monitoring Event Subscription" resource addressed by
the URI that contains the SCS/AS identifier and an SCEF-created subscription identifier, and send an HTTP
response to the SCS/AS with a" 201 Created" status code, containing the final suggested configuration
parameter(s) (if modified), indication(s) of the discarded parameter(s) (if discarded), the monitoring event
report, if received, and alocation header field containing the URI of the created resource.

- foran HTTP PUT request, update the active "Individual Monitoring Event Subscription™ resource addressed
by the request URI and send an HT TP response to the SCS/AS with a"200 OK" status code, containing the
final suggested configuration parameter(s) (if modified), indication(s) of the discarded parameter(s) (if
discarded) and the monitoring event report, if received.

- foran HTTP DELETE request, delete the active "Individual Monitoring Event Subscription™ resource
addressed by the request URI and send an HT TP response to the SCS/AS with a*204 No Content" status
code, or a"200 OK" status code and including the monitoring event report, if received.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create, update nor delete the
concerned resource and respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

44.2.2.2.3 Configuration Request for a group of UEs

Upon receipt of arequest from the SCS/AS including an External Group Identifier, then the monitoring configurationis
for agroup of UEs. The SCEF shall interact with the HSS via S6t as specified in 3GPP TS 29.336 [11].

Upon receipt of a successful response from the HSS indicating that group processing isin progress and before
beginning the processing of individual UEs, the SCEF shall,

for an HTTP POST request, create a new "Individual Monitoring Event Subscription” resource addressed by a
URI that contains the SCS/AS identity and an SCEF-created subscription identifier, store the number of UES
received in the response message from the HSS within the resource and send an HT TP response to the SCS/AS
with "201 Created" status code and alocation header field containing the URI of the created resource, in order to
acknowledge the SCS/AS of the successful group processing reguest.

for an HTTP PUT request, update the active "Individual Monitoring Event Subscription” resource addressed by
the request URL and send an HT TP response with 200 OK" status code to acknowledge the SCS/AS of the
successful group processing request.

for an HTTP DELETE request, delete the active "Individual Monitoring Event Subscription” resource addressed
by the request URI and send an HT TP response to the SCS/AS with "204 No Content" status code.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create, update nor delete the
concerned resource and respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall behave as follows:

if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message to the
SCS/AS including areference to the related monitoring subscription, alist of configuration failure result if
received for the group members, and the " monitoringEventReports' attribute including alist of monitoring event
reports if received for the group members;

otherwise, the SCEF shall accumulate all of the configuration results and/or monitoring event reports received
from the HSS for the group members until the Group Reporting Guard Time expires. Then the SCEF shall send
an HTTP POST request message to the SCS/AS including a reference to the related monitoring subscription, and
alist of configuration failure result if received for the group members, and the " monitoringEventReports'
attribute including alist of monitoring event reports at the Group Reporting Guard Time.

The SCS/AS shall send an HTTP response to acknowledge the SCEF about the handling result of the received HTTP
POST request.
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44223 Monitoring Events Configuration directly via MME/SGSN

The monitoring event "Number of UEs in a geographic area” is applicable for the monitoring event configuration via
MME/SGSN. Only one-time reporting is supported for this event with the value of Maximum Number of Reports
indicated by "maximumNumberOfReports’ set to 1.

Upon receipt of an HTTP POST request from the SCS/AS, the SCEF shall
- resolve the location areato the involved SGSN(s)/MME(s) by local configuration;

- interact with the HSS via the S6t interface as specified in 3GPP TS 29.336 [11] if the External Group ID(s) is
included; and

- interact with the SGSN(s)/MME(s) viathe T6alb inteface as specified in 3GPP TS 29.128 [12].

NOTE: The SCEF usesloca configuration to resolve the involved SGSN(s)/MME(s) if the location areais not
received.

After collecting responses from the SGSN(s)/MME(s), if the SCEF does hot receive any successful response from the
involved SGSN(s)/MME(s), the SCEF shall respond to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6; otherwise the SCEF should send a response with 200 OK status code to acknowledge the SCS/AS with
one aggregated report in the requested area by including the total count of the number of UEsin the "ueCount” attribute
and the External Identifier(s) (if available) or the MSISDN(s) (if available) associated with the External Group ID.

NOTE: Itispossiblethat the number of UES does not reflect the actual number of UEs in the designated area (e.g.
some SGSN(s)/MME(s) do not respond successfully). The SCEF still provides the result to the SCS/AS if
at least one SGSN/MME returns a successful response.

44224 Monitoring Events Configuration via PCRF

44224.1 General

The following monitoring events: the location reporting event and communication failure event are applicable for the
monitoring event configuration via PCRF for an individual UE.

If monitoring event configuration via PCRF is used for a subscription resource, the Subscription_modification feature
cannot be supported.

Only the location reporting event is applicabe for the monitoring event configuration via PCRF for a group of UEs.
Only one-time reporting is supported for the monitoring event configuration via PCRF.

HTTP PUT is not supported for the monitoring event configuration via PCRF. If it is received, the SCEF shall reject the
HTTP PUT message with 403 Forbidden during monitoring and may indicate the "OPERATION_PROHIBITED" error
inthe"cause" attribute of the "ProblemDetails" structure.

442242 Configuration Request for an individual UE
Upon receipt of an HTTP POST request from the SCS/AS for an individual UE, the SCEF shall:

- interact with the PCRF viathe Rx inteface by using an existing AF session or establishing a new AF session as
specified in 3GPP TS 29.214 [10];

NOTE 1: The SCEF can derive the service information over the Rx interface based on SCS/AS ID for
communication failure event.

- after receiving the AAA message from the PCRF, create a resource which represents the monitoring event
configuration addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription
identifier; and

- send acorresponding status code to acknowledge the SCS/AS of the successful processing of the request in the
HTTP response message.

Then the SCEF shall wait for the reporting from the PCRF as specified in 3GPP TS 29.214 [10].
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NOTE 2: Different events can be reported in different messages according to 3GPP TS 29.214 [10], e.g. STR/RAR
for communication failure.

During configuration resource deletion, the SCEF shall also terminate the AF session if it was established and used only
for event monitoring.

4.4.2.2.4.3 Configuration Request for a group of UEs
Upon receipt of an HTTP POST request from the SCS/AS for a group of UES, the SCEF shall:

- interact with all PCRFsin the same PLMN via Nta application of Nt interface as specified in
3GPPTS29.154 [9];

- dfter collecting ECA message from all PCRFs, create a resource which represents the monitoring event
configuration addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription
identifier; and

- send acorresponding status code to acknowledge the SCS/AS of the successful processing of the request in the
HTTP response message.

Then the SCEF shall wait for the reporting from the PCRF(s) as specified in 3GPP TS 29.154 [9].

4.4.2.3 Reporting of Monitoring Event Procedure

Upon receipt of a Monitoring Event Report from the HSS or the MM E/SGSN as defined in subclause 5.6.3 or
subclause 5.6.8 of 3GPP TS 23.682 [2], from the PCRF as defined in subclause 5.6.5 or from the IWK-SCEF as defined
in subclause 5.6.8 of 3GPP TS 23.682 [2], the SCEF shall determine the monitoring event subscription associated with
the corresponding Monitoring Event Report.

If the monitoring event subscription refers to a Monitoring Event Configuration for asingle UE or to a group-based
Monitoring Event configuration, and no Group Reporting Guard Time was set, then the SCEF shall send an HTTP
POST message including alink to the SCEF-created subscription resource and the received Monitoring Event Report to
the identified destination. If the monitoring event subscription refers to a group-based Monitoring Event Configuration
and Group Reporting Guard Time was provided during the Monitoring Event configuration procedure, then the SCEF
shall accumulate all of the received Monitoring Event reports for the group of UEs until the Group Reporting Guard
Time expires or the monitoring duration indicated by the property "monitorExpireTime" is reached.

Upon expiration of Group Reporting Guard Time or expiration of the monitoring duration, the SCEF shall send an
HTTP POST message to the identified destination including alink to the SCEF-created subscription resource and the
list of accumulated Monitoring Event Reports for each UE identified by either its External Identifier or MSISDN. The
destination URL of the HTTP POST message is provided by the SCS/AS during the Monitoring Event Configuration
procedure.

If the monitoring event subscription refers to a one-time monitoring request or a continuous monitoring request, but the
maximum number of reportsis reached, the SCEF shall consider the reporting as completed and delete the
corresponding "Individual Monitoring Event Subscription” resource. In addition, the SCEF shall interact with the HSS
to delete the event configuration if the latter was performed via the HSS whereas event reports were performed viathe
SGSN/MME. The SCEF determines that the reporting for a group is completed by comparing the total number of
received reports with the number of UEs of the group (received from the HSS during event configuration for a group of
UESs) multiplied by the maximum number of reports.

When the monitoring duration indicated by the property "monitorExpireTime" isreached, the SCEF shall delete the
related event subscription and event configuration locally. The SCS/AS shall no longer address the corresponding
"Individual Monitoring Event Subscription” resource.

4.4.2.4 Network-initiated Explicit Monitoring Event Deletion Procedure

Upon receipt of an identifier for the event to be deleted from the HSS as defined in 3GPP TS 29.336 [11], the SCEF
shall determine the subscription identifier associated with the indicated active monitoring subscription. Then the SCEF
shall delete the related resource "Individual Monitoring Event Subscription”, send an HTTP POST message including
the subscription identifier and a cancellation indication to the identified destination. The cancellation indication shall set
to "true" indicating to cancel the configured monitoring subscription. The destination URL of the HTTP POST is
provided by the SCS/AS during the Monitoring Event Configuration procedure.
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NOTE: The above procedure can be triggered from the HSS due to parameter overwritten by Network Parameter
Configuration.

4425 Network initiated notification of applied parameter configuration

For "LOSS_OF _CONNECTIVITY" and "UE_REACHABILITY" events, if the "Enhanced_param_config" featureis
supported and the SCEF receives the currently applied parameter configuration from the HSS, the SCEF shall notify the
SCS/ASviaan HTTP POST message including the parameter changes in the "appliedParam™ attribute.

4.4.3 Procedures for resource management of Background Data Transfer

These procedures are used by an SCS/AS to perform the resource management of background data transfer (BDT) to a
set of UEs, i.e. the SCS/AS requests a time window and related conditions from the SCEF viathe T8 interface.

In order to create aresource for the background data transfer policy, the SCS/AS shall send an HTTP POST message to
the SCEF for the "BDT Subscriptions® resource to negotiate the transfer policy. The body of the HTTP POST message
shall include SCS/AS Identifier, Volume per UE (total volume for both DL and UL or separate volume for DL and/or
UL), Number of UEs, Desired Time Window and optionally alocation areainformation.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall map the SCS/AS Identifier to
ASP Identifier and negotiate the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the
response including the determined transfer policies from the PCRF, the SCEF shall create aresource "Individual BDT
Subscription™ which represents the BDT subscription, addressed by a URI that contains the SCS/AS identifier and an
SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a
Location header field containing the URI for the created resource and a message body, which may also include
Reference ID and a set of transfer policies. The SCS/AS shall use the URI received in the Location header in
subsequent requests to the SCEF to refer to this background data transfer subscription. If the SCEF receives a response
with an error code from the PCRF, the SCEF shall not create the resource and shall respond to the SCS/AS with a
corresponding failure code as described in subclause 5.2.6.

The SCS/AS may also send an HTTP PUT message to the SCEF for the "Individual BDT Subscription™ resource to
request starting an update for negotiation of background data transfer policy. The body of the HTTP PUT message shall
include data as described in the POST message. The external group identifier shall remain unchanged from previously
provided value. After receiving such request, if the SCS/AS is authorized, the SCEF shall negotiate the transfer policy
with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer
policies from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and
may include Reference ID and a set of transfer policies. If the SCEF receives aresponse with an error code from the
PCRF, the SCEF shall not update the resource and shall respond to the SCS/AS with a corresponding failure code as
described in subclause 5.2.6.

NOTE 1: The SCEF startsanew BDT policy negotiation in the Nt interface by sending the request to the PCRF
without the previoudly associated BDT Reference ID.

If more than one policy isincluded in the HTTP response, the SCS/AS shall send an HTTP PATCH message to inform
the SCEF for the "Individual BDT Subscription” resource of the transfer policy selected by the SCS/AS. After receiving
the HTTP PATCH message, the SCEF shall send an HT TP response to the SCS/AS with a corresponding status code
and interact with the PCRF as defined in 3GPP TS 29.154 [9]. If the SCEF identifies any error (e.g. selected policy is
not within the set of transfer policies), the SCEF shall not update the resource and shall respond to the SCS/AS with a
corresponding failure code as described in subclause 5.2.6.

The SCS/AS may also send an HTTP DELETE message to the SCEF for the "Individual BDT Subscription” resource
requesting to remove an individual resource identified by the URI received in the response to the request that has
created resource a URI. After receiving such request, the SCEF shall delete the resource and send an HTTP response to
the SCS/AS with a corresponding status code.

NOTE 2: The SCEF can aso remove the resource when the last window end time in transfer policies expires.
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4.4.4 Procedures for changing the chargeable party at session set up or
during the session

This procedure is used by an SCS/AS to either request to sponsor the traffic from the beginning or to request becoming
the chargeable party at alater point in time viathe T8 interface.

When setting up the connection between the AS and the UE via the SCEF, the SCS/AS shall send an HTTP POST
request to the SCEF, targeting the " Chargeable Party Transactions" resource, to become the chargeable party for the
session to be set up. The body of the HTTP POST message shall include the SCS/AS Identifier, UE IP address, |P Flow
description, Sponsor ID, ASP ID, Sponsoring Status, notification destination URI identifying the recipient of
notifications within the "notificationDestination” attribute and may include the time period and/or traffic volume used
for sponsoring. The SCS/AS may also request to activate a previoudly selected policy of background data transfer by
including the associated Reference ID in the body of the HTTP POST message.

After receiving the HTTP POST request, if the authorization performed by the SCEF is successful, the SCEF shall act
as an AF and interact with the PCRF viathe Rx interface, as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13],
to trigger a PCRF initiated IP-CAN Session Modification. The SCEF may map the SCS/AS Identifier to AF Application
Identifier and may request to be notified about the traffic plane status. If the time period and/or traffic volume are
received from the AF, the SCEF should subscribe with the PCRF to the USAGE_REPORT event.

NOTE 1: Inthisrelease of current specification, the SCS/AS Identifier can only be mapped to one AF Application
I dentifier based on operator policy and/or local configuration in the SCEF.

After receiving a successful response from the PCRF, the SCEF shall create a new "Individual Chargeable Party
Transaction” resource, which represents the chargeable party transaction, addressed by a URI that contains the SCS/AS
identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS with a 201 Created status code,
including a L ocation header field containing the URI of the created resource. The SCS/AS shall use the URI received in
the Location header in subsequent requests to the SCEF to refer to this chargeable party transaction. If the SCEF
receives a response with an error code from the PCRF, the SCEF shall not create a resource and respond to the SCS/AS
with a corresponding failure code as described in subclause 5.2.6.

In order to update the sponsoring status of an established AS session, the SCS/AS shall send an HTTP PATCH message
to the SCEF targeting the associated "Individual Chargeable Party Transaction" resource requesting to partial update a
chargeabl e party transaction resource (e.g. change the Sponsoring Status). When receiving the HTTP PATCH message,
the SCEF shall make the change and interact with the PCRF to modify the Rx session as defined in

3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]. After receiving a response with successful result code from the PCRF,
the SCEF shall send an HT TP response to the SCS/AS with a 200 OK status code and the result in the body of the
HTTP response. The accumulated usage received from the PCRF shall be included if the SCS/AS requested to disable
the sponsoring. If the SCEF receives a response with an error code from the PCRF, the SCEF shall not update the
resource and respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

If the SCEF receives atraffic plane notification (e.g. the usage threshold is reached or transmission resource lost) or
gets informed that the Rx session is terminated (e.g. due to the release of PDN connection), the SCEF shall send an
HTTP POST message including the notified event (e.g. session terminated) and the accumulated usage to the SCS/AS
identified by the notification destination URI received during session set up. The SCS/AS shall respond with an HTTP
response to confirm the received notification.

NOTE 2: The SCS/AS can assume a successful resource allocation upon receipt of the POST/PATCH response
until the FAILED_RESOURCES_ALLOCATION event is received.

In order to remove an established AS session, the SCS/AS shall send an HTTP DELETE message to the SCEF targeting
the associated "Individual Chargeable Party Transaction” resource. After receiving the HTTP DELETE message, the
SCEF shall remove all properties of the resource and interact with the PCRF to terminate the Rx session (as defined in
3GPP TS 29.214[10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an
HTTP response to the SCS/A S with a corresponding status code and the accumulated usage (if received from the
PCRF).
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4.4.5 Procedures for Non-IP Data Delivery

4451 General

This procedure is used by an SCS/AS to support the Non-IP Data Delivery (NIDD) via SCEF. It performs the NIDD
configuration viathe T8 interface. It also includes the mobile terminated (MT) and mobile originated (MO)
communication with UEs viathe T8 interface. It also includes the group message delivery viaMT NIDD viathe T8
interface and management of port numbers on UE and SCEF and their dynamic association with different applications.

Error handling for the procedures in this subclause shall be handled based on subclause 5.2.6.
4.45.2 NIDD Configuration

44521 NIDD Configuration for a single UE

For aNIDD configuration creation, the SCS/AS shall send an HTTP POST message to the SCEF for the "NIDD
configurations® resource. The body of the HTTP POST message shall include External Identifier or MSISDN, SCS/AS
Identifier, notification destination URI identifying the recipient of notification within the " notificationDestination™
attribute and may include NIDD Duration, PDN Connection Establishment Option and Reliable Data Service
Configuration. In addition, the SCS/AS may send non-IP data and its associated parameters (e.g. Priority) as described
in subsclause 4.4.5.3.1 in the NIDD configuration creation request. The Reliable Data Service Configuration includes
port numbers on UE and SCEF that are used to identify specific applications for data transfer between UE and SCS/AS
and an indication if reliable data service acknowledgement is enabled or not.

Upon receipt of the HTTP POST request from the SCS/AS to create aNIDD configuration, the SCEF shall check
whether the SCS/AS is authenticated and authorized to create NIDD configuration, and a so authorize the NIDD
configuration. If authorization is successful, the SCEF shall interact with the HSS via S6t as specified in

3GPP TS 29.336 [11]. Upon receipt of the successful response from the HSS, the SCEF shall store the UE identity
(IMSI and External Identifier or MSISDN) which is associated with the External Identifier or MSISDN and create a
resource "Individual NIDD configuration", which represents the NIDD configuration, addressed by a URI that contains
the SCS/AS identity and an SCEF-created NIDD configuration identifier, and shall respond to the SCS/AS with a 201
Created message, including a L ocation header field containing the URI for the created resource. The body of the
response message shall include Maximum Packet Size and may include Reliable Data Service Indication. When the
SCS/AS receives the URI in the Location header, it shall use this URI in subsequent reguests to the SCEF to refer to
this NIDD configuration.

If the SCS/AS includes an downlink non-1P data together with the NIDD configuration creation, the SCEF shall also
create an "Individual NIDD downlink data delivery" sub-resource and send each of the sub-resouce within the " self"
attribute in the "niddDownlinkDataT ransfers" attribute together with the created resource "Individual NIDD
configuration" which included in the Location header field in the HTTP POST response. When the SCS/AS receives the
URI the "self" attribute in the "niddDownlinkDataT ransfers" attribute, it shall use this URI in subsequent requests to the
SCEF to refer to this downlink data delivery transfer.

After sending the HTTP response to NIDD configuration request, the SCEF shall perform the procedure for individual
MT NIDD as described in subclause 4.4.5.3.1.

NOTE: Any further interaction with the SCS/AS for the piggybacked individual MT NIDD is performed by the
notification of NIDD downlink data delivery status.

For aNIDD configuration modification, the SCS/AS shall send an HTTP PATCH message to the SCEF for the
"Individual NIDD configuration" resource, using the URI received in the response to the request that has created the
NIDD configuration resource. Upon receipt of the HTTP PATCH request from the SCS/A S to update the parameters of
the NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to update NIDD
configuration. If the authorization is successful, the SCEF shall verify that the resource to be modified already exists as
identified by the URI. If the NIDD configuration resource is found, the SCEF shall update the NIDD configuration as
requested. Upon successful update of the requested NIDD configuration including the interaction with the HSS via S6t
as specified in 3GPP TS 29.336 [11], the SCEF shall respond to the SCS/AS with a 200 OK success message indicating
that the NIDD configuration resource was successfully updated, or with a 204 No Content success message if the NIDD
configuration modification is successful updated with no content in the PATCH response message body.

For aNIDD configuration cancellation, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual NIDD configuration” resource, using the URI received in the response to the request that has created the
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NIDD configuration resource. Upon receipt of the HTTP DELETE message from the SCS/AS, the SCEF shall check
whether the SCS/AS is authenticated and authorized to delete NIDD configuration. If the authorization is successful, the
SCEF shall verify that the NIDD configuration resource identified by the URI aready exists. If the configuration
resource exists, the SCEF shall delete the requested configuration, and perform related NIDD procedure to EPC
network elementsif applicable. Upon successful deletion of requested NIDD configuration, the SCEF shall respond to
the SCS/AS with a 200 OK success message indicating that the NIDD configuration was successfully cancelled. As an
aternative to the 200 OK success message, the SCEF may send a 204 No Content success message without any
message content to the SCS/AS.

When the NIDD Duration expires, the SCEF may remove the associated NIDD configuration resource and all
individual downlink data delivery resources under such NIDD configuration.

44522 NIDD Configuration for a group of UEs

The NIDD configuration procedure for asingle UE as described in subclause 4.4.5.2.1 shall be applicable for a group of
UEs with the following differences:

- The External Group Identifier shall be included in the POST request instead of MSISDN or External Identifier.

- After receiving the response message from the HSS, the SCEF shall store the list of UE identifiers (IMSI and
External Identifier or MSISDN) which are associated with the External Group Identifier.

- The downlink non-1P datais not supported to be handled together with the NIDD configuration.
4.45.3 Mobile Terminated NIDD procedure

44531 Mobile Terminated NIDD for a single UE

If the SCS/AS needs to perform a downlink non-IP data delivery for asingle UE, the SCS/AS shall send an HTTP
POST message to the SCEF for the "NIDD downlink data deliveries' resource, identifying an existing NIDD
configuration resource as parent resource. The body of the HTTP POST message shall include External Identifier or
MSISDN and non-IP data and may include PDN Connection Establishment Option, Reliable Data Service
Configuration, Maximum Latency and Priority. The Reliable Data Service Configuration includes port numbers on UE
and SCEF that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if
reliable data service acknowledgement is enabled or not.

Upon receipt of aHTTP POST request from the SCS/AS for a downlink data delivery for asingle UE, the SCEF shall:

- verify the NIDD configuration resource already exists based on the URI passed, if the configuration resource
does not exist, the SCEF shall respond a 404 Not Found response to reject the downlink data delivery, and

- check whether the SCS/AS is authorised to send NIDD requests, if not authorized, the SCEF shall respond a 401
Unauthorized response to reject the downlink data delivery, and

- check whether the non-IP packet sizeislarger than the Maximum Packet Size that was provided to the SCS/AS
during NIDD Configuration. If the packet is oversized, the SCEF shall respond a 403 Forbidden response with a
cause value "DATA_TOO_LARGE" inthe "cause" attribute of the "ProblemDetails" structure indicating
received non-1P packet sizeis larger than "maximumPacketSize" of the NIDD configuration.

- if the Rds_port_verification feature is supported, check whether the RDS port numbers are within the configured
RDS port list. If the RDS port numbers are unknown in the SCEF, the SCEF shall respond a 403 Forbidden
response with a cause value "RDS_PORT_UNKNOWN?" in the "cause" attribute of the "ProblemDetails"
structure.

If all above checks are successful, the SCEF shall determine the EPS Bearer Context based on the APN associated with
the NIDD configuration and the User Identity. If the SCEF EPS bearer context is not found in the SCEF, depending on
PDN Connection Establishment Option received in the POST request or from NIDD configuration, the SCEF may:

- reject the request with an error message to the SCS/AS;

- send aDevice Trigger to the UE as described in subclause 4.4.6 without buffering the non-1P data and respond
the SCS/AS with a 500 Internal Server Error response; or
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- buffer the non-1P data and create the "Individual NIDD downlink data delivery" sub-resource, then send a 201
Created response to the SCS/AS. The response message al so includes an indication of whether the Device
Trigger procedure (as described in subclause 4.4.6) was performed by the SCEF. A Location header shall be
included in the response message that provides the URI of the resource identifying thisindividual downlink data
delivery. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to
refer to thisindividual downlink data delivery for possible replacement or cancellation. The non-I1P data shall be
delivered when the non-1P PDN connection is established.

If the SCEF EPS bearer context is found in the SCEF, the SCEF shall check if the SCS/AS has exceeded the quota or
rate of data submission considering the number of existing buffered non-1P data and restriction in APN and serving
PLMN rate control. If quotais reached, the SCEF shall respond the SCS/AS with a 403 Forbidden response and a cause
value "QUOTA_EXCEEDED" in the "cause" attribute of the "ProblemDetails" structure indicating the reason for the
failure condition. If rate limit is reached, the SCEF shall respond the SCS/AS with 429 Too Many Requests.

If the check is passed, the SCEF shall continue the downlink non-IP data delivery procedure as the defined
3GPPTS29.128[12].

If the non-IP data delivery was successful, the SCEF shall send a 200 OK response to the HTTP POST request
indicating the downlink non-I1P data delivery is successful along with the acknowledge information; otherwise the SCEF
may:

- send a500 Internal Server Error and a cause val ue indicating the reason for the delivery failure; or
- if the MME/SGSN indicates UE is temporary not reachable, either:

1. buffer the non-1P data and and create the "Individual NIDD downlink data delivery" sub-resource, then send
a 201 Created response to the SCS/AS. The response may include a Requested Re-Transmission time to
indicate the SCS/AS when the UE is expected to be reachable so that the SCEF re-transmits the buffered non-
IP data; or

2. send a500 Internal Server Error response without buffering the non-1P data, and include a cause value
"TEMPORARILY_NOT_REACHABLE" inthe "cause" attribute of the "ProblemDetails" structure
indicating the downlink non-1P data delivery is perfomed but stopped since UE is temporarily unreachable.
The response may include a Requested Re-Transmission time to indicate the SCS/AS when the UE is
expected to be reachable so that the SCS/AS may prepare any re-transmission;

If the MT_NIDD_modification _cancellation feature is supported and the SCS/AS decides to replace the pending
downlink data delivery in the SCEF, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI
received in the response to the request that has created the individual downlink data delivery resource. The External
Identifier or MSISDN shall remain unchanged from previous values. Upon receipt of the HTTP PUT request from the
SCS/AS, the SCEF shall check whether a pending non-IP data exists with the same URI (i.e. resource exists). If itis
found, the SCEF shall replace it with the new non-1P data and continue waiting for any message from the MM E/SGSN
for the UE indicating either the non-1P PDN connection is being established or the UE is reachable (such message may
be an MO NIDD); otherwise the SCEF shall respond 409 Conflict with a cause value "SENDING" in the "cause"
attribute of the "ProblemDetails" structure indicating replacement failure. If the buffered datais already delivered, the
SCEF shall respond with 404 Not Found and include a cause value a cause value "ALREADY DELIVERED" inthe
"cause" attribute of the "ProblemDetails" structure indicating replacement failure.

If the MT_NIDD_modification cancellation feature is supported and the SCS/AS decides to cancel the pending
downlink data delivery in the SCEF, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI
received in the response to the request that has created the individual downlink data delivery resource. Upon receipt of
the HTTP DELETE request from the SCS/AS, the SCEF shall check whether a pending request exists with the same
URI. If such non-IP data has not been delivered, the SCEF shall remove the individual downlink data delivery resource
and respond with an HTTP 204 No Content response; otherwise the SCEF shall respond with 404 Not Found (i.e. data
already delivered) with a cause value "ALREADY_DELIVERED" in the "cause" attribute of the "ProblemDetails"
structure or 409 Conflict (i.e. data delivery ongoing) response with a cause value "SENDING" in the "cause" attribute
of the "ProblemDetails" structure, and include a cause val ue indicating cancellation failure.

If apending non-IP datais delivered by the SCEF (e.g. due to non-1P PDN connection establishment), and the SCEF
gets the delivery result from the MME/SGSN, the SCEF shall remove the "Individual NIDD downlink data delivery”
sub-resource and send an HTTP POST message to the SCS/AS, identified by the notification destination URI received
during the NIDD configuration, to notify the delivery result for the pending non-I1P data. Upon receipt of the request,
the SCS/AS shall acknowledge the notification with an HTTP 200 OK or 204 No Content response.
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During MT NIDD delivery, if the UE indicates no support for RDS and the SCEF previously indicated RDS is enabled
to the SCS/AS, the SCEF shall stop sending the non-1P data and send MT NIDD delivery notification with
"FAILURE_RDS DISABLED" delivery status.

44532 Mobile Terminated NIDD for a group of UEs

If the SCS/AS needs to perform a downlink non-1P data delivery to a group of UEs and if both the SCS/AS and the
SCEF support GroupMesageDelivery feature as defined in sublcause 5.6.4, the SCS/AS shall send an HTTP POST
request message to the SCEF for the "NIDD downlink data deliveries" resource, identifying an existing NIDD
configuration resource as parent resource. The body of the HTTP POST request message shall include the External
Group Identifier and the non-1P data, and may include Reliable Data Service Configuration, PDN Connection
Establishment Option and Maximum Latency.

Upon receipt of such an HTTP POST request from the SCS/AS requesting the group message delivery, the SCEF
checks whether the SCS/AS s authorised to send NIDD reguests, whether the non-I1P packet sizeislarger than the
Maximum Packet Size that was provided to the SCS/AS during NIDD Configuration and if the Rds_port_verification
feature is supported whether the RDS port numbers are recognized. If any of those checks fails, the SCEF shall respond
aHTTP response with a cause value indicating the reason for the failure condition. If all checks are successful, the
SCEF shall create an "Individual NIDD downlink data delivery" resource and sends a 201 Created response to the
SCS/AS to acknowledge acceptance of the HTTP POST request.

Then for each authorized External |dentifier associated to the External Group Identifier which is retrieved from the HSS
during preceding NIDD configuration procedure (as specified in subclause 4.4.5.2.2), the SCEF shall determine the EPS
Bearer Context based on the APN associated with the NIDD configuration and the User Identity and continue the
procedure as described for MT NIDD for asingle UE in subclause 4.4.5.3.1 without sending downlink data delivery
status notification for any individual UE to the SCS/AS.

At the end of buffering (duration determined by the Maximum Latency or local policy) or after processing data delivery
for al UEsin the group, the SCEF shall send an HTTP POST message to SCS/AS to indicate the aggregated result of
data delivery of each UE. The body of the HTTP POST request message shall include MSISDN or External Identifier,
Retransmission Time (optional) and delivery result for each UE. Upon receipt of the request, the SCS/AS shall
acknowledge the request with an HTTP 200 OK or 204 No Content response.

The MT_NIDD_modification_cancellation feature is not supported for the group message delivery viaNIDD. If aPUT
or DELETE request is received for the "Individual NIDD downlink data delivery" resource which was created for a
group of UEs, the SCEF shall reject the message with 403 Forbidden response with a cause value
"OPERATION_PROHIBITED" inthe "cause" attribute of the "ProblemDetails" structure.

During MT NIDD delivery, if the UE indicates no support for RDS and the SCEF previously indicated RDS is enabled
to the SCS/AS, the SCEF shall stop sending the non-1P data for the indicated UE. In the aggregated MT NIDD delivery
notification, the SCEF shall send "FAILURE_RDS DISABLED" delivery status for each failed UE.

4454 Mobile Originated NIDD procedure

When the SCEF receives the non-1P data from MME/SGSN (or IWK-SCEF) as defined in 3GPP TS 29.128[12], and
finds an SCEF EPS bearer context and the associated NIDD configuration, the SCEF shall determine the SCS/AS by the
corresponding NIDD configuration, and send an HTTP POST request to the SCS/AS identified by the Notification
Destination Address received in the NIDD configuration to notify the uplink non-1P data. The body of the HTTP POST
message shall include External Identifier or MSISDN, non-IP data, NIDD configuration identifier, Reliable Data
Service Configuration (if available). The Reliable Data Service Configuration includes port numbers on UE and SCEF
that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if reliable
data service acknowledgement is enabled or not.

Upon receipt of the request, if the SCS/AS knows the NIDD configuration identified by the NIDD configuration
identifier, the SCS/AS shall acknowledge a 200 OK or 204 No Content message to the SCEF.
4455 NIDD Authorisation Update procedure

When the SCEF receives a NIDD Authorisation Update Request message from HSS to update a user's NIDD
authorisation as defined in 3GPP TS 29.336 [11], the SCEF shall determine the SCS/AS with the corresponding NIDD
Configuration, and send an HTTP POST message to the SCS/AS to notify it of the NIDD Authorisation Update. The
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body of the HTTP POST message shall include External Identifier or MSISDN, NIDD configuration identifier and the
NIDD configuration status.

Upon receipt of the request, if the SCS/AS knows the corresponding NIDD configuration, then the SCS/AS shall
acknowledge the request with an HTTP 200 OK or 204 No Content response.

If the NIDD configuration is revoked by the HSS within the received NIDD Authorisation Update Request, the SCEF
shall release the corresponding T6a/b PDN connection as specified in 3GPP TS 29.128 [12]. In this case, the SCEF
shall reject any subsequent MT NIDD deliveries with a 403 Forbidden response. Or 404 Not Found isreturned, if the
SCEF locally removed the associated NIDD configuration resource when the configuration was revoked.

If the RDS capability is changed, e.g. when the T6a/b PDN connection is etablished, the UE indicates no support for
RDS but the SCEF previously indicated RDS is supported to the SCS/AS in the NIDD configuration procedure, the
SCEF shall send an HTTP POST message to notify the SCS/AS that the NIDD statusis active and RDS capability
indication. The SCS/AS shall acknowledge the request with an HTTP 200 OK or 204 No Content response.

If the Rds_port_verification feature is supported, before sending the MO NIDD to the SCSAS as specified in
subclause 4.4.5.4, the SCEF shall check RDS port numbers (decoded from the uplink non-1P data according to

3GPP TS 24.250 [31]). If the RDS port numbers are not within the configured RDS port list, the SCEF shall notify the
SCS/AS with NIDD status set to "RDS_PORT_UNKNOWN" and the unknown RDS port numbers. The SCS/AS shall
acknowledge the request with an HTTP 200 OK or 204 No Content response.

4.45.6 Port Management Configuration

4456.1 Port Reservation and Release

As part of the Port Management configuration, operations to reserve a combination of port numbers, release a
combination of port numbers, query the list of port numbers that are reserved and notification of reservation of a port
number may be performed, if the Rds_dynamic_port feature is supported.

If the SCS/AS needs to reserve port numbers and associate them with an application, the SCS/AS shall send an HTTP
PUT message to the SCEF, using the URI received in the response to the request that has created the NIDD
configuration resource and the specific part of "/rds-ports/{ portld}" as described in subclause 5.6.3.9.2. The SCS/AS
may use this operation to reserve port numbers on the UE and SCEF and associate them with an application. Upon
receipt of the HTTP PUT request from the SCS/AS,

- if the"skipUelnquiry" is set to "false" and if the "individual ManagePort Configuration” resource already exists
in the same NIDD configuration, the SCEF shall respond with 403 Forbidden response with a cause value
"PORT_NOT_FREE" inthe "cause" attribute of the "ProblemDetails" structure; otherwise, the SCEF shall
interact with the UE viathe SGSN/MME to reserve the port by using RDS protocol as specified in
3GPP TS 24.250 [31] and return 202 Accept to the SCS/AS if successful responseis received from the
SGSN/MME. Then if the SCEF receives successful UE response, the SCEF shall create the "individual
ManagePort Configuration" resource and notify the SCS/AS with the reserved port as specified in
subclause 4.4.5.6.2, the SCEF shall also mark the resource is created by the SCS/AS; otherwise, the SCEF shall
notify the SCS/AS about the currently reserved ports as specified in subclause 4.4.5.6.2.

- if the"skipUelnquiry" is set to "true" and if the requested SCEF port already existsin an NIDD configuration
within the same APN, the SCEF shall respond with 403 Forbidden response with a cause value
"PORT_NOT_FREE" in the "cause" attribute of the "ProblemDetails" structure; otherwise, the SCEF shall
create the "individual ManagePort Configuration” resource and send an HTTP 201 Created response to the
SCS/AS, the SCEF shall aso mark the resource is created by the SCS/AS and notify the UE by using RDS
protocol as specified in 3GPP TS 24.250 [31].

If the SCS/AS needs to release port numbers associated with an application, the SCS/AS shall send an HTTP DELETE
message to the SCEF, using the URI received in the response to the request that has created the "individual ManagePort
Configuration" resource. Upon receipt of of the HTTP DELETE request from the SCS/AS, if the "individual
ManagePort Configuration" resource does not exist in the same NIDD configuration, the SCEF shall respond with 404
Not Found with a cause value "PORT_NOT_ASSOC WITH_APP" inthe "cause" attribute of the "ProblemDetails"
structure; otherwise if the the "individual ManagePort Configuration” resource was created by the SCS/AS and

- if the"skipUelnquiry" is set to "false”, the SCEF shall interact with the UE viathe SGSN/MME to release the
port by using RDS protocol as specified in 3GPP TS 24.250 [31] and return 202 Accept to the SCS/AS if
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successful response is received from the SGSN/MME. Then upon receipt of the UE response, the SCEF shall
notify the SCS/AS with the currently reserved ports as specified in subclause 4.4.5.6.2.

- if the"skipUelnquiry" is set to "true”, the SCEF shall delete the individual ManagePort Configuration resource
and respond with an HTTP 204 No Content response to the SCS/AS. The SCEF shall also notify the UE by
using RDS protocol as specified in 3GPP TS 24.250 [31].

If the HTTP DELETE request is received for the "Individual ManagePort Configuration” resource which was created by
the UE, the SCEF shall reject the message with 403 Forbidden response with a cause value
"OPERATION_PROHIBITED" inthe "cause" attribute of the "ProblemDetails" structure.

If the "skipUelnquiry" is set to "false" and the SCEF is not able to interact with the UE because:

- PDN connection is not established, the SCEF shall reject the HTTP PUT/DELETE request with a 500 Internal
Server Error response with acause value"NO_PDN_CONNECTION";

- UE isnot reachable, the SCEF shall reject the HTTP PUT/DELETE request with a500 Internal Server Error
response with a cause value "TEMPORARILY_NOT_REACHABLE". The response may include a Requested
Re-Transmission time to indicate the SCS/AS when the UE is expected to be reachable so that the SCS/AS may
prepare any re-configuration for the RDS port; or

- theinteraction with the SGSN/MME is not successful, the SCEF shall reject the HTTP PUT/DELETE request
with a 500 Internal Server Error and a proper cause value indicating the reason for the delivery failure.

4456.2 Port Notification

If the SCEF needs to send the information about reserved ports and their configuration to the SCS/AS (e.g. due to 3GPP
network created or released "individual ManagePort Configuration” resource upon UE triggered RDS port management
procedures as specified in 3GPP TS 24.250 [31]), the SCEF shall send an HTTP POST message to the SCS/AS, using
the URI received within the "notificationDestination" attribute in the NiddConfiguration resource. The body of the
message is encoded in JSON format with the data structure defined in table 5.6.2.1.9-1. The SCS/AS shall acknowledge
the HTTP POST request with an HTTP 200 OK or 204 No Content response.

4.4.6 Procedures for Device Triggering
The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.

In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF for the "Device
Triggering Transactions' resource. The body of the HTTP POST message shall include the External Identifier or
MSISDN, validity period, priority, Application Port ID and trigger payload.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a
trigger request and if the SCS/A S has exceeded its quota or rate of trigger submission. The SCEF shall aso resolve the
Externa Identifier or MSISDN to IMSI and retrieve the "Routing Information” from HSS for the triggering delivery. If
the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if thereisno valid
subscription information or if the "Routing Information” cannot be found, then the SCEF shall reject the request with an
error message to the SCS/AS. Otherwise, the SCEF shall perform the device trigger procedure over Tsp as defined in
3GPP TS 29.368 [24] and T4 asdefined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall
create aresource "Individual Device Triggering Transaction" which represents the triggering transaction, addressed by a
URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS
with a 201 Created message, including the trigger and a L ocation header field containing the URI for the created
resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to
this device triggering transaction.

In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF for the
"Individual Device Triggering Transaction" resource, using the URI received in the response to the request that has
created the device triggering transaction resource. The body of the HTTP PUT message shall include External Identifier
or MSISDN, validity period, priority, Application Port ID and trigger payload.

After receiving the corresponding HTTP PUT message from the SCS/AS, the SCEF shall check if the SCS/ASis
authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger
submission. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall
replace the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined
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in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall
send an HTTP response to the SCS/AS to indicate trigger replace success or failure.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual Device Triggering Transaction" resource, using the URI received in the response to the request that has
created the device triggering transaction resource.

After receiving the corresponding HTTP DELETE message from the SCS/AS, the SCEF shall check if the SCS/ASis
authorised to send arecall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission.
The SCEF shall also check if the device triggering transaction resource referenced by the URI exists. If any of these
checksfail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering
with the SMS-SC by performing the device trigger recall procedure over Tsp as defined in 3GPP TS 29.368 [24] and T4
as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HT TP response to the
SCS/ASto indicate trigger recall success or failure.

When it receives the Message Delivery Report from the SMS/SC, the SCEF shall send an HTTP POST message to the
SCS/ASto report the trigger delivery result. The body of the HTTP POST message shall include the identifier if the
transaction and cause. The SCS/AS shall respond with an HTTP 200 OK or 204 No Content response.

4.4.7 Procedures for Group Message Delivery

4.47.1 General

This procedure is used by an SCS/AS to deliver a payload to agroup of UEs. Two methods of Group Message Delivery
viathe T8 are specified:

- Group Message Delivery viaMBM S which is intended to efficiently distribute the same content to the members
of agroup that are located in a particular geographical areawhen MBM S is used. This method further includes
two varieties:

- the MB2 interface (see stage 2 in 3GPP TS 23.468 [55] and stage 3 in 3GPP TS 29.468 [36]) isused as
southbound interface;

- thexMB interface (see stage 2 in 3GPP TS 26.348 [56] and stage 3in 3GPP TS 29.116 [37]) is used as
southbound interface.

- Group Message Delivery viaunicast MT NIDD for UEs which are part of the same External Group Identifier.
NOTE: Group Message Delivery viaMT NIDD isdefined in subclause 4.4.5.3.2.

Error handling for the procedures in the subsequent subclauses shall be handled based on subclause 5.2.6.
4.4.7.2 Group Message Delivery via MBMS

44721 General

This procedure is used by an SCS/AS to deliver a payload to a group of UEs viathe T8 interface. The SCEF use the
Group Message Delivery viaMBM S to efficiently distribute the same content to the members of a group that are
located in a particular geographical area when MBM S s used.

The procedure of Group message Delivery viaMBMS and MB2 used as southbound interface is described in
subcaluse 4.4.7.2.2 and the procedure of Group message Delivery viaMBMS and xMB used as southbound interface is
described in subcaluse 4.4.7.2.3.

4.4.7.2.2 Group Message Delivery via MBMS by MB2

447221 TMGI Allocation

If the SCS/AS acts asa GCS ASin the application level and if thereis no assigned TMGI for an External Group
Identifier, the SCS/AS shall send an HT TP message to the SCEF to the resource "TMGI Allocation". The body of the
HTTP POST request message shall include the External Group Identifier. The SCS/AS may a so include the location
information in the body.
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Upon receipt of the HTTP POST request from the SCS/AS to allocate a TMGI, the SCEF shall check whether the
SCS/AS isauthorized to request TMGI allocation. If authorization is successful, the SCEF shall initiate TMGI
allocation by the BM-SC as defined in subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful allocation of a TMGI,
the SCEF shall create the resource which represents the TMGI allocation, addressed by a URI that contains the SCS
identity and TMGI, and shall respond to the SCS/AS with a 201 Created message including the TMGI and the TMGI
expiration time.

In order to renew the TMGI expiration time, the SCS/AS shall send an HTTP PUT or PATCH message to the SCEF to
the resource "Individual TMGI Allocation”. Upon receipt of the HTTP PUT or PATCH request from the SCS/ASto
renew TMGI expiration time, the SCEF shall initiate TMGI expiration time renewal to the BM-SC as defined in
subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful result, the SCEF shall update the resource and respond to the
SCS/AS by sending an HT TP response with 200 OK including the new TMGI expiration time.

If the SCEF receives the response with an error code from the BM-SC for the allocation of TMGI or renewal of
expiration time for the existing TMGI, the SCEF shall not create or update the resource and shall respond to the
SCS/AS with a corresponding failure code as described in subclause 5.2.6.

Upon the TMGI expiration, the SCEF may del ete the resource of the TMGI locally.

Upon receipt of the notification of TMGI expiration by the BM-SC as defined in subclause 5.2.3 of
3GPP TS 29.468 [36], the SCEF shall delete the resource if not yet deleted.

447222 TMGI Deallocation

In order to deallocate the TMGI, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource
"Individual TMGI Allocation”. Upon receipt of the HTTP DELETE request from the SCS/AS to deallocate the TMGI,
the SCEF shall initiate TMGI deallocation by the BM-SC as defined in subclause 5.2.2 of 3GPP TS 29.468 [36]. Upon
successful deallocation of a TMGI, the SCEF shall delete the resource "Individual TMGI Allocation" together with all
sub-resouces "GMD viaMBMS by MB2" if available,and shall respond to the SCS/AS by sending an HTTP response
with 204 No Content.

4.4.7.2.2.3 Creation of group message delivery

If the SCS/IAS acts asa GCS ASin the application level and if the SCS/AS has an assigned TMGI for the External
Group Identifier, in order to perform the group message delivery, the SCS/AS shall sends an HTTP POST request
message to the SCEF to the resource "GMD viaMBMS by MB2". The body of the HTTP POST request message shall
include the External Group Identifier and notification destination URI identifying the recipient of notification within the
"notificationDestination” attribute. The SCS/AS may also include the Group Message Payload, the location information
and a Message Delivery Start Time in the body.

The SCS/AS may also send an HTTP POST message to the SCEF directly to the resource "TMGI Allocation" without
previously requesting TMGI allocation as defined in subclause 4.4.7.2.2. The SCEF shall create the resource
"Individual TMGI Allocation” and perform the procedure as define in subclause 4.4.7.2.2, and shall also create resource
"GMD viaMBMS by MB2" and perform the procedure as mentioned in this subcaluse for MBM S bearer creation.

Upon receipt of the HTTP POST request from the SCS/AS to deliver the group message, the SCEF shall check whether
the SCS/AS is authorized to send a group message request. It also checksto see if the Message Delivery Start Time
does not start after the TMGI expiration. If authorization is successful, the SCEF shall initiate the Active MBM S Bearer
procedure as defined in subclause 5.3.2 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.
The SCEF shall include the location information based on the local configuration if the location information is not
provided in the HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall create resource which represents " Individual GMD via
MBMS by MB2", addressed by a URI that contains Transaction Id allocated by the SCEF and respond to the SCS/AS
by sending an HTTP response with a 201 Created status code, including a Location header field containing the URI for
the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to this active MBM S bearer. If the Group Message Payload was not include in the HTTP
POST above, the HTTP response sent from the SCEF shall aso include the SCEF message delivery Ipv4 address or
Ipv6 address and port number.

If the SCEF receives the response with an error code from the BM-SC for the activation of MBMS bearer, the SCEF
shall not create the resource and shall respond to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6.
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If the Group Message Payload was included the HTTP POST above, the SCEF shall deliver to BM-SC the Group
Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.

If the Group Message Payload was not include in the HTTP POST above, the SCEF shall transfer the contents received
from the SCS/AS to the BM-CS at or after the requested Group Message Start Time, but before the TMGI Expiration
time. In this case, when the SCEF detects the group message delivery was triggered successful, the SCEF shall send an
HTTP POST request message to the SCS/AS.

NOTE: If Group Message Payload was included, then at Message Delivery Start Time, the SCEF deliversto BM-
SC the Group Message Payload(s) to corresponding to MB2-U | P address and port number associated
with respective TMGI.

4.4.7.2.2.4 Modification of previous submitted group message delivery

If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the
SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF to the resource "Individual GMD via
MBMS by MB2". The body of the HTTP PATCH request message shall include the Message Delivery Start Time. The
SCS/AS may also include the External Group Identifier, the Group Message Payload and the location information in the
body. The body of the HTTP PUT request message shall include the information as the information provided in the
HTTP POST in subclause 4.4.7.2.2.2.3. The body of the HTTP PATCH request message shall include the information
defined in the data type of GMDViaM BM SByMb2Patch as defined in subclause 5.8.2.1.1.6.

Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/AS to modify the previous group message
delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the
submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Modify MBM S Bearer
procedure as defined in subclause 5.3.4 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.
The SCEF shall include the location information based on the local configuration if the location information is not
provided inthe HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBMS bearer, the SCEF shall update the resource and respond to the SCSYAS with a
200 OK success message indicating that previous group message delivery subscription is successfully updated.

If the SCEF receives the response with an error code from the BM-SC for the modification of MBMS bearer, the SCEF
shall not update the resource and shall respond to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6.

4.4.7.2.2.5 Cancellation of previous submitted group message delivery

If the SCS/AS determines that deletion of previous accepted Group Message Delivery Request is required, the SCS/AS
shall send an HTTP DELETE request message to the SCEF.

Upon receipt of the HTTP DELETE request from the SCS/AS to delete the previous group message delivery, the SCEF
shall check whether the SCS/AS is authenticated and authorized to delete an existing group message delivery
subscription. If the authorization is successful, the SCEF shall initiate the Delete MBM S Bearer procedure as defined in
subclause 5.3.3 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.

Upon successful deletion of MBMS bearer, the SCEF shall respond to the SCS/AS with a 204 No Content message
indicating that submitted group message delivery is successfully deleted.

4.4.7.2.3 Group message Delivery via MBMS by xMB

4.47.23.1 Service Creation

If the SCS/AS acts as a content provider in the application level and if there is no assigned Service ID for an External
Group Identifier, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "xMB Services'. The
body of the HTTP POST request message shall include the External Group Identifier.

Upon receipt of the HTTP POST request from the SCS/AS to create a service, the SCEF shall check whether the
SCS/ASis authorized to request service creation. If authorization is successful, the SCEF shall initiate service creation
by the BM-SC as defined in subclause 5.2.1.2.2 of 3GPP TS 29.116 [37]. Upon successful service creation, the SCEF
shall create the resource which represents the service creation, addressed by a URI that contains the SCS identity and
Service Id, and shall respond to the SCS/AS with a 201 Created message which may include the service announcement
information.
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If the SCEF receives the response with an error status code from the BM-SC for the service creation, the SCEF shall not
create or update the resource and shall respond to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6.

4.47.2.3.2 Service Deletion

In order to delete the service, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource
"Individual XMB Service". Upon receipt of the HTTP DELETE request from the SCS/AS to delete the service, the
SCEF shall initiate service deletion by the BM-SC as defined in subclause 5.2.1.2.4 of 3GPP TS 29.116 [37]. Upon
successful deletion of a service, the SCEF shall delete the resource "Individual XMB Service" together with all sub-
resouces "GMD viaMBMS by xMB" if available, and shall respond to the SCS/AS by sending an HTTP response with
204 No Content.

4.4.7.2.3.3 Creation of group message delivery

If the SCS/AS acts as a content provider in the application level, the SCS/AS may sends an HTTP POST request
message to the SCEF to the resource "GMD viaMBMS by xMB". The body of the HTTP POST request message shall
include the External Group Identifier and notification destination URI identifying the recipient of notification within the
"notificationDestination” attribute. The SCS/AS may also include the Group Message Payload, the location

information, a Message Delivery Start Time and Message Delivery Stop Time in the body.

Upon receipt of the HTTP POST request from the SCS/AS to deliver the group message, the SCEF shall check whether
the SCS/AS is authorized to send a group message request. It also checksto see if the Message Delivery Start Time
doesn't start after the Message Delivery Stop Time. If authorization is successful, the SCEF shall initiate the Create
Session procedure as defined in subclause 4.4.5.2 of 3GPP TS 29.116 [37] and the Update Session procedure as defined
in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider, Session Start
is set accordiong to the Message Delivery Start Time and the Session Stop is set according to the Message Delivery
Stop Time. The SCEF shall include the location information based on the local configuration if the location information
is not provided and include the session type set to "Files" inthe HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall create resource which represents " Individual GMD via
MBMS by xMB ", addressed by a URI that contains Transaction Id allocated by the SCEF and respond to the SCS/AS
by sending an HTTP response with a 201 Created status code, including a Location header field containing the URI for
the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to this active MBMS bearer. If the Group Message Payload was not included inthe HTTP
POST above, the HTTP response sent from the SCEF shall aso include the SCEF message delivery Ipv4 address or
Ipv6 address and port number.

If the SCEF receives the response with an error code from the BM-SC for the activation of MBMS bearer, the SCEF
shall not create the resource and shall respond to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6.

If the Group Message Payload was included the HTTP POST above, the SCEF shall deliver to BM-SC the Group
Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.

If the Group Message Payload was not included in the HTTP POST above, the SCEF shall transfer the contents
received from the SCS/AS to the BM-CS at or after the requested Message Delivery Start Time, but before the Message
Delivery Stop Time. In this case, when the SCEF detects the group message delivery was triggered successful, the
SCEF shall send an HTTP POST request message to the SCS/AS.

4.4.7.2.3.4 Modification of previous submitted group message delivery

If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the
SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF to the resource "Individual GMD via
MBMS by xMB ". The body of the HTTP PATCH request message shall include the Message Delivery Start Time and
Message Delivery Stop Time. The SCS/AS may a so include the External Group Identifier, the Group Message Payload
and the location information in the body. The body of the HTTP PUT request message shall include the information as
the information provided in the HTTP POST in subclause 4.4.7.2.3.3. The body of the HTTP PATCH request message
shall include the information defined in the data type of GMDViaMBM SByxMBPatch as defined in

subclause 5.8.3.1.1.4.

Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/AS to modify the previous group message
delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the
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submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Update Session
procedure as defined in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content
Provider, Session Start is set accordiong to the Message Delivery Start Time and the Session Stop is set according to the
Message Delivery Stop Time. The SCEF shall include the location information based on the local configuration if the
location information is not provided inthe HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBMS bearer, the SCEF shall respond to the SCS/AS with a 200 OK success message
indicating that previous group message delivery subscription is successfully updated.

If the SCEF receives the response with an error code from the BM-SC for the modification of MBMS bearer, the SCEF
shall not update the resource and shall respond to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6.

4.4.7.2.35 Cancellation of previous submitted group message delivery

If the SCS/AS determines that deletion of previous accepted Group Message Delivery Request is required, the SCS/AS
shall send an HTTP DELETE request message to the SCEF.

Upon receipt of the HTTP DELETE request from the SCS/AS to delete the previous group message delivery, the SCEF
shall check whether the SCS/AS is authenticated and authorized to delete an existing group message delivery
subscription. If the authorization is successful, the SCEF shall initiate the Delete Session procedure as defined in
subclause 4.4.5.4 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider.

Upon successful deletion of MBM S bearer, the SCEF shall respond to the SCS/AS with a 204 No Content message
indicating that submitted group message delivery is successfully deleted.

4.4.8 Procedures for Reporting of Network Status

4.48.1 General

These procedures are used by an SCS/AS to perform reporting of network status via the T8 interface in one time or
continuous reporting cases. The SCEF uses the reporting procedures based on the network status information from one
or more RCAF(s). These procedures can also be used by the SCS/AS to indicate the removal of a previoudly subscribed
reporting request.

4.4.8.2 Network Status Reporting Subscription

In order to create a new subscription to request for notification about the network status, the SCS/AS shall send an
HTTP POST message to the SCEF for the "Network Status Reporting Subscriptions’ resource. The body of HTTP
POST message shall include a Notification destination address and Location area, and may include time duration and
threshold (s).

Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check:

- if the SCS/AS is authorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status
code set to 401 Unauthorized.

- if the SCS/AS has exceeded its quota of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 403 Forbidden and may indicate the failure reason "QUOTA_EXCEEDED" (i.e. the quota
exceeded) within the "cause" attribute of the "ProblemDetails" structure in the HTTP POST response.

- if the SCS/AS has exceeded its rate of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 429 Too Many Requestsin the HTTP POST response.

After the SCEF authorized the HTTP request message, the SCEF shall create aresource "Individual Network Status
Reporting Subscription” which represents the subscription, addressed by a URI that contains the SCS/AS identity and
an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a
Location header field containing the URI for the created resource, to acknowledge to the SCS/AS the successful
subscription. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer
to this network status reporting subscription. Then, the SCEF shall perform request of network status reporting
procedure with the RCAF over Nsinterface as defined in 3GPP TS 29.153 [30].
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In order to update an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP PUT
message to the SCEF for the "Individual Network Status Reporting Subscription” resource, using the URI received in
the response to the request that has created the network status reporting subscription resource. After receiving the HTTP
PUT message, the SCEF shall send an HTTP response to the SCS/AS with a 200 OK status code and include the result
in the body of the HTTP response. Then, the SCEF shall make the change and interact with the RCAF as defined in
3GPP TS 29.153[30].

NOTE: Inorder to update an existing subscription, the SCEF needs to send a cancellation to the previously
associated RCAF(s) to remove the related SCEF instructions and then send a new request with updated
parameters.

In order to remove an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP
DELETE message to the SCEF for the "Individual Network Status Reporting Subscription” resource, using the URI
received in the response to the request that has created the network status reporting subscription resource. Upon receipt
of the HTTP DELETE message, the SCEF shall send an HTTP response to the SCS/AS with a 204 No Content status
code. Then, the SCEF shall interact with the RCAF to terminate the continuous reporting of network status as defined in
3GPP TS29.153[30].

4.48.3 Network Status Reporting Notification

After receiving reports from all the involved RCAF(s) as defined in 3GPP TS 29.153 [30], the SCEF shall send an
HTTP POST message to the SCS/AS using the identified destination URL, which is provided by the SCS/AS during the
network status reporting subscription. The body of HTTP POST message shall include the NSI.

4.4.9 Procedures for Communication Pattern Parameters Provisioning
One or more set of CP parameters may be provisioned by the SCS/AS for asingle UE or a group of UEs.

In order to create resources for one or more CP parameter set(s), the SCS/AS shall send an HTTP POST message to the
SCEF for the "CP Provisioning Subscriptions' resource, including one or more new provisioned CP parameter set(s).
The body of HTTP POST message shall include External Identifier or MSISDN for asingle UE or External Group 1D
for agroup of UEs, SCS/AS Identifier and one or more set of CP information associated with CP parameter set 1d(s).

After receiving the HTTP POST message, the SCEF shall check if the SCS/AS is authorised. The SCEF may also check
if the number of CP parameter sets(s) reaches the limitation based on operator policy or configuration.

After validation, the SCEF shall for each received CP parameter set |d, assign an SCEF Reference |D which may be
derived from the CP parameter set 1d, and send Update CP Parameter Request message to the HSS for delivering the CP
parameter set(s) as specified in 3GPP TS 29.336 [11].

After receiving result from the HSS, if the result is successful, the SCEF shall create aresource "Individual CP
Provisioning Subscription” and the corresponding sub-resources "Individual CP Set Provisioning” each represents a
successfully provisioned CP parameter set indicated by the HSS and respond to the SCS/AS with a 201 Created
including Location header field containing the URI for the created subscription resource "Individual CP Provisioning
Subscription™ and the sub-resource(s) "Individual CP Set Provisioning” corresponding to each successful CP parameter
set within the "self" attribute in the " cpParameterSet" attribute; otherwise, the SCEF shall not create any resource and
shall respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6. If not all CP parameters
sets are provisioned successfully (i.e. the HSS indicates failure for some or al CP parameter sets and/or the SCEF does
not accept the CP parameter provisioning (e.g. one or more CP Set Identifiersin the request are already present in
existing subscriptions)), the SCEF shall also include CP report(s) within attribute "cpReports® with alist of failed CP
Set Identifier(s) and the corresponding failure code as specified in table 5.10.2.3.5-1 in the body of the HTTP response.

In order to add new CP parameter set(s), update and/or remove the existing CP parameter set(s) for one or more CP
parameter set 1d(s), the SCS/AS may send an HTTP PUT message to the SCEF for the "Individual CP Provisioning
Subscription™ resource requesting to add new CP parameter set(s) by creating new resource(s), change some created
properties (e.g. Vaidity Time) of the existing resource(s), and/or remove some or entire properties of the existing
resource(s). After receiving the HTTP PUT message, the SCEF shall send the CP parameter changes to the HSS as
specified in 3GPP TS 29.336 [11]. After receiving the response from the HSS with a successful code, if the HSS
indicates all CP parameter sets or some CP parameter sets are provisioned successfully, the SCEF shall create or update
the corresponding sub-resource(s) "Individual CP Set Provisioning" each represents a successfully provisioned CP
parameter set indicated by the HSS and send an HT TP response to the SCS/AS with a 200 OK status code and include a
list of successful CP parameter set(s) in the body of the HTTP response. Otherwise, the SCEF shall not create or update
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the resource(s) and shall send an HT TP response to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6. If not al CP parameters sets are provisioned successfully (i.e. the HSS indicates failure for some or all
CP parameter sets and/or the SCEF does not accept the CP parameter provisioning (e.g. one or more CP Set Identifiers
in the request are already present in existing subscriptions)), the SCEF shall also include CP report(s) within attribute
"cpReports’ with alist of failed CP Set Identifier(s) and the corresponding failure code as specified in table 5.10.2.3.5-1
in the body of the HTTP response.

The SCS/AS may send aHTTP PUT message to the SCEF for the "Individual CP Set Provisioning" resource requesting
to replace an individual resource identified by the CP parameter set 1d. The body of the HTTP PUT message shall
include set of CP information. After receiving such request, the SCEF shall interact with the HSS as specified in

3GPP TS 29.336 [11]. After receiving the response from the HSS with a successful code, the SCEF shall update the
resource and send an HTTP response to the SCS/AS with a 200 OK status code; otherwise, the SCEF shall not update
the resource and shall send an HTTP response to the SCS/AS with a corresponding failure code as described in
subclause 5.2.6. If the provisioning of the CP set fails (i.e. the HSS returns failure for the CP set or the SCEF does not
accept the CP set provisioning), the SCEF shall reject the request with a corresponding status code, and include the
attribute " cpReports’ with the corresponding failure code as specified in table 5.10.2.3.5-1 and the CP Set Identifier for
which the provisioning has failed.

The SCS/AS may send an HTTP DELETE message to the SCEF requesting to delete an individual CP set resource
"Individual CP Set Provisioning". After receiving such request, the SCEF shall determine the SCEF Reference ID for
Deletion associated with the CP parameter set 1d, and interact with the HSS as specified in 3GPP TS 29.336 [11]. After
receiving the response from the HSS, the SCEF shall delete the addressed resource and send an HTTP response to the
SCS/AS with a 204 No Content status code.

The SCS/AS may send an HTTP DELETE message to the SCEF requesting to delete an individual subscription
resource "Individual CP Provisioning Subscription”. After receiving such request, the SCEF shall determine the SCEF
Reference ID (s) for Deletion associated with the CP parameter set 1d(s) and interact with the HSS as specified in
3GPP TS 29.336 [11]. After receiving the response from the HSS, the SCEF shall delete the addressed resource and its
sub-resources addressed by "Individual CP Set Provisioning” and send an HTTP response to the SCSYAS with a 204 No
Content status code.

4.4.10 Procedures for PFD Management

The PFDs associated with application identifier(s) may be created, updated or removed by the third party SCS/AS as
defined in 3GPP TS 23.682 [2].

In order to create PFDs resources for one or more external Application Identifier(s), the SCS/AS shall send an HTTP
POST message to the request URI of the resource "PFD Management Transactions" including one or more set of PFDs
for external Application Identifier(s). The body of the HTTP POST message shall include external Application
Identifier(s) and PFDs associated with its PFD Identifier(s), an Allowed Delay may be included for the external
Application Identifier(s) as well.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall provision the PFDs to the PFDF
asdefined in 3GPP TS 29.250 [26]. When receiving the response from the PFDF, the SCEF shall send an HTTP
response to the SCS/AS with a corresponding status code. If one or more external application identifiers are provisioned
successfully, the SCEF shall create an "Individual PFD Management Transaction" resource for the request and he
corresponding sub-resources "Individual Application PFD Management™ each represents a successfully provisioned
external application identifier. The SCEF shall respond to the SCS/AS with a 201 Created including Location header
field containing the URI for the created transaction resource "Individual PFD Management Transaction" and the sub-
resource(s) "Individual Application PFD Management" corresponding to each external application identifier within the
"self" attribute in the "PfdData" datatype, the SCEF shall also include PFD report(s) with alist of external Application
Identifier(s) and result(s) in the body of the HTTP response if some application(s) are not provisioned successfully (i.e.
the PFDF returns failure and/or the SCEF does not accept the PFD provisioning (e.g. one or more external Application
Identifiersin the request are already present in existing transactions)).

In order to update the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP PUT message to

URI of the resource "Individual PFD Management Transaction” including one or more set of PFDs for external
Application Identifier(s). After receiving the HTTP PUT message, the SCEF shall make the change and send the change
to the PFDF (i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the
PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall create
or update the corresponding sub-resource(s) "Individual Application PFD Management" each represents a successfully
provisioned external application identifier, and also include PFD report(s) with alist of external Application
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Identifier(s) and result(s) in the body of the HTTP response if some application(s) are not provisioned successfully (i.e.
the PFDF returns failure and/or the SCEF does not accept the PFD provisioning (e.g. one or more external Application
Identifiersin the request are already present in existing transactions)).

NOTE 1: When the PUT for "Individua PFD Management Transaction” isreceived in the SCEF, SCEF can use
partial update or full update towards the PFDF.

In order to remove the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP DELETE message
to the URI of the resource "Individual PFD Management Transaction™. After receiving such request, the SCEF shall
delete the "Individual PFD Management Transaction" resource and its "Individual Application PFD Management” sub-
resouce(s), and shall interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the
PFDF, the SCEF shall send an HTTP response to the SCS/A S with a corresponding status code.

For the POST message to the resource "PFD Management Transactions' or the PUT message to the resource
"Individual PFD Management Transaction", if the provisioning of all application(s) fails (i.e. the PFDF returns failure
and/or the SCEF does not accept the PFD provisioning), the SCEF shall respond with 500 Internal Server Error status
code, and include the attribute "pfdReports" with the corresponding failure reason as specified in table 5.11.2.2.3-1 and
the external Application Identifier(s) for which the provisioning has failed.

In order to update the PFDs for an existing external Application Identifier, the SCS/AS shall send an HTTP PUT
message to the resource "Individua Application PFD Management"” to update the full set of PFDs of an existing
resource. After receiving the HTTP PUT message, the SCEF shall make the change and send the change to the PFDF
(i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the
SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.

NOTE 2: When the PUT for "Individual Application PFD Management" is received in the SCEF, SCEF can use
partial update or full update towards the PFDF.

In order to update the PFDs for an existing external Application Identifier, the SCS/AS may also send an HTTP
PATCH message to URI of the resource "Individual Application PFD Management" to partially update PFDs. After
receiving the HTTP PATCH message, the SCEF shall make the change and send the change to the PFDF (i.e.
add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF
shall send an HTTP response to the SCS/AS with a corresponding status code.

In order to remove the PFDs for an existing individual application, the SCS/AS shall send an HTTP DELETE message
to the resource "Individual Application PFD Management". After receiving such request, the SCEF shall delete the
resource and interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF,
the SCEF shall send an HT TP response to the SCS/AS with a corresponding status code.

For the PUT/PATCH message to the resource "Individual Application PFD Management”, if the provisioning of the
application fails (i.e. the PFDF returns failure or the SCEF does not accept the PFD provisioning), the SCEF shall reject
the request with a corresponding status code, and include the attribute " pfdReports" with the corresponding failure code
as specified in table 5.11.2.2.3-1 and the external Application Identifier for which the provisioning has failed.

If the SCEF receives PFD management notification including the PFD failure report from the PFDF (as defined in
3GPP TS 29.250[26]) and if the feature PfdM gmtNotification is supported, the SCEF shall notify the SCS/AS with an
HTTP POST message, identified by the notification destination URI received during the PFD provisioning, to notify the
failure result for the PFD management by including the PfdReport data type in the body of the message. Within the
PfdReport data type, the SCEF shall include the impacted application id(s) within the "external Applds" attribute, the
"failureCode" attribute set to "PARTIAL_FAILURE". In addition, if the SCEF receives the location area(s) of
PCEF/TDF(s) which are unable to enforce the PFD(s) from the PFDF, the SCEF shall include the location area(s)
within the "locationArea" attribute of the PFD report(s). After receiving the HTTP POST message, the SCS/AS shall
send aHTTP response with "204 No Content" status code.

NOTE 3: How the SCS/AS reacts to the failed PFD provisioning is left to implementation.
NOTE 4: The SCEF maps the 3GPP network area(s) to the geographic area(s) or civic address(es) if the 3GPP
network area(s) is not allowed to be exposed to the 3rd party according to the operator policy.
4.4.11 Procedures for Enhanced Coverage Restriction Control

The procedures are used by an SCS/AS to query the status of, or to configure the enhanced coverage restriction for a
UE viathe T8 interface as defined in 3GPP TS 23.682 [2].
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In order to query the current status of enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to
the SCEF using the query custom operation as defined in subclause 5.12.13.2. The body of the HTTP POST message
shall include External Identifier or MSISDN.

In order to configure the enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to the SCEF
using the configure custom operation as defined in subclause 5.12.13.3. The body of the HTTP POST message shall
include External Identifier or MSISDN and the Enhanced Coverage Restriction setting (i.e. allowed-PLMN-List or
restricted-PLMN-List).

Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check:

- if the SCS/AS is authorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status
code set to 401 Unauthorized.

- if thereguest is malformed. If it is malformed, the SCEF shall respond to the SCS/AS with a status code set to
400 Bad Request.

- if the SCS/AS has exceeded its quota of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 403 Forbidden and may indicate the failure reason "QUOTA_EXCEEDED" (i.e. the quota
exceeded) within the "cause" attribute of the "ProblemDetails" structure in the HTTP POST response.

- if the SCS/AS has exceeded its rate of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 429 Too Many Requestsin the HTTP POST response.

The SCEF shall send a Configuration Information Request to the HSS to query or configure the setting of Enhanced
Coverage Restriction as defined in 3GPP TS 29.336 [11].

Upon receipt of the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a 200 OK
message for query or configure custom operation and include the Enhanced Coverage Restriction Data from HSS into
the HT TP response.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall respond to the SCS/AS with a
corresponding failure code as described in subclause 5.2.6.

4.4.12 Procedures for Network Parameter Configuration

44121 General

The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter
values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual
UE or agroup of UEs.

In order to create a new network parameter configuration to configure suggested network parameters, the SCS/AS shall
send an HTTP POST request message to the SCEF to the resource "NP Configurations®. The body of the HT TP request
message shall include External Identifier or MSISDN or External Group Identifier, SCS/AS Identifier, and may include
Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group Reporting
Guard Time, wherein, the External Identifier or MSISDN indicates the configuration for an individual UE and the
External Group Identifier indicates for agroup of UEs. If the External Group Identifier isincluded, the SCS/AS shall
provide the Notification Destination Address in the request.

NOTE: The Notification Delivery as described in subclause 5.2.5 is not supported for individual UE
configuration case.

In order to update an existing Network Parameter Configuration, the SCS/AS may send an HTTP PUT message to the
resource "Individual NP Configuration”" requesting the SCEF to replace all propertiesin the existing resource.

The SCS/AS may also use an HTTP PATCH message to request to change some properties in the existing resource.

Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the
SCEF shall check whether the Maximum Latency, Maximum Response Time and/or Suggested Number of Downlink
Packetsin the HTTP request body are within the range defined by operator policies, if one or more of these parameters
are not within the range, the SCEF shall:
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- either rgject the request message by sending an HT TP response to the SCS/AS with a status code set to "403
Forbidden" and may indicate the "PARAMETER_OUT_OF RANGE" error in the "cause" attribute of the
"ProblemDetails" structure and indicate which parameters are out of the range in the "invalidParams" attribute of
the "ProblemDetails" structure; or

- modify the parameters which are not within the range by selecting different values which are in the range.

After validation, the SCEF shall perform the Network Parameter Configuration as described in subclause 4.4.12.2 for an
individual UE or in subclause 4.4.12.3 for agroup of UESs.

In order to delete an existing Network Parameter Configuration at the SCEF, the SCS/AS shall send an HTTP DELETE
message to the corresponding resource "Individual NP Configuration” at the SCEF. The SCEF shall determine the
SCEF Reference ID for deletion and interact with the HSS via S6t as defined in 3GPP TS 29.336 [11]. Upon receipt of
the response from the HSS, the SCEF shall delete active resource "Individual NP Configuration” addressed by the URI
and send an HTTP response to the SCS/AS with a"204 No Content” status code.

4.4.12.2 Configuration Request for an individual UE

If the configuration request from the SCS/AS is for an individual UE, the SCEF shall send the Configuration
Information Request command to the HSS via S6t as defined in 3GPP TS 29.336 [11].

Upon receipt of the response from the HSS, the SCEF shall,

- forthe HTTP POST message, create a new resource "Individual NP Configuration” addressed by a URI that
contains the SCS/AS identifier and an SCEF-created configuration identifier, and send an HTTP POST response
to the SCSYAS with "201 Created" status code, the final suggested configuration parameter(s) (if modified), the
indication(s) for the discarded parameter(s) (if discarded), and a location header field containing the URI for the
created resource.

- forthe HTTP PUT or PATCH message, update the active resource "Individual NP Configuration”, and send an
HTTP response to the SCS/AS with "200 OK" status code, the final suggested network parameter(s) (if
modified), the indication(s) for the discarded parameter(s) (if discarded).

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create or update the resource and
shall respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

4.4.12.3 Configuration Request for a group of UEs

If the configuration request from the SCS/AS is for a group of UES, the SCS/AS shall provide the Notification
Destination Address, the SCEF shall send the Configuration Information Request command to the HSS via S6t as
defined in 3GPP TS 29.336 [11].

Upon receipt of the successful response indicating that group processing isin progress from the HSS before beginning
the processing of individual UES, the SCEF shall,

- forthe HTTP POST message, create aresource "Individual NP Configuration" addressed by a URI that contains
the SCS/AS identity and an SCEF-created configuration identifier. The SCEF shall send an HTTP POST
response to the SCS/AS including alocation header field containing the URI for the created resource and a 201
Created" status code to acknowledge the SCS/AS of the successful group processing reguest.

- forthe HTTP PUT or PATCH message, update the resource "Individual NP Configuration" addressed by the
requested URL, and shall send "200 OK" status code to acknowledge the SCS/AS of the successful group
processing request in the HT TP response message.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create or update the resource and
shall respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall send an HTTP POST request
message with areference to the related network parameter configuration and alist of processing result for the group
members to the SCS/AS.

The SCS/AS shall send an HTTP response to acknowledge the SCEF about the handling result of the received request.
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4.4.12.4 Notification of applied parameter configuration

If the Enhanced_param_config feature is supported and the SCEF receives currently applied parameter configuration
from the HSS, the SCEF shall notify the SCS/AS by the HTTP POST message including the parameter changes in the
"appliedParam"” attribute.

4.4.13 Procedures for setting up an AS session with required QoS
This procedure is used to set up an AS session with required QoS for the service as defined in 3GPP TS 23.682 [2].

For initial AS session creation, the SCS/AS shall send an HTTP POST message to the SCEF for the "AS Session with
Required QoS Subscriptions” resource. The body of HTTP POST message shall include SCS/AS Identifier, UE IP
address, |P Flow description, QoS reference and notification destination address. And it may also include time period
and/or traffic volume for sponsored data connectivity purpose.

After receiving the HTTP POST message, the SCEF shall authorize the request and may check if the total number of
requested QoS reference has exceeded the limit for the SCS/AS. If the authorization is successful, the SCEF shall map
the SCS/AS Identifier to AF Application Identifier, and if required, map the SCS/AS Identifier to ASP Identity and
Sponsor |dentity.

NOTE 1. Before the QoS reference is mapped to Rx parameters, the SCEF can perform a mapping from the name
space of the 3rd party SCS/AS to the name space of the operator.

NOTE 2: The QoS reference referring to pre-defined QoS information in the SCEF can be mapped to media
component descriptions (e.g. bandwidth, mediatype) according to SLA.

NOTE 3: Inthisrelease of current specification, the SCS/AS Identifier can only be mapped to one AF Application
Identifier based on operator policy and/or local configuration in the SCEF.

If the authorization performed by the SCEF is successful, then the SCEF shall act as an AF to interact with the PCRF
viathe Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated |P-CAN
Session Modification. The SCEF shall also request to be notified about the transmission resource status, i.e.
INDICATION_OF SUCCESSFUL_RESOURCES _ALLOCATION, INDICATION_OF RELEASE OF BEARER,
INDICATION_OF FAILED_RESOURCES ALLOCATION, and optionally
INDICATION_OF LOSS OF BEARER and INDICATION_OF RECOVERY_OF BEARER. If the time period
and/or traffic volume are received from the AF, the SCEF should subscribe to the PCRF on the USAGE_REPORT
event.

The SCEF, after receiving the AAA message or HTTP 201 Created message over the Rx interface from the PCRF with
successful result code, shall create aresource "Individual AS Session with Required QoS Subscription” which
represents AS session, addressed by a URI that contains the SCS/AS identity and an SCEF-created AS session
identifier, and shall respond to the SCS/AS with a 201 Created message, including the result in the body of the HTTP
response and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI
received in the Location header in subsequent requests to the SCEF to refer to this AS session. Otherwise, the SCEF
shall send an HTTP response to the SCS/AS with a corresponding status code and include the result in the body of the
HTTP response. If the SCEF receives aresponse with an error code from the PCRF, the SCEF shall not create the
resource and respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

In order to update the established AS session, the SCS/AS may send an HTTP PUT message to the SCEF for the
"Individual AS Session with Required QoS Subscription™ resource requesting to replace all properties (e.g. new usage
threshold, Flow Description) in the existing resource, addressed by the URI received in the response to the request that
has created the resource. The UE IP or MAC address shall remain unchanged from previously provided values. After
receiving such message, the SCEF shall make the change (e.g. if the usage threshold within the "usageT hreshol d"
attribute isincluded in the HTTP PUT request and the accumulated usage report for the previously provided usage
threshold is not received yet, the SCEF shall completely replace the previously provided one), and interact with the
PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the
response with successful result code from the PCRF, the SCEF shall replace all properties of the existing resource, send
an HTTP response to the SCS/A S with a corresponding status code, and include the result in the body of the HTTP
response. |f the SCEF receives a response with an error code from the PCRF, the SCEF shall not update the resource
and respond to the SCS/AS with a corresponding failure code as described in subclause 5.2.6.

ETSI



3GPP TS 29.122 version 16.13.0 Release 16 48 ETSI TS 129 122 V16.13.0 (2022-06)

The SCS/AS may aso send an HTTP PATCH message to the SCEF for the "Individual AS Session with Required QoS
Subscription™ resource requesting to change some created properties (e.g. new usage threshold, Flow Description).
After receiving the HTTP PATCH message, the SCEF shall make the change (e.g. if the usage threshold within the
"usageT hreshold" attribute isincluded in the HTTP PATCH request and the accumulated usage report for the
previously provided usage threshold is not received yet, the SCEF shall completely replace the previously provided
one), and interact with the PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or

3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the
SCS/AS with a corresponding status code and include the result in the body of the HT TP response.

NOTE 4: The SCS/AS can assume a successful resource allocation upon receipt of the POST/PUT/PATCH
response, until the FAILED_RESOURCES_ALLOCATION event isreceived.

If the SCEF receives atraffic plane notification (e.g. the usage threshold is reached or transmission resource lost), or if
the SCEF getsinformed that the Rx session is terminated (e.g. due to arelease of PDN connection), the SCEF shall
send an HTTP POST message including the notified event (e.g. session terminated) and the accumul ated usage (if
received from the PCRF) to the callback URI "natificationUri" provided by the SCS/AS during the creation of
individual AS Session with Required QoS Subscription. The SCS/AS shall respond with an HTTP response to confirm
the received notification.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual AS Session with Required QoS Subscription™ resource. After receiving the HTTP DELETE message, the
SCEF shall remove all properties and interact with the PCRF to terminate the Rx session (as defined in

3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an
HTTP response to the SCS/A S with a corresponding status code and include the accumulated usage (if received from
the PCRF).

4.4.14 Procedures for MSISDN-less Mobile Originated SMS

44141 General

The procedures are used by the SCEF to send the MSISDN-less MO-SM S to the SCS/AS via T8 interface.

4.4.14.2 Delivery of MSISDN-less MO SMS

If the SCEF receives an MSISDN-less MO-SM S via T4 including an destination SME address (Iong/short code of the
SCS/AS), the SCEF will use the IMSI of the UE and application port 1D received over T4 to query the HSS/HLR for an
external 1D, and the SCEF shall then determine the notification destination URL of an SCS/AS based on configured
information on the mapping of SME addresses to destination URLSs. The SCEF shall send to the determined destination
URL an HTTP POST request that shall include an MsisdnLessMoSmsNotification data type with:

- the short message transfer protocol data unit as received on the T4 interface.
- the Application Port as received on the T4 interface, and
- the external identifier of the UE that send the SM S, asreceived from the HSS/HLR.
NOTE: The Notification Delivery using Websocket (see subclause 5.2.5.4) and the Notification Test Event (see
subclause 5.2.5.3) are not supported for the present API.
4.4.15 Procedures for RACS Parameter Provisioning

The procedures are used by an SCS/AS to request that the network to provision manufacturer specific UE radio
capability information.

In order to create a new parameter provisioning, the SCS/AS shall send an HTTP POST request message to the SCEF to
the resource "RACS Parameter Provisionings'. The body of the HTTP POST request message shall include alist of
RACS IDs, and for each provided RACS ID, itsradio capability parameters and the related UE model(s) IMEI-TAC
value(s).

In order to fully replace an existing RACS Parameter Provisioning, the SCS/AS may send an HTTP PUT message to
the resource "Individual RACS Parameter Provisioning” requesting the SCEF to change all propertiesin the existing
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resource. The body of the HTTP PUT request message shall include alist of RACS IDs, and for each provided RACS
ID, itsradio capability parameters and the related UE model(s) IMEI-TAC value(s).

In order to partial update an existing RACS Parameter Provisioning, the SCS/AS may send an HTTP PATCH message
to the resource "Individual RACS Parameter Provisioning” regquesting the SCEF to change some propertiesin the
existing resource.

Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the
SCEF shall interact with the UCMF as described in 3GPP TS 29.675 [61]. After receiving the response from the
UCMF, if at least one RACSID is succesfully provisioned, the SCEF shall create or update the resource "Individual
RACS Parameter Provisioning” and respond with 201 Created or 200 OK to the SCS/AS respectively with the
successfully provisioned RACS information, the SCEF may include RACS report(s) within attribute "racsReports” with
alist of RACSID(s) and the corresponding failure code for which the provisioning has failed as specified in

table 5.16.2.2.3-1 in the body of the HTTP response. Otherwise, the SCEF shall send an HTTP response to the SCSAS
with a corresponding failure code as described in subclause 5.16.5.

In order to delete an existing RACS Parameter Provisioning at the SCEF, the SCS/AS shall send an HTTP DELETE
message to the corresponding resource "Individual RACS Parameter Provisioning” at the SCEF. Upon receipt of the
DELETE request message, the SCEF shall interact with the UCMF as described in 3GPP TS 29.675 [61]. After
receiving the response from the UCMF, the SCEF shall remove the resource and respond with 204 No Content to the
SCS/AS.

5 T8 APIs

5.1 Introduction

The T8 APIs are aset of APIsdefining the related procedures and resources for the interaction between the SCEF and
the SCS/AS.

5.2 Information applicable to several APIs

52.1 Data Types

5211 Introduction

This clause defines structured data types, simple data types and enumerations that are applicable to several APIs defined
in the present specification and can be referenced from data structures defined in the subsequent clauses. In addition,
datatypesthat are defined in OpenAPI 3.0.0 Specification [27] can also be referenced from data structures defined in
the subsequent clauses.

NOTE: Asaconvention, datatypesin the present specification are written with an upper-case letter in the
beginning. Parameters are written with alower-case letter in the beginning. As an exception, datatypes

that are also defined in OpenAPI 3.0.0 Specification [27] can use alower-case case |etter in the beginning
for consistency.

5.2.1.2 Referenced structured data types

5.21.21 Type: Sponsorinformation

This type represents a sponsor information. It shall comply with the provisions defined in table 5.2.1.2.1-1.
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Table 5.2.1.2.1-1: Definition of the Sponsorinformation data type

Attribute name Data type Cardinality Description
sponsorld string 1 It indicates Sponsor ID.
aspld string 1 It indicates Application Service Provider ID.
5.2.1.2.2 Type: UsageThreshold

This type represents a usage threshold. It shall comply with the provisions defined in table 5.2.1.2.2-1.

Only one of DownlinkVolume, UplinkVolume and TotalVolume shall be provided. If the server supports both duration
and volume, then the first threshold that has been reached will apply.

Table 5.2.1.2.2-1: Definition of the UsageThreshold data type

Attribute name Data type Cardinality Description
duration DurationSec 0.1 Indicates the length of time in seconds
totalVolume Volume 0.1 Total data octets for both downlink and uplink
downlinkVolume Volume 0.1 Downlink data octets
uplinkVolume Volume 0.1 Uplink data octets

5.2.1.23

Type: TimeWindow

Thistype represents a start time and a stop time of atime window. It shall comply with the provisions defined in

table 5.2.1.2.3-1.

Table 5.2.1.2.3-1: Definition of the TimeWindow data type

Attribute name Data type Cardinality Description
startTime DateTime 1 Indicates the absolute start time of the time window
stopTime DateTime 1 Indicates the absolute stop time of the time window
5.21.2.4 Type: Acknowledgement

This type represents a successful acknowledgement for a notification.

Table 5.2.1.2.4-1: Definition of the Acknowledgement data type

Attribute name

Data type

Cardinality

Description

details

string

1

A human-readable explanation specific to this
successful acknowledgement

5.2.1.25

Type: NotificationData

This type represents the parameters which shall be notify the SCS/AS for bearer level event(s).

Table 5.2.1.2.5-1: Definition of the NotificationData data type

Attribute name Data type Cardinality Description
transaction Link 1 Link to the transaction resource to which this
notification is related.
eventReports array(EventReport) 1..N Contains the reported event and applicable information
5.2.1.2.6 Type: EventReport

Thistype represents an event report. It shall comply with the provisions defined in table 5.2.1.2.6-1.
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Table 5.2.1.2.6-1: Definition of the EventReport data type

Attribute name Data type Cardinality Description
event Event 1 Indicates the event reported by the SCEF.
accumulatedUsage | AccumulatedUsage 0.1 Contains the applicable information corresponding to the
event.
flowlds array(integer) 0..N Identifies the IP flows that were sent during event
subscription
5.2.1.2.7 Type: AccumulatedUsage

This type represents an accumulated usage. It shall comply with the provisions defined in table 5.2.1.2.7-1.

Table 5.2.1.2.7-1: Definition of the AccumulatedUsage data type

Attribute name Data type Cardinality Description
duration DurationSec 0.1 Indicates the length of time in seconds
totalVolume Volume 0.1 Total data octets for both downlink and uplink
downlinkVolume Volume 0.1 Downlink data octets
uplinkVolume Volume 0.1 Uplink data octets

5.2.1.2.8

Type: Flowlnfo

This type represents flow information. 1t shall comply with the provisions defined in table 5.2.1.2.8-1.

Table 5.2.1.2.8-1: Definition of the FlowInfo data type

Attribute name Data type Cardinality Description
flowld integer 1 Indicates the IP flow.
flowDescriptions array(string) 0..2 Indicates the packet filters of the IP flow.

Refer to subclause 5.3.8 of 3GPP TS 29.214 [10] for
encoding. It shall contain UL and/or DL IP flow
description.

5.2.1.2.9

Type: TestNaotification

This type represents a notification that can be sent to test whether a chosen notification mechanism works. It shall be
supported if the feature "Notification_test_event”, as defined for APIs that use notifications, is supported.

Table 5.2.1.2.9-1: Definition of the TestNotification data type

Attribute name

Data type

Cardinality

Description

subscription

Link

1

Link of the subscription resource to which the
notification is related.

5.2.1.2.10

Type: WebsockNotifConfig

This type represents configuration for the delivery of notifications over Websockets. It shall be supported if the feature
"Notification_websocket", as defined for APIs that use notifications, is supported.
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Table 5.2.1.2.10-1: Definition of the WebsockNotifConfig data type

Attribute name Data type Cardinality Description
websocketUri Link 0..1 Set by the SCEF to indicate to the SCS/AS the
Websocket URI to be used for delivering notifications.
(NOTE 1)
requestWebsocket | boolean 0.1 Set by the SCS/AS to indicate that the Websocket
Uri delivery is requested.
(NOTE 2)

NOTE 1: A Websocket URI should use the scheme "wss" (Websocket Secure) for encrypted delivery and may use the
scheme "ws" (Websocket) for unencrypted delivery. If the WebsockNotifConfig data type is used in an HTTP
response, this attribute shall be present. If the WebsockNotifConfig data type is used in an HTTP request, this
attribute shall not be set by the SCS/AS in a request to create a resource, and shall not be modified by the
SCSJ/AS in a request to modify a resource.

NOTE 2: In a request to create or update a resource, this attribute shall be set to true by the SCS/AS to request the
SCEF to provide a Websocket URI for the delivery of notifications, and shall be absent otherwise. In any
HTTP response, this attribute shall retain the value that was provided upon resource creation or update.
5.2.1.2.11 Type: LocationArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF.

Table 5.2.1.2.11-1: Definition of the LocationArea data Type

Attribute name Data type Cardinality Description
celllds array(string) 0..N _Indicg_tes a list of Cell GIo_baI Io_Ientities of the user which
identifies the cell the UE is registered.
enodeBlds array(string) 0..N llnditiages a list of eNodeB identities in which the UE is currently
ocated.
routingArealds array(string) 0..N Identifies a list of Routing Area Identities of the user where the
UE is located.
trackingArealds array(string) 0..N Ider_ltifies a list of Tracking Area Identities of the user where the
UE is located.
geographicAreas array(Geogra | 0..N Identifies a list of geographic area of the user where the UE is
phicArea) located.
civicAddresses array(CivicAd | 0..N Identifies a list of civic addresses of the user where the UE is
dress) located.
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Table 5.2.1.2.12-1: Definition of the ProblemDetails data type

Attribute name Data type Cardinality Description

type Uri 0.1 A URI reference according to IETF RFC 3986 [6]
that identifies the problem type.

title string 0..1 A short, human-readable summary of the problem
type. It should not change from occurrence to
occurrence of the problem.

status integer 0.1 The HTTP status code for this occurrence of the
problem.

detall string 0.1 A human-readable explanation specific to this
occurrence of the problem.

instance Uri 0.1 A URI reference that identifies the specific
occurrence of the problem.

cause string 0.1 A machine-readable application error cause specific
to this occurrence of the problem
This IE should be present and provide application-
related error information, if available.

invalidParams array(InvalidPara |0..N Description of invalid parameters, for a request

m) rejected due to invalid parameters.

NOTE 1: See IETF RFC 7807 [8] for detailed information and guidance for each attribute.
NOTE 2: Additional attributes may be defined per API.

5.2.1.2.13

Type: InvalidParam

Table 5.2.1.2.13-1: Definition of the InvalidParam data type

Attribute name Data type Cardinality Description
param string 1 Attribute's name encoded as a JSON Pointer, or
header's name.
reason string 0.1 A human-readable reason, e.g. "must be a positive
integer".
5.2.1.2.14 Type: PImnid
Table 5.2.1.2.14-1: Definition of the PImnId data type
Attribute name Data type Cardinality Description
mcc Mcc 1 Mobile Country Code
mnc Mnc 1 Mobile Network Code
5.2.1.2.15 Type: ConfigResult

This type represents one configuration processing result for the group members.

Table 5.2.1.2.15-1: Definition of the ConfigResult data type

Attribute name Data type Cardinality Description

externallds array(Externalld) [0..N Each element indicates an external identifier of the UE.
(NOTE)

msisdns array(Msisdn) 0..N Each element identifies the MS internal PSTN/ISDN number
allocated for the UE
(NOTE)

resultReason ResultReason 1 Identifies the configuration failure reason for the group
members.

NOTE:

Either "externalld" or "msisdn” shall be included for a group member.
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This type represents a usage threshold which is defined in subclause 5.2.1.2.2 but defined with "nullable: true" property
so it can be removed in "JSON Merge Patch”, as defined in IETF RFC 7396 [39]. It shall comply with the provisions
defined intable 5.2.1.2.16-1.

Only one of "downlinkVolume", "uplinkVolume" and "totalVolume" shall be provided. Duration and volume are also
removable in "JSON Merge Patch". If the server supports both duration and volume, then the first threshold that has
been reached will apply.

Table 5.2.1.2.16-1: Definition of the UsageThresholdRm data type

Attribute name Data type Cardinality Description
duration DurationSecRm 0.1 Indicates the length of time in seconds
totalVolume VolumeRm 0.1 Total data octets for both downlink and uplink
downlinkVolume VolumeRm 0.1 Downlink data octets
uplinkVolume VolumeRm 0.1 Uplink data octets

5.2.1.2.17

Type: LocationArea5G

This data type represents the user location area which is sent from the AF to the SCEF.

Table 5.2.1.2.17-1: Definition of the LocationArea5G data Type

Attribute name Data type Cardinality Description
. array(GeographicArea) | 0..N Identifies a list of geographic area of the user where
geographicAreas ! e : the UE is Iocated.g o
civicAddresses array(CivicAddress) 0..N Identifies a list of civic addresses of the user where
the UE is located.
nwArealnfo NetworkArealnfo 0.1 This IE represents the network area information of
the user where the UE is located.
5.2.1.3 Referenced Simple data types and enumerations
5.2.1.31 Introduction

This clause defines simple data types and enumerations that are referenced from data structures.

5.2.1.3.2

Simple data types

The reused datatypes defined in OpenAPI Specification [27] listed in table 5.2.1.3.2-1 and the simple data types defined
intable 5.2.1.3.2-2 apply to several T8 APIs.

Table 5.2.1.3.2-1: Reused OpenAPI data types

Type name Description
boolean As defined in OpenAPI Specification [27], i.e. either value "true" or value "false" as defined in
IETF RFC 7159 [5].
integer As defined in OpenAPI Specification [27].
number As defined in OpenAPI Specification [27].
string As defined in OpenAPI Specification [27].
NOTE: Data type names defined in OpenAPI Specification [27] do not follow the convention to start with capital
letters otherwise used in this specification.
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Table 5.2.1.3.2-2: Simple data types applicable to several APIs

Type name

Description

Bandwidth

Integer indicating a bandwidth in bits per second.

BdtReferenceld

String identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

BdtReferenceldRm

This data type is defined in the same way as the "BdtReferenceld" data type, but with the
"nullable: true" property.

Binary String with format "binary" as defined in OpenAPI Specification [27].

Bytes String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded
characters.

DayOfWeek Integer between and including 1 and 7 denoting a weekday. "1" shall indicate "Monday", and
the subsequent weekdays shall be indicated with the next higher numbers. "7" shall indicate
"Sunday".

DateTime String with format "date-time" as defined in OpenAPI Specification [27].

DateTimeRm String with format "date-time" as defined in OpenAPI [27] with "nullable: true" property.

DateTimeRo String with format "date-time" as defined in OpenAPI [27] with "readOnly: true" property.

DurationSec Unsigned integer identifying a period of time in units of seconds.

DurationSecRm Unsigned integer identifying a period of time in units of seconds with "nullable: true" property.

DurationSecRo Unsigned integer identifying a period of time in units of seconds with "readOnly: true"
property.

DurationMin Unsigned integer identifying a period of time in units of minutes.

Externalld String containing a local identifier followed by "@" and a domain identifier. Both the local

identifier and the domain identifier shall be encoded as strings that do not contain any "@"
characters. See clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

ExternalGroupld

String containing a local identifier followed by "@" and a domain identifier. Both the local
identifier and the domain identifier shall be encoded as strings that do not contain any "@"
characters. See clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

Ipv4Addr String identifying an Ipv4 address formatted in the "dotted decimal” notation as defined in
IETF RFC 1166 [28].

Ipv6Addr String identifying an Ipv6 address formatted according to clause 4 in IETF RFC 5952 [29].
The mixed Ipv4 Ipv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used.

Ipv4AddrRo String identifying an Ipv4 address formatted in the "dotted decimal” notation as defined in
IETF RFC 1166 [28], with "readOnly: true" property.

Ipv6AddrRo String identifying an Ipv6 address formatted according to clause 4 in IETF RFC 5952 [29],
with "readOnly: true" property. The mixed Ipv4 Ipv6 notation according to clause 5 of
IETF RFC 5952 [29] shall not be used.

Link String formatted according to IETF RFC 3986 [7] identifying a referenced resource.

Mcc String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in
3GPP TS 38.413 [54].

Mnc String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined
in 3GPP TS 38.413 [54].

Msisdn String formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an
MSISDN.

Port Unsigned integer with valid values between 0 and 65535.

PortRo Unsigned integer with valid values between 0 and 65535, with "readOnly: true" property.

Resourceld String chosen by the SCEF to serve as an identifier in a resource URI.

ScsAsld String that identifies an SCS/AS.

TimeOfDay String with format "partial-time" or "full-time" as defined in subclause 5.6 of
IETF RFC 3339 [15].
Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).

Uri String providing an URI formatted according to IETF RFC 3986 [7].

Volume Unsigned integer identifying a volume in units of bytes.

VolumeRm Unsigned integer identifying a volume in units of bytes with "nullable: true" property.

5.2.1.3.3 Enumeration: Event

The enumeration Event represents event reported by the SCEF.
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Table 5.2.1.3.3-1: Enumeration Event

Enumeration value Description
SESSION TERMINATION Indicates that Rx session is terminated.
LOSS OF BEARER Indicates a loss of a bearer.

RECOVERY OF BEARER Indicates a recovery of a bearer.
RELEASE OF BEARER Indicates a release of a bearer.
USAGE_REPORT Indicates the usage report event.
FAILED RESOURCES ALLOCATION Indicates the resource allocation is failed.

5.2.1.34 Enumeration: ResultReason

The enumeration ResultReason represents a failure result reason.

Table 5.2.1.3.4-1: Enumeration ResultReason

Enumeration value Description
ROAMING_NOT_ALLOWED | Identifies the configuration parameters are not allowed by roaming agreement.
OTHER_REASON Identifies the configuration parameters are not configured due to other reason.
5.2.1.4 Conventions for documenting structured data types

The structured data types shall represent an object (see IETF RFC 8259 [40]). The structured data types shall contain
attributes that are simple data types, structured data types, arrays (see below), maps (see below) or enumerations.

An array (see IETF RFC 8259 [40]) shall represent alist of values without keys and with significance in the order of
sequence. All values shall be of the same type.

A map shall represent an object (see IETF RFC 8259 [40]) with alist of key-value pairs (with no significance in the
order of sequence), where all keys are of type string and shall be unique identifiers assigned by the application rather
than by the schema, and where al values shall be of the same type.

NOTE 1. Maps are supported by the OpenAPI specification [27] as described at
https://swagger.io/docs/specifi cation/data-model s/dictionaries/. Maps can enable a faster lookup of
elements identified by some key in huge data structures compared to arrays that contain the key within the
elements. Maps can also be used instead of arrays to modify individual elements when modification
instructions of the PATCH method are compliant to IETF RFC 7396 [39].

Each structured data type shall be specified in a separate subclause asillustrated in table 5.2.1.4-1.

Table 5.2.1.4-1: Definition of type <Data type>

Attribute name Data type Cardinality Description

<attribute name> "<type>" or "0..1", "1", <only if applicable>
"array(<type>)" |or "M..N",
or

"map(<type>)"

Attribute name: Name of attributes that belong to the specified data type.

Data type: Datatype of the attribute. If the datatypeisindicated as "<type>", the attribute shall be of data type
<type>. If the datatypeisindicated as "array(<type>)", the attribute shall be an array (see IETF RFC 8259 [40]) that
contains elements of data type <type>. If the datatypeisindicated as"map (<type>)", the attribute shall be an object
(see |IETF RFC 8259 [40]) encoding a map (see OpenAPI specification [27]) that contains as val ues elements of data
type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the

OpenAPI specification [27]), or a data type defined in a 3GPP specification.

Cardinality: Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", isonly allowed
for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the
values M and N can either be the characters "M" and "N", respectively, or integer numbers with M being greater than or
equal 0, and N being greater than 1 and M, For datatype "<type>", the cardinality shall be set to "0..1" or "1". A lower
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boundary of "0" for the cardinality also indicates that the attribute is optional. A lower boundary of "0" for the
cardinality indicates that the attribute is optional.

NOTE 2: The"0..N" implies the array or map type of the attribute may be optional. If the attribute is present, the
minimum number of elements is described in openAPI file.

Description: Describes the meaning and use of the attribute and may contain normative statements.

5.2.2 Usage of HTTP

5221 General

For T8 APIs, support of HTTP/1.1 (IETF RFC 7230 [16], IETF RFC 7231 [17], IETF RFC 7232 [18],

IETF RFC 7233 [19], IETF RFC 7234 [20] and IETF RFC 7235 [21]) over TLS (IETF RFC 5246 [4]) is mandatory and
support of HTTP/2 (IETF RFC 7540 [22]) over TLS (IETF RFC 5246 [4]) is recommended. An SCS/AS desiring to use
HTTP/2 shall use the HT TP upgrade mechanism to negotiate applicable HTTP version as described in

IETF RFC 7540 [22].

5.2.2.2 Usage of the HTTP PATCH method

The HTTP PATCH method, as defined in IETF RFC 5789 [38], allows for a partial update of previoudy sent data, e.g.
resources. For a complete replacement of previously sent data, the HTTP PUT method is used. It is defined separately
for each resource whether the HTTP PUT and/or the HTTP PATCH are applicable.

If the HTTP PATCH method is used, the JSON bodies within the PATCH request shall be encoded according to "JSON
Merge Patch", as defined in IETF RFC 7396 [39].

NOTE: JSON merge patch is not able to modify individual elements of an array. Thisis not required in the
present release.
5.2.3 Content type

The bodies of HTTP request and successful HT TP responses shall be encoded in JSON format (see
IETF RFC 8259 [5]).

The MIME mediatype that shall be used within the related Content-Type header field is "application/json”, as defined
in [ETF RFC 8259 [5].

JSON object used inthe HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be
signalled by the content type "application/merge-patch+json”, as defined in IETF RFC 7396 [39].

"Problem Details" JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 7807 [8].

NOTE: Thisrelease only supports the content type JSON.

524 URI structure
All APl URIsof T8 APIs shall be:
{apiRoot}/<apiName>/<apiVersion>/

"apiRoot" is configured by means outside the scope of the present document. "apiName" and "apiVersion" shall be set
dependent on the API, as defined in the corresponding subclauses below. All resource URIs in the subclauses below are
defined relative to the above root APl URI.

NOTE 1. The"apiVersion" will only be increased if the new API version contains not backward compatible

changes. Otherwise, the supported feature mechanism defined in subclause 5.2.7 can instead be used to
negotiate extensions.

NOTE 2: A different root structure can be used when the Resource URI is preconfigured in the SCS/AS.
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The root structure may be followed by "api SpecificSuffixes' that are dependent on the API and are defined separately
for each APl asresource URI where they apply:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificSuffixes>
5.2.5 Notifications

5251 General

The SCEF and SCS/AS shall support the delivery of Notifications using a separate HT TP connection towards an
address assigned by the SCS/AS, as described in subclause 5.2.5.2.

An SCEF and SCS/AS may support testing a notification connection as described in subclause 5.2.5.3. An SCEF and
SCS/AS may support the delivery of Notification using Websocket (IETF RFC 6455 [32]) as described in
subclause 5.2.5.4.

5.25.2 Notification Delivery using a separate HTTP connection

If adelivery of notificationsis required for an API, the SCS/AS shall provide a URI in the "notificationDestination"
attribute defined in the data types that are passed in a request to create a resource that represents a subscription to
notifications, designating where to send HTTP Notifications to the SCEF unlessit is specified for that API that a
preconfigured destination addressis used.

The SCS/AS may provide the same "notificationDestination” for several subscriptions, and the SCEF should then use
the same HT TP connection to deliver related notifications.

The SCEF shall take the role of the HTTP client on the HT TP connection for the delivery of Notifications.
Subclause 5.2.2 shall also apply for this HTTP connection with the exception that an SCEF (rather than an SCS/AS)
desiring to use HTTP/2 shall use the HT TP upgrade mechanism to negotiate applicable HTTP version.

5.253 Notification Test Event

If the optional "Notification_test event" feature is supported, the SCS/AS may test whether notifications can be
received by subscribing to the notification of atest event by providing a"requestTestNotification” attribute set to "true"
inthe HTTP request to create or update a subscription for notifications. In any other HTTP request or response, this
attribute shall retain the value that was provided upon subscription resource creation.

Upon receiving the "requestTestNotification™ attribute as part of a subscription creation or update request, the SCEF
shall send immediately after establishing the notification delivery mechanism atest notification containing a body
formatted according to the "TestNotification" data type as defined in subclause 5.2.1.2.12. If the SCS/AS does not
receive the test notification within a configured time, the SCS/AS knows that the notification delivery with the selected
method is not possible and may take corrective actions.

5.25.4 Notification Delivery using Websocket

The procedures in the present subclause only apply if SCS/AS and SCEF support the "Notification_websocket" feature.
If the feature "Notification_websocket" is supported, then the feature "Notification_test_event" shall aso be supported.

If adelivery of notificationsis required for an APl and the SCS/AS does not know from previous interactions with the
SCEF whether delivery of notifications over a separate HTTP connection works, the SCS/AS should initialy request
the SCEF to try to establish a separate HT TP connection for notification delivery according to subclause 5.2.5.2 by
providing a URI to the SCEF designating where to send HTTP Notifications, and shall also subscribe to the notification
of atest event asin subclause 5.2.5.3.

If the SCS/AS does not receive the requested notification of the test event during a configured period after the
subscription, the SCSYAS may configure the subscription to request the SCEF to provide a URI for an HTTP connection
to upgrade to Websocket, setting the "requestWebsocketUri" attribute to "true” as specified in subclause5.2.1.2.13. The
SCS/AS may also request the SCEF to provide a URI in a new subscription creation request, and should in this case
terminate the original subscription.
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NOTE 1: If the SCS/AS has requested the delivery of notifications to a separate entity, it needs to be informed by
that separate entity about the receipt of the test notification. That communication between the separate
entity and the SCS/AS is out of scope of the present document.

When the SCEF receives a subscription creation or update request to use Websockets to deliver notifications (i.e. with
the "requestWebsocketUri" attribute set to "true™), it shall assign a Websocket URI where to receive a Websocket
connection establishment and provide this URI in the "websocketUri" attribute in the response, as defined in
subclause 5.1.2.1.13. Once such Websocket URI has been assigned for a particular subscription resource, subsequent
update requests to this resource that ask for the assignment of a new Websocket URI for that subscription shall be
rejected by the SCEF.

Upon the reception of the Websocket URI from the SCEF in the "websocketUri" attribute, as specified in

subclause 5.2.1.2.13-1, in the subscription creation or subscription update response, the SCS/AS or a separate entity that
isintended to receive the notification shall establish an HT TP connection towards that URI and shall upgrade that
connection to the Websocket protocol (IETF RFC 6455 [32]) using the HTTP upgrade mechanism defined in

IETF RFC 7230 [16].

NOTE 2: For delivery of Notifications to a separate entity, the SCS/AS needs to provide the Websocket URI to that
separate entity. That communication between the SCS/AS and the separate entity is out of scope of the
present document.

The following framing of the request and response shall be used when delivering a notification or acknowledging its
delivery through Websockets.

NOTE 3: The framing is aligned as much as possible with HTTP delivery in order to simplify implementations.

To deliver anotification towards the SCS/AS, the SCEF shall embed the following structure in a separate Websocket
data frame with 0x2 (Binary) opcode in the following order:

1) Thestring "3GPP-WS-Notif-Seq:", followed by a blank, followed by afour-byte sequence number, encoded as
decimal number in ASCII, followed by CRLF

2) Thefollowing HTTP headersin any order, with the syntax and semantics as defined in IETF RFC 7230 [16] and
IETF RFC 7231 [17]: Content-Type (mandatory), Content-Encoding (optional), Content-Length (mandatory).
Every HTTP header line shall be ended by CRLF.

3) CRLF to end the headers section.
4) The payload body of the notification, as defined in theindividual APIs.

NOTE 4: The payload body is the same as the one that would be used if delivering the notification as defined in
subclause 5.2.5.3.

To acknowledge the reception of a notification message towards the SCEF, the SCS/AS shall embed the following
structure in a separate Websocket data frame with 0x2 (Binary) opcode in the following order:

1) Thestring "3GPP-WS-Notif-Seq:", followed by a blank, followed by the four-byte sequence number of the
notification to be confirmed, encoded as decimal number in ASCII, followed by CRLF.

2) The HTTP status code (e.g. 204) and status message (e.g. No Content) as defined for HTTP delivery of the
notification in the individual APIs, separated by a single blank character, and ended by CRLF.

3) Conditionally, asdefined in IETF RFC 7230 [16] and IETF RFC 7231 [17], the following HT TP headersin any
order: Content-Type, Content-Encoding, and Content-Length. Every HTTP header line shall be ended by CRLF.

4) CRLF to end the headers section.

5) The payload body of the response, if applicable based on the status code and the HT TP headers, as defined in
IETF RFC 7230 [16] and IETF RFC 7231 [17].

NOTES: The status code, the status message and the payload body (if applicable), are the same asif delivering the
notification as defined in subclause 5.2.5.3.

Use of CRLF isdefined in IETF RFC 7230 [16].
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The SCEF need not wait for the confirmation of each notification before delivering the next notification. The SCEF
shall determine whether a notification has been delivered successfully by correlating the sent notification with the
received acknowledgement by checking the sequence numbers of both for equality. The SCEF may re-send a
notification, using the same sequence humber, if it has not received an acknowledgement with a matching sequence
number after a configurable time-out. The SCS/AS shall consider notifications with the same sequence number that
arrive within a configurable timeinterval as duplicates.

The SCS/AS should send periodic Websocket "PING" frames to keep the connection aive.
NOTE 6: the TCP layer will handle a possible fragmentation and reassembly of large messages.
The security related clause 6 shall also apply for the HTTP connection that is upgraded to Websocket.

5.2.6 Error handling

Table 5.2.6-1 lists response bodies that are applicable to all APIsand as responses for all requestsin the present
specification unless otherwise specified. The HTTP client shall mandatorily support the processing of the status code
for all the applicable methods, when received in aHT TP response message. In such casesthe HTTP client shall also
support the handling of the "ProblemDetails* JSON object with the Content-Type header field set to the value
"application/problem+json”, if the corresponding API definition in the current specification does not specify another
response body for the corresponding status code.

ETSI



3GPP TS 29.122 version 16.13.0 Release 16 61 ETSI TS 129 122 V16.13.0 (2022-06)

Table 5.2.6-1: Response bodies supported for responses to all requests.
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Response Remarks Applied
Data type Cardinality Codes (NOTE 2, NOTE 4) Methods
(NOTE 1)
ProblemDetails |1 400 Bad GET,
Request Incorrect parameters were passed in the ES.‘?T
request. PATCH,
DELETE
ProblemDetails |1 401 The client is not authorized as described in GET,
Unauthorize [IETF RFC 7235 [21]. POST,
d PUT,
PATCH,
DELETE
ProblemDetails |1 403 This represents the case when the server is GET,
Forbidden |able to understand the request but unable to POST,
fulfil the request due to errors (e.g. the PUT,
requested parameters are out of range). PATCH,
More information may be provided in the DELETE
"invalidParams" attribute of the
"ProblemDetails" structure.
(NOTE 3)
ProblemDetails |1 404 Not GET,
Found The resource URI was incorrect, for instance POST,
because of a wrong "scsAsld" field. PUT,
PATCH,
DELETE
ProblemDetails |1 406 Not The content format provided in the "Accept" GET
Acceptable |header is not acceptable by the server.
ProblemDetails |1 411 Length |The code indicates that the server refuses to POST,
Required accept the request without a Content-Length PUT,
header field. PATCH
ProblemDetails |1 413 Payload |If the received HTTP request contains payload |POST,
Too Large |body larger than the server is able to process, |PUT,
the NF shall reject the HTTP request with the PATCH
HTTP status code "413 Payload Too Large".
ProblemDetails |1 415 The code indicates that the resource is in a POST,
Unsupporte |format which is not supported by the server for |PUT,
d Media the method. PATCH
Type
ProblemDetails |1 429 Too The code indicates that due to excessive traffic |GET,
Many which, if continued over time, may lead to (or POST,
Requests may increase) an overload situation. PUT,
The HTTP header field "Retry-After" may be PATCH,
added in the response to indicate how long the |DELETE
client has to wait before making a new request.
ProblemDetails |1 gg(r)vrrtgrnrilr The server encountered an unexpected Sg;T
condition that prevented it from fulfilling the PUT !
request. PATCH,
DELETE
ProblemDetails |1 503 Service GET,
Unavailable The server is unable to handle the request. ES?I
PATCH,
DELETE
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NOTE 1: In addition to the above response codes, the SCEF can also send other valid HTTP response codes, if
applicable. The list of all valid HTTP response codes can be found in HTTP Status Code Registry at
IANA [6].

NOTE 2: The MIME media type that shall be used within the related Content-Type header field is
"application/problem+json", as defined in IETF RFC 7807 [8].

NOTE 3: The information about which provided parameters are out of range shall be provided in the "invalidParams"
attribute of the "ProblemDetails" structure for the API of network parameter configuration.

NOTE 4: More information may be provided in the "detail" attribute of the "ProblemDetails" structure.

The protocol and application errorsin subclause 5.2.7.2 of 3GPP TS 29.500 [44] are applicable for above status codes
for the APIs defined in the present specification. Specific errors are contained in the related API definition for each API.

5.2.7 Feature negotiation

The procedures in subclause 6.6.2 of 3GPP TS 29.500 [44] shall be applicable for the APIs defined in the present
specification with the difference that the SCEF should not register any feature for northbound APIsin the NRF.

The supported features are negotiated separately for each API. For each of the APIs defined in the present specification,
the applicable list of featuresis contained in the related API definition.

528 HTTP custom headers

5281 General

This subclause lists reused HT TP custom headers and defines any new HTTP custom headers introduced by this
specification.

5.2.8.2 Reused HTTP custom headers

Table 5.2.8.2-1: Reused HTTP custom headers

Name Reference Description

5.2.9 Conventions for Open API specification files

5.29.1 General
T8 Open API specification files shall comply with the OpenAPI specification [27] and with the present subclause.

Each API shall be described in one Open API specification file. In addition, 3GPP specifications may contain Open API
specification file with common data types.

For the purpose of referencing (see subclause 5.2.9.6), it is assumed that each Open API specification file contained in a
3GPP specification is stored as separate physical, that all Open API specification files are stored in the same directory
on the local server, and that the files are named according to the conventions in subclause 5.2.9.6.

5.2.9.2 Formatting of OpenAPI files
The following guidelines shall be used when documenting OpenAPI files:

- OpenAPI specifications shall be documented using Y AML format (see YAML 1.2 [41]). For specific restrictions
on the usage of YAML in OpenAPI, see OpenAPI 3.0.0 Specification [27].

- The style used for the specification shall be "PL" (Programming Language).
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- Thedifferent scopesinthe YAML data structures representing collections (objects, arrays...) shall use an
indentation of two white spaces.

- Comments may be added by following the standard YAML syntax ("#").

5.29.3

Structured data types

The OpenAPI file shall contain a definition in the components/schemas section defining a schema with the name of the
structured data type as key.

The schema shall contain:

"type: object”;

- If any attributes in the structured data type are marked as mandatory viaa minimum cardinality greater than "0,
a"required” keyword listing those attributes;

- A "properties' keyword containing for each attribute in the structured data type an entry with the attribute name
askey and;

1

2.

3.

if the datatypeis"<type>"

a

if the datatype of the attribute is"string”, "number", "integer”, or "boolean”, a type definition using that
datatype as value ("type: <data type>"); or

otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/< data type>"' if that data type schema.is contained in the same OpenAPI file and
"$ref: '<filename>#/components/schemas/< data type>"' if that data type schemais contained in file
<filename> in the same directory on the same server.

if the datatypeis"array(<type>)":

a

b.

C.

d.

atype definition "type: array”;

an "items:" definition containing

i). if the datatype of the attribute is"string", "number"”, "integer”, or "boolean”, atype definition using
that datatype as value ("type: <data type>"); or

ii). Otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. " $ref:
‘#/components/schemas/<data type>" if that data type schema is contained in the same OpenAPI file
and "$ref: '<filename>#/components/schemas/< data type>"' if that data type schemais contained in
file <filename> in the same directory on the same server.

if the cardinality contained an integer value <m> aslower boundary, "minltems: <m>"; and

if the cardinality contained an integer value <n> as upper boundary, "maxltems. <n>";

if the datatype is " map(<type>)";

a

atype definition "type: object"; and

b. an"additionalProperties.” definition containing

i). if the datatype of the attribute is "string", "number", "integer", or "boolean", atype definition using
that data type as value ("type: <data type>"); or

ii). Otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/< data type>"' if that data type schemais contained in the same OpenAPI file
and "$ref: '<filename>#/components/schemas/< data type>"' if that data type schemais contained in
file <filename> in the same directory on the same server.

if the cardinality contained an integer value <m> as lower boundary, "min Properties. <m>"; and

if the cardinality contained an integer value <n> as upper boundary, "max Properties. <n>";
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4. "description: <description>", where <description> is the description of the attribute in the table defining the
structured data type.

NOTE 1: Anomission of the "minProperties’, and "maxProperties" keywords indicates that no lower or upper
boundaries respectively, for the number of propertiesin an object are defined. An omission of the
"minltems’, and "maxltems’ keywords indicates that no lower or upper boundaries, respectively, for the
number of itemsin an array are defined.

NOTE 2: The"0..N" implies the array or map type of the attribute may be optional. If the attribute is present, the
minimum number of elements is described in openAPI file.

Example:
Table 5.2.9.3-1: Definition of type ExampleStructuredType
Attribute name Data type Cardinality Description
exSimple ExSimple 1 exSimple attribute description
exArrayElements array(string) 1..10 exArrayElements attribute description
exMapElements map(ExStructure) [1..N exMapElements attribute description

The data structure in table 5.2.9.3-1 is described in an OpenAPI file as follows:

conponents:
schenas:
Exanpl eSt ruct ur edType:
type: object
required:
- exSinple
- exMapEl enent s
properties:
exSi npl e:
$ref: '#/ conponents/schemas/ ExSi npl €'
description: exSinple attribute description
exArrayEl enent s:
type: array
items:
type: string
mnltems: 1
maxltens: 10
description: exArrayEl enents attribute description
exMapEl enent s:
type: object
addi ti onal Properties:
$ref: ' #/ component s/ schemas/ ExStructure'
m nProperties: 1
description: exMapEl enents attribute description

5.294 Info

The Open APl specification file of an APl shall contain an "info" field with the title and version
as defined in subclause 4.3 of 3GPP TS 29.501 [49].

5295 Servers

As defined in subclause 5.2.4, the base URI of an API consists of {apiRoot}/<apiName>/<apiVersion>. It shall be
encoded in the corresponding Open API specification file as "servers' field with {apiRoot} as variable.

Example;

servers:
- url: '{api Root}/3gpp-yyyy/ vl
vari abl es:
api Root :
defaul t: https://denmohost.com
description: api Root as defined in subclause 5.2.4 of 3GPP TS 29.122.

5.2.9.6 References to other 3GPP-defined Open API specification files

For the purpose of referencing, it shall be assumed that each Open API specification file contained in a 3GPP
specification is stored as separate physica file, that all Open API specification files are stored in the same directory on
the local server, and that the files are named according to the following convention: The file name shall consist of (in
the order below):
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- the 3GPP specification number in the format " Tsxxyyy";

- an character;

- if the OpenAPI specification file contains an API definition, the APl name as defined for corresponding base
URL parts (see subclause 4.4) of that API.

- if the OpenAPI specification file contains a definition of CommonData, the string " CommonData"; and

the string ".yaml".
Examples:

Reference to Data Type "Xxx" defined in the same file

$ref: '#/ conponent s/ schemas/ Xxx

Reference to Data Type "Xxx" defined as Common Datain 3GPP TS 29.122:

$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenmas/ Xxx

Reference to Data Type "Xxx" defined within APl "Nxxx_Yyy" in 3GPP TS ab.cde:

$ref: ' Tsabcde_Nxxx_Yyy. yanl #/ conponent s/ schemas/ Xxx

5297 Server-initiated communication

If an API contains notifications as described in subclause 5.2.5, it should be described as " callback” in Open API
specification files.

Example:

pat hs:
/ subscri ptions
post :
request Body:
required: true
content:
application/json
schena
type: object
properties:
cal | backUrl: # Call back URL
type: string
format: uri
responses
‘201
description: Success
cal | backs
myNotification: # arbitrary nane
"{$request . body#/ cal | backUr1}': # refers The callback URL in the POST
post :
request Body: # Contents of the callback nmessage
required: true
content:
application/json
schena:
$ref: '#/ conponents/schenas/ Notificati onBody
responses: # Expected responses to the call back message
' 200’
description: xxx

5.2.9.8 Describing the body of HTTP PATCH requests

In the OpenAPI file, the content field key of the Request Body Object shall contain "application/merge-patch+json”.
The content field value is a Media Type Object identifying the applicable patch body Schema Object. The patch body
Schema Object may contain structured data types derived from the data types used in the schema to describe a complete
representation of the resource in such a manner that attributes that are allowed to be modified are listed in the
"properties' validation keyword.
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NOTE 1: A derived structured data type is beneficial if the data types used to describe a complete representation of
the resource contains mandatory attributes, if attributes are allowed to be removed by the PATCH
operation, or if achecking by the OpenAPI tooling that only alowed modifications are done viathe
"additional Properties: false" keyword is desired. It also provides a clear description in the OpenAPI fileto
devel opers which modifications need to be supported.

Asan dternative, the data types used in the schema to describe a complete representation of the resource may be used if
any attributes that are allowed to be removed are marked as "nullable: true" in that schema.

Any attributes that are allowed to be removed shall be marked as "nullable: true" in the patch body Schema Object.
The "additional Properties: false" keyword may be set.

NOTE 2: The "additional Properties. false" keyword enables the OpenAPI tooling to check that only allowed
modifications are done. Extensions of the object in future releases are still possible under the assumption
that the supported features mechanism is used to negotiate the usage of any new attribute prior to the
PATCH invocation. If new optional attributes are expected to be introduced without corresponding
supported feature or if PATCH can be used asfirst operation in an API, the usage of the
"additional Properties: false" keyword is not appropriate.

5.2.9.9 Error Responses

As described in subclause 5.2.6, T8 APIs use valid HT TP response codes as error codes in HTTP responses and may
include a"ProblemDetails" data structure specified in subclause 5.2.1.2.12 or an application-specific data structure.

Subclause 5.2.6 specifies HT TP status code per HTTP method. OpenAPI files should include at least the status codesin
that table.

For the purpose of referencing, HTTP error responses with "ProblemDetails' data structure are specified as part of the
CommonData OpenAPI filein Annex A.2.

Example;

In the example below, the 400, and 500 and default error response descriptions are referenced.

Pat hs:
[ users:
get:
responses:

'200':

content:

application/json
schema:
$ref: '#/ conponents/schenas/ Exanpl eGet Body'

' 400" :

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ r esponses/ 400
' 500" :

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 500
defaul t:

$ref: 'TS29122_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

The following definitions provided in Annex A.2 are used in that example:

conponent s:
responses:
' 400" :
description: Bad request
content:
appl i cati on/ probl emtj son:
schena:
$ref: ' #/ conponents/schenas/ Probl enDet ai | s'
' 500" :
description: Internal Server Error
content:
appl i cati on/ probl emtj son:
schema:
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
defaul t:

description: Generic Error
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5.2.9.10 Enumerations

For enumerations, the OpenAPI file shall contain a definition in the components/schemas section defining a schema
with the name of the enumeration as key.

The schema
- shall contain the "anyOf" keyword listing as alternatives:
1. the"type: string" keyword and the "enum™ keyword with alist of all defined values for the enumeration; and

2. the"type: string" keyword and the "description” keyword with a description stating that the string is only
provided for extensibility and is not used to encode contents defined in the present version of the
specification. And

- may contain a description listing the defined val ues of the enumeration together with explanations of those
values.

NOTE: The"enum" keyword restricts the permissible values of the string to the enumerated ones. This can lead
to extensibility problems when new values need to be introduced.

Example;
Table 5.2.9.10-1: Enumeration ExampleEnumeration
Enumeration value Description Applicability
One Value One description
Two Value Two description

The data structure in table 5.2.9.10-1 is described in an OpenAPI file as follows:

conponent s:
schemas:
Exanpl eEnuner at i on:
anyCf :
- type: string
enum
- One
- Two
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
Description: >
Possi bl e val ues are
- One: Value One description
- Two: Value Two description

5.2.9.11 Read only attribute

Each OpenAPI specification should include "readOnly: true" for those attributes that are only provided by the SCEF in
the HT TP response message to prevent the SCS/AS from provisioning those attributes which is not expected, if the
write and read operations (e.g. POST request and response) share the same data type which contains those attributes.

Example:

Ni ddSt at us:
anyCf :
- type: string
enum
- ACTI VE
- TERM NATED_UE_NOT_AUTHORI ZED
- TERM NATED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
Description: >
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Possi bl e val ues are
- ACTIVE: The NIDD configuration is active.
- TERM NATED_UE_NOT_AUTHORI ZED: The NI DD configurati on was term nated because the UE s
aut hori sati on was revoked.
- TERM NATED: The NI DD configuration was term nated.
readOnly: true

5.29.12 externalDocs

Each OpenAPI specification shall provide in an "externalDoc" field the reference to the 3GPP TS describing the API, as
illustrated below.

Example:

ext er nal Docs
description: 3GPP TS 29.122 V15.1.0 T8 reference point for Northbound APls
url: http://ww. 3gpp. org/ftp/ Specs/archive/ 29 _series/29.122/

5.2.10 Redirection handling

An HTTP request may be redirected to a different target entity.

Upon receipt of an HTTP request from the SCS/AS, when the SCEF redirects the HT TP request to a different target
SCEF, the URI of the target SCEF towards which the request is redirected shall be given by the Location header field of
the "307 Temporary Redirect" or "308 Permanent Redirect" response. The SCS/AS should then send the HTTP request
towards the new target SCEF.

Upon receipt of a notification/callback request from the SCEF, when the SCS/AS redirects the notification/callback
request to a different target SCS/AS, the URI of the target SCS/AS towards which the notification/callback request is
redirected shall be given by the Location header field of the "307 Temporary Redirect" or "308 Permanent Redirect"
response. The SCEF should then send the HTTP request towards the new target SCS/AS.

5.3 MonitoringEvent API

53.1 Overview

The MonitoringEvent API isa RESTful API that allows the SCS/AS to subscribe to notifications about specific events
in 3GPP networks. It aso allows the SCEF to report the event by sending notifications to the authorised users when the
corresponding event is detected. The API also alows the SCEF to indicate the removal of a previously configured
monitoring request. The MonitoringEvent API defines a set of data models, resources and the related procedures for the
creation and management of monitoring event subscriptions. The corresponding JSON schema for the representation of
the resources and operations defined by the MonitoringEvent API is provided in its complete formin Annex A.3.

532 Data model

5.3.21 Resource data types

5.3.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.3.2.1.1-1 specifies data types re-used by the MonitoringEvent API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the MonitoringEvent
API.
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Table 5.3.2.1.1-1: MonitoringEvent API re-used Data Types

Data type Reference Comments
CivicAddress 3GPP TS 29.572 [42] |Civic address.
CodeWord 3GPP TS 29.515 [65] |Code word
DIDataDeliveryStatus 3GPP TS 29.571 [45] |Traffic Descriptor of source of downlink data notifications.
DddTrafficDescriptor 3GPP TS 29.571 [45] |Traffic Descriptor of source of downlink data.
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |ldentifies the civic address information of the user(s).
LocationQoS 3GPP TS 29.572 [42] |Requested location QoS
LdrType 3GPP TS 29.572 [42] |Location deferred requested event type
VelocityRequested 3GPP TS 29.572 [42] |Velocity of the target UE requested

AgeOfLocationEstimate

3GPP TS 29.572 [42]

Age of the location estimate for change of location type or
motion type of Location deferred report.

AccuracyFulfilmentindicator

3GPP TS 29.572 [42]

The indication whether the obtained location estimate satisfies
the requested QoS or not

VelocityEstimate

3GPP TS 29.572 [42]

UE velocity, if requested and available

LinearDistance

3GPP TS 29.572 [42]

This IE shall be present and set to true if a location estimate is
required for motion event report.

NetworkArealnfo

3GPP TS 29.554 [50]

Identifies a network area information.

PositioningMethod

3GPP TS 29.572 [42]

Identifies the positioning method used to obtain the location
estimate of the UE.

SupportedFeatures

3GPP TS 29.571 [45]

Used to negotiate the applicability of the optional features
defined in table 5.3.4-1.

Serviceldentiy

3GPP TS 29.515 [65]

Service identity

SupportedGADShapes 3GPP TS 29.572 [42] |Supported Geographical Area Description shapes.
TimeWindow 5.2.1.2.3 Identifies the time interval.
5.3.2.1.2 Type: MonitoringEventSubscription

This type represents a subscription to monitoring an event. The same structure is used in the subscription request and

subscription response.
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Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription
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Attribute name Data type Cardinality Description Applicability
(NOTE 3)
self Link 0.1 Link to the resource "Individual Monitoring
Event Subscription". This parameter shall
be supplied by the SCEF in HTTP
responses.
supportedFeatures SupportedFeatur |0..1 Used to negotiate the supported optional
es features of the API as described in
subclause 5.2.7.
This attribute shall be provided in the
POST request and in the response of
successful resource creation.
mtcProviderld string 0.1 Identifies the MTC Service Provider and/or
MTC Application. (NOTE 7)
externalld Externalld 0.1 Identifies a user as defined in Clause 4.6.2 |(NOTE 5)
of 3GPP TS 23.682 [2].
(NOTE 1)
msisdn Msisdn 0.1 Identifies the MS internal PSTN/ISDN (NOTE 5)
number allocated for a UE.
(NOTE 1)
externalGroupld ExternalGroupld [0..1 Identifies a user group as defined in
Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 1) (NOTE 6)
addExtGrouplds array(ExternalGr |0..N Identifies user groups as defined in Clause |Number_of UE
oupld) 4.6.2 of 3GPP TS 23.682 [2]. s_in_an_area_
(NOTE 1) (NOTE 6) notification,
Number_of_UE
s_in_an_area_
notification 5G
ipv4Addr Ipv4Addr 0.1 Identifies the Ipv4 address. Location_notific
ation,
(NOTE 1) Communication
_failure_notific
ation
ipv6Addr Ipv6Addr 0.1 Identifies the Ipv6 address. Location_notific
ation,
(NOTE 1) Communication
_failure_notific
ation
notificationDestination  [Link 1 An URI of a notification destination that T8
message shall be delivered to.
requestTestNotification [boolean 0.1 Set to true by the SCS/AS to request the  |Notification_tes
SCEF to send a test notification as defined |t_event
in subclause 5.2.5.3. Set to false or
omitted otherwise.
websockNotifConfig WebsockNotifCo |0..1 Configuration parameters to set up Notification_we
nfig notification delivery over Websocket bsocket
protocol as defined in subclause 5.2.5.4.
monitoringType MonitoringType |1 Enumeration of monitoring type. Refer to
clause 5.3.2.4.3.
maximumNumberOfRe |integer 0.1 Identifies the maximum number of event
ports reports to be generated by the HSS,
MME/SGSN as specified in
subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2, NOTE 9)
monitorExpireTime DateTime 0.1 Identifies the absolute time at which the
related monitoring event request is
considered to expire, as specified in
subclause 5.6.0 of 3GPP TS 23.682 [2].
(NOTE 2)
repPeriod DurationSec 0.1 Identifies the periodic time for the event

reports. (NOTE 8, NOTE 9)
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"LOCATION_REPORTING", this
parameter may be included to identify the
desired level of accuracy of the requested
location information, as described in
subclause 4.9.2 of 3GPP TS 23.682 [2].
(NOTE 10, NOTE 11)

For 5G, default value is "TA_RA".

groupReportGuardTim |DurationSec 0.1 Identifies the time for which the SCEF can

e aggregate the monitoring event reports
detected by the UEs in a group and report
them together to the SCS/AS, as specified
in subclause 5.6.0 of 3GPP TS 23.682 [2].

maximumDetectionTim |DurationSec 0.1 If "monitoringType" is Loss_of_conne

e "LOSS_OF_CONNECTIVITY", this ctivity_notificati
parameter may be included to identify the |on
maximum period of time after which the
UE is considered to be unreachable.

reachabilityType ReachabilityTyp [0..1 If "monitoringType" is Ue-

e "UE_REACHABILITY", this parameter reachability_no
shall be included to identify whether the tification
request is for "Reachability for SMS" or
"Reachability for Data".

maximumLatency DurationSec 0..1 If "monitoringType" is Ue-
"UE_REACHABILITY", this parameter reachability_no
may be included to identify the maximum (tification
delay acceptable for downlink data
transfers.

maximumResponseTi  |DurationSec 0.1 If "monitoringType" is Ue-

me "UE_REACHABILITY", this parameter reachability_no
may be included to identify the length of tification
time for which the UE stays reachable to
allow the SCS/AS to reliably deliver the
required downlink data.

suggestedNumberOfDI |integer 0.1 If "monitoringType" is Ue-

Packets "UE_REACHABILITY", this parameter reachability-
may be included to identify the number of |notification
packets that the serving gateway shall
buffer in case that the UE is not reachable.

idleStatuslIndication boolean 0.1 If "monitoringType" is set to Ue-
"UE_REACHABILITY" or reachability_no
"AVAILABILITY_AFTER_DDN_FAILURE", |tification,
this parameter may be included to indicate |Availability_afte
the notification of when a UE, for which r_DDN_failure_
PSM is enabled, transitions into idle mode. |notification,

o . o Availability_afte
- "true": indicate enabling of notification |, ppN failure
- "false": indicate no need to notify notification_en
Default: "false". hancement
locationType LocationType 0.1 If "monitoringType" is Location_notific
"LOCATION_REPORTING" or ation,
"NUMBER_OF_UES_IN_AN_AREA", this |Number_of_UE
parameter shall be included to identify s_in_an_area_
whether the request is for Current notification,
Location, Initial Location or Last known Number_of_UE
Location. S_in_an_area_
notification_5G,
(NOTE 4) eLCS
accuracy Accuracy 0.1 If "monitoringType" is Location_notific

ation,
eLCS
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minimumReportinterval |DurationSec 0.1 If "monitoringType" is Location_notific
"LOCATION_REPORTING", this ation,
parameter may be included to identify a eLCS

minimum time interval between Location
Reporting notifications.

If the "IdrType" attribute is present and set
to "ENTERING_INTO_AREA".
"LEAVING_FROM_AREA",
"BEING_INSIDE_AREA" or "MOTION",
this attribute shall not be included if the
maximumNumberOfReports attribute is
present and set to one time event.
maxRptExpirelntvl DurationSec 0.1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to identify a
maximum time interval between Location
Reporting notifications.

If the "IdrType" attribute is present and set
to "ENTERING_INTO_AREA".
"LEAVING_FROM_AREA",
"BEING_INSIDE_AREA" or "MOTION",
this attribute shall not be included if the
maximumNumberOfReports attribute is
present and set to one time event.
samplinginterval DurationSec 0.1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to identify the
maximum time interval between
consecutive evaluations by a UE of a
trigger event.

reportingLocEstind boolean 0.1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to indicate
whether event reporting requires the
location information. If set to true, the
location estimation information shall be
included in event reporting.

Default: "false" if omitted.
linearDistance LinearDistance |0..1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to indicate the
linear(straight line) distance threshold for
motion event reporting.

locQoS LocationQoS 0.1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to indicate the
expected location QoS requirement for an
immediate MT-LR or deferred MT-LR.

(NOTE 10)
svcld Serviceldentity |0..1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to indicate the
service identity of AF.

ldrType LdrType 0.1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to indicate the
event type for a deferred MT-LR.
velocityRequested VelocityRequest |0..1 If "monitoringType" is eLCS
ed "LOCATION_REPORTING", this
parameter may be included to indicate if
the velocity of the target UE is requested

or not.
maxAgeOfLocEst AgeOfLocationE |0..1 If "monitoringType" is eLCS
stimate "LOCATION_REPORTING", this

parameter may be included to indicate
acceptable maximum age of location
estimate.
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Report

is sent from the SCEF to the SCS/AS.

locTimeWindow TimeWindow 0.1 If "monitoringType" is eLCS
"LOCATION_REPORTING", this
parameter may be included to indicate the
starting time and ending time for a
deferred MT-LR.
supportedGADShapes |array(Supported |0..N Supported Geographical Area Description [eLCS
GADShapes) shapes.
codeWord CodeWord 0..1 Code word. eLCS
associationType AssociationType |0..1 If "monitoringType" is Change_of_IM
"CHANGE_OF_IMSI_IMEI_ASSOCIATIO |[SI_IMEI_associ
N", this parameter shall be included to ation_notificatio
identify whether the change of IMSI-IMEI  |n
or IMSI-IMEISV association shall be
detected.
plmnindication boolean 0.1 If "monitoringType" is Roaming_statu
"ROAMING_STATUS", this parameter s_natification
may be included to indicate the notification
of UE's Serving PLMN ID.
- "true™ The value shall be used to
indicate enabling of notification;
- "false™ The value shall be used to
indicate disabling of notification.
Default: "false".
locationArea LocationArea 0.1 If "monitoringType" is Number_of_UE
"NUMBER_OF_UES_IN_AN_AREA", this |s_in_an_area_
parameter may be included to indicate the |notification
area within which the SCS/AS requests
the number of UEs.
locationArea5G LocationArea5G |(0..1 If "monitoringType" is Number_of UE
"NUMBER_OF_UES_IN_AN_AREA", this |s_in_an_area_
parameter may be included to indicate the |[notification_5G,
area within which the AF requests the eLCS
number of UEs.
If "monitoringType" is
"LOCATION_REPORTING", this
parameter may be included to indicate the
area within which the AF requests the
area event of the target UE. (NOTE 12)
dddTraDescriptors array(DddTraffic |0..N The traffic descriptor(s) of the downlink Downlink_data
Descriptor) data source. May be included for event _delivery_statu
"DOWNLINK_DATA_DELIVERY_STATU |s_5G,
S"or Availability_afte
"AVAILABILITY_AFTER_DDN_FAILURE". |r_DDN_failure_
notification_en
hancement
dddsStati array(DIDataDeli |0..N May be included for event Downlink_data
veryStatus) "DOWNLINK_DATA_DELIVERY_STATU |_delivery_statu
S". The subscribed stati (delivered, s_5G
transmitted, buffered) for the event. If
omitted all stati are subscribed.
monitoringEventReport |MonitoringEvent |0..1 Identifies a monitoring event report which

ETSI




3GPP TS 29.122 version 16.13.0 Release 16 76 ETSI TS 129 122 V16.13.0 (2022-06)

apiNames

array(string) 0..N If "monitoringType" is API_support_c
"APl_SUPPORT_CAPABILITY", this apability_notific
parameter may be included. Each element |ation

identifies the name of an API.

It shall set as {apiName} part of the URI
structure for each T8 or N33 API as
defined in the present specification or
3GPP TS 29.522 [62], respectively.

This allows the SCS/AS to request the
capability change for its interested APIs. If
it is omitted, the SCS/AS requests to be
notified for capability change for all APIs
the SCEF+NEF supports.

NOTE 1:

One of the properties "externalld", "msisdn"”, "ipv4Addr", "ipv6Addr" or "externalGroupld" shall be included
for features "Location_notification" and "Communication_failure_notification";. One of the properties
"externalld", "msisdn" or "externalGroupld" shall be included for feature "eLCS". "ipv4Addr" or "ipv6Addr" is
required for monitoring via the PCRF for an individual UE. One of the properties "externalld”, "msisdn" or
"externalGroupld" shall be included for features "Pdn_connectivity _status",

"Loss_of_connectivity notification", "Ue-reachability _notification",
"Change_of_IMSI_IMEI_association_notification", "Roaming_status_notification",
"Availability_after_DDN_failure_notification" and
"Availability_after_DDN_failure_notification_enhancement";;

NOTE 2: Inclusion of either "maximumNumberOfReports” (with a value higher than 1) or "monitorExpireTime" makes
the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either
the maximum number of reports or the monitoring duration indicated by the property "monitorExpireTime" is
exceeded. The "maximumNumberOfReports” with a value 1 makes the Monitoring Request a One-time
Monitoring Request. At least one of "maximumNumberOfReports" or "monitorExpireTime" shall be provided.

NOTE 3: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 4: In this release, for features "Number_of UEs_in_an_area_noatification" and
"Number_of UEs_in_an_area_notification_5G", locationType shall be set to "LAST_KNOWN_LOCATION".
For 5G, if the "locationType" attribute sets to "LAST_KNOWN_LOCATION", the
"maximumNumberOfReports” attribute shall set to 1 as a One-time Monitoring Request.

NOTE 5: The property does not apply for the features "Number_of_UEs_in_an_area_notification" and
"Number_of UEs_in_an_area notification_5G".

NOTE 6: For the features "Number_of UEs_in_an_area_noatification" and
"Number_of _UEs_in_an_area_notification_5G", the property "externalGroupld" may be included for single
group and "addExtGrouplds" may be included for multiple groups but not both.

NOTE 7: The SCEF should check received MTC provider identifier and then the SCEF may:

- override it with local configured value and send it to HSS;
- send it directly to the HSS; or
- reject the monitoring configuration request.

NOTE 8: This property is only applicable for the NEF.

NOTE 9: The value of "maximumNumberOfReports" attribute sets to 1 and the "repPeriod" attribute are mutually
exclusive.

NOTE 10: For the eLCS feature, the "accuracy" attribute and "locQoS" attribute are mutually exclusive, and only the
"GEO_AREA" value is applicable for the"accuracy" attribute.

NOTE 11: The value of "TWAN_ID" is only applicable when the monitoring subscription is via the PCRF as described
in subclause 4.4.2.2.4.

NOTE 12: For the eLCS feature, only the "geographicAreas" attribute within the "locationArea5G" attribute is
applicable.

5.3.2.2 Notification data types
53.2.21 Introduction

This clause defines data structures to be used in notifications.

5.3.2.2.2

Type: MonitoringNotification

This data type represents a monitoring notification which is sent from the SCEF to the SCS/AS.
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Table 5.3.2.2.2-1: Definition of type MonitoringNotification

Attribute name Data type Cardinalit Description Applicability
y (NOTE)
subscription Link 1 Link to the subscription resource to which
this notification is related.

configResults array(ConfigResu |0..N Each element identifies a notification of

It) grouping configuration result.
monitoringEventReports |array(Monitoring  [0..N Each element identifies a monitoring event

EventReport) report.
cancelind Boolean 0.1 Indicates whether to request to cancel the

corresponding monitoring subscription. Set
to false or omitted otherwise.
appliedParam AppliedParamete |0..1 Indicates the applied parameter Enhanced_p
rConfiguration configuration in the network. For the aram_config
attributes included in
AppliedParameterConfiguration data type,
the "maximumLatency" and
"maximumResponseTime" attributes require
the "Ue-reachability _notification" feature
support, and the "maximumDetectionTime"
attribute requires the
"Loss_of_connectivity notification" feature
support.
NOTE:  Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.3.2.3 Referenced structured data types

5.3.23.1 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.

5.3.2.3.2 Type: MonitoringEventReport

This data type represents a monitoring event notification which is sent from the SCEF to the SCS/AS.
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Table 5.3.2.3.2-1: Definition of type MonitoringEventReport
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Attribute name Data type Cardinality Description Applicability
(NOTE 1)
imeiChange AssociationType 0.1 If "monitoringType" is Change_of |
"CHANGE_OF_IMSI_IMEI_ASSOC |MSI_IMEI_as
IATION", this parameter shall be sociation_noti
included to identify the event of fication
change of IMSI-IMEI or IMSI-
IMEISV association is detected.
Refer to 3GPP TS 29.336 [11]
Subclause 8.4.22.
Externalld 0.1 External identifier
externalld
(NOTE 2)

IdleStatusinfo 0.1 If "idleStatusIndication” in the Ue-
"MonitoringEventSubscription"sets  |reachability_n
to "true", this parameter shall be otification,

idleStatusinfo included to indicate the information |Availability_af
when the UE transitions into idle ter_DDN_fail
mode. ure_notificatio

n

locationinfo Locationinfo 0.1 If "monitoringType" is Location_notif
"LOCATION_REPORTING", this ication, eLCS
parameter shall be included to
indicate the user location related
information.

locFailureCause LocationFailureCause 0.1 Indicates the location positioning Location_notif
failure cause. ication, eLCS

lossOfConnectReason |integer 0.1 If "monitoringType" is Loss_of _conn
"LOSS_OF _CONNECTIVITY", this |ectivity_notific
parameter shall be included if ation
available to identify the reason why
loss of connectivity is reported.
Refer to 3GPP TS 29.336 [11]
Subclause 8.4.58.

DateTime 0.1 If "monitoringType" is Ue-
"UE_REACHABILITY", this reachability_n
parameter may be included to otification
identify the timestamp until which a

maXUEAVallabllltyTlm UE using a power Saving

€ mechanism is expected to be
reachable for SM delivery.
Refer to Subclause 5.3.3.22 of
3GPP TS 29.338 [34].

Msisdn 0.1 Identifies the MS internal

msisdn PSTN/ISDN number

(NOTE 2)
N MonitoringType 1 Identifies the type of monitoring

monitoringType type as defined in clause 5.3.2.4.3.

uePerLocationReport |UePerLocationReport 0.1 If "monitoringType" is Number_of_U
"NUMBER_OF_UES_IN_AN_ARE |Es_in_an_are
A", this parameter shall be included |a_notification,
to indicate the number of UEs Number_of_U
found at the location. Es in_an_are

a_notification
5G

pimnid Pimnid 0.1 If "monitoringType" is Roaming_stat
"ROAMING_STATUS" and us_notificatio
"plmnlindication” in the n
"MonitoringEventSubscription" sets
to "true", this parameter shall be
included to indicate the UE's
serving PLMN.
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reachabilityType

ReachabilityType

If "monitoringType" is
"UE_REACHABILITY", this
parameter shall be included to
identify the reachability of the UE.

Refer to 3GPP TS 29.336 [11]
Subclause 8.4.20.

Ue-
reachability_n
otification

roamingStatus

boolean

If "monitoringType" is
"ROAMING_STATUS", this
parameter shall be set to "true” if
the UE is on roaming status. Set to
false or omitted otherwise.

Roaming_stat
us_notificatio
n

failureCause

FailureCause

If "monitoringType" is
"COMMUNICATION_FAILURE",
this parameter shall be included to
indicate the reason of
communication failure.

Communicati
on_failure_no
tification

eventTime

DateTime

Identifies when the event is
detected or received.

Shall be included for each group of
UEs.

pdnConninfoList

array(PdnConnectioninf
ormation)

If "monitoringType" is
"PDN_CONNECTIVITY_STATUS",
this parameter shall be included to
indicate the PDN connection
details.

Pdn_connecti
vity _status

"DOWNLINK_DATA_DELIVERY_S

dddStatus DIDataDeliveryStatus If "monitoringType" is Downlink_dat
"DOWNLINK_DATA_DELIVERY_S |a_delivery_st
TATUS", this parameter shall be atus_5G
included to identify the downlink
data delivery status detected by the
network.

dddTrafDescriptor DddTrafficDescriptor If "monitoringType" is Downlink_dat
"DOWNLINK_DATA _DELIVERY_S |a_delivery_st
TATUS", this parameter shall be atus_5G
included to identify the downlink
data descriptor impacted by the
downlink data delivery status
change.

maxWaitTime DateTime If "monitoringType" is Downlink_dat

a_delivery_st

indicate the availability of all APIs
supported by the serving network
or the availability of interested
APIs, indicated by the “apiNames”
attribute in
"MonitoringEventSubscription”,
supported by the serving network.

If no APl is supported by the
serving network, an empty apiCaps
shall be provided.

TATUS", this parameter may be atus_5G
included to identify the time before
which the data will be buffered.

apiCaps array(ApiCapabilitylnfo) If "monitoringType" is API_support_
"API_SUPPORT_CAPABILITY", capability_not
this parameter shall be included to |ification

NOTE 1: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: Identifies the user for which the event occurred. At least one of the properties shall be included.
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5.3.2.3.3 Type: IdleStatusinfo

This data type represents the information when the UE transitions into idle mode. It is sent from the SCEF to the
SCS/AS.

Table 5.3.2.3.3-1: Definition of type IdleStatusinfo

Attribute name Data type Cardinality Description

Identifies the active time granted to the UE. It shall be
present if the idle status indication is requested by the
SCS/AS with "idleStatusindication™ in the
"monitoringEventSubscription" sets to "true".

activeTime DurationSec 0.1

Identifies the power saving interval in unit of seconds. It
shall be present if the idle status indication is requested by
the SCS/AS with "idleStatusIndication” in the
"monitoringEventSubscription"” sets to "true”.

edrxCycleLength number 0..1

suggestedNumberOfD |integer 0.1 Identifies the number of packets shall be buffered in the
IPackets serving gateway. It shall be present if the idle status
indication is requested by the SCS/AS with
"idleStatusindication" in the "monitoringEventSubscription"
sets to "true".

Identifies the timestamp at which the UE transitions into
idle mode. It shall be present if the idle status indication is
requested by the SCS/AS with "idleStatusindication” in the
"monitoringEventSubscription"” sets to "true".

idleStatusTimestamp  |DateTime 0..1

Identifies the subscribed periodic RAU/TAU timer value. It
shall be present if the idle status indication is requested by
the SCS/AS with "idleStatusIndication” in the
"monitoringEventSubscription" sets to "true".

periodicAUTimer DurationSec 0.1

5.3.2.3.4 Type: UePerLocationReport

This data type represents the number of UEs found at the indicated location information. It is sent from the SCEF to the
SCS/AS.

Table 5.3.2.3.4-1: Definition of type UePerLocationReport

Attribute name Data type Cardinality Description
ueCount integer 1 Identifies the number of UEs.
Each element uniquely identifies a user.
externallds array(Externalld) 0..N
(NOTE)
Each element identifies the MS internal PSTN/ISDN
msisdns array(Msisdn) 0..N number allocated for a UE.
(NOTE)

NOTE: The property shall be included if received from the MME(sS)/SGSN(s).

5.3.2.35 Type: Locationinfo

This data type represents the user location information which is sent from the SCEF to the SCS/AS.
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Table 5.3.2.3.5-1: Definition of LocationInfo data Type

Attribute name Data type Cardinality Description Applicability
DurationMin 0.1 Indicates the elapsed time since the last
network contact of the UE.

ageOfLocationInfo Refer to the Age-Of-Location-Information
AVP as defined in subclause 7.3.126 of
3GPP TS 29.272 [33].

string 0.1 Indicates the Cell Global Identification of the
user which identifies the cell the UE is
registered.
cellld Refer to the Cell-Global-Identity AVP or E-
UTRAN-Cell-Global-Identity AVP as defined
in subclause 7.3.119 or subclause 7.3.117
of 3GPP TS 29.272 [33]. (NOTE 2)
string 0.1 Indicates the eNodeB in which the UE is
currently located.
Refer to the eNodeB-ID AVP or Extended-
eNodeB-ID AVP as defined in
subclause 7.3.198 or subclause 7.3.218 of
3GPP TS 29.272 [33].
string 0.1 Identifies the Routing Area Identity of the
user where the UE is located.
routingAreald Refer to the Routing-Area-ldentity AVP as
defined in subclause 7.3.120 of
3GPP TS 29.272 [33].
string 0.1 Identifies the Tracking Area Identity of the
user where the UE is located.
trackingAreald Refer to the Tracking-Area-ldentity AVP as
defined in subclause 7.3.118 of
3GPP TS 29.272[33]. (NOTE 3)
string 0.1 Identifies the PLMN Identity of the user
where the UE is located.
plmnid Refer to the Visited-PLMN-Id AVP as
defined in subclause 7.3.9 of
3GPP TS 29.272 [33].
string 0.1 Identifies the TWAN Identity of the user
where the UE is located.
GeographicAr | 0..1 Identifies a geographic area of the user
ea where the UE is located.
civicAddress CivicAddress | 0..1 The civic address of the target UE. eLCS
PositioningM | 0..1 Identifies the positioning method used to eLCS
positionMethod ethod obtain the location estimate of the UE, if it is
available at the LCS server and if needed.
AccuracyFulfi | 0..1 Represents whether the requested accuracy [LCS
qosFulfilind Imentindicato is fulfilled or not.
r (NOTE 1)
VelocityEstim | 0..1 UE velocity, if requested and available eLCS
ate
LdrType 0.1 The IE may be included to indicate the type [eLCS
of event that triggers event notification.
NOTE 1: For the eLCS feature, if "reportingLocEstInd" attribute is set to false or omitted during the monitoring event
request, the location estimation information shall not be included. Otherwise, if the "reportingLocEstInd"
attribute is set to true, and
- if the "gosFulfilind" attribute is set to "REQUESTED_ACCURACY_FULFILLED", the location estimate
information may be included if the "IcsQosClass" attribute within the "locQoS" attribute is set to
"BEST_EFFORT"; or
- if the "gosFulfilind" attribute is set to "REQUESTED_ACCURACY_NOT_FULFILLED", the location
estimate shall not be included if the "lcsQosClass" attribute within "locQoS" attribute is set to "ASSURED".
NOTE 2: For NEF, the context of the property shall refer to the Ecgi or Ncgi data type as defined in
subclause 5.4.4.5 or subclause 5.4.4.6 of 3GPP TS 29.571 [45].
NOTE 3: For NEF, the context of the property shall refer to the Tai data type as defined in subclause 5.4.4 of
3GPP TS 29.571 [45]].

enodeBld

twanld

geographicArea

ueVelocity

IdrType
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5.3.2.3.6 Type: FailureCause

This data type represents the reason of communication failure. It shall comply with the provisions defined in
table 5.3.2.3.6-1.

Table 5.3.2.3.6-1: Definition of type FailureCause

Attribute name Data type |Cardinality Description

Identifies a non-transparent copy of the BSSGP cause code.
bssgpCause integer 0.1 Refer to 3GPP TS 29.128 [12].

Identify the type of the S1IAP-Cause.
causeType integer 0.1 Refer to 3GPP TS 29.128 [12].

Identifies a non-transparent copy of the GMM cause code.
gmmCause integer 0.1 Refer to 3GPP TS 29.128 [12].

Identifies a non-transparent copy of the RANAP cause code.
ranapCause integer 0.1 Refer to 3GPP TS 29.128 [12].

Indicates RAN and/or NAS release cause code information, TWAN

release cause code information or untrusted WLAN release cause

code information.
ranNasCause string 0-1 Refer to 3GPP TS 29.214 [10].

(NOTE)

Identifies a non-transparent copy of the S1AP cause code.
slApCause integer 0.1 Refer to 3GPP TS 29.128 [12].

Identifies a non-transparent copy of the SM cause code.
smCause integer 0.1 Refer to 3GPP TS 29.128 [12].

NOTE: If this property is provided in the "FailureCause" type, then other properties shall not be provided.

5.3.2.3.7 Type: PdnConnectioninformation

This data type represents the PDN connection information of the UE.

Table 5.3.2.3.7-1: Definition of type PdnConnectioninformation

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
PdnConnectionStatu Identifies the PDN connection status.
status s 1
Identifies the APN, it is depending on the
apn string 0.1 SCEF local configuration whether or not
this attribute is sent to the SCS/AS.
pdnType PdnType 1 PDN type
interfacelnd Interfacelndication 0.1 Identifies the 3GPP network function

used to communicate with the SCS/AS
for non-IP PDN type.

ipv4Addr Ipv4Addr 0.1 Identifies the UE Ipv4 address.
ipv6Addrs array(IpvéAddr) 0..N Identifies the UE Ipv6 address.
(NOTE 2)

NOTE 1: Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: ipv6 prefix is included in this attribute if ipv6 full address is not available.
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5.3.2.3.8 Type: AppliedParameterConfiguration

This data type represents the applied parameter configuration in the network.

Table 5.3.2.3.8-1: Definition of type AppliedParameterConfiguration

Attribute name Data type Cardinality Description Applicability

Each element uniquely identifies a user.

externallds array(Externalld) 0..N (NOTE)
Each element identifies the MS internal

msisdns array(Msisdn) 0..N PSTN/ISDN number allocated for a UE.
(NOTE)

maximumLatency DurationSec 0.1 This parameter may be included to
identify the maximum delay acceptable
for downlink data transfers, which is
applied in the network.

maximumResponseTi |DurationSec 0.1 This parameter may be included to

me identify the length of time for which the
UE stays reachable to allow the SCS/AS
to reliably deliver the required downlink
data, which is applied in the network.

maximumDetectionTi  |DurationSec 0.1 This parameter may be included to

me identify the maximum period of time after
which the UE is considered to be
unreachable, which is applied in the
network.

NOTE: If both are omitted, it means the change applies for the whole configuration (i.e. a single UE or a group of

UEs).
5.3.2.3.9 Type: ApiCapabilitylnfo

This data type represents the availability information of a supported API.

Table 5.3.2.3.9-1: Definition of type ApiCapabilityInfo

Attribute name Data type Cardinality Description Applicability

Identifies the name of an available API
provided by the SCEF+NEF.

It shall set as {apiName} part of the URI
structure for each T8 or N33 API as
defined in the present specification or
3GPP TS 29.522 [62], respectively.

apiName string 1

suppFeat SupportedFeatures 1 Indicates all the features supported by
the APl in the serving network, which
provided by the SCEF+NEF.

5.3.24 Referenced simple data types and enumerations

53241 Introduction

This clause defines simple data types and enumerations that are referenced from data structures defined in the previous
clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.3.24.2 Simple data types
The simple data types defined in table 5.3.2.4.2-1 shall be supported.
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Type name

Description

5.3.2.4.3

Enumeration: MonitoringType

The enumeration MonitoringType represents a monitoring event type. It shall comply with the provisions defined in

table 5.3.2.4.3-1.

Table 5.3.2.4.3-1: Enumeration MonitoringType

Enumeration value

Description

Applicability (NOTE 1)

LOSS_OF_CONNECTIVI
TY

The SCS/AS requests to be notified when the 3GPP
network detects that the UE is no longer reachable for
signalling or user plane communication

Loss_of _connectivity notification

UE_REACHABILITY

The SCS/AS requests to be notified when the UE
becomes reachable for sending either SMS or downlink
data to the UE

Ue-reachability_notification

LOCATION_REPORTIN
G

The SCS/AS requests to be notified of the current
location or the last known location of the UE

Location_notification, eLCS

CHANGE_OF_IMSI_IMEI
_ASSOCIATION

The SCS/AS requests to be notified when the
association of an ME (IMEI(SV)) that uses a specific
subscription (IMSI) is changed

IChange_of_IMSI_IMEI_associati
lon_notification

ROAMING_STATUS

The SCS/AS queries the UE's current roaming status
and requests to get notified when the status changes

Roaming_status_notification

COMMUNICATION_FAIL
URE

The SCS/AS requests to be notified of communication
failure events

ICommunication_failure_noatificati
on

AVAILABILITY_AFTER_
DDN_FAILURE

The SCS/AS requests to be notified when the UE has
become available after a DDN failure

IAvailability _after DDN_failure_n
otification,

IAvailability_after DDN_failure_n
otification _enhancement

NUMBER_OF _UES_IN_
AN_AREA

The SCS/AS requests to be notified the number of UEs
in a given geographic area

Number_of _UEs_in_an_area_no
tification,

Number_of UEs_in_an_area_no
tification 5G

PDN_CONNECTIVITY_S
TATUS

The SCS/AS requests to be notified when the 3GPP
network detects that the UE’'s PDN connection is set up
or torn down.

Pdn_connectivity_status

DOWNLINK_DATA_DELI
VERY_STATUS

The AF requests to be notified when the 3GPP network
detects that the downlink data delivery status is
changed.

Downlink_data_delivery_status_
5G

API_SUPPORT_CAPABI
LITY

The SCS/AS requests to be notified of the availability of
support of service APIs.

IAP|_support_capability_notificati

on

NOTE 1: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: More monitoring types can be added in the future based on stage 2.

5.3.24.4

Enumeration: ReachabilityType

The enumeration Reachability Type represents a reachability type. It shall comply with the provisions defined in
table 5.3.2.4.4-1. If reachabilityType set to "SMS", the monitoring event request from SCS/AS shall be only for one-

time monitoring request.
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Table 5.3.2.4.4-1: Enumeration ReachabilityType

Enumeration value Description Applicability (NOTE)

SMS The SCS/AS requests to be notified when the UE Ue-reachability_notification
becomes reachable for sending SMS to the UE

DATA The SCS/AS requests to be notified when the UE Ue-reachability _notification
becomes reachable for sending downlink data to the
UE

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in

subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.3.2.45 Enumeration: LocationType

The enumeration LocationType represents a location type. It shall comply with the provisions defined in table 5.3.2.4.5-
1. If locationType set to "LAST_KNOWN_LOCATION", the monitoring event request from SCS/AS shall be only for
one-time monitoring request.

Table 5.3.2.4.5-1: Enumeration LocationType

Enumeration value

Description

Applicability (NOTE)

CURRENT_LOCATION

The SCS/AS requests to be notified for current location

Location notification, eLCS

LAST_KNOWN_LOCATI
ON

The SCS/AS requests to be notified for last known
location

Location_notification,
Number_of _UEs_in_an_area_no
tification,

Number_of UEs_in_an_area_no
tification 5G

CURRENT_OR_LAST_K | The AF requests the current or last known location. eLCS
NOWN_LOCATION
INITIAL_LOCATION The AF requests the initial location. eLCS

NOTE:

Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.3.24.6

Enumeration: AssociationType

The enumeration AssociationType represents an IMEI or IMEISV to IM S| association. It shall comply with the
provisions defined in table 5.3.2.4.6-1.

Table 5.3.2.4.6-1: Enumeration AssociationType

Enumeration value

Description

Applicability (NOTE)

IMEI

The value shall be used when the change of IMSI-IMEI
association shall be detected

IChange_of_IMSI_IMEI_associati
lon _notification

IMEISV The value shall be used when the change of IMSI- IChange_of IMSI_IMEI_associati
IMEISV association shall be detected lon_notification
NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
5.3.24.7 Enumeration: Accuracy

The enumeration Accuracy represents a desired granularity of accuracy of the requested location information. It shall
comply with the provisions defined in table 5.3.2.4.7-1.
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Table 5.3.2.4.7-1: Enumeration Accuracy

Enumeration value Description

CGl_ECGI The SCS/AS requests to be notified at cell level location accuracy.

ENODEB The SCS/AS requests to be notified at eNodeB level location accuracy.

TA RA The SCS/AS requests to be notified at TA/RA level location accuracy.

PLMN The SCS/AS requests to be notified at PLMN level location accuracy.

TWAN ID The SCS/AS requests to be notified at TWAN identifier level location accuracy.

GEO AREA The SCS/AS requests to be notified of the geographical area accuracy.
5.3.2.4.8 Enumeration: PdnConnectionStatus

The enumeration PdnConnectionStatus represents the PDN connection status. It shall comply with the provisions
defined in table 5.3.2.4.8-1.

Table 5.3.2.4.8-1: Enumeration PdnConnectionStatus

Enumeration value Description Applicability (NOTE)

CREATED The PDN connection is created. Pdn_connectivity status
RELEASED The PDN connection is released. Pdn_connectivity status
NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in

subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.3.2.49 Enumeration: PdnType

The enumeration PdnType represents the PDN connection type. It shall comply with the provisions defined in
table 5.3.2.4.9-1.

Table 5.3.2.4.9-1: Enumeration PdnType

Enumeration value Description Applicability (NOTE)

IPV4 PDN connection of IPv4 type

IPV6 PDN connection of IPv6 type

IPV4V6 PDN connection of IPv4v6 type

NON_IP PDN connection of non-IP type

ETHERNET PDN connection of Ethernet type

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in

subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.3.2.4.10 Enumeration: Interfacelndication

The enumeration Interfacel ndication represents the network entity used for data delivery towards the SCS/AS. It shall
comply with the provisions defined in table 5.3.2.4.10- 1.

Table 5.3.2.4.10-1: Enumeration Interfacelndication

Enumeration value

Description

Applicability (NOTE)

EXPOSURE_FUNCTION

SCEF is used for the PDN connection towards the
SCS/AS.

Pdn_connectivity status

PDN_GATEWAY

PDN gateway is used for the PDN connection towards

the SCS/AS.

Pdn_connectivity _status

NOTE:

Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

ETSI




3GPP TS 29.122 version 16.13.0 Release 16 88 ETSI TS 129 122 V16.13.0 (2022-06)

5.3.2.4.11 Enumeration: LocationFailureCause

The enumeration LocationFailureCause represents the cause of location positioning failure. It shall comply with the
provisions defined in table 5.3.2.4.11-1.

Table 5.3.2.4.11-1: Enumeration LocationFailureCause

Enumeration value Description Applicability

"POSITIONING_DENIED" | Positioning is denied.
"UNSUPPORTED BY_ UE" | Paositioning is not supported by UE.
"NOT_REGISTED_UE" UE is not registered.
"UNSPECIFIED" Unspecified.

5.3.3 Resource structure

5.3.3.1 General
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-monitoring-event/v1l/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-monitoring-event” and "apiVersion"
shall be set to "v1" for the current version defined in the present document. All resource URIsin the subclauses below
are defined relative to the above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.3.3.1-1: Resources and methods overview

Resource name Resource URI HTTP Meaning
method
Monitoring Event /{scsAsld}/subscriptions/ GET Read all subscriptions for a
Subscriptions given SCS/AS

POST Create a new subscription of
monitoring event

Individual Monitoring  |/{scsAsld}/subscriptions/{subscriptionld} PUT Modify an existing subscription
Event Subscription of monitoring event
GET Read a subscription of

monitoring event

DELETE |Delete a subscription of
monitoring event

5.3.3.2 Resource: Monitoring Event Subscriptions

5.3.3.2.1 Introduction

Thisresource allows an SCS/ASto read all of the active monitoring event subscriptions or create a new monitoring
event subscription for the SCS/AS at the SCEF.

5.3.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-monitoring-event/vl/{scsAsl d}/subscriptions/
This resource shall support the resource URI variables defined in table 5.3.3.2.2-1.
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Table 5.3.3.2.2-1: Resource URI variables for resource "Monitoring Event Subscriptions”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.3.3.2.3 Resource methods
5.3.3.23.1 GET

The GET method allows to read all active subscriptions for agiven SCS/AS. The SCS/AS shall initiate the HTTP GET
request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as

specified in the table 5.3.3.2.3.1-1 and table 5.3.3.2.3.1-2.

Table 5.3.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality

Remarks

none specified

Table 5.3.3.2.3.1-2: Data structures supported by the GET request/response by the resource

bscription)

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
array(MonitoringEventSu |0..N 200 OK The subscription information for the SCS/AS in the

request URI are returned.

none 307 Temporary redirection, during subscription retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.3.3.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.3.3.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.3.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.
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The POST method creates a new subscription resource to monitor an event for agiven SCS/AS. The SCS/AS shall
initiate the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI

of the created resource.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.

Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name Data type

Cardinality

Remarks

none specified

Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request — , , — I
body |MonitoringEventSubscrip |1 Parameters to register a subscription to notifications about
tion monitoring event with the SCEF.
Response
Data type Cardinality| codes Remarks
MonitoringEventSubscrip | 1 201 The subscription resource was created successfully.
tion Created .
The URI of the created resource shall be returned in
the "Location" HTTP header.
MonitoringEventReport |1 200 OK The operation is successful, and corresponding
monitoring event report is included.
This is only applicable for the one-time monitoring
request if report is available in the response.
ProblemDetails 0.1 400 Bad | The subscription resource is not allowed to be created
Request |[since the supported feature corresponding to the
Response monitoring event is not supported by the client.
body (NOTE 4)
ProblemDetails 0.1 403 The subscription resource is not allowed to be created
Forbidden |since one or more of the received parameters are out
of the range defined by operator policies.
(NOTE 2)
ProblemDetails 0.1 403 The subscription resource is not allowed to be created
Forbidden |since the Idle Status Indication is received in the
request but not supported by the network.
(NOTE 3)
ProblemDetails 0.1 500 The subscription resource is not allowed to be created
Internal since the event is not supported by the server.
Server (NOTE 5)
Error

NOTE 1:
NOTE 2:

range.

NOTE 3:

NOTE 4:

NOTE 5:

The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

The "cause" attribute within the "ProblemDetails" data structure may be set to
"PARAMETER_OUT_OF_RANGE" as defined in subclause 5.3.5.3. In such case, the "invalidParams"
attribute may be included within the "ProblemDetails" data structure to indicate which parameters are out of

The "cause" attribute within the "ProblemDetails" data structure may be set to
"IDLE_STATUS_UNSUPPORTED" as defined in subclause 5.3.5.3.

The "cause" attribute within the "ProblemDetails" data structure may be set to
"EVENT_FEATURE_MISMATCH" as defined in subclause 5.3.5.3.

The "cause" attribute within the "ProblemDetails" data structure may be set to "EVENT_UNSUPPORTED" as
defined in subclause 5.3.5.3.
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Table 5.3.3.2.3.4-3: Headers supported by the 201 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-monitoring-
event/vl/{scsAsld}/subscriptions/{subscriptionid}

5.3.3.2.35 DELETE

This HTTP method is not supported for the resource.
5.3.3.3 Resource: Individual Monitoring Event Subscription

5.3.3.3.1 Introduction

This resource alows an SCS/ASto read, update or delete an active monitoring event subscription at the SCEF.

5.3.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-monitoring-event/v1/{scsAsl d}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.3.3.3.2-1: Resource URI variables for resource "Individual Monitoring Event Subscription”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
subscriptionld string Identifier of the subscription resource. The subscriptionld corresponds to
the stage 2 TLTRI.

5.3.3.3.3 Resource methods

5.3.3.3.31 GET

The GET method allows to read an active subscription resource to obtain details of the subscription. The SCS/AS shall
initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.3.3.1-1 and table 5.3.3.3.3.1-2.

Table 5.3.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified
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Table 5.3.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
MonitoringEventSubscrip |1 200 OK The subscription information related to the request URI
tion is returned.
none 307 Temporary redirection, during subscription retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.3.3.3.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.3.3.3.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.3.3.3.3.2 PUT

The PUT method modifies an existing subscription resource to update the subscription. The SCS/AS shall initiate the
HTTP PUT request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.

Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

Cardinality

Remarks

none specified
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Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

Data type

Cardinality

Remarks

Request
body

MonitoringEventSubscrip
tion

1

Parameters to update a subscription to notifications about
monitoring event with the SCEF.

Response
Data type Cardinality| codes Remarks
MonitoringEventSubscrip |1 200 OK The subscription was updated successfully.
tion
ProblemDetails 0.1 403 The subscription resource is not allowed to be updated
Forbidden |since the HTTP method is not supported.
(NOTE 2, NOTE 3)
Response |none 307 Temporary redirection, during subscription
body Temporary | modification. The response shall include a Location
Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription
Permanen | modification. The response shall include a Location
t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE 1: The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2: The error case is only applicable for monitoring event configuration via PCRF.
NOTE 3: The "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED"
as defined in subclause 5.3.5.3.
Table 5.3.3.3.3.2-3: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
Table 5.3.3.3.3.2-4: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.3.3.3.3.3 PATCH

This HTTP method is not supported for the resource.

5.3.3.3.34

POST

This HTTP method is not supported for the resource.

5.3.3.3.35

DELETE

The DELETE method del etes the related resource and terminates the related monitoring subscription. The SCS/AS shall
initiate the HTTP DELETE request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.3.3.5-1 and table 5.3.3.3.3.5-2.
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Table 5.3.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks
none specified

Table 5.3.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
none 204 No The subscription was terminated successfully.
Content
array(MonitoringEventRe | 1..N 200 OK The subscription was terminated successfully, the
port) monitoring event report(s) shall be included if received.
R none 307 Temporary redirection, during subscription termination.
esponse h hall include a Location header field
body Temporary | The response shall include a Location header fie _
Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription termination.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.

NOTE: The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

Table 5.3.3.3.3.5-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.

Table 5.3.3.3.3.5-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.3.34 Void

5.3.3a Notifications

5.3.3a.1 General

The notifications provided by the MonitoringEvent API are specified in this clause.
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Table 5.3.3a-1: Notifications overview

HTTP
Notification Callback URI TELEE B D_escrlptlon_
custom (service operation)
operation
Monitoring {notificationDestination} POST Sent from the SCEF
Notification to the SCS/AS about

the notification of
grouping configuration
result, detected
monitoring event
report(s) or notify the
SCSJ/AS to cancel a
monitoring
subscription

5.3.3a.2 Monitoring Notification

5.3.3a.2.1 Description

The Monitoring Notification allows the SCEF to send notification about grouping configuration result, monitoring event
report(s) or a monitoring subscription cancellation to the SCS/AS.

5.3.3a.2.2 Target URI

The Calback URI " {notificationDestination}" shall be used with the callback URI variables defined in table 5.3.3a.2.2-
1

Table 5.3.3a.2.2-1: Callback URI variables

Name Data type Definition
notificationDestination |Link Callback reference provided by the SCS/AS during creation or modification
of the monitoring event subscription.

5.3.3a.2.3 Standard Methods

5.3.3a.2.3.1 Notification via POST

The HTTP POST method reports the notification for a monitoring subscription. The SCEF shall initiate the HTTP
POST request message and the SCS/AS shall respond to the message.

This method shall support the request data structures specified in table 5.3.3a.2.3.1-1 and the response data structures
and response codes specified in table 5.3.3a.2.3.1-2.

Table 5.3.3a.2.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description

MonitoringNotification 1 The monitoring notification provided by the SCEF.
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Table 5.3.3a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
none 204 No Content |The monitoring notification is received successfully.
none 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
Table 5.3.3a.2.3.1-3: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
Table 5.3.3a.2.3.1-4: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
5.3.3a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the MonitoringNotification may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.3.4

Used Features

The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described

in subclause 5.2.7.
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Table 5.3.4-1: Features used by MonitoringEvent API

Feature
Number

Feature

Description

1

Loss_of_connectivity_notification

The SCS/AS is notified when the 3GPP network
detects that the UE is no longer reachable for
signalling or user plane communication

Ue-reachability_natification

The SCS/AS is notified when the UE becomes
reachable for sending either SMS or downlink data to
the UE

Location_notification

The SCS/AS is notified of the current location or the
last known location of the UE

Change_of_IMSI_IMEI_association_notification

The SCS/AS is notified when the association of an
ME (IMEI(SV)) that uses a specific subscription (IMSI)
is changed

Roaming_status_notification

The SCS/AS is notified when the UE's roaming status
changes

Communication_failure_notification

The SCS/AS is notified of communication failure
events

Availability_after_ DDN_failure_notification

The SCS/AS is notified when the UE has become
available after a DDN failure

Number_of UEs_in_an_area_notification

The SCS/AS is notified the number of UEs present in
a given geographic area

The feature supports the pre-5G (e.g. 4G)
requirement.

Notification_websocket

The delivery of notifications over Websocket is

supported according to subclause 5.2.5.4. This
feature requires that the Notification_test_event
featute is also supported.

10

Notification_test_event

The testing of notification connection is supported
according to subclause 5.2.5.3.

11

Subscription_modification

Modifications of an individual subscription resource.

12

Number_of UEs_in_an_area_notification_5G

The AF is notified the number of UEs present in a
given geographic area.

The feature supports the 5G requirement. This feature
may only be supported in 5G.

13

Pdn_connectivity_status

The SCS/AS requests to be notified when the 3GPP
network detects that the UE’s PDN connection is set
up or torn down.

14

Downlink_data_delivery_status 5G

The AF requests to be notified when the 3GPP
network detects that the downlink data delivery status
is changed. The feature is not applicable to the pre-
5G.

15

Availability_after_ DDN_failure_notification_enha
ncement

The AF is notified when the UE has become available
after a DDN failure and the traffic matches the packet
filter provided by the AF. The feature is not applicable
to the pre-5G.

16

Enhanced_param_config

This feature supports the co-existence of multiple
event configurations for target UE(s) if there are
parameters affecting periodic RAU/TAU timer and/or
Active Time. Supporting this feature also requires the
support of feature number 1 or 2.

17

API_support_capability_notification

The SCS/AS is notified of the availability of support of
service APIs. This feature is only applicable in
interworking SCEF+NEF scenario.

18

eLCS

This feature supports the enhanced location exposure
service (e.g. location information preciser than cell
level).

Feature:
Description:

A clear textual description of the feature.

A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
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5.3.5 Error handling

5.35.1 General
HTTP error handling shall be supported as specified in subclause 5.2.6.

In addition, the requirements in the following subclauses shall apply.

5.35.2 Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the MonitoringEvent API.

5.3.5.3 Application Errors

The application errors defined for MonitoringEvent API arelisted in table 5.3.5.3-1. The SCEF shall include in the
HTTP status code a“ProblemDetails’ data structure with the “cause” attribute indicating the application error as listed
intable 5.3.5.3-1.

Table 5.3.5.3-1: Application errors

Application Error HTTP status Description
code
PARAMETER_OUT_OF_ RANGE 403 Forbidden Indicates that the resource is not allowed to be created
since one or more of the received parameter are out of
range defined by operator policies.
IDLE_STATUS_UNSUPPORTED 403 Forbidden Indicates that the resource is not allowed to be created
since the Idle Status Indication is received in the request
but not supported by the network.
OPERATION_PROHIBITED 403 Forbidden Indicates the HTTP method is not supported.
EVENT_FEATURE_MISMATCH 400 Bad Request |Indicates the resource creation is not allowed since the
supported feature corresponding to the monitoring event
is not supported by the client.

EVENT_UNSUPPORTED 500 Internal Indicates the required monitoring event is not supported
Server Error by the server.

5.4 ResourceManagementOfBdt API

541 Overview

The ResourceM anagementOfBdt APl isa RESTful API that allows the SCS/AS to request background data transfer
related conditions for a set of UEs. The ResourceM anagementOfBdt API defines a set of data models, resources and the
related procedures for the creation and management of the background data transfer request. The corresponding JSON
schema for the representation of the resources and operations defined by the ResourceManagementOfBdt API is
provided in its complete form in Annex A.4.

542 Data model

5421 Resource data types

54211 Introduction
This clause defines data structures to be used in resource representations.

Table5.4.2.1.1-1 specifies data types re-used by the ResourceM anagementOfBdt API from other specifications,
including areference to their respective specifications and when needed, a short description of their use within the
ResourceM anagementOfBdt API.
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Table 5.4.2.1.1-1: ResourceManagementOfBdt API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |Identifies the civic address information of the user(s).
NetworkArealnfo 3GPP TS 29.554 [50] |Identifies a network area information.
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.4.4-1.
5.4.2.1.2 Type: Bdt

Thistype represents aBDT subscription. The same structure is used in the subscription request and subscription
response.

Table 5.4.2.1.2-1: Definition of type Bdt

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

self

Link

0.1

Link to the resource "Individual
BDT Subscription”. This parameter
shall be supplied by the SCEF in
HTTP responses.

supportedFeatures

SupportedFeatures

Used to negotiate the supported
optional features of the API as
described in subclause 5.2.7.
This attribute shall be provided in
the POST request and in the
response of successful resource
creation.

volumePerUE

UsageThreshold

Identifies the data volume expected
to be transferred per UE.

numberOfUEs

integer

[N

Identifies the number of UEs.

desiredTimeWindow

TimeWindow

[

Identifies the time interval.

locationArea

LocationArea

Identifies the area within which the
SCSJ/AS requests the number of
UE.

Bdt

locationAreas5G

LocationArea5G

Identifies the area within which the
AF requests the number of UE.

LocBdt_5G

referenceld

BdtReferenceld

Identifies a selected policy of
background data transfer.

transferPolicies

array(TransferPolicy)

Identifies an offered transfer policy.

selectedPolicy

integer

Identity of the selected background
data transfer policy. Shall not be
present in initial message
exchange, can be provided by NF
service consumer in a subsequent
message exchange.

externalGroupld

ExternalGroupld

Identifies a group of users.
(NOTE 2)

Group_lId

notificationDestination

Link

Contains the URI to receive the
BDT notification from the NEF.

BdtNotificatio
n 5G

warnNotifEnabled

boolean

Indicates whether the BDT warning
notification is enabled or not.

If it is set to true, the BDT warning
notification is enabled:; if it is set to
false or absent, the BDT warning
notification is disabled.

BdtNotificatio
n_5G

trafficDes

TrafficDescriptor

0.1

Contains the traffic descriptor of the
background data. (NOTE 2)

NOTE 1: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in

subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: The attribute is only applicable to the NEF.
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5.4.2.1.3 Type: BdtPatch

Thistype represents a BDT request for the service provided by the SCS/AS to the SCEF via T8 interface. The structure
isused for PATCH request.

Table 5.4.2.1.3-1: Definition of type BdtPatch

Attribute name Data type Cardinality Description Applicability
(NOTE)

selectedPolicy integer 1 Identity of the selected background
data transfer policy.

warnNotifEnabled boolean 0.1 Indicates whether the BDT warning |BdtNotificatio
notification is enabled or not. n 5G

NOTE: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in

subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

54214 Type: ExNotification
Thistype represents a BDT notification provided by the NEF to the AF. The structure is used for POST request.

Table 5.4.2.1.4-1: Definition of type ExNotification

Attribute name Data type Cardinality Description Applicability
(NOTE)

bdtRefld BdtReferenceld 1 This IE indicates transfer policies of
background data transfer which the
notification corresponds to.

locationArea5G LocationArea5G 0.1 This IE represents a network area
where a network performance will
go below the criteria set by the
operator.

timeWindow TimeWindow 0.1 This IE indicates a time window
when a network performance will
go below the criteria set by the
operator.

candPolicies array(TransferPolicy) 0..N This IE indicates a list of the
candidate transfer policies from
which the AF may select a new
transfer policy due to network
performance degradation.

NOTE: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.4.2.2 Referenced structured data types

54221 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.

5.4.2.2.2 Type: TransferPolicy

This data type represents an offered transfer policy sent from the SCEF to the SCS/AS, or a selected transfer policy sent
from the SCS/AS to the SCEF.
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Table 5.4.2.2.2-1: Definition of type TransferPolicy

Attribute name Data type Cardinality Description Applicability
(NOTE)

bdtPolicyld integer 1 Identifier for the transfer policy

. . Bandwidth 0.1 Indicates the maximum aggregated bitrate
maxUplinkBandwidth in the uplink authorized by the PCRF.
maxDownlinkBandwidt |Bandwidth 0.1 Indicates the maximum aggregated bitrate
h in the downlink authorized by the PCRF.
ratingGroup integer 1 In_dicates the rating group during the time

window.

. . TimeWindow 1 Indicates the recommended time window
timeWindow

of the transfer policy

NOTE: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5423 Referenced simple data types and enumerations

54.23.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.4.2.3.2 Simple data types
The simple data types defined in table 5.4.2.3.2-1 shall be supported.

Table 5.4.2.3.2-1: Simple data types

Type name Description
TrafficDescriptor String identifying a traffic descriptor as defined in table 5.2.1 of 3GPP TS 24.526 [64].

54.3 Resource structure

5431 General
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-bdt/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the
above root URI.

The following resources and HTTP methods are supported for this API:
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Table 5.4.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method
BDT /{scsAsld}/subscriptions GET Read all active background data transfer
Subscriptio subscription resources for a given SCS/AS
n POST Create a new background data transfer
subscription resource
Individual H{scsAsld}/subscriptions/{subscriptionid} PATCH Modify a background data transfer
BDT subscription resource to select one of the
Subscriptio transfer policies offered by the SCEF
n PUT Update a background data transfer
subscription resource for negotiation of
background data transfer policy
GET Read a background data transfer
subscription resource
DELETE Delete a background data transfer
resources

5.4.3.2 Resource: BDT Subscriptions

54321 Introduction

This resource alows the SCS/ASto read all active long-term transactions related to BDT resource management.

5.4.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-bdt/v1/{scsAsl d}/subscriptions/

This resource shall support the resource URI variables defined in table 5.4.3.2.2-1.

Table 5.4.3.2.2-1: Resource URI variables for resource "BDT Subscriptions”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
54.3.2.3 Resource methods
543231 GET

The GET method allowsto read all active resources for agiven SCS/AS. The SCS/AS shall initiatethe HTTP GET
request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.2.3.1-1 and table 5.4.3.2.3.1-2.

Table 5.4.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified
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Table 5.4.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
array(Bdt) 0..N 200 OK The resource information for the SCS/AS in the
request URI are returned.
none 307 Temporary redirection, during subscription retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.4.3.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.4.3.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.4.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.

5.4.3.2.3.3

PATCH

This HTTP method is not supported for the resource.

54.3.23.4

POST

The POST method creates a new background data transfer subscription resource for a given SCS/AS. The SCSAS shall
initiate the HTTP POST request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.2.3.4-1 and table 5.4.3.2.3.4-2.

Table 5.4.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name

Data type

Cardinality

Remarks

none specified
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Table 5.4.3.2.3.4-2: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - —
body Bdt 1 Parameters to register a subscription to request background data
transfer related information with the SCEF.
Response
Data type Cardinality| codes Remarks
RESIIOIELS Bdt 1 201 The resource was created successfully.
body Created .
The URI of the created resource shall be returned in
the "Location" HTTP header.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.4.3.2.3.4-3: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-
bdt/v1/{scsAsld}/subscriptions/{subscriptionld}

54.3.2.35 DELETE

This HTTP method is not supported for the resource.
5.4.3.3 Resource: Individual BDT Subscription

54.3.3.1 Introduction

Thisresource allows the SCS/AS to manage resources for BDT using along-term transaction.

5.4.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-bdt/v1/{scsAsl d}/subscriptions/{subscriptionl d}
Thisresource shall support the resource URI variables defined in table 5.4.3.3.2-1.

Table 5.4.3.3.2-1: Resource URI variables for resource "Individual BDT Subscription"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
subscriptionld string Identifier of the subscription resource. The subscriptionld corresponds to the
stage 2 TLTRI.

5.4.3.3.3 Resource methods

5.4.3.331 GET

The GET method allowsto read an individual BDT subscription resource to obtain details of an active resource BDT
subscription. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.3.3.1-1 and table 5.4.3.3.3.1-2.
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Table 5.4.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.4.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
Bdt 1 200 OK The resource information related to the request URI is
returned.
none 307 Temporary redirection, during subscription retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.4.3.3.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M

1

An alternative URI of the resource located in an alternative

SCEF.

Table 5.4.3.3.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.4.3.3.3.2 PUT

The PUT method allows the SCS/AS to modify an existing subscription resource completely. It isinitiated by the

SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.2-

1
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Table 5.4.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body gt 1 The SCS/AS requests to update the BDT policy subscription.
Response
Data type Cardinality| codes Remarks
Bdt 1 200 OK The subscription was modified successfully.
The SCEF shall return an updated subscription in the
response payload body.
none 307 Temporary redirection, during subscription
Response Temporary | modification. The response shall include a Location
body Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription
Permanen | modification. The response shall include a Location
t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.4.3.3.3.2-2: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.4.3.3.3.2-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.4.3.3.3.3 PATCH

The PATCH method allows the SCS/AS to modify an existing subscription resource, in order to notify the SCEF about
the selected transfer policy. The SCS/AS shall initiate the HTTP PATCH message and the SCEF shall respond to the

message.

This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.3-

1
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Table 5.4.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body |gdtPatch 1 Background data transfer policy selected by the SCS/AS.
Response
Data type Cardinality| codes Remarks
1 200 OK The resource was modified successfully.
The SCEF shall return an updated subscription in the
response payload body.
204 No The resource was modified successfully.
Content
Response 307 Temporary redirection, during subscription
body Temporary [ modification. The response shall include a Location
Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
308 Permanent redirection, during subscription
Permanen [modification. The response shall include a Location
t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.
Table 5.4.3.3.3.3-2: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
Table 5.4.3.3.3.3-3: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
543334 POST

This HTTP method is not supported for the resource.

5.4.3.3.35 DELETE

The DELETE method del etes the resource and terminates the BDT subscription. The SCS/AS shall initiate the HTTP
DELETE message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.3.3.5-1 and table 5.4.3.3.3.5-2.

Table 5.4.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks

none specified
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Table 5.4.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
none 204 No The resource was terminated successfully.
Content
none 307 Temporary redirection, during subscription termination.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription termination.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.4.3.3.3.5-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.4.3.3.3.5-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.4.3.4 Void
5.4.3a Notifications
543a.l General

The notifications provided by the ResourceManagementOfBdt API are specified in this clause.

Table 5.4.3a-1: Notifications overview

HTTP
Notification Callback URI MEATOG O D_escrlptlon_
custom (service operation)
operation

BDT Warning {notificationDestination} POST Notify the BDT

Notification warning from the NEF
to the AF identified by
the notification
destination URI
(NOTE)

NOTE: This notification may only be supported in 5G.
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5.4.3a.2 BDT Warning Notification

5.4.3a.2.1 Description

The BDT warning notification alows the NEF to notify the AF of the BDT warning notification. The notification may
only be supported in 5G.

5.4.3a.2.2 Target URI

The Callback URI " {notificationDestination}" shall be used with the callback URI variables defined in table 5.4.3a.2.2-
1.

Table 5.4.3a.2.2-1: Callback URI variables

Name Data type Definition
notificationDestination [Link Reference provided by the AF when the AF requests to send a BDT warning
notification when the network performance in the area of interest goes below
the criteria set by the operator.
This URI shall be provided within the "notificationDestination" attribute in the
Bdt data type.

5.4.3a.2.3 Standard Methods

5.4.3a.2.3.1 Notification via POST

The POST method alowsto notify AS identified by the notification destination URI of the BDT warning by the NEF
and the AF shall respond to the message.

This method shall support the request data structures specified in table 5.4.3a.2.3.1-1 and the response data structures
and response codes specified in table 5.4.3a.2.3.1-2.

Table 5.4.3a.2.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description

ExNotification 1 Representation of the BDT warning notification.

Table 5.4.3a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
none 204 No Content |This case represents a successful notification of BDT
warning notification.
none 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field

containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should

be sent.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field

containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.

Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
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Table 5.4.3a.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

Table 5.4.3a.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

5.4.3a.2.3.2 Notification via Websocket

If supported by both AF and NEF and successfully negotiated, the ExNotification may alternatively be delivered
through the Websocket mechanism as defined in subclause 5.2.5.4.

544 Used Features

The table below defines the features applicable to the ResourceM anagementOfBdt API. Those features are negotiated
as described in subclause 5.2.7.

Table 5.4.4-1: Features used by ResourceManagementOfBdt API

Feature Feature Description
Number

1 Bdt The feature supports the pre-5G (e.g. 4G) requirement.

2 LocBdt_5G The feature supports the 5G requirement. This feature may only be supported in
5G.

3 Group_lId The feature supports forwarding an external group identifier of the user. This
feature shall not be supported in pre-5G.

4 BdtNotification_5G | The feature supports the sending of BDT notification. This feature includes
sending of the BDT warning notification to the AF. This feature may only be
supported in 5G.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.5 ChargeableParty API

55.1 Overview

The ChargeableParty APl isa RESTful API that allows the SCS/AS to either request to sponsor the traffic from the
beginning or to request becoming the chargeable party at alater point in time viathe T8 interface. The Chargeabl eParty
API defines a set of data models, resources and the related procedures for the creation and management of the AS

sessions with chargeable party change. The corresponding JSON schema for the representation of the resources and
operations defined by the Chargeable API is provided in its complete form in Annex A.5.

55.2 Data model

55.2.1 Resource data types

55211 Introduction

This clause defines data structures to be used in resource representations.
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Table5.5.2.1.1-1 specifies data types re-used by the ChargeableParty API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the Chargeabl eParty
API.

Table 5.5.2.1.1-1: ChargeableParty API re-used Data Types

Data type Reference Comments
EthFlowDescription 3GPP TS 29.514 [52] |Defines a packet filter for an Ethernet flow.(NOTE)
MacAddr48 3GPP TS 29.571 [45] |MAC Address.

SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features

defined in table 5.5.4-1.

NOTE: In order to support a set of MAC addresses with a specific range in the traffic filter, feature
MacAddressRange 5G as specified in clause 5.5.4 shall be supported.

55.21.2 Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and
configuration response.
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Table 5.5.2.1.2-1: Definition of type ChargeableParty

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

self

Link

0.1

Link to the resource "Individual
Chargeable Party Transaction". This
parameter shall be supplied by the
SCEF in HTTP responses.

supportedFeatures

SupportedFeatures

Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

This attribute shall be provided in the
POST request and in the response of
successful resource creation.

notificationDestination

Link

Contains the URI to receive the
notification of bearer level event(s) from
the SCEF.

requestTestNotificatio
n

boolean

Set to true by the SCS/AS to request the
SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false
or omitted otherwise.

Notification_t
est_event

websockNotifConfig

WebsockNotifConfig

Configuration parameters to set up
notification delivery over Websocket
protocol as defined in subclause 5.2.5.4.

Notification_w
ebsocket

ipv4Addr

Ipv4Addr

Identifies the Ipv4 address.
(NOTE 2)

ipDomain

string

The IPv4 address domain identifier.
The attribute may only be provided if the
ipv4Addr attribute is present.

ipv6Addr

Ipv6Addr

Identifies the Ipv6 address.
(NOTE 2)

macAddr

MacAddr48

Identifies the MAC address.
(NOTE 2)

EthChgParty
5G

flowInfo

array(FlowInfo)

Describes the IP flows.
(NOTE 2)

ethFlowInfo

array(EthFlowDescri
ption)

Identifies Ethernet packet flows.
(NOTE 2)

EthChgParty
5G

sponsorinformation

Sponsorinformation

Describes the sponsor information such
as who is sponsoring the traffic.

sponsoringEnabled

boolean

Indicates sponsoring status.

referenceld

BdtReferenceld

The reference ID for a previously
selected policy of background data
transfer.

usageThreshold

UsageThreshold

0.1

Time period and/or traffic volume.

NOTE 1: Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of ipv4, ipv6 or MAC address shall be provided. If ipv4 or ipv6 address is provided, IP flow information
shall be provided. If MAC address is provided, Ethernet flow information shall be provided.
5.5.2.1.3 Type: ChargeablePartyPatch

This type represents the configuration of a chargeable party. The structure is used for PATCH request.
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Table 5.5.2.1.3-1: Definition of type ChargeablePartyPatch

Attribute name Data type Cardinality Description Applicability
(NOTE)
flowInfo array(FlowlInfo) 0..N Describes the application flows.
ethFlowInfo array(EthFlowDescri  |0..N Describes Ethernet packet flows. EthChgParty
ption) 5G
sponsoringEnabled boolean 0.1 Indicates sponsoring status.
referenceld BdtReferenceld 0.1 The reference ID for a previously
selected policy of background data
transfer.
usageThreshold UsageThresholdRm ]0..1 Time period and/or traffic volume.
NOTE: Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

55.3 Resource structure

5531 General
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-char geable-party/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the
above root URI.

The following resources and HT TP methods are supported for this API:

Table 5.5.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method
Chargeable |/{scsAsld}/transactions GET Read all chargeable party transaction
Party resources for a given SCS/AS
Transaction POST Create a new chargeable party
S transaction resource
Individual /{scsAsld}/transactions/{transactionld} GET Read a chargeable party transaction
Chargeable resource
Party PATCH |Partial update a chargeable party
Transaction transaction resource.
DELETE |Delete an existing chargeable party
transaction resource

5.5.3.2 Resource: Chargeable Party Transactions

55.3.2.1 Introduction

Thisresource allows the SCS/AS to read all active long-term transactions related to setting a chargeable party and
create individual long-term transactions.

5.5.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-char geable-party/v1/{scsAsl d}/transactions/
This resource shall support the resource URI variables defined in table 5.5.3.2.2-1.
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Table 5.5.3.2.2-1: Resource URI variables for resource "Chargeable Party Transactions”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.5.3.2.3 Resource methods
5.5.3.231 GET

The GET method allows to read all active chargeable party transactions for agiven SCS/AS. The SCS/AS shall initiate
the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as

specified in the table 5.5.3.2.3.1-1 and table 5.5.3.2.3.1-2.

Table 5.5.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality

Remarks

none specified

Table 5.5.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
array(ChargeableParty) |0..N 200 OK The chargeable party transactions information for the
SCSJ/AS in the request URI are returned.
none 307 Temporary redirection, during transaction retrieval. The
Temporary |response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction retrieval. The
Permanen |response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.5.3.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality

Description

Location string M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.5.3.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.5.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.
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5.5.3.23.3 PATCH

ThisHTTP method is not supported for the resource.

5.5.3.234 POST

The POST method creates a new chargeable party transaction resource for agiven SCS/AS. The SCS/AS shall initiate
the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the
created resource.

This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.2.3.4-
1

Table 5.5.3.2.3.4-1: Data structures supported by the POST request/response by the resource

- ¢ Data type Cardinality Remarks

eques

b?)dy ChargeableParty 1 Parameters to create a chargeable party transaction with the
SCEF.
Response

Data type Cardinality| codes Remarks
RESPONSe | o5 geableP 1 201 Th i d full
body argeableParty 21 e transaction was created successfully.
reate The URI of the created resource shall be returned in
the "Location" HTTP header.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.5.3.2.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-chargeable-
party/vl/{scsAsld}/transactions/{transactionld}

5.5.3.235 DELETE

This HTTP method is not supported for the resource.
5.5.3.3 Resource: Individual Chargeable Party Transaction

5.5.3.3.1 Introduction

Thisresource allows the SCS/AS to configure a chargeable party for some application flows using a long-term
transaction.

5.5.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-char geable-party/v1/{scsAsl d}/transactions/{transactionl d}
This resource shall support the resource URI variables defined in table 5.5.3.3.2-1.

Table 5.5.3.3.2-1: Resource URI variables for resource "Individual Chargeable Party Transaction”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
transactionld string Identifier of the transaction. The transactionld corresponds to the stage 2
TLTRI.
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The GET method allows to read a transaction resource to obtain details of an active. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as

specified in the table 5.5.3.3.3.1-1 and table 5.5.3.3.3.1-2.

Table 5.5.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality

Remarks

none specified

Table 5.5.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
ChargeableParty 1 200 OK The chargeable party transactions information related
to the request URI is returned.
none 307 Temporary redirection, during transaction retrieval. The
Temporary |response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction retrieval. The
Permanen |response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.5.3.3.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality

Description

Location string M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.5.3.3.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.5.3.3.3.2 PUT

ThisHTTP method is not supported for the resource.

5.5.3.3.3.3 PATCH

The PATCH method allows to change the sponsoring status of an active chargeable party transaction. It also allows to
activate a background data tranfer policy. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF
shall respond to the message. This method shall support request and response data structures, and response codes, as

specified in the table 5.5.3.3.3.3-1.
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Table 5.5.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Data type Cardinality Remarks
Request
body ChargeablePartyPatch |1 Sponsor status change, usage threshold change and/or
background data transfer policy activation.
Response
Data type Cardinality| codes Remarks
ChargeableParty 1 200 OK The chargeable party transaction resource was
modified successfully.
The SCEF shall return a representation of the updated
chargeable party transaction resource in the response
payload body.
Response | "°N€ 307 Temporary redirection, during transaction modification.
bgd Temporary| The response shall include a Location header field
y Redirect [containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction modification.
Permanen |The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.
Table 5.5.3.3.3.3-2: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
Table 5.5.3.3.3.3-3: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.5.3.3.34 POST

This HTTP method is not supported for the resource.

5.5.3.3.35

DELETE

The DELETE method allows to delete an active chargeable party transaction resource and to terminate the related
chargeable party transaction. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall
respond to the message.

This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.3.3.5-

1
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Table 5.5.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body (none
Response
Data type Cardinality| codes Remarks
none 204 No The subscription was deleted successfully.
Content
NotificationData 1 200 OK The subscription was deleted successfully. The
notification data shall be included in the response.
Response | °ne 307 Temporary redirection, during transaction termination.
bgd Temporary | The response shall include a Location header field
y Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction termination.
Permanen |The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

Table 5.5.3.3.3.5-2: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.5.3.3.3.5-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5534 Void
5.5.3a Notifications
5.5.3a.1 General

The notifications provided by the ChargeableParty APl are specified in this clause.

Table 5.5.3a-1: Notifications overview

HTTP
e method or Description
Notification Callback URI custom (service operation)
operation
Event Notification {notificationDestination} POST Notify the bearer level

event(s) from the
SCEF to the SCS/AS
identified by the
notification destination
URI
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5.5.3a.2 Event Notification

5.5.3a.2.1 Description

The Event Notification allows the SCEF to notify the SCS/AS of the bearer level event(s).

5.5.3a.2.2 Target URI

The Callback URI " {notificationDestination}" shall be used with the callback URI variables defined in table 5.5.3a.2.2-
1.

Table 5.5.3a.2.2-1: Callback URI variables

Name Data type Definition
notificationDestination |Link Reference provided by the SCS/AS when the SCS/AS requests to sponsor

the traffic from the beginning or to become the chargeable party at a later
point.
This URI shall be provided within the "notificationDestination" attribute in the
ChargeableParty type.

5.5.3a.2.3 Standard Methods

5.5.3a.2.3.1 Notification via POST

The POST method alows to notify SCS/AS identified by the notification destination URI of the bearer level event(s) by
the SCEF and the SCS/AS shall respond to the message.

This method shall support the request data structures specified in table 5.5.3a.2.3.1-1 and the response data structures
and response codes specified in table 5.5.3a.2.3.1-2.

Table 5.5.3a.2.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description

NotificationData 1 Representation of the bearer level naotification.

Table 5.5.3a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
none 204 No Content |This case represents a successful notification of bearer
level event(s).
none 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field

containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should

be sent.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field

containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.

Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.5.3a.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
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Table 5.5.3a.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

5.5.3a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NotificationData may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

554 Used Features

The table below defines the features applicable to the ChargeableParty API. Those features are negotiated as described
in subclause 5.2.7.

Table 5.5.4-1: Features used by ChargeableParty API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event feature
is also supported.

2 Notification_test_event | The testing of notification connection is supported according to

subclause 5.2.5.3.
3 EthChgParty 5G Chargeable Party for Ethernet UE. This feature may only be supported in 5G.
4 MacAddressRange_5G | Indicates the support of a set of MAC addresses with a specific range in the

traffic filter. This feature may only be supported in 5G.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.6 NIDD API

5.6.1 Overview
The NIDD API isaRESTful API that allows the SCS/AS to send non-IP data to the UE or receive non-1P data from the
UE. The NIDD API defines a set of data models, resources and the related procedures for the non-1P data transfer. The

corresponding JSON schema for the representation of the resources and operations defined by the NIDD API is
provided in its complete form in Annex A.6.

56.2 Data model

5.6.2.1 Resource data types

5.6.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.6.2.1.1-1 specifies data types re-used by the NIDD API from other specifications, including areference to their
respective specifications and when needed, a short description of their use within the NIDD API.

Table 5.5.2.1.1-1: NIDD API re-used Data Types

Data type Reference Comments
NullValue 3GPP TS 29.571 [45] |JSON's null value, used as an explicit value of an enumeration.
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.6.4-1.
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5.6.2.1.2 Type: NiddConfiguration

This type represents the configuration for NIDD. The same structure is used in the configuration request and
configuration response.
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Table 5.6.2.1.2-1: Definition of type NiddConfiguration
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Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

self

Link

0..

1

Link to the resource "Individual NIDD
configuration”. This parameter shall be
supplied by the SCEF in HTTP responses

supportedFeatures

SupportedFeatures

Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

This attribute shall be provided in the
POST request and in the response of
successful resource creation.

mtcProviderld

string

Identifies the MTC Service Provider and/or
MTC Application. (NOTE 3)

externalld

Externalld

Each element uniquely identifies a user as
defined in subclause 4.6.2 of
3GPP TS 23.682 [2].

(NOTE 2)

msisdn

Msisdn

Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.

(NOTE 2)

externalGroupld

ExternalGroupld

Identifies a user group as defined in
subclause 4.6.3 of 3GPP TS 23.682 [2].

(NOTE 2)

GroupMessa
geDelivery

duration

DateTime

Identifies the absolute time at which the
related NIDD Configuration request is
considered to expire, as specified in
subclause 5.13.2 of 3GPP TS 23.682 [2].
When omitted in the request, it indicates
the configuration is requested to be valid
forever by the SCS/AS. When omitted in
the response, it indicates the configuration
is set to valid forever by the SCEF.

reliableDataService

boolean

The reliable data service (as defined in
subclause 4.5.15.3 of

3GPP TS 23.682 [2]) to indicate if a
reliable data service acknowledgment is
enabled or not.

rdsPorts

array(RdsPort)

Indicates the static port configuration that
is used for reliable data transfer between
specific applications using RDS (as
defined in subclause 5.2.4 and 5.2.5 of
3GPP TS 24.250 [31]).

pdnEstablishmentOpti
on

PdnEstablishment
Options

Indicate what the SCEF should do if the
UE has not established the PDN
connection and MT non-IP data needs to
be sent. (wait for the UE to establish the
PDN connection, respond with an error
cause, or send a device trigger; see step 2
of the MT NIDD Procedure in clause
5.13.3 of 3GPP TS 23.682 [2])

The SCEF will use the value as the default
preference from the SCS/AS when
handling all MT non-IP packets associated
with the NIDD connection.

notificationDestination

Link

An URI of a notification destination that T8
message shall be delivered to.

requestTestNotificatio
n

boolean

0..

1

Set to true by the SCS/AS to request the
SCEF to send a test notification as defined
in subclause 5.2.5.3. Set to false or
omitted otherwise.

Notification_t
est_event

websockNotifConfig

WebsockNotifConfi
g

0..

1

Configuration parameters to set up
notification delivery over Websocket
protocol as defined in subclause 5.2.5.4.

Notification_w
ebsocket
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maximumPacketSize

integer

0.1

The Maximum Packet Size is the
maximum NIDD packet size that was
transferred to the UE by the SCEF in the
PCO, see subclause 4.5.14.1 of

3GPP TS 23.682 [2]. If no maximum
packet size was provided to the UE by the
SCEF, the SCEF sends a default
configured max packet size to SCS/AS.

Unit: bit.

niddDownlinkDataTra
nsfers

array(NiddDownlink
DataTransfer)

The downlink data deliveries that needed
to be executed by the SCEF. The
cardinality of the property shall be 0..1 in
the request and 0..N in the response (i.e.
response may contain multiple buffered
MT NIDD).

For GroupMessageDelivery feature, this
property is only applicable for the
configuration response to GET request.

status

NiddStatus

0.1

May be supplied by the SCEF

otherwise.

NOTE 1: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features unless stated

NOTE 2: One of the properties "externalld”, "msisdn” or "externalGroupld" shall be included.
NOTE 3: The SCEF should check received MTC provider identifier and then the SCEF may:
- override it with local configured value and send it to HSS;
- send it directly to the HSS; or
- reject the NIDD configuration request.

5.6.2.1.3 Type: NiddDownlinkDataTransfer

This type represents received NIDD downlink data from the SCS/AS.
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Table 5.6.2.1.3-1: Definition of type NiddDownlinkDataTransfer
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Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

externalld

Externalld

0.1

Each element uniquely identifies a user as
defined in subclause 4.6.2 of

3GPP TS 23.682 [2].

(NOTE 2)

externalGroupld

ExternalGroupld

Identifies a user group as defined in
subclause 4.6.3 of 3GPP TS 23.682 [2].
(NOTE 2)

GroupMessa
geDelivery

msisdn

Msisdn

Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.
(NOTE 2)

self

Link

Link to the resource "Individual NIDD
downlink data delivery". This parameter
shall be supplied by the SCEF in HTTP
responses.

data

Bytes

The non-IP data that needed to be delivered
to UE from the SCS/AS.

reliableDataService

boolean

The reliable data service (as defined in
subclause 4.5.15.3 of 3GPP TS 23.682 [2])
to indicate if a reliable data service
acknowledgment is enabled or not.

rdsPort

RdsPort

Indicates the port configuration that is used
for reliable data transfer between specific
applications using RDS (as defined in
subclause 5.2.4 and 5.2.5 of

3GPP TS 24.250 [31]).

maximumLatency

DurationSec

It is used to indicate maximum delay
acceptable for downlink data and may be
used to configure the buffer duration; a
Maximum Latency of 0 indicates that
buffering is not allowed. If not provided, the
SCEF determines the acceptable delay
based on local polices.

priority

integer

It is used to indicate the priority of the non-
IP data packet relative to other non-IP data
packets.

For GroupMessageDelivery feature, this
property is not applicable.

pdnEstablishmentOpti
on

PdnEstablishmen
tOptions

Indicate what the SCEF should do if the UE
has not established the PDN connection
and MT non-IP data needs to be sent (wait
for the UE to establish the PDN connection,
respond with an error cause, or send a
device trigger; see step 2 of the MT NIDD
Procedure in subclause 5.13.3 of

3GPP TS 23.682 [2])

If PDN Connection Establishment Option is
not provided with the non-IP packet, the
SCEF uses the PDN Connection
Establishment Option that was provided
during NIDD Configuration to decide how to
handle the absence of a PDN connection.

deliveryStatus

DeliveryStatus

Indicates the MT NIDD delivery status.

requestedRetransmiss
ionTime

DateTime

Slo
Bl

Identifies the absolute time at which the
SCEF is expected to retransmit the non-IP
data when the deliveryStatus indicates that
the non-IP data is buffered in the SCEF.
This parameter may be supplied by the
SCEF for delivery status
"BUFFERING_TEMPORARILY_NOT_REA
CHABLE"
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NOTE 1:

otherwise.

NOTE 2:

Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features unless stated

One of the properties "externalld”, "msisdn" or "externalGroupld" shall be included.

5.6.2.1.4

Type: NiddUplinkDataNotification

Thistype represents NIDD uplink datato be notified to the SCS/AS.

Table 5.6.2.1.4-1: Definition of type NiddUplinkDataNotification

Attribute name

Data type [Cardinality

Description

Applicability
(NOTE 1)

niddConfiguration

Link 1

Link to the NIDD configuration resource to which
this natification is related.

externalld

Externalld

Each element uniquely identifies a user as
defined in Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)

msisdn

Msisdn

Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.

(NOTE 2)

data

Bytes 1

The non IP data that needed to be delivered from
the UE to the SCS/AS.

reliableDataService

boolean 0..1

Indicates whether the reliable data service is
enabled.

rdsPort

RdsPort 0..1

Indicates the port configuration that is used for
reliable data transfer between specific
applications using RDS (as defined in

clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

NOTE 1: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externalld" or "msisdn" shall be included.

5.6.2.1.5

Type: NiddDownlinkDataDeliveryStatusNotification

This type represents the delivery status for a specific NIDD downlink data delivery.

Table 5.6.2.1.5-1: Definition of type NiddDownlinkDataDeliveryStatusNotification

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE)

niddDownlinkDataTra
nsfer

Link 1

Link to the NIDD downlink data transfer
resource to which this notification is related.

deliveryStatus

DeliveryStatus |1

Indicates the MT NIDD delivery status.

requestedRetransmiss
ionTime

DateTime 0..1

Identifies the absolute time at which the UE
will be reachable.

This parameter may be supplied by the SCEF
for delivery status
"FAILURE_TEMPORARILY_NOT_REACHAB
LE"

NOTE: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.6.2.1.6 Type: NiddConfigurationStatusNotifiation

This type represents an NIDD configuration status notification.
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applications using RDS (as defined in
clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

Attribute name Data type |Cardinality Description Applicability
(NOTE 1)
niddConfiguration Link 1 Link to the NIDD configuration resource to which
this notification is related.
externalld Externalld 0.1 Each element uniquely identifies a user as
defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 2)
msisdn Msisdn 0.1 Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.
(NOTE 2)
status NiddStatus |1 Indicates the NIDD configuration status.
rdsCaplindication boolean 0.1 It indicates whether the network capability for the
reliable data service is enabled or not.
rdsPort RdsPort 0.1 Indicates the port configuration that is used for Rds_port_veri
reliable data transfer between specific fication

NOTE 1: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externalld" or "msisdn" shall be included.

5.6.2.1.7

Type: NiddConfigurationPatch

Thistype represents an NIDD configuration used in PATCH.

Table 5.6.2.1.7-1: Definition of type NiddConfigurationPatch

Attribute name Data type

Cardinality

Description

Applicability
(NOTE)

duration DateTimeRm 0..1

Identifies the absolute time at which the
related NIDD Configuration request is
considered to expire, as specified in
subclause 5.13.2 of 3GPP TS 23.682 [2].
When set to null in the PATCH request, it
indicates the configuration is requested to be
valid forever by the SCS/AS. When omitted in
the response, it indicates the configuration is
set to valid forever by the SCEF.

reliableDataServic |boolean 0.1

e

The reliable data service (as defined in
clause 4.5.15.3 of 3GPP TS 23.682 [2]) to
indicate if a reliable data service
acknowledgment is enabled or not.

rdsPorts array(RdsPort)

Indicates the static port configuration that is
used for reliable data transfer between
specific applications using RDS (as defined in
clause 5.2.4 and 5.2.5 of

3GPP TS 24.250 [31]).

PdnEstablishment
OptionsRm

pdnEstablishment
Option

Indicate what the SCEF should do if the UE
has not established the PDN connection and
MT non-IP data needs to be sent. (wait for the
UE to establish the PDN connection, respond
with an error cause, or send a device trigger;
see step 2 of the MT NIDD Procedure in
clause 5.13.3 of 3GPP TS 23.682 [2])

The SCEF will use the value as the default
preference from the SCS/AS when handling
all MT non-IP packets associated with the
NIDD connection.

NOTE:

Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
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Table 5.6.2.1.8-1: Definition of type GmdNiddDownlinkDataDeliveryNotification

Attribute name Data type Cardinality Description Applicability
(NOTE)
niddDownlinkDataTra |Link 1 Link to the NIDD downlink data transfer
nsfer resource to which this notification is related.
gmdResults array(GmdResu [1..N Indicates the group message delivery result.  |GroupMessa
It) geDelivery
NOTE:  Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.6.2.1.9 Type: ManagePort

This type represents the configuration for RDS dynamic port management which is applicable for Rds_dynamic_port
feature.

Table 5.6.2.1.9-1: Definition of type ManagePort

Attribute name Data type Cardinality Description Applicability
self Link 0.1 Link to the resource "Individual
ManagePort Configuration". This
parameter shall be supplied by the SCEF
in HTTP PUT/GET responses and in the
notification POST request.
applicationld string 1 Indicates the application that is
associated with port configuration
specified above (as defined in
subclause 5.4.2.6 of
3GPP TS 24.250 [31]).
manageEntity ManageEntity 0.1 Indicates the "Individual ManagePort
Configuration" resource is created by
which function entity (UE or the AS). This
attribute is supplied by the SCEF.
skipUelnquiry boolean 0.1 Indicate whether to skip UE inquiry. Set to
"true” if the SCS/AS decides to reserve
port on the SCEF without confirming with
the UE; otherwise set to "false". Default
value is "false" if omitted.
5.6.2.1.10 Type: ManagePortNotification
This type represents a ManagePort notification of port numbers that are reserved.
Table 5.6.2.1.10-1: Definition of type ManagePortNotification
Attribute name Data type |Cardinality Description Applicability
niddConfiguration Link 1 Link to the NIDD configuration resource to which
this notification is related.
externalld Externalld 0.1 Each element uniquely identifies a user as
defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE)
msisdn Msisdn 0.1 Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.
(NOTE)
managedPorts array(Mana |0..N Indicates the reserved RDS port configuration
gePort) information.
NOTE:  One of the properties "externalld" or "msisdn” shall be included.
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Referenced structured data types

This clause defines structured data types that are referenced from data structures defined in the previous clauses.

5.6.2.2.2

Type: RdsPort

This type represents the port configuration for Reliable Data Transfer. It shall comply with the provisions defined in

table 5.6.2.2.2-1.

Table 5.6.2.2.2-1: Definition of RdsPort data Type

Attribute name Data type Cardinality Description

portUE Port 1 Indicates the port number on UE that is used for reliable data
transfer with a specific application on UE using RDS (as defined in
clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

portSCEF Port 1 Indicates the port number on SCEF that is used for reliable data
transfer with a specific application on SCEF using RDS (as defined
in clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

5.6.2.2.3 Type: GmdResult

This type represents the group message delivery result. It shall comply with the provisions defined in table 5.6.2.2.3-1.

Table 5.6.2.2.3-1: Definition of GmdResult data Type

Attribute name Data type Cardinality Description

externalld Externalld 0.1 Each element uniquely identifies a user as defined in sublause
4.6.2 of 3GPP TS 23.682 [2].
(NOTE)

msisdn Msisdn 0.1 Each element identifies the MS internal PSTN/ISDN number
allocated for a UE.
(NOTE)

deliveryStatus DeliverySta | 1 Indicates the MT NIDD delivery status.

tus

requestedRetransm | DateTime 0.1 Identifies the absolute time at which the UE will be reachable.

issionTime This parameter may be supplied by the SCEF for delivery status
"FAILURE TEMPORARILY NOT REACHABLE"

NOTE: One of the properties "externalld" or "msisdn" shall be included.

5.6.2.24

Type: NiddDownlinkDataDeliveryFailure

This type represents the failure delivery result. It shall comply with the provisions defined in table 5.6.2.2.4-1.

Table 5.6.2.2.4-1: Definition of NiddDownlinkDataDeliveryFailure data Type

Attribute name Data type Cardinality Description
problemDetail ProblemDet | 1 Detailed problem as defined in subclause 5.2.1.2.12.
ails
requestedRetransm | DateTime 0.1 Identifies the absolute time at which the UE will be reachable.
issionTime This parameter may be supplied by the SCEF for error indicating
"TEMPORARILY NOT REACHABLE"
5.6.2.2.5 Type: RdsDownlinkDataDeliveryFailure

This type represents the failure delivery result for RDS. It shall comply with the provisions defined in table 5.6.2.2.5- 1.
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Table 5.6.2.2.5-1: Definition of RdsDownlinkDataDeliveryFailure data Type

Attribute name Data type Cardinality Description
requestedRetransm | DateTime 0.1 Identifies the absolute time at which the UE will be reachable.
issionTime This parameter may be supplied by the SCEF for error indicating
"TEMPORARILY NOT REACHABLE"

NOTE: This data type also contains all the properties defined for ProblemDetails data type in subclause 5.2.1.2.12.

5.6.2.3 Referenced simple data types and enumerations

5.6.2.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.6.2.3.2 Simple data types
The simple data types defined in table 5.6.2.3.2-1 shall be supported.

Table 5.6.2.3.2-1: Simple data types

Type name Description

5.6.2.3.3 Enumeration: PdnEstablishmentOptions

The enumeration PdnEstablishmentOptions represents PDN establishment options that describe the network behaviour
when there isno PDN connection towards the addressed UE.

Table 5.6.2.3.3-1: Enumeration PdnEstablishmentOptions

Enumeration value Description Applicability
(NOTE)
WAIT FOR UE wait for the UE to establish the PDN connection
INDICATE_ ERROR respond with an error cause
SEND_ TRIGGER send a device trigger
NOTE:  Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.6.2.34 Enumeration: DeliveryStatus

The enumeration DeliveryStatus represents the status of a downlink NIDD data delivery resource.
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Enumeration value

Description

Applicability
(NOTE)

SUCCESS

Success but details not provided

SUCCESS_NEXT_HOP_ACKNOWLE
DGED

Successful delivery to the next hop with
acknowledgment.

SUCCESS_NEXT_HOP_UNACKNOW
LEDGED

Successful delivery to the next hop without
acknowledgment

SUCCESS_ACKNOWLEDGED

Reliable delivery was acknowledged by the UE

SUCCESS_UNACKNOWLEDGED

Reliable delivery was not acknowledged by the UE

TRIGGERED

The SCEF triggered the device and is buffering the
data.

BUFFERING

The SCEF is buffering the data due to no PDN
connection established.

BUFFERING_TEMPORARILY_NOT_
REACHABLE

The SCEF has been informed that the UE is
temporarily not reachable but is buffering the data

SENDING The SCEF has forwarded the data, but they may be
stored elsewhere.
FAILURE Delivery failure but details not provided

FAILURE_RDS _DISABLED

RDS was disabled.

FAILURE_NEXT_HOP

Unsuccessful delivery to the next hop.

FAILURE_TIMEOUT

Unsuccessful delivery due to timeout.

FAILURE_TEMPORARILY_NOT_REA
CHABLE

The SCEF has been informed that the UE is
temporarily not reachable without buffering the data.

NOTE:  Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
5.6.2.35 Enumeration: NiddStatus

The enumeration NiddStatus represents the status of a NIDD configuration.

Table 5.6.2.3.5-1: Enumeration NiddStatus

Enumeration value Description Applicability
(NOTE)
ACTIVE The NIDD configuration is active.
TERMINATED_UE_NOT_ | The NIDD configuration was terminated because the UE’s
AUTHORIZED authorisation was revoked.
TERMINATED The NIDD configuration was terminated.

RDS_PORT_UNKNOWN The RDS port is unknown. Rds_port_verificatio

N

NOTE:  Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.6.2.3.6 Enumeration: PdnEstablishmentOptionsRm

The enumeration PdnEstablishmentOptionskRm represents PDN establishment options that describe the network
behaviour when there is no PDN connection towards the addressed UE. It is defined in subclause 5.6.2.3.3 but also
allows null value (specified as "NullValue" datatype) so it can be removed in "JSON Merge Patch”, as defined in
IETF RFC 7396 [39].
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Table 5.6.2.3.6-1: Enumeration PdnEstablishmentOptionsRm

Enumeration value Description Applicability
(NOTE)
WAIT FOR UE wait for the UE to establish the PDN connection
INDICATE ERROR respond with an error cause
SEND TRIGGER send a device trigger
NOTE: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.6.2.3.7 Enumeration: ManageEntity

The enumeration ManageEntity represents the origin that manages the RDS port.

Table 5.6.2.3.7-1: Enumeration ManageEntity

Enumeration value Description Applicability
UE Representing the UE.
AS Representing the Application Server

5.6.3 Resource structure

5.6.3.1 General
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-nidd/vl/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-nidd” and "apiVersion" shall be set to
"v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to
the above root URI.

The following resources and HTTP methods are supported for this API:
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Table 5.6.3.1-1: Resources and methods overview

Resource
name

Resource URI

HTTP
method

HTTP
initiator

Meaning

NIDD
configurations

H{scsAsld}/configurations

GET

SCS/AS

Read all NIDD
configuration resources
for a given SCS/AS

POST

SCS/AS

Create a new NIDD
configuration resource.

Individual
NIDD
configuration

/{scsAsld}/configurations/{configurationid}

PATCH

SCS/AS

Modify an existing NIDD
configuration resource

GET

SCS/AS

Read an NIDD
configuration resource

DELETE

SCS/AS

Delete an existing NIDD
configuration resource

NIDD
downlink data
deliveries

/{scsAsld}/configurations/{configurationld}/downlink-
data-deliveries

GET

SCS/AS

Read all pending NIDD
downlink data delivery
resources related to a
particular NIDD
configuration resource.

POST

SCS/AS

Create an NIDD downlink
data delivery resource
related to a particular
NIDD configuration
resource.

Individual
NIDD
downlink data
delivery

HscsAsld}/configurations/{configurationld}/downlink-
data-deliveries/{downlinkDataDeliveryld}

PUT

SCS/AS

Replace an NIDD
downlink data delivery
resource.

DELETE

SCS/AS

Delete an NIDD downlink
data delivery resource.

GET

SCS/AS

Read pending NIDD
downlink data delivery
resource

ManagePort
Configuration
s

H{scsAsld}/configurations/{configurationld}/rds-ports

GET

SCS/AS

Read all RDS
ManagePort
Configurations.

Individual
ManagePort
Configuration

/{scsAsld}/configurations/{configurationld}/rds-
ports/{portid}

PUT

SCS/AS

Create a new Individual
ManagePort
Configuration resource to
reserve port numbers

DELETE

SCS/AS

Delete an Individual
ManagePort
Configuration resource to
release port numbers

GET

SCS/AS

Read an Individual
ManagePort
Configuration resource
resource to query port
numbers

5.6.3.2

5.6.3.2.1

Resource: NIDD Configurations

Introduction

This resource alows the SCS/AS to create an NIDD configuration at the SCEF, and read all NIDD configurationsin the

SCEF.
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5.6.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsl d}/configurations/
This resource shall support the resource URI variables defined in table 5.6.3.2.2-1.

Table 5.6.3.2.2-1: Resource URI variables for resource "NIDD Configurations”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.6.3.2.3 Resource methods
5.6.3.2.3.1 GET

The GET method allowsto read all active NIDD configurations for a given SCS/AS. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.2.3.1-1 and table 5.6.3.2.3.1-2.

Table 5.6.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified

Table 5.6.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
array(NiddConfiguration) {0..N 200 OK The configuration information for the SCS/AS in the
request URI are returned.
None 307 Temporary redirection, during configuration retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.

Redirection handling is described in subclause 5.2.10.

None 308 Permanent redirection, during configuration retrieval.
Permanen | The response shall include a Location header field

t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.

Redirection handling is described in subclause 5.2.10.

NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.6.3.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
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Table 5.6.3.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.3.2.3.2 PUT

This HTTP method is not supported for the resource.

5.6.3.2.3.3

PATCH

This HTTP method is not supported for the resource.

5.6.3.2.3.4

POST

To create aNIDD configuration, the SCS/AS shall use the HTTP POST method on the "configurations® collection

resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshownin Table 5.6.3.2.3.4-1.

Table 5.6.3.2.3.4-1: Data structures supported by the POST request/response by the resource

- ¢ Data type Cardinality Remarks
eques
b(c1)dy NiddConfiguration 1 Parameters to create and authorize a NIDD configuration with the
SCEF.
Response
Data type Cardinality| codes Remarks
NiddConfiguration 1 201 The NIDD configuration was created successfully.
Response Created
body The SCEF shall return a data structure of type
"NiddConfiguration" in the response payload body.
The URI of the created resource shall be returned in
the "Location" HTTP header.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.6.3.2.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-
nidd/v1/{scsAsld}/configurations/{configurationid}
5.6.3.2.3.5 DELETE

ThisHTTP method is not supported for the resource.

5.6.3.3

5.6.3.3.1

Introduction

Resource: Individual NIDD Configuration

This resource allows the SCS/AS to query/update/cancel the specific NIDD configuration at the SCEF.
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Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsl d}/configurations/{configurationl d}

This resource shall support the resource URI variables defined in table 5.6.3.3.2-1.

Table 5.6.3.3.2-1: Resource URI variables for resource "Individual NIDD Configuration™

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
configurationld string Identifier of the configuration. The configurationld corresponds to the stage 2
TLTRI.

5.6.3.3.3

5.6.3.3.3.1

Resource methods

GET

The GET method allows to read a NIDD configuration resource to obtain details of an active configuration. The
SCS/AS shdll initiatethe HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.3.3.1-1 and table 5.6.3.3.3.1-2.

Table 5.6.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.6.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |None
Response
Data type Cardinality| codes Remarks
NiddConfiguration 1 200 OK The configuration information related to the request
URI is returned.
None 307 Temporary redirection, during configuration retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.6.3.3.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative
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Table 5.6.3.3.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.3.3.3.2 PUT

This HTTP method is not supported for the resource.

5.6.3.3.3.3

PATCH

Assuming that aNIDD configuration has been created using the HTTP POST method described in
subclause 5.6.3.2.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH
method on the "configuration™ instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1

The possible response messages from the SCEF, depending on whether the PATCH request is successful or
unsuccessful, are shown in Table 5.6.3.3.3.3-1.

Table 5.6.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body NiddConfigurationPatch |1 Parameters to update a NIDD configuration with the SCEF.
Response
Data type Cardinality| codes Remarks
NiddConfiguration 1 200 OK The NIDD configuration was modified successfully.
The SCEF shall return an updated data structure of
type "NiddConfiguration" in the response payload
body.
None 204 No The NIDD configuration has been modified
Content  |successfully and no content is to be sent in the
Response response message body.
EE None 307 Temporary redirection, during configuration
Temporary | maodification. The response shall include a Location
Redirect [header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration
Permanen | modification. The response shall include a Location
t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.

Table 5.6.3.3.3.3-2: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.6.3.3.3.3-3: Headers supported by the 308 Response Code on this resource

Name

Data type

P |Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative
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ThisHTTP method is not supported for the resource.
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To cancel aNIDD configuration, the SCS/AS shall use the HTTP DELETE method on the individual "NIDD
configuration” resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.6.3.3.3.5-1.

Table 5.6.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
NiddConfiguration 1 200 OK The NIDD configuration was cancelled successfully.
The SCEF shall return a full representation of the
deleted resource including a data structure of type
"NiddConfiguration" with a "TERMINATE" status in the
response body.
None 204 No The NIDD configuration was cancelled successfully.
Content
Response The response body shall be empty.
body None 307 Temporary redirection, during configuration
Temporary |termination. The response shall include a Location
Redirect [header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration
Permanen [termination. The response shall include a Location
t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

Table 5.6.3.3.3.5-2: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.6.3.3.3.5-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.34 Resource: NIDD downlink data deliveries
5.6.34.1 Introduction

This resource alows the SCS/ASto read all pending NIDD downlink data delivery resources for a particular NIDD
configuration resource.

ETSI



3GPP TS 29.122 version 16.13.0 Release 16

140

ETSI TS 129 122 V16.13.0 (2022-06)

Thisresource also alowsthe SCS/ASto create an NIDD downlink data delivery.

Thisresource is applicable for asingle UE and a group of UEsNIDD MT delivery.

5.6.3.4.2

Resource definition

Resource URI: {apiRoot}/3gpp-nidd/vL/{scsAsl d}/configurations/{ configur ationl d}/downlink-data-deliveries

This resource shall support the resource URI variables defined in table 5.6.3.4.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "NIDD Downlink Data Deliveries"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
configurationld string Identifier of the configuration.

5.6.3.4.3

5.6.3.4.3.1

Resource methods

GET

The GET method allowsto read all pending NIDD downlink data deliveries for agiven SCSYAS and NIDD
configuration. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.4.3.1-1 and table 5.6.3.4.3.1-2.

Table 5.6.3.4.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.6.3.4.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |None
Response
Data type Cardinality| codes Remarks
array(NiddDownlinkData |0..N 200 OK All pending NIDD downlink data deliveries for the
Transfer) SCSJ/AS and NIDD configuration in the request URI are
returned.
None 307 Temporary redirection, during configuration retrieval.
Response Temporary | The response shall include a Location header field
body Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

ETSI




3GPP TS 29.122 version 16.13.0 Release 16 141 ETSI TS 129 122 V16.13.0 (2022-06)

Table 5.6.3.4.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.

Table 5.6.3.4.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.3.4.3.2 PUT

This HTTP method is not supported for the resource.

5.6.3.4.3.3 PATCH

This HTTP method is not supported for the resource.

5.6.3.4.34 POST

To deliver the downlink non-1P data, the SCS/AS shall use the HTTP POST method on the "NIDD downlink data
deliveries' resource with the body of the message is encoded in JSON format with the data structure defined in
table 5.6.2.1.3-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshown in Table 5.6.3.4.3.4-1.
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Table 5.6.3.4.3.4-1: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - - -
body NiddDownlinkDataTransf | 1 The parameters and non-IP data for the MT delivery.
er
Response
Data type Cardinality| codes Remarks
NiddDownlinkDataTransf | 1 200 OK The NIDD downlink data delivery was successful.
er
The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload
body.
NiddDownlinkDataTransf | 1 201 The NIDD downlink data delivery request was
er Created |accepted by the SCEF, the NIDD will be performed
later.
The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload
body, and shall return the URI of the resource
Response representing the downlink data transfer in the
body "Location" header.
None 307 Temporary redirection, during NIDD downlink data
Temporary|delivery. The response shall include a Location header
Redirect [field containing an alternative URI of the resource
located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during NIDD downlink data
Permanen |delivery. The response shall include a Location header
t Redirect |field containing an alternative URI of the resource
located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NiddDownlinkDataDelive |0..1 500 The NIDD downlink data delivery request was not
ryFailure Internal successful, the "cause" attribute in "ProblemDetails"
Server data type may include value defined in
Error subclause 5.6.5.3.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.6.3.4.3.4-2: Headers supported by the 307 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M |1

An alternative URI of the resource located in an alternative
SCEF.

Table 5.6.3.4.3.4-3: Headers supported by the 308 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M |1

An alternative URI of the resource located in an alternative
SCEF.

Table 5.6.3.4.3.4-2: Headers supported by the 201 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1

Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-
nidd/v1/{scsAsld}/configurations/{configurationld}/downlink-
data-deliveries/{downlinkDataDeliveryld}
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5.6.3.4.35 DELETE

ThisHTTP method is not supported for the resource.
5.6.3.5 Resource: Individual NIDD downlink data delivery

5.6.3.5.1 Introduction

For NIDD MT delivery for asingle UE, thisresource allows the SCS/AS to read a pending NIDD downlink delivery
resource, or to replace or cancel an NIDD downlink data delivery resource related to an NIDD configuration resource.

For NIDD MT delivery for agroup of UES, this resource alows the SCS/AS to read a pending NIDD downlink delivery
resource related to aNIDD configuration resource.

5.6.3.5.2 Resource definition

Resource URI: {apiRoot}/3gpp-nidd/vl/{scsAsl d}/configurations/{ configur ationl d}/downlink-data-
deliveries/{downlinkDataDeliveryl d}

This resource shall support the resource URI variables defined in table 5.6.3.5.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "Individual NIDD Downlink Data Delivery"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
configurationld string Identifier of the configuration.
gownllnkDataDellveryl string Identifier of the downlink data delivery.
5.6.3.5.3 Resource methods
5.6.3.5.3.1 GET

The GET method allows to read a NIDD downlink data delivery resource to obtain details. The SCS/AS shall initiate
the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.5.3.1-1 and table 5.6.3.5.3.1-2.

Table 5.6.3.5.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified
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Table 5.6.3.5.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
NiddDownlinkDataTransf | 1 200 OK Individual NIDD downlink data delivery resource is
er returned.
None 307 Temporary redirection, during configuration retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.6.3.5.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P |Cardinal

ity

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.6.3.5.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.3.5.3.2 PUT

To replace the buffered downlink non-IP data, the SCS/AS shall use the HTTP PUT method on the"Individual NIDD
downlink data delivery" resource with the body of the message is encoded in JSON format with the data structure

defined in table 5.6.

2.1.3-1.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshownin Table 5.6.3.5.3.2-1.

ETSI




3GPP TS 29.122 version 16.13.0 Release 16

145

ETSI TS 129 122 V16.13.0 (2022-06)

Table 5.6.3.5.3.2-1: Data structures supported by the PUT request/response by the resource

Data type Cardinality Remarks
Request - - -
body NiddDownlinkDataTransf |1 The parameters and non-IP data for the MT delivery.
er
Response
Data type Cardinality| codes Remarks
NiddDownlinkDataTransf |1 200 OK The NIDD downlink data delivery was accepted by the
er SCEF, the NIDD will be performed later.
The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload
body.
ProblemDetails 0.1 403 The resource is not allowed to be updated since the
Forbidden [HTTP PUT method is not supported.
(NOTE 2)
ProblemDetails 0.1 404 Not | The buffered data is not allowed to be replaced since
Found data delivery has already been delivered.
(NOTE 3)
Response ProblemDetails 0.1 409 The buffered data is not allowed to be replaced since
body Conflict data delivery is ongoing sent.
(NOTE 4)
NiddDownlinkDataDelive |0..1 500 The NIDD downlink data replacement request was not
ryFailure Internal successful, the "cause" attribute in "ProblemDetails"
Server data type may include value defined in
Error subclause 5.6.5.3.
None 307 Temporary redirection, during configuration
Temporary | modification. The response shall include a Location
Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration
Permanen | modification. The response shall include a Location
t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE 1: The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.
NOTE 2: The "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED"
as defined in subclause 5.6.5.3.
NOTE 3: The "cause" attribute within the "ProblemDetails" data structure may be set to "ALREADY_DELIVERED" as
defined in subclause 5.6.5.3.
NOTE 4: The "cause" attribute within the "ProblemDetails" data structure may be set to "SENDING" as defined in
subclause 5.6.5.3.
Table 5.6.3.5.3.2-2: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
Table 5.6.3.5.3.2-3: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative

SCEF.
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ThisHTTP method is not supported for the resource.

5.6.3.5.34

POST

ThisHTTP method is not supported for the resource.

5.6.3.5.35

DELETE
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To cancel aNIDD downlink data delivery, the SCS/AS shall use the HTTP DELETE method on the "Individual NIDD
downlink data delivery" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in table 5.6.3.3.3.5-1.

Table 5.6.3.5.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
none 204 No The NIDD downlink data delivery was cancelled
Content  |successfully.
The response body shall be empty.
ProblemDetails 0.1 403 The resource is not allowed to be deleted since the
Forbidden [HTTP DELETE method is not supported.
(NOTE 2)
ProblemDetails 0.1 404 Not | The buffered data is not allowed to be deleted since
Found data delivery has already been delivered.
(NOTE 3)
ProblemDetails 0.1 409 The buffered data is not allowed to be deleted since
Conflict data delivery is ongoing sent.
Response (NOTE 4)
body
NiddDownlinkDataDelive |0..1 500 The NIDD downlink data cancellation request was not
ryFailure Internal successful, the "cause" attribute in "ProblemDetails"
Server data type may include value defined in
Error subclause 5.6.5.3.
None 307 Temporary redirection, during configuration
Temporary |termination. The response shall include a Location
Redirect [header field containing an alternative URI of the
resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration
Permanen [termination. The response shall include a Location
t Redirect |header field containing an alternative URI of the

resource located in an alternative SCEF.
Redirection handling is described in subclause 5.2.10.

NOTE 1:
NOTE 2:

NOTE 3:

NOTE 4:

The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

The "cause" attribute within the "ProblemDetails" data structure may be set to "OPERATION_PROHIBITED"
as defined in subclause 5.6.5.3.
The "cause" attribute within the "ProblemDetails" data structure may be set to "ALREADY_DELIVERED" as
defined in subclause 5.6.5.3.
The "cause" attribute within the "ProblemDetails" data structure may be set to "SENDING" as defined in
subclause 5.6.5.3.
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Table 5.6.3.5.3.5-2: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.

Table 5.6.3.5.3.5-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.3.6 Void
5.6.3.7 Void
5.6.3.8 Void
5.6.3.9 Resource: Individual ManagePort Configuration
5.6.3.9.1 Introduction

This resource allows the SCS/AS to create, delete or read the specific ManagePort configuration at the SCEF.

5.6.3.9.2 Resource definition
Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsl d}/configurations/{configurationld}/rds-ports/{portld}
This resource shall support the resource URI variables defined in table 5.6.3.9.2-1.

Table 5.6.3.9.2-1: Resource URI variables for resource "Individual ManagePort Configuration”

Name Data type Definition

apiRoot string See clause 5.2.4.

scsAsld string Identifier of the SCS/AS.

configurationld string Identifier of the configuration. The configurationld corresponds to the stage 2
TLTRI.

portld string UE port identifier including both UE port number and exposure function port
number.
Pattern: "N(ue([0-9]](1[0-5]))-ef([0-9]](1[0-5])))$".

5.6.3.9.3 Resource methods

5.6.3.9.3.1 GET

The GET method allows to read a ManagePort configuration resource to query the ports reserved. The SCS/AS shall
initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.9.3.1-1 and table 5.6.3.9.3.1-2.

Table 5.6.3.9.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified
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Table 5.6.3.9.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |None
Response
Data type Cardinality| codes Remarks
ManagePort 1 200 OK The configuration information related to the request
URI is returned.
None 307 Temporary redirection, during configuration retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.6.3.9.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.6.3.9.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.6.3.9.3.2 PUT

To create a ManagePort configuration and reserve a port number, the SCS/AS shall usethe HTTP PUT method on
the"ManagePort" resource with the body of the message is encoded in JSON format with the data structure defined in

table 5.6.3.9.

3.2-1.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,

areshownin

Table5.6.3.9.3.2-1.
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Table 5.6.3.9.3.2-1: Data structures supported by the PUT request/response by the resource

Data type Cardinality Remarks
Request | vanagePort 1 The ManagePort configuration to be created which represents the
body information used for reserving the port configuration for an
application.
Response
Data type Cardinality| codes Remarks
ManagePort 1 201 This indicates the reservation of port configuration for
Created [specified application is successful.
None 202 This indicates the request for reservation of port
Accepted |configuration for specified application is accepted and
Response under processing.
EE ProblemDetails 0.1 403 The cause value shall be setto "PORT_NOT_FREE"
Forbidden [in the "cause" attribute of the "ProblemDetails"
structure.
RdsDownlinkDataDeliver |0..1 500 The request was not successful, the "cause" attribute
yFailure Internal in "ProblemDetails" data type may include value
Server defined in subclause 5.6.5.3.
Error

NOTE 1: The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.

5.6.3.9.3.3 PATCH

This HTTP method is not supported for the resource.

5.6.3.9.34 POST

This HTTP method is not supported for the resource.

5.6.3.9.3.5 DELETE

To cancel aManagePort configuration and release port numbers, the SCS/AS shall use the HTTP DELETE method on
the ManagePort resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.6.3.9.3.5-1.
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Table 5.6.3.9.3.5-1.: Data structures supported by the DELETE request/response by the resource

Data type Cardinality Remarks
Request |\janagePort 1 The ManagePort configuration to be cancelled which represents
body the information used for releasing the port configuration for an
application
Response
Data type Cardinality| codes Remarks
None 204 No The ManagePort configuration was cancelled

Content  [successfully and the port configuration was released.

None 202 This indicates the request for cancellation of port
Accepted |configuration for specified application is accepted and
under processing.

ProblemDetails 0.1 404 Not | The cause value shall be set to

Found "PORT_NOT_ASSO_WITH_APP" in the "cause"
attribute of the "ProblemDetails" structure.
Response [ RdsDownlinkDataDeliver |0..1 500 The request was not successful, the "cause" attribute
body [yFailure Internal  |in "ProblemDetails" data type may include value

Server defined in subclause 5.6.5.3.
Error

None 307 Temporary redirection, during configuration

Temporary |termination. The response shall include a Location
Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.

Redirection handling is described in subclause 5.2.10.

None 308 Permanent redirection, during configuration
Permanen [termination. The response shall include a Location

t Redirect |header field containing an alternative URI of the
resource located in an alternative SCEF.

Redirection handling is described in subclause 5.2.10.

NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

Table 5.6.3.9.3.5-2: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.

Table 5.6.3.9.3.5-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.

5.6.3.10 Void
5.6.3.11 Resource: ManagePort Configurations

5.6.3.11.1 Introduction

Thisresource allows the SCS/ASto read all ManagePort configurations for a given NIDD configuration at the SCEF.

5.6.3.11.2 Resource definition

Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsl d}/configurations/{configurationl d}/rds-ports
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This resource shall support the resource URI variables defined in table 5.6.3.11.2-1.

Table 5.6.3.11.2-1: Resource URI variables for resource "ManagePort Configurations"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
configurationld string Identifier of the configuration of type string. The configurationld corresponds to
the stage 2 TLTRI.

5.6.3.11.3

5.6.3.11.3.1

Resource methods

GET

The GET method allows to read al ManagePort configurations on the SCEF. The SCS/AS shall initiate the HTTP GET
request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.11.3.1-1 and table 5.6.3.11.3.1-2.

Table 5.6.3.11.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.6.3.11.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |None
Response
Data type Cardinality| codes Remarks
array(ManagePort) 0..N 200 OK All RDS dynamic port configuration information related
to the request URI are returned.
None 307 Temporary redirection, during configuration retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent redirection, during configuration retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.6.3.11.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M

1 An alternative URI of the resource located in an alternative

SCEF.

Table 5.6.3.11.3.1-4: Headers supported by the 308 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1 An alternative URI of the resource located in an alternative

SCEF.
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5.6.3.11.3.2 PUT

ThisHTTP method is not supported for the resource.

5.6.3.11.3.3 PATCH

ThisHTTP method is not supported for the resource.

5.6.3.11.34 POST

ThisHTTP method is not supported for the resource.
5.6.3.11.3.5 DELETE
This HTTP method is not supported for the resource.

5.6.3a Notifications

5.6.3a.1 General

The notifications provided by the NIDD API are specified in this clause.

Table 5.6.3a-1: Notifications overview

HTTP
e method or Description
Notification Callback URI custom (service operation)
operation

NIDD Configuration {notification_uri} POST Send notifications

Update Notification about the status of an
NIDD configuration to
the SCS/AS.

NIDD Downlink Data |{notification_uri} POST Report a specific

Delivery Status NIDD downlink data

Notification delivery result to the
SCSI/AS.

NIDD Uplink Data {notification_uri} POST Send an uplink non-IP

Notification data notification from
the SCEF to the
SCS/AS.

ManagePort {notification_uri} POST Send notifications

Notification about the port
numbers that are
reserved.

5.6.3a.2 NIDD Configuration Update Notification

5.6.3a.2.1 Description

The NIDD Configuration Update Notification allows the SCEF to send notifications about the status of an NIDD
configuration to the SCS/AS.

5.6.3a.2.2 Target URI
The Calback URI " {notification_uri}" shall be used with the callback URI variables defined in table 5.6.3a.2.2-1.
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Table 5.6.3a.2.2-1: Callback URI variables

Name

Data type

Definition

notification_uri

Link

A URI indicating the notification destination where T8 notification requests
shall be delivered.
This URI shall be provided within the "notificationDestination" attribute in the
NiddConfiguration type.

5.6.3a.2.3

5.6.3a.2.3.1

Standard Methods

Notification via POST

To report the status of the NIDD configuration to the SCS/AS, the SCEF shall use the HTTP POST method on the
notification point as follows:

the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.6-1.

This method shall support the request data structures specified in table 5.6.3a.2.3.1-1 and the response data structures
and response codes specified in table 5.6.3a.2.3.1-2.

Table 5.6.3a.2.3.1-1: Data structures supported by the POST Request Body

Data type

Cardinality

Description

NiddConfigurationStatusNotification

1

The NIDD configuration status notification.

Table 5.6.3a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful acknowledgement of the natification
with a body.
(None) 204 No Content |The successful acknowledgement of the notification
without a body.
None 307 Temporary |Temporary redirection, during notification. The response
Redirect shall include a Location header field containing an
alternative URI representing the end point of an
alternative SCS/AS where the notification should be
sent.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent |Permanent redirection, during notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
Table 5.6.3a.2.3.1-3: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCSJ/AS towards which the notification should be redirected.
Table 5.6.3a.2.3.1-4: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
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5.6.3a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddConfigurationStatusNotification may
aternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.6.3a.3 NIDD Downlink Data Delivery Status Notification

5.6.3a.3.1 Description
The NIDD Downlink Data Delivery Status Notification allows the SCEF to send notifications about the status of

downlink NIDD data delivery to the SCS/AS. Thisresource is applicable for asingle UE and a group of UESNIDD MT
delivery.

5.6.3a.3.2 Target URI
The Calback URI " {notification_uri}" shall be used with the callback URI variables defined in table 5.6.3a.3.2- 1.

Table 5.6.3a.3.2-1: Callback URI variables

Name Data type Definition
notification_uri Link A URI indicating the notification destination URI where T8 notification
requests shall be delivered.
This URI shall be provided within the "notificationDestination" attribute in the

NiddConfiguration type.
5.6.3a.3.3 Standard Methods
5.6.3a.3.3.1 Notification via POST

To report the delivery status of the downlink non-1P data delivery, the SCEF shall use the HTTP POST method on the
notification endpoint with the body of the message encoded in JSON format with the data structure defined in

table 5.6.2.1.5-1 for asingle UE or table 5.6.2.1.8-1 for a group of UEs.

This method shall support the request and response data structures specified in table 5.6.3a.3.3.1-1 and
table 5.6.3a.3.3.1-2 for a single UE, and support the request and response data structures specified in table 5.6.3a.3.3.1-
3 and table 5.6.3a.3.3.1-4 for agroup of UEs.

Table 5.6.3a.3.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description

NiddDownlinkDataDeliveryStatusNotific 1 The Down link data delivery status notification for a single UE.
ation
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Table 5.6.3a.3.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful acknowledgement of the notification.
(None) 204 No Content |The successful acknowledgement of the notification
without a body.
None 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the naotification should
be sent.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.6.3a.3.3.1-3: Data structures supported by the POST Request Body

Data type Cardinality Description
GmdNiddDownlinkDataDeliveryStatusN 1 The Down link data delivery status notification for a group of
otification UEs.

Table 5.6.3a.3.3.1-4: Data structures supported by the POST Response Body
Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful acknowledgement of the notification.
(None) 204 No Content |The successful acknowledgement of the notification
without a body.
None 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.6.3a.3.3.1-5: Headers supported by the 307 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string M

1

An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

Table 5.6.3a.3.3.1-6: Headers supported by the 308 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1

An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
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5.6.3a.3.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddDownlinkDataDeliveryStatusNotification
or GmdNiddDownlinkDataDeliveryStatusNotification may alternatively be delivered for a single UE or a group of UEs
through the Websocket mechanism as defined in subclause 5.2.5.4.

5.6.3a.4 NIDD Uplink Data Notification

5.6.3a.4.1 Description

The NIDD Uplink Data Notification allows the SCEF to send notifications about received NIDD uplink data..

5.6.3a.4.2 Target URI
The Callback URI " {notification_uri}" shall be used with the callback URI variables defined in table 5.6.3a.4.2-1.

Table 5.6.3a.4.2-1: Callback URI variables

Name Data type Definition
notification_uri Link A URI indicating the notification destination URI where T8 notification
requests shall be delivered.
This URI shall be provided within the "notificationDestination" attribute in the

NiddConfiguration type.
5.6.3a.4.3 Standard Methods
5.6.3a.4.3.1 Notification via POST

To send the uplink non-1P datato the SCS/AS, the SCEF shall use the HTTP POST method on the notification endpoint
in SCS/AS asfollows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.4-1.

This method shall support the request data structures specified in table 5.6.3a.4.3.1-1 and the response data structures
and response codes specified in table 5.6.3a.4.3.1-2.

Table 5.6.3a.4.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description

NiddUplinkDataNotification 1 The parameters and non-IP data for the NIDD uplink non-I1P
data notification.
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Table 5.6.3a.4.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful acknowledgement of the uplink data
notification
(None) 204 No Content |The successful acknowledgement of the notification
without a body.
None 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
Table 5.6.3a.4.3.1-3: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
Table 5.6.3a.4.3.1-4: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
5.6.3a.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddUplinkDataNotification may alternatively
be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.6.3a.5

5.6.3a.5.1

Description

ManagePort Notification

The ManagePort Notification allows the SCEF to send notifications about the port numbers that are reserved.

5.6.3a.5.2

Target URI

The Callback URI " {notification_uri}" shall be used with the callback URI variables defined in table 5.6.3a.5.2-1.

Table 5.6.3a.5.2-1: Callback URI variables

Name

Data type

Definition

notification_uri

Link

A URI indicating the notification destination URI where T8 notification
requests shall be delivered.

This URI shall be provided within the "notificationDestination" attribute in the
NiddConfiguration type.
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To send the information about reserved ports and their configuration to the SCS/AS, the SCEF shall usethe HTTP
POST method on the notification endpoint in SCS/AS as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.10-1.

This method shall support the request data structures specified in table 5.6.3a.5.3.1-1 and the response data structures
and response codes specified in table 5.6.3a.5.3.1-2.

Table 5.6.3a.5.3.1-1: Data structures supported by the POST Request Body

Data type

Cardinality

Description

ManagePortNotification

1

The parameters that represents the information about port
numbers that are reserved for use with an application.

Table 5.6.3a.5.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful notification of reserved port
configuration.
(None) 204 No Content |The successful acknowledgement of the reserved port
configuration without a body.
None 307 Temporary |Temporary redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
None 308 Permanent |Permanent redirection, during event notification. The
Redirect response shall include a Location header field
containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.6.3a.5.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string M

1

An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

Table 5.6.3a.5.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.
5.6.3a.5.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the ManagePortNotification may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.
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56.4 Used Features

The table below defines the features applicable to the NIDD API. Those features are negotiated as described in
subclause 5.2.7.

Table 5.6.4-1: Features used by NIDD API

Feature Feature Description
Number
1 GroupMessageDelivery This feature indicates the support of group message delivery via
MT NIDD as defined in subclause 5.5.3 of 3GPP TS 23.682 [2].
2 Notification_websocket The delivery of notifications over Websocket is supported

according to subclause 5.2.5.4. This feature requires that the
Notification_test_event featute is also supported.

3 Notification_test_event The testing of notification connection is supported according to
subclause 5.2.5.3.

4 MT_NIDD maodification cancellation | Modification and cancellation of an individual MT NIDD resource.

5 Rds_port_verification This feature indicates the support of RDS port verification in the
MO/MT NIDD delivery.

6 Rds_dynamic_port This feature indicates the support of RDS dynamic port
management.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification”.
Description: A clear textual description of the feature.

5.6.5 Error handling

5.6.5.1 General
HTTP error handling shall be supported as specified in subclause 5.2.6.

In addition, the requirements in the following subclauses shall apply.

5.65.2 Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the NIDD API.

5.6.5.3 Application Errors

The application errors defined for the NIDD API arelisted in table 5.6.5.3-1. The SCEF shall includeinthe HTTP
status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error aslisted in
table 5.6.5.3-1.

ETSI



3GPP TS 29.122 version 16.13.0 Release 16

160

ETSI TS 129 122 V16.13.0 (2022-06)

Table 5.6.5.3-1: Application errors

Application Error

HTTP status code

Description

Applicability

QUOTA_EXCEEDED

403 Forbidden

Not enough quota for the MT NIDD

DATA_TOO_LARGE

403 Forbidden

The non-IP data size is larger than
"maximumPacketSize" of the NIDD
configuration.

RDS_PORT_UNKNOWN

403 Forbidden

The SCEF does not know the RDS port
numbers in the MT NIDD, such port
numbers does not match with the
configured port numbers.

Rds_port_verif
ication

OPERATION_PROHIBITED

403 Forbidden

Indicates the operation is prohibitted.

PORT_NOT_FREE 403 Forbidden Port is not free as it is already Rds_dynamic
associated with an application _port
ALREADY_DELIVERED 404 Not Found The SCEF has already delivered the
buffered data.
PORT_NOT_ASSOC_WITH_AP 404 Not Found Port is free and is not associated with Rds_dynamic
P any application. port
SENDING 409 Conflict The SCEF is already in sending the
buffered non-IP data.
TRIGGERED 500 Internal Server Error | The SCEF triggered the device but did

not buffer the data. The SCS AS may
resubmit the data

TEMPORARILY_NOT_REACHA

500 Internal Server Error

The SCEF has aborted the delivery

BLE because the UE is temporarily not
reachable. The SCEF may in addition
indicate a requested re-submission time
for the data.

NEXT_HOP 500 Internal Server Error | Unsuccessful delivery to the next hop.

TIMEOUT 500 Internal Server Error | Unsuccessful delivery due to timeout.

NO_PDN_CONNECTION

500 Internal Server Error

The SCEF cannot proceed since there
is no PDN connection.

5.7

5.7.1

Overview

DeviceTriggering API

The DeviceTriggering APl isa RESTful API that allows the SCS/ASto deliver specific device trigger to the SCEF; it
allowsthe SCS/AS to replace or recall the pending device trigger viathe SCEF. If the corresponding device trigger
delivery report isreceived by the SCEF, it also alows the SCEF to indicate the trigger delivery result to the SCS/AS.

The DeviceTriggering APl defines a set of data models, resources and the related procedure for the creation and
management of the device triggering. The corresponding JSON schema for the representation of the resources and
operations defined by the DeviceTriggering API is provided in its complete formin Annex A.7.

57.2 Data model
57.2.1
57.2.1.1 Introduction

This clause defines data structures to be used in resource representations, including subscription resources.

Resource data types

Table5.7.2.1.1-1 specifies data types re-used by the DeviceTriggering API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the

DeviceTriggering API.
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Table 5.7.2.1.1-1: DeviceTriggering APl re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.7.4-1.

5.7.2.1.2 Type: DeviceTriggering

This type represents device triggering request. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0.1 Link to the resource "Individual Device
Triggering Transaction”. This parameter
shall be supplied by the SCEF in HTTP
responses.

externalld Externalld 0.1 Uniquely identifies a user as defined in
Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)

msisdn Msisdn 0.1 Identifies the MS internal PSTN/ISDN
number allocated for a UE.

(NOTE 2)

supportedFeatures SupportedFeatures  |0..1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

This attribute shall be provided in the
POST request and in the response of
successful resource creation.

validityPeriod DurationSec 1 The validity time in seconds for the
specific action requested.

priority Priority 1 Identifies the priority of the device
trigger.

applicationPortld Port 1 This is used to uniquely identify the

triggering application addressed in the
device for destination port. See
subclause 9.2.3.24.4 in

3GPP TS 23.040 [43] for further details.

appSrcPortld Port 0.1 This is used to uniquely identify the
triggering application addressed in the
device for originator port. See
subclause 9.2.3.24.4 in

3GPP TS 23.040 [43] for further details.

triggerPayload Bytes 1 The device triggering payload.
notificationDestination |Link 1 A URI indicating the notification
destination for T8 notifications.
requestTestNotificatio |boolean 0.1 Set to true by the SCS/AS to request the |Notification_t
n SCEF to send a test notification as est_event

defined in subclause 5.2.5.3. Set to false
or omitted otherwise.

websockNotifConfig WebsockNotifConfig [0..1 Configuration parameters to set up Notification_w
notification delivery over Websocket ebsocket
protocol as defined in subclause 5.2.5.4.

deliveryResult DeliveryResult 0.1 The delivery result shall be included in

the HTTP responses that indicate the
delivery status of the device triggering.

NOTE 1: Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externalld”" or "msisdn" shall be included.
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5.7.2.1.3 Type: DeviceTriggeringDeliveryReportNotification

This type represents device triggering delivery report notification.

Table 5.7.2.1.4-1: Definition of type DeviceTriggeringDeliveryReportNotification

Attribute name Data type Cardinality Description Applicability
(NOTE)

transaction Link 1 Link to the related device triggering
transaction resource to which this
notification is related.

Result DeliveryResult 1 OK, unknown or diverse failures

NOTE:  Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.7.2.2 Referenced simple data types and enumerations

57221 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.7.2.2.2 Simple data types
The simple data types defined in table 5.7.2.2.2-1 shall be supported.

Table 5.7.2.2.2-1: Simple data types

Type name Description

5.7.2.2.3 Enumeration: DeliveryResult

The enumeration DeliveryResult represents the result of the delivery of a device triggering request
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Enumeration
value

Description

Applicability
(NOTE)

SUCCESS

The SCEF includes this value in a device triggering notification.
The value indicates that the device action request was successfully
completed.

UNKNOWN

The SCEF includes this value in a device triggering notification.
The value indicates any unspecified errors.

FAILURE

The SCEF includes this value in a device triggering notification.
The value indicates that this trigger encountered a delivery error and is
deemed permanently undeliverable.

TRIGGERED

The SCEF includes this value in the response for a successful device
triggering request.

The value indicates that device triggering request is accepted by the SCEF.

EXPIRED

The SCEF includes this value in a device triggering notification.
The value indicates that the validity period expired before the trigger could
be delivered.

UNCONFIRM
ED

The SCEF includes this value in a device triggering notification.
The value indicates that the delivery of the device action request is not
confirmed.

REPLACED

The SCEF includes this value in the response for a successful device
triggering replacement request.

The value indicates that the device triggering replacement request is
accepted by the SCEF.

TERMINATE

The SCEF includes this value in the response for a successful device
triggering cancellation request.

The value indicates that the delivery of the device action request is
terminated by the SCS/AS.

NOTE:

Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in

subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.7.2.24

Enumeration: Priority

The enumeration Priority represents the priority indication for atrigger payload.

Table 5.7.2.2.4-1: Enumeration Priority

Enumeration value Description Applicability
(NOTE)
NO_PRIORITY This value indicates that the device trigger has no priority.
PRIORITY This value indicates that the device trigger has priority.
NOTE:  Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in

subclause 5.2.7. If no features are indicated, the related property applies for all the features.

57.3 Resource structure

5731 General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-device-triggering/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the

above root URI.

The following resources and HT TP methods are supported for this API:
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Table 5.7.3.1-1: Resources and methods overview

HTTP HTTP

Resource name Resource URI o Meaning
method | initiator
Device Triggering  |/{scsAsld}/transactions GET SCS/AS |Read all active device
Transactions triggering transaction
resources for a given
SCSI/IAS

POST SCS/AS |Create a new device
triggering transaction

resource
Individual Device /{scsAsld}/transactions/{transactionld} PUT SCS/AS |Replace an existing
Triggering device triggering
Transaction transaction resource

and the corresponding
device trigger request
GET SCS/AS |Read a device
triggering transaction

resource
DELET |SCS/AS |Delete an existing
E device triggering

transaction resource
and cancel the device
triggering

5.7.3.2 Resource: Device Triggering Transactions

57.3.2.1 Introduction

Thisresource allows the SCS/AS to read all active resources related to device triggering, and create aresource for a
device triggering transaction with the SCEF.

5.7.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-device-triggering/v1l/{scsAsl d}/transactions/
This resource shall support the resource URI variables defined in table 5.7.3.2.2-1.

Table 5.7.3.2.2-1: Resource URI variables for resource "Device Triggering Transactions"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.7.3.2.3 Resource methods
5.7.3.23.1 GET

The GET method allows to read all active device triggering transactions for agiven SCS/AS. The SCS/AS shall initiate
the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in table 5.7.3.2.3.1-1 and table 5.7.3.2.3.1-2.

Table 5.7.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified
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Table 5.7.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
array(DeviceTriggering) |0..N 200 OK The device triggering transactions information for the
SCS/AS in the request URI are returned.
none 307 Temporary redirection, during transaction retrieval. The
Temporary [response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction retrieval. The
Permanen |response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.7.3.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.7.3.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.7.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.

5.7.3.2.3.3

PATCH

This HTTP method is not supported for the resource.

5.7.3.2.3.4

POST

To create along-term transaction for a device triggering, the SCS/AS shall use the HTTP POST method on the
"transactions' collection resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshownin Table 5.7.3.2.3.4-1.
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Table 5.7.3.2.3.4-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body DeviceTriggering 1 Parameters to request a device triggering delivery.
Response
Data type Cardinality| codes Remarks
DeviceTriggering 1 201 The long term transaction for the device triggering was
Response Created |created successfully.
body The SCEF shall return a data structure of type

"DeviceTriggering" in the response payload body.

The URI of the created resource shall be returned in
the "Location" HTTP header

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.7.3.2.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-device-
triggering/vl/{scsAsld}/transactions/{transactionid}

5.7.3.2.35 DELETE

ThisHTTP method is not supported for the resource.
5.7.3.3 Resource: Individual Device Triggering Transaction

5.7.3.3.1 Introduction

Thisresource alows the SCS/AS to operate a specific pending device triggering by using along-term transaction.

5.7.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-device-triggering/v1/{scsAsl d}/transactions/{transactionl d}

This resource shall support the resource URI variables defined in table 5.7.3.3.2-1.

Table 5.7.3.3.2-1: Resource URI variables for resource "Individual Device Triggering Transaction

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
transactionld string Identifier of the transaction resource. The transactionld corresponds to the
stage 2 TLTRI.

5.7.3.3.3 Resource methods

5.7.3.3.3.1 GET

The GET method allows to read an individual device triggering transaction resource to obtain details of an active
transaction. The SCS/AS shall initiate the HT TP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.7.3.3.3.1-1 and table 5.7.3.3.3.1-2.
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Table 5.7.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.7.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
DeviceTriggering 1 200 OK The device triggering transaction information related to
the request URI is returned.
none 307 Temporary redirection, during transaction retrieval. The
Temporary |response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction retrieval. The
Permanen |response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.7.3.3.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.7.3.3.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.7.3.3.3.2 PUT

A pending device triggering delivery can be replaced by the SCS/AS. To replace the pending device triggering, the
SCS/AS shall usethe HTTP PUT method on the "transaction" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1

The properties "msisdn” or "externalld" shall remain unchanged from previously provided value.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshownin Table 5.7.3.3.3.2-1.
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Table 5.7.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body DeviceTriggering 1 Parameters to replace a device triggering with the SCEF-.
Response
Data type Cardinality| codes Remarks
DeviceTriggering 1 200 OK The device triggering was modified successfully.
The SCEF shall return an updated data structure of
type "DeviceTriggering" with the "DeliveryResult" field
in the response payload body.
Response |"one 307 Temporary redirection, during transaction modification.
body Temporary| The response shall include a Location header field
Redirect [containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction modification.
Permanen |The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.

Table 5.7.3.3.3.2-2: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality

Description

Location string M |1

An alternative URI of the resource located in an alternative

SCEF.

Table 5.7.3.3.3.2-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.7.3.3.3.3 PATCH

This HTTP method is not supported for the resource.

5.7.3.3.34 POST

This HTTP method is not supported for the resource.

5.7.3.3.35 DELETE

To cancel an ongoing device triggering delivery, the SCS/AS shall use the HTTP DELETE method on the individual
"transaction” resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or

unsuccessful, are shown in Table 5.7.3.3.3.5-1.
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Table 5.7.3.3.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body (none
Response
Data type Cardinality| codes Remarks
DeviceTriggering 1 200 OK The Device Triggering delivery was cancelled
successfully.
The SCEF shall return a data structure of type
"DeviceTriggering" with a "TERMINATE" status in the
response body.
None 204 No The Device Triggering was cancelled successfully. The
Response Content | SCEF shall not return a response payload.
body none 307 Temporary redirection, during transaction termination.
Temporary| The response shall include a Location header field
Redirect [containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during transaction termination.
Permanen |The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

Table 5.7.3.3.3.5-2: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

SCEF.

An alternative URI of the resource located in an alternative

Table 5.7.3.3.3.5-3: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.7.3.4 Void
5.7.3a Notifications
5.7.3a.1 General

The notifications provided by the DeviceTriggering API are specified in this clause.

Table 5.7.3a-1: Notifications overview

HTTP
Notification Callback URI MEL 120! ©F D_escrlptlon_
custom (service operation)
operation
Device Triggering {notification_uri} POST Report a device
Delivery Report triggering delivery
Notification report to SCS/AS.
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5.7.3a.2 Device Triggering Delivery Report Notification

5.7.3a.2.1 Description

The Device Triggering Delivery Report Notification allows the SCEF to send notifications about device triggering
delivery report events to the SCS/AS.

5.7.3a.2.2 Target URI
The Callback URI " {notification_uri}" shall be used with the callback URI variables defined in table 5.7.3a.2.2-1.

Table 5.7.3a.2.2-1: Callback URI variables

Name Data type Definition
notification_uri Link A URI indicating the notification destination URI where T8 notification
requests shall be delivered.
This URI shall be provided within the "notificationDestination" attribute in the
DeviceTriggering type.

5.7.3a.2.3 Standard Methods

5.7.3a.2.3.1 Notification via POST

To report the delivery status of the device trigging delivery, the SCEF shall use the HTTP POST method on the
notification endpoint as follows:;

- the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.4-1.

This method shall support the request data structures specified in table 5.7.3a.2.3.1-1 and the response data structures
and response codes specified intable 5.7.3a.2.3.1-2.

Table 5.7.3a.2.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description
DeviceTriggeringDeliveryReportNotifica 1 The Device Triggering delivery report.
tion
Table 5.7.3a.2.3.1-2: Data structures supported by the POST Response Body
Data type Cardinality Response Description
codes

Acknowledgement 1 200 OK The successful acknowledgement of the notification.

(None) 204 No Content |The successful acknowledgement of the notification
without a body.

none 307 Temporary |Temporary redirection, during notification. The response

Redirect shall include a Location header field containing an

alternative URI representing the end point of an
alternative SCS/AS where the notification should be
sent.
Redirection handling is described in subclause 5.2.10.

none 308 Permanent |Permanent redirection, during notification. The

Redirect response shall include a Location header field

containing an alternative URI representing the end point
of an alternative SCS/AS where the notification should
be sent.
Redirection handling is described in subclause 5.2.10.

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
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Table 5.7.3a.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

Table 5.7.3a.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
SCS/AS towards which the notification should be redirected.

5.7.3a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the DeviceTriggeringDeliveryReportNotification
may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.7.4 Used Features

The table below defines the features applicable to the DeviceTriggering API. Those features are negotiated as described
in subclause 5.2.7.

Table 5.7.4-1: Features used by DeviceTriggering API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event
featute is also supported.

2 Notification_test_event | The testing of notification connection is supported according to
subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Natification".

Description: A clear textual description of the feature.

5.8 GMD via MBMS related APIs

581  Overview

There are two Group Message Delivery viaMBMS related APIs defined:
- GMDviaMBMSbyMB2 API;
- GMDviaMBMSbyxMB API.

Both APIsare RESTful APIsthat allow the SCS/ASto deliver the group message to the SCEF. They define a set of
data models, resources and the related procedures for the creation and management of the group message delivery. The
corresponding JSON schema for the representation of the resources and operations defined by the

GMDviaMBM ShyMB2 APl and GMDviaMBM ShyxMB API are provided in its complete formin Annex A.8.1 and
Annex A.8.2, respectively.
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5.8.2 GMDviaMBMSbyMB2 API

5.8.2.1 Data model
58.2.1.1 Resource data types
5.8.2.1.1.1 Introduction

This clause defines data structures to be used in resource representations.

Table5.8.2.1.1.1-1 specifies data types re-used by the GMDviaMBM SbyMB2 API from other specifications, including
areference to their respective specifications and when needed, a short description of their use within the
GMDviaMBM ShyMB2 API.

Table 5.8.2.1.1.1-1: GMDviaMBMSbyMB2 API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |Identifies the civic address information of the user(s).
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.8.2.3-1.

5.8.2.1.1.2 Type: TMGIAllocation

This type represents TMGI Allocation request. The same structureis used in the request and response.

Table 5.8.2.1.1.2-1: Definition of type TMGIAllocation

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0.1 Link to the resource "Individual TMGI
Allocation”. This parameter shall be supplied
by the SCEF in HTTP responses.

supportedFeatures |SupportedFeatures [0..1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

This attribute shall be provided in the POST
request and in the response of successful
resource creation.

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2].

mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the group
message.

tmgiExpiration DateTimeRo 0.1 Identifies the absolute time at which the

TMGI is considered to expire.

NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.3 Type: GMDViaMBMSByMb2

This type represents the group message delivery viaMBMS by MB2.
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Table 5.8.2.1.1.3-1: Definition of type GMDViaMBMSByMb2

Port

SCEF wants to receive the data.

Attribute name Data type Cardinality Description Applicability
(NOTE)
self Link 0.1 Link to the resource "Individual GMD
via MBMS by MB". This parameter
shall be supplied by the SCEF in HTTP
responses.
notificationDestination |Link 1 A URI indicating the notification
destination where T8 notification
requests shall be delivered
requestTestNotificatio |boolean 0.1 Set to true by the SCS/AS to request  [Notification_t
n the SCEF to send a test notification as |est_event
defined in subclause 5.2.5.3. Set to
false or omitted otherwise.
websockNotifConfig WebsockNotifConfig 0.1 Configuration parameters to set up Notification_w
notification delivery over Websocket ebsocket
protocol as defined in
subclause 5.2.5.4.
externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
subclause 4.6.2 of
3GPP TS 23.682 [2].
mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the group
message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As starts to distribute the
data. If absent, it indicates the
message shall be sent immediately.
groupMessagePayloa |Bytes 0.1 Indicates the payload the SCS/AS
intends to deliver to the UEs.
scefMessageDeliveryl |Ipv4AddrRo 0.1 Indicates the Ipv4 address where the
Pv4 SCEF wants to receive the data.
scefMessageDeliveryl |Ipv6AddrRo 0..1 Indicates the Ipv6 address where the
Pv6 SCEF wants to receive the data.
scefMessageDelivery |PortRo 0.1 Indicates the port number where the

NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
5.8.2.1.1.4 Type: GMDByMb2Notification

This type represents the group message delivery notification.

Table 5.8.2.1.1.4-1: Definition of type GMDByMb2Notification

Attribute name

Data type |[Cardinality

Description

Applicability
(NOTE)

transaction

Link 1

Link to the transaction resource to
which this notification is related.

deliveryTriggerStatus

boolean 1

Indicates whether delivery of group
message payload corresponding to
the TMGI was successful (TRUE)
or not (FALSE).

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.8.2.1.1.5 Type: TMGIAllocationPatch

This type represents TMGI Allocation request. The structure is used for PATCH request.
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Table 5.8.2.1.1.5-1: Definition of type TMGIAllocationPatch

Attribute name Data type Cardinality Description Applicability
(NOTE)

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
subclause 4.6.2 of
3GPP TS 23.682 [2].

mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the
group message.

NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.6 Type: GMDViaMBMSByMb2Patch

This type represents group message delivery viaMBMS request by MB2. The structureis used for PATCH request.

Table 5.8.2.1.1.6-1: Definition of the GMDViaMBMSByMb2Patch data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
externalGroupld ExternalGroupld [0..1 Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2].
mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the group
message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which the
Time SCS/As starts to distribute the data. If
absent, it indicates the message shall be
sent immediately.
groupMessagePayloa |Bytes 0.1 Indicates the payload the SCS/AS intends to
d deliver to the UEs.

NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.7 Type: MbmsLocArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF by group message delivery
viaMBMS request.

Table 5.8.2.1.1.7-1: Definition of the MbmsLocArea data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
cellld array(string) 0..N Indicates a Cell Global Identification of the user
which identifies the cell the UE is registered.
enodeBId array(string) 0..N Indicates an eNodeB in which the UE is
currently located.
. array(Geographic |0..N Identifies a geographic area of the user where
geographicArea Area) the UE is located.
mbmsServiceAreal |array(string) 0..N Identifies an MBMS Service Area ldentity of the
d user where the UE is located.
civicAddress array(CivicAddre |0..N Ider_ltlfles a civic address of the user where the
ss) UE is located.

NOTE:  Properties marked with a feature as defined in subclause 5.8.2.3 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.8.2.2 Resource structure

5.8.2.2.1 General

All resource URIs of this API should have the following root:
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"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-group-message-delivery-mb2" and
"apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIsin the subclauses

below are defined relative to the above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.8.2.2.1-1: Resources and methods overview

Resource Resource URI HTTP . HTTP Meaning
name method | initiator
TMGI Allocation |/{scsAsld} GET SCS/IAS Read all active TMGI resources
/tmgi-allocation for a given SCS/AS
POST SCS/AS |Create a new TMGI resource for
a given SCS/AS
Individual TMGI |/{scsAslId} PUT SCS/AS |Replace an existing TMGI
Allocation /tmgi-allocation/{tmgi} 'rl'el\jlcc)sulrce for a given SCS/AS and
PATCH [SCS/AS Modify an existing TMGI
resource for a given SCS/AS and
TMGI
GET SCS/AS Read a TMGI allocation resource
for a given SCS/AS and a TMGI
DELETE [SCS/AS Deallocate an existing TMGI
resource for agiven SCS/AS and
TMGI
GMD via MBMS |/{scsAsld} GET SCS/AS  |Read all group message delivery
by MB2 /tmgi-allocation/{tmgi}/delivery-via-mbms resources for a given SCS/AS
and TMGI.
POST SCS/AS |Create a group message delivery
resource for given SCS/AS and
TMGI selected by the SCS/AS
when MB2 is used as a
southbound interface.
Individual GMD  |/{scsAsId} PUT SCS/AS  |Replace a group message
via MBMS by /tmgi-allocation/{tmgi}/delivery-via-mbms/ delivery resource
MB2 {transactionld} PATCH |SCS/AS |[Modify a group message delivery
resource.
GET SCS/AS  |Read a group message delivery
resource.
DELETE [SCS/AS Delete a group message delivery
resource.
5.8.2.2.2 Resource: TMGI Allocation
5.8.2.2.2.1 Introduction

This resource allows the SCS/ASto read all active TMGI or request a TMGI alocation.

5.8.2.2.2.2

Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/

This resource shall support the resource URI variables defined in table 5.8.2.2.2.2-1.

Table 5.8.2.2.2.2-1: Resource URI variables for resource "TMGI Allocation"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
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5.8.2.2.2.3 Resource methods

5.8.2.2.2.3.1 GET

The GET method read all TMGI Allocation resource for agiven SCS/AS. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.2.3.1-1.

Table 5.8.2.2.2.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body array(TMGIAllocation) 0..N 200 OK The TMGI allocation for the SCS/AS in the request URI
are returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.2.2.2.3.2 PUT

ThisHTTP method is not supported for the resource.

5.8.2.2.2.3.3 PATCH

ThisHTTP method is not supported for the resource.

5.8.2.2.2.3.4 POST

The POST method creates anew TMGI Allocation resource for agiven SCS/AS. It isinitiated by the SCS/AS and
answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.2.3.4-1.

Table 5.8.2.2.2.3.4-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks

body TMGIAllocation 1 Parameters to create a TMGI allocation resource

Response
Data type Cardinality| codes Remarks
TMGIAllocation 1 201 The creation of a TMGI allocation was created
Created |successfully.
Response
body The SCEF shall return a data structure of type "TMGI

Allocation" in the response payload body.

On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the TMGI

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
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Table 5.8.2.2.2.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-group-message-delivery-
mb2/v1/{scsAsld}/tmgi-allocation/{tmgi}

5.8.2.2.2.3.5 DELETE

This HTTP method is not supported for the resource.
5.8.2.2.3 Resource: Individual TMGI Allocation

5.8.2.2.3.1 Introduction
This resource allows the SCS/AS to read an active TMGI or renew an TMGI.

5.8.2.2.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/{tmgi}
This resource shall support the resource URI variables defined in table 5.8.2.2.3.2-1.

Table 5.8.2.2.3.2-1: Resource URI variables for resource "Individual TMGI Allocation

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
Tmgi string TMGI.
5.8.2.2.3.3 Resource methods
5.8.2.23.31 GET

The GET method reads a TMGI Allocation resource for agiven SCS/AS. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.1-1.

Table 5.8.2..2.3.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body TMGIAllocation 1 200 OK A TMGI allocation for the SCS/AS in the request URI is
returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.2.2.3.3.2 PUT

The PUT method replacesa TMGI Allocation resource for a given SCS/ASto renew a TMGI expiration time. Itis
initiated by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.2-1.
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Table 5.8.2.2.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body  TMmGIAllocation 1 Parameters to replace a TMGI resource
Response
Response Data type Cardinality| codes Remarks
body TMGIAllocation 1 200 OK The replace of a TMGI allocation was created
successfully.
NOTE:  The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.

5.8.2.2.3.3.3 PATCH

The PATCH method modifies a TMGI Allocation resource for a given SCS/AS to renew a TMGI expirationtime. Itis
initiated by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.3-1.

Table 5.8.2.2.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body  |TMmGIAllocationPatch 1 Parameters to modify a TMGI resource
Response
Response Data type Cardinality| codes Remarks
body | TmGIAllocation 1 200 OK |The modification of a TMGI allocation was created
successfully.
NOTE:  The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.

5.8.2.2.3.34 POST

ThisHTTP method is not supported for the resource.

5.8.2.2.3.3.5 DELETE

The DELETE method deletesa TMGI Allocation resource for agiven SCS/AS to deallocate a TMGI. It isinitiated by
the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.5-1.

Table 5.8.2.2.3.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body [none
Response
Response Data type Cardinality| codes Remarks
body none 204 No The TMGI allocation resource was removed
Content  |successfully.

NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.
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5.8.2.2.4 Resource: GMD via MBMS by MB2

5.8.2.2.4.1 Introduction

Thisresource allows the SCS/AS to read all active group message delivery resources or create a group message delivery
when the MB2 is used as a southbound interface.

5.8.2.2.4.2 Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/{tmgi}/delivery-via-
mbms/

This resource shall support the resource URI variables defined in table 5.8.2.2.4.2-1.

Table 5.8.2.2.4.2-1: Resource URI variables for resource "GMD via MBMS by MB2"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
Tmgi string TMGI
5.8.2.2.4.3 Resource methods
58.22431 GET

The GET method reads all group message delivery viaMBMS resources for agiven SCS/AS and aTMGI. Itisinitiated
by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.4.3.1-1.

Table 5.8.2.2.4.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body array(GMDViaMBMSBy (0..N 200 OK The TMGI allocation for the SCS/AS in the request URI
Mb2) are returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.2.2.4.3.2 PUT

ThisHTTP method is not supported for the resource.

5.8.2.2.4.3.3 PATCH

This HTTP method is not supported for the resource.

5.8.2.24.34 POST

The POST method creates a new group message delivery viaMBMS resource for a given SCS/AS and TMGI selected
by the SCS/AS. It isinitiated by the SCS/AS and answered by the SCEF. The SCEF shall construct the URI of the
created resource using that URI.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.4.3.4-1.
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Table 5.8.2.2.4.3.4-1: Data structures supported by the POST request/response by the resource

- ¢ Data type Cardinality Remarks
eques - - - -
body GMDViaMBMSByMb2 1 Parameters to create and authorize a group message delivery via
MBMS with the SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByMb2 1 201 The creation of a group message delivery was created
Created |successfully.
Response The SCEF shall return a data structure of type
body "GMDViaMBMSByMb2" in the response payload body.
On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the
Transaction Id.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.8.2.2.4.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-group-message-delivery-
mb2/v1/{scsAsld}/tmgi-allocation/{tmgi}/delivery-via-
mbms/{transactionld}

5.8.2.2.4.3.5 DELETE

This HTTP method is not supported for the resource.
5.8.2.25 Resource: Individual GMD via MBMS by MB2

5.8.2.25.1 Introduction
This resource allows the SCS/AS to modify or delete a group message delivery viaMBM S by MB2 resource.

5.8.2.25.2 Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/{tmgi}/delivery-via-
mbms/{transaction| d}

This resource shall support the resource URI variables defined in table 5.8.2.2.5.2-1.

Table 5.8.2.2.5.2-1: Resource URI variables for resource "Individual GMD via MBMS by MB2"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
transactionld string Transactionld selected by the SCEF. The transactionld corresponds to the
stage 2 TLTRI.

5.8.2.2.5.3 Resource methods

5.8.2.25.3.1 GET

The GET method reads a group message delivery viaMBMS by MB2 resource for agiven SCS/AS, aTMGI and a
transactionld. It isinitiated by the SCS/AS and answered by the SCEF.
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This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.5.3.1-1.

Table 5.8.2.2.5.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body GMDViaMBMSbyMb2 0.1 200 OK The group message delivery resource for the SCS/AS
in the request URI is returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.2.2.5.3.2 PUT

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.2.2.4.3.4, replace of its properties can be performed by the SCS/AS by using the HTTP PUT method on
the "delivery_via_mbms" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.2.2.5.3.2- 1.

The content body of the group message delivery viaMBMS update request shall contain updated full representation of
the group message delivery resource. Only the properties "locationinfo”, "accuracy", "messageDeliverystarttime" and
"groupM essagepayload" can be modified.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshown in Table 5.8.2.2.5.3.2-1.

Table 5.8.2.2.5.3.2-1: Data structures supported by the PUT request/response by the resource

o ¢ Data type Cardinality Remarks
eques - . -
body GMDViaMBMSByMb2 1 Parameters to replace group message delivery resource with the
SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByMb2 1 200 OK The group message delivery was modified
Response full
body successfully.
The SCEF shall return an updated data structure of
type "GMDViaMBMSByMb2" in the response payload
body.
NOTE:  The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.

5.8.2.2.5.33 PATCH

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.2.2.4.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH
method on the "delivery-via-mbms" instance resource.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.5.3.3-1.
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Table 5.8.2.2.5.3.3-1: Data structures supported by the PATCH request/response by the resource

o ¢ Data type Cardinality Remarks
eques
body GMDViaMBMSByMb2Pa |1 Parameters to partially update a group message delivery with the
tch SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByMb2 1 200 OK The group message delivery was modified
Response full
body successfully.
The SCEF shall return an updated data structure of
type "GMDViaMBMSByMb2" in the response payload
body.
NOTE: The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.

5.8.2.25.34 POST

This HTTP method is not supported for the resource.

5.8.2.2.5.3.5 DELETE

To cancel agroup message delivery, the SCS/AS shall usethe HTTP DEL ETE method on the individual
"delivery_via_ mbms" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.8.2.2.5.3.5-1.

Table 5.8.2.2.5.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body [none
Response
Data type Cardinality| codes Remarks
Response | "°N€ 204 No The group message delivery subscription was
bg dy Content  |cancelled successfully.

NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

5.8.2.2.6 Void
5.8.2.2a Notifications

5.8.2.2a.1 General
The notifications provided by the GMDviaMBM SbyMB2 API are specified in this clause.
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Table 5.8.2.2a.1-1: Notifications overview

Notification

Callback URI

HTTP
method or Description
custom (service operation)
operation

GMD via MBMS by
MB2 Notification

{natificationDestination}

POST Report a specific
group message
delivery result to the
SCSJ/AS for a given
transaction Id
selected by the SCEF.

5.8.2.2a.2 GMD via MBMS by MB2 Notification

5.8.2.2a.2.1 Description

The GMD viaMBMS by MB2 Notification allows the SCEF report the delivery trigger status to the SCS/AS to indicate
whether group message delivery was triggered successful.

5.8.2.2a.2.2 Target URI

The Callback URI " {notificationDestination}" shall be used with the callback URI variables defined in

table 5.8.2.2a.2.2-1.

Table 5.8.2.2a.2.2-1: Callback URI variables

Name Data type

Definition

notificationDestination |Link

A URI indicating the notification destination where T8 notification requests
shall be delivered.
This URI shall be provided within the field "notificationDestination” in the

GMDViaMBMSByMb2 type.
5.8.2.2a.2.3 Standard Methods
5.8.2.2a.2.3.1 Notification via POST

To report the status of the delivery trigger status to the SCS/AS, the SCEF shall use the HTTP POST method on the

notification point as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.2.1.1.4-1.

This method shall support the request data structures specified in table 5.8.2.2a.2.3.1-1 and the response data structures
and response codes specified in table 5.8.2.2a.2.3.1-2.

Table 5.8.2.2a.2.3.1-1: Data structures supported by the POST Request Body

Data type

Cardinality

Description

GMDByMb2Notification

1

The delivery status notification.

Table 5.8.2.2a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful acknowledgement of the notification

with a body.

(None)

204 No Content |The successful acknowledgement of the notification

without a body.

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
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5.8.2.2a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the GMDByMb2Notification may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

58.2.3 Used Features

The table below defines the features applicable to the GMDviaMBM SbhyMB2 API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.8.2.3-1: Features used by GMDviaMBMSbyMB2 API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute
is also supported.

2 Notification_test_event | The testing of notification connection is supported according to

subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

Description: A clear textual description of the feature.

5.8.3 GMDviaMBMSbyxMB API

5.8.3.1 Data model
5.8.3.1.1 Resource data types
5.8.3.1.1.1 Introduction

This clause defines data structures to be used in resource representations.

Table5.8.3.1.1.1-1 specifies data types re-used by the GMDviaMBM SbyxMB API from other specifications, including
areference to their respective specifications and when needed, a short description of their use within the
GMDviaMBM SbyxMB API.

Table 5.8.3.1.1.1-1: GMDviaMBMSbyxMB API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |ldentifies the civic address information of the user(s).

SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.8.3.3-1.

5.8.3.1.1.2 Type: ServiceCreation

This type represents the service resource.
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Table 5.8.3.1.1.2-1: Definition of the ServiceCreation data type

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0..1 Link to the resource "Individual xMB
Service". This parameter shall be supplied
by the SCEF in HTTP responses.

supportedFeatures SupportedFeatures |0..1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

This attribute shall be provided in the
POST request and in the response of
successful resource creation.

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2]
supplied by the SCS/AS.

userServiceld string 0.1 Identifies the MBMS User Service
supplied by the SCEF.

serviceClass string 0.1 The service class that service belongs to
supplied by the SCEF.

serviceLanquades array(string) 0..N List of language of the service content

guag supplied by the SCEF.
serviceNames array(string) 0..N ;IétEoFf Service Names supplied by the
boolean 0.1 When set to 'true’, the Content Provider

indicates that the service is a Receive
Only Mode service. This parameter is
supplied by the SCEF

receiveOnlyMode

serviceAnnouncement |ServiceAnnouncem |0..1 Enumeration of Service Announcement
Mode entMode Mode supplied by the SCEF.

NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.8.3.1.1.3 Type: GMDViaMBMSByxMB

This type represents the group message delivery viaMBMS by xXMB.
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Table 5.8.3.1.1.3-1: Definition of type GMDViaMBMSByxMB

Attribute name Data type Cardinality Description Applicability
(NOTE)
self Link 0..1 Link to the resource "Individual
GMD via MBMS by xMB". This
parameter shall be supplied by the
SCEF in HTTP responses.
notificationDestination |Link 1 A URI indicating the notification
destination where T8 natification
requests shall be delivered
requestTestNotificatio [boolean 0.1 Set to true by the SCS/AS to Notification_t
n request the SCEF to send a test est_event
notification as defined in
subclause 5.2.5.3. Set to false or
omitted otherwise.
websockNotifConfig WebsockNotifConfig 0.1 Configuration parameters to set up [Notification_w
notification delivery over ebsocket
Websocket protocol as defined in
subclause 5.2.5.4.
mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the
group message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As starts to distribute the
data. If absent, it indicates the
message shall be sent immediately.
messageDeliveryStop |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As is expected to stop
distributing the data. If absent,
configuration time will be used.
groupMessagePayloa |Bytes 0.1 Indicates the payload the SCS/AS
intends to deliver to the UEs.
scefMessageDeliveryl |Ipv4AddrRo 0.1 Indicates the Ipv4 address where
Pv4 the SCEF wants to receive the
data.
scefMessageDeliveryl |Ipv6AddrRo 0.1 Indicates the Ipv6 address where
Pv6 the SCEF wants to receive the
data.
scefMessageDelivery [PortRo 0..1 Indicates the port number where
Port the SCEF wants to receive the
data.

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
58.3.1.14 Type: GMDByxMBNotification

This type represents the group message delivery notification.

Table 5.8.3.1.1.4-1: Definition of type GMDByxMbNotification

Attribute name Data type Cardinality Description Applicability
(NOTE)
transaction Link 1 Link to the transaction resource to
which this natification is related.
deliveryTriggerStatus |boolean 1 Indicates whether delivery of group
message payload was successful
(TRUE) or not (FALSE)

NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.8.3.1.1.5 Type: GMDViaMBMSByxMBPatch

This type represents group message delivery viaMBMS request. The structureis used for PATCH request.
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Table 5.8.3.1.1.5-1: Definition of the GMDViaMBMSByxMBPatch data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the
group message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As starts to distribute the
data. If absent, it indicates the
message shall be sent immediately.
messageDeliveryStop |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As is expected to stop
distributing the data. If absent, the
configuration value will be used.
groupMessagePayloa |Bytes 0.1 Indicates the payload the SCS/AS
intends to deliver to the UEs.
NOTE:  Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.8.3.1.1.6 Type: MbmsLocArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF by group message delivery
viaMBMS request.

Table 5.8.3.1.1.6-1: Definition of the MbmsLocArea data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
cellld array(string) 0..N Indicates a Cell Global Identification of the user
which identifies the cell the UE is registered.
enodeBId array(string) 0..N Indicates an eNodeB in which the UE is
currently located.
. array(Geographic |0..N Identifies a geographic area of the user where
geographicArea Area) the UE is located.
mbmsServiceAreal |array(string) 0..N Identifies an MBMS Service Area ldentity of the
d user where the UE is located.
civicAddress array(CivicAddre |0..N Ider_ltlfles a civic address of the user where the
ss) UE is located.
NOTE:  Properties marked with a feature as defined in subclause 5.8.2.3 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.8.3.1.2 Referenced simple data types and enumerations

5.8.3.1.2.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.8.3.1.2.2 Simple data types

The simple data types defined in table 5.8.3.1.2.2-1 shall be supported.

Table 5.8.3.1.2.2-1: Simple data types

Type name Description

5.8.3.1.2.3 Enumeration: ServiceAnnouncementMode

The enumeration ServiceAnnouncementM ode represents the service annoucement mode
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Table 5.8.3.1.2.3-1: Enumeration ServiceAnnouncementMode

Enumeration Description Applicability
value (NOTE)
SACH BM-SC performs the service announcement for the current service using
the SACH channel.
CONTENT_P | BM-SC provides the necessary service access information used by the
ROVIDER Content Provider to create the service announcement information.
NOTE:  Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.8.3.2 Resource structure

5.8.3.2.1 General
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-group-message-deliver y-xmb/vl/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to " 3gpp-group-message-delivery-xmb" and
"apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIsin the subclauses
below are defined relative to the above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.8.3.2.1-1: Resources and methods overview

HTTP HTTP .
Resource name Resource URI L Meaning
method initiator
XxMB Services /{scsAsld} POST SCS/AS |Create a service when xMB is
/services/ used as a southbound interface.
GET SCS/AS |Read all active service resources
for a given SCS/AS.
Individual xMB /{scsAsld} GET SCS/AS  |Read an active service resource
Service Iservices/{serviceld} for a given SCS/AS and Service
Id.
DELETE SCS/AS |Delete an existing service
resource for agiven SCS/AS and
Service Id.
GMD via MBMS  |/{scsAsld} GET SCS/IAS Read all group message delivery
by xMB Iservices/{serviceld}/delivery-via- resources for a given SCS/AS
mbms and Service Id.
POST SCS/AS  [Create a group message delivery
resource for given SCS/AS and
Service Id when xMB is used as
a southbound interface.
Individual GMD H{scsAsld} PUT SCS/AS |Replace a group message
via MBMS by Iservices/{serviceld}/delivery-via- delivery resource
XMB mbms/{transactionld} PATCH SCS/AS  |Modify a group message delivery
resource.
GET SCS/AS |Read a group message delivery
resource.
DELETE SCS/AS  |Delete a group message delivery
resource.
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5.8.3.2.2 Resource: xMB Services

5.8.3.2.2.1 Introduction

Thisresource allows the SCS/AS to create service resource when the xMB is used as a southbound interface.

5.8.3.2.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-xmb/v1/{scsAsl d}/services
This resource shall support the resource URI variables defined in table 5.8.3.2.2.2-1.

Table 5.8.3.2.2.2-1: Resource URI variables for resource "GMD via MBMS by xMB"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.8.3.2.2.3 Resource methods
5.8.3.2.2.3.1 GET

The GET method allows the SCS/AS read al active service resources for agiven SCS/AS. Itisinitiated by the SCSAS
and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.2.3.1-1.

Table 5.8.3.2.2.3.1-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body |none.
Response
Data type Cardinality| codes Remarks
Response - - . .
body array(ServiceCreation) [0..N 200 OK The service resource for the SCS/AS in the request

URI is returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.3.2.2.3.2 PUT

ThisHTTP method is not supported for the resource.

5.8.3.2.2.3.3 PATCH

This HTTP method is not supported for the resource.

5.8.3.2.2.34 POST

The POST method creates a new service resource for agiven SCS/AS. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.2.3.4-1.
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Table 5.8.3.2.2.3.4-1: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - X . - .
body ServiceCreation 1 Parameters to create and authorize a service with the SCEF.
Response
Data type Cardinality| codes Remarks
ServiceCreation 1 201 The resource of a service was created successfully.
Response Created The SCEF shall return a data structure of type
body "ServiceCreation" in the response payload body.
On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the
Serviceld.
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
Table 5.8.3.2.2.3.4-2: Headers supported by the 201 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-group-message-delivery-
xmb/v1/{scsAsld}/services/{serviceld}
5.8.3.2.2.35 DELETE

ThisHTTP method is not supported for the resource.

5.8.3.2.3 Resource: Individual xXMB Service

5.8.3.2.3.1 Introduction

This resource allows the SCS/AS to del ete a service resource.

5.8.3.2.3.2 Resource definition
Resource URI: {apiRoot}/3gpp_device triggering xmb/v1/{scsAsl d}/services/{servicel d}

This resource shall support the resource URI variables defined in table 5.8.3.2.3.2-1.

Table 5.8.3.2.3.2-1: Resource URI variables for resource "Individual Service Creation

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
serviceld string Identifier of the service.
5.8.3.2.3.3 Resource methods
5.8.3.2.3.3.1 GET

The GET method reads a active service resource for agiven SCS/AS and a service Id. It isinitiated by the SCS/AS and
answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.3.3.1-1.
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Table 5.8.3.2.3.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body [none
Response
Response Data type Cardinality| codes Remarks
body ServiceCreation 0.1 200 OK The service resource for the SCS/AS and Service Id in
the request URI is returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.3.2.3.3.2 PUT

ThisHTTP method is not supported for the resource.

5.8.3.2.3.3.3 PATCH

ThisHTTP method is not supported for the resource.

5.8.3.2.3.34 POST

ThisHTTP method is not supported for the resource.

5.8.3.2.3.3.5 DELETE

To delete a service resource, the SCS/AS shall use the HTTP DELETE method on the " ServiceCreation” resource
which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.8.3.2.3.3.5-1.

Table 5.8.3.2.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body none 204 No The group message delivery subscription was
Content |cancelled successfully.

NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply

5.8.3.24 Resource: GMD via MBMS by xMB

5.8.3.24.1 Introduction
This resource allows the SCS/AS to:

- read al of the group message delivery viaMBMS by xMB resources for a given SCS/AS and a service
identifier; or

- create agroup message delivery when the xXMB is used as a southbound interface.

5.8.3.2.4.2 Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-xmb/v1/{scsAsl d}/ser vices/{ ser vicel d}/delivery-via-mbms
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This resource shall support the resource URI variables defined in table 5.8.3.2.4.2-1.

Table 5.8.3.2.4.2-1: Resource URI variables for resource "GMD via MBMS by xMB"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
Serviceld string Identifier of the service
5.8.3.2.4.3 Resource methods
5.8.3.24.3.1 GET

The GET method reads all of the group message delivery via MBMS by xMB resources for agiven SCS/AS and a
service identifier. It isinitiated by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.4.3.1-1.

Table 5.8.3.2.4.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |None

Response
Response Data type Cardinality| codes Remarks

body array(GMDViaMBMSBYyx (0..N 200 OK The list of "GMDViaMBMSByxMB" data for the
MB) SCS/AS and the service identifier are returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.3.2.4.3.2 PUT

ThisHTTP method is not supported for the resource.

5.8.3.2.4.33 PATCH

ThisHTTP method is not supported for the resource.

5.8.3.2.4.34 POST

The POST method creates a new group message delivery via MBMS resource for a given SCS/AS and service Id
selected by the SCS/AS. It isinitiated by the SCS/AS and answered by the SCEF. This method shall support request
and response data structures, and response codes, as specified in the table 5.8.3.2.4.3.4-1.
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Table 5.8.3.2.4.3.4-1: Data structures supported by the POST request/response by the resource

- ¢ Data type Cardinality Remarks
eques - - - -
body GMDViaMBMSByxMB (1 Parameters to create and authorize a group message delivery via
MBMS with the SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByxMB (1 201 The creation of a group message delivery was created
Created |successfully.
Response The SCEF shall return a data structure of type
body "GMDViaMBMSByxMB" in the response payload body.
On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the
Transaction Id
NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.8.3.2.4.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-group-message-delivery-
xmb/v1/{scsAsld}/services/{serviceld}/delivery-via-
mbms/{transactionld}

5.8.3.2.4.3.5 DELETE

ThisHTTP method is not supported for the resource.
5.8.3.2.5 Resource: Individual GMD via MBMS by xMB

5.8.3.25.1 Introduction

This resource allows the SCS/AS to modify or delete a group message delivery viaMBM S resource.

5.8.3.25.2 Resource definition

Resource URI: {apiRoot}/3gpp-device-triggering-xmb/v1/{scsAsl d}/ser vices/{servicel d}/delivery-via-
mbmg/{transactionld}

This resource shall support the resource URI variables defined in table 5.8.3.2.5.2- 1.

Table 5.8.3.2.5.2-1: Resource URI variables for resource "Individual GMD via MBMS by xMB"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
serviceldld string Identifier of the service selected by the SCEF. The transactionld corresponds
to the stage 2 TLTRI.

5.8.3.2.5.3 Resource methods

5.8.3.25.3.1 GET

The GET method reads a group message delivery viaMBMS resource for agiven SCS/AS, aservice ld and a
transactionld. It isinitiated by the SCS/AS and answered by the SCEF.
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This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.3.3.1-1.

Table 5.8.3.2.5.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body GMDViaMBMSByxMB  (0..1 200 OK The group message delivery resource for the SCS/AS
in the request URI is returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.8.3.25.3.2 PUT

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.3.2.4.3.4, replace of its properties can be performed by the SCS/AS by using the HTTP PUT method on
the "delivery-via-mbms" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.3.1.1.3-1.

The content body of the group message delivery viaMBMS update request shall contain updated full representation of
the group message delivery resource. Only the properties "locationinfo", "accuracy”, "messageDeliverystarttime”,
"messageDeliverystoptime" and "groupM essagepayload” can be modified.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshown in Table 5.8.3.2.5.3.2-1.

Table 5.8.3.2.5.3.2-1: Data structures supported by the PUT request/response by the resource

R ¢ Data type Cardinality Remarks
eques - . -
body GMDViaMBMSByxMB |1 Parameters to replace group message delivery resource with the
SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByxMB 1 200 OK The group message delivery was modified
Response full
body successfully.
The SCEF shall return an updated data structure of
type "GMDViaMBMSByxMB" in the response payload
body.
NOTE:  The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.

5.8.3.25.3.3 PATCH

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.3.2.4.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH
method on the "delivery-via-mbms" instance resource.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.5.3.3-1.
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Table 5.8.3.2.5.3.3-1: Data structures supported by the PATCH request/response by the resource

o ¢ Data type Cardinality Remarks
eques - - - -
body GMDViaMBMSByxMB |1 Parameters to partially update a group message delivery with the
Patch SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByxMB |1 200 OK The group message delivery was modified
Response full
body successfully.
The SCEF shall return an updated data structure of
type "GMDViaMBMSByxMB" in the response payload
body.
NOTE: The mandatory HTTP error status codes for the PATCH method listed in table 5.2.6-1 also apply.

5.8.3.25.34 POST

This HTTP method is not supported for the resource.

5.8.3.2.5.3.5 DELETE

To cancel agroup message delivery, the SCS/AS shall usethe HTTP DEL ETE method on the individual
"delivery_via_ mbms" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.8.3.2.5.3.5-1.

Table 5.8.3.2.5.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body (none
Response
Response Data type Cardinality| codes Remarks
body none 204 No The group message delivery subscription was
Content  |cancelled successfully.

NOTE:  The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.

5.8.3.2.6 Void
5.8.3.2a Notifications

5.8.3.2a.1 General
The notifications provided by the GMDviaMBM SbyxMB API are specified in this clause.
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Table 5.8.3.2a.1-1: Notifications overview

Notification

Callback URI

HTTP
method or Description
custom (service operation)
operation

XMB Notification

GMD via MBMS by {natificationDestination}

POST Report a specific
group message
delivery result to the
SCSJ/AS for a given
Transaction Id
selected by the SCEF.

5.8.3.2a.2 GMD via MBMS by xMB Notification

5.8.3.2a.2.1 Description

The GMD viaMBMS by xMB Notification allows the SCEF report the delivery trigger status to the SCS/AS to indicate
whether group message delivery was triggered successful.

5.8.3.2a.2.2 Target URI

The Callback URI " {notificationDestination}" shall be used with the callback URI variables defined in

table 5.8.3.2a.2.2-1.

Table 5.8.3.2a.2.2-1: Callback URI variables

Name Data type Definition
notificationDestination [Link A URI indicating the notification destination where T8 notification requests
shall be delivered.
This URI shall be provided within the field "notificationDestination” in the
GMDViaMBMSByxMB type.
5.8.3.2a.2.3 Standard Methods
5.8.3.2a.2.3.1 Notification via POST

To report the status of the delivery trigger status to the SCS/AS, the SCEF shall use the HTTP POST method on the

notification point as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.3.1.1.4-1.

This method shall support the request data structures specified in table 5.8.3.2a.2.3.1-1 and the response data structures

and response codes specified in table 5.8.3.

2a2.3.1-2.

Table 5.8.3.2a.2.3.1-1: Data structures supported by the POST Request Body

Data type

Cardinality

Description

GMDByxMBNoatification

1

The delivery status notification.

Table 5.8.3.2a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
Acknowledgement 1 200 OK The successful acknowledgement of the notification

with a body.

(None)

204 No Content |The successful acknowledgement of the notification

without a body.

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
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5.8.3.2a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the GMDByxMBNatification may aternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.8.3.3 Used Features

The table below defines the features applicable to the GMDviaMBM SbyxMB API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.8.3.3-1: Features used by GMDviaMBMSbyxMB API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute
is also supported.

2 Notification_test_event | The testing of notification connection is supported according to

subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Natification”.

Description: A clear textual description of the feature.

5.9 ReportingNetworkStatus API

59.1 Overview

The ReportingNetworkStatus APl isa RESTful API that allows the SCS/AS to be one-time or continuous notified of
the network status in a geographic area. The ReportingNetworkStatus API defines a set of data models, resources and
the related procedures for the creation and management of the network status reporting request. The corresponding
JSON schema for the representation of the resources and operations defined by the ReportingNetworkStatus API is
provided in its complete form in Annex A.9.

59.2 Data model

5921 Resource data types

59.21.1 Introduction
This clause defines data structures to be used in resource representations.

Table 5.9.2.1.1-1 specifies data types re-used by the ReportingNetworkStatus API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the
ReportingNetworkStatus API.

Table 5.9.2.1.1-1: ReportingNetworkStatus API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |ldentifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |ldentifies the civic address information of the user(s).
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.9.4-1.

5.9.21.2 Type: NetworkStatusReportingSubscription

This type represents the subscription of reporting the network status. The same structure is used in the subscription
request and subscription response.
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Table 5.9.2.1.2-1: Definition of type NetworkStatusReportingSubscription

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

self

Link

0.1

Link to the resource "Individual
Network Status

Reporting subscription”. This
parameter shall be supplied by the
SCEF in HTTP responses.

supportedFeatures

SupportedFeatures

Used to negotiate the supported
optional features of the API as
described in subclause 5.2.7.
This attribute shall be provided in
the POST request and in the
response of successful resource
creation.

notificationDestination

Link

A URI indicating the notification
destination where T8 notification
requests shall be delivered

requestTestNotificatio
n

boolean

Set to true by the SCS/AS to
request the SCEF to send a test
notification as defined in
subclause 5.2.5.3. Set to false or
omitted otherwise.

Notification_t
est_event

websockNotifConfig

WebsockNotifConfig

Configuration parameters to set up
notification delivery over
Websocket protocol as defined in
subclause 5.2.5.4.

Notification_w
ebsocket

locationArea

LocationArea

Identifies a location area. It can be
either a list of cell IDs, or a list of
Tracking Areas, or civic addresses,
or a geographic area, or a
combination of any of the above.

timeDuration

DateTime

Identifies the time for which a
continuous reporting is requested.
Shall not be provided for one time
reporting case.

thresholdValues

array(CongestionValue)

Identifies a list of congestion
level(s) with exact value that the
SCS/AS requests to be informed of
when reached.

(NOTE 2)

thresholdTypes

array(CongestionType)

Identifies a list of congestion
level(s) with abstracted value that
the SCS/AS requests to be
informed of when reached.

(NOTE 2)

NOTE 1: Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2: thresholdValues and thresholdTypes shall be mutually exclusive.
5.9.2.2 Notification data types
5.9.2.2.1 Introduction

This clause defines data structures to be used in notifications.

5.9.2.2.2

Type: NetworkStatusReportingNotification

This data type represents a network status reporting notification which is sent from the SCEF to the SCS/AS.
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Table 5.9.2.2.2-1: Definition of type NetworkStatusReportingNotification

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
subscription Link 1 Link to the subscription resource to which
this notification is related.
nsiValue CongestionValue |(0..1 Network Status Indicator based on exact
value for congestion status received from
RCAF(s).
(NOTE 2)
nsiType CongestionType |[0..1 Network Status Indicator based on
abstracted value for congestion status.
(NOTE 2)
NOTE 1: Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: nsiValue and nsiType shall be mutually exclusive.

5.9.2.3 Referenced simple data types and enumerations

5.9.23.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.9.2.3.2 Simple data types
The simple data types defined in table 5.9.2.3.2-1 shall be supported.

Table 5.9.2.3.2-1: Simple data types

Type name Description
CongestionValue Unsigned integer with valid values between 0 and 31. The value 0 indicates that there
is no congestion. The value 1 is the lowest congestion level and value 31 is the highest
congestion level.

5.9.2.3.3 Enumeration: CongestionType

The enumeration CongestionType represents abstracted values for congestion status.

Table 5.9.2.3.3-1: Enumeration CongestionType

Enumeration value Description Applicability
(NOTE)
HIGH The congestion status is high.
MEDIUM The congestion status is medium.
LOW The congestion status is low.
NOTE: Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.9.3 Resource structure

5.9.3.1 General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp-net-stat-report/vl/
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"apiRoot" is set as described in subclause 5.2.4. All resource URIsin the subclauses below are defined relative to the
above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.9.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method

Network /{scsAsld}/subscriptions GET Read all network status

Status reporting subscription

Reporting resources for a given

Subscription SCSI/AS.

S POST Create a new network
status reporting
subscription resource.

Individual H{scsAsld}/subscriptions/{subscriptionld} GET Read a network status

Network reporting subscription

Status resource.

Reporting PUT Modify an existing

subscription continuous network status
reporting subscription
resource.

DELETE |Delete an existing
continuous network status
reporting subscription
resource.

5.9.3.2 Resource: Network Status Reporting Subscriptions

5.9.3.2.1 Introduction

Thisresource allows the SCS/AS to read all active long-term subscriptions related to a network status reporting.

5.9.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-net-stat-repor t/v1/{scsAsl d}/subscriptions
This resource shall support the resource URI variables defined in table 5.9.3.2.2-1.

Table 5.9.3.2.2-1: Resource URI variables for resource "Network Status Reporting Subscriptions"

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.9.3.2.3 Resource methods
5.9.3.23.1 GET

The GET method allowsto read all active network status reporting subscriptions for a given SCS/AS. The SCS/AS shall
initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.2.3.1-1 and table 5.9.3.2.3.1-2.

Table 5.9.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified
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Table 5.9.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality| codes Remarks
body array(NetworkStatusRep |0..N 200 OK The information about the network status reporting
ortingSubscription) subscriptions related to the request URI is returned.

NOTE:  The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.9.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.

5.9.3.23.3 PATCH

ThisHTTP method is not supported for the resource.

5.9.3.234 POST

The POST method creates a new network status reporting subscription resource for agiven SCS/AS. The SCS/AS shall
initiate the HTTP POST request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.2.3.4-1 and table 5.9.3.2.3.4-2.

Table 5.9.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks
none specified

Table 5.9.3.2.3.4-2: Data structures supported by the POST request/response by the resource

R ¢ Data type Cardinality Remarks
eques - . oy e
body |NetworkStatusReporting |1 Parameters to register a subscription to request notifications about
Subscription network status information report with the SCEF.
Response
Data type Cardinality| codes Remarks
NetworkStatusReporting |1 201 The subscription was created successfully.
Response Subscription Created The URI of the created resource shall be returned in
body the "Location" HTTP header.
ProblemDetails 0.1 403 The subscription resource is not allowed to be created
Forbidden |due to exceeded quota limit.
(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.
NOTE 2: The "cause" attribute within the "ProblemDetails" data structure may be set to "QUOTA_EXCEED" as
defined in subclause 5.9.5.3.

Table 5.9.3.2.3.4-3: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-net-stat-
report/v1/{scsAsld}/subscriptions/{subscriptionid}
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Resource: Individual Network Status Reporting Subscription

Introduction

This resource allows the SCS/AS to request for being notified about the network status using a long-term subscription.

5.9.3.3.2

Resource definition

Resource URI: {apiRoot}/3gpp-net-stat-repor t/v1/{scsAsl d}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.9.3.3.2-1.

Table 5.9.3.3.2-1: Resource URI variables for resource "Individual Network Status Reporting
Subscription”

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
subscriptionld string Identifier of the subscription resource. The subscriptionld corresponds to the
stage 2 TLTRI.

5.9.3.3.3

5.9.3.3.3.1

Resource methods

GET

The GET method allowsto read an active network status reporting subscription resource. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.3.3.1-1 and table 5.9.3.3.3.1-2.

Table 5.9.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.9.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request
body

Data type

Cardinality

Remarks

none

Response
body

Data type

Cardinality

Response

codes

Remarks

NetworkStatusReporting

Subscription

1 200 OK

The subscription information related to the request URI
is returned.

NOTE:

The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

5.9.3.3.3.2

PUT

The PUT method modifies an existing subscription resource to update a subscription. The SCS/AS shall initiate the
HTTP PUT request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.3.3.2-1 and table 5.9.3.3.3.2-2.
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Table 5.9.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name Data type Cardinality Remarks
none specified

Table 5.9.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

- ¢ Data type Cardinality Remarks

eques

b?)dy NetworkStatusReporting |1 Parameters to register a subscription to request notifications about
Subscription network status information report with the SCEF.

Response
Response Data type Cardinality | codes Remarks
body |NetworkStatusReporting |1 200 OK  |The subscription was updated successfully.

Subscription

NOTE: The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 also apply.

5.9.3.3.3.3 PATCH

This HTTP method is not supported for the resource.

5.9.3.3.34 POST

This HTTP method is not supported for the resource.

5.9.3.3.35 DELETE

The DELETE method del etes the resource and terminates the related network status reporting subscription. The
SCS/AS shdll initiate the HTTP DELETE request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.3.3.5-1 and table 5.9.3.3.3.5-2.

Table 5.9.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks
none specified

Table 5.9.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body  |none 204 No |The subscription was terminated successfully.
Content

NOTE: The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 also apply.
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5.9.34 Void

5.9.3a Notifications

5.9.3a.1l General

The notifications provided by the ReportingNetworkStatus API are specified in this clause.

Table 5.9.3a-1: Notifications overview

HTTP

e method or Description

Notification Callback URI custom (service operation)
operation
Network Status {notificationDestination} POST Report a detected
Reporting Notification network status for a

subscription from the
SCEF to the SCS/AS

5.9.3a.2 Network Status Reporting Notification

5.9.3a.2.1 Description

The Network Status Reporting Notification allows the SCEF to send notifications about the detected network status to
the SCS/AS.

5.9.3a.2.2 Target URI
The Calback URI " {notification_uri}" shall be used with the callback URI variables defined in table 5.9.3a.2.2-1.

Table 5.9.3a.2.2-1: Callback URI variables

Name Data type Definition
notificationDestination |Link Callback reference provided by the SCS/AS during creation or modification
of the network status reporting subscription.

5.9.3a.2.3 Standard Methods

5.9.3a.2.3.1 Notification via POST

The HTTP POST method reports the detected network status for a network status subscription. The SCEF shall initiate
the HTTP POST request message and the SCS/AS shall respond to the message.

This method shall support the request data structures specified in table 5.9.3a.2.3.1-1 and the response data structures
and response codes specified in table 5.9.3a.2.3.1-2.

Table 5.9.3a.2.3.1-1: Data structures supported by the POST Request Body

Data type Cardinality Description

NetworkStatusReportingNotification 1 The network status reporting notification provided by the
SCEF.
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Table 5.9.3a.2.3.1-2: Data structures supported by the POST Response Body

Data type Cardinality Response Description
codes
none 204 No Content |The network status reporting notification is received
successfully.

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

5.9.3a.2.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the Network StatusReportingNotification may
aternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

594 Used Features

The table below defines the features applicable to the ReportingNetwork Status API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.9.4-1: Features used by ReportingNetworkStatus API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute
is also supported.

2 Notification_test_event | The testing of notifications connections is supported according to

subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

Description: A clear textual description of the feature.

5.9.5 Error handling

5.95.1 General
HTTP error handling shall be supported as specified in subclause 5.2.6.

In addition, the requirements in the following subclauses shall apply.

595.2 Protocol Errors

In this release of the specification, there are no additional protocol errors applicable for the ReportingNetworkStatus
API.

5.95.3 Application Errors

The application errors defined for the ReportingNetworkStatus API are listed in table 5.9.5.3-1. The SCEF shall include
inthe HTTP status code a " ProblemDetails" data structure with the "cause” attribute indicating the application error as
listed in table 5.9.5.3-1.

Table 5.9.5.3-1: Application errors

Application Error HTTP status code Description

QUOTA_EXCEEDED 403 Forbidden Not enough quota for SCS/AS.
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5.10 CpProvisioning API

5.10.1 Overview

The CpProvisioning APl isa RESTful API that allows the SCS/AS to add, change or delete the communication pattern
parameter sets of the UE. The CpProvisioning API defines a set of data models, resources and the related procedures for
the creation and management of the resources for communication pattern parameter provisioning. The corresponding
JSON schemafor the representation of the resources and operations defined by the CpProvisioning API is provided in
its complete form in Annex A.10.

5.10.2 Data model

5.10.2.1 Resource data types

5.10.2.1.1 Introduction
This clause defines data structures to be used in resource representations.

Table5.10.2.1.1-1 specifies data types re-used by the CpProvisioning API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the CpProvisioning
API.

Table 5.10.2.1.1-1: CpProvisioning API re-used Data Types

Data type Reference Comments
NetworkArealnfo 3GPP TS 29.554 [50] |ldentifies a network area information.
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.10.4-1.

5.10.2.1.2 Type: Cplinfo

This type represents the resources for communication pattern parameter provisioning. The same structure is used in the
subscription request and subscription response.
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Table 5.10.2.1.2-1: Definition of type CpInfo

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 2)

self

Link

0.1

Link to the resource "Individual CP
Provisioning Subscription”.

This parameter shall be supplied by
the SCEF in HTTP responses.

supportedFeatures

SupportedFeatures

Used to negotiate the supported
optional features of the API as
described in subclause 5.2.7.
This attribute shall be provided in
the POST request and in the
response of successful resource
creation.

mtcProviderld

string

Identifies the MTC Service Provider
and/or MTC Application. (NOTE 3)

externalld

Externalld

Each element uniquely identifies a
user as defined in Clause 4.6.2 of
3GPP TS 23.682 [2].

(NOTE 1)

msisdn

Msisdn

Each element identifies the MS
internal PSTN/ISDN number
allocated for a UE.

(NOTE 1)

externalGroupld

ExternalGroupld

Identifies a user group as defined in
Clause 4.6.2 of
3GPP TS 23.682 [2].

(NOTE 1)

cpParameterSets

map(CpParameterSet)

Identifies a set of CP parameter
information that may be part of this
Cplnfo structure.

cpReports

map(CpReport)

Supplied by the SCEF and contains
the CP set identifiers for which CP
parameter(s) are not added or
modified successfully. The failure
reason is also included.

NOTE 1: One of the properties "externalld”, "msisdn" or "externalGroupld" shall be included.
NOTE 2: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 3: The SCEF should check received MTC provider identifier and then the SCEF may:
- override it with local configured value and send it to HSS;
- send it directly to the HSS; or
- _reject the communication pattern parameter provisioning request.

5.10.2.2 Referenced structured data types

5.10.2.2.1

Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.

5.10.2.2.2

Type: CpParameterSet

This data type represents an offered communication pattern parameter set sent from the SCC/AS to the SCEF.
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Attribute name Data type Cardinality Description Applicability
(NOTE 1)

setld string 1 SCS/AS-chosen correlator provided by the
SCS/AS in the request to create a
resource fo CP parameter set(s).
(NOTE 4)

self Link 0.1 Link to the resource "Individual CP set
Provisioning”. This parameter shall be
supplied by the SCEF in HTTP responses.

validityTime DateTime 0.1 Identifies when the CP parameter set
expires and shall be deleted. If absent, it
indicates that there is no expiration time
for this CP parameter set.

periodicCommunicationin  |Communication |[0..1 Identifies whether UE communicates

dicator Indicator periodically or on demand.

communicationDurationTi |DurationSec 0.1 Identifies duration time of periodic

me communication

periodicTime DurationSec 0.1 Identifie; intgrval time of periodic
communication

scheduledCommunication Schgdul.edc.om 0.1 Identifies timg zone.and day of the week

Time municationTime when the_ UE_ is available for
communication.

ScheduledCom |0..1 Indicates the Scheduled Communication  |ScheduledCo
scheduledCommunication municationType Type. . mmType_5G
Type 'Iylay only be present if the o

scheduledCommunicationTime" attribute
is provided.
. I Stationaryindic |0..1 Identifies whether the UE is stationary or
stationarylndication - .

ation mobile.

array(Batteryln |0..N Indicates the power consumption type(s)
batterylnds dication) of the UE. (NOTE 3)
trafficProfile TrafficProfile 0.1 Identifies the type of data transmission.
expectedUmts array(UmtLocati |0..N Identifies the UE's expected geographical |ExpectedUM

onArea5G) movement. The attribute is only applicable [T_5G

in 5G. ExpectedUmt
(NOTE 2) Time_5G

expectedUmtDays array(DayOfWe |0..6 Identifies the day(s) of the week. If absent, |ExpectedUmt
ek) it indicates every day of the week. Time_5G

NOTE 2:
the location.
NOTE 3:

If "BATTERY_RECHARGE" is provided, "BATTERY_NO_RECHARGE" shall not be provided
simultaneously, vice versa; If "BATTERY_REPLACE" is provided, "BATTERY_NO_REPLACE" shall not be
provided simultaneously, vice versa; If "NO_BATTERY" is provided, any value indicating UE powered with
battery shall not be provided simultaneously, vice versa.

NOTE 4: A setld can only belong to one "Individual CP Provisioning Subscription" resource.

NOTE 1: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
The first instance of the attribute represents the start of the location, and the last one represents the stop of

5.10.2.2.3

Type: ScheduledCommunicationTime

This data type represents an offered scheduled communication time.
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Table 5.10.2.2.3-1: Definition of type ScheduledCommunicationTime

Attribute name Data type Cardinality Description Applicability
(NOTE)
daysOfWeek array(DayOfWeek) 0..6 Identifies the day(s) of the week. If
absent, it indicates every day of the
week.
timeOfDayStart TimeOfDay 0..1 Identifies the start time of the day.
timeOfDayEnd TimeOfDay 0.1 Identifies the end time of the day.
NOTE:  Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.2.4

Type: CpReport

This type represents a CP report to indicate the CP set identifier(s) which CP parameter(s) are not added or modified

successfully and corresponding failure reason.

Table 5.10.2.2.4-1: Definition of type CpReport

Attribute name Data type Cardinality Description Applicability
(NOTE)

setlds array(string) 0..N Identifies the CP set identifier(s)
which CP parameter(s) are not
added or modified successfully

failureCode CpFailureCode 1 Identifies the failure reason

NOTE: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in

subclause 5.2.7. If no features are indicated, the related property applies for all the features.
5.10.2.2.5 Type: UmtLocationArea5G

This data type represents the user |ocation area describing the UE moving trajectory which is sent from the AF.

Table 5.10.2.2.5-1: Definition of the UmtLocationArea5G data Type

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
umtTime TimeOfDay 0..1 This IE identifies the time of the day |ExpectedUmt
when the UE arrives the location. Time_5G
. DurationSec 0.1 This IE identifies the time duration ExpectedUmt
umtDuration the UE stays in the location. Time_5G

NOTE 1: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 2: This data type also contains all the properties defined for LocationArea5G data type, these properties are
applicable for ExpectedUMT_5G.

5.10.2.3

5.10.2.3.1

Introduction

Referenced simple data types and enumerations

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.10.2.3.2

Simple data types

The simple data types defined in table 5.10.2.3.2-1 shall be supported.
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Table 5.10.2.3.2-1: Simple data types

Type name Description

5.10.2.3.3 Enumeration: Communicationindicator

Table 5.10.2.3.3-1: Enumeration CommunicationIindicator

Enumeration value Description Applicability (NOTE)
PERIODICALLY Identifies the UE communicates periodically
ON_ DEMAND Identifies the UE communicates on demand

NOTE: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3.4 Enumeration: Stationarylndication

Table 5.10.2.3.4-1: Enumeration StationaryIndication

Enumeration value Description Applicability (NOTE)
STATIONARY Identifies the UE is stationary
MOBILE Identifies the UE is mobile

NOTE: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3.5 Enumeration: CpFailureCode

The enumeration FailureCode represents the failure reason of the CP parameter provisioning.

Table 5.10.2.3.5-1: Enumeration CpFailureCode

Enumeration value Description Applicability
(NOTE)

MALFUNCTION This value indicates that something functions wrongly in

CP parameter provisioning or the CP parameter

provisioning does not function at all.

SET ID DUPLICATED The received CP set identifier(s) are already provisioned.

OTHER_REASON Other reason unspecified.

NOTE:  Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3.6 Enumeration: Batterylndication

The enumeration Batteryl ndication represents the type of power consumption.
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Enumeration value

Description

Applicability
(NOTE)

BATTERY_ RECHARGE

UE powered with rechargeable battery.

BATTERY_REPLACE

UE powered with replaceable battery.

BATTERY_NO_RECHARGE

UE powered with no rechargeable battery.

BATTERY_NO_REPLACE

UE powered with no replaceable battery.

NO_BATTERY

UE not battery powered.

NOTE:

Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3.7

Enumeration: TrafficProfile

The enumeration TrafficProfile represents the type of data transmission.

Table 5.10.2.3.7-1: Enumeration TrafficProfile

Enumeration value

Description

Applicability
(NOTE)

SINGLE_TRANS UL

Uplink single packet transmission.

SINGLE_TRANS DL

Downlink single packet transmission.

DUAL_TRANS_UL_FIRST

with subsequent downlink packet transmission.

Dual packet transmission, firstly uplink packet transmission

DUAL_TRANS_DL_FIRST

Dual packet transmission, firstly downlink packet

transmission with subsequent uplink packet transmission.

MULTI_TRANS

Multiple packet transmission.

NOTE:

Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3.8a

Enumeration: ScheduledCommunicationType

The enumeration ScheduledCommunicationType represents the type of scheduled communication.

Table 5.10.2.3.8a-1: Enumeration ScheduledCommunicationType

Enumeration value

Description

DOWNLINK Downlink only
UPLINK Uplink only
BIDIRECTIONAL Bi-directional

5.10.3 Resource structure

5.10.3.1 General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-cp-par ameter -provisioning/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the

above root URI.

The following resources and HTTP methods are supported for this API:
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Table 5.10.3.1-1: Resources and methods overview

Resource name

Resource URI

HTTP method

Meaning

CP provisioning
Subscriptions

HscsAsld}/subscriptions

GET

Read all active CP parameter
provisioning subscription

resources for a given
SCS/AS

Create new subscription
resources of provisioning CP
parameter set(s)

POST

Individual CP HscsAsld}/subscriptions/{subscriptionid} GET Read a CP parameter
Provisioning provisioning subscription
Subscription resource
PUT Modify a CP parameter
provisioning subscription
resource

DELETE Delete a CP parameter
provisioning subscription
resource

Update CP at individual CP
set(s) level associated with a
CP parameter set Id.

GET Read CP at individual CP
set(s) level associated with a
CP parameter set Id.

Delete CP at individual CP
set(s) level associated with a
CP parameter set Id.

This setld as a resource identifier is not necessarily identical as the CP parameter set Id received from the
SCSIAS.

Individual CP set
Provisioning

HscsAsld}/subscriptions/{subscriptionid}/cp |PUT
Sets/{setld}
(NOTE)

DELETE

NOTE:

5.10.3.2 Resource: CP Provisioning Subscriptions

5.10.3.2.1 Introduction

This resource alows the SCS/ASto read all active long-term transactions related to CP parameter provisioning resource
management.

5.10.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-cp-parameter -provisioning/vl/{scsAsl d}/subscriptions/

This resource shall support the resource URI variables defined in table 5.10.3.2.2-1.

Table 5.10.3.2.2-1: Resource URI variables for resource "CP Provisioning Subscriptions™

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
5.10.3.2.3 Resource methods
5.10.3.2.3.1 GET

The GET method allows to read all active subscriptions for agiven SCS/AS. The SCS/AS shall initiate the HTTP GET
request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.10.3.2.3.1-1 and table 5.10.3.2.3.1-2.
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Table 5.10.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified

Table 5.10.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
array(Cplnfo) 0..N 200 OK The subscription information related to the request URI
is returned.
none 307 Temporary redirection, during subscription retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.

Redirection handling is described in subclause 5.2.10.

none 308 Permanent redirection, during subscription retrieval.
Permanen | The response shall include a Location header field

t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.

Redirection handling is described in subclause 5.2.10.

NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.10.3.2.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.

Table 5.10.3.2.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
SCEF.
5.10.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.

5.10.3.2.3.3 PATCH

ThisHTTP method is not supported for the resource.

5.10.3.2.34 POST

The POST method allows to create subscription for agiven SCS/AS. The SCS/AS shall initiate the HTTP POST request
message and the SCEF shall respond to the message.

This method shall support request and response data structures, and response codes, as specified in the
table 5.10.3.2.3.4-1.
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Table 5.10.3.2.3.4-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body | cpinfo 1 Change information in CP parameter set.
Response
Data type Cardinality| codes Remarks
Cplnfo 1 201 The subscription was created successfully.
Created The SCEF shall return the created subscription in the
Response response payload body. CpReport may be included to
body provide detailed failure information for some CP sets.
array(CpReport) 1.N 500 The CP parameters for all CP sets were not created
Internal successfully. CpReport is included with detailed
Server information.
Error

NOTE:  The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 also apply.

Table 5.10.3.2.3.4-2: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/3gpp-cp-parameter-
provisioning/v1/{scsAsld}/subscriptions/{subscriptionld}

5.10.3.2.3.5 DELETE

ThisHTTP method is not supported for the resource.
5.10.3.3 Resource: Individual CP Provisioning Subscription

5.10.3.3.1 Introduction

This resource allows the SCS/AS to manage resources for CP parameter provisioning using a subscription Id.

5.10.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-cp-par ameter -provisioning/v1/{scsAsl d}/subscriptions/{subscriptionl d}
This resource shall support the resource URI variables defined in table 5.10.3.3.2-1.

Table 5.10.3.3.2-1: Resource URI variables for resource "Individual CP Provisioning Subscription

Name Data type Definition
apiRoot string See clause 5.2.4.
scsAsld string Identifier of the SCS/AS.
subscriptionld string Identifier of the subscription resource. The subscriptionld corresponds to the
stage 2 TLTRI.

5.10.3.3.3 Resource methods

5.10.3.3.3.1 GET

The GET method allows to read the subscription for a given SCS/AS and subscription Id. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.10.3.3.3.1-1 and table 5.10.3.3.3.1-2.
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Table 5.10.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks
none specified
Table 5.10.3.3.3.1-2: Data structures supported by the GET request/response by the resource
Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality| codes Remarks
Cplnfo 1 200 OK The subscription information related to the request URI
is returned.
none 307 Temporary redirection, during subscription retrieval.
Temporary | The response shall include a Location header field
Response Redirect |containing an alternative URI of the resource located in
body an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
none 308 Permanent redirection, during subscription retrieval.
Permanen | The response shall include a Location header field
t Redirect |containing an alternative URI of the resource located in
an alternative SCEF.
Redirection handling is described in subclause 5.2.10.
NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 also apply.

Table 5.10.3.3.3.1-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality