ETSI TS 129 122 vi5.4.0 2019-07)

TECHNICAL SPECIFICATION

Universal Mobile Telecommunications System (UMTS);
LTE;
5G;
T8 reference point for Northbound APIs
(3GPP TS 29.122 version 15.4.0 Release 15)

H056

A GLOBAL INITIATIVE



3GPP TS 29.122 version 15.4.0 Release 15 1 ETSI TS 129 122 V15.4.0 (2019-07)

Reference
RTS/TSGC-0329122vf40

Keywords
5G,LTE,UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 493 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

The present document can be downloaded from:
http://www.etsi.org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying
and microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2019.
All rights reserved.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its Members.
3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and
of the 3GPP Organizational Partners.
oneM2M™ |ogo is a trademark of ETSI registered for the benefit of its Members and
of the oneM2M Partners.
GSM® and the GSM logo are trademarks registered and owned by the GSM Association.

ETSI


http://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

3GPP TS 29.122 version 15.4.0 Release 15 2 ETSI TS 129 122 V15.4.0 (2019-07)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The information
pertaining to these essential |PRs, if any, ispublicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRS); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web
server (https://ipr.etsi.org/).

Pursuant to the ETSI IPR Policy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT alowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 29.122 version 15.4.0 Release 15 3 ETSI TS 129 122 V15.4.0 (2019-07)

Contents

Intellectual Property RIGNES.... ..ot e e b e 2
LB INOLICE ...t b bt e e h e st b e e b e bt nE e R e e e e et b e bt R e b e e et e e e neebeen e e ns 2
AV TeTo = L= g oS = 011 070] oo | OSSPSR 2
0= 11V o PSPPSR 16
1 o0 o< TP PR PSPPI 17
2 REFEIBINCES ...ttt b e bbb e b et e e et e Rt e bt b e bt s e e et et et et e nnenr e b es 17
3 Definitions and @DBreVIaLiONS...........coueieieieieise ettt 19
31 D= T o T] (0] TP P TR UR TSROSO 19
3.2 ADDIEVIBLIONS ...ttt b e b et e et e s e e bt sh e eb e e he e ae e e e nE e b e sR e eh e e Re e e e R e eb e e bt eaeene e e ne e 19
4 T8 IEFEIENCE POIML ...ttt b bt bbb e e e e et e st bt b e s e e e e eneeneenenrenas 20
41 L0 oY= SRR 20
4.2 REFEIENCE MOE ... .ttt ettt et et et e beseeebe s st eae e e e eeseeseeebesneeneeneeneenes 20
43 FUNCLIONAl BIEMENES. ...ttt sttt eae et et e eeseeebeseeebeeneeneenaesseseesaesseeneenseneens 21
431 S O PSSR 21
432 SCS/AS .ttt E et R R ARt R e ARt R e ARt R e £ Rt R e A e Rt R et e Rt Rt e Rt R te Rt Reneeneenn 21
4.4 Procedures OVer T8 ref€reNCE POINL........c.eiueieeieeieerteete et e st e st e e e e e eteseeseesreesreesseenseessesseesseesseesseenseensennessnes 21
441 11 d0o (0o (o] o FOO ST P TP OT TP PRURTURURPRRIN 21
4.4.2 MONITOING PrOCEAUIES ......ccuveieieiie e st sttt ettt et e e ste s aee s e saeesaeeseenaeeneeeneansaeste e seeseenseeneesneennns 21
4421 LC T o1 - TSRS 21
4422 Monitoring EVEnts CONfigUIaLioN .........cicueieeieereese et e st e a et snaesnaesreesnees 21
44221 LT 0T PP RRSRRN 21
44222 Monitoring Events Configuration VIa HSS............ccciiiiinicreesee s 23
442221 (€= 0T - PSS 23
442222 Configuration Request for an individual UE ............c.ooiiiiiiiiiee e 23
442223 Configuration Request for agroup Of UES ..ot 23
44223 Monitoring Events Configuration directly Via MME/SGSN ... 24
44224 Monitoring Events Configuration VIaPCRF .............ooiiiiiiici e 24
442241 (€T g1 - TSRS 24
442242 Configuration Request for anindividual UE ..o 25
442243 Configuration Request for a group Of UES ........cccveiiiieii et 25
4423 Reporting of Monitoring EVENt PrOCEAUNE.............ccouieiieieeeesiesee s esteeie s sreesre et ssaesnaesseeseees 25
4424 Network-initiated Explicit Monitoring Event Deletion Procedure.............covvereenerenenieiene s 26
443 Procedures for resource management of Background Data Transfer.........ooooeeverninennenense e 26
444 Procedures for changing the chargeable party at session set up or during the Session..........cccoceveeererienene 27
445 Procedures for NON-IP Dala DElIVENY ........ccoiiiiieiiieeees ettt 28
4451 LT 07 SRR 28
4452 NIDD CONFIQUIBLTON ...ttt sttt sttt b e et b et e bt a e eb e sb et e b e sb e e ebese e e ebesbe e ebesbenneneas 28
44521 NIDD Configuration for asSiNgIe UE...........cveiieiieie e ete e sree s sne e e 28
44522 NIDD Configuration for agroup Of UES.........cveiiiirieiese e ste e ete e 29
4453 Mobile Terminated NIDD PrOCEAUNE.........cceeieereeeie e eeieeeesteesee e esteeeesaesreesaeesseesseenseensessaesseesseessens 29
44531 Mobile Terminated NIDD for asiNgIE@ UE .........ccvoiieiee e 29
44532 Mobile Terminated NIDD for agroup Of UES ........c.cccveiieiiiience e s 31
4454 Mobile Originated NIDD PrOCEAUIE .......ccueieeieeseeeteeteeeetesteeseesteesteestesaeseesseesseesseeneeesseesaessaesseesenns 31
4455 NIDD Authorisation Update ProCEOUIE ..........coiiiieirieieie ettt s e ebe e neene 31
4.4.6 Procedures for DEVICE TIOOENNG. .. c.e ettt sttt sttt sttt bbbt bbbt b et be bt sb e n e 32
4.4.7 Procedures for Group MeSSAgE DEIIVEIY ......c.coi it e e 33
4471 LT 07 PP 33
4.4.7.2 Group Message DeliVery VIBIMBMS..........ooiicn e 33
44721 LC T g1 - S S 33
44722 Group Message Delivery ViaMBMS by MB2 ...t 33
447221 B I I | o= o o SRR PSSRSN 33
447222 TIM G DEAIOCALION. ... vttt sttt sttt st see et e seesesbeseeneebeseesesbeeeseseenennens 34
447223 Creation of group MeSSage dElIVENY .........ccueeieiieiiese e ee e 34
447224 Modification of previous submitted group message delivery ... iceenceeseccece e, 34

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 4 ETSI TS 129 122 V15.4.0 (2019-07)

447225 Cancellation of previous submitted group Message deliVery .......ocoiererreneinesesese e 35
4.4.72.3 Group message Delivery Via MBMS DY XIMB........coiiiiiiiereiees et 35
447231 S YT T @ = (] o PSS 35
447232 S Yo B = L (o] o P RSSSN 35
4.4.7.2.3.3 Creation of group MESSAJE AEIVENY .......coiriiiiirieeete et 35
447234 Modification of previous submitted group message delivery ... ecviceeceeseccecce e, 36
447235 Cancellation of previous submitted group message deliVery ........cccoeveveenieeresce e 36
448 Procedures for Reporting Of NEtWOIK SLEEUS..........c.ociriiereesiee et 37
4481 LCT 1< - RSP T PSSP 37
4482 Network Status Reporting SUDSCIIPLION..........cccuiiierieieee ettt esnaesreesnees 37
4.4.8.3 Network Status Reporting NOLfICALION..........co.eiiireiiereseer e 38
4.4.9 Procedures for Communication Pattern Parameters ProviSiONiNg ........cccovvveeeererenenieeseseere e 38
4.4.10 Procedures for PFD ManagemMENt .........cccoe ittt sttt st s et s b e ettt 39
4411 Procedures for Enhanced Coverage Restriction CONIOl...........ooeiieririnenieesereeese e 40
4.4.12 Procedures for Network Parameter Configuration............ccocoeeireireneiese e 41
44121 €1 01 o= OSSR PP PERRUPRR 41
4.4.12.2 Configuration Request for an individual UE..............cocveiioiiii e 41
44123 Configuration Request for a group Of UES........c.ccuc i e et 42
44.13 Procedures for setting up an AS session with required QOS..........cccooieceiieeniene e 42
4.4.14 Procedures for MSISDN-less Mobhile Originated SMS........cccooiiiiiie e 43
44.14.1 LCT 11 - TSP P TP 43
4.4.14.2 Delivery of MSISDN-IESSIMO SMS...... .ot ene 43
5 QLIRS 37 TSRO 44
51 011 0o 1 o o RS 44
52 Information applicable tO SEVEIal APIS........coiiiiiice e 44
521 (D= = Y 0= T PSRRI 44
5211 g1l 18 ot (o OSSPSR R P S 44
5212 Referenced SrUCtUred JalatyIBS........eiuueiie e e eriecte et ee st e e te e te e s e e e s ae e te e eseesnaesnaesreennens 44
52121 TYPE: SPONSOITNTOMMEBLION.....c.veeieeieiiesiesee e st e ste et ee e et esreesteesteseesseesseasseenseeeeenaessaesseessnns 44
52122 TYPE USAGETNIESNOIM. ... ..eceeeiieieeie ettt ettt et e ettt e te e tesaeesaeesneesaeeneeeneesnaennaesreennens 44
52.1.2.3 TYPE TIMEWINUOW. ... .eeveeieeie ettt e e et este et e e e steaneesaeesseesaeeseenseenseensensaessensnens 45
52124 TyPE ACKNOWIEAGEIMEN. ..ottt ettt sttt bbbt bbbt s e et sb e 45
52125 TYPE: NOUFICATONDELA. .....c.eeveveeeeesteeet sttt ettt et b e e b e n e 45
52126 TYPE EVENTREPOI.......eoeee e e e 45
52127 TYPE ACCUMUIBLEAUSAGE. ......cveneeeerteeete sttt sttt sttt sttt st b e bbbt bbbt ne et b b 45
52128 TYPE FIOWINTO ...ttt sttt b e et b et b e 46
52129 TYPE TESINOLIFICALTION. .....eeeeeeieeeetest et 46
5.2.1.2.10 Type: WEDSOCKNOLTCONTIG ....vieeiieieiie et s et s e st et et enaesraesreennens 46
521211 TYPE LOCAHONATEA. ......ccueeeteeteeieeieetesteseeseesteeste et e et e steesteeste e teestesseesaeesseesaeeseenseenseensessansseessens 46
5.2.1.2.12 TYPE: ProbIEMDELAIIS. .......cceeeiieieecieee ettt e e saeeae et e et e enteenaesreenneas 47
5.2.1.2.13 TYPE INVAITAPAIAIM ...ttt et e et e s teetesaeesaeesaeesseenseenseensessaesreesnens 47
521214 LR L= 101101 ST P ST 47
521215 TYPE CONFIGRESUIT ...ttt bttt st b et bbb b 48
521216 Type: UsageTHreSNOIORIM ......c.oiuiiiiiiteee et bbb e 48
521217 TYPE: LOCALIONATEASG ...ttt sttt sttt sttt bbbt s b et b e s bt b et st se et b b 48
5213 Referenced Simple data types and eNUMEIatiONS ..........co.ceierieererieenereeiesie e ere e ere e neenens 48
52131 11 0o 1 o o PR 48
52132 SIMPIE DBEALYPES. ...ttt bbbt b et b e e a e e b et b b 48
52133 ENUMEIation: EVENT.......occoiiiecireeeen e 50
52134 Enumeration: RESUITREBSON ..........ccveiiiieiiiicere e 50
5214 Conventions for documenting structured data tyPeS...........cuvieeeeereeneeie e 50
522 USBOE OF HT TP ...ttt et ettt r et r e r e et e nn et r e s re e nr e r e 51
5221 LCT 1< - RSP T PSSP 51
5222 Usage of the HTTP PATCH MELNOU..........cccoiiiieiierene s 51
523 (@00 110 1Y o =TSSP TP PP 51
524 URI SITUCTUIE ...ttt ettt h e et sh e e s et e s s bt e e et e sa b e e ean e e sa b e e e aneenbe e e eme e e ane e e smneesnreeanneennnis 51
525 [N o) 11 o= 1o 3PS 52
5251 LT 07 S PRRRRSTSR 52
5252 Notification Delivery using a separate HTTP CONNECLION.........c.coirieirerieiie et 52
5253 [N To L0 e (o T IS V= | SO 52
5254 Notification Delivery USING WEDSOCKEL ..........cceiieiieieeeeiesee e se e ee e sae e naesnaesreesnees 52

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 5 ETSI TS 129 122 V15.4.0 (2019-07)

5.2.6
5.2.7
528
5281
5.2.82
529
5291
5292
5293
5294
5295
5.2.9.6
5.29.7
5298
5299
5.2.9.10
52911
52912
53

531
532
5321
53211
53212
5322
53221
53222
5323
53231
53.23.2
53233
53234
53235
5.3.23.6
5324
53241
5.3.24.2
53243
53244
53245
53.24.6
53.24.7
533
5331
5332
53321
5.3.3.22
5.3.3.23
533231
533232
5.3.3.233
533234
533235
5333
53331
53.33.2
5.3.333
533331
5.3.33.3.2
5.3.33.33
533334
5.3.33.35

EITOr NANGITING ...ttt bbb e b e bbbt b e et b e bt eb e e 54
FEAEUNE NEGOTIALION ...ttt ettt b et b et b e b e bt b et b e s b et e bbb b 57
HT TP CUSLOM NEAHEIS. ...ttt sttt ettt e s ae s besae et e e e emeeeeseeseesaeeseeneenseneens 57
LT 07 P RRRSTUSR 57
Reused HTTP CUSLOM NEAOEIS ..ottt sttt e e s ae e b e eneeneen 57
Conventions for Open APl SPeCifiCatioN FIlES .........ccocieiiei e 57
GBNETEL ...ttt h b bRt e e R eE R R e ae et e e R e e R e Re R e beeheehe e e nnennens 57
Formatting of OPENAPI FIlES.......ccuiiieee et sae et et e e sraesnaesreennees 57

S Ul T =0 0= = 1Y < TS 58
0] (o U PSSP PP TP URURRTT 59
TS . £ SRR 59
References to other 3GPP-defined Open API specification fil€S.........cooeiivcninciecce 59
Server-initiated COMMUNICATON ........couiiueiieieerere et e e e seestestesnesre e e eneeneens 60
Describing the body of HTTP PATCH FEQUESES. ..ottt eene 60
EITOr RESPDONSES ... e e s s s en e 61

T 0= 0] PSR 62
REA0 ONIY GIITIDULE ...t s esre e aeete et e eaeeeeenteeneeenaesnaessaesnnes 62
EXEEINAIDIOCS. ...ttt ettt et b ettt se ke s bt bt e a e e a e e e b e b e SRt e Rt Rt R e e Rt e e e be R e beeneene e e ennenneas 63

YKo Th o T | =L 63
OVEBIVIBIV ...ttt ekt h et s h e b ekt e b e e ae e s e b e £H £ e b e e heeh e e a e e e e b e SE e eb e e Rt ehe e e et e b e sbenbeeneens e s ennes 63
DEIAMOTE ...t bt se bbb e e he e he et e e e eR e b e he e R e e e e e e bt sheebe e e e nnennen 63
(R ES oL oY o= = L oSS 63

11 0o 1 o o PR 63

Type: MonitoriNgEVENtSUDSCIIPLION ..o e 63

INOLIfi CBLION BLALYPES ...ttt ettt et b e et b e et b e s e e e eb e s b e e b e sbenneneas 67

11 0o 1 o o PR 67

Type: MONItOrTNGNOLITICAIION ..o bbb 67
Referenced StrUCLUred daLa tYPES. .......ooveuerriieeirie sttt sttt b bbb e bbb e ebesnennene 68
TNEFOOUCTION ...ttt bbbt b e e bt e bt heeh e e e e e e e e sb e b e sheene e e e e es 68

Type: MONItOriNGEVENTREDOI ........oeieeieeiie sttt see ettt e et saeeae e e sneeenaeeraesreennens 68

TYPE: TAIESEAIUSINTO ... ceeeetie ettt et et e s e sae e sneesaeeneeeneeenaesransreenneas 71

Type: UePerLOCati ONREPOIT.........ccceiieiie e iee st este et eee e e e sreestesee e e sseasaeesseenseenaesraesseessens 71

BN/ 0= oo 1 o o] K o (o SRS 72

TYPE FAIUIECAUSE. ......coieeneete ettt ettt b et b e bt b et b s b et eb e bbb 72
Referenced simple data types and enUMEIatioNS...........coceiireiiereeeneseeese s 73

11 0o 1 o o PP 73
SIMPIE DBEALYPES. ...ttt bbbt b et b et b e et b et be b 73
EnumMeration: MONITOTTNGTYPE ......eeeeitiieeiiteriet sttt nn e 73
Enumeration: ReAChaDI Ity TYPE.......cueiireiiiee s 74

(= a0 ls = 1o g o= o I8 = 74
ENUMEration: ASSOCIBLIONTYPE ..ecviiieieeieeseesteeeete st te s e st e teeae e sre e sae e te e e entessaesaaesreenseeneesneennes 75
ENUMETELION: ACCUIBEY ...e.vveveeieeieeieseeseesteesteeteestesstesseesseesseesseanseanseessesseesseesenssessensenssesnsesnessnes 75
RESOUICE SLIUCLUIE. ...ttt ettt ettt et s s e s e e sRe e st e et e an e easesb e e s b e e s be e reeneeneenneenes 75
GBNETEL ...ttt h b bRt e e R eE R R e ae et e e R e e R e Re R e beeheehe e e nnennens 75
Resource: Monitoring Event SUDSCIIPLIONS. .........ciiieiieice et 76

11 0o 1 o o PR 76

LRSS 0101 (o= o (< 1T a1 (1] o P 76
RESOUICE MELNOUS.......ceeeeeeeeee ettt ettt et et seeseesbesneene e e eneees 76

L SRS 76

U TR 77

N 1O SR OR S 77

0 1] TSRS 77
3 I TSRS 78
Resource: Individual Monitoring Event SUDSCIIPLION...........ccoeiieiieiiese e 78
FEFOOUCTION ...ttt bbbttt e b e bt bt he e bt et e s e b e sb e e b e s heene e e e e es 78
RESOUICE TEFTNITION. ...ttt b ettt b e ettt e b saeene e e e s 79
RESOUICE MELNOUS.......ceeieeeeeeee ettt et et et et saeseesbesneene e e eneees 79

L SRS 79

U TR 79

N 1O SR OR S 80

0 1 SRS 80
3 I TSRS S 80

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 6 ETSI TS 129 122 V15.4.0 (2019-07)

5334 MONItOriNG NOLTICALON ......ueiveietiieeete ettt b e er e b e ne b b snenea 81
53341 (11100 [8Tox1 o) TSR 81
5.3.34.2 RESOUICE I NITION.......eeeiei ittt ettt e e e e e s sttt e e e et e e e s seaeeeessabeeassssbessssssaessssseessebenessne 81
53343 RESOUICE MELNOTS.........eeeiee ettt ettt e et e s s ettt e e e e sbe e e s seaeeeessabaeassssbesssesseesssssnesssbenessne 81
533431 NOLTICALTON VIAPOST ...ttt ettt et e e et e e e eae e e s st e e e s e sabe e s seaesessssbeeesseseanessnsenas 81
5.3.34.32 NOEIfICATION VIAWEDSOCKEL. ...ttt ettt e s e sra e s s sab e e e abee e s snaeeas 81
5.34 USEO FEAIUIMES........vviii ettt c ettt et e ettt e e e et e e s eaae e e e sba e e s e saesesasaeeesaabesesebaessssbaeeesasbeeesasensssasseeesanbenesanes 81
535 0] 0| 1T o T 82
5351 (1< 01< =!I 82
5.35.2 [ 0100100 B = 0] = O 82
5353 F Y o] o T Tor= 1Ko gl = g (o= OO U TSR PRSP 82
54 ResourceM anagementOFfBAL AP ... 83
54.1 OVEIVIBWV ..ottt ettt et e e ettt e e e e ee s s ebaeeesaateseseaseeessabaeessasteeesaasseessseeessanbeeesensaeessbeaessassesessnesassssbenasan 83
54.2 (D F = 0001016 (< ISR 83
5421 RESOUICE BLA LYPES. ...ttt sttt sttt b e et b e et b e et b e s e et b e se et ebesb e e ebesae e ebesbenneneas 83
54211 (11100 (87011 o) TSR 83
54212 B 1577 <20 = T | PSS 83
54213 QIR 0= = T 11 = o o USRS 84
54.2.2 Referenced SrUCtUred JalatyIBS........eiuueieeieeieeriecte et ee st e e te e te e s e e sne e te e e e seesnaesraesreenrens 84
54221 10T [ Tox o] o [ 84
54.2.2.2 IR I =S L o T o S 84
54.3 RESOUICE SITUCTUI ...ttt ettt et e e e ettt e e e s et aa b b e e e e e esessaabaseeeeesesasbasaeeeesssensabseeesesssansnsres 85
5431 (1< 01C = TSR 85
5432 RESOUICE: BDT SUDSCIIPLIONS ......veeeteiteietisteseett sttt sttt sttt st et b e e st sbe et e e b sbennenens 85
543.21 (11100 (87011 o] TR 85
54.3.2.2 RESOUICE I NITION.......eeeiei ittt ettt e e e e e s sttt e e e et e e e s seaeeeessabeeassssbessssssaessssseessebenessne 85
54323 RESOUINCE MELNOUS.........eeeeee ettt ettt e et e e s ettt e e s e sbe e e e seaeeeessabaeasessbesssassaessssssesssbenessne 86
543231 (] RO 86
54.3.2.3.2 {8 86
543233 [ O 86
543234 [ 5 [ 86
54.32.35 [0 I = 87
54.3.3 Resource: Individual BDT SUDSCIIPLION .......coiiiiieiieieeie et ste et e st e e e e sneesreennees 87
54331 (11100 [8Tox1 o) TSR 87
54332 RESOUICE I NITION.......eeeiei ittt ettt e e e e e s sttt e e e et e e e s seaeeeessabeeassssbessssssaessssseessebenessne 87
54333 RESOUICE MELNOUS.........eeeiee ettt et e et e e s ettt e e s e eba e e s seaeeeessabaeasassbesssaseessssssesssbenessnes 87
543331 (] RO 87
5.4.3.3.3.2 2 TR 88
54.3.3.3.3 [N 1O TR 88
543334 [ 5 [ 89
5.4.3.3.35 [0 I = 89
544 USEO FEAIUIMES........vvieiieee ettt e ettt e ettt e e ettt e e e et e e s eaae e e e sbaeesestesesasaeeesaabeeesenbeesssabaeeesssbesesaseesssasbeessanbenesanes 89
55 (00 = 0 = A SRS 89
551 L@ VLS VT 89
55.2 (D71 r= 1 01010 (< TR 90
5521 RESOUICE BLA LYPES. ...ttt sttt sttt b e et b e et b e et b e s e et b e se et ebesb e e ebesae e ebesbenneneas 90
55211 (11100 (87011 o) TSR 90
55212 Type: ChargabIEPaITY ........ccoo it 90
55213 Type: Chargeabl ePartyPatCh ..........coooiii e 91
55.3 LSS 010 0T 101 (= 92
5531 (1< 01C = [TT TSR 92
5,5.3.2 Resource: Chargeable Party TranSaCtionS........c.ccveciereeieeiesie e seesteeste s eee e e e e e teese e sseesseeseees 92
55321 {10 [ Tox o] o IR 92
55322 (R (Ss 0 101 ge X0 <t 1T o TR (T 0] o R 92
55323 RESOUICE MELNOUS. ..ottt e e e st e e e et e e s sbr e e e s sabeeesesbbesssasteesssbseeesanbenesannes 93
553231 L] 93
5.5.3.2.3.2 2 TR 93
5,5.3.2.3.3 [N 1O TR 93
553234 [ @ S TR 93
5,5.3.2.35 DELETE ...ttt st e e et e e et e e st e e s e eab e e e s esaaee s s beeessesbaeessasaeessbeeessansanessanenas 94
5533 Resource: Individual Chargeable Party TranSaCtion ............ccoceiereenenieene s 94
55331 (11100 [8Tox1 o] TR 94

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 7 ETSI TS 129 122 V15.4.0 (2019-07)

55.3.3.2 RESOUICE AEfINITION. .....c.ei ettt e bt e et e e e e s te e be e beereeaneeans 94
5.5.3.33 RESOUICE MELNOUS.......eeeeeeeeeee ettt et e testeseesbesneene e e eneees 94
553331 1 PP PRRRSSSN 94
55.3.3.32 U O 95
55.3.3.33 N X R 95
553334 PO ST .ttt bbb h b h R R Rt R Rt b e e e e n b e ne e e e bR e b eaeene et re e 95
553335 DELETE ..ottt b ettt e ekt h e bt he st e e e b e bR bt aeene e e 95
55.34 EVENE NOUTICEIION ...ttt s b e bbbt e e e e b sreeb e e e ennennen 96
55341 TNEFOOUCTION ...ttt bbbt b e e bt e bt heeh e e e e e e e e sb e b e sheene e e e e es 96
55.34.2 RESOUICE TEFTNITION. ...ttt bbbttt b e ettt bt b saeene e e e e e 96
5.5.34.3 RESOUICE MELNOUS.......eeeeeeeeeee ettt et e testeseesbesneene e e eneees 96
55.3431 NOtIfication VIABHTTP POST ..ottt sttt st s sne et 96
55.34.3.2 NOtification VIa WEDSOCKEL............ooiieeieee e e 96
554 USE FEALUIES......cceticie ettt ettt ettt ettt et e et e e teesbe e beeabesasesaeesaeesaeebeenseeaseeseesbeesbeebaeteentesnsesnnesans 97
5.6 N1 N PR 97
5.6.1 OVEIVIBW ...ttt ettt ettt e et e et e et e e besaee s aeesheesbeeaseeaseeaseabe e baesteenbeeasesaeesaeeaaeenbeensesneeeseesbeesbaeabeensesnsennns 97
56.2 DEIAMOTE ...ttt b et e e et b e bt b s h e a e h e e e e eR bR e Rt e e e e bRt b e e e ennennen 97
5.6.2.1 (R ES oL oY o= = 4 -SSR 97
56.211 FEFOOUCTION ...ttt bbbttt b e bt b e s heeb e et e e b e eb e b e s aeene e e enrees 97
5.6.2.1.2 BLIRY/ 0= A\ o (o (@ g1 110U = 1 o o SRS 97
5.6.2.1.3 Type: NiddDownlinKDataT ranSFer ..........covvecieiceeeies et 100
5.6.2.1.4 Type: NiddUplinkDataNOtifiCalion ...........cceeierieece e et eee e 103
56.2.15 Type: NiddDownlinkDataDeliveryStatusNOtifiCatioN.............covereeirenieineiesee e 103
56.2.16 Type: NiddConfigurationStatUSNOLIfiatiON ..........c.eoueeririeerieeeseee e 104
56.2.1.7 Type: NiddConfiguratioNPaICh..........cc.ceiiieirieere e 104
56.2.1.8 Type: GmdNiddDownlinkDataDeliveryStatusNOtifiCation............ceoeererieenenieesesee e 105
56.22 Referenced StrUCIUred dalatyPES........coveueiierieiiiere ettt ettt e 105
5.6.22.1 INEFOAUCTION ..ot te et s e e te e be et e e st e eaeesbeesbeesbeessesasesnnesaeeaseanseentenas 105
56.2.2.2 TYPE RASPOI ...ttt bttt bbbt bt heese e e e e sb e sb e s bt s bt e seens e besbesne e e ennennens 105
56.2.2.3 TYPE GIMARESUIL. ...ttt b et e e bbbt b et e e e ssesb e besbesbeeneennennens 106
5.6.2.2.4 Type: NiddDownlinkDataT ransferFailure............ccveevieieeiiere e 106
5.6.2.3 Referenced simple data types and eNUMErations.............cevveieeieeieeeiee e ee e 106
56.231 NEFOOUCTION ...t h bttt b e bbbt st e a e e e e s e besreeb e e neenee e ennas 106
56.23.2 SIMPIE DA LYPES. ...ttt b e bbbt et b et b et b e nn e 106
56.2.3.3 Enumeration: PANEStabliShmentOPLIONS..........coiiriiiiirieiiereeiese st 107
56.234 ENUMEration: DElIVENYSIBIUS.........coveuiriirieiiiiereeierte sttt ettt b e st besreneene s 107
5.6.2.35 ENUMEration: NIAOSIAEUS. .......eiuiieeeieeeeere et et ae e neeneas 107
56.2.3.6 Enumeration: PAnEstablishmentOptioNSRIM .........ccciiiriiiiiniene e 108
5.6.3 RESOUICE SEIUCKUIE. ...ttt ettt ettt ettt bt e bt e st e et e e e st e e abe e e neeeabe e e neeeabeeeneesbeeaanneesnneenneeenn 108
56.3.1 GBNETEL ...ttt b b e bRt E Rt h e ae e e et R bRt b e Rt ne e et e 108
5.6.3.2 Resource: NIDD CONfigUIaLiONS. .........cceiueiierieeieeiesieseeseesessaeseeseesseesseesesseesseasseesseessessesnsesnessnns 109
56.32.1 (111 00 (0o 1ol USSP PP PRORRRPN 109
56.3.2.2 RESOUICE EFTNITION. ......eeiteitieeee et bbbt e e sa e bbb b ae e e e e e 109
56.3.2.3 RESOUICE MELNOAS.......c.ee et b bbbt ne s 110
56.3231 L1 TSP PRSPPI 110
5.6.3.2.3.2 U OSSPSR 110
5.6.3.2.3.3 2 I PSS 110
5.6.32.34 1 ST 110
5.6.3.2.35 D = I S 111
5.6.3.3 Resource: Individual NIDD COnfigUIation ...........cceeierieinierieeseseee st 111
5.6.3.3.1 INEFOAUCTION ..ot te et s e e te e be et e e st e eaeesbeesbeesbeessesasesnnesaeeaseanseentenas 111
56.3.3.2 RESOUICE EFINITION. ... ettt bbbt se et sa e bt sae b ae e e ennas 111
56.3.3.3 RESOUICE MELNOAS.......c.eeieeeeeee et e b e sa e sb et nn e 111
56.333.1 L USSP PP RSP PPP 111
5.6.3.3.3.2 PU T bbbt E bbb a e e R e R e Rt Rt h e Rt R e e e e R et e nR e bt eheene e e e nne e 112
5.6.3.3.33 PATCH et et b e bttt e et b e s bt b e e it e ae et e bbbt bt ne e e nas 112
5.6.3.3.34 ) RS 112
5.6.3.3.35 D = I S 112
5.6.34 Resource: NIDD downlink data deliVEITES...........oouiriiiiieeeeeee e e e 113
5.6.34.1 11 (oo L1 11T OO RRRRRUSRPRRR 113
5.6.34.2 RESOUICE AEfINITION. .....cueiii et re et e e e ae e et e ereeareeneesaaesteesreas 113
5.6.34.3 RESOUICE MELNOAS.......e.ee et ettt e e se e st besaese e e e eneeneeneas 113

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 8 ETSI TS 129 122 V15.4.0 (2019-07)

56.34.3.1 L SRS 113
5.6.34.3.2 U OSSPSR 114
5.6.3.4.3.3 2 I PSS 114
5.6.34.34 1 ST 114
5.6.34.35 D I S 114
5.6.35 Resource: Individual NIDD downlink data deliVEry ........c.cccoieeieeie e 115
56.35.1 (11100 0o 1ol WSSOSO PP PROSRRRTPI 115
5.6.35.2 RESOUICE EFTNITION. ... ettt bbbt e e et b et b sb e e e e ennas 115
5.6.35.3 RESOUICE MELNOAS.......c.eeceeeieee bbb sa e sb e e e 115
56.353.1 L USSP PP RSP PPP 115
5.6.35.3.2 U OSSPSR 115
5.6.35.3.3 2 I PSS 116
5.6.35.34 1 ST 116
5.6.35.35 D = I S 116
5.6.3.6 NIDD Configuration Update NOtifiCatiON. ........cccireiiirieeieree e 117
5.6.3.6.1 INEFOAUCTION ..ottt et st e e te e be et e eabeeaeesbeesbeesbeessesasesnnesaeesseanseentenas 117
5.6.3.6.2 RESOUICE EFTNITION. ... ettt bbbt e et et b b e sb e aeene e e ennas 117
5.6.3.6.3 RESOUICE MELNOAS.......c.eeceeeieee bbb sa e sb e e e 117
56.36.3.1 NOtIfiCatioN VIAHTTP POST ..ottt sttt sre bt sn e 117
56.3.6.4 NOLIfiCation VIAWEDSOCKEL ..o e 118
5.6.3.7 NIDD Downlink Data Delivery Status NOtifiCaliON ...........cccvveeveiieiieireese e 118
56.3.7.1 (111 00 (0o 1ol USSP PP PRORRRPN 118
5.6.3.7.2 RESOUICE AEfINITION. .....cuiiie ettt e ar e eae e ebeeereeabeeneeereesraesaeas 118
5.6.3.7.3 RESOUICE MELNOUS. ... .cocuieiece ettt ettt et e st e s te e be e ebeeaseeaeeebeesbeeaseeneeeseesreesrnas 118
5.6.3.7.3.1 NOtIfiCatioN VIAHTTP POST ...ttt sttt et e ae e sae e reereeareans 118
5.6.3.74 NOLIfiCation VIAWEDSOCKEL .........ocuieieiie ettt st re e eae e eae e sbaesreesaeas 119
5.6.38 NIDD Uplink Data NOtifICaON........c.coeiieiiiirieeeie sttt s 119
5.6.38.1 INEFOAUCTION ..ot te et s e e te e be et e e st e eaeesbeesbeesbeessesasesnnesaeeaseanseentenas 119
5.6.3.8.2 RESOUICE EFTNITION. ......eeiteitieeee et bbbt e e sa e bbb b ae e e e e e 119
5.6.3.8.3 RESOUICE MELNOAS.......c.eeieeeeeee et e b e sa e sb et nn e 119
56.38.3.1 NOtIfiCation VIABHTTP POST ..ottt s 119
56.384 NOLIfiCationN VIAWEDSOCKEL ........cc.oiiiiieieeeee e e e 120
564 USEO FEAIUIES. ...ttt ettt sttt ettt b btk e e e b eh e eb e e he e bt e s e e e e e e eE e bt eReeb e eaeene e e e abeebesbeene e e ennenes 120
5.6.5 EITOr NANGITING . ...t b bbb bbbt b st b et b b 120
5.6.5.1 GENEIAL ...ttt ettt et e et e et e b e e te e ebeete e e eaeeehe e be e be e be e beaatesateteenteanaesaeeaaeeeaeateerean 120
5.6.5.2 PrOLOCOI ETTOIS......eiieee ittt ettt ettt ettt et e e s te e s te e te e st e eaeesaeesbe e beesbeensesaeesaeeaseenbeenseensesnsesanesanas 120
5.6.53 APPHICALTON EFTOIS. ...ttt ettt bbbt bbbt e et s b ettt b 121
5.7 DeVICETIIGUEITNG AP ..o bbb e bbbt b e st bt b et b e sb e e ebenbennene s 121
57.1 OVEIVIBW ...ttt ettt ettt e b e st e e be e besatesaeesaeesaeeaseeaseeaseeaeeebeesbeesteeabesnsesaeesaeesaeebeenteenbeentesssesseesanas 121
572 DEIAMOTE ...ttt bbb et b ae bt h et e e e bRt R et et e R e Rt b e aeene e e nne e 121
5.7.2.1 e oL et o F= = LY - 121
57211 (111 00 (0o 1ol USSP PP PRORRRPN 121
57212 LY oL =Y e =T I Yo o = 1 o S 121
5.7.2.1.3 Type: DeviceTriggeringDeliveryReportNOtifiCation.............cevvevviceeseeseee e 122
5.7.2.2 Referenced simple data types and eNUMErations.............ccoiveieereeieesiee e e 123
57221 INEFOAUCTION ..ot et et s e s te et e et e e st e eaeesbeesbeesteessesasesanesaeesseenseentenas 123
57222 SIMPIE DBLALYPES. ...ttt b bbbt et b bbbt e b e ens 123
57223 Enumeration: DElIVEIYRESUIL ........cccciiiiiiieeereet ettt 123
57224 ENUMEIALioN: PrTOMTY ...ttt ettt b et eb e bbb neene s 123
5.7.3 RESOUICE SETUCTUNE. ... eeeieceeeee ettt e et e s et e e st e e e st e e s e ane e e e saeeeeeanteeesaaneeeesnsseeeeanseneeensenesansnnenan 124
5731 GENEIAL ...ttt ettt et e et e et e b e e te e ebeete e e eaeeehe e be e be e be e beaatesateteenteanaesaeeaaeeeaeateerean 124
5.7.3.2 Resource: Device Triggering TranSaCtiONS........cc.veiieierieieeseesieeseeseeseesteesesaessaesreesse e e snsesnsesnessnes 124
57321 (11100 (0o 1ol WU PP TP PRURRRP 124
57322 RESOUICE EFINITION. ... ettt bbbt se et sa e bt sae b ae e e ennas 124
57323 RESOUICE MELNOAS.......c.eeieeeeeeee bbb b sa e sb e e e 125
573231 L1 TSP PRSPPI 125
5.7.3.232 U OSSPSR 125
5.7.3.2.33 2 I PSS 125
573234 ) RS 125
573235 D = I S 126
5733 Resource: Individual Device Triggering TranSaCliON ........c.cooeererieineneee s 126
57331 11 (oo L1 11T OO RRRRRUSRPRRR 126

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 9 ETSI TS 129 122 V15.4.0 (2019-07)

57.3.3.2 RESOUICE I NITION. .......eeiei ittt et e e e e s e e e e s st b e e s s easeeessbaeesssabeeessatessssssenesseseneesan 126
57333 RESOUICE MELNOUS........ ettt ettt e e ettt e s e e e e s et e e s s eae e e s sbaeesesabeeesstesssesseaesseseneesan 126
573331 (] TR 126
5.7.3.3.3.2 = TR 127
5.7.3.3.33 N O TR 127
573334 [ 5 [ 127
5.7.3.3.35 DT I = 127
5.7.34 Device Triggering Delivery Report NOtIfiCatiON .........c.cceeveeiiiie e 128
57341 [ g1 0 0 [ Tox 1o IR 128
57342 (R (SS 0 101 ge X0 (<t T o TR (T o] o T 128
57.34.3 RESOUINCE MELNOUS........ ettt e ettt e s e e e e s et e e s s eta e e s sbaeesssabeeessstesssessseessaseneesan 128
573431 NOEITICATON VIAHTTP POST ...ttt et e s e et e e s seae e e s saaresssnbaeessnes 128
57.34.3.2 NOLIfICatION VIAVWEDSOCKEL. ...ttt e e e e s et e e s s ae e e s sabe e e s sbaeesenes 129
574 USEO FEALUIES........eviieieeiee et ettt ettt e e ettt e e ettt e s st e e s s esaeeseasbeeesesaeeessbeeeseasbesssasseeessabesessanbensssssnessssbnnesan 129
58 GMD VIAIMBMS FEIGEEA APUS.....eeceeeeeeeeeee ettt ettt e e st e e e ettt e e s e e e s s sabe e e sasbeeessabeeessbaeessssannessnnenas 129
58.1 (@Y AV 1T AR 129
5.8.2 GMDVIAMBMSDYMBZ2 AP ... .ottt sttt te et ete e aessae st e e e steesesseesseesseanseenseenseeneesnanssansnens 130
58.2.1 (DT = 1 01016 [ 130
58211 e o LU ot o = = 4 o= USSR 130
58.21.11 g0 [ Tox 1o 1 130
58.21.1.2 TYPE TMGIAIIOCALION .....coceeevieieeeee ettt e se e saeesaeebeeneeesaesnaenreenreas 130
5.8.2.1.1.3 Type: GMDVIaVIBMSBYMDBZ........oooiiie ettt ste e s se e enaesnaesreennen 130
582114 Type: GMDBYMB2NOLfICATON ..o e 131
582115 Type: TMGIATOCEATONPAICH ... e 131
582116 Type: GMDViaMBMSBYMDB2PAICH .........cociiiieiiiiee e 132
582117 TYPE MBDMSLOCATER. ...ttt ettt b et b e b 132
58.2.2 RS 0 U o R A U (o (U=, 132
5.8.221 (1< 0= ! [PPSR 132
5.8.222 [R(SSo L0 go A Y (] AN 1 o= (T o] o R 133
5.8.22.21 g0 [ Tox 1o 1 133
5.8.2.2.2.2 RESOUICE AEFINITION ....cceeeiec ettt e et s et e e s s eaae e e e be e e s e saeessbeeeesenbenessnes 133
5.8.2.2.23 RESOUICE MELNOUS ...ttt et e e et e e s s e abe e e e e sbbe e s eesaeeessbseessenbeeessnes 134
5.8.2.2.23.1 [ 134
5.8.2.2.23.2 PU T ettt e e e et e e e e e e e e e s e e e e e a—e e e e e ——e e e e baeeseataeeee—neeeeabereeeaareesarers 134
5.8.22.23.3 PAT CH. ...ttt ettt e s st e e e et e e s s eaaeessebaeeseasbaeeseaaeessaraneesanbeeeeranes 134
5.8.22.234 [ O 1S TSRO 134
5.8.2.2.2.35 DELETE . ...ttt et et e e e ettt e e s e e e s s st e e s saaaaeessbaeessabeeessanteeessanenas 135
58.2.2.3 Resource: Individual TMGI AIIOCELION........ueiiiieie ettt e et e s saeesbaeee s 135
58.2.231 1100 (87011 o) USRI 135
5.8.2.2.3.2 R SS 0 1 (e =X o (LT o TR (T 0] o 135
5.8.2.2.33 RESOUICE MELNOUS ...ttt et e s et e e s e e e e e e bt e e s sesaeesssbaeessenbeeessnes 135
5.8.2.2.33.1 [ 135
5.8.2.2.3.3.2 8 R 136
5.8.2.2.33.3 N O TR 136
5.8.22.334 [ 1 [T 136
5.8.2.2.3.35 DELETE . ...ttt e ettt e ettt e e s e e s s st e e s seataeessabaeessabeeessanseeessanenas 136
58224 Resource: GMD VIaMBMS By MB2.......cooiiiiiiienee ettt 137
58.2.24.1 1100 (87011 1o RO 137
58.2.24.2 RESOUICE AEFINITION ...ttt e st e e e et e e s e ate e e s sebeeessesanessssseesssbenessanes 137
58.2.2.4.3 RESOUICE MELNOUS ...ttt e e st e s et e e s e aae e e s sabbeesseaneessasnesssbenessanes 137
5.8.2243.1 (] SRR 137
5.8.2.2.4.3.2 8 R 138
5.8.2.2.4.33 N O TR 138
5.8.22.43.4 [ 1 [T 138
5.8.2.2.4.35 [0l =R 138
5.8.2.25 Resource: Individual GMD ViaMBMS DY MB2........coooieiieieece ettt 138
58.2.251 1100 (87011 1o SRR 138
58.2.25.2 RESOUICE AEFINITION ...ttt e st e e e et e e s e ate e e s sebeeessesanessssseesssbenessanes 138
5.8.2.25.3 RESOUICE MELNOUS ...ttt e e st e s et e e s e aae e e s sabbeesseaneessasnesssbenessanes 139
5.8.2.253.1 (] SRR 139
5.8.2.25.3.2 PU T ettt e e e e e et et e e e — e e e e e e e e eea—ae e e e ——e e e s bareseataeeeaaneeeeabereeeaareeearens 139
5.8.2.253.3 PAT CH. ...ttt et e e s st e e e et e e s s eaaeessebaeessasbaeesenaeeessaranessebeeeesanes 139

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 10 ETSI TS 129 122 V15.4.0 (2019-07)
5.8.22534 [ O S RSSO 140
5.8.2.25.35 DELETE . ...ttt e ettt e ettt e e s e e s s st e e s seataeessabaeessabeeessanseeessanenas 140
58226 Resource: GMD viaMBMS by MB2 NOtIfiCatiON. .......cccciiiieireeeirieee e 140
58.2.26.1 1100 (87011 o] TSR 140
5.8.2.2.6.2 RESOUICE EFINITION ...ttt e e et e e e et e s e e aae e e s s bt eessesaeessassnesssbenessanes 140
5.8.2.2.6.3 (S 010 | (o 1011 100 141
5.8.22.6.3.1 NOLTICATON VIAPOST ...ttt e et e e et e s s ebe e s s sab e e e sensee s s sbaeessanbenesennes 141
5.8.2.2.6.3.2 NOLIfICATION VIAWEDSOCKEL ......eeeiieeeee ettt ettt e e e s sbee e s esbee e e eanes 141
5.8.23 S0 s (0] (=T 141
5.8.3 GMDVIAMBMSDYXIMB AP ... .ottt s et ate st e s te e eesteeaesneesseesseenseenteenseeneensanssensnens 142
5831 (DL = 101016 [ IR 142
58311 RESOUICE BLALYPES ...tttk ettt ettt b bt b bt b e b se bt b e se et b e se b e sb e e b nbenneneas 142
583111 1100 (8011 1o RO 142
583112 TYPE: SEVICECTEALION ...ttt ettt sttt st e et b e 142
583113 Type: GMDVIaMBMSBYXMB ..ot 143
583114 Type: GMDBYXMBNOUfICALON. .......ceiirieiitiieeeee e e 143
5.8.3.1.15 Type: GMDVIiaVMIBMSBYXMBPEICH .........ccccoiiiiieiieciece et e e 144
5.8.3.1.16 TYPE MBDMSLOCATEA.....c.eeeeteeieeieeesteseeseeste e ste e e e e e st e te et e e teseesaeesneesseeseenseensenseensansrens 144
5.8.3.1.2 Referenced simple data types and eNUMErations...........ccccvveereereeseeiescee e 144
5.8.3.1.2.1 g0 [ Tox 1o 1 144
5.8.3.1.22 SIMPIE BLATYPES ...t eeieeieee et s e et e e eeeae e eneesteesteeseeeneesneesraenreas 144
5.8.3.1.23 Enumeration: ServiceANNouNCEMENIMOUE ..........ccuveieiiiiieiceeee et e 145
5.8.3.2 RS 0 U o s A U (o (U=, 145
58.3.21 (1< 0= ! [T RT 145
5.8.3.2.2 RESOUICE: XIMB SEIVICES ...ttt ettt e ettt e s st e e s et a e e s sste s e sesbaeessbeeessasbesassseeessssennesan 146
58.3.221 1100 (87011 1o RO 146
58.3.2.2.2 RESOUICE AEFINITION ...ttt e st e e e et e e s e ate e e s sebeeessesanessssseesssbenessanes 146
58.3.2.2.3 RESOUICE MELNOUS ...ttt eee e e s et e s et e e s eaae e e s sabbeesseaeeessaseesssbenessanes 147
5.8.3.2.23.1 [ 147
5.8.3.2.2.3.2 8 R 147
5.8.3.2.233 N O R 147
5.8.32.234 [ 1 [T 147
5.8.3.2.2.35 [0l =R 147
58.3.2.3 Resource: INdividual XIMIB SEIVICE........coioiieeee ettt e et e s e s s et e e e e eaae e s seaae s sreeeeean 148
58.3.231 1100 (87011 1o RO 148
58.3.2.3.2 RESOUICE AEFINITION ...ttt e st e e e et e e s e ate e e s sebeeessesanessssseesssbenessanes 148
5.8.3.2.3.3 RESOUICE MELNOUS ...ttt eee e e s et e s et e e s eaae e e s sabbeesseaeeessaseesssbenessanes 148
5.8.3.2.33.1 (] SRR 148
5.8.3.2.3.3.2 PU T ettt e e e e e et et e e e — e e e e e e e e eea—ae e e e ——e e e s bareseataeeeaaneeeeabereeeaareeearens 148
5.8.3.2.33.3 N O R 148
5.8.3.2.334 [ 1 [T 148
5.8.3.2.3.35 [0l I =R 148
5.8.3.24 Resource: GMD VIaMBMS DY XIMB ........ooiiiiice ettt eeeas 149
5.8.3.24.1 g0 [ Tox 1o 1 149
5.8.3.2.4.2 LRSS 010 ge =X o (LT o TR (0] o 149
5.8.3.24.3 RESOUICE MELNOUS ...ttt e e st e s et e e s e aae e e s sabbeesseaneessasnesssbenessanes 149
5.8.3.243.1 (] SRR 149
5.8.3.24.3.2 PU T ettt e e e et e e e e e e e e e s e e e e e a—e e e e e ——e e e e baeeseataeeee—neeeeabereeeaareesarers 150
5.8.3.2.4.3.3 PAT CH. ...ttt et e e s st e e e et e e s s eaaeessebaeessasbaeesenaeeessaranessebeeeesanes 150
5.8.3.2434 [ O 1S TSRO 150
5.8.3.24.35 DELETE . ...ttt e ettt e ettt e e s e e s s st e e s seataeessabaeessabeeessanseeessanenas 150
5.8.3.25 Resource: Individual GMD ViaMBMS BY XMBi........coooiiiiiicecece et 150
5.8.3.25.1 g0 [ Tox 1o 1 150
5.8.3.25.2 R (SS 0 10 Lo =X o (LT o TR (0] o 150
5.8.3.253 (S 01| (0 1011 100 151
5.8.3.253.1 [ 151
5.8.3.25.3.2 PU T ettt e e e e e et et e e e — e e e e e e e e eea—ae e e e ——e e e s bareseataeeeaaneeeeabereeeaareeearens 151
5.8.3.25.3.3 PAT CH. ...ttt et e e s st e e e et e e s s eaaeessebaeessasbaeesenaeeessaranessebeeeesanes 151
5.8.3.2534 [ O 1S TSRO 152
5.8.3.25.35 DELETE . ...ttt e ettt e ettt e e s e e s s st e e s seataeessabaeessabeeessanseeessanenas 152
58326 Resource: GMD viaMBMS by XMB NOIfiCatiON. .......ccceiiieiirieieeieeee e 152
58.3.2.6.1 1100 (87011 o) USRI 152

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 11 ETSI TS 129 122 V15.4.0 (2019-07)

5.8.3.26.2 RESOUICE EFTNITION ...ttt s e st s ene st e s e e e e neeneas 152
5.8.3.2.6.3 RESOUICE MELNOAS ...ttt st eae st e s e e e neeneas 153
5.8.3.26.3.1 NOEIfICATON VIAPOST ...ttt ettt e e seesbesneeneeneeneas 153
5.8.3.2.6.3.2 Notification VIia WEDSOCKEL .........coueiuieeeee e 153
5.8.3.3 LU LS o = (S 153
5.9 REPOrtiNGNEIWOIKSIBLUS AP .......oeeeceeie ettt e te et e s e e saeesreesseenseensesnaesneesnaesanns 154
591 OVEBIVIBI ...ttt et b et h et e ekt eh e b e heeh e e e e s e b Sh e eh e e he ek e e s e e e besh e eh e e aees e e s e ebesbesbeebeennentennen 154
592 DEIAMOTE ...ttt bbbt e bt ae bt h e e e e e e bRt h e e e bR e Rt b aeene e e enre e 154
5.9.2.1 e oL et o F= = LY - 154
59211 (11100 (0o 1ol USSP PP PRURRSP 154
59212 Type: NetworkStatusReportingSUDSCIIPLION ........c.ciiieiier e 154
5922 INOLIfi CBLION BLALYPES ... vttt et b e st b e bt bt b e e et b e b 155
5.9.22.1 011 0o 1 o PR S 155
59222 Type: NetworkStatusReportingNOLfiCaLION........cc.eeiieereeee e 155
59.23 Referenced simple data types and enNUIMEIatioNS. ..........coceererieirereeie e 156
5.9.23.1 011 0o 1 o PR S 156
5.9.23.2 S L0 =0 = Y 0= 156
5.9.2.3.3 ENUMEration: CoNgEStiONTYPE....cvieieiie e see st esteeste e e etesseeseesreesteesteesteenseeseessaasseeseensensaesseessens 156
593 RESOUICE SLIUCLUIE. ...ttt sttt ettt ettt s s e s ae e n e e e et e me e s R e e b e e b e ennesanesmnesaeenneenreenneens 156
5931 GBNETEL ...ttt bbbt E bR Rt Rt R et E e e et e R e bR heeaeene et e 156
5.9.3.2 Resource: Network Status Reporting SUDSCHIPLIONS..........cocvviieieeieese e 157
59321 (111 00 (0o 1ol USSP PP PRORRRPN 157
5.9.3.2.2 RESOUICE EFTNITION. ... ettt sttt e e e e et e e seeseeeneeneeneeneas 157
5.9.3.2.3 RESOUICE MELNOUS.......c.ee et sttt e e e sae st b e saesreeneeneeneeneas 157
593231 L PSSR 157
5.9.3.232 U PRSP 158
5.9.3.233 2 I PSS 158
593234 1 ST 158
593235 DELETE ...ttt e bbbttt h bbb e st e e e e e bbbt bt et e et 158
5.9.3.3 Resource: Individual Network Status Reporting SUDSCHPLION.......c.cccveieeiesiesees e 159
59331 (11100 0o 1ol WSO U PP USROS 159
59.33.2 RESOUICE EFINITION. ... ettt bbbt se et sa e bt sae b ae e e ennas 159
59333 RESOUICE MELNOAS.......c.eeieeeeeee et e b e sa e sb et nn e 159
593331 L PSSR 159
5.9.3332 U PRSP 159
5.9.3.3.33 2 I PSS 160
593334 1 ST 160
593335 D I S 160
5934 Network Status Reporting NOLIfICAtTON..........cocciiiiri e 160
59341 (11100 0o 1ol WSO U PP USROS 160
59.34.2 RESOUICE EFTNITION. ......ee ittt bbbt se e ettt sbeeb e ae e e e e ennas 160
59343 RESOUICE MELNOAS.......c.ee ettt e b e et sb e e e 161
593431 NOEIFICALTON VIAPOST ...ttt b et se et st nn e 161
593432 NOtifiCation VI WEDSOCKEL. ........cc.eiiiieieeie e 161
594 USEO FEAIUIES. ...ttt ettt et bbbkt e e b e eh e b e e Rt e b e e s e e e e e e eE e bt eheeh e eaeen e e e e abeebesbeene e e ennenes 161
595 EITOr NANGITING . ...t b bbb bbbt b st b et b b 162
5951 LT 0T R 162
5.95.2 0100 olo I Ty (o] PSS 162
5953 APPHICALTON EFTOIS.....ccviitieeetiiteeet ettt ettt bbbt b bt b et bbb b e 162
5.10 CPPIOVISIONING AP ...ttt bbbt b bbb et b e e bt b s e st b et et e b e b 162
5.10.1 OVEIVIBW ...ttt ettt ettt e te st e bt e aeeae e e e eeeeeebeeaeeaees e e e eneeseebeaaeeeeemeemeeneeneensenseseeseesaeeneensenseseens 162
5.10.2 (D= =1 07T [ PP UR USROS 162
5.10.2.1 e o LU [t o F= = LY o= 162
5.10.2.1.1 11100 0o 1ol OSSP TP PR PRUSORP 162
5.10.2.1.2 B8/ 0<% o] 1 o T 163
5.10.2.2 Referenced StruCtured JatatyPES........ciuveiieeee e sttt ere et e st e te e reeneenneenes 163
5.10.2.2.1 11 0o 1 o PSR 163
5.10.2.2.2 TYPE: CPPAIAIMELEISEL........ceeeeiieeeete sttt sre bt e e se e s r e resr e resaeesnenren 163
5.10.2.2.3 Type: ScheduledComMMUNICALi ONTIIME ......cvieiirieerteree e 164
510224 TYPE: CPREPOI ...ttt et sb e r et s e resr e er e s bt e e e e nr e resreereeaeennennen 164
5.10.2.3 Referenced simple data types and enNUIMEIatioNS. ..........cccoeieirereieeenieesie s 165
5.10.2.3.1 11 0o 1 o PSR 165

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 12 ETSI TS 129 122 V15.4.0 (2019-07)

5.10.2.3.2 SIMPIE DA LYPES. ...ttt b bbb bbb st s bbb e e ens 165
5.10.2.33 Enumeration: CommuNiCatiONINAICALON .........ceiiiviiiieeiee it e s eee e e s ete e e s ereeessereeeeean 165
5.10.2.34 Enumeration: StationarylNAiCALION. ..........c.ciiiiiieeeeeeie e 165
5.10.2.35 Enumeration: CPRailUrECOE........c.ccuiruiieiiiieieeterte ettt ettt s b e b sreneene s 165
5.10.3 LSS 010 (0T 101 (= 166
5.103.1 (1< 0= = [P 166
5.10.3.2 Resource: CP Provisioning SUBSCIPLIONS..........ccuviiiiieiiesecse et 166
5.10.3.2.1 011000 [UTex 11 o] [ PRS 166
5.10.3.2.2 RESOUICE AEfINITION. ... .eiceieeciee ettt e aee e st e e s ae e e s abe e san e e sbeeesneeesaeeesaneesneas 167
5.10.3.2.3 RESOUICE MELNOUS. ... .ei ettt s e e s abe e s are e saeeesaeeesaeeesaneesneas 167
5.10.3.2.3.1 L OO 167
5.10.3.2.3.2 1 R 167
5.10.3.2.3.3 AN I 1 R 167
5.10.3.2.34 O 1] IR 167
5.10.3.2.35 [ o I TSR 168
5.10.3.3 Resource: Individual CP Provisioning SUDSCIIPLION ........ccoerieirineee e 168
5.10.3.3.1 011000 [UTex 11 o] [ PRS 168
5.10.3.3.2 RESOUICE AEfINITION. ... .eiceieeciee ettt e aee e st e e s ae e e s abe e san e e sbeeesneeesaeeesaneesneas 168
5.10.3.3.3 RESOUICE MELNOUS. ... .ei ittt e s e e s abe e sar e e sare e e aeeeeaeeesareeeneas 168
5.10.3.3.3.1 L 168
5.10.3.3.3.2 0 169
5.10.3.3.3.3 N I o 169
5.10.3.3.34 [ O 1] IR 169
5.10.3.3.35 [ o I TSR 169
51034 Resource: Individual CP Set PrOVISIONING ......ccoiveiririeieiesieisie s e 170
510341 (g1 0o (87011 o] TR 170
5.10.3.4.2 RESOUICE TEFINITION.......eeeiei ittt e e s e e e s et e e s st e e e s sabeeessssbeessasbesessaseeesseseneesan 170
5.10.34.3 RESOUICE MELNOUS.........eeeiei ittt ettt e e s e e e s et e e s eeateeessabaeessssbeessastesessssenesssseneesan 170
5.10.3.4.3.1 L 170
5.10.3.4.3.2 0 171
5.10.3.4.3.3 N I o 171
5.10.3.4.3.4 [ 1 [ 171
5.10.3.4.35 [ I 171
5.104 USEO FEALUIES........eeieeieiee ettt e et e e et e e e et et e s et e e s s bae e s e stesesasaseessbeeesesbesssassssessabeeessasbansssssnessssbnnesan 172
511 PAM@NEGEMENT AP ...ttt bbb bbbt h bt e s bt e st b et b bt n e ens 172
5111 (@< RV 1= AR 172
511.2 (D F = 1101016 (< USRI 172
51121 RESOUICE TBLA LYPES. ...ttt sttt ettt b et b e bbbt eb e b et et e et bt e e bt 172
511211 (g1 00 (87011 o] TR 172
511.2.1.2 IR0 0 AV =g T=o = 0 o 172
511.2.1.3 IR 0= 0|9 e 173
511.2.14 I8/ 0= o R 173
5.11.2.15 BN 0= {0 = oo 174
5.11.2.2 Referenced simple data types and eNUMEratioNS...........c.ueveeverrieiieesiee e ee e 174
5.11.2.2.1 011000 (U Tex 11 o] o [P 174
511.2.2.2 SIMPIE DA LYPES. ...ttt bbb b e bt b et b e bbbt b e nn e ens 174
511.2.23 ENUMEration: FaITUrECOTE. ...ttt ettt st e et e et e e e ear e e s st e e e s eeateesssaseeesssraeeeean 175
5113 LSS 010 (0T 1 101 (=, 175
5.11.3.1 (TS 1 - OO 175
51132 Resource: PFD Management TranSaCiONS ......c.o.eveirerieerieieie ettt st 176
511.3.21 (g1 0o (87011 o] TR 176
5.11.3.2.2 RESOUICE AEfINITION. ... .ciiieieeceee ettt aee e st e e et e e s abe e saae e sreeesneeesaeeesaneesnees 176
5.11.3.2.3 RESOUICE MELNOUS. ... .ei ittt e s e e s abe e sare e saee e eaeeesaeeesaneeennas 176
5.11.3.23.1 L 176
5.11.3.2.3.2 0 177
5.11.3.2.3.3 [ 1 [ 177
5.11.3.234 AN IO R 177
5.11.3.2.35 [ o I TSR 177
51133 Resource: Individual PFD Management TranSaCtion...........ccocviereeenereeeneneee s 178
511331 (g1 00 (87011 o] TR 178
5.11.3.32 RESOUICE TEFINITION.......eeeiei ittt ettt e e s e e e s st e e s et e e e s saaeeesassbeessassesesssseeessesennesan 178
511333 RESOUICE MELNOUS.........eeeieiiteiee ettt e et e e et e e e st e e s eeateeessabaeessssbeeesastesesessenesssseneesan 178

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 13 ETSI TS 129 122 V15.4.0 (2019-07)

5113331 L] SRS 178
5.11.3.33.2 U TSP 178
5.11.3.3.3.3 N I SRS 179
5113334 1 SRS 179
5.11.3.335 DELETE ..ttt sttt ettt sttt ae st et e e s e et e s besae e s e eneene e e eeeseeseesbesneeneeneeneeneens 179
51134 Resource: Individual Application PFD Management...........ccccevveereeeeneeseesieeie e see e e e e e e s 179
511.34.1 (11100 0o 1ol WU PSP U R PRURRSRPO 179
511.34.2 RESOUICE EFTNITION. ...ttt ettt b et se bbbt sb et ne e 180
511.34.3 RESOUICE MELNOAS......c.ee ettt e b bbbt nn e 180
5113431 L OSSR 180
5.11.3.4.3.2 U TSP 180
5.11.3.4.3.3 N I SRS 181
5113434 1 SRS 181
5.11.3.4.35 DELETE ..ottt ettt sttt ettt ettt sttt e ae st e e e s e et e besaeeseeneemeeneeseseeseenbesneeneeneeneennens 181
5114 0SS0 = (SR 182
5.12 L0 (011 o N = PRSP 182
5121 OVEIVIBW ..ttt sttt sttt st ettt st e se et e s bese e bt e be s e e st ebe s e e st eEesee st e b e seeneebeseeneseeneebesbe e ebesbeneenenteneeneas 182
5122 D = 1100 o (< OSSPSR 182
51221 [ - 1Y 01T 182
512211 (111 00 0o 1ol WS P PP PRUSURPO 182
512.2.1.2 BN L= =L (] 111 | 183
512213 QI 0L O (- - PSS 183
5123 Custom Operations WithOUt @SSOCIELED FESOUITES.......c.ceutrvereeiirtereeie ettt sttt b sb e 184
51231 L@ oY= R 184
51232 OPEFALTON: QUETY ...etieeeeeteseeieete sttt sttt b et b e ebe s b e seebesbe s e ebeeh e sees e ebeseeheebeseeseebeseeb e sb e e ebesbeneenenbenneneas 184
512321 D<o g o1 [o] o IU OSSR PP U TP STURTPPPURPRPRN 184
512.3.2.2 OPEration DEfINITION. ......c.couiieeeiitireeet et b e 184
51233 OPEratiON: CONFIGUIE ...ttt sttt sttt sb ettt et bt bt b e b se bt s b e s e e st ebeseebe et e se e st se e e ebesbeneebeabeneeneas 184
5.12.3.3.1 01 o) o PSR 184
5.12.3.3.2 (@] o1< = (0] 0 [T D= 11 a1 e o T 185
5124 USEO FOBIUMES. ..ottt bttt b b et b e et b ket e s st et e ne st e teneebe st e ene 185
5.12.5 0] =0T | 1T o OSSPSR 185
5125.1 (€T o1 - TSRS 185
5.125.2 0110 olo I T (o] OSSR 185
51253 APPHICALTON EFTOIS. ...ttt b et b et b et b bbbt b e et b et et b e b 185
5.13 NPCONFIGUIBLTON AP ...ttt b et b e b s et b e e e bbbt bt e s e e bt et e e n e b e enis 186
5.13.1 OVEIVIBW ...ttt ettt et e te bt e bt e aeeae e e e eeseeebeeaeeaees e e e eneeseebeaaeeeeeneene et eneenseseseesbesaeeneensensesenns 186
5.13.2 D= = 1 1010 [ SR 186
51321 RESOUICE TBLA LYPES. .....eeeeee ettt ettt et b et b e bbbt b e bt b e b et bt e e b b 186
513211 (11100 0o 1ol WS EP PP PRURORPO 186
5.13.2.1.2 TYPE NPCONFIGUIALION ...ttt e sre e teeate st e ssaesre e e e teenseenenenes 186
5.13.2.1.3 Type: NpConfiguratioNPalC.........cueiee et e e e 187
5.13.2.1.4 Type: ConfiguratiONNOLIFICALION ........cceieieeesiei et e e e 188
5.13.3 RESOUICE SLIUCLUIE. ...ttt ettt she e s et e sae e e e e e e eae e e ne e e n e e b e e areeanesnnesanesaeenneenreenneens 188
5133.1 (€T g1 - PSR RPSPRPN 188
51332 ReSOUICE: NP CONfiGUIBLIONS.......ccuiitiieiiiie ettt sttt et sb et b et b b 189
5.13.3.2.1 11 0o 1 o PSS 189
5.13.3.2.2 RESOUICE EFTNITION. ......e ittt sttt e e e e e et besaeseeeneeneeneeneas 189
5.13.3.2.3 RESOUICE MELNOAS. ...ttt te et beseeseeeneeneeneeneas 189
5.13.3.231 L SR 189
5.13.3.23.2 U TSP 190
5.13.3.2.3.3 N 1O ST 190
5.133.2.34 O 1S ] TSRS 190
5.13.3.2.35 D I SRRSO 191
5.13.3.3 Resource: Individual NP CONfiQUIaLION..........c.ecuiiiieieseese et ssee e e et tesae e e sae e s 191
513331 11100 0o 1ol W USSP PP PRUSRRRRPO 191
5.13.3.3.2 RESOUICE EFTNITION. ......e ettt sttt e a e e e e e e besbesaeseeeneeneeneeneas 191
5.13.3.33 RESOUICE MELNOUS. ...ttt a et se et st esaesee e e eneeneeneas 191
5.13.3.331 L SR 191
5.13.3.33.2 U TSP 191
5.13.3.3.3.3 N I SRS 192
5.13.3.334 1 SRS 193

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 14 ETSI TS 129 122 V15.4.0 (2019-07)

5.13.3.3.35 DELETE ...ttt ettt ettt ettt e e et e e e e b e e e e ebaee s s eabeeesesbaeessasaeessbeeessansesessarenas 193
51334 Configuration NOTIFICALTON ..........oieeuirieieite ettt besaeseene s 194
513341 (g1 0o (87011 o] TR 194
5.13.3.4.2 RESOUICE I NITION. ......eeeiei ittt e e st e e e s st e e s eeat e e e s sabaeessssbeessasbesessssenesssssnnesan 194
513.3.4.3 RESOUICE MELNOUS.........eeeiei ittt e e e s r e e s st e e s eeaaeeessabaeessssbeesssstesesessenesssreneesan 194
5.13.34.3.1 N[0 IR {10z o A RYIF= N = O] I 194
5.13.3.4.3.2 NOLIfICATION VIAWEDSOCKEL. ...ttt ettt e st e s eaae e s s sabe e e s enbaeeeeanes 194
5.13.4 (O LS CTo [t (1 <R 194
5.135 0] =0T | 1T o OSSPSR 195
5.135.1 (CTC 1 = PR 195
5.135.2 [ 0101w ) I o) = T TR 195
51353 APPHICALTON EFTOIS. ...ttt b et b et b et b bbbt b e et b et et b e b 195
5.14 ASSESSIONWItNQOS AP ...ttt ettt e et e st e e s be et e e atesaeesaeesaeebeenbeeabeenteeaeesaeesaeas 195
514.1 (@< LY 1= AT 195
5.14.2 (D F = 1101016 (< IR 195
51421 RESOUICE TBLA LYPES. ...ttt ettt bt b et b e bbbt b e bt b b et b b et et be e 195
514211 [ g1 0 T [ Tox 1o IR 195
5.14.2.1.2 Type: AsSessioNWithQOSSUDSCIIPLION .......cccuiieieeeeieie ettt e e snee e 196
5.14.2.1.3 Type: AsSessionWithQOSSUDSCIPLIONPALCH ..........ccveiieiie e s 197
5.14.3 RESOUICE SITUCTUI ...ttt ettt e st e e e e s et e et e e e s esba b e e e e e e e sesaaababeeeseeesanababaeeeeesseasabbeseeaaeeaan 197
5.14.3.1 (CT< 1 = PR 197
5.14.3.2 Resource: AS Session with Required QOS SUDSCIHPLIONS........covieiieceicieeeeeee e 198
514321 1100 [ Tox 1 o) N TSRO 198
5.14.3.2.2 RESOUICE TEFINITION.......eeeiei ittt e e s e e e s et e e s st e e e s sabeeessssbeessasbesessaseeesseseneesan 198
514.3.2.3 RESOUICE MELNOUS........ ettt ettt e e st e e e e et e e s seateeeseabeeessssbeeesastesesssseeesssseneesan 198
5.143.23.1 L PO 198
5.14.3.2.3.2 = TR 199
5.14.3.2.3.3 N O TR 199
5.14.3.2.3.4 [ 1 199
5.14.3.2.35 [ I 199
5.14.3.3 Resource: Individual AS Session with Required Q0S SUDSCHPLION .......cecveeieerieeieeie e e 200
514331 (g1 0 T [ Tox 1o IR 200
5.14.3.3.2 (R (SS 0 10 ge =X (<L 1T o TR (T o] o 200
514.3.3.3 RESOUICE MELNOUS.........eeeiei ittt ettt e e s e e e e s et e e s e eate e e s sabaeessssbeeesasbesesssseeesssseneesan 200
5.14.3.3.3.1 L PO 200
5.14.3.3.3.2 = TR 200
5.14.3.3.3.3 N O TR 201
5.14.3.3.34 O S [T TR 201
5.14.3.3.3.5 DELETE ...ttt ettt ettt ettt e e et e e e e b e e e e ebaee s s eabeeesesbaeessasaeessbeeessansesessarenas 201
5.143.4 V7= 0 0 (o) o= (0] o 202
514341 [ g1 0 T (1702 1 IR 202
5.14.3.4.2 (R Ss 0 10 ge =X o <L T o TR (T o] o 202
5.14.3.4.3 RESOUIMCE MELNOUS.........eeeieiiteiee ettt e e e st e e s et e e s e sate e e s sabeeesasbbeeesastesesanseeesasrenesan 202
5.14.3.43.1 N[0 IR {10z o A RYI =N = O] I 202
5.14.3.4.3.2 NOLIfICATION VIAWEDSOCKEL. ...ttt ettt e et e s eae e e s sabe e e s enbaeeeeanes 202
5144 USEO FEALUIES........eeieeieie e eeeeee ettt ee e e e ettt e e e et et e s et e e s s bae e s e sbeeesaaaseessabeeesesbesssassseessabesessanbenssssseessssbenesan 203
5.15 M SISONLESSIMOSITIS AP ...ttt e ettt e e st e s e et e e e s eaae e e saaaeeessabaeesesaaessasseesssnteesssssenessssbanasan 203
5151 OVEIVIBW .ttt ettt e ettt e e e ettt e e e eat et e s eaaeeassaseeessaseesssasesassssbesesaseesssasaseessaseeesstesssassseessasbeeessnsensesanes 203
5.15.2 (D F = 1101016 (< IR 203
515.21 INOLIfi CBLION BLALYPES ...ttt ettt b e bbb et b ettt b e 203
515211 (g1 0o (87011 o] TR 203
5.15.2.1.2 Type: MSisdNLessMOSMSNOLIFICALION ........cccuieiieieceesee e e 203
5.15.2.1.3 Type: MsisdnLessMoSMSNOtifiCalioNREPIY ........ceeeeereeriiece e e 204
5.15.3 RESOUICE SITUCTUI ...ttt e e e e s et e e e e e s e s ba b e e e e e e e eesaaababeeeseeesassbabaeeeeesseasabbeneeaseeanan 204
5.15.3.1 (CT< 1 = PR 204
5.15.3.2 MSISDN-1€SS MO SMS NOLHICATION. ....ccveiirie ittt ettt e st s st e s sae s sbessrbe s saressnree s 204
5.15.3.2.1 (g1 00 (87011 o] TR 204
5.15.3.2.2 RESOUICE TEFINITION.......eeeiei ittt ettt e e s e e e e st e e s e st e e e s sabeeessssbeeesasbesessssneesseseneesan 205
5.15.3.23 RESOUICE MELNOUS.........eeeieiiteiee ettt e et e e et e e e st e e s eeateeessabaeessssbeeesastesesessenesssseneesan 205
5.15.3.23.1 NOLTICLTON VIAPOST ...ttt ettt e e s st e e e e aa e e e sbe e e s s sbeessestnesssssanesssbenessanes 205
5154 USEO FEALUIES........eeieeieeiee et e ettt e et e e e et e e e et et e e et e e e s bee e e e stesesasaseessbeeesesbesssasaseessabesessasbensssssnessssbenesan 205

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 15 ETSI TS 129 122 V15.4.0 (2019-07)

6 RS o 1 S 205
7 Using ComMmMON APl FramEWOTK............coiieeiiii ettt e e et e st stesreetesneeneennesneens 206
7.1 LT 0T O PP U PP UPTURURRRRRTTN 206
7.2 SECUMILY ..ot eeeee e eee e eeeeeeeeee e ee e eseee e e eeeeeeeeeeee s eeeee e eeeee e esese e s eesee e s eeeeeseeeeeeseseeseeseseeeeenesenan 206
Annex A (normative): OpenAPI representation for the APIs defined in the present

[0 (ool ] 0 1= SR 207
A.l LT 0T O P P SU PP UPTURUSRRPTN 207
A.2 Data Types applicable tO SEVEral APIS........ciiiiiieeete et b e sr e ebesne e 207
A3 MONITOMTNGEVENT AP ...ttt ettt et b et h b e h e b e s e bt se e st e b e st bt sb e e ebesb e e ebeebenneneas 214
A4 ResourceM anagementOFfBAL AP .........oo ittt e eb e ne e 223
A5 ChargeabIEPAITY AP ... bbb bbbt 227
A.6 NIDD AP ettt ettt e et e sk et e e he e e ek et e ke e ook et e Re e e eheeeahe e e eheeeane e eabeeeaneeebeeene e e aneeenee s 232
A7 DTSV oY W00 = 1 1o 1 A S 242
A.8 GMDVIAMBMS APIS.......ceeei ettt b ettt e et et b e s bt bt e s e e e et see b e besaeebe e e enneneen 247
A81 GMDVIAMBMSDYMB2 API ...ttt sh e bt e e et et sb e ne e e e 247
A.8.2 GMDVIAMBMSDYXIMB API ...ttt sttt et b bttt sb e ennennen 257
A9 REPOrtiNGNEIWOIrKSIBLUS AP ......ooeieeee ettt teeee et e ene e eseesseenseeneesnaesneesnaesnnes 266
A.10 (0101 101V T 11 0T AN 270
A1l PFAM@NEGEMENT AP ...ttt bbbt b b et b bbbt e et b et n e ens 278
A.12 (O 2 (00011 o = PR ST 285
A.13 NPCONFIGUIBLTON AP ...ttt bbb b et b e e bbbt bt b e se b et se b nn e enis 287
A.l4 ASSESS ONWITNQOS AP ...t ettt sttt e et e s e et e e besaeebe e e ene e e e ntesbesreeneeneeneeneenees 292
A.15 MSISONLESSMOSINIS AP ...ttt e e et et e e et e e et e beseeebesaeese e e e e eneeseeseesneeneeneenseses 298
Annex B (informative): ChangehiStOry ..o 300
L 1S 0] Y 307

ETSI



3GPP TS 29.122 version 15.4.0 Release 15 16 ETSI TS 129 122 V15.4.0 (2019-07)

Foreword

This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present specification describes the protocol for the T8 reference point between the SCEF and the SCS/AS. The T8
reference point and the related stage 2 functional requirements are defined in 3GPP TS 23.682 [2].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.682: " Architecture enhancements to facilitate communications with packet data
networks and applications’.

[3] 3GPP TS 23.032: "Universal Geographical Area Description (GAD)".

[4] IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".

[5] IETF RFC 7159: "The JavaScript Object Notation (JSON) Data I nterchange Format”.

[6] Hypertext Transfer Protocol (HTTP) Status Code Registry at IANA,
http://www.iana.org/assignments/http-status-codes.

[7] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

(8] IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[9] 3GPP TS 29.154: " Service capability exposure functionality over Nt reference point".

[10] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point”.

[11] 3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with
packet data networks and applications’.

[12] 3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node
(SGSN) interfaces for interworking with packet data networks and applications”.

[13] 3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application
Function (AF) and Protocol Converter (PC)".

[14] 3GPP TS 23.003: "Numbering, addressing and identification".

[15] IETF RFC 3339: "Date and Time on the Internet: Timestamps".

[16] IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[17] IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".

[18] IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests'.

[19] IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests'.

[20] IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".
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[21] IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication”.

[22] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[23] 3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St
reference point".

[24] 3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF)
and Service Capability Server (SCS)".

[25] 3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks
and applications’.

[26] 3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".

[27] Open AP Initiative, "OpenAPI 3.0.0 Specification”, https://github.com/OAI/OpenAPI -
Specification/blob/master/versions/3.0.0.md.

[28] IETF RFC 1166: "Internet Numbers'.

[29] IETF RFC 5952: "A recommendation for |pv6 address text representation”.

[30] 3GPP TS 29.153: " Service capability exposure functionality over Ns reference point”.

[31] 3GPP TS 24.250: "Protocol for Reliable Data Service between UE and SCEF; Stage 3".

[32] IETF RFC 6455: "The Webhsocket Protocol”.

[33] 3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node
(SGSN) related interfaces based on Diameter protocol”.

[34] 3GPP TS 29.338: "Diameter based protocols to support Short Message Service (SMS) capable
Mobile Management Entities (MMEs)".

[35] 3GPP TS 33.187: " Security aspects of Machine-Type Communications (MTC) and other mobile
data applications communications enhancements’.

[36] 3GPP TS 29.468: " Group Communication System Enablersfor LTE (GCSE_LTE);MB2
Reference Point;Stage 3".

[37] 3GPP TS 29.116: "Presentational state transfer over xMB reference point between Content
Provider and BM-SC".

[38] IETF RFC 5789: "PATCH method for HTTP".

[39] IETF RFC 7396: "JSON Merge Patch".

[40] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[41] YAML (10/2009): "YAML Ain't Markup Language (YAML™) Version 1.2",
http://www.yaml.org/spec/1.2/spec.html.

[42] 3GPP TS 29.572: "5G System; Location Management Services; Stage 3".

[43] 3GPP TS 23.040: "Technical redlization of the Short Message Service (SMS)".

[44] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[45] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

[46] IETF RFC 6733: "Diameter Base Protocol”.

[47] 3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".

[48] 3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".

[49] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
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[50] 3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[51] IETF RFC 6749: "The OAuth 2.0 Authorization Framework™.
[52] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[53] 3GPP TS 33.122: " Security Aspects of Common API Framework for 3GPP Northbound APIS'.
[54] 3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
[55] 3GPP TR 21.900: "Technical Specification Group working methods'.

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in

3GPP TR 21.905 [1].

3.2 Abb

reviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in

3GPP TR 21.905 [1].

AF
AS
ASP
BDT
CAPIF
CP
DDN
DL
eNB
GMD
IWK-SCEF
JSON
MIME
MT
MTC
NIDD
NP
PCRF
PDN
PFD
PFDF
RCAF
REST
SACH
SCEF
SCS
TAI
TLTRI
YAML

Application Function

Application Server

Application Service Provider
Background Data Transfer

Common API Framework
Communication Pattern

Downlink Data Notification
Downlink

Evolved Node B

Group Message Delivery
Interworking SCEF

JavaScript Object Notation
Multipurpose Internet Mail Extensions
Mobile Terminated

Machine Type Communications
Non-IP Data Delivery

Network Parameter

Policy and Charging Rule Function
Packet Data Network

Packet Flow Description

Packet Flow Description Function
RAN Congestion Awareness Function
Representational State Transfer
Service Announcement Channel
Service Capability Exposure Function
Services Capability Server

Tracking Area |dentity

T8 Long Term Transaction Reference ID
YAML Ain't Markup Language
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4 T8 reference point

4.1 Overview

The T8 reference point is between the SCS/AS and the SCEF. It specifies APIs that allow the SCS/AS to access the
services and capabilities provided by 3GPP network entities and securely exposed by the SCEF.

This document al so specifies the procedures triggered at the SCEF by API requests from the SCS/AS and by event
notifications received from 3GPP network entities.

The stage 2 level requirements and signalling flows for the T8 reference point are defined in 3GPP TS 23.682 [2].
The T8 reference point supports the following procedures:

- Monitoring Procedures

- Procedures for resource management of Background Data Transfer

- Procedures for changing the chargeable party

- Proceduresfor Non-IP Data Delivery

- Proceduresfor Device Triggering

- Proceduresfor Group Message Delivery

- Procedures for Reporting of Network Status

- Procedures for Communication Pattern Parameters Provisioning

- Procedures for PFD Management

- Procedures for Enhanced Coverage Restriction Control

- Procedures for Network Parameter Configuration

- Procedures for setting up an AS session with required QoS

- Procedures for MSISDN-less Mobile Originated SMS

4.2 Reference model

The T8 reference point resides between the SCEF and the SCS/AS as depicted in figure 4.2.1. The overall SCEF
architecture is depicted in subclause 4.2 of 3GPP TS 23.682 [2].

NOTE: The SCS/AS can be provided by the third party.

SCS/AS

T8

SCEF

Figure 4.2.1: T8 reference model
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4.3 Functional elements

43.1 SCEF

The SCEF is afunctional element, which provides a means to securely expose the services and capabilities provided by
3GPP network interfaces. The SCEF provides access to network capabilities through homogenous application
programming interfaces.

Individual instances of SCEF may vary depending on what service capabilities are exposed and what API features are
supported.

The SCEF shall protect the other PLMN entities (e.g. HSS, MME) from requests exceeding the permission arranged in
the SLA with the third-party service provider.

When needed, the SCEF supports mapping between information exchanged with SCS/AS (e.g. geographical identifiers)
and information exchanged with internal PLMN functions (e.g. cell-1d, eNB-Id, TAI, MBMS SAI etc.). This mapping is
assumed to be provided by the SCEF based on local configuration data.

43.2  SCS/AS

The SCSisthe entity, which connects MTC application servers to the 3GPP network to enable them to communicate
through specific 3GPP defined services with UEs used for MTC and with the SCEF in the HPLMN. The SCS offers
capabilities for use by one or multiple MTC application servers. The MTC applicationsin the external network are
hosted on one or more Ass.

An SCS/AS can get services from multiple SCEFs, and an SCEF can provide service to multiple SCS/AS.
The SCSis controlled by the operator of the HPLMN or by a MTC Service Provider.

The AS can be controlled by a 3 party.

4.4 Procedures over T8 reference point

441 Introduction

All procedures that operate across the T8 reference point, as specified in 3GPP TS 23.682 [2], are specified in the
following subclauses.

4.4.2 Monitoring Procedures

4421 General

The procedures are used to perform event monitoring fucntion via the T8 inteface, which include:
- Monitoring event configuration as specified in subclause 4.4.2.2;
- Monitoring event report as specified in subclause 4.4.2.3; and

- Network initiated notification of monitoring event cancellation as specified in subclause 4.4.2.4.
4.4.2.2 Monitoring Events Configuration

44221 General

In order to subscribe a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the
SCEF to the resource "Monitoring Event Subscriptions'. The body of the HTTP POST message shall include:

-  SCS/AS Identifier;
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- Monitoring Type;
- Notification Destination Address; and

- one of External Identifier or MSISDN or External Group Identifier, the External Identifier or MSISDN indicates
the subscription for an individual UE and the External Group Identifier indicates a group of UEs.

- Inaddition, the HTTP POST request may include:
- Maximum Number of Reports;
- Monitoring Duration indicated by the property "monitorExpireTime";
- Group Reporting Guard Time.

If the Subscription_modification feature is supported, the SCSYAS may send an HTTP PUT message, in order to update
an existing monitoring event subscription, the SCSYAS may send an HTTP PUT message to the resource "Individual
Monitoring Event Subscription” replacing all propertiesin the existing configuration.

For one-time monitoring request, the SCS/AS shall include the Maximum Number of Reports with the value be set to 1,
and shall not include the Monitoring Duration in the HT TP request message sent to the SCEF.

Upon receipt of the HTTP POST or PUT request message, if the SCS/AS is authorized to perform the request, the
SCEF shall check whether the parameters (e.g. Maximum Number of Reports, Monitoring Duration, Maximum
Latency, Maximum Response Time, Suggested number of downlink packets) in the HT TP request body are within the
range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

- ether rgject the request message by sending an HT TP response to the SCS/AS with a status code set to 403
Forbidden and may indicate the "PARAMETER_OUT_OF RANGE" error in the "cause" attribute of the
"ProblemDetails' structure and indicate which parameters are out of the range in the "invalidParams' attribute of
the "ProblemDetails" structure; or

- modify the parameters which are not within the range by selecting different values which are in the range.

For individual UE configuration request, the SCEF shall also check whether the Idle Status Indication isincluded for
UE reachability event, if the Idle Status Indication is received in the request but not supported by the network, the SCEF
may reject the request message by sending an HTTP response to the SCS/AS with a status code set to 403 Forbidden,
and may indicate the "IDLE_STATUS UNSUPPORTED" error in the "cause" attribute of the "ProblemDetails"
structure.

If the SCEF receives an HTTP POST request to create a subscription resource for a monitoring event, but without an
indication of the support for the feature corresponding to the monitoring event, the SCEF shall reject the request by
sending a"400 Bad Request" HTTP error response with the application error "EVENT_FEATURE_MISMATCH".

If the SCEF receives an HTTP POST request to create a subscription resource for a monitoring event that it does not
support, the SCEF shall reject the request by sending a 500 Internal Server Error* HTTP error response with the
application error "EVENT_UNSUPPORTED".

After validation, the SCEF shall store the parameters and

- may assign an SCEF Reference ID related to the created monitoring event subscription resource; and based on
operator policies, shall

- map the accuracy into permissible granularity for location reporting event;

- map thelocation areainto alist of cells, eNodeB(s) and/or RAI(s)/TAI(s) and derive the corresponding
MME(s)/SGSN(s), for number of UES present in a geographic area event.

In order to delete a previous active configured monitoring event subscription at the SCEF, the SCS/AS shall send an
HTTP DELETE message to the SCEF to the resource "Individual Monitoring Event Subscription™ which is received in
the response to the request that has created the monitoring events subscription resource. The SCEF shall detemine the
SCEF Reference ID related to the active monitoring subscription resource.
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44222 Monitoring Events Configuration via HSS

442221 General

The following monitoring events. Loss of connectivity, UE reachability, Location Reporting, Change of IMSI-
IMEI(SV) Association, Roaming Status, Communication Failure and Availability after DNN Failure are applicable for
the monitoring event configuration via HSS for an individual UE or a group of UES.

Only one-time reporting is supported if the "reachabilityType" attribute setsto "SMS' for the event UE reachability, if
the "locationType" attribute setsto "LAST_KNOWN_LOCATION" for the event Location Reporting in the monitoring
event request.

442222 Configuration Request for an individual UE

Upon receipt of the request from the SCS/AS, if the configuration request from the SCS/ASisfor an individual UE, the
SCEF shall interact with the HSS via S6t as specified in 3GPP TS 29.336 [11].

Upon receipt of the successful response from the HSS,

- if itisaone-time monitoring request and the monitoring event report is received, the SCEF shall delete the
associated configuration, send the HTTP POST response message to the SCS/AS with a”200 OK" status code
and including the received monitoring event report.

- otherwise, the SCEF shall,

- for HTTP POST request, create aresource "Individual Monitoring Event Subscription” addressed by the URI
that contains the SCS/AS identifier and an SCEF-created subscription identifier, and send an HTTP POST
response to the SCS/AS with a 201 Created" status code, the final suggested configuration parameter(s) (if
modified), the indication(s) for the discarded parameter(s) (if discarded), the monitoring event report if
received and alocation header field containing the URI for the created resource.

- for HTTP PUT request, update the active resource "Individual Monitoring Event Subscription" addressed by
the URI and send an HT TP response to the SCS/AS with a"200 OK" status code, the final suggested
configuration parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded) and
the monitoring event report if received.

- for HTTP DELETE request, delete the active resource "Individual Monitoring Event Subscription" addressed
by the URI and send an HTTP response to the SCS/AS with a"204 No Content" status code, or a"200 OK"
status code and including the monitoring event report if received.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create, update or delete the
resource and shall respond to the SCS/AS with a status code set to "500 Internal Server Error".

4.4.2.2.2.3 Configuration Request for a group of UEs

Upon receipt of the request from the SCS/AS, if the External Group Identifier isincluded in the configuration request
from the SCS/AS, then the monitoring configuration is for agroup of UEs. The SCEF shall interact with the HSS via
S6t as specified in 3GPP TS 29.336 [11].

Upon receipt of the successful response indicating that group processing isin progress from the HSS before beginning
the processing of individual UES, the SCEF shall,

- for HTTP POST request, create aresource "Individual Monitoring Event Subscription” addressed by a URI that
contains the SCS/AS identity and an SCEF-created subscription identifier, store the number of UESreceived in
the response message from the HSS within the resource and send an HTTP POST response to the SCS/AS
including alocation header field containing the URI for the created resource and "201 Created" status code to
acknowledge the SCS/AS of the successful group processing regquest.

- for HTTP PUT request, update the active resource "Individual Monitoring Event Subscription" addressed by the
reguested URL, and send 200 OK" status code to acknowledge the SCS/AS of the successful group processing
request.

- for HTTP DELETE request, delete the active resource "Individual Monitoring Event Subscription" addressed by
the requested URI and send an HTTP response to the SCSYAS with "204 No Content" status code.
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If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create, update or delete the
resource and shall respond to the SCS/AS with a status code set to "500 Internal Server Error".

Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall perform as follows:

- if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message to the
SCS/AS including areference to the related monitoring subscription, alist of configuration failure result if
received for the group members, and the "monitoringEventReports' attribute including a list of monitoring event
reportsif received for the group members;

- otherwise, the SCEF shall accumulate al of the configuration results and/or monitoring event reports received
from the HSS for the group members until the Group Reporting Guard Time expires. Then the SCEF shall send
an HTTP POST request message to the SCS/AS including a reference to the related monitoring subscription, and
alist of configuration failure result if received for the group members, and the " monitoringEventReports®
attribute including alist of monitoring event reports at the Group Reporting Guard Time.

The SCS/AS shall send an HTTP POST response to acknowl edge the SCEF about the handling result of the received
HTTP POST request.

44223 Monitoring Events Configuration directly via MME/SGSN

The monitoring event Number of UESin a geographic areais applicable for the monitoring event configuration via
MME/SGSN. Only one-time reporting is supported for this event with the value of Maximum Number of Reports
indicated by "maximumNumberOfReports’ setsto 1.

Upon receipt of the HTTP POST request from the SCS/AS, the SCEF shall
- resolve the location areato the involved SGSN(s)/MME(s) by local configuration;

- interact with the HSS via the S6t interface as specified in 3GPP TS 29.336 [11] if the External Group ID(s) is
included; and

- interact with the SGSN(s)/MME(s) viathe T6alb inteface as specified in 3GPP TS 29.128 [12].

After collecting responses from the SGSN(s)/MME(s), if the SCEF does not receive any successful response from the
involved SGSN(s)/MME(s), the SCEF shall respond to the SCS/AS with a status code set to 500 Internal Server Error;
otherwise the SCEF should send 200 OK status code to acknowledge the SCS/AS with one aggregated report in the
requested area by including the total count of number of UEsin the "ueCount” attribute and the External |dentifier(s) (if
available) or the MSISDN(s) (if available) associated with External Group ID.

NOTE: Itispossiblethat the number of UES does not reflect the actual number of UEs in the designated area (e.g.
some SGSN(s)/MME(s) do not respond successfully). The SCEF still provides the result to the SCS/AS if
at least one SGSN/MME returns successful response.

44224 Monitoring Events Configuration via PCRF

44224.1 General

The following monitoring events: the location reporting event and communication failure event are applicable for the
monitoring event configuration via PCRF for an individua UE.

If monitoring event configuration via PCRF is used for a subscription resource, the Subscription_modification feature
cannot be supported.

Only the location reporting event is applicabe for the monitoring event configuration via PCRF for a group of UEs.
Only one-time reporting is supported for the monitoring event configuration via PCRF.

HTTP PUT is not supported for the monitoring event configuration via PCRF. If it is received, the SCEF shall reject the
HTTP PUT message with 403 Forbidden during monitoring and may indicate the "OPERATION_PROHIBITED" error
inthe "cause" attribute of the "ProblemDetails" structure.
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442242 Configuration Request for an individual UE

Upon receipt of the HTTP POST request from the SCS/AS, if the configuration request from the SCS/ASisfor an
individual UE, the SCEF shall:

- interact with the PCRF viathe Rx inteface by using existing AF session or establishing a new AF session as
specified in 3GPP TS 29.214 [10];

NOTE 1: The SCEF can derive the service information over the Rx interface based on SCS/AS ID for
communication failure event.

- after receiving the AAA message from the PCRF, create a resource which represents the monitoring event
configuration, addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription
identifier; and

- send a corresponding status code to acknowledge the SCS/AS of the successful processing request inthe HTTP
response message.

Then the SCEF shall wait for the reporting from the PCRF as specified in 3GPP TS 29.214 [10].

NOTE 2: Different events can be reported in different messages according to 3GPP TS 29.214 [10], e.g. STR/RAR
for communication failure.

During configuration resource deletion, the SCEF shall also terminate the AF session if it was established and used only
for event monitoring.

4.4.2.2.4.3 Configuration Request for a group of UEs

Upon receipt of the HTTP POST request from the SCS/AS, if the configuration request from the SCS/AS isfor agroup
of UEs, the SCEF shall:

- interact with al PCRFsin the same PLMN via Nta application of Nt inteface as specified in
3GPPTS29.154 [9];

- dfter collecting ECA message from all PCRFs, create a resource which represents the monitoring event
configuration, addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription
identifier; and

- send a corresponding status code to acknowledge the SCS/AS of the successful processing request inthe HTTP
response message.

Then the SCEF shall wait for the reporting from the PCRF(s) as specified in 3GPP TS 29.154 [9].

4423 Reporting of Monitoring Event Procedure

Upon receipt of the Monitoring Event Report from the HSS or the MME/SGSN as defined in subclause 5.6.3 or
subclause 5.6.8 of 3GPP TS 23.682 [2], from the PCRF as defined in subclause 5.6.5 or from the IWK-SCEF as defined
in subclause 5.6.8 of 3GPP TS 23.682 [2], the SCEF shall determine the monitoring event subscription associated with
the corresponding Monitoring Event Report.

If the monitoring event subscription refers to a Monitoring Event Configuration for a single UE or the monitoring event
subscription refers to a group-based Monitoring Event configuration, and if no Group Reporting Guard Time was set,
then the SCEF shall send an HTTP POST message including the link to the SCEF-created subscription resource and the
received Monitoring Event Report to the identified destination. If the monitoring event subscription refers to a group-
based Monitoring Event Configuration, and if Group Reporting Guard Time was provided during the Monitoring Event
configuration procedure, then the SCEF shall accumulate all of the received Monitoring Event reports for the group of
UEs until the Group Reporting Guard Time expires or the monitoring duration indicated by the property
"monitorExpireTime" is reached.

Upon expiration of Group Reporting Guard Time or upon reach of the monitoring duration, the SCEF shall send an
HTTP POST message to the identified destination including the link to the SCEF-created subscription resource and a
list of accumulated Monitoring Event Reports for each UE identified by either External Identifier or MSISDN. The
destination URL of the HTTP POST is provided by the SCS/AS during the Monitoring Event Configuration procedure.
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If the monitoring event subscription refers to a one-time monitoring request or a continuous monitoring request but the
maximum number of reportsis reached, the SCEF shall determine the reporting is completed, and then delete the
corresponding subscription resource "Individual Monitoring Event Subscription”. In addition, the SCEF shall interact
with the HSS to del ete the event configuration if the event configuration was performed via the HSS but event reports
were performed viathe SGSN/MME. The SCEF determines that the reporting for a group is completed by comparing
the total number of received reports with the number of UEs for the group (received from the HSS during event
configuration for a group of UES) multiplied by the maximum number of reports.

When the monitoring duration indicated by the property ""monitorExpireTime" isreached, the SCEF shall delete the
related event subscription and event configuration locally, the SCS/AS shall no longer address the corresponding
resource "Individual Monitoring Event Subscription”.

4424 Network-initiated Explicit Monitoring Event Deletion Procedure

Upon receipt of an identifier for the event to be deleted from the HSS as defined in 3GPP TS 29.336 [11], the SCEF
shall determine the subscription identifier associated with the indicated active monitoring subscription. Then the SCEF
shall delete the related resource "Individual Monitoring Event Subscription”, send an HTTP POST message including
the subscription identifier and a cancellation indication to the identified destination. The cancellation indication shall set
to "true" indicating to cancel the configured monitoring subscription. The destination URL of the HTTP POST is
provided by the SCS/AS during the Monitoring Event Configuration procedure.

NOTE: The above procedure can be triggered from the HSS due to parameter overwritten by Network Parameter
Configuration.

4.4.3 Procedures for resource management of Background Data Transfer

These procedures are used by an SCS/AS to perform the resource management of background data transfer (BDT) to a
set of UEs, i.e. the SCS/AS requests a time window and related conditions from the SCEF viathe T8 interface.

In order to create aresource for the background data transfer policy, the SCS/AS shall send an HTTP POST message to
the SCEF for the "BDT Subscription” resource to negotiate the transfer policy. The body of the HTTP POST message
shall include SCS/AS Identifier, Volume per UE (total volume for both DL and UL or separate volume for DL and/or
UL), Number of UEs, Desired Time Window and optionally alocation areainformation. After receiving the HTTP
POST message, if the SCS/AS is authorized, the SCEF shall map the SCS/AS Identifier to ASP Identifier and negotiate
the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response including the
determined transfer policies from the PCRF, the SCEF shall create aresource "Individual BDT Subscription” which
represents the BDT subscription, addressed by a URI that contains the SCS/AS identifier and an SCEF-created
subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a Location header field
containing the URI for the created resource and a message body, which may also include Reference ID and a set of
transfer policies. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to
refer to this background data transfer subscription. If the SCEF receives a response with an error code from the PCRF,
the SCEF shall not create the resource and shall respond to the SCS/AS with 500 Internal Server Error.

The SCS/AS may aso send an HTTP PUT message to the SCEF for the "Individual BDT Subscription™ resource to
request starting an update for negotiation of background data transfer policy. The body of the HTTP PUT message shall
include data as described in the POST message. After receiving such request, if the SCS/AS is authorized, the SCEF
shall negotiate the transfer policy with the PCRF as defined in 3GPP TS 29.154 [9]. After receiving the response
including the determined transfer policies from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a
corresponding status code and may include Reference ID and a set of transfer policies. If the SCEF receives a response
with an error code from the PCRF, the SCEF shall not update the resource and shall respond to the SCS/AS with 500
Internal Server Error.

NOTE 1: The SCEF startsanew BDT policy negotiation in the Nt interface by sending the request to the PCRF
without the previoudly associated BDT Reference ID.

If more than one policy isincluded in the HTTP response, the SCS/AS shall send an HTTP PATCH message to inform
the SCEF for the "Individual BDT Subscription” resource of the transfer policy selected by the SCS/AS. After receiving
the HTTP PATCH message, the SCEF shall send an HT TP response to the SCS/AS with a corresponding status code
and interact with the PCRF as defined in 3GPP TS 29.154 [9]. If the SCEF identifies any error (e.g. selected policy is
not within the set of transfer policies), the SCEF shall not update the resource and shall respond to the SCS/AS with 500
Internal Server Error.
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The SCS/AS may also send an HTTP DELETE message to the SCEF for the "Individual BDT Subscription” resource
requesting to remove an individual resource identified by the URI received in the response to the request that has
created resource a URI. After receiving such request, the SCEF shall delete the resource and send an HTTP response to
the SCS/AS with a corresponding status code.

NOTE 2: The SCEF can aso remove the resource when the last window end time in transfer policies expires.

4.4.4 Procedures for changing the chargeable party at session set up or
during the session

This procedureis used by an SCS/AS to either request to sponsor the traffic from the beginning or to request becoming
the chargeable party at alater point in time viathe T8 interface.

When setting up the connection between the AS and UE via the SCEF, the SCS/AS shall send an HTTP POST request
to the SCEF for the " Chargeable Party Transactions’ resource requesting to become the chargeabl e party for the session
to be set up. The body of the HTTP POST message shall include SCS/AS Identifier, UE | P address, IP Flow
description, Sponsor ID, ASP ID, Sponsoring Status, notification destination URI identifying the recipient of
notification within the "notificationDestination™ attribute and may include time period and/or traffic volume used for
sponsoring. The SCS/AS may also request to activate a previously selected policy of background data transfer by
including Reference ID in the body of the HTTP POST message. If the flow information known by the SCS/ASis
related to an Ethernet PDU session and if the EthChgParty 5G feature is supported, the UE MAC address shall be
included instead of UE |P address, and in addition the Ethernet Flow description shall be included instead of the IP
Flow description.

After receiving the HTTP POST message, if the authorization performed by the SCEF is successful, the SCEF shall act
as an AF to interact with the PCRF viathe Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] to
trigger a PCRF initiated IP-CAN Session Modification. The SCEF may map the SCS/AS Identifier to AF Application
Identifier and may request to be notified about the traffic plane status (e.g. USAGE_REPORT).

After receiving a successful response from the PCRF, the SCEF shall create aresource "Individual Chargeable Party
Transaction”, which represents the chargeable party transaction, addressed by a URI that contains the SCS/AS identity
and an SCEF-created transaction identifier, and shall respond to the SCS/AS with a 201 Created message, including a
Location header field containing the URI for the created resource. The SCS/AS shall use the URI received in the
Location header in subsequent requests to the SCEF to refer to this chargeable party transaction. |f the SCEF receives a
response with an error code from the PCRF, the SCEF shall not create the resource and respond to the SCS/AS with a
status code set to 500 Internal Server Error.

In order to update the sponsoring status of an established AS session, the SCS/AS shall send an HTTP PATCH message
to the SCEF for the "Individual Chargeable Party Transaction" resource requesting to change Sponsoring Status. When
receiving the HTTP PATCH message, the SCEF shall make the change and interact with the PCRF to modify the Rx
session as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]. After receiving the response with successful result
code from the PCRF, the SCEF shall send an HTTP response to the SCS/AS with a 200 OK status code and the result in
the body of the HT TP response. The accumulated usage received from the PCRF shall be included if the SCS/AS
requested to disable the sponsoring. If the SCEF receives aresponse with an error code from the PCRF, the SCEF shall
not update the resource and respond to the SCS/AS with a status code set to 500 Internal Server Error.

If the SCEF receives atraffic plane notification (e.g. the usage threshold is reached or transmission resource lost), or if
the SCEF gets informed that the Rx session is terminated (e.g. due to arelease of PDN connection), the SCEF shall
send an HTTP POST message including the notified event (e.g. session terminated) and the accumulated usage to the
SCS/AS identified by the notification destination URI received during session setting up. The SCS/AS shall respond
with an HTTP response to confirm the received natification.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual Chargeable Party Transaction" resource. After receiving the HTTP DELETE message, the SCEF shall
remove all properties of the resource and interact with the PCRF to terminate the Rx session (as defined in

3GPP TS 29.214[10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an
HTTP response to the SCS/AS with a 204 No Content status code and the accumulated usage.
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4.4.5 Procedures for Non-IP Data Delivery

4451 General

This procedure is used by an SCS/AS to support the Non-IP Data Delivery (NIDD) via SCEF. It performsthe NIDD
configuration viathe T8 interface. It also includes the mobile terminated (MT) and mobile originated (MO)
communication with UEs viathe T8 interface. It also includes the group message delivery viaMT NIDD viathe T8
interface.

Error handling for the proceduresin this subclause shall be handled based on subclause 5.2.6.
4.45.2 NIDD Configuration

44521 NIDD Configuration for a single UE

For aNIDD configuration creation, the SCS/AS shall send an HTTP POST message to the SCEF for the "NIDD
configurations® resource. The body of the HTTP POST message shall include External Identifier or MSISDN, SCS/AS
Identifier, notification destination URI identifying the recipient of notification within the " notificationDestination™
attribute and may include NIDD Duration, PDN Connection Establishment Option and Reliable Data Service
Configuration. In addition, the SCS/AS may send non-IP data and its associated parameters (e.g. Priority) as described
in subsclause 4.4.5.3.1 in the NIDD configuration creation request. The Reliable Data Service Configuration includes
port numbers on UE and SCEF that are used to identify specific applications for data transfer between UE and SCS/AS
and an indication if reliable data service acknowledgement is enabled or not.

Upon receipt of the HTTP POST request from the SCS/AS to create aNIDD configuration, the SCEF shall check
whether the SCS/AS is authenticated and authorized to create NIDD configuration, and a so authorize the NIDD
configuration. If authorization is successful, the SCEF shall interact with the HSS via S6t as specified in

3GPP TS 29.336 [11]. Upon receipt of the successful response from the HSS, the SCEF shall store the UE identity
(IMSI and External Identifier or MSISDN) which is associated with the External Identifier or MSISDN and create a
resource "Individual NIDD configuration", which represents the NIDD configuration, addressed by a URI that contains
the SCS/AS identity and an SCEF-created NIDD configuration identifier, and shall respond to the SCS/AS with a 201
Created message, including a L ocation header field containing the URI for the created resource. The body of the
response message shall include Maximum Packet Size and may include Reliable Data Service Indication. When the
SCS/AS receives the URI in the Location header, it shall use this URI in subsequent reguests to the SCEF to refer to
this NIDD configuration.

If the SCS/AS includes an downlink non-1P data together with the NIDD configuration creation, the SCEF shall also
create an "Individual NIDD downlink data delivery" sub-resource and send each of the sub-resouce within the " self"
attribute in the "niddDownlinkDataT ransfers" attribute together with the created resource "Individual NIDD
configuration" which included in the Location header field in the HTTP POST response. When the SCS/AS receives the
URI the "self" attribute in the "niddDownlinkDataTransfers" attribute, it shall use this URI in subsequent requests to the
SCEF to refer to this downlink data delivery transfer.

After sending the HTTP response to NIDD configuration request, the SCEF shall perform the procedure for individual
MT NIDD as described in subclause 4.4.5.3.1.

NOTE: Any further interaction with the SCS/AS for the piggybacked individual MT NIDD is performed by the
notification of NIDD downlink data delivery status.

For aNIDD configuration modification, the SCS/AS shall send an HTTP PATCH message to the SCEF for the
"Individual NIDD configuration” resource, using the URI received in the response to the request that has created the
NIDD configuration resource. Upon receipt of the HTTP PATCH request from the SCS/A S to update the parameters of
the NIDD configuration, the SCEF shall check whether the SCS/AS is authenticated and authorized to update NIDD
configuration. If the authorization is successful, the SCEF shall verify that the resource to be modified already exists as
identified by the URI. If the NIDD configuration resource is found, the SCEF shall update the NIDD configuration as
requested. Upon successful update of the requested NIDD configuration including the interaction with the HSS via S6t
as specified in 3GPP TS 29.336 [11], the SCEF shall respond to the SCSYAS with a 200 OK success message indicating
that the NIDD configuration resource was successfully updated.

For aNIDD configuration cancellation, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual NIDD configuration” resource, using the URI received in the response to the request that has created the
NIDD configuration resource. Upon receipt of the HTTP DELETE message from the SCS/AS, the SCEF shall check
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whether the SCS/AS is authenticated and authorized to delete NIDD configuration. If the authorization is successful, the
SCEF shall verify that the NIDD configuration resource identified by the URI aready exists. If the configuration
resource exists, the SCEF shall delete the requested configuration, and perform related NIDD procedure to EPC
network elementsif applicable. Upon successful deletion of requested NIDD configuration including the interaction
with the HSS via S6t as specified in 3GPP TS 29.336 [11], the SCEF shall respond to the SCSYAS with a 200 OK
success message indicating that the NIDD configuration was successfully cancelled. As an alternative to the 200 OK
success message, the SCEF may send a 204 No Content success message without any message content to the SCS/AS.

When the NIDD Duration expires, the SCEF may remove the associated NIDD configuration resource and all
individual downlink data delivery resources under such NIDD configuration.

44522 NIDD Configuration for a group of UEs

The NIDD configuration procedure for asingle UE as described in subclause 4.4.5.2.1 shall be applicable for a group of
UEs with the following differences:

- The External Group Identifier shall be included in the POST request instead of MSISDN or External Identifier.

- After receiving the response message from the HSS, the SCEF shall store the list of UE identifiers (IMSI and
External Identifier or MSISDN) which are associated with the External Group Identifier.

- The downlink non-1P datais not supported to be handled together with the NIDD configuration.
4.45.3 Mobile Terminated NIDD procedure

44531 Mobile Terminated NIDD for a single UE

If the SCS/AS needs to perform a downlink non-1P data delivery for asingle UE, the SCS/AS shall send an HTTP
POST message to the SCEF for the "NIDD downlink data deliveries' resource, identifying an existing NIDD
configuration resource as parent resource. The body of the HTTP POST message shall include External Identifier or
MSISDN and non-I1P data and may include PDN Connection Establishment Option, Reliable Data Service
Configuration, Maximum Latency and Priority. The Reliable Data Service Configuration includes port numbers on UE
and SCEF that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if
reliable data service acknowledgement is enabled or not.

Upon receipt of aHTTP POST request from the SCS/AS for a downlink data delivery for asingle UE, the SCEF shall:

- verify the NIDD configuration resource already exists based on the URI passed, if the configuration resource
does not exist, the SCEF shall respond a 404 Not Found response to reject the downlink data delivery, and

- check whether the SCS/AS is authorised to send NIDD requests, if not authorized, the SCEF shall respond a 401
Unauthorized response to reject the downlink data delivery, and

- check whether the non-1P packet sizeislarger than the Maximum Packet Size that was provided to the SCS/AS
during NIDD Configuration. If the packet is oversized, the SCEF shall respond a 403 Forbidden response with a
cause value "DATA TOO_LARGE" in the "cause" attribute of the "ProblemDetails" structure indicating
indicating received non-1P packet sizeislarger than "maximumPacketSize" of the NIDD configuration.

If all above checks are successful, the SCEF shall determine the EPS Bearer Context based on the APN associated with
the NIDD configuration and the User Identity. If the SCEF EPS bearer context is not found in the SCEF, depending on
PDN Connection Establishment Option received in the POST request or from NIDD configuration, the SCEF may:

- regject the request with an error message to the SCS/AS;

- send aDevice Trigger to the UE as described in subclause 4.4.6 without buffering the non-1P data and respond
the SCS/AS with a 500 Internal Server Error response; or

- buffer the non-1P data and create the "Individual NIDD downlink data delivery" sub-resource, then send a 201
Created response to the SCS/AS. The response message al so includes an indication of whether the Device
Trigger procedure (as described in subclause 4.4.6) was performed by the SCEF. A Location header shall be
included in the response message that provides the URI of the resource identifying thisindividual downlink data
delivery. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to
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refer to thisindividual downlink data delivery for possible replacement or cancellation. The non-1P data shall be
delivered when the non-1P PDN connection is established.

If the SCEF EPS bearer context isfound in the SCEF, the SCEF shall check if the SCS/AS has exceeded the quota or
rate of data submission considering the number of existing buffered non-I1P data and restriction in APN and serving
PLMN rate control. If quotais reached, the SCEF shall respond the SCS/AS with a 403 Forbidden response and a cause
value "QUOTA_EXCEEDED" in the "cause" attribute of the "ProblemDetails" structure indicating the reason for the
failure condition. If rate limit is reached, the SCEF shall respond the SCS/AS with 429 Too Many Requests.

If the check is passed, the SCEF shall continue the downlink non-1P data delivery procedure as the defined
3GPPTS29.128 [12].

If the non-IP data delivery was successful, the SCEF shall send a 200 OK response to the HTTP POST request
indicating the downlink non-1P data delivery is successful along with the acknowledge information; otherwise the SCEF
may:

- send a500 Internal Server Error and a cause value indicating the reason for the delivery failure; or
- if the MME/SGSN indicates UE is temporary not reachable, either:

1. buffer the non-IP data and and create the "Individual NIDD downlink data delivery" sub-resource, then send
a 201 Created response to the SCS/AS. The response may include a Regquested Re-Transmission time to
indicate the SCS/AS when the UE is expected to be reachable so that the SCEF re-transmits the buffered non-
IP data; or

2. send a500 Internal Server Error response without buffering the non-1P data, and include a cause value
indicating the downlink non-1P data delivery is perfomed but stopped since UE istemporarily unreachable.
The response may include a Requested Re-Transmission time to indicate the SCS/AS when the UE is
expected to be reachable so that the SCS/AS may prepare any re-transmission;

If the MT_NIDD_modification _cancellation feature is supported and the SCS/AS decides to replace the pending
downlink data delivery in the SCEF, the SCS/AS shall send an HTTP PUT message to the SCEF, using the URI
received in the response to the request that has created the individual downlink data delivery resource. The External
Identifier or MSISDN shall remain unchanged from previous values. Upon receipt of the HTTP PUT request from the
SCS/AS, the SCEF shall check whether a pending non-IP data exists with the same URI (i.e. resource exists). If itis
found, the SCEF shall replace it with the new non-IP data and continue waiting for any message from the MME/SGSN
for the UE indicating either the non-1P PDN connection is being established or the UE is reachable (such message may
be an MO NIDD); otherwise the SCEF shall respond 409 Conflict with a cause value "SENDING" in the "cause"
attribute of the "ProblemDetails" structure indicating replacement failure. If the buffered datais already delivered, the
SCEF shall respond with 404 Not Found and include a cause value a cause value "ALREADY _DELIVERED" inthe
"cause" attribute of the "ProblemDetails" structure indicating replacement failure.

If the MT_NIDD_modification _cancellation feature is supported and the SCS/AS decides to cancel the pending
downlink data delivery in the SCEF, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI
received in the response to the request that has created the individual downlink data delivery resource. Upon receipt of
the HTTP DELETE request from the SCS/AS, the SCEF shall check whether a pending request exists with the same
URI. If such non-I1P data has not been delivered, the SCEF shall remove the individual downlink data delivery resource
and respond with an HTTP 204 No Content response; otherwise the SCEF shall respond with 404 Not Found (i.e. data
already delivered) with a cause value "ALREADY _DELIVERED" in the "cause" attribute of the "ProblemDetails’
structure or 409 Conflict (i.e. data delivery ongoing) response with a cause value "SENDING" in the "cause" attribute
of the "ProblemDetails" structure, and include a cause value indicating cancellation failure.

If a pending non-1P datais delivered by the SCEF (e.g. due to non-IP PDN connection establishment), and the SCEF
gets the delivery result from the MM E/SGSN, the SCEF shall remove the "Individual NIDD downlink data delivery"
sub-resource and send an HTTP POST message to the SCS/AS, identified by the notification destination URI received
during the NIDD configuration, to notify the delivery result for the pending non-1P data. Upon receipt of the request,
the SCS/AS shall acknowledge the notification with an HTTP 200 OK or 204 No Content response.

During MT NIDD delivery, if the UE indicates no support for RDS and the SCEF previously indicated RDS is enabled
to the SCS/AS, the SCEF shall stop sending the non-IP data and send MT NIDD delivery notification with
"FAILURE_RDS DISABLED" delivery status.
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44532 Mobile Terminated NIDD for a group of UEs

If the SCS/AS needs to perform a downlink non-1P data delivery to agroup of UEs and if both the SCS/AS and the
SCEF support GroupM esageDelivery feature as defined in sublcause 5.6.4, the SCS/AS shall send an HTTP POST
request message to the SCEF for the "NIDD downlink data deliveries' resource, identifying an existing NIDD
configuration resource as parent resource. The body of the HTTP POST request message shall include the External
Group Identifier and the non-1P data, and may include Reliable Data Service Configuration, PDN Connection
Establishment Option and Maximum Latency.

Upon receipt of such an HTTP POST request from the SCS/AS requesting the group message delivery, the SCEF
checks whether the SCS/AS is authorised to send NIDD requests and whether the non-1P packet size islarger than the
Maximum Packet Size that was provided to the SCS/AS during NIDD Configuration. If any of those checks fails, the
SCEF shall respond a HT TP response with a cause val ue indicating the reason for the failure condition. If al checks are
successful, the SCEF shall create an "Individual NIDD downlink data delivery" resource and sends a 201 Created
response to the SCS/AS to acknowledge acceptance of the HTTP POST request.

Then for each authorized External |dentifier associated to the External Group Identifier which is retrieved from the HSS
during preceding NIDD configuration procedure (as specified in subclause 4.4.5.2.2), the SCEF shall determine the EPS
Bearer Context based on the APN associated with the NIDD configuration and the User Identity and continue the
procedure as described for MT NIDD for asingle UE in subclause 4.4.5.3.1 without sending downlink data delivery
status notification for any individual UE to the SCS/AS.

At the end of buffering (duration determined by the Maximum Latency or local policy) or after processing data delivery
for al UEsin the group, the SCEF shall send an HTTP POST message to SCS/ASto indicate the aggregated result of
data delivery of each UE. The body of the HTTP POST request message shall include MSISDN or External Identifier,
Retransmission Time (optional) and delivery result for each UE. Upon receipt of the request, the SCS/AS shall
acknowledge the request with an HTTP 200 OK or 204 No Content response.

The MT_NIDD_modification_cancellation feature is not supported for the group message delivery viaNIDD. If aPUT
or DELETE request is received for the "Individual NIDD downlink data delivery" resource which was created for a
group of UEs, the SCEF shall reject the message with 403 Forbidden response with a cause value
"OPERATION_PROHIBITED" in the "cause" attribute of the "ProblemDetails" structure.

During MT NIDD delivery, if the UE indicates no support for RDS and the SCEF previously indicated RDS is enabled
to the SCS/AS, the SCEF shall stop sending the non-1P data for the indicated UE. In the aggregated MT NIDD delivery
notification, the SCEF shall send "FAILURE_RDS DISABLED" delivery status for each failed UE.

4454 Mobile Originated NIDD procedure

When the SCEF receives the non-1P data from MME/SGSN (or IWK-SCEF) as defined in 3GPP TS 29.128[12], and
finds an SCEF EPS bearer context and the associated NIDD configuration, the SCEF shall determine the SCS/AS by the
corresponding NIDD configuration, and send an HTTP POST request to the SCS/AS identified by the Notification
Destination Address received in the NIDD configuration to notify the uplink non-1P data. The body of the HTTP POST
message shall include External Identifier or MSISDN, non-IP data, NIDD configuration identifier, Reliable Data
Service Configuration (if available). The Reliable Data Service Configuration includes port numbers on UE and SCEF
that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if reliable
data service acknowledgement is enabled or not.

Upon receipt of the request, if the SCS/AS knows the NIDD configuration identified by the NIDD configuration
identifier, the SCS/AS shall acknowledge a 200 OK or 204 No Content message to the SCEF.

4455 NIDD Authorisation Update procedure

When the SCEF receives a NIDD Authorisation Update Request message from HSS to update a user's NIDD
authorisation as defined in 3GPP TS 29.336 [11], the SCEF shall determine the SCS/AS with the corresponding NIDD
Configuration, and send an HTTP POST message to the SCS/AS to notify it of the NIDD Authorisation Update. The
body of the HTTP POST message shall include External Identifier or MSISDN, NIDD configuration identifier and the
NIDD configuration status.

Upon receipt of the request, if the SCS/AS knows the corresponding NIDD configuration, then the SCS/AS shall
acknowledge the request with an HTTP 200 OK or 204 No Content response.
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If the NIDD configuration is revoked by the HSS within the received NIDD Authorisation Update Request, the SCEF
shall release the corresponding T6a/b PDN connection as specified in 3GPP TS 29.128 [12]. In this case, the SCEF
shall reject any subsequent MT NIDD deliveries with a 403 Forbidden response. Or 404 Not Found is returned, if the
SCEF locally removed the associated NIDD configuration resource when the configuration was revoked.

If the RDS capability is changed, e.g. when the T6a/b PDN connection is etablished, the UE indicates no support for
RDS but the SCEF previously indicated RDS is supported to the SCS/AS in the NIDD configuration procedure, the
SCEF shall send an HTTP POST message to notify the SCS/AS that the NIDD statusis active and RDS capability
indication. The SCS/AS shall acknowledge the request with an HTTP 200 OK or 204 No Content response.

4.4.6 Procedures for Device Triggering
The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.

In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF for the "Device
Triggering Transactions' resource. The body of the HTTP POST message shall include the External Identifier or
MSISDN, validity period, priority, Application Port ID and trigger payload.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a
trigger request and if the SCS/A S has exceeded its quota or rate of trigger submission. The SCEF shall aso resolve the
Externa Identifier or MSISDN to IMSI and retrieve the "Routing Information” from HSS for the triggering delivery. If
the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if thereisno valid
subscription information or if the "Routing Information” cannot be found, then the SCEF shall reject the request with an
error message to the SCS/AS. Otherwise, the SCEF shall perform the device trigger procedure over Tsp as defined in
3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall
create aresource "Individual Device Triggering Transaction" which represents the triggering transaction, addressed by a
URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and shall respond to the SCS/AS
with a 201 Created message, including the trigger and a L ocation header field containing the URI for the created
resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to
this device triggering transaction.

In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF for the
"Individual Device Triggering Transaction" resource, using the URI received in the response to the request that has
created the device triggering transaction resource. The body of the HTTP PUT message shall include External Identifier
or MSISDN, validity period, priority, Application Port ID and trigger payload.

After receiving the corresponding HTTP PUT message from the SCS/AS, the SCEF shall check if the SCS/ASis
authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger
submission. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall
replace the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined
in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall
send an HT TP response to the SCS/AS to indicate trigger replace success or failure.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual Device Triggering Transaction" resource, using the URI received in the response to the request that has
created the device triggering transaction resource.

After receiving the corresponding HTTP DEL ETE message from the SCS/AS, the SCEF shall check if the SCS/ASis
authorised to send arecall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission.
The SCEF shall also check if the device triggering transaction resource referenced by the URI exists. If any of these
checksfail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering
with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and
T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to
the SCS/AS to indicate trigger recall success or failure.

When it receives the Message Delivery Report from the SMS/SC, the SCEF shall send an HTTP POST message to the
SCS/AS to report the trigger delivery result. The body of the HTTP POST message shall include the identifier if the
transaction and cause. The SCS/AS shall respond with an HTTP 200 OK or 204 No Content response.
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4.4.7 Procedures for Group Message Delivery

4471 General

This procedure is used by an SCSYAS to deliver a payload to a group of UEs. Two methods of Group Message Delivery
viathe T8 are specified:

- Group Message Delivery viaMBM S which isintended to efficiently distribute the same content to the members
of agroup that are located in a particular geographical areawhen MBMS is used. This method further includes
two varieties:

- MB2isused as southbound interface;

- XMB is used as southbound interface.
- Group Message Delivery viaunicast MT NIDD for UEs which are part of the same External Group Identifier.
NOTE: Group Message Delivery viaMT NIDD is defined in subclause 4.4.5.3.2.

Error handling for the procedures in the subsequent subclauses shall be handled based on subclause 5.2.6.
4.4.7.2 Group Message Delivery via MBMS

447.2.1 General

This procedureis used by an SCS/AS to deliver a payload to a group of UEs viathe T8 interface. The SCEF use the
Group Message Delivery via MBMS to efficiently distribute the same content to the members of a group that are
located in a particular geographical areawhen MBMS is used.

The procedure of Group message Delivery viaMBM S and MB2 used as southbound interface is described in
subcal use 4.4.7.2.2 and the procedure of Group message Delivery viaMBMS and xMB used as southbound interfaceis
described in subcaluse 4.4.7.2.3.

4.4.7.2.2 Group Message Delivery via MBMS by MB2

447.22.1 TMGI Allocation

If the SCS/AS actsasa GCS ASin the application level and if there is no assigned TMGI for an External Group
Identifier, the SCS/AS shall send an HT TP message to the SCEF to the resource "TMGI Allocation”. The body of the
HTTP POST request message shall include the External Group Identifier. The SCS/AS may also include the location
information in the body.

Upon receipt of the HTTP POST request from the SCS/AS to allocate a TMGI, the SCEF shall check whether the
SCS/AS s authorized to request TMGI allocation. If authorization is successful, the SCEF shall initiate TMGI
alocation by the BM-SC as defined in subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful allocation of a TMGI,
the SCEF shall create the resource which represents the TMGI allocation, addressed by a URI that contains the SCS
identity and TMGI, and shall respond to the SCS/AS with a 201 Created message including the TMGI and the TMGI
expiration time.

In order to renew the TMGI expiration time, the SCS/AS shall send an HTTP PUT or PATCH message to the SCEF to
the resource "Individual TMGI Allocation”. Upon receipt of the HTTP PUT or PATCH request from the SCS/AS to
renew TMGI expiration time, the SCEF shall initiate TMGI expiration time renewal to the BM-SC as defined in
subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful result, the SCEF shall update the resource and respond to the
SCS/AS by sending an HT TP response with 200 OK including the new TMGI expiration time.

If the SCEF receives the response with an error code from the BM-SC for the allocation of TMGI or renewal of
expiration time for the existing TMGI, the SCEF shall not create or update the resource and shall respond to the
SCS/AS with a status code set to 500 Internal Server Error.

Upon the TMGI expiration, the SCEF may delete the resource of the TMGI locally.
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Upon receipt of the notification of TMGI expiration by the BM-SC as defined in subclause 5.2.3 of
3GPP TS 29.468 [36], the SCEF shall delete the resource if not yet deleted.

4.47.2.2.2 TMGI Deallocation

In order to deallocate the TMGI, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource
"Individual TMGI Allocation". Upon receipt of the HTTP DELETE request from the SCS/AS to deallocate the TM G,
the SCEF shall initiate TMGI deallocation by the BM-SC as defined in subclause 5.2.2 of 3GPP TS 29.468 [36]. Upon
successful deallocation of a TMGI, the SCEF shall delete the resource "Individual TMGI Allocation” together with all
sub-resouces "GMD viaMBMS by MB2" if available,and shall respond to the SCS/AS by sending an HT TP response
with 204 No Content.

4.4.7.2.2.3 Creation of group message delivery

If the SCS/IAS actsasa GCS ASin the application level and if the SCS/AS has an assigned TMGI for the External
Group Identifier, in order to perform the group message delivery, the SCS/AS shall sendsan HTTP POST request
message to the SCEF to the resource "GMD viaMBMS by MB2". The body of the HTTP POST request message shall
include the External Group Identifier and notification destination URI identifying the recipient of notification within the
"notificationDestination” attribute. The SCS/AS may also include the Group Message Payload, the location information
and a Message Delivery Start Time in the body.

The SCS/AS may also send an HTTP POST message to the SCEF directly to the resource "TMGI Allocation" without
previously requesting TMGI alocation as defined in subclause 4.4.7.2.2. The SCEF shall create the resource
"Individual TMGI Allocation" and perform the procedure as define in subclause 4.4.7.2.2, and shall also create resource
"GMD viaMBMS by MB2" and perform the procedure as mentioned in this subcaluse for MBMS bearer creation.

Upon receipt of the HTTP POST request from the SCS/AS to deliver the group message, the SCEF shall check whether
the SCS/AS is authorized to send a group message request. It also checksto seeif the Message Delivery Start Time
does not start after the TMGI expiration. If authorization is successful, the SCEF shall initiate the Active MBM S Bearer
procedure as defined in subclause 5.3.2 of 3GPP TS 29.468 [36] with the difference that the SCEF actsasa GCS AS.
The SCEF shall include the location information based on the local configuration if the location information is not
provided in the HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall create resource which represents "Individual GMD via
MBMS by MB2", addressed by a URI that contains Transaction Id allocated by the SCEF and respond to the SCS/AS
by sending an HT TP response with a 201 Created status code, including a Location header field containing the URI for
the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to this active MBMS bearer. If the Group Message Payload was not includeinthe HTTP
POST above, the HTTP response sent from the SCEF shall aso include the SCEF message delivery Ipv4 address or
Ipv6 address and port number.

If the SCEF receives the response with an error code from the BM-SC for the activation of MBMS bearer, the SCEF
shall not create the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

If the Group Message Payload was included the HTTP POST above, the SCEF shall deliver to BM-SC the Group
Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.

If the Group Message Payload was not include in the HTTP POST above, the SCEF shall transfer the contents received
from the SCS/AS to the BM-CS at or after the requested Group Message Start Time, but before the TMGI Expiration
time. In this case, when the SCEF detects the group message delivery was triggered successful, the SCEF shall send an
HTTP POST request message to the SCS/AS.

NOTE: If Group Message Payload was included, then at Message Delivery Start Time, the SCEF deliversto BM-
SC the Group Message Payload(s) to corresponding to MB2-U | P address and port number associated
with respective TMGI.

4.4.7.2.2.4 Modification of previous submitted group message delivery

If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the
SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF to the resource "Individual GMD via
MBMS by MB2". The body of the HTTP PATCH request message shall include the Message Delivery Start Time. The
SCS/AS may also include the External Group Identifier, the Group Message Payload and the location information in the
body. The body of the HTTP PUT request message shall include the information as the information provided in the
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HTTP POST in subclause 4.4.7.2.2.2.3. The body of the HTTP PATCH request message shall include the information
defined in the data type of GMDViaM BM SByMb2Patch as defined in subclause 5.8.2.1.1.6.

Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/A S to modify the previous group message
delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the
submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Modify MBMS Bearer
procedure as defined in subclause 5.3.4 of 3GPP TS 29.468 [36] with the difference that the SCEF actsasa GCS AS.
The SCEF shall include the location information based on the local configuration if the location information is not
provided inthe HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBMS bearer, the SCEF shall update the resource and respond to the SCS/AS with a
200 OK success message indicating that previous group message delivery subscription is successfully updated.

If the SCEF receives the response with an error code from the BM-SC for the modification of MBMS bearer, the SCEF
shall not update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

447225 Cancellation of previous submitted group message delivery

If the SCS/AS determines that deletion of previous accepted Group Message Delivery Request is required, the SCS/AS
shall send an HTTP DELETE request message to the SCEF.

Upon receipt of the HTTP DELETE request from the SCS/AS to del ete the previous group message delivery, the SCEF
shall check whether the SCS/AS is authenticated and authorized to delete an existing group message delivery
subscription. If the authorization is successful, the SCEF shall initiate the Delete MBM S Bearer procedure as defined in
subclause 5.3.3 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.

Upon successful deletion of MBMS bearer, the SCEF shall respond to the SCS/AS with a 204 No Content message
indicating that submitted group message delivery is successfully deleted.

4.4.7.2.3 Group message Delivery via MBMS by xMB

4.47.2.3.1 Service Creation

If the SCS/AS acts as a content provider in the application level and if there is no assigned Service ID for an External
Group Identifier, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "xMB Services'. The
body of the HTTP POST request message shall include the External Group |dentifier.

Upon receipt of the HTTP POST request from the SCS/AS to create a service, the SCEF shall check whether the
SCS/AS is authorized to request service creation. If authorization is successful, the SCEF shall initiate service creation
by the BM-SC as defined in subclause 5.2.1.2.2 of 3GPP TS 29.116 [37]. Upon successful service creation, the SCEF
shall create the resource which represents the service creation, addressed by a URI that contains the SCS identity and
Service Id, and shall respond to the SCS/AS with a 201 Created message which may include the service announcement
information.

If the SCEF receives the response with an error status code from the BM-SC for the service creation, the SCEF shall not
create or update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

4.47.2.3.2 Service Deletion

In order to delete the service, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource
"Individual XM B Service". Upon receipt of the HTTP DELETE request from the SCS/AS to delete the service, the
SCEF shall initiate service deletion by the BM-SC as defined in subclause 5.2.1.2.4 of 3GPP TS 29.116 [37]. Upon
successful deletion of a service, the SCEF shall delete the resource "Individual XMB Service" together with all sub-
resouces "GMD viaMBMS by xMB" if available, and shall respond to the SCS/AS by sending an HTTP response with
204 No Content.

4.4.7.2.3.3 Creation of group message delivery

If the SCS/AS acts as a content provider in the application level, the SCS/AS may sends an HTTP POST request
message to the SCEF to the resource "GMD viaMBMS by xXMB". The body of the HTTP POST request message shall
include the External Group Identifier and notification destination URI identifying the recipient of notification within the
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"notificationDestination” attribute. The SCS/AS may also include the Group Message Payload, the location
information, a Message Delivery Start Time and Message Delivery Stop Time in the body.

Upon receipt of the HTTP POST request from the SCS/AS to deliver the group message, the SCEF shall check whether
the SCS/AS is authorized to send a group message request. It also checksto seeif the Message Delivery Start Time
doesn't start after the Message Delivery Stop Time. If authorization is successful, the SCEF shall initiate the Create
Session procedure as defined in subclause 4.4.5.2 of 3GPP TS 29.116 [37] and the Update Session procedure as defined
in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider, Session Start
is set accordiong to the Message Delivery Start Time and the Session Stop is set according to the Message Delivery
Stop Time. The SCEF shall include the location information based on the local configuration if the location information
is not provided and include the session type set to "Files' inthe HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall create resource which represents " Individual GMD via
MBMS by xMB ", addressed by a URI that contains Transaction Id allocated by the SCEF and respond to the SCS/AS
by sending an HT TP response with a 201 Created status code, including a Location header field containing the URI for
the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to this active MBMS bearer. If the Group Message Payload was not included inthe HTTP
POST above, the HTTP response sent from the SCEF shall a so include the SCEF message delivery |pv4 address or
Ipv6 address and port number.

If the SCEF receives the response with an error code from the BM-SC for the activation of MBMS bearer, the SCEF
shall not create the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

If the Group Message Payload was included the HTTP POST above, the SCEF shall deliver to BM-SC the Group
Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.

If the Group Message Payload was not included in the HTTP POST above, the SCEF shall transfer the contents
received from the SCS/AS to the BM-CS at or after the requested Message Delivery Start Time, but before the Message
Delivery Stop Time. In this case, when the SCEF detects the group message delivery was triggered successful, the
SCEF shall send an HTTP POST request message to the SCS/AS.

4.4.7.2.3.4 Modification of previous submitted group message delivery

If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the
SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF to the resource "Individual GMD via
MBMS by xXMB ". The body of the HTTP PATCH request message shall include the Message Delivery Start Time and
Message Delivery Stop Time. The SCS/AS may a so include the External Group Identifier, the Group Message Payload
and the location information in the body. The body of the HTTP PUT request message shall include the information as
the information provided in the HTTP POST in subclause 4.4.7.2.3.3. The body of the HTTP PATCH request message
shall include the information defined in the data type of GMDViaMBM SByxM BPatch as defined in

subclause 5.8.3.1.1.4.

Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/AS to modify the previous group message
delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the
submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Update Session
procedure as defined in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content
Provider, Session Start is set accordiong to the Message Delivery Start Time and the Session Stop is set according to the
Message Delivery Stop Time. The SCEF shall include the location information based on the local configuration if the
location information is not provided inthe HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBMS bearer, the SCEF shall respond to the SCS/AS with a 200 OK success message
indicating that previous group message delivery subscription is successfully updated.

If the SCEF receives the response with an error code from the BM-SC for the modification of MBMS bearer, the SCEF
shall not update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

44.7.2.35 Cancellation of previous submitted group message delivery

If the SCS/AS determines that deletion of previous accepted Group Message Delivery Request is required, the SCS/AS
shall send an HTTP DELETE request message to the SCEF.

Upon receipt of the HTTP DELETE request from the SCS/AS to del ete the previous group message delivery, the SCEF
shall check whether the SCS/AS is authenticated and authorized to delete an existing group message delivery
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subscription. If the authorization is successful, the SCEF shall initiate the Delete Session procedure as defined in
subclause 4.4.5.4 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider.

Upon successful deletion of MBM S bearer, the SCEF shall respond to the SCS/AS with a 204 No Content message
indicating that submitted group message delivery is successfully deleted.

4.4.8 Procedures for Reporting of Network Status

4.48.1 General

These procedures are used by an SCS/AS to perform reporting of network status via the T8 interface in one time or
continuous reporting cases. The SCEF uses the reporting procedures based on the network status information from one
or more RCAF(s). These procedures can also be used by the SCS/AS to indicate the removal of a previously subscribed
reporting request.

4.4.8.2 Network Status Reporting Subscription

In order to create a new subscription to request for notification about the network status, the SCS/AS shall send an
HTTP POST message to the SCEF for the "Network Status Reporting Subscriptions” resource. The body of HTTP
POST message shall include a Notification destination address and Location area, and may include time duration and
threshold (s).

Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check:

- if the SCS/AS is authorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status
code set to 401 Unauthorized.

- if the SCS/AS has exceeded its quota of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 403 Forbidden and may indicate the failure reason "QUOTA_EXCEEDED" (i.e. the quota
exceeded) within the "cause" attribute of the "ProblemDetails" structure in the HTTP POST response.

- if the SCS/AS has exceeded its rate of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 429 Too Many Requestsin the HTTP POST response.

After the SCEF authorized the HTTP request message, the SCEF shall create aresource "Individua Network Status
Reporting Subscription™ which represents the subscription, addressed by a URI that contains the SCS/AS identity and
an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created message, including a
Location header field containing the URI for the created resource, to acknowledge to the SCS/AS the successful
subscription. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer
to this network status reporting subscription. Then, the SCEF shall perform request of network status reporting
procedure with the RCAF over Nsinterface as defined in 3GPP TS 29.153 [30].

In order to update an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP PUT
message to the SCEF for the "Individual Network Status Reporting Subscription” resource, using the URI received in
the response to the request that has created the network status reporting subscription resource. After receiving the HTTP
PUT message, the SCEF shall send an HTTP response to the SCS/AS with a 200 OK status code and include the result
in the body of the HTTP response. Then, the SCEF shall make the change and interact with the RCAF as defined in
3GPP TS 29.153[30].

NOTE: Inorder to update an existing subscription, the SCEF needs to send a cancellation to the previously
associated RCAF(s) to remove the related SCEF instructions and then send a new request with updated
parameters.

In order to remove an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP
DELETE message to the SCEF for the "Individual Network Status Reporting Subscription” resource, using the URI
received in the response to the request that has created the network status reporting subscription resource. Upon receipt
of the HTTP DELETE message, the SCEF shall send an HT TP response to the SCS/AS with a 204 No Content status
code. Then, the SCEF shall interact with the RCAF to terminate the continuous reporting of network status as defined in
3GPPTS29.153[30].
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4.4.8.3 Network Status Reporting Notification

After receiving reports from al the involved RCAF(s) as defined in 3GPP TS 29.153 [30], the SCEF shall send an
HTTP POST message to the SCS/AS using the identified destination URL, which is provided by the SCS/AS during the
network status reporting subscription. The body of HTTP POST message shall include the NSI.

4.4.9 Procedures for Communication Pattern Parameters Provisioning
One or more set of CP parameters may be provisioned by the SCS/AS for asingle UE or a group of UEs.

In order to create resources for one or more CP parameter set(s), the SCS/AS shall send an HTTP POST message to the
SCEF for the "CP provisioning Subscription” resource, including one or more new provisioned CP parameter set(s).
The body of HTTP POST message shall include External Identifier or MSISDN for asingle UE or External Group 1D
for agroup of UEs, SCS/AS Identifier and one or more set of CP information associated with CP parameter set 1d(s). If
the ExpectedUMT _5G feature is supported, the expected UE moving trajectory within the "expectedUmts" attribute
shall aso beincluded.

After receiving the HTTP POST message, the SCEF shall check if the SCS/AS is authorised. The SCEF may also check
if the number of CP parameter sets(s) reaches the limitation based on operator policy or configuration.

After validation, the SCEF shall for each received CP parameter set Id, assign an SCEF Reference ID which may be
derived from the CP parameter set Id, and send Update CP Parameter Request message to the HSS for delivering the CP
parameter set(s) as specified in 3GPP TS 29.336 [11].

After receiving result from the HSS, if the result is successful, the SCEF shall create a resource "Individual CP
Provisioning Subscription” and the corresponding sub-resources "Individual CP set Provisioning" each represents a
successfully provisioned CP parameter set indicated by the HSS and respond to the SCS/AS with a 201 Created
including Location header field containing the URI for the created subscription resource "Individual CP Provisioning
Subscription™ and the sub-resource(s) "Individual CP set Provisioning” corresponding to each successful CP parameter
set within the "self* attribute in the " cpParameterSet” attribute; otherwise, the SCEF shall not create any resource and
shall respond to the SCS/AS with a status code set to 500 Internal Server Error. If not all CP parameters sets are
provisioned successfully (i.e. the HSS indicates failure for some or all CP parameter sets and/or the SCEF does not
accept the CP parameter provisioning (e.g. one or more CP Set Identifiersin the request are already present in existing
subscriptions)), the SCEF shall also include CP report(s) within attribute " cpReports" with alist of failed CP Set
Identifier(s) and the corresponding failure code as specified in table 5.10.2.3.5-1 in the body of the HTTP response.

In order to add new CP parameter set(s), update and/or remove the existing CP parameter set(s) for one or more CP
parameter set 1d(s), the SCS/AS may send an HTTP PUT message to the SCEF for the "Individual CP Provisioning
Subscription™ resource requesting to add new CP parameter set(s) by creating new resource(s), change some created
properties (e.g. Vaidity Time) of the existing resource(s), and/or remove some or entire properties of the existing
resource(s). After receiving the HTTP PUT message, the SCEF shall send the CP parameter changes to the HSS as
specified in 3GPP TS 29.336 [11]. After receiving the response from the HSS with a successful code, if the HSS
indicates all CP parameter sets or some CP parameter sets are provisioned successfully, the SCEF shall update the
corresponding sub-resource(s) "Individual CP set Provisioning" each represents a successfully provisioned CP
parameter set indicated by the HSS and send an HT TP response to the SCS/AS with a 200 OK status code and include a
list of successful CP parameter set(s) in the body of the HTTP response. Otherwise, the SCEF shall not update the
resource and shall send an HT TP response to the SCS/AS with a status code set to 500 Internal Server Error. If not al
CP parameters sets are provisioned successfully (i.e. the HSS indicates failure for some or al CP parameter sets and/or
the SCEF does not accept the CP parameter provisioning (e.g. one or more CP Set Identifiers in the request are aready
present in existing subscriptions)), the SCEF shall also include CP report(s) within attribute "cpReports* with alist of
failed CP Set Identifier(s) and the corresponding failure code as specified in table 5.10.2.3.5-1 in the body of the HTTP
response.

The SCS/AS may send aHTTP PUT message to the SCEF for the "Individual CP set Provisioning" resource requesting
to replace an individual resource identified by the CP parameter set 1d. The body of the HTTP PUT message shall
include set of CP information. After receiving such request, the SCEF shall interact with the HSS as specified in

3GPP TS 29.336 [11]. After receiving the response from the HSS with a successful code, the SCEF shall update the
resource and send an HTTP response to the SCS/AS with a 200 OK status code; otherwise, the SCEF shall not update
the resource and shall send an HTTP response to the SCS/AS with a status code set to 500 Internal Server Error. If the
provisioning of the CP set fails (i.e. the HSS returns failure for the CP set or the SCEF does not accept the CP set
provisioning), the SCEF shall reject the request with a corresponding status code, and include the attribute " cpReports’
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with the corresponding failure code as specified in table 5.10.2.3.5-1 and the CP Set Identifier for which the
provisioning has failed.

The SCS/AS may send an HTTP DELETE message to the SCEF requesting to delete an individual CP set resource
"Individual CP set Provisioning”. After receiving such request, the SCEF shall determine the SCEF Reference ID for
Deletion associated with the CP parameter set Id, and interact with the HSS as specified in 3GPP TS 29.336 [11]. After
receiving the response from the HSS, the SCEF shall delete the addressed resource and send an HTTP response to the
SCS/AS with a 204 No Content status code.

The SCS/AS may send an HTTP DELETE message to the SCEF requesting to delete an individual subscription
resource "Individual CP Provisioning Subscription”. After receiving such request, the SCEF shall determine the SCEF
Reference ID (s) for Deletion associated with the CP parameter set 1d(s) and interact with the HSS as specified in
3GPP TS 29.336 [11]. After receiving the response from the HSS, the SCEF shall delete the addressed resource and its
sub-resources addressed by "Individual CP set Provisioning” and send an HTTP response to the SCSYAS with a 204 No
Content status code.

4.4.10 Procedures for PFD Management

The PFDs associated with application identifier(s) may be created, updated or removed by the third party SCS/AS as
defined in 3GPP TS 23.682[2].

In order to create PFDs resources for one or more external Application Identifier(s), the SCS/AS shall send an HTTP
POST message to the request URI of the resource "PFD Management Transactions" including one or more set of PFDs
for external Application Identifier(s). The body of the HTTP POST message shall include external Application
Identifier(s) and PFDs associated with its PFD Identifier(s), an Allowed Delay may be included for the external
Application Identifier(s) as well.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall create an "Individua PFD
Management Transaction” resource for the request and one or more "Individual Application PFD Management” sub-
resource(s) for each external Application identifier, and shall provision the PFDs to the PFDF as defined in

3GPP TS 29.250 [26]. When receiving the response from the PFDF, the SCEF shall send an HT TP response to the
SCS/AS with a corresponding status code. The SCEF shall aso include PFD report(s) with alist of external Application
Identifier(s) and result(s) in the body of the HT TP response if some application(s) are not provisioned successfully (i.e.
the PFDF returns failure and/or the SCEF does not accept the PFD provisioning (e.g. one or more external Application
Identifiersin the request are already present in existing transactions)).

In order to update the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP PUT message to

URI of the resource "Individual PFD Management Transaction” including one or more set of PFDs for external
Application Identifier(s). After receiving the HTTP PUT message, the SCEF shall make the change and send the change
to the PFDF (i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the
PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall also
include PFD report(s) with alist of external Application Identifier(s) and result(s) in the body of the HTTP response if
some application(s) are not provisioned successfully (i.e. the PFDF returns failure and/or the SCEF does not accept the
PFD provisioning (e.g. one or more external Application Identifiersin the request are already present in existing
transactions)).

NOTE 1: When the PUT for "Individual PFD Management Transaction" is received in the SCEF, SCEF can use
partial update or full update towards the PFDF.

In order to remove the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP DELETE message
to the URI of the resource "Individual PFD Management Transaction". After receiving such request, the SCEF shall
delete the "Individual PFD Management Transaction" resource and its "Individual Application PFD Management" sub-
resouce(s), and shall interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the
PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.

For the POST message to the resource "PFD Management Transactions' or the PUT message to the resource
"Individual PFD Management Transaction", if the provisioning of all application(s) fails (i.e. the PFDF returns failure
and/or the SCEF does not accept the PFD provisioning),, the SCEF shall respond with 500 status code, and include the
attribute "pfdReports" with the corresponding failure code as specified in table 5.11.2.2.3-1 and the external Application
Identifier(s) for which the provisioning has failed.

In order to update the PFDs for an existing external Application Identifier, the SCS/AS shall send an HTTP PUT
message to the resource "Individual Application PFD Management" to update the full set of PFDs of an existing
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resource. After receiving the HTTP PUT message, the SCEF shall make the change and send the change to the PFDF
(i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the
SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.

NOTE 2: When the PUT for "Individual Application PFD Management” is received in the SCEF, SCEF can use
partial update or full update towards the PFDF.

In order to update the PFDs for an existing external Application Identifier, the SCSYAS may also send an HTTP
PATCH message to URI of the resource "Individual Application PFD Management” to partially update PFDs. After
receiving the HTTP PATCH message, the SCEF shall make the change and send the change to the PFDF (i.e.
add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF
shall send an HTTP response to the SCS/AS with a corresponding status code.

In order to remove the PFDs for an existing individual application, the SCS/AS shall send an HTTP DELETE message
to the resource "Individual Application PFD Management”. After receiving such request, the SCEF shall delete the
resource and interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF,
the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.

For the PUT/PATCH message to the resource "Individual Application PFD Management", if the provisioning of the
application fails (i.e. the PFDF returns failure or the SCEF does not accept the PFD provisioning), the SCEF shall reject
the request with a corresponding status code, and include the attribute " pfdReports" with the corresponding failure code
as specified in table 5.11.2.2.3-1 and the external Application Identifier for which the provisioning has failed.

4.4.11 Procedures for Enhanced Coverage Restriction Control

The procedures are used by an SCS/AS to query the status of, or to configure the enhanced coverage restriction for a
UE viathe T8 interface as defined in 3GPP TS 23.682 [2].

In order to query the current status of enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to
the SCEF using the query custom operation as defined in subclause 5.12.13.2. The body of the HTTP POST message
shall include External Identifier or MSISDN.

In order to configure the enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to the SCEF
using the configure custom operation as defined in subclause 5.12.13.3. The body of the HTTP POST message shall
include External Identifier or MSISDN and the Enhanced Coverage Restriction setting (i.e. allowed-PLMN-List or
restricted-PLMN-List).

Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check:

- if the SCS/AS is authorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status
code set to 401 Unauthorized.

- if thereguest is malformed. If it is malformed, the SCEF shall respond to the SCS/AS with a status code set to
400 Bad Request.

- if the SCS/AS has exceeded its quota of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 403 Forbidden and may indicate the failure reason "QUOTA_EXCEEDED" (i.e. the quota
exceeded) within the "cause" attribute of the "ProblemDetails" structure in the HTTP POST response.

- if the SCS/AS has exceeded its rate of submitting requests. If so the SCEF shall respond to the SCS/AS with a
status code set to 429 Too Many Requestsin the HTTP POST response.

The SCEF shall send a Configuration Information Request to the HSS to query or configure the setting of Enhanced
Coverage Restriction as defined in 3GPP TS 29.336 [11].

Upon receipt of the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a 200 OK
message for query or configure custom operation and include the Enhanced Coverage Restriction Datafrom HSS into
the HTTP response.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall respond to the SCS/AS with a status
code set to 500 Internal Server Error.
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4.4.12 Procedures for Network Parameter Configuration

44121 General

The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter
values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual
UE or agroup of UEs.

In order to create a new network parameter configuration to configure suggested network parameters, the SCS/AS shall
send an HTTP POST request message to the SCEF to the resource "NP Configurations'. The body of the HTTP request
message shall include External Identifier or MSISDN or External Group Identifier, SCS/AS Identifier, and may include
Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group Reporting
Guard Time, wherein, the External Identifier or MSISDN indicates the configuration for an individual UE and the
External Group Identifier indicates for agroup of UEs. If the External Group Identifier isincluded, the SCS/AS shall
provide the Notification Destination Address in the request.

NOTE: The Notification Delivery as described in subclause 5.2.5 is not supported for individual UE
configuration case.

In order to update an existing Network Parameter Configuration, the SCS/AS may send an HTTP PUT message to the
resource "Individual NP Configuration" requesting the SCEF to replace all propertiesin the existing resource.

The SCS/AS may also use an HTTP PATCH message to request to change some properties in the existing resource.

Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the
SCEF shall check whether the Maximum Latency, Maximum Response Time and/or Suggested Number of Downlink
Packetsin the HTTP request body are within the range defined by operator policies, if one or more of these parameters
are not within the range, the SCEF shall:

- either rgject the request message by sending an HT TP response to the SCS/AS with a status code set to "403
Forbidden" and may indicate the "PARAMETER_OUT_OF RANGE" error in the "cause" attribute of the
"ProblemDetails" structure and indicate which parameters are out of the range in the "invalidParams" attribute of
the "ProblemDetails" structure; or

- modify the parameters which are not within the range by selecting different values which are in the range.

After validation, the SCEF shall perform the Network Parameter Configuration as described in subclause 4.4.12.2 for an
individual UE or in subclause 4.4.12.3 for agroup of UEs.

In order to delete an existing Network Parameter Configuration at the SCEF, the SCS/AS shall send an HTTP DELETE
message to the corresponding resource "Individual NP Configuration” at the SCEF. The SCEF shall determine the
SCEF Reference ID for deletion and interact with the HSS via S6t as defined in 3GPP TS 29.336 [11]. Upon receipt of
the response from the HSS, the SCEF shall delete active resource "Individual NP Configuration” addressed by the URI
and send an HTTP response to the SCS/AS with a"204 No Content" status code.

4.4.12.2 Configuration Request for an individual UE

If the configuration request from the SCS/AS is for an individual UE, the SCEF shall send the Configuration
Information Request command to the HSS via S6t as defined in 3GPP TS 29.336 [11].

Upon receipt of the response from the HSS, the SCEF shall,

- for the HTTP POST message, create a new resource "Individual NP Configuration” addressed by a URI that
contains the SCS/AS identifier and an SCEF-created configuration identifier, and send an HTTP POST response
to the SCSYAS with "201 Created" status code, the final suggested configuration parameter(s) (if modified), the
indication(s) for the discarded parameter(s) (if discarded), and alocation header field containing the URI for the
created resource.

- forthe HTTP PUT or PATCH message, update the active resource "Individual NP Configuration”, and send an
HTTP response to the SCS/AS with "200 OK" status code, the final suggested network parameter(s) (if
modified), the indication(s) for the discarded parameter(s) (if discarded).
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If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create or update the resource and
shall respond to the SCS/AS with a status code set to "500 Internal Server Error"”.

4.4.12.3 Configuration Request for a group of UEs

If the configuration request from the SCS/AS is for a group of UES, the SCS/AS shall provide the Notification
Destination Address, the SCEF shall send the Configuration Information Request command to the HSS via S6t as
defined in 3GPP TS 29.336 [11].

Upon receipt of the successful response indicating that group processing isin progress from the HSS before beginning
the processing of individual UES, the SCEF shall,

- forthe HTTP POST message, create aresource "Individual NP Configuration" addressed by a URI that contains
the SCS/AS identity and an SCEF-created configuration identifier. The SCEF shall send an HTTP POST
response to the SCS/AS including alocation header field containing the URI for the created resource and a 201
Created" status code to acknowledge the SCS/AS of the successful group processing reguest.

- forthe HTTP PUT or PATCH message, update the resource "Individual NP Configuration" addressed by the
reguested URL, and shall send "200 OK" status code to acknowledge the SCS/AS of the successful group
processing request in the HT TP response message.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create or update the resource and
shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall perform as follows:

- if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message with a
reference to the related network parameter configuration and alist of processing result for the group membersto
the SCSAS,

- otherwise, the SCEF shall accumulate all of the configuration results received from the HSS for the group
members until the Group Reporting Guard Time expires, and send an HTTP POST request message with a
reference to the related network parameter configuration, and alist of processing result for the group members
received at the Group Reporting Guard Time.

The SCS/AS shall send an HT TP response to acknowledge the SCEF about the handling result of the received request.

4.4.13 Procedures for setting up an AS session with required QoS
This procedure is used to set up an AS session with required QoS for the service as defined in 3GPP TS 23.682 [2].

For initial AS session creation, the SCS/AS shall send an HTTP POST message to the SCEF for the "AS Session with
Required QoS Subscriptions' resource. The body of HTTP POST message shall include SCS/AS Identifier, UE IP
address, IP Flow description, QoS reference and notification destination address. And it may also include time period
and/or traffic volume for sponsored data connectivity purpose. If the flow information known by the SCS/ASisrelated
to an Ethernet PDU session and if the EthAsSessionQoS 5G feature is supported, the UE MAC address shall be
included instead of the UE I P address, and in addition the Ethernet Flow description shall be included instead of the IP
Flow description.

After recelving the HTTP POST message, the SCEF shall authorize the request and may check if the total number of
requested QoS reference has exceeded the limit for the SCS/AS. If the authorization is successful, the SCEF shall map
the SCS/AS Identifier to AF Application Identifier, and if required, map the SCS/AS Identifier to ASP Identity and
Sponsor |dentity.

NOTE 1: Beforethe QoS reference is mapped to Rx parameters, the SCEF can perform a mapping from the name
space of the 3rd party SCS/AS to the name space of the operator.

NOTE 2: The QoS reference referring to pre-defined QoS information in the SCEF can be mapped to media
component descriptions (e.g. bandwidth, mediatype) according to SLA.

If the authorization performed by the SCEF is successful, then the SCEF shall act as an AF to interact with the PCRF
viathe Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated |P-CAN
Session Modification. The SCEF shall also request to be notified about the transmission resource status, i.e.
INDICATION_OF SUCCESSFUL_RESOURCES _ALLOCATION, INDICATION_OF RELEASE OF BEARER,
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INDICATION_OF FAILED_RESOURCES ALLOCATION, and optionally
INDICATION_OF LOSS OF BEARER, INDICATION_OF RECOVERY_ OF BEARER and USAGE_REPORT.

The SCEF, after receiving the AAA message over the Rx interface from the PCRF with successful result code, shall
create aresource "Individual AS Session with Required QoS Subscription™ which represents AS session, addressed by a
URI that contains the SCS/AS identity and an SCEF-created AS session identifier, and shall respond to the SCS/AS
with a 201 Created message, including the result in the body of the HTTP response and a L ocation header field
containing the URI for the created resource. The SCS/AS shall use the URI received in the Location header in
subsequent requests to the SCEF to refer to this AS session. Otherwise, the SCEF shall send an HTTP response to the
SCS/AS with a corresponding status code and include the result in the body of the HTTP response. If the SCEF receives
aresponse with an error code from the PCRF, the SCEF shall not create the resource and respond to the SCS/AS with a
status code set to 500 Internal Server Error.

In order to update the established AS session, the SCS/AS may send an HTTP PUT message to the SCEF for the
"Individual AS Session with Required QoS Subscription" resource requesting to replace all propertiesin the existing
resource, addressed by the URI received in the response to the request that has created the resource. The UE IP address
shall remain unchanged from previously provided values. After receiving such message, the SCEF shall make the
change and interact with the PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or

3GPP TS 29.201 [13]). After receiving the response with successful result code from the PCRF, the SCEF shall replace
all properties of the existing resource, send an HTTP response to the SCS/AS with a corresponding status code, and
include the result in the body of the HTTP response. If the SCEF receives a response with an error code from the PCRF,
the SCEF shall not update the resource and respond to the SCS/AS with a status code set to 500 Internal Server Error.

The SCS/AS may also send an HTTP PATCH message to the SCEF for the "Individual AS Session with Required QoS
Subscription™ resource requesting to change some created properties (e.g. Flow Description). After receiving the HTTP
PATCH message, the SCEF shall make the change and interact with the PCRF to modify the Rx session (as defined in
3GPP TS 29.214[10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an
HTTP response to the SCS/A S with a corresponding status code and include the result in the body of the HTTP
response.

If the SCEF receives atraffic plane notification (e.g. the usage threshold is reached or transmission resource lost), or if
the SCEF getsinformed that the Rx session is terminated (e.g. due to arelease of PDN connection), the SCEF shall
send an HTTP POST message including the notified event (e.g. session terminated) and the accumul ated usage (if
received from the PCRF) to the callback URI "natificationUri" provided by the SCS/AS during the creation of
individual AS Session with Required QoS Subscription. The SCS/AS shall respond with an HTTP response to confirm
the received notification.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message to the SCEF for the
"Individual AS Session with Required QoS Subscription™ resource. After receiving the HTTP DELETE message, the
SCEF shall remove all properties and interact with the PCRF to terminate the Rx session (as defined in

3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an
HTTP response to the SCS/A S with a corresponding status code and include the accumulated usage (if received from
the PCRF).

4.4.14 Procedures for MSISDN-less Mobile Originated SMS

44141 General

The procedures are used by the SCEF to send the MSISDN-less MO-SM S to the SCS/AS via T8 interface.

4.4.14.2 Delivery of MSISDN-less MO SMS

If the SCEF receives an MSISDN-less MO-SM S via T4 including an destination SME address (long/short code of the
SCS/AYS), the SCEF will use the IMSI of the UE and application port ID received over T4 to query the HSS/HLR for an
external 1D, and the SCEF shall then determine the notification destination URL of an SCS/AS based on configured
information on the mapping of SME addresses to destination URLs. The SCEF shall send to the determined destination
URL an HTTP POST request that shall include an MsisdnLessMoSmsNotification data type with:

- the short message transfer protocol data unit as received on the T4 interface.

- the Application Port as received on the T4 interface, and
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- theexterna identifier of the UE that send the SM S, as received from the HSS/HLR.

NOTE: The Notification Delivery using Websocket (see subclause 5.2.5.4) and the Notification Test Event (see
subclause 5.2.5.3) are not supported for the present API.

5 T8 APIs

5.1 Introduction

The T8 APIs are aset of APIsdefining the related procedures and resources for the interaction between the SCEF and
the SCS/AS.

5.2 Information applicable to several APIs

52.1 Data Types

5211 Introduction

This clause defines structured data types, simple data types and enumerations that are applicable to several APIs defined
in the present specification and can be referenced from data structures defined in the subsequent clauses. In addition,
datatypesthat are defined in OpenAPI 3.0.0 Specification [27] can also be referenced from data structures defined in
the subsequent clauses.

NOTE: Asaconvention, datatypesin the present specification are written with an upper-case letter in the
beginning. Parameters are written with alower-case letter in the beginning. As an exception, data types

that are also defined in OpenAPI 3.0.0 Specification [27] can use alower-case case letter in the beginning
for consistency.

5.2.1.2 Referenced structured data types

5.21.21 Type: Sponsorinformation

This type represents a sponsor information. It shall comply with the provisions defined in table 5.2.1.2.1-1.

Table 5.2.1.2.1-1: Definition of the Sponsorinformation data type

Attribute name Data type Cardinality Description
sponsorld string 1 It indicates Sponsor ID.
aspld string 1 It indicates Application Service Provider ID.
5.2.1.2.2 Type: UsageThreshold

This type represents a usage threshold. It shall comply with the provisions defined in table 5.2.1.2.2-1.

Only one of DownlinkVolume, UplinkVolume and TotalVVolume shall be provided. If the server supports both duration
and volume, then the first threshold that has been reached will apply.

Table 5.2.1.2.2-1: Definition of the UsageThreshold data type

Attribute name Data type Cardinality Description
duration DurationSec 0.1 Indicates the length of time in seconds
totalVolume Volume 0.1 Total data octets for both downlink and uplink
downlinkVolume Volume 0..1 Downlink data octets
uplinkVolume Volume 0.1 Uplink data octets

ETSI



3GPP TS 29.122 version 15.4.0 Release 15

5.2.1.23

Type: TimeWindow

45

ETSI TS 129 122 V15.4.0 (2019-07)

This type represents a start time and a stop time of atime window. It shall comply with the provisions defined in

table 5.2.1.2.3-1.

Table 5.2.1.2.3-1: Definition of the TimeWindow data type

Attribute name Data type Cardinality Description
startTime DateTime 1 Indicates the absolute start time of the time window
stopTime DateTime 1 Indicates the absolute stop time of the time window
5.21.2.4 Type: Acknowledgement

This type represents a successful acknowledgement for a notification.

Table 5.2.1.2.4-1: Definition of the Acknowledgement data type

Attribute name

Data type

Cardinality

Description

details

string

1

A human-readable explanation specific to this
successful acknowledgement

5.2.1.25

Type: NotificationData

This type represents the parameters which shall be notify the SCS/AS for bearer level event(s).

Table 5.2.1.2.5-1: Definition of the NotificationData data type

Attribute name Data type Cardinality Description
transaction Link 1 Link to the transaction resource to which this
notification is related.
eventReports array(EventReport) 1..N Contains the reported event and applicable information
5.2.1.2.6 Type: EventReport

This type represents an event report. It shall comply with the provisions defined in table 5.2.1.2.6-1.

Table 5.2.1.2.6-1: Definition of the EventReport data type

Attribute name Data type Cardinality Description
event Event 1 Indicates the event reported by the SCEF.
accumulatedUsage | AccumulatedUsage 0.1 Contains the applicable information corresponding to the
event.
flowlds array(integer) 0..N Identifies the IP flows that were sent during event
subscription
5.2.1.2.7 Type: AccumulatedUsage

This type represents an accumulated usage. It shall comply with the provisions defined in table 5.2.1.2.7-1.

Table 5.2.1.2.7-1: Definition of the AccumulatedUsage data type

Attribute name Data type Cardinality Description
duration DurationSec 0.1 Indicates the length of time in seconds
totalVolume \olume 0.1 Total data octets for both downlink and uplink
downlinkVolume Volume 0..1 Downlink data octets
uplinkVolume Volume 0.1 Uplink data octets
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5.2.1.2.8 Type: Flowlnfo

Thistype represents flow information. 1t shall comply with the provisions defined in table 5.2.1.2.8-1.

Table 5.2.1.2.8-1: Definition of the FlowInfo data type

Attribute name Data type Cardinality Description
flowld integer 1 Indicates the IP flow.
flowDescriptions array(string) 0..2 Indicates the packet filters of the IP flow.

Refer to subclause 5.3.8 of 3GPP TS 29.214 [10] for
encoding. It shall contain UL and/or DL IP flow
description.

5.2.1.2.9 Type: TestNotification

This type represents a notification that can be sent to test whether a chosen notification mechanism works. It shall be
supported if the feature "Notification test_event", as defined for APIsthat use notifications, is supported.

Table 5.2.1.2.9-1: Definition of the TestNotification data type

Attribute name Data type Cardinality Description

subscription Link 1 Link of the subscription resource to which the
notification is related.

5.2.1.2.10 Type: WebsockNotifConfig

This type represents configuration for the delivery of notifications over Websockets. It shall be supported if the feature
"Notification_websocket", as defined for APIs that use notifications, is supported.

Table 5.2.1.2.10-1: Definition of the WebsockNotifConfig data type

Attribute name Data type Cardinality Description
websocketUri Link 0.1 Set by the SCEF to indicate to the SCS/AS the
Websocket URI to be used for delivering natifications.
(NOTE 1)
requestWebsocket | boolean 0.1 Set by the SCS/AS to indicate that the Websocket
Uri delivery is requested.
(NOTE 2)

NOTE 1: A Websocket URI should use the scheme "wss" (Websocket Secure) for encrypted delivery and may use the
scheme "ws" (Websocket) for unencrypted delivery. If the WebsockNotifConfig data type is used in an HTTP
response, this attribute shall be present. If the WebsockNotifConfig data type is used in an HTTP request, this
attribute shall not be set by the SCS/AS in a request to create a resource, and shall not be modified by the
SCS/AS in a request to modify a resource.

NOTE 2: In arequest to create or update a resource, this attribute shall be set to true by the SCS/AS to request the
SCEF to provide a Websocket URI for the delivery of notifications, and shall be absent otherwise. In any
HTTP response, this attribute shall retain the value that was provided upon resource creation or update.

5.2.1.2.11 Type: LocationArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF.
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Table 5.2.1.2.11-1: Definition of the LocationArea data Type

Attribute name Data type Cardinality Description
celllds array(string) 0..N Indicates a list of Cell Global Identities of the user which
identifies the cell the UE is registered.
enodeBlds array(string) 0..N Indicates a list of eNodeB identities in which the UE is currently
located.
routingArealds array(string) 0..N Identifies a list of Routing Area Identities of the user where the
UE is located.
trackingArealds array(string) 0..N Identifies a list of Tracking Area Identities of the user where the
UE is located.
geographicAreas array(Geogra | 0..N Identifies a list of geographic area of the user where the UE is
phicArea) located.
civicAddresses array(CivicAd | 0..N Identifies a list of civic addresses of the user where the UE is
dress) located.

5.2.1.2.12

Type: ProblemDetails

Table 5.2.1.2.12-1: Definition of the ProblemDetails data type

Attribute name Data type Cardinality Description

type Uri 0.1 A URI reference according to IETF RFC 3986 [6]
that identifies the problem type.

title string 0.1 A short, human-readable summary of the problem
type. It should not change from occurrence to
occurrence of the problem.

status integer 0.1 The HTTP status code for this occurrence of the
problem.

detall string 0.1 A human-readable explanation specific to this
occurrence of the problem.

instance Uri 0.1 A URI reference that identifies the specific
occurrence of the problem.

cause string 0.1 A machine-readable application error cause specific
to this occurrence of the problem
This IE should be present and provide application-
related error information, if available.

invalidParams array(InvalidPara |0..N Description of invalid parameters, for a request

m) rejected due to invalid parameters.

NOTE 1: See IETF RFC 7807 [8] for detailed information and guidance for each attribute.
NOTE 2: Additional attributes may be defined per API.

5.2.1.2.13

Type: InvalidParam

Table 5.2.1.2.13-1: Definition of the InvalidParam data type

Attribute name Data type Cardinality Description
param string 1 Attribute's name encoded as a JSON Pointer, or
header's name.
reason string 0.1 A human-readable reason, e.g. "must be a positive
integer".
5.2.1.2.14 Type: PImnid
Table 5.2.1.2.14-1: Definition of the PImnld data type
Attribute name Data type Cardinality Description
mcc Mcc 1 Mobile Country Code
mnc Mnc 1 Mobile Network Code
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5.2.1.2.15 Type: ConfigResult

This type represents one configuration processing result for the group members.

Table 5.2.1.2.15-1: Definition of the ConfigResult data type

Attribute name Data type Cardinality Description

externallds array(Externalld) [0..N Each element indicates an external identifier of the UE.
(NOTE)

msisdns array(Msisdn) 0..N Each element identifies the MS internal PSTN/ISDN number
allocated for the UE
(NOTE)

resultReason ResultReason 1 Identifies the configuration failure reason for the group
members.

NOTE:  Either "externalld" or "msisdn" shall be included for a group member.

5.2.1.2.16 Type: UsageThresholdRm

This type represents a usage threshold which is defined in subclause 5.2.1.2.2 but defined with "nullable: true" property
s0 it can be removed in "JSON Merge Patch”, as defined in IETF RFC 7396 [39]. It shall comply with the provisions
defined in table 5.2.1.2.16-1.

Only one of "downlinkVolume", "uplinkVolume" and "total Volume" shall be provided. Duration and volume are also
removable in "JSON Merge Patch". If the server supports both duration and volume, then the first threshold that has
been reached will apply.

Table 5.2.1.2.16-1: Definition of the UsageThresholdRm data type

Attribute name Data type Cardinality Description
duration DurationSecRm 0.1 Indicates the length of time in seconds
totalVolume VolumeRm 0.1 Total data octets for both downlink and uplink
downlinkVolume VolumeRm 0.1 Downlink data octets
uplinkVolume VolumeRm 0.1 Uplink data octets

5.2.1.2.17

Type: LocationArea5G

This data type represents the user location area which is sent from the AF to the SCEF.

Table 5.2.1.2.17-1: Definition of the LocationArea5G data Type

Attribute name Data type Cardinality Description
. array(GeographicArea) | 0..N Identifies a list of geographic area of the user where
geographicAreas ! o : the UE is Iocated.g e
civicAddresses array(CivicAddress) 0..N Identifies a list of civic addresses of the user where
the UE is located.
nwArealnfo NetworkArealnfo 0.1 This IE represents the r_letwork area information of
the user where the UE is located.
5.2.1.3 Referenced Simple data types and enumerations
5.2.1.3.1 Introduction

This clause defines simple data types and enumerations that are referenced from data structures.

5.2.1.3.2

The reused datatypes defined in OpenAPI Specification [27] listed in table 5.2.1.3.2-1 and the simple data types defined
intable5.2.1.3.2-2 apply to severa T8 APIs.

Simple data types
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Table 5.2.1.3.2-1: Reused OpenAPI data types

Type name Description
boolean As defined in OpenAPI Specification [27], i.e. either value "true" or value "false" as defined in
IETF RFC 7159 [5].
integer As defined in OpenAPI Specification [27].
number As defined in OpenAPI Specification [27].
string As defined in OpenAPI Specification [27].
NOTE: Data type names defined in OpenAPI Specification [27] do not follow the convention to start with capital

letters otherwise used in this specification.

Table 5.2.1.3.2-2: Simple data types applicable to several APIs

Type name Description

Bandwidth integer indicating a bandwidth in bits per second.

BdtReferenceld string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

Binary string with format "binary" as defined in OpenAPI Specification [27].

Bytes String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded
characters,

DayOfWeek integer between and including 1 and 7 denoting a weekday. "1" shall indicate "Monday", and
the subsequent weekdays shall be indicated with the next higher numbers. "7" shall indicate
"Sunday".

DateTime string with format "date-time" as defined in OpenAPI Specification [27].

DateTimeRm string with format "date-time" as defined in OpenAPI [27] with "nullable: true" property.

DateTimeRo string with format "date-time" as defined in OpenAPI [27] with "readOnly: true" property.

DurationSec Unsigned integer identifying a period of time in units of seconds.

DurationSecRm Unsigned integer identifying a period of time in units of seconds with "nullable: true" property.

DurationSecRo Unsigned integer identifying a period of time in units of seconds with "readOnly: true"
property.

DurationMin Unsigned integer identifying a period of time in units of minutes.

Externalld string containing a local identifier followed by "@" and a domain identifier. Both the local

identifier and the domain identifier shall be encoded as strings that do not contain any "@"
characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

ExternalGroupld

string containing a local identifier followed by "@" and a domain identifier. Both the local
identifier and the domain identifier shall be encoded as strings that do not contain any "@"
characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

Ipv4Addr string identifying a Ipv4 address formatted in the "dotted decimal" notation as defined in
IETF RFC 1166 [28].

Ipv6Addr string identifying a Ipv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The
mixed Ipv4 Ipv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used.

Ipv4AddrRo string identifying an Ipv4 address formatted in the "dotted decimal” notation as defined in
IETF RFC 1166 [28], with "readOnly: true" property.

Ipv6AddrRo string identifying an Ipv6 address formatted according to clause 4 in IETF RFC 5952 [29], with
"readOnly: true" property. The mixed Ipv4 Ipv6 notation according to clause 5 of
IETF RFC 5952 [29] shall not be used.

Link string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

Mcc String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in
3GPP TS 38.413 [54].

Mnc String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined
in 3GPP TS 38.413 [54].

Msisdn string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an
MSISDN.

Port Unsigned integer with valid values between 0 and 65535.

PortRo Unsigned integer with valid values between 0 and 65535, with "readOnly: true" property.

Resourceld string chosen by the SCEF to serve as identifier in a resource URI.

ScsAsld string that identifies an SCS/AS.

TimeOfDay String with format "partial-time" or "full-time" as defined in subclause 5.6 of IETF RFC 3339
[15].
Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).

Uri string providing an URI formatted according to IETF RFC 3986 [7].

Volume Unsigned integer identifying a volume in units of bytes.

VVolumeRm Unsigned integer identifying a volume in units of bytes with "nullable: true" property.
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5.2.1.3.3 Enumeration: Event

The enumeration Event represents event reported by the SCEF.

Table 5.2.1.3.3-1: Enumeration Event

Enumeration value Description
SESSION_TERMINATION Indicates that Rx session is terminated.
LOSS OF BEARER Indicates a loss of a bearer.

RECOVERY OF BEARER Indicates a recovery of a bearer.

RELEASE OF BEARER Indicates a release of a bearer.

USAGE_REPORT Indicates the usage report event.
5.2.1.34 Enumeration: ResultReason

The enumeration ResultReason represents a failure result reason.

Table 5.2.1.3.4-1: Enumeration ResultReason

Enumeration value Description
ROAMING NOT ALLOWED | Identifies the configuration parameters are not allowed by roaming agreement.
OTHER_REASON Identifies the configuration parameters are not configured due to other reason.
5.2.1.4 Conventions for documenting structured data types

The structured data types shall represent an object (see IETF RFC 8259 [40]). The structured data types shall contain
attributes that are simple data types, structured data types, arrays (see below), maps (see below) or enumerations.

An array (see IETF RFC 8259 [40]) shall represent alist of values without keys and with significance in the order of
sequence. All values shall be of the same type.

A map shall represent an object (see IETF RFC 8259 [40]) with alist of key-value pairs (with no significance in the
order of sequence), where all keys are of type string and shall be unique identifiers assigned by the application rather
than by the schema, and where all values shall be of the same type.

NOTE 1: Maps are supported by the OpenAPI specification [27] as described at
https://swagger.io/docs/specifi cation/data-model s/dictionaries/. Maps can enable a faster lookup of
elementsidentified by some key in huge data structures compared to arrays that contain the key within the
elements. Maps can also be used instead of arrays to modify individual elements when modification
instructions of the PATCH method are compliant to IETF RFC 7396 [39].

Each structured data type shall be specified in a separate subclause asillustrated in table 5.2.1.4-1.

Table 5.2.1.4-1: Definition of type <Data type>

Attribute name Data type Cardinality Description

<attribute name> "<type>" or "0..1", "1", <only if applicable>
"array(<type>)" |or "M..N",
or

"map(<type>)"

Attribute name: Name of attributes that belong to the specified data type.

Data type: Datatype of the attribute. If the datatype isindicated as "<type>", the attribute shall be of data type
<type>. If the datatype isindicated as "array(<type>)", the attribute shall be an array (see IETF RFC 8259 [40]) that
contains elements of data type <type>. If the datatypeisindicated as"map (<type>)", the attribute shall be an object
(see IETF RFC 8259 [40]) encoding a map (see OpenAPI specification [27]) that contains as val ues elements of data
type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the

OpenAPI specification [27]), or a datatype defined in a 3GPP specification.
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Cardinality: Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", is only alowed
for data types "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the
values M and N can either be the characters"M" and "N", respectively, or integer numbers with M being greater than or
equal 0, and N being greater than 1 and M, For datatype "<type>", the cardinality shall be setto "0..1" or "1". A lower
boundary of "0" for the cardinality also indicates that the attribute is optional. A lower boundary of "0" for the
cardinality indicates that the attribute is optional.

NOTE 2: The"0..N" impliesthe array or map type of the attribute may be optional. If the attribute is present, the
minimum number of elements is described in openAPI file.

Description: Describes the meaning and use of the attribute and may contain normative statements.

5.2.2 Usage of HTTP

5221 General

For T8 APIs, support of HTTP/1.1 (IETF RFC 7230 [16], IETF RFC 7231 [17], IETF RFC 7232 [18],

IETF RFC 7233[19], IETF RFC 7234 [20] and IETF RFC 7235 [21]) over TLS (IETF RFC 5246 [4]) is mandatory and
support of HTTP/2 (IETF RFC 7540 [22]) over TLS (IETF RFC 5246 [4]) is recommended. An SCSAS desiring to use
HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in

IETF RFC 7540 [22].

5.2.2.2 Usage of the HTTP PATCH method

The HTTP PATCH method, as defined in IETF RFC 5789 [38], allows for a partial update of previously sent data, e.g.
resources. For a complete replacement of previously sent data, the HTTP PUT method is used. It is defined separately
for each resource whether the HTTP PUT and/or the HTTP PATCH are applicable.

If the HTTP PATCH method is used, the JSON bodies within the PATCH request shall be encoded according to "JSON
Merge Patch”, as defined in IETF RFC 7396 [39].

NOTE: JSON merge patch is not able to modify individual elements of an array. Thisis not required in the
present release.
5.2.3 Content type

The bodies of HTTP request and successful HTTP responses shall be encoded in JISON format (see
IETF RFC 7159 [5]).

The MIME mediatype that shall be used within the related Content-Type header field is "application/json”, as defined
in [ETF RFC 7159 [5].

JSON object used in the HTTP PATCH request shall be encoded according to "JSON Merge Patch™ and shall be
signalled by the content type "application/merge-patch+json”, as defined in IETF RFC 7396 [39].

"Problem Details' JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type " application/problenm+json”, as defined in IETF RFC 7807 [8].

NOTE: Thisrelease only supports the content type JSON.

524 URI structure

All resource URIs of T8 APIs should have the following root structure;
{apiRoot}/{apiName}/{apiVersion}/

"apiRoot" is configured by means outside the scope of the present document. "apiName" and "apiVersion" shall be set
dependent on the API, as defined in the corresponding subclauses below. All resource URIsin the subclauses below are
defined relative to the above root URI.
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NOTE 1: The"apiVersion" will only be increased if the new API version contains not backward compatible

changes. Otherwise, the supported feature mechanism defined in subclause 5.2.7 can instead be used to
negotiate extensions.

NOTE 2: A different root structure can be used when the Resource URI is preconfigured in the SCS/AS.

The root structure may be followed by "api SpecificSuffixes" that are dependent on the API and are defined separately
for each API where they apply:

{apiRoot}/{apiName}/{apiV er sion}/{api SpecificSuffixes}
5.2.5 Notifications

5251 General

The SCEF and SCS/AS shall support the delivery of Notifications using a separate HT TP connection towards an
address as assigned the SCS/AS described in subclause 5.2.5.2.

An SCEF and SCS/AS may support testing a notification connection as described in subclause 5.2.5.3. An SCEF and
SCS/AS may support the delivery of Notification using Websocket (IETF RFC 6455 [32]) as described in
subclause 5.2.5.4.

5.25.2 Notification Delivery using a separate HTTP connection

If adelivery of notificationsis required for an API, the SCS/AS shall provide a URI in the "notificationDestination"
attribute defined in the data types that are passed in a request to create a resource that represents a subscription to
notifications, designating where to send HTTP Notifications to the SCEF unlessit is specified for that API that a
preconfigured destination addressis used.

The SCS/AS may provide the same "notificationDestination” for several subscriptions, and the SCEF should then use
the same HT TP connection to deliver related notifications.

The SCEF shall take the role of the HTTP client on the HT TP connection for the delivery of Notifications.
Subclause 5.2.2 shall also apply for this HTTP connection with the exception that an SCEF (rather than an SCS/AS)
desiring to use HTTP/2 shall use the HT TP upgrade mechanism to negotiate applicable HTTP version.

5.253 Notification Test Event

If the optional "Notification _test event" feature is supported, the SCS/AS may test whether notifications can be
received by subscribing to the notification of atest event by providing a"requestTestNotification" attribute set to "true"
inthe HTTP request to create or update a subscription for notifications. In any other HTTP request or response, this
attribute shall retain the value that was provided upon subscription resource creation.

Upon receiving the "requestTestNotification™" attribute as part of a subscription creation or update request, the SCEF
shall send immediately after establishing the notification delivery mechanism atest notification containing a body
formatted according to the "TestNotification" datatype as defined in subclause 5.2.1.2.12. If the SCS/AS does not
receive the test notification within a configured time, the SCS/AS knows that the notification delivery with the selected
method is not possible and may take corrective actions.

5.25.4 Notification Delivery using Websocket

The procedures in the present subclause only apply if SCS/AS and SCEF support the "Notification_websocket"
featuture. If the feature "Notification websocket", is supported, the feature "Noatification test event" shall also be
supported.

If adelivery of notificationsis required for an APl and the SCS/AS does not know from previous interactions with the
SCEF whether delivery of notifications over a separate HTTP connection works, the SCS/AS should initially request
the SCEF to try to establish a separate HT TP connection for notification delivery according to subclause 5.2.5.2 by
providing a URI to the SCEF designating where to send HTTP Notifications, and shall also subscribe to the notification
of atest event as in to subclause 5.2.5.3.
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If the SCS/AS does not receive the requested notification of the test event during a configured period after the
subscription, the SCS/AS may configure the subscription to request the SCEF to provide a URI for an HTTP connection
to upgrade to Websocket, setting the "requestWebsocketUri" attribute to "true" as specified in subclause 5.2.1.2.13. The
SCS/AS may also request the SCEF to provide a URI in a new subscription creation request, and should in this case
terminate the original subscription.

NOTE 1: If the SCS/AS has requested the delivery of notifications to a separate entity, it needs to be informed by
that separate entity about the receipt of the test notification. That communication between the separate
entity and the SCS/AS is out of scope of the present document.

When the SCEF receives a subscription creation or update request to use Websockets to deliver notifications (i.e. with
the "requestWebsocketUri" attribute set to "true™), it shall assign a Websocket URI where to receive a Websocket
connection establishment and shall provide this URI in the "websocketUri" attribute in the response as defined in
subclause 5.1.2.1.13. Once such a Websocket URI has been assigned for a particular subscription resource, subsequent
update requests to this resource that ask for the assignment of a new Websocket URI for that subscription shall be
rejected by the SCEF.

Upon the reception of the Websocket URI from the SCEF in the "websocketUri" attribute as specified in

subclause 5.2.1.2.13-1 in the subscription creation or subscription update response, the SCS/AS or a separate entity that
isintended to receive the notification shall establish an HTTP connection towards that URI and shall upgrade that
connection to the Websocket protocol (IETF RFC 6455 [32]) using the HTTP upgrade mechanism defined in

IETF RFC 7230 [16].

NOTE 2: For delivery of Notifications to a separate entity, the SCS/AS needs to provide the Websocket URI to that
separate entity. That communication between the SCS/AS and the separate entity is out of scope of the
present document.

The following framing of the request and response shall be used when delivering a notification or acknowledging its
delivery through Websockets.

NOTE 3: The framing is aligned as much as possible with HTTP delivery in order to simplify implementations.

To deliver a notification towards the SCS/AS, the SCEF shall embed the following structure in a separate Websocket
data frame with 0x2 (Binary) opcode in the following order:

1) Thestring "3GPP-WS-Notif-Seq:", followed by a blank, followed by a four-byte sequence number, encoded as
decimal number in ASCII, followed by CRLF

2) Thefollowing HTTP headersin any order, with the syntax and semantics as defined in IETF RFC 7230 [16] and
IETF RFC 7231 [17]: Content-Type (mandatory), Content-Encoding (optional), Content-Length (mandatory).
Every HTTP header line shall be ended by CRLF.

3) CRLF to end the headers section.
4) The payload body of the notification, as defined in theindividual APIs.

NOTE 4: The payload body is the same as the one that would be used if delivering the notification as defined in
subclause 5.2.5.3.

To acknowledge the reception of a notification message towards the SCEF, the SCS/AS shall embed the following
structure in a separate Websocket data frame with 0x2 (Binary) opcode in the following order:

1) Thestring "3GPP-WS-Notif-Seq:", followed by a blank, followed by the four-byte sequence number of the
notification to be confirmed, encoded as decimal number in ASCII, followed by CRLF.

2) The HTTP status code (e.g. 204) and status message (e.g. No Content) as defined for HTTP delivery of the
notification in the individual APIs, separated by a single blank character, and ended by CRLF.

3) Conditionally, asdefined in IETF RFC 7230 [16] and IETF RFC 7231 [17], the following HTTP headersin any
order: Content-Type, Content-Encoding, and Content-Length. Every HTTP header line shall be ended by CRLF.

4) CRLF to end the headers section.5) The payload body of the response, if applicable based on the status code and
the HTTP headers, as defined in IETF RFC 7230 [16] and IETF RFC 7231 [17].
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NOTES: The status code, the status message and the payload body (if applicable), are the same asif delivering the
notification as defined in subclause 5.2.5.3.

Use of CRLF isdefined in IETF RFC 7230 [16].

The SCEF need not wait for the confirmation of each notification before delivering the next notification. The SCEF
shall determine whether a notification has been delivered successfully by correlating the sent notification with the
received acknowledgement by checking the sequence numbers of both for equality. The SCEF may re-send a
notification, using the same sequence number, if it has not received an acknowledgement with a matching sequence
number after a configurable time-out. The SCS/AS shall consider notifications with the same sequence number that
arrive within a configurable time interval as duplicates.

The SCS/AS should send periodic Websocket "PING" frames to keep the connection alive.
NOTE 6: the TCP layer will handle a possible fragmentation and reassembly of large messages.
The security related clause 6 shall also apply for the HTTP connection that is upgraded to Websocket.

5.2.6 Error handling

Table 5.2.6-1 lists response bodies that are applicable to all APIsand as responses for all requestsin the present
specification unless otherwise specified. The HTTP client shall mandatorily support the processing of the status code
for all the applicable methods, when received in a HT TP response message. In such casesthe HTTP client shall also
support the handling of the "ProblemDetails" JSON object with the Content-Type header field set to the value
"application/problem+json”, if the corresponding API definition in the current specification does not specify another
response body for the corresponding status code.
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Table 5.2.6-1: Response bodies supported for responses to all requests.
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Response Remarks Applied
Data type Cardinality Codes (NOTE 2, NOTE 4) Methods
(NOTE 1)
ProblemDetails |1 400 Bad GET,
Request Incorrect parameters were passed in the ES.‘?T
request. PATCH,
DELETE
ProblemDetails |1 401 The client is not authorized as described in GET,
Unauthorize [IETF RFC 7235 [21]. POST,
d PUT,
PATCH,
DELETE
ProblemDetails |1 403 This represents the case when the server is GET,
Forbidden |able to understand the request but unable to POST,
fulfil the request due to errors (e.g. the PUT,
requested parameters are out of range). PATCH,
More information may be provided in the DELETE
"invalidParams" attribute of the
"ProblemDetails" structure.
(NOTE 3)
ProblemDetails |1 404 Not GET,
Found The resource URI was incorrect, for instance POST,
because of a wrong "scsAsld" field. PUT,
PATCH,
DELETE
ProblemDetails |1 406 Not The content format provided in the "Accept" GET
Acceptable |header is not acceptable by the server.
ProblemDetails |1 411 Length |The code indicates that the server refuses to POST,
Required accept the request without a Content-Length PUT,
header field. PATCH
ProblemDetails |1 413 Payload |If the received HTTP request contains payload |POST,
Too Large |body larger than the server is able to process, |PUT,
the NF shall reject the HTTP request with the PATCH
HTTP status code "413 Payload Too Large".
ProblemDetails |1 415 The code indicates that the resource is in a POST,
Unsupporte |format which is not supported by the server for |PUT,
d Media the method. PATCH
Type
ProblemDetails |1 429 Too The code indicates that due to excessive traffic |GET,
Many which, if continued over time, may lead to (or POST,
Requests may increase) an overload situation. PUT,
The HTTP header field "Retry-After" may be PATCH,
added in the response to indicate how long the |DELETE
client has to wait before making a new request.
ProblemDetails |1 g?e?vrrtgrnrilr The server encountered an unexpected Sg;T
condition that prevented it from fulfilling the PUT !
request. PATCH,
DELETE
ProblemDetails |1 503 Service GET,
Unavailable The server is unable to handle the request. ES?I
PATCH,
DELETE
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NOTE 1: In addition to the above response codes, the SCEF can also send other valid HTTP response codes, if
applicable. The list of all valid HTTP response codes can be found in HTTP Status Code Registry at
IANA [6].

NOTE 2: The MIME media type that shall be used within the related Content-Type header field is
"application/problem+json", as defined in IETF RFC 7807 [8].

NOTE 3: The information about which provided parameters are out of range shall be provided in the "invalidParams"
attribute of the "ProblemDetails" structure for the API of network parameter configuration.

NOTE 4: More information may be provided in the "detail" attribute of the "ProblemDetails" structure.

5.2.7 Feature negotiation

The proceduresin subclause 6.6.2 of 3GPP TS 29.500 [44] shall be applicable for the APIs defined in the present
specification.

The supported features are negotiated separately for each API. For each of the APIs defined in the present specification,
the applicable list of featuresis contained in the related API definition.

528 HTTP custom headers

5281 General

This subclause lists reused HT TP custom headers and defines any new HTTP custom headers introduced by this
specification.

5.2.8.2 Reused HTTP custom headers

Table 5.2.8.2-1: Reused HTTP custom headers

Name Reference Description

5.2.9 Conventions for Open API specification files

5.29.1 General
T8 Open API specification files shall comply with the OpenAPI specification [27] and with the present subclause.

Each API shall be described in one Open API specification file. In addition, 3GPP specifications may contain Open AP
specification file with common data types.

For the purpose of referencing (see subclause 5.2.9.6), it is assumed that each Open API specification file contained in a
3GPP specification is stored as separate physical, that all Open API specification files are stored in the same directory
on the local server, and that the files are named according to the conventions in subclause 5.2.9.6.

5.2.9.2 Formatting of OpenAPI files
The following guidelines shall be used when documenting OpenAPI files:

- OpenAPI specifications shall be documented using Y AML format (see YAML 1.2 [41]). For specific restrictions
on the usage of YAML in OpenAPI, see OpenAPI 3.0.0 Specification [27].

- The style used for the specification shall be "PL" (Programming Language).

- Thedifferent scopesinthe YAML data structures representing collections (objects, arrays...) shall use an
indentation of two white spaces.

- Comments may be added by following the standard YAML syntax ("#").
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5.2.9.3 Structured data types

The OpenAPI file shall contain a definition in the components/schemas section defining a schema with the name of the
structured data type as key.

The schema shall contain:
"type: object”;

- If any attributes in the structured data type are marked as mandatory via a minimum cardinality greater than "0",
a"required” keyword listing those attributes;

- A "properties’ keyword containing for each attribute in the structured data type an entry with the attribute name
askey and;

1. if thedatatypeis"<type>"

a. if the datatype of the attribute is "string”, "number”, "integer”, or "boolean”, atype definition using that
datatype as value ("type: <data type>"); or

b. otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/<data type>"™ if that data type schemais contained in the same OpenAPI file and
"$ref: '<filename>#/components/'schemas/< data type>"' if that data type schemais contained in file
<filename> in the same directory on the same server.

2. if thedatatypeis"array(<type>)":
a. atype definition "type: array”;
b. an"items:" definition containing

i). if the datatype of the attribute is "string", "number", "integer", or "boolean", atype definition using
that data type as value ("type: <data type>"); or

ii). Otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. " $ref:
‘#/components/schemas/<data type>" if that data type schemais contained in the same OpenAPI file
and "$ref: '<filename>#/components/schemas/< data type>"' if that data type schemais contained in
file <filename> in the same directory on the same server.

c. if the cardinality contained an integer value <m> as lower boundary, "minltems. <m>"; and
d. if the cardinality contained an integer value <n> as upper boundary, "maxItems. <n>";
3. if the datatypeis " map(<type>)";
a. atype definition "type: object"; and
b. an"additionalProperties:” definition containing

i). if the datatype of the attribute is"string", "number"”, "integer", or "boolean”, atype definition using
that datatype as value ("type: <data type>"); or

ii). Otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/< data type>"' if that data type schema.is contained in the same OpenAPI file
and "$ref: '<filename>#/components/schemas/< data type>"' if that data type schemais contained in
file <filename> in the same directory on the same server.

c. if the cardinality contained an integer value <m> aslower boundary, "min Properties: <m>"; and
d. if the cardinality contained an integer value <n> as upper boundary, "max Properties. <n>";

4. "description: <description>", where <description> is the description of the attribute in the table defining the
structured data type.
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NOTE 1: Anomission of the "minProperties’, and "maxProperties’ keywords indicates that no lower or upper
boundaries respectively, for the number of propertiesin an object are defined. An omission of the
"minltems’, and "maxItems" keywords indicates that no lower or upper boundaries, respectively, for the
number of itemsin an array are defined.

NOTE 2: The"0..N" implies the array or map type of the attribute may be optional. If the attribute is present, the
minimum number of elements is described in openAPI file.

Example:
Table 5.2.9.3-1: Definition of type ExampleStructuredType
Attribute name Data type Cardinality Description
exSimple ExSimple 1 exSimple attribute description
exArrayElements array(string) 1..10 exArrayElements attribute description
exMapElements map(ExStructure) [1..N exMapElements attribute description

The data structure in table 5.2.9.3-1 is described in an OpenAPI file as follows:

conponent s:
schemas:
Exanpl eSt ruct ur edType:
type: object
required:
- exSinple
- exMapEl enent s
properties:
exSi npl e:
$ref: '#/ conponents/schemas/ ExSi npl €'
description: exSinple attribute description
exArrayEl enent s:
type: array
items:
type: string
mnltems: 1
maxltens: 10
description: exArrayEl enents attribute description
exMapEl enent s:
type: object
addi ti onal Properties:
$ref: ' #/ component s/ schemas/ ExStructure'
m nProperties: 1
description: exMapEl enents attribute description

5.294 Info

The Open APl specification file of an APl shall contain an "info" field with the title and version
as defined in subclause 4.3 of 3GPP TS 29.501 [49].

5295 Servers

As defined in subclause 5.2.4, the base URI of an API consists of {apiRoot}/{apiName}/{apiVersion}. It shall be
encoded in the corresponding Open API specification file as "servers' field with {apiRoot} as variable.

Example:

servers:
- url: '{api Root}/3gpp-yyyy/vl
vari abl es:
api Root :
defaul t: https://denohost.com
description: api Root as defined in subclause 5.2.4 of 3GPP TS 29.122.

5.2.9.6 References to other 3GPP-defined Open API specification files

For the purpose of referencing, it shall be assumed that each Open API specification file contained in a 3GPP
specification is stored as separate physica file, that all Open API specification files are stored in the same directory on
the local server, and that the files are named according to the following convention: The file name shall consist of (in
the order below):
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- the 3GPP specification number in the format " Tsxxyyy";

- an character;

- if the OpenAPI specification file contains an API definition, the APl name as defined for corresponding base
URL parts (see subclause 4.4) of that API.

- if the OpenAPI specification file contains a definition of CommonData, the string " CommonData’"; and

the string ".yaml".
Examples:

Reference to Data Type "Xxx" defined in the same file

$ref: '#/ conponent s/ schemas/ Xxx

Reference to Data Type "Xxx" defined as Common Datain 3GPP TS 29.122:

$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenmas/ Xxx

Reference to Data Type "Xxx" defined within APl "Nxxx_Yyy" in 3GPP TS ab.cde:

$ref: ' Tsabcde_Nxxx_Yyy. yanl #/ conponent s/ schemas/ Xxx

5297 Server-initiated communication

If an API contains notifications as described in subclause 5.2.5, it should be described as " callback” in Open API
specification files.

Example:

pat hs:
/ subscri ptions
post :
request Body:
required: true
content:
application/json
schena
type: object
properties:
cal | backUrl: # Call back URL
type: string
format: uri
responses
‘201
description: Success
cal | backs
myNotification: # arbitrary nane
"{$request . body#/ cal | backUr1}': # refers The callback URL in the POST
post :
request Body: # Contents of the callback nmessage
required: true
content:
application/json
schena:
$ref: '#/ conponents/schenas/ Notificati onBody
responses: # Expected responses to the call back message
' 200’
description: xxx

5.2.9.8 Describing the body of HTTP PATCH requests

In the OpenAPI file, the content field key of the Request Body Object shall contain "application/merge-patch+json”.
The content field value is a Media Type Object identifying the applicable patch body Schema Object. The patch body
Schema Object may contain structured data types derived from the data types used in the schema to describe a complete
representation of the resource in such a manner that attributes that are allowed to be modified are listed in the
"properties' validation keyword.
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NOTE 1: A derived structured data type is beneficial if the data types used to describe a complete representation of
the resource contains mandatory attributes, if attributes are allowed to be removed by the PATCH
operation, or if achecking by the OpenAPI tooling that only alowed modifications are done viathe
"additional Properties: false" keyword is desired. It also provides a clear description in the OpenAPI file to
devel opers which modifications need to be supported.

Asan dternative, the data types used in the schema to describe a complete representation of the resource may be used if
any attributes that are allowed to be removed are marked as "nullable: true" in that schema.

Any attributes that are allowed to be removed shall be marked as "nullable: true” in the patch body Schema Object.
The "additional Properties: false" keyword may be set.

NOTE 2: The "additional Properties. false" keyword enables the OpenAPI tooling to check that only allowed
modifications are done. Extensions of the object in future releases are till possible under the assumption
that the supported features mechanism is used to negotiate the usage of any new attribute prior to the
PATCH invocation. If new optional attributes are expected to be introduced without corresponding
supported feature or if PATCH can be used asfirst operation in an API, the usage of the
"additional Properties: false" keyword is not appropriate.

5.2.9.9 Error Responses

As described in subclause 5.2.6, T8 APIs use valid HT TP response codes as error codes in HT TP responses and may
include a"ProblemDetails" data structure specified in subclause 5.2.1.2.12 or an application-specific data structure.

Subclause 5.2.6 specifies HT TP status code per HTTP method. OpenAPI files should include at least the status codesin
that table.

For the purpose of referencing, HTTP error responses with "ProblemDetails' data structure are specified as part of the
CommonData OpenAPI filein Annex A.2.

Example;

In the example below, the 400, and 500 and default error response descriptions are referenced.

Pat hs:
[ users:
get:
responses:

'200':

content:

application/json
schema:
$ref: '#/ conponents/schenas/ Exanpl eGet Body'

' 400" :

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ r esponses/ 400
' 500" :

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 500
defaul t:

$ref: 'TS29122_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

The following definitions provided in Annex A.2 are used in that example:

conponent s:
responses:
' 400" :
description: Bad request
content:
appl i cati on/ probl emtj son:
schena:
$ref: ' #/ conponents/schenas/ Probl enDet ai | s'
' 500" :
description: Internal Server Error
content:
appl i cati on/ probl emtj son:
schema:
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
defaul t:

description: Generic Error
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5.2.9.10 Enumerations

For enumerations, the OpenAPI file shall contain a definition in the components/schemas section defining a schema
with the name of the enumeration as key.

The schema
- shall contain the "anyOf" keyword listing as alternatives:
1. the"type: string" keyword and the "enum™ keyword with alist of all defined values for the enumeration; and

2. the"type: string” keyword and the "description” keyword with a description stating that the string is only
provided for extensibility and is not used to encode contents defined in the present version of the
specification. And

- may contain a description listing the defined values of the enumeration together with explanations of those
values.

NOTE: The"enum" keyword restricts the permissible values of the string to the enumerated ones. This can lead
to extensibility problems when new values need to be introduced.

Example;
Table 5.2.9.10-1: Enumeration ExampleEnumeration
Enumeration value Description Applicability
One Value One description
Two Value Two description

The data structure in table 5.2.9.10-1 is described in an OpenAPI file as follows:

conponent s:
schemas:
Exanpl eEnuner at i on:
anyCf :
- type: string
enum
- One
- Two
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
Description: >
Possi bl e val ues are
- One: Value One description
- Two: Value Two description

5.2.9.11 Read only attribute

Each OpenAPI specification should include "readOnly: true" for those attributes that are only provided by the SCEF in
the HT TP response message to prevent the SCS/AS from provisioning those attributes which is not expected, if the
write and read operations (e.g. POST request and response) share the same data type which contains those attributes.

Example:

Ni ddSt at us:
anyCf :
- type: string
enum
- ACTI VE
- TERM NATED_UE_NOT_AUTHORI ZED
- TERM NATED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
Description: >
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Possi bl e val ues are
- ACTIVE: The NIDD configuration is active.
- TERM NATED_UE_NOT_AUTHORI ZED: The NI DD configurati on was term nated because the UE s
aut hori sati on was revoked.
- TERM NATED: The NI DD configuration was term nated.
readOnly: true

5.29.12 externalDocs

Each OpenAPI specification shall provide in an "externalDoc" field the reference to the 3GPP TS describing the API, as
illustrated below.

Example:

ext er nal Docs
description: 3GPP TS 29.122 V15.1.0 T8 reference point for Northbound APls
url: http://ww. 3gpp. org/ftp/ Specs/archive/ 29 _series/29.122/

5.3 MonitoringEvent API

53.1 Overview

The MonitoringEvent API isa RESTful API that allows the SCS/AS to subscribe to notifications about specific events
in 3GPP networks. It aso allows the SCEF to report the event by sending notifications to the authorised users when the
corresponding event is detected. The APl also alows the SCEF to indicate the removal of a previously configured
monitoring request. The MonitoringEvent APl defines a set of data models, resources and the related procedures for the
creation and management of the monitoring event subscription. The corresponding JSON schema for the representation
of the resources and operations defined by the MonitoringEvent AP is provided in its complete formin Annex A.3.

532 Data model

5.3.2.1 Resource data types

5.3.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table5.3.2.1.1-1 specifies data types re-used by the MonitoringEvent API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the MonitoringEvent
API.

Table 5.3.2.1.1-1: MonitoringEvent API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |Identifies the civic address information of the user(s).
NetworkArealnfo 3GPP TS 29.554 [50] |ldentifies a network area information.
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.3.4-1.

5.3.2.1.2 Type: MonitoringEventSubscription

This type represents a subscription to monitoring an event. The same structure is used in the subscription request and
subscription response.
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Table 5.3.2.1.2-1: Definition of type MonitoringEventSubscription
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Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 3)

self

Link

0.1

Link to the resource "Individual Monitoring
Event Subscription". This parameter shall
be supplied by the SCEF in HTTP
responses.

supportedFeatures

SupportedFeatur
es

Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

This attribute shall be provided in the
POST request and in the response of
successful resource creation.

mtcProviderld

string

Identifies the MTC Service Provider and/or
MTC Application. (NOTE 7)

externalld

Externalld

Identifies a user as defined in Clause 4.6.2
of 3GPP TS 23.682 [2].
(NOTE 1)

(NOTE 5)

msisdn

Msisdn

Identifies the MS internal PSTN/ISDN
number allocated for a UE.
(NOTE 1)

(NOTE 5)

externalGroupld

ExternalGroupld

Identifies a user group as defined in
Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 1) (NOTE 6)

addExtGrouplds

array(ExternalGr
oupld)

Identifies user groups as defined in Clause
4.6.2 of 3GPP TS 23.682 [2].
(NOTE 1) (NOTE 6)

Number_of UE
s_in_an_area_
notification,

Number_of_UE
s_in_an_area_
notification_ 5G

ipv4Addr

Ipv4Addr

Identifies the Ipv4 address.
(NOTE 1)

Location_notific
ation,
Communication
_failure_notific
ation

ipv6Addr

Ipv6Addr

Identifies the Ipv6 address.
(NOTE 1)

Location_notific
ation,
Communication
_failure_notific
ation

notificationDestination

Link

An URI of a notification destination that T8
message shall be delivered to.

requestTestNotification

boolean

Set to true by the SCS/AS to request the
SCEF to send a test notification as defined
in subclause 5.2.5.3. Set to false or
omitted otherwise.

Notification_tes
t_event

websockNotifConfig

WebsockNotifCo
nfig

Configuration parameters to set up
notification delivery over Websocket
protocol as defined in subclause 5.2.5.4.

Notification_we
bsocket

monitoringType

MonitoringType

Enumeration of monitoring type. Refer to
clause 5.3.2.4.3.

maximumNumberOfRe
ports

integer

Identifies the maximum number of event
reports to be generated by the HSS,
MME/SGSN as specified in

subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)

monitorExpireTime

DateTime

Identifies the absolute time at which the
related monitoring event request is
considered to expire, as specified in
subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)

groupReportGuardTim
e

DurationSec

Identifies the time for which the SCEF can
aggregate the monitoring event reports

detected by the UEs in a group and report
them together to the SCS/AS, as specified
in subclause 5.6.0 of 3GPP TS 23.682 [2].
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maximumDetectionTim
e

DurationSec

If "monitoring-Type" is
"LOSS_OF_CONNECTIVITY", this
parameter may be included to identify the
maximum period of time after which the
UE is considered to be unreachable.

Loss_of conne
ctivity _notificati
on

"LOCATION_REPORTING", this
parameter may be included to identify a
minimum time interval between Location
Reporting notifications.

reachabilityType ReachabilityTyp If "monitoring-Type" is Ue-

e "UE_REACHABILITY", this parameter reachability_no
shall be included to identify whether the tification
request is for "Reachability for SMS" or
"Reachability for Data".

maximumLatency DurationSec If "monitoring-Type" is Ue-
"UE_REACHABILITY", this parameter reachability_no
may be included to identify the maximum (tification
delay acceptable for downlink data
transfers.

maximumResponseTi |DurationSec If "monitoring-Type" is Ue-

me "UE_REACHABILITY", this parameter reachability_no
may be included to identify the length of tification
time for which the UE stays reachable to
allow the SCS/AS to reliably deliver the
required downlink data.

suggestedNumberOfDI |integer If "monitoringType" is Ue-

Packets "UE_REACHABILITY", this parameter reachability-
may be included to identify the number of [notification
packets that the serving gateway shall
buffer in case that the UE is not reachable.

idleStatuslIndication boolean If "monitoringType" is set to Ue-
"UE_REACHABILITY" or reachability_no
"AVAILABILITY_AFTER_DDN_FAILURE", |tification,
this parameter may be included to indicate |Availability_afte
the notification of when a UE, for which r_DDN_failure_
PSM is enabled, transitions into idle mode. |notification
- "true": indicate enabling of notification
- "false": indicate no need to notify
Default: "false".

locationType LocationType If "monitoringType" is Location_notific
"LOCATION_REPORTING" or ation,
"NUMBER_OF_UES_IN_AN_AREA", this |[Number_of_UE
parameter shall be included to identify s_in_an_area_
whether the request is for Current notification,
Location or Last known Location. Number_of_UE

s_in_an_area

(NOTE 4) notification_5G
accuracy Accuracy If "monitoring-Type" is Location_notific

"LOCATION_REPORTING", this ation

parameter may be included to identify the

desired level of accuracy of the requested

location information, as described in

subclause 4.9.2 of 3GPP TS 23.682 [2].
minimumReportinterval |[DurationSec If "monitoring-Type" is Location_notific

ation

associationType

AssociationType

If "monitoring-Type" is
"CHANGE_OF_IMSI_IMEI_ASSOCIATIO
N", this parameter shall be included to
identify whether the change of IMSI-IMEI
or IMSI-IMEISV association shall be
detected.

Change_of_IM
SI_IMEI_associ
ation_notificatio
n
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plmnindication boolean 0.1 If "monitoring-Type" is Roaming_statu
"ROAMING_STATUS", this parameter s_natification
may be included to indicate the notification
of UE's Serving PLMN ID.

- "true™ The value shall be used to
indicate enabling of notification;
- "false™ The value shall be used to
indicate disabling of notification.

Default: "false".

locationArea LocationArea 0.1 If "monitoring-Type" is Number_of_UE
"NUMBER_OF_UES_IN_AN_AREA", this |s_in_an_area_
parameter may be included to indicate the |notification
area within which the SCS/AS requests
the number of UEs.

locationArea5G LocationArea5G |0..1 If "monitoring-Type" is Number_of UE
"NUMBER_OF_UES_IN_AN_AREA", this |s_in_an_area_
parameter may be included to indicate the |notification_5G
area within which the AF requests the
number of UEs.

monitoringEventReport |MonitoringEvent |0..1 Identifies a monitoring event report which

Report is sent from the SCEF to the SCS/AS.
NOTE 1: One of the properties "externalld”, "msisdn", "ipv4Addr", "ipv6Addr" or "externalGroupld" shall be included
for features "Location_notification" and "Communication_failure_notification";. "ipv4Addr" or "ipv6Addr" is
required for monitoring via the PCRF for an individual UE. One of the properties "externalld", "msisdn” or
"externalGroupld" shall be included for features "Loss_of_connectivity_notification”, "Ue-
reachability_notification", "Change_of _IMSI_IMEI_association_notification", "Roaming_status_noatification"
and "Availability_after DDN_failure_notification";
NOTE 2: Inclusion of either "maximumNumberOfReports" (with a value higher than 1) or "monitorExpireTime" makes
the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either
the maximum number of reports or the monitoring duration indicated by the property "monitorExpireTime" is
exceeded. The "maximumNumberOfReports" with a value 1 makes the Monitoring Request a One-time
Monitoring Request. At least one of "maximumNumberOfReports" or "monitorExpireTime" shall be provided.
NOTE 3: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 4: In this release, for features "Number_of UEs_in_an_area_notification" and
"Number_of UEs_in_an_area_notification_5G", locationType shall be set to "LAST_KNOWN_LOCATION".
NOTE 5: The property does not apply for the features "Number_of_UEs_in_an_area_notification" and
"Number_of UEs_in_an_area notification_5G".
NOTE 6: For the features "Number_of UEs_in_an_area notification" and
"Number_of_UEs_in_an_area_notification_5G", the property "externalGroupld" may be included for single
group and "addExtGrouplds" may be included for multiple groups but not both.
NOTE 7: The SCEF should check received MTC provider identifier and then the SCEF may:
- override it with local configured value and send it to HSS;
- send it directly to the HSS; or
- reject the monitoring configuration request.

5.3.2.2 Notification data types

5.3.2.2.1 Introduction

This clause defines data structures to be used in notifications.

5.3.2.2.2

Type: MonitoringNotification

This data type represents a monitoring notification which is sent from the SCEF to the SCS/AS.
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Table 5.3.2.2.2-1: Definition of type MonitoringNotification

Attribute name Data type Cardinalit Description Applicability
y (NOTE)
subscription Link 1 Link to the subscription resource to which
this notification is related.
configResults array(ConfigResu |0..N Each element identifies a naotification of
It) grouping configuration result.
monitoringEventReports |array(Monitoring  [0..N Each element identifies a monitoring event
EventReport) report.
cancelind boolean 0.1 Indicates whether to request to cancel the
corresponding monitoring subscription. Set
to false or omitted otherwise.
NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.3.2.3 Referenced structured data types

5.3.23.1 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.

5.3.2.3.2 Type: MonitoringEventReport

This data type represents a monitoring event notification which is sent from the SCEF to the SCS/AS.
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Table 5.3.2.3.2-1: Definition of type MonitoringEventReport
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Attribute name Data type Cardinality Description Applicability
(NOTE 1)
imeiChange AssociationType 0.1 If "monitoring-Type" is Change_of |
"CHANGE_OF_IMSI_IMEI_ASSOC |MSI_IMEI_as
IATION", this parameter shall be sociation_noti
included to identify the event of fication
change of IMSI-IMEI or IMSI-
IMEISV association is detected.
Refer to 3GPP TS 29.336 [11]
Subclause 8.4.22.
Externalld 0.1 External identifier
externalld
(NOTE 2)

IdleStatusinfo 0.1 If "idleStatusIndication” in the Ue-
"MonitoringEventSubscription"sets  |reachability_n
to "true", this parameter shall be otification,

idleStatusinfo included to indicate the information |Availability_af
when the UE transitions into idle ter_DDN_fail
mode. ure_notificatio

n

locationinfo Locationinfo 0.1 If "monitoringType" is Location_notif
"LOCATION_REPORTING", this ication
parameter shall be included to
indicate the user location related
information.

lossOfConnectReason |integer 0.1 If "monitoring-Type" is Loss_of_conn
"LOSS_OF_CONNECTIVITY", this |ectivity_notific
parameter shall be included if ation
available to identify the reason why
loss of connectivity is reported.
Refer to 3GPP TS 29.336 [11]
Subclause 8.4.58.

DateTime 0.1 If "monitoring-Type" is Ue-
"UE_REACHABILITY", this reachability_n
parameter may be included to otification
identify the timestamp until which a

maXUEAVallabllltyTlm UE using a power Saving

e mechanism is expected to be
reachable for SM delivery.
Refer to Subclause 5.3.3.22 of
3GPP TS 29.338 [34].

Msisdn 0..1 Identifies the MS internal

msisdn PSTN/ISDN number

(NOTE 2)
o MonitoringType 1 Identifies the type of monitoring

monitoringType type as defined in clause 5.3.2.4.3.

uePerLocationReport |UePerLocationReport 0.1 If "monitoringType" is Number_of U
"NUMBER_OF UES_IN_AN_ARE |Es_in_an_are
A", this parameter shall be included |a_notification,
to indicate the number of UEs Number_of_U
found at the location. Es_in_an_are

a_notification
_5G

plmnid Plmnid 0.1 If "monitoringType" is Roaming_stat
"ROAMING_STATUS" and us_notificatio
"plmnlindication” in the n
"MonitoringEventSubscription" sets
to "true", this parameter shall be
included to indicate the UE's
serving PLMN.

reachabilityType ReachabilityType 0.1 If "monitoring-Type" is Ue-
"UE_REACHABILITY", this reachability_n
parameter shall be included to otification

identify the reachability of the UE.

Refer to 3GPP TS 29.336 [11]
Subclause 8.4.20.
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roamingStatus

boolean

0.1

If "monitoringType" is Roaming_stat
"ROAMING_STATUS", this us_notificatio
parameter shall be set to "true" if n
the UE is on roaming status. Set to
false or omitted otherwise.

failureCause

FailureCause

0.1

Communicati
on_failure_no
tification

If "monitoringType" is
"COMMUNICATION_FAILURE",
this parameter shall be included to
indicate the reason of
communic