ETS| TS 128 313 V16.3.0 (2022-10)

. “E'-“:"::--—

TECHNICAL SPECIEICATION

5G;
Management and orchestration;
Self-Organizing Networks (SON) for 5G networks
(3GPP TS 28.313 version 16.3.0 Release 16)

H°56

A GLOBAL INITIATIVE



3GPP TS 28.313 version 16.3.0 Release 16 1 ETSI TS 128 313 V16.3.0 (2022-10)

Reference
RTS/TSGS-0528313vg30

Keywords
5G

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - APE 7112B
Association & but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° w061004871

Important notice

The present document can be downloaded from:
http://www.etsi.org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal .etsi.org/ TB/ETSIDeliverableStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https:.//portal .etsi.org/Peopl e/ CommiteeSupportStaff.aspx

If you find a security vulnerability in the present document, please report it through our
Coordinated Vulnerability Disclosure Program:
https.//www.etsi .org/standards/coordinated-vul nerability-disclosure

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fithess
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2022.
All rights reserved.

ETSI


http://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx
https://portal.etsi.org/People/CommiteeSupportStaff.aspx
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

3GPP TS 28.313 version 16.3.0 Release 16 2 ETSI TS 128 313 V16.3.0 (2022-10)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ logo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 28.313 version 16.3.0 Release 16 3 ETSI TS 128 313 V16.3.0 (2022-10)

Contents

INtellectual Property RIGNES.... ..ot b e e e en e ns 2
LB INOLICE ... bbbt et h bt b b nE e b e b e e et bt e bt Rt e s e e e e e e eb e n e e ns 2
MoOdal VErDS TEMINOIOQY ... .ccteieeiicieee ettt st e e s te s ae e aesbeeaeesbesreentesaeeasessesneensesreeneensessens 2
1= 11 o TSRS 6
1100 [ Tox A o] o S 7
1 o0 0L SR 8
2 REFEIBINCES ...ttt ettt a b bt s e et et e s e et e Rt e bt e b e s b et et e e et et enenbeebenrens 8
3 Definitions of terms, symbols and abbreviations............coceevrveeiini e e 9
31 LIS 1SR PR PP PPPRI 9
3.2 SYIMDOIS. ... ottt bt b e st b e e e st b e s e e h e e bt SE e e b€ SR e R e bt R e R e R e R e e b e nR e e bt R et ebe e e e ebe e e ere s 9
33 Y o] 1= V7= 0] 1SRRI 9
4 (OoTglor=ro]iSF=aTo [ 7= (o [0V o SRS 9
4.1 ST N\ oo g Tor= o £ 7 PRSPPI 9
411 OVEBIVIBI ...ttt e b et h ettt h e bt bt eh e e Rt e s e e e e eE £ b e A H e eh £ e aEea e e b e AR e b e e Rt eb e e st en e e e e ae e b e saeebeeneennenes 9
412 (O 11 = 1= SO N OSSP PSP 10
4121 T 100 8o 1ol DN PO U O URURUSRP 10
4122 Cross DomaiN-CentraliZed SON .......cc.iiiiiiieiee ettt st e et be e sbe e nee e 11
4123 DOomMaiN-CaNtraliZEd SON ..ottt st e s te s tesaeeseeneeneeseessebeseesseeneeneeneens 11
413 DISIIIDULEA SON ...ttt ettt e b e te s e e sae e sheesaeebeeabeeaseebeesbeesbeesbesseesteesbeeteeseensesnrennns 11
414 HYBIO SON ..o ee e s eesses s essses s esssenssesssssssesssesssensnssnnsnnes 12
4.2 Self-establishment of NeW RAN NE iN NEIWOTK.........c.coiie e 12
42.1 11 0o 1 ') o USSP RRSRS 12
4.2.2 Network configuration data handling ...........coeererriiin e e 13
4.2.3 Plug and connect to Management SYSIEM ......cc.voci e et ree e s reeteeeesneeenes 13
4.2.4 IS oo 1Ko 101 (o] o S 13
5 BUSINESS [EVE] TEQUITEIMENES ... .eeeeiiieieesieee et eee et see st e stesse e testeeseesaesreetesaeeneessesneensesseeneens 13
51 S0 (U= 01 £ 13
511 Distributed SON MANAGJEITIENT .........c.eitirieeetereee ettt sttt bttt sb e s bt et b et b e b et sbe et sbese et sbensenees 13
52 o (0] = R 13
53 TEl€COMMUNI CBLION FESOUITES .......eevieteeeeeeeteseesiesee st seeeaeeee st e teseestesaeeseeseensenseseesbesseeaeeneeneanseseseessesneeneeneenseses 14
6 SpeCification |EVEl FEQUITEMENTS ........ciiiriereeieeeeeee sttt sb e e et 14
6.1 S0 (U =01 £ 14
6.1.1 Distributed SON MaNagEIMENL ........ccveiuieeieeeeieseeeee e seeseesteesteeseeseeseesseesseesseessessaesseesseesessesnsssneesnes 14
6.1.1.1 RACH Optimization (Random Access OptiMiSation) ........ccccceveerieereeieeie e seeseeseeseeee e sseesseeseees 14
6.1.1.2 MRO (Mobility RObUStNESS OPtiMiSALION) ........ccvereeriieieeieiie e seeseesee e seeseesreeseeeeeeseessaesseesseeseens 14
6.1.1.3 ANR management iN NG-RAN ........ooiicieieeee e te et e e e e e testesaesneesneesseeseensenns 14
6.1.14 PCI configuration and re-CoNfigUIaLioN ...........ccieeeereneerierieenie et eb e e 15
6.1.2 (@S 012 7= S PSR S 15
6.1.2.1 PCI CONFIGUIALTON ...ttt b et b bbb et b e et bese b e sb e e ebesbe e ebenbenneneas 15
6.1.2.2 Requirements for RAN NE plug and connect to management SyStemM.........cooeevereeneneeeneneeenieseenens 15
6.1.2.3 Requirements for self-configuration of anew RAN NE ... 15
6.2 o (o g {0 = T PRSPPSO 15
6.3 TElECOMMIUNI CALION FESOUITES.......eeteiterieeieeute st sttt sieese et st et et sbesbesheese e e eabeseeebesbesaeeae e e e e e b e sbenbesaeene e e ennees 15
6.4 USE CBISES ....euteeute ettt s ket et st st h e bt st et e st eh e e b e e R e e R e e e R e e AR e £Re e A Re e AR e SR e SR e SR e £ eRe SR e e R e e R e e Ee e neennennnenneenRe e reereen 16
6.4.1 Distributed SON MaNagEIMENL ........ccviiiieeieeestiesteeteee e see e e sreesteesaeseeseesseesseesteessessaesseesseesessesnsesneesnes 16
6.4.1.1 RACH Optimization (Random Access OptiMiSation) ........ccccceveerieereereeie e seeseeseeseesee e seesseeseees 16
6.4.1.2 MRO (Mobility RObUStNESS OPtiMiSALION) ........cceeieerieeieeiereseeseese e e sseeseeseesreesseeeeeseessaesseesseesees 17
6.4.1.3 ANR MaANAGEIMENT ... .o e 18
6.4.13.1 Starting the ANR FUNCLION.........couiiiiiiie bbb 18
6.4.1.32 Stopping the ANR FUNCHION ....ccviiiiiiice e 18
6.4.1.3.3 Sending notification of added or deleted NCR..........ccoiiiiireier e 19
6.4.1.34 HaNAOVEr WhITEIISHING. .....cueiteeeiiitereee e 19

ETSI



3GPP TS 28.313 version 16.3.0 Release 16 4 ETSI TS 128 313 V16.3.0 (2022-10)

6.4.1.3.5 HaNAOVES BIACKITSIING .....covieeeieteieeee ettt 20
6.4.1.3.6 Prohibiting X2 or Xn connection to a peer node (X2/Xn blacklisting) .........coveeererrinecncnieenees 20
6.4.1.3.7 Prohibiting handover over X2 or Xn (X2/Xn handover blacklisting).........c.coeevererncnineinennne 21
6.4.14 PCI CONFIGUIALTON ...ttt b e e b b e bt b e se et b e se b e sb e e ebesbe e ebesbenneneas 21
6.4.14.1 [Nitial PCl CONFIGUIBITION........ciuiieiiitiieeeite ettt ettt b e bbb neenens 21
6.4.1.4.2 L O I (= oo 1 1T 11 =4 e o 22
6.4.2 CNMIAliZEA SON ... .ottt b et et b e bt b e e e e e et e se e e bt s bt ebe et e b e besbeebesneenee e ennes 22
6.4.2.1 [ O oo 01 1T 11 =4 o o SR 22
6.4.2.1.1 INitial PCl CONFIQUIALION........ciiiiciietiectee ettt et e e e entessae e e seeneeneeeneennes 22
6.4.2.1.2 L O I (=o' [1 =4 e o 23
6.4.22 Use case for establishment of anew RAN NE iN NEIWOIK.........cooieieiinine e 23
64221 Use case for RAN NE plug and connect to management SYSemM .........cooevereenenenenenieeeeseeeenes 23
6.4.2.2.2 Use case for self-configuration of anew RAN NE.........ccoiiiiie s 25
7 Management SEVICES FOI SON......cuiiiiieiiciece ettt e b e e e besae e tesre e e entesteennens 27
7.1 Management services for D-SON ManagEMENT ..........ccveiiereriieree e e esessee e seesteere e e s e e teetesneeseesneesnes 27
711 RACH Optimization (Random Access OPtimiSation) ..........ccceererrereeeiieeseeseese e eeeseeseesreeseeseeseesneesnes 27
7111 MNS COMPONENT TYPE A .ottt et s e s bt esae e e s be e e saeeesbbe e saeeesbbeeeseesbaesnseeeae 27
7112 MnS Component Type B defiNitioN ..o 27
71121 QLIS e 1= 5 1 ] 0= 4o o RSSO 27
71122 CONLrOl INFOMMIBLTION ...ttt r e 27
71123 Parameters to DE UPUELEA............eiuiereieieet ettt 28
7113 MNS Component TYPE C defiNitiON ........coiiiieiieeee et b e e eb e seene 28
71131 PerformanCe MEASUIEIMENES. .......couiieiireeeee e ettt e see st e be e ebe e e enee e e eeseesaessesneeneeneeneenes 28
712 MRO (Mobility RObUStNESS OPtiMISALION) ... .c.covieeiiitirieiesiereeie ettt 28
7121 MNS COMPONENE LYPE A ..ttt ettt e e e e r e b bt b et e resreeresaeeanennens 28
7.1.22 MnS Component Type B defiNitioN ..o 28
7.1.22.1 QLI e 1= 5 1 ] 0= 4o o OSSR 28
71222 CONLrOl INFOMMIBLTION ...ttt e r e 29
7.1.2.2.3 Parametersto DE UPAELEd. ...........oouiiee et 29
7.1.2.3 MnS Component TYPe C defiNitiON .........oe e 29
7.123.1 PerformanCe MEBSUNEIMENLS. ..........cuiirreerirr et rree s n e sr e n e n e nnenn e nnis 29
713 PCI CONFIGUIBLTON. ...c.eeeeeeete ettt b et b e et b e e bt b e e et s et b e b et b e b et b b 31
7131 MNS COMPONENE LYPE A ...ttt et e e r e r e b e b e et e resresresaeeanennens 31
7132 MnS Component TYPE B defiNitiON ........cooiiieiieeeeseee st 31
71321 (00110 I N0 0] 007 [1'0] o PSRN 31
71322 Parameters to DE UPUELEA...........c.eivieiireiiei ettt 31
7133 MNS Component TYPE C defiNitiON ........coiiiieirieeeereee et b e eb e eb e 31
71331 NOLifiCatiON INFOIMELION.......coeivieeieirie et n e nr e nns 31
7.1.4 ANR MENAGEIMENT ..ottt ettt e st be e s bt e s be e e be e e beesbe e e beesabeesabeesabeesbeesnreeen 32
7.2 Management SErVICES FOI C-SON .......uiiieii ettt e e e s e re et e esteeseessaesteesteeseensesneennns 32
721 [ O oo 1 1T [0 =4 o] P 32
7211 MNS COMPONENT TYPE A .ottt et s e sb e e s st e e s be e e saee e sbbe e saeeesbbeeebeesbeesnseeene 32
7212 MnS Component TYPE B defiNitioN ........cooiiiiiieieseeereeese e s 32
72121 (00110 I N0 0] 007 [1'0] o PSRN 32
72122 Parameters t0 DE UPUELEA..........c.eiuieiirieeeter et r s 33
7213 MNS Component TYPE C defiNitiON ........coiiiiiiieeeereeee et b e sr e s eb e 33
72131 NOtifiCatioNS INFOIMELION ..ot e sre b e e e e s 33
72132 PerformanCe MEASUIEIMENES. .......couireiirerieeeeeeeere sttt e e st esbeseeebe et enee e e eeseesaessesaeeneeneeneees 33
8 SON PIOCEAUIES .....veveeeecteeete ettt ete st et e e e te et e stesaeestesteeaseabesaeeseaaeessesteeseenbesaeenseaseeasestesseensesteennesesrnanns 33
8.1 g1 18 Tot ('l TSR 33
8.2 Distributed SON MaNAQEIMIENL . .........eiueiieieerteeeeeeeereeseesteeeeteseeseesseesseesseasesseesseasseasseessessesssesssesssesssesnessnes 34
821 RACH Optimization (Random Access OPtimMiSation) ..........cceeererererieiererieese et 34
822 MRO (Mobility RObUStNESS OPtiMISALION)......c.civieeiiitirieiesiereeie ettt 35
823 PCI CONFIGUIBLTON. ...c.eeeeeeete ettt b et b e et b e e bt b e e et s et b e b et b e b et b b 36
8231 [Nitial PCl CONFIGUIBITION ...ttt ettt b e et b et sb e e 36
8232 PCI FE-CONFIGUIBLION. ...ttt ettt b bbb e b e b et b e se et b e se et sb et ebesb e e ebesbenneneas 37
8.3 (0= 01 = =0 S | PSSR 38
831 [ @ oo 1 1T U 4o P 38
8311 INitial PCl CONFIQUIBLION ......eviitieeieeieeie ettt e e et e e e estesneesseesnesseesneesneesseenseensenns 38
8.3.1.2 [ O =o' U = 1 e o SR 38

ETSI



3GPP TS 28.313 version 16.3.0 Release 16 5 ETSI TS 128 313 V16.3.0 (2022-10)

832 Procedures for establishment of anew RAN NE in NEWOTK.........cccoiiiiiiieiiicneeeeee e 39
8321 Procedures for RAN NE plug and connect to management SYSEEM .........cuvereerereeneneeeseseeesee s 39
8322 Procedures for self-configuration ManagemMENL.............coeeereirerieene bbb eene 40
Annex A (informative): PlantUML SOUFMCE COUE.........ccuerueieieieieeeeie sttt 42
A.1 Procedures for establishment of anew RAN NE in NEWOrK ... 42
A.ll Procedure for plug and connect to ManageMENt SYSEEM........c.cuiireeririerere e e 42
A.l2 Procedure for self-configuration ManagEMENL ............cccieeiieie e seeseese e e see e e e e e eseeseesreesne e reenneens 42
Annex B (informative): (01 =T 1o TN o TE= (o] Y 44
115 PRSP 45

ETSI



3GPP TS 28.313 version 16.3.0 Release 16 6 ETSI TS 128 313 V16.3.0 (2022-10)

Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their useis avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document

ETSI
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.

Introduction

The present document is part of a TS-family covering the 3rd Generation Partnership Project Technical Specification
Group Services and System A spects Management and orchestration of networks, as identified below:

TS28.313: Management and orchestration; Self-Organizing Networks (SON) for 5G networks.
TS28.552: Management and orchestration; 5G performance measurements.

TS28.541: Management and orchestration; Self-Organizing Networks (SON) Network Resource Model (NRM)
for 5G networks.

ETSI
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1 Scope

The present document specifies the concepts, use cases, requirements, and procedures for the SON functionsin 5GS.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 32.500: "Telecommunication Management; Self-Organizing Networks (SON); Concepts
and requirements”.

[3] 3GPP TS 28.532: "Management and orchestration; Generic management services'

[4] 3GPP TS 38.321 "NR; Medium Access Control (MAC) protocol specification”.

[5] 3GPP TS 28.552 "Management and orchestration; 5G performance measurements”.

[6] 3GPP TS 32511 " Telecommunication management; Automatic Neighbour Relation (ANR)
management; Concepts and requirements’.

[7] 3GPP TS 38.300 "NR; Overall description; Stage-2".

(8] Void

[9] 3GPP TS 38.331: "NR; Radio Resource Control (RRC) protocol specification”.

[10] Void

[11] 3GPP TS 28.531 "Management and orchestration; Provisioning".

[12] 3GPP TS 28.550: "Management and orchestration; Performance assurance”.

[13] 3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2
and stage 3".

[14] Void

[15] 3GPP TS 32.508: "Telecommunication management; Procedure flows for multi-vendor plug-and-
play eNodeB connection to the network".

[16] 3GPP TS 38.133: "NR; Requirements for support of radio resource management".

[17] Void
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3 Definitions of terms, symbols and abbreviations

3.1 Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term
defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Centralized SON (C-SON): SON solution where SON algorithms are executed in the 3GPP management system.
Centralized SON has two variants:

- Cross Domain-Centralized SON: SON solution where SON algorithms are executed in the 3GPP Cross
Domain layer.

- Domain-Centralized SON: SON solution where SON agorithms are executed in the Domain layer.
Distributed SON (D-SON): SON solution where SON algorithms are executed in the Network Function layer.

Hybrid SON: SON solution where SON algorithms are executed at two or more of the following layers: NF layer or
Domain layer or 3GPP Cross Domain layer.

Sear chlist: list of frequencies and supporting information to be used for neighbour cell measurements, which contains
entries for NG-RAN and supported IRATS.

3.2 Symbols

Void.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

ANR Automatic Neighbour Relation
NCR Neighbour Cell Relation
NG-RAN Next Generation Radio Access Network
4 Concepts and background

4.1 SON concepts

411 Overview

Based on the location of the SON agorithm, SON is categorized into four different solutions that are possible for
implementing various SON use cases, the solution is selected depending on the needs of the SON use cases.

a) Centralized SON:
1) Cross Domain-Centralized SON
2) Domain-Centralized SON

b) Distributed SON

c) Hybrid SON.
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The SON algorithm is not standardized by 3GPP.

The following figureillustrates the overview of SON Framework.

AAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAA

3GPP Cross Domain Layer

C(Zross Domain-Centralized SOD

! Domain Layer

Domain-Centralized SON )

I

_________________________________________________________________

Figure 4.1.1-1: Overview of SON Framework

4.1.2 Centralized SON

4.1.2.1 Introduction

Centralized SON (C-SON) means that the SON algorithm executes in the 3GPP management system. The centralized
SON concept has been defined for LTE in TS 32.500 [2].

Figure 4.1.2.1-1 shows a generic C-SON process, where the SON algorithms execute in the 3GPP management system
interact with network functionsin RAN and/or CN to implement SON functions. The SON algorithm may consist of the
following functionalities:

- Monitoring: monitor the network(s) by collecting management data, including the data provided by MDAS.

- Analysis: analyse the management data to determine if there are issues in the network(s) that need to be
resolved.

- Decision: makes the decision on the SON actions to resolve the issues.

- Execution: execute the SON actions.
- Evaluation: evaluate whether the issues have been solved by analysing the management data

NOTE: The management data as well as the exact algorithm may vary for different SON cases. For example, for
automated creation of NSI, NSSI and/or NFs related cases, the management data may be SLA
reguirements received from service management layer; for automated optimization related cases, the
management data may be performance measurements of the networks; for automated healing related
cases, the management data may be alarm information of the networks. The management data and the
algorithm are to be specified case by case.
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Figure 4.1.2.1-1: C-SON process

41.2.2 Cross Domain-Centralized SON
The Cross Domain-Centralized SON means that the SON algorithm executes in the 3GPP Cross Domain layer.

For Cross Domain-Centralized SON, the MnF(s) in 3GPP Cross Domain layer monitors the networks via management
data, analyses the management data, makes decisions on the SON actions, and executes the SON actions.

41.2.3 Domain-Centralized SON
The Domain-Centralized SON means the SON al gorithm executes in the Domain layer.

For Domain-Centralized SON, the MnF(s) in Domain layer monitors the networks via management data, analyses the
management data, makes decisions on the SON actions, and executes the SON actions.

The MnF(s) in 3GPP Cross Domain is responsible for management and control of the Domain-Centralized SON
function. The management and control may include switching on/off a Domain-Centralized SON function, making
policies for a Domain-Centralized SON function, and/or evaluating the performance of a Domain-Centralized SON
function.

4.1.3 Distributed SON

The distributed SON (D-SON) means that the SON algorithm is located in the NFs. The distributed SON concept has
been defined for LTE in TS 32.500 [2].

For D-SON, the NFs monitors the network events, analyses the network data, makes decisions on the SON actions and
executes the SON actions in the network nodes.

Figure 4.1.3-1 shows that the 3GPP management system (MnF in Domain or 3GPP Cross Domain) is responsible for
the following functions:

a) D-SON management function:
1) Switch on/off aD-SON function,
2) Provide policies, targets, and supplementary information (e.g., the range attributes) for a D-SON function.

b) D-SON evaluation function: evaluate whether the issues have been resolved, and may apply D-SON management
actions.
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Figure 4.1.3-1: D-SON process

4.1.4 Hybrid SON

The hybrid SON (H-SON) means the SON algorithm are executed at two or more of the following levels: NF layer,
Domain layer or 3GPP Cross Domain layer. The hybrid SON concept has been defined for LTE in TS 32.500 [2].

The 3GPP management system (i.e. MnF(s) in Domain or 3GPP Cross Domain) and NFs work together, in a
coordinated manner, to build up a complete SON algorithm. The decisions on SON actions may be made by 3GPP
management system and/or NFs, depending on the specific cases.

Figure 4.1.4-1 shows that the C-SON component is monitoring and executes SON actions.

3GPP management system

(Evaluation)  —<Analysis=
Yes

(CExecution )«—(_ Decision )
SON algorithm

NF (CN) NF (RAN)

SON SON

algorithm algorithm

i ~

Figure 4.1.4-1: H-SON process

4.2 Self-establishment of new RAN NE in network

421 Introduction

Self-establishment of new RAN NE in network describes the procedure of a new NG-RAN NE can automatically
establish when it is powered up and connect to the | P network in multi-vendor scenario, which includes:

- Network Configuration data handling
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- Plug and connect to management system

- Sdf-Configuration

4.2.2 Network configuration data handling

Network configuration data handling makes the network configuration data available to the management system support
self-configuration process, which may include network configuration data preparation, network configuration data
transfer and network configuration data validation. This happens except al of the network configuration datafor NE
can be generated by the management system supporting self-configuration process.

Network configuration data preparation: This makes the network configuration data ready in operator's network
management system who provides the network configuration data. How to prepare the network configuration datain
operator's network management system is out of scope of the present document.

Network configuration datatransfer: Thistransfers the Network configuration data from network configuration data
Provider to the network configuration data Consumer.

Network configuration data validation: This validates the syntax and semantics of network configuration data. It
takes place in the network configuration data Consumer.

4.2.3 Plug and connect to management system

Plug and connect to management system connects the deployed NE to its management system providing support for
self-configuration process as automatically as possible. The following functionality isincluded: initial IP
Autoconfiguration service, Certificate enrolment, establish secure connection, establish connect to management system
providing support for self-configuration process.

4.2.4  Self-configuration

Self-configuration puts the NE into a state to be ready to carry traffic in an automated manner. Self-configuration
includes following functionality: create self-configuration task, monitor self-configuration process, generate
configuration data if needed, download and activate software, download and active configuration data, perform self-test
and update network resource model, etc.

5 Business level requirements

5.1 Requirements

51.1 Distributed SON management

REQ-NR-ANR-CON-01 For NG-RAN ANR management, theinitial status of a newly created NCR by the ANR
function to aNG-RAN cell shall be such that HO is allowed, X2 or Xn connection setup is allowed, and the NCR is
alowed to be removed by the ANR function in the gNB.

REQ-NR-ANR-CON-02 NG-RAN ANR management shall support NCRs from NG-RAN to NG-RAN and from
NG-RAN to E-UTRAN.

REQ-NR-ANR-CON-03 For E-UTRAN ANR management, theinitial status of a newly created NCR by ANR
function to aNG-RAN cell shall be such that HO is allowed, X2 connection setup is alowed, and the NCR is alowed
to be removed by the ANR function in the eNB.

REQ-NR-ANR-CON-04 E-UTRAN ANR management shall support NCRsfrom E-UTRAN to NG-RAN, in
addition to support to other technologies, described in TS 32.511 [6] clause 5.1.

5.2 Actor roles

Not applicable
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53 Telecommunication resources

Not applicable
6 Specification level requirements
6.1 Requirements

6.1.1 Distributed SON management

6.1.1.1 RACH Optimization (Random Access Optimisation)

REQ-RACH-FUN-1 MnS producer should have a capability allowing the authorized consumer to set and update the
targets for RACH optimization function.

REQ-RACH-FUN-2 MnS producer should have a capability allowing an authorized consumer to enable or disable the
RACH optimization function.

REQ-RACH-FUN-3 MnS producer should have a capability allowing the authorized consumer to collect performance
measurements that are used to evaluate the RACH performance.
6.1.1.2 MRO (Mobility Robustness Optimisation)

REQ-M RO-FUN-1 The MnS producer should have a capability allowing the MnS consumer to set the targets, HO
offset ranges, and control parameters for MRO function.

REQ-M RO-FUN-2 The MnS producer should have a capability allowing the MnS consumer to collect the handover
related performance measurements that are used to evaluate the MRO performance.

REQ-M RO-FUN-3 MnS producer should have a capability allowing the MnS consumer to enable or disable the MRO
function.

REQ-M RO-FUN-4 The producer of provisioning MnS should have a capability allowing the MnS consumer to update
the targets, HO offset ranges, and control information for MRO function.

6.1.1.3 ANR management in NG-RAN

The business level requirementsin clause 5.1.1 are decomposed into the following specification level requirements,
applicable for NG-RAN:

REQ-NR-ANR-FUN-01Producer of provisioning MnS shall support a capability allowing an authorized consumer to
request establishment of an Xn connection to the neighbour gNB, or an Xn connection to the neighbour ng-eNB.

REQ-NR-ANR-FUN-02Producer of provisioning MnS shall support a capability allowing an authorized consumer to
request that an existing Xn connection to a neighbour gNB, or an Xn connection to a neighbour ng-eNB to be released,
and that the establishment of such a connection is prohibited.

REQ-NR-ANR-FUN-03 Producer of provisioning MnS shall support a capability allowing an authorized consumer
to request that an NCR is allowed to be removed.

REQ-NR-ANR-FUN-04  Producer of provisioning MnS shall support a capability allowing an authorized consumer
to request that an NCR is not alowed to be removed.

REQ-NR-ANR-FUN-05 Producer of provisioning MnS shall support a capability allowing an authorized consumer
to disable or enable the ANR function in one or more gNBs.
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6.1.1.4 PCI configuration and re-configuration

REQ-DPCI-CONFIG-FUN-1 producer of provisioning MnS should have a capability allowing an authorized
consumer to set or update the list(s) of PCI value(s) for NR cell(s).

REQ-DPCI-CONFIG-FUN-2 producer of provisioning MnS should have a capability allowing an authorized
consumer to enable or disable the PCI configuration function.

REQ-DPCI-CONFIG-FUN-3 producer of provisioning MnS should have a capability to notify the authorized
consumer with the PCI value(s) being selected for NR cell(s).

REQ-DPCI-CONFIG-FUN-4 producer of fault supervision MnS should have a capability to notify the authorized
consumer about the detection or resolution of PCI collision or PCI confusion problems for NR cells.

REQ-DPCI-CONFIG-FUN-5 producer of provisioning MnS should have a capability allowing an authorized
consumer to configure or re-configure the PCI list at the PCI configuration function.

6.1.2 Centralized SON

6.1.2.1 PCI configuration

REQ- CPCI-CONFIG-FUN-1 producer of provisioning MnS should have a capability allowing an authorized
consumer to configure or re-configure the PCI value(s) for NR cell(s).

REQ- CPCI-CONFIG-FUN-2 producer of provisioning MnS should have a capability to notify the authorized
consumer with the PCI value(s) being assigned to NR cell(s).

REQ-CPCI-CONFI G-FUN-3 producer of fault supervision MnS should have a capability to notify the authorized
consumer about the detection or resolution of PCI collision or PCI confusion problems for NR cells.

6.1.2.2 Requirements for RAN NE plug and connect to management system

REQ-PnC-CON-1 NE shall be able to get its own IP addresses and MnF |P address without manual configuration
during plug and play for a NE connection to the network.

6.1.2.3 Requirements for self-configuration of a new RAN NE

REQ-SCM-CON-1 The MnSfor self-configuration management shall have the capability alowing MnS consumer
request MnS producer to create, query and delete Self-configuration management profile.

REQ-SCM-CON-2 The MnS for Self-configuration management shall have the capability allowing M nS consumer
obtain the progress of self-configuration process form MnS producer.

6.2 Actor roles

See use casesin clause 6.4.

6.3 Telecommunication resources

See use casesin clause 6.4.
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6.4 Use cases

6.4.1 Distributed SON management
6.4.1.1 RACH Optimization (Random Access Optimisation)
Use case stage Evolution/Specification RZT;i?::e

Goal

To automatically configure the RACH parameters in a cell in order to achieve the
optimal network performance by reducing the network access time, and minimize
the failures.

Actors and Roles

D-SON management function to support RACH Optimization function.

Telecom - gNB;
resources - The producer of provisioning MnS
Assumptions N/A

Pre-conditions

- 5G NR cells are in operation.
- RACH Optimization function is in operation.

Begins when

The D-SON management function decides to enable the RACH Optimization
function.

Step 1 (M) The D-SON management function requests the producer of provisioning MnS to
set the targets for the RACH optimization function.

Step 2 (M) The D-SON management function requests the producer of provisioning MnS to
enable the RACH optimization function.

Step 3 (M) The D-SON management function collects the RACH related measurements, and
analyse them to evaluate the RACH performance.

Step 4 (O) If the D-SON management function determines that the RACH performance does

not meet the target, it updates the targets for RACH optimization function;

Ends when All the steps identified above are successfully completed.

Exceptions One of the steps identified above fails.

Post-conditions  |The RACH performance has been optimized.

Traceability REQ-RACH-FUN-1, REQ-RACH-FUN-2, REQ-RACH-FUN-3
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Use case stage

Evolution/Specification

<<Uses>>
Related use

Goal

To automatically configure the handover parameters in cells in order to improve
the handover performance.

Actors and Roles

D-SON management function to support MRO function.

Telecom - gNB;
resources - The producer of provisioning MnS
Assumptions N/A

Pre-conditions

- 5G NR cells are in operation.
- MRO is in operation.

Begins when

The D-SON management decides to enable MRO function.

Step 1 (M) The D-SON management function requests the producer of provisioning MnS to
set the targets, HO offset ranges, and control information for the MRO function.

Step 2 (M) The D-SON management function requests the producer of provisioning MnS to
enable the MRO function.

Step 3 (M) The MRO function detects handover issues (e.g. too late HO, too early HO and
HO to a wrong cell) in intra-RAT or inter-RAT mobility by analysing reports from
UEs and network side information, and acts to mitigate the HO issues by
adjusting HO related parameters.

Step 4 (M) The D-SON management function collects MRO related measurements, and
analyses them to evaluate the MRO performance.

Step 5 (M) The D-SON management function performs the following action, if the MRO
performance does not meet the target:
1. Update the targets for MRO function.
2. Update the ranges for MRO function.
3. Update the control information for MRO function.

Ends when All the steps identified above are successfully completed.

Exceptions One of the steps identified above fails.

Post-conditions  |The MRO performance has been optimized.

Traceability REQ-MRO-FUN-1, REQ- MR-FUN-2, REQ-MRO-FUN-3, REQ-MRO-FUN-4
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6.4.1.3 ANR management
6.4.1.3.1 Starting the ANR function
Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is to make the ANR function in the gNB is enabled.
Actors and A MnS consumer of the MnS of D-SON management
Roles
Telecom The MnS producer of D-SON management
resources gNB
Assumptions
Pre-conditions The ANR function is not active.
The gNB may have NCRs. The NCRs may be configured by a MnS consumer
or may have been added by the ANR function if the ANR function has been
active previously.
Begins when The Use Case begins when the MnS consumer decides to enable the ANR
function in a gNB.
Step 1 (M) The MnS consumer enables the ANR function in the gNB.
Ends when Ends when all steps identified above are completed or when an exception
occurs
Exceptions One of the steps identified above fails and retry is unsuccessful.
Post Conditions | The ANR function in gNB is successfully enabled by the MnS consumer, or if
unsuccessful, still disabled.
Traceability REQ-NR-ANR-FUN-0h
6.4.1.3.2 Stopping the ANR function
Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is to make the ANR function in the gNB is disabled.
Actors and A MnS consumer of the MnS of D-SON management
Roles
Telecom The MnS producer of D-SON management
resources gNB

Assumptions

Pre-conditions

The ANR function is active

Begins when

The Use Case begins when the MnS consumer decides to disable the ANR
function in a gNB.

Step 1 (M) The MnS consumer disables the ANR function in the gNB.

Ends when Ends when all steps identified above are completed or when an exception
occurs.

Exceptions One of the steps identified above fails and retry is unsuccessful.

Post Conditions

The ANR function in gNB is successfully disabled by the MnS consumer, or if
unsuccessful, still enabled. All existing NCRs, whether created by ANR or
otherwise are unaltered.

Traceability

REQ-NR-ANR-FUN-0h
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Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is for the MnS producer to send a notification of added or deleted
NCR to the MnS consumer.
Actors and A MnS consumer of the MnS of D-SON management.
Roles
Telecom The MnS producer of D-SON management.
resources gNB
Assumptions
Pre-conditions The ANR function is active
Begins when An NCR is added or deleted. This could be the result of either the ANR
function's action, or the creation of the deletion of an NCR by a MnS consumer.
Step 1 (M) The MnS producer sends a notification to the MnS consumer.
Ends when Ends when all steps identified above are completed or when an exception
occurs.
Exceptions One of the steps identified above fails and retry is unsuccessful.
Post Conditions | The MnS consumer is aware of the creation or deletion of the NCR.
Traceability REQ-NR-ANR-FUN-Om
6.4.1.3.4 Handover Whitelisting
Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is to make an NCR present in the NCRT, useful for handovers.
Actors and A MnS consumer of the MnS of D-SON management
Roles
Telecom The MnS producer of D-SON management
resources gNB

Assumptions

Pre-conditions

The ANR function is active.

Begins when

The Use Case begins when the MnS consumer decides to whitelist an NCR.

Step 1 (O) The MnS consumer creates the NCR
This step is executed if it the wanted NCR not already present in the NCRT.

Step 2 (M) The MnS consumer marks the NCR so that handovers are allowed, and so that
the ANR function is not allowed to remove the NCR.

Ends when Ends when all steps identified above are completed or when an exception
occurs.

Exceptions One of the steps identified above fails and retry is unsuccessful.

Post Conditions

The wanted NCR is present in the NCRT. It is protected from being removed
by the ANR function.

Traceability

REQ-NR-ANR-FUN-0Oc, REQ-NR-ANR-FUN-0i
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Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is to make an NCR is present in the NCRT and made unavailable for
handovers.
Actors and A MnS consumer of the MnS of D-SON management
Roles
Telecom The MnS producer of D-SON management
resources gNB
Assumptions
Pre-conditions The ANR function is active.
Begins when The Use Case begins when the MnS consumer decides to blacklist an NCR.
Step 1 (O) The MnS consumer creates the NCR.
This step is executed if it the wanted NCR not already present in the NCRT.
Step 2 (M) The MnS consumer marks the NCR so that handovers are prohibited, and so
that the ANR function is not allowed to remove the NCR.
Ends when Ends when all steps identified above are completed or when an exception
occurs.
Exceptions One of the steps identified above fails and retry is unsuccessful.
Post Conditions | The wanted NCR is present in the NCRT. It is protected from being removed
by the ANR function.
Traceability REQ-NR-ANR-FUN-0d, REQ-NR-ANR-FUN-0i
6.4.1.3.6 Prohibiting X2 or Xn connection to a peer node (X2/Xn blacklisting)
Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is to prohibit a gNB from setting up an X2 or Xn connection to a peer
gNB or eNB. If such a connection existed, it is brought down.
Actors and A MnS consumer of the MnS of D-SON management
Roles
Telecom The MnS producer of D-SON management
resources gNB

Assumptions

Pre-conditions

The ANR function is active.

Begins when

The Use Case begins when the MnS consumer decides to prohibit the setting
up of X2 or Xn connections to a peer node.

Step 1 (M) The MnS consumer configures the MnS producer with the peer node into the
list of nodes for which X2 or Xn connections are prohibited.

Ends when Ends when all steps identified above are completed or when an exception
occurs.

Exceptions One of the steps identified above fails and retry is unsuccessful.

Post Conditions

The peer node is in the black-list. If an X2 or Xn connection was present to the
peer node, it is brought down.

Traceability

REQ-NR-ANR-FUN-0Og
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Use Case Stage Evolution / Specification <<Uses>>
Related use
Goal The goal is to prohibit a gNB from using an X2 or Xn connection to a peer gNB
or eNB for handover.
Actors and A MnS consumer of the MnS of D-SON management.
Roles
Telecom The MnS producer of D-SON management
resources gNB
Assumptions
Pre-conditions The ANR function is active.
Begins when The Use Case begins when the MnS consumer decides to prohibit using the
X2 or Xn connection to a peer node for handover.
Step 1 (M) The MnS consumer configures the MnS producer to mark the NCR to the peer
node so that handovers over the X2 or Xn connection are prohibited.
Ends when Ends when all steps identified above are completed or when an exception
occurs.
Exceptions One of the steps identified above fails and retry is unsuccessful.
Post Conditions | The gNB is prohibited from using the using the X2 or Xn connection to the peer
node for handovers.
Traceability REQ-NR-ANR-FUN-00
6.4.1.4 PCI configuration
6.4.1.4.1 Initial PCI configuration
. e . <<Uses>>
Use case stage Evolution/Specification Related use

Goal

To automatically configure the PCls for NR cells that have not been assigned with
PCls.

Actors and Roles

D-SON management function to support initial PCI configuration.

Telecom - gNB;
resources - The producer of provisioning MnS
Assumptions N/A

Pre-conditions

- 5G NR cells are in operation.
- No PCI values have been assigned to NR cells.

Begins when

The D-SON management function decided to configure the PCI list for NR cell(s).

Step 1 (M) The D-SON management function requests the producer of provisioning MnS to
configure the PCI list at the PCI configuration function.

Step 2 (M) The D-SON management function requests the producer of provisioning MnS to
enable the PCI configuration function at NR cell(s).

Step 3 (M) The PCI configuration function selects PCI value(s) from the list of PCI values
provided by the producer of provisioning MnS.

Step 4 (M) The producer of provisioning MnS notifies the consumer with the PCI value(s)
being assigned for the NR cell(s).

Ends when All the steps identified above are successfully completed.

Exceptions One of the steps identified above fails.

Post-conditions  [The PCI value of a NR cell has been selected.

Traceability REQ-DPCI-CONFIG-FUN-1, REQ-DPCI-CONFIG-FUN-2, REQ-DPCI-CONFIG-

FUN-3, REQ-DPCI-CONFIG-FUN-5
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6.4.1.4.2 PCI re-configuration
. . <<Uses>>
Use case stage Evolution/Specification Related use
Goal To automatically re-configure the PCls of NR, due to the PCI collision or PCI
confusion problems.
Actors and Roles |D-SON management function to support PCI re-configuration.
Telecom - gNB;
resources - The producer of provisioning MnS
- The producer of fault supervision MnS
Assumptions N/A
Pre-conditions - 5G NR cell(s) have being assigned with PCI value(s).
- The PCI configuration function is in operation, and enabled.
Begins when PCI configuration function has detected the PCI problem of PCI collision or PCI
confusion for NR cell(s).
Step 1 (M) The D-SON management function receives an alarm from the producer of fault
supervision MnS indicating the PCI collision or PCI confusion problems for an NR
cell(s).
Step 2 (M) The D-SON management function requests the producer of provisioning MnS to
re-configure the PCI list at the PCI configuration function.
Step 3 (M) The PCI configuration function selects PCI value(s) from the PCI list.
Step 4 (M) The producer of provisioning MnS notifies the consumer with the PCI value(s)
being assigned for the NR cell(s).
Step 5 (M) The D-SON management function receives a clear alarm notification from the
producer of fault supervision MnS.
Ends when All the steps identified above are successfully completed.
Exceptions One of the steps identified above fails.
Post-conditions  |The PCI collision or PCI confusion have been resolved.
Traceability REQ-DPCI-CONFIG-FUN-3, REQ-DPCI-CONFIG-FUN-4, REQ-DPCI-CONFIG-
FUN-5
6.4.2 Centralized SON
6.4.2.1 PCI configuration
6.4.2.1.1 Initial PCI configuration
. . <<Uses>>
Use case stage Evolution/Specification Related use

Goal

To automatically configure the PCls of NR cell(s) that have not been assigned
with PCI value(s).

Actors and Roles

C-SON function to support PCI configuration.

Telecom - gNB;
resources - The producer of provisioning MnS
Assumptions N/A

Pre-conditions

- 5G NR cells have not been assigned with PCI values yet.
- The C-SON has been enabled.

Begins when

The C-SON function decides to configure PCI values for NR cell(s).

Step 1 (M) The C-SON function determines the PCI value(s) for the NR cell(s) that have no
collision or confusion with its neighbours.

Step 2 (M) The C-SON function requests the producer of provisioning MnS to configure the
PCI value(s) at the NR cell(s).

Step 3 (M) The producer of provisioning MnS notifies the consumer with the PCI value(s)
being assigned for the NR cell(s).

Ends when All the steps identified above are successfully completed.

Exceptions One of the steps identified above fails.

Post-conditions  [The PCI value of a NR cell has been selected.

Traceability REQ-CPCI-CONFIG-FUN-1, REQ-CPCI-CONFIG-FUN-2
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6.4.2.1.2 PCI re-configuration
. . <<Uses>>
Use case stage Evolution/Specification Related use
Goal To automatically re-configure the PClIs of NR cells, due to the PCI collision or PCI
confusion problems.
Actors and Roles |C-SON to support PCI re-configuration.
Telecom - gNB;
resources - The producer of provisioning MnS
- The producer of fault supervision MnS
Assumptions N/A
Pre-conditions - 5G NR cells are in operation.
- The C-SON function has been in operation, and enabled.
Begins when The C-SON function requests the producer of provisioning MnS to collect the PCI
related measurements reported by NG-RAN.
Step 1 (M) The C-SON function analyses the PCI related information and detects that NR
cells have experienced PCI conflict or confusion issues.
Step 2 (M) The producer of fault supervision MnS notifies the C-SON function about the PCI
collision or PCI confusion problems for NR cell(s).
Step 3 (M) The C-SON function determines the new PCI value(s), and requests the producer
of provisioning MnS to re-configure the PCI value for the NR cell(s) experienced
PCI conflict or confusion issues.
Step 4 (M) The producer of provisioning MnS notifies the C-SON function about the
resolution of PCI collision or PCI confusion problems for NR cell(s).
Step 4 (M) The producer of fault supervision MnS notifies the consumer-SON function about
the resolution of PCI collision or PCI confusion problems for NR cell(s).
Ends when All the steps identified above are successfully completed.
Exceptions One of the steps identified above fails.
Post-conditions  [The PCI value of a NR cell has been selected.
Traceability REQ-CPCI-CONFIG-FUN-1, REQ-CPCI-CONFIG-FUN-2, REQ-CPCI-CONFIG-
FUN-3
6.4.2.2 Use case for establishment of a new RAN NE in network
6.4.2.2.1 Use case for RAN NE plug and connect to management system
Use Case Evolution / Specification <<Uses>>
Stage Related use
Goal After NE installation, connect the NE to its MnF providing support for self-
configuration process, and to the External Network(s) as automatically as
possible.
The NE described in this use case can be gNB in non-split scenario and gNB-
DU in split scenario.
NOTE:  The NE within virtualization or other type of RAN NE (e.g. GNB-CU)
is not addressed in this use case.
Actors and NE
Roles
Telecom IP networks: Non-Secure Operator Network, External Network, and its
resources elements like DHCP server optionally DNS, CA/RA servers, Security
Gateway(s) (each protecting one or more Secure Operator Networks), Secure
Operator Network(s) including MnF providing support for self-configuration
process.
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Use Case Evolution / Specification <<Uses>>
Stage Related use
Assumptions | There is a functional power supply for the NE. There may be one or more IP
Autoconfiguration Services like DHCP and Router Advertisements and zero or
more DNS servers.

Pre The NE is installed.

conditions N ) )
IP connectivity exists between the involved telecom resources.

The involved telecom resources are functional.
The relevant information is stored and available:
- Vendor Certificate at the NE

- Operator Certificate at the CA/RA
- For the External Network or Non-Secure Operator Network:
- (Outer) IP autoconfiguration information at the IP Autoconfiguration
Service
- FQDN of the initial OAM SeGW at the NE
and/or
FQDN or IP address of the initial OAM SeGW at the IP
Autoconfiguration Service
- FQDN of the CA/RA servers at the NE
and/or
FQDN or IP address of the CA/RA servers at the IP Autoconfiguration
Service
- If FQDNSs need to be resolved, corresponding IP address(es) at the
DNS server(s)
- For the Secure Operator Network:
- (Inner) IP autoconfiguration information at the IP Autoconfiguration
Service or at the initial OAM SeGW
- FQDN or IP address of the initial MnF at the NE and/or DHCP
Server of the Secure Operator Network.
- If FQDNSs need to be resolved, corresponding IP address(es) at the
DNS server(s)
- Configuration and software for the NE at the MnF(s)
Begins when | The NE is installed.
Step 1 (M) If a VLAN ID is available the NE uses it. Otherwise the NE uses the native
VLAN where PnP traffic is sent and received untagged
Step 2 (M) The NE acquires its IP address through stateful or stateless IP
autoconfiguration. This may provide 0 or more DNS server addresses.
Step 3 (M) The NE acquires the IP address of the CA/RA server. The FQDN of the CA/RA
server may be pre-configured in the NE or the FQDN or IP address of the
CA/RA server may be provided by the IP Autoconfiguration Service. FQDNs
are resolved through the DNS if necessary. Information provided by the IP
Autoconfiguration Services shall supersede those pre-configured at the NE.
Step 4 (M) The NE performs Certificate Enrolment.
Step 5 (M) The NE acquires the IP address of the OAM SeGW. The FQDN of the OAM
SeGW may be pre-configured in the NE or the FQDN or the IP address of the
OAM SeGW may be provided by the IP Autoconfiguration Service. FQDNs are
resolved through the DNS if necessary.
Step 6 (M) The NE establishes a secure connection (tunnel) to the Security Gateway
given by Step 5.
The NE receives its (inner) IP autoconfiguration information (which may be the
same as the outer IP address obtained in step2) and optionally the address of
one or more DNS servers within the Secure Operator Network from the
Configuration Parameters of IKEv2 during tunnel establishment.
Step 7 (M) The NE acquires the IP address of the correct MnF by either, issuing a DHCP
request including the NE's vendor information, resolving FQDNSs via DNS if
necessary, or by having a pre-configured FQDN (including the NE's vendor
information) resolved via DNS.
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Use Case Evolution / Specification <<Uses>>
Stage Related use
Step 8 (M) The NE establishes a connection to the provided MnF and acquires its
configuration and software if any.
The configuration may contain an address to another MnF that this specific
node shall use as MnF.
The configuration may contain an address to another SeGW that should be
used before connecting to the MnF.
The MnF may then
- release the connection to the current MnF and OAM SeGW and then restart
(returning to step 1),
- release the connection to the current MnF and OAM SeGW and then return
to step 6,
- release the connection to the current MnF and then repeat step 8, or
- continue with step 9.
Step 9 (M) The NE establishes a connection to the External Network(s) using the
transport (VLAN ID, IP addresses) and security parameters provided in step 8.
Ends when Ends when all mandatory steps identified above are successfully completed or
when an exception occurs.
Exceptions One of the steps identified above fails.
Post One or more secure connections exist between the NE and the MnF and the Clause 6.4.2.2.2
Conditions External Network(s). Via the connection to the MnF the NE can receive further | Use case for self-
instructions to become operational and carry user traffic, e.g. the configuration of a
administrativeState is set to "unlocked". new RAN NE
Traceability | All requirements of clause 6.1.2.2
6.4.2.2.2 Use case for self-configuration of a new RAN NE
Use Case Evolution / Specification <<Uses>>
Stage Related use
Goal (*) After installation, put in an automated manner the NE into a state to be
ready to carry traffic.
Actors and MnF providing support for self-configuration process act as MnS
Roles (*) Producer for Self-configuration management
Telecom NE
resources MnS Consumer of Self-configuration management
Assumptions | IP network connectivity exists between the NE and the MnF(s) providing
support for the self-configuration process.
Pre The NE is installed and connected to an IP network. Clause 6.4.2.2.1 Use
conditions case for Plug and connect
to management system
Begins when | The field personnel start the self-configuration process. It is also possible
that the process is triggered automatically after the completion of an NE
self-test or receiving the self-configuration management profile creation
request from MnS Consumer for self-configuration management.
Step 1 (O) MnF providing support for self-configuration process may notify MnS

Consumer of self-configuration management about the start of the self
configuration process.
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Use Case Evolution / Specification <<Uses>>
Stage Related use
Step 1 (¥) The order of the bullet points in the list below does not imply any
(M|O) statements on the order of execution.

- An NE IP address is allocated to the new NE.

- Basic information about the transport network (e. g. gateways)
environment is provided to the NE. With this information the NE is able to
exchange IP packets with other internet hosts.

- The NE provides information about its type, hardware and other
relevant data about itself to the MnF(s) providing support for the self-
configuration process.

- The address(es) of the MnF(s) providing support for the self-
configuration process (e.g. MnF for software download, MnF for
configuration data download) is provided to the NE. The address is equal
to an IP address and a port number, or a DNS name and port number, or
an URI.

The address(es) of the MnF(s) providing support for normal OAM
functions after completion of the self-configuration process are provided
to the NE. The address is equal to an IP address and a port number, or a
DNS name and port number, or an URI.

- The NE connects to the MnF providing support for the software
download.

- The decision which software or software packages have to be
downloaded to the NE is taken.

- The software is downloaded into the NE.

- The NE connects to the MnF providing support for the configuration
data download.

- The configuration data for the NE is made available by either preparing
it or making prepared configuration data available.

- The configuration data is downloaded into the NE.

- Dependent External nodes are updated with new configuration data as
well (if required).

- The NE connects to the MnF providing support for normal OAM
functions after completion of the self-configuration process.

- The inventory system in the MnF is informed that a new NE is in the
field.

- The NE performs a self-test. Self-tests of different types can run at
different places within the self-configuration procedure.

- The operator is informed about the progress of the self-configuration
process and important events occurring during the self-configuration
process.

- The network resource models are updated during and after the self-
configuration process.

- SW is installed, i.e. prepared in such a way, that the NE is ready to use
it. NE is allowed to use the SW.

Step 3 (0) MnF providing support for self-configuration process may notify MnS
Consumer of Self-configuration management about the progress of the
self configuration during self-configuration process.

Ends when Ends when all steps identified above are successfully completed or when

* an exception occurs.

Exceptions

Post The NE is ready to carry traffic.
Conditions

Traceability | All requirements of clause 6.1.2.3
()
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7 Management services for SON

7.1 Management services for D-SON management

7.1.1 RACH Optimization (Random Access Optimisation)

7111 MnS component type A

Table 7.1.1.1-1: RACH optimization type A

MnS Component Type A Note
Operations and notifications defined in clause It is supported by Provisioning
11.1.10f TS 28.532 [3]: MnS for NF, as defined in 28.531
-createMd operation [11].

-get MO At tri but es operation

-nodi fyMJ At tri but es operation

-del et eMJ operation

-noti fyMJ Attri but eVal ueChanges operation
- noti fyMJ Creation

-noti fyMJ Del eti on

- noti f yMJ Changes
Operations defined in clause 11.3.1.1.1in TS 28.532 |It is supported by Performance
[3] and clause 6.2.3 of TS 28.550 [12]: Assurance MnS for NFs, as
-noti f yFi | eReady operation defined in 28.550 [12].

-report St reanDat a operation

7.1.1.2 MnS Component Type B definition

7.1.1.2.1 Targets information
The targets of RACH optimization are shown in Table 7.1.2.1.1-1.

Table 7.1.1.1.2-1: RACH optimization targets

Targets Definition Legal Values
UE access delay The probability distribution of UE access delay per cell. CDF of access
probability delay
Number of The probability of the number of preambles sent per cell. CDF of access
preambles sent probability
probability
7.1.1.2.2 Control information

The parameter is used to control the RACH optimization function.

Table 7.1.1.2.2-1: RACH optimization control

Control parameter Definition Legal Values
RACH optimization This attribute allows authorized consumer to Boolean
control enable/disable the RACH optimization functionality. See On, off

attribute rachOpt i m zati onControl inTS 28.541 [13].
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7.1.1.2.3 Parameters to be updated

Void.

7.1.1.3 MnS Component Type C definition
7.1.1.3.1 Performance measurements

Performance measurements related to the RACH optimization are captured in Table 7.1.1.3.1-1:

Table 7.1.1.3.1-1: RACH optimization related performance measurements

Performance measurements Description Related targets
Distribution of RACH Distribution of the number of preambles UEs UE access delay probability
preambles sent sent to achieve synchronization per SSB, per SSB

where the number of preambles sent
corresponds to
PREAMBLE_TRANSMISSION_COUNTER
(see clause 5.1.1in TS 38.321 [4]) in UE.
Distribution of UEs access Distribution of the time needed for UEs to Number of preambles send
delay per SSB successfully attach to the network per SSB. per SSB probability

7.1.2 MRO (Mobility Robustness Optimisation)

7.1.2.1 MnS component type A

Table 7.1.2.1-1: MRO type A

MnS Component Type A Note
Operations and notifications defined in clause 11.1.1 | It is supported by Provisioning
of TS 28.532 [3]: MnS for NF, as defined in TS
-createMd operation 28.531 [11].

-get MO At tri but es operation
- modi f yMJ At tri but es operation
- del eteMd operation
-noti fyMJ Attri but eVal ueChanges operation
- notifyMJ Creation
-noti fyMJ Del etion

- noti f yMJ Changes
Operations defined in clause 11.3.1.1.1in TS 28.532 | It is supported by Performance
[3] and clause 6.2.3 of TS 28.550 [12]: Assurance MnS for NFs, as
-not i f yFi | eReady operation defined in TS 28.550 [12].

-report St reanDat a operation

7.1.2.2 MnS Component Type B definition

7.1.2.2.1 Targets information
The targets of MRO are shown inthe Table 7.1.2.2.1-1.
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Table 7.1.2.2.1-1: MRO targets

Target Name Definition Legal Values
Total handover (the number of failure events related to handover) / (the [0..100] in unit
failure rate total number of handover events) percentage
Total intra-RAT (the number of failure events related to intra-RAT [0..100] in unit
handover failure rate | handover) / (the total number of handover events) percentage
Total inter-RAT (the number of failure events related to inter-RAT [0..100] in unit
handover failure rate | handover) / (the total number of handover events) percentage

7.1.2.2.2 Control information
The parameter is used to control the MRO function.

Table 7.1.2.2.2-1: MRO control

Control parameter Definition Legal Values
MRO function control | This attribute allows the operator to enable/disable the Boolean
MRO functionality. See attribute nr oControl in TS On, off

28.541 [13].

7.1.2.2.3 Parameters to be updated

Table 7.1.2.2.3-1: Ranges of handover parameters

Control parameters
Maximum deviation of
Handover Trigger

Definition Legal Values
This parameter defines the maximum allowed absolute deviation | [-20..20] in unit 0.5
of the Handover Trigger, from the default point of operation (see | dB
clause 15.5.2.5in TS 38.300 [7] and clause 9.2.2.61in TS
38.423 [17]).
This parameter defines the minimum allowed time interval
between two Handover Trigger change performed by MRO. This
is used to control the stability and convergence of the algorithm
(see clause 15.5.2.5in TS 38.300 [7]).
The timer used for detection of too early HO, too late HO and
HO to wrong cell. Corresponds to Tstore_UE_cntxt timer
described in clause 15.5.2.5in TS 38.300 [7].

Minimum time between
Handover Trigger changes

[0.. 604800] in unit
Seconds

Tstore_UE_cntxt [0..1023] in unit 100

milliseconds

7.1.2.3 MnS Component Type C definition

7.1.2.3.1 Performance measurements
Performance measurements related MRO are captured in Table 7.1.2.3.1.- 1.

Table 7.1.2.3.1-1. MRO related performance measurements

Performance measurements
Number of handover events

Description
Includes all successful and unsuccessful
handover events (see clause 5.1.1.6 in TS
28.552 [5)).
Includes unsuccessful handover events with
failure causes (see clause 5.1.1.6 in TS
28.552 [5)).

Related targets
Total handover failure rate

Number of handover failures Total handover failure rate

Number of intra-RAT handover
events

Includes all successful and unsuccessful intra-
RAT handover events (see clauses 5.1.1.6.1
and 5.1.1.6.2in TS 28.552 [5)).

Total intra-RAT handover
failure rate

Number of intra-RAT handover
failures

Includes unsuccessful intra-RAT handover
events with failure causes (see clauses
5.1.1.6.1 and 5.1.1.6.2 in TS 28.552 [5]).

Total intra-RAT handover
failure rate

Number of inter-RAT handover
events

Includes all successful and unsuccessful inter-
RAT handover events (see clause 5.1.1.6.3 in
TS 28.552 [5]).

Total inter-RAT handover
failure rate
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Performance measurements

Description

Related targets

Number of inter-RAT handover
failures

Includes unsuccessful inter-RAT handover
events with failure causes (see clause
5.1.1.6.3in TS 28.552 [5]).

Total inter-RAT handover
failure rate

Number of intra-RAT too late
handover failures

Detected when an RLF occurs after the UE
has stayed for a long period of time in the
source cell; the UE attempts to re-establish the
radio link connection in the target cell (see
clause 5.1.1.25.1in TS 28.552 [5]).

Number of intra-RAT too early
handover failures

Detected when an RLF occurs shortly after a
successful handover from a source cell to a
target cell or a handover failure occurs during
the handover procedure; the UE attempts to
re-establish the radio link connection in the
source cell (see clause 5.1.1.25.1in TS
28.552 [5)).

Number of intra-RAT handover
failures to wrong cell

Detected when an RLF occurs shortly after a
successful handover from a source cell to a
target cell or a handover failure occurs during
the handover procedure; the UE attempts to
re-establish the radio link connection in a cell
other than the source cell or the target cell
(see clause 5.1.1.25.1in TS 28.552 [5]).

Number of inter-RAT too late
handover failures

Detected when an RLF occurs after the UE
has stayed in an NG-RAN cell for a long period
of time; the UE attempts to reconnect to a cell
belonging to an E-UTRAN node (see clause
5.1.1.25.2in TS 28.552 [5]).

Number of inter-RAT too early
handover failures

Detected when an RLF occurs shortly after a
successful handover from an E-UTRAN cell to
a target cell in a NG-RAN node (see clause
5.1.1.25.2in TS 28.552 [5]).

Number of unnecessary
handover to another RAT

Detected when a UE is handed over from NG-
RAN to other system (e.g. UTRAN) even
though quality of the NG-RAN coverage was
sufficient for the service used by the UE (see
clause 5.1.1.25.3in TS 28.552 [5]).

Number of inter-RAT handover
ping pong

Detected when an UE is handed over from a
cell in a source system (e.g. NG-RAN) to a cell
in a target system different from the source
system (e.g. E-UTRAN), then within a
predefined limited time the UE is handed over
back to a cell in the source system, while the
coverage of the source system was sufficient
for the service used by the UE (see clause
5.1.1.25.4in TS 28.552 [5]).
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7.1.3 PCI configuration

7.1.3.1 MnS component type A

Table 7.1.3.1-1: PCl type A

MnS Component Type A Note
Operations and notifications defined in clause 11.1.1 | It is supported by Provisioning
of TS 28.532 [3]: MnS for NF, as defined in 28.531
-createMd operation [11].

-get MO Attri but es operation
-nodi fyMJ At tri but es operation
-del et eMJ operation
-noti fyMJ Attri but eVal ueChanges operation
- notifyMJ Creation
-noti fyMJ Del etion
-noti f yMJ Changes

7.1.3.2 MnS Component Type B definition

7.1.3.2.1 Control information

The parameter is used to control the D-SON PCI configuration function.

Table 7.1.3.2.1-1: PCI contol

Control parameter Definition Legal Values
PCI configuration This attribute allows authorized consumer to enable, disable
control enable/disable the D-SON PCI configuration functionality.
See attribute pci Confi gurati onControl inTS 28.541
[13].
7.1.3.2.2 Parameters to be updated

The table below lists the parameter related to the D-SON PCI configuration function.

Table 7.1.3.2.2-1: PCl update

Parameters Definition Legal Values
PCl list The list of PCI values to be used by D-SON PCI List of integers
configuration function to assign the PCI for NR cells. (See
attribute pci Li st in TS 28.541 [13]).

7.1.3.3 MnS Component Type C definition

7.1.3.3.1 Notification information

The table below lists the notifications related to D-SON PCI configuration.
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Table 7.1.3.3-1: PCI performance measurements

Performance measurements Description Note
PCI collision notification The collision notification is used to indicate
two neighbouring cells of a serving cell are
using the same PCls.

PCI Confusion notification The confusion notification is used to indicate
that a serving cell has 2 neighbouring cells that
are using the same PCI value.

7.1.4  ANR management

This management service is used for management of ANR, and ANR is specified in TS 38.300 [7], clauses 15.3.3.
Stage 2 for ANR management islocated in TS 28.541 [13], clauses 4.3.2.2, 4.3.2.3, 4.3.32.2 and 4.3.32.3.

Stage 3 for ANR management islocated in TS 28.541 [13], clauses C.4.3, D.4.3, and E.5.

7.2 Management services for C-SON

7.2.1 PCI configuration

7.2.1.1 MnS component type A

Table 7.2.1.1-1: PCl type A

MnS Component Type A Note
Operations and notifications defined in It is supported by Provisioning MnS
clause 11.1.1 of TS 28.532 [3]: for NF, as defined in 28.531 [11].

-createMd operation
-get MO At tri but es operation
--—-nmodi f yMJ At tri but es operation
- -del eteMJ operation

-noti fyMJ Attri but evVal ueChanges
operation

- notifyMJ Creation
-noti fyMJ Del eti on
-noti f yMJ Changes

Operations defined in clause 11.3.1.1.1 in It is supported by Performance
TS 28.532 [3] and clause 6.2.3 of TS Assurance MnS for NFs, as defined
28.550 [12]: in 28.550 [12].

-noti f yFi | eReady operation
-report St reanDat a operation

7.21.2 MnS Component Type B definition

7.2.1.2.1 Control information

The parameter is used to control the C-SON PCI configuration function.
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Table 7.2.1.2.1-1: PCI control

Control parameter Definition Legal Values
PCI configuration This attribute allows authorized consumer to disable, enable
control enable/disable the C-SON PCI configuration functionality.
7.21.2.2 Parameters to be updated

The table below lists the parameter related to the C-SON PCI configuration function.

Table 7.2.1.2.2-1: PCl dpdate

Updated parameters Definition Legal Values
NR PCI This parameter contains the PCI of the NR cell. Integer
7.2.1.3 MnS Component Type C definition
7.2.13.1 Notifications information

The table below lists the notifications related to PCI configuration are generated from the NR cells.

Table 7.2.1.3.1-1: PCI notification

Notification information Description Note
PCI collision natification The collision notification is used to indicate two
neighbouring cells are using the same PCls.

PCI Confusion notification The confusion notification is used to indicate
that a serving cell has 2 neighbouring cells that
are using the same PCI value.

7.2.1.3.2 Performance measurements
Performance measurements related to the PCI configuration are collected from the NR cells.

Table 7.2.1.3.2-1. PCl related performance measurements

Performance Description Note
measurements
PCI of candidate cells | The measurement contains cumulative counter with
subcounters that is identified by the PCI value(s) of
the candidate cells, and is derived from
MeasResultListNR (see clause 6.3.2 in TS 38.331 [9])
where it contains PCI in PhysCellld, and RSRP/RSRQ
in MeasQuantityResults of candidate cells. It is
generated when the RSRP received from the
candidate cells exceeds certain thresholds.

8 SON procedures

8.1 Introduction

The procedures listed in clause 8 are some of all the possibilities, and are not exhaustive.
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8.2.1 RACH Optimization (Random Access Optimisation)

Figure 8.2.1-1 depicts a procedure that describes how D-SON management function can manage the RACH
optimization (D-SON) function. It is assumed that the D-SON management function has consumed the performance
assurance management service to collect RACH optimisation related measurements.

pPJrc.)fgt::gnzL D-SON management Producer of RACH optimization
assurance MnS function provisioning Mn$S function

1. modifyMOIAttributes to set the targets _
> 1.a. set the targets

2. modifyMOIAttributes to enable the >
RACH optimization function

> 2.a. enable the RACH optimizatigh function

Loog

3. Perform actions
to optimize the
RACH performance

4. Collected performance
measurements related to RACH
_performance

5. analyses the measurements to eyaluate the RACH performance

Opt Check If the RACH optimization perfomance meets the targets

6. modifyMOIAttributes to update the targets If the RACH
optimization performance does not meet the targets

6.a. update the targets

Figure 8.2.1-1: RACH Optimization procedure

1. The D-SON management function consumes the provisioning M nS with modifyMOI Attributes operation (see
clause 5.1.3in TS 28.532 [ 3]) to configure the targets for RACH optimization function.

1.aThe provisioning MnS sets the targets for RACH optimization (D-SON) function (NOTE).

2. The D-SON management function consumes the provisioning MnS with modifyMOI Attributes operation to enable
the RACH optimization function for agiven NR cell if it isnot enabled.

3.aThe provisioning MnS enables the RACH optimization (D-SON) function (NOTE).

3. The RACH optimization (D-SON) function receives the RACH information report from UE(s), and analyses them
to determine the actions to optimize the RACH performance if the performance does not meet the targets by
updating the RACH parameters.

4. The D-SON management function collects the RACH related performance measurements.
5. The D-SON management function anal yses the measurements to eval uate the RACH performance,

6. The D-SON management function consumes the provisioning MnS with modifyMOI Attributes operation to update
the targets of the RACH optimization function, when the RACH optimization performance does not meet the
targets:

6.a The provisioning MnS updates the targets for RACH optimization function (NOTE).

NOTE: The interface between provisioning MnS and RACH optimization is not subject to standardization.
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8.2.2 MRO (Mobility Robustness Optimisation)

Figure 8.2.2-1 depicts a procedure that describes how D-SON management function can manage the MRO function. It
is assumed that the D-SON management function has consumed the performance assurance MnS to create PM jobs to
collect handover related measurements.

Producer of
performance D'SONf management Producer of s MRO function
assurance Mn$ unction provisioning Mn

1. modifyMOIAttributes to set the targets
» 1.a. set the targets

A 4

2. modifyMOIAttributes to set the ranges
"] 2.a. set the ranges

3. modifyMOIAttributes to set the control parameters
"] 3.a. set the control parameters, |

4. modifyMOIAttributes to enable the MRO|function
4.a. enable the MRO function

»
»

Loop )

5. Perform actions
to optimize the
MRO performance

6. Collect performance measurement
_related to MRO performance

7. analyses the measurements to evaluate the MRO performance

Opt If the MRO performance meets the targets
8.1 modifyMOIAttributes to update the targets

»

8.1.a. update the targets N

8.2 modifyMOIAttributes to update the ranges

8.2.a. update the ranges N

8.3 modifyMOIAttributes to update the control parameters
"|  8.3.a. update the control parameters

Figure 8.2.2-1: MRO procedure

1. The D-SON management function consumes the provisioning M nS with modifyMOI Attributes operation (see
clause 5.1.3in TS 28.532 [3]) to configure targets for the MRO function.

1.aThe provisioning MnS sets the targets for MRO function (NOTE).

2. The MRO management function consumes the management service for NF provisioning with
modifyMOI Attributes operation to configure the ranges of handover parameters.

2.aThe MnS of provisioning sets the ranges for MRO function (NOTE).

3. The MRO management function consumes the management service for NF provisioning with
modifyMOI Attributes operation to configure the MRO control parameters (e.g. Maximum deviation of Handover
Trigger, Minimum time between Handover Trigger changes).

3.aThe MnS of provisioning sets the MRO control parameters for MRO function (NOTE).

4. The D-SON management function consumes the NF provisioning MnS with modifyMOI Attributes operation to
enable the MRO function for agiven NR cell if it isnot enabled.

4.aThe provisioning MnS enables the MRO function (NOTE).
5. The MRO function receives MRO information reports from UE(s), and analyses them to determine the actionsto

optimize the MRO performance. If the performance does not meet the targets, it updates the handover
parameters.
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6. The D-SON management function collects MRO related performance measurements.
7. The D-SON management function analyses the measurements to evaluate the MRO performance,

8. The D-SON management function performs one of the following actions, when the MRO performance does not
meet the targets:

8.1. Consume the MnS of provisioning with modifyMOI Attributes operation to update the targets of the MRO
function;

8.1.aThe MnS of provisioning updates the targets for MRO function (NOTE).

8.2. Consume the MnS of provisioning with modifyMOI Attributes operation to update the ranges of the handover
parameters;

8.2.aThe MnS of provisioning updates the ranges of the handover parameters (NOTE).
8.3. Consume the MnS of provisioning with modifyMOI Attributes operation to update the control parameters;
8.3.aThe MnS of provisioning updates the control parameters (NOTE).

NOTE: The interface between provisioning MnS and MRO function is not subject to standardization.
8.2.3 PCI configuration

8.2.3.1 Initial PCI configuration

Figure 8.2.3.1-1 depicts a procedure that describes how D-SON management function can manage the PCI
configuration (D-SON) function to assign the PCI valuesto NR cells the first time.

D-SON Producer of PCi
management provisioning configuration
function MnS (D-SON) function

1. modifyMOIAttributes to set PCI list

1.a. set the PCl list

A 4

2. modifyMOIAttributes to enable the PCI cpnfig function

2.a. enable PCl config function

»
L

3. Select a PCU value
from the PCl list

4. Report the PCl value

5. notifyMOIAttributeValueChange to indi¢ate the PCl value being assigned

Figure 8.2.3.1-1: Initial PCI configuration procedure

1. The D-SON management function consumes the MnS of NF provisioning with modifyMOI Attributes operation to
configure the PCI list for NR cell(s).

1.aThe MnS of provisioning sets the PCI list at the PCI configuration (D-SON) function (NOTE)

2. The D-SON management function consumes the MnS of NF provisioning with modifyMOI Attributes operation to
enable the PCI configuration function for NR cell(s) if it is not enabled.

2.aThe MnS of provisioning enables the PCI configuration (D-SON) function (NOTE).
3. The PCI configuration (D-SON) function selects PCI value(s) from the PCI list.

4. The PCI configuration (D-SON) function reports the PCI value(s) being assigned to the MnS of NF provisioning.
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5. The MnS of NF provisioning sends a notification notifyMOIAttributeValueChange to D-SON management
function to indicate the PCI value(s) being assigned to NR cell(s).

NOTE: The interface between MnS of NF provisioning and PCI configuration (D-SON) function is not subject to
standardization.

8.2.3.2 PCI re-configuration

Figure 8.2.3.2-1 depicts a procedure that describes how D-SON management function can re-configure the PCI list for
NR cell(s) when PCI collision or PCI confusion issues were detected.

D-SON Producer of Producer of fault PCI
management provisioning i configuration
function MnS supervision MnS (D-SON) function
W 1. Detect PCI collision or confusion

<

2. notifyNewAlarm for PCl collision or ¢onfusion

3. modifyMOIAttributes to re-config PCl list

3.a. Re-configure the PCl list

»
»

4. Select a PCU value
from the PCI list

5. Report the PCl value

6. notifyMOIAttributeValueChange toindicate the new PCl value

7. PCl collision or confusion resolved

8. notifyClearedAlarm for PCl collision| or confusion

Figure 8.2.3.2-1: PClI re-configuration procedure

1. The PCI configuration (D-SON) function detects and reports the PCI collision or PCI confusion problems for NR
cell(s) to MnS of fault supervision (NOTE).

2. The producer of fault supervision MnS sends a notification notifyNewAlarm to D-SON management function to
report the PCI collision or PCI confusion problems detected on NR cell(s).

3. The D-SON management function consumes the MnS of NF provisioning with modifyMOI Attributes operation to
re-configure the PCI list for NR céll(s).

3.aThe MnS of NF provisioning re-configures the PCI list for NR cell(s) (NOTE).
4. The PCI configuration (D-SON) function selects PCI value(s) from the updated PCI list.
5. The PCI configuration (D-SON) function reports the PCI value(s) being assigned to the MnS of NF provisioning.

6. The MnS of NF provisioning sends a notification notifyMOIAttributeValueChange to D-SON management
function to indicate the PCI value(s) being assigned to NR cell(s).

7. The PCI configuration (D-SON) function notifies MnS of fault supervision that the PCI collision or PCI
confusion problems have been respoved (NOTE).

8. The producer of fault supervision MnS sends a notification notifyClearedAlarm to D-SON management function
to report the PCI collision or PCI confusion problems being resolved.

NOTE: Theinterface between MnS of NF provisioning and PCI configuration (D-SON) function is not subject to
standardization.
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8.3 Centralized SON

8.3.1 PCI configuration

8.3.1.1 Initial PCI configuration

Figure 8.3.1.1-1 depicts a procedure that describes how C-SON can assign the PCI values to NR cells the first time.

Producer of
C-SON function provisioning NF for NR cell(s)
MnS

1. Determine the PCl
value(s) for NR cell(s)

<

2. modifyMOIAttributes to configure the PQl value(s)

2.a. set the PCl value for NR cell(s)

3. notifyMOIlAttributeValueChange to
Jndicate the PCl value being assigned

Figure 8.3.1.1-1: Initial PCI configuration procedure

1. The C-SON determines the PCI value(s) for NR cell(s).

2. The C-SON consumes the MnS of NF provisioning with modifyMOI Attributes operation to configure the PCI
value(s) for NR céll(s).

2.aThe MnS of provisioning sets the PCI value(s) for NR cell(s) (NOTE)

3. The producer of provisioning MnS sends a notification notifyMOIAttributeValueChange to C-SON function to
indicate the PCI value(s) being assigned to NR cell(s).

NOTE: Theinterface between MnS of provisioning and PCI configuration (D-SON) function is not subject to
standardization.

8.3.1.2 PCI re-configuration

Figure 8.3.1.2-1 depicts a procedure that describes how C-SON function can re-configure the PCI list for NR cell(s)
when PCI callision or PCI confusion issues were detected. It is assumed that the C-SON function has consumed the
MnS of performance assurance to create PM jobs to collect PCI related measurements.
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Producer of Producer of
C-SON function provisioning performance NF for NR cell(s)
MnS assurance Mn$S

Loop J

1. Collect performance measurements

A

2. Analyze NRM data and measurements to
detect PCI collision or confusion issues

Opt A PCl collision or confusion iss]e has been detecetd
)

3. Determine the new PCl value(s) for NR

cell(s) with issues

<

4. modifyMOIAttributes to re-config the PCl value

»

4.a. Set the new PCl value

| 5. notifyMOIAttributeValueChange tolindicate the PCl value being assigngd

Figure 8.3.1.2-1: PCl re-configuration procedure

1. The C-SON function collects PCI related performance measurements that are derived from MeasResultListNR (See
clause 6.3.2in TS 38.331 [9]) from producer of performance assurance MnS.

2. The C-SON function analyses the NRM data and PCI related measurements to detect the PCI collision or PCI
confusion problemsfor NR cell(s).

3. The C-SON function determines the new PCI value(s) for NR cell(s).

4. The C-SON function consumes the MnS of NF provisioning with modifyMOI Attributes operation to re-configure the
PCI values for NR cell(s).

4.aThe MnS of NF provisioning set the PCI value(s) for NR cell(s).

5. The producer of provisioning MnS sends a notification notifyMOIAttributeValueChange to C-SON function to
indicate the PCI value(s) being assigned to NR cell(s).

8.3.2 Procedures for establishment of a new RAN NE in network

8.3.2.1 Procedures for RAN NE plug and connect to management system

The Figure 8.3.2.1-1 illustrates the procedure for plug and connect to management system. The NE described in this
procedure can be gNB in non-split scenario and gNB-DU in split scenario.

NOTE 1. The NE within virtualization is not addressed.
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X

NE

alt / [VLANID is available] |

| la.use available VLAN Id |

" Plug and connect to management system"

[lP autoconfiugration server ‘ l public DNS server l I CA/RA I 1 SeGW] I secure DNS server | [secure DHCP server | l MnF l
T T

T T

|
|
|
|
|
|
| 1b.use native VLAN Id | 1 '
|
|
|
|
\
|

1 I |
ref |
2. Initial IP Autoconfiguration

-
t
-

3. Certificate Enrolment

T
|
|
|
'
'
|
|
|
|
'
|
|
|
|
|
|
'
|
|
|
|
|
|

4. Establishing Secure Connection

S5 Establishing Connection to MnF

[ IP autoconfiugration server l I public DNS server ' | CA/RA | ] SeGW l | secure DNS server | I secure DHCP server | I MnF [

Figure 8.3.2.1-1: Procedures for plug and connect to management system

1, If aVLAN ID isavailable, the NE usesit. Otherwise the NE uses the native VLAN where PnP traffic is sent and
received untagged.

2. NE invokes the "Initial |P Autoconfiguration" procedure and acquires its | P address through stateful or stateless
IP Autoconfiguration. There may be additional information provided to the NE.

NOTE 2: Thedetailed "Initial 1P Autoconfiguration” procedure refersto clause 5.2 of TS 32.508 [15].

3. NE invokes the "Certificate Enrolment" procedure.

NOTE 3: The detailed " Certificate Enrolment” procedure refersto clause 5.3 of TS 32.508 [15].

4. NE invokes the " Establishing Secure Connection™ procedure and connects to the OAM SeGW.

NOTE 4: The detailed "Establishing Secure Connection™ procedure refersto clause 5.4 of TS 32.508 [15].
5. NE invokes the "Establishing Connection to MnF" procedure.

NOTE 5: The detailed "Establishing Connection to MnF" procedure refersto clause 5.5 of TS 32.508 [15] and MnF
act astherole of EM.

8.3.2.2 Procedures for self-configuration management

The Figure 8.3.2.2-1 illustrates the procedure for start self-configuration management.
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" Procedures for self-configuration management "

MnsS Producer of

MnS Consumer of . :
self-configuration management

self-configuration management :
]

i 1. createScManagementProfile request

v

| 2. Create ScManagementProfile

| <1
1 I
'3 createScManagementProfile response 1
-«
loop / ME start its self-configuration process :
opt

4, MotifyScProcessCreation

|

|

i
-

[y

]

|

|

|
IooE / [stop puint or step is arrived]

'_{ 5. MotifyScProcessStage

opt / [if the stop point is arrived]

| 6. ResumeScProcess

7 MotifyScProcessDeletion
<

MnS Consumer of
self-configuration management

MnS Producer of
self-configuration management

Figure 8.3.2.2-1: Procedures for self-configuration management

1. MnS consumer of self-configuration management sends createScM anagementProfile request for NE(s) of a
certain type to MnS producer of self-configuration management. NE information, stop point information and
step information may be included in the request.

2. MnS producer of self-configuration management creates ScM anagementProfile instance for NE(s) specified in the
received request.

3. MnS producer of self-configuration management sends the create ScM anagementProfile response to MnS
producer of self-configuration management.

4. For each NE (specified in the created ScManagementProfile) starting its self-configuration process, MnS producer
of self-configuration management sends NotifyScProcessCreation notification to MnS consumer of self-
configuration management.

5. When arrival at a stop point (e.g. stop point waiting for the network configuration data) or step described in
corresponding ScManagementProfile, MnS producer of self-configuration management sends
NotifyProcessStage notification to MnS consumer of self-configuration management.

6. If arrival at a stop point in step 5), MnS consumer of self-configuration management sends ResumeScProcess
reguest to MnS producer of self-configuration management. If the self-configuration processis suspended at a
stop point and is waiting for the network configuration data, the request include network configuration data or
information indicating location of network configuration data.

7. When the self-configuration processis terminated, the MnS producer of self-configuration management sends
NotifyScProcessDeletion notification to MnS consumer of self-configuration management.
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Annex A (informative):
PlantUML source code

Al Procedures for establishment of a new RAN NE in
network

A.1.1 Procedure for plug and connect to management system

The following PlantUML source code is used to describe the procedure for multi-vendor plug and connect to
management system, as depicted by Figure 8.3.2.1-1.

@tartum

title " Plug and connect to managenent systent
actor NE

partici pant "IP autoconfiugration server" as |P_Server
partici pant "public DNS server" as P_DNS Server
partici pant "CA/RA" as CA RA

partici pant SeGW

partici pant "secure DNS server" as S _DNS Server
partici pant "secure DHCP server" as S DHCP_Server
partici pant MF

alt VLAN ID is avail able

NE- >NE: 1la.use avail able VLAN Id

El se

NE- >NE: 1b.use native VLAN Id

End

Ref over NE, IP_Server: 2. Initial |IP Autoconfiguration

Ref over NE, |IP_Server,CA RA: 3. Certificate Enrol ment

Ref over NE, |P_Server, CA RA SeGN 4. Establishing Secure Connection
Ref over NE, |P_Server, CA RA SeGN MF: 5 Establishing Connection to MF

ski npar am sequenceAct or Backgr oundCol or #FFFFFF

ski npar am sequenceParti ci pant Backgr oundCol or #FFFFFF
ski npar am not eBackgr oundCol or #FFFFFF

aut onunber "#' .'"

ski npar am nonochr onme true

ski npar am shadowi ng fal se

@ndumi

A.1.2 Procedure for self-configuration management

The following PlantUML source code is used to describe the procedure for self-configuration management, as depicted
by Figure 8.3.2.2-1:

@tartum

title " Procedures for self-configuration nanagenent

actor "MS Consuner of \n self-configuration managenent" as SC
partici pant "MhS Producer of \n self-configurati on nanagenent" as SP
SC -> SP: 1. createScManagenent Profil e request

SP -> SP:. 2. Create ScManagenent Profil e

SP -> SC. 3. createScManagenent Profil e response

loop [Corresponding NE start its self-configuration process]
opt

SP -> SC. 4. NotifyScProcessCreation

end

[

| oop stop point or step is arrived

SP -> SC. 5. NotifyScProcessStage

opt if the stop point is arrived

SC -> SP: 6. ResuneScProcess

end

end

[ ]

SP->SC. 7. NotifyScProcessDel etion

end
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ski npar am sequenceAct or Backgr oundCol or #FFFFFF

ski npar am sequenceParti ci pant Backgr oundCol or #FFFFFF
ski npar am not eBackgr oundCol or #FFFFFF

aut onumber "#' . '"

ski npar am nonochronme true

ski npar am shadowi ng fal se
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2020-12 | SA#90e | SP-201045 [0001 -| F |Add subclause reference for ranges of handover parameters 16.1.0
2020-12 [ SA#90e | SP-201045 |0002 F | Corrections on natification information of PCI configuration 16.1.0
2020-12 | SA#90e | SP-201045 |0004 1| F |Address the issues discovered by Edithelp 16.1.0
2020-12 [ SA#90e | SP-201045 |0005 -| F |Fix the wrong references 16.1.0
2020-12 SA#90e | SP-201045 |0006 - F [Change RACH control attributes from beam to cell 16.1.0
2021-12 | SA#94e | SP-211462 |0031 F | Correction of Figure 8.3.2.2-1 title for self-configuration 16.2.0
2022-09 SA#97e | SP-220853 (0049 1 F [Correction of intra-RAT and inter-RAT too early and too late 16.3.0

handover failures description

ETSI



3GPP TS 28.313 version 16.3.0 Release 16 45 ETSI TS 128 313 V16.3.0 (2022-10)
History
Document history
V16.0.0 October 2020 Publication
V16.1.0 January 2021 Publication
V16.2.0 January 2022 Publication
V16.3.0 October 2022 Publication

ETSI




	Intellectual Property Rights
	Legal Notice
	Modal verbs terminology
	Foreword
	Introduction
	1 Scope
	2 References
	3 Definitions of terms, symbols and abbreviations
	3.1 Terms
	3.2 Symbols
	3.3 Abbreviations

	4 Concepts and background
	4.1 SON concepts
	4.1.1 Overview
	4.1.2 Centralized SON
	4.1.2.1 Introduction
	4.1.2.2 Cross Domain-Centralized SON
	4.1.2.3 Domain-Centralized SON

	4.1.3 Distributed SON
	4.1.4 Hybrid SON

	4.2   Self-establishment of new RAN NE in network
	4.2.1 Introduction
	4.2.2 Network configuration data handling
	4.2.3 Plug and connect to management system
	4.2.4 Self-configuration


	5 Business level requirements
	5.1 Requirements
	5.1.1 Distributed SON management

	5.2 Actor roles
	5.3 Telecommunication resources

	6 Specification level requirements
	6.1 Requirements
	6.1.1 Distributed SON management
	6.1.1.1 RACH Optimization (Random Access Optimisation)
	6.1.1.2 MRO (Mobility Robustness Optimisation)
	6.1.1.3 ANR management in NG-RAN
	6.1.1.4 PCI configuration and re-configuration

	6.1.2 Centralized SON
	6.1.2.1 PCI configuration
	6.1.2.2 Requirements for RAN NE plug and connect to management system
	6.1.2.3   Requirements for self-configuration of a new RAN NE


	6.2 Actor roles
	6.3 Telecommunication resources
	6.4 Use cases
	6.4.1 Distributed SON management
	6.4.1.1 RACH Optimization (Random Access Optimisation)
	6.4.1.2 MRO (Mobility Robustness Optimisation)
	6.4.1.3 ANR management
	6.4.1.3.1 Starting the ANR function
	6.4.1.3.2 Stopping the ANR function
	6.4.1.3.3 Sending notification of added or deleted NCR
	6.4.1.3.4 Handover Whitelisting
	6.4.1.3.5 Handover Blacklisting
	6.4.1.3.6 Prohibiting X2 or Xn connection to a peer node (X2/Xn blacklisting)
	6.4.1.3.7 Prohibiting handover over X2 or Xn (X2/Xn handover blacklisting)

	6.4.1.4 PCI configuration
	6.4.1.4.1 Initial PCI configuration
	6.4.1.4.2 PCI re-configuration


	6.4.2 Centralized SON
	6.4.2.1 PCI configuration
	6.4.2.1.1 Initial PCI configuration
	6.4.2.1.2 PCI re-configuration

	6.4.2.2 Use case for establishment of a new RAN NE in network
	6.4.2.2.1 Use case for RAN NE plug and connect to management system
	6.4.2.2.2 Use case for self-configuration of a new RAN NE




	7 Management services for SON
	7.1 Management services for D-SON management
	7.1.1 RACH Optimization (Random Access Optimisation)
	7.1.1.1 MnS component type A
	7.1.1.2 MnS Component Type B definition
	7.1.1.2.1 Targets information
	7.1.1.2.2 Control information
	7.1.1.2.3 Parameters to be updated

	7.1.1.3 MnS Component Type C definition
	7.1.1.3.1 Performance measurements


	7.1.2 MRO (Mobility Robustness Optimisation)
	7.1.2.1 MnS component type A
	7.1.2.2 MnS Component Type B definition
	7.1.2.2.1 Targets information
	7.1.2.2.2 Control information
	7.1.2.2.3 Parameters to be updated

	7.1.2.3 MnS Component Type C definition
	7.1.2.3.1 Performance measurements



	7.1.3 PCI configuration
	7.1.3.1 MnS component type A
	7.1.3.2 MnS Component Type B definition
	7.1.3.2.1 Control information
	7.1.3.2.2 Parameters to be updated

	7.1.3.3 MnS Component Type C definition
	7.1.3.3.1 Notification information


	7.1.4 ANR management

	7.2 Management services for C-SON
	7.2.1 PCI configuration
	7.2.1.1 MnS component type A
	7.2.1.2 MnS Component Type B definition
	7.2.1.2.1 Control information
	7.2.1.2.2 Parameters to be updated

	7.2.1.3 MnS Component Type C definition
	7.2.1.3.1 Notifications information
	7.2.1.3.2 Performance measurements




	8 SON procedures
	8.1 Introduction
	8.2 Distributed SON management
	8.2.1 RACH Optimization (Random Access Optimisation)
	8.2.2 MRO (Mobility Robustness Optimisation)
	8.2.3 PCI configuration
	8.2.3.1 Initial PCI configuration
	8.2.3.2 PCI re-configuration


	8.3 Centralized SON
	8.3.1 PCI configuration
	8.3.1.1 Initial PCI configuration
	8.3.1.2 PCI re-configuration

	8.3.2 Procedures for establishment of a new RAN NE in network
	8.3.2.1 Procedures for RAN NE plug and connect to management system
	8.3.2.2 Procedures for self-configuration management



	Annex A (informative): PlantUML source code
	A.1 Procedures for establishment of a new RAN NE in network
	A.1.1 Procedure for plug and connect to management system
	A.1.2 Procedure for self-configuration management


	Annex B (informative): Change history
	History

