ETSITS 126 512 v17.3.0 (2023-01)

& >3

TECHNICAL SPECIFICATION

5G;
5G Media Streaming (5GMS);
Protocols
(3GPP TS 26.512 version 17.3.0 Release 17)

H°56

A GLOBAL INITIATIVE



3GPP TS 26.512 version 17.3.0 Release 17 1 ETSI TS 126 512 V17.3.0 (2023-01)

Reference
RTS/TSGS-0426512vh30

Keywords
5G

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - APE 7112B
Association & but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° w061004871

Important notice

The present document can be downloaded from:
http://www.etsi.org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

If you find a security vulnerability in the present document, please report it through our
Coordinated Vulnerability Disclosure Program:
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fitness
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2023.
All rights reserved.

ETSI


http://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx
https://portal.etsi.org/People/CommiteeSupportStaff.aspx
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

3GPP TS 26.512 version 17.3.0 Release 17 2 ETSI TS 126 512 V17.3.0 (2023-01)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ logo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 26.512 version 17.3.0 Release 17 3 ETSI TS 126 512 V17.3.0 (2023-01)

Contents

INtellectual Property RIGNES.... ..ot b e e e en e ns 2
LB INOLICE ... bbbt et h bt b b nE e b e b e e et bt e bt Rt e s e e e e e e eb e n e e ns 2
AV TeTo = L= g oY = 01T 070] oo | OSSPSR 2
0= 11V o PSPPSR 10
1 o0 o< TSP PSP 12
2 REFEIBINCES .....cceeeeee ettt b bbb e b et e e et Re e bt e be e bt st et et et e e e e nenre b ee 12
3 Definitions of terms, symbols and abbreviations............cccciieiiiecce e 14
31 1= 10 PP TSP PRSP 14
3.2 Y 1210 OSSR 14
3.3 ADDIEVIBLIONS ...ttt et h e bt e e e se bt sh e b e e heeae e s e e ne e b e sR e eh e e Re e b e b e eb e beeheene e e nre e 14
4 Procedures for DOwnlink Medias SIrEaMING .........covreiirieieieieiee et 15
41 LT 0T PSSR 15
4.2 APIsrelevant to DOWNIiNK Media StreamMiNG.........ccieeeerieieerieeee sttt sr e s ebe e seene s 16
4.3 Procedures of the M1 (5GM S Provisioning) iNTEIface ..o 16
431 (C= 0T o OSSP PSPPSN 16
432 Provisioning SESSION PrOCEAUIES .......c.ueeiieiieeei et steestees e e e etesseesseesaeesreesseesseeneeeseesseesseeteesseesseesessesnsesnes 17
4321 LC T o1 - TSR 17
4322 Create ProViSIONING SESSION.....cc.cciuiiieieeieeseesteesteeseeeseesseesseeseeteessessessseesseesseesseanssssessseessesssssesssenssees 17
4323 Read Provisioning SESSION PrOPEITIES.......ueiieieerieeieeteeiesteese e eetesae e sreesreesaeeseensesseessaesseesseeseens 17
4324 Update Provisioning SESSION PrOPEITIES. ......ueieeieerieeieeieeeeseeseesieesteessessesseessessseesseesesssessssssesssesssees 17
4.3.25 DEStrOY ProViSiONIiNG SESSION.....c.ceetiitiieterterieteste sttt st seete st seese st seeseebeseeseebesee e ebeseeseebesaebesaeneebesbennenens 17
4.3.3 Content Hosting ProviSioNinNg PrOCEAUMES ..........c.ciirieuerierieiesiereeiesteseeteste et et sbe e ese b seesesresseseesesseseesens 18
4331 LT 07 SRS 18
4332 Create Content HOSting CONfigQUIALION. ..........eveiriieiirieeeieseeesie sttt 18
4333 Read Content Hosting Configuration Properties..........coceveeerereenereeeesie e seenens 18
4334 Update Content Hosting Configuration Properties...........ceueeeerereeerieesesieese s seeseenens 18
4335 Destroy Content HOSting CONfigUIation...........cvecveeiieieeiesieseeseeseese e ses e e e aesnaesreennees 18
434 Content ProtoColS DiSCOVENY PrOCEAUIES..........ceiieieeerieeieeeesteesteesieeesaeseesreesseesseesessaessaessaesseesseesesnsesnns 19
4341 LC T o1 - T TTRSTRR 19
4342 Create CONLENE PrOLOCOIS. ... .co.eeeeeeiterte sttt sttt se et ettt be b s se e e e e et e sbesbe e e ennennen 19
4343 Read CONLENE PrOLOCOIS. ... eoeiiiieieteeeee ettt b et e et b e et sbe e e e e 19
4344 UPAALE INQESE PrOtOCOIS ... .c.eeueiteeeieeterieeet sttt sttt ettt sttt ettt b e st b e et b e et e e et e sbe e b e sbennenea 19
4.3.4.5 DESLrOY INQESE PrOLOCOIS ... ccuiitieciiite ettt b e se et a e b b nneneas 19
4.35 Content Preparation Template ProviSioning ProCEAUIES............ureeiereeerereeesreseeie st seere s seereseesesreseeneesens 19
4351 LT 07 SRRSO 19
4.35.2 Create Content Preparation TEMPIALE ...........ooiiiiieireeeee e 19
4353 Read Content Preparation TEMPIALE ..........coiieiierieeiereesie st b e eb e seene 20
4354 Update Content Preparation TEMPIAE .........c.vcvieiereeieee ettt essae e e sreesneas 20
4355 Destroy Content Preparation TEMPIALE ..........c.cueieeiiereee et se et e e e sreesnees 20
4.3.6 Server Certificate ProviSioning PrOCEAUNES ..........coiieiieeceieeeseeseesie e e s steseeseesreesaeete e e ssaessae e esseeeesneesnes 20
4.36.1 LC T o1 - TP 20
4.3.6.2 Create SErVEr CartifiCAIE ... ..o ittt bbbt s e b e bbbt sbe e e eneneen 20
4.3.6.3 RESEIVE SEIVEr CartifICAO. ... viiteieieeee et r e st sb e e neens 21
4364 REINEVE SEIVEr CartifiCaO. ... ieeee ettt st e besaesbe e eneeneen 21
4.3.6.5 UPIOAH SErVEr CartifiCALE. ... ..eveueetereeeete ettt ettt e b et b e sa e eb b neenea 21
4.3.6.6 UPAate SErVEr CartifiCaIE......eiueiiri ittt et b et sr et e e b b e enea 21
4.3.6.7 DESIIOY SErVEr CartifiCaO. .. ...ueeeuirieieteiteiete ettt et b e ettt r ettt sa e b b nneneas 22
4.3.7 Dynamic Policy ProviSiOning PrOCEAUIES..........c..etiirieiiiereee sttt sttt sb e 22
4371 LC T o1 =TT 22
4.3.7.2 Create POIICY TEMPIBLE. .......ecieieesieeieee ettt rte ettt et et e e e st e teeteeseesaeesneesseenseenseenseeneessaesnnes 23
4.3.7.3 REA0 POlICY TOMPIBLE ... ecueeieieiee ettt e st e e teeaesreesneesaeenseeneeenseesaesneesnaesnnas 23
4374 Update POIICY TOMPIALE. ... .ccueiee ettt e steeae et e e e e eneesbeeneeenseenaesnaesreesenns 23
4375 DeStrOy POlICY TEMPIELE. ......ue ettt st s et e e eesre e e neesne e teeneeensesnaesneesneesenns 23
438 Consumption Reporting Configuration ProCEAUINES ..........ccueriereereeereeseeseese et sre e erae e esreeseesneesnes 23

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 4 ETSI TS 126 512 V17.3.0 (2023-01)

4381 LT 07 S SRRRUSRR 23
4382 Create Consumption Reporting CoNfigUIatioN............co.cerieerireeresieesie e 24
4.3.8.3 Read Consumption Reporting ConfiguIation............coeerereieereeeesieesre e sesse s s seenens 24
4384 Update Consumption Reporting CONfigUIralioN.............coeeereieereniee e seenens 24
4.3.85 Destroy Consumption Reporting Configuration .............cocoveiiiieinieneeeeseseee e 24
439 Metrics Reporting ProviSioning PrOCEAUIES ...........cueieerieesieesiesieseeseeseeseeesseesseessesseesseesseessessesnsesnsssnsesnes 24
4391 GENETA ...ttt E R R R R R R R R e R Rt R bRt r e 24
4.39.2 Create Metrics Reporting ConfigUIatioN...........eeivecieeieiesiee et esnees 24
4.39.3 Read Metrics Reporting CONfigUIaLION ..........cccuevierierieeeeie e see st e ste et e e e e e e eesnaesreesnees 25
4394 Update Metrics Reporting ConfigUIatioN...........c.ueiieieerieeiesiesieseeseeseeeseeesseeeeeseessaesreesseessesseesseesenns 25
4.3.95 Destroy Metrics Reporting Configuration............coeeeereieeenieiee et ebe e neenen 25
4.3.10 Edge Resources Provisioning PrOCEAUIES............cctiirieiieiee ettt sttt 25
43101 LT 0T P RRSUSR 25
4.3.10.2 Create Edge Resources Provisioning Configuration ...........c.ccceereerireeninieeseseeeseseeesie e 25
4.3.10.3 Read Edge Resources Provisioning ConfigUIration ............c.coeerereerenieeneneeesie e sieneenens 26
4.3.10.4 Update Edge Resources Provisioning Configuration............c.ceeieeerereeseneeesieseeesie e seesesreeenens 26
4.3.105 Destroy Edge Resources Provisioning ConfigUralion .............c.ceeeieeieeiesiee e seeseeseeseee e see e seens 26
4311 Event Data Processing ProviSioning PrOCEAUIES...........ccveieeieriereeseeseeseeesseeeeseesseesseesesssesssessssssssnsesnes 26
43111 GENETA ...ttt E R R R R e R R e R R e R Rt R b e Rt 26
4.3.11.2 Create Event Data Processing Configuration...........c.vcureeereesieeie e see e s sie e see e e e aessae e snees 26
43.11.3 Read Event Data Processing CONfiQUIELiON ..........cccuveuieieeiesieseeseesiessee s see e e sseesse e ssee e ssaesseesnens 27
43114 Destroy Event Data Processing CONfigUIation...........ccvecueeceiieiieesie e esee e eee s s e e e e ese e sseeseeeseens 27
4.4 Procedures of the M2d (5GMS INQESE) INTEITACE. ........ciiiiiiieree e 27
4.5 Procedures Of the M3 INTEITACE.........o ot st ene e e e 27
4.6 Procedures of the M4d (Media Streaming) iNtEITACE..........c.cirireirieeree e 27
4.6.1 Procedures fOr DASH SESSION........c.ciiiiieiirere ettt et e ettt st e e eeseeteseesbeseeeseeseensestesnesseeneenseseens 27
4.6.2 Procedures for Progressive DOWNI0ad SESSION..........ccciiiriiiriieeee e 27
4.7 Procedures of the M5 (Media Session Handling) iNtErfaCe...........cooeiiriininineneses s 28
4.7.1 gLl [F ot o TSP RSP SRPS 28
4.7.2 Procedures for Service ACCESS INFOIMELION..........oiveiirireiierecese et 28
4721 GENETA ...ttt E R R R R R R R R R bR bRt 28
4.7.2.2 Create Service ACCESS INFOIMIBLTON ........oveiirieeirie e 28
4.7.2.3 Read Service Access INfOrmation ProOPEITIES ......c.eecuieieeieeieseesee e see e sae e e e sreesreeneees 29
4724 Update Service Access INformation ProPerties. ... ....ceieererieinereeeie ettt 29
4.7.2.5 Destroy Service Access INfOrmation PrOPEITIES. ........ccovreererieere ettt eie e neenens 29
4.7.3 Procedures for dynamic poliCy INVOCELION............cceiirieiieieeee et 29
4.7.4 Procedures for CoNSUMPLION FEPOITING.......c.ceuiiierieeirtereeie ettt ettt b e et b e 30
4.7.5 Procedures for MELrCS FEPOMING . .....c.eiveieerieeete ettt et b ettt e et sb e 31
4.7.6 Procedures for NEIWOIK GSSISEANCE.........eiueeieieriiee ittt ettt sae e e et e seeseesbesnesbeeneeneeneens 31
4.8 Procedures of the M6d (UE Media Session Handling) interface..........ccooovevveceeieeseesece e 31
48.1 (C1c 07 - TSSOSO PP SP P URTPPTRRPRON 31
482 Consumption reporting PrOCEAUIES. ..........civeiieieerieeieeeeeereestees e ete e teseeseesreesaeesseenseeseeeseesseesennsessesneesnes 31
4.9 Procedures of the M7d (UE Media Player) INtErfaCe .......cvcceveiee e 32
49.1 (C1c 07 - OSSO PSP PSP PURT PPN 32
49.2 M ELriCS FEPOITiNG PrOCEAUIES.........eeiee e seesteeste et et estae st ee s e st e e steeeeseesseesaeesseenseenseeseesseesteeseeseeseensesneennes 32
4.10 Procedures of the MBA INEEITACE. ........oi e sttt se e saesre e e eneennens 32
411 Data collection and reporting procedures at reference POiNt RA...........coeoiirenineirireesee e 33
4111 (€71 SO RSR 33
411.2 5GMS AS data collection and reporting client ConfiguIration.............cooeerireinincenineeseeese e 33
4113 BGMS AS GAB FEPOIING ....veeeveeeieeterteeete sttt ettt e e bbb s eb b e bt se e e bt s e s eb e s e seebe e s e ebeneeneens 33
4.12 Event Exposure procedures at reference pointS RS aNd RB.........ooveiiiieirinenee e 34
4121 (€7 07 - O OSSOSO P PSP PPTRRPTRTON 34
4122 Event EXposure SUDSCHPLION PrOCEAUNE. ..........c.cccueieieeeeseesteesteeieste e s eesaeesre e aeeteesaessaessaesse e seeseeneesneesnes 34
4123 Event Exposure UnsubSCription ProCEAUIE. ...........ocviiieieeee ettt e ee e s 34
4124 Event Exposure NotifiCation PrOCEAUNE.............cocuiieeiieee e se et sae e e e st te et e e teeaeenesneesnes 34
4.13 Procedures for downlink media streaming Vi@ eMBMS.........ccoiiiiiiiieie et eae e 34
5 Procedures for Uplink Media StrEaMING ..........ccoeririerenieieeieese sttt 35
51 LT 0T PSSR 35
52 APIsrelevant to Uplink Media SErEAMING .......coueiiiriiieireeete ettt eb e e eb e e ene 36
6 General aspects of APISfor 5G Media Streaming ........cccccveieeeeii e 37

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 5 ETSI TS 126 512 V17.3.0 (2023-01)

6.1 HTTP resource URIS @NG PALNS.........c.eiiriiiiieseesee ettt 37
6.2 USBOE OF HT TPttt bbbt bbb bbbt b e et b et eb e et 37
6.2.1 HTTP PIrOLOCOI VEISION ..ottt ettt ettt b et b e bt bt e b et b et bbb 37
6.2.1.1 LY S N S PRRSRSRSN 37
6.2.1.2 LY SN TSRS 37
6.2.2 HTTP message bodieS fOr APl FESOUICES .........cccuiiiiiieseeseeseesieseeseeseesaeesseesseeteestessaessaesseesseensessesneesnes 37
6.2.3 USAgE Of HT TP NEAOENS. ....ccieeeee ettt st et e s re et e e te e be e reeteenneeneennes 38
6.2.3.1 GBNETEL ...ttt b bbb R e R e bR SR e e et e e e R e e R e Re R e benheeb e e e entennens 38
6.2.3.2 User AQent IAeNtifiCaliON ........cceeiie et ee e e et e eneeenaeenaesreennees 38
6.2.32.1 Media Stream Handler identifiCatioN............cooieeririreeee e 38
6.2.3.2.2 Media Session Handler identifiCation.............ocooeieeiereiere e 38
6.2.3.3 S Y= Yo U= (1 o= (o) o PP RSRSRSN 38
6.2.33.1 SGM S AF FAENEITICAIION ... .ottt sne e e eneeneens 38
6.2.34 Support for conditional HTTP GET FEQUESES......c.ueeiirieirierieiestereeiesteseeie s 38
6.2.35 Support for conditional HTTP POST, PUT, PATCH and DELETE requestS..........ccocererereeerieeeeens 38
6.3 HT TP FESPONSE COUEBS.......cveeeiieterteie ettt ettt ettt ettt b bbbt b skt b e s bt e e s e bt e e eb e s e e bt bt b et bt b e e eb e s e nnens 39
6.4 (000001000 0 o B0 =1 = Y 0SSR 39
6.4.1 GBINENEL ...t e b h bR R R R k£ e e e R e R R e Rt e Rt ekt et et e bR e ebesaeenne e enres 39
6.4.2 S T =0 = Y 0= 39
6.4.3 S B To U= o = = 0 - P 39
6.4.3.1 B0 T = 1Y/ = SR 39
6.4.3.2 ServiceDataF OWDESCII P ON TYPE....c.veeieiee ettt ettt te ettt e e sneesre e teenseeneesneesreesaees 40
6.4.3.3 M 5QOSSPECHTICALTON TYPE ...ttt ettt b e e bbbt s b et et sae e b b neenea 40
6.4.34 M LQOSSPECHTICALTON LY ...ttt e b bbb e bt b se bt s b e et e e b e b neenea 40
6.4.3.5 ChargingSPECIfICai ON TYPE.....c.eivieetereeeet ettt b et b e nn s 40
6.4.3.6 TYPEALOCELION TYPE ...ttt b et b et b bbbt s b e s b e et nb bbb 40
6.4.3.7 OpPErati ONSUCCESSRESPONSE LY. ettt b et b et b e b nn s 41
6.4.3.8 EdgeProcessiNgEligibility CriteriatyPe......cocoieiieiee ettt sr e s eb e e 41
6.4.3.9 [T | 010 F g 10 0| =] £ o SR 41
6.4.4 0T S =0 o F= = LY - P 42
6.4.4.1 CellldentifierTYPe ENUMETELION ..........cccueiee e ce et ee st e e e s e e e steesae e e snaesseesseeneeeneesseeseens 42
6.4.4.2 SATM N0 ENUMEIELION........cueeeeeeeeeee ettt bbbttt e b se e er e b saesbe e enneneen 42
6.4.4.3 ProvisioningSessiONTYPE ENUMETELION .........ceieereeieeieeeeeeeseeseesteesteeseeseesseesseesseesseeseessesssesseessessses 42
6.4.4.4 EASRel0cati ONTOl€rance ENUMETEEION .........coueeueeieiee st se e see et e e e e seesbesseeseenesneeneeneens 42
6.4.4.4 CaCheStAtUS ENUMEIBEION ........eeeeieieiesie et e ettt e ettt e s e e e seesbesaeesee e e e eeeseeseesaeetesbesneeseeneenseneens 43
6.5 Explanation of APl data MOdel NOELION ...........coeeiiiirieiriieree et 43
7 ProviSIONING (ML) APIS ..ottt sttt st e e e st e s beeatesbesae e besneesestesneetestesnnens 44
7.1 GBNENEL ...ttt b b h ek E R £ e R e R e R SR e R £ e A e ea £ e R e R e Ee AR e eb e e Reeh e e e e b e Rt ehe bt eneene e e enns 44
7.2 ProviSionNing SESSIONS AP .......ocueiieeieseee ettt e st et e e et e e te s ee s e e sseesseenteenteeseesseesseesseenreeseeneennes 44
721 OVEBIVIBI ..ttt etk h ettt et e bt bt eh e s e e s e b e SH £ e R e e Reeh £ e s e e e e b e eE £ eb e e heeh e e e et e nbesbeebesneenn e e enras 44
722 RESOUICE SLIUCLUIE. ...ttt ettt e e s s s he e sae e Rt e n e e an e esnesb e e nbe e s b e e reeneeneenneenes 44
723 (D= =1 070 [ TP R O PRTURURURPRRIN 45
7231 PrOViSIONINGSESS ON FESOUICE. ....c.veeteeeueeteseeseeteseese et see st ebese et ebeseeseebesae e ebeseeeebeseeneebeseeneebesaeneebesbennenens 45
7.3 Server CertificateS ProvViSIONING AP ..ottt ettt 46
731 OVEBIVIBW ...ttt ettt e ettt sttt et e e e e st e e besaeeaeeae e e e eeeeeeEeeaeeeeene e e enseseeebesaeemeeneanseneeseesaesneeneeneensas 46
7.3.2 RESOUICE SEIUCKUIE. ...ttt ettt ettt ettt ettt ettt ae e e be e e s st e e be e e she e e be e e ame e e abe e e e aneesaneeemeeeanbeesmneesnreeanneenares 46
733 [ = 1 1010 [ O RTSRSN 47
7331 Certificate SIgNING REJUESL. ......c.eiuiiieiriiiet ettt b et 47
7332 SEIVEr CartifiCAIE MEIOUITE.......eiti ittt ettt sttt ettt e e e bbbt bt et e e e e e besbese e besneebe e e enneneens 47
734 (@ o< = 1 0] 1 1P 47
74 Content Preparation Templates ProViSiONING APl .........ooo ittt es e sse et e e sreesneas 48
741 OVEBIVIBIN ..ttt bt h ettt et b e s bt e b e s e e s e b e SE £ e E e 4R eh e e s e e e e b e sE e eE e e Rt eh e et et e nbesheebesaeens e e enras 48
74.2 RESOUICE SLIUCLUIE. ...ttt ettt ettt ekttt s s e s he e sae e st e n e e s e ennesr e e s b e e s be e reeneeneenneenes 48
743 (D= =1 070 [ TSP TTOTPPURTURURPRRIN 48
744 (@] 01 = 1o 0TSSP O SOU PO ST PPPTSPRPTTON 48
7.5 Content ProtOCOIS DISCOVEIY AP ...ttt b et b e et b et nb e b 49
751 OVEBIVIBWW ..ttt ettt e e ettt e a et e e e e s et et e s Rt eaeeae e e e eeeeeeEeeReeeeene e s eeeseeeEeaneeseeneensenseseeseesneenseneensas 49
75.2 RESOUICE SEIUCKUIE. ...ttt ettt ettt ettt ettt ae e e bt e s ae e e b et e s ae e e be e e ame e e abe e e saneeeane e ameeeanneesnneesnreeenneenares 49
753 [ = 1 1010 [ O RTSRSN 49
7531 CONtENtPIOLOCOIS FTESOUICTE ... ettt ettt ettt sttt te st ese et enseneeseesbesneeseeneeneeneens 49
7532 (e lg1 (= g1 o1 (0 o0 1D =S or ] o]0 g 1Y/ o= RS 49

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 6 ETSI TS 126 512 V17.3.0 (2023-01)

7.6 Content HOStING ProviSIONING AP ..ottt ettt b et sb e e 50
76.1 OVEBIVIBW ..ttt ettt e et te e et e e et e e see et e s Rt eaeeae e e e eeseeeEeeReeeeemeemseeeseeebeeaeeseeneenseneeseeseesneeneeneensas 50
7.6.2 RESOUICE SEIUCKUIE. ...ttt ettt ettt ettt ettt e e ket e s st e e b e e e sae e e abe e e ame e e abe e e saneeaan e e emeeeanneesmneesnreeenneenares 50
7.6.3 = = 1 010 [ P RSRSN 50
7631 ContentHostiNgCONfiGUIAtion FESOUICE..........c.ciuirieeriereeerie ettt b e sbesae e 50
7.6.3.2 DistributioNNetWorkTYPE ENUMENELION .........ccverierieeieeieeieseeseeseesteeseeeeeseeseesseesseeseesseensesseesseessens 54
7.6.3.3 DistributionMOde ENUMEIELTION .........ocviiieiiietirieetiee ettt et e e et sresbe e enne e 54
7.6.4 (@ 0= = 1 0] 1 P 54
7.6.4.1 OVEBIVIBW ...ttt ettt sttt e bt e st s b e e st b e et e s e bt s e e s e bt sees e e b e e e ene e b e e b e e e se s en e eb et eneebesbeneebenaeneenn 54
7.6.4.2 (001 = 1o o1 o TS 54
7.6.4.3 L0 1 o 0o ] oo TP T TP RURPRR 55
7644 CONEENE PIrOCESSING .. eevevereeterteeeterteseesessereeuessesseseabeseeaeebeseeseebesseaeebesseasebesb e s ebesa e s esesb e s esesbenbenenbeneeneens 55
7.6.4.5 URL SIGNING ¢+ttt ettt et et b e et b e se et b e s e e e eb e se e e eb e sb e e eb e sb e e ebesbe e ebesbeneebenbenneneas 55
7.6.4.6 (€10 (= o o1 (o [OOSR PRSP 56
7.7 Consumption Reporting ProviSiONiNG APl ..o bbb 57
7.7.1 OVEBIVIBW ..ottt ettt e ettt sttt et et e e s ee et e saeeaeeae e e e eeseeeEeeReeeeemeemseneeseeeEeeaeeseeneansesseseessesneenseneensas 57
7.7.2 RESOUICE SLIUCLUIE. ...ttt ettt e e s s s he e sae e Rt e n e e an e esnesb e e nbe e s b e e reeneeneenneenes 57
7.7.3 (D= =1 070 [= TP TR O PPTURTURURPRRIN 57
7.7.3.1 ConsumptionReportingConfiguration FESOUICE............cueiverieeieee e seeseeseeesteeseeeseeseesreesseesseeseesseessens 57
7.8 Metrics Reporting ProViSIONING AP .......coui o ste e s a st te et enteesaesse e seenseenaesneennes 58
7.8.1 OVEIVIEW ..ttt ettt sttt be s e et e bese e st et e st e se et e s e em e eb e s e emeeb e s b e st ebenEen e e b e sE et e b e sb e e et e sbe e ebesbeneebenbenenrens 58
782 RESOUICE SLIUCLUIE. ...ttt ettt e e s s e s he e sae e Rt e et e an e e meenb e e nbeesbe e reeneeneenneenes 58
7.8.3 = = 1 1010 [ O RRSS 59
7831 MetricsReportingConfigUratioN FESOUNCE..........c.civirieuerierieieste ettt sttt b e eb e e ebe e e b e neenens 59
7.9 Policy TemplateS ProvViSiONING AP ..ottt e bbb s sbe e ens 60
791 OVEBIVIBW ...ttt ettt e ettt sttt et e e e e st e e besaeeaeeae e e e eeeeeeEeeaeeeeene e e enseseeebesaeemeeneanseneeseesaesneeneeneensas 60
7.9.2 RESOUICE SEIUCKUIE. ...ttt ettt ettt ettt ettt ae e e bt e s ae e e b et e s ae e e be e e ame e e abe e e saneeeane e ameeeanneesnneesnreeenneenares 61
7.9.3 = = 1 010 [ USRS 61
7.9.3.1 Lo T A = 0o Lo = o U TS 61
7.10 Edge ResourceS ProViSIONING AP ...t se e te e e etesstessaessae e e steessesneesneesseesseenseensenns 62
7.10.1 (=0T o SO PRSP 62
7.10.2 RESOUICE SLIUCLUIE. ...ttt ettt s e s he e s Rt e sae e e e e et e mn e e seenr e e s b e e be e reenneenesnneenes 62
7.10.3 (D= =1 070 [ U P PO UTOTPRURTURURPRRIN 63
7.10.3.1 EdgeResourcesConfiguration rESOUICE LY .........evererieiererierietesie et st et bbb e b seebeseeneenens 63
7.10.3.2 EdgeM anagementM 00 ENUIMETELION. ........ccuciiirieiie ettt st sb e s beseebe e neenens 64
7.10.3.3 EA SREGUITEIMENES TY[I ...ttt ettt b et b bbb bt b e st b e se e st e b e e eb e s be e ebesbenneneas 64
7.10.34 M 1EA SR 0Cati ONREGUIFEMENES TYE ....c.vieeieetireeieete sttt ettt sb e e r e et sb e e e b seebe e neenen 65
711 Event Data Processing ProViSiONING AP ........cciiiiiiiieeses ettt 65
7111 (€71 PR 65
7.11.2 RESOUICE SLIUCLUIE. ...ttt ettt s e s he e she e sae e e e e st e mn e e s e e sb e e nbe e be e reeneeneeaneeaes 65
7.11.3 (D= =1 070 [ TP PSSO PRTURTURURPRRIN 66
7.113.1 EventDataProcessingConfiguration FESOUMCE tYPE........ecureuereereerieesieeseeeseeseeseesseesseesseessesssesssessessses 66
8 Media Ingest and Publish (M2) ProtOCOIS.........ceceiiiiere et nee e 66
8.1 LT 0T OSSP 66
8.2 HTTP pull-based content iNGESt ProtOCOL ..........cuiuiieiriieee e 66
8.3 DASH-IF push-based content iNgeSt ProtOCOL ...........ceiirieiiiieiriereer e 67
9 L1 g = I Y ) I s £ RSSO 67
10 MediaStreaming (M) APIS ... ettt st te et e te e e s eesse e besneetesseesesteseeeneensensean 67
10.1 LC T g1 ST 67
10.2 DASH DIStIULTON. ...ttt se e e see st e et e st ene e e eneeneessesbesaesseeneaneeneens 67
11 MediaSession Handling (M5) APIS ..ottt 68
111 LT 0T SRR 68
11.2 Service ACCESS INFOIMELTION AP ..ot b et a et bt b et eae e eneas 69
11.2.1 (=0T o OSSPSR 69
11.2.2 RESOUICE SLIUCLUIE. ...ttt ettt r ettt s e s he e she e sae e e e e et ean e em e e sb e e s b e e s b e e reeneeneenneeaes 69
11.2.3 Dz =1 070 [ TP STOT PP URTURURPRRIN 69
11.23.1 ServiceAccessINfFOrmation rESOUNCE LY PR ......uviie e e ceese e te s ee st ste et e s e re e teeaesnaesraesreas 69
11.2.3.2 EASDISCOVENY TEMIPI AL LYPE. ... e eieeee et sttt ettt e e s te et e et e e e e sreesneesseenteenteenneenaessaesseenrens 76
11.2.3.3 M5EA SRe 0Cati ONREGUIFEMENES TYE ....c.vieeiertireeieete sttt ettt st b e e ebeseebe e nnenen 76

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 7 ETSI TS 126 512 V17.3.0 (2023-01)

11.24 OPEIBLIONS. ..ttt ekttt et b bt b et e b b e eb e b e e eh e b e s eh e R £ e e R e AR £ e b e R e R e R e R e R e R e Rt e s e e Rt e st b b nnens 76
11.3 ConsSUMPLION REPOITING AP ...ttt ettt b e bbbt b e bbbt eb e b 77
11.31 (€71 SO RSR 77
11.32 REPOIING PrOCEAUIE ...ttt ettt b e et b e e it b e et b e e et bt sb et b e sb et sbe b et b b 77
11.33 REPO FOMMAL ...ttt ettt et b e bbbt b e b et b e s b et b e s b e bt e b e st et b e s b et eb e s 77
11.33.1 ConsuMPLiONREPOIt FONMIAL.........ccieieeeee e e e st sreerte e e e e e eseesreenseeneenneesreesrens 77
11.33.2 ConsumptioNREPOrtINGUNIT LY ....eveeveeieeie e ste ettt sttt e e e sne e te e besnaesnaesreennees 78
114 Y oSy = oo T o AN SR 78
1141 (=0T o SO PS PPN 78
11.4.2 LS o To Nl o] 0o =" (1 =S 78
1143 REPO FOMMAL ...ttt et et b e et b e et b e E et b s b et b e s e st b e ne et b s b et ebe s 78
115 DYNAMIC POIICIES AP ...ttt bbb bbb et b bbb 79
1151 (O < Y SRS 79
11.5.2 RESOUICE SEIUCKUIE. ...t ettt ettt ettt ettt ettt e et et ae e et e e e seeeabe e e aseeeabe e e aaneeabn e e ameeeanbeesnneesnreeenneenares 79
1153 D= = 1 1010 [ O RRSN 80
11531 DYNAMICPOIICY FESOUITE ......vueiveeeieete ettt sttt ettt sttt a e b et b e e e b e se e e et e sae e b e sbennenen 80
11.54 101 =10 OSSPSR 80
11.6 NEIWOIK ASSISIANCE AP ...ttt a e e b e h e st e e e st et e e e eb e e besbeebe e e ennennen 81
116.1 L@ Y= ST 81
11.6.2 RESOUICE SLIUCLUIE. ...ttt ettt et sae e s ae e she e sae e e e e st ean e es e e eb e e s b e e be e reenneenesaneeaes 81
11.6.3 (D= =1 070 [ U P PO UTOTPRURTURURPRRIN 82
11631 NEtWOrKASSI SLANCESESS ON FESOUICE .......euvearirereeeteeueeueeseessessesseesesseeseessessesbesaessesseeseesensebeseessesaeensessens 82
1164 OPEIBLIONS. ..ttt ettt ettt ettt b bt b e e e bt e e e b b e e e b e b e s ek e R £ e e R e AR R e b £ R e e e R e Rt R R e Rt R R e Rt e st b b e enn 82
12 UE Media Session Handling (M6) APIsfor uplink and downlink.............cccccoveiiiieieneciese e e 83
121 LT 0T P RRSSRP 83
12.2 Media Session Handling for Downlink media streaming — APIS and FUNCLIONS............ccccoveeveevieseeseeseeeens 84
12.2.1 L@ L= TSRS 84
1222 Media Session Handler MOTE! ..ot s b e bt b e e 85
12221 RSz 1= 11070 L= SRS 85
12.2.2.2 Media Session Handler internal PropertieS .......ocveiieieereeieeie st st ere et seesnaesreesnees 85
12.2.2.3 Media Session Handler internal Operations............ccvecieereeieriesiee e seeste s eee e sre e teeee e ssaesreeseees 85
12224 Starting and Stopping aMedia SesSIoN HanIEr ..o 85
12.2.3 (€71 SO RSR 85
1224 Dynamic POlICY INfOrMELION.........ccoiiieiieieee ettt bbb 86
12.25 Network AsSiStanCe INFOIMBEEION .........c.eiieieireeere et se e e seeseestesnesre e e eneennens 86
12.2.6 Consumption Reporting INfFOrMELTON ..........cceiiiieiieeereei bbb eene 86
12.2.7 Metrics REPOrting INFOIMELION ........c.oiiiiirieeeie et b e 86
12.3 Media Session Handling for Uplink Streaming — APIS and FUNCLIONS............ccoveiveieicen e 86
13 UE Media Stream Handler (M7) APIsfor uplink and downlink .............ccoooeeeeiiiniieinneecese e 86
131 LC T g1 - ST 86
13.2 DASH Media Player — APIS AN FUNCLIONS ...ttt 87
13.21 (O < Y PR 87
13.2.2 MeEia PlaYEr MOUE! ..ot b e bbbt b e et bbb b 88
13.2.3 Y7 oo P RRRSN 89
13.23.1 L= 1 - TR 89
13.2.3.2 F TR (= PSR 90
13.2.33 N 1 7= o OSSO 90
13.2.34 L (=2 0o RPN 91
13.2.35 = YT SRPRPRN 92
13.2.36 PALISE ...ttt ettt b Aok A e e b e Re e Rt Re e Rt Ee et e R e nR et ebeeEe e ebenae e ebesteneenens 93
13.2.3.7 RS TSP 93
13.2.3.8 RESEL.... ettt sttt sttt sttt sttt et A e At R et e e R e e te et e eAe e eReeRe et eEeeee e et e ete e eteeaeneesenrennenens 94
13.239 DBSITOY ... e e a e e a e e e 94
13.24 Configurations and SELEINGS AP ......coui ittt b e e b e rennene 95
13.25 NOtIfiCatiONS ANA EITON EVENES.......eeeeeeeieree ettt sttt st et e e s e e e seesbeseeeseeeeseesbesaeeseeneenseseens 96
13.2.6 SEAEUS INFOMMBEION ...ttt ettt e e st e s te et eb e e st e e ese e e e seseeseesaeeneeneeneenees 97
13.2.7 Usage of M7d Information by Media Session Handler ..o 98
14 Application (M8) APIsfor uplink and dOWNIinK ...........cooeeieinrinineres e 98
15 MisCallan@oUS UE-INTEINAl APIS......o.o ottt sttt sre et e sseeneeseeeneeneeneean 98

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 8 ETSI TS 126 512 V17.3.0 (2023-01)

151 LT 0T S TSSRP 98
152 RAN Signaling-based NetWork ASSISEANCE AP ..o 99
153 RAN-based Metrics REPOITING AP ... bbb e 99
16  Usage of 5GC interfaceS and APIS.......c.o e sttt ens 100
16.1 GONEIEL ...t b bbb R £ R A bbb bbb 100
16.2 Usage of N5/N33 for AF-based NetWOrk ASSISLANCE........coiceeieerieeiieie e sees e e see e sreenae e e e sraesnees 100
17  MediaStreaming datareporting at RA...........oooi oo 101
171 LT 0T USRS 101
17.2 M edi aStreamiNGA CCESSRECONT TYIB..... . ereeie et etceie e se st te st sttt e e e e seesteseesaesaeeseenee e enseseessessesneeseeneanseses 101
18  Event exposure at RS ANA RB ........ccoiiiiiiiice ettt sttt st e et e e a e be s neeaesreenes 102
Annex A (informative): 5GM S Parameter propagation for DASH Streaming ...........ccccceevveeennene. 103
N A o (0 o= 0o 0190 To (= SRR 103
A.2  Premium QOS dYNAMIC POIICY ...couvrueiririiriiieiteieei ettt bbb e e e e nenn e s 104
A.21 LT 07 P RSRR 104
A.22 L (01010 (1= SR 106
A.2.3 EXBIMPIE PAIAIMELE'S ... ...ttt h bbb b bbb bt e e bt bt e e st b s e bt bt b e st eb et e e st nn e e enis 107
A.3 (Conditional) Zero Rating dynamicC POLICY.......ccceiieieiiiiese ettt s 108
A3.1 GENEIEL ...t b bbb bR £ R A b bRttt b b 108
A3.2 PIOCEOUNE. ...ttt r et r s e e Rt e E e et e R e s e e e e s e e r e s e e e en e r e e nenreanenes 109
A.3.3 e 0] L 7= =0 1< SR 110
A4 Background DOWNIOB. .........cceiiiierieieiiieiieie sttt et b et nenn e e 111
A4l LT 0T SRR 111
AA4d2 L (01010 (1= R 112
A.43 EXBIMPIE PAIAIMELE'S ... ...ttt ettt bt b bbbt b s b e h bt b e st b e e st b et e st eb et e e e bt nn e s enis 113
Annex B (informative): Content Hosting Configuration eXamples..........c.ccoeereneieieiniesenenee 114
B.1 Pull-based content iNgESt EXAMPIE .......c.ecieii ettt st r e e reens 114
B.1.1 OVEIVIEW ...ttt ettt sttt st b e st e a e s eese e tesaeeheemeeaeeneese e besee et e emeemeemeeas e eeseeebeeneensensesesaesaeeneeneanseseens 114
B.1.2 DTS = o [ LI 0] o o S 114
B.1.3 (©olg1 (= 0 o1 1] Vo TN @]9 To 1= 1 o o 114
B.2 Push-based content iNgESt EXaMPIE........oouiiiiiiieee s 115
B.2.0 L@ Y= SRR 115
B.2.1 DESITE URL MBDPING. .+t tteeetertereeieete sttt sttt sttt sse et see e ebesae e ebesb e e ebesbeneebesbeseebesbeneebesbe e et e sbeneenesbeneeneas 115
B.2.2 Content HOStING CONfIQUIALTON .......c.uiieiiriiieiiitiies sttt b et 115
Annex C (normative): OpenAPI representation of the SGMSHTTP REST APIs......cccccveuenee. 116
(O3 R €10 TSRS 116
C.2 DataTypes appliCableto SEVEIal APIS........o et 116
C.3 OpenAPI representation Of TNE ML APIS ..o 119
C31 M1 ProviSiONiNGSESSIONS AP ........i ottt e s et e e et e e teeeesaeesaeesseesseenseenseenaeeneesraennens 119
C3.2 M1 ServerCertificateSProViSiONING AP .........coiiiiiiiieeet et 121
C33 M1 ContentPreparationTemplateSProviSioNiNg APl .........ooiiiiiieeeseeee s 122
C34 M1 ContentProtoCOISDISCOVEIY AP ..ot 124
C35 M1 ContentHoStiNgPrOVISIONING AP .....ocuoiiiiiriiieteiee ettt e b e b b e eb b seeneas 125
C.3.6 M1_ConsumptionReportingProViSIONING AP .......c.ciiiiiiiieiie ettt s sb e e eb e e seene s 129
C37 M1 MetricsReportingProviSiONiNG AP ........c.eoieeee st sae e e e e e reenseenaesnaesraesneas 130
Cc38 M1 Policy TemplateSProViSIONING AP ........oo et e e e e e reeneeenaesneesraesneas 132
C39 M1 EdgeResourcesSProViSIONING AP ...ttt e e e s re e te et e enaesneennaesneas 135
C.3.10 M1 EventDataProcessingProviSiONiNG AP .......c.eo ettt erae s e e e aeesaeeeesnesneesneenneenseens 137
C.4  OpenAPI representation Of tTNE MBS APIS ..o 139
c41 M5_ServiceACCesSINFOrMELTION AP ...t sttt e e eesee e aesneenee e eneeees 139
C4.2 M5_ConsumMpPLioNREPOITING APL ..ottt bbbt nn e enis 142
C43 M5 _METICSREPOIMING AP ...ttt b et b e s bt et b s eb et benae e ens 143

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 9 ETSI TS 126 512 V17.3.0 (2023-01)

C44 M5_DYNAMICPOIICIES AP ...ttt bbb et b e b bbb s b ens 144
c45 M5 NEWOrKASSISEANCE AP ...ttt sttt et e e et et e b e aeeneeneese e beneeseeseesneeneeneeneeses 146
C.5 OpenAPI representation of data reporting FECOITS.........viiririerierieeeee et 149
C51 R4 data rePOrtiNG FECOMUS ... .cveeieeesieeeeeteete st ee s e e e e s rte s e e s e saeeste e e estessaesseesseesseeseensesaeesseeseenseensesneenseesnens 149
Annex D (informative): BGM S AF AP INUEX ...ttt st 151
Annex E (normative): Controlled vocabularies of 5G Media Streaming UE data

02Tz L T (= 153
R €= 3 1= | S RR 153
E.2 Controlled vocabularies of DASH QOE metrics reporting parameters........oceevveeeeneeeeeneseeseeseeeens 153
E21 Reporting parameters for 3GP-DASH MELMCS........ooviiiiieiiereeene e e 153
E.2.2 Reporting parameters fOr VR MELIICS.....ovcueiiiieiitereeicsiereei sttt sttt ettt et e b e bbb sneneas 153
E.3 Controlled vocabulary of 5GM S consumption reporting Parameters .........coeeveveeveseeveeseseeseesveenas 154
E.4 Controlled vocabulary of 5GMS Network Assistance reporting parameters.........coeoeeeerienenerennens 154
E.5 Controlled vocabulary of 5GMS Dynamic Policy reporting parameters............coeoeeeereeeeeiesesesennenns 154
E.6 Controlled vocabulary of 5GM S media access actiVity parameters..........cooeevveveeeeneceeiesecieesee e 155
Annex F (informative): ChangE NISLOMY ..o 156
L 1S 0] Y 158

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 10 ETSI TS 126 512 V17.3.0 (2023-01)

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must" and "must not" are not used as substitutes for "shall" and "shall not". Their useis avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.
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1 Scope

The present document specifies the set of protocols and APIsfor 5G Media Streaming (5GMS) services based on the
5G Media Streaming Architecture (5GMSA). 5GM S supports services including MNO and third-party Downlink Media
Streaming Services, and MNO and third-party Uplink Media Streaming Services.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 26.501: "5G Media Streaming (5GMS); General description and architecture".

[3] DASH Industry Forum, " Specification of Live Media Ingest”,
https://dashif-documents.azurewebsites.net/| ngest/master/D A SH-1 F-I ngest. pdf

[4] 3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS); Progressive
Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)".

[5] Standard ECMA-262, 5.1 Edition: "ECMA Script Language Specification”, June 2011.

(6] IETF RFC 6234: "US Secure Hash Algorithms (SHA and SHA-based HMAC and HKDF)".

[7] 3GPP TS 23.003: "Numbering, addressing and identification".

[8] ITU-T Recommendation X.509 (2005) | | SO/IEC 9594-8:2005: "Information Technology — Open
Systems Interconnection — The Directory: Public-key and attribute certificate frameworks".

[9] IETF RFC 7230: "Hypertext-Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[10] IETF RFC 4648: "The Basel6, Base32, and Base64 Data Encodings'.

[11] |EEE Standard 1003.1™, Issue 7: "The Open Group Base Specifications', 2018.
https://pubs.opengroup.org/onlinepubs/9699919799/

[12] 3GPP TS 29.571: "Common Data Types for Service Based Interfaces; Stage 3".

[13] 3GPP TS 38.321: "NR; Medium Access Control (MAC) protocol specification”.

[14] 3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA); Medium Access
Control (MAC) protocol specification”.

[15] 3GPP TS 27.007: "AT Command set for User Equipment (UE)".

[16] IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3", August 2018.

[17] IETF RFC 7468: "Textual Encodings of PKIX, PKCS, and CMS Structures’, April 2015.

[18] SO 3166-1: "Codes for the representation of names of countries and their subdivisions — Part 1:
Country codes".

[19] SO 3166-2; "Codes for the representation of names of countries and their subdivisions — Part 2;

Country subdivision code".
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3 Definitions of terms, symbols and abbreviations
3.1 Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term
defined in the present document takes precedence over the definition of the sameterm, if any, in 3GPP TR 21.905 [1].

3.2 Symbols

Void.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

5GMS
5GMSd
5GMSu
5GMSA
5GMSEAS
BMFF
ABR
ACR
AF
ANBR
AS
CDN
CGl
CMAF
CRUD
CNAME
CORS
CRL
DASH
DER
DNN
DNS
EAS
ECGI
ECMA
EES
FQDN
GPS|
HLS
1SO
JSON
LCID
MFBR

5G Media Streaming

5GMS downlink

5GM S uplink

5GMS Architecture

Edge-enabled 5GM S Application Server
(1SO) Base Media File Format

Adaptive Bit Rate

Application Context Relocation
Application Function

Access Network Bit rate Recommendation
Application Server

Content Delivery Network / Content Distribution Network
Cell Global Identifier

Common Media Application Format
Create, Read, Update, Delete

Canonical Name

Cross-Origin Resource Sharing

Certificate Revocation List

Dynamic Adaptive Streaming over HTTP
Distinguished Encoding Rule

Domain Name News

Domain Name Server

Edge Application Server

E-UTRAN Cell Global Identifier
European Computer Manufacturers Association
Edge Enabler Server

Fully Qualified Domain Name

Generic Public Subscription Identifier
HTTP Live Streaming

International Organization for Standardization
JavaScript Object Notation

Logical Channel IDentifier

Maximum Flow Bit Rate

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 15 ETSI TS 126 512 V17.3.0 (2023-01)

MIME Multipurpose Internet Mail Extensions

MNO Mobile Network Operator

MPD Media Presentation Description

MSISDN Mobile Subscriber ISDN number

NCGI NR Cell Global Identifier

NEF Network Exposure Function

OAM Operations, Administration and Maintenance

PCC Policy Control and Charging

PCF Policy Control Function

PEM Privacy-Enhanced Mail

PFD Packet Flow Description

PFDF Packet Flow Description Function

QoE Quality of Experience

QoS Quiality of Service

SDF Service Data Flow

SHA Secure Hash Algorithm

TLS Transport Layer Security

URI Uniform Resource Identifier

URL Uniform Resource L ocator

UTC Coordinated Universal Time
4 Procedures for Downlink Media Streaming
4.1 General
This clause defines all procedures for Downlink Media Streaming using the different 5G Media Streaming Reference
Points.

NOTE: The descriptions of certain M 1 interface proceduresin clause 4.3, and of certain M5 interface procedures

in clause 4.7, indicate applicability of those procedures to both downlink and uplink media streaming.
This avoids redundant duplication of hormative text in clause 5, regarding M1 and M5 procedures for
uplink media streaming.
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APIls relevant to Downlink Media Streaming

Table 4.2-1 summarises the APIs used to provision and use the various downlink media streaming features specified in

TS26.501 [2].

Table 4.2-1: Summary of APIs relevant to downlink media streaming features

Event consumers.

5GMsSd Abstract Relevant APIs
feature Interface APl name Clause
Content Used by the 5GMSd Application Content Protocols Discovery API 7.5
protocols Provider to interrogate which M1d
discovery content ingest protocols are
supported by 5GMSd AS(s).
Content Content is ingested, hosted and Provisioning Sessions API 7.2
hosting distributed by the 5GMSd AS Server Certificates Provisioning API 7.3
according to a Content Hosting Mid Content Preparation Templates 7.4
Configuration associated with a Provisioning API
Provisioning Session. Content Hosting Provisioning API 7.6
HTTP-pull based content ingest protocol 8.2
M2d DASH-IF push based content ingest 8.3
protocol
M4d DASH [4] or 3GP [37] 10
M5d Service Access Information API 11.2
Metrics The 5GMSd Client uploads metrics M1d Provisioning Sessions API 7.2
reporting reports to the 5GMSd AF according Metrics Reporting Provisioning API 7.8
to a provisioned Metrics Reporting Service Access Information API 11.2
Configuration it obtains from the M5d Metrics Reporting API 11.4
Service Access Information for its
Provisioning Session.
Consumption | The 5GMSd Client provides Provisioning Sessions API 7.2
reporting feedback reports on currently M1d Consumption Reporting Provisioning 7.7
consumed content according to a API
provisioned Consumption Reporting Service Access Information API 11.2
Configuration it obtains from the M5d Consumption Reporting API 11.3
Service Access Information for its
Provisioning Session.
Dynamic The 5GMSd Client activates M1d Provisioning Sessions API 7.2
Policy different traffic treatment policies Policy Templates Provisioning API 7.9
invocation selected from a set of Policy Service Access Information API 11.2
Templates configured in its M5d Dynamic Policies API 11.5
Provisioning Session.
Network The 5GMSd Client requests bit rate Service Access Information API 11.2
Assistance recommendations and delivery M5d Network Assistance API 11.6
boosts from the 5GMSd AF.
Edge content | Edge resources are provisioned for Mid Provisioning Sessions API 7.2
processing processing content in 5GMS Edge Resources Provisioning API 7.10
downlink media streaming sessions. M5d Service Access Information API 11.2
5GMS via The 5GMSd AF provisions the Mld Provisioning Sessions API 7.2
eMBMS delivery of content via eMBMS. M5d Service Access Information API 11.2
M4d DASH [4] or 3GP [37] or HLS 10
UE data UE data related to downlink 5G Mid Event Data Processing Provisioning API 7.11
collection, Media Streaming is reported to the R4 Ndcaf_DataReporting service 17
reporting and | Data Collection AF instantiated in
exposure the 5GMSd AF for exposure to R5, R6 | Naf_EventExposure service 18

4.3

4.3.1

General

Procedures of the M1 (5GMS Provisioning) interface

A 5GMS Application Provider may use the procedures in this clause to provision the network for media streaming
sessions that are operated by that 5GM S Application Provider. For downlink media streaming, these sessions may be
DASH streaming sessions, progressive download sessions, or any other type of media streaming or distribution (e.g.
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HLS) sessions. For uplink media streaming, the content format and delivery protocol are defined by the 5GM Su
Application Provider, and may be either non-fully standardized or employ standardized HT TP-based streaming of 1SO
BMFF content fragments as profiled by CMAF [39].

The M1 interface offers three different sets of procedures:

- For downlink media streaming, configuration of content ingest at M2d for onward distribution by the
5GMSd AS over M4d or via other distribution systems such aseMBMS: designed as an API that is equivalent to
the functionality of a public CDN. For uplink media streaming, configuration of content egest at M2u for the
media content received by the 5GMSu AS from the 5GM Su Client over M4u. The resource typesinvolved in
content hosting configuration are provisioning session (see clause 4.3.2), content hosting procedures (see clause
4.3.3), ingest protocols (see clause 4.3.4), content preparation template (see clause 4.3.5), and server certificates
(see clause 4.3.6).

- Configuration of dynamic policies: allows the configuration of Policy Templates at M5 that can be applied to M4
downlink/uplink media streaming sessions.

- Configuration of reporting: permits the MNO to collect, at M5, QOE metrics and consumption reports about M4
downlink sessions, as well as permits the MNO to collect, at M5, QOE metrics reports about M4 uplink sessions.

A 5GMS Application Provider may use any of these procedures, in any combination, to support its media streaming
sessions.

4.3.2 Provisioning Session procedures

4.3.2.1 General

Prior to configuring content hosting, dynamic policies, or reporting, the 5SGM S Application Provider shall create a new
Provisioning Session. The following CRUD operations are used to manage a provisioning session.

4.3.2.2 Create Provisioning Session

This procedureis used by the 5GM S Application Provider to create a new Provisioning Session. The 5GM S
Application Provider shall use the HTTP POST method to create a new Provisioning Session. Upon successful creation,
the 5GM S AF shall respond with a 201 (Created) response message that includes the resource identifier of the newly
created Provisioning Session in the body of the reply and the URL of the resource, including its resource identifier, shall
be returned as part of the HTTP Locat i on header field.

4.3.2.3 Read Provisioning Session properties

This procedure is used by the 5GM S Application Provider to obtain the properties of the Provisioning Session from the
5GMS AF. The 5GMS Application Provider uses the GET method for this purpose.

4324 Update Provisioning Session properties

The Update operation is not allowed on Provisioning Sessions.

4.3.25 Destroy Provisioning Session

This procedure is used by the 5GM S Application Provider to destroy a Provisioning Session. The 5GM S AF will
release any associated resources, purge any cached data, delete all QoS and reporting configurations associated with this
Provisioning Session. The 5GM S AF shall use the HTTP DELETE method for this purpose.
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4.3.3 Content Hosting Provisioning procedures

4331 General

These procedures are used by the 5GM Sd Application Provider and the 5GM Sd AF on M 1d to provision the content
hosting feature for downlink streaming.

4.3.3.2 Create Content Hosting Configuration

This procedure is used by the 5GM Sd Application Provider to create a new Content Hosting Configuration. The
5GM Sd Application Provider shall use the HTTP POST method for this purpose and the request message body shall
include a ContentHostingConfiguration resource, as specified in clause 7.6.3.1.

- If the Content Hosting Configuration uses the Pull-based content ingest method, i.e. the pull attribute is set to
True, then the IngestConfiguration.baseURL property shall be nominated by the 5GM Sd Application Provider in
the request message body.

- If the Content Hosting Configuration uses the Push-based content ingest method, i.e. the pull attribute is set to
False, then the IngestConfiguration.baseURL property shall be nominated by the 5GM Sd AF and returned in the
response message body. It shall not be set by the 5GM Sd Application Provider in the request message body.

In all cases, the DistributionConfiguration.baseURL property is read-only: it shall be omitted from the creation request
and shall be assigned by the 5GM Sd AF, allowing the value to be inspected by the 5GM Sd Application Provider in the
returned ContentHostingConfiguration resource representation, or by using the procedure specified in clause 4.3.3.3
below.

If the procedure is successful, the 5GM Sd AF shall generate a resource identifier representing the new Content Hosting
Configuration. In this case, the 5GM Sd AF shall respond with a 201 (Created) HT TP response message and shall
provide the URL to the newly created resource in the Locat i on header field. The response message body may include
a ContentHostingConfiguration resource (see clause 7.6.3.1) that represents the current state of the Content Hosting
Configuration, including any fields set by the 5GM Sd AF.

If the procedure is not successful, the 5GM Sd AF shall provide aresponse code as defined in clause 6.3.

4.3.3.3 Read Content Hosting Configuration properties

This procedure is used by the 5GM Sd Application Provider to obtain the properties of an existing Content Hosting
Configuration resource from the 5GMSd AF. The HTTP GET method shall be used for this purpose.

If the procedure is successful, the 5GM Sd AF shall respond with a 200 (OK) response message that includes the
ContentHostingConfiguration resource in the response message body.

If the procedure is not successful, the 5GM Sd AF shall provide a response code as defined in clause 6.3.

4.3.3.4 Update Content Hosting Configuration properties

The update operation is invoked by the 5GM Sd Application Provider to modify the properties of an existing
ContentHostingConfiguration resource. All writeable properties except domainNameAlias may be updated. The HTTP
PATCH or HTTP PUT methods shall be used for the update operation.

If the procedure is successful, the 5GM Sd AF shall respond with a 200 (OK) and provide the content of the resource in
the response, confirming the successful update operation.

If the procedure is not successful, the 5GM Sd AF shall provide a response code as defined in clause 6.3.

4.3.35 Destroy Content Hosting Configuration

This operation is used by the 5GM S Application Provider to destroy a Content Hosting Configuration resource and to
terminate the related distribution. The HTTP DELETE method shall be used for this purpose. Asaresult, the 56MS AF
will release any associated network resources, purge any cached content, and delete any corresponding configurations.

If the procedure is successful, the 5GM Sd AF shall respond with a 200 (OK) response message.
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If the procedure is not successful, the 5GM Sd AF shall provide a response code as defined in clause 6.3.
4.3.4  Content Protocols Discovery procedures

4341 General

The set of downlink content ingest or uplink content egest protocols supported by the 5GMS AS at interface M2 is
described by the ContentProtocols resource at M1, as specified in clause 7.5.3.1.

4.3.4.2 Create Content Protocols

The Create operation is not permitted for the ContentProtocols resource.

434.3 Read Content Protocols

This procedure is used by the 5GM S Application Provider to retrieve alist of content ingest protocols supported by the
5GMS AS. The HTTP GET method shall be used for this purpose.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response that includes a ContentProtocols
resource in the response message body, as specified in clause 7.5.3.1. If the procedure is not successful, the 5GMS AF
shall provide aresponse code as defined in clause 6.3.

4.34.4 Update Ingest Protocols

The Update operation is not permitted for the ContentProtocols resource.

4.3.4.5 Destroy Ingest Protocols

The Delete operation is not permitted for the ContentProtocols resource.

4.3.5 Content Preparation Template Provisioning procedures

4351 General

For downlink media streaming, the 5GM Sd AS may be required to process content ingested at interface M2d before
serving it on interface M4d. For uplink media streaming, the 5GMSu AS may be required to process content it receives
from the 5GM Su Client before passing it to the 5GM Su Application Provider on the egest interface M2u. The content
processing operations are specified in a Content Preparation Template resource, as specified in clause 7.4.2.

4.35.2 Create Content Preparation Template

This procedure is used by the 5GM S Application Provider to register a new Content Preparation Template with a
Provisioning Session. The 5GM S Application Provider shall use the HTTP POST method to upload a new Content
Preparation Template resource. The MIME content type of the Content Preparation Template shall be supplied in the
Cont ent - Type HTTP request header.

Upon successful creation, the 5GM S AF shall respond with a201 (Created) response message and the URL of the
newly created resource, including its resource identifier, shall be returned as part of the HTTP Locat i on header field.

If the MIME content type indicated in Cont ent - Type is not understood by the 5GM S AF, the creation of the Content
Preparation Template resource shall fail with HTTP error response status code 422 (Unprocessable entity).

If the 5GM S AF is unable to provision the resources indicated in the supplied Content Preparation Template, the
creation operation shall fail with an HTTP response status code of 503 (Service Unavailable).

If the procedure is not successful, the 5GMS AF shall provide aresponse code as defined in clause 6.3.
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4.35.3 Read Content Preparation Template

This procedure is used by the 5GM S Application Provider to download a copy of a Content Preparation Template
resource from the 5GMS AF. The 5GMS Application Provider shall use the GET method for this purpose.

If the procedure is successful, the 5GM S AF shall respond with 200 (OK) and shall provide the requested resource in the
HTTP message response body. The Cont ent - Type response header shall have the same value as that supplied when the
Content Preparation Template resource was created.

If the procedure is not successful, the 5GMS AF shall provide aresponse code as defined in clause 6.3.

4354 Update Content Preparation Template

The update procedure is used by the 5GMS Application Provider to modify or replace an existing Content Preparation
Template resource. The HTTP PATCH or HTTP PUT methods shall be used for the update operation.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) and provide the content of the resourcein
the response, reflecting the successful update operation.

If the procedure is not successful, the 5GM S AF shall provide aresponse code as defined in clause 6.3.

4355 Destroy Content Preparation Template

This operation is used by the 5GM S Application Provider to destroy a Content Preparation Template resource. The
HTTP DELETE method shall be used for this purpose.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message.

If the procedure is not successful, the 5GM S AF shall provide a response code as defined in clause 6.3. If the Content
Preparation Template isin use as part of a Content Hosting Configuration, the procedure shall fail with HTTP error
response status code 409 (Conflict).

4.3.6 Server Certificate Provisioning procedures

436.1 General

Each X.509 server certificate [8] presented by the 5GM Sd AS at reference point M4d or at reference point XMB-U is
represented by a Server Certificate resource at M1d. The Server Certificates Provisioning APl as specified in clause 7.3
enables a Server Certificate resource to be created within the scope of a Provisioning Session, and subsequently
referenced by a Content Hosting Configuration created in the scope of the same Provisioning Session. That API
supports two aternative provisioning methods for Server Certificate resources. one in which a certificate is generated
by the 5GM S System operator on behalf of the 5GM Sd Application Provider; the other in which a certificate is
generated by the 5GM Sd Application Provider from a Certificate Signing Request solicited from the 5GM Sd AF. Both
methods shall be supported by implementations of the 5GM Sd AF.

NOTE: Asaconsumer of mediafrom the 5GMSd ASin acombined architecture using 5GMS and eMBMS, the
BMSC needsto be able to trust the content it is receiving comes from a bona fide source. Thisissue is left
to implementation.

4.36.2 Create Server Certificate

This procedure is used by the 5GM Sd Application Provider to request that the 5SGM S System generates a new X.509
certificate on its behalf within the scope of a Provisioning Session. In this case, the certificate's Common Name (CN) is
assigned in adomain under the control of the 5GM Sd System operator.

The 5GM Sd Application Provider shall use the HTTP POST method to create a new Server Certificate resource. Upon
successful creation, the 5GM Sd AF shall respond with a 201 (Created) response message and the URL of the resource,
including its resource identifier, shall be returned inthe HTTP Locat i on header. The response message body may
optionally include a copy of the X.509 certificate corresponding to the newly created Server Certificate resource, as
specified in clause 7.3.3.2.
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NOTE: The X.509 certificate corresponding to the newly created Server Certificate resource may not be available
immediately for interrogation and use. See clause 4.3.6.4 below for more details.

If the procedure is not successful, the 5GM Sd AF shall provide aresponse code as defined in clause 6.3.

4.36.3 Reserve Server Certificate

This procedure is used by the 5GM Sd Application Provider to solicit a Certificate Signing Request from the 5GMSd AF
for the purpose of generating an X.509 certificate independently of the 5GM Sd System. In this case, the certificate's
Common Name (CN) is assigned in a domain under the control of the 5GM Sd Application Provider itself, or that of a
third party acting on its behalf. The 5GM Sd Application Provider shall separately arrange for the FQDN carried in the
Common Name of the certificate, or that of a Subject Alternative Name (subjectAltName) extension in the same
certificate (see section 4.2.1.6 of RFC 5280 [20]), to resolve to the address of a5GM Sd AS in the target 5GM S System.

The 5GM Sd Application Provider shall usethe HTTP PCST method to create a new Server Certificate. Upon successful
creation of the resource, the 5GM Sd AF shall respond with a201 (Created) response message and the URL of the
resource, including its resource identifier, shall be returned inthe HTTP Locat i on header. The Cont ent - Type
response header and the body of the HTTP response message shall be as specified in clause 7.3.3.1.

If the procedure is not successful, the 5GM Sd AF shall provide aresponse code as defined in clause 6.3.

4.36.4 Retrieve Server Certificate

This procedure is used by the 5GM Sd Application Provider to download a Server Certificate resource for inspection.
The HTTP GET method shall be used for this purpose. If the requested resource exists and is populated with an X.509
certificate, the 5GM Sd AF shall respond with 200 (OK) and shall return the requested Server Certificate in accordance
with clause 7.3.3.2.

In the case where the X.509 certificate was provisioned by the 5GM Sd System on behalf of the 5GM Sd Application
Provider according to clause 4.3.6.2 above, the HTTP response 503 (Service Unavailable) shall be returned until such
time as the X.509 certificate is generated and available for download. The optional HTTP response header Ret r y-

Af t er should be included in such aresponse, indicating when the certificate is expected to become available for
inspection and use.

In cases where the X.509 certificate is to be generated by the 5GM Sd Application Provider from a Certificate Signing
Request obtained according to clause 4.3.6.3 above, the HTTP response 204 (No Content) shall be returned until such
time as the X.509 certificate has been uploaded using the procedure specified in clause 4.3.6.5 below.

4.3.6.5 Upload Server Certificate

This procedure is used by a 5GM Sd Application Provider to upload an X.509 certificate that it has generated in
response to a Certificate Signing Request solicited using the reservation procedure specified in clause 4.3.6.3 above.
The HTTP PUT method shall be used for this purpose. The Cont ent - Type request header and the body of the HTTP
request message shall be as specified in clause 7.3.3.2.

Before accepting the supplied X.509 certificate, the 5GM Sd AF shall verify that the party originating the upload is the
same party that reserved the Server Certificate resource using the procedure specified in clause 4.3.6.3 above. If thereis
amismatch, the HTTP response 403 (Forbidden) shall be returned.

Attempting to upload an X.509 certificate to a Server Certificate resource that has not been reserved shall elicit a 404
(Not Found) HTTP response.

4.3.6.6 Update Server Certificate

Updating a previoudy uploaded Server Certificate is not permitted for security reasons. Any attempt to do so using the
PUT method shall result in the HTTP response 405 (Method Not Allowed).

To supply areplacement X.509 certificate, for example when a previously supplied certificate is shortly due to expire,
the 5GM Sd Application Provider should instead use one of the procedures specified in clause 4.3.6.2 or 4.3.6.3 above to
create or reserve anew Server Certificate resource and, once the certificate is available for use, update the Content
Hosting Configuration to referenceiit.
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4.3.6.7 Destroy Server Certificate

This procedure is used to remove a Server Certificate resource from a Provisioning Session. The HTTP DELETE method
shall be used for this purpose. On success, the HTTP response 200 (OK) or 204 (No content) shall be returned and
afterwards the identifier of the Service Certificate resource is no longer valid.

Only the party that created (see clause 4.3.6.2) or reserved (see clause 4.3.6.3) the Server Certificate resourceis
permitted to destroy it. Any attempt by another party to destroy a Server Certificate resource shall elicit the HTTP
response 405 (Method Not Allowed).

The HTTP response 409 (Conflict) shall be returned if an attempt is made to destroy a Server Certificate resource that is
currently referenced by a Content Hosting Configuration resource.

Attempting to destroy a Server Certificate resource that has been reserved but never uploaded shall elicit a200 (OK)
HTTP response. In this case, the 5GM Sd AF should release any resources associated with the reservation.

If the procedure is not successful, the 5GM Sd AF shall provide aresponse code as defined in clause 6.3.
4.3.7 Dynamic Policy Provisioning procedures

4.3.7.1 General

These procedures are used by the 5GM S Application Provider to configure the Policy Templates for streaming sessions
of aparticular Provisioning Session.

Figure 4.3.7.1-1 below is a state diagram showing the life-cycle of a Policy Template resource.

Validation success

J< Update L
UpdateJ '
—Destroy: Destroy—
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Figure 4.3.7.1-1: Policy Template Resource State Diagram

Since Policy Templates require 5GM S System operator verification, a Policy Template resource that is newly created
cannot be used immediately. Upon creation, a Policy Template resource shall be in the PENDING state. Once all
mandatory properties are provided, the 5GM S AF triggers validation. If the Policy Template is not deemed to be valid
by the operator of the 5GMS System, it shall move to the INVALID state, from where it can be updated to remedy the
defect. Onceit has been successfully validated by the 5GM S System operator, a Policy Template resource shall take the
READY dtate, indicating that it may be applied to media streaming sessions. If it is subsequently updated by the 5GM S
Application Provider, a Policy Template resource shall return to the PENDING state, awaiting revalidation by the
operator of the 5GMS System. Finally, a Policy Template resource may be SUSPENDED by the 5GM S System
operator, e.g. in case of aviolation of the usage terms or for some other reasons, which rendersit unusable. The update
of any property moves the state into PENDING and triggers revalidation.

A Policy Template resource may be destroyed when it isin any of the abovementioned states.
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The 5GMS AF shall verify the status of a Policy Template resource prior to allowing a Dynamic Policy Instance to
instantiate it. Only a Policy Template resource in the READY stateis eligible to be instantiated in this way.
4.3.7.2 Create Policy Template

This procedure is used by the 5GM S Application Provider to create a new Policy Template resource. The HTTP POST
method shall be used for this purpose.

If the procedure is successful, the 5GMS AF shall generate a resource identifier to uniquely identify the newly created
Policy Template resource. In that case, it shall respond with a 201 (Created) HT TP response message and provide the
URL to the newly created resource in the Locat i on header field.

If the procedure is not successful, the 5GMS AF shall provide aresponse code as defined in clause 6.3.

The default state of a newly created Policy Template resource is PENDING. If al mandatory property values have been
provided, the Policy Template resource is eligible for validation.

4.3.7.3 Read Policy Template

This procedure is used by the 5GM S Application Provider and other 5GM S AFsto query the properties of an existing
Policy Template resource from the 5GMS AF. The HTTP GET method shall be used for this purpose.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response that includes a copy of the Policy
Template resource in the response message body.

If the procedure is not successful, the 5GM S AF shall provide a response code as defined in clause 6.3.

4.3.7.4 Update Policy Template

The update operation isinvoked by the 5GM S Application Provider to modify the properties of an existing Policy
Template resource. All available properties except state may be updated. The HTTP PATCH or HTTP PUT methods shall
be used for the update operation.

Any update to the Policy Template resource will change its state back to PENDING, which makes it temporarily
unusable. If all mandatory property values have been provided, the Policy Template is eligible for revalidation.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message that includes a copy of the
Policy Template resource in the response message body. Modifications to read-only properties, such as changes to the
state of aPolicy Template, shall be rejected with a403 (Forbidden) HT TP response.

If the procedure is not successful, the 5GM S AF shall provide aresponse code as defined in clause 6.3.

4.3.7.5 Destroy Policy Template

This operation is used by the 5GM S Application Provider to destroy a Policy Template resource. The HTTP DELETE
method shall be used for this purpose. Asaresult, the 5GMS AF will remove the Policy Template from any
Provisioning Sessions that referenceit.

Currently active media streaming sessions using the destroyed Policy Template, if any exist, shall be stopped by the
removal of the Policy Template.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message.
If the procedure is not successful, the 5GMS AF shall provide aresponse code as defined in clause 6.3.

4.3.8  Consumption Reporting Configuration procedures

4.3.8.1 General

These procedures are used by the 5GM Sd Application Provider to activate and to configure consumption reporting. This
clause defines the basic procedures. More details are provided in clause 7.7.
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4.3.8.2 Create Consumption Reporting Configuration

This procedure is used by the 5GM Sd Application Provider to activate consumption reporting for a particular
Provisioning Session. The 5GM Sd Application Provider shall use the HTTP POST method to activate the consumption
reporting procedure and to transmit the Consumption Reporting Configuration to the 5GM Sd AF. Upon successful
operation, the 5GM Sd AF shall respond with a201 (Created) response message and the same resource URL shall be
returned in the Locat i on header field.

If the procedure is not successful, the 5GM Sd AF shall provide a response code as defined in clause 6.3.

4.3.8.3 Read Consumption Reporting Configuration

This procedure is used by the 5GM Sd Application Provider to obtain the current Consumption Reporting Configuration
from the 5GM Sd AF. The 5GM Sd Application Provider uses the GET method for this purpose.

4.3.8.4 Update Consumption Reporting Configuration

The update operation isinvoked by the 5GM Sd Application Provider to modify the current Consumption Reporting
Configuration. All available parameters may be updated. The HTTP PATCH or HTTP PUT methods shall be used for the
update operation.

If the procedure is successful, the 5GM Sd AF shall respond with a 200 (OK) reflecting the successful update operation.

If the procedure is not successful, the 5GM Sd AF shall provide aresponse code as defined in clause 6.3.

4.3.8.5 Destroy Consumption Reporting Configuration

This operation is used by the 5GM Sd Application Provider to terminate the related consumption reporting procedure.
The HTTP DELETE method shall be used for this purpose. As aresult, the 5GM Sd AF will release any associated
resources, purge any cached data, and delete any corresponding configurations.

If the procedure is successful, the 5GM Sd AF shall respond with a 200 (OK) response message. If the procedure is not
successful, the 5GM Sd AF shall provide aresponse code as defined in clause 6.3.

4.3.9 Metrics Reporting Provisioning procedures

4.39.1 General

These procedures are used by the 5GM S Application Provider to configure QoE metrics reporting functionality
associated with downlink or uplink media streaming. This clause defines the basic procedures. More details are
provided in clause 7.8.3.1.

A given instance of a Metrics Reporting Configuration resource is identified by the metricsReportingConfigurationld
property of the MetricsReportingConfiguration resource, The properties of that resource, as described in clause 7.8.3.1,
pertain to metrics collection and reporting by the Media Session Handler to the 5GMS AF.

4.3.9.2 Create Metrics Reporting Configuration

This procedure is used by the 5GM S Application Provider to create a Metrics Reporting Configuration resource for a
particular Provisioning Session. The 5GMS Application Provider shall use the HTTP POST method for this purpose and
the request message body may include a MetricsReportingConfiguration resource, as specified in clause 7.8.3.1. Upon
successful operation, the 5GM S AF shall respond with a 201 (Created) response message and the resource URL for the
newly-created Metrics Reporting Configuration resource shall be returned in the Locat i on header field. If the
procedure is unsuccessful, the 5GMS AF shall provide a response code as defined in clause 6.3.

This procedure may be performed multiple times to provision different Metrics Reporting Configurations in the scope
of aparticular Provisioning Session. Each such configuration resource is represented by a different value of
metricsReportingConfigurationld.
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4.3.9.3 Read Metrics Reporting Configuration

This procedure is used by the 5GM S Application Provider to obtain the properties of an existing Metrics Reporting
Configuration resource from the 5GMS AF. The 5GMS Application Provider shall use the GET method for this purpose.
If successful, the 5GM S AF shall respond with a 200 (OK) and the requested MetricsReportingConfiguration resource
(see clause 7.8.3.1) shall be returned in the body of the HTTP response message. If the procedure is unsuccessful, the
5GMS AF shall provide aresponse code as defined in clause 6.3.

4.3.9.4 Update Metrics Reporting Configuration

The update operation isinvoked by the 5GM S Application Provider to initially upload the Metrics Reporting
Configuration resource, or in the case of an existing Metrics Reporting Configuration resource, to entirely replace or
modify certain properties of that resource. All available properties may be updated. The HTTP PATCH or HTTP PUT
methods shall be used for the update operation.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) reflecting the successful update operation. If
the procedure is unsuccessful, the 5GM S AF shall provide aresponse code as defined in clause 6.3.

4.3.95 Destroy Metrics Reporting Configuration

This operation is used by the 5GM S Application Provider to destroy a Metrics Reporting Configuration resource and to
terminate the related metrics reporting procedure. The HTTP DELETE method shall be used for this purpose. As aresult,
the 5GM S AF should release any associated resources, discard any pending metrics reports, and delete any
corresponding configurations.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message. If the procedureis
unsuccessful, the 5GM S AF shall provide a response code as defined in clause 6.3.

4.3.10 Edge Resources Provisioning Procedures

4.3.10.1 General

These procedures are used by the 5GM S Application Provider and the 5GMS AF at reference point M 1d to provision
edge resources for downlink streaming.

NOTE: The reguirements on an edge-enabled 5GM S AF are defined in clause 4.5.2 of TS 26.501 [2].

4.3.10.2 Create Edge Resources Provisioning Configuration

This procedure is used by the 5GM S Application Provider to create a new Edge Resources Provisioning Configuration.
The 5GMS Application Provider shall use the HTTP POST method for this purpose and the request message body shall
include an EdgeResourcesConfiguration resource, as specified in clause 7.10.3.1.

- If the edgeManagmentMode is set to EM_AF_DRIVEN (indicating AF-driven edge resource management), the
5GMS AF isresponsible for requesting and managing the required edge resources and for handling EAS
relocation in relation to media streaming sessions that fall within the scope of the parent Provisioning Session.

- If the edgeManagementMode is set to EM_CLIENT_DRIVEN (indicating client-driven edge resource
management), the 5GM S AF shall only request edge resources based on requests from the EEC instantiated in
the Media Session Handler at reference point EDGE-1.

If the procedure is successful, the 5GMS AF shall generate aresource identifier representing the new Edge Resources
Provisioning Configuration. In this case, the 5GM S AF shall respond with a201 (Created) HT TP response message and
shall provide the URL to the newly created resource in the Locat i on header field. The response message body may
include an EdgeResourcesConfiguration resource (see clause 7.10.3.1) that represents the current state of the Edge
Resources Provisioning Configuration, including any fields set by the 5GM S AF.

If the procedure is not successful, the 5GMS AF shall provide aresponse code as defined in clause 6.3.
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4.3.10.3 Read Edge Resources Provisioning Configuration

This procedure is used by the 5GM S Application Provider to retrieve the current val ues of the properties of an existing
Edge Resources Provisioning Configuration resource from the 5GMS AF. The HTTP GET method shall be used for this
purpose.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message that includes the
EdgeResourcesConfiguration resource in the response message body.

If the procedure is not successful, the 5GM S AF shall provide a response code as defined in clause 6.3.

4.3.10.4 Update Edge Resources Provisioning Configuration

The update operation isinvoked by the 5GM S Application Provider to modify the properties of an existing
EdgeResourcesConfiguration resource. All writeable properties except edgeManagementMode may be updated. The
HTTP PATCH or HTTP PUT methods shall be used for the update operation.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) and provide the content of the resourcein
the response, confirming the successful update operation.

If the procedure is not successful, the 5GM S AF shall provide a response code as defined in clause 6.3.

4.3.10.5 Destroy Edge Resources Provisioning Configuration

This operation is used by the 5GM S Application Provider to destroy an Edge Resources Provisioning Configuration
resource. The HTTP DELETE method shall be used for this purpose. This operation makes the configuration unsuable
for future media streaming sessions, but it does not affect any ongoing media streaming sessions.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message.
If the procedure is not successful, the 5GMS AF shall provide aresponse code as defined in clause 6.3.

4.3.11 Event Data Processing Provisioning procedures

43111 General

These procedures are used by the 5GM S Application Provider to configure the collection and processing of UE data
related to 5G Media Streaming over reference point M1 (as defined in TS 26.531 [46]) and to restrict its exposure over
reference points R5 and R6 by configuring the Data Collection AF instantiated in the 5GM S AF (as defined in

clause 4.7 of TS 26.501 [2]) with one or more Event Data Processing Configurations and Data Access Profiles for a
particular Event ID.

Each instance of a Data Access Profile specifies a set of data processing operations to be performed by the Data
Collection AF on its collected UE datain order to synthesize the event data to be exposed to a specific Event service
consumer entity. In this release, eligible Event service consumer entities of 5GM S event data are the NWDAF, the
Event Consumer AF and the NEF.

The Event Data Processing Provisioning API is specified in clause 7.11.

4.3.11.2 Create Event Data Processing Configuration

This procedureis used by the 5GM S Application Provider to create a new Event Data Processing Configuration in the
form of one or more Data Access Profiles. The 5GM S Application Provider shall use the HTTP POST method for this
purpose and the request message body shall include an EventDataProcessingConfiguration resource, as specified in
clause 7.11.3.

If the procedure is successful, the 5GM S AF shall generate aresource identifier representing the new Event Data
Processing Configuration. In this case, the 5GMS AF shall respond with a201 (Created) response message and shall
provide the URL to the newly created resource in the Locat i on header field.

If the procedure is unsuccessful, the 5GM S AF shall provide a response code as defined in clause 6.3.
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4.3.11.3 Read Event Data Processing Configuration

This procedure is used by the 5GM S Application Provider to obtain the properties of an existing Event Data Processing
Configuration resource from the 5GMS AF. The HTTP GET method shall be used for this purpose.

If the procedure is unsuccessful, the 5GM S AF shall provide a response code as defined in clause 6.3.

4.3.11.4 Destroy Event Data Processing Configuration

This operation is used by the 5GM S Application Provider to destroy an existing Event Data Processing Configuration
resource and to terminate the related distribution. The HTTP DELETE method shall be used for this purpose. As aresult,
the Data Collection AF shall process any reported UE data still outstanding and shall delete any corresponding data
collection and reporting client configurations.

If the procedure is successful, the 5GM S AF shall respond with a 200 (OK) response message.
If the procedure is unsuccessful, the 5GM S AF shall provide a response code as defined in clause 6.3.

4.4 Procedures of the M2d (5GMS Ingest) interface

No procedures are specified in this release.

4.5 Procedures of the M3d interface

Interface M 3d isinternal and no procedures on this interface are specified.

4.6 Procedures of the M4d (Media Streaming) interface

46.1 Procedures for DASH Session

This procedureis used by a 5GM Sd Client to establish a DASH session via the M4d interface. In order to establish such
asession, the 5GM Sd AS shall host an MPD as defined in ISO/IEC 23009-1 [32] or TS 26.247 [4] and the MPD URL is
known to the 5GM Sd Client typically using M8d.

The Media Player receives an MPD URL from the 5GM Sd-Aware Application through M 7d by methods defined in
clause 13. The Media Player shall send an HTTP GET message to the 5GM Sd AS including the URL of the MPD
resource. On success, the 5GMSd AS shall respond with a 200 (OK) message that includes the requested MPD resource.

Additional procedures for reactions to different HT TP status codes are provided in TS 26.247 [4], clause A.7 and
ISO/IEC 23009-1 [32] clause A.7.

Additional procedures for handling partial file responses are provided in TS 26.247 [4], clause A.9.

Thisinformation is provided through M7d to the application for selection. In addition, the currently used service
description parameters are provided as status information through M7d in order for the Media Session Handler to make
use of thisinformation, for example for Dynamic Policy and Network Assistance.

The detailed handling of service description information is documented in clause 13.2 of the present document.

4.6.2 Procedures for Progressive Download Session

This procedureis used by a 5GM Sd client to establish a Progressive Download session viathe M4d interface. In order
to establish such a session, the 5GM Sd AS shall host an 3GP/MPA4 file as defined in TS 26.247 [4]. The 3GP/MP4 URL
is known to the Media Player (in this case a progressive download player), typically by using M8d.

The Media Player receives a URL from the 5GM Sd-Aware Application through M 7d by methods defined in clause 13.
The Media Player shall send an HT TP GET message to the 5GM Sd AS including the URL of the 3GP/MP4 resource.
On success, the 5GM Sd AS shall respond with a 200 (OK) message that includes the requested 3GP/MP4 resource.
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Additional procedures for reactionsto different HT TP status codes are provided in TS 26.247 [4].

4.7 Procedures of the M5 (Media Session Handling) interface

4.7.1 Introduction

The M5 APIs are used by a Media Session Handler within a5GM S Client to invoke services relating to downlink or
uplink media streaming at the 5GMS AF.

4.7.2 Procedures for Service Access Information

4721 General

Service Access Information is the set of parameters and addresses needed by the 5GM Sd Client to activate reception of
adownlink media streaming session or by a5GM Su Client to activate an uplink media streaming session for
contribution. The data model of the ServiceAccessInformation resource acquired by the Media Session Handler of the
5GMS Client is shown in clause 11.2.3. Service Access Information additionally includes configuration information to
alow the Media Session Handler to invoke procedures for dynamic policy (see clause 4.7.3), consumption reporting
(clause 4.7.4), metrics reporting (clause 4.7.5) and network assistance (clause 4.7.6).

For downlink media streaming, the Media Session Handler may obtain Service Access Information from either the
5GM Sd-Aware Application (viaM6d) or the 5GMSd AF (via M5d). In the former case, the Service Access Information
isinitially acquired by the 5GM Sd-Aware Application from the 5GM Sd Application Provider viaM8d. In the | atter
case, the Service Access Information is derived by the 5GM Sd AF from the Provisioning Session established viaM1d.

Typicaly, the Service Access Information for downlink media streaming includes a media entry point (e.g. aURL to a
DASH MPD or a URL to a progressive download file) that can be consumed by the Media Player and is handed to the
Media Player through M7d.

If an Edge Resources Configuration with client-driven management (EM_CLIENT_DRIVEN) is provisioned in the
applicable Provisioning Session, the 5GM Sd AF shall convey the ClientEdgeResourcesConfiguration to the Media
Session Handler (viaM5d) as part of the Service Access Information.

NOTE: The requirements on an edge-enabled Media Session Handler are defined in clause 4.5.2 of
TS26.501[2].

For downlink media streaming exclusively viaeMBMS and for hybrid 5GM Sd/eMBM S services as defined in
clauses 5.10.2 and 5.10.5 respectively of TS 26.501 [2], the Service Access Information indicates that the
5GM&d Client acts asan MBM S-Aware Application.

For dynamically provisioned downlink media streaming viaeMBMS as defined in clause 5.10.6 of TS 26.501 [2], the
5GMSd AS creates a presentation manifest that is regularly polled by the Media Player for a potential update. When an
eMBMS User Service carrying the 5GM Sd content is dynamically provisioned or removed by the 5GM Sd AF, the
5GMSd AS shall update the presentation manifest with the locations where the updated manifest and the media
segments are now available, for example to add or change to the media server in the MBMS Client.

For uplink media streaming, the 5GM Su Client may obtain Service Access Information from either the 5GM Su-Aware
Application (viaM6u/M7u) or the 56GMSu AF (via M5u). In the former case, the Service Access Information isinitially
acquired by the 5GM Su-Aware Application from the 5GM Su Application Provider via M8u. In the latter case, the
Service Access Information is derived by the 5GM Su AF from the Provisioning Session established via M 1u.

This clause specifies the procedures whereby the 5GM S Client fetches Service Access Information from the 5GMS AF.

4.7.2.2 Create Service Access Information

The Create operation is not allowed on Service Access I nformation.
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4.7.2.3 Read Service Access Information properties

This procedure shall be used by the Media Session Handler to acquire Service Access I nformation from the 5GMS AF.
The Media Session Handler uses the GET method for this purpose.

The downlink or uplink media streaming session for which the Media Session Handler is requesting datais identified by
aunique reference contained in the path of the URL, as specified in clause 11.2.2.

Onceit has obtained an initial set of Service Access Information, the Media Session Handler shall periodically check
for updated Service Access Information by issuing a conditional HTTP GET request containing either:

- anlf-None- Mat ch request header with the value of the entity tag (ETag) that was returned with the most
recently acquired ServiceAccessInformation resource; or else

- anlf-Mdified-Since request header with the Last - Modi fi ed value of that most recently acquired resource.

The periodicity of polling for updated Service Access Information shall be guided by the value of the Expi r es and/or
Cache-control : nax-age headersthat shall be included along with every response message for this procedure.

4.7.2.4 Update Service Access Information properties

The Update operation is not allowed on Service Access Information.

4.7.2.5 Destroy Service Access Information properties

The Destroy operation is not allowed on Service Access Information.

4.7.3 Procedures for dynamic policy invocation

This procedure is used by a Media Session Handler to manage Dynamic Policy I nstance resources viathe M5 interface.
A dynamic policy invocation consists of a Policy Template Id, flow description(s), a5GM S Application Service
Configuration Id and potentially other parameters, according to TS 26.501 clause 5.7.

A Policy Template Id identifies the desired Policy Template to be applied to an application flow. A Policy Template
includes properties such as specific QoS (e.g. background data) or different charging treatments. The 5GMS AF
combines the information from the Policy Template with dynamic information from the Media Session Handler to
gather a complete set of parameters to invoke the N33 or N5 API call. The Policy Template may contain for example
the AF identifier.

The flow description allows the identification and classification of the mediatraffic, such asthe packet filter sets given
in clause 5.7.6 of [2].

In order to instantiate a new dynamic policy, the Media Session Handler shall first create a resource for the Dynamic
Policy Instance on the 5GM S AF. When the Media Session Handler needs several dynamic policies, it repeats the step
as often as needed.

The Media Session Handler creates a new Dynamic Policy Instance by sending an HTTP POST message to the

5GMS AF. The body of the HTTP POST message shall include a Provisioning Session Id, the Policy Template Id and
the Service Data Flow description. The Service Data Flow description identifies the actual application flow(s) to be
policed according to the Policy Template. If the operation is successful, the 5GM S AF creates a new resource URL
representing the Dynamic Policy Instance. In this case, the 5GMS AF shall respond to the Media Session Handler with
a201 Created HTTP response message, including the URL for the newly created Dynamic Policy Instance resource as
the value of the Locat i on header field.

When the Dynamic Policy Instance is successfully instantiated, the 5GM S AF triggers the creation of a corresponding
policy in the 5G System. Depending on the selected sdfMethod, the 5GM S AF fillsin aflowDescription object and / or
provides an application identifier referring to a PFD (Packet Flow Description) object containing the domain name.

NOTE 1: Itisnot defined in this Release how a5GM S AF in an external Data Network provides an application
identifier.
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NOTE 2: Itisnot defined in this Release how a5GM S AF in an external Data Network selects a specific DNN or
S-NSSAI. The Media Session Handler can modify the parameters of an existing Dynamic Policy Instance
resource using either the HTTP PUT or PATCH methods, as appropriate to the desired update. The
5GMS AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF when
al information is set.

The Media Session Handler can destroy a Dynamic Policy Instance resource using the HTTP DELETE method. Asa
result, the 5GM S AF shall trigger the appropriate actions towards other Network Functions like PCF or NEF to remove
the associated PCC rule.

4.7.4 Procedures for consumption reporting

These procedures are used by the Media Session Handler and the Consumption Reporting functions of the 5GM Sd
Client to submit a consumption report viathe M5d interface if Consumption Reporting is applied for a downlink
streaming session.

The Service Access Information indicating whether Consumption Reporting is provisioned for downlink streaming
sessionsis described in clause 11.2.3. When the ClientConsumptionReportingConfiguration.samplePercentage vaueis
100, the Media Session Handler shall activate the consumption reporting procedure. If the samplePercentage isless
than 100, the Media Session Handler shall generate a random number which is uniformly distributed in the range of 0 to
100, and the Media Session Handler shall activate the consumption report procedure when the generated random
number is of alower value than the samplePercentage value.

If the consumption reporting procedure is activated, the Media Session Handler shall submit a consumption report to the
5GMSd AF when any of the following conditions occur:

- Start of consumption of adownlink streaming session;
- Stop of consumption of adownlink streaming session;

- Upon determining the need to report ongoing 5GM S consumption at periodic intervals determined by the
ClientConsumptionReportingConfiguration.reportinglnterval property.

- Upon determining alocation change, if the ClientConsumptionReportingConfiguration.locationReporting
property is set to True.

- Upon determining an access network change (e.g. unicast to eMBMS, or vice versa), if the
ClientConsumptionReportingConfiguration.accessReporting property is set to True.

Whenever a consumption report is sent, the Media Session Handler shall reset its reporting interval timer to the value of
the reportingInterval property and it shall begin countdown of the timer again. Whenever the Media Session Handler
stops the consumption of a downlink streaming session, it shall disable its reporting interval timer.

In order to submit a consumption report, the Media Session Handler shall send an HTTP POST message to the
5GMSd AF. If several 5GM Sd AF addresses are listed in the ClientConsumptionReportingConfiguration.
serverAddresses array (seetable 11.2.3.1-1), the Media Session Handler shall choose one and send the message to the
selected. The request body shall be a ConsumptionReport structure, as specified in clause 11.3.3.1.The server shall
respond with a 200 (OK) message to acknowledge successful processing of the consumption report.

NOTE: If the connection viaM5d for consumption reporting is temporarily unavailable, the consumption reports
are expected to be stored on the UE for some time until connectivity to 5GMSd AF isrestored and send
as collection later to the 5GM Sd AF. Details are left to implementation.

The Consumption Reporting API, defining the data formats and structures and related procedures for consumption
reporting, is described in clause 11.3.

A reporting client identifier shall be included in the consumption report. If available to the Media Session Handler, its
value should be a GPSI value as defined by TS 23.003 [7]. Otherwise, the reporting client identifier should be
represented by a stable and globally unique string.
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4.7.5 Procedures for metrics reporting

The M5 procedures for QOE metrics reporting pertain to the combination of the provisioning of metrics collection and
reporting in the Media Session Handler using relevant Service Access Information, and the sending of collected metrics
by the Media Session Handler to the 5GMS AF in accordance with the configured metrics scheme(s). A metrics scheme
may be 3GPP-defined or non-3GPP-defined.

When the metrics collection and reporting feature is activated for a downlink media streaming session, one or more
metrics configuration sets, each associated with a metrics scheme, may be provided to the 5GMS Client. A given
metrics configuration set contains information such as the 5GM S AF address(es) to which metrics are to be sent by the
Media Session Handler, metrics reporting interval, target percentage of media streaming sessions for which reports
should be sent, and the set of metrics to be collected and reported. See TS 26.501 [2] for additional details.

For progressive download and DASH streaming services, the listed metrics in a given metrics configuration set are
associated with the 3GPP metrics scheme and shall correspond to one or more of the metrics as specified in clauses 10.3
and 10.4, respectively, of TS 26.247 [4]. Metricsrelated to virtual reality media, as specified in clause 9.3 of TS 26.118
[42] clause 9.3, may also be listed in the metrics configuration. Metrics related to eMBM S delivery, as specified in
clause 9.4.6 of TS 26.346 [51], may also be listed in the metrics configuration.

NOTE: If the connection via M5d for metrics reporting is temporarily unavailable, the consumption reports are
expected to be stored on the UE for some time until connectivity to 5GMSd AF is restored and send as
collection later to the 5GM Sd AF. Details are |eft to implementation.

Details of the metrics reporting API are provided in clause 11.4, and for 3GP-DASH based downlink media streaming
services, the 3GPP-defined metrics reporting scheme and metrics report format are defined in clause 11.4.3.

A reporting client identifier may be included in the metrics report. If available to the Media Session Handler, its value
should be a GPSI value as defined by TS 23.003 [7]. Otherwise, the reporting client identifier should be represented by
astable and globally unique string.

4.7.6 Procedures for network assistance

This procedureis used by the 5GM S Client to request Network Assistance from the 5GM Sd AF.

The 5GMS Client first creates a Network Assistance Session. It provides information that will be used by the Network
Assistance function to request QoS from the PCF and to recommend a bit rate to the 5GM S Client.

The 5GMS Client may also request a delivery boost to be provided.

After the Network Assistance Session resource is provisioned, the 5GM S Client uses the Network Assistance Session
identifier when requesting a bit rate recommendation.

In order to terminate a Network Assistance Session, the 5GMS Client del etes the Network Assistance session resource.

4.8 Procedures of the M6d (UE Media Session Handling)
interface

48.1 General

This clause contains the procedures for the interaction between the 5GM Sd-Aware application or the Media Player and
the Media Session Handler through the M6d API. Details are provided in clause 12.
4.8.2 Consumption reporting procedures

Before a streaming session is started, the Media Session Handler shall check if the Service Access Information contains
any Consumption reporting configuration, as specified in clause 4.7.3. If such a configuration is present, the Media
Session Handler shall initiate consumption reporting based on this configuration for the current streaming session.

The Media Session Handler shall first determine whether consumption reporting is active for the session. The
determination shall be based on the samplePercentage attribute specified in the consumption reporting configuration.
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When the samplePercentage is hot present or its value is 100, consumption reporting is active for the session. If the
samplePercentage isless than 100, the Media Session Handler generates a random number which is uniformly
distributed in the range 0 t0100; consumption reporting is active for the session when the generated random number is
of alower value than the samplePercentage value.

If consumption reporting for this session is active, the Media Session Handler shall regularly determine the
consumption reporting parameters defined in clause 11.3.2.4 from the Media Player through the M7d interface and shall
report these values according to the reportinglnterval specified in the Client Consumption Reporting Configuration.

4.9 Procedures of the M7d (UE Media Player) interface

49.1 General

This clause contains the procedures for the interaction between the 5GM Sd-Aware Application or the Media Session
Handler and the Media Player through the M7d API. Details are provided in clause 13.

4.9.2 Metrics reporting procedures

These procedures shall be used by the Media Session Handler function to control metrics reporting when such reporting
is configured via metadata sent in-band via the media manifest.

When a streaming session is started, the Media Session Handler shall check if the manifest contains any metrics
configuration, as specified in TS 26.247 clauses 10.4 and 10.5, or TS 26.118 [42] clause 9.3. If such aconfiguration is
found, the Media Session Handler shall useit for the current streaming session.

The Media Session Handler shall first determine whether metrics from this session shall be reported. The determination
shall be based on the samplePercentage attribute specified in the metrics configuration, according to TS 26.247
clause 10.5.

If metrics are reported for the session, the Media Session Handler shall request the Media Player to create a metrics
collection job. The Media Player shall return areference to the created job, which the Media Session Handler shall use
in all subsequent actions related to this job.

The Media Session Handler shall configure the metrics collector job with the set of metrics which shall be collected
during the session. The format of the configuration shall be according to TS 26.247 Annex L.2, but note that only the
metrics attribute in the configuration shall be used for this purpose.

The Media Session Handler shall regularly request the collected metrics from the Media Player according to the
reportingInterval specified in the metrics configuration. The metrics returned by the Media Player shall use the format as
described in TS 26.247 clause 10.6, and (for virtual reality media) in TS 26.118 [42] clause 9.4 and the Media Session
Handler shall forward these to the server address(es) specified in the metrics configuration using the specified DNN
according to the procedures described in TS 26.247 clause 10.6.

When the session is finished the Media Session Handler shall delete the metrics collection job.

4.10 Procedures of the M8d interface

This clause defines basic procedures for M8d.

No specific procedures are defined but it is expected that the 5GM Sd Application Provider can provide media session
entry points to a 5GM Sd-Aware Application through M8d. The 5GM Sd-Aware Application would then initiate the
media session by providing such an entry point to the 5GM Sd Client through M7d.
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4.11  Data collection and reporting procedures at reference point
R4

4.11.1 General

These procedures are used by the 5GMS AS, as atype of data collection client, to acquire its data collection and
reporting client configuration from, and subsequently report media streaming access activity to, the Data Collection AF
instantiated in the 5GMS AF. It does so by invoking the Ndcaf _DataReporting service offered by the Data Collection
AF at reference point R4, as specified in clause 7 of TS 26.532 [49].

4.11.2 5GMS AS data collection and reporting client configuration

The 5GMS AS shall use the service operations and procedures specified in TS 26.532 [49] to obtain its data collection
and reporting client configuration from the Data Collection AF instantiated in the 5GMS AF at reference point R4:

- Inthe case where both the 5GMS AS and the 5GM S AF reside in the trusted domain, the 5GM S AS shall obtain
its data collection client configuration directly from the Data Collection AF by invoking appropriate
Ndcaf_DataReporting service operations as specified in clause 7.2 of [49] according to the procedures specified
in clauses 4.2.5 of [49].

- Should the 5GM S AS and the 5GM S AF reside in different trust domains, the 5GM S AS shall instead obtain its
configuration from the Data Collection AF indirectly viathe NEF by invoking the equivalent operations on the
Nnef_DataReporting service as defined in TS 26.531 [48].

In both cases, the 5GMS AS shall declare that it supportsthe MS_ACCESS_ACTIVITY data reporting domain in Data
ReportingSession.supportedDomains (see clauses 7.2.3.2.1 and 7.2.3.3.1 of TS 26.532 [49]) and the Data Collection AF
instantiated in the 5GM S AF shall request reporting for this domain by including the same value as a key to the Data
ReportingSession.reportingConditions dictionary. The value of the ReportingCondition.type property at this key shall be
INTERVAL, THRESHOLD or OFF.

The 5GMS AS shall refresh its data collection and reporting client configuration according to the procedures specified
inclause 4.2.5.3 of TS 26.532 [49].

4.11.3 5GMS AS data reporting

The 56GMS AS shall use the service operations and procedures specified in TS 26.532 [49] to report media streaming
access activity to the Data Collection AF instantiated in the 5GM S AF at reference point R4:

- Inthe case where both the 5GMS AS and the 5GM S AF reside in the trusted domain, the 5GM S AS shall submit
media streaming access activity reports directly to the Data Collection AF by invoking appropriate
Ndcaf_DataReporting service operations as specified in clause 7.3 of [49] according to the procedures specified
in clauses 4.2.7 of [49].

- Should the 5GM S AS and the 5GM S AF reside in different trust domains, the 5GM S AS shall instead submit
media streaming access activity reportsindirectly to the 5GMS AF viathe NEF by invoking the equivalent
operations on the Nnef_DataReporting service as defined in TS 26.531 [48].

In both cases, the conditions for sending a downlink media streaming access activity report by the 5GMSd AS and the
parameters of such report are signalled in the data collection and reporting client configuration obtained using the
procedure specified in clause 4.11.2.

In order to submit a media streaming access activity report, the 5GMS AS shall send an HTTP POST message to the
Data Collection AF instantiated in the 5GM S AF. The request body shall be a JSON document of type DataReport (as
defined in clause 7.3.3.2.1 of TS 26.532 [49]) containing one or more MediaStreamingAccessRecord structures, as
specified in clauses 17.2 and C.5.1 of the present document.

The Data Collection AF shall respond with a 200 (OK) message to acknowledge successful processing of the media
streaming access activity report.
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4.12  Event Exposure procedures at reference points R5 and R6

4121 General

As specified in clauses 4.7.1 and 4.7.4 of TS 26.501 [2], Events relating to 5G Media Streaming are exposed to Event
consumers at reference points R5 and R6 by the Data Collection AF instantiated in the 5GM S AF (playing the role of
Event service provider). Procedures for event exposure are specified in clauses 5.11.3 (for downlink media streaming)
and 6.8.3 (for uplink media streaming) respectively of [2].

The following Naf_EventExposure service operations as defined in TS 23.502 [45] apply for such interactions between
the Data Collection AF and consumer entities:

- Naf_EventExposure_Subscribe,

- Naf_EventExposure_Unsubscribe, and

- Naf_EventExposure Notify.
In thisrelease, eligible Event service consumers of 5GM S Event services are the NWDAF and NEF as NFs, and the
Event Consumer AF of the 5GM S Application Provider.
4.12.2 Event Exposure subscription procedure

The definition of input and output parameters of the Naf_EventExposure_Subscribe service operation isidentical to that
specified in clause 5.2.19.2.2 of TS 23.502 [45], except that "AF" isreplaced by "Data Collection AF" and "consumer
NF" (or "NF consumer") is replaced by "Event service consumer”.

4.12.3 Event Exposure unsubscription procedure

The definition of input and output parameters of the Naf_EventExposure_Unsubscribe service operation isidentical to
that specified in clause 5.2.19.2.3 of TS 23.502 [45], except that "AF" isreplaced by "Data Collection AF" and
"consumer NF" (or "NF consumer") is replaced by "Event service consumer”.

4.12.4 Event Exposure notification procedure

The definition of input and output parameters of the Naf_EventExposure_Notify service operation is identical to that
specified in clause 5.2.19.2.4 of TS 23.502 [45], except that "AF" is replaced by "Data Collection AF* and " consumer
NF" (or "NF consumer") is replaced by "Event service consumer”.

4.13  Procedures for downlink media streaming via eMBMS

This procedure is used by a 5GM Sd Client to establish a 5GM Sd session either completely, or at least partialy, through
eMBMS.

- For downlink media streaming exclusively viaeMBMS and for hybrid 5GM Sd/eMBM S services, as defined in
clauses 5.10.2 and 5.10.5 respectively of TS 26.501 [2]:

- The5GMSd Application Provider shall provision a supplementary distribution network of type
DISTRIBUTION_NETWORK_EMBMS in the Content Hosting configuration at reference point M1d, as
specified in clause 7.6.3.1, with either MODE_EXCLUSIVE or MODE_HYBRID (as appropriate).

- The5GMSd Application Provider may additionally provision access reporting in the Consumption Reporting
Configuration at M1d, as specified in clause 7.7.3.1.
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- The MBMS Client shall host an MPD as defined in ISO/IEC 23009-1 [32] or in TS 26.247 [4], or any other
presentation manifest as the 5GM Sd Media Entry Point such asan HLS Master Playlist.

- The URL of this presentation manifest shall be signalled to the 5GM Sd Client through the 5GM Sd session
establishment procedure.

- The MBMS Client shall be invoked by the Media Session Handler via reference point MBMS-API-C using
the procedures defined in TS 26.347 [52].

- For dynamically provisioned downlink media streaming viaeMBMS as defined in clause 5.10.6 TS 26.501 [2]:

- The5GMSd Application Provider shall provision a supplementary distribution network of type
DISTRIBUTION_NETWORK_EMBMS in the Content Hosting configuration at reference point M1d, as
specified in clause 7.6.3.1, with MODE_DYNAMIC.

-  The5GMSd Application Provider shall additionally provision access reporting in the Consumption Reporting
Configuration at M1d, as specified in clause 7.7.3.1.

- The5GMSd AS shall host an MPD as defined in ISO/IEC 23009-1 [32] or in TS 26.247 [4], or any other
presentation manifest as the 5GM Sd Media Entry Point.

- The URL of this presentation manifest shall be signalled to the 5GM Sd Client through the 5GM Sd session
establishment procedure. If the 5GM Sd service is currently available asan MBM S User Service, the 5GMSd
Client forwards the manifest request to the MBMS Client; otherwise, it forwards the request to the
5GMSd AS viareference point M4d.

NOTE: The detailed execution of dynamically handling this decision is left to implementation.

- The MBMS Client shall be invoked dynamically, paused or destroyed by the Media Session Handler via
reference point MBM S-API-C using the procedures defined in TS 26.347 [52].

Additional procedures for reactions to different HT TP status codes are provided in clause A.7 of TS 26.247 [4] and
clause A.7 of 1SO/IEC 23009-1 [32].

Additional procedures for handling partia file responses are provided in clause A.9 of TS 26.247 [4].

5 Procedures for Uplink Media streaming

5.1 General

Uplink media streaming functional entitiesin the 5GM S System include the 5GM Su Application Provider, 5GMSu AF,
5GMSu AS and the UE. To make use of these other entities, the UE includes a 5GM Su-Aware Application that is
provided by the 5GM S Application Provider and a 5GM Su Client comprising the Media Session Handler and the Media
Streamer.

The M1 Provisioning API enables the 5GM Su Application Provider to establish and manage the uplink media session
handling and streaming options of the 5GM Su system.

The M2u Egest interface enables Uplink media streaming content sent by the 5GM Su Client to the 5GMSu AS over
interface M4u to be subsequently delivered to the 5GM Su Application Provider. Uplink media streaming media transfer
from the 5GM Su A S to the 5GM Su Application Provider may be either pull-based and initiated by the 5GM Su
Application Provider using the HTTP GET method, or push-based and initiated by the 5GMSu AS using the HTTP PUT
method. The resource identifier of the 5GM Su Application Provider for push-based streaming content delivery is
provided to the 5GM Su AS by the 5GM Su AF over the M3u interface, as part of the M1 Provisioning Session.

The 56GM Su AF, having acquired M1 Provisioning information, sets up the M5 interface that the 5GM Su Client can use
for Uplink media streaming session management, remote control, metrics reporting, network assi stance and request for
policy and/or charging treatment. Certain types of configuration and policy information accessed over M5 by the Media
Session Handler, such as uplink metrics reporting, QoS policy, or support for AF-based network assistance are further
passed to the Media Streamer viathe M7u API.
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Based on the configuration information received on M5 and a request from the Media Streamer received over the M6u
interface, the Media Session Handler sets up an Uplink media streaming session with the 5GM Su AF. Upon successful
session establishment, the Media Session Handler triggers the Media Streamer to begin Uplink media streaming of
media content to the 5GM Su AS over the M4u interface.

Subscription to status and other event notification services are offered by the Media Session Handler to the 5GM Su-
Aware Application and to the Media Streamer viathe M6u APIs exposed by the Media Session Handler.

Subscription to status and other event notification services are also offered by the Media Streamer to the 5GM Su-Aware
Application and to the Media Session Handler viathe M7u APIs exposed by the Media Player.

5.2 APIs relevant to Uplink Media Streaming

Table 5.2-1 summarises the APIs used to provision and use the various uplink media streaming features specified in
TS26.501[2].

Table 5.2-1: Summary of APIs relevant to uplink media streaming features

5GMSu Abstract Relevant APIs
feature Interface APl name Clause
Content Used by the 5GMSu M1u Content Protocols Discovery API 7.5

protocols Application Provider to query
discovery which content egest protocols
are supported by 5GMSu

AS(s).
Content Supports manipulation by the M21u Content Preparation Templates Provisioning 7.4
preparation | 5GMSu AS of streaming media API

content uploaded by 5GMSu
Client over M4u, prior to egest
of the manipulated content

over M2u.
Metrics The 5GMSu Client uploads M1u Provisioning Sessions API 7.2
reporting metrics reports to the Metrics Reporting Provisioning API 7.8
5GMSu AF according to a M5u Service Access Information API 11.2
provisioned Metrics Reporting Metrics Reporting API 11.4

Configuration it obtains from
the Service Access Information
for its Provisioning Session.

Dynamic The 5GMSu Client activates M1u Provisioning Sessions API 7.2
Policy different traffic treatment Policy Templates Provisioning API 7.9
invocation | policies selected from a set of M5u Service Access Information API 11.2
Policy Templates configured in Dynamic Policies API 115
its Provisioning Session.
Network The 5GMSu Client requests bit M5u Service Access Information API 11.2
Assistance | rate recommendations and Network Assistance API 11.6
delivery boosts from the
5GMSu AF.
Edge Edge resources are M1u Provisioning Sessions API 7.2
content provisioned for processing Edge Resources Provisioning API 7.10
processing | content in 5GMS uplink media M5u Service Access Information API 11.2
streaming sessions.
UE data UE data related to uplink 5G M1u Event Data processing Provisioning API 7.11
collection, Media Streaming is reported to R4 Ndcaf_DataReporting service 17
reporting the Data Collection AF
and instantiated in the 5SGMSu AF R5, R6 | Naf_EventExposure service 18
exposure for exposure to Event
consumers.
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6 General aspects of APIs for 5G Media Streaming

6.1 HTTP resource URIs and paths

The resource URI used in each HTTP request to the API provider shall have the structure defined in subclause 4.4.1 of
TS29.501[22],i.e:

{apiRoot}/ {apiName}/ {apiVersion}/ {apiSpecificResourceUriPart}

with the following components:
- {apiRoot} shall be set as described in TS 29.501 [22].
- {apiName} shall be set as defined by the following clauses.
- {apiVersion} shall be set to "v2" in this release of the specification.

- {apiSpecificResourceUriPart} shall be set as described in the following clauses.

6.2 Usage of HTTP

6.2.1 HTTP protocol version

6.2.1.1 SGMS AF

Implementations of the 5GM S AF shall expose both HTTP/1.1 [24] and HTTP/2 [31] endpoints at interfacesM 1 and
M5, including support for the HTTP/2 starting mechanisms specified in section 3 of RFC 7540 [31]. In both protocol
versions, TLS[29] shall be supported and HTTPS interactions should be used on these interfaces in preference to
cleartext HTTP.

The 5GMS Application Provider may use any supported HTTP protocol version at interface M 1.
The Media Session Handler may use any supported HT TP protocol version at interface M5.

All responses from the 5GM S AF that carry a message body shall include a strong entity tag in the form of an ETag
response header and a modification timestamp in the form of aLast - Modi f i ed response header.

All endpoints shall support the conditional HTTP requests | f - none- Mat ch and | f - Modi fi ed- Si nce.

6.2.1.2 S5GMS AS

Implementations of the 5GM S AS shall expose HTTP/1.1 [24] endpoints at interfaces M2 and M4 and may additionally
expose HTTP/2 [31] endpoints at these interfaces. In both protocol versions, TLS[30] shall be supported and HTTPS
interactions should be used on these interfaces in preference to cleartext HTTP.

For pull-based content ingest, the 5GM S Application Provider shall expose an HTTP/1.1-based origin endpoint to the
5GMSd AS at interface M2 and may additionally expose an HT TP/2-based origin endpoint.

For push-based content ingest, the 5GM S Application Provider may use any supported HTTP protocol version at
interface M2.

The Media Stream Handler may use any supported HTTP protocol version at interface M4.

6.2.2 HTTP message bodies for API resources

The OpenAPI [23] specification of HTTP messages and their content bodiesis contained in Annex C.
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6.2.3 Usage of HTTP headers

6.2.3.1 General

Standard HTTP headers shall be used in accordance with clause 5.2.2 of TS 29.500 [21] for both HTTP/1.1 and HTTP/2
messages.

6.2.3.2 User Agent identification

6.2.3.2.1 Media Stream Handler identification

The Media Stream Handler in the 5GM Sd Client shall identify itself to the 5SGMS AS at interface M4 using a User -
Agent request header (see section 5.3.3 of RFC 7231 [25]) that should include the product token 5GvSdMedi aPl ayer
optionally suffixed with a product-version.

The Media Stream Handler may additionally supply acomment element in the User - Agent reguest header containing a
vendor-specific identification string.
6.2.3.2.2 Media Session Handler identification

The Media Session Handler in the 5GMS Client shall identify itself to the 5GM Sd AF at interface M5d using a User-
Agent request header (see section 5.3.3 of RFC 7231 [25]) in which the first element shall be a product identified by the
token 5GVBdMedi aSessi onHandl er (or 5GVBuMedi aSessi onHandl er) and optionally suffixed with a product-
version.

The Media Session Handler may additionally supply acomment element in the User - Agent request header containing
avendor-specific identification string.

6.2.3.3 Server identification

6.2.3.3.1 5GMSd AF identification

The 5GMSd AF shall identify itself using a Ser ver response header (see section 7.4.2 of RFC 7231 [25]) of the
following form:

5GVBAAF- {FQDN}/ {implementationSpecificSuffix}

where {FQDN} shall be the Fully-Qualified Domain Name of the 5GM Sd AF exposed to the requesting client, and
{implementationSpecificSuffix} shall be determined by the implementation.

6.2.3.4 Support for conditional HTTP GET requests
All responses from the 5GM S AF that carry a resource message body shall include:
- astrong entity tag for the resource, conveyed in an ETag response header,
- aresource modification timestamp, conveyed in aLast - Modi f i ed response header, and
- apredicted time-to-live period for the resource, conveyed in a Cache- Cont rol :  max- age response header.

All API endpoints on the 5GM S AF that expose the HTTP GET method shall support conditional requests using the f -
None- Mat ch and | f - Modi fi ed- Si nce request headers. API clients should not attempt to revalidate their cached copy
of aresource using a conditional GET request before the indicated time-to-live period has elapsed.

6.2.3.5 Support for conditional HTTP POST, PUT, PATCH and DELETE requests

All API endpoints on the 5GM S AF that expose the HTTP POST, PUT, PATCH or DELETE methods shall support
conditional requests using the | f - Mat ch request header. The API client should supply a strong entity tag in an ETag
request header when invoking any of these HT TP methods.
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Guidelines for error responses to the invocation of APIs of NF services are specified in clause 4.8 of TS 29.501 [22].
API-specific error responses are specified in the respective technical specifications.

6.4

6.4.1

General

Common API data types

The data types defined in this clause are intended to be used by more than one of the 5SGMS APIs.

6.4.2

Simple data types

Table 6.4.2-1 below specifies common simple data types used within the 5GMS APIs, including a short description of
each. In cases where types from other specifications are reused, areferenceis provided.

Table 6.4.2-1: Simple data types

Type name Type Description Reference
definition
Resourceld string String chosen by the 5GMS AF to serve as an identifier in a
resource URL.
Uri string Uniform Resource Identifier conforming with the URI Generic TS 29.571[12]
Syntax. table 5.2.2-1
Url string Uniform Resource Locator, conforming with the URI Generic Syntax.|IETF RFC 3986
[41]
Percentage nunber A percentage expressed as a floating point value between 0.0 and
100.0 (inclusive).
DurationSec i nteger An unsigned integer identifying a period of time expressed in units of|TS 29.571 [12]
seconds. table 5.2.2-1
DateTime string An absolute date and time expressed using the OpenAPI date-time (TS 29.571 [12]
string format. table 5.2.2-1
IPv4Addr string IPv4 address formatted in "dotted decimal” notation TS 29.571 [12]
table 5.2.2-1.
IPv6Addr string IPv6 address formatted in colon-separated hexadecimal quartet TS 29.571[12]
notation. table 5.2.2-1.
Uinteger I nteger Unsigned integer. TS 29.571[12]
table 5.2.2-1.
6.4.3 Structured data types
6.4.3.1 IpPacketFilterSet type
Table 6.4.3.1-1: Definition of type IpPacketFilterSet
Property name Data type Cardinality |Usage Description
srclp String 0.1 Source IP address or IPv6 prefix.
dstlp String 0..1 Destination IP address or IPv6 prefix.
protocol I nt eger 0..1 Protocol.
srcPort I nt eger 0.1 Source port.
dstPort I nteger 0.1 Destination Port.
toSTc String 0.1 Type of Service (TOS) (IPv4) / Traffic class
(IPv6) and Mask.
flowLabel I nt eger 0.1 Flow Label (IPv6).
Spi I nt eger 0.1 Security Parameter Index.
direction String 1.1 Packet Filter Set Direction.
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Table 6.4.3.2-1: Definition of type ServiceDataFlowDescription

Property name Data type Cardinality |Usage Description
flowDescription | pPacket Fi | t er Set 0..1 Service Data Flow Description.
domainName String 0.1 FQDN of the 5GMS AS.

An object of type ServiceDataFlowDescription shall contain at least one property.

6.4.3.3

M5QoSSpecification type

Table 6.4.3.2-1: Definition of type M5QoSSpecification

Property name Data type Cardinality |Usage Description
marBwDIBitRate Bi t Rate 1.1 Maximum requested bit rate for the Downlink.
marBwUIBitRate Bi t Rat e 1.1 Maximum requested bit rate for the Uplink.
minDesBwDIBitRate |BitRate 0.1 Minimum desired bit rate for the Downlink.
minDesBwUIBitRate |BitRate 0.1 Minimum desired bit rate for the Uplink.
mirBwDIBitRate Bi t Rate 1.1 Minimum requested bit rate for the Downlink.
mirBwUIBitRate Bi t Rate 1.1 Minimum requested bandwidth for the Uplink.
desLatency I nteger 0.1 Desire Latency.
desLoss I nt eger 0.1 Desired Loss Rate.
6.4.3.4 M1QoSSpecification type

Table 6.4.3.2-1: Definition of type M1QoSSpecification

Property name Data type Cardinality |Usage Description

gosReference String 0.1 As defined in clause 5.6.2.7 of TS 29.514 [34].

maxBtrUl Bi t Rate 0.1 RO |Maximum Bitrate Uplink.

maxBtrDI Bi t Rate 0.1 RO  |Maximum Bitrate Downlink.

maxAuthBtrUI Bi t Rate 0.1 RW  [Maximum Authorized Bitrate Uplink by 5GMS
Application Provider.

maxAuthBtrDI Bi t Rate 0.1 RW  |Maximum Authorized Bitrate Downlink by
5GMS Application Provider.

defPacketLossRateD| |l nt eger 0.1 Default packet loss rate for Downlink.

defPacketLossRateUl |l nt eger 0.1 Default packet loss rate for Uplink.

6.4.3.5 ChargingSpecification type

Table 6.5.3.2-1: Definition of type ChargingSpecification

Property name Data type Cardinality |Usage Description
sponid Sponl d 0.1 As defined in clause 5.6.2.3 of TS 29.514 [34].
sponStatus Sponsori ngSt at us 0.1
gpsi Array(Gpsi) 0..1 List of UEs permitted to instantiate this Policy
Template.
6.4.3.6 TypedLocation type

Table 6.4.3.6-1: Definition of TypedLocation type

Property name Data type Cardinality Description
locationldentifierType | Cel | I dentifier Type 1.1 The type of cell location present in the location
property.
location string 1.1 Identifies the cell location.
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The data model for the OperationSuccessResponse type is specified in table 6.4.3.7-1 below:

Table 6.4.3.7-1: Definition of OperationSuccessResponse type

Property name Type Cardinality Description
success Bool ean 1.1 Indicates whether an operation was successful
(TRUE) or not (FALSE).
reason String 0..1 Optional explanation of the success or otherwise of
the operation.
6.4.3.8 EdgeProcessingEligibilityCriteria type

The EdgeProcessingEligibilityCriteria type is specified in table 6.4.3.8-1 below:

Table 6.4.3.8-1: Definition of EdgeProcessingEligibilityCriteria type

Property name

Type

Cardinality

Description

serviceDataFlow
Descriptions

array(Service
Dat aFl ow
Description)

1.1

A set of service data flow descriptions that are to be
used as triggers for invoking edge media processing
(see NOTE 1).

If the set is empty, edge media processing may be
invoked for an otherwise eligible media stream
session on any service data flow.

Valid ServiceDataFlowDescription elements:

- domainName

- flowDescription.dstlp and flowDescription.dstPort
- flowDescription.toSTc

- flowDescription.flowLabel

Other ServiceDataFlowDescription settings shall be
rejected by the 5GMS AF.

uelLocations

array(Location
Area5Q)

1.1

A set of geographical areas in which edge media
processing is to be triggered when a UE is present.

If the set is empty, edge media processing may be
invoked for an otherwise eligible media stream
session in any location.

timeWindows

array(Ti meW ndow)

1.1

Edge media processing is triggered when the media
streaming session is taking place during one of the
indicated time windows.

If the set is empty, edge media processing may be
invoked for an otherwise eligible media stream
session at any time.

appRequest

bool ean

1.1

When set TRUE, edge media processing is to be
triggered based on application request only.

NOTE 1: The usage of these fields to influence route selection and EAS re-selection are for future study.
NOTE 2: Data types LocationArea5G and TimeWindow are defined in TS 24.558 [42].

6.4.3.9

EndpointAddress type

Table 6.4.3.9-1: Definition of EndpointAddress type

Property name Type Cardinality Description
ipv4Addr | pv4Addr 0.1 IPv4 address of the endpoint.
ipv6Addr | pv6Addr 0.1 IPv6 address of the endpoint.
portNumber Ui nt eger 1 Port number of the endpoint.
NOTE: At least one of ipv4Addr or ipv6Addr shall be present.
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6.4.4 Enumerated data types

6.44.1 CellldentifierType enumeration

The data model for the CellldentifierType enumeration which indicates the type of cell identifier as defined in TS 23.003
[7], is specified in Table 6.4.4.1-1 below:

Table 6.4.4.1-1: Definition of CellldentifierType enumeration

Enumeration value |Description

CaGl Cell Global Identification.

ECGI E-UTRAN Cell Global Identification.
NCGI NR Cell Global Identity.

6.4.4.2 SdfMethod enumeration

The data model for the SdfMethod enumeration is specified in table 6.4.4.2-1 below:

Table 6.4.4.2-1: Definition of SdfMethod enumeration

Enumeration value Description
5 TUPLE The Media Session Handler shall use 5-Tuples for Service Data Flow descriptions.
The 5-Tuple shall not contain a wildcard.
2_TUPLE The Media Session Handler shall use a 2-Tuple of UE IP and Server IP as Service

Data Flow Description.
TYPE_OF_SERVICE_MARKING |The Media Session Handler shall apply Type of Service (ToS) marking to the
Service Data Flow.

FLOW_LABEL The Media Session Handler shall apply IPv6 flow label marking and provide the
IPv6 flow label of the Service Data Flow.

DOMAIN_NAME The Media Session Handler shall provide the domain name of the 5GMSd AS.

6.4.4.3 ProvisioningSessionType enumeration

The data model for the ProvisioningSessionType enumeration is specified in Table 6.4.4.3-1 below:

Table 6.4.4.3-1: Definition of ProvisioningSessionType enumeration

Enumeration value Description
DOWNLINK Downlink media streaming
UPLINK Uplink media streaming

6.4.4.4 EASRelocationTolerance enumeration

The EASERelocationTolerance enumeration is specified in table 6.4.4.4-1 below:

Table 6.4.4.4-1: Definition of EASRelocationTolerance enumeration

Enumeration value Description
RELOCATION_UNAWARE The application is not aware of any EAS relocation that may happen. Relocation
procedures may be executed without any restrictions.
RELOCATION_TOLERANT |The application may tolerate EAS relocation, but requirements for the relocation
procedure must be met. An application context may need to be transferred.
RELOCATION_INTOLERANT |The application does not tolerate relocation.
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6.4.4.4 CacheStatus enumeration

Table 6.4.4.4-1: Definition of CacheStatus enumeration

Enumeration value Description

HIT The requested object is present in the 5GMS AS cache and is still valid.
MISS The requested object is not present in the 5GMS AS cache.

EXPIRED The requested object is present in the 5GMS AS cache but is stale.

6.5 Explanation of API data model notation

The data modelsin the following API clauses are specified using the following notational conventions:

1. Datamodels are expressed as an unordered list of JSON properties [38] with one property defined in each row of
the data model table.

2. The Data type column defines the type of the property, according to JSON notation [38].

3. Thekeyword "Array" in the Data type column indicates that zero or more elements of the data type in brackets
areincluded. The number of elements in the array may additionally be constrained by normative text in the
Description column.

4. The Cardinality column defines whether a property is optional or mandatory. An array with cardinality O
indicates that the array property is optional in the data structure. An array with cardinality 1 indicates that the
property is mandatory in the data structure, even when the array is empty.

5. The keyword "Object" in the Data type column indicates a structured sub-object of an unnamed type whose
properties are defined inline in the indented table rows immediately afterwards. The "Object” type may be
combined with the "Array” type.

6. Inthe case of datatypes specifying RESTful resources, the additional Usage column defines the property
behaviour for each CRUD Operation as follows:

"C" (Create), "R" (Read) and "U" (Update) refers to the CRUD procedure during which the property is
present in the resource type. (The Delete operation never takes any input data type.)

- "RO" signifies aread-only property. Only the API provider function is permitted to modify the property
value. The APl invoker can only read the value.

- "RW" dsignifies aread/write property. The API provider and API invoker may both modify the property
value.

7. An additional read-only property isincluded at the start of all data models defining resources that are members
of a RESTful collection. This property is populated with the unique identifier of the resource within its parent
collection, and corresponds to the leaf path element in the RESTful URL of that resource.
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7 Provisioning (M1) APIs

7.1 General

This clause defines the provisioning APl used by a 5GM S Application Provider to configure downlink or uplink 5G
Media Streaming services.

7.2 Provisioning Sessions API

7.2.1 Overview

The Provisioning Sessions API is used by the 5GM S Application Provider to instantiate and manipulate Provisioning
Sessions in the 5GM S System, as described in clause 4.3.2. Having created a Provisioning Session, the 5GM S
Application Provider can then go on to provision other 5GM S features in the context of that Provisioning Session, using
the APIs specified in clause 7.3 et seq. Certain of these features are only applicable to the type of Provisioning Session
created.

7.2.2 Resource structure

The Provisioning Sessions AP is accessible through the following URL base path:
{apiRoot}/ 3gpp- mL/ {apiVersion}/ pr ovi si oni ng- sessi ons/

Table 7.4.2-1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each
case, the sub-resource path specified in the second column of the table shall be appended to the above URL base path.

Table 7.2.2-1: Operations supported by the Provisioning Sessions API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Create Provisioning Session POST Used to create a new Provisioning

Session resource.

If the operation succeeds, the URL of
the created Provisioning Session
resource shall be returned in the
Locat i on header of the response.

Retrieve Provisioning Session {provisioningSessionld} GET Used to retrieve a Provisioning
Session resource for inspection.
Destroy Provisioning Session DELETE Used to destroy an existing

Provisioning Session resource.
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The data model for the ProvisioningSession resource is specified in Table 7.2.3.1-1 below. Different properties are
present in the resource depending on the type of Provisioning Session indicated in the provisioningSessionType
property, and thisis specified in the Applicability column.

Table 7.2.3.1-1: Definition of ProvisioningSession resource

identifiers currently associated
with this Provisioning Session.

Property name Type Cardinality | Usage Description Applicability
provisioningSessionld  |Resour cel d 1.1 C: R |A unique identifier for this All types.
R: RO |Provisioning Session.
provisioningSession Provi si oni ng 1.1 C: RW |The type of Provisioning All types.
Type Sessi onType R: RO [Session.
u: —
aspld Aspl d 0.1 C: W [The identity of the Application |All types.
R: RO |[Service Provider responsible
for this Provisioning Session,
as specified in clause 5.6.2.3
of TS 29.514 [34].
externalApplicationld  [Applicationld 1.1 C: RW |The external application All types.
R: RO |identifier (see TS 29.571 [12]),
U: RO |nominated by the 5GMS
Application Provider, to which
this Provisioning Session
pertains.
serverCertificatelds Array(Resourcel d) 0.1 C:— |Alist of Server Certificate downlink
R: RO |identifiers currently associated
with this Provisioning Session.
contentPreparation Array(Resourcel d) 0.1 C: — |Alist of Content Preparation  |downlink,
Templatelds R: RO |Template identifiers currently  |uplink
associated with this
Provisioning Session.
metricsReporting Array(Resourcel d) 0.1 C:— |Alist of Metrics Reporting downlink,
Configurationlds R: RO [Configuration identifiers uplink
currently associated with this
Provisioning Session.
policyTemplatelds Array(Resour cel d) 0..1 C: — |Alist of Policy Template downlink,
R: RO |identifiers currently associated |uplink
with this Provisioning Session.
edgeResources Array(Resourcel d) 0.1 C: - |Alist of Edge Resources downlink,
Configurationlds R: RO |Configuration identifiers uplink
currently associated with this
Provisioning Session.
eventDataProcessing  |Array( Resour cel d) 0.1 C: - |Alist of Event Data downlink,
Configurationlds R: RO |Processing Configuration uplink
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7.3 Server Certificates Provisioning API

7.3.1 Overview

The Server Certificates Provisioning AP is used to provision X.509 [8] server certificates that can be referenced by a
Content Hosting Configuration and subsequently presented by the 5GM Sd AS when it distributes content to 5GM Sd
Clients at interface M4d using Transport Layer Security [30]. Server Certificate resources are provisioned within the
scope of an enclosing Provisioning Session.

7.3.2 Resource structure
The Server Certificates Provisioning API is accessible through the following URL base path:

{apiRoot}/ 3gpp- ml/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.3.2-1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each
case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL template and
the sub-resource path specified in the second column shall be appended to the URL base path.

Table 7.3.2-1: Operations supported by the Server Certificates Provisioning API

Operation Sub-resource path Allowed HTTP Description
method(s)
Create Server | certificates POST Invoked on the Server Certificates collection
Certificate associated with a Provisioning Session to request

that the 5GMS System creates a new Server
Certificate on behalf of the 5GMSd Application
Provider.

The request message body shall be empty.

If the operation succeeds, the URL of the created
Server Certificate resource shall be returned in the
Locat i on header of the response and this shall
comply with the sub-resource path specified below
for manipulating Server Certificate resources in
the collection.

The body of the response message may include a
copy of the created X.509 certificate, as specified
in clause 7.3.3.2 below.

Reserve certificates?csr POST Invoked on the Server Certificates collection

Server associated with a Provisioning Session to solicit a

Certificate Certificate Signing Request for a new Server
Certificate.

The request message body shall be empty.

If the operation succeeds, the URL of the reserved
Server Certificate resource shall be returned in the
Locat i on header of the response and this shall
comply with the sub-resource path specified below
for manipulating Server Certificate resources in
the collection.

The body of the response shall be a PEM-
encoded X.509 Certificate Signing Request, as
specified in clause 7.3.3.1 below.
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Retrieve certificates/{certificateld} | GET Used to retrieve a previously created or uploaded
Server Server Certificate.
Certificate If a Server Certificate resource has been reserved

but not yet uploaded, this operation shall return
204 (No Content).

Upload PUT Used by the 5GMSd Application Provider to
Server supply a new Server Certificate in response to a
Certificate solicited Certificate Signing Request.

The body of the request message shall be a PEM-
encoded X.509 certificate signed with the public
key of the Certificate Signing Request, as
specified in clause 7.3.3 below.

The 5GMSd AF shall associate the Server
Certificate with the private key it generated
alongside the Certificate Signing Request.
Attempting to update a previously uploaded
Server Certificate is an error.

Destroy DELETE Removes the specified Server Certificate from the

Server set of certificates associated with the Provisioning

Certificate Session.

NOTE: The Server Certificate resource identifier {certificateld} differs from the serial number of the X.509
certificate.

7.3.3 Data model

7.3.3.1 Certificate Signing Request

The Certificate Signing Request shall comply with the Privacy-Enhanced Mail (PEM) textual format specified in
RFC 7468 [17], i.e. a Base64-encoded DER certificate request or certificate, including leading and trailing
encapsulation boundary lines.

The MIME content type shall be application/x-pem-file.

7.3.3.2 Server Certificate resource

The Server Certificate resource shall comply with the Privacy-Enhanced Mail (PEM) textual format specified in

RFC 7468 [17], i.e. a Base64-encoded DER certificate request or certificate, including leading and trailing
encapsulation boundary lines. The resource shall include only the public parts of the X.509 certificate. In particular, the
private key shall not be included.

The MIME content type shall be application/x-pem-file.

7.3.4 Operations

Under no circumstances shall the 5GM Sd AF reveal the private key associated with the Certificate Signing Request to
the 5GM Sd Application Provider.
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Content Preparation Templates Provisioning API

Content Preparation Templates are used to specify manipulations applied by a5GM S AS to downlink media resources
ingested at interface M2d for distribution at interface M4d, or to uplink media resources contributed at interface M4u
for egest at interface M2u. The Content Preparation Templates Provisioning API is used to provision a Content
Preparation Template within the scope of a Provisioning Session that can subsequently be referenced from a Content

Hosting Configuration.

71.4.2

Resource structure

The Content Preparation Templates Provisioning API is accessible through the following URL base path:

{apiRoot}/ 3gpp- ml/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.4.2-1 specifies the operations and the corresponding HTTP methods that are supported by this API. In each
case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL template and
the sub-resource path specified in the second column shall be appended to the URL base path.

Table 7.4.2-1: Operations supported by the Content Preparation Templates Provisioning API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Create Content content - preparation-tenpl ates POST Invoked on a Content Preparation
Preparation Templates collection when supplying
Template a new Content Preparation Template
resource.
If the operation succeeds, the URL of
the newly created Content
Preparation Template resource shall
be returned in the Locat i on header
of the response and this shall comply
with the sub-resource path specified
below for manipulating Content
Preparation Templates.
Retrieve Content content- preparation-tenpl ates/ CET Used to retrieve a Content
Preparation {contentPreparationTemplateld} Preparation Template resource.
Template
Update Content PUT, Used to modify an existing Content
Preparation PATCH Preparation Template resource.
Template
Destroy Content DELETE Used to destroy an existing Content
Preparation Preparation Template resource.
Template
7.4.3 Data model

The data model of the Content Preparation Template resource shall be determined by its MIME content type.

7.4.4

Operations

The operations shall be determined by the MIME content type of the Content Preparation Template resource.
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7.5 Content Protocols Discovery API

75.1 Overview

The Content Protocols Discovery API isused by a5GMS Application Provider to find out which content ingest or egest
protocols are supported by the 5GMS AS instance(s) associated with a 5GM S AF. One of the supported ingest protocols
is subsequently indicated in a Content Hosting Configuration for downlink media streaming.

75.2 Resource structure

The Content Protocols Discovery APl is accessible through the following URL base path:
{apiRoot}/ 3gpp- ml/ { api Ver si on}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.5.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path specified in the second column of the table shall be appended to the URL base path.

Table 7.5.2-1: Operations supported by the Ingest Protocols Discovery API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Fetch list of supported | protocols GET This operation is used to retrieve a list of
content protocols supported content protocols.

7.5.3 Data model

7.5.3.1 ContentProtocols resource

The data model for the ContentProtocols resource is specified in Table 7.5.3.1-1 below:
Table 7.5.3.1-1: Definition of ContentProtocols resource

Property name Data Type Cardinality Description
downlinklngestProtocols Array( Cont ent 0.1 An array of ContentProtocolDescriptor objects, as
Pr ot ocol specified in clause 7.5.3.2, each one uniquely
Descri ptor) identifying a content ingest protocol supported at

interface M2d by the 5GMSd AS(s) associated with
the corresponding 5GMSd AF.

uplinkEgestProtocols Array( Cont ent 0.1 An array of ContentProtocolDescriptor objects, as
Pr ot opol specified in clause 7.5.3.2, each one uniquely
Descri ptor) identifying a content egest protocol supported at

interface M2u by the 5GMSu AS(s) associated with
the corresponding 5GMSu AF.
geoFencingLocatorTypes | Array(Uri) 0.1 An array of fully-qualified term identifiers, each one
indicating a content geo-fencing locator type
supported by the 5GMS System.

Every 5GMS System shall support at least the locator
type urn:3gpp:5gms:locatortype:iso3166.

7.5.3.2 ContentProtocolDescriptor type

The data model for the ContentProtocolDescriptor type is specified in table 7.5.3.2-1 below:
Table 7.5.3.2-1: Definition of ContentProtocolDescriptor type

Property name Data Type | Cardinality Description
termldentifier Uri 1.1 A fully-qualified term identifier from the controlled
vocabulary urn:3gpp:5gms:content-protocol, as specified in
clause 8.
descriptionLocator Ul 0.1 The location of a description of the content protocol, for
example the public web URL of its specification.
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Content Hosting Provisioning API

This clause specifies the API that a 5GM Sd Application Provider uses at interface M 1d to provision and manage
5GMSd AS Content Hosting Configurations by interacting with a 5GM Sd AF. Each such configuration is represented
by a ContentHostingConfiguration, the data model for which is specified in clause 7.6.3 below. The RESTful resources
for managing Content Hosting Configurations are specified in clause 7.6.2 and the operations on these resources are
further elaborated in clause 7.6.4.

7.6.2

Resource structure

The Content Hosting Provisioning API is accessible through this URL base path:

{apiRoot}/ 3gpp- ml/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.6.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path specified in the second column shall be appended to the URL base path.

Table 7.6.2-1: Operations supported by the Content Hosting Provisioning API

Configuration cache

configuration/purge

Operation Sub-resource path Allowed Description
HTTP
method(s)
Create Content cont ent - host i ng- POST Used to create a Content Hosting Configuration
Hosting Configuration configuration resource.
Retrieve Content GET Used to retrieve an existing Content Hosting
Hosting Configuration Configuration.
Update Content PUT, Used to modify an existing Content Hosting
Hosting Configuration PATCH Configuration.
Delete Content Hosting DELETE Used to delete an existing Content Hosting
Configuration Configuration.
Purge Content Hosting | cont ent - host i ng- PCST This operation is used to invalidate some or all

cached media resources associated with this
Content Hosting Configuration.

7.6.3

7.6.3.1

Data model

ContentHostingConfiguration resource

The data model for the ContentHostingConfiguration resource is specified in table 7.6.3.1-1 below:

Table 7.6.3.1-1: Definition of ContentHostingConfiguration resource

Property name

Data Type

Cardinality

Description

name

String

1.1

A name for this Content Hosting
Configuration.

entryPointPath

Url

0.1

An entry point for a single content item
expressed as a relative path (i.e. without a
scheme or any leading forward slash
characters). The semantics of the entry
point are dependent on the value of
ingestConfiguration.protocol, as specified
in clause 8.

If provided, the path shall be valid at
reference point M2d when appended to the
ingest base URL and at reference point
M4d when appended to all distribution
base URLs.

ingestConfiguration

bj ect

1.1

Describes the 5GMSd Application
Provider's origin server from which media
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resources will be ingested via interface
M2d.

pull

Bool ean

1.1

Indicates whether to the 5GMSd AS shall
use Pull or Push for ingesting the content.

protocol

Uri

1.1

A fully-qualified term identifier allocated in
the name space urn:3gpp:5gms:content-
protocol that identifies the content ingest
protocol.

The set of supported protocols is defined in
clause 8.

baseURL

Url

0.1

A base URL (i.e. one that includes a
scheme, authority and, optionally, path
segments) from which content is ingested
at reference point M2d for this ingest
configuration.

In the case of Pull-based content ingest
(pull flag is set to True), the base URL shall
be provided to the 5GMSd AF to indicate
the location from which content is to be
pulled for this Content Hosting
Configuration. A request received at
reference point M4d is mapped by the
5GMSd AS to a URL at reference point
M2d whose base is the value of this
property.

In the case of Push-based content ingest
(pull flag is set to False), this property is
populated by the 5GMSd AF and returned
to the 5GMSd Application Provider to
indicate the base URL to which content for
this Content Hosting Configuration is to be
published.

distributionConfigurations

Array(Object)

1.1

Specifies the distribution method and
configuration for the ingested content.
More than one distribution may be
configured for the ingested content, e.g. to
offer different distribution configurations
such as DASH and HLS.

contentPreparationTemplateld

Resour cel d

0.1

Indicates that content preparation prior to
distribution is requested by the 5GMSd
Application Provider. It identifies the
Content Preparation Template that shall be
used as defined in clause 7.4

supplementaryDistribution
Networks

Array(<Distribu
tion

Net wor kType,

Di stributionMd
e>

0.1

Specifies that the content for this
distribution configuration is to be distributed
via one of more supplementary networks.
Each member of the array is a duple
mapping a type of distribution network to a
mode of distribution.

The same DistributionNetworkType value
shall appear at most once in the array.

canonicalDomainName

String

0.1

All resources of the current distribution
shall be accessible through this default
Fully Qualified Domain Name assigned by
the 5GMSd AF.

domainNameAlias

String

0.1

The 5GMSd Application Provider may
assign another Fully-Qualified Domain
Name through which media resources are
additionally accessible at M4d.

This domain name is used by the

5GMSd AS to select an appropriate Server
Certificate to present at M4d, and to set
appropriate CORS HTTP response
headers at M4d.

If this property is present, the 5GMSd
Application Provider is responsible for
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providing in the DNS a CNAME record that
resolves domainNameAlias to
canonicalDomainName.

baseURL Ul 0.1 A base URL (i.e. one that includes a
scheme, authority and, optionally, path
segments) from which content is made
available to 5GMS Clients at reference
point M4d for this distribution configuration.

The value is chosen by the 5GMSd AF
when the Content Hosting Configuration is
provisioned. It is an error for the 5GMSd
Application Provider to set this.
pathRewriteRules Array(Object) 0.1 An ordered list of rules for rewriting the
request URL paths of media resource
requests handled by the 5GMSd AS.

If multiple rules match a particular
resource's path, only the first matching
rule, in order of appearance in this array,
shall be applied.

requestPathPattern String 1.1 A regular expression [5] against which the
path part of each 5GMSd AS request URL,
including the leading "/", and up to and
including the final "/, shall be compared.
(Any leaf path element following the final "/
shall be excluded from this comparison.)

In the case of Pull-based ingest, the M4d
download request path is used in the
comparison.

In the case of Push-based ingest, the M2d
upload request path is used in the
comparison.

In either case, if the request path matches
this pattern, the path mapping specified in
the corresponding mappedPath shall be
applied.

mappedPath String 1.1 A replacement for the portion of the
5GMSd AS request path that matches
requestPathPattern.

In the case of Pull-based ingest,
ingestConfiguration.entryPoint is
concatenated with the mapped path and
any leaf path element from the original M4d
download request to form the M2d origin
request URL.

In the case of Push-based ingest,
canonicalDomainName (and, optionally,
domainNameAlias) are concatenated with
the mapped path and any leaf path
element from the original M2d upload
request to form the distribution URL(S)
exposed over M4d.
cachingConfigurations Array(Object) 0.1 Defines a configuration of the 5GMSd AS
cache for a matching subset of media
resources ingested in relation to this
Content Hosting Configuration.
urlPatternFilter String 1.1 A pattern that will be used to match media
resource URLs to determine whether a
given media resource is eligible for caching
by the 5GMSd AS. The format of the
pattern shall be a regular expression as
specified in [5].

cachingDirectives oj ect 1.1 If a urlPatternFilter applies to a resource,
then the provided cachingDirectives shall
be applied by the 5GMSd AS at M4d,
potentially overwriting any origin caching
directives ingested at M2d.
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statusCodeFilters

Array(lnteger)

0.1

The set of HTTP origin response status
codes to which these cachingDirectives
apply. The filter shall be provided as a
regular expression as specified in [5].

If the list is empty, the CachingDirectives

shall apply to all HTTP origin response
status codes at M2d.

noCache

Bool ean

1.1

If set to True, this indicates that the media
resources matching the filters shall not be
cached by the 5GMSd AS and shall be
marked as not to be cached when served
by the 5GMSd AS at M4d.

maxAge

I nt eger

0.1

The caching time-to-live period that shall
be set on ingested media resources
matching the filters. This determines the
minimum period for which the 5GMSd AS
shall cache matching media resources as
well as the time-to-live period signalled by
the 5GMSd AS at interface M4d when it
serves such media resources.

The time-to-live for a given media resource

shall be calculated relative to the time it
was ingested.

geoFencing

bj ect

Limit access to the content to the indicated
geographic areas.

locatorType

Uri

The type of the locators shall be indicated
using a fully-qualified term identifier URI
from the controlled vocabulary
urn:3gpp:5gms:locator-type, as specified in
clause 7.6.4.6, or else from a vendor-
specific vocabulary.

locators

Array(String)

Array of locators from which access to the
resources is to be allowed. The format of
the locator strings shall be determined by
the value of locatorType, as specified in
clause 7.6.4.6.

urlSignature

(bj ect

Defines the URL signing scheme. Only
correctly signed and valid URLs will be
allowed to access the content resource at
M4d.

urlPattern

String

A pattern that shall be used by the
5GMSd AS to match M4d media resource
URLs. The 5GMSd AS shall not serve a
matching media resource at M4d unless it
includes a valid authentication token
calculated over the portion of the M4d
request URL that matches this pattern. The
format of the pattern shall be a regular
expression as specified in [5].

tokenName

String

The name of the M4d request query
parameter that the Media Player should
use to present the authentication token
when required to do so.

passphraseName

String

The name of the query parameter that is
used to refer to the passphrase when
constructing the authentication token.
Note that the token is not included in the
cleartext part of the M4d URL query
component.

passphrase

String

The shared secret between the 5GMSd
Application Provider and the 5GMSd AS for
this distributionConfiguration.

The passphrase is used in the computation
and verification of the M4d authentication
token but is never sent in-the-clear over
that interface.
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tokenExpiryName String 1.1 The name of the M4d request query
parameter that the Media Player should
use to present the token expiry field.
uselPAddress Bool ean 1.1 If set to True, the IP address of the UE is
included in the computation of the
authentication token for resources that
match urlPattern and access to matching
media resources shall be allowed by the
5GMSd AF only when the M4d request is
made from a UE with this IP address.
ipAddressName String 0.1 The name of the M4d request query
parameter that is encoded as part of the
authentication token if the uselPAddress
flag is set to True.

Note that the IP address is not passed in
the cleartext part of the M4d URL query
component.

certificateld Resourcel d 0.1 When content is distributed using TLS [16],
the X.509 [8] certificate for the origin
domain is shared with the 5GMSd AF so
that it can be presented by the 5GMSd AS
in the TLS handshake at M4d. This
attribute indicates the identifier of the
certificate to use.

7.6.3.2 DistributionNetworkType enumeration
The data model for the DistributionNetworkType enumeration is specified in Table 7.6.3.2-1 below:

Table 7.6.3.2-1: Definition of DistributionNetworkType enumeration

Enumeration value Description
DISTRIBUTION_NETWORK_EMBMS |Downlink media streaming via eMBMS.

7.6.3.3 DistributionMode enumeration

The data model for the DistributionMode enumeration is specified in Table 7.6.3.3-1 below:

Table 7.6.3.3-1: Definition of DistributionMode enumeration

Enumeration value Description

MODE_EXCLUSIVE |Downlink media streaming content ingested by the 5GMSd AS is distributed
exclusively via a supplementary network and is not available at reference point M4d.
MODE_HYBRID Downlink media streaming content ingested by the 5GMSd AS is available at
reference point M4d and is additionally distributed via a supplementary network.
MODE_DYNAMIC Downlink media streaming content ingested by the 5GMSd AS is available at
reference point M4d and is additionally distributed via a supplementary network only
when reported client demand exceeds a configured threshold.

7.6.4  Operations

7.6.4.1 Overview

This clause defines the behaviour that is expected from the 56M Sd AS when the Content Hosting Configuration has
been successfully provisioned. The main operations that are performed affect the caching and purging of cached content
as well as the processing for media preparation and at the edge.

7.6.4.2 Content caching

A Content Hosting Configuration may specify caching rules to be applied to media resources when they are distributed
by the 5GM Sd AS over interface M4d. The distribution shall use the urlPatternFilter in the CachingConfiguration object
to determine which caching directives apply to that object. In case a media resource's URL matches the pattern filter of
more than one CachingConfiguration, the first match shall apply. In case no CachingConfiguration is identified as a
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match, the 5GM Sd AS shall apply the caching directives that were received from the origin. In the case where no match
isfound and the origin server does not supply caching directives at M 2d, then default caching directives based on the
media resource type shall be applied.

A caching directive shall either indicate that a matching mediaresource is not to be cached by the 5GMSd AS, nor by
downstream M4d clients (noCache set to True), or that the 5GMSd AS and downstream M4d clients are to cache it for
maxAge seconds. The maxAge value applies relative to the time when a media resource was ingested, t_ingest. For an
HTTP-based ingest, this corresponds to the Date header field in the HT TP request/response that carries the media
resource at M2d. At the timet_ingest + maxAge, the object is considered stale and should not be served at M4d from the
5GMSd AS cache. The 5GM Sd AS shall compensate for any synchronization skew between the origin and its own
clock. This can be for instance done by including the max- st al e HTTP cache directive in its M4d responses.

The maxAge value may be signalled at M4d by the 5GM Sd AS using the Expi r es HTTP response header or the HTTP
Cache- Cont r ol directives max- age or s- maxage.

When distributing a media resource using HTTP, ano-cache request may be trandated into ano- cache and no- store
HTTP Cache- Cont r ol directive and/or amax- age=0 HTTP Cache- Cont r ol directive.

By default, al origin HTTP header fields shall be assumed as not forwarded by the 5GM Sd AS, unless specified
otherwise by setting the flag originCacheHeaders to True.

7.6.4.3 Cache purging

The 5GM Sd Application Provider may perform a purge operation to invalidate some or all cached media resources of a
particular Content Hosting Configuration. A regular expression describing the set of media resource URLs to be purged
from the 5GM Sd A S cache for the Content Hosting Configuration in question shall be supplied in the body of the
request. The body shall be encoded using the application/x-www-form-urlencoded MIME type as a key—value pair, with
the key being the string pattern and the value being the regular expression.

On receiving a purge request, the 5GM Sd AF shall immediately invalidate all media resourcesin the 5GM Sd AS cache
matching the regular expression by declaring them as stale. Any request at interface M4d for a purged media resource
will trigger the fetching (and possible caching) of the current version from the origin viaM2d in case of a Pull-based
ingest. For Push-based ingest, the request shall be responded to with a404 (Not Found) HTTP response, until a new
version of the object is pushed by the origin to the 5GMSd AS viaM2d.

7.6.4.4 Content processing

The 5GM Sd AS can perform various content processing tasks (such as repackaging, encryption, ABR transcoding) on
media resources ingested at M 2d prior to serving them at M4d. These processing tasks shall be specified in a Content
Preparation Template resource referenced from the Content Hosting Configuration object.

7.6.45 URL signing

The URL signing procedure allows the 5GM Sd Application Provider to prevent deep linking and unauthorized accessto
M4d mediaresources. It works by cryptographically signing some elements of the M4d request URL and then
appending this authentication token to the URL as an additional query parameter. The token is generated by the 5GM Sd
Application Provider and supplied to the player, for example as part of aninitial URL. When it receives a request that
requires URL signing, the 5GM Sd A S verifies the presence and validity of the token in the M4d request URL before
allowing access to the requested media resource. The 5GM Sd AS(s) and the origin share a secret that is encoded as part
of the query parameter hash, but not shared with the 5GM Sd Media Player.

The validity of the authentication token can also be limited to asingle UE. If uselPAddress is set to True, then the
public IP address of the UE as viewed by the 5GMSd AS, ue_public_ip_address, shall be incorporated into the token
calculation. The parameter name shall be indicated by ipAddressName.

The shared secret shall be provided in UrlSignature.passphrase as a string of length between 6 and 50 characters. The
parameter name for the passphrase shall be provided by passphraseName.

The expiry time of the signed URL, tokenExpiry, shall be included as an additional query parameter in the URL exposed
at M4d with the name indicated in tokenExpiryName. The expiry time shall be the string representation of the number of
seconds from 1970-01-01T00:00:00Z UTC until the specified UTC date/time, ignoring leap seconds, as defined in
section 4.16 of POSIX.1[11].
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Given the above, the authentication token shall be calculated as:

token := SHA512(url& UrlSignature.tokenExpiryName=token_expiry& UrlSignature.ipAddressName=
ue_public_ip_address& UrlSignature.passphraseName=passphrase)

where the SHA512 function shall be the SHA-512 hash [6] of the enclosed string. The url parameter shall be the original
M4d media resource request URL, including the scheme, authority and path components but excluding any query and
fragment components.

The resulting token value shall be "baseb4url” encoded, as specified in section 5 of RFC 4648 [10], prior to inclusionin
the M4d URL.

The query part of the signed URL presented by the 5GM Sd Media Player at M4d as proof of authenticity shall be
composed as follows:

query := UrlSignature.tokenExpiryName=token_expiry& UrlSignature.tokenName=base64url (token)

For all media resources requested at reference point M4d that match the regular expression specified in
UrlSignature.urlPattern, the 5GM Sd AS shall validate the query presented in the request URL according to the following
steps:

1) If the parameter indicated by UrlSignature.tokenName is absent from query, or if the supplied token valueis
malformed, the 5GM Sd AS shall respond with a 403 (Forbidden) error response message and terminate further
processing of the M4d request.

2) If the parameter indicated by UrlSignature.tokenExpiryName is absent from query, or if the supplied token_expiry
value has expired, or if the supplied token_expiry is malformed, the 5GM Sd AS shall respond with a
403 (Forbidden) error response message and terminate further processing of the M4d request.

3) The5GMSd AS shall compute the authentication token according to the token production specified above using
the requesting UE's public | P address as the value of ue_public_ip_address if required by
UrlSignature.uselPAddress being set to True. After applying "base64url” encoding, the 5GMSd AS shall
compare this with the value supplied in the URL query parameter whose name is UrlSignature.tokenName. If the
two values differ, the 5GM Sd AS shall respond with a 403 (Forbidden) error response message and terminate
further processing of the M4d request.

4) Otherwise, the presented authentication token is valid. The 5GMSd AS shall either return the mediaresourcein a
200 (OK) response message (if it is able to serve that media resource), or else return an appropriate error
response, such as 404 (Not Found) or 503 (Service Unavailable).

7.6.4.6 Geofencing

The 5GM Sd Application Provider may wish to limit access to its media content at interface M2d to UEs located in
certain geographical zones. Geofencing is used to configure the zone from which content is accessible.

Two different types of locator are specified here:

- Administrative area locator: the value of GeoFencing.locatorType shall be urn:3gpp:5gms:locator-type:iso3166
and each member of the GeoFencing.locators array shall be either a string representation of an 1SO 3166-1
apha-2 country code [18] (e.g. US, CN, KR, GB, FR) or an 1SO 3166-2 code [19] comprising an apha-2 country
code and a country subdivision code valid for that country (e.g. US-CA, CN-GD, KR-26, GB-ENG, GB-WSM,
FR-IDF, FR-75).

[- Tracking Arealocator: the value of GeoFencing.locatorType shall be urn:3gpp:5gms:locatortype:
trackingAreaCode and each member of the GeoFencing.locators array shall be the Fully-Qualified Domain Name
representation of a Tracking Area Code, as defined in clause 19.4.2.3 of TS 23.003 [7].]

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 57 ETSI TS 126 512 V17.3.0 (2023-01)

7.7 Consumption Reporting Provisioning API

7.7.1 Overview

The Consumption Reporting Provisioning APl isa RESTful API that allows a 5GM Sd Application Provider to
configure the Consumption Reporting Procedure for a particular downlink media streaming Provisioning Session at
interface M1d. The different procedures are described in clause 4.3.8. The Consumption Reporting Configuration is
represented by a ConsumptionReportingConfiguration, the data model for which is specified in clause 7.7.3 below. The
RESTful resources for managing the Consumption Reporting Configuration are specified in clause 7.7.2.

71.7.2 Resource structure
The Consumption Reporting Provisioning API is accessible through the following URL base path:

{apiRoot}/ 3gpp- ml/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.7.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path specified in the second column shall be appended to the URL base path.

Table 7.7.2-1: Operations supported by the Consumption Reporting Provisioning API

Operation Sub-resource path Allowed HTTP Description
method(s)

Activate Consumption consunption-reporting-configuration | POST Activate the consumption

Reporting procedure reporting procedure and

with a Consumption to set the Consumption

Reporting Configuration Reporting Configuration.

Fetch Consumption GET Retrieve an existing

Reporting Configuration Consumption Reporting
Configuration.

Update Consumption PUT, Modify an existing

Reporting Configuration PATCH Consumption Reporting
Configuration.

Delete Consumption DELETE Deactivate the

Reporting Configuration consumption reporting
procedure for that
particular session.

7.7.3 Data model

7.73.1 ConsumptionReportingConfiguration resource

The data model for the ConsumptionReportingConfiguration resource is specified in table 7.7.3.1-1.

Table 7.7.3.1-1: ConsumptionReportingConfiguration resource

Property name Type Cardinality Description
reportinginterval Dur ati onSec 0.1 The interval between two consecutive consumption reports. The
value shall be greater than zero.

If absent, a single final report shall be sent immediately after the
media streaming session has ended.

samplePercentage [Percentage 0.1 The proportion of media streaming clients that shall report media
consumption, expressed as a floating point value between 0.0 and
100.0.
If not specified, all clients shall send consumption reports.
locationReporting  |bool ean 0.1 Stipulates whether the Media Session Handler is required to provide

location data to the 5GMSd AF in consumption reporting messages
(in case of MNO or trusted third parties).

If omitted, location reporting is disabled.
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accessReporting  |bool ean 0.1 Stipulates whether the Media Session Handler is required to provide
consumption reporting messages to the 5GMSd AF when the access
network changes during a media streaming session.

If omitted, access reporting is disabled.

7.8 Metrics Reporting Provisioning API

7.8.1 Overview

The Metrics Reporting Provisioning APl alows an 5GM S System operator or a5GM S Application Provider to
configure the Metrics Collection and Reporting procedure for a particular downlink or uplink media
streamingProvisioning Session at interface M 1.

7.8.2 Resource structure

The Metrics Reporting Provisioning API is accessible through the following URL base path:
{apiRoot}/ 3gpp- ml/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.8.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path specified in the second column of the table shall be appended to the URL base path.

Table 7.8.2-1: Operations supported by the Metrics Reporting Provisioning API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Create Metrics metrics-reporting-configurations POST Create and optionally provide a
Reporting configuration.
Configuration If the operation succeeds, the URL

of the created Metrics Reporting
Configuration resource shall be
returned in the Locat i on header
of the response.

Read Metrics metrics-reporting-configurations/ | GET Retrieve the values of an existing

Reporting {metricsReportingConfigurationld} Metrics Reporting Configuration.

Configuration

Update Metrics PUT, Provide initial upload of a new

Reporting PATCH configuration, or either the

Configuration modification of, or replacement to
an existing configuration.

Delete Metrics DELETE Delete a configuration, disables

Reporting reporting.

Configuration
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7.8.3 Data model

7.8.3.1 MetricsReportingConfiguration resource

The data model for the MetricsReportingConfiguration resource is specified in table 7.8.3-1 below:

Table 7.8.3-1: Definition of MetricsReportingConfiguration resource

Property name Type Cardinality Description

metricsReportingConfigurationld  [Resour cel d 1.1 An identifier for this Metrics Reporting
Configuration that is unique within the scope of
the enclosing Provisioning Session.

scheme Uri 0.1 The scheme associated with this Metrics
Reporting Configuration. A scheme may be
associated with 3GPP or with a non-3GPP
entity.

For downlink media streaming, if not specified,
the 3GPP metrics scheme urn:3GPP:ns:PSS:
DASH:QM10 from TS 26.247 shall apply.

For uplink media streaming, if not specified, the
implication is that no associated uplink metrics
reporting shall be performed.
dataNetworkName Dnn 0.1 The Data Network Name (DNN) which shall be
used when sending metrics reports.

If not specified, the default DNN shall be used.
reportinglInterval Dur ati onSec 0.1 The time interval between successive metrics
reports. The value shall be greater than zero.

If not specified, a single final report shall be
sent after the media streaming session has
ended.

samplePercentage Per cent age 0.1 The proportion of media streaming sessions for
which metrics shall be reported, expressed as a
floating point value between 0.0 and 100.0.

If not specified, reports shall be sent for all
sessions.

urlFilters Array(String) 0.1 A non-empty list of content URL patterns for
which metrics shall be reported.

If not specified, reporting shall be done for all
URLSs.

metrics Array(String) 0.1 A non-empty list of metrics which shall be
collected and reported.

In the case of downlink media streaming and
for the 3GPP scheme urn:3GPP:ns:PSS:DASH:
QM10 the listed metrics shall correspond to one
or more of the metrics as specified in clauses
10.3 and 10.4, respectively, of TS 26.247 [7],
and the quality reporting scheme and quality
reporting protocol as defined in clauses 10.5
and 10.6, respectively, of [7] shall be used.

Metrics related to virtual reality media, as
specified in TS 26.118 [42] clause 9.3, may
also be listed in the metrics configuration, and
shall be reported according to the quality
reporting scheme defined in TS 26.118 clause
9.4.

In the case of uplink streaming, no
standardized metrics nor metrics reporting
protocol are defined in the present document. It
is assumed that those quality metrics and
reporting protocol are defined by the metrics
scheme.
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Property name Type Cardinality Description

If not specified, the complete (or default if
applicable) set of metrics associated with the
specified scheme shall be collected and
reported.

7.9

Policy Templates Provisioning API

7.9.1 Overview

The Policy Templates Provisioning APl allow a5GMS Application Provider to configure a set of Policy Templates
within the scope of a Provisioning Session that can subsequently be applied to downlink or uplink media streaming
sessions belonging to that Application Provider using the Dynamic Policies API specified in clause 11.5. A Policy
Template is used to specify the traffic shaping and charging policies to be applied to these media streaming sessions.

A Policy Template, identified by its policyTemplateld, represents a set of PCF/NEF API parameters which defines the
service quality and associated charging for the corresponding downlink or uplink media streaming session(s). The
Policy Template is configured as part of the provisioning procedures with the 5GMS AF and is then used by the 5GM S
AF to request specific QoS and charging policies for that session from the PCF or NEF.

The state of a Policy Template can be:

pending: The Policy Template is awaiting validation, potentially because not al required parameters have yet
been provided. Thisisthe default state after Policy Template creation.

invalid: One or more of the Policy Template's properties failed validation by the 5GMS AF.
ready: After successful validation by the 5GM S AF the Policy Template moves into this state.

suspended: The 5GMS AF may move a Policy Template into this state under certain conditions defined within
the Service Level Agreement.

When the Policy Template is used for QoS Flows, the goSSpecification object (of type M1QoSSpecification) shall be
present:

The gosReference value is obtained with the Service Level Agreement. See TS 23.502 [45] for detailed usage.

The maxBtrUl and maxBtrDI properties define the maximal bit rate which can be used for QoS Flows. This value
is defined by the 5G System.

The maxAuthBtrUI and MaxAuthBtrDI properties define the maximal authorized bit rate values which can be
requested by a Media Session Handler. Higher bit rate values are not authorized for use by the 5GMS
Application Provider.

The minPacketLossRateDI and minPacketLossRateUl properties define the minimal authorized packet loss rate,
which can be requested by a Media Session Handler.

When the Policy Templateis used for differential changing the chargingSpecification property shall be present.

The ApplicationSessionContext Object is a mandatory object, which contains at least the aspld property.

The aspld identifies the API invoker.
The dnn property contains the Data Network Name of the data network, in which the 5GM S AF is hosted.

When Network Slicing is used, the slicelnfo property contains information about the network slice, whichis
serving the UE.

When present, the afAppld property contains an application identifier referencing one or more PFD objects. The
value of the afAppld property is provided to the PCF with each new Npcf_PolicyAuthorization Service instance.
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The Policy Template Provisioning API is accessible through the following URL base path:

{apiRoot}/ 3gpp- ml/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.9.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path specified in the second column shall be appended to the URL base path.

Table 7.9.2-1: Operations supported by the Policy Template Provisioning API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Create a new Policy policy-tenpl ates POST Used to create a new Policy Template
Template resource.
If the operation succeeds, the URL of the
created Policy Template resource shall be
returned in the Locat i on header of the
response.
Fetch a Policy policy-tenpl at es/ GET Used to retrieve an existing Policy Template
Template {policyTemplateld} resource.
Update a Policy PUT, Used to modify the configuration of an existing
Template PATCH Policy Template.
Delete a Policy DELETE Used to delete an existing Policy Template
Template resource.
7.9.3 Data model
79.3.1 PolicyTemplate resource

The data model for the PolicyTemplate resource is specified in table 7.9.3-1 below:

Table 7.9.3-1: Definition of PolicyTemplate resource

Property Type Cardinalit | Usage | Visibility Description
y
policyTemplateld Resour cel d 1.1 C:RO Unique identifier of this Policy
R: RO Template within the scope of the
U: RO Provisioning Session.
state Enunerati on 1.1 C:RO A Policy Template may be in the
of Strings R: RO PENDING, INVALID, READY, or
U: RO SUSPENDED state.
Only a Policy Template in the READY
state may be instantiated as a
Dynamic Policy Instance and applied
to media streaming sessions.
apiEndPoint String 1.1 C:RW | MNO The API endpoint that should be
R: RO | Admin invoked when activating a Dynamic
U: RW Policy Instance based on this Policy
Template.
apiType Enuner ation 11 C:RW | MNO N5: Npcf_PolicyAuthorization Service.
of Strings R: RO | Admin . .
U: RW N33: AsSessionWithQoS or
CHargableParty.
externalReference String 1.1 C:RW Additional identifier for this Policy
R: RO Template, unique within the scope of
U: RW its Provisioning Session, that can be
cross-referenced with external
metadata about the media streaming
session.
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Property Type Cardinalit | Usage | Visibility Description
y
goSSpecification MLQoSSpeci fi 0..1 C: RW Specifies the network quality of
cation R: RO service to be applied to media
U: RW streaming sessions at this Policy
Template.
applicationSession oj ect 1.1 Specifies information about the
Context application session context to which
this Policy Template can be applied.
afAppld Af Appl d 0.1 C: RW As defined in clause 5.6.2.3 of TS
R: RW 29.514 [34] and clause 5.3.2 of TS
U: RW 29.571 [12].
slicelnfo Snssai 0.1 C: RW
R: RW
U:. RW
dnn Dnn 0.1 C:RW
R: RW
U: RW
aspld Aspl d 1.1 C: RW
R: RW
U: RW
chargingSpecification | Char gi ngSpec 0.1 C: RW Provides information about the
ification R: RW charging policy to be used for this
U: RW Policy Template.

7.10 Edge Resources Provisioning API

7.10.1 General

The Edge Resources Provisioning APl is used by the 5GM S Application Provider to provision edge resource usage for
media streaming sessions associated with the parent Provisioning Session. The information serves as a template to
select or instantiate the appropriate 5GMS AS EA S instance that will serve the media session to the UE.

7.10.2 Resource structure

The Edge Resources API is accessible through the following URL base path:

{apiRoot}/ 3gpp- mlL/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/
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Table 7.10.2-1 specifies the operations and the corresponding HT TP methods that are supported by the Edge Resources
API. In each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path indicated by the second column of the table shall be appended to the resulting URL

base path.
Table 7.10.2-1: Operations supported by the Edge Resources API
Operation Sub-resource path Allowed Description
HTTP
method(s)
Configure Edge edge-resources-configurations PCOST Invoked on the Edge Resources
Resources Configurations collection to create a
new Edge Resources Configuration.
If the operation succeeds, the URL of
the newly created Edge Resources
Configuration resource shall be
returned in the Locat i on header of
the response.
Retrieve Edge edge-resources-configurations/ | GET Used to retrieve a specific Edge
Resources {edgeResourcesConfigurationld} Resources Configuration resource.
Configuration
Modify Edge PUT, Used to modify or replace an existing
Resources PATCH Edge Resources Configuration
Configuration resource.
Destroy Edge DELETE Used to destroy an existing Edge
Resources Resources Configuration resource.
Configuration

7.10.3 Data model

7.10.3.1

EdgeResourcesConfiguration resource type

The data model for the Edge Resources Configuration resource is specified in table 7.10.3.1-1.

Table 7.10.3.1-1: Definition of EdgeResourcesConfiguration resource type

Property name

Type

Cardinality

Description

edgeResourcesConfigurationld

Resour cel d

1.1

An identifier for this Edge Resources
Configuration that is unique within the scope of
the enclosing Provisioning Session.

edgeManagementMode

EdgeManagenent
Mode

1.1

Indicates whether the management of edge
resources is client-driven or AF-driven. (See
clause 7.10.3.2.)

eligibilityCriteria

EdgePr ocessi ng
Eligibility
Criteria

0.1

Condition to activate edge resources for this
Provisioning Session. If the activationTrigger
element is not provided, it shall be assumed
that all media sessions related to the parent
Provisioning Session will use edge resources.
(See clause 6.4.3.8.)

easRequirements

EASRequi rement s

1.1

Requirements on the EAS Profile used by the
5GMS AF or by the EEC to discover and select
one or more 5GMS EAS instances to serve
media streaming sessions. (See

clause 7.10.3.3.)

easRelocationRequirements

MLEASRel ocat i on
Requi renent s

0.1

EAS relocation tolerance and requirements.

If not present, the 5GMS AF shall assume that
the application is unaware of context transfer
and that transfers to a target 5GMS EAS are
allowed. (See clause 7.10.3.4.)
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7.10.3.2 EdgeManagementMode enumeration

The EdgeManagementMode enumeration is specified in table 7.10.3.2-1 below:

Table 7.10.3.2-1: Definition of EdgeManagementMode enumeration

Enumeration value Description
EM_AF_DRIVEN The 5GMS AF, in coordination with the Media Session Handler, assigns edge resources and
directs application traffic to the 5GMS EAS instance transparently to the application running on
the UE.

EM_CLIENT_DRIVEN |An Application Client running on the UE explicitly manages edge resources via the EES at
reference point EDGE-1.

7.10.3.3 EASRequirements type

The EASRequirements typeis specified in table 7.10.3.3-1 below:

Table 7.10.3.3-1: Definition of EASRequirements type

Property name Type Cardinality Description
easProviderlds array(string) 1.1 The set of acceptable providers of 5GMS EAS instances
associated with this Provisioning Session.

If empty, EAS instances from any provider are acceptable.

easType String 1.1 The type of 5GMS EAS instances associated with this
Provisioning Session.
easFeatures array(string) 1.1 5GMS EAS service features required to be supported by

EAS instances associated with this Provisioning Session.

If empty, 5GMS EAS instances of the specified easType
with any feature set are acceptable.

serviceKpi EASSer vi ceKPI 0.1 Service characteristics required to be satisfied by

5GMS AS EAS instances associated with this Provisioning
Session.

If absent, 5GMS EAS instances with any service
characteristics are acceptable.

serviceArea Ceographi cal Service 0.1 The list of geographical areas that 5GMS EAS instances
Area associated with this Provisioning Session are required to
serve.

If absent, 5GMS EAS instances shall serve all
geographical areas whenever possible.
serviceAvailability |array(Schedul ed 1.1 The required availability schedule for 5GMS EAS
Schedule Communi cat i onTi e) instances associated with this Provisioning Session.

If empty, 5GMS EAS instances are required to be
available at all times.

serviceContinuity array(ACRScenari o) 1.1 The Application Context Relocation scenarios that
Scenarios 5GMS EAS instances associated with this Provisioning
Session are required to support for service continuity.

If empty 5GMS EAS instances are not required to support

service continuity across EAS relocation.

NOTE: Data types ScheduledCommunicationTime, GeographicalServiceArea, EASServiceKPI, and ACRScenario
are defined in TS 29.558 [43].
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M1EASRelocationRequirements type

The M1ACRRequirements type is specified in table 7.10.3.4-1 below:

Table 7.10.3.4-1: Definition of MIEASRelocationRequirements type

Property name Type Cardinality Description
tolerance EAS 1.1 Indicates whether the 5GMS EAS instance tolerates
Rel ocati on Application Context Relocation. (See clause 6.4.4.4.)
Tol erance If set to RELOCATION_INTOLERANT, the other properties in
this data type shall be ignored.
maxInterruption U nt eger Rm 0.1 The maximum downtime (expressed in milliseconds) that an
Duration application can tolerate during EAS relocation.
If the expected downtime of the application is expected to
exceed this duration, relocation of the 5GMS EAS instance
shall not be performed.
maxResponseTime | Ui nteger Rm 0.1 The maximum allowed difference between the previously
Difference experienced average User Plane network latency to the source
5GMS EAS instance and the expected latency to the target
5GMS EAS instance, expressed in milliseconds.
7.11  Event Data Processing Provisioning API

7.11.1 General

The Event Data Processing Provisioning APl is used by a5GMS Application Provider to provide Event Data
Processing Configurations to the Data Collection AF instantiated in the 5GMS AF. Each such configuration is
represented by an EventDataProcessingConfiguration resource, the data model of which is specified in clause 7.11.3
below. It comprises processing rules and parameters expressed by Data Access Profiles each of which defines alevel of
access by Event consumersto the UE data collected by the Data Collection AF. The RESTful structure of the Data
Exposure Restriction Configuration resource collection, along with the operations and corresponding HT TP methods
for managing resources of this type are defined in clause 7.11.2.

7.11.2 Resource structure

The Event Data Processing Provisioning AP is accessible through the following URL base path:

{apiRoot}/ 3gpp- mlL/ {apiVersion}/ pr ovi si oni ng- sessi ons/ {provisioningSessionld}/

Table 7.11.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the Provisioning Session identifier shall be substituted into {provisioningSessionld} in the above URL
template and the sub-resource path specified in the second column shall be appended to the URL base path.

Table 7.11.2-1: Operations supported by the Data Exposure Restriction API

Operation Sub-resource path Allowed HTTP Description
method(s)

Create Event Data event - dat a- processi ng- PCST Used to create a new Event
Processing configurations Data Processing
Configuration Configuration resource.
Retrieve Event Data event - dat a- processi ng- CET Used to retrieve an existing
Processing confi gur ati ons/ {eventDataProcessing Event Data Processing
Configuration Configurationld} Configuration.
Update Event Data PUT, Used to modify an existing
Processing PATCH Event Data Processing
Configuration Configuration.
Destroy Event Data DELETE Used to destroy an existing
Processing Event Data Processing
Configuration Configuration.
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7.11.3 Data model

7.11.3.1 EventDataProcessingConfiguration resource type

The data model for the EventDataProcessingConfiguration resource is specified in table 7.11.3-1 below:

Table 7.11.3-1: Definition of EventDataProcessingConfiguration resource

Property name Type Cardinality Description
eventDataProcessing |Resourcel d 1.1 An identifier for this Event Data Processing Configuration that is
Configurationld unique within the scope of the enclosing Provisioning Session.
eventld Af Event 1.1 One of the enumerated values specified in clause 5.6.3.3 of
TS 29.517 [46] relating to 5G Media Streaming.
authorizationUrl url 0.1 A URL that may be used to authorize the Event consumer entity
to enable its subscription to the Data Collection AF for event
notification, subject to the data access restrictions of a Data
Access Profile.
dataAccessProfiles Array(Data 11 One or more Data Access Profile definitions, each one
éfg?islse) describing a set of data processing instructions to be applied by

the Data Collection AF when exposing events to an associated
Event consumer entity. (See clause 6.3.3.2 of TS 26.532 [47].)

The controlled vocabularies to be used with DataAccessProfile.
parameters are specified in annex E of the present document.

8 Media Ingest and Publish (M2) protocols

8.1 General

The set of content protocols supported by the 5GMS ASislisted in table 8.1-1 below:

Table 8.1-1: Supported content protocols

Description | Term identifier | Clause
Content ingest protocols at interface M2d
HTTP pull-based content ingest protocol urn:3gpp:5gms:content-protocol:http-pull-ingest 8.2
DASH-IF push-based content ingest protocol urn:3gpp:5gms:content-protocol:dash-if-ingest 8.3
Content egest| protocols at interface M2u |

8.2 HTTP pull-based content ingest protocol

If IngestConfiguration.protocol is set to urn:3gpp:5gms:content-protocol:http-pull-ingest in the Content Hosting
Configuration, media resources shall be ingested by the 5GM Sd AS using HTTP [9]. The IngestConfiguration.pull
property shall be set to True, indicating that a Pull-based protocol is used. The IngestConfiguration.baseURL property
shall point at the 5GM Sd Application Provider's origin server, as specified in table 7.6.3.1-1, and may indicate the use
of HTTPS[16].

When the 5GM Sd A S receives arequest for a media resource at interface M4d that cannot be satisfied from its content
cache, the request shall be transformed into a corresponding HTTP GET request directed to the 5GM Sd Application
Provider's origin server viainterface M2d as follows:

1. The prefix of the request URL indicated in the DistributionConfiguration.baseURL of the applicable Content
Hosting Configuration is replaced with that of the corresponding IngestConfiguration.baseURL.

NOTE: Itistheresponsibility of the 5GMSd AF to assign unique M4d base URL s to each provisioned Content
Hosting Configuration so as to ensure that this substitution is unambiguous.
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2. The path rewrite rules (if provisioned in DistributionConfiguration.PathRewriteRules) are applied in strict order to
the remainder of the request URL (i.e., the path segments following DistributionConfiguration.baseURL). The
requestPathPattern of the first matching path rewrite rule is replaced with the corresponding mappedPath.

8.3 DASH-IF push-based content ingest protocol

If IngestConfiguration.protocol is set to urn:3gpp:5gms:content-protocol:dash-if-ingest in the Content Hosting
Configuration, media resources shall be ingested by the 5GM Sd AS as specified by the DASH-IF Live Media Ingest
specification [3]. The IngestConfiguration.pull property shall be set to False, indicating that a Push-based protocol is
used. The IngestConfiguration.baseURL property shall be set by the 5GM Sd AF to the base URL that isto be used by
the 5GM Sd Application Provider to upload the DASH segments and MPD(s) to the 5GM Sd AS at reference point M2d.

9 Internal (M3) APlIs

APIs of thisreference point are not specified within thisrelease.

10 Media Streaming (M4) APlIs

10.1 General

This clause deals with the interface and APIs for media streaming for different distribution formats and protocols. TS
26.511 [35] defines the integration of several media codecs into 5G Media Streaming,and provides requirements and
recommendations for the support of these media profilesin specific 5G Media Streaming profiles. However, 5GMSis
not restricted to the media profiles defined in TS 26.511 [35]. Any CMAF media profile may be used and distributed
within 5G Media Streaming as long as it can be used with APIs and interfaces defined in this specification.

10.2 DASH Distribution

In the case of DASH distribution, M4d is relevant for the distribution as shown in figure 10.2-1.

UE

M8 5GMSd-Aware Application

li

« 5GMSd Client
5GMSd AF
t—M1d— M5d

Media Session Handler

Media Player

5G Media
Streaming Aware
Application
Provider

Media Playback
Platform and
Content
Decryption
TS 26.511
CMAF-based

\ apabiliti

laybac
TS 26.511 1

M4d - Segmen Statu
\f&ibscriptions and Notification:

Manifest Server

—M2d— Access Client

CMAF Segment
Server

Figure 10.2-1: M4d usage for DASH distribution
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For DASH-based distribution according to TS 26.247 [4] and | SO/IEC 23009-1 [32], two main formats are of
relevance:

1) The MediaPresentation Description (MPD) that is processed in the DASH Access Client.

2) The Segment formats that are passed through the DASH Access Client and processed in the Media Playback and
Content Decryption Platform. Note that the DASH Access Client may parse Segments to extract for example
Inband Events or producer reference times.

Other resources may be referenced in the MPD, for example DRM related information.

The Segment formats for DASH Streaming in the context of 5G Media Streaming are defined in TS 26.511 [35] based
on the CMAF encapsulation. The DASH Access Client downloads the Segments from the 5GM Sd AS based on the
instructions in the MPD and the instructions from the 5GM Sd-Aware Application through M7d (see clause 13 for
details).

The interface between the DASH Access Client and the Media Playback and Content Decryption Platform as well as
the 5GM Sd Client requirements for media codecs are documented in TS 26.511 [35].

The following requirements apply for M4d:

1) The Media Presentation Description (MPD) and Segments shall conform to an MPD according to
ISO/IEC 23009-1 [32] or TS 26.247 [4].

2) The Segment formats should conform to CM AF addressable resources as well asto the requirementsin
TS26.511[35].

3) The Media Presentation should conform to the 5G Media Streaming DASH Interoperability Point as defined in
clause 7.3.11 of TS 26.247 [4].

A 5GM&d Client shall support the 5G Media Streaming DA SH Interoperability Point as defined in TS 26.247 [4],
clause 7.3.11. A 5GMSd Client may support additional DASH profiles and interoperability points.

The MPD may contain aone or several Ser vi ceDescri pti on elementsthat include operational parameters. The
MPD may a so include multiple configurations for the media (different codecs, different content protection, different
resolutions, etc.), for example for playback under different operating policies. The handling of thisinformationis
documented in clause 13.2.

11 Media Session Handling (M5) APIs

11.1 General

This clause defines the Media Session Handling APIs used by the Media Session Handler to access resources exposed
by the 5GM S AF at interface M5.

NOTE: Whilethe entirety of the Media Session Handling APIs apply to downlink media streaming, only a subset

is applicable to uplink media streaming. Specifically, the Consumption Reporting APl is not applicableto
uplink media streaming.
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11.2 Service Access Information API

11.2.1 General

The Service Access Information API is used by the Media Session Handler to obtain configuration information from the
5GMS AF that enables it to use the other Media Session Handling APIs specified in clause 11.3 et seq.

11.2.2 Resource structure

The Service Access Information API is accessible through the following URL base path:

{apiRoot}/ 3gpp- b/ {apiVersion}/ servi ce-access-i nformati on/

The operations and the corresponding HTTP methodsin Table 11.2.2-1 are supported. In each case, the sub-resource
path specified in the second column shall be appended to the URL base path.

Table 11.2.2-1: Operations supported by the Service Access Information API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Fetch Service Access | yrovisioningSessionld} GET Used to acquire the Service Access Information
Information resource for the specified Provisioning Session.

The {provisioningSessionld} uniquely identifies
the Service Access Information Resource and is
allocated by the 5GMS AF during creation of a
Provisioning Session.

11.2.3 Data model

11.2.3.1 ServiceAccesslInformation resource type

The data model for the ServiceAccesslnformation resource is specified in table 11.2.3.1-1 below. Different properties
are present in the resource depending on the type of Provisioning Session from which the Service Access Information is
derived (asindicated in the provisioningSessionType property) and thisis specified in the Applicability column.

Table 11.2.3.1-1: Definition of ServiceAccessInformation resource

Property name Type Cardinality |Usage| Description |Applicabili
ty
provisioningSessionld Resourcel d 1.1 RO |Unique All types
identification
of the M1
Provisioning
Session.
provisioningSessionType Provi si oni ng 1.1 RO |The type of All types.
Sessi onType Provisioning
Session.
RO downlink

RO |A document
or a pointer to
a document
that defines a
media
presentation
e.g. MPD for
DASH
content or
URL to a
video clip file.

streamingAccess oj ect
mediaPlayerEntry Ul

o|e
e
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Property name Type Cardinality |Usage| Description |Applicabili
ty
eMBMSServiceAnnouncement Ul 0.1 RO |A pointerto a | downlink
Locator document
that defines a
User Service
Announceme
nt for eMBMS
where the
service
announceme
nt file is
available.
clientConsumptionReporting bj ect 0.1 RO downlink
Configuration

reportinginterval Dur ati onSec 0.1 RO |[The time
interval,
expressed in
seconds,
between
consumption
report
messages
being sent by
the Media
Session
Handler. The
value shall be
greater than
zero.

When this
property is
omitted, a
single final
report shall
be sent
immediately
after the
media
streaming
session has
ended.
serverAddresses Array(Url) 1.1 RO |Alist of
5GMSd AF
addresses
(URLs) where
the
consumption
reporting
messages
are sent by
the Media
Session
Handler. See
NOTE.
(Opaque
URL,
following the
5GMS URL
format.)
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Property name Type Cardinality |Usage| Description |Applicabili
ty

locationReporting Bool ean 1.1 RO |Stipulates
whether the
Media
Session
Handler is
required to
provide
location data
to the 5GMSd
AF in
consumption
reporting
messages (in
case of MNO
or trusted
third parties).
accessReporting Bool ean 1.1 RO |Stipulates
whether the
Media
Session
Handler is
required to
provide
consumption
reporting
messages to
the

5GMSd AF
when the
access
network
changes
during a
media
streaming
session.
samplePercentage Per cent age 1.1 RO [The
percentage of
media
streaming
sessions that
shall send
consumption
reports,
expressed as
a floating
point value
between 0.0
and 100.0.

dynamicPolicylnvocationConfiguration |[Qbj ect 0.1 RO downlink,

serverAddresses Array(Url) 1.1 RO |A list of uplink
5GMSd AF
addresses
(URLs) which
offer the APIs
for dynamic
policy
invocation
sent by the
Media
Session
Handler. See
NOTE.
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Property name Type Cardinality |Usage| Description |Applicabili
ty

(Opaque
URL,
following the
5GMS URL
format.)

validPolicyTemplatelds Array(Resourceld 1.1 RO |A list of

) Policy
Template
identifiers
which the
5GMS Client
is authorized
to use.

sdfMethods Array( Sdf Met hod) 1.1 RO |Alist of
recommende
d service
data flow
description
methods
(descriptors),
e.g. 5-Tuple,
ToS, 2-Tuple,
etc., which
should be
used by the
Media
Session
Handler to
describe the
service data
flows for the
traffic to be
policed.
externalReferences Array(String) 0..1 RO |Additional
identifier for
this Policy
Template,
unigue within
the scope of
its
Provisioning
Session, that
can be cross-
referenced
with external
metadata
about the
media
streaming
session.

Example:
"HD_Premiu

m-.
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Property name Type Cardinality |Usage| Description |Applicabili
ty
clientMetricsReportingConfigurations Array(Object) 0..1 RO downlink,
serverAddresses Array(Url) 1.1 RO |A list of uplink
5GMS AF

addresses to
which metrics
reports shall
be sent. See
NOTE.
(Opaque
URL,
following the
5GMS URL
format.)

scheme Uri 1.1 RO |The metrics
reporting
scheme that
metrics
reports shall
use (see
clause 4.7.5).

dataNetworkName Dnn 0.1 RO |The DNN
which shall
be used
when sending
metrics
reports. If not
specified, the
name of the
default DN
shall be used.

reportinginterval Dur at | onSec 0.1 RO |The time
interval,
expressed in
seconds,
between
metrics
reports being
sent by the
Media
Session
Handler. The
value shall be
greater than
zero.

When this
property is
omitted, a
single final
report shall
be sent
immediately
after the
media
streaming
session has
ended.
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Property name Type Cardinality |Usage| Description |Applicabili
ty

samplePercentage Per cent age 1.1 RO [The
percentage of
media
streaming
sessions that
shall report
metrics,
expressed as
a floating
point value
between 0.0
and 100.0.

urlFilters Array(String) 0.1 RO |A non-empty
list of URL
patterns for
which metrics
reporting
shall be
done. The
format of
each pattern
shall be a
regular
expression as
specified in
[5]-

If not
specified,
reporting
shall be done
for all
sessions.

metrics Array(String) 1.1 RO |Alist of
metrics which
shall be
reported.
networkAssistanceConfiguration Qbj ect 0.1 RO downlink,
serverAddress Ul 1.1 RO |Address of  |uplink
the 5GMS AF
that offers the
APIs for
5GMS AF-
based
Network
Assistance,
for access by
the 5GMSd
Media
Session
Handler. See
NOTE.

This address
shall be an
opaque URL,
following the
5GMS URL
format.
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Property name

Type

Cardinality

Usage

Description

Applicabili
ty

clientEdgeResourcesConfiguration

Qbj ect

0.1

RO

Present only
for
Provisioning
Sessions with
client-driven
edge
computing
management
mode
provisioned.

eligibilityCriteria

EdgePr ocessi ng
Eligibility
Criteria

0.1

RO

Conditions for
activating
edge
resources for
media
streaming
sessions in
the scope of
this Service
Access
Information.
(See

clause 6.4.3.
8.)

easDiscoveryTemplate

EASDi scovery
Tenpl ate

1.1

RO

A template
for the EAS
discovery
filter that shall
be used by
the EEC to
discover and
select a
5GMS EAS
instance to
serve media
streaming
sessions in
the scope of
this Service
Access
Information.
(See

clause 11.2.3
2.)

easRelocationRequirements

MBEASRel ocat i on
Requi renent s

0.1

RO

EAS
relocation
tolerance and
requirements.

If absent, the
EEC shall
assume that
relocation is
tolerated by
all

5GMS EAS
instances in
the scope of
this Service
Access
Information.
(See

clause 11.2.3
.3.)
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Property name Type Cardinality |Usage| Description |Applicabili
ty
NOTE: In deployments where multiple instances of the 5GMSd AF expose the Media Session Handling APIs
at M5, the 5G System may use a suitable mechanism (e.g. HTTP load balancing or DNS resolution)
to direct requests to a suitable AF instance.
11.2.3.2 EASDiscoveryTemplate type

Table 6.4.3.10-1 Definition of EASDiscoveryTemplate type

Property name Type Cardinality Description

easType string 1.1 The type of 5GMS EAS required to support media streaming
sessions in the scope o.
Corresponding to EASProfile.type, as specified in clause 8.1.5.2.3
of TS 29.558 [43].

easProviderlds array(string) 1.1 The set of acceptable EAS provider identifiers.
If empty, 5GMS EAS instances of the specified easType from any
provider are acceptable.
Corresponding to EASProfile.provld, as specified in
clause 8.1.5.2.3 of TS 29.558 [43].

easFeatures array(string) 1.1 The required service features for the EAS to serve this session.
If empty, 5GMS EAS instances of the specified easType with any
feature set are acceptable.
Corresponding to EASProfile.easFeats, as specified in
clause 8.1.5.2.3 of TS 29.558 [43]

11.2.3.3 M5EASRelocationRequirements type

Table 11.2.3.3-1: Definition of M5SEASRelocationRequirements type

Property name Type Cardinality Description
tolerance EASRel ocat i on 1.1 Indicates whether the 5GMS EAS instance tolerates
Tol erance relocation. (See clause 6.4.4.4.)
maxInterruptionDuration U nt eger Rm 0.1 The maximum downtime (expressed in milliseconds)

that an application can tolerate during EAS relocation.

If the expected downtime of the application is
expected to exceed this duration, relocation of the
5GMS AS EAS instance shall not be performed.

11.2.4 Operations

This clause defines the behaviour that is expected from the 5GMS AF when a Service Access Information resourceis
acquired by the Media Session Handler. The main operation that is performed is to ook up or generate the Service
Access Information corresponding to the requested Provisioning Session.
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11.3  Consumption Reporting API

11.3.1 General

The Consumption Reporting API allows the Media Session Handler to report downlink media consumption to the
5GMSd AF. The API defines data models, resources and the related procedures for the creation and management of the
consumption reporting procedures. This procedure is configured by the ServiceAccessInformation resource, as defined
inclause 11.2.3.

11.3.2 Reporting procedure

Consumption reports shall be submitted to one of the URL s selected from the ClientConsumptionReporting
Configuration.serverAddresses array of the ServiceAccessInformation resource (see clause 11.2.3). The path of the URL
should conform to the following general format:

{apiRoot}/ 3gpp- nb/ {apiVersion}/ consunpt i on-reporti ng/ {aspld}
where {aspld} shall be substituted by the 5GM S Client with the relevant Application Service Provider identifier.

The only HTTP method supported by this endpoint is POST.

11.3.3 Report format

11.3.3.1 ConsumptionReport format

This type represents the format of consumption report instance. This structure is used by the Media Session Handler to
report the consumption.

Table 11.3.3.1-1: Definition of ConsumptionReport format

Property name Data type Cardinality Description
mediaPlayerEntry string 1.1 Identifies the Media player entry.

In the case of DASH, the media player entry pointer
shall be the URL of the MPD.

reportingClientld string 1.1 Identifier of the reporting client that consumed the
streaming media service associated with this
consumption report.

If available to the Media Session Handler, a GPSI
value (see clause 28.8 of TS 23.003 [7]); otherwise,
a stable and globally unigue string.
consumptionReportingUnits |Array( Consunpt i on 1.1 An array of consumption reporting units.
ReportingUnit)
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11.3.3.2 ConsumptionReportingUnit type

This type represents a single consumption reporting unit.

Table 11.3.3.2-1: Definition of type ConsumptionReportingUnit

Property name Data type Cardinality Description
mediaConsumed string 1.1 Identifies the media consumed.
In the case of DASH, the value of the
Repr esent ati on@ d attribute shall be quoted.
mediaEndpointAddress |Endpoi nt Addr ess 0.1 The IP address and port number of the endpoint used
to access the media consumed.

Present only if access reporting is enabled in the
Consumption Reporting Configuration.

startTime Dat eTi e 1.1 The time when this consumption reporting unit
started.

duration Dur ati onSec 1.1 The duration of this consumption reporting unit.

locations Array(TypedLocation) 0.1 A time-ordered list of UE location(s) where the media

was consumed during the period of this consumption
reporting unit.

Present only if location reporting is enabled in the
Consumption Reporting Configuration (only for
trusted AF).

The cardinality of objects in this array is 1..N.

11.4  Metrics Reporting API

11.4.1 General

The Metrics Reporting API allows the Media Session Handler to send QoE metrics reports to the 5GMS AF. This
procedure is configured by the ServiceAccessInformation resource, as defined in clause 11.2.3. Note that multiple
metrics configurations can be active at the same time, each identified by a unique metricsReportingConfigurationld.

11.4.2 Reporting procedure

Metrics reports related to a specific metricsReportingConfigurationld shall be submitted to one of the URL s selected
from the ClientMetricsReportingConfiguration.serverAddresses array of the ServiceAccessinformation resource (see
clause 11.2.3). The path of the URL should conform to the following general format:

{apiRoot}/ 3gpp- nb/ {apiVersion}/ netri cs-reporti ng/ {provisioningSessionld}/
{metricsReportingConfigurationld}
where {provisioningSessionld} shall be substituted by the 5GM S Client with the relevant Provisioning Session identifier
and {metricsReportingConfigurationid} shall be substituted with the relevant Metrics Reporting Configuration identifier.

The only HTTP method supported by this endpoint is POST.

11.4.3 Report format

Metrics reports shall be submitted by the Media Session Handler in aformat specified by the metrics reporting scheme
in question. The Cont ent - Type HTTP request header shall be set in accordance with the relevant metrics reporting
scheme specification.

NOTE: For downlink media streaming, TS 26.247 [7] clauses 10.6.1 and 10.6.2 specify the required MIME
content type and metrics report format for the 3GPP urn:3GPP:ns:PSS:DASH:QM10 metrics reporting
scheme. For virtual reality mediathe report format is further extended as defined in TS 26.118 [42]
clause 9.4.

In XML documents representing metrics reports for 3GP-DASH downlink media streaming services, the
Recepti onReport @l i ent | Dattribute, if present and is available to the Media Session Handler, should be a
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GPSI value as defined by TS 23.003 [7]. Otherwise, this attribute should be represented by a stable and globally unique
string.

11.5 Dynamic Policies API

11.5.1 Overview

The Dynamic Policies API allows the Media Session Handler to request a specific policy and charging treatment to be
applied to a particular application data flow of a downlink or uplink media streaming session by invoking RESTful
operations on the 5GM S AF at interface M5. The API defines a set of data models, resources and the related procedures
for the creation and management of the dynamic policy request.

Application Identifiers, referring to one or more Packet Flow Description (PFD), may be used as aternative traffic
filtering parameters for dynamic policy invocation. The 5GM Sd AF shall first provision a PFD in the PFDF for one or
more (external) Application IDs by sending an HT TP POST message to the NEF as specified in clause 4.4.10 of

TS 29.122 [12]. The mapping between the (external) Application Identifiers and PFDs stored in the PFDF will then be
pushed to or pulled from the SMF and installed in the UPF for future traffic identifications.

NOTE: The PFDF isafunctionality within the NEF.

11.5.2 Resource structure
The Dynamic Policies API is accessible through the following URL base path:

{apiRoot}/ 3gpp- b/ {apiVersion}/ dynam c- pol i ci es/

Table 11.5.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. The
sub-resource path specified in the second column shall be appended to the URL base path.

Table 11.5.2-1: Operations supported by the Dynamic Policies API

Allowed HTTP

Resource name Sub-resource path methods Description
Dynamic Policies POST Create a new Dynamic Policy resource.
If the operation succeeds, the URL of the created
Dynamic Policy Instance resource shall be
returned in the Locat i on header of the response.
Dynamic Policy  |{dynamicPolicyld} GET Read a Dynamic Policy resource.
PUT Replace an existing Dynamic Policy resource.
PATCH Modify an existing Dynamic Policy resource.
DELETE Delete an existing Dynamic Policy resource.
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11.5.3 Data model

11.53.1 DynamicPolicy resource

The DynamicPolicy resource is specified in table 11.5.3.1-1 below.

Table 11.5.3.1-1: Definition of Dynamic Policy resource

Property name Data type Cardinality |Usage Description
dynamicPolicyld Resourcel d 1.1 RO [Unique identifier for this Dynamic
Policy.

RW |Identifies the Policy Template which
RO |should be applied to the application
RW _|flow(s).

RW |Describes the service data flows
RO [managed by this Dynamic Policy.
RW
RW [Uniquely identifies Provisioning

RO |[Session, which is linked to the

RW |Application Service Provider.

RW |Describes the network Quality of

RO [Service properties of this Dynamic

RW |Policy.

RO [Description of the Policy Enforcement
RO |Method. The parameter is set by the
RO |5GMSd AF.

RO |Description of the enforcement bit rate.
RO
RO

policyTemplateld Resour cel d 1.1

serviceDataFlowDescriptions |Array( Servi ceDat aFl 1.1
owDescri ption)

provisioningSessionld Resour cel d 1..1

gosSpecification MbQoSSpeci fi cation 0.1

enforcementMethod String 0.1

enforcementBitRate I nt eger 0..1

cmolcrmnlcmolcmolcmolcno

11.5.4 Operations

This clause defines the behaviour that is expected when activating a Dynamic Policy Instance. The policyTemplateld
uniquely identifies the Policy Template, to which the Dynamic Policy Instance is associated. The provisioningSessionld
associates the Dynamic Policy Instance to a Provisioning Session.

The Dynamic Policy resource contains a serviceDataFlowDescription property which contains the service data flow
template according to TS 23.503. The ServiceDataFlowDescription shall contain one of:

- aflowDescription object (including 5-Tuples, Type of Service, Security Parameter Index, etc.).
- adomainName.

When the Media Session Handler activate a QoS-related Dynamic Policy Template, then the qosSpecifcation property
shall be present and it shall contain the following properties:

- marBwDIBitRate or marBwUIBitRate, indicating the maximum requested bit rate by the Media Session Handler.
- mirBwDIBitRate or mirBwUIBitRate, indicating the minimum requested bit rate by the Media Session Handler.

- minDesBwDIBitRate or minDesBwUIBitrate, indicating the minimum bit rate desired by the Media Session
Handler.

When the 5G System employs a traffic enforcement function to ensure that the traffic is complying a certain traffic
policy, the Dynamic Policy resource may contain the following two properties:

- an enforcementMethod, indicating the type of enforcement method (like leaky bucket).

- an enforcementBitrate property, indicating the maximal permitted bit rate.
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11.6 Network Assistance API

11.6.1 Overview

If AF-based Network Assistance is supported, then the Network Assistance API component of interface M5, as defined
in the present sub-clause, isfirst used to provision a Network Assistance Session resource. The Network Assistance
Resource can then be used to obtain bit rate recommendations and to issue delivery boost requests during the ongoing
media streaming session.

11.6.2 Resource structure
The Network Assistance API is accessible viathe following URL base path:

{apiRoot}/ 3gpp- nb/ {apiVersion}/ net wor k- assi st ance/

Table 11.6.2-1 below specifies the operations and the corresponding HT TP methods that are supported by this API. In
each case, the sub-resource path specified in the second column of the table shall be appended to the URL base path.

Table 11.6.2-1: Operations supported by the Network Assistance API

Operation Sub-resource path Allowed Description
HTTP
method(s)
Create Network Assistance PCST Provision a new Network
Session resource Assistance Session.

If the operation succeeds, the
URL of the created Network
Assistance Session resource
shall be returned in the

Locat i on header of the

response.
Fetch a Network {naSessionid} GET Fetch the properties of an
Assistance Session existing Network Assistance
resource Session.
Update a Network {naSessionld} PUT, Update the properties of an
Assistance Session PATCH existing Network Assistance
resource Session.
Request a bit rate {naSessionld}/ r econmendat i on GET Obtain a bit rate
recommendation recommendation for the next

recommendation window.
Request a delivery boost {naSessionld}/ boost - r equest POST Request a delivery boost for the

next recommendation window.
Terminate Network {naSessionid} DELETE Terminate a Network Assistance
Assistance Session session.
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11.6.3 Data model

11.6.3.1 NetworkAssistanceSession resource

The NetworkAssistanceSession resource is specified in Table 11.6.3.1-1 below.

Table 11.6.3.1-1: Definition of NetworkAssistanceSession resource

Property name Type Cardinality | Usage Description
naSessionld Resourcel d 1.1 C: RO | Unique identifier for this Network
R: RO | Assistance Session.
U: RO
serviceDataFlowlInformation | Array( Servi ceDat aF 0.1 C: RW | Ildentification of the application flows
| owDescri ption) R: RO | for the media streaming session for
U: RW | which Network Assistance is to be

used, e.g. 2-tuple (IP addresses) or
5-tuple (IP Addresses, protocol and
ports).

policyTemplateld Resourcel d 0.1 C: RW | Identification of the policy that is in
R: RO | force for the media streaming
U: RW | session.

requestedQoS MbQoSSpeci fi cation 0.1 C: RW | The requested QoS parameters.
R: RO
U: RW

recommendedQoS MbQoSSpeci fi cation 0.1 C: RO | The QoS parameters currently
R: RO | recommended by the 5GMS AF.
U: RO

notficationURL Ul 0..1 C: RO | A URL to the MQTT channel over
R: RO | which notifications are to be sent by
U: RO | the 5GMS AF for this session.

When set, the Media Session
Handler shall subscribe to this
channel. The notification messages
shall be in the form of the
M5QoSSpecification data type.

11.6.4 Operations

The 5GMS Client uses the POST method to create a Network Assistance session with the 5GMS AF. The AF returns the
Network Assistance session identifier if session setup was successful, otherwise an error code is returned without a
Network Assistance session identifier.

The 5GMS Client uses the Network Assistance session resource identifier (naSessionld) provided by the AF to refer al
subsequent API callsto the AF applicable to that Network Assistance session.

The 5GMS AF populates the Network Assistance session resource with the service data flow information and optionally
the policy template identifier that are valid for the media streaming session for which Network Assistance operations
are to be performed. The AF uses this information to execute Network Assistance operations in the 5GC.

The 5GMS Client uses the GET method with the Network Assistance Session resource identifier to retrieve a Network
Assistance Session resource from the 5GM S AF. The AF returns the Network Assistance Session resource if retrieval
was successful, otherwise an appropriate error code is returned without the session resource in case of failure.
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The 5GMS Client uses the GET method with the sub-resource path specified in Table 11.6.2-1 to request a bit rate
recommendation from the 5GMS AF. The 5GM Sd AF shall return the recommended bit rate in an HTTP response body
of type M5QoSSpecification if a bit rate recommendation could be obtained, otherwise an appropriate HTTP error code
shall be returned with no response body.

- For adownlink media streaming session, the recommended minimum and maximum downlink bit rates shall be
indicated in the properties mirBwDIBitRate and marBwDIBitRate respectively. The 5GM Sd Client shall ignore the
mandatory properties related to uplink streaming, i.e. mirBwUIBitRate and marBwUIBitRate.

- For an uplink media streaming session, the recommended minimum and maximum uplink bit rates shall be
indicated in the properties mirBwUIBitRate and marBwUIBitRate, respectively. The 5GM Su Client shall ignore
the mandatory properties related to downlink streaming, i.e. mirBwDIBitRate and marBwDIBitRate.

If a unique recommendation is given by the 5GMS AF then this recommended bit rate shall be set in both of these
properties. The optional properties minDesBwDIBitRate, minDesBwUIBitRate, desLatency and desLoss shall not be
included in the response.

The 5GMS Client uses the POST method with the sub-resource path specified in Table 11.6.2-1 to request a delivery
boost from the 5GMS AF. The 5GM S AF shall respond with the OperationSuccessResponse data type indicating
whether or not the delivery boost will be attempted by the network within an upcoming nominal time period.

The 5GMS Client uses the PUT or PATCH methods to replace the existing steaming session parameters with new
settings. The 5GM S AF returns the NetworkAssistanceSession resource with settings resulting from the PUT or PATCH
update operation.

The 5GMS Client uses the DELETE method to terminate the indicated Network Assistance session. The 5GMS AF
returns an appropriate response code. If the termination was successful, then any subsequent calls referring to the
terminated session will result in the error 404 (Not Found).

12 UE Media Session Handling (M6) APIs for uplink and
downlink

12.1 General

This clause defines the client APIs for Media Session Handling to be used by other 5G System components such as a
Media Player ina5GM Sd Client or the Media Streamer in a 5GM Su Client.

NOTE: Client-driven management of edge processing resources via reference point M6 is not specified in this
release.
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12.2  Media Session Handling for Downlink media streaming —
APIls and Functions

12.2.1 Overview

In the following, it is assumed that the Media Session Handler for downlink media streaming adheres to a basic set of
functionalities as shown in Figure 12.2.1-1.

5GMSd-Aware Application

T

Notificati
otifications Status

Methods and El"ors | 5GMSd Client
Méd

Media Session Handler
(=

KSD Application Management

Service Access

Information

Consumption =z

Media Reporting o

Player Status g
Metrics Reporting g ~TM5d 5GMSd AF

S Subscriptions and » | Media Player =

S Notifications g Management ?_Jr

Dynamic Policies g'

Settings and
Configuration

Network Assistance

Figure 12.2.1-1: Usage of M6d in Media Downlink Streaming

The Media Session Handler is considered to run as a service in the background, and is invoked for a media session once
amedia player in the 5GM Sd streaming client is activated with an MPD URL of media MIME type
"application/dash+xm ". Based onthe MPD URL, the Media Session Handler may initiate communication with

the 5GM Sd AF through M5d.
NOTE: Theinitiation of the Media Session Handler for other media types than DASH is for further study.
For an ongoing 5G Media Streaming session, the Media Session Handler is given the following authorizations:
1) The ability to do status query on M7d. For details see clause 13.
2) Theahility to process notifications and error on M7d. For details see clause 13.
3) The ahility to configure certain parameters on the media player based on M7d. For details again see clause 13.

In addition, the MSH can provide information on M6d to the application and possibly delegated to Media Player using
M6d for each of the Media Session Handler functionalities, namely providing:

1) Notification and Error Events,

2) Status Information.
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12.2.2 Media Session Handler model

12.2.2.1 State model

An informative state model for the Media Session Handler is for further study.

12.2.2.2 Media Session Handler internal properties

The Media Session Handler maintains internal properties as defined Table 12.2.2.2-1. Note that the parameters are
conceptua and internal and only serve for the purpose to describe message generation on the API calls.

Table 12.2.2.2-1: Parameters of Media Session Handler

States and Parameters Definition
_Configuration
_networkAssistance Network Assistance configuration.
_policyTemplate Policy Template configuration.
_consumptionReporting Consumption reporting configuration.
_metricsReporting Metrics reporting configuration.
_status|] The Media Session Handler maintains a status record.
12.2.2.3 Media Session Handler internal operations

This aspect isfor further study.

12.2.2.4 Starting and Stopping a Media Session Handler

There are different ways to start a Media Session Handler. The most typical oneisthat the start is bound to the call of a
Media Player with an MPD URL. That start method offers a client—server like interface realized by M6d. The serviceis
bound such that the Media Session Handler communi cates back to the Media Player.

12.2.3 General

Table 12.2.3-1 provides alist status information that can be obtained from the Media Session Handler through M6d.

Table 12.2.3-1: Status Information

Status Type Parameter Definition

Table 12.2.3-2 provides a list of general notification events exposed on M6d.

Table 12.2.3-2: General Notification Events

Event Definition Payload

SESSION_HANDLING_ACTIVATED Triggered when media session handling
was activated for a specific MPD URL.

SESSION_HANDLING_STOPPED Triggered when media session handling
stopped for a specific MPD URL.

Table 12.2.3-3 provides alist of general error events through M6d.

Table 12.2.3-3: General Error Events

Status Definition Payload

ERROR_SESSION_HANDLING Triggered when there is an error in the media session Not applicable.
handling.
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12.2.4 Dynamic Policy Information

Details are for further study.

12.2.5 Network Assistance Information

Details are for further study.

12.2.6 Consumption Reporting Information

Table 12.2.6-1 provides a list status information that can be obtained from the M SH through M6d.

Table 12.2.6-1: Status Information related to Consumption Reporting

Status Type Parameter Definition
consumptionReport hj ect The latest sent consumption report.

Table 12.2.6-2 provides alist of general notification events exposed on M6d.

Table 12.2.6-2: Notification Events related to Consumption Reporting

Status Definition Payload
CONSUMPTION_REPORTING_ACTIVATED | Informs that consumption reporting has been Not applicable.
activated.
CONSUMPTION_REPORTING_STOPPED Informs that consumption reporting has been Not applicable.
stopped.
NEW_CONSUMPTION_REPORT Informs that a new consumption report is
available and has been sent.

Table 12.2.6-3 provides alist of general error events through M6d.

Table 12.2.6-3: Error Events to Consumption Reporting

Status Definition Payload
ERROR_CONSUMPTION_REPORTING Error in consumption reporting occurred. Not applicable.

12.2.7 Metrics Reporting Information

Details are for further study.

12.3  Media Session Handling for Uplink Streaming — APIs and
Functions

Details are for further study.

13 UE Media Stream Handler (M7) APIs for uplink and
downlink

13.1 General

This clause defines a set of APIs and methods that permit an application or other UE functions to communicate with a
Media Player or Media Streamer. The main focus of this clause is to formalize and harmonize commonly available
proprietary APIsin order to support the usage of a Media Player or a Media Streamer in a 5G Media Streaming context.
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The APIs specified in this clause are language- and runtime-independent. Implementations are expected to provide
language bindings appropriate to the UE runtime environment.

13.2 DASH Media Player — APIs and Functions

13.2.1 Overview

In the following, it is assumed that the Media Player (in this case a DASH client) adheres to a basic set of functionalities
asshown in Figure 13.2-1. The DASH client downloads, processes and presents a DASH Media Presentation by
instruction of a 5GM Sd-Aware Application using the M7d interface.

The 5GM Sd-Aware Application can, in addition, configure the presentation of the media, can receive notifications on
events, or can query the internal status of the DASH Player, also supported through M7d. Different functions of the
DASH Access Client that are typically necessary to process a DASH Media Presentation, are shown in Figure 13.2-1.
Additional functions may be available as well.

5GMSd

5GMSd-Aware Application -MSd-O Application Provider

r 3 A

5GMSsd Client (M6d)

Settings and Notifications 02/
Config Rethods SEfD and Errors Media Session Handler
Metrics Reporting TMsd SEIEE] A
v A 4 I |
M7d M7d
WECIRHERER e e e e S e e e e e e e e e e e e o e e e e e e e e e E,/, ,,,,,, I
} Access Client |
|
|
1 |
I Management ‘ }
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| l [ |
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} MPD Processing }
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Figure 13.2.1-1: DASH Client Architecture

The key functionalities of each of the functions as shown in Figure 13.2-1 are summarized in the following:

- BGMSd-Aware Application: Application that makes use of the DASH/Media Player to playback a DASH
Media Presentation using the APIs defined in this clause.

- Media Player: A complete player for the playback of a Media Presentation, including the Media Playback and
Content Decryption Platform as defined in TS 26.511.

- Access Client: A part of the DASH Player that accesses and downloads of the resources and provides the
downloaded resources to the Media Playback Platform and Content Decryption for the playback of DASH
content.

- Management: Controls all internal processes and the communication with the 5GM Sd-aware application. In
particular thisincludes the handling of service descriptions and operation points.

- MPD Processing: parses and processes the MPD and extracts the relevant information.
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- Adaptation Set Selection: selects the Adaptation Set based on user, application and/or device capability
information. Information provided through M7d may be used.

- ABR Controller and Dynamic Switching: runs adaptive bit rate logic and triggers adaptive switching of
Representations. Information provided to the DASH client through M7d may be used.

- Throughput Estimation: estimates the throughput from the 5GM Sd Application Server.

- Metrics Logging: logs relevant low-level metrics and provides those to the metrics aggregation and reporting
functionsin the Media Session Handler.

- Media Playback Management and Protection Controller: manages the media playback by moving downloaded
information into media playback platform and also addresses handling of protection and DRM related
information.

- Media Playback and Content Decryption Platform: plays back CM AF-based media content according to the
playback requirementsin TS 26.511. It also provides status information as well as events that maybe be
provided through M7d.

- Bvent Processing: Processes DASH events and providesinformation to application as defined in TS 26.247

[4].

This clause focuses on Media Player related communication through M7d. In particular, the following aspects of M7d
are defined:

1) Methodsto interact with the Media Player are defined in clause 13.2.3.

2) Notification and Error Events are defined in clause 13.2.4.

3) Configuration and Settings APIs are defined in clause 13.2.5.

4) Status Information APl isdefined in clause 13.2.6.
The communication to the media playback platform is defined through the detailsin TS 26.511 [35].
A 5GM S client for DASH distribution shall support the APIs defined in this clause 13.

NOTE: Theinitial APIshave largely been designed based on the dash.js APIs documented here:
http://cdn.dashjs.org/l atest/jsdoc.

13.2.2 Media Player model

Figure 13.2.2-1 provides an informative client state model in order to appropriately describe the messages on the Media
streaming service API. Six different states are defined.

State changes may happen based on:
- Cadlsfrom application.

- Information provided in the Media Presentation Description (MPD).
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destroy()

preload(MPD)

destroy()

seel(MPD.time) idestroy()

Figure 13.2.2-1: State Diagram for Media Player

Table 13.2.2-1 defines states for the Media Player. Detailed descriptions are provided in the following subclauses.

Table 13.2.2-1: States of Media Player

States Definition
IDLE The Media Player is not associated with any application.

INITIALIZED The Media Player is associated with an application and the M7d APl communication is established.

READY The Media Player has loaded an MPD and is able to playback the media in this Media Presentation.
It also updates the MPD according to the MPD update mechanism.

PRELOADED | The Media Player has pre-loaded all media information in order to start playback instantaneously. It
also updates the MPD according to the MPD update mechanism.

PLAYING The Media Player is playing the Media Presentation. It also updates the MPD according to the MPD
update mechanism.
PAUSED The playback of the Media Presentation is paused. It also updates the MPD according to the MPD

update mechanism.

It isassumed that the DASH Access Client manages the playback of at most one CMAF track for each mediatype,
namely one for video, one for audio and one for subtitles as defined in TS 26.511 [35]. Playback of multiple CMAF
tracks of the same mediatype is not excluded for 5GMS, but detailsis for further study.

13.2.3 Methods

13.2.3.1 General

Based on the state model in clause 13.2.2, this clause introduces relevant procedures and API calls.
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Table 13.2.3.1-1 provides an overview over the methods defined for the DA SH-based streaming API. Note that in
implementations, additional methods may be supported.

Table 13.2.3.1-1: Methods defined for DASH Streaming API

Method State after Brief description Clause
success
initialize() INITIALIZED The Media Player is created. 13.2.3.2
at t ach( MPD) READY sets a source URL to an MPD file or a previously 13.2.3.3
downloaded and parsed MPD.
pr el oad( MPD) PRELOADED Streaming the media is initiated. 13.2.3.4
pl ay( MPD) PLAYING Playback of the media is initiated. 13.2.3.5
pause() PAUSED Playback of the media is paused. 13.2.3.6
seek(MPD, time) | PLAYING The playback time of the media is altered. 13.2.3.7
reset () INITIALIZED All media related information is reset. 13.2.3.8
destroy() IDLE All media player related information is reset and API 13.2.3.9
communication is stopped.
13.2.3.2 Initialize

This clause definesthei ni ti al i ze() method.
The Media Player is created by initializing using thei ni ti al i ze() method. The following functions are initialized:

- MediaPlayback Management in order to enable API-based communication through M7d. In particular, the M7d
Notifications and Errors API (see clause 13.2.4) and the Status Query (see clause 13.2.5) are established.

13.2.3.3 Attach
This clause definesthe at t ach() method.
The following pre-conditions apply:
- TheMediaPlayer isbein INITIALIZED state.

An 5GM Sd-Aware Application callsat t achMPD( ) to set a source URL to an MPD file or a previously downloaded
and parsed MPD.

The parameters of the method are defined in Table 13.2.3.3-1.

Table 13.2.3.3-1: Parameters for at t achMPD( )

Name Type
urlOrMPD string | Object

Description
A URL to a valid MPD or a valid MPD as defined in ISO/IEC 23009-1 [32] or
TS 26.247 [4].

The URL may be augmented by MPD Anchors as defined in ISO/IEC 23009-1
[32], Annex C.4.

The following Media Player Actions are expected:
- The Request Scheduling and Download functions are established.
- If theinputisa URL, the Media Player requests the MPD at the corresponding URL through M4d.

- If the MPD is not found after multiple retries, an error ERROR_MPD_NOT_FOUND isreturned and the process
is terminated.

- The MPD Processing function is established and the MPD parsed.
- If the MPD is not valid, an error ERROR_MPD_NOT_VALID is returned and the process is terminated.

- If the DASH Player does not support the profiles asindicated in the MPD, an error
ERROR_PROFILE_NOT_SUPPORTED isreturned and the process is terminated.
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- Depending on the type of the MPD, possibly present anchors as well as the wall-clock time, the Media Player
selects the Period in the content that is expected to be played next.
- The Media Playback Management and Protection Controller is established.

- TheMPD isparsed for available Service Descriptions (including Media Subsets and Adaptation Sets). By using
capability mechanisms defined in TS 26.511 [35] as well as using other information (language settings, output
capabilities, accessibility settings), the Media Player identifies a set of permissible Service Descriptions
including Media Subsets and Adaptation Sets. If no Adaptation Sets are capable to be played, an error
ERROR_MEDIA_NOT_SUPPORTED isreturned and the process is terminated.

- Theavailable Service Descriptions including included Adaptation Sets are provided to the application through
M7d.

- Theapplication may select a Service Description instance as well as Adaptation Sets. Additional Service
Descriptions parameters may be configured through M7d.

- Based on the service description parameters and selected Adaptation Sets:
- the Operation Point parameters are set.
- the Media Playback Platform and Content Decryption is established using the methods defined in TS 26.511.

- The selected Adaptation Sets are initialized by downloading the relevant Initialization SegmentsCMAF
Headers through M4d in the Media Playback Platform asin TS 26.511 [35] establishing atrack buffer for
each selected mediatype.

- Depending on the MPD information and/or M 7d configuration, one or more of the following functions may be
established:

- Metrics Logging and Collection
- Event Processing and Notification
- Client Metadata handling
- The MediaPlayer isleft in the READY state.

An application may use this method to load an MPD and in order to prepare playback. In case of errors notifications, it
is up to the application to initiate appropriate actions.

13.2.34 Pre-load
This clause defines the pr el oad() method.
The following pre-conditions apply:
- TheMediaPlayer isin INITIALIZED or READY state.

An 5GM Sd-Aware Application calls pr el oad() to cause the player to begin streaming the media as set by the
attach() method in preparation for playing.

The parameters of the method are defined in Table 13.2.3.4-1.

Table 13.2.3.4-1: Parameters for att achSour ce()

Name Type Description
urlOrMPD string | Object A URL to a valid MPD or a valid MPD as defined in ISO/IEC 23009-1 [32] or
TS 26.247 [4].

The URL may be augmented by MPD Anchors as defined in ISO/IEC 23009-1
[32], Annex C.4.

The following Media Player Actions are expected:

- IfinINITIALIZED state, theat t ach() method isinvoked.
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Depending on the type of the MPD, possibly present anchors as well as the wall-clock time, and other MPD
information, the earliest media time span for pre-loading is identified.

The Access Client schedules and generates requests for the relevant media segments based on the ABR
Controller information, as well as the throughput estimation and downloads this media.

The Segments are downloaded from the corresponding URL s through M4d earliest at the segment availability
start time of the Segments.

The Segments ate appropriately appended to the track buffers as established according to Media Playback
Platform and Content Decryption APIs, following the description in TS 26.511 [35] for playback requirements.

Configuration and service description parameters are taking into account, for example the content is
continuously loaded to remain at the live edge following the latency requirements provided in the service
description setting. Content not at the live edge is removed. For static services, the content isloaded from the
beginning up to a suitable buffer duration, possibly as configured, and then downloading is stopped.

Appropriate notifications and error messages are generated. For details refer to clause 13.2.5.
Appropriate Status Information is generated. For details refer to clause 13.2.6.

The Media Player isin PRELOADED state.

An application may use this method to preload mediainto the player in order minimize the start-up time.

13.2.35 Play

This clause definesthe pl ay() method.

The following pre-conditions apply:

The MediaPlayer isin INITIALIZED or READY or PRELOADED or PAUSED state.

An 5GM Sd-Aware Application callspl ay() to cause the player to begin playback of the media as set by the
attach() method.

The parameters of the method are defined in Table 13.2.3.5-1.

Table 13.2.3.5-1: Parameters for pl ay()

Name Type Description

urlOrMPD string | Onject A URL to a valid MPD or a valid MPD as defined in ISO/IEC

23009-1 [32] or TS 26.247 [4].

The URL may be augmented by MPD Anchors as defined in
ISO/IEC 23009-1 [32], Annex C.4.

The following Media Player Actions are expected:

If in INITIALIZED state, theat t ach() method isinvoked.

If in PAUSED dtate, the earliest mediatime is MEDIA_TIME (for details see clause 13.2.3.6), else, depending on
the type of the MPD, possibly present anchors as well as the wall-clock time, and other MPD information, the
earliest mediatime for start-up isidentified.

The Access Client checks the available buffer state of mediain the Media Playback Platform. Based on this, the
Access Client schedules and generates requests for the relevant media segments based on the ABR Controller
information, as well as the throughput estimation and downloads this media.

The Segments are downloaded from the corresponding URL s through M4d earliest at the segment availability
start times.

The mediais appropriately appended to the Media Playback Platform and Content Decryption APIs, following
the descriptionin TS 26.511 [35] for playback reguirements.
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Once athreshold for sufficient buffering is reached, the Media Playback platformisinitiated to be started, i.e. a
playback isinitiated, following the description in TS26.511 [35] for playback requirements.

The content is continuously streamed, downloaded and played back.
Appropriate notifications and error messages are generated. For details refer to clause 13.2.4.
Appropriate Status Information is generated. For details refer to clause 13.2.5.

The MediaPlayer isin PLAYING state.

An application may use this method to initiate playback of media.

13.2.3.6 Pause

This clause defines pause() method.

The following pre-conditions apply:

The Media Player isin PLAYING state.

An 5GM Sd-Aware Application callspause() to cause the Media Playback Platform to pause playback.

No parameters are attached.

The following Media Player Actions are expected:

The playback on the playback platform is paused and the mediatime is maintained as MEDIA_TIME.

The Access Client checks the available buffer state of mediain the Media Playback Platform. Based on this, the
Access Client schedules and generates requests for the relevant media segments based on the ABR Controller
information, as well as the throughput estimation and downloads this media.

The mediais downloaded from the corresponding URL through M4d earliest at the segment availability start
time of the media.

The mediais appropriately appended to the Media Playback Platform and Content Decryption APIs, following
the descriptionin TS 26.511 [35] for playback reguirements.

Once the buffers are sufficiently filled, the client stops downloading.
Appropriate notifications and error messages are generated. For details refer to clause 13.2.4.
Appropriate Status Information is generated. For detailsrefer to clause 13.2.5.

The Media Player isin PAUSED state.

An application may use this method to play back media.

13.2.3.7 Seek

This clause definesseek() method.

The following pre-conditions apply:

The MediaPlayer isin INITIALIZED, READY, PRELOADED or PAUSED state.

An 5GM Sd-Aware Application calls seek() to cause the player to go a specific mediatime.
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The parameters of the method are defined in Table 13.2.3.7-1.

Table 13.2.3.7-1: Parameters for seek()

Name Type Description
urlOrMPD string | Object A URL to a valid MPD or a valid MPD.
The URL may be augmented by MPD Anchors as defined in ISO/IEC 23009-1
[32], Annex C.4.
mediaTime Unsi gned i nteger | The media time in milliseconds for playback.

The following Media Player Actions are expected:
- IfinINITIALIZED state, theat t ach() method is carried out.

- If themedi aTi e is not accessible return an error ERROR_MEDIA_TIME_NOT_ACCESSIBLE and terminate the
process.

- Theearliest mediatimeisset to thenedi aTi ne.
- Thestateis set to PAUSED.
- Theplay() command isissued.

An application may use this method to initiate playback of media.

13.2.3.8 Reset
This clause definesther eset () method.
The following pre-conditions apply:
- The MediaPlayer may bein any state.

An 5GM Sd-Aware Application callsr eset () resetsal information related to the media and the Media Presentation
described by the MPD is destroyed.

No parameters are attached.
The following Media Player Actions are expected:
- The playback on the playback platform terminated.
- All open requests are cancelled.
- All scheduled requests are del eted.
- Thecurrent MPD isremoved.
- TheMediaPlayer isleft inthe INITIALIZED state.

An application may use this method to terminate the playback of any media.

13.2.3.9 Destroy
This clause definesdest r oy() method.
The following pre-conditions apply:
- The MediaPlayer may bein any state.
An 5GM Sd-Aware Application callsdest r oy( ) resets all information related to the media and the network.
No parameters are attached.

The following Media Player Actions are expected:
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- The playback on the playback platform terminated.

- All open requests are cancelled.

- All scheduled requests are del eted.

- Thecurrent MPD isremoved.

- All network information is history is cleared.

-  TheMediaPlayer isleft inthe IDLE state.

An application may use this method to terminate the playback of any media clear and download related information.

13.2.4 Configurations and settings API

DASH streaming may be configured with the parameters provided in Table 13.2.4-1. Note that these parameters may be
set and they may also be observed.

Table 13.2.4-1: Configuration API

Status

Type

Definition

source

Qbj ect

Provides the MPD and all contained information.

consumptionMode Enum Defines two modes:
live: in this case the target latency is maintained, if specified in the
service description, according to the parameters
vod: in this case the latency is set by the application and the latency
settings are ignored.
maxBufferTime I nt eger Maximum buffer time in milliseconds for the service.
serviceDescriptionld id Selects a service description by selecting an identifier.
serviceDescriptions][] Service Configures a service description as defined in ISO/IEC 23009-1 [32],
description Annex K. This allows the application to define additional service
paraneters descriptions beyond those defined in the MPD.

id id Sets a service description identifier different from the ones available in
the service descriptions in the MPD or modifies existing service
descriptions.

serviceLatency oj ect Sets service description parameters for the service latency, as
defined in ISO/IEC 23009-1 [32], Table K.1.

playBackRate oj ect Sets service description parameters for the playback rate, as defined
in ISO/IEC 23009-1 [32], Table K.2 when the service is consumed in
live mode.

operatingQuality oj ect Sets service description parameters for the operating quality, as
defined in ISO/IEC 23009-1 [32], Table K.3.

operatingBandwidth | Obj ect Sets service description parameters for the operating bandwidth, as
defined in ISO/IEC 23009-1 [32], Table K.4.

mediaSettings(] Media type Sets the selected Adaptation Set based on the available Adaptation
audi o, vi deo, Sets for each media type.
subtitle

metricsConfiguration[] bj ect Defines the setting for collecting metrics.
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13.2.5 Notifications and error events

Table 13.2.5-1 provides alist of notification events that are provided by the Media Player.

Table 13.2.5-1: Notification events

Status Definition Payload
AST_IN_FUTURE Triggered when playback will not start yet as the Time before
MPD's availabilityStartTime is in the future. playback will start.
AVAILABLE_MEDIA_CHANGED The list of available media has changed. Media type:
video, audio,
subtitle, all
BUFFER_EMPTY Triggered when the media playback platform's Media Type
buffer state changes to stalled.
BUFFER_LOADED Triggered when the media playback platform's Media Type

buffer state changes to loaded.

CAN_PLAY

Sent when enough data is available that the media
can be played.

Not applicable.

MANIFEST_LOADED

Triggered when the manifest load is complete

Not applicable.

METRIC_ADDED

Triggered every time a new metric is added.

METRIC_CHANGED

The minimum bit rate that the ABR algorithms will
choose. Use NaN for no limit.

METRIC_UPDATED

Set to true if you would like DASH Client to keep
downloading fragments in the background when
the video element is paused.

METRICS_CHANGED

Triggered whenever there is a change to the
overall metrics.

OPERATION_POINT_CHANGED

Triggered whenever there is a change of an
operation point parameter.

PLAYBACK_ENDED

Sent when playback completes.

PLAYBACK_ERROR

Sent when an error occurs. The element's error
attribute contains more information.

Error attribute.

PLAYBACK_PAUSED

Sent when playback is paused.

PLAYBACK_PLAYING

Sent when the media begins to play (either for the
first time, after having been paused, or after ending
and then restarting).

PLAYBACK_SEEKED

Sent when a seek operation completes.

PLAYBACK_SEEKING

Sent when a seek operation begins.

PLAYBACK_STALLED

Sent when the media playback platform reports
stalled

PLAYBACK_STARTED

Sent when playback of the media starts after
having been paused; that is, when playback is
resumed after a prior pause event.

PLAYBACK_WAITING

Sent when the media playback has stopped
because of a temporary lack of data.

SERVICE_DESCRIPTION_SELECTED

sent when the DASH client has selected a service
description.

SERVICE_DESCRIPTION_CHANGED

Sent when the DASH client has changed a service
description.

SERVICE_DESCRIPTION_VIOLATED

Provides notification that the service description
parameters are currently not met.

Parameters of
service description
that are not met.

SOURCE_INITIALIZED

Triggered when the source is setup and ready.
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Status

Definition

Payload

ERROR_MPD_NOT_FOUND

Triggered when the MPD is not found.

ERROR_MEDIA_PLAYBACK

Triggered when there is an error from the media
playback platform buffer.

ERROR_MPD_NOT_VALID

The provided MPD is not valid according to the XML
schema and schematron rules.

Detailed error
information.

ERROR_MEDIA_TIME_NOT_ACCESSIBLE

After seek operation, the media time is not
accessible.

ERROR_PROFILE_NOT_SUPPORTED

The profile of the Media Presentation is not
supported.

13.2.6 Status Information

Table 13.2.6-1 provides alist of dynamically changing status information that can be obtained from the client.

Table 13.2.6-1: Dynamic Status information

Status

Type

Parameter

Definition

AverageThroughput

fl oat

none

Current average throughput computed in
the ABR logic in bit/s.

BufferLength

fl oat

Medi aType
"video", "audio"
and "subtitle"

Current length of the buffer for a given
media type, in seconds. If no type is
passed in, then the minimum of video,
audio and subtitle buffer length is
returned. NaN is returned if an invalid type
is requested, the presentation does not
contain that type, or if no arguments are
passed and the presentation does not
include any adaption sets of valid media

type.

liveLatency

fl oat

none

Current live stream latency in seconds
based on the latency measurement.

MediaSetting[]

MPDAdapt at i onSet

Medi aType

"video", "audio"
and "subtitle"

Current media settings for each media
type based on the CMAF Header and the
MPD information based on the selected
Adaptation Set for this media type.

MediaTime

fl oat

None

Current media playback time from media
playback platform. The media time is in
seconds and is relative to the start of the
playback and provides the media that is
actually rendered.

PlaybackRate

fl oat

None

The current rate of playback. For a video
that is playing twice as fast as the default
playback, the playbackRate value should
be 2.00.

availableServiceDescriptions|]

Provides the
available service
descriptions

Provides the list of available selectable
service descriptions with an id to select
from. Those are either configured ones or
the ones in the MPD.

availableMediaOptions[]

List of Adaptation
Set or Preselection
ids

Medi aType
"video", "audio"
"subtitle”

"all"

Provides the list of available media
options that can be selected by the
application based on the capability
discovery and the subset information.

Metrics[][]

Metrics

A data blob of metrics for each defined
metrics collecting scheme.
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Table 13.2.6-2 provides alist of configured operation point information that can be obtained from the client. Any
change to a parameter below shall be announced with a notification OPERATION_POINT_CHANGED.

Table 13.2.6-2: Operation Point Information

OperationPoint Operation Point The currently configured operation point parameters according
Parameters to which the DASH client is operating.

mode Enum The following operation modes are defined:
live: The DASH client operates to maintain configured target
latencies using playback rate adjustments and possibly resync.
vod: The DASH client operates without latency requirements
and rebuffering may result in additional latencies

maxBufferTime I nt eger maximum buffer time in milliseconds for the service.

switchBufferTime I nteger buffer time threshold below which the DASH clients attempts to
switch Representations.

Latency Defines the latency parameters used by the DASH client when
operating in live mode.

target I nt eger The target latency for the service in milliseconds.
max I nt eger The maximum latency for the service in milliseconds.
min I nt eger The maximum latency for the service in milliseconds.

PlaybackRate Medi aType Defines the playback rate parameters used by the DASH client

audio, video, all for catchup mode and deceleration to avoid buffer underruns

and maintaining target latencies.

max Real The maximum playback rate for the purposes of automatically
adjusting playback latency and buffer occupancy during normal
playback, where 1.0 is normal playback speed.

min Real The minimum playback rate for the purposes of automatically
adjusting playback latency and buffer occupancy during normal
playback, where 1.0 is hormal playback speed.

Bandwidth Defines the operating bandwidth parameters used by the DASH
client used for a specific media type or aggregated. The values
are on IP level.

target I nt eger The target bandwidth for the service in bit/s that the client is
configured to consume.

max I nt eger The maximum bandwidth for the service in bit/s that the client is
configured to consume.

min I nt eger The minimum bandwidth for the service in bit/s that the client is
configured to consume.

PlayerSpecificParameters Player specific parameters may be provided, for example about
the used algorithm, etc.

13.2.7

Usage of M7d Information by Media Session Handler

The media session handler may use the notifications, errors and status information provided through M7d to execute

relevant tasks.

14

Application (M8) APIs for uplink and downlink

APIs of thisreference point are not specified within thisrelease.

15 Miscellaneous UE-internal APIs

15.1

While the core functionality of 5GMS is specified in terms of the dedicated system interfaces and APIs that impact the
UE, specified in clauses 10 to 14 (M4 to M8 respectively), certain features of 5GMS rely on interfaces and APIs that are
essentially UE-internal.

General

Each usage of a UE-internal interface is specified in subsequent sub-clauses of the present clause.
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15.2  RAN Signaling-based Network Assistance API

If RAN Signaling-based Network Assistance is supported, the Media Session Handler uses an interface to the RAN
Modem (specifically, the UE MAC entity in the modem) to send and receive bit rate recommendation messages. The
interface to the modem may be based on the AT commands +CGBRRREQ and +CGBRRREP as defined in [15].

Furthermore, messaging across that interface corresponds to the logical trandations of the Bit Rate Recommendation
and/or Bit Rate Recommendation Query messages, carried by the Recommended bit rate MAC CE, exchanged between
the RAN Modem and the RAN, as specified in [13] for 5G NR and [14] for LTE. The association between the LCID for
which the recommendation applies and the actual flow (including the intermediate RLC channél) is performed by the
modem.

NOTE: The+C5GQOSRDP=? command may be used to get alist of CID values that are associated with QoS
flows (both network and MT/TE initiated).When used for requesting a bit rate boost, the query shall not
request a bit rate that may exceed the MFBR for the corresponding QoS Flow. Failure to ensure this may
result in unexpected congestion-induced packet delays and dropping.

The Bit Rate Recommendation Query shall indicate the bit rate desired by the application, as described by [13] and [14].
Thisrequest may be used by the 5GM Sd Media Session Handler to request for atemporary increase in bit rate for the
corresponding flow (bit rate boost). The RAN responds with a Bit Rate Recommendation message that confirms the
recommended bit rate after the boost grant. Once the bit rate drops again after a boost grant, the network shall inform
the Media Session Handler about the new recommended bit rate by means of an ANBR message.

Whenever the Media Session Handler receives a message from the RAN Modem, corresponding to the logical
trandation of the Bit Rate Recommendation message for the associated RAN uplink or downlink, it shall indicate the
associated hit rate recommendation to either the Media Player (viaM7d, in the case of downlink streaming) or Media
Streamer (viaM7u, in the case of uplink streaming) function of an affiliated PDU session. Furthermore, whenever the
Media Session Handler receives arequest for a bit rate boost from either the Media Player (viaM6d in the case of
downlink streaming) or the Media Streamer (via M6u, in the case of uplink streaming) function of an affiliated PDU
session, it may send a bit rate boost message to the RAN Modem. That bit rate boost request is logically trandated by
the modem to the Bit Rate Recommendation Query message which is then sent to the RAN on the associated RAN
uplink or downlink.

It isleft to the implementer of the media player to decide how to best use the bit rate recommendation and the bit rate
recommendation query information for the media streaming sessions.

15.3 RAN-based Metrics Reporting API

These procedures shall be used by the Media Session Handler to control metrics reporting when such reporting is
configured by the OAM viathe 5G control channel.

The Media Session Handler shall subscribe to metrics configurations from the OAM according to TS 26.247

Annex L.1. This configuration may also include virtual reality metrics as specified in TS 26.118 [42] clause 9.3. When
ametrics configuration is received, the Media Session Handler shall store this configuration and use it for all
subsequent streaming sessions.

When a streaming session is started the Media Session Handler shall determine whether metrics from this session shall
be reported. The determination shall be based on the sample percentage and streaming source filter specified in the
stored metrics configuration, according to TS 26.247 Annex F.

If metrics are to be reported for the session, the Media Session Handler shall request the Media Player to create a
metrics collection job. The Media Player shall return areference to the created job, which the Media Session Handler
shall usein all subsequent actions related to this job.

The Media Session Handler shall configure the metrics collection job with the set of metrics that shall be collected
during the session. The format of the configuration shall be according to TS 26.247 Annex L.2, but note that only the
metrics attribute in the configuration shall be used for this purpose.

The Media Session Handler shall regularly request the collected metrics from the Media Player according to the
reportingInterval specified in the metrics configuration. The metrics returned by the Media Player shall use the format as
described in TS 26.247 clause 10.6, and (for virtual reality media) in TS 26.118 [42] clause 9.4, and the Media Session
Handler shall forward these to the OAM according to TS 26.247 Annex L.1.
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When the session is finished the Media Session Handler shall delete the metrics collection job.

16 Usage of 5GC interfaces and APIs

16.1 General

While the core functionality of 5GMSiis specified in terms of the dedicated system interfaces and APIs specified in
clauses 7 to 14 (for M1 to M8 respectively), certain features of 5GM S rely on interfaces and APIs defined within the
scope of the 5GC.

Each such case of usage of a 5GC interface and API is documented in subsequent sub-clauses of the present clause.

NOTE: The5GMS architecture may be applied to an EPS although such an application is not specified in the
present document and is | eft to the discretion of deployments and implementations.

16.2  Usage of N5/N33 for AF-based Network Assistance

The feature of AF-based Network Assistance operates within interface M5 between the UE and an AF that provides
Network Assistance capabilities, as defined in clause 11.6. The Network Assistance protocol and APl within M5 is
defined in a generic way so that the associated Network Assistance functionality in the 5GC may be realised by various
means.

In the present specification the 5GMS AF converts the Network Assistance API calls and responses carried in interface
M5 into API callsto the Session Management Policy Control Service, as specified in TS 29.514 [34].

If the Network Assistance feature is supported, then the 5GMS AF shall offer the bitrate recommendation and delivery
boost request API based on existing policy templates that match the filtering criteriafor a media streaming session,
through the usage of either the Npcf_PolicyAuthorization APl over N5, or the Nnef_AFSessionWithQoS over N33
interface to the PCF.

When serving a media streaming session that bel ongs to the AF application session context, the AF shall subscribe to
the following PCF notifications with the PCF:

- Service Data Flow QoS notification control;
- Service Data Flow Deactivation;
- Resources allocation outcome.

If no corresponding AF application session context aready exists, the AF shall use the Npcf_PolicyAuthorization_Create
method with the appropriate service information to create and provision an application session context. The information
in the AppSessionContextRegData shall be derived from the policy template.

When requesting QoS provisioning for a media streaming session, the 5GM S AF shall use the configured policy
templates of the Provisioning Session to determine the list of the QoS references within the "altSerReqgs’. The lowest
priority index shall be assigned to the policy template with the lowest QoS regquirement and the highest priority shall be
assigned to the requested operation point by the UE (if the UE is allowed to use that operation point).

Media streaming sessions shall use exactly one component per session. It is assumed that a single sub-component is
used, unless otherwise indicated.

NOTE: Thisclauseisnot limiting the possible set of 5G System exposure functionalities for obtaining Network
Assistance information.
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17 Media Streaming data reporting at R4

17.1 General

The following record types shall be used with the Ndcaf_DataReporting_Report service operation specified in
clause 7.3.2.2.3.1 of TS 26.532 [47]. In each case, one or more records are included in a DataReport, as specified in
clause 7.3.3.2.1 of [47].

The OpenAPI definitions of the record types are found in clause C.5.1 of the present document.

17.2 MediaStreamingAccessRecord type

As specified in clause 4.11.3, the MediaStreamingAccessRecord type shall be used by the 5GMS AS to report media
streaming access.

Table 17.2-1: Definition of MediaStreamingAccessRecord type

Property name Data Type | Cardinality Description
timestamp Dat eTi e 1.1 The date and time of the media access. (See table 6.4.2-1.)
mediaStreamHandler | Endpoi nt 1.1 The endpoint address of the Media Stream Handler accessing
EndpointAddress Addr ess the 5GMS AS. (See clause 6.4.3.8.)
applicationServer Endpoi nt 1.1 The service endpoint on the 5GMS AS to which the Media
EndpointAddress Addr ess Stream Handler is connected. (See clause 6.4.3.8.)
sessionldentifier string 0.1 An identifier for the HTTP session on which the Media Stream

Handler request was made.

This should not contain any user-identifiable data. It may, for
example, be a one-way hash of the transport connection
identifier, if available from the underlying transport protocol.
Alternatively, it could be a one-way hash of the 5-tuple formed
from the Media Stream Handler and 5GMSd AS endpoint
addresses and a transport protocol identifier.

requestMessage oj ect 1.1 Details of the HTTP request message submitted to the

5GMS AS by the Media Stream Handler for this media access.

method string 1.1 The request method.

url Ul 1.1 The request URL. (See table 6.4.2-1.)

protocolVersion string 1.1 The HTTP protocol version, e.g. "HTTP/1.1".

range string 0.1 The value of the Range request header, if present.

size U nt eger 1.1 The total number of bytes in the request message.

bodySize U nt eger 1.1 The number of bytes supplied by the Media Stream Handler in
the HTTP request message body.
Zero if there is no request body.

contentType string 0.1 The MIME content type of the request message, if any.

userAgent string 0.1 A string describing the requesting Media Stream Handler, if it
supplies a User - Agent request header.

userldentity String 0.1 A string identifying the user that made the access, if supplied.

referer Ul 0.1 The URL that the Media Player reports being referred from, if
the Ref er er request header is supplied. (See table 6.4.2-1.)

cacheStatus Cache 0.1 An indication of whether the 5GMS AS is able to serve an
St at us object corresponding to requestMessage,url from cache (HIT)

or whether there is a stale object cached (EXPIRED) or the
requested object is not present in cache (MISS). (See
table 6.4.4.4.)

For non-caching implementations of the 5GMS AS, the
property shall be omitted.

responseMessage hj ect 1.1 Details of the HTTP response message returned by the
5GMS AS to the Media Stream Handler for this media access.

responseCode U nt eger 1.1 The HTTP response code.

size U nt eger 1.1 The total number of bytes in the response message.
bodySize U nt eger 1.1 The number of bytes in the HTTP response message body.
contentType string 0.1 The MIME content type of response message, if any.
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Property name Data Type | Cardinality Description
processingLatency Fl oat 1.1 The time, expressed in milliseconds, taken by the 5GMS AS to
respond to the Media Stream Handler request, measured from
the first byte of the HTTP request being processed by the
5GMS AS to the last byte of the response being sent.
connectionMetrics bj ect 0.1 Metrics about the performance of the transport connection
underlying the HTTP session serving this media access.
meanNetwork Fl oat 1.1 A rolling mean average, expressed in milliseconds, of the
RoundTripTime network round-trip time for the HTTP session.
networkRoundTrip | Fl oat 1.1 The variation in meanNetworkRoundTripTime, expressed in
TimeVariation milliseconds, during the averaging period.
Congestion U nt eger 1.1 The current size (in bytes) of the congestion window for the
WindowsSize transport connection underlying the HTTP session.

18 Event exposure at R5 and R6

The Naf_EventExposure service specified in TS 29.517 [46] shall be used by event consumer to subscribe to the
following types of 5G Media Streaming event notifications, identified by their respective Event IDs, from the Data
Collection AF instantiated in the 5GM S AF, and subsequently to receive such natifications:

1. Media Streaming QOE Event, as specified in clause 5.6.2.23 of [46], comprising

a) 3GPP-defined QoE metrics information, and

b) non-3GPP-defined QoE metrics information.

. Media Streaming Consumption Event, as specified in clause 5.6.2.24 of [46].

2
3. Media Streaming Network Assistance Invocation Event, as specified in clause 5.6.2.25 of [46].
4

. Media Streaming Dynamic Policy Invocation Event, as specified in clause 5.6.2.26 of [46].

5. Media Streaming Access Event, as specified in clause 5.6.2.27 of [46].

In this release, eligible event consumer subscribersto the Naf_EventExposure service as specified in [46] are the

following:

- The NWDAF defined in TS 23.288 [47].

- The Event Consumer AF defined in TS 26.531 [46] when it is deployed in the Trusted DN.

- TheNEF defined in TS 23.501 [2] when it is used to expose the Naf_EventExposure service to functions outside
the Trusted DN viathe Nnef_EventExposure service defined in TS 23.502 [45].

Implementations of the Data Collection AF instantiated the 5GM S AF shall support negotiation of the optional features
relating to 5G Media Streaming specified in table 5.8-1 of TS 29.517 [46]. Feature negotiation by event consumersis
achieved as specified in clause 5.8 of [46].
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Annex A (informative):
5GMS Parameter propagation for DASH Streaming

Al End-to-end model

Figure A.1-1 below depicts an end-to-end model for the 5GM S parameter propagation for DASH streaming with
dynamic policy. The arrows indicate the main information flow. The interfaces specified in TS 26.501 [2] are used
throughout. However, there are additional interfaces (i.e. P1 or U1), which are not in the 5GMS Architecture.
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Figure A.1-1: End-to-end model for dynamic policy parameter propagation

Theinterfacesinvolved and their rolesin this feature are as follows:
- M1 Provisioning interface between the 5GM S Application Provider and the 5GMS AF.

- P1: The 5GMS Application Provider provisions the DASH MPD generator, e.g. by annotating the MPD with
Service Descriptions.

- U1 User Interface to the 5GM S-Aware Application.
NOTE: The5GMS Application Provider controls the application, i.e. controls the GUI choices.

- M8: Non-standardized input from the 5GM S Application Provider to the 5GM S-Aware Application, such as
country-specific application behaviours (languages, on-demand catal ogue, €etc).

- Input on subscriptions (e.g. 4K subscription versus SD subscription).
- Device-specific content selection rules (e.g. SmartPhone versus Smart TV).
- Additional service offering features (e.g. background download possible).

- C1 (oneof M6 or M7): Information from the 5GM S-Aware Application to the 5GMS Client, e.g. user content
selections.

- M®6: Information flow from the DASH Player to the Media Session Handler.
- M7: Information flow from the Media Session Handler to the DASH Player.

- Mb5_1: Information flow into the Media Session Handler for parameter provisioning (Policy Descriptions,
which originate from 5GMS AF and 5GMS Application Provider). The Policy Descriptions contain or reference
the detailed Service Access Information, i.e. URLs to activate a certain policy.
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- Mb5_2: Information flow from the Media Session Handler to the 5GMS AF. Thisincludes:

- input to create the Service Data Flow Templates (see TS 23.503 [33]) for identifying the application data
flows within a PDU Session,

- anidentifier for the Dynamic Policy instance (e.g. QoS, Conditional Zero-rating, charging, etc) and
- optionally, Network Assistance information, e.g. bit rate recommendations.

Inits Annex K, the DASH standard [32] specifies so-called " Service Descriptions'. The purpose of Service
Descriptionsisto provide additional information to a DASH player to influence its " Selection Logic", e.g. aDASH
player should prefer a certain set of representations within an adaptation set. It is assumed in the following that the
DASH MPD can be annotated using Service Descriptions to give hints for subscription models and different device
types.

The 5G System specifies a number of different means to detect application flows. When activating a Dynamic Palicy,
the Media Session Handler provides a Service Data Flow Template to the 5GMS System, which identifies the
application flow(s) of interest. It is assumed here that multiple applications are executing simultaneously on a given UE
and that each application may independently access the network. Therefore, the Media Session Handler needs to
provide (and update) these Service Data Flow Templatesin order that the application traffic can be treated according to
the corresponding Dynamic Policy.

In the following clauses, the parameter propagation for a number of different use casesis described.

A.2  Premium QoS dynamic policy

A.2.1 General

To redlise a Premium QoS service offering, the 5GM S Client should activate a QoS Flow with characteristics matching
the service needs. It is assumed that the DASH content is prepared for different subscription levels, e.g. 4K, HDR or
SD, and for different target device types, e.g. SmartPhone or SmartTV. When commencing playback of a DASH
presentation according to a particular subscription level (e.g. 4K), the 5GM S Client needs to activate a QoS Flow with a
matching bit rate setting.

NOTE: The5GMS Client may choose to activate a QoS Flow with alower bit rate than the maximum supported
by the 5G System, e.g. a small screen SmartPhone may select different QoS settings from alarge screen
device.

The per-title quality and the subscription levels of an example on-demand catalogue areillustrated in the figure below.
The subscription levelsin this example are 4K, FullHD, HD, SD and 480p. Only devices entitled to activate a 4K
quality should actually select the according representations from the MPDs. In this example, all titles are available in
SD and HD quality. Often, not all titles are available in 4K quality. Thus, a device with a4K subscription can only
activate reception of the HD or SD representations.
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Figure A.2.1-1: Subscription Levels for Premium QoS

The bit rate required to sustain a certain quality varies from title to title. In the figure, the bit rate needed for Title4 in
HD isin the same range as SD quality of Title3.

The various consumer-facing Network Subscription Levels define a set of bounded Operation Ranges, asillustrated on
the right side of the figure. Each such Operation Range is conveniently modelled in the 5GM S architecture as a Policy
Template. The Policy Template for SD subscription level (SD Operation Range) is authorized to activate a maximal bit
rate of btr#1. The Policy Template for 4K subscription level is authorized to activate between any low bit rate and a
maximal bit rate of btr#3.

When activating a Dynamic Policy instance, the 5GM Sd Client provides a desired bit rate for the selected title. The
desired bit rate can be smaller than the maximal bit rate allowed by the Policy Template. The 5GM Sd Client always
activates a Dynamic Policy instance from its assigned Network Subscription Level, even when the desired bit rate
justifies a different Policy Template.

When activating a QoS Flow for a certain subscription level and title, the 5GM Sd Client should preferably select a
desired bit rate matching the quality needed. For example, a device with an HD Operation Range subscription needs a
higher desired bit rate when consuming Title3 in HD quality and alower desired bit rate when consuming Title4 in HD
quality.

In some cases, the system rejects a requested QoS Flow or drops an established QoS Flow due to insufficient available
network resource. The 5GM Sd Client can then try to activate a different QoS Flow with alower desired bit rate.
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A.2.2 Procedure

The procedure for activating a Premium Qos dynamic policy isillustrated in figure A.2.2-1 below.
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Figure A.2.2-1: Procedure for activating Premium QoS dynamic policy
Steps:

1. The 5GMS Application Provider interacts with the 5GMS AF to set up one or more Policy Templates (using
M1). Each Policy Template isidentified by a Policy Template identifier and contains information about how to
activate the corresponding policy within the 5G System (e.g. N5 URL s and parameters).

2. The5GMS Application Provider interacts with its DASH content generation function (e.g. an MPD provider) to
annotate the DASH MPD with Service Descriptions (using P1). The Service Descriptions define the Operational
Ranges within the Media Player should operate. The DASH MPD and the DASH Media Segments are then
ingested by the 5 GMS AS.

3. The5GMS-Aware Application is configured viaM8 (step 3) with information about the available content
catalogue (e.g. resolving MPD URLS), the available subscription identifiers (e.g. the user has a4K subscription
or the user has an SD subscription), device type identifiers and network policy identifiers.

The subscription identifiers and the device type identifiers are collectively referred to as Service Description
Filtersin the following.

NOTE 1: Itisfor further study whether network policy identifiers are embedded in the MPD Service Descriptions
or derived from the Service Descriptions.

NOTE 2: The network policy identifier can be equal to a Policy Template identifier when the 5GMS-Aware
Application is aware about its usage (e.g. for QoS streaming or background download). It is assumed
here, that a unique Network Policy identifier is assigned to each subscription level.
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4. When the user selects an item via the User Interface (U1), the 5GM S-Aware Application trand ates the input to
the needed 5GM Sd API calls.

5. The 5GMS-Aware Application providesinput (via C1) on the selected presentation entry (i.e. MPD URL)
together with a Network Policy Identifier (the value indicates here a"HD Premium QoS" policy (aternative
Network Policy Identifiers can refer to e.g. 4K quality), i.e. make the Media Session Handler request a QoS
Flow) and Service Description Filters. The Service Description Filter is used by the Media Player to identify the
usable Service Descriptions from the MPD. The Network Policy Identifier is used by the Media Session Handler
to find the according Policy Description containing information on the Dynamic Policy instantiation method (i.e.
procedure and parameters such as Policy Template identifier).

6. The DASH player fetchesthe MPD.
7. The Media Player selects the Service Description and applies the Service Description Filter.

8. The DASH player indicates to the Media Session Handler (M6) that a"HD Premium QoS" network service
should be activated (value of the Network Policy Identifier). The DASH player provides input on bit rate ranges
(which may depend on the device type and the title quality). The Media Session Handler has received one or
more Policy Descriptions together with matching Service Access Information (viaM5_1). When the Media
Session Handler has received the policy indication, the Media Session Handler uses the Network Policy
Identifier to find the procedure and the parameters to activate the Dynamic Policy instance (i.e. find the matching
Policy Description). The Media Session Handler activates a Dynamic Policy instance in the 5GMS AF,
providing Service Data Flow Templates identifying the DA SH media flows (audio, video, etc) and to provide the
desired bit rate of the video.

9. The Media Session Handler activates a Dynamic Policy instance with the 5GMS AF. The 5GMS AF usesthe
Policy Template identifier to look up the matching Policy Template in order to create the PCF or NEF API
invocation. Asresult, the Media Session Handler receives the enforcement bit rate in the 5GMS AF response.
The 5GMS Client should not exceed this bit rate threshold.

The Service Access Information (viaM5_1) includes alist of recommended traffic detection methods. The
Media Session Handler selects a Service Data Flow description method (e.g. 5-Tuples). When the Media Session
Handler selects:

- 5-Tuples: For each new TCP connection, the Media Session Handler updates the Dynamic Policy instances
and adds a new 5-Tuple. For each closed TCP connection, the Media Session Handler updates the Dynamic
Policy instances and removes the 5-Tuple of the closed TCP connection.

- TOSor Traffic Class; The Media Session Handler setsthe TOS or Traffic Class for each new TCP
connection.

- Domain name: The Media Session Handler provides the domain name with the Dynamic Policy Instance.

A.2.3 Example parameters

Table A.2.3-1: M5_1 parameters for Policy Descriptions (used by the Media Session Handler)

Parameter Type Purpose Example Values
Policy Description Object
Network Policy Identifier String Identifies the Policy Description. "4K Premium QoS",

"HD Premium QoS".

Service Access Information URL | URL References the associated Service
Access Information.
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Table A.2.3-2: M5_1 parameters for Service Access Information

Parameter Type Purpose
Service Access Information Object
Policy Template identifier String Identifies the Policy Template. "HD QoS".
5GMS AF URL URL Used to invoke the 5GMS AF.
Mandatory Request M5 List Desired bit rate, which should be Policy Template identifier,
information provided by the network for the Desired Bit Rate,
application. Packet Detection Filters.
M5 Response information List Information to the Media Session OK (requested bit rate is
Handler on the response parameters. accepted),
Proposed Lower Bit rate
(requested bit rate cannot
be provided).
sdfMethod [String] Indicates which Service Data Flow "5-Tuple”,
Description methods are recommended | "domainName",
to be used by the Media Session "TOS=xx", etc.
Handler.

A.3  (Conditional) Zero Rating dynamic policy

A.3.1 General

In the case of (Conditional) Zero Rating, the quality of a video streaming service should not exceed a certain bit rate
threshold (called the policy threshold). This can be realized by deploying a traffic shaper in the network (e.g. a policing
function in the UPF) or by instructing the DASH Player not to exceed a certain policy threshold bit rate. The policy
threshold may be network-specific, i.e. depending on the 5G System. The following realization assumes the latter, i.e.
the DASH Player is not exceeding the bit rate policy and the UPF is just monitoring the compliance of the application
flows (one or more TCP and/or UDP flows). The MPD is annotated using DASH Service Descriptions in such away
that the DASH Player can identify which maximal representation bit rates still comply with the policy threshold.

Figure A.3.1-1 below illustrates the per-title quality and the policy threshold. For Titlel and Title2, the 5GM Sd Client
can activate the SD and HD representations. For Title3, the 5GM Sd Client can activate the 480p and the SD
representations. For Titled, the 5GM Sd Client can activate all available representations (i.e. SD and HD).

Bit rate
F 3
4
4K
birs2
FUlHD
FulHD
Policy Threshold | _ O e D
b1 | e
HD SD HD
SD -
SD 480p
Tite 1 Title2 Tite3 Title4

Per-title quality

Figure A.3.1-1: Policy threshold versus quality
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When the 5GM Sd Client receives the bit rate of the policy threshold from the network, the 5GM Sd Client filters the
MPD for policy-compliant representations (i.e. those that lie at or below the policy threshold).

A.3.2 Procedure

The procedure for activating a (Conditional) Zero Rating dynamic policy isillustrated in figure A.3.2-1 below.
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Figure A.3.2-1: Procedure for activating (Conditional) Zero Rating dynamic policy

The 5GMS Application Provider interacts with the 5GMS AF to set up one or more Policy Templates. Each
Policy Template isidentified by a Policy Template identifier and contains information about how to activate the
corresponding policy within the 5G System (e.g. N5 URLs and parameters).

. The5GMS Application Provider interacts with its DASH content generation function (e.g. an MPD provider) to

annotate the DASH MPD with Service Descriptions (step 2). The intention of the Service Descriptions hereis
that the DASH Player can identify those representation combinations which do not exceed the bit rate
requirement.

The 5GM SAware Application is configured via M8 with information about the available content catalogue (e.g.
resolving MPD URLYS), the available subscription identifiers (e.g. the user has a4K content subscription or the
user has an SD subscription), device type identifiers.

The 5GM Sd-Aware Application is configured via M8 about the available (Conditional) Zero Rating policy. This
includes the Network Policy Ids.

When a user selects an item viathe User Interface (U1), the 5GM S-Aware Application tranglates the input to the
needed 5GM Sd API calls.
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5. The5GMS Aware Application providesinput (via C1) on the selected presentation entry (i.e. MPD URL) and
also on the Network Policy Id (the value in this case indicates a (Conditional) Zero-Rating policy, i.e. make the
Media Session Handler request the policy threshold parameter from the network).

NOTE: Clisan abstract interface and indicates that the 5GMS-Aware Application may either first use M6 or M7
for the interactions with the 5GMS Client.

6. The Media Session Handler uses the Network Policy Identifier to find the procedure and the parameters to
activate the Dynamic Policy Instance (here a (Conditional) Zero Rating policy). The Media Session Handler has
received one or more Policy Descriptions together with matching Service Access Information (viaM5_1). The
Media Session Handler uses the Network Policy Identifier as akey to find the correct Policy Description. Here,
the Network Policy Identifier indicates a (Conditional) Zero Rating policy. The Media Session Handler should
activate adynamic policy inthe 5GMS AF, providing Service Data Flow Template information about the DASH
media flows (audio, video, etc.) and retrieving the bit rate threshold, which cannot be exceeded to comply with
the policy. The Media Session Handler receives (as result of the Dynamic Policy activation) some information
on the policy enforcement (enforcementMethod and/or enforcementBitrate), o that the representation selection
logic (bit rate adaptation function) in the DASH Player can consider the effects of the enforcement scheme.

7. The Media Session Handler activates the Dynamic Policy instance on M5, providing a Policy Template
identifier. Upon positive response, the Media Session Handler notifies the DASH Player, providing Service
Descriptor Filters. The Media Session Handler may receive these Service Descriptor Filters with the response, or
it may look up the Service Descriptor Filter values by aresponse value. Alternatively, the Media Session
Handler receives a maximum bit rate with the response and the Media Session Handler derives the Service
Descriptor Filter. The Media Session Handler may a so receive information about Policy Enforcement, e.g. what
type of traffic shaper will throttle the bit rate.

The Media Session Handler may need to update the Dynamic Policy instance, depending on the selected traffic
detection method. For example, when the Media Session Handler uses 5-Tuples, the Media Session Handler
needs to update the Dynamic Policy instance with every newly opened and every closed TCP connection.

8. The DASH Player fetches the MPD of the selected content.

9.The Service Descriptor Filter is used by the DASH Player to filter policy-compliant Service Descriptions from the
MPD. The DASH Access Engine or Selection Logic (see | SO/IEC 23009-1 [32] figure K.1) selects only
adaptation sets and representations according to the filter. Here, the DASH Player fetches the MPD after the
notification from the Media Session Handler.

A.3.3 Example parameters

Table A.3.3-1: M5_1 parameters for Policy Descriptions (used by the Media Session Handler)

Parameter Type Purpose Example Values
Policy Description Object
Network Policy Id String Identifies the Policy Description. "(Conditional) Zero Rating".
Service Access Information URL | URL References the associated Service
Access Information.
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Table A.3.3.-2: M5_1 parameters for Service Access Information

Parameter Type Purpose
Service Access Information Object
Policy Template Id String Identifies the Policy Template. "not exceed bit rate"
5GMS AF URL URL Used to invoke the 5GMS AF.
sdfMethods [String] Indicates which Service Data Flow "5-Tuple",
Description methods are recommended | "domainName",
for use by the Media Session Handler. "TOS=xx", etc.
Mandatory M5 Request List Policy Template identifier,
information Service Data Flow
Template.
M5 Response information List Information to the Media Session Bit rate Policy Threshold
Handler on the response parameters. (upper bit rate bound,
which should not be
exceeded).

A.4  Background Download

A.4.1 General

In the case of Background Download, the asset is acquired in the background, prior to viewing. Many application
services offer the capability of acquiring aVoD item for later consumption. The 5GM S-Aware Application triggers the
Media Session Handler to acquire the item, providing a background download network policy id.

NOTE: Here, the DASH Player is handling the acquisition, since the DASH Player contains the MPD processing
and the DASH Access engine parts. Other realizations would use a separate background download agent,
which is not even try to decode and render the video.

Figure A.4.1-1 below illustrates the representation marking for background download. The MPD may be annotated with
Service Descriptions clearly identifying representations intended for download. Here, Titlel should be downloaded in
Full HD quality and all other titlesin regular HD quality.
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Figure A.4.1-1: Background Download Representations
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A.4.2 Procedure

The procedure for activating a Background Download dynamic policy isillustrated in figure A.3.2-1 below.
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Figure A.3.2-1: Procedure for activating Background Download dynamic policy
Steps:

1. The 5GMS Application Provider interacts with the 5GMS AF to set up one or more Policy Templates (M1).
Each Policy Template is identified by a Policy Template identifier and contains information about how to
activate the according policy within the 5G System (e.g. N5 URL s and parameters).

2. The 5GMS Application Provider also interacts with its DASH content generation function (e.g. an MPD
provider) to annotate the DASH MPD with Service Descriptions, e.g. to identify, which representation is
intended for background download.

3. The 5GMS-Aware Application is configured via M8 with information about the available content catalogue (e.g.
resolving MPD URLS), the available subscription identifiers (e.g. the user has a4K subscription or the user has
an SD subscription), device type identifiers.

The 5GM Sd-Aware Application is configured via M8 about the available background download policy. This
includes the Network Policy 1d which hints a background download policy.

4. When auser selects anitem viathe User Interface (U1) for Background Download the 5GM S-Aware
Application trandates the input to the needed 5GM Sd API calls.

5. The 5GMS-Aware Application providesinput (via C1) on the selected presentation entry (i.e. MPD URL) and
aso on the Network Policy Identifier (indicating a background download policy, i.e. make the Media Session
Handler request a bearer suitable for Background Download).
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NOTE: Clisan abstract interface and indicates that the 5GM S-Aware Application may either first use M6 or M7

for the interactions with the 5GM S Client.

6. The Media Session Handler uses the Network Policy Identifier to find the procedure and the parameters to
activate the Dynamic Policy Instance (here a Background Download policy). The Media Session Handler has
received one or more Policy Descriptions together with matching Service Access Information (viaM5_1). The
Media Session Handler uses the Network Policy Identifier as akey to find the correct Policy Description. The
Media Session Handler should activate a Dynamic Policy in the 5GM S AF, providing Service Data Flow
Template information of the mediaflows (audio, video, etc). The Media Session Handler can also receive
information on a bit rate policing (enforcementMethod and/or enforcementBitrate), e.g. that the bit rate is
actively limited.

. The Media Session Handler activates the Dynamic Policy instance on M5, providing the Policy Template
identifier and additional parameters. Upon positive response, the Media Session handler notifies the DASH
Player to start the Background Download. The notification contains a Service Descriptor Filters, which is used
by the DASH Player to filter policy-compliant Service Descriptions from the MPD. The Media Session Handler
may receive the Service Descriptor Filters with the response or may ook up the Service Descriptor Filter values
by aresponse value (e.g. derived from a maximum bit rate indication).

The Media Session Handler may need to update the Dynamic Policy instance, depending on the selected traffic
detection method. For example, when the Media Session Handler uses 5-Tuples, it needs to update the Dynamic
Policy instance with every newly opened and every closed TCP connection.

. The DASH Player fetches the MPD of the selected content.

. The DASH Access Engine/ Selection Logic (see 1SO 23009-1 [32] figure K.1) selects only adaptation sets and
representations according to the filter (i.e. suitable for Background Download). Here, the DASH Player fetches

the MPD after the notification from the Media Session Handler.

A.4.3 Example parameters

Table A.4.3-1: M5_1 Parameters for Policy Descriptions (used by the Media Session Handler)

Parameter Type Purpose Example Values
Policy Description Object
Network Policy Id String Identifies the Policy Description. "Background Download".
Service Access Information URL | URL References the associated Service
Access Information.

Table A.4.3-2: M5_1 Parameters for Service Access Information

Parameter Type
Service Access Information Object
Policy Template Id String Identifies the Policy Template. "backgrounddata".
5GMS AF URL URL Used to invoke the 5GMS AF.
sdfMethods [String] Indication, which Service Data Flow "5-Tuple",
Description methods are recommended | "domainName",
to use by the media session handler. "TOS=xx", etc.
Mandatory M5 Request List Desired bit rate, to be provided by the Policy Template Id,
information network for the application. Average Bit rate,
Service Data Flow
Template.
M5 Response information List Information to the Media Session
Handler on the response parameters.
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Annex B (informative):
Content Hosting Configuration examples

B.1 Pull-based content ingest example

B.1.1 Overview
1. The5GMSd Client on the UE requests a mediaresource via M4d.
2. The5GMSd AS determines that it does not have a cached copy of the requested media resource.
3. The5GMSd AS transforms the M4d reguest URL into a request to the 5GM Sd Application Provider's origin

server viaM2d.

B.1.2 Desired URL mapping

In the example shown in table B.1.2-1 below, media resources are exposed at M4d from a default canonical domain
5gmed- as. mo. net determined by the 5GM Sd System operator, and also from a custom domain name alias
mmo- cdn. 5gnsd- ap. comthat has been configured by the 5GM Sd Application Provider.

Table B.1.2-1: Example URL mapping for pull-based ingest

M4d request from 5GMSd Client Mapped M2d request to origin server
on 5GMSd AS cache miss
https://5gmsd-as.mno.net/m4d/provisioning-session9876/ https://origin.5gmsd-ap.com/media/
asset123456/videol/segment1000.mp4 asset123456/video1/segment1000.mp4

https://mno-cdn.5gmsd-ap.com/m4d/provisioning-session9876/
asset123456/video1/segment1000.mp4
https://5gmsd-as.mno.net/m4d/provisioning-session9876/ https://origin.5gmsd-ap.com/media/
asset123456/video2/segment1000.mp4 asset123456/video2/segment1000.mp4
https://mno-cdn.5gmsd-ap.com/m4d/provisioning-session9876/
asset123456/video2/segment1000.mp4
https://5gmsd-as.mno.net/m4d/provisioning-session9876/ https://origin.5gmsd-ap.com/media/
asset123456/audiol/segment1000.mp4 asset123456/audiol/segment1000.mp4
https://mno-cdn.5gmsd-ap.com/m4d/provisioning-session9876/
asset123456/audiol/segment1000.mp4

B.1.3 Content Hosting Configuration

Table B.1.3-1 below shows the relevant Content Hosting Configuration parameters needed to achieve the example
mapping described in table B.1.2-1 above.

Table B.1.3-1: Content Hosting Configuration properties relevant to pull-based ingest

Property | Example value | Set by
IngestConfiguration
protocol urn:3gpp:5gms:content-protocol:http-pull-ingest 5GMSd Application Provider
pull true
baseURL https://origin.5gmsd-ap.com/media
DistributionConfiguration
canonicalDomainName 5gmsd-as.mno.net 5GMSd AF
(M1d response)
domainNameAlias mno-cdn.5gmsd-ap.com 5GMSd Application Provider
baseURL https://mno-cdn.5gmsd-ap.com/m4d/provisioning- 5GMSd AF
session9876/ (M1d response)
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B.2 Push-based content ingest example

B.2.0 Overview

1. The5GMSd Application Provider uploads content to the 5GMSd AS viaM2d.

2. The 5GMSd AS rewrites the M2d upload URL to an M4d downlink URL that is exposed to the 5GM Sd Client
on the UE.

B.2.1 Desired URL mapping

In the example shown in table B.2.1-1, media resources are pushed into the 5GMSd AS at M2d by the 5GM Sd
Application Provider and exposed to the 5GM Sd Client at M4d using the canonical hame of the 5GMSd AF 5gnsd-
as. mo. net and an additional domain name alias mo- cdn. 5gnmsd- ap. comconfigured by the 5GM Sd Application
Provider.

Table B.2.1-1: Example URL mapping for pull-based ingest

M2d ingest URL pushed to 5GMSd AS M4d URL exposed to 5GMSd Client
https://5gmsd-as.mno.net/m2d/provisioning-session9876/ | https://5gmsd-as.mno.net/m4d/provisioning-
asset123456/video1/segment1000.mp4 session9876/asset123456/video1/segment1000.mp4

https://mno-cdn.5gmsd-ap.com/m4d/provisioning-
session9876/asset123456/videol/segment1000.mp4
https://5gmsd-as.mno.net/m2d/provisioning-session9876/ | https://5gmsd-as.mno.net/m4d/provisioning-
asset123456/video2/segment1000.mp4 session9876/asset123456/video2/segment1000.mp4
https://mno-cdn.5gmsd-ap.com/m4d/provisioning-
session9876/asset123456/video2/segment1000.mp4
https://5gmsd-as.mno.net/m2d/provisioning-session9876/ | https://5gmsd-as.mno.net/m4d/provisioning-
asset123456/audiol/segment1000.mp4 session9876/asset123456/audiol/segment1000.mp4
https://mno-cdn.5gmsd-ap.com/m4d/provisioning-
session9876/asset123456/audio1l/segment1000.mp4

B.2.2 Content Hosting Configuration

Table B.2.2-1 below shows the relevant Content Hosting Configuration parameters needed to achieve the example
mapping described in table B.2.1-1 above.

Table B.2.2-1: Content Hosting Configuration properties relevant to push-based ingest

Property | Example value | Set by
IngestConfiguration
protocol urn:3gpp:5gms:content-protocol:dash-if-ingest 5GMSd Application Provider
pull false (M1d request)
baseURL https://5gmsd-as.mno.net/m2d/provisioning-
session9876/
DistributionConfiguration
canonicalDomainName 5gmsd-as.mno.net 5GMSd Application Provider
(M1d response)
domainNameAlias mno-cdn.5gmsd-ap.com 5GMSd Application Provider
(M1d response)
baseURL https://5gmsd-as.mno.net/m4d/provisioning- 5GMSd Application Provider
session9876/ (M1d response)
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Annex C (normative):
OpenAPI representation of the 5GMS HTTP REST APIs

C.1 General

This annex is based on the OpenAPI 3.0.0 specification [23] and provides corresponding representations of all APIs
defined in the present document.

NOTE 1: An OpenAPIs representation embeds JSON Schema representations of HT TP message bodies.

This Annex shall take precedence when being discrepant to other parts of the present document with respect to the
encoding of information elements and methods within the API(S).

NOTE 2: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

C.2 Data Types applicable to several APIs

For the purpose of referencing entities defined in this clause, it shall be assumed that the OpenAPI definitions below are
contained in aphysical file named "TS26512_CommonData.yaml”.

openapi

info
title
version
description

tags
name
description
ext er nal Docs
description
url
pat hs
conponent s
schemas

# Clause 6.4.2: Sinple data types

Resour cel d

type

description
Per cent age

type

m ni mum

maxi mum
#DurationSec is defined in TS29571_ComonDat a
#DateTinme is defined in TS29571_ComonDat a
#Ui is defined in TS29571 ConmonDat a
Url

type

f or mat

description

# Clause 6.4.3: Structured data types

| pPacket Fi | t er Set
type
required

properties
srclp
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type
dstlp
type
pr ot oco
type
srcPort
type
dst Port
type
t oSTc
type
fl omLabe
type
spi
type
direction
type

Ser vi ceDat aFl owDescri ption
type
properties
fl owDescription
$ref
domai nNarre

type

MbQoSSpeci fi cati on
type
required

properties

mar BwDl Bi t Rat e
$ref

mar BwU Bi t Rat e
$ref

m nDesBwDl Bi t Rat e
$ref

m nDesBwU Bi t Rat e
$ref

m r BwDl Bi t Rat e
$ref

m rBwU Bit Rat e
$ref

deslLat ency
type
m ni mum

desLoss
type
m ni num

MLQoSSpeci fi cati on
type
properties
gosRef erence
type
maxBt r U
$r ef
maxBt r DI
$r ef
maxAut hBt r Ul
$r ef
maxAut hBt r DI
$r ef
def Packet LossRat eD
type
m ni mum
def Packet LossRat eU
type
m ni mum
Char gi ngSpeci fi cati on
type
properties
sponl d
type
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sponSt at us
$r ef
gpsi
type
itens
$r ef

TypedLocati on
type
required

properties
| ocationldentifierType
$r ef
| ocation

type

Qper ati onSuccessResponse
type
required

properties
success
type
reason
type

CellldentifierType
anyOr
type
enum
type
description

Sdf Met hod
anyOr
type
enum
type
description

Pr ovi si oni ngSessi onType
anyOf
type
enum
type
description

Endpoi nt Addr ess
type: object
required
- port Nunber
properties:
i pv4Addr :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr’
i pv6Addr :
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ | pv6Addr '
por t Nunber :
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schenas/ Ui nt 16

CacheSt at us:
anyOf :
- type: string
enum [H T, MSS, EXPlRED]
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
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content defined in the present version of this API

obj ect
servi ceDat aFl owDescri ptions
uelLocati ons
ti meW ndows
appRequest
array
' #/ conponent s/ schenas/ Ser vi ceDat aFl owDescri pti on
array
' TS29122_ConmonDat a. yam #/ conmponent s/ schemas/ Locat i onAr ea5G
array

' TS29122_ConmonDat a. yam #/ conmponent s/ schemas/ Ti meW ndow

bool ean

string
RELOCATI ON_UNAWARE RELCCATI ON_TOLERANT  RELOCATI ON_|I NTOLERANT
string

This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this APl

C.3  OpenAPI representation of the M1 APIs

C.3.1 M1_ProvisioningSessions API

openapi

info
title
ver si on
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons
post
operationld
sunmary
responses

description
headers
Location
description

required true
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schena
$ref
cont ent
application/json
schenma
$r ef
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}
par ameters
nanme
in
required true
schena
$r ef
description
get
operationld
sunmary
responses

description
cont ent
appl i cation/json
schema
$ref
del ete

operationld
sunmary
responses

description
# No Content
conmponent s
schenas
Provi si oni ngSessi on
type
description
required

properties
provi si oni ngSessi onld
$r ef
provi si oni ngSessi onType
$ref
aspld
$r ef
ext ernal Applicationld
$r ef
serverCertificatelds
type
itens
$r ef
mnltens
uni quel tens
content Preparati onTenpl at el ds
type
items
$r ef
mnltens
uni quel t ems
metri csReportingConfigurationlds
type
items
$r ef
mnltens
uni quel tens
pol i cyTenpl at el ds
type
itens
$r ef
mnltens
uni quel tens
edgeResour cesConfi gurati onl ds
type
items
$ref
mnltens
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uni quel tens
event Dat aPr ocessi ngConfi gurati onl ds
type
itens
$ref
mnltens
uni quel tens

C.3.2 M1_ServerCertificatesProvisioning API

openapi

info
title
version
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/certificates
paraneters
name
in
required true
schena
$r ef
description
post
operationld
sunmary
description

par aneters
in
nane
schenma
type
description

responses

description
headers
Locati on
description
required true
schema
$r ef
cont ent

schema
type

/ provi si oni ng-sessi ons/ {provi si oni ngSessi onld}/certificates/{certificateld}
par anet ers
nanme
in
required true
schema
$r ef
description
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name
in
required true
schena
$ref
description
put
operationld
sunmary

r equest Body
required true
cont ent
application/x-pemfile
schena
type
responses

description
get
operationld
sunmary

responses

description
cont ent

schena
type

description

description
del ete
operationld
sunmary
responses

description

C.3.3 M1_ContentPreparationTemplatesProvisioning API

openapi

info
title
version
description

t ags
name
description

ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ {provi si oni ngSessi onl d}/ cont ent - prepar ati on-tenpl at es
par aneters

name
in
required true
schema
$r ef
description
post

operationld
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summary

r equest Body
description
required true
cont ent

schema
type
responses

description
header s
Locati on
description
required true
schema
$r ef

tenpl at es/ { cont ent Prepar ati onTenpl at el d}
par aneters
nanme
in
required true
schema
$r ef
description
name
in
required true
schema
$ref
description
get
operationld
sunmary

responses

description
cont ent

schena
type
put
operationld
summary

request Body
description
required true
cont ent

schema
type
responses

description

description
pat ch
operationld
sumrary

request Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schema
type
appl i cation/j son-pat ch+j son
schema
type
responses

description
cont ent

/ provi si oni ng- sessi ons/ {provi si oni ngSessi onl d}/ cont ent - prepar ati on-
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schena
type
description
del ete
operationld
sunmary
responses

description

description

C.3.4 M1 _ContentProtocolsDiscovery API

openapi

info
title
ver si on
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ prot ocol s
par amet ers
name
in
required true
schena
$ref
description
get
operationld
sumary

responses

description
cont ent
application/json
schena
$ref
conmponent s
schenas
Cont ent Pr ot ocol Descri pt or
type
description
required

properties
termdentifier
$r ef
descri ptionLocat or
$r ef
Cont ent Pr ot ocol s
type
description
properties
downl i nkl ngest Pr ot ocol s
type
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items
$ref
mnltens
upl i nkEgest Pr ot ocol s
type
items
$ref
mnltens
geoFenci ngLocat or Types
type
itens
$r ef
mnltens

C.3.5 M1_ContentHostingProvisioning API

openapi

info
title
version
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ cont ent - hosti ng- confi gurati on
par anmet ers
name
in
required true
schema
$ref
description
post
operationld
sunmary

request Body
description
required true
cont ent
application/json
schema
$r ef
responses

description
header s
Locati on
description

required true
schema
$r ef
get
operationld
sunmary
responses

description
cont ent
appl i cation/json
schema
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$ref

description
put
operationld
sunmary
r equest Body
description
required true
cont ent
application/json
schena
$r ef
responses

description

description
patch
operationld
summary
request Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schema
$ref
appl i cation/json-patch+json
schema
$r ef
responses

description
cont ent
application/json
schema
$r ef

description
del ete
operationld
sunmmary

responses
description
description

/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ cont ent - host i ng- conf i gur ati on/ pur ge
par anmeters
name
in
required true
schena
$r ef
description
post
operationld
sunmary

request Body
description
required true
cont ent
appl i cation/ x-wwwf orm url encoded
schema
properties
pattern
description
type
val ue
description
type
responses

descri ption
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conponent s
schenas
I ngest Confi guration
type
description
properties
pul
type
pr ot oco
$r ef
baseURL
$r ef
Pat hRewr i t eRul e
type
description
required

properties
request Pat hPattern
type
mappedPat h
type
Cachi ngConfi guration
type
description
required

properties
url PatternFilter
type
cachi ngDirectives
type
required

properties
st at usCodeFi |l ters
type
itens
type
noCache
type
maxAge
type
f or mat
Di stributionConfiguration
type
description
properties
cont ent Prepar ati onTenpl atel d
$r ef
canoni cal Dormai nNane
type
donmai nNaneAl i as
type
baseURL
$r ef
pat hRewri t eRul es
type
items
$r ef
cachi ngConfi gurations
type
items
$r ef
geoFenci ng
type
required

properties
| ocat or Type
$ref
| ocators
type
itenms
type
descri ption
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url Si gnature
type
required

properties
url Pattern
type
t okenNane
type
passphr aseNane
type
passphrase
type
t okenExpi r yNane
type
usel PAddr ess
type
i pAddr essNane
type
certificateld
$r ef
suppl ement aryDi stri buti onNet wor ks
type
itens
type
description

required

properties
di stributi onNetwor kType
$r ef
di stributionMde
$ref
# Schema for the resource itself
Cont ent Host i ngConfi guration

type
description
required

properties
name
type
ent ryPoi nt Pat h
$r ef
i ngest Configuration
$r ef
di stributionConfigurations
type
items
$r ef

Di stri buti onNet wor kType
description
anyO™r
type
enum
type
description

Di stributi onMbde
description
anyOf

type

enum

type
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description

C.3.6 M1_ConsumptionReportingProvisioning API

openapi

info
title
version
description

tags
nanme
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ {provi si oni ngSessi onl d}/ consunpti on-reporting-configuration
paraneters
nanme
in
required true
schema
$r ef
description
post
operationld
sumrary

request Body
description
required true
cont ent
application/json
schema
$r ef
responses

description
header s
Locati on
description

required true
schena
$r ef
get
operationld
sunmary

responses

description
cont ent
appl i cation/json
schena
$ref
put
operationld
sumrary

request Body
description
required true
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cont ent
application/json
schema
$r ef
responses

description

description
pat ch
operationld
summary

request Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schena
$r ef
appl i cation/json-patch+json
schema
$r ef
responses

description
cont ent
application/json
schema
$r ef

description
del ete
operationld
sunmary

responses
description

description
conponent s
schenas
Consunpt i onReporti ngConfi guration
type
description
properties
reportinglnterva
$r ef
sanpl ePer cent age
$ref
| ocati onReporting
type
accessReporting
type

C.3.7 M1 _MetricsReportingProvisioning API

openapi

info
title
version
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
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api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ netrics-reporting-configurations
par anet ers
name
in
required true
schema
$r ef
description
post
operationld
sunmary

request Body
description
required true
cont ent
application/json
schema
$r ef
responses

description
header s
Location
description

required true
schenma
$ref
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ netri cs-reporting-
configurations/{nmetri csReportingConfigurationld}
paraneters
name
in
required true
schenma
$ref
description
namne
in
required true
schenma
$r ef
description
get
operationld
sunmmary

responses

description
cont ent
appl i cation/json
schema
$r ef
put
operationld
summary

request Body
description
required true
cont ent
application/json
schema
$r ef
responses

description
description

patch
operationld
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summary

r equest Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schena
$r ef
appl i cation/j son-pat ch+j son
schena
$r ef
responses

description
cont ent
appl i cation/json
schema
$r ef

description
del ete
operationld
sunmary

responses
description

description
conmponent s
schenas
Metri csReportingConfiguration
type
description
required

properties
met ri csReportingConfigurationld
$ref
scheme
$r ef
dat aNet wor kNarre
$ref
reportingl nterval
$r ef
sanpl ePer cent age
$r ef
urlFilters
type
itens
type
mnltens
netrics
type
items
type
mnltens

C.3.8 M1 _PolicyTemplatesProvisioning API

openapi

info
title
version
description

tags
name
description
ext er nal Docs
description

ETSI



3GPP TS 26.512 version 17.3.0 Release 17 133 ETSI TS 126 512 V17.3.0 (2023-01)

url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ pol i cy-tenpl at es
par anmet ers
name
in
required true
schema
$ref
description
post
operationld
sunmary
request Body
description
required true
cont ent
application/json
schena
$r ef
responses

description
header s
Locati on
description
required true
schema
$ref

/ provi si oni ng-sessi ons/ {provi si oni ngSessi onl d}/ pol i cy-tenpl at es/ { pol i cyTenpl at el d}
paraneters
nanme
in
required true
schema
$r ef
description
nanme
in
required true
schema
$r ef
description
get
operationld
summary

r esponses

description
cont ent
application/json
schena
$r ef

description
put
operationld
summrary
request Body
description
required true
cont ent
appl i cation/json
schema
$ref
responses

description

descri ption
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pat ch
operationld
sunmary
r equest Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schema
$r ef
appl i cation/j son-patch+j son
schena
$r ef
responses

description
cont ent
appl i cation/json
schema
$r ef

description
del ete
operationld
responses

description

description
conmponent s
schemas
Pol i cyTenpl ate
type
description
required

properties
pol i cyTenpl atel d
$r ef
state
anyOr
type
enum
type
description

api EndPoi nt
type
api Type
anyOf
type
enum
type
description

ext er nal Ref erence
type
qoSSpeci fication
$r ef
appl i cati onSessi onCont ext
type
properties
af Appl d
$ref
slicelnfo
$r ef
dnn
$ref
aspl d
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$ref: ' TS29514_Npcf _Pol i cyAut hori zati on. yam #/ conponent s/ schemas/ Aspl d
char gi ngSpeci fication
$ref: ' TS26512 CommonDat a. yanl #/ conponent s/ schenas/ Char gi ngSpeci fi cati on

C.3.9 M1 _EdgeResourcesProvisioning API

openapi
info
title: ML_EdgeResourcesProvi sioning
version
description
5GV5 AF ML Edge Resources Provisioning AP
© 2022, 3GPP Organizational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA, TTC)
Al rights reserved
tags
name: ML_EdgeResour cesProvi si oni ng
description: '5G Media Streanming: Provisioning (M) APIs: Edge Resources Provisioning
ext ernal Docs
description: 'TS 26.512 V17.2.0; 5G Media Stream ng (5GVS); Protocols'
url: "https://ww. 3gpp.org/ftp/ Specs/archivel/ 26_series/26.512/"'

servers
url: ' {api Root}/ 3gpp-ml/v2
vari abl es
api Root

defaul t: https://exanple.com
description: See 3GPP TS 29.512 cl ause 7. 10

pat hs
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ edge-r esour ces-confi gurations
paraneters
name: provi sioni ngSessi onld
in: path
required: true
schena

$ref: ' TS26512_CommonDat a. yanl #/ conponent s/ schenas/ Resour cel d'
description: 'The resource identifier of an existing Provisioning Session.'
post
operationld: createEdgeResourcesConfiguration
sunmary: 'Create an Edge Resources Configuration within the scope of the specified
Provi si oni ng Sessi on
request Body
description: 'A JSON representati on of an Edge Resources Configuration'
required: true
cont ent
application/json
schema
$ref: ' #/ conmponent s/ schemas/ EdgeResour cesConfi gurati on
responses
‘201"
description: 'Edge Resources Configuration Created
header s
Locati on
description: 'URL of the newy created Edge Resources Configuration.
required: true
schema
$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schemas/ Ur |
/ provi si oni ng- sessi ons/ {provi si oni ngSessi onl d}/ edge-r esour ces-
confi gurations/{edgeResourcesConfi gurationld}
par aneters
nanme: provisioni ngSessionld
in path
required: true
schema
$ref: ' TS26512_CommonDat a. yanl #/ conponent s/ schemas/ Resour cel d
description: 'The resource identifier of an existing Provisioning Session.
name: edgeResour cesConfigurationld
in
required: true
schenma
$ref: ' TS26512_ConmonDat a. yanm #/ conponent s/ schemas/ Resour cel d
description: 'The resource identifier of an existing Edge Resources Configuration.
get
operationld: retrieveEdgeResourcesConfi guration
summary: ' Retrieve the Edge Resources Configuration of the specified Provisioning Session
responses
' 200'
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description: 'Success'
cont ent
application/json
schema
$ref: ' #/ conponent s/ schemas/ EdgeResour cesConf i gur ati on
put
operationld: updat eEdgeResour cesConfi guration
summary: ' Update an Edge Resources Configuration for the specified Provisioning Session
request Body
description: 'A JSON representati on of an Edge Resources Configuration
required: true

cont ent

application/json

schema
$ref: ' #/ conmponent s/ schemas/ EdgeResour cesConfi guration
responses

' 204"

description: 'Updated Edge Resources Configuration
' 404

description: ' Not Found

patch

operationld: patchEdgeResourcesConfiguration
sunmary: 'Patch the Edge Resources Configuration for the specified Provisioning Session
request Body
description: 'A JSON representati on of a Edge Resources Configuration
required: true
cont ent
appl i cati on/ mer ge- pat ch+j son
schenma
$ref: ' #/ conponents/schenas/ EdgeResour cesConfi guration
appl i cation/j son-patch+j son

schenma
$ref: ' #/ conponent s/ schenas/ EdgeResour cesConf i gur ati on
responses
' 200
description: 'Patched Edge Resources Configuration
cont ent
application/json
schena
$ref: ' #/ conponent s/ schenas/ EdgeResour cesConfi guration
' 404’
description: 'Not Found
del ete
operationld: destroyEdgeResourcesConfi guration
responses
' 204
description: 'Destroyed Edge Resources Configuration
' 404
description: 'Not Found
conponent s
schenas
EdgeResour cesConfi gurati on
type: object
description: 'A representation of an Edge Resources Configuration resource.
required

edgeResour cesConfi gurationld
edgeManagenent Mode
easRequi renent s

properties

$ref: 'TS26512_ConmonDat a. yan #/ conponent s/ schemas/ Resour cel d
edgeManagenent Mode
$ref: ' #/ conmponent s/ schemas/ EdgeManagenent Mode
eligibilityCriteria
$ref: ' TS26512_ConmonDat a. yam #/ conponent s/ schemas/ EdgePr ocessi ngEligibilityCriteria
easRequi renent s
$ref: ' #/ conponent s/ schemas/ EASRequi r enent s
easRel ocati onRequi renent s
$ref: ' #/ conponent s/ schenas/ MLEASRel ocat i onRequi renent s

MLEASRel ocat i onRequi renent s
type: object
description: 'Relocation requirenments of an EAS.
required
t ol erance
properties
tol erance
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$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schemas/ EASRel ocat i onTol er ance
max| nt erruptionDuration

$ref: ' TS29571_ CommonDat a. yanl #/ conponent s/ schenas/ Ui nt eger R
maxResponseTi neDi f f er ence

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Ui nt eger R

EASRequi r enent s
type: object
description: 'Requirements of an EAS.'
required
easProvi der | ds

properties
easProvi der |l ds
type: array
itens
type: string
easType
type: string
easFeat ures
type: array
itens
type: string
ser vi ceKpi
$ref: ' TS29558_ Eees_EASRegi strati on. yanl #/ conponent s/ schemas/ EASSer vi ceKP! '
servi ceArea
$ref: ' TS29558 Eecs_EESRegi strati on. yam #/ conponent s/ schenas/ Geogr aphi cal Servi ceAr ea
servi ceAvai |l abi | i tySchedul e
type: array
itens
$ref: 'TS29122 CpProvi si oni ng. yam #/ conponent s/ schemas/ Schedul edCommuni cat i onTi ne'
servi ceConti nui tyScenari os
type: array
itens
$ref: ' TS29558 Eecs_ EESRegi strati on. yam #/ conponent s/ schenmas/ ACRScenari o
servi ceConti nui t ySupport
type: array
itens
$ref: ' TS29558 Eecs_ EESRegi strati on. yam #/ conponent s/ schenmas/ ACRScenari o

EdgeManagenent Mode
description: ' The nanagenent node of an EAS.'
anyOf
type: string
enum [ EM AF DRI VEN, EM APP_DRI VEN
type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API

C.3.10 M1_EventDataProcessingProvisioning API

openapi: 3.0.0
info
title: ML_Event Dat aProcessi ngProvi si oni ng
version: 2.0.0
description:
5GVS AF ML Event Data Processing Provisioning AP
© 2022, 3GPP Organizational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA, TTO)
Al rights reserved
tags
- name: Ml_Event Dat aPr ocessi ngProvi si oni ng
description: '5G Media Streami ng: Provisioning (M) APlIs: Event Data Processing Provisioning
ext er nal Docs
description: 'TS 26.512 V17.2.0; 5G Media Stream ng (5Gv5); Protocol s’
url: "https://ww. 3gpp. org/ftp/ Specs/archivel/ 26_seri es/ 26. 512/

servers
- url: '{api Root}/3gpp-mnl/v2
vari abl es:
api Root :

defaul t: https://exanple.com
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description: See 3GPP TS 29.512 clause 6.1
pat hs:
/ provi si oni ng- sessi ons/ { provi si oni ngSessi onl d}/ event - dat a- pr ocessi ng- confi gur ati ons
par anmeters
- name: provisioni ngSessionld
in: path
required: true
schena
$ref: 'TS26512_CommonDat a. yam #/ conponent s/ schenas/ Resour cel d
description: 'The resource identifier of an existing Provisioning Session.
post :
operationld: createEventDataProcessi ngConfi guration
sunmary: 'Supply an Event Data Processing Configuration for the specified Provisioning
Sessi on
request Body:
description: 'A JSON representati on of a Event Data Processing Configuration
required: true
content:
application/json
schena:
$ref: ' #/ conponent s/ schenas/ Event Dat aPr ocessi ngConfi guration
responses
‘201
description: 'Event Data Processing Configuration Created
headers:
Locat i on:
description: 'URL of the newy created Event Data Processing Configuration (same as
request URL).
required: true
schena
$ref: ' TS26512_CommonDat a. yan #/ conponent s/ schenas/ Ur | '
/ provi si oni ng- sessi ons/ {provi si oni ngSessi onl d}/ event - dat a- pr ocessi ng-
configurations/{event Dat aProcessi ngConfi gurationl d}:
par amet ers
- nanme: provisioningSessionld
in: path
required: true
schena
$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schenas/ Resour cel d
description: 'The resource identifier of an existing Provisioning Session.
- name: event Dat aProcessi ngConfi gurationld
in: path
required: true
schena
$ref: ' TS26512_CommonDat a. yani #/ conponent s/ schenas/ Resour cel d
description: 'The resource identifier of an Event Data Processing Configuration.
get:
operationld: retrieveEvent Dat aProcessi ngConfi gurati on
sunmary: 'Retrieve the specified Event Data Processing Configuration of the specified
Provi si oni ng Sessi on

responses
' 200'
description: 'Success
content:
application/json
schena:
$ref: '#/ conponents/schenas/ Event Dat aPr ocessi ngConfi guration
put :

operationld: updateEvent Dat aProcessi ngConfi guration
summary: 'Update the specified Event Data Processing Configuration for the specified
Provi si oni ng Sessi on
request Body:
description: 'A JSON representati on of a Event Data Processing Configuration
required: true

content:

appl i cation/json

schena:
$ref: ' #/ conponents/schenas/ Event Dat aPr ocessi ngConfi guration
responses

' 204

description: 'Updated Event Data Processing Configuration
' 404’

description: 'Not Found

pat ch:

operationld: patchEvent Dat aProcessi ngConfi gurati on

summary: 'Patch the specified Event Data Processing Configuration for the specified
Provi si oni ng Session

r equest Body:
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description: 'A JSON representation of a Event Data Processing Configuration'
required: true
content:
appl i cati on/ mer ge- pat ch+j son:
schema:
$ref: '#/ conponents/schenas/ Event Dat aPr ocessi ngConfi guration’
appl i cation/j son- pat ch+j son:

schema:
$ref: '#/ conponents/schenas/ Event Dat aPr ocessi ngConfi guration’
responses:
'200':
description: 'Patched Event Data Processing Configuration'
content:
application/json:
schena:
$ref: ' #/ conponents/schenas/ Event Dat aPr ocessi ngConfi guration'
' 404" :
description: 'Not Found'
del ete:

operationld: destroyEvent Dat aProcessi ngConfi gurati on
summary: 'Destroy the specified Event Data Processing Configuration of the specified
Provi si oni ng Sessi on'

responses:
'204" :
description: 'Destroyed Event Data Processing Configuration'
' 404" :
description: 'Not Found'
conponent s:
schenas:

Event Dat aPr ocessi ngConf i gur ati on:
description: 'A representation of an Event Data Processing Configuration resource.’
type: object

required:
- event Dat aPr ocessi ngConfi gurationld
- eventld
- dataAccessProfiles

properties:

event Dat aPr ocessi ngConfi gurati onl d:

$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schenas/ Resour cel d'
event | d:

$ref: ' TS29517_Naf Event Exposure. yanl #/ conponent s/ schenmas/ Af Event '
aut hori zationUrl:

$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schenas/ Ur | '
dat aAccessProfiles:

type: array

items:

$ref:
' TS26532_Ndcaf _Dat aReporti ngProvi si oni ng. yam #/ conponent s/ schemas/ Dat aAccessProfi | e'

C.4  OpenAPI representation of the M5 APIs

C.4.1 M5 _ServiceAccessInformation API

openapi

info
title
version
description

tags
name
description

ext er nal Docs
description
ur |
servers
url
vari abl es
api Root
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def aul t
description
pat hs
/ service-access-information/{provisioni ngSessi onl d}
par anet ers
name
description
in
required true
schema
$r ef
get
operationld
sunmary
responses

description
cont ent
application/json
schema
$r ef

description
conponent s
schenas
Ser ver Addr esses
description
type
itens
$ref
mnltens
Servi ceAccessl nf or mat i onResour ce
description
type
required

properties
provi si oni ngSessi onld
$ref
provi si oni ngSessi onType
$r ef
stream ngAccess
type
properties
medi aPl ayer Entry
$r ef
eMBMSSer vi ceAnnouncemnent Locat or
$r ef
cl i ent Consunpt i onReporti ngConfi guration
type
required

properties
reportingl nterval
$r ef
server Addr esses
$ref
| ocati onReporting
type
accessReporting
type
sanpl ePer cent age
$r ef
dynami cPol i cyl nvocati onConfi gurati on
type
required

properties
server Addr esses
$ref
val i dPol i cyTenpl at el ds
type
items
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$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schenmas/ Resour cel d'
mnltemns
sdf Met hods
type array
items
$ref: ' TS26512_CommonDat a. yan #/ conponent s/ schenmas/ Sdf Met hod'
mnltens
ext er nal Ref erences
type array
items
type string
mnltens
clientMetricsReportingConfiguration
type array
items
type object
required
server Addr esses
schene
sanpl ePer cent age
urlFilters
netrics
properties
server Addr esses
$ref: ' #/ conponents/schenas/ Server Addr esses
schene
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Uri '
dat aNet wor kNarre
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ Dnn
reportinglnterva
$ref: ' TS29571 CommonDat a. yan #/ conponent s/ schenmas/ Dur ati onSec'
sanpl ePer cent age
$ref: ' TS26512_CommonDat a. yan #/ conponent s/ schenas/ Per cent age
urlFilters
type array
items
type string
mnltens
netrics
type array
items
type string
net wor kAssi st anceConfi guration
type object
required
server Addr ess
properties
server Addr ess
$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schenmas/ Ur |
cl i ent EdgeResour cesConfi gurati on
type: object
required
easDi scoveryTenpl at e
properties
eligibilityCriteria
$r ef
' TS26512_ConmonDat a. yam #/ conmponent s/ schemas/ EdgeProcessingEligibilityCriteria
easDi scoveryTenpl ate
$ref: ' #/ conmponent s/ schemas/ EASDi scoveryTenpl ate
easRel ocati onRequi renents
$ref: ' #/ conponent s/ schenas/ MbEASRel ocat i onRequi renent s

MBEASRel ocat i onRequi r enent s
description: 'Relocation requirements of an EAS.'
type: object
required
tol erance
properties
tol erance
$ref: ' TS26512_CommonDat a. yam #/ conponent s/ schemas/ EASRel ocat i onTol er ance
max| nterruptionDuration
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Ui nt eger Rni

EASDi scoveryTenpl ate
description: 'A tenplate for discovering an EAS instance .'
type: object
required
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C.4.2 M5 _ConsumptionReporting API

openapi

info
title
ver si on
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ consunpt i on-reporting/{aspld}
paraneters
name
in
required true
schena
$ref
description
post
operationld
sunmary
request Body
description
required true
cont ent
application/json
schema
$r ef
responses

description
description

description
conponent s
schemas
Consunpt i onReport
description
type
required

properties
medi aPl ayer Entry
type
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reportingCientld
type
consunpti onReportingUnits
type
items
$r ef
Consunpti onReportingUnit
description
type
required

properties
medi aConsuned
type
medi aEndpoi nt Addr ess
$ref
startTinme
$r ef
duration
$ref
| ocati ons
type
items
$ref
m nltens

C.4.3 M5 _MetricsReporting API

openapi

info
title
ver si on
description

tags
name
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs

paraneters

name
in
required true
schema

$ref
description
nanme
in
required true
schema

$r ef
description

post
operationld
sunmary
request Body
description
required true
cont ent
appl i cati on/ 3gpdash- qoe-report +xmni
schenma

/metrics-reporting/ {provisioningSessionld}/{metricsReportingConfigurationld}
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type
f or mat
application/*
schema
type
responses

description

description

description

C.4.4 M5 _DynamicPolicies API

openapi

info
title
version
description

tags
nanme
description
ext er nal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ dynami c- polici es
post
operationld
sumary
request Body
description
cont ent
application/json
schema
$r ef
responses

description
cont ent
application/json
schema
$ref
headers
Locati on
description
required true
schema
$r ef

description
description

/ dynami c- pol i ci es/ {dynam cPol i cyl d}
par anmet ers
name
description
in
required true
schena
$r ef
get
operationld
sunmary
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responses

description
cont ent
appl i cation/json
schema
$r ef

description
description

description
put
operationld
sunmary
request Body
description
required true
cont ent
application/json
schema
$r ef
responses

description
description

description
pat ch
operationld
sunmary
r equest Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schema
$ref
appl i cation/j son-pat ch+j son
schema
$r ef
responses

description
cont ent
application/json
schema
$r ef

description
description
description

description
del ete
operationld
summary
responses

description
description
description

description
conponent s
schenas
Dynami cPol i cy
description
type
required
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properties
dynam cPol i cyl d
$ref
policyTenpl atel d
$r ef
servi ceDat aFl owDescri pti ons
type
itenms
$r ef
provi si oni ngSessi onld
$r ef
gosSpeci fication
$ref
enf or cement Met hod
type
enf or cement Bi t Rat e
type

C.4.5 M5 NetworkAssistance API

openapi

info
title
version
description

tags
nanme
description
ext ernal Docs
description
url
servers
url
vari abl es
api Root
def aul t
description
pat hs
/ net wor k- assi st ance/
post
operationld
summary
responses

description
cont ent
application/json
schema
$ref
header s
Locat i on
description
required true
schema
$r ef

description
description

/ net wor k- assi st ance/ { naSessi onl d}
paraneters

nanme
description
in
required true
schena

$r ef

get
operationld
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summary
r esponses

description
cont ent
application/json
schena
$r ef

description
description

description
put
operationld
sunmary
request Body
description
required true
cont ent
application/json
schema
$ref
responses

description
description

description
patch
operationld
sunmary
r equest Body
description
required true
cont ent
appl i cati on/ mer ge- pat ch+j son
schenma
$ref
appl i cation/json-patch+j son
schena
$ref
responses

description
cont ent
application/json
schema
$ref

description
description
description
description
del ete
operationld
sunmary
responses
description
description
description
description
/ net wor k- assi st ance/ { naSessi onl d}/recomendat i on
get
operationld
sunmary

paraneters
nane
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description

in
required true
schema
type
responses

description
cont ent
application/json
schena
$r ef

description
description

description
/ net wor k- assi st ance/ { naSessi onl d}/ boost - r equest

post

operationld

sunmary

paraneters
nane
description
in
required true
schema

type

responses
description
cont ent

application/json
schema
$r ef
description
description
description
conponent s
schenas

Net wor kAssi st anceSessi on
description
type
required

properties
naSessi onl d
$r ef
servi ceDat aFl owDescri pti on
type
items
$r ef
mnltens
pol i cyTenpl atel d
$r ef
request edQoS
$r ef
recommendedQsS
$ref
not fi cati onURL
$r ef
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C.5 OpenAPI representation of data reporting records

C.5.1 R4 data reporting records

For the purpose of referencing entities defined in this clause, it shall be assumed that the OpenAPI definitions below are
contained in aphysical file named "TS26512_R4 DataReporting.yaml”.

openapi: 3.0.0
i nfo:
title: 5GvS Data Reporting data types
version: 1.0.0
description: |
5GVS Data Reporting data types
© 2022, 3GPP Organizational Partners (ARI B, ATIS, CCSA, ETSI, TSDSI, TTA, TTO).
Al rights reserved.
tags:
- name: 5GVS Data Reporting data types
description: '5G Media Streanming: Data Reporting data types'

ext er nal Docs:
description: 'TS 26.512 V17.1.0; 5G Media Stream ng (5GVS); Protocol s’
url: "https://ww. 3gpp. org/ftp/ Specs/archivel 26_seri es/ 26.512/"

paths: {}

conponents:
schenas:
Medi aSt r eam ngAccessRecor d:
all O :
- $ref: 'TS26532_Ndcaf _Dat aReporti ng. yam #/ conponent s/ schenmas/ BaseRecor d'
- type: object
required:
- nedi aStreanHand! er Endpoi nt Addr ess
- applicationServer Endpoi nt Addr ess
- request Message
- responseMessage
- processinglLat ency
properties:
nmedi aSt r eanHand!| er Endpoi nt Addr ess:
$ref: ' TS26512_CommonDat a. yani #/ conponent s/ schermas/ Endpoi nt Addr ess'
appl i cati onSer ver Endpoi nt Addr ess:
$ref: ' TS26512_CommonDat a. yani #/ conponent s/ schenmas/ Endpoi nt Addr ess'
sessionldentifier:
type: string
request Message:
type: object
required:
- met hod
- url
- protocol Version
- size
- bodySi ze
properties:
met hod:
type: string
url:
$ref: ' TS26512_CommonDat a. yanl #/ conponent s/ schenas/ Ur| '
pr ot ocol Ver si on:
type: string

range:

type: string
si ze:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
bodySi ze:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Ui nt eger'
cont ent Type:
type: string
user Agent :
type: string
userldentity:
type: string
referer:
$ref: ' TS26512_CommonDat a. yanl #/ conponent s/ schenas/ Ur |’
cacheSt at us:
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$ref: ' TS26512_CommonDat a. yani #/ conponent s/ schemas/ CacheSt at us'
responseMessage:
type: object
required:
- responseCode
- size
- bodySi ze
properties:
responseCode:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
si ze:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger"’
bodySi ze:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
cont ent Type:
type: string
processi nglLat ency:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Fl oat '
connectionMetrics:
type: object
required:
- neanNet wor kRoundTri pTi me
- networ KRoundTri pTi meVari ati on
- congesti onW ndowSi ze
properties:
meanNet wor KRoundTr i pTi me:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Fl oat '
net wor kRoundTri pTi neVari ati on:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Fl oat '
congesti onW ndowSi ze:
$ref: 'TS29571_CommonDat a. yam #/ conponent s/ schenas/ Ui nt eger’
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Annex D (informative):
5GMS AF API index

Table D-1: Index of Provisioning (M1) APIs

HTTP request path element hierarchy Description Allowed HTTP methods Resource | OpenAPI
Creat | Retrieve Update Destroy Non- structure | definition
e RESTful definition clause
operation clause
provi si oni ng- sessi ons Provisioning Sessions PCST
collection
{provisioningSessionld} Provisioning Session GET DELETE 7.2.2 c31
resource
certificates Server Certificates POST
collection
{certificateld} Server Certificate GET PUT DELETE 7.3.2 C3.2
resource
cont ent - prepar ati on-tenpl at es Content Preparation POST
Templates collection 742 c33
{contentPreparationTemplateld} Content Preparation CGET PUT, PATCH | DELETE o e
Template resource
cont ent - protocol s-di scovery Content Protocols GET 7592 c3a4
resource
cont ent - host i ng- confi gur ati on Content Hosting POST GET PUT, PATCH | DELETE
Configuration resource
pur ge Content Hosting cache PCST 7.6.2 C.35
purge operation
consunpt i on-reporting-configuration | Consumption Reporting | POST GET PUT, PATCH | DELETE 779 C36
Configuration resource o "
metrics-reporting-configuration Metrics Reporting POST
Configuration collection 782 c37
{metricsReportingConfigurationld} Metrics Reporting GET PUT, PATCH | DELETE e e
Configuration resource
pol i cy-tenpl ates Policy Templates POST
collection 792 c3s8
{policyTemplateld} Policy Template GET PUT, PATCH | DELETE e e
resource
edge- resour ces-confi gurations Edge Resources POST
Configurations 7.10.2 C.3.9
collection
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{edgeResourcesConfigurationid}

Edge Resources
Configuration resource

event - dat a- processi ng-
configurations

Event Data Processing
Configuration collection

ETSI TS 126 512 V17.3.0 (2023-01)

ETSI

{eventDataProcessingConfigurationld} Event Data Processing [ €310
Configuration resource
Table D-2: Index of Media Session Handling (M5) APIs
HTTP request path element hierarchy Description Allowed HTTP methods Resource | OpenAPI
Create | Retrieve Update Destroy Non- structure | definition
RESTful definition clause
operation clause
service-access-i nformation Service Access Information
collection
{provisioningSessionld} Service Access Information CET 1122 c41
resource
consunption-reporting Consumption Reporting
collection
{aspld} Consumption Reporting 11.3.2 ca.2
operation
netrics-reporting Metrics Reporting collection
{provisioningSessionld} Metrics Reporting
Configurations collection 11.4.2 €43
{metricsReportingConfgurationld} Metrics Reporting operation
dynami c- poli ci es Dynamic Policies collection POST 11.5.2 C.4.4
{dynamicPolicyld} Dynamic Policy resource | GET | PUT,PATCH | DELETE "~ -
net wor k- assi st ance Network Assistance
Sessions collection
{naSessionld} Network Assistance ﬂ PUT, PATCH | DELETE
Session resource
recomendat i on Bit rate recommendation 11.6.2 C.4.5
request operation
boost Request Delivery boost request
operation
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Annex E (normative):
Controlled vocabularies of 5G Media Streaming UE data
parameters

E.1 General

The set of parameters used to provision processing and exposure of UE datais defined for each exposed Event by a
controlled vocabulary with a unique name space identifier string in the form of a URN. Each parameter is specified asa
term identifier string that is unique within the scope of its parent name space.

In the context of 5G Media Streaming, the values signalled in DataAccessProfile.parameters (see clause 6.3.2.3 of
TS 26.532 [47]) shall be fully-qualified URIs formed from the name space identifier specified in the following clauses
concatenated with a single hash character (‘#') concatenated with the appropriate term identifier.

E.2  Controlled vocabularies of DASH QoE metrics
reporting parameters

E.2.1 Reporting parameters for 3GP-DASH metrics
The name space identifier for the controlled vocabulary of DASH QOE metricsis:
urn:3GPP:ns:PSS:DASH:QM10

The term identifiersin this controlled vocabulary shall be the set of key names defined in clause 10.2 of TS 26.247 [4],
using asingle forward slash character (/') as the hierarchical separator in the resulting path specifier. In the case of
metrics lists, the Entry object shall be omitted from the term identifier path.

EXAMPLE 1. urn:3GPP:ns:PSS:DASH:QM10#AvgThroughput/numbytes

To select al reportable metrics below a common branch of the metrics hierarchy the relevant terminal path element(s)
are pruned from the term identifier.

EXAMPLE 20 urn:3GPP:ns:PSS:DASH:QM10#AvgThroughput

E.2.2 Reporting parameters for VR metrics

The name space identifier for the controlled vocabulary of VR metricsis:
urn:3gpp:metadata:2020:VR:metrics

The term identifiersin this controlled vocabulary shall be the set of key names defined in clause 9.3 of TS 26.118 [42],
using asingle forward slash character (/') as the hierarchical separator in the resulting path specifier. In the case of
metrics lists, the Entry object shall be omitted from the term identifier path.

EXAMPLE 1:  urn:3gpp:metadata:2020:VR:metrics#CompQualLatency/Latency

To select al reportable metrics below a common branch of the metrics hierarchy the relevant terminal path element(s)
are pruned from the term identifier.

EXAMPLE 2:  urn:3gpp:metadata:2020:VR:metrics#CompQualLatency
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E.3  Controlled vocabulary of 5GMS consumption
reporting parameters

The name space identifier for the controlled vocabulary of 5GMS consumption reporting parametersis:
urn:3gpp:5gms:event-exposure:consumption-reporting
The term identifiersin this controlled vocabulary are specified in table E.3-1 below.

EXAMPLE: urn:3gpp:5gms:event-exposure:consumption-reporting#locations

Table E.3-1: Controlled vocabulary of 5GMS consumption reporting parameters

Term identifier Description
start-time The date and time of the consumption reporting unit.
duration The duration of the consumption reporting unit.
media-player-entry The entry pointer for the media streaming session.
reporting-client-identifier | Identifier for the reporting client that consumed the media.
media-consumed Identifies the media consumed within the context of the media player entry.
locations The UE location(s) where the media was consumed.

(Only available to trusted event consumer.)

E.4  Controlled vocabulary of 5GMS Network Assistance
reporting parameters
The name space identifier for the controlled vocabulary of 5GM S Network Assistance parametersis:
urn:3gpp:5gms:event-exposure:network-assistance
The term identifiersin this controlled vocabulary are specified in table E.4-1 below.

EXAMPLE: urn:3gpp:5gms:event-exposure:network-assistance#requested-qos

Table E.4-1: Controlled vocabulary of 5GMS Network Assistance parameters

Term identifier Description
timestamp The date and time of the Network Assistance invocation by the
Media Session Handler.
service-data-flow-information | Identification of the media streaming application flow for which
Network Assistance was requested.

policy-template-identifier The policy template in force for the media streaming session.
requested-qos The network Quality of Service requested by the media streamer.
recommended-gos The network Quality of Service recommended by the 5GMS AF.

E.5 Controlled vocabulary of 5GMS Dynamic Policy
reporting parameters

The name space identifier for the controlled vocabulary of 5GMS Dynamic Policy parametersis
urn:3gpp:5gms:event-exposure:dynamic-policy
The term identifiersin this controlled vocabulary are specified in table E.5-1 below.

EXAMPLE: urn:3gpp:5gms:event-exposure:dynamic-policy#enforcement-bit-rate
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Table E.5-1: Controlled vocabulary of 5GMS Dynamic Policy parameters

Term identifier Description
timestamp The date and time of the dynamic policy invocation by the Media Session Handler.
policy-template-identifier The policy template instantiated for the media streaming session.
service-data-flow-descriptions | The set of media streaming application flows managed by the Dynamic Policy.
gos-specification The network Quality of Service described by the policy template currently in force.
enforcement-method The Policy Enforcement Method set by the 5GMS AF.
enforcement-bit-rate The bit rate currently being enforced by this Dynamic Policy.

E.6  Controlled vocabulary of 5GMS media access activity

parameters

The name space identifier for the controlled vocabulary of 5GM S media access activity is:

urn:3gpp:5gms:event-exposure:access-activity

The term identifiersin this controlled vocabulary are specified in table E.6-1 below.

EXAMPLE: urn:3gpp:5gms:event-exposure:access-activity#request-message/url

Table E.6-1: Controlled vocabulary of 5GMS media access activity parameters

Term identifier

Description

timestamp

The date and time of the media access.

media-stream-handler-endpoint-address

The endpoint address of the Media Stream Handler accessing the
5GMS AS.

application-server-endpoint-address

The service endpoint on the 5GMS AS to which the Media Stream
Handler is connected.

session-identifier

An opaque identifier for the HTTP session on which the Media Stream
Handler request was made.

request-message

All term identifiers below with prefix request-message.

request-message/method

The request method.

request-message/url

The request URL.

reguest-message/protocol-version

The HTTP protocol version, e.g. "HTTP/1.1".

request-message/range

The value of the Range request header.

request-message/size

The total number of bytes in the request message.

request-message/body-size

The number of bytes supplied by the Media Stream Handler in the
HTTP request body.

reguest-message/content-type

The MIME content type of the request message, if any.

request-message/user-agent

A string describing the requesting Media Stream Handler from the
User - Agent request header.

request-message/user-identity

A string identifying the user that made the access.

request-message/referer

The URL that the Media Player reports being referred from in the
Ref er er request header.

cache-status

An indication of whether the 5GMS AS served the response object
corresponding from cache.

response-message

All term identifiers below with prefix response-message.

response-message/response-code

The HTTP response code.

response-message/size

The total number of bytes in the response message.

response-message/body-size

The number of bytes in the HTTP response message body.

response-message/content-type

The MIME content type of response message.

processing-latency

The time, expressed in milliseconds, taken by the 5GMS AS to
respond to the Media Stream Handler request.

connection-metrics

All term identifiers below with prefix connection-metrics.

connection-metrics/mean-rtt

Mean network round-trip time for the HTTP session, expressed in
milliseconds.

connection-metrics/rtt-variation

The variation in mean network round-trip time, expressed in
milliseconds.

connection-metrics/congestion-window-size

The current size (in bytes) of the congestion window for the transport
connection underlying the HTTP session.
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