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Important notice

The present document can be downloaded from:
http://www.etsi.org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

If you find a security vulnerability in the present document, please report it through our
Coordinated Vulnerability Disclosure Program:
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fitness
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2022.
All rights reserved.
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Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-member s, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including IPR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ |ogo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT alowed in ETSI deliverables except when used in direct citation.
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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

- Versonx.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

The present document has been created as part of the MBM S Transport Protocol and APl (TRAPI) work itemand is
based on the conclusions of TR 26.852 [6] in order to provide application-friendly methods and interfaces to access
3GPP MBMS User services. The present document is primarily targeted for devel opers of web and user applications
and attempts to abstract complex MBM S procedures in simple methods and interfaces. MBMS Client vendors can
implement this APl and URL to simplify the integration of MBMS User Services.
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1 Scope

The present document provides application methods and interfaces between an MBM S-aware application and the UE
MBMS Client to access 3GPP MBMS User services. The purpose of the document is the definition of enablersin order
to simplify the usage of MBM S in web-centric as well as app-based service environments.

The present document defines several APIsto access MBM S User Services and a URL to access resources available as
part of an MBMS User Service. The MBM S User Services are defined in TS 26.346 [5] and are not part of the present
document.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.146: "Multimedia Broadcast/M ulticast Service; Stage 1".

[3] 3GPP TS 22.246: "Multimedia Broadcast/Multicast Service (MBMS) user services; Stage 1".

[4] 3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional
description”.

[5] 3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMYS); Protocols and codecs'.

[6] 3GPP TR 26.852: "Multimedia Broadcast/Multicast Service (MBMS); Extensions and profiling".

[7] 3GPP TS 26.247: "Transparent end-to-end Packet-switched Streaming Service (PSS); Progressive
Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH)".

[8] IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".

[9] Object Management Group: "Interface Definition Language™ (IDL™) 4.0".

[10] IETF RFC 3066: "Tags for the Identification of Languages’.

[171] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[12] 3GPP TS 29.116: "Representational state transfer over XM B reference point between content
provider and BM-SC".

[13] IETF RFC 7595: "Guidelines and Registration Procedures for URI Schemes”.

[14] IETF RFC 7230: " Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[15] IETF RFC 7553, "The Uniform Resource Identifier (URI) DNS Resource Record"

[16] IETF RFC 6335, "Internet Assigned Numbers Authority (IANA) Procedures for the Management

of the Service Name and Transport Protocol Port Number Registry”

[17] 3GPP TS 36.101, "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
radio transmission and reception”.
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[18] 3GPP TS 36.211, "Evolved Universal Terrestrial Radio Access (E-UTRA); Physical channels and
modulation”.
[19] 3GPP TS 36.104, "Evolved Universal Terrestrial Radio Access (E-UTRA); Base Station (BS)
radio transmission and reception”.
[20] 3GPP TS 24.116, " Stage 3 aspects of system architecture enhancements for TV services'.
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions givenin TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Application Feature Enhanced Service: An end-user service for which all associated resources are delivered through
more than one MBM S User Service.

MBM S Application User Service: An end-user service for which all associated resources are delivered through an
MBMS User Service via broadcast and/or unicast bearers and which is accessible through the MBMS-API.

MBM S-API: An Application Programming I nterface between the MBMS Client and the MBM S-Aware application for
aspecific Application User Service.

M BM S-aware Application: An application in the user space that communicates with the MBMS client through APIs
as defined in the present document.

MBM S Client: A function that implements functionalities defined in TS 26.346 and provides APIs and protocol-related
methods to expose relevant functionalities to an MBM S-aware application.

MBMS-URL: A Universal Resource Locator that enables a general application to access resources delivered through
an MBM S User Service using the MBMS URL handler.

MBM S-URL Handler: A logica function that translates the MBM S-URL to a sequence of MBMS-API callsin order
to provide resources delivered by MBM S User Servicesto agenera application.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905[1].

AP Application Programming Interface
DANE DASH-Aware Network Element
DASH Dynamic Adaptive Streaming over HTTP
IDL Interface Definition Language
JSON JavaScript Object Notation

HLS HTTP live Streaming

MAA MBMS-Aware Application

MPD Media Presentation Description
SAND Server and Network Assisted DASH
SDP Session Description Protocol

usb User Service Description

URL Universal Resource Locator
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4 Overview

4.1 Introduction

The present document addresses a specific interface for an end-to-end application service, namely the interface between
the MBMS client and the MBM S-Aware Application (MAA) as shown in Figure 4.1-1. An application service provider
may provide content through XMB (see TS 26.346 [5] and TS 29.116 [12]) to the BM SC, but may also provide
information directly to an MAA. The BMSC uses MBMS User Services aswell as MBM S bearer services and unicast
bearers to communicate with the MBMSS client. The present document deals with the interface between the MBM S
client and the MAA, referred to as MBMS Application Programming Interfaces (MBMS-APIs). The APIs may be used
directly by the MAA, or the MBMS URL Handler may use the MBM S-APIs after receivingan MBMS URL from a
generic application.

M3 MME

Sm
MBMS UE MBMS- SGmb -
MBMS-API E-UTRAN BM-SC xMB
+ Client Modem ‘ Ml%Gi-mb

TS26.346 including broadcast and unicast

Application
Service
Provider

MBMS-
aware
Application

Application Service Discovery

Figure 4.1-1: End-to-end Architecture for Application Service Providers using eMBMS for Delivery

4.2 Network Architecture and MBMS User Services
(Informative)

According to TS 26.346 [5], three distinct functional layers are defined for the delivery of an MBM S-based service:

1) Bearers. Bearers provide the mechanism by which IP datais transported. MBM S bearers as defined in 3GPP
TS 23.246 [4] and 3GPP TS 22.146 [2] are used to transport multicast and broadcast traffic in an efficient one-
to-many manner and are the foundation of MBM S-based services. MBMS bearers may be used jointly with
unicast PDP contexts in offering complete service capabilities.

2) Delivery Method: When delivering MBM S content to a receiving application one or more delivery methods are
used. The delivery layer provides functionality such as security and key distribution, reliability control by means
of forward-error-correction techniques and associated delivery procedures such asfile-repair, delivery
verification. Three delivery methods are defined, namely download, streaming, transparent and group
communication. The present document does not address group communication.

3) User service: The MBMS User service enables applications. Different applications impose different
requirements when delivering content to MBM S subscribers and may use different MBMS delivery methods.

MBMS User Service architecture is based on an MBMS client on the UE side and a BM-SC on the network side.
Details about the BM-SC functional entities are given in figure 4 of TS 26.346 [5].

The BM-SC and UE may exchange service and content related information either over point-to-point bearersor MBMS
bearers whichever is suitable. Among others, the following MBM S procedures are defined in TS 26.346 [5]:

- User Service Discovery / Announcement providing service description material to be presented to the end-user
as well as application parameters used in providing service content to the end-user.

- MBMS-based delivery of data/content from the BM-SC to the UE over |P multicast or over |P unicast.

- Associated Delivery functions are invoked by the UE in relation to the MBM S data transmission. The following
associated delivery functions are available:

- Filerepair for download delivery method used to complement missing data.
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The service and content related information may also be directly transmitted by the content provider to the MBM S
aware application and then forwarded by the MBM S aware application to the MBMS client.

4.3 MBMS Application User Services

4.3.1 Introduction

The MBMS system may provide services to an MAA for which all associated resources are delivered through one or
more MBM S User Services including broadcast and unicast. The services may be made accessible through an MBM S-
API defined in the present document. The present document defines an initial set of Application User Services and
corresponding MBMS-APIs. For each Application User Services, one MBMS-API is defined.

MBMS Application User Services are associated with MBM S-APIs which define how an MAA can obtain access to the
content delivered viaMBMS user services.

The specification may be extended to add additional Application User Servicesand MBM S-APIs.
The MBMS Application User Services that are covered by the present document are defined in this clause.

An MAA providing an Application feature enhanced service must acquire, from the MBM S client, multiple MBMS
Applications User Servicesin order to obtain all the required resources.

4.3.2 File Delivery Application User Service

The File Delivery Application User Service provides MAAs with methods to manage the reception of files delivered
over MBM S Download Delivery services as defined in TS 26.346 [5]. Some of the defined interfaces allow an MBM S
Aware Application to get information on the available MBM S File Delivery Application Services and possibly on the
files scheduled to be carried on these services; to start and stop the capture of files on these services; and to allow the
MBMS Client to provide notifications associated with the reception of files. Clause 6.2 provides a complete description
and the associated uses for the interfaces in the File Delivery Application Service API and includes an abstract IDL
definition for these interfaces.

4.3.3 Media Application User Service

The Media Streaming Service API defined in clause 6.3 provides the MAA with interfaces to
manage the reception of a media streaming service:

e The media streaming service can be formatted as DASH streaming content (as defined
IN TS 26.247 [7]) delivered over DASH-over-MBMS Streaming Services (as defined in
TS 26.346 [5], clause 5.6) or
o The media streaming service can be formatted as HLS Content and delivered as a
generic application service (as defined in TS 26.346 [5], clause 5.7).
Some of the interfaces defined allow an MAA to get information on the available Media Streaming
Services; to start and stop the reception of media streaming content on these services; and to alow
the MBMS Client to provide notifications associated with the receptions of media streaming
content. Clause 6.3 provides a compl ete description and the associated uses for the interfacesin the
media Streaming Service API and also includes an abstract IDL definition for these interfaces.

4.3.4 MBMS RTP Streaming User Service

MBMS RTP Streaming User Service providesthe MAA with interfaces to access MBMS Streaming Delivery Services
asdefined in TS 26.346 [5]. The MAA may request start or stop any available RTP streaming service. The MAA will
receive information about the RTP data. The API for the MBMS RTP Streaming User Servicesisdefined in clause 6.4
using thethe serviceType Set to RTP for the service request.

The SDP provided in the sdpURT should be used together the RTP interface as documented in clause 7.5.
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4.3.5 MBMS Transparent User Service

MBMS Transparent User Service provides the MAA with interfaces to access MBMS transparent delivery services as
defined in TS 26.346 [5]. The MAA may request start or stop any available transparent service.

The Service API isdefined in clause 6.4 using the the serviceType Set t0 TRANSPARENT Of TRANSPARENT -ROM
for the service request.

TRANSPARENT refersto any transport service that is declared as a transparent service by the BMSC, if the Service
Announcement includes arequired capability '24 ', i.e. the signal for the "MBMS User Service Discovery /
Announcement Profile for Transparent Delivery Services' as documented in Annex L.5 of TS26.346 [5].

TRANSPARENT-ROM refersto any transparent service that is also a Receive-Only Mode (ROM) Service, if the ROM
serviceis signalled in the User Service Description.

The SDP provided in the sdpURT should be used together the Packet Data interface as documented in clause 7.6.

4.4 Specification Outline

The following aspects are defined in the present document:
- The definition of different interfaces as part of client reference architecture in clause 5.

- A set of service APIs (MBMS-APIs) for each application user service as defined in clause 4.3. The definition
provide the ability to independently develop MBM S-aware applications and MBMS clients, even for different
operating systems and execution environments, but rely on the service APIs to communicate with the MBMS
client and to make use of the MBM S functionalities. Thisis defined in clause 6.

- A set of interface options between the MBMS client and the application to support the transfer of user data.
Primary focusis on the communication through HTTP interfaces, as for example DASH or other application
services. Thisisdefined in clause 7.

- The mapping of the functionality to a URL handling and abstraction of the servicesin such environments. Thisis
defined in clause 8.

5 Reference Client Architecture

Figure 5.1 shows a general service architecture including areference client. On the network side, an MAA and content
provider provides mediaformatsto aBM-SC, typically through the XM B interface and initiates services and sessions
through the xMB interface. The BM SC establishes MBM S User Services and the lower layers support the delivery of
the data through regular 3GPP unicast as well as MBM S broadcast bearers.

The MAA initiates the communication with the MBMS client using the MBMS-API. The MBMS client identifies the
relevant services and provides the delivered user datato MAA. Typically, the media formats are provided through
interfaces and to functions that conform to well-defined media delivery formats. The MAA controls the media client.

INn TS 26.346 [5] the interface between the BM SC and the MBM S client for both unicast and broadcast related services
and functions are defined. The interface between the MBMS client and the MAA is defined in the present document..

The focus of the present document is to define app-developer and web-friendly interfaces and programming structures
to enable such an MAA to interact with the MBMS client.

An MAA that communicates with the MBMSS client through APIs and possibly URL handlers as defined in the present
document isreferred to as MAA. The MBMS Client is afunction that implements functionalities defined in TS 26.346
and provides APIs interfaces to expose relevant functionalitiesto an MAA.
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Figure 5.1: General Reference Architecture for Client

Figure 5.2 shows a specific instantiation for the media streaming Application User Service using the Media Streaming
MBMS-API. In this case the content formats conform to TS 26.247. The DASH client may be viewed as part of the
MAA, and as 3GPP defines interfacesinto aDASH client in TS 26.247 [ 7] also interfaces to the DASH client function
arein focus of the present document.
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Figure 5.2: Client Reference Architecture for DASH-over-MBMS Streaming

The control part of the MBMS-API are used for service discovery, registration, notifications, state changes and other
control messages between the MAA and the MBM S client and for other control messages. The control part of the
MBMS-APIs are defined in clause 6.

The data part interfaces are used to provide content delivered through MBMS User services to the MAA. However, the
datais using formats and interfaces that are primarily MBM S independent such that for the MAA the delivery over
MBMSis obscured. MBMS Client to application interfaces for datais primarily introduced in clause 7.

6 MBMS Application Programming Interfaces
6.1 Overview
6.1.1 Background

Figure 6.1.1-1 provides a graphical overview of how the MBMS Control Application Programming Interface (API) fits
into the UE architecture of delivering MBMS content to MAAS.
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MBMS-Aware Application
Application
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MBMS-API HTTP
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Figure 6.1.1-1: MAA to MBMS function API

The MBMS API implementation on High-Level Operating Systems and application development frameworksis
typically realized as a programmatic library that is linked to the application code and that runsin the application
context. That library implementation communicates with a particular MBMS Client implementation and abstracts the
implementati on-specific interactions with the MBMS Client from the MAA. The MBMS-API exposesto the MAA a set
of simple interfaces described in the IDL definitionsin clauses of the present document; in particular, the IDL makes
use of callback functions as the means for the MBM S Client to notify MAAS of events relevant to the reception of
content delivered over MBM S user services. The programmatic library communication with the MBMS Client is
implementation-specific, it is not in the scope of the present document, and it can be implemented using different
solution approaches (e.g., smartphone High-Level Operating System services, WebSockets, etc.).

It is understood that in some application development frameworks (e.g., HTML/Web Applications), linking a
programmatic library to the MAA is not possible. In these cases, the callback functions may not be realized
programmatically as function calls. In particular, the MAA may need to implement the necessary approach available on
these frameworks (or the selected solution approach) to receive event notifications from the MBM S client in place of
callback functions. For such frameworks, the implementation of callback functions described in the IDL of the present
document is not required. However, the information structures defined on the IDL callback functions are to be
communicated to the MAA when the MBMSS Client generates the corresponding event notification to the MAA using
the available (or selected) notification mechanism.

Figure 6.1.1-2 provides an overview of the graphical representation of multiple MAAs connecting to the MBM S client.
Each MAA usesits own instantiation of the MBMS-API.

MBMS-Aware MBMS-Aware
Application Application
" MBMS AP

MBMS Client

Figure 6.1.1-2: Multiple MAAs connecting to MBMS Client

Guidelines on APl documentation are provided in Annex A.
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It is also recommended to separate the description for MBMSS client functions and the description of the MAA functions
asit is expected that they are developed by independent parties.

6.1.2 Parameter description notation

In each Application Service API described in this clause, the parametersin the API interfaces are described in the
following format:

- dataType parameterName —description of the parameter.

Each interface parameter is defined via a separate item in the list of parameters. The dataType on the item defines the
programmatic data type for the parameter named parameterName, as described on the IDL for the API; the
dataType may be acomplex structure on the IDL. The parameterName provides a name for a parameter on the
API interface. A description follows to provide information on the meaning and use for the parameter.

6.1.3 MBMS Client State Model

For each Application Service, the MBMS client maintains certain states for the application and a set of internal
parameters. The internal parameters may be updated based on information received from the MBM S system, by time-
outs, or by communication with the application. It is recommended that an MBMS client state model for each defined
MBMS-API is defined.

6.2 File Delivery Application Service API

6.2.1 Introduction

The File Delivery Application Service APl provides MBM S Aware applications with interfaces to manage the reception
of files delivered over File Delivery Application User Services. This API isintended to support applications that are
running while files are being delivered through MBM S user services as well as applications that are not running to
receive information on files received through an MBM S User service, for example as the user may have quit/exited the
application.

In order to support applications that may not be currently running while files are being received, the MBMS client may
keep received files for a period of time configured by the application, which includes means to collect received files
even if the user does not actively interact with the application to consume the received files.

When the application is currently running and can collect the files received over MBM S User services, the MBMS
client movesthe files to the application space. It is ultimately the application's responsibility to manage the storage of
requested files, especially the amount of storage to be used.

Any persistent storage of received files by the MBMS client is only intended to ensure that the received files are made
available to the respective requesting application. Once files are moved/copied to the application space, the application
is responsible for managing those files.

When the content provider use the "content provider" announcement mode (3GPP TS 29.116 [12]) for afile delivery
session, the BM-SC provides the service announcement information to the content provider within a SA file, following
the profile 1c (Annex L.3 of 3GPP 26.346 [2]). This SA file may be transmitted by the content provider directly to the
MBMS Aware application. In such case, SA information may be provided to the MBMS client by the MBM S aware
application.

The IDL for the File Delivery Application Service APl isdefined in clause B.2.

6.2.2 MBMS Client State Model

6.2.2.1 Overview

Figure 6.2.2.1-1 provides an informative MBMS client state model in order to appropriately describe the messages on
the service API. Five different states are defined aslisted in Table 6.2.2.1-1.
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Note that the state model is defined on the granularity per service and each MAA. This means that the MBMS client
may at least conceptually have to maintain multiple state machines, namely one for each MAA/service combination.

The state model does not imply any implementation requirements for an MBMS client, but is used as a model to support
the description of the APIs.

State changes may be the result of:
- Requestsfromthe MAA
- Timer expiration in the MBM S client

- Information provided by the MBM S User Service (USD, schedule, FDT, file complete)

registerFdApp ()

deregisterFdApp ()

Timeout registrationvValidityDuration

stopFdCapture ()
startFdCapture ()

registerFdApp ()

CAPTURE BACKGROUND
deregisterFdApp () -
CAPTURE NOTIFY

startCaptureFd ()
stopCaptureFd ()

Figure 6.2.2.1-1: State Diagram

Table 6.2.2.1-1 describes the states for the MBM S client. Detailed descriptions are provided in the following
subclauses.
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Table 6.2.2.1-1: States and Parameters of MBMS Client

States and Parameters

Definition

IDLE

In this state the MAA is not registered with the MBMS client and it may
not keep the service parameters up-to-date.
For more details see clause 6.2.2.3.

NON_AVAILABLE

In this state the MBMS client is not available and an MAA cannot
register with the MBMS client. The MBMS client may not be aware of
the state, it is only a state perceived by the MAA.

REGISTERED

In this state the MBMS client has registered the MAA, it may keep the
service definition up to date, but it is not providing file capture services
to the MAA(S).

For more details see clause 6.2.2.4.

CAPTURE_NOTIFY

In this state the MBMS client provides file capture for one specific
service to a registered MAA and notifies the MAA on any received file.
For more details see clause 6.2.2.5.

CAPTURE_BACKGROUND

In this state the MBMS client provides file capture for one specific
service to an MAA without notifying the MAA on any received file for
some agreed time.

For more details see clause 6.2.2.6.

6.2.2.2 MBMS Client Internal parameters

The MBMS client maintains internal parameters as defined Table 6.2.2.2-1. Note that the parameters are conceptual and
internal and only serve for the purpose to describe message generation on the API calls.

Table 6.2.2.2-1: Parameters of MBMS Client

States and Parameters

Definition

_Preconfigurations

_maxRegistrationValidityDuration MBMS client parameter that provides the maximum time after

deregistration that a client still captures files on behalf of an

MAA.
_defaultAvailabilityDeadline the time a file that is kept in the MBMS client owned storage
location.
_appl] The MBMS client maintains a parameter set per registered app
_appId A unique ID provided by the MAA and assigned to the app.

_serviceClass[]

A list of service classes identifying the services the MAA has
access to.

_registrationValidityDuration

A period of time following the MAA de-registration over which
the MBMS client continues to capture files for the MAA.

_locationPath

The storage location where the MAA wants the MBMS client to
store collected files.

_backgroundCaptureTimer

Timer on how long files are captured in background.

_servicel[]

The MBMS client maintains a parameter list per service. In this
context the list is assigned also to one app, but an
implementation may share the internal parameter list assigned
to a service across multiple apps.

serviceID The service ID for a File Delivery Application service over
B which the MBMS client collects files for the MAA.
_serviceClass The service class associated with the File Delivery Application
service assigned the Service ID..
__serviceLanguage The language of the service

_serviceName []
_name

_lang

The service name, possibly expressed in different languages.

_serviceBroadcastAvailability

The service broadcast availability for the client.
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States and Parameters

Definition

_fileCaptureRequest []
- fileURI
- _disableFileCopy

- _captureOnce

A sequence of requested file captures from the MAA with

some parameters.

The fileURI identifies the file(s) as they will also be used

on the FLUTE FDTs for the File Delivery Application Service

Allowed values for the fileURI include:

- The empty string signals that the MAA is interested in
receiving all new files and updates to previously received
files.

- A BaseURL, i.e., a complete path for subdirectory (a
prefix) identifying a group of files under that directory.

- An absoluteURL, i.e., a complete URL that identifies a
single file resource.

_disableFileCopy — when set to true, this signals that the

MAA does not want the MBMS client to make the file available

on the application space.

__captureOnce — when set to true, signals that a file matching

arequested viathe fileURI (i.e. a file matching a BaseURL

in £i1eURT, or any file if the £11eURI is empty) is to be
captured only once.

_fileURIStatus/[]
_URI
_contentType
_deliveryState
_md5
_deliverySchedule[]
_start
_stop
_appState
_notified

_fileLocation

A sequence of fileURIStatus [] that states the status of
files the MAA may be interested or the service provides,
possibly using scheduling information. The internal parameters
store relevant information on the file such as content_type
or MD5, if the information is available yet.

The delivery state can be:

- FD_RECEIVED - the file is received by the MBMS client and
no more updates are expected according to the file
schedule.

- FD_SCHEDULED - scheduled, if a file schedule is delivered
and a file is scheduled, but not yet received.

- FD_IN_ PROGRESS — the reception of the file is in progress

The delivery schedule records the current upcoming delivery

schedules.

The application state may be transitioned to express that

- the file was moved to the application,

- failed if the move failed or

- the location path points to an MBMS client controlled

space.

A notified flagis provided to indicate if the MAA has been

notified on the reception of the file.

_sessionSchedule[]
_start

_stop

Documents the session schedule for this session. Only
_sessionSchedule records should be included for which the
value of the _stop time is in the future.

6.2.2.3 MBMS Client Operation in IDLE state

Inthe IDLE state, the MBMS client may listen to the User Service Bundle Description and may collect information.

However, no binding with the MAA isin place.

When the MBM S client received the registerFdapp () cal asdefined in subclause 6.2.3.2, then:

1) The MBMS client checks the input parameters for consistency and sets the internal variables

a) If appId isanempty string then the MBMS client throwsaMISSING PARA

METER result codeinthe registerFdResponse () asdefined in subclause 6.2.3.3 and aborts these steps. If
not, the MBMS client sets the internal variable appId to the value of the parameter.
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2)

3)

b)

d)

€)

f)

The MBMS client adds each entry inthe serviceClassList parameter toits _serviceClass[]
record. Note that the serviceClassList parameter may contain an empty service class entry. If an
empty service classis provided, the MBMS client considers the MAA to be registered with a service class
that is also empty and only alows the MAA to have access to File Delivery Application Services that are not
associated with aserviceClass (i.e., the USD for these services do not haveaserviceClass
defined).

OnreceivingaregisterFdApp () followingaderegisterFdapp (), the MBMS client updates the
serviceClassList toits_serviceClass [] recordin the same way described for the
setFdServiceClassFilter () method.

If locationPath isnot defined, the MBMS client provides means such that the MAA has access to the
filesthe MBMS Client received on behalf of the MAA. If the locationPath is defined, the internal
variable _locationPath isset to the value of the parameter.

If registrationvalidityDuration isnot defined, the value of the internal parameter
_registrationValidityDurationissettoO (zero).If theregistrationvalidityDuration
isdefined, theinternal variable  registrationvalidityDuration iSset to this parameter, or to
_maxRegistrationValidityDuration if thevaueof registrationvalidityDurationis
larger than _maxRegistrationvalidityDuration.

If callBack isdefined, the MBMS client uses the interfaces in the callback parameter of the
registerFdApp () interfaceto send notifications of event occurrencesto the MAA.

generates aresponse registerFdResponse () asdefined in subclause 6.2.3.3 and changes to
REGISTERED State:

a)

b)

©)

If the MBMS client functions cannot be activated for any reason, especialy if the File Delivery Application
Service API did not find an MBMS client available on the UE on which the MAA is running, the
FAILED LTE EMBMS_ SERVICE UNAVAILABLE registration response codeissent. The MBMS client
may provide amessage and may set acceptedFdRegistrationvValidityDuration to any
arbitrary value.

If the MAA did not provide a mandatory parameter, the MBMSS client functions cannot be activated and the
MISSING PARAMETER registration response codeis sent. The MBMS client may provide amessage and
may set acceptedFdRegistrationvValidityDuration toany arbitrary value.

If the MBMS client functions can be activated, then
i theRegResponseCode isset to REGISTER_SUCCESS registration response code,
ii amessage may be generated,

iii the MBMS client setsthe value of acceptedFdRegistrationValidityDuration tothe
_registrationvalidityDuration.

The MBMS client sends the response with the above parameters

If the MBMS client functions can be activated and the response is sent with aREGISTER _SUCCESS, then
MBMSclient isin REGISTERED state and uses the REGISTERED parameters to provide the list of matching
file delivery services using the information in the User Service Description (USD). If the responseis sent with a
FAILED LTE EMBMS SERVICE UNAVAILABLE, thenthe MBMSclientisin NOT AVAILABLE state. If
the response is sent with aMISSING PARAMETER, then MBMSclient isin IDLE state.

If the MBMS client receivesthe getversion () API cdl, it shal return version "1.0".

6.2.2.4

MBMS Client Operation in REGISTERED state

For each registered MAA and the assigned parameters according to Table 6.2.2.2-1, the MBMS client uses the
information in the User Service Description as well asitsinternal state information for the MAA in _app [] inthe
serviceclasslist _serviceClass [] to collect and keep up-to-date all internal information for the services of interest
for the app, i.e. those that are member of any service class for which the MAA hasinterest.
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For each MBM S user service for which the USD as defined in TS 26.346 [5] is available in the MBMS client for the
service classesregistered by the MAA in _serviceClass [], one servicerecord in the internal parameter
_service[] isdefined in the MBMS client and continuously updated whenever an updated USD is available:

- ForeachuserServiceDescription.name element, a(name, lang) par is generated and added to the
_serviceName [] list with_name set to the value of the USD element, and if present, the _1ang set to the
value of the associated @1 ang attribute. If no @1ang attribute is present, the _lang parameter is set to an
empty string.

- Iftheattribute userServiceDescription@serviceClass ispresent, thevalue of thisattributeis
assignedto _serviceClass. If not present, the _serviceClass isset to an empty string.

- Thevaueof the attribute usersServiceDescriptione@serviceId isassignedto serviceId.

- IftheattributeuserServiceDescription@serviceLanguage ispresent, the valueof thisattributeis
assigned to _serviceLanguage. If not present, the _serviceLanguage is set to an empty string.

- The_serviceBroadcastAvailability iscontinuously updated set it to BROADCAST AVAILABLE, if
broadcast is available (if the UE isin broadcast coverage of the service), if not, it isset to
BROADCAST UNAVAILABLE (if the UEisNOT in broadcast coverage of the service).

- IftheuserServiceDescription.schedule element ispresent then the MBMS client uses the
information in the schedule description fragment to generate theinternal  £i1eURI[] and
_sessionSchedule [] list and keep up to date as aresult of USD updates. The MBMS client should only
include fileUri [] listif thereisacurrent or afuture scheduled transmission of that file. The MBMS client
shall only include _sessionSchedule [] recordsif the _stop valueisin the future. The
_deliveryState isset appropriately, e.g. to FD_SCHEDULED if thefileis scheduled and
FD_IN PROGRESS, if the FDT isavailable, but the file reception is not yet completed.

If updates are provided and added to the _service [] parameter, the MBMS client should send a
fdServiceListUpdate () callback asdefined in clause 6.2.3.17.

Whenthe getFdServices () cal isreceived by the MBMS client as defined in clause 6.2.3.4, the MBMS client sets
the parameters as follows:

- Ifthe servicel[] listisempty, then an empty list isreturned.
- For each MBMS user serviceinthe service [] list, one servicerecord is generated as follows:
- Thevaueof theattribute _serviceId isassignedto servicelId.
- Thevaueof theattribute _serviceClass isassignedto serviceClass.
- Thevaueof servicelanguage isassignedto serviceLanguage.
- For eachrecordinthe serviceName [] one serviceNameList entry isgenerated and:
- thename issettothevalue name,
- thelanguage issettothevalue language.

- Thevaueof serviceBroadcastAvailability isassignedto
serviceBroadcastAvailability.

- |Ifatleast one_sessionSchedule [] record is present then:

- TheactiveDownloadPeriodStartTime iSsettothevalueof earliest start time of any entry
inthe _sessionSchedule [] such that the corresponding _stop timeisin the future.

- TheactiveDownloadPeriodStopTime isset to the value of the stop time of the entry selected
earliest start time.
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- Ifno_sessionSchedule [] recordispresent, or the start and stop onexisting entriesin
__sessionSchedule [] areinthe past:
- TheactiveDownloadPeriodStartTime iSsettoO.
- TheactiveDownloadPeriodStopTime issetto 0.

When the set FdStorageLocation () method as defined in sub-clause 6.2.3.5 is received by the MBMS client, the
MBMS client runs the following steps:

- ltupdatestheinternal variable _1locationPath to the parameter value of locationPath provided inthe
call.

NOTE: The MBMS client provides any new files for that MAA at the locationPath, but not ongoing file
capture.

- If the storage location is empty the MBMS client selects alocal directory on the device, which the MAA can
access directly viafile access interfaces or viaHTTP GET methods (see sub-clauses 6.2.2.5 and 6.2.2.6).

When the setFdServiceClassFilter () isreceived, the MBMS client runs the following steps:

- ltreplacestheinternal variable _serviceClass [] with the parameter values provided in
serviceClassList.

Note that this does not necessarily change the ongoing MBMS client operation, e.g. capturing.

- TheMBMSclientissuesafdServiceListUpdate () notification asdefined in clause 6.2.3.17 to the MAA
to notify it of this effect.

When the startFdCapture () method isreceived, the MBMS client runs the following steps:

- The MBMSclient checks for errors and if necessary, the fdServiceError () notification asdefined in
clause 6.2.3.18 isinitiated.

- If therequested £i1eURI matches an existing outstanding startFdCapture () request as recorded on the
_fileCaptureRequest [], theinternal error codeisset to FD_ DUPLICATE FILE URI andthe
fdserviceError () notification as defined in clause 6.2.3.18 isinitiated.

- If therequested £i1eURI isambiguousin the following manner

- ThefileURI isan absolute URL or aBase URL and there is an existing outstanding
startFdCapture () with anempty fileURI, or

- fileURI isan absolute URL and thereisan existing outstanding startFdCapture () with an Base
URL inthe £11eURT that is base URL for the aboluteURL .

then, the internal error codeisset to FD_ AMBIGUOUS_FILE_URI and the fdServiceError () notification
asdefined in 6.2.3.18 is initiated.

- Otherwise, The £11eURT isadded to theinternal list of the MBMSclient _fileCaptureRequest []1.Any
overlapping entry should be avoided.

- The MBMS client removes existing outstanding start FdCapture () requests from
_fileCaptureRequest [] whenthereguested £i1eURI onastartFdCapture () isbroader (i.e,
superseding older requests) than these existing outstanding startFdCapture () requests; this request
consolidation will not impact ongoing file downloads, specifically:

- When £ileURI isempty onthenew startFdCapture (), al existing outstanding
startFdCapture () areremoved.

- When £il1eURI isaBase URL, existing outstanding start FdCapture () requests with an absolute URL
areremoved if thenew £11eURI in the request is a base URL for the absolute URL on these existing
outstanding startFdCapture ().
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- The _disableFileCopy issettothevaueof disableFileCopy.
- The_captureOnce isset to the value of captureOnce.
- TheMBMSclientisin CAPTURE_NOTIFY mode.

Whenever there has been a change to the parameters reported to the MAA inresponseto aget FdServices () AP,
i.e.intheinternal serviceclasslist serviceClass [] to add anew servicerecord to the list or a change in one of
the following internal parametersin the servicerecord inthe servicelLanguage,

_serviceName [] serviceBroadcastAvailability, or updatestothe fileURIStatus [] adding new
_URIs with deliveryState setto FD _SCHEDULED, the MBMS client notifies MAA with
fdServiceListUpdate () asdefinedin clause 6.2.3.17.

Whenthe deregisterFdApp () isreceived, the client movesto IDLE state.

6.2.2.5 MBMS Client Operation in CAPTURE_NOTIFY State
Inthe CAPTURE_NOTIFY state, the MBMS client carries out &l actions asin the REGISTERED state.

For one MBM S user service identified with one service record in the internal parameter _service [1 with aspecific
_serviceID the MBMS client continuously updates the internal parameters for this service.

In addition, for each £ileCaptureRequest [] record in the service record:

1) Ifthe _fileUri isempty thenthe MBMS client receives all new and updated files delivered on thisMBMS
service with service ID serviceId. Updated files may be discovered by achange of the MD5 in the FDT.

2) Ifthe_fileUri isacomplete absolute URI, then the MBMS client receives only that file delivered on the
MBMS service with service ID serviceId which hasamatching URL asthe £11eURT parameter if the file
isreceived for the first time or is a new version since the last reception.

3) Ifthe_fileUri isaBase URI asdefined in RFC 3986 [11], then the MBMS client receives al new and
updated files delivered on the MBMS service with service ID serviceId which are delivered through the
MBMS user service with a matching BaseURL of the one defined inthe £i1eURT parameter.

Furthermore, the MBMS Client performs the actions as follows.

4) For each file announced via the file schedule element and matching any of the capture requestsin
_fileCaptureRequest[]:

- theMBMSclient crestesan entry inthe fileURIStatus [] addingthe URI and delivery schedules
_deliverySchedule[] and setsthe deliveryState to FD_SCHEDULED.

- The MBMSClient should send a fdServiceListUpdate () calback asdefinedin clause 6.2.3.17.

5) For each file announced in the FDT and matching any of the capture requestsin fileCaptureRequest [],
the MBMS client:

- Updates or creates an entry adding the URTI.
- Setsthe_deliveryStateto FD_IN PROGRESS.

- Does not download the same version of thefileif the Content -MD5 inthe File element of the FDT
Instance is the same as a previoudly received version of thefile.

- If aMIME type was defined viathe FDT describing that file transmission, the _contentType parameter is
set to the value of the Content -Type asinthe File entry of the FDT. If the MIME typeis not defined,
the _contentType parameter is set to an empty string. The MD5 may be extracted from the FDT if
present.

6) For each successfully received file announced in the FDT and matching any of the capture requestsin
fileCaptureRequest []:
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The MBMS client updatesthe deliveryState to FD_RECEIVED.

If the_locationPath isdefined and if the MBMS client is successful in copying/moving the collected
filetothedirectory in _locationPath, the MBMS client setsthe appState to moved and the
_fileLocation pointingto thefileinthe locationPath.

If the_locationPathisempty, (i.e. _appState indicatesthat MBMS client space needs to be used or
that the MBMS client selected alocation on the MAA space) or if the MBMS client is not successful in
copying/moving the collected file to the directory defined in _locationPath (_appState issetto
indicate the failure) thenthe fileLocation issetto:

- A complete file name (including the directory path) on the UE local file system where the file can be
accessed by the MAA.. The file may be stored under an MBMS client defined directory that is accessible
tothe MAA.

-  AnHTTP URL wherethe MAA can retrieve the file using the HTTP GET method. Thisformat may be
used when the file is stored on alocation that is not directly accessible to the MAA.

The MBMS client announcesit through £ileAvailable () notification asdefined in clause 6.2.3.8 to
the MAA by setting the parameters as follows:

- TheserviceIdissettothe serviceID.

- ThefileUri issettothevalueof URI.

- ThefileLocationissettothevalueof the fileLocation.
- ThecontentType issettothe contentType.

- Ifthe appState isfailed or internal, the MBMS client sets the value of the
availabilityDeadline totheinterna variable defaultAvailabilityDeadline,
otherwise sets the value to 0.

- Theinternal _notified flagissetto true.

If the_captureOnce isset to true, the corresponding £1 1eURT is excluded/removed from the
_fileCaptureRequest [] and fromtheinternal fileURIStatus [] list.

7) For each non-successfully received file announced in the FDT and matching any of the capture requestsin
fileCaptureRequest [] (after filerepair failed or when file repair is not defined for the service):

The MBMS client setsthe setsthe _deliveryState to FD_SCHEDULED

The MBMS client announcesit through £ ileDownloadFailure () notification asdefinedin 6.2.3.10 to
the MAA with the following parameter settings:

- TheserviceIdissettothe servicelID.

- ThefileUri issettothevalueof URI.

Whenever theintheinternal fileURIStatus [] was changed, the MBMS client should issue a
fileDownloadStateUpdate () notification as defined in 6.2.3.15 with the following parameters:

The serviceIdissettothe servicelID.

The MBMS client movesto REGISTERED stateif the _fileCaptureRequest [] isempty.

WhenthegetFdAvailableFileList () API cal asdefinedin clause 6.2.3.12 is received, the MBMS client runs
the following steps:

For the service with internal _serviceId settotheinput parameter serviceID, for each successfully
received file (i.e. internal _deliveryState being received) that matchesa fileCaptureRequest []
andisincludedinthe fileURIStatus[] record with aninternal status notified setto false, the
following parameters are assigned
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- ThefileUri issettothevalueof URI.
- ThefileLocationissettothevalueof the fileLocation.
- ThecontentTypeissettothe contentType.

- Ifthe appsState isfailed or internal, the MBMS client setsthe value of theavailabilityDeadline
totheinternal variable _defaultAvailabilityDeadline, otherwise setsthe vaueto 0.

- Theinterna status notified setto true.

When the MBM S client receivesa stopFdCapture () request as defined in clause 6.2.3.13 that matches an entry in
theinternal parameter fileCaptureRequest []:

The MBMS client removesthisentry fromthe fileCaptureRequest [] recordin order to stop any on-
going and future file receptions that match that particular record.

The MBMS client should keep records of outstanding startFdCapture () regueststhat are unambiguous
such that a stopFdCapture () can unambiguously remove an entry in the internal parameter
_fileCaptureRequest [] fromanearlier startFdCapture () reguest.

The MBMS client may also send afailure indication viathe fdServiceError () withthe
FD_AMBIGUOUS FILE URI error code when the requested fileURI on a stopFdCapture () ismore
specific than an existing outstanding startFdCapture () requeststhat is broader:

- When £i1eURI isan absolute URL or aBase URL and there exists an entry in the internal parameter
_fileCaptureRequest [] with an empty fileURI.

- WhenfileURI isan absolute URL and there exists an entry in the internal parameter
_fileCaptureRequest [] with an empty fileURI. With an Base URL inthe fileURTI that isbase
URL for the aboluteURL.

The MBMS client may send afailureindication viathe fdServiceError () withthe
FD_STOP_FILE URI_NOT FOUND error codeto any stopFdCapture () request that does not match an
entry inthe internal parameter fileCaptureRequest [].

When thegetFdActiveServices () API cal asdefined in clause 6.2.3.14 isreceived, the MBMS client runs the
following steps:

For the service with internal _serviceId setto theinput parameter serviceID, for each entry in theinterna
parameter fileCaptureRequest [] onerecordintheresponseisset withthe fileUri set to the value of
URI.

When the MBMSS Client receives get FdDownloadStateList () API cal asdefined in clause 6.2.3.16, it runs the
following steps:

For the service with internal _serviceId settotheinput parameter serviceID, for each file that matchesa
_fileCaptureRequest [] andisincludedinthe fileURIStatus[] record, thefollowing parameters
are assigned:

- ThefileUri issettothevalueof URI.

- Thestateissettotheinterna value deliveryState.

If thederegisterFdapp () API cal invoked the MBM S client:

Andif the _fileCaptureRequest [] record contains no more entries or the
_registrationvalidityDuration issetto zero, the MBMS client movesto IDLE state.

If the_fileCaptureRequest [] record contains one or more entries, the MBMS client moves to
CAPTURE_BACKGROUND state.
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6.2.2.6 MBMS Client Operation in CAPTURE_BACKGROUND State

When the MBMS client entersthis state, theinternal _backgroundCaptureTimer iSset to
_registrationvValidityDuration and started. The MBMS client remainsin this state until thistimer expires,
or the MAA invokesanew registerFdapp () API call.

Once the time for the registration validation has expired, the MBMS client clears all context for the MAA and returnsto
IDLE state for the MAA. Until thisisthe case, the MBMS client performs the following actions.

The MBMS client carries out all actions asin the CAPTURE NOTIFY state, except for those associated with sending
notifications (invoking call-back functions) to the app.

While an MAA is deregistered and files are received for that MAA, if multiple versions of the samefile (i.e., the same
fileURI but different Content -MD5 inthe FDT for aFile Delivery Application Service) are received, only the last
file version received is kept by the MBMS client and made available to the MAA after the new registration.

If the MAA isnot currently registered at the time and the download of files for that MAA fails, the MBMS client is not
ableto inform MAA.

For one MBM S user service identified with one service record in the internal parameter _service [1 with aspecific
_serviceID the MBMS client continuously updates the internal parameters for this service. Whenever the delivery
state is changed in the state, theinternal _notified flagis set to false.

6.2.3 Methods

6.2.3.1 Overview

Table 6.2.3.1-1 provides an overview over the methods defined for the File Delivery Application Service API. Different

types are indicated, namely state changes triggered by the MAA, status query of the MAA to the client, parameter
updates as well as notifications from the client. The direction of the main communication flow between the MAA (A)
and the MBMS client (C) is provided.

Table 6.2.3.1-1: Methods defined for File Delivery Application Service API

Method Type Direction Brief Description Clause

registerFdApp State change A->C MAA registers a callback 6.2.3.2
listener with the MBMS client

deregisterFdApp State change A->C MAA deregisters with the MBMS |6.2.3.9
client

startFdCapture State change A->C Start download of files over file  [6.2.3.7
delivery service

stopFdCapture State change A->C Stop download of files for the file |6.2.3.13
delivery service

getFdActiveServices Status query C<>A Get list of currently active 6.2.3.14
services

getFdAvailableFileList Status query C<->A Retrieves the list of files 6.2.3.12
previously captured for the MAA

getFdServices Status query C<>A Retrieves the list of File Delivery [6.2.3.4
services defined in the USD

getFdDownloadStateList Status query C<>A Retrieves the state of files 6.2.3.16
pending download

getVersion Status query C<>A the version of the File Delivery  6.2.3.21
Application Service interface

setFdServiceClassFilter |Updateto A->C MAA sets a filter on file delivery [6.2.3.6

parameter list services in which it is interested
setFdStorageLocation Update to A->C Sets the storage location to 6.2.3.5
parameter list store the MAA downloaded files

registerFdResponse Response C->A The response to the MAA 6.2.3.3
service register API

fileAvailable Notification C->A Notification to MAA when a new (6.2.3.8
file is downloaded per MAA
capture request
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Method Type Direction Brief Description Clause

fdServicelListUpdate Notification C->A Notification to MAA on an 6.2.3.17
update of the available for file
delivery services

fdServiceError Notification C->A Notification to MAA when there |6.2.3.18
is an error with broadcast
download of service

fileDownloadFailure Notification C->A Notification to MAA that 6.2.3.10
download of a requested file
failed

inaccessibleLocation Notification C->A Notification to MAA that the 6.2.3.20

storage location set by the MAA
is not accessible by the MBMS

Client.
insufficientStorage Notification C->A Notification to MAA indicatinga [6.2.3.19
warning on the low storage
condition
fileDownloadStateUpdate |Notification C->A Notify MAA of a change in the 6.2.3.15
state of pending file downloads
fileListAvailable Notification C->A Notify MAA when the list of 6.2.3.11
downloaded files is available to
retrieve
addsA State change A->C MAA provides a SA file to the 6.2.3.22
MBMS client
addSAResponse Response C->A The response to the MAA set 6.2.3.23
SA API
6.2.3.2 Registration
6.2.3.2.1 Overview

This clause defines registerFdapp () interface.

An MAA cdlsthe registerFdapp () interface to register with the MBMS Client to consume File Delivery
Application Services. The registerFdApp () interface has two purposes:

1) Itsignastothe MBMS Client that an MAA isinterested to consume MBMS services. This registration may be
considered as pre-condition for the MBMS Client to keep checking for updates to the File Delivery Application
Services defined.

2) It dlowsthe MAA to identify its callback listeners defined in the File Delivery Application Service API for the
MBMS Client to provide asynchronous notifications to the MAA on relevant events associated with the
reception of files.

NOTE:  Since some application development frameworks do not support callback functions, an MAA for these
frameworks will not provide callback listenersinthe registerFdapp () interface. Instead, the MAA
will implement the necessary approach available on these frameworks to receive event notifications from
the MBMS Client in place of callback functions. The notifications implemented on these frameworks will
include the same information content as defined on the structures for the IDL callback functions.

Figure 6.2.3.2.1-1 shows a call flow and the usage of the registerFdapp () interface.
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registerFdApp() \
- registerFdResponse()

Periodic Service Discovery ( based on configuration parameter )

getFdServices()

deregisterFdApp()

Figure 6.2.3.2.1-1: MAA Registration sequence diagram

6.2.3.2.2 Parameters
The parameters for the registerFdapp () APl are:

- string appId - providesaunique ID for the application registering with the MBMS client, which uses this
identity to maintain state information (e.g., capture requests and captured files) for a particular MBM S Aware
Application. The uniqueness of the ID isin the context of any application that may possibly register with MBMS
client. Uniquenessistypically provided at the platform level.

- any platformSpecificAppContext —aplatform-specific context for the registering application that
enablesthe MBMS client to get extrainformation about the application that may be need to enable the
application to have access to MBMS services, e.g., to enable application authentication or to enable the
application to communicate with the MBMS client via platform (e.g., HLOS) services.

- sequence<string> serviceClassList —providesacomma-separated list of service classes which the
application isinterested to register. Each service class string can be any string or it may be empty.

- StorageLocation locationPath —identifiesalocal directory available on the device storage, which the
application can access and where successfully collected files can be copied/moved before notifying that the file
is available to the application. The storage location is a string pointing to a directory, or it may be empty, if no
location is provided.

- unsigned long registrationValidityDuration —the period of timein secondsfollowing the
application de-registration (viathe application call to deregisterFdApp (), or when the MBMS client
detects that the application is no longer running), and possible exit, over which the eMBMS client still considers
the application registered for the purpose of fulfilling any outstanding startFileCapture () requests. The
default value of this option is 0 (zero) which signals to the MBM S client to clear any outstanding
startFdCapture () requestsfor that application upon its de-registration, and possible exit.

NOTE 1. TheregistrationValidityDuration isprovidedviatheregisterFdapp (), rather thanviaa
deregisterFdApp (), to handle abnormal application termination conditions (e.g., application crash
or it isterminated by the HLOS) before the application has a chance to invoke the
deregisterFdApp ().

- ILTEFileDeliveryServiceCallback callBack — providesthe MBMS client with the call back
functions associated with File Delivery Application Service APIsfor the registering MBM S Aware Application.
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NOTE 2: The callback element in the IDL description is optional and only included when the application
development framework supports programmatic callback interfaces. If callbacks are not supported on a
given application development framework, the same information content as defined on the callback
structures is to be provided to the application via the notification method available with that development
framework when the respective condition is met.

6.2.3.2.3 Pre-Conditions

The application is assigned a unique application ID appId inthe context of its operation (e.g., a smartphone HLOS)
with the MBMS client.

The application is pre-configured with the set of service classes that allows it to consume the File Delivery Application
Services associated with these service classes.

The application manages the storage of requested files, especially the amount of storage to be used.
The application may use this method at launch or after aderegisterFdapp () hasbeen called.
The application assumes the client in IDLE state or CAPTURE_BACKGROUND state.

The MBMS client may be configured to support a maximum _maxRegistrationValidityDuration.

6.2.3.2.4 Usage of Method for Application

The application usesthe method registerFdapp () to register with the MBMS Client to consume File Delivery
Application Services.

The application providesits appId and, if applicable, some platform specific application context,
platformSpecificAppContext.

The application provides the set of service classes which the application isinterested to register.

Setting the registrationvalidityDuration enablesthe application to allow the MBMS client to capture files
in the background when the application is not currently running; typically after invoking the deregisterFdapp () or
after crashing. The application developer should be aware that received files belong to the application and that the
MBMS client does not provide content management functions beyond reception and temporary storage of received files
in between consecutive runs of the application.

When the application is not interested in receiving files from File Delivery Application Services while the application is
not running, the application should set the registrationvalidityDuration to 0 (zero). When the application
isinterested in receiving files from File Delivery Application Services while the application is not running, the
application should set the registrationvalidityDuration to anon-zero value and it should call the
deregisterFdApp () interface before stop running to disable notifications from the File Delivery Services APIs. If
the MBM S client can determine that an application has crashed and exited without invoking the

deregisterFdApp () interface, the MBMS client will assume that the application had called the
deregisterFdApp () before exiting.

OnissuingaregisterFdapp () followingaderegisterFdapp (), the application will include the same
serviceClassList used onthelast registerFdApp () Of setFdServiceClassFilter ()tosigna
interest on the same set of service classes identified before. The application may change the list of registered service
classes by providing aserviceClassList aspart of anew registerFdApp () request, similarly to using the
setFdServiceClassFilter () method.

The application should define alocal directory 1ocationPath on the device, where successfully collected files will
be copied/moved before making the file available to the application. If no directory is defined, the locationPath
should be an empty string.

The application selects avalue for the parameter registrationvalidityDuration to constrain the amount of
storage the MBM S client will use to collect and keep application-requested filesin the MBMS client storage space
while the application is not currently running (e.g., has de-registered or crashed). The amount of files cached for an
application that does not collect its files may impact the MBMS client's ability to collect files for other applications. In
selecting a value for the registrationValidityDuration the following should consider:
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- Thefreguency and amount of files received during the selected registrationValidityDuration. For instance,
assuming that 100MB worth of files are delivered every day:

- The application could select aregistrationValidityDuration of Nx24h (e.g., N=10) to request the MBMS
client to store at most Nx100MB (e.g., 1GB) if the application is not run by the user in Nx24h.

- Theapplication could ask its user (or have a preconfigured behavior on) how long the user wants filesto be
collected in-between the user's access to files delivered to the application. If the user selects along period
(e.g., 2months) the application should not use that large val ues as the registrationValidityDuration (e.g., this
could mean 6GB in the example above). Instead, the application should include behaviors to periodically re-
register (e.g., every 5days) and collect received files to manage storage of its application files. Leaving those
filesin the MBMS client storage space (e.g., 6GB) could exceed the MBM S client storage space allowance
and impact the reception of files for other applications.

- Therelevance of older vs. newer files when managing the storage for files received if the user does not access
the application over along period of time.

- Theapplication could ask the user how much storage to use for received files and whether to delete older
files (newer files preferred), or stop new downloads (older preferred), or however else the application choses
to support managing received files.

- Asdescribed above, in the absence of the user launching the application for File Delivery Application
Services with outstanding startFdCapture () requests, that application should automatically re-register
(e.g., every 5days as discussed above) with the MBMS client with a periodicity not greater than
registrationValidityDuration and retrieve files captured during the period the application was not currently
registered.

- Theapplication should then manage the downloaded files with respect to the amount of storage consumed by
files of that application. For instance, the application may prioritize retaining newer versus older files or let
the registrationValidityDuration expire (therefore causing the MBMS client to stop continued file downloads
for that application) if the user does not consume file contents for that application.

EXAMPLE 1:  Daily headline news application allows the user to collect files from two File Delivery Application
Services with new/updated video clip files downloaded twice every day.

- The application registrationValidityDuration is 2days, it re-registers with the MBM S client every 1.5 daysand it
keeps only the files that are no more than two days old, e.g., as configured by the user.

EXAMPLE 2.  Weekly magazine application alows the user to collect files from aFile Delivery Application
Service with new/updated files for selected electronic versions of weekly magazines downloaded
once aweek.

- Theapplication registrationValidityDuration is 15 days, it re-registers with the MBMS client every 7 days and it
keeps only the files that are no more than three weeks old, e.g., as configured by the user.

6.2.3.2.5 Expected MBMS Client Actions

When this method is received, the MBMS client registers the app. For more details refer to clause 6.2.2.3.

6.2.3.2.6 Post-Conditions

The application expectsaregisterFdResponse () asdefined in clause 6.2.3.3.
6.2.3.3 File Delivery Application Service Registration Response

6.2.3.3.1 Overview
This subclause definesthe registerFdResponse () cal.

Asillustrated in Figure 6.2.3.2.1-1, the MBMS client responds to an MAA call tothe registerFdapp () APl witha
registerFdResponse () call back providing the result of the registration request.
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6.2.3.3.2 Parameters

The parameters for the registerFdResponse () APl are;

- EmbmsCommonTypes : : RegResponseCode value — provides aresult code on the registration request. The
allowed values are;

- REGISTER SUCCESS —indicates that the registration has been processed successfully and the application
can proceed with other API interactions with the MBMS client for File Delivery Application Services.

- FAILED LTE EMBMS SERVICE UNAVAILABLE —Indicatesthat the registration has failed since the File
Delivery Application Service API did not find an MBMS client available on the UE on which the application
isrunning and no MBMS service will be available to the application.

- MISSING PARAMETER —indicates that the registration has failed since one or more of the required
parameter was missing.

- string message —provides an associated text description of the error message. The message may be empty.

- unsigned long acceptedFdRegistrationValidityDuration —when returning
REGISTER SUCCESS, this parameter indicates the registration validity duration the MBMS client will provide
to the registering application.

6.2.3.3.3 Pre-Conditions

The MBMS client hasreceived acall viathe registerFdapp () API with the parameters documented in clause
6.2.3.2.2.

6.2.3.3.4 Expected MBMS Client Actions

Based on the parameters of the registerFdapp (), the MBMS client provides the response and changes the state.
For more details see clause 6.2.2.3.

6.2.3.3.5 Usage of Method for Application

Once the application receives athe registerFdResponse () withthe RegResponseCode set to
REGISTER SUCCESS, the application can proceed with other API interactions with the MBMS client, for instance, by
issuing startFdCapture () requests.

Based ontheresponsein acceptedFdRegistrationvalidityDuration the application should adjust its
expectations accordingly if the value returned is not what was requested.

If the MBMS client istemporarily inNOT _AVAILABLE, if the registerFdResponse () signaled afailure with a
FAILED LTE EMBMS SERVICE UNAVAILABLE, the application may periodically recheck if the state of the
MBMS client changes by retrying the registerFdRequest () API.

6.2.3.3.6 Post-Conditions

If the MBMS client functions cannot be activated and once the response is sent with a
FAILED LTE EMBMS SERVICE UNAVAILABLE, then MBMSclientisat least temporarily in NON AVAILABLE
state.

If the MBMS client functions cannot be activated and once the responseis sent with aMISSING PARAMETER, then
MBMSclient is at least temporarily in IDLE state.

If the MBMS client functions can be activated and aresponse is sent with REGISTER_SUCCESS, then MBMS client is
in REGISTERED state with the REGISTERED state parameters as set above.
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6.2.3.4 Getting information on available File Delivery Application Services

6.2.3.4.1 Overview
This clause definesthe get FdServices () interface.

ThegetFdservices () interface returnsthe complete list of available File Delivery Application Services
information. After a successful registration with the MBMS client, the MBM S Aware Application can use the
getFdServices () API to discover the available File Delivery Application Services associated with the service
classesregistered viathe registerFdaApp () . Also the MBMS client may usethe getFdServices () API after
receivinga fdserviceListUpdate () call back notification to changesto the available File Delivery Application
Services.

6.2.3.4.2 Parameters
ThegetFdServices () APl doesnot have any input parameters.

ThegetFdServices () API returnsalist describing the available File Delivery Application Service, where each
service is described by the following output only parameters:

- sequence<ServiceNamelang> serviceNameList —optionally providesalist of the servicetitle
name in possibly different languages. Each (name, lang) pair defines atitle for the service on the language
indicated.

- string name —offersatitle for the user service on the language identified in the lang parameter.
- string lang —identifiesanatural language identifier per IETF RFC 3066 [10].
- string serviceClass —identifiesthe service class which is associated with the service.

- string serviceId - providesthe unique serviceID for the service. The uniquenessisamong all services
provided by the BMSC.

- string serviceLanguage —indicatesthe available language for the service and represented as an
identifier per IETF RFC 3066 [10].

- EmbmsCommonTypes: :ServiceAvailabilityType serviceBroadcastAvailability-—
signals whether the UE is currently in the broadcast coverage area for the service.

- Thepossible values are for aFile Delivery Application Service:
- -BROADCAST AVAILABLE —if content for the serviceis broadcast at the current device location.
- BROADCAST UNAVAILABLE —if content for the serviceis not broadcast at the current device location.

- sequence<string> fileUriList —optionally providesalist of file namesfor the filesthat are currently
scheduled to be transmitted.

- EmbmsCommonTypes: :Date activeDownloadPeriodStartTime —signalsthe current/next active
File Delivery Application Service start time, when files start being broadcast over the air.

- EmbmsCommonTypes: :Date activeDownloadPeriodEndTime —signalsthe current/next active File
Delivery Application Service stop time, when files stop being broadcast over the air.

Note that the available File Delivery Application Service list may be empty.

6.2.3.4.3 Pre-Conditions

The MBMSclient isin REGISTERED state or in CAPTURE NOTIFY state and may or may not have acquired any
USD information for services that are included in the service classlist.

The MBMS client may have updated internal _service [] list.
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6.2.3.4.4 Expected MBMS Client Actions

When this method is received, the MBMS client returnsitsinternal parameters. For more details see clause 6.2.2.3.

6.2.3.4.5 Usage of Method for Application

The usage of the parameters serviceNamelList, serviceClass, serviceBroadcastAvailability, and
serviceLanguage istypically up to the application.

The fileUriList may be used by the application for selective file reception, e.g. when used together with
startFdCapture () asdefinedinclause 6.2.3.7.

The application should use this call right after the registerFdResponse () notification as defined in clause 6.2.3.3
isreceived or after the fdServiceListUpdate () notification asdefined in 6.2.3.17 isreceived.

The application shall use the serviceId toidentify the service in subsequent communication with the MBMS client
to manage the files to be captured on that service for the application.

The parameters act iveDownloadPeriodStartTime and act iveDownloadPeriodEndTime providesthe
application the ability to determine the current broadcast state for the service as follows:

- If thecurrent timeis such that activeDownloadPeriodStartTime < current time<
activeDownloadPeriodEndTime, files may be captured for the service at the current time.

- IftheactiveDownloadPeriodStartTime isinthefuture, thereis currently file capturing expected for
the service, but delivery is currently scheduled to start at this advertised time.

- IftheactiveDownloadPeriodStartTime isset to zero, thereisno currently defined broadcast schedule
time for the service.

- IftheactiveDownloadPeriodEndTime isinthe past, or there are no
activeDownloadPeriodStartTime and no activeDownloadPeriodEndTime defined for the
service, then there is currently no broadcast being made for the service, and there is no currently scheduled
broadcast time for the service.

6.2.3.4.6 Post-Conditions

This call does not change the MBMS client state.
6.2.3.5 Establishing the location where files are stored for an application

6.2.3.5.1 Overview

This clause defines set FdStorageLocation ().
While an application is actively registered with the MBMS client to consume File Delivery Application Services, the

MBMS Aware Application can call the setFdStorageLocation () API to set or update the location where files
collected for the application are to be stored. This message flow is shown in Figure 6.2.3.5.1-1.
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MBMS Aware .
ol MBMS Client
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registerFdApp()
- registerFdResponse()

setFdStoragelocation()

deregisterFdApp()

Figure 6.2.3.5.1-1: Sequence diagram for updating the storage location for collected files

6.2.3.5.2 Parameters

The parameters for the set FdStorageLocation () method are:

- Storagel ocation locationPath — see clause 6.2.3.2.2.

6.2.3.5.3 Pre-Conditions

The application is registered with the MBM S client to consume File Delivery Application Services, and MBMS client is
iNnREGISTERED Or CAPTURE NOTIFY state.

6.2.3.5.4 Usage of Method for Application

The MBMS Aware Application may invokethe setFdStorageLocation () APl cal to update the previousy
defined storage location. Thisincludes the case that the storageLocation was hot set previoudly.

It may also usethis API cal if it receives an insufficient storage notification as defined in clause 6.2.3.19.

6.2.3.5.5 Expected MBMS Client behaviour

When this method is received, the MBMS client updates the internal parameters and notifies the client. For more details
see clause 6.2.2.3.

6.2.3.5.6 Post-Conditions

The MBMS client internal variable _locationPath for this application is updated. No state changeis applied.
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6.2.3.6 Updating the registered service classes

6.2.3.6.1 Overview

This clause defines set FdServiceClassFilter ().

While an application is actively registered with the MBM S client to consume File Delivery Application Services, the
MBMS Aware Application can call the setFdServiceClassFilter () API to update thelist of service classes
the application wants to be registered with, see Figure 6.2.3.6.2-1.

MBMS Aware .
Apsllestion MBMS Client
7777777777777777777777 \\
registerFdApp()
- registerFdResponse()

setFdServiceClassFilter()

fdServiceListUpdate()

A

getFdServices()

deregisterFdApp()

Figure 6.2.3.6.2-1: Sequence diagram for updating the registered service classes for an application

6.2.3.6.2 Parameters

The parameters for the set FdServiceClassFilter () method are:

- sequence<string> serviceClassList — see clause 6.2.3.2.2.

6.2.3.6.3 Pre-Conditions

The application is actively registered with the MBMS client to consume File Delivery Application Services, and MBMS
clientisin REGISTERED state or CAPTURE _NOTIFY for the application.

6.2.3.6.4 Usage of Method for Application

The MBMS Aware Application may invokethe setFdServiceClassFilter () API to update the previously
defined list of service classes that includes additional service classes or includes fewer service classes than the list of
service classes.

The application should be aware that the updates are only active once an fdServiceListUpdate () notificationis
received that confirms the new service classfilters.
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6.2.3.6.5 Expected MBMS Client Actions

When this method isinvoked, the MBMS client updates the internal parameters and notifies the client.

6.2.3.6.6 Post-Conditions

The MBMS client issuesan £dServiceListUpdate () notification asdefined in clause 6.2.3.17. No state change
is applied.

6.2.3.7 Start File Delivery Capture

6.2.3.7.1 Overview
This clause definesthe startFdCapture () API.

Once the File Déelivery Application Service registration is complete, the MBM S Aware Application can make calls on
the startFdCapture () API to selected £i1eURIsfor the filesto be received through the MBMS service as shown
in Figure 6.2.3.7.1-1.

- ™ anh
‘ MBMS Aware ‘ ‘ MBMS Client ‘

Application

startFdCapture()

Initiate Download Delivery
(e.g. open FLUTE session, initiated file repair
perform FEC decode) and receive file(s)

fileAvailable()

stopFdCapture()

A4

Figure 6.2.3.7.1-1: File Delivery Application Start Capture

6.2.3.7.2 Parameters
The parameters for the startFdCapture () APl are;
- string serviceId-seeclause6.2.3.4.2. The serviceID for the service for which the files are captured.

- string fileUri —identifiesthe filesto be captured on the serviceidentified in serviceId. Allowed
valuesinclude:

- Theempty string signals that the MAA isinterested in receiving al new files and updates to previously
received files.

- A BaseURL, i.e, acomplete path for subdirectory (a prefix) identifying a group of files under that directory.

- AnabsoluteURL, i.e., acomplete URL that identifies a single file resource.
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- boolean disableFileCopy —when setto true, this signalsthat the MAA does not want the MBM S client
to make the file available on the MAA space.
- boolean captureOnce —Wwhen set to true, signals that the file requested viathe fileURI (or afile matching
aBaseURL infileURI, or any fileif the fileURI is empty) isto be captured only once.
6.2.3.7.3 Pre-Conditions
The application is registered with the MBMS client to consume File Delivery Application Services.

The £i1eURI format is not validated by the MBMS client.

6.2.3.7.4 Usage of Method for Application

The MBMS Aware Application can make callson the startFdCapture () API to the select file URIs for the filesto
be received through the MBM S service with service ID serviceId. Itisrecommended that http:// or file system
namesc: /user/... be used asfile URIs.

An application may set the £i1eURI parameter to different values:

- Anempty string signals that the application isinterested in receiving al new files and updatesto previously
received files.

- Ifthe£ileURI isset to aBase URL asdefined in RFC 3986 [11], the application may organizeitsfilesin a
structured way (in a directory) such asto allow the identification of a group of files. For instance, a headline
news clips application may group files under a....\sports\, a ...\politics\, etc. folder and allow the user to select
what type of headline news of interest and therefore request the MBMSS client to capture all the files under
...\sports\ if the user is only interested in sports headline news.

- Anabsolute URL, i.e., acomplete URL that identifies asingle file resource. A software update application on a
given OEM device model may be preconfigured with an absolute URL for the file name that identifies the
software image for that device model. That application would use that absolute URL as the file URI when
request that its software image be received on a File Delivery Application Service.

The application should avoid overlap requests, e.g. requesting afileURI and at the same time the Base URL that
matches the fileURI.

The application may usethe getFdactiveServices () APl asdefined in clause 6.2.3.14 to get back in synch with
fi11eURTI inremaining outstanding start FdCapture () requests.

When application is no longer interested in capturing specific files, it should call the stopFdCapture () interface as
defined in clause 6.2.3.13.

A software update application on a given OEM device model may be preconfigured with an absolute URL for the file
name that identifies the software image for that device model. That application would use that absolute URL asthefile
URI when request that its software image be received on a File Delivery Application Service.

6.2.3.7.5 Expected MBMS Client Actions

When this method is received, the MBMS client updates the internal parameters. For more details see clause 6.2.2.4.

6.2.3.7.6 Post-Conditions
The MBMSclientisin CAPTURE NOTIFY state for the requested serviceID.
The parameters of the MBMS client are updated.

After capturing the filesrequested on astartFdCapture () request, the MBMS Client prepares to send
fileAvailable () notification as defined viathe registered callback listener.
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6.2.3.8 File Available Notification

6.2.3.8.1 Overview
This clause definesthe fileAvailable () calback function.

Asillustrated in Figure 6, once the MBMS client has successfully collected afile that matches an outstanding
startFdCapture () reguest froman MBMS Aware Application, the MBMS client invokes the
fileAvailable () calback function.

6.2.3.8.2 Parameters
The parametersfor the fileAvailable () APl are
- string serviceId - definition see above.
- Thefollowing isthefile information for the received file:
- string fileUri —identifiesthe file captured onthe serviceidentified in serviceld.

- string fileLocation —identifiesthelocation where the MBMS Aware Application can find the
collected file.

- string contentType —indicatesthe MIME type for thefile identified in the fileUri.

- unsigned long availabilityDeadline —signalsadeadline in seconds when the file stored at the
fileLocation will be removed from the MBMS client storage location.

6.2.3.8.3 Pre-Conditions
The MBMSclientisin CAPTURE _NOTIFY state for the serviceId.

The MBMS client has successfully received afilethat isincludedina fileCaptureRequest [] record.
Reception may be through broadcast only or may include unicast repair.

The MBMS client internal variable _locationPath may be defined or may not be defined.

The MBMS client has pre-configured an internal parameter defaultAvailabilityDeadline definingthetimea
filethat is kept in the MBM S client owned storage location.

6.2.3.8.4 Expected MBMS Client Actions

The MBMS client invokesthe fileAvailable () notification for each successfully received file that matches a
_fileCaptureRequest [] andisincludedinthe fileURIStatus []record. For more details see
clause 6.2.2.5.

6.2.3.8.5 Usage of Method for Application

Once the application receives the callback, the application may access the file that is announced by the parametersin
the callback function. If the storage is not defined by the 1ocationPath application should access the file before the
announced availabilityDeadline.

An MBMS Aware Application can retrieve the file using the HTTP GET method if the fileLocationisan HTTP
URL.

The MBMS Aware Application needs to arrange for a copy of the file to the application space if the application intends
to have access to the file beyond an availabilityDeadline indicated. The file may no longer be accessible after
thistime
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6.2.3.8.6 Post-Conditions

Thefileisavailable at the location defined by the £ileLocation parameter.

6.2.3.9 File Delivery Application Service De-registration

6.2.3.9.1 Overview

This clause definesthe deregisterFdapp () cal.

An MAA registers services classes with the MBMS client to request the capture of files on File Delivery Application

Services, but the MAA does not have to be currently registered while files are being captured as discussed earlier. The
MAA may deregister usingthe deregisterFdapp () cal.

6.2.3.9.2 Parameters
None.
6.2.3.9.3 Pre-Conditions

The MBMSclientisin REGISTERED or in CAPTURE _NOTIFY state for this application.

6.2.3.9.4 Usage of Method for Application

MBMS Aware Application registered with the MBMS client viathe registerFdapp () API should invoke the
deregisterFdApp () before exiting.

If the application deregisters, it will no longer receive notifications from the MBMSS client. However, the MBMS client
still captures files in the background until the registrationValidityDuration expires.

Nevertheless, the absence of notifications may result in unreceived files, if the MBMS client observes problems, e.g.
not being able to access the storage location or the MBMS client having insufficient storage. Hence, the application
should continuoudly check if the storageis still sufficient and accessible, even if is deregistered.

6.2.3.9.5 Expected MBMS Client Actions
The MBMS client no longer sends notifications.

If open file capture requests exist, the MBMS client continues collection files in the background until the time for
_registrationValidityDuration expires.

For more details see 6.2.2.4.

6.2.3.9.6 Post-Conditions
The MAA isno longer registered with the MBMS client to receive notifications.

The MBMS client is either in IDLE mode or in CAPTURE _BACKGROUND mode.
6.2.3.10 File Download Failure Notification

6.2.3.10.1 Overview

This clause definesthe £fi1leDownloadFailure () calback function.
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Asillustrated in Figure 6.2.3.10.1-1, once the MBMS client has attempted to collect symbols for afile (possibly even
viathe unicast file repair procedure), that match an outstanding startFdCapture () request froman MAA, the
MBMS client may still not be able to recover the file. Once the MBMS client detects that it failed FEC decoding the
file, the MBMS client invokesthe £ileDownloadFailure () calback function (which the application registered
with the MBMS client.

| MBMS Aware | MBMS Client \

Application

startFdCapture()

Open FLUTE session and receive a file but fail FEC
decoding or fil repair for the file

fileDownloadFailure()

stopFdCapture()

A4

Figure 6.2.3.10.1-1: Signaling download failures

6.2.3.10.2 Parameters
The parameters for the fileDownloadFailure () APl are
- string serviceId -—identifiesthe File Delivery Application Service on.

- string fileUri —identifiesthe file which failed being received.

6.2.3.10.3 Pre-Conditions

The MBMSclientisin CAPTURE _NOTIFY state for the serviceId.

6.2.3.10.4 Expected MBMS Client Actions

The MBMS client providesthe fileAvailable () function for each non-successfully received file that matches a
_fileCaptureRequest [] andisincludedinthe fileURIStatus[] record.

6.2.3.10.5 Usage of Method for Application

The application may use thisinformation to identify other ways to access the file, or initiate actions to operate without
thisfile.

6.2.3.10.6 Post-Conditions

The MBMS client may remain in CAPTURE_NOTICE state or if this was the last outstanding capture request it may
move to REGISTERED state for the serviceId.
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6.2.3.11 File List Available Notification

6.2.3.11.1 Overview
Thisclause definesthe fileListAvailable () callback function.

Asillustrated in figure 6, an MBM S Aware Application that is registered when arequested file is successfully received
is notified of the availability of the new fileviathe fileAvailable () API.

Figure 6.2.3.11.1-1 illustrates what happens when an application registers to consume File Delivery Application
Serviceswith anon-zero registrationvalidityDuration, asksdifferent filesto be captured (possibly from
different File Delivery Application Services), and then de-registers.

During the registration validity duration period following the application de-registration, the MBMS client collects files
matching the outstanding capture requests from the application and keeps the filesin its cache while the application is
not currently registered.

MBMS Aware .
o MBMS Client
7777777 registerFdApp() |
< registerFdResponse()

startFdCapture(S1,fileURI1)

startFdCapture(S2,fileURI2)

\ 4

Collect Files Matching
startCapture(S2,fileURI2) requests

registerFdApp()

< fileListAvailable(S2)

( \
[ |
[ |
[ \
[ \
[ \
[ \
[ \
[ |
[ \
[ \
[ \
} deregisterFdApp() }
[ |
[ |
[ \
[ \
[ \
[ \
[ \
[ |
[ |
[ \
[ \
[ \
[ \
\ I

W < getFdAvailableFileList(S2) »

Figure 6.2.3.11.1-1: Sequence diagram for notifying the application about collected files

6.2.3.11.2 Parameters
The parametersfor the fileListAvailable () APl are

- string serviceId —identifiesthe File Delivery Application service.

6.2.3.11.3 Pre-Conditions
The MBMSclient isin CAPTURE_NOTIFY mode.

The MBMSclient doeshavean _fileURIStatus [] entry for whichthe notified flagissetto false
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6.2.3.11.4 Expected MBMS Client Actions
The MBMS client invokesthe fileListAvailable () notification with the following parameters:

- TheserviceIdissettothe servicelID.

6.2.3.11.5 Usage of Method for Application

The application receiving this notification may then ask the client on the status of thefilelist using the
getFdDownloadStateList () method defined in clause 6.2.3.16.

6.2.3.11.6 Post-Conditions

No state change isinvolved.
6.2.3.12 Getting the List of Available Files

6.2.3.12.1 Overview
This clause definesthe get FdAvailableFileList () regquest.

Asillustrated in Figure 6.2.3.12.1-1, once the MBM S Aware Application re-registers with the MBMS client, the
MBMS client may indicate throughthe fileListAvailable () calback function to the application know that alist
of files have been received for a service and are now ready to be accessed.

That application can then invoke the getFdavailableFileList () API to retrieve information on these received
files.

6.2.3.12.2 Parameters
The parameters for the get FdAavailableFileList () APl are
- Input parameters:

- string serviceId -identifiesthe File Delivery Application Service on for which the application
requests the availablefilelist.

- Output parameters
- Alist for records, each containing:
- string fileUri —identifiesthe file captured on the serviceidentified in serviceld.

- string fileLocation —identifiesthelocation wherethe MBMS Aware Application can find the
collected file.

- string contentType —indicatesthe MIME type for the file identified in the fileUri.

- unsigned long availabilityDeadline —signalsadeadline in seconds when the file stored at
the fileLocation will be removed from the MBMS client storage location, if applicable.

6.2.3.12.3 Pre-Conditions
The MBMSclientisin CAPTURE _NOTIFY statefor the serviceId.

The MBMS client hasindicated throughthe filelListAvailable () callback function to the application know that
alist of files have been received for a service and are ready to be accessed.

The MBMS client has pre-configured an internal parameter defaultAvailabilityDeadline defining thetimea
filethat is kept in the MBM S client owned storage location.
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6.2.3.12.4 Usage of Method for Application
The application may use this method in order to retrieve information on the received files.

Once the application receives the response, the application may access the files that are announced by the parametersin
the callback function. If the storage is not defined by the 1ocationPath the application should access the file before
the announced availabilityDeadline.

6.2.3.12.5 Expected MBMS Client Operation

When this method is invoked, the MBMS client provides the file parameters as defined above.

6.2.3.12.6 Post-Conditions

The MBMS client has notified the application about al accessible files.
6.2.3.13 Stop File Delivery Capture

6.2.3.13.1 Overview
This clause definesthe st opFdCapture () request.

The application can make startFdCapture () callsto definefileURIsfor the filesto be received withinan MBMS
Service. The application may use the use the stopFdCapture () request to undo such a call and stop capturing such
requested files. Thisis shown in Figure 6.2.3.13.1-1.

s N O )
‘ MBMS Aware ‘ ‘ MBMS Client ‘

Application

startFdCapture()

Open FLUTE session
( local multicast join) and receive file(s) and
perform FEC decode

fileAvailable()

stopFdCapture()

\4

Figure 6.2.3.13.1-1: File Delivery Application Stop Capture

6.2.3.13.2 Parameters

The parameters for the stopFdCapture () APl areidentical to the parametersfor startFdCapture () asdefined
inclause 6.2.3.7.2.

6.2.3.13.3 Pre-Conditions

The MBMSclientisin CAPTURE_NOTIFY state.
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6.2.3.13.4 Usage of Method for Application
The application may use this request to undo such a call and stop capturing such requested files.

The application should cache the requested fileURIs and use the stopFdCapture () API to signa to the MBMS
client when the application no longer wishes to receive files matching the fileURIs on earlier capture requests.

If the MBM S Aware application has not properly cached the list of fileURIs on its outstanding startFdCapture ()
requests, the application should invoke the get FdAct iveServices () APl described in clause 6.2.3.4 to re-
synchronize on its outstanding startFdCapture () requests.

6.2.3.13.5 Expected MBMS Client Actions

Upon receiving astopFdCapture () the MBMS client updatesitsinternal parameters and sends notifications, if
applicable.

6.2.3.13.6 Post-Conditions

Entriesinthe fileCaptureRequest [] record may be removed. If by this action the
_fileCaptureRequest [] getsempty, the MBMS client changesto REGISTERED state.

6.2.3.14 Getting the list of outstanding fileURIs being captured

6.2.3.14.1 Overview
This clause definesthe get FdActiveServices () reguest.

Figure 6.2.3.14.1-1 illustrates that the application may also invoke the get FdActiveServices () API toretrieve
the £11eURI for outstanding startFdCapture () requests.

MBMS Aware MBMS Client

Application

registerFdApp() BN

< registerFdResponse()

startFdCapture(S1,BaseURL1)

deregisterFdApp()

registerFdApp()

< getFdActiveServices() »

stopFdCapture(S1,BaseURL1)

»
>»

Figure 6.2.3.14.1-1: Sequence diagram for an application to collect info on outstanding
startFdCapture () requests
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6.2.3.14.2 Parameters
The parameters for the get FdavailableFileList () APl are
- Input parameters:

- string serviceId -identifiesthe File Delivery Application Service on for which the application
reguests outstanding start FdCapture () requests.

- Output parameters:
- Alist for records, each containing:

- string fileUri —asdefinedinclause6.2.3.7.2.

6.2.3.14.3 Pre-Conditions

The MBMSclientisin CAPTURE_NOTIFY state.

6.2.3.14.4 Usage of Method for Application

The application may aso invokethe getFdactiveServices () API toretrieve the £11eURT for outstanding
startFdCapture () requests.

It isrecommended that especially after a new registration or once amore recent startFdCapture () witha
BaseURL superseded an earlier startFdCapture () withan AbsoluteURL.

6.2.3.14.5 MBMS Client Actions

When this method is invoked, the MBMS client provides the parametersin the call.

6.2.3.14.6 Post-Conditions

This call does not change any state or internal parameters of the MBM S client.
6.2.3.15 Notification on state change for files

6.2.3.15.1 Overview
This clause definesthe £ileDownloadStateUpdate () calback function.

Asillustrated in Figure 6.2.3.15.1-1, after an MBM S Aware Application registers with the MBMS client and requests
that files are to be captured, the MBMS client may issue £ileDownloadStateUpdate () notificationsto an
application to signal that the state the MBMS client maintains for file(s) received or being received for the application
has changed.
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startFdCapture(S1,BaseURL1)

fileDownloadStateUpdate(S1)

< getFdDownloadStateList()

fdServiceListUpdate()

getFdServices()

getFdDownloadStateList()

Figure 6.2.3.15.1-1: Sequence diagram for notifying the application about changes to the state of files
being collected

6.2.3.15.2 Parameters
The parameters for the fi1eDownloadStateUpdate () callback function are:

- string servicelId —identifiesthe File Delivery Application Service on for which a new statusisindicated.

6.2.3.15.3 Pre-Conditions

The MBMSclientisinthe CAPTURE_NOTIFY state.

6.2.3.15.4 Expected MBMS Client Actions

The MBMS client may invoke this method whenever theintheinternal fileURIStatus [] was changed.

6.2.3.15.5 Usage of Method for Application

If the application receives this callback notification, it should issue aget FdDownloadStateList ().

6.2.3.15.6 Post-Conditions

No state change is happening, but the application is aware that it can receive updated information from the MBM S
client.

6.2.3.16 Getting the state on file(s) received or being received

6.2.3.16.1 Overview
This clause definesthe get FdDownloadStateList () request function.

An MBMS Aware application may be interested to retrieve the current state for files downloaded or being downloaded
by the MBMS client on behalf of that application. The application may choose to request this information in response to
anotification from the MBMS client of such state change viaa fileDownloadStateUpdate () notification, but
also in other cases.
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6.2.3.16.2 Parameters
The parameters for the get FdDownloadStateList () APl are
- Input parameters:

- string serviceId -identifiesthe File Delivery Application Service on for which the application
requests the available file list.

- Output parameters:
- Aligt for records, each containing:
- string fileUri —identifiesthe file captured on the serviceidentified in serviceId.
- DownloadState state —dtateof thefileidentified by the £i1eUri. The value can be asfollows:

- FD _REQUESTED - capture isrequested, but fileis neither scheduled nor isreception in process.
This may for example be the case if the reception has failed, so the capture request stays open.

- FD_SCHEDULED - scheduled, if afile scheduleis delivered and afile is scheduled, but not yet
received.

- FD_IN_PROGRESS —thereception of thefileisin progress.

6.2.3.16.3 Pre-Conditions

The MBMSclientisin CAPTURE_NOTIFY state.

6.2.3.16.4 Usage of Method for MAA

An MAA may be interested to retrieve the current state for files downloaded or being downloaded by the MBM S client
on behalf of that MAA. The MAA may choose to reguest this information in response to a notification fromthe MBM S
client of such state changeviaafileDownloadStateUpdate () notification.

The MAA may also detect via updated service definition information (i.e., viaafdServiceListUpdate ()
followed by agetFdservices ()) that afile previously advertised on an earlier getFdServices () and which
the MAA reguested to be capture is no longer described on the information retrieved viathe latest

getFdServices (), andthe MAA did not receiveafileAvailable () orafileDownloadFailure ()
reporting the successful or failed reception of the requested file, respectively. This could happen because the requested
fileis no longer advertised as available for request (there is no current of future transmission for the file described on a
fileSchedule inthe schedule description fragment), but the file is still pending file repair.

Aninterested MAA can request information on the current state for files requested to be downloaded by the MBM S
client on behalf of that MAA by invoking the get FdDownloadStateList () API.

6.2.3.16.5 Expected MBMS Client Actions

When this API call isreceived, the MBMS client provides the state of al files for which a capture request is issued.

6.2.3.16.6 Post-Conditions

Thereis no state change involved in the client.
6.2.3.17 Notification of updates to the service definition

6.2.3.17.1 Overview

This clause definesthe £dServiceListUpdate () calback function.

ETSI



3GPP TS 26.347 version 17.1.0 Release 17 52 ETSI TS 126 347 V17.1.0 (2022-07)

Asillustrated in Figure 6.2.3.15.1-1, after an MBM S Aware Application registers with the MBMS client and possibly
requests that files are to be captured, the MBMS client may issue fdServiceListUpdate () notificationsto an
application to signal that there have been changes to the definition of File Delivery Application Services associated with
the service classes the application has registered with the MBMS client.

6.2.3.17.2 Parameters
none
6.2.3.17.3 Pre-Conditions

The MBMSclient isin REGISTERED or CAPTURE NOTIFY mode.

6.2.3.17.4 Expected MBMS Client Operation

The MBMS client invokes this notification when there has been a change to the parameters reported to the application
inresponseto agetFdServices () APIL.

6.2.3.17.5 Usage of Method for Application

Inresponseto a fdServiceListUpdate () API notification from the MBMS client, the MBM S Aware application
should invoke agetFdServices () APl and process the updated information accordingly.

6.2.3.17.6 Post-Conditions

Thereis no change in the client state.
6.2.3.18 Notification of File Delivery Application Service errors

6.2.3.18.1 Overview
This clause definesthe £fdServiceError () callback function.

Asillustrated in Figure 6.2.3.18.1-1, the start FdCapture () request froman MBMS Aware Application may not
be served, so the MBMS client will send afailure indication viathe fdServiceError () to signa the error code for
the result of processing the application's startFdCapture ().

Figure6.2.3.18.1-2 alsoillustrates that the fdServiceError () isused to signal the error code for the result of
processing the application's stopFdCapture () reguest.
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Figure 6.2.3.18.1-1: Signaling errors with the startFdCapture () request from the MBMS Aware
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Figure 6.2.3.18.1-2: Signaling errors with the stopFdCapture () request from the MBMS Aware
Application
6.2.3.18.2 Parameters
The parameters for the £dServiceError () calback are:
- string serviceId -identifiesthe File Delivery Application service for which this notification applies.

- FdErrorCode errorCode —identifiesthe error code for the reason causing the start FdCapture () or
the stopFdCapture () request for the serviceld and fileUri to fail. The available error codes are:

- FD_INVALID SERVICE —sSignalsthat serviceID defined onthe startFdCapture () or the
stopFdCapture () request isnot currently defined or it is not associated with the service classes with the
MBMS Aware Application is registered.

- FD DUPLICATE FILE URI —signasthat fileUri defined onthe startFdCapture () request has
already been requested on aprevious startFdCapture () request. Thisisaduplicate request and the
previous request is still in effect, i.e., impact to that earlier request. The MBMS client will not signal this
error for the same condition on a stopFdCapture () request.
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- FD_AMBIGUOUS_FILE URI —signalsthat £ileUri defined onthe startFdCapture () or the
stopFdCapture () request creates ambiguity with apreviously issued start FdCapture () Of
stopFdCapture () request. See clauses 6.2.3.7 and 6.2.3.13 for details on the conditions when this error
codeis generated for the startFdCapture () and the stopFdCapture () request, respectively.

- FD _STOP_FILE URI NOT FOUND —signalsthat theindicated £11eURI does not match an outstanding
startFdCapture () request.

- FD_UNKNOWN_ERROR —signalsan error condition not explicitly identified.

- string errorMsg—may provide additional textual description of the error condition.

6.2.3.18.3 Pre-Conditions

The MBMSclient isin REGISTERED or CAPTURE NOTIFY mode.

6.2.3.18.4 Expected MBMS Client Actions

If astartFdCapture () or astopFdCapture () request froman MBMS Aware Application may not be served,
the MBMS client will send afailure indication viathe fdServiceError () to signal the error code for the result of
processing

6.2.3.18.5 Usage of Method for Application

If the application receives such a notification, it should check the capture requests and possibly also invoke the
getFdActiveServices () API cal to re-synchronize on its outstanding start FdCapture () requests.

6.2.3.18.6 Post-Conditions

No state change applies.
6.2.3.19 Notification on storage limitations

6.2.3.19.1 Overview
Thisclause definesthe insufficientStorage () calback function.

Asillustrated in Figure 6.2.3.19.1-1, once afileisto be received for an MBM S Aware Application (at a scheduled
transmission time for the respective File Delivery Application Service), the FDT for the FLUTE session for that service
will signal the size for that file.

When the MBM S client detects that not enough storage is available on the UE to receive the file, the MBMS client will
send the warning indication viathe insufficientStorage () API to signal the application of the low storage
condition. The application may be able to clean up some of its own files or aert the user to clean up storage space on
the UE.
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Figure 6.2.3.19.1-1: Signaling a low storage level condition impacting a file download

6.2.3.19.2 Parameters
The parameters for the insufficientStorage () calback are:
- string serviceId —identifiesthe File Delivery Application service for which this notification applies.

- string fileUri -identifiesthe file being transmitted on the File Delivery Application Servicein serviceld
which the MBMS client has started to capture and that will fail download because of insufficient storage on the
UE.

- StorageLocation locationPath —identifiesalocal directory available on the device storage, which the
application can access and where successfully collected files can be copied/moved before notifying that the file
is available to the application. The storage location is a string pointing to a directory, or it may be empty, if no
location is provided.

- unsigned long storageNeeded —indicatesthe additional storage space that needs to be cleared on the
storage Path to enable the download of the filein fileURI to succeed.

- string errorMsg—may provide additional textual description of the error condition.

6.2.3.19.3 Pre-Conditions

The MBMSclientisin CAPTURE_NOTIFY state.

6.2.3.19.4 Expected MBMS Client Actions

The insufficientStorage () API isinvoked for the applications that are currently registered at the time that the
low storage condition is detected.

6.2.3.19.5 Usage of Method for Application

If the MBM S-aware application receives such a notification, it should take appropriate measures to enable to continue
the service. This may include to change the service location, clear some storage autonomously or to communicate with
the user to release storage.

6.2.3.19.6 Post-Conditions

No state changes occur.
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6.2.3.20 Notification on storage access issues

6.2.3.20.1 Overview
This clause definesthe inaccessiblelLocation () callback function.

Asillustrated in Figure 6.2.3.20.1-1, the locationPath where the MAA registered to have its requested files copied may
not be available (e.g., SD card not inserted/locked). When the MBM S client detects that the register locationPath is not
accessible, the MBMS client will send the warning indication viathe inaccessibleLocation () API to signa the
MAA of the storage access limitation; this can be done at different times, e.g., following astartFdCapture () as
illustrated in Figure 6.2.3.20.1-1. The MAA may select an alternative locationPath, or prompt the user to choose
another locationPath. The MAA can notify the MBMS client of the new 1locationPath viathe
setFdStorageLocation () API.
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inaccessibleLocation()

Figure 6.2.3.20.1-1: Signaling a storage access condition limitation impacting file download

6.2.3.20.2 Parameters
The parameters for the inaccessibleLocation () calback are:
- string serviceId -identifiesthe File Delivery Application service for which this notification applies.

- Storagelocation locationPath —indicatesthe storage location where files are to be stored per the
registered locationPath at the time that the download started, which is not accessible by the MBMS client.

- string errorMsg-—may provide additional textual description of the error condition.

6.2.3.20.3 Pre-Conditions

The MBMSclientisin CAPTURE_NOTIFY state.

6.2.3.20.4 Expected MBMS Client Actions

TheinaccessibleLocation () APl isonly invoked for the applicationsthat are currently registered at the time that
the storage inaccessible condition is detected.

6.2.3.20.5 Usage of Method for Application

If the application receives this notification, the application should take appropriated measures. It may for example
change the location or may aert the user that the storage is not accessible.
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6.2.3.20.6 Post-Conditions

No state change is applied, but the MBMS client may fail to receivefiles.
6.2.3.21 Checking the version for File Delivery Application Service interface

6.2.3.21.1 Overview

This clause definesthe getVersion () reguest function.

6.2.3.21.2 Parameters
The parameters for the getVersion () API cal are:

- string version —identifiesthe version of the MBMS clients API implementation.

6.2.3.21.3 Pre-Conditions

The MBMS client may be in any state.

6.2.3.21.4 Operation of Method in MBMS Client

ThegetVversion () API returnsthe version of theimplemented APIs of the MBMS client.

6.2.3.21.5 Usage of Method for Application

In order for the MBMS Aware Application to know the version of the File Delivery Application Service interface, the
getVersion() APl may be used. If the version number is not supported by the application, it should deregister and not
use the API.

6.2.3.21.6 Post-Conditions

Note state change applies.
6.2.3.22 Add SA file

6.2.3.22.1 Overview
This clause defines addsa () interface.
An MAA cdlsthe addsa () interfaceto provide SA fileto the MBMS Client.

Figure 6.2.3.22.1-1 shows a call flow and the usage of the addsa () interface.
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Figure 6.2.3.22.1-1: Add SA file sequence diagram

6.2.3.22.2 Parameters
The parameter for the addsa () APl is:

- string saFileLocation —identifiesthe location where the MBMS Client can find the SA file, following
the profile 1c (Annex L.3 of 3GPP 26.346 [2]).

- string mimeType —identifiesthe mimeType and profile of the SA file. If not present, the SA file shall
conform to the profile 1c (Annex L.3 of 3GPP 26.346 [2]).

6.2.3.22.3 Pre-Conditions

The application is registered with the MBMS client to consume File Delivery Application Services.

6.2.3.22.4 Usage of Method for Application

The application uses the method addsa () to provide additionnal service announcement information to the MBMS
Client.

6.2.3.22.5 Expected MBMS Client Actions

When this method is received, the MBMS client reads the SA file from the location given by the saFileLocation
parameter and parses it.

The MBMS Client

- addsthe new MBMS user services announced by the SA fileto theinternal _service [] list for the invoking
MAA;

- updatesthe MBMS user services announced by the SA file whose service ID is aready included with the
_service[] listfor theinvoking MAA.

NOTE: theinternal _service[] listsfor the other MAA are unchanged.
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6.2.3.22.6 Post-Conditions

The application expects aaddsAResponse () asdefined in clause 6.2.3.23.
6.2.3.23 Add SA file Response

6.2.3.23.1 Overview
This subclause defines the addSAResponse () cal.

Asillustrated in Figure 6.2.3.22.1-1, the MBMS client responds to an MAA call to theaddsa () APl witha
addsAResponse () cal back providing the result of addition of the SA file.

6.2.3.23.2 Parameters

The parameters for the addsAResponse () APl are!

- EmbmsCommonTypes: :AddSAresponseCode vaue— provides aresult code on the registration request.
The alowed values are:

- SUCCESS —indicates that the SA file has been parsed and the announced MBM S user service have been
added totheinternal _service[] list.

- SA FILE INVALID —indicatesthat the SA file can not be parsed according the announced profile

- string message — provides an associated text description of the error message. The message may be
empty.

6.2.3.23.3 Pre-Conditions

The MBMS client hasreceived acall viathe addsa () API with the parameters documented in subclause 6.2.3.23.2.

6.2.3.23.4 Usage of Method for Application
If the MBM S-aware application receives such a notification with the response code set to SA_ FILE INVALID, the

application may inform the application user or the content provider that the SA file could not be imported by the
MBMS client.

6.2.3.23.5 Expected MBMS Client Actions

The parameters of the MBMS client are updated. The MBMS client may issue an £dServiceListUpdate ()
notification as defined in subclause 6.2.3.17 or any other service list update depending on the application..

6.2.3.23.6 Post-Conditions

Thereis no change in the client state.

6.3 Media Streaming Service API

6.3.1 Introduction

The Media Streaming Service API provides MBM S Aware Applications with interfaces to manage the reception of
Media Presentations delivered over-MBM S services that are built on the Download Delivery Method. This APl is
intended to support live media streaming applications.

The IDL for the Media Streaming Service API is defined in Annex B.3.
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6.3.2 MBMS Client State Model for Media Streaming

6.3.2.1 Overview

Figure 6.3.2-1 provides an informative client state model in order to appropriately describe the messages on the Media
streaming service API. Four different states are defined. State changes may happen based on:

- Cdlsfromthe MAA or the Media client
- Information provided by the MBMS User Service (USD, schedule, FDT, file complete)

- Changesin the reception conditions

| “||

() ddybutweszigioysTtbhox
yddybuTtweszjgislsthbaygs
()poTTe1SSDOTATSS
() ps3aelgeDTATISS

startStreamingService ()

stopStreamingService ()

D

Figure 6.3.2-1: State Diagram
Table 6.3.2-1 defines states for the MBM S client. Detailed descriptions are provided in the following subclauses .

Table 6.3.2-1: States of MBMS Client

States and Parameters Definition
IDLE In this state the MBMS client does not have a registered MAA and it
may not keep the service definition up to date.
For more details see clause 6.3.2.3.

NON_AVAILABLE In this state the MBMS client is not available and an MAA cannot
register with the MBMS client.
REGISTERED In this state the MBMS client has registered the MAA, it may keep the

service definition up to date, and it may be providing file capture
services to the MAA(S).

In this state the MBMS client sends callback notifications to the MAA.
For more details see clause 6.3.2.4.

ACTIVE In this state the MBMS client provides all services to of the
REGISTERED state and also provides the streaming service to the
MAA.

For more details see clause 6.3.2.5.

STALLED In this state the MBMS client provides all services to of the
REGISTERED state, but the streaming services is at least temporarily
stalled.

For more details see clause 6.3.2.6.
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6.3.2.2 MBMS Client Internal parameters

The MBMS client maintains internal parameters as defined in Table 6.3.2.2-1. Note that the parameters are conceptual
and internal and only serve for the purpose to describe message generation on the API calls.

Table 6.3.2.2-1: Parameters of MBMS Client for Media Streaming Service

Internal Parameters

Definition

_app [] The MBMS client maintains a parameter set per registered
app
_appId A unique ID provided by the application and assigned to the

app.

_serviceClass[]

A list of service classes identifying the services the
application has access to.

_registrationValidityDuration

A period of time following the application de-registration over
which the MBMS client continues to capture files for the
application, see clause.

_servicel[]

The MBMS client maintains a parameter list per service. In
this context the list is assigned also to one app, but an
implementation may share the internal parameter list
assigned to a service across multiple apps.

serviceID The service ID for a Streaming Application service over which
B the MBMS client collects files for the application.
_serviceClass The service class associated with the Streaming Application
service assigned the Service ID.
_serviceLanguage The language of the service

_serviceName []
_name

_lang

The service name, possibly expressed in different languages.

_serviceBroadcastAvailability

The service broadcast availability for the client. Three
different types are defined:

BROADCAST AVAILABLE — UE is in broadcast coverage
BROADCAST UNAVAILABLE — UE is outside of broadcast
coverage

SERVICE UNAVAILABLE — The service is unavailable for
the UE

ServiceFormat []

A list of possible formats for the service as specified in clause
6.3.2.4.

_ServiceMimeType The MIME type which identifies the service format.

_Manifest The latest Manifest associated to the service for that
particular MIME type.

IS[] The Initialization Segments for the Media Presentation i.e.

Initialization Segment in the case of DASH, CMAF Header for
CMAF, Media Initialization Section in the case of HLS.
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Internal Parameters Definition

_ManifestURI The URI which is provided to the application for initiating the

Media Presentation.

_sessionSchedule[] Documents the session schedule for this session. Only
sessionSchedule records should be included for which the
_start value of the _stop time is in the future.
_stop

6.3.2.3

MBMS Client Operation in IDLE state

Inthe IDLE state, the MBMS client may listen to the User Service Bundle Description and may collect information.
However, no binding with the MAA isin place.

Whenthe registerStreaminglpp () asdefined in subclause 6.3.3.2 isinvoked, then:

1) The MBMS client checks the input parameters for consistency and sets the internal variables:

a)

b)

©)

d)

€)

If the functions of the MBMS client is not accessible, the MBMS client throws a
FAILED LTE EMBMS SERVICE UNAVAILABLE result codeinthe
registerStreamingResponse () asdefined in subclause 6.3.3.3 and abort the following steps and
may at least temporarily movein NOT AVAILABLE State.

If appId isanempty string thenthe MBMS client throwsaMISSING PARAMETER result codeinthe
registerStreamingResponse () asdefined in subclause 6.3.3.3 and abort the following steps and
staysin IDLE mode. If not, the MBMS client sets theinternal variable appId to the value of the
parameter.

The MBMS client adds each entry inthe serviceClassList parameter toits _serviceClass[]
record. Note that the serviceClassList parameter may contain an empty service class entry. If an
empty service classis provided the MBMS client considers the MAA to be registered with a service class that
is aso empty and only allow the MAA to have access to Media Streaming Application Services that are not
associated with aserviceClass (i.e., the USD for these services do not haveaserviceClass
defined).

OnrecelvingaregisterStreamingApp () followingaderegisterStreamingApp (), the MBMS
client updatesthe serviceClassList toitS_serviceClass [] record in the same way described for
the setStreamingServiceClassFilter () method.

If callBack isdefined, the MBMS client uses the interfaces in the callback parameter of the
registerStreamingApp () interfaceto send notification of event occurrencesto the MAA.

2. generatesaresponse registerStreamingResponse () asdefined in subclause 6.3.3.3 and changes to
REGISTERED state as defined in clause 6.3.2.4:
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a) If the MBMS client functions cannot be activated for any reason, especialy if the Streaming Delivery
Application Service API did not find an MBMS client available on the UE on which the MAA isrunning, the
FAILED LTE EMBMS_ SERVICE UNAVAILABLE registration response codeissent. The MBMS client
may provide amessage.

b) If the MAA did not provide a mandatory parameter the MBM S client functions cannot be activated, the
MISSING PARAMETER registration response codeis sent.

c) If the MBMS client functions can be activated, then:
i) theRegResponseCode isset to REGISTER SUCCESS registration response code;
ii) amessage may be generated.

d) Sends the response with the above parameters.

3. If the MBMS client functions can be activated and the response is sent with aREGISTER _SUCCESS, then
MBMSclient isin REGISTERED state and uses the REGISTERED parameters to provide the list of matching
streaming delivery services using the information in the User Service Description (USD). If the response is sent
withaFAILED LTE EMBMS SERVICE UNAVAILABLE, then MBMSclientisinNOT AVAILABLE state.
If the response is sent with aMISSING PARAMETER, then MBMSclientisin IDLE state.

If the MBMS client receivesthe getVersion () API call asdefined in clause 6.3.3.13, it shall return version 1.0.

6.3.2.4 MBMS Client Operation in REGISTERED state

For each registered MAA and the assigned parameters according to Table 6.3.2.2-1, the MBMS client uses the
information in the User Service Description as well asitsinternal state information for the MAA in _app [] inthe
serviceclasslist _serviceClass [] to collect and keep up-to-date all internal information for the services of interest
for the app, i.e. those that are member of any service class for which the MAA hasinterest.

For each MBM S user service for which the USD as defined in TS 26.346 [5] is available in the MBMS client for the
service classesregistered by the MAA in_serviceClass [] and which isidentified as a DASH-over-MBMS
service according to the definition in TS 26.346 [5], clause 5.6, or identified as a generic application service according
to the definition in TS 26.346 [5], clause 5.7 for HLS, one service record in theinternal parameter service [] is
defined in the MBM S client and continuously updated whenever anew USD is available:

- ForeachuserServiceDescription.name element, a(name, lang) pair is generated and added to the
_serviceName [] list with_name set to the value of the USD element, and if present, the _1ang set to the
value of the associated @1 ang attribute. If no @1lang attribute is present, the _1ang parameter is set to an
empty string.

- If theattributeuserServiceDescription@serviceClass ispresent, thevaue of thisattributeis
assigned to _serviceClass. If not present, the _serviceClass isset to an empty string.

- Thevaue of the attribute userServiceDescription@serviceId isassignedto_servicelId.

- IftheattributeuserServiceDescription@serviceLanguage ispresent, the value of thisattributeis
assigned to _serviceLanguage. If not present, the _serviceLanguage is set to an empty string.

f thereisar9:mediaPresentationDescription elementor or arl2:appService eement (with an
atribute mime Type whose value contains "application/dash+xml" or “application/dash+xml profiles='
urn:mpeg:dash:profile:cmaf:2019™), ainstance of service format is created:

- ServiceMimeType isequalsto “application/dash+xml” and

- The Media Presentation Description fragment referenced by the r9 :mediaPresentationDescription
element or the Application Service Description fragment referenced by anarl12:appService (withan
attribute mimeType whose value contains "application/dash+xmi" or “application/dash+xml profiles='
urn:mpeg:dash:profile:cmaf:2019™) referencing an MPD and conforming to TS 26.247 [7] is extracted by the
MBMS client. The contained MPD isstored intheManifest parameter and the Initialization Segments are
storedinthe IS [].The MnifestURI parameter is generated at which location the MPD will be made available.
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If thereisarl2:appService element (with an attribute mimeType whose value contains
"application/vnd.apple.mpegurl "), ainstance of service format is created:

- ServiceMimeType isequalsto “application/vnd.apple.mpegurl”,

- the Application Service Description fragment whose content is the Master Playlist referenced by the
rl2:appService (with an attribute mime Type whose value contains " application/vnd.apple.mpegurl *)
is extracted by the MBMS client . The contained Master Playlist is stored inthe Manifest parameter and
the Initialization Segments are stored inthe IS []. The ManifestURI parameter isgenerated at which
location the Master Playlist will be made available.

- The_serviceBroadcastAvailability iscontinuousy updated set it to

BROADCAST AVAILABLE, if broadcast is available (if the UE isin broadcast coverage of the service),

BROADCAST UNAVAILABLE, if broadcast isnot available (if the UE isNOT in broadcast coverage of the
service).

- IftheuserServiceDescription.schedule element ispresent then the MBMS client usesthe
information in the schedule description fragment to generate theinternal _sessionSchedule [] list and keep
up to date as aresult of USD updates. The MBMS client shall only include sessionSchedule [] recordsif
the stop vaueisin the future.

If updates are provided and added to the _service [] parameter, the MBMS client should send a
streamingServiceListUpdate () calback asdefined in clause 6.3.3.6.

WhenthegetStreamingServices () method isreceived as defined in clause 6.3.3.4, the MBMS client setsthe
parameters as follows:;

- Ifthe _servicel[] listisempty, thelistis empty.

- For each MBMS user serviceinthe service [] ligt, one servicerecord is generated as follows:

The value of the attribute _serviceId isassignedto serviceId.

Thevalue of the attribute_serviceClass isassignedto serviceClass.

Thevalue of _servicelLanguage isassignedto serviceLanguage.

For eachrecord inthe _serviceName [] one serviceNameList entry isgenerated and:
- thename issettothevalue name,

- thename issettothevaue name,

Thevalue of _serviceBroadcastAvailability is assigned to serviceBroadcastAvailability.

The list of MIME types available. For each element of thislist, ManifestURI isassigned to
ManifestURI

If at least one _sessionSchedul €]] record is present then:

- TheactiveDownloadPeriodStartTime issettothevalueof earliest start timeof any entry
inthe _sessionSchedule[].

- TheactiveDownloadPeriodStopTime isset to the value of the stop time of the entry selected
earliest start time.

If no_sessionSchedule [] record is present:
- TheactiveDownloadPeriodStartTime issettoO.

- TheactiveDownloadPeriodStopTime issettoO.
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Whenthe setStreamingServiceClassFilter () asdefinedinclause 6.3.3.5isreceived, the MBMS client
runs the following steps:

- Itreplacestheinterna variable _serviceClass [] with the parameter values provided in
serviceClassList.

- The MBMSclient dis-associates the service classes previously associated with the MAA that are not included on
thislist.

-  The MBMS client associates the service classes not previously associated with the MAA that are newly included
onthislist.

- TheMBMSclientissuesastreamingServiceListUpdate () notification as defined in clause 6.3.3.6 to
the MAA to notify of this effect.

Whenthe startStreamingService () method asdefined in clause 6.3.3.7 is received with a parameter
servicelID, the MBMSclient runs the following steps:

- The MBMSclient checks for errors and if necessary, the st reamingServiceError () notification as
defined in clause 6.3.3.12 isinitiated. Specificaly, if the MBMS client does not find a matching serviceIdin
itsinternal _service [] record, it responds with error code STREAMING INVALID SERVICE. Otherwiseit
may use the error code STREAMING UNKNOWN ERROR. An efror message may be provided inthe errorMsg
string.

- If the service with the serviceId parameter can be started:

- The MBMS client usesthe Manifest fileinthe  Manifest file parameter and the remaining associated
metadata to offer a valid media presentation to the Media client by providing a Media server in the MBMS
client. For different options to provide such a service, refer to clause 7.

- TheURL to the Manifest file that is exposed to the MAA for media consumption is stored in the internal
variableManifestURI. The Manifest file stored at this URI may be continuously updated, based on
dynamic information received in the service announcement or inband Manifest file updates.

- TheMBMSclient sendsaserviceStarted () notification as defined in clause 6.3.3.8 with the
serviceId being passed along with the notification.

- The MBMSclient movesto ACTIVE state as defined in clause 6.3.2.5.

Whenever there has been a change to the parameters reported to the MAA in response to a
getStreamingServices () APl i.e intheinternal serviceclasslist _serviceClass [] to add anew service
record to the list or a change in one of the following internal parametersin the service record in the
_servicelanguage, serviceName[] serviceBroadcastAvailability, or updatesto the
__Manifest URI, the MBMSclient notifiesthe MAA with streamingServiceListUpdate () asdefinedin
clause 6.3.3.6.

When the deregisterStreamingpp () isreceived, al internal parameters for the MAA are cleared and the
client movesto IDLE state.

6.3.2.5 MBMS Client Operation in ACTIVE state
Inthe ACTIVE state, the MBMS client carries out al actions asin the REGISTERED state.

The MBMS client continuously downloads the media resources and makes them available as announced in the

Manifest. For different optionsto provide such a service to the MAA and media client, refer to clause 7. The URL to the
MPD that is exposed to the MAA for megdia consumption is stored in the internal variable ManifestURI. The
Manifest file stored at this URI may be continuously updated, based on dynamic information received in the service
announcement or inband Manifest file updates.

When the MBMS client receivesa stopStreamingService () request as defined in clause 6.3.3.9 that matches an
active service.
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- The MBMSclient checks for errors and if necessary, the st reamingServiceError () notification as
defined in clause 6.3.3.12 isinitiated. Specificaly, if the MBMS client does not find a matching serviceIdin
itsinternal _service [] record, it responds with error code STREAMING INVALID SERVICE. Otherwiseit
may use the error code STREAMING UNKNOWN ERROR. An errorMsg may be provided in the errorMsg
string.

- the MBMS client stops providing the media resources at its media server, i.e. a the location announced in the
Manifest file referenced by the _ManifestURI.

- The MBMSclient movesto REGISTERED state as defined in clause 6.3.2.4.

When the MBM S client receivesastopStreamingService () request asdefined in clause 6.3.3.9 that matches an
active service, the MBMS client terminates the download of the resources of this download delivery session and no
longer makes it available at the indicated resourcesin the Manifest. The MBMS client transitionsto REGISTERED
state

When the MBMS theinternal parameter serviceBroadcastAvailability transitionsto
BROADCAST UNAVAILABLE, and no alternative delivery method is defined, or if the service is no longer available
for other reasons (e.g. frequency conflict), then the serviceis stalled. In this case the MBMS client:

- No longer makes available the resources in the announced locations by the ManifestURI and the references
therein.

- SendsaserviceStalled () notification asdefined in clause 6.3.3.11, along with one of the following
reasons:

- RADIO_ CONFLICT —indicates afrequency conflict, namely the service requested to be started via a
startStreamingService () cannot be started at thistime since the MBMS client is actively receiving
another service on a different frequency band.

- END_OF SESSION —indicates that playback has reached the end of the scheduled transmission for the
service as described by the schedul e description fragment for the service. This should indicate that the
advertised activeServicePeriodEndTime time has been reached.

- OUT_OF COVERAGE —indicates a UE mobility event to an area where the service with streamingSubtype
Set to STREAMING BC ONLY isnot available via broadcast.

- STALLED UNKNOWN_REASON —indicates that another unspecified condition caused the service
interruption.

- Transitionsto the STALLED state as defined in clause 6.3.2.6.

6.3.2.6 MBMS Client Operation in STALLED state

Inthe STALLED state, the MBMS client carries out all actions asin the REGISTERED State.
In this state the MBM S client continuously monitors if the service can be made available again.
Once the service gets available again, the MBM S client:

-  The MBMS client downloads the media resources and makes them available as announced in the Manifest. For
different optionsto provide such a service, refer to clause 7. The URL to the Manifest that is exposed to the
MAA for media consumption is stored in the internal variable ManifestURI. The Manifest stored at this
URI may be continuously updated, based on dynamic information received in the service announcement or
inband Manifest updates

- TheMBMSclient sendsaserviceStarted () notification as defined in clause 6.3.3.8 with the
serviceId being passed along with the notification.

- The MBMSclient movesto ACTIVE state asdefined in clause 6.3.2.5.
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Table 6.3.3.1-1 provides an overview over the methods defined for the Streaming Delivery Application Service API.
Different types are differentiated, namely state changes triggered by the MAA, status query of the MAA to the client,
parameter updates as well as notifications from the client. The direction of the main communication flow between

MAA (A) and MBMS Client (C) is provided.

Table 6.3.3.1-1: Methods defined for Streaming Delivery Application Service API

collection of metrics based
on the parameters provided
in the API call

Method Type Direction Brief Description Section
registerStreamingApp State change | A->C MAA registers a callback 6.3.3.2
listener with the MBMS
client
deregisterStreamingApp State change | A->C MAA deregisters with the 6.3.3.10
MBMS client
startStreamingService State change | A->C Starts streaming service 6.3.3.7
stopStreamingService State change | A->C Stop streaming service 6.3.3.9
getStreamingServices Status query | C<->A Get list of currently active 6.3.3.4
services
getVersion Status query | C<->A Retrieves the list of files 6.3.3.13
previously captured for the
MAA
setStreamingServiceClassFilter | Update to A->C MAA sets a filter on file 6.3.3.5
parameter list delivery services in which it
is interested
registerStreamingResponse Update to C->A The response to the MAA 6.3.3.3
parameter list streaming service register
API
serviceStarted Notification C->A Notification to MAA when 6.3.3.8
the streaming service
started.
streamingServiceListUpdate Notification C->A Notification to MAA on an 6.3.3.6
update of the available for
Media streaming delivery
services
streamingServiceError Notification C->A Notification to MAA when 6.3.3.12
there is an error with the
download of service
serviceStalled Notification C->A Notification to MAA that 6.3.3.11
download Media segments
failed
addsAa Update to A->C Adds service announcement | 6.2.3.22
parameter list to the MBMS client on
streaming services
addSAResponse Notification C->A Call back to addSA() 6.2.3.23
metricsCollection State change | A->C Starts, updates, or stops the | 6.3.3.14

6.3.3.2 Registration

6.3.3.2.1 Overview

Thisclause definesregisterStreamingApp () interface.

An MAA cdlsthe registerStreaming2pp () interfaceto register with the MBMS Client to consume streaming
services. The registerStreamingApp () interface has two purposes:
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1) Itsignalstothe MBMS Client that an MAA isinterested to consume MBMS Media Streaming Services.

2) Italowsthe MAA to identify its callback listeners defined in the Streaming Service API for the MBMS Client to
provide asynchronous notifications to the MAA on relevant events associated with streaming.

NOTE: Since some application development frameworks do not support callback functions, an MAA for these
frameworks will not provide callback listenersinthe registerStreamingApp () interface. Instead,
the MAA will implement the necessary approach available on these frameworks to receive event
notifications from the MBMS Client in place of callback functions. The notifications implemented on
these frameworks will include the same information content as defined on the structures for the IDL
callback functions.

Figure 6.3.3.2-1 shows the registration process
VN N VR
| MBMS Aware | “ C
Application

‘ MBMS Client BM-SC 1

registerStreamingApp()

- registerStreamingResponse()

Periodic Service Discovery ( based on configuration parameter )

getStreamingServices()

deregisterStreamingApp()

Figure 6.3.3.2-1: Application Registration sequence diagram

6.3.3.2.2 Parameters
The parameters for the registerStreamingApp () APl are

- string appId - providesaunique ID for the MAA registering with the MBMS client, which uses this
identity to maintain state information for a particular MAA. The uniqueness of the ID isin the context of any
MAA that may possibly register with MBMS client. Uniquenessistypically provided on platform level.

- any platformSpecificAppContext —aplatform-specific context for the registering MAA that enables
the MBMS client to get extrainformation about the MAA that may be need to enable the MAA to have access to
MBMS services, e.g., to enable MAA authentication or to enable the MAA to communicate with the MBMS
client viaplatform (e.g., HLOS) services.

- sequence<string> serviceClassList — providesacomma-separated list of service classes which the
MAA isinterested to register. Each service class string can be any string or it may be empty.

- ILTEStreamingServiceCallback callBack — providesthe MBMS client with the call back functions
associated with Media Streaming Application Service APIsfor the registering MAA.

NOTE: The calback element inthe IDL description is optional and only included when the MAA devel opment
framework supports programmatic callback interfaces. If callbacks are not supported on agiven MAA
development framework, the same information content as defined on the callback structuresisto be
provided to the MAA via the notification method available with that development framework when the
respective condition is met.
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6.3.3.2.3 Pre-Conditions

The MAA has assigned a unique application ID appId inthe context of its operation (e.g., a smartphone HLOS) with
the MBMSclient.

The MAA is pre-configured with the set of service classes that allows it to consume the Media Streaming Services
associated with these service classes.

The MAA has access to aMedia Streaming client.
The MAA may use this method at launch or after aderegisterStreaming2pp () hasbeen called.

The MBMSclientisin IDLE state.

6.3.3.2.4 Usage of Method for MAA

The MAA usesthe method registerStreamingApp () to register with the MBMS Client to consume Streaming
Services.

The MAA providesits appId and, if applicable, some platform specific MAA context,
platformSpecificAppContext.

The MAA provides the set of service classes which the MAA isinterested to register.

6.3.3.2.5 Expected MBMS Client Actions

When this method is invoked, the MBMS client registers the app, if possible. For more details refer to clause 6.3.2.3.

6.3.3.2.6 Post-Conditions

The MAA expectsthe registerStreamingResponse () asdefined in clause 6.3.3.3.
6.3.3.3 Media Streaming Application Service Registration Response

6.3.3.3.1 Overview
Thisclause defines registerStreamingResponse () cal.

Asillustrated in Figure 6.3.3.2-1, the MBMS client responds to an MAA call tothe registerStreamingApp ()
APl witharegisterStreamingResponse () cal back providing the result of the registration request.

6.3.3.3.2 Parameters

The parameters for the registerStreamingResponse () APl are:

- EmbmsCommonTypes : : RegResponseCode value — provides aresult code on the registration request. The
allowed values are:

- REGISTER SUCCESS —indicates that the registration has been processed successfully and the MAA can
proceed with other API interactions with the MBMS client for Streaming Delivery Application Services.

- FAILED LTE EMBMS SERVICE UNAVAILABLE —Indicates that the registration has failed since the
Streaming Delivery Application Service API did not find an MBMS client available on the UE on which the
MAA isrunning and no MBMS service will be available to the MAA.

- MISSING PARAMETER —indicates that the registration has failed since one or more of the required
parameter was missing.

- string message —provides an associated text description of the error message. The message may be empty.
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6.3.3.3.3 Pre-Conditions

The MBMS client hasreceived acall viathe registerStreamingApp () APl asdefined in clause 6.3.3.2.

6.3.3.34 Expected MBMS Client Actions

The MBMS client responds accordingly and depending on the response moves to one of the states. IDLE,
NOT AVAILABLE, or REGISTERED. For more details refer to clause 6.3.2.4.

6.3.3.3.5 Usage of Method for MAA

Oncethe MAA receivesathe registerStreamingResponse () withthe RegResponseCode set to
REGISTER SUCCESS, the MAA can proceed with other API interactions with the MBMS client.

If the MBMS client istemporarily inNOT AVAILABLE, if the registerStreamingResponse () signaded a
fallurewithaFAILED LTE EMBMS SERVICE UNAVAILABLE, the MAA may periodicaly recheck if the state of
the MBMS client changes by retrying the registerStreamingapp () API.

If the MBMS client isresponding with MISSING PARAMETERS, the MAA should fix the parameters and retry the
registerStreamingApp () API.

6.3.3.3.6 Post-Conditions

If the MBMS client functions cannot be activated and once the response is sent, then MBMS client is at |east
temporarily in NOT AVAILABLE state.

If the MBMS client functions can be activated and respective response is sent, then MBMS client isin REGISTERED
state with the REGISTERED parameters as set above.

6.3.3.4 Getting information on available Media Streaming Application Services

6.3.3.4.1 Overview
Thisclause definesget StreamingServices () API cal.

TheregisterStreamingpp () interface returnsthe completelist of available Streaming Services information. As
illustrated in Figure 6.3.3.2-1, after a successful registration with the MBMS client, the MAA can use the
getStreamingServices () API to discover the available Streaming Services associated with the service classes
registered viathe registerStreaminglpp () .

6.3.3.4.2 Parameters
ThegetStreamingServices () APl doesnot have any input parameters.

ThegetStreamingServices () API returnsalist describing the available Media Streaming Services, where each
service is described by the following output only parameters:

- sequence<ServiceNameLang> serviceNameList —optionaly providesalist of the servicetitle
name in possibly different languages. Each (name, lang) pair defines atitle for the service on the language
indicated.

- string name —offersatitle for the user service on the language identified in the lang parameter.
- string lang —identifiesanatural language identifier per RFC 3066 [10].
- string serviceClass —identifiesthe service class which is associated with the service.

- string serviceId — providestheunique service ID for the service. The uniquenessisamong all services
provided by the BMSC.
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- string serviceLanguage —indicatesthe available language for the service and represented as an
identifier per RFC 3066 [10].

- EmbmsCommonTypes: :ServiceAvailabilityType serviceBroadcastAvailability—
signals whether the UE is currently in the broadcast coverage areafor the service.

- Thepossible values are:
- BROADCAST AVAILABLE —if content for the serviceis broadcast at the current device location.
- BROADCAST UNAVAILABLE —if content for the serviceis not broadcast at the current device location.
- SERVICE _UNAVAILABLE —if content for the service is at all available at the current device location.

- string mimeType — providesthe MIME type which defines the media transport format used (DASH, HLS).

- string ManifestUri —providesan HTTP URL where the Manifest for the Media Streaming Application
Serviceis hosted and available for Media Clients access.

- EmbmsCommonTypes: :Date activeServicePeriodStartTime —signalsthe current/next active
Media Streaming Application Service start time, when media segments and other resources start being broadcast
over the air.

- EmbmsCommonTypes: :Date activeServicePeriodEndTime —signalsthe current/next active DASH

Streaming Application Service stop time, when media segments and other resources stop being broadcast over
the air.

6.3.3.4.3 Pre-Conditions

The MBMSclient isin REGISTERED state.

6.3.3.4.4 Expected MBMS Client Actions

When this method is invoked, the MBMS client returns the streaming service parameters. For more details refer to
clause 6.3.2.4.

6.3.3.4.5 Usage of Method for MAA

The MAA should usethis call right after the registerStreamingResponse () notification as defined in clause
6.3.3.3isreceived or after the streamingServiceListUpdate () notification as defined in clause 6.3.3.6 is
received.

The MAA should use the serviceId toidentify the service in subsequent communication with the MBMS client to
manage the streaming service.

The usage of the parameters serviceNamelList, serviceClass, serviceBroadcastAvailability, and
servicelLanguage istypicaly up to the MAA.

ThemimeType should be used by the MAA to select the media transport format used

TheManifestURI should be used by the MAA to initiate playback by initiating a Media Client. The MAA should
assume that Media Presentation can be consumed by the Media Client without any further interaction with the MAA.

The parameters activeServicePeriodStartTime and activeBroadacstPeriodEndTime providesthe
MAA the ability to determine the current broadcast state for the service as follows:

- Ifthecurrenttimeissuchthat activeServicePeriodStartTime £ current time <
activeServicePeriodEndTime, mediacontent is being broadcast for the service at the current time.
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- IftheactiveServicePeriodStartTime isinthefuture, thereis currently no broadcast being made for
the service, but broadcast transmission is currently scheduled to start at this advertised time.

- IftheactiveServicePeriodStartTime isset to zero, thereis no currently defined broadcast schedule
time for the service.

6.3.3.4.6 Post-Conditions
This call does not change the MBMS client state.

The MAA usesthe serviceId toidentify the service in subsequent communication with the MBM S client.
6.3.3.5 Updating the registered service classes

6.3.3.5.1 Overview
This clause defines setStreamingServiceClassFilter () cal.

Whilean MAA is actively registered with the MBM S client to consume Media Streaming Services, the MAA can call
the setStreamingServiceClassFilter () API to update the list of service classesthe MAA wantsto be
registered with, see Figure 6.3.3.5.1-1.

MBMS Aware MBMS Client

Application

registerStreamingApp()

- registerStreamingResponse()

setStreamingServiceClassFilter()

4
Y

getStreamingServices()

deregisterStreamingApp()

\
\
\
\
\
\
\
\
\
\
\
\
\
} streamingServiceListUpdate()
\
\
\
\
\
\
\
\
\
\

Figure 6.3.3.5.1-1: Sequence diagram for updating the registered service classes for an MAA

6.3.3.5.2 Parameters

The parameters for the setStreamingServiceClassFilter () method are:

- sequence<string> serviceClassList — see clause 6.3.3.2.2

6.3.3.5.3 Pre-Conditions

The MAA isactively registered with the MBMS client to consume Media Streaming Services, and MBMS client isin
REGISTERED state for the MAA.
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6.3.3.5.4 Expected MBMS Client Actions

When this method is invoked, the MBMS client updates the internal parameters and is expected to provide a
streamingServiceListUpdate () notification asdefined in clause 6.3.3.6. For more details refer to clause
6.3.2.4.

6.3.3.5.5 Usage of Method for MAA

The MAA may invokethe setStreamingServiceClassFilter () API to update the previously defined new
list of service classes that includes additional service classes or includes fewer service classes than the list of service
classes.

The MAA should be aware that the updates are only active once an streamingServiceListUpdate ()
notification is received that confirms the new service classfilters.

6.3.3.5.6 Post-Conditions

The MAA expectsastreamingServiceListUpdate () notification asdefined in clause 6.3.3.6.
6.3.3.6 Updating the Streaming Service List

6.3.3.6.1 Overview
This clause defines streamingServiceListUpdate () notification.

This naotification is used by the MBMS client to inform the MAA about a successful API call
setStreamingServiceClassFilter () asshownin Figure 6.3.3.5.1-1 or other updates in streaming service
list.

6.3.3.6.2 Parameters
None.
6.3.3.6.3 Pre-Conditions

The MBMSclient isin REGISTERED state for the MAA. The MAA hasissued a
setStreamingServiceClassFilter () APl cal.

6.3.3.6.4 Expected MBMS Client Actions

The MBMS client issues this notification as a response to a successful
setStreamingServiceClassFilter () API cal or to the response to updates of the service list provided in the
Manifest. For more details see clause 6.3.2.4.

6.3.3.6.5 Usage of Method for MAA

The MAA isinformed about the updates of the service class list and may issuesagetStreamingServices () API
call asdefined in clause 6.3.3.4 to obtain the updated service list.

6.3.3.6.6 Post-Conditions

The MAA hasthe latest service list. No state change is invol ved.
6.3.3.7 Start Media Streaming Service

6.3.3.7.1 Overview

This clause defines startStreamingService () AP,
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After the Media Streaming Application Service registration, the MAA can make cals on the
startStreamingService () API for the MBMS client to start reception of Media content received over unicast or
broadcast as shown in Figure 6.3.3.7-1.
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( | g 1 1
| LERSS R | | MBMS Client \ | e |
Application \ Y, DASH Client |
SO startStreamingService() | I N
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serviceStarted()
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|
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stopStreamingService()

Terminate File Download ‘
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Figure 6.3.3.7-1: MAA starts Media Streaming Services (DASH Example)

6.3.3.7.2 Parameters
The parameters for the startStreamingService () APl are:

- string serviceId-—seedefinitioninclause6.3.3.2.2.

6.3.3.7.3 Pre-Conditions
The MBMSclient isin REGISTERED state.

The MAA hasthe latest service list, for example through the get St reamingServices () API cal asdefined in
clause 6.3.3.4.

6.3.3.7.4 Usage of Method for MAA

The MAA can make callsonthe startStreamingService () API for the MBMS client to start reception of
Media content received over unicast or broadcast.

When MAA is no longer interested in consuming the Streaming Service, it should call the stopStreaming () API
call asdefined in clause 6.3.3.9.

6.3.3.7.5 MBMS Client Actions

When this method isinvoked, the MBMSS client starts the streaming service, if possible. For more details see clause
6.3.2.4.
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6.3.3.7.6 Post-Conditions

When this method isinvoked, the MBMS client starts the streaming service, if possible. For more details see clause
6.3.2.4.

6.3.3.8 Notification that Media Streaming for a Service has started

6.3.3.8.1 Overview
This clause defines serviceStarted () calback function.

Asillustrated in Figure 6.3.3.7-1, once the MBMS client has successfully collected all necessary information to start the
servicethe MBMS client invokesthe serviceStarted () calback function.

6.3.3.8.2 Parameters
The parameters for the serviceStarted () APl are

- string serviceId-—seedefinitionin clause6.3.3.2.2.

6.3.3.8.3 Pre-Conditions
The MAA issued astartStreamingService () API cal.

The MBMSclientisin REGISTERED dtate for the serviceId.

6.3.3.8.4 Expected MBMS Client Actions

The MBMS client issues this notification if the service is started successful. For details see clause 6.3.2.4.

6.3.3.8.5 Usage of Method for MAA

Once the MAA receives the callback on the successful start of the service with the serviceId, the MAA may start
the streaming service by initiating a Media Presentation at a Media Client by handing over the mpdURT received during
the registration process for this service.

6.3.3.8.6 Post-Conditions

The Media Cclient can communicate with the MBMS client. The MBMSS client makes available the Media Streaming
APplication Services - based on the Manifest referenced in by theManifestURT of the service.

6.3.3.9 Stop Media Streaming Service

6.3.3.9.1 Overview
This clause defines stopStreamingService () API.

AsFigure 6.3.3.7-1 illustrates, when an MAA that issued astartStreamingService () for aserviceisno longer
interested in consuming the Media content for that service, it will call the stopStreamingService () API cal.

6.3.3.9.2 Parameters

The parameter for the stopStreamingService () APl s

- string servicelId-—seedefinitioninclause6.3.3.2.2.
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6.3.3.9.3 Pre-Conditions

The MBMSclientisin ACTIVE state for this MAA.

6.3.3.9.4 Usage of Method for MAA

If an MAA isno longer interested in consuming the Media service, it should call the stopStreamingService ()
API call. Latest at the same time, the MAA should inform the DASH client about the termination of the service and the
Media client should no longer request resources that are provided directly or referenced by the Mani festURT.

6.3.3.9.5 MBMS Client Actions

The MBMS terminates the reception. For more details see clause 6.3.2.5.

6.3.3.9.6 Post-Conditions

The MBMS client isin REGISTERED state. The Media Presentation referenced by the ManifestURI can no longer
be accessed as the referenced Segments will no longer be provided at the announced location in the Manifest.

6.3.3.10 Media Streaming Application Service De-registration

6.3.3.10.1 Overview
This clause definesderegisterStreamingapp () API cal.

An MAA registers services classes with the MBMS client to request the start of streaming for Media Streaming
Application Services. The MAA that registered with the MBMS client viathe registerStreamingapp () API
should invokethe deregisterStreamingApp () before exiting. The MBMS clients stops monitoring for Service
Announcement updates when there are no MAAs registered. There are no parameters for the
registerStreamingApp () API.

6.3.3.10.2 Parameters
None.
6.3.3.10.3 Pre-Conditions

The MBMSclient isin REGISTERED state for thisMAA.

6.3.3.10.4 Usage of Method for MAA

MAA registered with the MBMS client viathe registerStreamingapp () API should invoke the
deregisterStreaminglpp () beforeexiting.

If the MAA deregisters, it will no longer receive notifications from the MBMS client and all context is cleared.

6.3.3.10.5 MBMS Client Actions

The MBMS client no longer sends notifications and clears al context for the MAA.

6.3.3.10.6 Post-Conditions
The MAA is no longer registered with the MBM S client.

The MBMSclientisin IDLE mode..
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6.3.3.11 Notification that Media Streaming for a Service has stalled

6.3.3.11.1 Overview

This clause definesthe serviceStalled () notification.

The MBMS client enables consumption of a Media Streaming Application Service if the current setting for
serviceBroadcastAvailability iSBROADCAST AVAILABLE or BROADCAST UNAVAILABLE. However, dueto UE
mobility in and out of broadcast coverage for some Media Streaming Application Services, the
serviceBroadcastAvailability for those services may changeto SERVICE UNAVAILABLE (i.e., the UE moves out of
coverage for that service). Other circumstances may also prevent the broadcast reception of that service (e.g., a
frequency conflict). In these circumstances, the MBMS client can signal the MAA that the service istemporarily not
available for playback by invoking the serviceStalled () API.

When broadcast reception of the service is re-established, the MBMS client will signal the MAA that the serviceis
again available for playback by invoking the serviceStarted () API. Thisisillustrated in Figure 6.3.3.11.1.
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Figure 6.3.3.11.1: Signaling that a Media Streaming Service stalled (DASH Example)

6.3.3.11.2 Parameters

The parameter for the serviceStalled () APl are

- string serviceId -identifiesthe Media Streaming Application Service for which broadcast receptions
have temporarily stalled.

- StalledReasonCode reason — provides specific information on what caused the serviceto stall. Valid
options are;

- RADIO_ CONFLICT —indicates afrequency conflict, namely the service requested to be started via a
startStreamingService () cannot be started at thistime since the MBMS client is actively receiving
another service on adifferent frequency band.
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- END_OF SESSION —indicates that playback has reached the end of the scheduled transmission for the
service as described by the schedul e description fragment for the service. This should indicate that the
advertised activeServicePeriodEndTime time has been reached.

- OUT_OF COVERAGE —indicates a UE mobility event to an area where the service with streamingSubtype
Set to STREAMING BC ONLY isnot available via broadcast.

- STALLED UNKNOWN_REASON —indicates that another unspecified condition caused the service
interruption.

6.3.3.11.3 Pre-Conditions

The MBMSclientisin ACTIVE mode.

6.3.3.11.4 Expected MBMS Client Actions

The MBMS client providesaserviceStalled () notificationin caseit can no longer provide the referenced
resources in the Media Presentation provided with ManifestURI. For more details refer to clause 6.3.2.5.

6.3.3.11.5 Usage of Method for MAA

The MAA should stop the Media client playback on reception of the serviceStalled () notification. However,
unlessthe MAA is no longer interested in the content, it should not issue a stopStreamingService () calin
order to allow the MBMS client from trying to collect Media content once the download problem isresolved. The MAA
should inform the user of the temporary service interruption.

If the Mediaclient maintainsin STALLED state for too long, the MAA should stop the service by issuing a
stopStreamingService ().

6.3.3.11.6 Post-Conditions

The MBMSclientisin STALLED mode.
6.3.3.12 Notification of Media Streaming Application Service errors

6.3.3.12.1 Overview

Thisclausethe streamingServiceError () notification.
Asillustrated in Figure 6.3.3.12.1-1, the startStreamingService () request froman MAA may not be served, so

the MBMS client will send afailure indication viathe streamingServiceError () to signal the error code for the
result of processingthe MAA'sstartStreamingService ().
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Figure 6.3.3.12.1-1: Signaling errors with the startStreamingService () request from the Media
Streaming Application

Figure6.3.3.12.1-2 dso illustrates that the st reamingServiceError () isused to signal the error codefor the result
of processing the MAA'sastopStreamingService () request.
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Figure 6.3.3.12.1-2: Signaling errors with the stopStreamingService() request from the Media
Streaming Application
6.3.3.12.2 Parameters

The parameters for the streamingServiceError () APl are

- string serviceId -identifiesthe Media Streaming Application Service on which the MBMS client failed.

- StreamingErrorCode errorCode —identifiesthe error code for the reason causing the
startStreamingService () or the stopStreamingService () request for the serviceld to fail. The
available error codes are:

- STREAMING INVALID SERVICE —signalsthat servicelD defined on the
startStreamingService () or the stopStreamingService () requestisnot currently defined or
it is not associated with the service classes with the MAA is registered.
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- STREAMING UNKNOWN_ERROR —signalsan error condition not explicitly identified.

- string errorMsg—may provide additional textual description of the error condition.

6.3.3.12.3 Pre-Conditions

The MBMS client hasreceived athe startStreamingService () Or astopStreamingService () request.

6.3.3.12.4 Expected MBMS Client Actions

The MBMS client will send afailureindication viathe streamingServiceError () to signa the error code for
the result of processing the MAA. For more details refer to clause 6.3.2.4 and 6.3.2.5.

6.3.3.12.5 Usage of Method for MAA

If the MAA receives this notification, it should revalidate the capture call. The MAA should also update the service list
by issuing agetStreamingServices () asdefinedin clause 6.3.3.4.

6.3.3.12.6 Post-Conditions

No state change is applied.
6.3.3.13 Checking the version for Media Streaming Application Service interface

6.3.3.13.1 Overview

This clause definesthe getVersion () reguest function.

6.3.3.13.2 Parameters
The parameters for the getVersion () API cal are:

- string version —identifiesthe version of the MBMS clients API implementation.

6.3.3.13.3 Pre-Conditions

The MBMS client may be in any state.

6.3.3.13.4 Usage of Method for MAA

In order for the MAA to know the version of the Media Streaming Delivery Application Service interface, the
getVersion () API cal may be used. If the version number is not supported by the MAA, it should deregister and
not use the API.

6.3.3.13.5 MBMS Client Actions

ThegetvVersion () API returnsthe version of the implemented APIs of the MBMS client.

6.3.3.13.6 Post-Conditions

No state changes apply.
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6.3.3.14 Metrics Collection

6.3.3.14.1 Overview

This clause definesthe metricsCollection () API call. Metrics collection is assumed to be asynchronous, i.e.
metrics are collected by the MBMS Client according to the configuration and the MM BS-Aware Application retrieves
metrics reports from it when needed.

An overview of the procedure is provided in Figure 6.3.3.14-1.

UE
| MBMS Client !
|
MBMS-Aware IIMetrics :
. . |
Application | Server |
= S
1: Activate metrics collection >
(active=TRUE, pTrameters)
L 2: Provide metrics URL
- (URL)
109 3: Collect
metrics

44: Dump metrics report

_5: Retrieve metrics report
< P

6: Deactivate metrics collection

(active=FALSE, parameters)
1

Figure 6.3.3.14-1: Metrics collection call flow

6.3.3.14.2 Parameters

The parameters for themetricsCollection () API cal are:
- active —setto true or false whether metrics collection is activated or not.
- configuration — Configuration parameters for metrics collection.
- parameters — List of parametersthat the MBMS Client shall collect.

- URL — Metrics Server URL from which metrics reports are to be fetched by the MBM S-Aware Application.

6.3.3.14.3 Preconditions

The MBMS Client shall beinthe ACTIVE state.

6.3.3.14.4 Usage of method by MBMS-Aware Application

The MBMS-Aware Application triggers metrics collection in the MBMS Client and configures the collection
parameters.

The MBM S-Aware Application subsequently retrieves metrics reports asynchronously from the MBMS Client by
polling an endpoint URL provided by the MBMS Client in response. The metrics report returned by this endpoint shall
include al metrics collected since the last invocation. If no metrics have been collected since the last invocation, the
metrics report shall be empty.
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6.3.3.14.5 MBMS Client actions
ThemetricsCollection () API alowsthe MBMS Client to be configured.

The MBMS Client collects the metrics according to TS 26.346 [5] and provides metrics reports to the MBM S-Aware
Application on demand.

6.3.3.13.6 Postconditions
No state changes apply.

6.4 MBMS Packet Delivery Service API

6.4.1 Introduction

The MBMS packet Streaming delivery Service API provides MAASs with interfaces to manage the reception of packet
services delivered over MBMS User services. This APl isintended to support packet streaming MAAS.

The IDL for the MBMS Packet Delivery Service API is defined in clause B.4.

The Packet Delivery Service API supports different types of Application Services by using an argument in the service
request.

6.4.2 MBMS Client State Model for MBMS packet delivery

6.4.2.1 Overview

Figure 6.4.2.1-1 provides an informative client state model in order to appropriately describe the messages on the
MBMS Packet Delivery service API. Four different states are defined aslisted in Table 6.4.2.1-1. State changes may
happen based on:

- Cadlsfromthe MAA or the packet streaming client
- Information provided by the MBM S User Service (USD, schedule, FDT, file complete)

- Changesin the reception conditions
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Figure 6.4.2.1-1: State Diagram
Table 6.4.2.1-1 defines states for the MBM S client. Detailed descriptions are provided in the following subclauses.

Table 6.4.2.1-1: States of MBMS Client

States and Parameters Definition
IDLE In this state the MBMS client does not have a registered MAA and it
may not keep the service definition up to date.
For more details see clause 6.4.2.3.

NON_AVAILABLE In this state the MBMS client is not available and an MAA cannot
register with the MBMS client.
REGISTERED In this state the MBMS client has registered the MAA, it may keep the

service definition up to date, and it may be providing file capture
services to the MAA(S).

In this state the MBMS client sends callback notifications to the MAA.
For more details see clause 6.4.2.4.

ACTIVE In this state the MBMS client provides all services to of the
REGISTERED state and also provides the PACKET service to the
MAA.

For more details see clause 6.4.2.5.

STALLED In this state the MBMS client provides all services to of the
REGISTERED state, but the packet services is at least temporarily
stalled.

For more details see clause 6.4.2.6.

6.4.2.2 MBMS Client Internal parameters

The MBMS client maintains internal parameters as defined in Table 6.4.2.2-1. Note that the parameters are conceptual
and internal and only serve for the purpose to describe message generation on the API calls.
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Table 6.4.2.2-1: Parameters of MBMS Client for MBMS Packet Delivery Service

Internal Parameters Definition
_appl] The MBMS client maintains a parameter set per registered

app

_appld A unique ID provided by the MAA and assigned to the app.

serviceType specifies the service type the MAA has requested.

_serviceClass|] A list of service classes identifying the services the MAA
has access to.

_registrationvValidityDuration A period of time following the MAA de-registration over

which the MBMS client continues to capture files for the
MAA, see clause.

_servicel[] The MBMS client maintains a parameter list per service. In
this context the list is assigned also to one app, but an
implementation may share the internal parameter list
assigned to a service across multiple apps.

_servicelID The service ID for a packet Application service over which
the MBMS client collects files for the MAA.
_serviceClass The service class associated with the packet Application
service assigned the Service ID.
__servicelLanguage The language of the service
_serviceName [] The service name, possibly expressed in different
languages.
_name
_lang
_serviceBroadcastAvailability The service broadcast availability for the client. Three

different types are defined:
BROADCAST AVAILABLE — UE is in broadcast coverage
BROADCAST UNAVAILABLE — UE is outside of broadcast

coverage
_SDP The latest SDP associated to the service
The network interface name from which the started MBMS
_interfaceName Packet Delivery service can be received.
The URI which is provided to the MAA for initiating the
_sdpURI Packet Session.
_sessionSchedule[] Documents the session schedule for this session. Only
sessionSchedule records should be included for which the
_start value of the _stop time is in the future.
_stop
6.4.2.3 MBMS Client Operation in IDLE state

The MBMS client may listen to the User Service Bundle Description and may collect information. However, no binding
with the MAA isin place.

When the registerPacketApp () isinvoked, then
1) The MBMS client checks the input parameters for consistency and sets the internal variables:

a) If the functions of the MBMS client is not accessible, the MBMS client throws a
FAILED LTE EMBMS SERVICE UNAVAILABLE result codeinthe registerPacketResponse ()
as defined in subclause 6.4.3.3 and abort the following steps and may at least temporarily movein
NOT AVAILABLE state.

b) If the MBMS client supports serviceType provided inthe service serviceType record. If the MBMS
client does not support the service, it will respond with the appropriate error code, see below.
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c) If the servicetype provided in the serviceType field, in the request is recognized by the MBM S client, an
empty string then the MBMS client throwsaMISSING PARAMETER result codein the
registerPacketResponse () asdefined in subclause 6.4.3.3 and abort the following steps and staysin
IDLE mode. If not, the MBMS client setsthe internal variable appId to the value of the parameter.

d) c) If appIdisanempty string thenthe MBMS client throwsaMISSING PARAMETER result codeinthe
registerPacketResponse () asdefined in subclause 6.4.3.3 and abort the following steps and staysin
IDLE mode. If not, the MBM S client setsthe internal variable appId to the value of the parameter.

e) d) TheMBMSclient adds each entry inthe serviceClassList parameter toits _serviceClass[]
record. Note that the serviceClassList parameter may contain an empty service class entry. If an
empty service classis provided, the MBM S client considers the MAA to be registered with a service class
that is also empty and only allow the MAA to have accessto MBM S Packet Delivery Application Services
that are not associated with aserviceClass (i.e., the USD for these services do not have a
serviceClass defined).

f) €) OnreceivingaregisterPacketApp () followingaderegisterPacketApp (), the MBMS
client updatesthe serviceClassList toits_serviceClass [] record in the same way described for
the setPacketServiceClassFilter () method.

g) f) If callBack isdefined, the MBMS client uses the interfacesin the callback parameter of the
registerPacketApp () interface to send natification of event occurrencesto the Application.

2) generatesaresponse registerPacketResponse () asdefined in subclause 6.4.3.3 and changes to
REGISTERED state as defined in clause 6.4.2.4:

a) If the MBMS client functions cannot be activated for any reason, especialy if the Packet Delivery
Application Service API did not find an MBMS client available on the UE on which the MAA isrunning, the
FAILED LTE EMBMS_ SERVICE UNAVAILABLE registration response codeissent. The MBMS client
may provide an error message.

b) If the MAA did not provide a mandatory parameter the MBM S client functions cannot be activated, the
MISSING PARAMETER registration response code is sent.

c) If the MBMS client does not support the service type, the NON_SUPPORTED SERVICE TYPE registration
response code is sent.

d) If the MBMS client functions can be activated, then:
i) theRegResponseCode issetto REGISTER SUCCESS registration response code;
ii) amessage may be generated.

€) Sends the response with the above parameters

3) If the MBMS client functions can be activated and the response is sent with aREGISTER SUCCESS, then
MBMSclient isin REGISTERED state and uses the REGISTERED parametersto provide the list of matching
Packet delivery services using the information in the User Service Description (USD). If the responseis sent
withaFAILED LTE EMBMS SERVICE UNAVAILABLE, then MBMSclientisinNOT AVAILABLE State.
If the response is sent withaMISSING PARAMETER Of NON SUPPORTED SERVICE TYPE then MBMS
clientisin IDLE state.

If the MBMS client receivesthe getVersion () API call asdefined in clause 6.4.3.13, it shall return version 1.0.

6.4.2.4 MBMS Client Operation in REGISTERED state

For each registered MAA and the assigned parameters according to Table 6.4.2.2-1, the MBM S client usestheinformation
in the User Service Description as well asits internal state information for the MAA in _app []1 using the service type
serviceType and service classlist _serviceClass[] to collect and keep up-to-date &l internal information for
the services of interest for the app, i.e. those that are member of any service class for which the MAA has interest.
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For each MBMS user service for which the USD as defined in TS 26.346 [5] is available in the MBMS client for the
service type and service classes registered by the MAA in serviceType and _serviceClass[] and which is
identified asa MBMS Packet Delivery service according to the definition in TS 26.346 [5], clause 8, one service record
intheinternal parameter service [] isdefined in the MBMS client and continuously updated whenever anew USD
isavailable:

- ForeachusersServiceDescription.name element, a(name, lang) pair is generated and added to the
_serviceName [] list with_name set to the value of the USD element, and if present, the _1ang set to the
value of the associated @1 ang attribute. If no @1ang attribute is present, the _lang parameter is set to an
empty string.

- Iftheattribute userServiceDescription@serviceClass ispresent, thevalue of thisattributeis
assignedto _serviceClass. If not present, the _serviceClass is set to an empty string.

- Thevaue of the attribute userServiceDescription@serviceId isassignedto_servicelId.

- IftheattributeuserServiceDescription@serviceLanguage ispresent, the value of thisattributeis
assigned to _serviceLanguage. If not present, the _serviceLanguage is set to an empty string.

- The SDP metadata fragment referenced by either ther9: sessionDescription element referencing an
SDP and conforming to TS 26.346 [5] is extracted by the MBM S client. The contained SDP is stored in the
_SDP parameter. The sdpURTI parameter is generated at which location the SDP will be made available. The
name of the network interface from which the Packet datais availableis stored inthe _interfaceName
parameter

- The_serviceBroadcastAvailability iscontinuously updated set it to BROADCAST AVAILABLE, if
broadcast is available (if the UE isin broadcast coverage of the service), if not, it is set to
BROADCAST UNAVAILABLE (if the UEisNOT in broadcast coverage of the service).

- IftheuserServiceDescription.schedule element ispresent then the MBMS client usesthe
information in the schedule description fragment to generate theinternal _sessionSchedule [] list and keep
up to date as aresult of USD updates. The MBMS client shall only include sessionSchedule [] recordsif
the stop vaueisin the future.

If updates are provided and added to the _service [] parameter, the MBMS client should send a
packetServiceListUpdate () calback asdefined in clause 6.4.3.6.

When the getPacketServices () method isreceived as defined in clause 6.4.3.4, the MBMS client setsthe
parameters as follows:;

- Ifthe _servicel[] listisempty, thelistis empty
- For each MBMS user serviceinthe service [] ligt, one servicerecord is generated as follows:
- Thevaue of the attribute _servicelId isassignedto servicelId.
- Thevaue of the attribute _serviceClass isassignedto serviceClass.
- Thevaueof servicelanguage isassignedto serviceLanguage.
- For eachrecordinthe serviceName [] one serviceNameList entry isgenerated and:
- thename issettothevalue name,
- thelangissettothevaue lang.

- Thevalueof serviceBroadcastAvailability isassigned to
serviceBroadcastAvailability.

- The sdpURI isassigned to spdURI.

- Ifatleastone _sessionSchedule [] record is present then
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- TheactiveServicePeriodStartTime issettothevalueof earliest start time of any entry in
the sessionSchedulel].

- TheactiveServicePeriodStopTime iSsetto the value of the stop time of the entry selected
earliest start time.

- Ifno_sessionSchedule [] record is present:
- TheactiveServicePeriodStartTime issettoO.
- TheactiveServicePeriodStopTime isseattoO.

Whenthe setPacketServiceClassFilter () asdefinedin clause 6.4.3.5 isreceived, the MBMS client runsthe
following steps:

- Itreplacestheinterna variable _serviceClass [] with the parameter values provided in
serviceClassList.

-  The MBMS client dis-associates the service classes previously associated with the MAA that are not included on
thislist.

-  The MBMS client associates the service classes not previously associated with the MAA that are newly included
onthislist.

- TheMBMSclientissuesartpServiceListUpdate () notification as defined in clause 6.4.3.6 to the MAA
to notify of this effect.

Whenthe startPacketService () method asdefined in clause 6.4.3.7 is received with a parameter servicelID,
the MBM S client runs the following steps:

-  The MBMSclient checks for errors and if necessary, the packetServiceError () notification asdefined in
clause 6.4.3.12 isinitiated. Specifically, if the MBMS client does not find a matching serviceIdinitsinterna
__service [] record, it responds with error code PACKET INVALID SERVICE. Otherwiseit may usethe
error code PACKET UNKNOWN _ERROR. An errorMsg may be provided in the errorMsg string.

- If the service with the serviceId parameter can be started:

- TheMBMSclient usesthe SDP inthe SDP parameter and the remaining associated metadata to offer a
valid session to the packet client by providing a server in the MBMS client. Clause 7 provides different
provides service specific interfaces.

- The URL to the SDP that is exposed to the MAA for Packet consumption is stored in the internal variable
__sdpURI. The SDP stored at this URI shall not be changed for a session.

- TheMBMSclient sendsaserviceStarted () notification as defined in clause 6.4.3.8 with the
serviceId being passed aong with the notification.

- The MBMSclient movesto ACTIVE state asdefined in clause 6.4.2.5.

Whenever there has been a change to the parameters reported to the MAA inresponseto agetPacketServices ()
API, i.e intheinternal service classlist _serviceClass [] to add anew service record to thelist or achangein one
of the following internal parametersin the servicerecord inthe _serviceLanguage,

_serviceName[] serviceBroadcastAvailability, or updatestothe sdpURI the MBMS client notifies
MAA with packetServiceListUpdate () asdefined in clause 6.4.3.6.

When the deregisterPacketApp () is received, al internal parameters for the MAA are cleared and the client
movesto IDLE state.

6.4.2.5 MBMS Client Operation in ACTIVE state

The MBMS client carries out adl actions asin the REGISTERED State.
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The MBMS client continuously receives the packet data and makes it available as announced in the SDP. For different
options depending on the service type, refer to clause 7. The URL to the SDP that is exposed to the MAA for Packet
consumption is stored in theinternal variable sdpURT.

When the MBMS client receivesa stopPacketService () request asdefined in clause 6.4.3.9 that matches an
active service, then

- the MBMSclient checks for errors and if necessary, the packetServiceError () notification as defined in
clause 6.4.3.12 isinitiated. Specifically, if the MBMS client does not find a matching serviceIdinitsinterna
__service [] record, it responds with error code PACKET INVALID SERVICE. Otherwiseit may usethe
error code PACKET UNKNOWN ERROR. An errorMsg may be provided in the errorMsg string.

- the MBMSclient stops providing the session at itsinternal server, i.e. at the location announced in the SDP
referenced by the sdpURT.

- The MBMSclient movesto REGISTERED state as defined in clause 6.4.2.4.

When the MBMS client receivesa stopPacketService () request asdefined in clause 6.4.3.9 that matches an
active service, the MBMSS client terminates the reception of the data of this delivery session and no longer makes it
available at the indicated resources in the SDP. The MBMS client transitions to REGISTERED state

When the MBMS theinternal parameter serviceBroadcastAvailability transitionsto
BROADCAST UNAVAILABLE, and no alternative delivery method is defined, or if the service is no longer available
for other reasons (e.g. frequency conflict), then the serviceis stalled. In this case the MBMS client:

- nolonger makes available the resources in the announced locations by the sdpURI and the references therein,

- sendsaserviceStalled () notification as defined in clause 6.4.3.11, along with one of the following
reasons:

- RADIO_ CONFLICT —indicates afrequency conflict, namely the service requested to be started via a
startPacketService () cannot be started at this time since the MBMS client is actively receiving
another service on adifferent frequency band.

- END_OF SESSION —indicates that playback has reached the end of the scheduled transmission for the
service as described by the schedul e description fragment for the service. This should indicate that the
advertised activeServicePeriodEndTime time has been reached.

- OUT_OF COVERAGE —indicates a UE mobility event to an area where the service is not available via
broadcast.

- STALLED UNKNOWN REASON —indicates that another unspecified condition caused the service
interruption.

- Transitionsto the STALLED state as defined in clause 6.4.2.6.

6.4.2.6 MBMS Client Operation in STALLED state

The MBMS client carries out all actions asin the REGISTERED state.

In this state the MBM S client continuously monitorsiif the service can be made available again.
Once the service gets available again, the MBMS client

-  The MBMS client receives the packet streams and makes them available as announced in the SDP. The URL to
the SDP that is exposed to the MAA for Packet consumption is stored in the internal variable sdpURI.

- TheMBMSclient sendsaserviceStarted () notification as defined in clause 6.4.3.8 with the
serviceId being passed aong with the notification.

- The MBMSclient movesto ACTIVE state asdefined in clause 6.4.2.5.
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Table 6.4-2 provides an overview over the methods defined for the MBM S Packet Delivery Service API. Different
types are provided, namely state changes triggered by the MAA, status query of the MAA to the client, parameter
updates as well as notifications from the client. The direction of the main communication flow is provided between the

MAA (A) and the MBMS Client (C).

Table 6.4-2: Methods defined for MBMS Packet Delivery Service API

Method Type Direction Brief Description Section
registerPacketApp State change | A->C MAA registers a callback 6.4.3.2
listener with the MBMS client
deregisterPacketApp State change | A->C MAA deregisters with the 6.4.3.10
MBMS client
startPacketService State change | A->C Starts Packet service 6.4.3.7
stopPacketService State change | A->C Stop Packet service 6.4.3.9
getPacketServices Status query C<>A Get list of currently active 6.4.3.4
services
getVersion Status query C<->A Get the API version 6.4.3.13
setPacketServiceClassFilter Update to A->C MAA sets a filter on MBMS 6.4.3.5
parameter list Packet Delivery services in
which it is interested
registerPacketResponse Update to C->A The response to the MAA 6.4.3.3
parameter list Packet service register API
serviceStarted Notification C->A Notification to MAA when the | 6.4.3.8
MBMS Packet Delivery
service started
rtpServicelListUpdate Noatification C->A Notification to MAA on an 6.4.3.6
update of the available for
MBMS Packet Delivery
services
rtpServiceError Notification C->A Notification to MAA when 6.4.3.12
there is an error with the
reception download of
service
serviceStalled Notification C->A Notification to MAA that 6.4.3.11
MBMS Packet Delivery
service failed
addsa Update to A->C Adds service announcement | 6.2.3.22
parameter list to the MBMS client on
MBMS packet delivery
services
addSAResponse Notification C->A Call back to addSA() 6.2.3.23
6.4.3.2 Registration

6.4.3.2.1 Overview

This clause defines registerPacketApp () interface.

An MAA cdlstheregisterPacketApp () interfaceto register with the MBMS Client to consume MBM S Packet
Delivery services. The registerPacketApp () interface hastwo purposes:

- Itsignalsto the MBMS Client that an MAA isinterested to consume MBMS Packet Delivery Services.

- Italowsthe MAA to identify its callback listeners defined in the MBM S Packet Delivery service API for the
MBMS Client to provide asynchronous notifications to the MAA on relevant events associated with Packet-

over-MBMS.
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Note: Since some application development frameworks do not support callback functions, an MAA for these frameworks will not
provide callback listenersin the registerPacketApp () interface. Instead, the MAA will implement the necessary approach
available on these frameworks to receive event natifications from the MBMSS Client in place of callback functions. The
notifications implemented on these frameworks will include the same information content as defined on the structures for the
IDL callback functions.

Figure 6.4-2 shows the registration process.
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registerPacketApp() >E

registerPacketResponse() :
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! Periodic Service Discovery
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Figure 6.4-2 MAA Registration sequence diagram

6.4.3.2.2 Parameters

The parameters for the registerbPacketapp () APl are:

ServiceType serviceType — providesthe service type that the MAA wants to access. Different service
types for packet streaming are defined in clause 4.3.

string appId-—providesauniqueID for the MAA registering with the MBMS client, which uses this
identity to maintain state information for a particular MAA. The uniqueness of the ID isin the context of any
MAA that may possibly register with MBMS client. Uniquenessis typically provided on platform level.

any platformSpecificAppContext —aplatform-specific context for the registering MAA that enables
the MBMS client to get extrainformation about the MAA that may be need to enable the MAA to have access to
MBMS services, e.g., to enable MAA authentication or to enable the MAA to communicate with the MBMS
client viaplatform (e.g., HLOS) services.

sequence<string> serviceClassList — providesacomma-separated list of service classes which the
MAA isinterested to register. Each service class string can be any string or it may be empty.

ILTEPacketServiceCallback callBack — providesthe MBMS client with the call back functions
associated with MBM S Packet Delivery Service APIsfor the registering MAA.

NOTE: The calback element inthe IDL description is optional and only included when the MAA devel opment

framework supports programmatic callback interfaces. If callbacks are not supported on agiven MAA
development framework, the same information content as defined on the callback structuresisto be
provided to the MAA via the notification method available with that development framework when the
respective condition is met.

6.4.3.2.3 Pre-Conditions

The MAA has assigned a unique application ID appId inthe context of its operation (e.g., a smartphone HLOS) with
the MBMSclient.

The MAA is pre-configured with the set of service classes that allows it to consume the MBM S packet delivery services
of the specified type associated with these service classes.

The MAA has access to a packet client that can consume the service type.
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The MAA may use this method at launch or after aderegisterPacketApp () hasbeen caled.

The MBMSclientisin IDLE state.

6.4.3.2.4 Usage of Method for MAA

The MAA usesthe method registerPacketApp () toregister with the MBMS Client to consume Packet Delivery
services of a specific type using the serviceType parameter. Different service types are defined in clause 4.3.

The MAA providesits appId and, if applicable, some platform specific MAA context,
platformSpecificAppContext.

The MAA provides the set of service classes which the MAA isinterested to register.

6.4.3.2.5 Expected MBMS Client Actions

When this method isinvoked, the MBMS registers the MAA, if possible. For more details refer to clause 6.4.2.3.

6.4.3.2.6 Post-Conditions

The MAA expectsthe registerPacketResponse () asdefinedin 6.4.3.3.

6.4.3.3 MBMS Packet Delivery Service Registration Response

6.4.3.3.1 Overview
This clause defines registerPacketResponse () cal.

Asillustrated in Figure 6.4-2, the MBMS client responds to an MAA call to the registerPacketaApp () APl witha
registerPacketResponse () call back providing the result of the registration request.

6.4.3.3.2 Parameters

The parameters for the registerPacketResponse () APl are:

- EmbmsCommonTypes : : RegResponseCode value — provides aresult code on the registration request. The
allowed values are:

- REGISTER SUCCESS —indicates that the registration has been processed successfully and the MAA can
proceed with other API interactions with the MBM S client for MBM S Packet Delivery Services.

- FAILED LTE EMBMS SERVICE UNAVAILABLE —Indicatesthat the registration has failed since the
MBMS Packet Delivery Service API did not find an MBMS client available on the UE on which the MAA is
running and no MBMS service will be available to the MAA.

- MISSING PARAMETER —indicates that the registration has failed since one or more of the required
parameter was missing.

- NOT_ SUPPORTED SERVICE TYPE —indicates that the service type requested in serviceType isnot
supported by the MBMS client.

- string message — provides an associated text description of the error message. The message may be empty.

6.4.3.3.3 Pre-Conditions

The MBMS client hasreceived acall viathe registerPacket2pp () APl asdefined in clause 6.4.3.2.
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6.4.3.3.4 Expected MBMS Client Actions

The MBMS client responds accordingly and depending on the response moves to one of the states. IDLE,
NOT AVAILABLE, or REGISTERED. For more details refer to clause 6.4.2.4.

6.4.3.3.5 Usage of Method for MAA

Oncethe MAA receives athe registerPacketResponse () withtheRegResponseCode set to
REGISTER SUCCESS, the MAA can proceed with other API interactions with the MBM S client.

If the MBMS client istemporarily in NOT AVAILABLE, if the registerPacketResponse () signaed afailure
withaFAILED LTE EMBMS SERVICE UNAVAILABLE, the MAA may periodically recheck if the state of the
MBMS client changes by retrying the registerPacketapp () API.

If the MBMS client isresponding with MISSING PARAMETERS, the MAA should fix the parameters and retry the
registerPacketApp () API.

If the MBMS client is responding with NON_SUPPORTED SERVICE_ TYPE, the MAA may check if other service
types can be used to possible access the services, for example if the MAA supports handling other service types.

6.4.3.3.6 Post-Conditions

If the MBMS client functions cannot be activated and once the response is sent, then MBMS client is at |east
temporarily in NOT AVAILABLE state.

If the MBMS client functions can be activated and respective response is sent, then MBM S client isin REGISTERED
state with the REGISTERED parameters as set above.

6.4.3.4 Getting information on available MBMS Packet Delivery Services

6.4.3.4.1 Overview
This clause definesgetPacketServices () API cdl.

TheregisterPacketApp () interface returns the complete list of available MBM S Packet Delivery Services
information. Asillustrated in Figure 6.4-2, after a successful registration with the MBMS client, the MAA can use the
getPacketServices () API to discover the available MBM S Packet Delivery Services associated with the service
classesregistered viathe registerPacketApp ().

6.4.3.4.2 Parameters

ThegetPacketServices () API returnsalist describing the available MBMS Packet Delivery Services, where
each service is described by the following output only parameters:

- sequence<ServiceNamelang> serviceNameList —optionally providesalist of the servicetitle
name in possibly different languages. Each (name, lang) pair defines atitle for the service on the language
indicated.

- string name —offersatitle for the user service on the language identified in the lang parameter.
- string lang —identifiesanatural language identifier per RFC 3066 [10].
- string serviceClass —identifiesthe service class which is associated with the service.

- string serviceId - providesthe unique serviceID for the service. The uniguenessisamong all services
provided by the BMSC.

- string serviceLanguage —indicatesthe available language for the service and represented as an
identifier per RFC3066 [10].
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- EmbmsCommonTypes: :ServiceAvailabilityType serviceBroadcastAvailability —
signals whether the UE is currently in the broadcast coverage areafor the service.
- Thepossible values are:
- BROADCAST AVAILABLE —if content for the serviceis broadcast at the current device location.
- BROADCAST UNAVAILABLE —if content for the serviceis not broadcast at the current device location.

- string sdpUri —providesan HTTP URL where the SDP for the MBM S Packet Delivery Serviceis hosted
and available for mediaclient access.

- string interfaceName — providesthe network interface name from which the started MBM S Packet
Delivery Service can be received by the mediaclients.

- EmbmsCommonTypes: :Date activeServicePeriodStartTime — signalsthe current/next active
MBMS Packet Delivery Service start time, when data starts being broadcast over the air.

- EmbmsCommonTypes: :Date activeServicePeriodEndTime —signalsthe current/next active
MBMS Packet Delivery Service stop time, when Packet data stops being broadcasted over the air.

6.4.3.4.3 Pre-Conditions

The MBMSclient isin REGISTERED state.

6.4.3.4.4 Expected MBMS Client Actions

When this method is invoked, the MBMS client returns the Packet service parameters. For more details refer to clause
6.4.2.4.

6.4.3.4.5 Usage of Method for MAA

The MAA should use this call right after the registerPacketResponse () notification as defined in clause
6.4.3.3 isreceived or after the rtpServiceListUpdate () notification as defined in clause 6.4.3.6 is received.

The MAA should use the serviceId toidentify the service in subsequent communication with the MBMS client to
manage the MBM S Packet Delivery service.

The usage of the parameters serviceNamelList, serviceClass, serviceBroadcastAvailability, and
servicelLanguage istypicaly up to the MAA.

The sdpURT should be used by the MAA to initiate playback by initiating a Packet client. The MAA should assume
that the Packet Session can be consumed by the Packet client without any further interaction with the MAA. The
interfaceName should be used by the Packet client to filter the data stream reception from a specific network
interface.

The parametersactiveServicePeriodStartTime and activeServicePeriodEndTime providesthe
MAA the ability to determine the current broadcast state for the service as follows:

- If thecurrent timeissuchthat activeServicePeriodStartTime < current time <
activeServicePeriodEndTime, Packet content is being broadcast for the service at the current time.

- IftheactiveServicePeriodStartTime isin thefuture, thereis currently no broadcast being made for
the service, but broadcast transmission is currently scheduled to start at this advertised time.

- IftheactiveServicePeriodStartTime issetto zero, thereisno currently defined broadcast schedule
time for the service.
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6.4.3.4.6 Post-Conditions
This call does not change the MBM S client state.

The MAA usesthe serviceId toidentify the service in subsequent communication with the MBMS client.
6.4.3.5 Updating the registered service classes

6.4.3.5.1 Overview
This clause defines set PacketServiceClassFilter () cal.

While an MAA is actively registered with the MBMSS client to consume MBM S Packet Delivery services, the MAA can
call the setPacketServiceClassFilter () API to update the list of service classesthe MAA wantsto be
registered with, see figure 6.4.3.5.1-1.

MAA MBMS Client

: < registerPacketResponse()

:setPacketServiceCIassFiIer()b:
| |
: < packetServiceListUpdate() !

getPacketServices()

| |
< <
' deregisterPacketApp() >:

Figure 6.4.3.5.1-1: Sequence diagram for updating the registered service classes for an MAA

6.4.3.5.2 Parameters

The parameters for the set PacketServiceClassFilter () method are:

- sequence<string> serviceClassList — see clause 6.4.3.2.2.

6.4.3.5.3 Pre-Conditions

The MAA is actively registered with the MBMS client to consume MBM S Packet Delivery services, and MBMS client
iSin REGISTERED state for the MAA.

6.4.3.5.4 Expected MBMS Client Actions

When this method is invoked, the MBMS client shall update the internal parameters and is expected to provide a
packetServiceListUpdate () notification asdefined in clause 6.4.3.6. For more details refer to clause 6.4.2.4.

6.4.3.5.5 Usage of Method for MAA

The MAA may invoke the setPacketServiceClassFilter () API to update the previoudy defined new list of
service classes that includes additional service classes or includes fewer service classes than the list of service classes.

The MAA should be aware that the updates are only active once an packetServiceListUpdate () notificationis
received that confirms the new service classfilters.

6.4.3.5.6 Post-Conditions

The MBMS client issues an packetServiceListUpdate () hotification as defined in clause 6.4.3.6.
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6.4.3.6 Updating the Packet Service List

6.4.3.6.1 Overview
This clause definespacketServiceListUpdate () notification.

This notification is used by the MBMS client to inform the MAA about a successful API call
setPacketServiceClassFilter () asshown in Figure 6.4-3 or other updatesin Packet servicelist.

6.4.3.6.2 Parameters
None.
6.4.3.6.3 Pre-Conditions

The MBMSclient isin REGISTERED state for the MAA. The MAA hasissued a
setPacketServiceClassFilter ()API cdl.

6.3.3.6.4 Expected MBMS Client Actions

The MBMS client issues this notification as a response to a successful set PacketServiceClassFilter () API
call or to the response to updates of the servicelist provided in the SDP. For more details see clause 6.4.2.4.

6.4.3.6.5 Usage of Method for MAA

The MAA isinformed about the updates of the service class list and may issuesagetPacketServices () APl cal
as defined in clause 6.4.3.4 to obtain the updated service list.

6.4.3.6.6 Post-Conditions

The MAA hasthe latest service list. No state change is invol ved.
6.4.3.7 Start MBMS Packet Delivery Service

6.4.3.7.1 Overview
This clause defines startPacketService () API.

After the MBM S Packet Delivery Serviceregistration, the MAA can makecallsonthe startPacketService () API
for the MBMS client to start reception of content received over broadcast, as shown in Figure 6.4.3.7.1-1.
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Figure 6.4.3.7.1-1: MAA starts MBMS Packet Delivery services

6.4.3.7.2 Parameters
The parameters for the startPacketService () APl are:

- string serviceId-seeclause6.4.3.4.2.

6.4.3.7.3 Pre-Conditions
The MBMSclient isin REGISTERED state.

The MAA hasthe latest service list, for example through the get PacketServices () API cal asdefined in clause
6.4.3.4.

6.4.3.7.4 Usage of Method for MAA

The MAA can make callsonthe startPacketService () API for the MBMS client to start reception of Packet
data over the MBMS system.

When the MAA is no longer interested in consuming the Packet Session, it should call the stopPacketService ()
API call asdefined in clause 6.4.3.9. It should also inform the media client to stop packet reception.

6.4.3.7.5 MBMS Client Actions

When this method is invoked, the MBMS client starts the Packet service, if possible. For more details see clause
6.4.2.4.

6.4.3.7.6 Post-Conditions

The MAA expectsaserviceStarted () notification as defined in clause 6.4.3.8 or an appropriate error message.

ETSI



3GPP TS 26.347 version 17.1.0 Release 17 97 ETSI TS 126 347 V17.1.0 (2022-07)

6.4.3.8 Notification that MBMS Packet Delivery Service has started

6.4.3.8.1 Overview

Once the MBM S client has successfully collected all necessary information to start the service the MBMS client
invokesthe serviceStarted () callback function.

6.4.3.8.2 Parameters
The parameters for the serviceStarted () APl are

- string serviceId-—seedefinitionin clause6.4.3.2.2.

6.4.3.8.3 Pre-Conditions
The MAA issued astartPacketService () API call.

The MBMSclientisin REGISTERED state for the serviceId.

6.4.3.8.4 Expected MBMS Client Actions

The MBMS client issues this notification if the service is started successful. For details see clause 6.4.2.4.

6.4.3.8.5 Usage of Method for MAA

Once the MAA receives the callback on the successful start of the service with the serviceId, the MAA may start
the MBMS Packet Delivery service initiating a Packet Session at a Packet client by handing over the sdpURT received
during the registration process for this service. The media client iniates the packet forwarding.

6.4.3.8.6 Post-Conditions

The Packet client can communicate with the MBMS client. The MBM S client makes available the MBM S Packet
Delivery service based on the SDP referenced in by the sdpURT of the service.

6.4.3.9 Stop MBMS Packet Delivery Service

6.4.3.9.1 Overview
This clause defines stopPacketService () AP,

Asfigure 6.4-4 illustrates, when an MAA that issued astartPacketService () for aserviceisno longer
interested in consuming the Packet session for that service, it will call the stopPacketService () API cal.

6.4.3.9.2 Parameters
The parameter for the stopPacketService () APl is:

- string serviceId-—seedefinitionin clause6.4.3.2.2.

6.4.3.9.3 Pre-Conditions

The MBMSclientisin ACTIVE statefor thisMAA.

6.4.3.9.4 Usage of Method for MAA

If an MAA isno longer interested in consuming the Packet service, it should call the stopPacketService () API
call. Latest at the same time, the MAA should inform the Packet client about the termination of the service and the
Packet client should no longer receive data that are referenced by the sdpURT.
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6.4.3.9.5 MBMS Client Actions

The MBMS terminates the reception and no longer forwards the packets to the media client. For more details see clause
6.4.2.5.

6.4.3.9.6 Post-Conditions

The MBMS client isin REGISTERED state. The Packet Session referenced by the sdpURI can no longer be accessed
asthe referenced datawill no longer be provided at the announced location in the SDP.

6.4.3.10 MBMS Packet Delivery Service De-registration

6.4.3.10.1 Overview
Thisclause definesderegisterPacketApp () API.

An MAA registers service classes with the MBMS client to request the start of streaming for MBM S Packet Delivery
Services. The MAA that registered with the MBM S client viathe registerPacketapp () API should invoke the
deregisterPacketpp () beforeexiting. Animplicit stopPacketService () cal isperformed for al MBMS
Packet Delivery Servicesthat have been started since the last registerPacketapp () cdl. If thereareno MAA
interested in an MBM S Packet Delivery Service, the MBMS client stops capturing data for this Service.

The MBMS client stops monitoring for Service Announcement updates when there are no MAAs registered. There are
no parametersfor the registerPacketApp () API.

6.4.3.10.2 Parameters
None.
6.4.3.10.3 Pre-Conditions

The MBMSclient isin REGISTERED state for thisMAA.

6.4.3.10.4 Usage of Method for MAA

MAA registered with the MBMS client viathe registerPacketApp () API should invoke the
deregisterPacketApp () before exiting.

6.4.3.10.5 MBMS Client Actions

The MBMS client no longer sends notifications and clears al context for the MAA.

6.4.3.10.6 Post-Conditions
The MAA is no longer registered with the MBM S client.

The MBMSclient isin IDLE mode.
6.4.3.11 Notification that MBMS Packet Delivery Service has stalled

6.4.3.11.1 Overview
Thisclausethe serviceStalled () notification.

The MBMS client enables consumption of a MBMS Packet Delivery serviceif the current setting for
serviceBroadcastAvailability iSBROADCAST AVAILABLE of BROADCAST UNAVAILABLE. Other circumstances
may also prevent the broadcast reception of that service (e.g., afrequency conflict). In these circumstances, the MBMS
client will signal the MAA that the service istemporarily not available for playback by invoking the
serviceStalled () API.
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When broadcast reception of the service is re-established, the MBMS client will signal the MAA that the serviceis
again available for playback by invoking the serviceStarted () API. Thisisillustrated in Figure 6.4-5.
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Figure 6.4-5: Signaling that a MBMS Packet Delivery service stalled

6.4.3.11.2 Parameters
The parameter for the serviceStalled () APl are

- string serviceId -identifiesthe MBMS Packet Delivery Service for which broadcast receptions have
temporarily stalled.

- StalledReasonCode reason — provides specific information on what caused the service to stall. Valid
options are;

- RADIO_ CONFLICT —indicates afrequency conflict, namely the service requested to be started via a
startPacketService() cannot be started at this time since the MBMS client is actively receiving another service
on adifferent frequency band.
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- END_OF SESSION —indicates that playback has reached the end of the scheduled transmission for the
service as described by the schedul e description fragment for the service. This should indicate that the
advertised activeServicePeriodEndTime time has been reached.

- OUT_OF COVERAGE —indicates a UE mobility event to an area where the serviceis not available via
broadcast.

- STALLED UNKNOWN_REASON —indicates that another unspecified condition caused the service interruption.

6.4.3.11.3 Pre-Conditions

The MBMSclientisin ACTIVE mode.

6.4.3.11.4 Expected MBMS Client Actions

The MBMS client providesaserviceStalled () notificationin caseit can no longer provide the referenced
resources in the Packet Session provided with sdpURTI. For more details refer to clause 6.4.2.5.

6.4.3.11.5 Usage of Method for MAA

The MAA should stop the Packet client playback on reception of the serviceStalled () notification. However,
unless the MAA is no longer interested in the content, it should not issue astopPacketService () cal inorder to
alow the MBMS client from trying to collect Packet content once the download problem isresolved. The MAA may
inform the user of the temporary service interruption.

If the media client maintainsin STALLED state for too long, the MAA should stop the service by issuing a
stopPacketService().

6.4.3.11.6 Post-Conditions

The MBMSclient isin STALLED mode.

6.4.3.12 Notification of MBMS Packet Delivery Service errors

6.4.3.12.1 Overview
This clause definesthe packetServiceError () notification.

Asillustrated in Figure 6.4-5, the startPacketService () request froman MAA may not be served, so the
MBMS client will send afailureindication viathe packetServiceError () tosigna the error code for the result
of processing the MAA'sstartPacketService ().

MAA MBMS Client

[ |
I startPacketService() >:
|
|
|
|

startPacketService()
validation error detected
|

: ‘packetServiceError():
| |

Figure 6.4-5: Signaling errors with the startPacketService() request from the Packet-over-MBMS

Figure 6.4-6 asoillustrates that the packetServiceError () isused to signal the error code for the result of
processing the MAA'sa stopPacketService () request.
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Figure 6.4-6: Signaling errors with the stopPacketService() request from the Packet-over-MBMS

6.4.3.12.2 Parameters
The parametersfor the rtpServiceError () APl are
- string serviceId -identifiesthe MBMS Packet Delivery Service on which the MBMS client failed.

- PacketErrorCode errorCode —identifiesthe error code for the reason causing the
startPacketService () orthe stopPacketService () request for the serviceld to fail. The available
error codes are:

- Packet INVALID SERVICE —signalsthat servicelD defined onthe startPacketService () or the
stopPacketService () requestisnot currently defined or it is not associated with the service classes
with the MAA isregistered.

- Packet UNKNOWN_ERROR —signals an error condition not explicitly identified.

- string errorMsg-—may provide additional textual description of the error condition.

6.4.3.12.3 Pre-Conditions

The MBMS client has received athe startPacketService () or astopPacketService () request.

6.4.3.12.4 Expected MBMS Client Actions

The MBMS client will send afailureindication viathe packetServiceError () tosignal the error code for the
result of processing the MAA. For more details refer to clauses 6.4.2.4 and 6.4.2.5.

6.4.3.12.5 Usage of Method for MAA

If the MAA receives this notification, it should revalidate the capture call. The MAA should also update the service list
by issuing agetPacketServices () asdefinedin clause 6.4.3.4.

6.4.3.12.6 Post-Conditions

No state change is applied.
6.4.3.13 Checking the version for MBMS Packet Delivery Service interface

6.4.3.13.1 Overview

This clause definesthe getVersion () reguest function.

6.4.3.13.2 Parameters

The parameters for the getVersion () API cal are:
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- string version —identifiesthe version of the MBMS clients API implementation.

6.4.3.13.3 Pre-Conditions

The MBMS client may bein any state.

6.4.3.13.4 Usage of Method for MAA

In order for the MAA to know the version of the MBM S Packet Delivery Service interface, thegetversion () AP
may be used. If the version number is not supported by the MAA, it should deregister and not use the API.

6.4.3.13.5 MBMS Client Actions

ThegetVversion () API returnsthe version of theimplemented APIs of the MBMS client.

6.4.3.13.6 Post-Conditions

No state changes apply.

7 MBMS Client to Application Interfaces for Data

7.1 General

The MBMS client when providing a DASH Streaming Application User Services should implement the generic HTTP
interface as defined in clause 7.3.

In this case, the MBMS client shall implement at least on of the following:
- thefunctions of a DASH server as defined in clause 7.4.2, or
- thefunctions of a DASH-aware Network Element (DANE) for SAND4M mode as defined inclause 7.4.3. .

The MBMS client may act as a proxy and may proxy all HTTP requests from the DASH client or may only proxy
selected requests, such as MPD updates. The details of operation are implementation specific.

The requirements for the DASH client are documented in clause 7.4.4.

For additional usage guidelinesrefer to TS 26.346 [5], Annex K and in this specification refer to Annex E.

7.2 File Copy Interface

The MBMS client may copy files delivered by MBM S User Servicesto alocal file storage that is controlled by the
MBMS aware application. The application is responsible for the management of the storage.

7.3 HTTP Interface

The MBMS client may provide an HTTP server such that the MAA can access the files delivered over the MBM S User
services by using regular HTTP Methods. The MBMSS client may act as an HTTP cache for the resources delivered
through the MBM S system.

The MBMS client offering delivered files and Media Segments through HTTP Interface should comply with a server as
specified in RFC 2616 [15]. MBMS Clients providing resources through an HTTP interface should implement relevant
HTTP server functionalities to support HTTP GET methods as required by the APIs.

MAAs communicating with the MBMS client over HTTP should comply with a client as specified in RFC 2616 [15].
MAAs should usethe HTTP GET method or the HTTP partial GET method, as specified in RFC 2616 [15] to accessfiles
offered at HTTP-URLSs.
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MAAs communicating with the MBMS client over HTTP should support partial-file-accept requests and partia file
responses as defined in TS 26.346 [5], clauses 7.9.1, 7.9.2.1 and 7.9.2.2.

Without excluding other response options, asaresponse to a partial-file-accept request using aregular HTTP GET request
an MAA may typically receive one of the following responses:

1) 200 OK with Content-Type set to the Media Type of the requested object

2) 200 OK with the Content-Type set to application/3gpp-partial and the message format according to
the definition in clause 7.9.2.2 of TS 26.346 [5].

3) 416 Requested Range Not Satisfiable withtheadditiona information according to the definition
inclause 7.9.2.2 of TS 26.346 [5].

4) 404 Not Found.
Case 1isthe regular response.

Guidelines for handling request responses according to case 4 from above are provided in clauses 7.3.8 and A.7 of TS
26.247 [6].

Guidelines for handling request responses 2 and 3 from above are provided in clause A.9 of TS 26.247 [6].

7.4 DASH-Specific Interfaces

7.4.1 General

The MBMS client when providing a DASH Streaming Application User Services should implement the generic HTTP
interface as defined in clause 7.3.

In this case, the MBMS client shall implement at least one of the following:
- thefunctions of a DASH server asdefined in clause 7.4.2, or
- thefunctions of a DASH-aware Network Element (DANE) for SAND4M mode as defined inclause 7.4.3. .

The MBMS client may act as a proxy and may proxy all HTTP requests from the DASH client or may only proxy
selected requests, such as MPD updates. The details of operation are implementation specific.

The requirements for the DASH client are documented in clause 7.4.4.

For additional usage guidelinesrefer to TS 26.346 [5], Annex K and in this specification refer to Annex E.

7.4.2 MBMS Client as DASH Server

7421 General

If the MBMS client supports the DASH Server functionalities, the MBMS client shall support sufficient functionalities
to provide avalid DASH Media Presentation as defined in TS26.247[7].

For this purpose, the MBMS client may rewrite the MPD to provide a valid service based on the data received in the
DASH-over-MBMS service. Typical operations that the MBMS client may implement:

- Ensurethat the URLs of the DASH Resources in the MPD resolve to the location at which the MBMS client
provides the resources delivered through the MBM S User Service,

- Ensure that the timeshift buffer expressed in the MPD does not refer to non-available resources,

- Ensure that the availability times of the DASH resources on the MBMS clients DASH Server are correctly
documented in the MPD,

- Ensure that MPD Updates are done sufficiently often, for example by setting the @minimumUpdatePeriod
to 0 in order for the DASH client to revalidate the MPD prior to every Segment request.
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Some specific functions are provided in the remainder of clause 7.4.2.

7.4.2.2 Time Synchronization

The MBMS client, if providing the content asa DASH server, should offer the Time Synchronization as defined in
clause 11.5.2 of TS 26.247 [7].

7.4.2.3 Robustness

The MBMS client if providing the content asa DASH server may implement the Robustness Tools on the server as
defined in clause 11.6 of TS 26.247 [7].

7.4.3 MBMS Client as DASH-Aware Network Element (DANE)

If the MBMS client acts as a DANE, it shall implement the DANE SAND4M functionalities as required in clause
13.10.2 of TS 26.247 [7].

If the MBMS client identifies that the DASH client ignores the SAND messages, it should use other meansto provide
the functionality for redirecting the client, e.g. the functions defined in clause 7.4.2.

7.4.4 DASH Client of MBMS-Aware Application

The DASH client of the MBM S aware application shall support general DASH client functionalities asrequired in TS
26.247 [7].

The DASH client of the MBM S aware application should support the Time Synchronization as defined in clause 11.5.3
of TS 26.247 [7].

The DASH client of the MBM S aware application should support the Robustness Tools on the client as defined in
clause 11.5.3 of TS 26.247 [7].

The DASH client of the MBM S-aware application should support the the SAND4M functionalitiesin clause 13.10.3 of
TS 26.247 [7].

7.5 RTP Streaming Delivery Method Interface

The MBMS Client should provide an interface such that the data delivered using the MBM S Streaming delivery method
isprovided as a packet stream that complies with a media format that can be decoded by the media receiver that is part
of the MBM S client by offering a conforming SDP in the sdpURI. As arecommendation:

- The MBMS Client implements the functions of the "Hypothetical FEC Decoder” as defined in clause 8.2.2.11 of
TS 26.346 [5],

- TheMBMSClient provides the MAA with:
- A SDP that describes the packet stream.

- The network interface from which the data stream can be received. For that purpose, the MBMS Client may
forward the packets locally, e.g. through avirtual network interface, or through the network to the client. In
such an example, the MBMS client is expected to modify the SDP provided over in the User Service
Description accordingly.

7.6 Packet Data Interface

The MBMS Client should provide an interface such that the data delivered using the MBM S Transparent delivery
method can provide a packet stream that complies with the SDP provided in the value of the sdpURI.

The MBMS Client provides the application with:

- A SDP that describes the data stream.
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- The network interface from which the data stream can be received. For that purpose, the MBMS Client may
forward the packets locally, e.g. through a virtual network interface, or through the network to the client. In such
example, the MBMS client is expected to modify the SDP accordingly to provide a session that conformsto the
offered SDP.

7.7 HLS Specific interface

If the MBMS client supportsthe HLS Server functionalities, the MBMS client shall support sufficient functionalities to
provide avalid HLS Media Presentation.

For this purpose, the MBMS client may rewrite the Master Playlist and the Media Playlist to provide avalid service
based on the data received. An Example of operations that the MBMS client may implement isto ensure that the URLs
of the HLS Resources in the Media Playlist or in the Master Playlist resolve to the location at which the MBMS client
provides the resources delivered through the MBMS User Service. If the MBMS client has not received for any reason
the resources, the MBM S Client may act as proxy to provide the resources or may perform an HTTP redirection (see
Unicast Fall back in TS.26.346 Annex M [5]).

8 MBMS URLSs: Definition and URL Handling

8.1 General
This clause defines different MBMS URL s and the associated URL handling.
The single resource MBMS URL form "mbms : //" isdefined in clause 8.2.

NOTE: The specification does not define a URL for all Application User Services defined in clause 4.3, but only
a subset.

8.2 Single Resource MBMS URL handling

8.2.1 Introduction

An MBMS URL identifies aresource that is made available over MBM S Download Delivery Service using the File
Download Application User Service as defined in clause 4.2.3. It is therefore similar in meaning to other URL forms
that deliver ' £ile' resources, suchas "http:", "ftp:"and "file:".

MBMS URLs are processed by a hypothetical MBMS URL Handler as shown in Figure 8.2.1-1.

The position of the MBMS URL Handler, and itsinterfaces areillustrated by the logical model shown in Figure 8.2.1-1.
In that figure, URL usageis shown as an alternative to an application written to use MBMS services using the MBM S
API (left side of the diagram, described elsewhere in the present document).

The MBMS URL handler is positioned within the logical model of a system that has library support for fetching
resources (files) referred to by URLSs. In the model an (unchanged) existing, or new, application supports URL s that
address 'file' resources. That application uses a generic URL resolution library (‘Generic URL Resolution'in the
diagram) to return the identified resource when the application needs the resource identified by a URL.

The MBMS URL handler may use MBM S-API functions to communicate with the MBMS client.

Thelogical model isthat the generic handler supports returning the resource given a URL of any type. That generic
handler is supported by a set of protocol-specific handlers; by inspecting the scheme part of the URL (e.g. "http:") the
generic handler in turn requests the resource of the appropriate protocol-specific handler. The request and response
interfaces to the generic handler, and the protocol-specific modules are defined by the library (e.g. they may be object-
oriented, function-based, or message-based). The present document defines the behaviour of the MBMS URL handler;
however, itsrequest interface is defined by the library and environment which it fitsinto. The MBM S protocol -specific
handler decomposes the URL form, and, using the MBM S-APIs, initiates the acquisition of the MBM S User service by
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the MBMS client that permits access to the identified resource, and acquisition of the indicated resource from that
service, and returns that resource. The behaviour of the MBMS URL handler is specified in this clause.

Note that thislogical model may be optimized and collapsed as desired in real deployments (e.g. many web browsers do
not use ageneral URL library but instead support key protocols with built-in code, and the MBM S function may aso
act asan MBMS URL handler).

MBMS . C
Application (Existing) Application
(Existing) Generic URL
Resolution handler
MBMS URL HTTP URL
handler handler
/ v
MBMS API
MBMS function HTIP
function

Figure 8.2.1-1: MBMS URL Handler

8.2.2 URL structure, definition and behaviour
The Single Resource MBM S URL is composed of a prefix, mid-part, and suffix.

The prefix isaURL that isthe serviceId of the service on which the resource is available. The suffix containsa URI
that isthe identifier of the desired resource. The mid-part currently has no defined content.

When a content provider wishesto use MBMS URL forms to identify resources made available by them over MBMSS,
they shall use the prefix part of an MBMS URL as serviceId for the service. The creator of the serviceId URI
shall be authorized by the "authority' (see below) identified in that serviceId.

The prefix starts with the scheme-name "mbms : / /" followed by adouble-slash " / /", followed by an authority and
an optional path, as defined for "http: " by RFC 7230 [14] with the restriction that the prefix shall not contain the
character "&".

NOTE: The"//" meansthat the MBMS schemeis hierarchical and that relative URL s are permitted, and that they
are effectively composed against the suffix part. Relative URL composition is not in the scope of the
present document; arelative URL is, of course, composed against its base, and if the final result isan
MBMS URL as defined here, then that URL is presented to the handler.

The mid-part consists of zero or more &aname=value pairs. There are no currently defined mid-part pairs; they shall
not be present in URLs and shall be ignored if present.
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The suffix is optional and consists of the string "&label=" followed by the URI which contains identifier of the
desired resource (and optionally, as for al URIs, aquery or fragment part). The suffix is terminated by the end of the
URL.

(Note that the use of "&" used hereis not part of aquery or fragment, asthereisno preceding "?" or "#". "&" isin
the main body of the URL whereitisalegal character.)

The formal ABNF, following the syntax of RFC 7230 (HTTP URLS) [14] and RFC 3986 (URLS) [11]:

mbms-URI = "mbms:" "//" authority path-abempty

*( "&" mid-label "=" mid-value )

[ "&label=" resourceURI ]
authority = <authority, see [RFC3986], Section 3.2>
path-abempty = <path-abempty, see [RFC3986], Section 3.3>
mid-label = ALPHA *( ALPHA / DIGIT )
mid-value = l*uchar

= unreserved / pct-encoded / ";" / "?" J w.v [/

n@" / n_n / nyn / ||$|| / ||’|| / ||/||
unreserved = <unreserved, see [RFC3986], Section 2.3>
pct-encoded = <pct-encoded, see [RFC3986], Section 2.1>
resourceURI = <URI, see [RFC3986], Section 3>

The handler performs decomposition of the URI into the prefix, mid-part, and suffix.

If the URI passed to the handler lacks the path and suffix part (thereisno "&label="), then the handler retrieves the
DNS URI record as defined in section 8.2.2A.

If this operation succeeds in building a new URI that has a suffix, the handler returns a Redirect to this new URI;
otherwise it returns an error.

Otherwise, the serviceId isset to the prefix (the substring of the URI before thefirst " &™) and the resourcel abel is
set to portion of the resourceURI preceding the fragment part, if any. The MBMS API is called to return the resource
identified by resourcel abel from the service identified by serviceId.

The MBMS-API and the MBMS Client are responsible for:

1) finding the service with the given serviceId among the available services; the serviceClassis empty. Thisis
done by

a) registering;
b) asking for the available services,
C) issuing a start capture.
2) checking the availability time interval of the resource;
a) provide the schedule as defined in.
3) finding and returning to the MBM S URL Handler the resource on the given service;
a) notify the MBMS URL handler by the notification if successful or notification if an error occurs.
The MBMS URL handler isresponsible for:

1) keeping the service open for some "keep-alive" time in the expectation of further calls for resources from the
same service, by staying registered;

2) caching resources received on the service;
3) sharing that cache with other protocol handlers;

4) returning the resource, or returning errors or redirects, trandating the return value(s) from the MBMS APIs as
appropriate.
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8.2.2A DNS URL RR Resolution

An MBMS URL that lacks the label suffix shall be resolved using an URI RR DNS query as defined in RFC 7553 [15].
The service name shall be “mbms” and the protocol shall be UDP. The DNS query shall be made to the FQDN of the
MBMS URL using aquery type “URI”. The query name shall be the FQDN prepended with “_mbms._udp” .

If found, the DNS response shall contain the new URL that shall match the service ID of the service that carries the
resource with the requested URL. Otherwise, the DNS response shall have no DNS URI record. For mbms URL s that
do not have a path part (other than "/"), the requested resource’ s URL will correspond to the label part of the URL in the
DNS response.

8.2.3 Examples

The following is an example of an MBM S URL that contains alabel:

mbms://servicel000.mbms.operator.com&label=http://www.example.com/videos/sample.
mp4

- theserviceIdismbms://servicel000.mbms.operator.com;
- thelabel of the desired resourceishttp://www.example.com/videos/sample.mp4.

An exampl e of the same resource that does not have alabel and a path part is as follows:
mbms: //www.example.com/

ThisMBMS URL isthen resolved by using the DNS URI RR query.

In this example, “example.com” has a business arrangement with “operator.com” for hosting the service. An example
DNS URI RR record may ook as follows:

$ORIGIN www.example.com.

_mbms . udp IN URI 3600 1 "mbms://servicel000.mbms.operator.c
om/videos/service.mpd&label=http://www.example.com/videos/sample.mp4"

After resolving the URL using a DNS URI RR query, the client isre-directed to the URL
returnedmbms : //servicel00.mbms.operator.com&label=http://www.example.com/videos/sa
mple.mp4

It can then establish both the service name, and the label of the initial resource.

8.2.4 MBMS-URL for ROM Services

For Receive-only Mode (ROM) services, DNS resolution or preprovioning is not always possible. Hence, an extended
URL from is needed in order to find service announcements and services. For this purpose, a specific extension and
instantiation of the generic URL introduced in clause 8.2.2 is provided in this clause. In particular, the following
domain name is explicitly reserved for Receive-only Mode services:

mbms://rom.3gpp.org
If such aURL is provided, then the ROM service shall have the following properties:
- Based on the requirementsin TS 24.116 [20], clause 6.3.3:
- Thefirst digit of the TMGI value is always zero, indicating a ROM service as defined in TS 26.346 [5].
- If the ROM service is a Service Announcement service:
- Thefirst five digits of the TMGI value are always zero, as specified by TS 26.346 [5].

- TheROM service shall include arequired capability '23', i.e. the Service Announcement the MBM S User
Service Discovery/Announcement Profile 1b as documented in clause L.3 of TS 26 346 [5] shall be used.
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- If the ROM serviceisaUser Service, then the first digit of the TMGI valueis zero and at least one of the
second to fifth digitsis non-zero, as specified by TS 26.346 [5].

- The User Service Description should include the r16 : ROMSvcRf Params child element and signal EARFCN
for frequency, subcarrier spacing and bandwidth.

For such aURL, additional mid-part sname=value pairs are defined according to Table 8.2.4-1.

Table 8.2.4-1: Name—value pairs in ROM MBMS-URL

Parameter name Value and semantics Optionality
tmgi The ASCII hexadecimal representation of the TMGI of the Optional
ROM service, encoded in up to twelve characters. If omitted, the tmgi value is
Leading zero characters in the hexadecimal value unknown.
representation may be omitted from the tmgi string. For
example, the values 000000901056 and 901056 encode an
identical TMGI.
serviceArea The list of service areas that are also present in the Optional
userServiceDescription. If omitted, the serviceArea value
is unknown.
frequency The Frequency value also present in the Optional
userServiceDescription, coded as EARFCN, as defined in If omitted, the frequency value is
3GPP TS 36.101 [17]. unknown.
subcarrierSpacing | The subcarrierSpacing value also present in the Optional
userServiceDescription, coded as subcarrier spacing (Af) If omitted, the subcarrierSpacing
values per 3GPP TS 36.211 [18]. value is unknown.
bandwidth The bandwidth value, restricted to be one of the specified Optional
channel bandwidth values in 3GPP TS 36.104 [19]. If omitted, the bandwidth value
is unknown.
serviceld The serviceld in the Service Announcement channel that Optional
points to the referenced User Service. If omitted, the MBMS-URL
points to an SA service.

If the URL points to a Service Announcement channel, then information from the URL may be used by an MBMS-URL
Handler to generate a User Service Description Bundle including a user ServiceDescription and an associated SDP
fragment. A bundle templateis provided in Annex F. This SA file may be used to initiate the MBMS Client using the
addsA () method defined in clause 6.2.3.22.

A few examples are provided in the following:

EXAMPLE 1:

EXAMPLE 2:

EXAMPLE 3:

EXAMPLE 4:

This URL identifies a Service Announcement channel in a specific area and with receiver
frequency parameters.

mbms: //rom.3gpp.org&tmgi=901056&serviceArea=40201&frequency=68616&
subCarrierSpacing=1.25&bandwidth=8

This URL identifies a Service Announcement channel in adifferent area and with receiver
frequency parameters.

mbms://rom.3gpp.org&tmgi=901056&serviceArea=65535,65536&frequency=
686l6&subCarrierSpacing=1.25&bandwidth=6

ThisURL identifies a specific service identified by a serviceld in a specific area and with receiver
frequency parameters.

mbms://rom.3gpp.org&tmgi=901056&serviceArea=40201&frequency=68616&
subCarrierSpacing=1.25&bandwidth=8&serviceId=%22television-
service%22

This URL identifies a specific service identified by a serviceld in a specific area and with receiver
frequency parameters, but the TMGI is unknown.

mbms://rom.3gpp.org&serviceArea=40201&frequency=68616&subCarrierSp
acing=1.25&bandwidth=8&serviceld=%22television-service%22
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Annex A (informative):
Documentation Guidelines for APIs

A.l Introduction Motivation

Asthe present document is primarily targeted at developers that use the MBM S function a few principle agreements
were made.

1) The specification should set good practices for future API definition in 3GPP
2) The specification requires clear definitions of interface, function/element, messages, API, resource, etc.
3) Theinterfaces should be documented in the following manner:

a) Consistent graphical presentation

b) IDL for interface and message description

c) Doxygen for semantical description

d) Example Use Cases and Message Flows

4) The semantical description and messages flows include messages sent and received on each function as well as
pre/post/error conditions.

5) AsIDL enables easy conversion to different languages, no program-language specific APIs (e.g. JSON, Java, or
C) are necessary, but may in general not be prohibited. If IDL can provide a non-ambiguous trandation to JSON,
Java and C, then the documentation may be informative, otherwise it may be added to the normative
specification as a reference able option.

Based on these considerations, some suggested documentation details are provided

A.2 Documentation Details

A.2.0 General

A graphical presentation of the interface is encouraged. Figure A.1 shows some examples using an informal notation.
The existence of an interface can be implied even without using an explicit symbol for it. If arelationship symbol joins
an element/function symbol and the relationship type involves an interaction—as opposed to, say, "is a subclass of ,"
that implies that the interaction takes place through the element’s interface.
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Primary
Server

(@

Ly S Ny
Client 1 Client 2 Backup
Server
(b)
1 i Element; Interaction;
KEY (nformal notation) [ | (Type Unspecified) (Type Unspecified)

C)IMth

Figure A.1: Example Figure for Interface documentation

A.2.1 IDL for Interface Specification

Interface Definition Language (IDL) [9] is a standard language for defining function and method interfaces. It supports
common primitive data types. Some of the base data types supported by IDL are int, Boolean, byte, char,
double, float, long, short, and void *. IDL also supports signed and unsigned qualifiers, enumerations and
more.

IDL's data types and definitions are both language-neutral and platform-neutral. This enables the definition of a
common interface that may be implemented by different modules or components irrespective of the language and
platform. An IDL interface provides a description of the functionality that will be provided by an object. It provides all
of the information needed to develop clients that use the interface.

While IDL is hot a programming language, there are tools that map IDL to just about every major programming
language.

Below isa sample IDL definition of "order"

interface order {
float calculate tax ([in] float taxable amount) ;
float calculate total([in] item list items);
bool place order([in,out] item list items);

}

A.2.2 IDL as Data Format

IDL isalso proposed as the data format for message exchange.

A.2.3 Doxygen for APl Semantics

Doxygen is a cross-platform documentation system for C++, Java, C, and IDL, etc. It provides a mechanism to
document code syntax and semantics. It allows tagging commentsin code that will be used to generate nicely formatted
output. Available tags enables capturing methods, parameters, pre and post conditions for calling methods as well as
highlighting error condition and exceptions.
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Doxygen can be used to generate on-line class browser (in HTML) and/or an off-line reference manual from a set of
source files. Below is a sample of Doxygen comments for a function definition.

/** @name binary search
* @brief Search a array for a value using binary search.

* @param[in] a Array of floats.
& @param[in] n Number of elements of @a a to search.
* @param[in] v Value to search for.
* @return An index into array @a a or -1.
*
& @pre 0 <= n <= Size of the array @a a.
* @pre For all i,j with 0 <= 1 < j < @a n, @ al[i] <= @a alj].
* @post (0 <= result < @a n and @a al[result] == @a V)
* or (result == -1 and there is no i, 0 <= 1 < @a n, s.t. @a al[i] == @a V).
*
/

int binary search(const float* a, int n, float v)

A.2.4 Use Cases and Message Flows

M essage flows (sequence diagrams) are an interaction diagram that shows the objects/modules participating in a
particular interaction and the messages they exchange arranged in atime sequence.

Component-A Component-B nent
Request1() >

]Handle Request1

¢ Respond ToRequest1()
Request2() >

HandleRequest2( ).
< Respond ToRequest2()

Figure A.2: Example Figure for Sequence Diagram
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Annex B (informative): Interface Definition Language for
MBMS-APIs

B.1 General

This Annex collects the Interface Definition Language (IDL) description for MBMS-APIs.

B.2 IDL for File Delivery Application Service API

#include "EmbmsCommonTypes.idl"

module FileDeliveryService

{
//Forward Declaration
interface ILTEFileDeliveryServiceCallback;
JxE
* @name DownloadState
* @brief List of the file download state
*/
enum DownloadState
{
FD_IN_PROGRESS /**< File download is in progress */
s
JxE
* @name FdErrorCode
* @brief List of the errors for File Delivery service
*/
enum FdErrorCode
{
FD_INVALID_SERVICE, /**< Invalid service ID */
FD_DUPLICATE_FILE_URI, /**< There is another pending capture request for the specified file URI. */
FD_AMBIGUOUS_FILE_URI, /**< The specified file URI cannot identify a pending capture request. */
FD_STOP_FILE_URI_NOT_FOUND, /**< The file URI specified on a stopFdCapture does not match an
outstanding startFdCapture() request. */
FD_UNKNOWN_ERROR /**< Unknown error */
s
/**
* @name cacheControl
* @brief List of the errors for File Delivery service
*/
enum cacheControlMode
FD_NO_CACHE, /**< The application uses Cache directives to manage how long to retain files.
When FD_NO_CACHE is selected, the file (or set of files)
won't be cached, which can be useful when the file is expected to be
highly dynamic (changes to the file occur quite often) or if the file
will be used only once by the receiver application. */
FD_MAX_STALE, /**< The application uses Cache directives to manage how long to retain files.
When FD_MAX_STALE is selected, the file (or set of files)
won't be cached, which can be useful when the file is expected to be
highly dynamic (changes to the file occur quite often) or if the file
will be used only once by the receiver application. */
FD_EXPIRES /**< The application uses Cache directives to manage how long to retain files.
When FD_EXPIRES is selected, indicates the file has expected expiry time.
In that case cacheControlExpires value is the expiry time*/
s
/**
* @name RegisterFdResponseNotification
* @brief Fd app registration information
*/
struct RegisterFdResponseNotification
{
EmbmsCommonTypes: :RegResponseCode value; /**< Result of registration value as defined in
RegResponseCode */
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string message; /**< Message described the result
*/
unsigned long  acceptedFdRegistrationValidityDuration; /**< Accepted registeration validity duration
*/
s

/**
* @name FileInfo
* @brief Downloaded file information
*/
struct FilelInfo
{
string fileUri; /**< File URI
*/
string filelocation; /**< The physical location of the file or HTTP URL where the file can be
accessed */
string contentType; /**< MIME type as described in FDT of the file
*/

unsigned long availabilityDeadline; /**< The maximum time that embms client guarantees to keep the
file in its storage */
1

/**
* @name RegisterFdAppData
* @brief File delivery app registration information

*/
struct RegisterFdAppData
{
string appId; /**< The application ID used during the registration
*/
any platformSpecificAppContext; /**< The platformSpecificAppContext provides a
platform-specific app context
object to enable the API implementation to get extra
information

about the application. */

sequence<string> serviceClassList; /**< List of service classes */

Storagelocation locationPath; /**< Local storage location on the device where collected files
are copied */

unsigned long registrationValidityDuration; /**< The period of time in seconds that the eMBMS

client honors

the app registration and file capture requests

after the app deregisters and exits.

This enables the app to let the eMBMS client capture

files in the background when the application is not
currently registered.

Default value of this option is @ which means
middleware clears

any outstanding startFdCapture requests.* /

s

/**

* @name StartFdCaptureData

* @brief File delivery start capture information. It is used in StartFdCapture API
*/

struct StartFdCaptureData

{
string serviceld; /**< File delivery service ID from FdServiceInfo */
string fileUri; /**< File URI for the file(s) to be captured.
If empty, this implies capture all files. If an absolute URL,
this implies only the capture of that particular file.
If a Base URL, this implies the capture of all files that have that Base
URL. */
boolean disableFileCopy; /**< Disables copying of files to register locationPath */
boolean captureOnce; /**< Capture the file only once and the bearer would be deactivated after
file gets downloaded*/
s
/**
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* @brief File delivery stop capture information. It is used in StopFdCapture API

*/
struct StopFdCaptureData
{
string serviceld;
string fileUri;

/**< File delivery service ID from FdServicelInfo */
/**< File URI. If empty, then it stops capture on all files.

The path of the URI should contain the complete folder or file name. */

3

/**

* @name Filelist

* @brief List of file URIs
*/

struct Filelist

{
3

sequence<string> fileUrilList; /**< List of file URIs

/**
* @name ServiceNamelLang
* @brief Name and language information
*/
struct ServiceNamelang
{
string name;
string lang;

/**< Name */
/**< Language */

s

Vil
* @name FdServiceInfo
* @brief File delivery service information
*/
struct FdServicelInfo
{
sequence<ServiceNamelLang> serviceNamelist;
string serviceClass;
string serviceld;
string servicelanguage;

availability */
sequence<string> fileUrilist;
EmbmsCommonTypes: :Date activeDownloadPeriodStartTime;
service start time, when files start being broadcast over the air
EmbmsCommonTypes: :Date activeDownloadPeriodEndTime;

*/

/**< List of Service name and language */
/*¥%< Service class */
/**< Service ID */
/**< Service language */
EmbmsCommonTypes: :ServiceAvailabilityType serviceBroadcastAvailability;

/**< Service broadcast

/¥*< List of file URIs */
/*¥*< The current/next active file download

*/
/**< The current/next active file

download service end time, when files stop being broadcast over the air */

3

/**

* @name FdServices

* @brief List of FD service info objects
*/
typedef sequence<FdServiceInfo> FdServices;
/**

* @name FdServiceClasslList

* @brief ServiceClass information that the app is interested in.

API.
*/
typedef sequence<string> FdServiceClasslList;

/**
* @name ActiveFdService
* @brief Information about active file capture

It is for the SetFdServiceClassFilter

*/
struct ActiveFdService
{
string serviceld; /**< File delivery service ID from FdServicelInfo */
sequence< string > fileUri; /**< File URI list */
]
/**

* @name ActiveFdServicelist
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the

*/

* @brief List of File delivery service ID from FdServiceInfo
* @see getFdActiveServices()

*/

typedef sequence< ActiveFdService > ActiveFdServicelist;

/**

* @name Storagelocation

* @brief Local storage location on the device where collected files are copied.
* It is used in the SetStoragelocation and registerFdApp API.

*/

typedef string Storagelocation;

/**
* @name FileAvailableNotification
* @brief Information about the downloaded file.

*/
struct FileAvailableNotification
{
string serviceld; /**< File delivery service ID from FdServiceInfo */
FileInfo downloadedFileInfo; /*¥*< Downloaded file information */
3
/**

* @name FdServiceErrorNotification

* @brief File delivery service error information. It is used by the FdServiceErrorNotification API.
*/

struct FdServiceErrorNotification

{
string serviceld; /**< File delivery service ID from FdServiceInfo */
string fileUri; /**< File URI */
FdErrorCode errorCode; /**< File delivery service error ID */
string errorMsg; /**< error message */

1

/**

* @name FileDownloadFailureNotification
* @brief File download failure information.
* @see FileDownloadFailureNotification()

*/
struct FileDownloadFailureNotification
{
string serviceld; /**< File delivery service ID from FdServiceInfo */
string fileUri; /**< File URI */
I
/**

* @name StorageError
* @brief Insufficient storage notification information
* @see StorageError()

*/
struct StorageErrorNotification
{
string serviceld; /**< File delivery service ID from FdServiceInfo */
string fileUri; /**< File URI */
Storagelocation storagePath; /**< Storage path that does not have sufficient storage to complete

file download */
unsigned long storageNeeded; /**< Storage needed to complete the file download

}s

/**

* @name InaccessiblelocationNotification

* @brief Inaccessible storage notification information
* @see Inaccessiblelocation()

*/
struct InaccessiblelocationNotification
{
string serviceld; /**< File delivery service ID from FdServicelInfo */
string message; /**< Message with additional information */
StoragelLocation locationPath; /**< The path that is not accessible */
s
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/**

* @name FdDownloadStateInfo

* @brief Information returned by getFdDownloadStatelList().
* @see getFdDownloadStatelist()

*/
struct FdDownloadStateInfo
{
string fileUri; /**< File URI */
DownloadState state; /**< State of files from DownloadState. */
s
/**

* @name FileDownloadStateInfolist

* @brief List of FdDownloadStateInfo

* @see getFdDownloadStatelist()

*/

typedef sequence<FdDownloadStateInfo> FileDownloadStateInfolist;

/**

* @name FileDownloadStateUpdateNotification

* @brief File download state update notification information
* @see fileDownloadStateUpdate()

*/
struct FileDownloadStateUpdateNotification
{
string serviceId; /**< File delivery service ID from FdServiceInfo */
s
/**

* @name GetFdDownloadStatelistData

* @brief Information needed to call getFdDownloadStatelList(). The returned list of
getFdDownloadStatelList() is filtered based on the options set in GetFdDownloadStatelList.

* @see getFdDownloadStatelList()

*/
struct GetFdDownloadStatelListData
{
string serviceld; /**< Active file delivery service ID from FdServiceInfo. */
1
/**

* @name AvailableFilelist

* @brief List of Filelnfo

* @see getFdAvailableFilelist()

*/

typedef sequence < FileInfo > AvailableFilelist;

/**

* @name FilelistAvailableNotification

* @brief File List Available notification information
* @see filelistAvailable()

*/
struct FilelListAvailableNotification
{
string serviceld; /**<File delivery service ID from FdServiceInfo. */
s
/**

* @name addSAResponseNotification
* @brief Information about the service announcement addition.

*/
struct addSAResponseNotification
{
AddSAResponseCode responseCode; /**< Response code for the addSA */
string message; /**< error message */
5

interface ILTEFileDeliveryService

{

/**

@name getVersion
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@brief Retrieves the version of the current File delivery service interface implementation
@return Interface Version

**/

string getVersion();

/**

@name registerFdApp

@brief Application registers a callback listener with the EMBMS client

@param[in] regInfo Information required for application registration

@param[in] cb Callback listener

@see RegisterFdAppData

@see registerFdResponse()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode registerFdApp(in RegisterFdAppData regInfo, in
ILTEFileDeliveryServiceCallback callBack);

/**

@name deregisterFdApp

@brief Application deregisters with the EMBMS client
@pre Application calls registerFdApp

@return ResultCode

*ok f

EmbmsCommonTypes: :ResultCode deregisterFdApp();

/**

@name startFdCapture

@brief Start download of files over file delivery service over broadcast
@param StartFdCapture Struct includes parameters for StartFdCapture request
@pre Application is registered for File Delivery service

@see fileAvailable()

@see StartFdCaptureData

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode startFdCapture(in StartFdCaptureData info);

/**

@name stopFdCapture

@brief Stop download of files for the file Delivery service over broadcast
@param stopFdCapture Struct includes parameters for stopFdCapture

@pre Application is registered for File Delivery service

@see StopFdCaptureData

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode stopFdCapture(in StopFdCaptureData info);

/**

@name getFdActiveServices

@brief Get list of currently active services

@param[out] ActiveFdServicelList The list of services the app has

@pre Application is registered for File delivery service

@see ActiveFdServicelist

@return ResultCode

*k f

EmbmsCommonTypes: :ResultCode getFdActiveServices(out ActiveFdServicelist services);

/**

@name getFdAvailableFilelist

@brief Retrieves the list of files previously captured for the

application.

@param[in] File delivery service ID from FdServicelInfo

@param[out] FilelList List of files previously captured and filtered based on serviceld

@pre Application is registered for File delivery service and received filelistAvailable()
notification

@see filelListAvailable()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode getFdAvailableFileList(in string serviceld, out AvailableFilelist
files);

/**
@name getFdServices
@brief Retrieves the list of File Delivery services defined in the USD.
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List of services is filtered by the service class filter,

if a filter has been set by the application

@param[out] FDServices List of filtered File delivery services

@pre Application is registered for File delivery service and received fdServicelistUpdate()
notification

@see fdServicelistUpdate()

@see FdServices

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode getFdServices(out FdServices services);

/**

@name getFdDownloadStatelist

@brief Retrieves the state of files pending download

@param GetFileDownloadState Includes parameters for getFileDownloadState

@pre Application is registered for File Delivery service and received fileDownloadStateUpdate()
notification

@see fileDownloadStateUpdate()

@see GetFdDownloadStatelListData

@see FileDownloadStateInfolist

@return ResultCode

*ok f

EmbmsCommonTypes: :ResultCode getFdDownloadStatelList(in GetFdDownloadStateListData info, out
FileDownloadStateInfolList fdStatelist);

/**

@name setFdServiceClassFilter

@brief Application sets a filter on file delivery services in which it is interested
@param[in] serviceClassInfo List of service class filters requested by the application
@pre Application is registered successfully with file delivery service

@see SetFdServiceClassFilterData

@see fdServicelistUpdate()

@see getFdServices()

@return ResultCode

*k f

EmbmsCommonTypes: :ResultCode setFdServiceClassFilter(in FdServiceClasslList serviceClassInfo);

/**

@name setFdStoragelocation

@brief Sets the storage location to store the application downloaded files
@param[in] StoragelLocation Includes parameters for setStoragelocation request

@pre Application is registered for File Delivery service

@see Storagelocation

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode setFdStoragelLocation(in StoragelLocation locationPath);

/**

@name addSA

@brief provides the announcement of additional MBMS user services to the MBMS client
@param saFilelocation location of the SA file

@see addSAResponse

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode addSA(in string saFilelocation);

s

interface ILTEFileDeliveryServiceCallback
{
/**
@name registerFdResponse
@brief The response to the application streaming service register API.
@param Notification Parameters for register File delivery response
@pre Application called registerFdApp
@see RegisterFdResponseNotification
@see registerFdApp()
*k f
void registerFdResponse(in RegisterFdResponseNotification info);

/**

@name fileAvailable

@brief Notification to application when a new file is downloaded per
application capture request

@param FileAvailableNotification Includes parameters for the downloaded file
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@pre Application is registered for File Delivery service and application called startFdCapture()
@see FileAvailableNotification

**/

void fileAvailable(in FileAvailableNotification notification);

/**

@name fdServicelistUpdate

@brief Notification to application on an update of the available for file delivery services.
Update may be due to the received USD or the network configuration

@pre Application is registered for file delivery service

@post Call getFdServices()

**/

void fdServicelistUpdate();

/**

@name fdServiceError

@brief Notification to application when there is an error with broadcast download of service
@param Notification Parameters for service error notification

@pre Application is registered for streaming service and called startFdServiceCapture

@see FdServiceErrorNotification

**/

void fdServiceError(in FdServiceErrorNotification notification);

/**

@name fileDownloadFailure

@brief Notification to application that download of a requested file

failed

@param FileDownloadFailureNotification Includes information about the failed file download
@pre Application is registered for File Delivery service and application called startFdCapture()
@see FileDownloadFailureNotification

*k f

void fileDownloadFailure(in FileDownloadFailureNotification notification);

/**

@name storageError

@brief Notification to application that the storage location set by the

application does not have enough storage for the file download

@param StorageError Includes parameters to specify the file and

storage requirement

@pre Application is registered for file delivery service and application called startFdCapture()
@see StorageError

**/

void storageError(in StorageErrorNotification info);

/**

@name inaccessiblelocation

@brief Notification to application that the storage location set by the
application is not accessible by the eMBMS Client

@param Inaccessiblelocation Includes the inaccessible storage path

@pre Application is registered for File delivery service

@see Inaccessiblelocation

Application calls setStoragelocation

*k f

void inaccessiblelLocation(in InaccessiblelLocationNotification info);

/**

@name fileDownloadStateUpdate

@brief Notify application of a change in the state of pending file

downloads

@param FileDownloadStateUpdate Includes parameters for fileDownloadStateUpdate()
@pre Application is registered for File delivery service

@post call getFdDownloadStateList()

@see FileDownloadStateUpdate

*% /

void fileDownloadStateUpdate(in FileDownloadStateUpdateNotification info);

/**

@name filelListAvailable

@brief Notify application when the list of downloaded files is available to retrieve
@param[in] FilelListAvailable Includes parameters for filelListAvailable

@pre Application is registered for File Delivery service

@post call getFdAvailableFilelList()

**/

void filelistAvailable(in FileListAvailableNotification info);
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/**

@name addSAResponse

@brief The response to the add service announcement API.
@param [in] Parameters for register File delivery response
@pre Application called addSA

@see AddSAResponseCode

@see addSA()

**/

void addSAResponse(in AddSAResponseNotification info);

};
1

module EmbmsCommonTypes

//Common types
typedef unsigned long long Date;

JxE
* @name ResultCode
* @brief The return value of the API

*/

enum ResultCode

{
SUCCESS, /**< Success */
REGISTRATION_IN_PROGRESS, /**< Failed due to registration in progress */
NO_VALID REGISTRATION, /**< Failed due to no valid registration */
MISSING_PARAMETER, /**< A mandatory parameter is missing */

UNKNOWN_ERROR /**< Failed with unknown error */
s
/**

* @name ServiceAvailabilityType
* @brief Indicates service availability state

*/

enum ServiceAvailabilityType

{
BROADCAST_AVAILABLE, /**< Service is available via broadcast */
BROADCAST_UNAVAILABLE, /**< Service is unavailable via broadcast */ SERVICE_UNAVAILABLE

/**< Service is unavailable */
s
/**

* @name RegResponseCode
* @brief Indicates app registration response

*/
enum RegResponseCode
{
REGISTER_SUCCESS, /**< Registration was successful

*/
FAILED_LTE_EMBMS_SERVICE_UNAVAILABLE /**< Registration failed because LTE eMBMS is unavailable on
device */

}s

/**
* @name AddSAResponseCode
* @brief Indicates the response to the add service announcement API

*/
enum addSAResponseCode
{
SUCCESS, /**< Success */
SA_FILE_INVALID /**< SA file is not valid or not found */
s

1

B.3 IDL for Media Streaming Service API

#include "EmbmsCommonTypes.idl"
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module StreamingService

{
//Forward Declaration
interface ILTEStreamingServiceCallback;
/**
* @name StreamingErrorCode
* @brief List of the errors for streaming service
*/
enum StreamingErrorCode
{
STREAMING_INVALID_SERVICE, /**< Invalid service ID */
STREAMING_UNKNOWN_ERROR /**< Unknown error */
¥
/**
* @name StalledReasonCode
* @brief List of the reasons for streaming service stalled notification
*/
enum StalledReasonCode
{
RADIO_CONFLICT, /**< Radio frequency conflict */
END_OF_SESSION, /**< End of session schedule */
OUT_OF_COVERAGE, /**< Out of EMBMS coverage */
OUT_OF_SERVICE, /**< Out of service */
BEARER_UNAVAILABLE, /**< Bearer not available */
STALLED_UNKNOWN_REASON /**< Unknown reason */
¥
/**
* @name RegisterStreamingAppData
* @brief Streaming app registration information
*/
struct RegisterStreamingAppData
{
string appld; /**< The application ID used during the
registration */
any platformSpecificAppContext; /**< The platformSpecificAppContext
provides

a platform-specific app context
object to enable the API implementation to get
extra information
about the application. */
sequence<string> serviceClasslList; /**< List of service classes
*/
};

/**

* @name StreamingServiceClasslList

* @brief ServiceClass information which the app is interested in. It is for
setStreamingServiceClassFilter API.

*/

typedef sequence<string> StreamingServiceClasslist;

/**
* @name ServiceNamelang
* @brief Name and language information

*/
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struct ServiceNamelang

{
string name; /**< Name */
string lang; /**< Language */
¥
/**
* @ ServiceMimeType mimetype of the Manifest
* @ManifestURI Manifest URI used by VIDEO player n
*/
struct ServiceFormat
{
string ServiceMimeType; /**< mimetype of the Manifest */
string ManifestURI; /**< Manifest URI used by VIDEO player */
};
/**

* @name StreamingServiceInfo
* @brief Streaming service information

*
séruct StreamingServicelInfo
¢ sequence<ServiceNameLang> serviceNamelList; /**< List of Service name and language
*
! string serviceClass; /**< Service class
*
! string serviceld; /**< Service ID
*
/ string servicelanguage; /**< Service language
*/

EmbmsCommonTypes: :ServiceAvailabilityType serviceBroadcastAvailability; /**<
Service availability */

sequence<ServiceFormat> ServiceFormatList; /**< A list of possible format for the service
*/ EmbmsCommonTypes: :Date activeServicePeriodStartTime; /**< The current/next
active file download service start time, when files
start being broadcast
over the air */
EmbmsCommonTypes: :Date activeServicePeriodEndTime; /**< The current/next active
file download service end time, when files
stop being broadcast
over the air */
sequence<long> SAIList; /**< Servcie Area IDs based on current
location of the device*/

1

/**

* @name StreamingServices

* @brief List of streaming service info objects
*/

typedef sequence<StreamingServiceInfo> StreamingServices;

/**

* @name StartStreamingServiceData

* @brief Start streaming service information. It is used by StartStreamingService API.
*/

struct StartStreamingServiceData
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string serviceld; /**< Streaming service Id from StreamingServiceInfo
*/
¥

/**
* @name StopStreamingServiceData
* @brief Stop streaming service information.

* It is used by the StopStreamingService API.
*/
struct StopStreamingServiceData
{
string serviceld; /**< Streaming service ID from StreamingServicelInfo */
¥
/**

* @name ServiceStartedNotification
* @brief Streaming service started information. It is used by the
ServiceStartedNotification API.

*/
struct ServiceStartedNotification
{
string serviceld; /**< Streaming service Id from StreamingServicelInfo */
¥
/**

* @name ServiceStoppedNotification
* @brief Streaming service stopped information. It is used by the
ServiceStoppedNotification API.

*/
struct ServiceStoppedNotification
{
string serviceld; /**< Streaming service Id from StreamingServiceInfo */
};
/**

* @name StreamingServiceErrorNotification
* @brief Streaming service error information. It is used by the
StreamingServiceErrorNotification API.

*
séruct StreamingServiceErrorNotification
¢ string serviceld; /**< Streaming service Id from StreamingServicelInfo
*
! StreamingErrorCode errorCode; /**< Streaming service error Id
*
! string errorMsg; /**< error message */
};
/**

* @name ServiceStalledNotification
* @brief Streaming service stalled information. It is used by the
ServiceStalledNotification API.

*/
struct ServiceStalledNotification
{
string serviceld; /**< Streaming service ID from StreamingServicelInfo
*/
StalledReasonCode reason; /**< Streaming service stalled reason ID
*/
¥
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/**
* @name RegisterStreamingResponseNotification
* @brief Streaming app registeration response information

*/
struct RegisterStreamingResponseNotification
{
EmbmsCommonTypes: :RegResponseCode value; /**< Result of registeration value as
defined in RegResponseCode */
string message; /**< message described the result
*/
};
interface ILTEStreamingService
{
/**
@name getVersion
@brief Retrieves the version of the current Streaming service interface
implementation
@return Interface version
**/

string getVersion();

/**

@name registerStreamingApp

@brief Application registers a callback listener with the EMBMS client

@param[in] regInfo information required for application registration.

@param[in] cb callback listener

@see RegisterStreamingAppData

@see registerStreamingResponse()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode registerStreamingApp(in RegisterStreamingAppData
regInfo, in ILTEStreamingServiceCallback callBack);

/**

@name deregisterStreamingApp

@brief Application deregisters with the EMBMS client
@pre Application calls register

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode deregisterStreamingApp();

/**

@name startStreamingService

@brief Start download of segments of streaming service over broadcast

@param[in] StartStreamingService Parameters for starting the streaming services API

@pre Application is registered for streaming service

@see StartStreamingServiceData

@see serviceStarted()

@see streamingServiceError()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode startStreamingService(in StartStreamingServiceData
serviceInfo);

/**

@name stopStreamingService

@brief Stop download of segments of Streaming service over broadcast

@param[in] StopMedia Service Parameters for starting the streaming services API
@pre Application is registered for Media service
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@see serviceStopped()

@see StopStreamingServiceData

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode stopStreamingService(in StopStreamingServiceData
servicelnfo);

/**

@name setStreamingServiceClassFilter

@brief Application sets a filter on streaming services in which it is interested

@param[in] serviceClassInfo List of service class filters requested by the
application

@pre Application is registered successfully with streaming service

@see serviceUpdate()

@see getStreamingServices()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode setStreamingServiceClassFilter(in
StreamingServiceClassList serviceClasslList);

/**

@name getStreamingServices

@brief Retrieves the list of streaming services defined in the USD.

List of services is filtered by the service class filter,

if a filter has been set by the application.

@param[out] StreamingServices List of filtered streaming services

@pre Application is registered for streaming service and received
streamingServicelistUpdate notification

@see StreamingServices

@see streamingServicelListUpdate()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode getStreamingServices(out StreamingServices services);

};

interface ILTEStreamingServiceCallback

{

/**

@name registerStreamingResponse

@brief The response to the application streaming service register API.
@param Notification Parameters for registering a streaming response
@pre Application called registerStreamingApp

@see RegisterStreamingResponseNotification

@see registerStreamingApp()

**/

void registerStreamingResponse(in RegisterStreamingResponseNotification info);

/**

@name serviceStarted

@brief Notification to application that streaming service is started and

media player may be initialized for playback

@param Notification Parameters for service started notification.

ServiceStartedNotification previously defined.

@pre Application is registered for streaming service and called
startStreamingService

@see ServiceStartedNotification

**/

void serviceStarted(in ServiceStartedNotification notification);
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/**

@name serviceStopped

@brief Notification to application that streaming service is stopped and

media player may be stopped for playback

@param Notification Parameters for service started notification

@pre Application is registered for streaming service and called stopStreamingService
@see ServiceStoppedNotification

**/

void serviceStopped(in ServiceStoppedNotification notification);

/**

@name streamingServiceError

@brief Notification to application when there is an error with broadcast download of
service

@param Notification Parameters for service error notification

@pre Application is registered for streaming service and called
startStreamingService

@see StreamingServiceErrorNotification

**/

void streamingServiceError(in StreamingServiceErrorNotification notification);

/**

@name serviceStalled

@brief Notification to application when there is a temporary disruption of

the broadcast download of service

@param Notification Parameters for streaming service stalled notification

@pre Application is registered for streaming service and called
startStreamingService

@see ServiceStalledNotification

**/

void serviceStalled(in ServiceStalledNotification notification);

/**

@name streamingServicelistUpdate

@brief Notification to application on an update that is available for streaming
services.

Update may be due to the received USD or the network configuration.

@pre Application is registered for streaming service.

@post call getStreamingServices()

**/

void streamingServicelListUpdate();

};
1

B.4 IDL for MBMS RTP streaming delivery Service API

#include "EmbmsCommonTypes.idl"

module PacketService

{

//Forward Declaration
interface ILTEPacketServiceCallback;

/**
* @name PacketErrorCode
* @brief List of the errors for Packet service

*/
enum PacketErrorCode
{
PACKET_INVALID_SERVICE, /**< Invalid service ID */
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PACKET_UNKNOWN_ERROR /**< Unknown error */
MISSING_PARAMETER /**< parameter is missing */
NON_SUPPORTED_SERVICE_TYPE /**< non supported service type */
¥
/**

* @name StalledReasonCode
* @brief List of the reasons for Packet service stalled notification

*/

enum StalledReasonCode

{
RADIO_CONFLICT, /**< Radio frequency conflict */
END_OF_SESSION, /**< End of session schedule */
OUT_OF_COVERAGE, /**< Out of EMBMS coverage */
OUT_OF_SERVICE, /**< Out of service */
BEARER_UNAVAILABLE, /**< Bearer not available */
STALLED_UNKNOWN_REASON /**< Unknown reason */

};

/**

* @name ServiceType
* @brief List of service types

*/
enum ServiceType
{

RTP /**< Service Type for RTP */
TRANSPARENT /**< Service Type for TRANSPARENT */
TRANSPARENT-ROM /**< Service Type for TRANSPARENT and ROM */

¥
/**

* @name RegisterPacketAppData
* @brief Packet Application registration information

*/
struct RegisterPacketAppData
{
string ServiceType; /** The requested service type)
string appld; /**< The application ID used during the
registration */
any platformSpecificAppContext; /**< The platformSpecificAppContext
provides

a platform-specific Application context
object to enable the API implementation to get
extra information
about the application. */
sequence<string> serviceClasslList; /**< List of service classes
*/
};

/**

* @name PacketServiceClasslList

* @brief ServiceClass information which the Application is interested in. It is for
setPacketServiceClassFilter API.

*/

typedef sequence<string> PacketServiceClassList;

/**

* @name ServiceNamelang
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* @brief Name and language information

*/
struct ServiceNamelang
{
string name; /**< Name */
string lang; /**< Language */
};
/**

* @name PacketServiceInfo
* @brief Packet service information

*/
struct PacketServiceInfo
{
sequence<ServiceNameLang> serviceNamelist; /**< List of Service name and language
*/
string serviceClass; /**< Service class */
string serviceld; /**< Service ID */
string servicelanguage; /**< Service language
*/

EmbmsCommonTypes: :ServiceAvailabilityType serviceBroadcastAvailability; /**<
Service availability */

string sdpUri; /**< SDP URI used by Packet player
*/

string interfaceName; /**< The network interface name used
by the Packet player to receive the data described in the SDP. */

EmbmsCommonTypes: :Date activeServicePeriodStartTime; /**< The current/next active

Packet service start time, when Packet data
starts being broadcast
over the air */
EmbmsCommonTypes: :Date activeServicePeriodEndTime; /**< The current/next active
Packet service end time, when Packet data
stops being broadcast
over the air */
sequence<long> SAIList; /**< Service Area IDs based on current
location of the device*/

1

/**

* @name PacketServices

* @brief List of Packet service info objects
*/

typedef sequence<PacketServiceInfo> PacketServices;

/**

* @name StartPacketServiceData

* @brief Start Packet service information. It is used by StartPacketService API.
*/

struct StartPacketServiceData

{
1
/**

* @name StopPacketServiceData
* @brief Stop Packet service information.

string serviceld; /**< Streaming service Id from PacketServiceInfo */

* It is used by the StopPacketService API.
*/
struct StopPacketServiceData
{
string serviceld; /**< Streaming service ID from PacketServiceInfo */
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1

/**
* @name ServiceStartedNotification
* @brief Packet service started information. It is used by the

ServiceStartedNotification API.

*/
struct ServiceStartedNotification
{
string serviceld; /**< Streaming service Id from PacketServiceInfo
¥
/**

* @name ServiceStoppedNotification
* @brief Packet service stopped information. It is used by the

ServiceStoppedNotification API.

*/
struct ServiceStoppedNotification
{
string serviceld; /**< Streaming service Id from PacketServicelInfo
¥
/**

* @name PacketServiceErrorNotification
* @brief Packet service error information. It is used by the

PacketServiceErrorNotification API.

*/
*/

*
séruct PacketServiceErrorNotification
¢ string serviceld; /**< Packet service Id from PacketServicelInfo
PacketErrorCode errorCode; /**< Packet service error Id
string errorMsg; /**< error message
¥
/**

* @name ServiceStalledNotification
* @brief Packet service stalled information. It is used by the

ServiceStalledNotification API.

*/

*/
struct ServiceStalledNotification

{

string serviceld; /**< Packet service ID from PacketServiceInfo

StalledReasonCode reason; /**< Packet service stalled reason ID

1

/**

* @name RegisterPacketResponseNotification

* @brief Packet Application registeration response information
*/

struct RegisterPacketResponseNotification

{

EmbmsCommonTypes: :RegResponseCode value; /**< Result of registeration value

defined in RegResponseCode */

*/

string message; /**< message described the result
¥

interface ILTEPacketService
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/**

@name getVersion

@brief Retrieves the version of the current Packet service interface implementation
@return Interface version

**/

string getVersion();

/**

@name registerPacketApp

@brief Application registers a callback listener with the EMBMS client

@param[in] regInfo information required for application registration.

@param[in] cb callback listener

@see RegisterPacketAppData

@see registerPacketResponse()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode registerPacketApp(in RegisterPacketAppData regInfo, in
ILTEPacketServiceCallback callBack);

/**

@name deregisterPacketApp

@brief Application deregisters with the EMBMS client
@pre Application calls register

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode deregisterPacketApp();

/**

@name startPacketService

@brief Start receiving Packet data over broadcast

@param[in] StartPacketService Parameters for starting the Packet services API

@pre Application is registered for Packet service

@see StartPacketServiceData

@see serviceStarted()

@see packetServiceError()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode startPacketService(in StartPacketServiceData
serviceInfo);

/**

@name stopPacketService

@brief Stop receiving Packet data over broadcast

@param[in] StopPacketService Parameters for stoping the Packet services API

@pre Application is registered for Packet service

@see serviceStopped()

@see StopPacketServiceData

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode stopPacketService(in StopPacketServiceData
serviceInfo);

/**

@name setPacketServiceClassFilter

@brief Application sets a filter on Packet services in which it is interested

@param[in] serviceClassInfo List of service class filters requested by the
application

@pre Application is registered successfully with Packet service

@see serviceUpdate()

@see getPacketServices()
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@return ResultCode

**/

EmbmsCommonTypes: :ResultCode setPacketServiceClassFilter(in PacketServiceClassList
serviceClassList);

/**

@name getPacketServices

@brief Retrieves the list of Packet services defined in the USD.

List of services is filtered by the service class filter,

if a filter has been set by the application.

@param[out] PacketServices List of filtered Packet services

@pre Application is registered for Packet service and received
packetServicelListUpdate notification

@see PacketServices

@see packetServicelListUpdate()

@return ResultCode

**/

EmbmsCommonTypes: :ResultCode getPacketServices(out PacketServices services);

};

interface ILTEPacketServiceCallback
{

/**

@name registerPacketResponse

@brief The response to the application Packet service register API.
@param Notification Parameters for registering a Packet response
@pre Application called registerPacketApp

@see RegisterPacketResponseNotification

@see registerPacketApp()

**/

void registerPacketResponse(in RegisterPacketResponseNotification info);

/**

@name serviceStarted

@brief Notification to application that Packet service is started and

media player may be initialized for playback

@param Notification Parameters for service started notification.
ServiceStartedNotification previously defined.

@pre Application is registered for Packet service and called startPacketService
@see ServiceStartedNotification

**/

void serviceStarted(in ServiceStartedNotification notification);

/**

@name serviceStopped

@brief Notification to application that Packet service is stopped and

media player may be stopped for playback

@param Notification Parameters for service started notification

@pre Application is registered for Packet service and called stopPacketService
@see ServiceStoppedNotification

**/

void serviceStopped(in ServiceStoppedNotification notification);

/**

@name packetServiceError

@brief Notification to application when there is an error with broadcast download of
service

@param Notification Parameters for service error notification

@pre Application is registered for Packet service and called startPacketService

@see PacketServiceErrorNotification

**/

void packetServicekerror(in PacketServiceErrorNotification notification);

ETSI



3GPP TS 26.347 version 17.1.0 Release 17 133 ETSI TS 126 347 V17.1.0 (2022-07)

/**

@name serviceStalled

@brief Notification to application when there is a temporary disruption of

the broadcast download of service

@param Notification Parameters for Packet service stalled notification

@pre Application is registered for Packet service and called startPacketService
@see ServiceStalledNotification

**/

void serviceStalled(in ServiceStalledNotification notification);

/**
@name packetServicelistUpdate
@brief Notification to application on an update that is available for Packet

services.

};

};

Update may be due to the received USD or the network configuration.
@pre Application is registered for Packet service.

@post call getPacketServices()

**/

void packetServicelistUpdate();
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Annex C (informative): IANA registration for MBMS URLs

C.1 General

This Annex providesthe MBMS URL registration information that is referenced from the IANA registry at
http://www.iana.org/ and follows the template per RFC 7595 [13], clause 7.4.

C.2 IANA Registration for Single Resource MBMS URL

Scheme name:
- mbms
Status:
- Permanent
Applications/protocols that use this scheme name:

- 3GPPfile delivery over multicast-broadcast as specified in 3GPP TS 26.346 "M ultimedia Broadcast/M ulti cast
Service (MBMS)" and 3GPP TS 26.347 "MBMS URLs and APIS'

Contact:
3GPP Specifications Manager
3gppContact@etsi.org
+33 (0)492944200
Change controller:
3GPP SA WG4
References:
- 3GPPTS26.347"MBMSURLsand APIS"
- 3GPP TS 26.346 "Multimedia Broadcast/Multicast Service (MBMS)"
- both available at <http://www.3gpp.org/DynaReport/26-series.htm>
Security Considerations:

- The security considerations of section 7 of RFC 3986 apply. Maliciously constructed or other erroneous URIs
may cause the MBMS API to search for non-existent services. Currently thisis defined to be alocal search, and
not to perform a network interaction, but if aterminal were to contact network serversin an attempt to retrieve
the service description, then providing such a URI to many user-agents simultaneously could cause network or
server overload.
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Annex D (informative): Service Name and Transport
Protocol Port Number Registration

The following information is used to register the MBMS service with IANA according to RFC 6335 [16]:

oo e
| Service Name

| Transport Protocol
| Assignee

| Contact

| Description

| Reference

| Port Number

o m o mm e oo

+
|
|
|
|
|
|
|

+

3GPP

SA4

Bouazizi
Delivery Service
TS 26.347

Not defined
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Annex E (informative): Implementation Guidelines for DASH
over MBMS

E.1 General

This clause documents selected used cases and potential realizations for implementing DASH over MBMS, including
hybrid services. The usage guidelines primarily focus on the information provided in the MBM S User Service
Description and the application and usage of the information on the interface between the MBM S client and DASH
client as shownin Figure E.1-1.

UE Network
Applicati MBMS
MBMS-Aware o pplication
Aemvs [oe==- Application Data-==¢=9 and Content Management
Application ‘
Provider System
DASH Client
Y
A A
DASH ] Meeceeeas 7S 26.2472ecccces e DASH Server 1

StreamingTS 26.247
MBMS API

xMB
1526.116

———————— 1
|
|

MBMS Client =~ ([qe===ees’ T1526.3)6==w== o 2 BMSC
A A A
A\ 4 \ 4
ai 1 H 3 -
Modem = Unicast =] eNode-B
< MBMS Broadcast bearers

Figure E.1-1: Relevant interfaces and functions for the discussed use cases

E.2  Hybrid Service Offering with Unicast Fallback

E.2.1 Description

A sportscaster distributes a DASH-over MBMSS service using the HEV C 720p HD signal over MBMS
broadcast asit is aware that most of the devices are able to decode this content. The sportscasters
announcement track of the gamein English is broadcast as well.

In addition the sportscaster delivers one or more program elements exclusively over the unicast bearer. Asan
example, an MBM S User Service comprising DASH-formatted streaming content for alive football gameis
broadcast in the Los Angeles metropolitan area, in which there is a significant Hispanic population. The
sportscasters’ announcement track of the game in English is broadcast, whereas the Spanish version of the
announcement track is solely delivered over unicast.
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In addition, the broadcaster has access to the content also in HDR and offers the content using the newly
defined HDR FullHD profile as defined in Rel-15 of TS26.116 over unicagt, offered in the same DA SH-
formatted service offering.

At the same time, the sportscaster also enables unicast fallback if the UE is out service coverage. For this
purpose, aunified MPD is offered that contains all components of the service and provides al so resources for
broadcast distribution and unicast fallback.

The sportscaster desires that devices use the broadcast offered Representations in the following cases:

1) theclient isin broadcast coverage and the user selects the HEV C 720p HD representation (coming over
broadcast),

2) theclient isin broadcast coverage and the user selects the English language (coming over broadcast)

3) theclientisin broadcast coverage and the client is only capable to use HEV C 720p, but not the HDR FullHD
profile.

E.2.2 Assumed MBMS User Service Description Signalling

In the User Service Description Signalling, the USDB containsthe r12 : appService eement as part of the USD that
contains the following information:

<rl2:appService appServiceDescriptionURI="http://www.example.com/MPD2.mpd"
mimeType="application/dash+xml;profiles=urn:3GPP:PSS:profile:DASH10">
</rl2:appService>

In addition, the MBMS receiver has access to r12: broadcastAppService and r12: unicastAppService element as follows:

<rl2:broadcastAppServices>
<rl2:basePattern>http://example.com/bc</rl2:basePatterns>

</rl2:broadcastAppServices>

<rl2:unicastAppServices>
<rl2:basePattern>http://example.com/uc</rl2:basePatterns>

</rl2:unicastAppServices

<rl5:supplementaryUnicastAppServices
<rl5:basePattern>http://example.com/suc</rl5:basePatterns>

</rl5:supplemenaryUnicastAppServices>

E.2.3 Assumed DASH MPD

It is assumed that the MPD referenced as http://www.example.com/MPD2.mpd in the User Service Description contains
the following information:

<MPD
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns="urn:mpeg:dash:schema:mpd:2011"
type="dynamic" minimumUpdatePeriod="PT10s"
timeShiftBufferDepth="PT600S"
minBufferTime="PT23"
profiles="urn:3GPP:PSS:profile:DASH1O"
publishTime="2014-10-17T17:17:05Z"
availabilityStartTime="2014-10-17T17:17:05Z">
<Location>http://www.example.com/MPD2.mpd</Location>
<Period id="1" start="PTO0S">
<SegmentTemplate media="./SRepresentationID$/SNumber$.m4s" initialization="$RepresentationIDS$-
init.mp4"/>
<!- Video 720p -->
<AdaptationSet mimeType="video/mp4" codecs="hvcl.1.2.L93.B0" startWithSAP="1" maxWidth="1280"
maxHeight="720" frameRate="30" profile="urn:3GPP:video:op:h265-720p-HD">
<BaseURL> http://example.com/uc</BaseURL>
<SegmentTemplate timescale="30" duration="60"/>
<Representation id="v2048" bandwidth="2048000">
<BaseURL> http://example.com/bc</BaseURL>
</Representations>
<Representation id="v1024" bandwidth="1024000"/>
<Representation id="v512" bandwidth="512000"/>
<Representation id="v128" bandwidth="128000"/>
</AdaptationSet>
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<!- Video HDR -->
<AdaptationSet mimeType="video/mp4" codecs="hvcl.2.4.L113.B0" startWithSAP="1" maxWidth="1920"
maxHeight="1080" frameRate="30" profile="urn:3GPP:video:op:h265-Full-HD-HDR" >
<BaseURL> http://example.com/suc</BaseURL>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:MatrixCoefficients" value="9"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:TransferCharacteristics" value="16"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:ColourPrimaries" value="9"/>
<SegmentTemplate timescale="30" duration="60"/>
<Representation id="8M" bandwidth="8192000">
<Representation id="6M" bandwidth="6144000"/>
<Representation id="4M" bandwidth="4096000"/>
<Representation id="2M" bandwidth="2048000"/>
</AdaptationSet>
<!- Audio English -->
<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true" startWithSAP="1"
language="en">
<BaseURL> http://example.com/uc</BaseURL>
<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
<BaseURL> http://example.com/bc</BaseURL>
</Representations>
<Representation id="a64" bandwidth="64000">
</AdaptationSet>
<!- Audio Spanish -->
<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true" startWithSAP="1"
language="es" >
<BaseURL> http://example.com/suc</BaseURL>
<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
<Representation id="a64" bandwidth="64000">
</AdaptationSet>
</Period>
</MPD>

E.2.4 MBMS Client acting as DASH Server

It is assumed now that the MBMS client acts as DASH Server. In this case the MBMS client offersthe MPD at a
localhost URL as http://localhost/MPD2.mpd. The MBMS client acts as a partial proxy, i.e. only the MPD is proxied
through the MBM S client.

In broadcast coverage, the MBM S client of offers the MPD such that only broadcast related Base URLs and
supplemental Base URLs are available. It also rewrites the URLs and makes sure that the update period is frequent in
order to make the DASH client aware of potential changes. The changed information is highlighted in bold and
strikethrough compared to the MPD above:

<MPD
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns="urn:mpeg:dash:schema:mpd:2011"
type="dynamic" minimumUpdatePeriod="0"
timeShiftBufferDepth="PT600S"
minBufferTime="PT2S"
profiles="urn:3GPP:PSS:profile:DASH1O"
publishTime="2014-10-17T17:17:05Z"
availabilityStartTime="2014-10-17T17:17:05Z">
<Location>http://localhost/MPD2.mpd</Location>
<Period id="1" start="PT0S">
<SegmentTemplate media="./SRepresentationID$/SNumber$.mé4s" initialization="$RepresentationIDS$-
init.mp4"/>
<!- Video 720p -->
<AdaptationSet mimeType="video/mp4" codecs="hvcl.1.2.L93.B0" startWithSAP="1" maxWidth="1280"
maxHeight="720" frameRate="30" profile="urn:3GPP:video:op:h265-720p-HD">
<SegmentTemplate timescale="30" duration="60"/>
<Representation id="v2048" bandwidth="2048000">
<BaseURL>http://localhost</BaseURL>
</Representation>
</AdaptationSet>
<!- Video HDR -->
<AdaptationSet mimeType="video/mp4" codecs="hvcl.2.4.L113.B0" startWithSAP="1" maxWidth="1920"
maxHeight="1080" frameRate="30" profile="urn:3GPP:video:op:h265-Full-HD-HDR" >
<BaseURL> http://example.com/suc</BaseURL>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:MatrixCoefficients" value="9"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:TransferCharacteristics" value="16"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:ColourPrimaries" value="9"/>
<SegmentTemplate timescale="30" duration="60"/>
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<Representation id="8M" bandwidth="8192000">
<Representation id="6M" bandwidth="6144000"/>
<Representation id="4M" bandwidth="4096000"/>
<Representation id="2M" bandwidth="2048000"/>
</AdaptationSet>
<!- Audio English -->
<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true"
language="en">
<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
<BaseURL>http://localhost</BaseURL>
</Representation>
</AdaptationSet>
<!- Audio Spanish -->
<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true"
language="es">
<BaseURL>http://example.com/suc</BaseURL>
<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
<Representation id="a64" bandwidth="64000">
</AdaptationSet>
</Period>
</MPD>

Once the MBM S moves out of broadcast coverage the MPD is rewritten again as follows:

<MPD
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns="urn:mpeg:dash:schema:mpd:2011"
type="dynamic" minimumUpdatePeriod="0"
timeShiftBufferDepth="PT600S"
minBufferTime="PT2S"
profiles="urn:3GPP:PSS:profile:DASHIO"
publishTime="2014-10-17T17:17:052"
availabilityStartTime="2014-10-17T17:17:05Z2">
<Location>http://localhost/MPD2.mpd</Location>
<Period id="1" start="PT0S">

startWithSAp="1"

startWithSAp="1"

<SegmentTemplate media="./SRepresentationID$/SNumbers$.mé4s" initialization="$RepresentationID$-

init.mp4"/>
<!- Video 720p -->

<AdaptationSet mimeType="video/mp4" codecs="hvcl.1.2.L93.B0" startWithSAP="1" maxWidth="1280"

maxHeight="720" frameRate="30" profile="urn:3GPP:video:op:h265-720p-HD">
<BaseURL> http://example.com/uc</BaseURL>
<SegmentTemplate timescale="30" duration="60"/>
<Representation id="v2048" bandwidth="2048000">
</Representation>
<Representation id="v1024" bandwidth="1024000"/>
<Representation id="v512" bandwidth="512000"/>
<Representation id="v128" bandwidth="128000"/>
</AdaptationSet>
<!- Video HDR -->

<AdaptationSet mimeType="video/mp4" codecs="hvcl.2.4.L113.B0" startWithSAP="1" maxWidth="1920"

maxHeight="1080" frameRate="30" profile="urn:3GPP:video:op:h265-Full-HD-HDR">
<BaseURL> http://example.com/suc</BaseURL>

<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:MatrixCoefficients" value="9"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:TransferCharacteristics" value="16"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:ColourPrimaries" value="9"/>

<SegmentTemplate timescale="30" duration="60"/>
<Representation id="8M" bandwidth="8192000">
<Representation id="6M" bandwidth="6144000"/>
<Representation id="4M" bandwidth="4096000"/>
<Representation id="2M" bandwidth="2048000"/>
</AdaptationSet>
<!- Audio English -->
<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true"
language="en">
<BaseURL> http://example.com/uc</BaseURL>
<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
</Representations>
<Representation id="a64" bandwidth="64000">
</AdaptationSet>
<!- Audio Spanish -->
<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true"
language="es" >
<BaseURL> http://example.com/suc</BaseURL>
<SegmentTemplate timescale="20" duration="40"/>
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<Representation id="al28" bandwidth="128000">
<Representation id="a64" bandwidth="64000">

</AdaptationSet>
Periods>
D>

E.2.5 MBMS Client acting as DANE

It is assumed now that the MBMS client acts as DANE. In this case the MBMS client offersthe MPD at a localhost
URL as http://localhost/MPD2.mpd. The MBMS client acts as a partial proxy, i.e. only the MPD is proxied through the
MBMS client. The following MPD is provided, independent of the coverage situation.

<MPD

xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns="urn:mpeg:dash:schema:mpd:2011"
type="dynamic" minimumUpdatePeriod="0"
timeShiftBufferDepth="PT600S"

minB

ufferTime="PT2S"

profiles="urn:3GPP:PSS:profile:DASH1O"
publishTime="2014-10-17T17:17:052"

availabilityStartTime="2014-10-17T17:17:05Z">
<Location>http://localhost/MPD2.mpd</Location>

<Period id="1" start="PTO0S">
<SegmentTemplate media="./3SRepresentationID$/SNumbers$.mé4s" initialization="$RepresentationID$-
init.mp4"/>

maxH

maxH

lang

lang

</
</MP

<!- Video 720p -->

<AdaptationSet mimeType="video/mp4" codecs="hvcl.1.2.L93.B0" startWithSAP="1" maxWidth="1280"
eight="720" frameRate="30" profile="urn:3GPP:video:op:h265-720p-HD">

<BaseURL> http://example.com/uc</BaseURL>

<SegmentTemplate timescale="30" duration="60"/>
<Representation id="v2048" bandwidth="2048000">
<BaseURL>http://localhost</BaseURL>

</Representation>

<Representation id="v1024" bandwidth="1024000"/>
<Representation id="v512" bandwidth="512000"/>
<Representation id="v128" bandwidth="128000"/>

</AdaptationSet>
<!- Video HDR -->

<AdaptationSet mimeType="video/mp4" codecs="hvcl.2.4.L113.B0" startWithSAP="1" maxWidth="1920"
eight="1080" frameRate="30" profile="urn:3GPP:video:op:h265-Full-HD-HDR">

<BaseURL> http://example.com/suc</BaseURL>

<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:MatrixCoefficients" value="9"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:TransferCharacteristics" value="16"/>
<EssentialDescriptor schemeIdUri="urn:mpeg:mpegB:cicp:ColourPrimaries" value="9"/>
timescale="30" duration="60"/>

id="8M" bandwidth="8192000">

id="6M" bandwidth="6144000"/>

id="4M" bandwidth="4096000"/>

id="2M" bandwidth="2048000"/>

<SegmentTemplate
<Representation
<Representation
<Representation
<Representation

</AdaptationSet>

<!- Audio English

-->

<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true" startWithSAP="1"

uage="en">

<BaseURL> http://example.com/uc</BaseURL>

<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
<BaseURL>http://localhost</BaseURL>

</Representation>

<Representation id="a64" bandwidth="64000">

</AdaptationSet>
<!- Audio Spanish

-->

<AdaptationSet mimeType="audio/mp4" codecs="mp4a.40.2" segmentAlignment="true" startWithSAP="1"

uage="es">

<BaseURL> http://example.com/suc</BaseURL>

<SegmentTemplate timescale="20" duration="40"/>
<Representation id="al28" bandwidth="128000">
<Representation id="a64" bandwidth="64000">

</AdaptationSet>
Period>
D>
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Along with every MPD request, an HTTP-URL is offered in the HTTP header as follows SAND-header-
field=MPEG-DASH-SAND:http://localhost/MBMS. sand

In broadcast coverage, the following SAND messages s provided.

<SAND>
<Status baseURL="http://localhost/">
<ResourceStatus status="cached"/>
</Status>
<Status baseURL="http://example.com/uc">
<ResourceStatus status="unavailable"/>
</Status>
<Status baseURL="http://example.com/suc">
<ResourceStatus status="available"/>
</Status>
</SAND>

If the MBMS client is outside coverage, the following SAND messagesis provided.

<SAND>

<Status baseURL="http://localhost/">
<ResourceStatus status="unavailable"/>
</Status>
<Status baseURL="http://example.com/uc">
<ResourceStatus status="available"/>
</Status>
<Status baseURL="http://example.com/suc">
<ResourceStatus status="available"/>
</Status>

</SAND>
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Annex F (informative): User Service Description templates
for use with ROM Service Announcement MBMS URLSs

F.1 Introduction

Assuming an MBMS-URL for ROM services as defined in clause 8.2.4 is provided, then the MBMS Client may create
a Service Announcement file using the parameters from the URL and the SDP Template in clause F.2 and the User
Service Description Template in clause F.3 by replacing the bold semantics.

F.2  SDP template

v=0

o=3gpp 2890844526 2890842807 IN IP4 <see TS 26.346, clause C.17>
t=0 0

a=mbms-mode:broadcast <tmgi in decimal> 1

a=FEC-declaration:0 encoding-id=1

a=source-filter: incl IN IP4 * <see TS 26.346, clause C.17>
a=flute-tsi:0

m=application 12345 FLUTE/UDP 0

c=IN IP4 <see TS 26.346, clause C.17>/<see TS 26.346, clause C.19>
a=FEC: 0

F.3  User Service Description template

<?xml version="1.0" encoding="UTF-8"?>
<bundleDescription
xsi:schemalocation="urn:3GPP:metadata:2005:MBMS:userServiceDescription USD-schema-main.xsd"
xmlns="urn:3GPP:metadata:2005:MBMS:userServiceDescription"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance"
xmlns:r7="urn:3GPP:metadata:2007:MBMS:userServiceDescription"
xmlns:r8="urn:3GPP:metadata:2008:MBMS:userServiceDescription"
xmlns:r9="urn:3GPP:metadata:2009:MBMS:userServiceDescription"
xmlns:rl2="urn:3GPP:metadata:2013:MBMS:userServiceDescription"
xmlns:rl4="urn:3GPP:metadata:2017:MBMS:userServiceDescription"
xmlns:rl5="urn:3GPP:metadata:2019:MBMS:userServiceDescription"
xmlns:rl6="urn:3GPP:metadata:2020:MBMS:userServiceDescription"
xmlns:sv="urn:3gpp:metadata:2009:MBMS: schemaVersion">
<userServiceDescription serviceld="rom-sa-bootstrap" rl4:romService="true">
<deliveryMethod sessionDescriptionURI="http://www.example.com/3gpp/mbms/sessionl.sdp">
<sv:delimiter>0</sv:delimiters>
<sv:delimiter>0</sv:delimiters>
</deliveryMethod>
<sv:delimiter>0</sv:delimiters>
<r16:ROMSvcRfParams>
<16:Frequency rlé6:subCarrierSpacing="value from URL subCarrierSpacing"
rl6:bandwidth="value from URL bandwidth">value of URL frequency</rlé6:Frequency>
</rl6:ROMSvcRfParams>
<sv:delimiter>0</sv:delimiters>
</userServiceDescription>
<sv:schemaVersion>3</sv:schemaVersions>
</bundleDescription>
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