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Foreword

This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

MBMS is a point-to-multipoint service in which datais transmitted from a single source entity to multiple recipients.
Transmitting the same data to multiple recipients allows network resources to be shared.

The MBMS bearer service offers two modes:
- Broadcast Mode.
- Multicast Mode.

MBMS user services can be built on top of the MBM S bearer service. Further, the MBMS User Services may use other
UMTS bearer servicesto deliver data. The present document specifies four delivery methods for the MBM S user
services: download, streaming, GC, and Transparent. Examples of applications using the download delivery method are
news and software upgrades. Delivery of live music is an example of an application using the streaming delivery
method. Transparent delivery method allows the distribution of generic I P applications over MBMS bearers.

There can be several MBM S user services. The objective of the present document is the definition of a set of media
codecs, formats and transport/application protocols to enable the deployment of MBM S user services. The present
document takes into consideration the need to maximize the reuse of components of already specified services like PSS
and MMS.
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1 Scope

The present document defines a set of media codecs, formats and transport/application protocols to enable the
deployment of MBM S user services either over the MBMSS bearer service or other UMTS Bearer Services within the
3GPP system.

In this version of the specification, only MBM S download and streaming delivery methods are specified. The present
document does not preclude the use of other delivery methods.

The present document includes information applicable to network operators, service providers and manufacturers.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.
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description”.

[5] 3GPP TS 25.346: "Introduction of Multimedia Broadcast/M ulticast Service (MBMYS) in the Radio
Access Network (RAN); Stage 2".

[6] IETF STD 0064/RFC 3550 (July 2003): "RTP: A Transport Protocol for Real-Time Applications’,
H. Schulzrinne, S. Casner, R. Frederick, V. Jacobson.

[7] IETF STD 0006/RFC 0768 (August 1980): "User Datagram Protocol"”, J. Postel.

[8] IETF STD 0005/RFC 0791 (September 1981): "Internet Protocol”, J. Postel.

[9] IETF RFC 3926 (October 2004): "FLUTE - File Delivery over Unidirectional Transport”, T. Paila,
M. Luby, R. Lehtonen, V. Roca, R. Walsh.

[10] IETF RFC 3450 (December 2002): " Asynchronous Layered Coding (ALC) Protocol Instantiation”,
M. Luby, J. Gemmell, L. Vicisano, L. Rizzo, J. Crowcroft.

[171] IETF RFC 3451 (December 2002): "Layered Coding Transport (LCT) Building Block", M. Luby,
J. Gemmell, L. Vicisano, L. Rizzo, M. Handley, J. Crowcroft.

[12] IETF RFC 5052 (August 2007): "Forward Error Correction (FEC) Building Block”, M. Luby, M.
Watson, L. Vicisano.

[13] IETF RFC 3695 (February 2004): "Compact Forward Error Correction (FEC) Schemes®, M. Luby,
L. Vicisano.
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C. Perkins.

IETF RFC 4570 (July 2006): " Session Description Protocol (SDP) Source Filters®, B. Quinn, R.
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3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following

apply:
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Application content component: An individual content component of an MBMS User Service, such as avideo or
audio media stream, or a non-real-time file, delivered by an MBMS transport session, and is available to and can be
used by the MBM S application.

Application Service: A service for which the entry point document is contained in the User Service Description and all
associated resources are delivered through an MBM S User Service including broadcast and unicast fallback.

Broadcast session: See 3GPP TS 22.146 [2].

Forward Error Correction (FEC): inthe context of MBMS, a FEC mechanism is used at the application layer to
allow MBM S receivers to recover lost SDUSs.

FLUTE channel: equivalent to an ALC/LCT channel.
An ALC/LCT channel is defined by the combination of a sender and an address associated with the channel by the
sender (RFC 3926 [9]).

Frame-packed stereoscopic 3D video: avideo consisting of two views in which both views were packed into asingle
stream before compression.

Multicast joining: See 3GPP TS 22.146 [2].
M ulticast session: See 3GPP TS 22.146 [2].
M ultimedia Broadcast/M ulticast Service (MBMYS): See 3GPP TS 22.146 [2].

MBM S application: The application which residesin or interfaces with the UE, and which defines an end-user service
by using one or more application content components of an MBMS User Service.

MBM S over a Single Frequency Network: See 3GPP TS 25.346 [5].

MBM S User Service: The transport-level service, comprising one or more application content components, delivered
by the MBM S bearer service across one or more Broadcast and/or Multicast sessions. The application content
components of the MBM S User Service, in part or in whole, are provided to the MBM S application.

See 3GPP TS 22.246 [3].

MBM Suser service discovery/announcement: user service discovery refersto methods for the UE to obtain the list of
available MBM S user services along with information on the user service and the user service announcement refers to
methods for the MBM S service provider to make the list of available MBM S user services along with information on
the user service available to the UE.

MBM S user serviceinitiation: UE mechanisms to setup the reception of MBMS user service data
The initiation procedure takes place after the discovery of the MBMS user service.

MBM S delivery method: mechanism used by aMBMS user service to deliver content.
An MBMS delivery method uses MBMS bearers in delivering content and may make use of associated procedures.

MBM S download delivery method: delivery of discrete objects (e.g. files) by means of aMBM S download session.

MBM S group communication delivery method: delivery of group communication service data by means of the BM-
SC ingesting UDP/IP packets from a group communications server and forwarding them over the MBM S path provided
by the MBM S Bearer Service.

MBM S streaming delivery method: delivery of continuous media (e.g. real-time video) by means of aMBMS
streaming session.

MBM S Transparent delivery method: transparent delivery of application data by means of an MBMS Transparent
session.

MBM S download session: time, protocols and protocol state (i.e. parameters) which define sender and receiver
configuration for the download of content files.

MBM S streaming session: time, protocols and protocol state (i.e. parameters) which define sender and receiver
configuration for the streaming of content.

MBM S Transparent session: time, area, protocols, and protocol state (i.e. parameters) which define sender and
receiver configuration for the transparent delivery of application data flows.
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Partial-File-Accept Request: HTTP GET request that includes a partial-accept header in the HT TP request header.
Receive Only M ode: See 3GPP TS 23.246 [4].

Receive-Only-M ode (ROM) service: A type of eMBMS broadcast service receivable by a UE configured in Receive
Only Mode. A TMGI associated with a ROM service shall contains a standardized [MCC+MNC] value. See Annex E
of 3GPP TS 23.246 [4] and TS 24.116 [131] for further details on Receive Only Mode.

RTP Session: The RTP and RTCP traffic sent to a specific |P multicast address and port pair (one port each for RTP
and RTCP) during the time period the session is specified to exist. An RTP session is used to transport a single media
type (e.g. audio, video, or text). An RTP session may contain several different streams of RTP packets using different
SSRCs.

Ster eoscopic 3D video: avideo bitstream consisting of two views.

Unicast Bearer Service: Synonymously used asthe term “UMTS Bearer Services with interactive and/or streaming
traffic classes’.

3.2 Abbreviations

For the purposes of the present document, abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ADPD Associated Delivery Procedure Description
ADU Application Data Unit

ALC Asynchronous Layered Coding

AP Application Programming Interface
AS Application Server

AVC Advanced Video Coding

BM-SC Broadcast-Multicast - Service Centre
CcC Congestion Control

CPB Coding Picture Buffer

CVs Coded Video Sequence

DASH Dynamic Adaptive Streaming over HTTP
ERT Expected Residual Time

ES Encoding Symbol ID

FDT File Delivery Table

FLUTE File deLivery over Unidirectional Transport
FMT Feedback Message Type

GCS Group Communication Service

GCSE Group Communication Service Enabler
HDTV High-DefinitionTeleVision

HEVC High Efficiency Video Coding

IANA Internet Assigned Numbers Authority
IDR I nstantaneous Decoding Refresh

IRAP Intra Random A ccess Point

ISD Initialization Segment Description
LCT Layered Coding Transport

LI Leap Indicator

MBMS SAI MBMS Service Area | dentity

MCPTT Mission Critical Pushto Talk

MIME Multipurpose Internet Mail Extensions
MMS Multimedia Messaging Service

MooD MBMS operation on Demand

MPD Media Presentation Description

MSK MBMS Service Key

MTK MBMS Traffic Key

MUK MBMS User Key

NAL Network Abstraction Layer

NTP Network Time Protocol

OMNA Open Mobile Naming Authority

PAC Proxy Auto-Config

PSS Packet-switched Streaming Service
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RASL Random Access Skipped Leading picture
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ROM Receive-Only-Mode

SA File Service Announcement File

SACH Service Announcement CHannel

SBN Source Block Number

SCT Sender Current Time

SEI Supplemental Enhancement Information

SNTP Simple Network Time Protocol

TMGI Temporary Mobile Group Identity

TOI Transport Object Identifier

TSI Transport Session Identifier

URL Uniform Resource L ocator

USBD User Service Bundle Description

usb User Service Description

uTC Universal Time Coordinated

VCL Video Coding Layer
4 MBMS system description
4.1 MBMS functional layers

Three distinct functional layers are defined for the delivery of MBM S-based service. They are Bearers, Delivery
method and User service. Figure 1 depicts these layers with examples of bearer types, delivery methods and

applications.
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User Service/
. . MMS PSS GCS Other
Application
Delivery Method Streaming Download Transparent Group
y Communication
Bearer Unicast Bearer MBMS Bearer
Bearers: Bearers provide the mechanism by which IP data is transported. MBMS bearers as defined in

3GPP TS 23.246 [4] and 3GPP TS 22.146 [3] are used to transport multicast and broadcast traffic

in an efficient one-to-many manner and are the foundation of MBMS-based services. MBMS

bearers may be used jointly with unicast PDP contexts in offering complete service capabilities.
Delivery Method: When delivering MBMS content to a receiving application one or more delivery methods are used.
The delivery layer provides functionality such as security and key distribution, reliability control by
means of forward-error-correction techniques and associated delivery procedures such as file-
repair, delivery verification. Four delivery methods are defined, namely download, streaming,
transparent, and group communication. Delivery methods may be added beyond the current
release. Delivery methods may use MBMS bearers and may make use of point-to-point bearers
through a set of MBMS associated procedures.
The MBMS User service enables applications. Different applications impose different
requirements when delivering content to MBMS subscribers and may use different MBMS delivery
methods. As an example a messaging application such as MMS would use the download delivery
method while a streaming application such as PSS would use the streaming delivery method, and
a group communications application such as MCPTT would use the group communication
delivery method.

User service:

Figure 1. Functional Layers for MBMS User Service

4.2 MBMS User Service Entities

Figure 2 showsthe MBM S user service entities and their inter-relations. Relation cardinality is depicted as well.

MBMS User 1 . | MBMS User . 1+ Unicast or
Service . »  Service S MBMS
Session Bearer

Figure 2: Entities and Relations

An MBMS user serviceis an entity that is used in presenting a complete service offering to the end-user and alowing
him to activate or deactivate the service. It istypically associated with short descriptive material presented to the end-
user, which would potentially be used by the user to decide whether and when to activate the offered service.

A single service entity can contain multiple distinct multimedia objects, streams, or object flows, which may need to be
provided over various MBM S download session, MBM S streaming session, MBM S transparent session, or MBMS
group communication delivery method. A download session or a streaming session is associated with either a unicast
bearer or one or more MBMS bearers and a set of delivery method parameters specifying how content isto be received
on the mobile side. A delivery method for the carriage of a group communication service through the MBMS system is
associated with one or more MBM S bearers. A transparent session is associated with exactly one MBMS bearer. The
MBMS User Service Session may be mapped either on MBM S Bearer Services or on unicast bearer services.
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A set of one or more MBMS bearers can be used for delivering data as part of an MBM S download or streaming
session. As an example, the audio and visual parts can be carried on separate MBM S bearers. However, it is
recommended to transfer MBM S download and/or streaming sessions, which belong to the same MBM S user service on
the same MBM S bearer service.

An MBMS bearer service (identified by TMGI) may be used to transport data for one or more MBM S downl oad,
streaming, transparent, or GC sessions (3GPP TS 22.246 [ 3], clause 5).

4.3 MBMS bearer service architecture

The MBMS Bearer Service Architectureis defined in 3GPP TS 23.246 [4]. The MBM S User Service interfaces to the
MBMS system via 3 entities.

- TheBM-SC.
- TheGGSN (for GPRS) or MBMS-GW (for EPS).
- TheUE.

In addition, for MBM S delivery of GCS (such as MCPTT application services), the group communication delivery
method enables the MBM S Bearer Service to be accessed by the GCS Application Server (AS), viathe MB2 interface
between the AS and BM-SC, for carriage of application service datato the UE.

The BM-SC provides functions for MBM S user service provisioning and delivery to the content provider. It can also
serve as an entry point for IP MBMS data traffic from the MBM S User Service source.

The GGSN (for GPRS) or MBMS-GW (for EPS) serves as an entry point for IP multicast traffic as MBMS data from
the BM-SC.

4.4 Functional Entities to support MBMS User Services

4.4.1 MBMS User Service Architecture

Figures 3a and 3b depict the MBMS network architecture showing MBM S related entities involved in providing
MBMS user services.

MBMS
Receiver
Content
Provider
GERAN L T
. 7 CoreNetwork ™ ¢ g
i ] SGSN[|GGSN [ BM-SC
o T —ie T L.
UTRAN LTI P Network‘::‘;
MBMS
Receiver

Figure 3a: MBMS network architecture model for GPRS
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Figure 3b: MBMS network architecture model for EPS

MBMS User Service architecture is based on an MBMS receiver on the UE side and a BM-SC on the network side.

The use of the Gmb / SGmb and Gi / SGi-mb interface in providing |P multicast traffic and managing MBMS bearer
sessionsis described in detail in 3GPP TS 23.246 [4].

Details about the BM-SC functiona entities are given in figure 4.

Figure 3c depicts the MBMS network architecture showing MBM S related entitiesinvolved in providing Group
Communication Services (such as MCPTT application services) delivery to the UE.

GCS
App Server

R s MB2
" Core Network ™. <|»

| EUTRAN'!

Figure 3c: MBMS network architecture model for GCS delivery
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Figure 4. BM-SC sub-functional structure

The Session and Transmission function is further subdivided into the MBMS Delivery functions and the Associated
Delivery functions.

The BM-SC and UE may exchange service and content related information either over point-to-point bearersor MBM S
bearers whichever is suitable. To that end the following MBM S procedures are provided:

User Service Discovery / Announcement providing service description material to be presented to the end-user
as well as application parameters used in providing service content to the end-user.

MBM S-based delivery of data/content from the BM-SC to the UE over |P multicast or over IP unicast.
- The data/content is optionally confidentiality and/or integrity protected
- Thedata/content is optionally protected by aforward error correction code

IP multicast delivery of Group Communication application data (such as MCPTT), asan MBMS User Service
which originates outside the BM-SC, over the MBM S Bearer Service.

Key Request and Registration procedure for receiving keys and key updates.

Key distribution procedures whereby the BM-SC distributes key material required to access service data and
delivered content.

Associated Delivery functions are invoked by the UE in relation to the MBMSS data transmission. The following
associated delivery functions are available:

- Filerepair for download delivery method used to complement missing data.

- Delivery verification and reception statistics collection procedures.
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The interfaces between internal BM-SC functions are outside the scope of the present document.

A "Proxy and Transport function™ may be located between the " Session and Transmission Function™ and the GGSN (for
GPRS) or MBMS-GW (for EPS). The "Proxy and Transport function” is transparent to the " Session and Transmission
function™. The “Proxy and Transport” function is defined in sub-clause 5.1.3 of [4].

For Group Communication Service, the announcement of the MBMS bearer is performed by the GCS AS, when
necessary. To enable the reception of Group Communication Service (such as MCPTT application service) datafrom
the ASfor delivery through the MBM S system, the BM-SC shall support the MB2 interface between the GCS
Application Server (AS) and the BM-SC as specified in TS 29.468 [121]. Asdescribed in TS 29.468, Diameter
messages are exchanged over the MB2-C interface, pertaining to procedures for the allocation (deallocation) and
activation (deactivation) of the MBM S Bearer Service in the MBMS system, with associated information (e.g. QoS,
start time, Flow Id, service area, radio frequency, BM-SC IP address) for the delivery of application data from the AS.
Over MB2-U, GCS user plane data, encapsulated in UDP and | P, are transparently transported between the GCS AS
(such asan MCPTT server) and the application client at the UE. The BM-SC, using the group communication delivery
method, forwards these protocol layers transparently to the MBMS-GW.

4.4.1a Content Provider / Multicast Broadcast Source

The Content Provider/Multicast Broadcast Source may provide discrete and continuous media, as well as service
descriptions and control data, to the BM-SC to offer servicesat atime. An MBMS User Service may use one or severa
MBMS delivery methods simultaneously. The Content Provider/Multicast Broadcast Source may also be a 3" Party
Content Provider/Multicast Broadcast Source.

The Content Provider/Multicast Broadcast Source function may reside within the operator's network or may be
provided from outside the operator's network. The Content Provider/M ulticast Broadcast Source can aso configure the
Session and Transmission functions (e.g. delivery or associated delivery). The interface between the Content
Provider/Multicast Broadcast Source and the BM-SC is specified in clause 5.4A.

4.4.1b  Group Communication Service Application Server (GCS AS)

The GCS AS as defined by 3GPP TS 23.468 [120] uses the MBM S Group Communication delivery method on top of
the MBMS bearers for MBMS delivery.

The GCS AS interfaces to the BM-SC using the MB2 interface. MB2 carries control plane signalling (viaMB2-C) and
user plane data (via MB2-U) between the GCS AS and BM-SC. The data transferred via MBM S bearer(s) is delivered
from the BM-SC using the Group Communication delivery method. A GCS AS may transfer data from one or multiple
GCS AS sessionsviaasingle MBMS bearer. Description of the stage 2 procedures on MB2 between the GCS AS and
the BM-SC isprovided in TS 23.468 [120]. The stage 3 specification of the MB2 procedures and the protocol aspects of
MB2-C and MB2-U aregivenin TS 29.468 [121].

4.4.2 MBMS Key Management Function

The MBM S Key Management function is used for distributing MBM S keys (Key Distribution subfunction) to
authorized UEs. Before the UE can receive MBM S keys, the UE needs to register to the Key Request subfunction of the
Key Management function by indicating the MBM S User Service Id. Once registered, the UE can request missing
MBMS keys from the BM-SC by indicating the specific MBMS key Id. In order for the UE to stop the BM-SC to send
MBMS key updates a deregistration with the MBM S User Service Id is needed.

If the MBMS User Service does not require any MBM S data protection, then the UE shall not register for key
management purposes.

A detailed description of all key management proceduresis provided in 3GPP TS 33.246 [20].

4.4.3 MBMS Session and Transmission Function

The MBMS Session and Transmission function transfers the actual MBM S session data to the group of MBMS UEs
using either MBM S Bearer Services or unicast bearer services. The MBM'S Session and Transmission function interacts
with the GGSN (for GPRS) through the Gmb Proxy function to activate and release the MBM S transmission resources.
The MBMS Session and Transmission function interacts with the MBM S-GW (for EPS) through the SGmb Proxy
function to activate and release the MBM S transmi ssion resources.
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The session and transmission function may compress headers of MBMS data in some cases. Further, the session and
transmission function may need to add synchronization information for the MBM S payload e.g. in case of MBSFN
transmissions. For details on usage of synchronization and header compression see 3GPP TS 23.246 [4] and 3GPP TS
25.346 [5].

The function contains the MBM S delivery methods, which use the MBM S bearer service for distribution of content.
Further this function contains a set of Associated-Delivery Functions, which may be invoked by the UE in relation to
the MBMS data transmission (e.g. after the MBM S data transmission).

The BM-SC Session and Transmission function is further described in later clauses of the present document as well as
in3GPP TS 23.246 [4].

MBMS user services data may be integrity and/or confidentiality protected as specified within 3GPP TS 33.246 [2(0],
and protection is applied between the BM-SC and the UE. This data protection is based on symmetric keys, which are
shared between the BM-SC and the UEs accessing the service.

MBMS user services may also be protected against packet |oss between BM-SC and UE using a forward error
correction code.

4.4.4 User Service Discovery / Announcement function

The User Service Discovery / Announcement provides service description information, which may be delivered viathe
Session and Transmission function or viathe Interactive Announcement function. Thisincludesinformation, which is
necessary to initiate an MBM S user service as described in sub-clause 5.3.1. Metadata for the service descriptions are
described in sub-clause 5.2.

4.4.5 Interactive Announcement Function

An Interactive Announcement Function may offer alternative means to provide service descriptions to the UE using
HTTP or be distributed through other interactive transport methods.

4.4.6 MBMS UE

The MBMS UE hoststhe MBM S User Services receiver function. The MBMS receiver function may receive data from
MBMS bearer services or from unicast bearer services. The MBMS receiver function may receive datafrom several
MBMS User Services simultaneously. According to the MBM S UE capabilities, some MBMS UEs may be able to
receive data belonging to one MBM S User Service from several MBM S Bearer Services simultaneously. The MBMS
receiver function uses interactive bearers for user service initiation / termination, user service discovery and associated
delivery procedures.

In casethe MBM S user serviceis secured, the UE needs one or more cryptographic MBM S service keys, therefore the
UE requests the relevant cryptographic MBMS service keys using the BM-SC Key Request function. The received keys
(i.e. MSK) are then used for securing the MBM S session. The MBM S UE should support the Application Programming
Interfaces (APIs) and URL as specified in TS 26.347 [136].

4.5 Usage of identity of MBMS session

The Session Identity of the MBMS session is provided with the MBM S session start procedure from the BM-SC to the
GGSN (for GPRS) or MBMS-GW (for EPS) viathe Gmb (for GPRS) or SGmb (for EPS) protocol inthe MBMS
Session Identity information element. The “MBMS Session Identity” information element is specified in [99]. The size
of the Session Identity field is 1 octet. The MBM S Session | dentity is forwarded with the MBMS SESSION START
REQUEST message through the system and received by the MBM S UE with the paging message.

The usage of the MBM S Session Identity isoptional. The MBM S Session Identity is only applicableto MBMS
download sessions. The MBM S transmission resources are activated as described in sub-clause 5.4. Each MBMS
session of the MBM S User Service may be activated using a different MBM S Session Identity. The MBMS UE
determines, based on the MBM S Session Identity value, whether the files of the upcoming MBM S download session
were aready received. If the files have already been completely received, the MBM S UE does not respond to the
notification of the MBM S Session.
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The association of MBM S Session Identities to files is determined by the BM-SC and communicated within the File
Delivery Table. This association of aMBMS Session Identity to filesis valid until a particular expiry time, aso
signalled within the File Delivery Table. If a UE has not received a File Delivery Table associating a given MBM S
Session ldentity to a specific file or set of files, or a previously received association has expired, then the UE shall
assume that the MBM S Session | dentity value is associated to new files which has not yet been received and shall
respond as normal to MBM S notifications with that Session Identity value.

A single MBMS Session I dentity value may be associated with asingle file or with a set of files. OnceaMBMS
Session |dentity value has been associated with a particular file or a set of files, this association shall not be changed
before the expiry of the validity time for that MBMS Session Identity value. In particular, a File Delivery Table
including some files that has previously been associated with a particular Session Identity value must include al files
previously associated with that value, even if it is not intended to include all the files within the MBM S transmission
session.

An FDT instance includes the MBM S Session I dentity expiry time and associates the MBM S Session | dentity expiry
times with particular MBMS Session | dentity values.

If the MBMS Session Identity is used by the BM-SC, the BM-SC shall aso provide the session repetition number of
that MBM S transmission session on the Gmb (for GPRS) or SGmb (for EPS) interface.

If the BM-SC starts using the MBMS Session | dentity for one MBM S Bearer Service, the BM-SC may still decide not
to use the MBMSS Session Identity for alater MBM S transmission on that MBMS bearer service (e.g. when an MBMS
download or streaming session is transmitted only once).

After determining that all filesfor aMBMS Session Identity value has been received, the UE shall not respond to
MBMS notifications for the MBMS Bearer Service with that MBM S Session I dentity value until the MBM S Session
Identity is expired. Once the MBM S Session Identity has expired, the content is no longer guaranteed to be repeated,
and therefore the UE may begin to respond to MBM S natifications for the associated MBM S Bearer Service.

The BM-SC may send FDT instances on a separate transmission session or interleaved with other data packets of the
same transmission session. An FDT instance may describe more files than the files to be transmitted over the same
transmission session asthat FDT instance.

4.6 Time Synchronization between the BM-SC and MBMS UEs

A number of MBM S metadata fragments and File Delivery Table (FDT) contain NTP encoded time values. NTP uses
UTC asreference time and is independent from time zones. In order to process the time information from the BM-SC
correctly, the MBMS UEs shall be time synchronized with the BM-SC with atolerance of +/- 1 second. The BM-SC
shall offer an SNTP [84] time server. The MBM S UEs should use SNTP to synchronize the time with the BM-SC. It is
expected that the MBM S UE periodically requests SNTP time synchronization in order to keep the +/- 1 second
tolerance. However, the MBM S UE should use the SNTP time synchronization service only as necessary to keep +/- 1
second accuracy, and should at most use the SNTP time synchronization once every 24 hours to avoid scalability issues.

To further prevent scalability issues, the MBMS UE should randomize its periodic SNTP requests over 1 hour just
preceding its determined SNTP request time.

SNTP time synchronization may be achieved either by using SNTP anycast [84], or SNTP unicast [84], depending on
network support.

For network deployment where intermediate router nodes between the UE and BM-SC have anycast enabled, the BM-
SC shall support the SNTP anycast mode. The MBM S UE sends arequest to a designated IPv4 or |Pv6 local broadcast
address or multicast group address. One or more SNTP anycast servers reply and include a timestamp with their current
time and its precision. BM-SC SNTP servers shall only respond if they have a valid synchronization time and shall not
leave the timestamp blank, such that the SNTP Leap Indicator (LI) field shall not use the value 3 (warning:
unsynchronised). The MBM S UE does not need to keep server address state data and changesin the SNTP server
addressing will not affect each subsequent synchronization operation.

For 1Pv4, the Internet Assigned Numbers Authority (IANA) has assigned the multicast group address 224.0.1.1 for
NTP, which is used by both multicast servers and anycast clients. For IPv6, the IANA has assigned the multicast group
address FF0X:0:0:0:0:0:0:101. These NTP assignments apply to SNTP usage as well. The SNTP server will join these
IP multicast groups.
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For network deployment where intermediate router nodes between the UE and the SNTP servers do not have anycast
enabled, the SNTP server(s) shall support unicast mode. The MBMS UE sends arequest to the server using its pre-
configured SNTP server address . The network may distribute the SNTP request traffic load to a pool of SNTP servers
in the network, as long as the UE pre-configured SNTP server address is unchanged. The way the network performsthis
load distribution is out of scope of this specification. SNTP servers shall only respond if they have avalid
synchronization time and shall not |eave the timestamp blank, such that the SNTP Leap Indicator (L1) field shall not use
the value 3 (warning: unsynchronized).

An MBMS UE shall select the SNTP mode to use as follows:
1) Attempt time synchronization using SNTP anycast;

2) If SNTP anycast procedure is successful then the UE should use SNTP anycast and continue using anycast for
future periodic SNTP time synchronization over the same access network;

3) If the SNTP anycast procedure fails then it should use SNTP unicast and continue using unicast for future
periodic SNTP time synchronization over the same access network.

4) In case of access network change detected by the UE, the UE should go to step 1 for its next periodic SNTP time
synchronization.

5 Procedures and protocols

5.1 Introduction

This clause specifies the MBM S User service procedures and protocols.

5.2 User Service Discovery/Announcement

521 Introduction

User service discovery refers to methods for the UE to obtain alist of available MBM S user services or user service
bundles along with information on the user services. Part of the information may be presented to the user to enable
service selection.

User service announcement refers to methods for the MBM S service provider to announce the list of available MBMS
user services and user service bundles, along with information on the user services, to the UE.

In order for the user to be able to initiate a particular service, the UE needs certain metadata information. The required
metadata information is described in sub-clause 5.2.2.

According to 3GPP TS 23.246 [4], in order for this information to be available to the UE operators/service providers
may consider several service discovery mechanisms. User service announcement may be performed over aMBMS
bearer or via other means. The download delivery method is used for the user service announcement over aMBMS
bearer. The user service announcement mechanism based on the download delivery method is described in sub-clause
5.2.3. The user service announcement using interactive announcement function is described in sub-clause 5.2.4. The
user service announcement over point-to-point push bearersis described in sub-clause 5.2.5. Other user service
announcement and discovery mechanisms are out of scope of the present document.

5.2.2 MBMS User Service Description Metadata Fragments

5221 Introduction

MBMS User Service Discovery/ Announcement is needed in order to advertise MBM S Streaming, MBM S Download
User Services, MBMS Transparent User Services and User Service Bundlesin advance of, and potentially during, the
User Service sessions described. The User Services are described by metadata (objects/files) delivered using the
download delivery method as defined in clause 7 or using interactive announcement functions.
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MBMS User Service Discovery/Announcement involves the delivery of fragments of metadata to many receiversin a
suitable manner. The metadata itself describes details of services. A metadata fragment is asingle uniquely identifiable
block of metadata. An obvious example of a metadata fragment would be asingle SDP file ([14]).

The metadata consists of :

- ametadata fragment describing details of asingle or a bundle of MBM S user services (defined in sub-clause
11.2);

- ametadata fragment describing details of MBMS user service sessions (defined in sub-clause 7.3 and 8.3);

- ametadata fragment describing details of Associated delivery methods for File Repair and Reception Reporting
(defined in sub-clauses 9.3 and 9.4, respectively);

- ametadata fragment object(s) describing details of Associated delivery methods for Consumption Reporting
(defined in sub-clause 9.4A);

- ametadata fragment describing details of service protection (defined in sub-clause 11.3);

- ametadata fragment describing details of the FEC repair data stream;

- ametadata fragment providing a Media Presentation Description (defined in sub-clause 11.2.1.2);

- ametadata fragment providing an Application Service Description (defined in sub-clause 11.2.1.2);
- ametadata fragment providing Initialization Segments (defined in sub-clause 11.2.1.2);

- ametadata fragment providing a Schedule information description (defined in sub-clause 11.2A);

- ametadata fragment providing filtering datafor an MBMS User Service within a service bundle at the level of
individual sessions of a given user service, or individual file contents within a user service (defined in sub-clause
11.2B).

M etadata management information consists of:

- ametadata envel ope object(s) alowing the identification, versioning, update and temporal validity of metadata
fragments (defined in sub-clause 11.1).

A metadata envel ope may have multiple metadata envel ope items. The metadata envel ope and metadata fragments are
transported as file objects in the same download session either as separate referencing files or as a single embedding file
- see sub-clause 5.2.3.3. A single metadata envelope item shall describe a single metadata fragment, and thus instances
of the two are paired. A service announcement sender shall make a metadata envelope item available for each metadata
fragment instance. The creation and use of both an embedded envelope item and a referenced envelope item for a
single fragment instance is not recommended.

The metadata envel ope and metadata fragments may be compressed using the generic GZip agorithm specified in
RFC 1952 [42] as content/transport encoding for transmission. Where used over an MBM S bearer, this shall be
according to Download delivery content encoding using FLUTE - see sub-clause 7.2.5.
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Figure 5: Simple Description Data Model

Figure 5 illustrates the simple data model relation between these description instances using UML [21] for asingle User
Service Bundle Description.

NOTE: "N" meansany number in each instance.

One MBMS User Service Bundle Description shall contain one or more instances of the user ServiceDescription
element, each of which in turn represents asingle MBM S User Service within the service bundle. The

user ServiceDescription element may refer to a single instance of the FEC Repair Stream Description metadata
fragment.

In the event aMBM S User Service carries DASH-formatted contents, the user ServiceDescription element,
representative of the User Service, shall contain a mediaPresentationDescription element and/or a r12:appService
element. The mediaPresentationDescription element shall in turn contain a reference to the Media Presentation
Description metadata fragment whose data structure is identical to the MPD (Media Presentation Description) as
defined in [98]. Furthermore, the Media Presentation Description fragment may refer to one or more Initialization
Segment metadata fragments whose data structure is identical to the Initialization Segment as defined in [98].

With the introduction of the r12:appService, the type of the service is provided by the Internet media type of the service
entry document by using the mimeType attribute. The r12: appService element contains a reference to an Application
Service Description metadata fragment.

If DASH isdelivered through MBMS, the Application Service Description metadata fragment, shall be aMedia
Presentation Description fragment, similar to that referenced by the mediaPresentationDescription element. In this
case, however, this MPD describes files and segments (commonly referred to as resources in the following) delivered
both over MBMS bearer(s) and unicast bearer(s), and is referred to in this specification asa"unified” MPD.
Furthermore, such r12:appService element identifies those broadcast and unicast resources conveyed by the unified
MPD that are interchangeable for one another, and whether the interchangeable contents are identical, or represent
alternative but replaceable versions. The details for DASH over MBMS are provided in clause 5.6.

Other services may be delivered through MBMS. The Application Service Description metadata fragment may contain
any application service entry document as long asit can be properly described by an Internet media type. Examples
include dynamic web pages, other segment-based streaming applications or other object streams. In this case, the
Application Service document describes resources delivered both over MBM S bearer(s) and accessible through unicast
bearer(s). Furthermore, such r12:appService element identifies those broadcast and unicast resources conveyed by the
Application Service document that are interchangeable for one another, and whether the interchangeable contents are
identical. The details for a generic application service are provided in clause 5.7.

Also, when DASH-formatted contents are delivered by MBMS, at least one of the delivery methods shall be the
download delivery method.

If ageneric application serviceis delivered, at least one of the delivery methods shall be the download delivery method.

Each instance of the user ServiceDescription element representing an MBMS User Service instance shall include at |east
one deliveryMethod element. The delivery Method element shall refer to one Session Description fragment.
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Each delivery Method instance may contain a reference to a Security Description fragment and an Associated Delivery
Procedure Description fragment that only includes File Repair and/or Reception Reporting Descriptions. Several
delivery methods may reference the same Security Description fragment. A Session Description fragment may indicate
at most one MBMS delivery session. An MBMS delivery session may carry one or more content components. The
MBMS User Serviceinstance may include multiple MBMS delivery sessions (i.e. multiple deliveryMethod elements),
each carrying one or more content components belonging to that service.

A given Associated Delivery Procedure fragment referenced by an instance of deliveryMethod element under the
user ServiceDescription element may be referenced by other delivery methods of that service.

Aninstance of the user ServiceDescription element allows the association of delivery methods to one or more access
systems. The association is used to describe the use of separate access systems for the same MBM S User Service. One
delivery method may be offered throughout one or more radio access systems. The use of separate MBMS bearer
services for the same MBM S User Serviceis described in sub-clause 5.1.5.2 of [4].

One instance of the user ServiceDescription element may include at most one a consumptionReporting element instance,
which references an Associated Delivery Procedure Description fragment containing only the Consumption Reporting
Description.

One instance of the user ServiceDescription element may include at most one schedule element instance. If included, the
schedule instance shall refer to one Schedule Description fragment, and the UE can expect to receive MBM S User
Service data during the time periods described in the Schedule Description fragment. In the case of afile download
service, the Schedule Description fragment may include a file transmission schedule for file objects associated with the
User Service. The UE may select which files to receive based on the file transmission schedule information in the
Schedule Description fragment.

It isalso possible for multiple user ServiceDescription instances to reference the same Schedule Description fragment.
In this case, the associated delivery schedule information shall include the file transmission schedule for files belonging
to each of these User Services.

The Schedule Description may contain a reference to one Filter Description fragment, in which case the MBM S User
Serviceis associated with filtering data which enables the UE to perform selective or targeted reception at either the
session or the content file level of the User Service.

Multipart MIME [37] may be used to concatenate the descriptions into one document for transport.

M etadata fragments may be updated in-band with an MBM S User Service session while an MBMS User Service
sessionis active. The MBMS client shall receive and process all in-band metadata fragments. In-band metadata
fragments are uniquely identified by its URL within the MBM S Download session as used during user service
announcement. The MBMS client associates the updated service announcement fragments through the URL with the
MBMS User Service.

In-Band fragments may be referenced by or embedded in metadata envel opes as defined in clause 11.1.4. The same
URL as used during user service announcement shall identify the metadata fragment in the metadata envelope. The
metadata envelope file shall be identified by a unique file URL. When the metadata envel ope for the updated metadata
fragment uses the referenced method, the metadata fragment URL in the MBM S Download session (i.e. in the Content-
Location element of the FDT Instance) shall be the same URL, as used in user service announcement. When a metadata
fragment update is embedded in a metadata envelope, the same URL as used in user service announcement shall be
used in the metadataURI element of the envelope.

5.2.2.2 Session Description

One or more session descriptions are contained in one session description object. The session description instance shall
be formatted according to the Session Description Protocol (SDP) [14]. Each session description instance must describe
either one Streaming session, one FLUTE Download session or one Transparent session. A session description for a
Streaming session may include multiple media descriptions for RTP sessions. A session description of a transparent
session may include one or multiple component sessions. The sessionDescriptionURI references the session description
object. The session description is specified in sub-clause 7.3 for the MBM S download delivery method, in subclause 8.3
for the MBM S streaming delivery method and in subclause 8B.3 for Transparent delivery method.
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5.2.2.3 Associated Delivery Procedure Description

The description and configuration of associated delivery proceduresis specified in clause 9. The
associatedProcedureDescriptionURI references the associated delivery procedure instance.

An associated delivery procedure description may be delivered on a dedicated announcement channel and updated on a
dedicated announcement channel as well asin-band with an MBM S download session.

If an associated delivery procedure description for File-Repair operationsis available, then the MBM S receiver may use
the file repair service as specified in sub-clause 9.3.

If an associated delivery procedure description for reception reporting is available, then the MBM S receiver shall
provide reception reports as specified in sub-clause 9.4.

The Associated Delivery Procedure Description instance referenced by the associatedProcedureDescriptionURI shall
not include descriptions for consumption reporting. Instead, consumption reporting shall be described by a separate
Associated Delivery Procedure Description instance referenced by the consumptionReporting element. Thisinstanceis
called Consumption Reporting Description.

5.2.2.3A Consumption Reporting Description

The description and configuration of consumption reporting is specified in clause 9.4A. The consumptionReportingURI
references an Associated Delivery Procedure Description that only includes the Consumption Reporting Description.
The Consumption Reporting Description shall be formatted according to the Associated Delivery Procedure Description
asdefined in clause 9.5. Such Associated Delivery Procedure Description fragment shall only include the
r12:consumptionReport element.

The ADPD fragment including only the r12: consumptionReport element may be delivered on a dedicated service
announcement channel and updated on a dedicated announcement channel as well as in-band with an MBM S download
session.

5.2.2.4 Security Description

The Security Description fragment contains the key identifiers and procedure descriptions for one delivery method.
Multiple delivery methods, each via an instance of the deliveryMethod element, may reference the same Security
Description fragment.

The Security Description fragment contains key identifiers and the server address to request the actual key material. To
avoid overload situations, the same load balancing principles asin the associated delivery procedures are used. The key
management server shall be selected as defined in sub-clause 9.3.5. The back-off time shall be determined as defined in
sub-clause 9.3.4.

The XML schema for the Security Description fragment is defined in sub-clause 11.3.

5.2.2.5 FEC Repair Stream Description

The streaming delivery method’s FEC has separate stream for repair data, which is described by the FEC Repair Stream
Description. The FEC Repair Stream Description shall be done using SDP [14]. This SDP fileis referenced by the
bundleDescription element in the service description. The FEC Repair Stream described is common for al FEC
protected packet flows within the MBMS User Service Bundle Description instance.

5.2.2.6 Media Presentation Description

The Media Presentation Description fragment shall be a Media Presentation Description as specified in [98], containing
descriptive information on the media presentation. Thisinformation will be used by the DASH client to construct the
associated media presentation as a streaming service to the end user.

Availability of this metadata fragment isindicated by the presence of the mediaPresentationDescription element in the
MBMS User Service Description fragment. In that case, at |east one of the delivery methods shall be a download
delivery method. The actual URI to the Media Presentation Description fragment is provided by the element mpdURI
in the mediaPresentationDescription el ement.

ETSI



3GPP TS 26.346 version 14.5.0 Release 14 35 ETSI TS 126 346 V14.5.0 (2018-01)

5.2.2.7 Schedule Description
The Schedule Description metadata fragment is specified in sub-clause 11.2A.

The schedule description information describes the transmission schedule on the MBMS bearer and the availability of
content via unicast delivery for an MBM S User Service in terms of

- start/stop lists,

recurrence information,
- Theservice ID or service Class to which the schedule may apply,
- nomina monitoring interval and indication of delivery mode for a Datacasting service.

An MBMS User Service containing multiple content components may be carried on asingle MBMS delivery session,
or on multiple delivery sessions. The UE can expect to receive MBM S data during the described time period(s) when at
least one of the sessions for the User Serviceis active.

The Schedule Description fragment may also include the schedule for when the files of a download delivery MBMS
User Service are to be transmitted. The file schedule information is defined in terms of:

- Theservice ID or service Class to which the file schedule may apply,
- Thelist of file delivery schedule information consisting of:

- AfileURI to identify a given file being transmitted,

- Alist of broadcast delivery start and end times,

Note that such file schedule information would not be useful for download delivery services transporting DASH
segments.

When including file delivery schedule, the schedul e description fragment may capture the file transmission schedule for
multiple User Services.

The schedul e information contains a schedule update time, allowing the UE to know when to update its current
schedule.

A Schedule Description fragment may be delivered as a metadata fragment on the service announcement channel and
may be updated in-band with an MBM S download session. When describing the file delivery schedule for multiple user
services, the Schedule Description fragment may be carried on an MBM S download session dedicated to the transport
of file schedule information. The mechanism UES use to discover thisfile delivery schedul e session is outside the scope
of this specification.

The Schedule Description fragment may reference a Filter Description fragment, in which case the MBM S User Service
is associated with filtering information which enables selective/targeted reception at one of the two mutually-exclusive
levels:

i) by individual sessions of the User Service, and

ii) by individual content files of the User Service.

Detailed description of the alternative means to establish association between the Schedule Description and Filter
Description fragments, and rel ated filtering semantics, are provided in sub-clauses 11.2A and 11.2B.

5.2.2.8 Filter Description

The Filter Description metadata fragment contains filter data to enable selective/targeted UE reception of MBM S User
Services or contents. When present in the USD, asindicated by the reference from the Schedule Description, it
supports mechanisms to filter services/contents for intended (* positive”) reception, as previously described in sub-
clause 5.2.2.7. Theintended usage of the filter datais defined by the way in which the Filter Description is referenced
by the Schedule Description. As an example, each session of a DASH-encoded streaming service sent viathe MBMS
download delivery method may be associated with a unique filtering criterion, to enable targeted reception by specific
UEs of data carried in that session. As another example, one or more content file items belonging to a download
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delivery service may be affiliated with a specific filter datainstance which defines the rules for intended download of
those files.

One or more filterData elements may be present in the Filter Description and is uniquely identified by itsid attribute. A
given instance of the filter data may be applicable to more than one MBM S User Service — for example, it may be
intended for multiple User Services belonging to a User Service bundle to receive the same filtering treatment specified
by that filter data instance.

5.2.2.9 Application Service Description

An MBMS User Service Description may contain at most one Application Service Description fragment. If present, the
Application Service Description fragment provides a reference to an application service entry point document, e.g. an
MPD to a DASH media presentation or an HTML page or the manifest for any other streaming format. The entry point
document itself typically references additional objects through URIs.

If the MBM S User Service Description contains an Application Service Description fragment, then it indicates that all
resources that are directly or indirectly referenced in the application service entry point document are delivered through
one of the following means:

- through at least one of the delivery methods defined under the user ServiceDescription element,
- inthe USD as a metadata fragment,
- through unicast and accessible with HTTP protocol according to clause 7.6.

In Figure 5, the MIME type of the Application Service Description metadata fragment enables the MBMS client to
determine whether the service content is formatted in DASH, or isan HTMLS5 presentation, and whether and how to
process the associated Application Service Description document. In the case of a DASH-over-MBMS service with
support for service continuity between broadcast and unicast, the Application Service Description isan MPD. The
definition of any other application service and associated Application Service Description is outside the scope of this
specification.

The definition of any application service which is not a DASH-over-MBMS service, any specialized handling for such
application service delivery over MBMS, as well as the content format with the exception that it isan HTML5
document, management and hosting of the associated Application Service Description are outside the scope of this
specification.

52.3 User Service Announcement over a MBMS bearer

5.2.3.1 General
Both the metadata envel ope and metadata fragments are transported as file objects in the same download session.

To receive a Service Announcement User Service the client shall obtain the session parameters for the related MBM S
download session transport. This may be achieved by a) pre-storing the related session parametersin the MBM S UE, b)
pre-storing the session parametersin the MBM S application, to be provided to the MBMS client, ¢) acquisition via
delivery over OMA PUSH [79], or d) downloading the session parameters from an HT TP server resolved from the
Service Announcement Fully Qualified Domain Name (FQDN). The Service Announcement FQDN shall be
"mbmsbs.mnc<MNC>.mcc<M CC>.pub.3gppnetwork.org" as specified in TS 23.003 [77]. The URL to obtain the
session parameters shall be:

http://mbmsbs.mnc<M NC>.mcc<M CC>. pub.3gppnetwork.org/bootstrap.multipart,

for which *bootstrap.multipart’ references a multipart MIME file comprising the necessary metadata fragments
pertaining to the Service Announcement User Service (i.e. the User Service Bundle Description and the Session
Description, and may include optional metadata fragments such as Schedule Description, Associated Delivery
Procedure Description).

NOTE 1: The user service announcements are not protected when sent over MBMS bearer. See
3GPP TS 33.246 [20]

NOTE 2: Instead of the format defined above, the Service Announcement FQDN may also be privately defined by
the MBM S operator, in which case it would represent another form of pre-stored information in the UE.
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5.2.3.1.1 Service Announcement for Receive-Only-Mode Services

Receive-Only-Mode (ROM) services may be described by Service Announcement User Services whose TMGIs
correspond to areserved range of values as defined in TS 24.116 [131], and broadcast to UEs according to a defined
schedule. Such Service Announcement service is named the ROM SACH (Service Announcement CHannel). One of
those reserved TMGI values, along with pre-defined multicast |P address, destination port number, and TSI value of the
MBMS download session carrying the ROM SACH, represent the session parameters for an instance of the ROM
SACH. Although delivery of the ROM SACH employs source-specific multicast (SSM) destination addressing, a UE
configured in Receive Only Mode shall promiscuously acquire this service without filtering on the source IP addressin
the associated FLUTE packets. Therefore, source |P address need not be pre-stored in, or provisioned to, such UE.

The aforementioned session parameters may be either pre-stored in, or provisioned to UEs configured in Receive Only
Mode by the TV service configuration Management Object (MO) as defined in TS 24.117 [132]. In the case of pre-
storage, al of the TMGI valuesin the reserved range for ROM SACHs shall be stored in the UE. The values of the
multicast |P address, in IPv4 and IPv6 forms, are defined in Annex C.17 and Annex C.18, respectively. The value of the
UDP destination port number is defined in Annex C.19. The pre-defined TSI value shall be “0”. The minimum set of
Service Announcement information contained in the MO shall comprise:

- TheUSBD fragment containing exactly one instance of the user ServiceDescription element, which in turn
contains exactly oneinstance of the deliveryMethod element. The deliveryMethod element shall contain a
reference to a Session Description fragment which provides the download delivery session parameters for
acquisition of the Service Announcement User Service;

- The Session Description fragment containing at least the following parameters (whose values are indicated
above) that describe the MBM S download session/FLUTE channel:

- IP Multicast address (1Pv4 or |Pv6);
- Destination UDP port;
- Transport Session Identifier (TSI);

- The Schedule Description fragment (referenced by the user ServiceDescription element in the USBD fragment)
that specifies the time periods during which the Service Announcement service will be broadcast, as given by the
session schedule (via the sessionSchedule element).

It should be noted that a UE configured in Receive Only Mode may be able to acquire ROM services from an MBMS
network which does not provide the ROM SACH. The TV service configuration Management Object as defined in TS
24.117 [132] may include the session parameters for FLUTE sessions that carry ROM services. Therefore, it is not
strictly necessary for the UE to acquire the ROM SACH in order to discover and acquire ROM services. A UE
configured in Receive Only Mode cannot access a SACH whose TMGI is not in the reserved range as defined in TS
24.116 [131].

5.2.3.1.2 Service Announcement for non Receive-Only-Mode Services

Non-ROM services, or “regular” MBMS User Services shall be described by a Service Announcement User Service
whose TMGI may be either associated with an operator-specific MCC+MNC value, or correspond to one of the
reserved values as defined in TS 24.116 [131]. Acquisition of such Service Announcement service by MBMS UEs
which are not configured in Receive Only Mode may be achieved by a) pre-storing the related session parametersin the
MBMS UE, b) pre-storing the session parametersin the MBM S application, to be provided to the MBMS client, )
acquisition viadelivery over OMA PUSH [79], or d) downloading the session parameters from an HTTP server
resolved from the Service Announcement Fully Qualified Domain Name (FQDN). The Service Announcement FQDN
shall be "mbmsbs.mnc<MNC>.mcc<M CC>.pub.3gppnetwork.org” as specified in TS 23.003 [77]. The URL to obtain
the session parameters shall be:

http://mbmsbs.mnc<M NC>.mcc<M CC>.pub.3gppnetwork.org/bootstrap.multipart,

for which *bootstrap.multipart’ references a multipart MIME file comprising the necessary metadata fragments
pertaining to the Service Announcement User Service (i.e. the User Service Bundle Description and the Session
Description, and may include optional metadata fragments such as Schedule Description, Associated Delivery
Procedure Description).

NOTE 1. The user service announcements are not protected when sent over MBM S bearer. See
3GPP TS 33.246 [20]
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NOTE 2: Instead of the format defined above, the Service Announcement FQDN may also be privately defined by
the MBM S operator, in which case it would represent another form of pre-stored information in the UE.

5.2.3.2 Metadata Envelope Transport

The metadata envel ope object is transported as an object in the same MBMSS service announcement download session
as its metadata fragment object.

5.2.3.3 Metadata Envelope and Metadata Fragment Association with FLUTE

The MBMS Download service announcement session FDT Instances provide URIs for each transported object. The
metadata envelope item metadataURI field shall use the same URI for the metadata fragment asis used inthe FDT
Instances for that metadata fragment file. Thus, the fragment can be mapped to its associated envelope in-band of a
single MBM S download session.

In the referencing case, each metadata envel ope and corresponding metadata fragment shall be grouped together by the
FDT using the grouping mechanism described in sub-clause 7.2.6. This reduces the complexity of requesting both
fragment and envelope for each pair, thusit is recommended that only the metadata fragment (fileURI) be requested
from the download client (which will result in both fragment and envel ope being received using the grouping
mechanism).

5.2.4 User Service Announcement using Interactive Announcement
Function

User Service descriptions may be transported to the UE using HTTP and other interactive transport methods. The
HTTP URL used by UE to obtain USD information via unicast may be a) pre-stored in the UE (for example asaBM-
SC URL), b) pre-stored in the MBM S application, to be provided to the MBMS client, ¢) acquired via delivery over
OMA PUSH [79], or d) resolved from the Service Announcement FQDN. The Service Announcement FQDN shall be
"mbmsbs.mnc<MNC>.mcc<M CC>.pub.3gppnetwork.org" as specified in TS 23.003 [77]. The URL to obtain the User
Service descriptions for all MBMS User Services shall be:

http://mbmsbs.mnc<M NC>.mcc<M CC>.pub.3gppnetwork.org/unicastUSD,

for which ‘unicastUSD’ references afile that contains USD information for all MBM S User Services offered by the
MBMS operator. Actual USD contents returned from the above URL shall be deployment-specific.

Aggregated MBM S service announcement documents as specified in sub-clause 5.2.5 may be used with the interactive
announcement functions. UESs shall support the disassembly of aggregated MBM S service announcement documents.
UEs shall support Gzip decoding of MBM S service description objects for interactive transport (BM-SC use of Gzip is
optional in accordance with sub-clause 5.2.2).

The BM-SC may use Metadata Envel opes as described in clause 11.1, and UEs shall support their use with the

I nteractive Announcement Function. Where metadata envel opes are not used, only the latest delivery of a metadata
fragment shall be used by the UE, and the BM-SC shall ensure timely, consistent, size-limited and secure delivery of
metadata by means outside the scope of this document.

NOTE: Instead of the format defined above, the Service Announcement FQDN may also be privately defined by
the MBM S operator, in which case it would represent another form of pre-stored information in the UE.

5.2.5 User Service Announcement over point-to-point push bearers.

5.25.1 General

User service announcement over point-to-point push bearers have several characteristics that differ from user service
announcement over aMBMS bearer. It is not essential that the metadata envel ope made avail able by the service
announcement sender is transmitted to the MBM S terminal. In the case that both the metadata envel ope and metadata
fragments are transported, it is alimitation of the solution that the metadata fragment must either be embedded within
the metadata envel ope, or that the metadata fragment must be referenced by the metadata envelope and they are both
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contained within a multipart MIME container [37]. In either configuration, both the metadata envel ope and the metadata
fragments are transported as file objects in the same download session.

This sub-clause covers both metadata transport and metadata fragmentation aspects of Service Announcement. Service
Announcement over point-to-point push bearersis specified.

NOTE: The user service announcements are not protected when sent over point-to-point push bearers. See
3GPP TS 33.246 [20].

5.25.2 Supported Metadata Syntaxes

The supported metadata syntaxes are as defined in sub-clause 11.1 of this document.

5.25.3 Consistency Control and Syntax Independence

The consistency control and syntax independence is as defined in sub-clause 11.1 of this document.

5.254 Metadata Envelope Definition

The metadata envel ope definition is as defined in sub-clause 11.1 of this document.

5.255 Delivery of the Metadata Envelope

An instance of metadata fragment shall either be embedded within the metadata envel ope or be included in a multipart
MIME container together with the envelope. The envel ope and fragment are, by definition, transported together and in-
band of the same transport session.

The Metadata Envel ope includes a reference (metadataURI) to the associated metadata fragment using the same URI as
the fragment fileisidentified by in the Service Announcement. Thus, Metadata Envel ope can be mapped to its
associated metadata fragment.

5.2.5.6 Void

5.25.7 User service announcement over SMS bearers
User service announcements over SMS bearers are formatted according to the OMA Push OTA specification [79].

OTA-WSP shall be used over the SMS bearer. Application port addressing shall be used as specified in [79]. The
application ID to be used is 0x9023 as allocated by OMNA [85].

Either confirmed or unconfirmed push may be used. In either case, the primitive shall contain the Push Headers
parameter. Within this parameter, the Content-Type header shall be included and the Content-Encoding header shall be
included if GZip is used.

5.25.8 User service announcement over HTTP push bearers

User service announcements over HTTP push bearers are formatted according to the OMA Push OTA specification
[79].

OTA-HTTP shal be used over the HTTP push bearer. Application port addressing shall be used as specified in [79].
The application ID to be used is 0x9023 as allocated by OMNA [85].

The Content-Encoding header shall be included if GZipis used.

5.2.6 Metadata Fragment Encapsulation to aggregate Service
Announcement Documents

The present document defines a number of metadata fragments to describe MBM S user services. A metadata fragment
isasingle uniquely identifiable block of metadata. Generally, more than one metadata fragment is necessary to provide
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all necessary parametersto initiate an MBM S User Service. Typically, metadata fragments are provided in separate
documents. Each metadata fragment is labelled with its MIME type.

Multipart MIME may be used to encapsul ate metadata fragments into an aggregate service announcement document.
The aggregate document may contain metadata fragments of several MBM S user services. It is recommended, that any
such aggregate service announcement document contains all the referenced metadata fragments of each MBM S user
service description it contains (i.e. in the same multipart MIME structure).

An aggregate service announcement document shall encapsulate metadata fragments according to RFC 2557 [37]. The
first encapsulated file of an aggregate service announcement document is the root resource. The root resource shall be
either an MBM S user service description or a metadata envelope (as a referencing index). The service description
metadata is described in sub-clause 5.2.2 and defined in sub-clause 11.2. The metadata envelope is defined in sub-
clause 11.1.

The type field of the multipart/related header shall be set to application/mbms-user-service-description-parameter in
case the root resource is a user service description instance. The type field of the multipart/related header shall be set to
application/mbms-envel ope in case the root resource is a metadata envelope.

5.2.7 Registration and Deregistration Procedure for MBMS User Service
Consumption

The MBMS User Service Description Fragment may include a registration description. If the registration descriptionis
present in the MBM S User Service Description Fragment, then the UE shall use the registration and deregistration
procedures as defined in this section.

A registration request is then initiated by the UE, in order to receive the complete user service description. The
registration procedure is performed using HTTP 1.1 [18] POST message towards the indicated RegistrationURL.

A successful registration response shall start with a 200 OK status line in the response header and shall contain in the
body the metadata fragments that are referenced by the USD in a multipart MIME container.

The registration request shall be formatted according to the following XML schema and using the RegistrationRequest
element.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns=" urn: 3GPP: met adat a: 2008: MBVS: Regi strati on"
el ement For nDef aul t =" qual i fi ed"
tar get Nanespace=" ur n: 3GPP: net adat a: 2008: MBVS: Regi strati on">

<xs:el ement nane="Regi strati onOperati onRequest">
<xs: conpl exType>
<xs: choi ce>
<xs: el ement name="Regi strati onRequest" type="Regi strati onOperati onRequest Type"/>
<xs:el ement name="Deregi strationRequest" type="Regi strationQperationRequest Type"/>
</ xs: choi ce>
</ xs: conpl exType>
</ xs: el ement >

<xs: conpl exType nanme="Regi strati onQperati onRequest Type">
<xs:attribute nanme="IMEl" type="xs:string" use="optional"/>
<xs:attribute name="MS|I SDN' type="xs:string" use="required"/>
<xs:attribute name="Servicel D' type="xs:anyURl" use="required"/>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>

</ xs: conpl exType>

</ xs: schema>

A de-registration procedureis used by the UE to de-register at the end of the user service consumption, in case a
registration procedure has been performed. The de-registration request shall be sent to aregistration server (preferably
the one with which the registration procedure has been performed). The de-registration procedure consists of sending an
HTTP 1.1 POST request with an XML body formatted according to the XML schema above, using the
DeregistrationRequest element.

The MIME type of the message body of the registration and deregistration request shall be set to “text/xml”.

The IMEI attribute contains, if present, the International Mobile Equipment Identifier as defined in [77].
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The MS SDN attribute contains the Mobile Subscriber ISDN Number as defined in [77].

The Servicel D attribute contains the uniqgue MBMS User Service Identifier as defined in clause 11.2.1.1.

5.3 User Service Initiation/Termination

531 Initiation of MBMS Bearer Service based Services

MBMS User Serviceinitiation refers to UE mechanisms to set-up the reception of MBMS user service data. During the
User Service Initiation procedure, a set of MBMS Bearers may be activated. The User Service Initiation procedure takes
place after the discovery of the MBM S user service.

VBMS UE BM-SC

1. Initiate
User Service X

R —

3. MBMS activation Request

3n. MBMS activation Request

Figure 6: Initiation of an MBMS User Service

1. TheUser Service Initiation Procedure is triggered and takes a User Service Description as input that has been
obtained e.g. by executing the MBM S User Service discovery and announcement functions.

2.  The MBMS UE registersto the MBMS User Service, if registration is required for the MBM S User Service. If
security functions are activated for the MBM S User Service, the MBM S UE requests MBM S service keys. The
keys are sent to the UE, after the user is authorized to receive the MBMS service. The request shall be
authenticated. Details on the MBM S User Service Registration procedure are described in 3GPP TS 33.246
[20].

3. TheMBMS UE usesthe MBMS activation procedure to activate the MBMS Bearer Service. The MBMS
activation procedure isthe MBM S Multicast Service activation procedure and the MBM S Broadcast activation
procedure as defined in 3GPP TS 23.246 [4]. In case the MBMS Broadcast Mode is activated, thereis no
activation message sent from the UE to the BM-SC. The activation islocally in the UE. Note that the MBMS
Bearer Services may already be active and in use by another MBM S User Service.

3n. Incasethe MBMS User Service uses several MBM S Bearer Services, the User Service Description contains
several description items. In that case, the MBMS receiver function repeats the activation procedure for each
MBMS Bearer Service as described in 3.

532 Termination of MBMS Bearer Service based Services

MBMS user service termination refers to the UE mechanisms to terminate the reception of MBMS user services. A set
of MBM S Bearers may be deactivated during this procedure.
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VBMS UE BM-sc

1. Leave
User Service X

-
: 2. MBMS User Service Deregistration
1
1

3. MBMS deactiv aion Request

2n. MBMS deactiv ation Request

Figure 7: Termination of an MBMS user service

1. TheUser Servicetermination Procedureistriggered. A reference to the User Service to terminate is provided
as parameter.

2. The MBMS UE deregisters, when registration was required for the MBM S User Service. If security functions
are activated for the MBM S User Service, the MBM S UE deregisters the security association for the MBM S
User Services. Details on the MBM S User Service Deregistration procedure are described in 3GPP TS 33.246
[20].

3. If no other MBMS User Service usesthe MBMS Bearer service, the MBM S UE uses the MBM S deactivation
procedure to deactivate the MBM S Bearer Services. The MBMS deactivation procedure represents the MBM S
Multicast service deactivation procedure and the MBM S Broadcast deactivation procedure as described in
3GPP TS 23.246 [4]. In case the MBM S Broadcast Mode is deactivated, there is no message sent to the
BM-SC. The deactivation isonly locally in the UE.

3n. Incasethe MBMS User Service uses several Bearer Services, the UE repeats the deactivation procedure for
each Bearer Service as described in 3.
5.3.3 Initiation of Unicast Bearer Service based Services

Unicast Bearer Service based MBMS User Service initiation refers to the mechanisms to set-up the reception of MBM S
user service dataviaa UMTS/EPS Bearer Service with interactive and/or streaming traffic class.

In case of the initiation of aMBM S Streaming delivery method or a combined MBM S Streaming and MBM S
Download delivery method, the Packet Switched Streaming Service (PSS) as defined in 3GPP TS 26.234 [47] shall be
used. The establishment of a PSS session is described in clause 5.1 of 3GPP TS 26.234 [47].

In case of the initiation of a MBMS Download delivery method, the MBMS UE isregistered in the BM-SC for OMA-
PUSH based reception of the files with the BM-SC.
5.3.4  Termination of Unicast Bearer Service based Services

Unicast Bearer Service based MBMS user service termination refers to the mechanisms to terminate the reception of
MBMS user service dataviaa UMTS/EPS Bearer Service with interactive and/or streaming traffic class.

In case of the termination of a MBMS Streaming delivery method or a combined MBMS Streaming and MBM S
Download delivery method, the Packet Switched Streaming Service (PSS) as defined in 3GPP TS 26.234 [47] shall be
used. The termination of a PSS session is described in clause 5.3 of 3GPP TS 26.234 [47].

In case of the termination of a MBM S Download delivery method, the MBM S UE is deregistered in the BM-SC so that
the OMA-PUSH based reception of the files with the BM-SC will be terminated.
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5.35 Scalable Service Initiation and Termination for MBMS Services

5351 General

MBMS serviceinitiation and termination as defined in clauses 5.3.1 to 5.3.4 may consist of network interactions such
as sending an IGMP Join or Leave message to the network as described in sections 8.2 and 8.7 of 3GPP TS 23.246 [4].
Initiation and termination procedures may be triggered at the MBM S UE by the user or be scheduled to happen
automatically. Upon (or after) receiving a user service announcement, the MBM S UE may render the information about
the advertised services to the user to assist him in the service selection. The user may decide to receive a given service
and hence trigger the service initiation procedure. Alternatively, the user may declare hisinterest in a specific service a-
priori and upon receiving the service announcement for that specific service, the MBM S UE may schedule the initiation
procedure at or around the start time of the session. Similarly, the MBMS UE may schedule the termination procedure
at or around the session end time.

As aconsequence, MBM S UEs may be oriented to start their service initiation and termination procedures at the same
time or during arelatively short period. This may cause network congestion, especially during the multicast of a popular
service, asal MBMS UEs may be time synchronized.

5.35.2 Randomization of Service Initiation over Time

The MBMS User Service description may contain parameters to uniformly randomize the User Service Initiation
procedures of the MBM S UESs. Security functions may be part of the User Service Initiation procedure as defined in
clause 5.3.1. If auser service initiation randomization is defined for a user service, then the overload prevention
definition in the Security Description shall be ignored for the service initiation. For randomizing the time of the
initiation procedure, the MBM S UE shall understand the following parameters, which may be signalled by the BM-SC
inthe MBM S user service description as described in section 11.2.1.

1) initiationSartTime parameter is used by the BM-SC to signal to the MBM S UE the start time for the User
Service Initiation procedure randomization period. If the initiationStartTime parameter is not present, the MBMS
UE uses the time of the Service Announcement reception as the start time.

2) protectionPeriod parameter is used by the BM-SC to signal to the MBM S UE the duration of the critical time
periods, during which congestion shall be avoided. The MBM S UEs shall randomly spread the initiation
procedure using the randomTimePeriod during this protection period.

3) randomTimePeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of an interval over
which initiation procedures shall be randomly deferred. The MBM S UE cal culates arandom time out of the
randomTimePeriod interval to defer the execution of the initiation procedure.

The MBMS UE shall start itsinitiation procedure immediately if the procedure is triggered outside of protection
periods.

5.353 Randomization of Service Termination over Time

The MBM S User Service description may contain parameters to uniformly randomize the User Service Termination
procedures of the MBM S UEs. For randomizing the time of the termination procedure, the MBM S UE shall understand
the following parameters, which may be signalled by the BM-SC in the MBM S USD as described in section 11.2.1.

1) protectionPeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of the critical time
period, during which congestion needs to be avoided. The MBM S UEs shall randomly spread the termination
procedure using the randomTimePeriod during this period and starting from the session end time.

2) randomTimePeriod parameter is used by the BM-SC to signal to the MBMS UE the duration of an interval over
which termination procedures shall be randomly deferred. The termination procedure is only randomized during
the protectionPeriod.

If the termination procedure is triggered before the session end time or after the protection period end time, the MBM S
UE shall start itstermination procedure immediately. If it isin aprotection period, the MBMS UE shall defer its
termination procedure to arandom time spread over an interval of duration randomTimePeriod.
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5.4

5.4.1

MBMS Data Transfer Procedure

MBMS Data Transfer Procedure using MBMS Bearer Services

MBMS Data Transfer procedure using MBM S Bearer Services refersto the network (and UE) mechanism to transfer
(and receive) datafor one MBMS User Service on one or several MBM S Bearer Services.

MBMS

GGSN/ MBMS Associated User Service
Gmb Proxy Delivery Delivery Discovery /

function Function Function Announceme
nt

UE

NOTE:

1. Transmission Refjuest

2. Session Start 1

2n. Session Start N

3. MBMS Data Transfer 1

3n. MBMS Data Transfer N

<

<
4. Session Stop 1

4n, Session Stog N

5. Associated Delivery Procedure

Security related interactions are not depicted in the sequence.

Figure 8: Procedure of MBMS Data Transfer

The MBMS Delivery Method for the MBMS User Serviceistriggered by the MBM S User Service
Provider. Note, details of the trigger are beyond of the present document.

. The MBMS Delivery function uses the MBMS Session Start Procedure to the GGSN and/or MBMS-GW,

possibly through the Gmb Proxy and/or the SGmb Proxy function to activate all MBM S Bearer Services,
which belong to the MBM S User Service. The MBM S Bearer service to be activated is uniquely identified
by the TMGI.

Note. MBMS Bearer services might be activated only to a subset of the available access systems (see 3GPP TS

3.-3n.

23.246 [4]). In case MBM S User Services or delivery methods are not available throughout all access
systems, the BM-SC describes this transmission strategy in the MBM S User Service Description (see
sub-clause 5.2.2).

The data of the MBM S user service are transmitted to all listening MBM S UEs. Several MBM S Bearer
services may be used to transmit the MBM S user service data. MBM S user service data may be integrity
and/or confidentiality protected. In case MBMS user service data are integrity and/or confidentiality
protected, MBMS traffic keys are delivered simultaneoudly on the same or a different MBMS bearer.
Optionally, synchronization information for MBSFN may be added to the MBM S User Data. The headers
of MBMS User data may optionally be compressed (see 3GPP TS 23.246 [4] and TS 25.346 [5])

. The MBMS Ddlivery function usesthe MBM S Session Stop procedure to trigger the GGSN and/or

MBMS-GW, possibly through the Gmb and/or SGmb Proxy function to release all MBMS Bearer Service
for this User Service. A unique identifier for the MBM S Bearer service to be deactivated (i.e. the TMGI) is
passed on as a parameter.

In case associated delivery procedures are allowed or requested for an MBM S User Service, the MBMS UE
sends an associated-delivery procedure request to the associated -delivery function. The BM-SC may
authenticate the user. See 3GPP TS 33.246 [20]. The MBM S UE may need to wait a random time before it
starts the associated delivery procedure according to clause 9.
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5.4.2 MBMS Data Transfer Procedure using other UMTS Bearer Services

MBMS Data Transfer procedure using other UMTS Bearer Services refers to the network (and UE) mechanism to
transfer (and receive) datafor one MBMS User Service on one or more Unicast Bearer Services.

In case the MBMS Data belong to aMBM S streaming session or a combined MBMSS streaming and MBM S downl oad
session, the Packet Switched Streaming Service (PSS) as defined in 3GPP TS 26.234 [47] shall be used.

In case the MBM S Data belong to aMBM S download session, the MBM S dataiis transferred using OMA-PUSH.

5.4A  Procedures between Content Provider and BM-SC

54A.1 General

Asshown in Figure 5.4A-1, the reference point between Content Provider and BM-SC is called the xMB interface.
Using the xMB reference point, content provider can invoke procedures supported by BM-SC(s) to setup and manage
MBMS user service from BM-SC to the MBM S clients. BM-SC defines an endpoint with all supported procedures on
the xMB interface, which can then be converted to SGmb procedures for the interface between BM-SC and MBMS GW
(not depicted).

1 Content Provider/

Content Multicast
Receiver (APP) Broadcast Source
xMB-C
SCEF | 8
oy Content via BM-SC  Operations
MBMS Client < MBMS/unicast < >
¥ xMB-U Content
! Source
Unicast
Content via Unicast

Unicast Delivery

Figure 5.4A-1: The xMB reference model

The BM-SC may forward the received content for unicast delivery for appropriate functions (e.g., MBMS user service
fallback).

The control plane (xMB-C) may be optionally terminated by an SCEF, which exposes the same or a different interface
to content providers. The exposed API by SCEF is not specified in this specification.

The content provider may optionally exchange application level information like service metadata (e.g. servicelds or
URL(s) of USD(s) or other service identifier(s)) directly with the application.
5.4A.2 xMB reference point

The xMB reference point exists between the content provider and the BM-SC directly or via SCEF. When the BM-SC
connects to content provider via SCEF, the xMB-C interface is terminated at the SCEF.

The xMB reference point provides the ability for the content provider to:
- authenticate and authorize BM-SC(s).
- create, modify and terminate a service.
- create, modify and terminate a session.

- guery information.
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- deliver content to the BM-SC(s)
The xMB reference point provides the ability for the BM-SC to:
- authenticate and authorize a content provider.
- notify the content provider of the status of an MBMS user service usage.
- retrieve content from the content provider

The xMB reference point shall support security function for confidentiality protection of both control plane (xMB-C)
and user plane (xMB-U).

5.4A.3 Authentication and Authorization

54A.3.1 Introduction

The content provider and the BM-SC shall follow the procedures in this section for authentication and authorization
over the xMB.

Before provisioning of services at the BM-SC, the content provider has to be authenticated and authorized to perform
service management functions using xMB. If the content provider wants to modify or remove the provisioned services,
it can do so by using a valid access token.

The content provider may have multiple and different end-points for xMB-C and xMB-U. Each connection may have
different entitlements based on the roles assigned to the requesting connecting party.

While authentication is performed based on standard (D) TL S connection and certificate exchange, authorization is
performed using either the “domain-based” or “user-based” mode as described in clause 5.4A.3.3.

In the user-based mode, fine-grained authorization shall be performed prior to any transaction to allow the BM-SC to
check the access rights of the content provider user (either a human or a machine). Such authorization procedure, if
successful, shall result in the creation of an “access token” that the server will return to the content provider for
subsequent requests made on the xMB interface.

In the domain-based mode, additional authorization steps shall not be performed. Users within a content provider
domain are not further separated.

5.4A.3.2 Authentication Procedure

The authentication procedure is used by the content provider and the BM-SC to authenticate each other. The content
provider shall be authenticated with the BM-SC when the content provider wants to provision new services or manage
existing services. Similarly, the BM-SC shall be authenticated by the content provider when the BM-SC needs to send
reports and notifications to the content provider. Authentication is also required for all user plane procedures.

Figure 5.4A-2 shows the authentication procedure used between the content provider and the BM-SC.

|BM-SC| |Content Provider
_ Authentication .
A using TLS -
_TLS connection.
 establishment

Figure 5.4A-2: Authentication Procedure

1. The content provider and the BM-SC authenticate each other for performing service management and status
reporting and notification respectively. During this authentication step, the content provider and BM-SC
exchange their X.509 certificates using TLS as defined in TS 33.310 [128] and independently verify the validity
of each others certificate.
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2. The TLS connection is established.

5.4A.3.3 Authorization Procedure

Before using any of the MBM S xMB procedure, the Content Provider shall first use the following authorization
procedure the retrieve its authorization. After successful authorization based on the content provider’s representative’s
credential's, operations such as service and session creation within the granted permissions become possible.

In this version of the specification, the BM-SC shall support at least one of the two following modes of authorization:
domain-based or user-based.

Upon a successful authentication procedure, the absence of an access token provided to the content provider in response
to an authorization request is an indication that the BM-SC only supports domain-based authorization, based on the
previously-established (D)TLS connection between the Content Provider server and the BM-SC. This means that the
same access rights to service or session resource requests across the xMB interface will be granted at the level of the
business entity represented by the sender, independent of the end-user representative of that entity or administrative
domain submitting the request. This requires the network operator to have already created and provided a unique
certificate for storage by the BM-SC. If the certificate of the content provider is not contained in the BM-SC, then the
authorization procedure shall fail.

Presence of an access token in the authorization response is an indication that the BM-SC supports user-based
authorization, i.e., fine-grained authorization at the end-user representative level, of XMB resource requests. In this case,
the content provider representative shall include this access token in each subsequent resource request made on xMB.

NOTE 1: Itisup tothe BM-SC to decide whether it supports domain-based or user-based authorization.

NOTE 2: In Figure 5.4A-3 and subsequent clauses on Service Management and Session Management procedures
and the associated message sequence diagrams, it is assumed that user-based authorization is supported
by the BM-SC.

Figure 5.4A-3 shows the procedure for content provider authorization by the BM-SC.

|BM-SC| |Content Provider
1: Authorization request

|‘ (Parameters)

2: Verify credentials
and grant access

3: Authorization respgnse
| (Access Token) '|

Figure 5.4A-3: Authorization Procedure

1) If the content provider’s representative isnot in possession of avalid access token, it shall connect to the BM-SC
using the authenticated TLS connection and perform the authorization procedure to retrieve the access token.

2) The BM-SC checks the credentials of the content provider and upon successful verification it will generate an
access token that will be returned to the content provider. The link between the access token and the entitlement
is outside of the scope of the specification.

3) The content provider may then use the access token on subsequent calls to the xMB interface.
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5.4A.4 Service Management Procedures

54A4.1 Introduction

The service management procedures allow the content provider to create, modify and del ete services on the BM-SC.
Each service may contain multiple sequential sessions.

54A.4.2 Create Service

The procedure alows a content provider to create a new the service. Service configuration and service sessions are
added in subsequent procedures.

|BM-SC| |Content Provider
_ Create Service

(Access Token)
OK
(1d)

v

Figure 5.4A-4: Service Creation

1. The serviceis created. The content provider provides a valid access token.

2. On successful creation, the BM-SC responds with the resource id of the service. Service properties are fetched
and modified with subsequent transactions.

5.4A.4.3 Get Service Properties

The procedure allows a content provider to fetch the current configuration of the service.

|BM-SC| |Content Provider
Get Service Properties

(Access Token, Id)

OK

(Properties)

A\ 4

Figure 5.4A-5: Get current service properties

1. The content provider sends along with the service property request, the access token and the resource id of the
service.

2. The BM-SC provides the service properties in response.

54A4.4 Update Service Properties

The procedure alows a content provider to update the current configuration of the service.
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|BM-SC| |Content Provider|
1: Service Update

(TAccess Token, Id, Properties)

2: OK

P

Figure 5.4A-6: Service Update

The content provider may first fetch the current service configuration using the Get Service Configuration procedure.

1. The content provider modifies the properties of the service resource. The procedure may allow modification of
individual propertiesor al properties.

2. The content provider updates the resource identified by the id of the service.

54A.45 Terminate a Service

The content provider may terminate a service. All sessions, including those which are being created or are already
active will be deleted automatically with the termination of the service.

|BM-SC| |Content Provider

Terminate Service
- (Access Token, Id)

OK

A 4

Figure 5.4A-7: Service Termination

1. The content provider sends the service termination command. The access token and the resource id of the service
is provided as input.

2. The BM-SC terminates the service and deletes all associated sessions, and acknowledges the reception of this
request.

5.4A.4.6 Service Notifications

Service Notifications can be pushed to the content provider, when the content provider has provided a value for the
Push Notification URL property through a Service Update procedure transaction. The content provider can always
initiate request for the delivery of notifications using the URL for notification resources.

The content provider may configure a push notification end-point within the service properties. When present, the BM-
SC notifies the content provider whenever appropriate.
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|BM-SC| |Content Provider

1: When an Event
should be sent

2: Event Notification
(Properties) v

3: OK

d
bl

Figure 5.4A-8: Event Push Notification

1. When an event occurs, the BM-SC determines whether an event notification should be sent to the content
provider.

2. The BM-SC sends a natification, containing details around the event, to the content provider.
3. The content provider acknowledges the reception.

The content provider may initiate periodical “pull”-based reception of notifications.

|BM-SC| |Content Provider

1: Get Notifications
(Access Token, Id)

2: OK

(Notifications)

Figure 5.4A-8a: Event Pull Notification

1. The content provider sends along with the notification request, the access token and may additionally provide the
serviceid as afilter.

2. The BM-SC provides al the notifications in response which occurred during a BM-SC-defined past period prior
to the time of reception of the request.

5.4A.4.7 List of Service Properties

All Service Properties, except for the resource id, are always carried in aHT TPS message body. The access-tokenis
aways carried as part of HTTP Headers. Except for the service creation request (where the id is not present), the
resource id shall be present in the URL of all requests that relate to a specific service.

In the table below, the following assertions are made:

- Table header: C stands for Create Service Procedure, G isfor Get Service Procedure, U isfor Update Service
Procedure and T isfor Terminate Service Procedure. “1”, and “O” respectively denote “request” (going I nto the
BM-SC), and response (going Out of the BM-SC).

- Optiona (“O”) means that the property may or may not be sent/received during a REST transaction. It does not
necessarily mean that the property isoptional. It is possible, for example, that a session is not yet started because
the Content Provider has not set the property in any previous Update transaction using the PUT or PATCH
HTTP method, as opposed to representing a hint on the importance of the property for the BM-SC.

- A property marked as optional (O) in arequest message may be present in the request. When not present in the
request body, the property, if present in the BM-SC, will not be updated.

- A property marked as optiona (O) in aresponse message is only present in the response when avalueis
assigned by the BM-SC.
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- A property marked as mandatory (M) in aresponse message is always present in the response. The BM-SC
provides defaults, which may be modified subsequently by the content provider.

- A blank cell in the table means “forbidden” (the property cannot be added to the request or returned by the BM-
SC, depending on the transaction direction).

Table 5.4A-1: List of Service Properties

Property Property Description c|C|G|G|lU|U|T
Name I O] 1T O]l |O]I
id Identifier of the Service Resource.
Shall be systematically present in the
message URL to indentify the resourcein
the BM-SC.
Type Unit Default
Integer None N/A
ServicelD Serviceld, set by the BM-SC to identify M
the MBM S User Service as defined in
Clause 11.2.1.1.
Type | Unit Default
String | None N/A
The service class that service belongs to M| O
(see serviceClass element in Clause
11.2.1.2).
Service Class Type | Unit Default
String | None (operator defined
default)
List of languages of the service content 0|0
(see serviceLanguage element in Clause
11.2.1.2).
Service Type | Unit Defaullt
Languages
List None Empty list
of
String
List of Service Names (see name element O|O
inClause 11.2.1.1)
Service Names Type | Unit Default
List None Empty List
of
String
When set to ‘true’, the Content Provider (0]
indicates that the service is a Receive
Receive Only Only Mode service.
Mode Type Name Default
Boolean | Enabled False
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Service
Announcement
Mode

Enumeration of Service Announcement
Mode.

Additional service announcement modes
may be added in future.

- SACH: BM-SC performs the Service
Announcement for the current
service using the SACH channel
(cf. Annext L.2, L3).

- Content Provider: BM-SC provides
the necessary service access
information used by the content
provider to create the service
announcement information.

Type Unit Default

String None SACH

M

o

Consumption
Reporting
Configuration

The content provider wishes to collect
consumption reports.

Type Name Default

Boolean | Enabled False

Integer | Sample

Percentage

10 (in %)

Integer | Reporting

Interval

3600 (in
seconds)

Push
Notification
URL

The content provider provides Notification
URL over which it will receive
notifications “pushed” by the BM-SC. The
Notification procedure is described in
Clause 5.4A .4.6.

Type Unit Default

String —None— “r

Push
Notification
Configuration

If the content provider enables push
delivery of notifications, then the content
provider may provide notification filters.

This parameter contains a comma
separated list of Classesit wishesto
receive among the following options:
Critical, Warning, Information,
Service, Session, or All to get all types of
notification.

The notification message shall be sent
immediately to the content provider upon
becoming available.

Type Unit Default

String None All
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Note: It is assumed that the BM-SC can derive the required UE capabilities from the provided service and
session properties.

5.4A.5 Session Management Procedures

54A5.1 Introduction

Session management procedures allow the content provider to create, modify and terminate sessions. Each sessionis
time bound (i.e. has a start and stop time) and is associated with a target broadcast area (which can be used to derive the
MBMS Service Area). The stop time may be absent in case of 24/7 sessions.

The MBMS Bearer is active between start and stop time of the session independently whether the content provider is
sending data. The BM-SC automatically terminates the MBM S bearer at stop time. The content provider may
proactively terminate the session before the stop time.

A session has one of the following states. The BM-SC may only allow state transition, when the mandatory session
properties according to the service typeis configure. The BM-SC may reject modification of properties dependeing on
the session state,

Session

Session (\
Terminated

/ Manual early
Session Termination
Session Session

Announced Active
Automatic or Automatic

manual on start time

U O O

Session Update Session Update Session Update

Automatic
on stop time

Session

Figure 5.4A-9: Session State Diagram

State description of the BM-SC for a session. The BM-SC may reject state transitions when mandatory properties are
missing. The BM-SC may send error notifications to the content provider.

- Session ldle: The Session is under preparation. Typically, the content provider needs multiple session updatesin
order to configure all session properties and retrieve the needed information for content provider user-plane
entities.

- Session Announced: The session properties has been announced and MBMS Clients may become aware that the
session is about to start.

- Session Active: The session is active according to the Session Schedule

54A5.2 Create Session

This procedure allows the content provider to create a session for an available service.

ETSI



3GPP TS 26.346 version 14.5.0 Release 14 54 ETSI TS 126 346 V14.5.0 (2018-01)

|BM—SC| |Content Provider
_ Create Session

(Access Token, Id)

OK

(session-id)

A 4

Figure 5.4A-10: Session Creation

1) The Content Provider wishes to create a new session and sends the Create Session command. The content
provider provides the access token and the resource id of the service with the input.

2) The BM-SC creates the session resources and provides the session resource id in resonse. The session properties
are defined in subsequent transactions.

5.4A5.3 Get Session Properties

This procedure alows the content provider to get the current session configuration.

|BM—SC| |Content Provider
Get Session Properties

(Access Token, Ids)

OK

(Properties)

A 4

Figure 5.4A-11: Get Current Session Properties

1. The content provider requests the session configuration information. The content provider provides the access
token, the resource ids the service and the session with the request.

2. The BM-SC provides the session configuration in response.

5.4A.5.4 Update Session Properties

This procedure allows the content provider to update session properties.

|BM-SC| |Content Provider
1: Session Update

(Access Token, Ids,
Properties)

2: OK

v

Figure 5.4A-12: Session Properties Update

The content provider may first fetch the current session properties configuration using the Get Session Properties
procedure.

1. The content provider requests updating of the properties of the session resource associated with a service. The

access token and the resource ids of the service and the session are provided as input. The procedure may allow
modification of individual properties or all properties for the named session.
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2. The BM-SC updates the session properties for the indicated service and returns an acknowledgment to the content

provider.

5.4A5.5 Terminate a Session

The content provider terminates a session during any session state.

|BM-SC| |Content Provider

Terminate Session
- (Access Token, Ids)

OK

A\ 4

Figure 5.4A-13: Session Termination

1. The content provider sends the service termination command. The access token and the id of the service and the

session id are provided as input.

2. The BM-SC terminates the session and deletes all associated resources, and acknowledges the reception of this

command.

5.4A.5.6 Session Properties

All Session properties, except for the resourceid, are carried in the HTTPS message body. The access-token is always
carried as part of HTTP Headers. Except for the session creation request (where the resource id is not present), the
resource id shall be present in the URL of al requests that relate to a specific session.

In the table below, the following assertions are made:

Table header: C stands for Create Session, G isfor Get Session, U isfor Update Session and T isfor Terminate
Session. “I”, and “O" respectively denote “request” (going I nto the BM-SC), and response (going Out of the
BM-SC).

Optional (*O”) means that the property may or may not be sent/received during a REST transaction. It does not
necessarily mean that the property isoptional. It is possible, for example, that a session is not yet started because
the Content Provider has not set it in any Update transaction using the PUT or PATCH HTTP method as
opposed to representing a hint on the importance of the property for the BM-SC.

A property marked as optional (O) in arequest message may be present in the request. When not present in the
request body, the property, if present in the BM-SC, will not be updated.

A property marked as optional (O) in aresponse message is only present in the response when avalueis
assigned in the BM-SC.

A property marked as mandatory (M) in aresponse message is always present in the response. The BM-SC
provides default values for the session, which may be modified subsequently by the content provider.

A blank cell in the cell shall means “forbidden” (the property cannot be added to the request or returned by the
BM-SC, depending on the transaction direction).

Table 5.4A-2: List of Session Properties

Property Property Description C
Name |

(oNe
o®
OoC

id Resource Id of the Session.
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Type Unit Default
Integer None N/A
Start time when the MBM S Bearer M| O
become active.
Type Unit Default
Session start I nteger UTC Date | Session
timestamp | creation
(with date + 1h
second
precision)
End time at which the MBMS bearer M| O
becomes inactive.
Type Unit Default
Session stop I nteger UTC Date | Session
timestamp | start + 1h
(with
second
precision)
The requested bitrate excludes FEC M| O

overhead and transport overhead. The
BM-SC calculates the MBM S Bearer
bitrate from it, considering overhead like
_ FEC and other transport overheads. The
Max Bitrate session bitrate is always larger or equal to
the payload bitrate.

Type Unit Default

Integer kbps 0

Specifies the maximum delay the MBM S 0|0
System should add, i.e. fromthetime a
packet is received by the BM-SC to the
time by when the packet is received by
the MBMS client.

Max Delay Type Unit Default

Integer ms -1

Note, that the value -1 indicates that the
content provider has no specific delay
requirement.

The BM-SC may automatically change M
the state of the session.

Possible states: Session Idle, Session

Session State Announced, Session Active
Type Unit Default
String None Idle
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Service
Announcement
start time

When present, thistime at which the BM-
SC shall start service announcement. If
absent, the BM-SC may automatically
start service announcement when it has all
data needed to perform such service
announcement.

Type Unit Default

Integer UTC Date None
timestamp
(with
second
precision)

O

O

Geographical
Area

Geographical Area, at which the serviceis
to be provided, either through unicast or
through MBMS Bearers. The BM-SC
derivesthe MBMS Service Area and the
SAl list for the availability information
from Geographical Area as provided by
the content provider.

The Geographical Area containsthe
following information:

Type Unit Default

List of None Empty list
String

The content of each string item is left to
the business agreement between the
Content Provider and the Operator.

QOE Reporting

List of QoE metrics that the content
provider recommends the BM-SC to
collect. The QoE metrics shall be derived
from the QoE metricsin Clause 8.4 and in
Clause 10.2 of 26.247 [98] and depend on
the delivery method that is used for the
session.

QOoE Report
URL

Resource location at which the BM-SC
will provide the QOE reports.

Type Unit Default

String None Operator
selected
default

Session Type

The Session Type represents the method
used by the content provider in providing
content to the BM-SC (viaxMB-U). The
BM-SC is selecting the appropriate
delivery methods from the session type.
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Valid Vaues: Streaming, Files,
Application, Transport-Mode

When the Session Typeis set to
Streaming, the BM-SC expects a
Streaming type input (RTP) and the
format is compliant to MBM S streaming
(asdefined in TS 26.346).

When the Session Typeis set to Files, the
BM-SC expects generic filesasinput. The
files can be provided either by on-request
pull interactions or continuous push
ingest.

When the Session Typeis set to
Application, then the ingest method
depends on the application service
description.

When the Application Service Description
pertainsto DASH, the BM-SC expects an
MPD and optionally one or more
Initialization Segments. The content is
assumed to be 3GP-DASH compliant (as
defined by 26.247 [98]). The BM-SC may
either pull the media segments from the
content provider or the content provider
continuously pushes segments into the
BM-SC.

When the Session Typeis set to
Transport-M ode, the BM-SC provides
transport of data/TV contentin a
transparent manner. The content provider
may provide some properties for the

distributions.
The Session Type shall be extensible for
further session types.
Type Unit Default
String None Files

When the Session Typeis set to “Transport-Mode”, then the additional properties as defined in Table 5.4A..-3 apply.
The propertiesin Table 5.4.A-3 are only present when the Session Type is set to “Transport-Mode”.

Table 5.4A-3: Additional properties for Transport-Mode

Property Property Description c|C|G|G|U|U|T
Name 1O 1 |O| 1 |O]I
This property is set to either Content M| O
Provider or SACH, with the following
Session behaviour:
Anrgjouncement - Content Provider: The BM-SC
Mode generates the delivery session
parameters and provides those to
the content provider.
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SACH: Inthis case, the session
announcement is done by the
MBMS system through the SACH
(see Annex L.2, L.3).

Additional modes may be added in future

releases.
Type Unit Default
String —None — SACH

Session
Description
Parameters for
User Plane

This property provides information to the
BM-SC on where and how to access the
user plane content from the content
provider, and comprises one or more of the
following components:

Type: the type of the content
associated with the target resource,
for example the Internet Media
Type of the resource asidentified
by an HTTP/SURL. An
"embedded" type is defined, which
indicates that the xMB-U user plane
parameters are embedded in the
User Plane Parameters object
described below.

Access URL: A URL that enables
the access to and possibly control
of the ingest session. The URL
may, for example, be an RTSP
URL, areference to an SDP that
describes a multicast stream, or an
HTTP/S URL to retrieve an
already-packaged MPEG2-TS
stream.

User Plane Parameters: When the
Typeis set to "embedded"”, the
Content Provider shall provide an
object to the BM-SC which
contains the session description.

- If thisproperty is set to
Forward Only, the object may
contain a ready-made Session
Description and the indication
of asingle xMB-U reception
UDP port. When a Session
Description is present, the BM-
SC shall useit for Service
Announcement.

- If thisproperty is set to Proxy,
the object shall contain a
Session Description template
and alist of the transmitted
UDP flowsto be forwarded on
the established MBMSS bearer
for the session. For each list
entry, the content provider shall
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indicate whether a) this UDP
flow is directly associated with
amedia description entry in the
Session Description Template —
i.e, an"m="lineispresentin
the template and which contains
aport field, or b) this UDP flow
isrelated to a media description
entry — e.g., it corresponds to an
RTCP flow affiliated with the
RTP flow as described by the
RTP/AVP profile). If theflow is
directly associated with a media
description entry, then the BM-
SC shall modify the port field of
the media description entry in
the Session Description
Template. If the flow isrelated
to a media description entry,
then the BM-SC shall simply
forward the flow onto a port
whose value is equal to the port
of the related media session plus
an offset.

Note the BM-SC may get input on session
properties from the content provider, e.g.
bitrate, depending on the ingest session.

This property defines how the session M| O
needs to be delivered to the application,
i.e. it basically establishes the delivery
mode.

- Mode Enumeration: Specifiesthe
delivery mode.

- Forward-only: The BM-SC
receives complete IP Multicast
packets for to be forwarded. The

Dehyery Mode content provider will create the
Configuration IP multicast packet
for user plane u PaCcKeLS.

- Proxy: The BM-SC proxiesthe
incoming UDP payloads to the
outgoing UDP payloads. The
BM-SC will create the IP
multicast packets.

Type Unit Default
String —None— Forward-
only
The contents of this property depend onthe (0]
setting of the " Service Announcement
Delivery Mode" property. If "Service

Session Announcement Mode" is set to Content
Provider, then at minimum the following
session parameters shall be provided by
the BM-SC:

Description
Parameters

- TMGI of the MBMS Bearer
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Note that additional parameters may be
provided, based on the configuration
options of the delivery method for
transport only.

When the Session Type is set to “ Streaming”, then the additional properties as defined in Table 5.4A-4 apply. The
propertiesin Table 5.4.A-4 are only present when the Session Type s set to “ Streaming”.

Table 5.4A-4: Additional properties for Streaming

Property Property Description C
Name I

o0
oo
OocC

A URL to the SDP that describes the M| O
streaming session between the content
provider and the BM-SC which will be used
for ingesting the streaming session via xMB-
U. The SDP shall include the RTSP links for
every media session as part of the
“a=control” attribute to enable RTSP control
of the session. The SDP shall also contain
the required bitrate for each of the media
Sessions.

SDP URL
The content shall conform to the constraints
of this specification.

Type Unit Default

String —None -

Note that the session will not be activated
without avalid SDP URL.

Indicatesif and for how long time shifting 0|0
access to the content (using unicast) may be
provided for this session.

Type Unit Default

TimeShifting Integer second 0

If not set (so defaulted to 0), there shall be
no time shifting access.

The BM-SC starts the streaming session when the session state becomes active. When the BM-SC adds FEC
redundancy, then the BM-SC may start the ingest session sufficiently earlier.

When the Session Typeis set to “Application”, then the additional properties as defined in Table 5.4A-5 apply. The
propertiesin Table 5.4.A-5 are only present when the Session Typeis set to “Application”.

Table 5.4A-5: Additional properties for Application, incl. DASH Service Descriptions

Property Property Description c|C |G|G|U
Name I O |I |O]I

O C
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Application
Service
Description

MIME type of the Application Service, for
exampl e application/dash+xml for DASH.

Type Unit Default

String MIME application
type /dash+xml

M

O

Ingest Mode

The ingest mode enumerates how resources are
ingested into the BM-SC viaxMB-U.

Pull: The BM-SC pullsthe resources as
described by the application entry point
document.

Push: The content provider pushes resources.
The BM-SC needs to provide apush URL.

In case of DASH, resources are media segments:

Pull: The BM-SC pulls the media segments as
described by the segment availability start time
fromaDASH MPD.

Push: The content provider pushes media
segments, so that the media segment is available
on the BM-SC according to segment availability
start time. The BM-SC needs to provide a push
URL.

Type Unit Default

String None Push

Application
Entry Point
URL

The application entry point refersto an MPD
when Application Service Description pertainsto
DASH.

When the Ingest Mode is set to Push, then the
MPD Url refersto aDASH MPD which should
be fetched, optionally conditioned and inserted
into Service Announcement.

When the Ingest Mode is set to Pull, then the
BM-SC starts fetching the segments using
unicast.

Type Unit Default

String None

Note that if not set to avalid URL, the session
will not be started.

Push URL

A resource locator for ingesting media segments
using HTTPS viaxMB-U. The content provider
may create additional sub-resources using
WebDAYV procedures.

Thisisaread-only property managed by the BM-
SC and only present when Ingest Mode is set to
Push.
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Type Unit Default

String None

This property is mandatory if the Session typeis
set to Application and Ingest Modeis set to

Push.
Unicast Indicator whether the content is also available for M| O
Délivery unicast retrieval.
Type Unit Default
Boolean None False
Components List of Components of the application, which are O|O
recommended to be made available on MBMS
Bearers.

In case of DASH, each component is identified
by arepresentation identifier.

Type Unit Default
List of None Empty list
String

When the Session Typeis set to “Files’, then the additional properties as defined in Table 5.4A-6 apply. The properties
in Table 5.4.A-6 are only present when the Session Typeis set to “Files’.

Table 5.4A-6: Additional properties for Files

Property Property Description C
Name '

o0
o®
OC

The ingest mode enumerates how resources M| O
are ingested into the BM-SC viaxMB-U.

- Push: The Content Provider shall push
the file to the BM-SC that will
immediately process and deliver as
soon asit isready. The BM-SC may be
configured to ignore al filesthat are
pushed before session active time, or
stage them. In case of Push mode, the

Ingest Mode BM-SC shall provide back to the

content provider the URL the Content

Provider shall use to push thefiles.

- Pull: Inthis case, the Content Provider
provides the resource location from
which the BM-SC will fetch thefile.
The Content Provider may tell the BM-
SC when to start fetching the file

Type Unit Default
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String None Pull

List of filesto be sent. O|O

In the Push mode, thefilelist is not used since
the BM-SC will monitor its push folder and
send the filesit receives on afirst-come first-
served basis.

In Pull mode, thefilelist contains the
following information per file entry:

- fileURL: the URL to thefilethe BM-
SC will use to fetch the content

- filedisplay URL: the URL to thefile
as seen by the UE

- fileearliest fetch time: The BM-SC
shall fetch the file no sooner than this
UTC timestamp. If absent, then the file
shall be present on the Content
Provider server and the BM-SC may
fetch itat atime of its choosing.

- filelatest fetch time: The BM-SC shall
fetch the file no later than thisUTC
timestamp. If absent, then the file shall
be present on the Content Provider
server and the BM-SC may fetchit at a
time of its choosing.

File List - files_ize (optional)_: Theconte_nt
provider may provide the precise or a
file size estimate as input. The BM-SC
may update the file size once it has
started to fetch the file.

- file status: Enumeration stating the
state of the file. Possible values are
pending, fetched, prepared,
transmitting, sent.

- Target reception completion time (on
the MBM S Client): hint on thetarget
time, when the file should be
completely received by the UE. The
BM-SC should schedule and order the
transmission etc accordingly.

- Keep Update Interval: The BM-SC
checks the file resources with the given
interval for changes.

- Unicast availability: Indication that
thefileisaso available for unicast
retrieval by the application at a Content
Provider server whose location is given
by the HTTP(S) URL corresponding to
the value of “file display URL".

- Filerepetition: The number of times
the file shall be sent on the session (a
value of 1 meansthefile shall be sent
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only once). This counter shall be
decreased each time the file has been
transmitted. When equalsto zero, no
more file repeat is scheduled. The BM-
SC may send FEC instead of source
information.

- Notethat the expected behavior is that
the BM-SC will first send all filesin
the order of the File List, then
decrement the file repetition counter
for each file, and subsequently
retransmit the list again (only files with
counter > 0 are transmitted). Thisis
repeated until all repetitions are
completed, or the session stop time has
elapsed, whichever event occurring
first.

- Periodic updateinterval: When
present, it is an indication that this file
of the list of filesis expected to be
periodically updated, and the value of
this parameter represents the nominally
expected time interval between
successive updates of thisfile. This
parameter isasignal to the BM-SC to
deliver the file and its updates as a
Datacasting service. From its value, the
BM-SC will choose the delivery mode
(‘scheduled-and-periodic’ or ‘ back-to-
back’), and set the associated interval
and @mode valuesin controlling the
transmission of the Datacasting service.

Alternative to the file list. The resource may O|0
_ _ additionally describe scheduling information
File delivery for thefile.
manifest
URL Type Unit Default
String None
O
A resource locator for ingesting content using
HTTPS viaxMB-U.
Push URL Thisisaread-only property managed by the
u BM-SC and only present when Ingest Mode is
set to Push.
Type Unit Default
String None “
When ingest mode is set to Push, the Base 0|0
URL is seen by the UE.
Display
Base URL Type Unit Default

“wn

String None
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5.4A.6 User Plane Procedures

54A6.1 Introduction

The xMB-U user plane procedures cover the transmission of service data from the content provider to the BM-SC. Only
authorized and authenticated content provider sources shall be able to ingest user plane data over xMB-U to the BM-
SC. The following data transfer modes are supported:

- File Push: the content provider uploads or transmits files to the BM-SC either as soon as they become available,
or in advance.

- FilePull: the content provider makes files available prior to the session start and at least during the lifetime of a
session. The BM-SC will retrieve the files when it needs to deliver them.

- RTP Streaming: the BM-SC establishes an RTSP session to the content provider and starts the streaming session
to relay media streams.

- Transport: the BM-SC listens on one IP address and one port number to receive UDP packets.

The details of these procedures are provided in the following sections.

5.4A.6.2 File Distribution
Provisioning files for file distribution shall use one of the following options:

-  WebDAYV asdescribed in RFC 4918[4] over HTTP over TLS. The Content Provider shall provide an
authorization access token with every HTTPS transaction.

- HTTPover TLSfor fileretrieval. The BM-SC shall use at least HTTP Version 1.1.

The content provider shall ensure that content is available at the BM-SC prior to its scheduled transmission time. For
instance, for DASH segments, the segment shall be pushed to the BM-SC considering the timing requirements indicated
inthe MPD.

Also for dl filesthat are declared as part of thefile list of a session, al declared files shall be available before their
indicated availability time, or if not provided, prior to the session start.

As an dternative to providing the properties and transport-related requirements of afile-based service, for delivery over
the MBM S bearer service, viathe ‘File List’ property of the ‘ Session’ resource in subclause 5.4A.5.6, the Content
Provider may elect to convey the same information via the File Delivery Manifest, as described in subclause 7.10.

5.4A.6.3 RTP Streaming

The content provider shall support PSS server functionality according to PSS as described in Clause 5.3 of 3GPP TS
26.234[5]. The streaming session shall be accessible prior to the start of the session. When the user plane datais
provided via UDP, then SRTP over DTLS[127] shall be used for user plane protection. Establishment of TCP based
user plane sessions with PSS is not supported.

5.4A.6.4 Transport

For Transport sessions, the BM-SC shall activate the receivers on the indicated | P address and port number. All traffic
shall use DTLS as specified in RFC 4347[7] where both client and server certificates are verified.

5.4A.6.5 Notification Messages

When the content provider wants to receive notifications, then the content provider shall provideaHTTPS URL using
which the BM-SC will send, via push delivery, service and session related notification to the congent provider. The
BM-SC shall use HTTPS to send notifications to the content provider. The content of the notification message shall be
provided as part of the body part of the HT TP message. Upon successful reception, the content provider shall reply with
a 200 OK response.
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The format of the notification message shall contain the following parameters, the corresponding details of which are
specified in Table 5.4A-7:

- Message Name (String): The unique identifier of the message

- Message Class (enumeration): Enumeration with the following values (may be expanded in the future):

- Critical: When some event drastically prevent the proper delivery of content, such as when the network is
down, the data ingestion isinterrupted, BM-SC data delivery function stopped, ....

- Warning: When the service can be partially delivered but quality is reduced. The reason can be that the
serviceis partly down because the data bitrate is too high, the packet loss rate istoo high, ...

- Information: When the service is properly delivered but some interesting event occurred. The reason can be
the presence of reporting information for the service, the correct transmission of the service announcement,

- Session/Service: Service/Session related parameters, such as service/session started, service/session
terminated, Content file send, file fetching error, etc

- Message Information (Dictionary): A dictionary of key values containing informations linked to the notification.

- Message Source: The ids are stored in the key “source” in a hierarchical dot separated format (eg Service 1 =>
“1", Session 2 of service 3 =>"3.2"). When Source is empty, then the notification is system wide.

- Message Information (Dictionary): A dictionary of key values containing informations linked to the notification.
Common keys in the dictionary, which shall be always present:

- Date: Every message information dictionary contains the UTC timestamp (in ms) of the date of the event,
accessible using the key “date”. It also contains the ids of the service/session that triggered the message
(necessary since in PUSH mode, the URL will not contain such identifiers).

Table 5.4A-7: List of Additional Notification Message

M essage Class M essage Name Additional Key Value Pairs
Critica NetworklsDown —None—
ServiceBadlyConfigured badOrMissingParameters: [ <property name>, ..]
SessionBadlyConfigured badOrMissingParameters: [ <property name>, ..]
Warning IncomingBitrateExceedSessionCapacity incomingBitRate:<value in kbps>
NolncomingData None
Information QoEReportAvailable None
ConsumptionReportsAvailable None
ReceptionReportsAvailable None
Service ServiceAnnouncementChange (only when None
in session state Session Announced or
Session Active)
Session SessionStateChange Session State Enumerates: Session Idle, Session
Announced, Session Active, Session Terminated
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FileReadyForTransmission (only when
Session Typeis“Files’)

fileUrl:<file URL>, fileSize: <integer>,
transmission size: <integer>

Typeis“Files’)

FileDownloadStarted (only when Session

fileUrl: <file URL>

Typeis“Files’)

FileSuccessfullySent (only when Session

fileUrl:<file URL>

FileFetchError

fileUrl:<file URL>, httpErrorCode: <integer>

5.5 MBMS Protocols

Figure 9 illustrates the protocol stack used by MBMS User services for Streaming and Download delivery. The grey-
shaded protocols and functions are outside of the scope of the present document. MBMSS security functions and the
usage of HTTP-digest and SRTP are defined in 3GPP TS 33.246 [20], and 3GP-DASH isdefined in TS 26.247 [98].

NOTE: The asterisk(*) mark after the box labelled "HTTP(S)" in the left side of Figure 9 means that although the
box is unshaded, the use of HTTP(S) for unicast delivery of Service Announcement & Metadatais
outside the scope of this document, and is defined by the OMA Push OTA specification [79].

Application(s)
) Associated-Delivery g g Download | Associated- )
Annierrwvcl:iwent Procedures (BMSISScuiity MBMSISEcUity Streaming 3GPP file Delivery Annosircveﬁent e
u : : format, Binary u
& Metadata oo Recepton Key Key Codecs (Audio, Video, Speech, etc.) data, ?“"l Procedures Metadata (USD.
(USD, etc.) ) ] Registration | Distribution Distribution image, 1ext | ptm File etc)
Repair | Reporting (MSK) (MTK) 3GP-DASH et Repair
RTP Pay mats FEC
| HTTP Digest
HTTR(S)® : MIKEY MIKEY I[R7P | RTPIRTCP e | |
IRTrPaligesit FEC HTTP(S) FLUTE
TCP UDP UDP/TCP
IP (unicast) IP (Multicast) or IP (Unicast)
ptp Bearer ‘ ‘ MBMS or ptp Bearer(s)

Figure 9: Protocol stack view of the MBMS User Services for Streaming and Download Delivery

5.6 3GP-DASH and MBMS

The 3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) as defined in 3GPP TS 26.247 [98] specifies formats
and methods that enable the delivery of streaming service(s) from standard HTTP servers to 3GP-DASH client(s). It
specifies the description of a collection of Media Segments and auxiliary metadata (all referenced by HTTP-URLS)

through a Media Presentation Description (MPD).

MBMS is designed to serve large receive groups with same content. The MBM S Download Delivery Method is
designed to deliver an arbitrary number of objects viaMBM S to alarge receiver population. MBM S download delivery
defines several methods to increase reliability such as FEC and file repair. The download delivery method allows the
delivery of 3GP-DASH Segments, Media Presentation Descriptions, as well as other objects referenced in the MPD as

defined in [98].

In order to support 3GP-DASH Streaming in MBMS, the USBD metadata fragment for a service shall contain either or
both a r9: mediaPresentationDescription element referencing an MPD, and ar12:appService referencing an MPD,
which is also a metadata fragment describing the service. The referenced MPD corresponds to a metadata fragment as
defined in[98]. If the USBD contains a reference to an MPD containing broadcast Representation(s), then

ETSI




3GPP TS 26.346 version 14.5.0 Release 14 69 ETSI TS 126 346 V14.5.0 (2018-01)

1) The user service shall be adownload delivery service, i.e. shal include at least one deliveryMethod element
referencing an SDP that describes FLUTE transport.

2) If objectsare not already provided during MBM S User Service Announcement, the MBM S download session
shall deliver objectsthat are referenced by the MPD, all updates of the MPD and objects that are referenced by
any update of the MPD, which are not already provided during MBMS User Service Announcement.

3) If aSegment isdelivered asaFLUTE object then al of the following shall hold:

a) The MBMS download session shall deliver segments such that the last packet of the delivered object is
available at the UE latest at its segment availability start time as announced in the MPD.

b) The Content-Location element inthe FDT for the delivered object shall match the Segment URL in the MPD.

4) If an MPD update (with or without a metadata envelope) is delivered as a FLUTE object then all of the following
shall hold:

¢) TheURL of the delivered object shall match the URI of the appropriate referenced MPD.

d) The MPD update shall be avalid update to a previously delivered MPD or an MPD delivered during MBMS
User Service Announcement.

5) If an Initialization Segment (with or without a metadata envelope) is delivered as a FLUTE object then the URI
of the delivered object shall match the appropriate reference in the MPD.

6) If any other resource in the MPD isdelivered (e.g. xlinked resource, metrics, etc.) then

€) The Content-Location element in the FDT Instance for the delivered object shall match the URL of the object
inthe MPD.

f) The MBMS download session shall deliver objects such that the last packet of the delivered object is
available at the UE latest at the earliest time a 3GP-DASH client operating on the delivered MPD sequence
may ask for the resource.

In the case areal-time streaming service is provided as 3GP-DASH streaming over MBMS, then the MPD@ ype
(attribute ‘type’ of the MPD) shall be set to “dynamic”, i.e. thisindicates that the segments get available over time,
latest at its announced segment availability start time. When MPD@ri ni numJpdat ePer i od (attribute
‘minimumUpdatePeriod’ of the MPD) is present, then the UE should expect MPD updates to be sent in the FLUTE
session with the media segments and treat these updates as defined in step 4 above.

The objects delivered with the MBM S download delivery method shall be formatted according to the announcement in
the MPD. The MPD and the described Media Presentation should conform to a profile specified in [98].

Furthermore, the Media Presentation Description fragment may contain reference(s) to Initialization Segment
Description fragment(s) whose content is an Initialization Segment as defined in [98].

The r9:mediaPresentationDescription element refers to an MPD which describes only the Representation(s) available
over the MBMS bearer(s), and shall be used by UESs complying to previous versions of this specification. The
r12:appService e ement may refer to a unified MPD which describes Representations available for both broadcast and
unicast reception, and shall be used by UEs compliant to this specification. If r12:appService element is absent, and
r9: mediaPresentationDescription element is present, then a UE complying with this release of the specification shall
use the r9: mediaPresentationDescription. This case also applies to UE compliant to the current release of this
specification, deployed in networks of a previous releases not having r12: appService element defined. In practical
deployment, different subsets of the Representations described by the unified MPD and referenced by such
r12:appService may be specified for i) unicast-only, ii) broadcast-only, and iii) both unicast and broadcast reception.

Clause 4.4.3 of this specification enables integrity and/or confidentiality protection of MBM S user services data
according to 3GPP TS 33.246 [20]. In this case each 3GP-DASH formatted file is protected using the Protection of
Download Data as described in [20].

As this protection mechanism is performed in the underlying layer of the 3GP-DASH client it is transparent to 3GP-
DASH client and not reflected in the MPD associated to the 3GP-DASH representation.
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For HTTP streaming, QoE reporting on MBMS level can be activated as described in section 8.3.2.1 or 8.3.2.2, and
QOE reporting shall in such case be done as specified in section 8.4. The Network Resource, Loss of Objects, and
Distribution of Symbol Count Underrun for Failed Blocks QoE metrics are relevant to 3GP-DASH over MBMS.

QOE reporting can also be activated on DASH level as specified in clause 10 or Annex F of [98], and reporting shall in
such case be done according to [98].

NOTE: One way of supporting the delivery of a subset of the nominally requested content by the 3GP-DASH
client which indicates explicit willingness to accept such incomplete content, and based on a specific UE
implementation architecture, is described in clause 7.2.3 of TR 26.946 [110].

Media decoders for 3GP-DASH streaming as defined in this clause delivered over MBM S are specified in clause 10 of
this specification.

3GP-DASH streaming may also be switched from MBMS to unicast. In the case of PSS-based delivery, the media
decoders for 3GP-DASH are specified in clause 7.3.6 of [98].

5.7 Generic Application Service

If the USD contains an Application Service Description fragment, then all resources that are directly or indirectly
referenced in the application service entry point document instance of this metadata fragment shall be delivered by at
least one of the delivery methods associated with the r12:appService element.

In order to support generic application servicesin MBMS, the USD metadata fragment shall contain an r12: appService
element referencing an Application Service Description metadata fragment describing the service. That application
service entry document shall be formatted according to the value of the mimeType attribute. If the USD containsa
reference to an application service entry document containing broadcast-delivered objects, then

1) Theuser service shall be adownload delivery service, i.e. shal include at |east one deliveryMethod element
referencing an SDP that describes FLUTE transport.

2) The MBMS download session shall deliver objectsthat are directly or indirectly referenced by the service entry
document.

3) If an object isdelivered asa FLUTE object with an availability time defined by service is delivered then all of
the following shall hold:

a) The MBMS download session shall deliver the objects such that the last packet of the delivered object is
available at the UE latest at its availability time as announced in the application service document

b) The Content-Location element in the FDT for the delivered object shall match the URL in the application
service document.

4) If an update to the application service document is delivered as a FLUTE object then the Content-L ocation
element inthe FDT for the delivered object shall match the URI of the appropriate referenced application service
document by using the r12: appService element and the document referenced by this element

Clause 4.4.3 of this specification enables integrity and/or confidentiality protection of MBMS user services data
according to 3GPP TS 33.246 [20]. In this case each object is protected using the Protection of Download Data as
described in [20].

QOE reporting on MBM S level can be activated as described in clauses 8.3.2.1 or 8.3.2.2, and QoE reporting shall in
such case be done as specified in clause 8.4. The Network Resource, Loss of Objects, and Distribution of Symbol Count
Underrun for Failed Blocks QoE metrics may be used to generic application services.

For any application service which is not a DASH-over-MBMS service, a) its service definition and any speciaized
handling for service delivery over MBM S, and b) the content format with the exception that it isan HTML5 document,
management and hosting of the associated Application Service Description are outside the scope of this specification.
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6 Introduction on Delivery Methods

Four delivery methods are defined in the present document - the download delivery method, the streaming delivery
method, the transparent delivery method and the group communication delivery method. MBM S delivery methods
make use of MBM S bearers for content delivery but may also use the associated procedures defined in clause 9.

Use of MBM S bearers by the download delivery method is described in clause 7. The File Repair Procedure and the
Reception Reporting Procedure (described in clause 9) may be used by the download delivery method.

Use of MBMS bearers by the streaming delivery method is described in clause 8.
Use of MBMS bearers by the group communication delivery method is described in clause 8A.

Use of MBMS bearers by the transparent delivery method is described in clause 8B.

7 Download Delivery Method

7.1 Introduction

MBMS download delivery method uses the FLUTE protocol (RFC 3926 [9]) when delivering content over MBMS
bearers. MBM S download delivery method may use OMA PUSH [79] when delivering content over other UMTS/EPS
bearers. Usage of FLUTE protocol is described in clause 7.2. The Usage of OMA Push is described in clause 7.4. The
FLUTE session set-up with RTSPis defined in clause 7.5.

FLUTE isbuilt on top of the Asynchronous Layered Coding (ALC) protocol instantiation (RFC 3450 [10]). ALC
combines the Layered Coding Transport (LCT) building block [11], a congestion control building block and the
Forward Error Correction (FEC) building block ([12]) to provide congestion controlled reliable asynchronous delivery
of content to an unlimited number of concurrent receivers from a single sender. As mentioned in (RFC 3450 [10]),
congestion control is not appropriate in the type of environment that MBM S download delivery is provided, and thus
congestion control is not used for MBM S download delivery. See figure 10 for an illustration of FLUTE building block
structure. FLUTE is carried over UDP/IP, and isindependent of the IP version and the underlying link layers used.

FLUTE

LCT | CC

Figure 10: Building block structure of FLUTE

-
at
O

ALC usesthe LCT building block to provide in-band session management functionality. The LCT building block has
several specified and under-specified fields that are inherited and further specified by ALC. ALC usesthe FEC building
block to provide reliability. The FEC building block allows the choice of an appropriate FEC code to be used within
ALC, including using the no-code FEC code that simply sends the original data using no FEC coding. ALC is under-
specified and generally transports binary objects of finite or indeterminate length. FLUTE is a fully-specified protocol
to transport files (any kind of discrete binary object), and uses specia purpose objects - the File Description Table
(FDT) Instances - to provide a running index of files and their essential reception parametersin-band of aFLUTE
session.

NOTE: Oneway of supporting the delivery of a subset of the nominally requested content by the DASH client
which indicates explicit willingness to accept such incomplete content, and based on a specific UE
implementation architecture, is described in clause 7.2.3in TR 26.946 [110].
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7.2 FLUTE usage for MBMS download

7.2.0 General

The purpose of download isto deliver content in files. In the context of MBM S download, afile contains any type of
MBMS data (e.g. 3GPP file (Audio/Video), Binary data, Still images, Text, Service Announcement metadata).

In the present document the term "file" is used for all objects carried by FLUTE (with the exception of the FDT
I nstances).

UE applications for MBMS user services built upon the download delivery method have three general approaches to
getting files from the FLUTE receiver for ajoined session:

- Promiscuous: Instruct FLUTE to promiscuoudly receive al files available. Promiscuous reception can be
suitable for single purpose sessions (generally with limited number and/or size of files) although uncertainty over
the quality and content of files makes this approach generally undesirable.

- One-copy: Instruct FLUTE to receive a copy of one or more specific files (identified by the fileURI) - and
potentially leaving the session following reception of one copy of all the specified files. Specifying the download
file ensures that the UE has an upper bound to the quantity of files downloaded. One-copy reception requires
prior knowledge of the file identifiers (fileURI ).

- Keep-updated: Instruct FLUTE to receive one or more specific files and continue to receive any updates to
those files. As with one-copy, the keep-updated approach bounds the quantity of files downloaded and requires
prior knowledge of the file identifiers. In order to realise an efficient keep-updated service, where file updates
are unpredictable and maybe far apart in time, aregistration and notification service is defined in sub-clause 7.7.

NOTE: The keep updated service is optional for the UE. In the absence of content filtering tools, the serviceis
typically offered to arestricted set of applications.

NOTE: The present document does not prevent or endorse changing download reception approach, and any
related file list, during the life of the download session. Discovery of session content lists (including file
lists) out-of-band of the delivery method sessions is beyond the scope of the present document.

The interaction of these file download modes and the caching directivesis defined in sub-clause 7.2.13.

MBMS clients and servers supporting MBM S download shall implement the FLUTE specification (RFC 3926 [9]), as
well as ALC (RFC 3450 [10]) and LCT (RFC 3451 [11]) features that FLUTE inherits. In addition, several optional and
extended aspects of FLUTE ,as described in the following clauses, shall be supported.

One FDT instanceistypically bound to one MBMS transmission session. It is therefore recommended, that each
MBMS transmission session should contain one or more repetitions of the same FDT instance.

7.2.1 Fragmentation of Files

Fragmentation of files shall be provided by a blocking agorithm (which calcul ates source blocks from source files) and
asymbol encoding algorithm (which cal culates encoding symbols from source blocks).

71.2.2 Symbol Encoding Algorithm

The "Compact No-Code FEC scheme" - [12] (FEC Encoding ID 0, also known as "Null-FEC") shall be supported.

The Raptor FEC scheme is described in sub-clause 7.2.12.

A UE that supports MBM S User Services shall support a decoder for the Raptor FEC scheme.

If a UE that supports MBM S User Services receives a mathematically sufficient set of encoding symbols generated
according to the encoder specification in [91] for reconstruction of a source block then the decoder shall recover the
entire source block. Note that the example decoder described in [91] clause 5.5 fulfils this requirement.
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7.2.3 Blocking Algorithm

In the case of the Compact No-Code FEC scheme [12] (FEC Encoding ID 0), then the "Algorithm for Computing
Source Block Structure” described within the FLUTE specification (RFC 3926 [9]) shall be used.

In the case of Raptor forward error correction, then the algorithm defined in [91] shall be used.
Thevauesof N, Z, T and A shall be set such that the sub-block size is less than 256K B.

7.2.4  Congestion Control

For ssimplicity of congestion control, FLUTE channelization shall be provided by asingle FLUTE channel with single
rate transport.

7.2.5  Content Encoding of Files for Transport

Files may be content encoded for transport, as described in [9], in the Download delivery method using the generic
GZip agorithm as specified in RFC 1952 [42]. UEs shall support GZip content decoding of FLUTE files (GZIP RFC
1952 [42], clause 9).

7.2.6  Transport File Grouping

Files downloaded as part of a multiple-file delivery are generally related to one another. Examples include web pages,
software packages, and the referencing metadata envel opes and their metadata fragments. FLUTE clients analyse the
XML-encoded FDT Instances as they are received, identify each requested file, associate it with FLUTE packets (using
the TOI) and discover the relevant in-band download configuration parameters of each file.

An additional "group” field inthe FLUTE FDT instance and file elements enables logical grouping of related files. A
FLUTE receiver should download all the files belonging to all groups where one or more of the files of those groups
have been requested. However, a UE may instruct its FLUTE receiver to ignore grouping to deal with special
circumstances, such as low storage availability.

The group names are allocated by the FLUTE sender and each specific group name shall group the corresponding files
together as one group, including files describes in the same and other FDT Instances, for a session.

Group field usage in FDT Instancesis shown in the FDT XML schema (clause 7.2.10). Each file element of an FDT
Instance may be labelled with zero, one or more group names. Each FDT Instance element may be labelled with zero,
one or more group names which are inherited by all files described in that FDT Instance.

7.2.7 Signalling of Parameters with Basic ALC/FLUTE Headers
FLUTE and AL C mandatory header fields shall be as specified in [9, 10] with the following additional specializations:

- Thelength of the CCI (Congestion Control Identifier) field shall be 32 bitsand it is assigned a value of zero
(C=0).

- The Transmission Session Identifier (TSI) field shall be of length 16 bits (S=0, H=1, 16 hits).
- The Transport Object Identifier (TOI) field should be of length 16 bits (O=0, H=1).
- Only Transport Object Identifier (TOI) O (zero) shall be used for FDT Instances.

- Thefollowing features may be used for signalling the end of session and end of object transmission to the
receiver:

- TheClose Session flag (A) for indicating the end of a session.
- The Close Object flag (B) for indicating the end of an object.
In FLUTE the following applies:
- The Sender Current Time present flag (T) shall be set to zero.
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- The Expected Residual Time present flag (R) shall be set to zero.
- TheLCT header length (HDR_LEN) shall be set to the total length of the LCT header in units of 32-bit words.

- For "Compact No-Code FEC scheme" [12], the FEC Payload ID shall be set according to RFC 3695 [13] such
that a 16 bit SBN (Source Block Number) and then the 16 bit ESI (Encoding Symbol D) are given.

- For “MBMS FEC scheme”, the FEC Payload ID shall be set according to Clause 7.2.12.1.

- For “EXT_TIME” LCT Header [119], the sender may includeit in all or some of the LCT packets for afile
transmission. If EXT_TIME isincluded, it shall contain the ERT time value set according to [119].

7.2.8 Signalling of Parameters with FLUTE Extension Headers
The FLUTE sender shall use FLUTE extension header fields EXT_FDT, EXT_FTI , EXT_CENC [9] asfollows:
- EXT_FTI shadl beincluded in every FLUTE packet carrying symbols belonging to any FDT Instance.
- FLUTE packets carrying symbols of files (not FDT Instances) shall not include an EXT_FTI.
- FDT Instances shall not be content encoded and therefore EXT_CENC shall not be used.
According to FLUTE [9] the following rules apply for a FLUTE sender:
- EXT_FDT isinevery FLUTE packet carrying symbols belonging to any FDT Instance.
- FLUTE packets carrying symbols of files (hot FDT instances) do not include the EXT_FDT.

Note: Asan MBMS client conformsto a FLUTE receiver the receiver side treatment of LCT extension headersis
covered by RFC3451 and RFC3926. The actions when receiving EXT_FDT and EXT_FTI are defined in
RFC3926. The default action for unrecognized header extensionsis to ignore them.

7.2.9 Signalling of Parameters with FDT Instances

The extended FLUTE FDT instance schema defined in clause 7.2.10.1 (based on the one in RFC 3926 [9]) shall be
used. In addition, the following applies to both the session level information and all files of aFLUTE session.

Theinclusion of these FDT Instance data elementsis mandatory according to the FLUTE specification:
- Content-Location (URI of afile).
- TOI (Transport Object Identifier of afile instance).

- Expires (expiry datafor the FDT Instance).

For MBM S operation, the UE shall not use areceived FDT Instance to interpret packets received beyond the expiration
time of the FDT Instance.

NOTE 1: Thisrequirement is strengthened for MBM S compared to RFC 3926 [9], where it is mentioned that “the
receiver SHOULD NOT use areceived FDT Instance to interpret packets received beyond the expiration
time of the FDT Instance.”

NOTE 2: It is expected that a TOI value may be reused after the highest expiry time of the FDT instances containing
that TOI value.

NOTE 3: Since the expiry time corresponds to the end of transmission, A UE can either clean up its memory in case

not sufficient symbols are received, or perform file repair if enabled in the system, or make partial file
delivery available to the application (e.g. see clause 7.2.3 in TR 26.946 [110]).
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Additionally, the inclusion of these FDT Instance data elementsis mandatory. Note the following elements are optional
inthe FDT schemato stay aligned with the IETF RFC defined schema:

- Content-Length (source file length in bytes).

- Content-Type (content MIME type).

- FEC Encoding ID.
Other FEC Object Transmission Information specified by the FEC schemein use:

NOTE 4: The FEC Object Transmission Information elements used are dependent on the FEC sc