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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

MBMS is a point-to-multipoint service in which datais transmitted from a single source entity to multiple recipients.
Transmitting the same data to multiple recipients allows network resources to be shared.

The MBMS bearer service offers two modes:
e Broadcast Mode.

e Multicast Mode.

MBMS user services can be built on top of the MBMS bearer service. Further, the MBM S User Services may use other
UMTS bearer services to deliver data. The present document specifies two delivery methods for the MBM S user
services: download and streaming. Examples of applications using the download delivery method are news and
software upgrades. Delivery of live music is an example of an application using the streaming delivery method.

There can be several MBM S user services. The objective of the present document is the definition of a set of media
codecs, formats and transport/application protocols to enable the deployment of MBM S user services. The present
document takes into consideration the need to maximize the reuse of components of already specified services like PSS
and MMS.
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1 Scope

The present document defines a set of media codecs, formats and transport/application protocols to enable the
deployment of MBM S user services either over the MBMS bearer service or other UMTS Bearer Services within the
3GPP system.

In this version of the specification, only MBMS download and streaming delivery methods are specified. The present
document does not preclude the use of other delivery methods.

The present document includes information applicable to network operators, service providers and manufacturers.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

o For aspecific reference, subsequent revisions do not apply.

o For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.
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M. Luby, R. Lehtonen, V. Roca, R. Walsh.
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M. Luby, J. Gemmell, L. Vicisano, L. Rizzo, J. Crowcroft.

[11] IETF RFC 3451 (December 2002): "Layered Coding Transport (LCT) Building Block™, M. Luby,
J. Gemmell, L. Vicisano, L. Rizzo, M. Handley, J. Crowcroft.

[12] IETF RFC 5052 (August 2007): "Forward Error Correction (FEC) Building Block", M. Luby, M.
Watson, L. Vicisano.
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply:

Broadcast session: See 3GPP TS 22.146 [2].

Forward Error Correction (FEC): in the context of MBMS, a FEC mechanism is used at the application layer to
allow MBM S receiversto recover lost SDUs

FLUTE channel: equivalent to an ALC/LCT channel
An ALC/LCT channel is defined by the combination of a sender and an address associated with the channel by the
sender (RFC 3926 [9]).

Frame-packed stereoscopic 3D video: avideo consisting of two views in which both views were packed into asingle
stream before compression.

Multicast joining: See 3GPP TS 22.146 [2].

Multicast session: See 3GPP TS 22.146 [2].

M ultimedia Broadcast/M ulticast Service (MBMYS): See 3GPP TS 22.146 [2].
MBM Sover a Single Frequency Network: See 3GPP TS 25.346 [5]

MBM S user services: MBMS User Service may use more than one Multimedia Broadcast/M ulticast Service (bearer
service) and more than one Broadcast and/or Multicast session

See 3GPP TS 22.246 [3].

MBM S user service discovery/announcement: user service discovery refersto methods for the UE to obtain the list of
available MBMS user services along with information on the user service and the user service announcement refers to
methods for the MBM S service provider to make the list of available MBM S user services along with information on
the user service available to the UE

MBM S user serviceinitiation: UE mechanisms to setup the reception of MBMS user service data
The initiation procedure takes place after the discovery of the MBMS user service

MBM S delivery method: mechanism used by aMBMS user serviceto deliver content
An MBMS delivery method uses MBM S bearers in delivering content and may make use of associated procedures.

MBM S download delivery method: delivery of discrete objects (e.g. files) by means of a MBM S download session

MBM S streaming delivery method: delivery of continuous media (e.g. real-time video) by means of aMBMS
streaming session

MBM S download session: time, protocols and protocol state (i.e. parameters) which define sender and receiver
configuration for the download of content files

MBM S streaming session: time, protocols and protocol state (i.e. parameters) which define sender and receiver
configuration for the streaming of content
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RTP Session: The RTP and RTCP traffic sent to a specific |P multicast address and port pair (one port each for RTP
and RTCP) during the time period the session is specified to exist. An RTP session is used to transport a single media
type (e.g. audio, video, or text). An RTP session may contain several different streams of RTP packets using different
SSRCs.

Stereoscopic 3D video: avideo bitstream consisting of two views.

Unicast Bearer Service: Synonymously used asthe term “UMTS Bearer Services with interactive and/or streaming
traffic classes’.

3.2 Abbreviations

For the purposes of the present document, abbreviations given in 3GPP TR 21.905 [1] and the following apply:

ALC Asynchronous Layered Coding

AVC Advanced Video Coding

BM-SC Broadcast-Multicast - Service Centre

cC Congestion Control

CPB Coding Picture Buffer

CVsS Coded Video Sequence

DASH Dynamic Adaptive Streaming over HTTP
DIMS Dynamic and Interactive Multimedia Scenes
ERT Expected Residual Time

ES Encoding Symbol ID

FDT File Delivery Table

FLUTE File deLivery over Unidirectional Transport
FMT Feedback Message Type

HDTV High-DefinitionTeleVision

HEVC High Efficiency Video Coding

IANA Internet Assigned Numbers Authority
IDR I nstantaneous Decoding Refresh

IRAP Intra Random A ccess Point

LCT Layered Coding Transport

LI Leap Indicator

MIME Multipurpose Internet Mail Extensions
MMS Multimedia Messaging Service

MPD Media Presentation Description

MSK MBMS Service Key

MTK MBMS Traffic Key

MUK MBMS User Key

NAL Network Abstration Layer

NTP Network Time Protocol

PSS Packet-switched Streaming Service
RASL Random Access Skipped Leading picture
SBN Source Block Number

SCT Sender Current Time

SEI Supplemental Enhancement Information
SNTP Simple Network Time Protocol

TMGI Temporary Mobile Group Identity

TOI Transport Object Identifier

TSI Transport Session Identifier

usb User Service Description

UTC Universal Time Coordinated

VCL Video Coding Layer
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4 MBMS system description

4.1 MBMS functional layers

Three distinct functional layers are defined for the delivery of MBM S-based service. They are Bearers, Delivery
method and User service. Figure 1 depicts these layers with examples of bearer types, delivery methods and
applications.

User service/ MMS PSS Other
Application e
Delivery method Download Streaming
Bearer Unicast Bearer MBMS Bearer
Bearers: Bearers provide the mechanism by which IP data is transported. MBMS bearers as defined in

3GPP TS 23.246 [4] and 3GPP TS 22.146 [3] are used to transport multicast and broadcast traffic
in an efficient one-to-many manner and are the foundation of MBMS-based services. MBMS
bearers may be used jointly with unicast PDP contexts in offering complete service capabilities.

Delivery Method: When delivering MBMS content to a receiving application one or more delivery methods are used.
The delivery layer provides functionality such as security and key distribution, reliability control by
means of forward-error-correction techniques and associated delivery procedures such as file-
repair, delivery verification. Two delivery methods are defined, namely download and streaming.
Delivery methods may be added beyond the current release. Delivery methods may use MBMS
bearers and may make use of point-to-point bearers through a set of MBMS associated
procedures.

User service: The MBMS User service enables applications. Different applications impose different
requirements when delivering content to MBMS subscribers and may use different MBMS delivery
methods. As an example a messaging application such as MMS would use the download delivery
method while a streaming application such as PSS would use the streaming delivery method.

Figure 1. Functional Layers for MBMS User Service

4.2 MBMS User Service Entities

Figure 2 showsthe MBMS user service entities and their inter-relations. Relation cardinality is depicted as well.

MBMS User | 1 » | MBMSUser | 1+ Unicast or
Service = “ > Service _ _ > MBMS
Session Bearer

Figure 2: Entities and Relations

An MBMS user service is an entity that is used in presenting a complete service offering to the end-user and allowing
him to activate or deactivate the service. It istypically associated with short descriptive material presented to the end-
user, which would potentially be used by the user to decide whether and when to activate the offered service.

A single service entity can contain multiple distinct multimedia objects or streams, which may need to be provided over
various MBM S download or MBMSS streaming sessions. A download session or a streaming session is associated with
either an unicast bearer or one or more MBMS bearers and a set of delivery method parameters specifying how content
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isto be received on the mobile side. The MBM S User Service Session may be mapped either on MBM S Bearer
Services or on unicast bearer services.

A set of one or more MBMS bearers can be used for delivering data as part of an MBM S download or streaming
session. As an example, the audio and visual parts can be carried on separate MBM S bearers. However, it is
recommendated to transfer MBM S download and/or streaming sessions, which belong to the same MBM S user service
on the same MBMS bearer service.

An MBMS bearer service (identified by TMGI) may be used to transport data for one or more MBM S download or
streaming sessions (3GPP TS 22.246 [3], clause 5).

4.3 MBMS bearer service architecture

The MBMS Bearer Service Architectureis defined in 3GPP TS 23.246 [4]. The MBM S User Service interfaces to the
MBMS system via 3 entities.

e TheBM-SC.
e TheGGSN (for GPRS) or MBMS-GW (for EPS).
e TheUE.

The BM-SC provides functions for MBM S user service provisioning and delivery to the content provider. It can also
serve as an entry point for IP MBMS data traffic from the MBM S User Service source.

The GGSN (for GPRS) or MBMS-GW (for EPS) serves as an entry point for P multicast traffic as MBM S data from
the BM-SC.

4.4 Functional Entities to support MBMS User Services

441 MBMS User Service Architecture

Figure 3 depicts the MBM S network architecture showing MBMS related entitiesinvolved in providing MBM S user
Services.

MBMS
Receiver
Content
Provider
GERAN e, e
.. CoreNetwork ™ ¢ i
i ] SGSN[|GGSN [ BM-SC
4 —Te .
UTRAN R P Network‘;‘j
MBMS
Receiver

Figure 3: MBMS network architecture model for GPRS
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MBMS
Receiver
Content
Provider
L SGmb
— BM-SC
SGi-mb
IP Network

MBMS
Receiver

Figure 3b: MBMS network architecture model for EPS

MBMS User Service architecture is based on an MBMS receiver on the UE side and a BM-SC on the network side.

The use of the Gmb / SGmb and Gi / SGi-mb interface in providing |P multicast traffic and managing MBM S bearer
sessionsis described in detail in 3GPP TS 23.246 [4].

Details about the BM-SC functional entities are given in figure 4.
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SGmb . |
to MBMS-GW Session & |
to GGSN Gmb Transmission

to UE

Interactive
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Functions

User Service
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Announcement

Function

i Content Provider/
MBMS Data Delivery r
[ RTP, UDP/FLUTE i Multicast Broadcast
UDP/(s)RTP, UDP/FLU MBMS Delivery
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Associated

Délivery
htt
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htt Key Request
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to UE .
Function

Key Management
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Figure 4: BM-SC sub-functional structure

The Session and Transmission function is further subdivided into the MBM S Delivery functions and the Associated
Delivery functions.

The BM-SC and UE may exchange service and content related information either over point-to-point bearers or MBM S
bearers whichever is suitable. To that end the following MBM S procedures are provided:

User Service Discovery / Announcement providing service description material to be presented to the end-user
as well as application parameters used in providing service content to the end-user.

MBM S-based delivery of data/content from the BM-SC to the UE over |P multicast or over |P unicast.
- The data/content is optionally confidentiality and/or integrity protected

- The data/content is optionally protected by an forward error correction code

Key Request and Registration procedure for receiving keys and key updates.

Key distribution procedures whereby the BM-SC distributes key material required to access service data and
delivered content.

Associated Delivery functions are invoked by the UE in relation to the MBMSS data transmission. The following
associated delivery functions are available:

- Filerepair for download delivery method used to complement missing data.

- Delivery verification and reception statistics collection procedures.

The interfaces between internal BM-SC functions are outside the scope of the present document.
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A "Proxy and Transport function™ may be located between the " Session and Transmission Function™ and the GGSN (for
GPRS) or MBMS-GW (for EPS). The "Proxy and Transport function” is transparent to the " Session and Transmission
function™. The “Proxy and Transport” function is defined in sub-clause 5.1.3 of [4].

4.4.1a Content Provider / Multicast Broadcast Source

The Content Provider/Multicast Broadcast Source may provide discrete and continuous media, as well as service
descriptions and control data, to the BM-SC to offer servicesat atime. An MBMS User Service may use one or severa
MBMS delivery methods simultaneously. The Content Provider/Multicast Broadcast Source may also be a3d Party
Content Provider/Multicast Broadcast Source.

The Content Provider/Multicast Broadcast Source function may reside within the operator's network or may be
provided from outside the operator's network. The Content Provider/Multicast Broadcast Source can also configure the
Session and Transmission functions (e.g. delivery or associated delivery). The interface between the Content
Provider/Multicast Broadcast Source and the BM-SC is outside the scope of the present document.

4.4.2 MBMS Key Management Function

The MBM S Key Management function is used for distributing MBM S keys (Key Distribution subfunction) to
authorized UEs. Before the UE can receive MBM S keys, the UE needs to register to the Key Request subfunction of the
Key Management function by indicating the MBM S User Service Id. Once registered, the UE can request missing
MBMS keys from the BM-SC by indicating the specific MBMS key Id. In order for the UE to stop the BM-SC to send
MBMS key updates a deregistration with the MBM S User Service Id is needed.

If the MBMS User Service does not require any MBM S data protection, then the UE shall not register for key
management purposes.

A detailed description of all key management proceduresis provided in 3GPP TS 33.246 [20].

4.4.3 MBMS Session and Transmission Function

The MBMS Session and Transmission function transfers the actual MBM S session data to the group of MBMS UEs
using either MBM S Bearer Services or unicast bearer services. The MBM S Session and Transmission function interacts
with the GGSN (for GPRS) through the Gmb Proxy function to activate and release the MBM S transmission resources.
The MBMS Session and Transmission function interacts with the MBM S-GW (for EPS) through the SGmb Proxy
function to activate and release the MBM S transmi ssion resources.

The session and transmission function may compress headers of MBM S data in some cases. Further, the session and
transmission function may need to add synchronization information for the MBMS payload e.g. in case of MBSFN
transmissions. For details on usage of synchronization and header compression see 3GPP TS 23.246 [4] and 3GPP TS
25.346 [5].

The function contains the MBM S delivery methods, which use the MBM S bearer service for distribution of content.
Further this function contains a set of Associated-Delivery Functions, which may be invoked by the UE in relation to
the MBM S data transmission (e.g. after the MBM S data transmission).

The BM-SC Session and Transmission function is further described in later clauses of the present document as well as
in3GPP TS 23.246 [4].

MBMS user services data may be integrity and/or confidentiality protected as specified within 3GPP TS 33.246 [20],
and protection is applied between the BM-SC and the UE. This data protection is based on symmetric keys, which are
shared between the BM-SC and the UESs accessing the service.

MBMS user services may also be protected against packet 1o0ss between BM-SC and UE using a forward error
correction code.

4.4.4 User Service Discovery / Announcement function

The User Service Discovery / Announcement provides service description information, which may be delivered viathe
Session and Transmission function or via the Interactive Announcement function. This includes information, which is
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necessary to initiate an MBM S user service as described in sub-clause 5.3.1. Metadata for the service descriptions are
described in sub-clause 5.2.

4.4.5 Interactive Announcement Function

An Interactive Announcement Function may offer alternative means to provide service descriptions to the UE using
HTTP or be distributed through other interactive transport methods.

4.4.6 MBMS UE

The MBMS UE hoststhe MBM S User Services receiver function. The MBMS receiver function may receive data from
MBMS bearer services or from unicast bearer services. The MBMS receiver function may receive datafrom several
MBMS User Services simultaneously. According to the MBMS UE capabilities, some MBMS UEs may be able to
receive data belonging to one MBM S User Service from several MBM S Bearer Services simultaneously. The MBMS
receiver function uses interactive bearers for user service initiation / termination, user service discovery and associated
delivery procedures.

In casethe MBM S user serviceis secured, the UE needs one or more cryptographic MBM S service keys, therefore the
UE requests the relevant cryptographic MBMS service keys using the BM-SC Key Request function. The received keys
(i.e. MSK) are then used for securing the MBM S session.

4.5 Usage of identity of MBMS session

The Session Identity of the MBMS session is provided with the MBM S session start procedure from the BM-SC to the
GGSN (for GPRS) or MBMS-GW (for EPS) viathe Gmb (for GPRS) or SGmb (for EPS) protocol inthe MBMS
Session Identity information element. The “MBMS Session Identity” information element is specified in [99]. The size
of the Session Identity field is 1 octet. The MBM S Session | dentity is forwarded with the MBMS SESSION START
REQUEST message through the system and received by the MBM S UE with the paging message.

The usage of the MBM S Session Identity isoptional. The MBM S Session Identity is only applicableto MBMS
download sessions. The MBM S transmission resources are activated as described in sub-clause 5.4. Each MBMS
session of the MBM S User Service may be activated using a different MBMS Session Identity. The MBMS UE
determines, based on the MBM S Session Identity value, whether the files of the upcoming MBM S download session
were aready received. If the files have already been completely received, the MBMS UE does not respond to the
notification of the MBM S Session.

The association of MBMS Session Identities to files is determined by the BM-SC and communicated within the File
Delivery Table. This association of aMBMS Session Identity to filesis valid until a particular expiry time, also
signalled within the File Delivery Table. If a UE has not received a File Delivery Table associating a given MBMS
Session |dentity to a specific file or set of files, or a previously received association has expired, then the UE shall
assume that the MBM S Session | dentity value is associated to new files which has not yet been received and shall
respond as normal to MBM S notifications with that Session Identity value.

A single MBMS Session I dentity value may be associated with asingle file or with a set of files. OnceaMBMS
Session ldentity value has been associated with a particular file or a set of files, this association shall not be changed
before the expiry of the validity time for that MBM S Session Identity value. In particular, aFile Delivery Table
including some files that has previously been associated with a particular Session Identity value must include all files
previously associated with that value, even if it is not intended to include all the files within the MBM S transmission
session.

An FDT instance includes the MBM S Session I dentity expiry time and associates the MBM S Session I dentity expiry
times with particular MBM S Session Identity values.

If the MBMS Session I dentity is used by the BM-SC, the BM-SC shall also provide the session repetition number of
that MBM S transmission session on the Gmb (for GPRS) or SGmb (for EPS) interface.

If the BM-SC starts using the MBM S Session I dentity for one MBMS Bearer Service, the BM-SC may still decide not
to use the MBMS Session I dentity for alater MBMS transmission on that MBM S bearer service (e.g. when an MBMS
download or streaming session is transmitted only once).
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After determining that all filesfor aMBMS Session Identity value has been received, the UE shall not respond to
MBMS notifications for the MBM S Bearer Service with that MBM S Session Identity value until the MBM S Session
Identity is expired. Once the MBM S Session Identity has expired, the content is no longer guaranteed to be repeated,
and therefore the UE may begin to respond to MBM S notifications for the associated MBM S Bearer Service.

The BM-SC may send FDT instances on a separate transmission session or interleaved with other data packets of the
same transmission session. An FDT instance may describe more files than the files to be transmitted over the same
transmission session asthat FDT instance.

4.6 Time Synchronization between the BM-SC and MBMS UEs

A number of MBM S metadata fragments and File Delivery Table (FDT) contain NTP encoded time values. NTP uses
UTC as reference time and isindependent from time zones. In order to process the time information from the BM-SC
correctly, the MBMS UEs shall be time synchronized with the BM-SC with a tolerance of +/- 1 second. The BM-SC
shall offer an SNTP [84] time server. The MBM S UEs should use SNTP to synchronize the time with the BM-SC. It is
expected that the MBM S UE periodically requests SNTP time synchronization in order to keep the +/- 1 second
tolerance. However, the MBM S UE should use the SNTP time synchronization service only as necessary to keep +/- 1
second accuracy, and should at most use the SN'TP time synschonization once every 24 hours to avoid scalability issues.

To further prevent scalability issues, the MBMS UE should randomize its periodic SNTP requests over 1 hour just
preceeding its determined SNTP request time.

SNTP time synchronization may be achieved either by using SNTP anycast [84], or SNTP unicast [84], depending on
network support.

For network deployment where intermediate router nodes between the UE and BM-SC have anycast enabled, the BM-
SC shall support the SNTP anycast mode. The MBM S UE sends a request to a designated | Pv4 or IPv6 local broadcast
address or multicast group address. One or more SNTP anycast servers reply and include a timestamp with their current
time and its precision. BM-SC SNTP servers shall only respond if they have a valid synchronization time and shall not
leave the timestamp blank, such that the SNTP Leap Indicator (LI) field shall not use the value 3 (warning:
unsynchronised). The MBM S UE does not need to keep server address state data and changesin the SNTP server
addressing will not affect each subsequent synchronization operation.

For 1Pv4, the Internet Assigned Numbers Authority (IANA) has assigned the multicast group address 224.0.1.1 for
NTP, whichis used by both multicast servers and anycast clients. For I1Pv6, the IANA has assigned the multicast group
address FFOX:0:0:0:0:0:0:101. These NTP assignments apply to SNTP usage as well. The SNTP server will join these
IP multicast groups.

For network deployment where intermediate router nodes between the UE and the SNTP servers do not have anycast
enabled, the SNTP server(s) shall support unicast mode. The MBMS UE sends arequest to the server using its pre-
configured SNTP server address . The network may distribute the SNTP request traffic load to a pool of SNTP servers
in the network, as long as the UE pre-configured SNTP server address is unchanged. The way the network performsthis
load distribution is out of scope of this specification. SNTP servers shall only respond if they have avalid
synchronization time and shall not |eave the timestamp blank, such that the SNTP Leap Indicator (LI) field shall not use
the value 3 (warning: unsychronized).

AnMBMS UE shall select the SNTP mode to use as follows:
1. Attempt time synchronization using SNTP anycast;

2. If SNTP anycast procedure is successful then the UE should use SNTP anycast and continue using anycast
for future periodic SNTP time synchronization over the same access network;

3. If the SNTP anycast procedure fails then it should use SNTP unicast and continue using unicast for future
periodic SNTP time synchronization over the same access network.

4. In case of access network change detected by the UE, the UE should go to step 1 for its next periodic SNTP
time synchronization.
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5 Procedures and protocols

5.1 Introduction

This clause specifies the MBM S User service procedures and protocols.

5.2 User Service Discovery/Announcement

521 Introduction

User service discovery refers to methods for the UE to obtain alist of available MBM S user services or user service
bundles along with information on the user services. Part of the information may be presented to the user to enable
service selection.

User service announcement refers to methods for the MBM S service provider to announce the list of available MBM S
user services and user service bundles, along with information on the user services, to the UE.

In order for the user to be able to initiate a particular service, the UE needs certain metadata information. The required
metadata information is described in sub-clause 5.2.2.

According to 3GPP TS 23.246 [4], in order for this information to be available to the UE operators/service providers
may consider several service discovery mechanisms. User service announcement may be performed over aMBMS
bearer or via other means. The download delivery method is used for the user service announcement over aMBMS
bearer. The user service announcement mechanism based on the download delivery method is described in sub-clause
5.2.3. The user service announcement using interactive announcement function is described in sub-clause 5.2.4. Other
user service announcement and discovery mechanisms by other means than the download delivery method are out of
scope of the present document.

5.2.2 MBMS User Service Description Metadata Fragments

5221 Introduction

MBMS User Service Discovery/ Announcement is needed in order to advertise MBMS Streaming and MBMS
Download User Services and User Service Bundles in advance of, and potentially during, the User Service sessions
described. The User Services are described by metadata (objects/files) delivered using the download delivery method as
defined in clause 7 or using interactive announcement functions.

MBMS User Service Discovery/Announcement involves the delivery of fragments of metadata to many receiversin a
suitable manner. The metadata itself describes details of services. A metadata fragment is asingle uniquely identifiable
block of metadata. An obvious example of a metadata fragment would be a single SDP file ([14]).

The metadata consists of:;

o ametadata fragment object describing details of asingle or a bundle of MBM S user services (defined in sub-
clause 11.2);

e ametadata fragment object(s) describing details of MBM S user service sessions (defined in sub-clause 7.3 and
8.3);

o ametadata fragment object(s) describing details of Associated delivery methods (defined in sub-clause 9.5);
o ametadata fragment object(s) describing details of service protection (defined in sub-clause 11.3);

e ametadata fragment object describing details of the FEC repair data stream;

e ametadata fragment object providing a Media Presentation Description (defined in sub-clause 11.2.1.2);

e ametadata fragment object(s) providing Initialization Segments (defined in sub-clause 11.2.1.2);
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o ametadata fragment object(s) providing a Schedule information description (defined in sub-clause 11.2A);

o ametadata fragment objects(s) providing filtering datafor an MBMS User Service within a service bundle at the
level of individual sessions of agiven user service, or individua file contents within auser service (defined in
sub-clause 11.2B).

M etadata management information consists of:

e ametadata envel ope object(s) allowing the identification, versioning, update and temporal validity of metadata
fragment objects (defined in sub-clause 11.1).

A metadata envelope may have multiple metadata envelope instances. The metadata envel ope and metadata fragment
objects are transported as file objects in the same download session either as separate referencing files or asasingle
embedding file - see sub-clause 5.2.3.3. A single metadata envelope instance shall describe a single metadata fragment,
and thus instances of the two are paired. A service announcement sender shall make a metadata envel ope instance
available for each metadata fragment instance. The creation and use of both an embedded envelope instance and a
referenced envelope instance for a particular fragment instance is not recommended.

The metadata envel ope and metadata fragment objects may be compressed using the generic GZip algorithm specified
in RFC 1952 [42] as content/transport encoding for transmission. Where used over an MBMSS bearer, this shall be
according to Download delivery content encoding using FLUTE - see sub-clause 7.2.5.

User 1 N
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Service | userServiceDescription >
Bundle o l l
Description 1.N ) . -
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1 includes 1 1
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Figure 5: Simple Description Data Model

Figure 5 illustrates the simple data model relation between these description instances using UML [21] for asingle User
Service Bundle Description.

NOTE: "N" meansany number in each instance.

One MBM S User Service Bundle Description shall contain one or more instances of the user ServiceDescription
element, each of which in turn represents asingle MBM S User Service within the service bundle. The

user ServiceDescription element may refer to a single instance of the FEC Repair Stream Description metadata
fragment.

In the event aMBM S User Service carries DASH-formatted contents, the user ServiceDescription element,
representative of the User Service, shall contain a mediaPresentationDescription element and/or a r12:appService
element. The mediaPresentationDescription element shall in turn contain areference to the Media Presentation
Description metadata fragment whose data structure is identical to the MPD (Media Presentation Description) as
defined in [98]. Furthermore, the Media Presentation Description fragment may refer to one or more Initialization
Segment metadata fragments whose data structure is identical to the Initialization Segment as defined in [98]. The
r12:appService element contains areference to an Application Service Description metadata fragment, which may be a
Media Presentation Description fragment, similar to that referenced by the mediaPresentationDescription element. In
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this case, however, this MPD describes Representations delivered both over MBMSS bearer(s) and unicast bearer(s), and
isreferred to in this specification asa"unified” MPD. Furthermore, such r12:appService element identifies those
broadcast and unicast Representations conveyed by the unified MPD that are interchangeable for one another, and
whether the interchangeabl e contents are identical, or represent alternative but replaceable versions.

Also, when DASH-formatted contents are delivered by MBMS, at least one of the delivery methods shall be the
download delivery method.

Each instance of the user ServiceDescription element representing an MBM S User Service instance shall include at least
one deliveryMethod element. The delivery Method element shall refer to one Session Description fragment.

Each delivery Method instance may contain a reference to a Security Description fragment and an Associated Delivery
Procedure fragment. Several delivery methods may reference the same Security Description fragment. A Session
Description fragment may indicate at most one MBMS delivery session. An MBMS delivery session may carry one or
more content components. The MBMS User Service instance may include multiple MBM S delivery sessions (i.e.
multiple deliveryMethod elements), each carrying one or more content components belonging to that service.

A given Associated Delivery Procedure fragment referenced by an instance of deliveryMethod element under the
user ServiceDescription element may be referenced by other delivery methods of that service.

An instance of the user ServiceDescription element allows the association of delivery methods to one or more access
systems. The association is used to describe the use of separate access systems for the sasme MBM S User Service. One
delivery method may be offered throughout one or more radio access systems. The use of separate MBM S bearer
services for the same MBMS User Service is described in sub-clause 5.1.5.2 of [4].

One instance of the user ServiceDescription element may include at most one schedule element instance. If included, the
schedule instance shall refer to one Schedule Description fragment, and the UE can expect to receive MBM S User
Service data during the time periods described in the Schedule Description fragment. In the case of a file download
service, the Schedue Description fragment may include a file transmission schedule for file objects associated with the
User Service. The UE may select which files to receive based on the file transmission schedule information in the
Schedule Description fragment.

It isalso possible for multiple user ServiceDescription instances to reference the same Schedule Description fragment.
In this case, the associated delivery schedule information shall include the file transmission schedul e for files belonging
to each of these User Services.

The Schedule Description may contain a reference to one Filter Description fragment, in which case the MBM S User
Serviceis associated with filtering data which enables the UE to perform selective or targeted reception at either the
session or the content file level of the User Service.

Multipart MIME [37] may be used to concatenate the descriptions into one document for transport.

5.2.2.2 Session Description

One or more session descriptions are contained in one session description object. The session description instance shall
be formatted according to the Session Description Protocol (SDP) [14]. Each session description instance must describe
either one Streaming session or one FLUTE Download session. A session description for a Streaming session may
include multiple media descriptions for RTP sessions. The sessionDescriptionURI references the session description
object. The session description is specified in sub-clause 7.3 for the MBM S download delivery method and in subclause
8.3 for the MBM S streaming delivery method.

5.2.2.3 Associated Delivery Procedure Description

The description and configuration of associated delivery proceduresis specified in clause 9. The
associatedProcedureDescriptionURI references the associated delivery procedure instance.

An associated delivery procedure description may be delivered on a dedicated announcement channel and updated on a
dedicated announcement channel as well asin-band with an MBM S download session.

If an associated delivery procedure description for File-Repair operationsis available, then the MBMS receiver may use
the file repair service as specified in sub-clause 9.3.

If an associated delivery procedure description for reception reporting is available, then the MBMS receiver shall
provide reception reports as specified in sub-clause 9.4.
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If an associated delivery procedure description for consumption reporting is available, then the MBS receiver shall
provide consumption reports as specified in sub-clause 9.4A.
5.2.2.4 Security Description

The Security Description fragment contains the key identifiers and procedure descriptions for one delivery method.
Multiple delivery methods, each via an instance of the deliveryMethod element, may reference the same Security
Description fragment.

The Security Description fragment contains key identifiers and the server address to request the actual key material. To
avoid overload situations, the same load balancing principles asin the associated delivery procedures are used. The key
management server shall be selected as defined in sub-clause 9.3.5. The back-off time shall be determined as defined in
sub-clause 9.3.4.

The XML schema for the Security Description fragment is defined in sub-clause 11.3.

5.2.2.5 FEC Repair Stream Description

The streaming delivery method’ s FEC has separate stream for repair data, which is described by the FEC Repair Stream
Description. The FEC Repair Stream Description shall be done using SDP [14]. This SDP fileis referenced by the
bundleDescription element in the service description. The FEC Repair Stream described is common for al FEC
protected packet flows within the MBMS User Service Bundle Description instance.

5.2.2.6 Media Presentation Description

The Media Presentation Description fragment shall be a Media Presentation Description as specified in [98], containing
descriptive information on the media presentation.  This information will be used by the DASH client to construct the
associated media presentation as a streaming service to the end user.

Availability of this metadata fragment isindicated by the presence of the mediaPresentationDescription element in the
MBMS User Service Description fragment. In that case, at least one of the delivery methods shall be a download
delivery method. The actual URI to the Media Presentation Description fragment is provided by the element mpdURI
in the mediaPresentationDescription el ement.

5.2.2.7 Schedule Description
The Schedule Description metadata fragment is specified in sub-clause 11.2A.
The schedul e description information may describe the schedule of an MBMS User Service in terms of
ostart/stop lists,
orecurrence information,
oThe service ID or service Class to which the schedule may apply,
o nomina monitoring interval and indication of delivery mode for a Datacasting service.

An MBMS User Service containing multiple content components may be carried on asingle MBMS delivery session,
or on multiple delivery sessions. The UE can expect to receive MBMS data during the described time period(s) when
at least one of the sessions for the User Service is active.

The Schedule Description fragment may also include the schedule for when the files of adownload delivery MBMS
User Service are to be transmitted. The file schedule information is defined in terms of:

oThe service ID or service Class to which the file schedule may apply,
oThelist of file delivery schedule information consisting of:
= Afile URI toidentify a given file being transmitted,

= Alist of broadcast delivery start and end times,
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Note that such file schedule information would not be useful for download delivery services transporting DASH
segments.

When including file delivery schedule, the schedule description fragment may capture the file transmission schedule for
multiple User Services.

The schedule information contains a schedul e update time, allowing the UE to know when to update its current
schedule.

A Schedule Description fragment may be delivered as a metadata fragment on the service announcement channel and
may be updated in-band with an MBM S download session. When describing the file delivery schedule for multiple user
services, the Schedule Description fragment may be carried on an MBM S download session dedicated to the transport
of file schedule information. The mechanism UES use to discover thisfile delivery schedul e session is outside the scope
of this specification.

The Schedule Description fragment may reference a Filter Description fragment, in which case the MBMS User Service
is associated with filtering information which enables selective/targeted reception at one of the two mutually-exclusive
levels:

i. by individual sessions of the User Service, and

ii. by individual content files of the User Service.

Detailed description of the alternative means to establish association between the Schedule Description and Filter
Description fragments, and related filtering semantics, are provided in sub-clauses 11.2A and 11.2B.

5.2.2.8 Filter Description

The Filter Description metadata fragment contains filter data to enable selective/targeted UE reception of MBM S User
Services or contents. When present in the USD, asindicated by the reference from the Schedule Description, it
supports mechanisms to filter services/contents for intended (* positive”) reception, as previously described in sub-
clause5.2.2.7. Theintended usage of the filter datais defined by the way in which the Filter Description is referenced
by the Schedule Description.  Asan example, each session of a DASH-encoded streaming service sent viathe MBMS
download delivery method may be associated with a unique filtering criterion, to enable targeted reception by specific
UEs of data carried in that session. As another example, one or more content file items belonging to a download
delivery service may be affiliated with a specific filter datainstance which defines the rules for intended download of
those files.

One or more filterData elements may be present in the Filter Description and is uniquely identified by itsid attribute.

A given instance of the filter data may be applicable to more than one MBM S User Service —for example, it may be
intended for multiple User Services belonging to a User Service bundle to receive the same filtering treatment specified
by that filter data instance.

52.3 User Service Announcement over a MBMS bearer

5.2.3.1 General
Both the metadata envel ope and metadata fragment objects are transported as file objects in the same download session.

To receive a Service Announcement User Service the client shall obtain the session parameters for the related MBM S
download session transport. This may be achieved by pre-storing the related session parametersin the MBM S UE or via
delivery over OMA PUSH[79].

NOTE: The user service announcements are not protected when sent over MBM S bearer. See
3GPP TS 33.246 [20]

5.2.3.2 Metadata Envelope Transport

The metadata envel ope object is transported as afile object in the same MBM S service announcement download
session as its metadata fragment file object (i.e. in-band with the metadata fragment session).
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5.2.3.3 Metadata Envelope and Metadata Fragment Association with FLUTE

The MBMS Download service announcement session FDT Instances provide URIs for each transported object. The
metadata envel ope instance metadataURI field shall use the same URI for the metadata fragment asisused inthe FDT
Instances for that metadata fragment file. Thus, the fragment can be mapped to its associated envelope in-band of a
single MBM S download session.

In the referencing case, each metadata envel ope and corresponding metadata fragment shall be grouped together by the
FDT using the grouping mechanism described in sub-clause 7.2.6. This reduces the complexity of requesting both
fragment and envelope for each pair, thusit is recommended that only the metadata fragment (fileURI) be requested
from the download client (which will result in both fragment and envel ope being received using the grouping
mechanism).

5.2.4 User Service Announcement using Interactive Announcement
Function
User service descriptions may be transported to the UE using HT TP and other interactive transport methods. A BM-SC

may provide the service descriptions on request. Further protocol specifications of interactive announcement functions
are outside of the scope of this specification.

Aggregated MBM S service announcement documents as specified in sub-clause 5.2.5 may be used with the interactive
announcement functions. UEs shall support the disassembly of aggregated MBM S service announcement documents.
UEs shall support Gzip decoding of MBM S service description objects for interactive transport (BM-SC use of Gzip is
optional in accordance with sub-clause 5.2.2).

The BM-SC may use Metadata Envelopes as described in clause 11.1, and UEs shall support their use with the
Interactive Announcement Function. Where metadata envel opes are not used, only the latest delivery of a metadata
fragment shall be used by the UE, and the BM-SC shall ensure timely, consistent, size-limited and secure delivery of
metadata by means outside the scope of this document.

5.2.5 User Service Announcement over point-to-point push bearers.

5251 General

User service announcement over point-to-point push bearers have several characteristics that differ from user service
announcement over aMBMS bearer. It is not essential that the metadata envel ope made avail able by the service
announcement sender is transmitted to the MBM S terminal. In the case that both the metadata envel ope and metadata
fragment objects are transported, it is alimitation of the solution that the metadata fragment must either be embedded
within the metadata envel ope, or that the metadata fragment must be referenced by the metadata envelope and they are
both contained within a multipart MIME container [37]. In either configuration, both the metadata envel ope and the
metadata fragment objects are transported as file objects in the same download session.

This sub-clause covers both metadata transport and metadata fragmentation aspects of Service Announcement. Service
Announcement over point-to-point push bearers is specified.

NOTE: The user service announcements are not protected when sent over point-to-point push bearers. See
3GPP TS 33.246 [20].

5.25.2 Supported Metadata Syntaxes

The supported metadata syntaxes are as defined in sub-clause 11.1 of this document.

5.25.3 Consistency Control and Syntax Independence

The consistency control and syntax independence is as defined in sub-clause 11.1 of this document.

5.25.4 Metadata Envelope Definition

The metadata envel ope definition is as defined in sub-clause 11.1 of this document.
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5.25.5 Delivery of the Metadata Envelope

An instance of metadata fragment shall either be embedded within the metadata envel ope or be included in a multipart
MIME container together with the envelope. The envel ope and fragment are, by definition, transported together and in-
band of the same transport session.

The Metadata Envel ope includes a reference (metadataURI) to the associated metadata fragment using the same URI as
the fragment file isidentified by in the Service Announcement. Thus, Metadata Envel ope can be mapped to its
associated metadata fragment.

5.2.5.6 Metadata Envelope Transport

The metadata envel ope object is transported as afile object in the same MBM S service announcement download
session as its metadata fragment file object (i.e. in-band with the metadata fragment session).

5.25.7 User service announcement over SMS bearers
User service announcements over SM S bearers are formatted according to the OMA Push OTA specification [79].

OTA-WSP shall be used over the SMS bearer. Application port addressing shall be used as specified in[79]. The
application ID to be used is 0x9023 as allocated by OMNA [85].

Either confirmed or unconfirmed push may be used. In either case, the primitive shall contain the Push Headers
parameter. Within this parameter, the Content-Type header shall be included and the Content-Encoding header shall be
included if GZipis used.

5.25.8 User service announcement over HTTP push bearers

User service announcements over HT TP push bearers are formatted according to the OMA Push OTA specification
[79].

OTA-HTTP shall be used over the HTTP push bearer. Application port addressing shall be used as specified in [79].
The application ID to be used is 0x9023 as allocated by OMNA [85].

The Content-Encoding header shall be included if GZip is used.

5.2.6 Metadata Fragment Encapsulation to aggregate Service
Announcement Documents

The present document defines a number of metadata fragments to describe MBM S user services. A metadata fragment
isasingle uniquely identifiable block of metadata. Generally, more than one metadata fragment is necessary to provide
all necessary parametersto initiate an MBM S User Service. Typically, metadata fragments are provided in separate
documents. Each metadata fragment is labelled with its MIME type.

Multipart MIME may be used to encapsul ate metadata fragments into an aggregate service announcement document.
The aggregate document may contain metadata fragments of several MBM S user services. It is recommended, that any
such aggregate service announcement document contains all the referenced metadata fragments of each MBM S user
service description it contains (i.e. in the same multipart MIME structure).

An aggregate service announcement document shall encapsulate metadata fragments according to RFC 2557 [37]. The
first encapsulated file of an aggregate service announcement document is the root resource. The root resource shall be
either an MBM S user service description or a metadata envelope (as a referencing index). The service description
metadata is described in sub-clause 5.2.2 and defined in sub-clause 11.2. The metadata envelope is defined in sub-
clause 11.1.

The type field of the multipart/related header shall be set to application/mbms-user-service-description-parameter in
case the root resource is a user service description instance. The type field of the multipart/related header shall be set to
application/mbms-envel ope in case the root resource is a metadata envelope.
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5.2.7 Registration and Deregistration Procedure for MBMS User Service
Consumption

The MBMS User Service Description Fragment may include a registration description. If the registration descriptionis
present in the MBM S User Service Description Fragment, then the UE shall use the registration and deregistration
procedures as defined in this section.

A registration request is then initiated by the UE, in order to receive the complete user service description. The
registration procedure is performed using HTTP 1.1 [18] POST message towards the indicated RegistrationURL.

A successful registration response shall start with a 200 OK status line in the response header and shall contain in the
body the metadata fragments that are referenced by the USD in a multipart MIME container.

The registration request shall be formatted according to the following XML schema and using the RegistrationRequest
element.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns=" urn: 3GPP: met adat a: 2008: MBVS: Regi strati on"
el ement For nDef aul t =" qual i fi ed"
t ar get Nanmespace=" ur n: 3GPP: net adat a: 2008: MBVS: Regi strati on">

<xs: el ement nane="Regi strati onOperati onRequest">
<xs: conpl exType>
<xs: choi ce>
<xs: el ement name="Regi strati onRequest" type="Regi strati onOperati onRequest Type"/>
<xs:el ement name="Deregi strationRequest" type="Regi strationQperati onRequest Type"/>
</ xs: choi ce>
</ xs: conpl exType>
</ xs: el ement >

<xs: conpl exType nanme="Regi strati onQperati onRequest Type">
<xs:attribute name="IMEl" type="xs:string" use="optional"/>
<xs:attribute name="MS|I SDN' type="xs:string" use="required"/>
<xs:attribute name="Servicel D' type="xs:anyURl" use="required"/>
<xs:anyAttri bute namespace="##any" processContents="1ax"/>

</ xs: conpl exType>

</ xs: schema>

A de-registration procedureis used by the UE to de-register at the end of the user service consumption, in case a
registration procedure has been performed. The de-registration request shall be sent to aregistration server (preferably
the one with which the registration procedure has been performed). The de-registration procedure consists of sending an
HTTP 1.1 POST request with an XML body formatted according to the XML schema above, using the
DeregistrationRequest element.

The MIME type of the message body of the registration and deregistration request shall be set to “text/xml”.
The IMEI attribute contains, if present, the International Mobile Equirment Identifier as defined in [77].
The MS SDN attribute contains the Mobile Subscriber ISDN Number as defined in [77].

The Servicel D attribute contains the unigue MBM S User Service ldentifier as defined in clause 11.2.1.1.

5.3 User Service Initiation/Termination

5.3.1 Initiation of MBMS Bearer Service based Services
MBMS User Serviceinitiation refers to UE mechanisms to set-up the reception of MBMS user service data. During the

User Service Initiation procedure, a set of MBM S Bearers may be activated. The User Service Initiation procedure takes
place after the discovery of the MBM S user service.
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Figure 6: Initiation of an MBMS User Service

1. TheUser Service Initiation Procedureis triggered and takes a User Service Description as input that has been
obtained e.g. by executing the MBM S User Service discovery and announcement functions.

2. The MBMS UE registersto the MBMS User Service, if registration is required for the MBM S User Service. If
security functions are activated for the MBM S User Service, the MBM S UE requests MBM S service keys. The
keys are sent to the UE, after the user is authorized to receive the MBMS service. The request shall be
authenticated. Details on the MBM S User Service Registration procedure are described in 3GPP TS 33.246
[20].

3. TheMBMS UE usesthe MBMS activation procedure to activate the MBMS Bearer Service. The MBMS
activation procedure is the MBM S Multicast Service activation procedure and the MBM S Broadcast activation
procedure as defined in 3GPP TS 23.246 [4]. In case the MBM S Broadcast Mode is activated, thereis no
activation message sent from the UE to the BM-SC. The activation islocally in the UE. Note that the MBMS
Bearer Services may already be active and in use by another MBMS User Service.

3n. Incasethe MBMS User Service uses several MBM S Bearer Services, the User Service Description contains
several description items. In that case, the MBMS receiver function repeats the activation procedure for each
MBMS Bearer Service as described in 3.
5.3.2 Termination of MBMS Bearer Service based Services

MBMS user service termination refers to the UE mechanisms to terminate the reception of MBM S user services. A set
of MBMS Bearers may be deactivated during this procedure.
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Figure 7: Termination of an MBMS user service

1. TheUser Service termination Procedure istriggered. A reference to the User Service to terminate is provided
as parameter.

2.  The MBMS UE deregisters, when registration was required for the MBM S User Service. If security functions
are activated for the MBM S User Service, the MBM S UE deregisteres the security association for the MBMS
User Services. Details on the MBMS User Service Deregistration procedure are described in 3GPP TS 33.246
[20].

3. If no other MBM S User Service usesthe MBM S Bearer service, the MBM S UE uses the MBM S deactivation
procedure to deactivate the MBM S Bearer Services. The MBM S deactivation procedure represents the MBMS
Multicast service deactivation procedure and the MBM S Broadcast deactivation procedure as described in
3GPP TS 23.246 [4]. In case the MBM S Broadcast Mode is deactivated, there is no message sent to the
BM-SC. The deactivation isonly locally in the UE.

3n. Incasethe MBMS User Service uses several Bearer Services, the UE repeats the deactivation procedure for
each Bearer Service as described in 3.
5.3.3 Initiation of Unicast Bearer Service based Services

Unicast Bearer Service based MBM S User Service initiation refers to the mechanisms to set-up the reception of MBMS
user service dataviaa UMTS/EPS Bearer Service with interactive and/or streaming straffic class.

In case of theinitiation of aMBMS Streaming delivery method or a combined MBMS Streaming and MBMS
Download delivery method, the Packet Switched Streaming Service (PSS) as defined in 3GPP TS 26.234 [47] shall be
used. The establishement of a PSS session is described in clause 5.1 of 3GPP TS 26.234 [47].

In case of theinitiation of aMBMS Download delivery method, the MBMS UE isregistered in the BM-SC for OMA-
PUSH based reception of the files with the BM-SC.
5.34 Termination of Unicast Bearer Service based Services

Unicast Bearer Service based MBM S user service termination refers to the mechanisms to terminate the reception of
MBMS user service dataviaa UMTS/EPS Bearer Service with interactive and/or streaming straffic class.

In case of the termination of a MBMS Streaming delivery method or a combined MBMS Streaming and MBMS
Download delivery method, the Packet Switched Streaming Service (PSS) as defined in 3GPP TS 26.234 [47] shall be
used. The termination of a PSS session is described in clause 5.3 of 3GPP TS 26.234 [47].

In case of the termination of a MBM S Download delivery method, the MBM S UE is deregistered in the BM-SC so that
the OMA-PUSH based reception of the files with the BM-SC will be terminated.
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5.35 Scalable Service Initiation and Termination for MBMS Services

5351 General

MBMS serviceinitiation and termination as defined in clauses 5.3.1 to 5.3.4 may consist of network interactions such
as sending an IGMP Join or Leave message to the network as described in sections 8.2 and 8.7 of 3GPP TS 23.246 [4].
Initiation and termination procedures may be triggered at the MBM S UE by the user or be scheduled to happen
automatically. Upon (or after) receiving a user service announcement, the MBM S UE may render the information about
the advertised services to the user to assist him in the service selection. The user may decide to receive a given service
and hence trigger the service initiation procedure. Alternatively, the user may declare hisinterest in a specific service a-
priori and upon receiving the service announcement for that specific service, the MBM S UE may schedule the initiation
procedure at or around the start time of the session. Similarly, the MBMS UE may schedul e the termination procedure
at or around the session end time.

As a consequence, MBM S UEs may be oriented to start their service initiation and termination procedures at the same
time or during arelatively short period. This may cause network congestion, especially during the multicast of a popular
service, asall MBMS UEs may be time synchronized.

5.35.2 Randomization of Service Initiation over Time

The MBMS User Service description may contain parameters to uniformly randomize the User Service Initiation
procedures of the MBM S UEs. Security functions may be part of the User Service Initiation procedure as defined in
clause 5.3.1. If auser service initiation randomization is defined for a user service, then the overload prevention
definition in the Security Description shall be ignored for the service initiation. For randomizing the time of the
initiation procedure, the MBM S UE shall understand the following parameters, which may be signalled by the BM-SC
inthe MBMSS user service description as described in section 11.2.1:

1. initiationSartTime parameter is used by the BM-SC to signal to the MBMS UE the start time for the User
Service Initiation procedure randomization period. If the initiationSartTime parameter is not present, the
MBMS UE uses the time of the Service Annoucement reception as the start time.

2. protectionPeriod parameter is used by the BM-SC to signal to the MBM S UE the duration of the critical time
periods, during which congestion shall be avoided. The MBMS UEs shall randomly spread the initiation
procedure using the randomTimePeriod during this protection period.

3. randomTimePeriod parameter is used by the BM-SC to signal to the MBM S UE the duration of an interval
over which initiation procedures shall be randomly deferred. The MBM S UE cal culates a random time out of
the randomTimePeriod interval to defer the execution of the initiation procedure.

The MBMS UE shall start itsinitiation procedure immediately if the procedure is triggered outside of protection
periods.

5.353 Randomization of Service Termination over Time

The MBMS User Service description may contain parameters to uniformly randomize the User Service Termination
procedures of the MBM S UEs. For randomizing the time of the termination procedure, the MBMS UE shall understand
the following parameters, which may be signalled by the BM-SC in the MBMS USD as described in section 11.2.1:

1. protectionPeriod parameter is used by the BM-SC to signal to the MBM S UE the duration of the critical
time period, during which congestion needs to be avoided. The MBM S UEs shall randomly spread the
termination procedure using the randomTimePeriod during this period and starting from the session end
time.

2. randomTimePeriod parameter is used by the BM-SC to signal to the MBM S UE the duration of an interval
over which termination procedures shall be randomly deferred. The termination procedureis only
randomized during the protectionPeriod.

If the termination procedure is triggered before the session end time or after the protection period end time, the MBM S
UE shall start its termination procedure immediately. If it isin aprotection period, the MBMS UE shall defer its
termination procedure to arandom time spread over an interval of duration randomTimePeriod.
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5.4

5.4.1

MBMS Data Transfer Procedure

MBMS Data Transfer Procedure using MBMS Bearer Services

MBMS Data Transfer procedure using MBMS Bearer Services refers to the network (and UE) mechanism to transfer
(and receive) datafor one MBM S User Service on one or several MBM S Bearer Services.

MBMS

GGSN/ MBMS Associated User Service
Gmb Proxy Delivery Delivery Discovery /

function Function Function Announceme
nt

UE

NOTE:

1. Transmission Repuest

2. Session Start 1

2n. Session Start N

3. MBMS Data Transfer 1

3n. MBMS Data Transfer N

<

<
4. Session Stop 1

4n. Session Stog N

5. Associated Delivery Procedure

Security related interactions are not depicted in the sequence.

Figure 8: Procedure of MBMS Data Transfer

The MBMS Delivery Method for the MBM S User Serviceistriggered by the MBM S User Service
Provider. Note, details of the trigger are beyond of the present document.

. The MBMS Delivery function uses the MBMS Session Start Procedure to the GGSN and/or MBMS-GW,

possibly through the Gmb Proxy and/or the SGmb Proxy function to activate all MBMS Bearer Services,
which belong to the MBM S User Service. The MBM S Bearer service to be activated is uniquely identified
by the TMGI.

Note. MBMS Bearer services might be activated only to a subset of the available access systems (see 3GPP TS

3.-3n.

23.246 [4]). In case MBM S User Services or delivery methods are not available throughout all access
systems, the BM-SC describes this transmission strategy in the MBM S User Service Description (see
sub-clause 5.2.2).

The data of the MBM S user service are transmitted to all listening MBM S UEs. Several MBM S Bearer
services may be used to transmit the MBM S user service data. MBMS user service data may be integrity
and/or confidentiality protected. In case MBM S user service data are integrity and/or confidentiality
protected, MBMS traffic keys are delivered simultaneoudly on the same or a different MBMS bearer.
Optionally, syncronization information for MBSFN may be added to the MBM S User Data. The headers of
MBMS User data may optionally be compressed (see 3GPP TS 23.246 [4] and TS 25.346 [5])

. The MBMS Dédlivery function uses the MBM S Session Stop procedure to trigger the GGSN and/or

MBMS-GW, possibly through the Gmb and/or SGmb Proxy function to release all MBM S Bearer Service
for this User Service. A unique identifier for the MBMS Bearer service to be deactivated (i.e. the TMGI) is
passed on as a parameter.

In case associated delivery procedures are allowed or requested for an MBM S User Service, the MBMS UE
sends an associated-delivery procedure request to the associated -delivery function. The BM-SC may
authenticate the user. See 3GPP TS 33.246 [20]. The MBM S UE may need to wait a random time before it
starts the associated delivery procedure according to clause 9.
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5.4.2 MBMS Data Transfer Procedure using other UMTS Bearer Services

MBMS Data Transfer procedure using other UMTS Bearer Services refers to the network (and UE) mechanism to
transfer (and receive) datafor one MBMS User Service on one or more Unicast Bearer Services.

In case the MBM S Data belong to aMBMS streaming session or a combined MBMS streaming and MBM S download
session, the Packet Switched Streaming Service (PSS) as defined in 3GPP TS 26.234 [47] shall be used.

In case the MBM S Data belong to a MBM S download session, the MBM S data is transferred using OM A-PUSH.

5.5 MBMS Protocols

Figure 9 illustrates the protocol stack used by MBMS User services. The grey-shaded protocols and functions are
outside of the scope of the present document. MBM S security functions and the usage of HTTP-digest and SRTP are
defined in 3GPP TS 33.246 [20], and 3GP-DASH isdefined in TS 26.247 [98].

NOTE: The asterisk(*) mark after the box labeled "HTTP(S)" in the left side of Figure 9 means that although the
box is unshaded, the use of HTTP(S) for unicast delivery of Service Announcement & Metadatais
outside the scope of this document, and is defined by the OMA Push OTA specification [79].

Application(s)
_ Associated-Delivery q c Download | ASSOCiated- .
Service Procedures WIE) Sazuity WIEHE Sezuty Streaming 3GPP file Delivery Service
Announcement Codecs (Audio, Video, Speech, etc.) |format, Binary | Procedures |Announcement &
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UDP/TCP

IP (unicast)

IP (Multicast) or IP (Unicast)

ptp Bearer

MBMS or ptp Bearer(s)

Figure 9: Protocol stack view of the MBMS User Services

5.6 3GP-DASH and MBMS

The 3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) as defined in 3GPP TS 26.247 [98] specifies formats
and methods that enable the delivery of streaming service(s) from standard HTTP serversto 3GP-DASH client(s). It
specifies the description of a collection of Media Segments and auxiliary metadata (all referenced by HTTP-URLS)

through a Media Presentation Description (MPD).

MBMS is designed to serve large receive groups with same content. The MBM S Download Delivery Method is
designed to deliver an arbitrary number of objects viaMBMS to alarge receiver population. MBM S download delivery
defines several methods to increase reliability such as FEC and file repair. The download delivery method allows the
delivery of 3GP-DASH Segments, Media Presentation Descriptions, as well as other objects referenced in the MPD as

defined in [98].

In order to support 3GP-DASH Streaming in MBMS, the USD metadata fragment for a service shall contain either or
both a r9: mediaPresentationDescription element referencing an MPD, and ar12: appService referencing an MPD,

which is al'so a metadata fragment describing the service. The referenced MPD corresponds to a metadata fragment as
defined in [98]. If the USD contains a reference to an MPD containing broadcast Representation(s), then

1. The user service shall be adownload delivery service, i.e. shall include at least one deliveryMethod element
referencing an SDP that describes FLUTE transport.
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2. The MBMS download session shall deliver objects that are referenced by the MPD, all updates of the MPD
and objects that are referenced by any update of the MPD.

3. If aSegment isdelivered asaFLUTE object then all of the following shall hold:

a The MBMS download session shall deliver segments such that the last packet of the delivered
object isavailable at the UE latest at its segment availability start time as announced in the MPD

b. The Content-Location element in the FDT for the delivered object shall match the Segment URL
inthe MPD.

4. If an MPD updateis delivered asa FLUTE object then all of the following shall hold:

a.  The Content-Location element in the FDT for the delivered object shall match the URI of the
appropriate referenced MPD as follows:

e If r12:appService element is present, then the MPD URI referenced by thiselement is
used;

o If rl2:appService element is absent, and if r9:mediaPresentationDescription element is
present, then the mpdURI of the r9: mediaPresentationDescription element is used.

b. The MPD update shall be avalid update to a previoudy delivered MPD or an MPD delivered via
the USD.

5. If any other resource in the MPD is delivered (e.g. xlinked resource, metrics, etc.) then

a  The Content-Location element in the FDT for the delivered object shall match the URL of the
object inthe MPD.

b. The MBMS download session shall deliver objects such that the last packet of the delivered
object isavailable at the UE |atest at the earliest time a 3GP-DASH client operating on the
delivered MPD sequence may ask for the resource.

In the case areal-time streaming service is provided as 3GP-DASH streaming over MBMS, then the MPD@ ype
(attribute ‘type’ of the MPD) shall be set to “dynamic”, i.e. thisindicates that the segments get available over time,
latest at its announced segment availability start time. When MPD@ri ni numpdat ePer i od (attribute
“minimumUpdatePeriod’ of the MPD) is present, then the UE should expect MPD updatesto be sent in the FLUTE
session with the media segments and treat these updates as defined in step 4 above.

The objects delivered with the MBM S download delivery method shall be formatted according to the announcement in
the MPD. The MPD and the described Media Presentation should conform to a profile specified in [98].

Furthermore, the Media Presentation Description fragment may contain reference(s) to Initialization Segment
Description fragment(s) whose content is an Initialization Segment as defined in [98].

The r9:mediaPresentationDescription element refers to an MPD which describes only the Representation(s) available
over the MBM S bearer(s), and shall be used by UEs complying to previous versions of this specification. The
r12:appService element may refer to a unified MPD which describes Representations avail able for both broadcast and
unicast reception, and shall be used by UEs compliant to this specification. If r12:appService element is absent, and
r9: mediaPresentationDescription element is present, then a UE complying with this release of the specification shall
use the r9: mediaPresentationDescription. This case also applies to UE compliant to the current release of this
specification, deployed in networks of a previous releases not having r12: appService element defined. In practical
deployment, different subsets of the Representations described by the unified MPD and referenced by such
r12:appService may be specified for i) unicast-only, ii) broadcast-only, and iii) both unicast and broadcast reception.

Clause 4.4.3 of this specification enablesintegrity and/or confidentiality protection of MBM S user services data
according to 3GPP TS 33.246 [20]. In this case each 3GP-DASH formatted file is protected using the Protection of
Download Data as described in [20].

Asthis protection mechanism is performed in the underlying layer of the 3GP-DASH client it is transparent to 3GP-
DASH client and not reflected in the MPD associated to the 3GP-DASH representation.
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For HTTP streaming, QOE reporting on MBMS level can be activated as described in section 8.3.2.1 or 8.3.2.2, and
QOE reporting shall in such case be done as specified in section 8.4. The Network Resource, Loss of Objects, and
Distribution of Symbol Count Underrun for Failed Blocks QoE metrics are relevant to 3GP-DASH over MBMS.

QOE reporting can also be activated on DASH level as specified in clause 10 or Annex F of [98], and reporting shall in
such case be done according to [98].

NOTE: One way of supporting the delivery of a subset of the nominally requested content by the 3GP-DASH
client which indicates explicit willingness to accept such incomplete content, and based on a specific UE
implementation architecture, is described in clause 7.2.3 of TR 26.946 [110].

Media decoders for 3GP-DASH streaming as defined in this clause delivered over MBMS are specified in clause 10 of
this specification.

3GP-DASH streaming may also be switched from MBMS to unicast. In the case of PSS-based delivery, the media
decoders for 3GP-DASH are specified in clause 7.3.6 of [98].

6 Introduction on Delivery Methods

Two delivery methods are defined in the present document - the download delivery method and the streaming delivery
method. MBMS delivery methods make use of MBMS bearers for content delivery but may also use the associated
procedures defined in clause 9.

Use of MBM S bearers by the download delivery method is described in clause 7. The File Repair Procedure and the
Reception Reporting Procedure (described in clause 9) may be used by the download delivery method.

Use of MBMS bearers by the streaming delivery method is described in clause 8.

7 Download Delivery Method

7.1 Introduction

MBMS download delivery method uses the FLUTE protocol (RFC 3926 [9]) when delivering content over MBMS
bearers. MBM S download delivery method may use OMA PUSH [79] when delivering content over other UMTS/EPS
bearers. Usage of FLUTE protocol is described in clause 7.2. The Usage of OMA Push is described in clasue 7.4. The
FLUTE session set-up with RTSPis defined in clause 7.5.

FLUTE isbuilt on top of the Asynchronous Layered Coding (ALC) protocol instantiation (RFC 3450 [10]). ALC
combines the Layered Coding Transport (LCT) building block [11], a congestion control building block and the
Forward Error Correction (FEC) building block ([12]) to provide congestion controlled reliable asynchronous delivery
of content to an unlimited number of concurrent receivers from asingle sender. As mentioned in (RFC 3450 [10]),
congestion control is not appropriate in the type of environment that MBM S download delivery is provided, and thus
congestion control is not used for MBM S download delivery. See figure 10 for an illustration of FLUTE building block
structure. FLUTE is carried over UDP/IP, and isindependent of the IP version and the underlying link layers used.
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ALC usesthe LCT building block to provide in-band session management functionality. The LCT building block has
several specified and under-specified fields that are inherited and further specified by ALC. ALC usesthe FEC building
block to provide reliability. The FEC building block allows the choice of an appropriate FEC code to be used within
ALC, including using the no-code FEC code that simply sends the original data using no FEC coding. ALC is under-
specified and generally transports binary objects of finite or indeterminate length. FLUTE is a fully-specified protocol
to transport files (any kind of discrete binary object), and uses specia purpose objects - the File Description Table
(FDT) Instances - to provide a running index of files and their essential reception parametersin-band of aFLUTE
session.

NOTE: One way of supporting the delivery of a subset of the nominally requested content by the DASH client
which indicates explicit willingness to accept such incomplete content, and based on a specific UE
implementation architecture, is described in clause 7.2.3 in TR 26.946 [110].

7.2 FLUTE usage for MBMS download

The purpose of download isto deliver content in files. In the context of MBM S download, afile contains any type of
MBMS data (e.g. 3GPP file (Audio/Video), Binary data, Still images, Text, Service Announcement metadata).

In the present document the term "file" is used for all objects carried by FLUTE (with the exception of the FDT
Instances).

UE applications for MBM S user services built upon the download delivery method have three general approaches to
getting files from the FLUTE receiver for ajoined session:

e Promiscuous:. Instruct FLUTE to promiscuoudly receive al files available. Promiscuous reception can be
suitable for single purpose sessions (generally with limited number and/or size of files) although uncertainty over
the quality and content of files makes this approach generally undesirable.

e One-copy: Instruct FLUTE to receive a copy of one or more specific files (identified by the fileURI) - and
potentialy leaving the session following reception of one copy of al the specified files. Specifying the download
file ensures that the UE has an upper bound to the quantity of files downloaded. One-copy reception requires
prior knowledge of the file identifiers (fileURIs).

e Keep-updated: Instruct FLUTE to receive one or more specific files and continue to receive any updates to
those files. Aswith one-copy, the keep-updated approach bounds the quantity of files downloaded and requires
prior knowledge of the file identifiers. In order to realise an efficient keep-updated service, where file updates
are unpredictable and maybe far apart in time, a registration and notification service is defined in sub-clause 7.7.

NOTE: The keep updated service is optional for the UE. In the absence of content filtering tools, the serviceis
typically offered to arestricted set of applications.

NOTE: The present document does not prevent or endorse changing download reception approach, and any
related file list, during the life of the download session. Discovery of session content lists (including file
lists) out-of-band of the delivery method sessionsis beyond the scope of the present document.

The interaction of these file download modes and the caching directivesis defined in sub-clause 7.2.13.
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MBMS clients and servers supporting MBMS download shall implement the FLUTE specification (RFC 3926 [9]), as
well as ALC (RFC 3450 [10]) and LCT (RFC 3451 [11]) features that FLUTE inherits. In addition, several optional and
extended aspects of FLUTE ,as described in the following clauses, shall be supported.

One FDT instance is typically bound to one MBMS transmission session. It is therefore recommended, that each

MBMS transmission session should contain one or more repetitions of the same FDT instance.

7.2.1 Fragmentation of Files

Fragmentation of files shall be provided by a blocking algorithm (which calcul ates source blocks from source files) and
a symbol encoding algorithm (which cal culates encoding symbols from source blocks).

7.2.2 Symbol Encoding Algorithm

The "Compact No-Code FEC scheme" - [12] (FEC Encoding ID 0, also known as "Null-FEC") shall be supported.

The Raptor FEC scheme is described in sub-clause 7.2.12.

A UE that supports MBM S User Services shall support a decoder for the Raptor FEC scheme.

If a UE that supports MBM S User Services receives a mathematically sufficient set of encoding symbols generated
according to the encoder specification in [91] for reconstruction of a source block then the decoder shall recover the
entire source block. Note that the example decoder described in [91] clause 5.5 fulfils this requirement.

7.2.3 Blocking Algorithm

In the case of the Compact No-Code FEC scheme [12] (FEC Encoding ID 0), then the " Algorithm for Computing
Source Block Structure” described within the FLUTE specification (RFC 3926 [9]) shall be used.

In the case of Raptor forward error correction, then the algorithm defined in [91] shall be used.
Thevauesof N, Z, T and A shall be set such that the sub-block size is less than 256K B.

7.2.4  Congestion Control

For ssimplicity of congestion control, FLUTE channelization shall be provided by asingle FLUTE channel with single
rate transport.

7.2.5  Content Encoding of Files for Transport

Files may be content encoded for transport, as described in [9], in the Download delivery method using the generic
GZip agorithm as specified in RFC 1952 [42]. UEs shall support GZip content decoding of FLUTE files (GZIP RFC
1952 [42], clause 9).

7.2.6  Transport File Grouping

Files downloaded as part of a multiple-file delivery are generally related to one another. Examples include web pages,
software packages, and the referencing metadata envel opes and their metadata fragments. FLUTE clients analyse the
XML-encoded FDT Instances as they are received, identify each requested file, associate it with FLUTE packets (using
the TOI) and discover the relevant in-band download configuration parameters of each file.

An additional "group” field inthe FLUTE FDT instance and file elements enables logical grouping of related files. A
FLUTE receiver should download all the files belonging to all groups where one or more of the files of those groups
have been requested. However, a UE may instruct its FLUTE receiver to ignore grouping to deal with special
circumstances, such as low storage availability.

The group names are allocated by the FLUTE sender and each specific group name shall group the corresponding files
together as one group, including files describes in the same and other FDT Instances, for a session.
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Group field usagein FDT Instancesis shown inthe FDT XML schema (clause 7.2.10). Each file element of an FDT
Instance may be labelled with zero, one or more group names. Each FDT Instance element may be labelled with zero,
one or more group names which are inherited by all files described in that FDT Instance.

71.2.7 Signalling of Parameters with Basic ALC/FLUTE Headers
FLUTE and ALC mandatory header fields shall be as specified in [9, 10] with the following additional specializations:

e Thelength of the CCI (Congestion Control Identifier) field shall be 32 bitsand it is assigned a value of zero
(C=0).

e The Transmission Session Identifier (TSI) field shall be of length 16 bits (S=0, H=1, 16 hits).
e The Transport Object Identifier (TOI) field should be of length 16 bits (O=0, H=1).
e Only Transport Object Identifier (TOI) O (zero) shall be used for FDT Instances.

o Thefollowing features may be used for signalling the end of session and end of object transmission to the
receiver:

- TheClose Session flag (A) for indicating the end of a session.
- TheClose Object flag (B) for indicating the end of an object.
In FLUTE the following applies.

e The Sender Current Time present flag (T) shall be set to zero.

The Expected Residua Time present flag (R) shall be set to zero.
e TheLCT header length (HDR_LEN) shall be set to the total length of the LCT header in units of 32-bit words.

e For "Compact No-Code FEC scheme" [12], the FEC Payload ID shall be set according to RFC 3695 [13] such
that a 16 bit SBN (Source Block Number) and then the 16 bit ESI (Encoding Symbol D) are given.

e For “MBMS FEC scheme”, the FEC Payload ID shall be set according to Clause 7.2.12.1.

7.2.8 Signalling of Parameters with FLUTE Extension Headers
The FLUTE sender shall use FLUTE extension header fields EXT_FDT, EXT_FTI , EXT_CENC [9] asfollows:
e EXT_FTI shal beincluded in every FLUTE packet carrying symbols belonging to any FDT Instance.
o FLUTE packets carrying symbols of files (not FDT Instances) shall not include an EXT_FTI.
e FDT Instances shall not be content encoded and therefore EXT_CENC shall not be used.
According to FLUTE [9] the following rules apply for a FLUTE sender:
o EXT_FDTisinevery FLUTE packet carrying symbols belonging to any FDT Instance.
o FLUTE packets carrying symbols of files (hot FDT instances) do not include the EXT_FDT.
Note: Asan MBMS client conformsto a FLUTE receiver the receiver side treatment of LCT extension headersis

covered by RFC3451 and RFC3926. The actions when receiving EXT_FDT and EXT_FTI are defined in
RFC3926. The default action for unrecognized header extensionsis to ignore them.

7.2.9 Signalling of Parameters with FDT Instances

The extended FLUTE FDT instance schema defined in clause 7.2.10.1 (based on the one in RFC 3926 [9]) shall be
used. In addition, the following applies to both the session level information and all files of aFLUTE session.
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Theinclusion of these FDT Instance data elementsis mandatory according to the FLUTE specification:
e Content-Location (URI of afile).
e TOI (Transport Object Identifier of afileinstance).

e Expires (expiry datafor the FDT Instance).

For MBM S operation, the UE shall not use areceived FDT Instance to interpret packets received beyond the expiration
time of the FDT Instance.

NOTE 1: Thisrequirement is strengthened for MBM S compared to RFC 3926 [9], where it is mentioned that “the
receiver SHOULD NOT use areceived FDT Instance to interpret packets received beyond the expiration
time of the FDT Instance.”

NOTE 2: It is expected that a TOI value may be reused after the highest expiry time of the FDT instances containing
that TOI value.

NOTE 3: Since the expiry time corresponds to the end of transmission, A UE can either clean up its memory in case
not sufficient symbols are received, or perform file repair if enabled in the system, or make partial file
delivery available to the application (e.g. see clause 7.2.3 in TR 26.946 [110]).

Additionally, the inclusion of these FDT Instance data elements is mandatory. Note the following elements are optional
inthe FDT schemato stay aligned with the IETF RFC defined schema:

e Content-Length (source file length in bytes).

e Content-Type (content MIME type).

e FEC Encoding ID.
Other FEC Object Transmission Information specified by the FEC scheme in use:

NOTE: The FEC Object Transmission Information elements used are dependent on the FEC scheme, as indicated by
the FEC Encoding ID.

e FEC-OTI-Maximum-Source-Block-Length.

e FEC-OTI-Encoding-Symbol-Length.

e FEC-OTI-Max-Number-of-Encoding-Symbols.
e FEC-OTI-Scheme-Specific-Info.

NOTE 1: RFC 3926 [9] describes which part or parts of an FDT Instance may be used to provide these data
elements.

These optional FDT Instance data elements may or may not be included for FLUTE in MBMS:

e Complete (the signalling that an FDT Instance provides a complete, and subsequently unmodifiable, set of file
parameters for a FLUTE session may or may not be performed according to this method).

e Content-Encoding.

e Content-MD5: represents a digest of the transport object. The file server should indicate the MD5 hash value
whenever multiple versions of the file are anticipated for the download session.

NOTE 2: The valuesfor each of the above data elements are calculated or discovered by the FLUTE sender.

The FEC-OTI-Scheme-Specific-Info FDT Instance data element contains information specific to the FEC scheme
indicated by the FEC Encoding 1D encoded using base64.
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7.2.10 FDT Schema

7.2.10.1 Extended FLUTE FDT Schema
The below XML Schemashall be use for the FDT Instance.

This schema extends the schema defined in clause 7.2.10.3 by importing the 3GPP extensions specified in clauses
7.2.10.2,7.2.10.5, 7.2.14 and 7.2.15. The various schema file names are as follows:

e Schemain clause 7.2.10.1: FLUTE-FDT-3GPP-Main.xsd

e Schemain clause 7.2.10.2: FLUTE-FDT-3GPP-2005-Extensions.xsd

e Schemain clause 7.2.10.5: FLUTE-FDT-3GPP-2007-Extensions.xsd

e Schemainclause 7.2.14: FLUTE-FDT-3GPP-2008-Extensions.xsd

e Schemainclause7.2.15: FLUTE-FDT-3GPP-2009-Extensions.xsd

e Schemainclause7.2.10.2: FLUTE-FDT-3GPP-2012-Extensions.xsd
e Schemain clause J.2: schema-version.xsd

In this version of the specification the network shall set the schemaVersion element, defined as achild of FDT-Instance
element, to 2.

The schema version attribute (part of the schemainstruction) shall be included in the UE schema and the network
schema.

Note: The value of the schemaVersion element and version attribute is intended to be increased by 1 in every
future releases where new element(s) or attribute(s) are added.

When a UE receives an instantiation of an FDT compliant to this schema, it shall determine the schema version required
to parse the instantiation as follows:

o |If the UE supports one or more versions of the FDT schema with the schema version attribute, then the UE shall
use the schemathat has the highest schema version attribute value that is equal to or less than the value in the
received schemaVersion element;

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema

xm ns="urn: | ETF: net adat a: 2005: FLUTE: FDT"

xm ns: fl ="urn: | ETF: met adat a: 2005: FLUTE: FDT"

xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"

xm ns: mbns2005="ur n: 3GPP: net adat a: 2005: MBVS: FLUTE: FDT"

xm ns: mbns2007="ur n: 3GPP: net adat a: 2007: MBVS: FLUTE: FDT"

xm ns: mbns2008="ur n: 3GPP: net adat a: 2008: MBM5: FLUTE: FDT_ext "

xm ns: mbns2009="ur n: 3GPP: net adat a: 2009: MBM5: FLUTE: FDT_ext "

xm ns: mbns2012="ur n: 3GPP: net adat a: 2012: MBVS: FLUTE: FDT"

xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"

t ar get Nanespace="ur n: | ETF: net adat a: 2005: FLUTE: FDT"

el enent For nDef aul t =" qual i fi ed"

versi on="2">

<xs:inport nanmespace="urn: 3GPP: net adat a: 2005: MBVS: FLUTE: FDT"
schemalLocat i on="FLUTE- FDT- 3GPP- 2005- Ext ensi ons. xsd"/ >

<xs:inmport namespace="urn: 3GPP: net adat a: 2007: MBMS: FLUTE: FDT"
schemaLocat i on="FLUTE- FDT- 3GPP- 2007- Ext ensi ons. xsd"/ >

<xs:inport namespace="urn: 3GPP: net adat a: 2008: MBM5: FLUTE: FDT_ext "
schemalLocat i on="FLUTE- FDT- 3GPP- 2008- Ext ensi ons. xsd"/ >

<xs:inmport namespace="urn: 3GPP: net adat a: 2009: MBMS: FLUTE: FDT_ext "
schemalLocat i on="FLUTE- FDT- 3GPP- 2009- Ext ensi ons. xsd"/ >

<xs:inport namespace="urn: 3GPP: net adat a: 2012;: MBVS: FLUTE: FDT"
schemaLocat i on="FLUTE- FDT- 3GPP- 2012- Ext ensi ons. xsd"/ >

<xs:inport namespace="urn: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
schemaLocat i on="schena- ver si on. xsd"/ >
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<xs: el ement nanme="FDT- | nstance" type="FDT-I|nstanceType"/>
<xs: conpl exType name="FDT- | nst anceType" >
<Xs:sequence>
<xs:el ement name="File" type="FileType" maxCccurs="unbounded"/>
<xs:el ement ref="sv:schemaVersion"/>
<xs:el ement ref="nmbns2012: Base- URL-1" m nCccurs="0" maxCccur s="unbounded"/>
<xs:el ement ref="nbns2012: Base- URL-2" m nCccurs="0" maxCccur s="unbounded"/>
<xs:element ref="sv:delimter"/>
<xS:any hanespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/>
<xs: el ement name="G oup" type="nbns2005: groupl dType" m nCccurs="0"
maxQccur s="unbounded"/ >
<xs:el ement name="MBMS- Sessi on-1dentity-Expiry" type="nbns2005: MBM5- Sessi on-1dentity-
Expi ry-Type" m nCQccurs="0" maxCccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="Expires" type="xs:string" use="required"/>
<xs:attribute nane="Conpl ete" type="xs:bool ean" use="optional"/>
<xs:attribute nane="Content-Type" type="xs:string" use="optional"/>
<xs:attribute nane="Content-Encodi ng" type="xs:string" use="optional"/>
<xs:attribute nane="FEC- OTl - FEC- Encodi ng- I D' type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nane="FEC- OTIl - FEC- | nst ance- | D' type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nane="FEC- OTl - Maxi mum Sour ce- Bl ock- Lengt h" type="xs: unsi gnedLong"
use="optional "/ >
<xs:attribute nane="FEC- OTl - Encodi ng- Synbol - Lengt h" type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nane="FEC- OTl - Max- Nunber - of - Encodi ng- Synbol s" type="xs: unsi gnedLong"
use="optional "/ >
<xs:attribute nane="FEC- OTl - Scherne- Speci fic-1nfo" type="xs:base64Bi nary" use="optional"/>
<xs:attribute ref="nbns2008: Ful | FDT" use="optional" default="fal se"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType name="Fi | eType" >
<Xs:sequence>
<xs: el ement ref="nmbnms2007: Cache-Control" m nCccurs="0"/>
<xs:element ref="sv:delimter"/>
<xs: el ement ref="nbns2012: Al t er nat e- Cont ent - Locati on-1" m nCccurs="0"
maxQccur s="unbounded"/ >
<xs:el ement ref="nmbnms2012: Al ter nat e- Content-Locati on-2" m nCccurs="0"
maxCccur s="unbounded"/ >
<xs:element ref="sv:delimter"/>
<xs:any namespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/ >
<xs: el ement nanme="G oup" type="nbns2005: groupl dType" m nCccurs="0"
maxCccur s="unbounded"/ >
<xs: el ement nanme="MBM5- Sessi on-|dentity" type="nbns2005: MBV5- Sessi on- | dentity- Type"
m nCccur s="0" maxQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="Content-Location" type="xs:anyURl" use="required"/>
<xs:attribute name="TO" type="xs:positivelnteger" use="required"/>
<xs:attribute nane="Content-Length" type="xs:unsignedLong" use="optional"/>
<xs:attribute nane="Transfer-Length" type="xs:unsignedLong" use="optional"/>
<xs:attribute name="Content-Type" type="xs:string" use="optional"/>
<xs:attribute name="Content-Encodi ng" type="xs:string" use="optional"/>
<xs:attribute nane="Content-MD5" type="xs:base64Bi nary" use="optional "/>
<xs:attribute nane="FEC- OTl - FEC- Encodi ng- | D' type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nane="FEC- OTl - FEC- | nst ance- | D' type="xs: unsi gnedLong" use="optional "/>
<xs:attribute name="FEC- OTl - Maxi mum Sour ce- Bl ock- Lengt h" type="xs: unsi gnedLong"
use="optional "/ >
<xs:attribute nane="FEC- OIl - Encodi ng- Synbol - Lengt h" type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nanme="FEC- OTl - Max- Nunber - of - Encodi ng- Synbol s" type="xs: unsi gnedLong"
use="optional "/ >
<xs:attribute nane="FEC- OTl - Schene- Speci fi c-1nfo" type="xs: base64Bi nary" use="optional"/>
<xs:attribute ref="nmbns2009: Decryption- KEY-URl " use="optional "/>
<xs:attribute ref="nbns2012: FEC- Redundancy- Level " use="optional "/ >
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: schema>

7.2.10.2 3GPP FDT Extension Type Schema

The extension of the IETF FLUTE FDT schemais done using the following schema definition:

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="ur n: 3GPP: et adat a: 2005: MBVS: FLUTE: FDT"
xm ns: xs="http://wwm. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3GPP: net adat a: 2005: MBMS: FLUTE: FDT"
el ement For nDef aul t =" qual i fi ed" >
<xs: conpl exType nanme="MBMs- Sessi on-1|dentity-Expiry-Type">
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<xs: si nmpl eCont ent >
<xs: ext ensi on base="MBM5- Sessi on- | dentity-Type">
<xs:attribute name="val ue" type="xs:unsignedlnt" use="required"/>
</ xs: ext ensi on>
</ xs: si nmpl eCont ent >
</ xs: conpl exType>
<xs: si npl eType nanme="MBMS- Sessi on- | dentity- Type">
<xs:restriction base="xs:unsignedByte"/>
</ xs: sinmpl eType>
<xs: si npl eType name="gr oupl dType" >
<xs:restriction base="xs:string"></xs:restriction>
</ xs: si npl eType>
</ xs: schena>

The Release 11 extension of the FLUTE FDT schemais as follows:

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="ur n: 3GPP: net adat a: 2012: MBMS: FLUTE: FDT"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: ns1="urn: 3GPP: et adat a: 2012: MBVS: FLUTE: FDT"
t ar get Nanespace="ur n: 3GPP: net adat a: 2012: MBMS: FLUTE: FDT"
el emrent For nDef aul t =" qual i fi ed" >
<xs: el ement name="Alternate-Content-Location-1" type="Alternative-Content-LocationType"/>
<xs: el ement name="Alternate-Content-Location-2" type="Alternative-Content-LocationType"/>
<xs: conpl exType name="Alternative-Content-Locati onType">
<Xs: sequence>
<xs: el ement name="Alternate-Content-Location" type="xs:anyUR" m nCccurs="0"
maxQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="Avail ability-Time" type="xs:dateTinme"/>
</ xs: conmpl exType>
<xs: el ement name="Base- URL-1" type="xs:anyURl"/>
<xs: el ement name="Base- URL-2" type="xs:anyURl"/>
<xs:attribute name="FEC- Redundancy- Level " type="xs:unsignedlnt"/>
</ xs: schena>

7.2.10.3 IETF FDT Schema

Below isthe IETF based FDT XML schemathat has been extended to define the main FDT schemain sub-clause
7.2.10.1.

NOTE 1: Asthe schemain RFC 3926 is not valid there exist no stable reference, thus this specification will include
this schema until IETF has published an updated version of the schema.

NOTE 2: The schema in this sub-clause is provided for information, since the extended schema of sub-clause
7.2.10.1 is copying all the schema of this sub-clause and adds 3GPP specific extensions to it.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="urn: | ETF: met adat a: 2005: FLUTE: FDT"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: | ETF: net adat a: 2005: FLUTE: FDT"
el emrent For nDef aul t =" qual i fi ed" >
<xs:el ement nanme="FDT-I|nstance" type="FDT-I|nstanceType"/>
<xs: conpl exType nanme="FDT- | nst anceType" >
<Xs: sequence>
<xs: el ement name="File" type="Fil eType" maxCccurs="unbounded"/>
<xS:any hanmespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: sequence>
<xs:attribute name="Expires" type="xs:string" use="required"/>
<xs:attribute name="Conpl ete" type="xs:bool ean" use="optional "/>
<xs:attribute nane="Content-Type" type="xs:string" use="optional"/>
<xs:attribute nane="Content-Encodi ng" type="xs:string" use="optional"/>
<xs:attribute nane="FEC- OTl - FEC- Encodi ng- I D' type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nane="FEC- OTl - FEC- | nst ance- | D' type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nanme="FEC- OTl - Maxi mum Sour ce- Bl ock- Lengt h" type="xs: unsi gnedLong"
use="optional "/ >
<xs:attribute nane="FEC- OTl - Encodi ng- Synbol - Lengt h" type="xs: unsi gnedLong" use="optional "/>
<xs:attribute nane="FEC- OTl - Max- Nunber - of - Encodi ng- Synbol s" type="xs: unsi gnedLong"
use="optional "/ >
<xs:attribute nanme="FEC- OIl - Scheme- Speci fi c-1nfo" type="xs:base64Bi nary" use="optional "/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
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<xs: conpl exType name="Fi | eType">

<Xs:sequence>
<xs:any namespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/>

</ xs: sequence>

<xs:attribute name="Content-Location" type="xs:anyURl" use="required"/>

<xs:attribute name="TOA" type="xs:positivelnteger" use="required"/>

<xs:attribute name="Content-Length" type="xs:unsignedLong" use="optional"/>

<xs:attribute nane="Transfer-Length" type="xs:unsignedLong" use="optional"/>

<xs:attribute nane="Content-Type" type="xs:string" use="optional"/>

<xs:attribute name="Content-Encodi ng" type="xs:string" use="optional"/>

<xs:attribute name="Content-M5" type="xs:base64Bi nary" use="optional "/>

<xs:attribute nane="FEC- OTl - FEC- Encodi ng- | D' type="xs: unsi gnedLong" use="optional "/>

<xs:attribute nane="FEC- OTl - FEC- | nst ance-| D' type="xs: unsi gnedLong" use="optional "/>

<xs:attribute name="FEC- OTl - Maxi mum Sour ce- Bl ock- Lengt h" type="xs: unsi gnedLong"
use="optional "/ >

<xs:attribute nanme="FEC- OIl - Encodi ng- Synbol - Lengt h" type="xs: unsi gnedLong" use="optional "/>

<xs:attribute nanme="FEC- OTl - Max- Nunber - of - Encodi ng- Synbol s" type="xs: unsi gnedLong"
use="optional "/ >

<xs:attribute nane="FEC- OTl - Schene- Speci fi c-1nfo" type="xs: base64Bi nary" use="optional "/>

<xs:anyAttribute processContents="skip"/>

</ xs: conpl exType>
</ xs: schenma>

7.2.10.4 Example of FDT

<?xm version="1.0" encodi ng="UTF-8"?>
<FDT- | nst ance
xm ns="ur n: | ETF: net adat a: 2005: FLUTE: FDT"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: mbns2007="ur n: 3GPP: net adat a: 2007: MBV5: FLUTE: FDT"
xm ns: mbns2008="ur n: 3GPP: net adat a: 2008: MBM5: FLUTE: FDT_ext "
xm ns: mbns2009="ur n: 3GPP: net adat a: 2009: MBM5: FLUTE: FDT_ext "
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schemaLocati on="urn: | ETF: net adat a: 2005: FLUTE: FDT FLUTE- FDT- 3GPP- Mai n. xsd"
FEC- OTl - FEC- Encodi ng- | D="1"
Conpl et e="true"
Cont ent - Encodi ng="gzi p"
FEC- OTI - Encodi ng- Synbol - Lengt h="512"
Expi res="331129600"
nmbrs2008: Ful | FDT="t r ue" >
<File
Cont ent - Type="appl i cati on/ sdp"”
Cont ent - Lengt h="7543"
Tr ansf er - Lengt h="4294"
TO ="2"
FEC- OTI - Encodi ng- Synbol - Lengt h="16"
FEC- OTl - Schene- Speci fi c- | nf o=" AAEBBA=="
Content - Locati on="http://ww. exanpl e. coni f ancy- sessi on/ nai n. sdp"
nmbns2009: Decrypti on- KEY- URl =" htt p: / / www. exanpl e. conl key-uri">
<nbns2007: Cache- Control >
<nmbns2007: Expi r es>331129630</ nbns2007: Expi r es>
</ nbnms2007: Cache- Contr ol >
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delinter> <MBMs- Sessi on- | dentity>93</ MBMs- Sessi on-ldentity>
</File>
<File
Cont ent - Type="Stri ng"
Cont ent - Lengt h="161934"
Transfer-Lengt h="157821"
TO ="3"
FEC- OTl - Encodi ng- Synbol - Lengt h="512"
Cont ent - Locati on="http://ww. exanpl e. com f ancy-session/trail er.3gp">
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
<MBMS- Sessi on- | denti t y>93</ MBMS- Sessi on- | denti ty>
</File>
<sv: schemaVer si on>2</ sv: schemaVer si on>
<sv:delimter>0</sv:delimter>
<MBMS- Sessi on- | dentity-Expiry val ue="3311288760" >93</ MBVM5- Sessi on- | denti ty- Expi ry>
</ FDT- | nst ance>

7.2.10.5 3GPP FDT Extensions

The following schema defines the new elements
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<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="ur n: 3GPP: et adat a: 2007: MBVS: FLUTE: FDT"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3GPP: net adat a: 2007: MBVS: FLUTE: FDT"
el emrent For nDef aul t =" qual i fi ed" >

<xs: el ement name="Cache-Control ">
<xs: conpl exType>
<xs: choi ce>
<xs: el ement nanme="no-cache" type="xs:bool ean" fixed="true"/>
<xs:el ement nanme="max-stal e" type="xs:bool ean" fixed="true"/>
<xs: el ement name="Expires" type="xs:unsignedlnt"/>

</ xs: choi ce>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el enent >
</ xs: schema>

7.2.10.6 FEC Redundancy Level Extension

A MBMS download service may indicate FEC redundancy level in FLUTE FDT instance. The attribute " FEC-
Redundancy-Level" isincluded within element "file" of the FDT to indicate the FEC redundancy level for the file. For
example,if the FEC-Redundancy-Level is set to 20, it means BM-SC will add 20% extra redunancy for this file during
MBMS delivery.

The FEC redundancy level information may be used by the MBMS client to e.g. stop decoding a particular DASH
segment when MBMSS client detects that the packet loss rate already exceeds the FEC redundancy level for that
segment.

The XML syntax of the" FEC-Redundancy-Level" attribute within the FLUTE FDT is specified in clause 7.2.10.2, and
the attribute is further refered to by the main FDT schema of clause 7.2.10.1.

7.2.11 MBMS Session ldentity

The MBMS-Session-ldentity element associates the file to the identity of the MBM S session. If the file will be part of
several MBMSS transmission sessions, then alist of MBMS session identities is defined.

The MBMS-Session-Identity-Expiry element associates an expiration time with a MBMS session identity value.
Similar to the FLUTE FDT expiration time, the MBM S session identity expiration time (value attribute) is expressed
within the FDT Instance payload as a 32 bit datafield. The value of the data field represents the 32 most significant
bits of a 64 bit Network Time Protocol (NTP) [78] time value. These 32 bits provide an unsigned integer representing
the time in seconds relative to 0 hours 1 January 1900.

7.2.12 FEC Scheme definition

7.2.121 General

This clause defines an FEC encoding scheme for the MBM S forward error correction code defined in [91] for the
download delivery method. This schemeisidentified by FEC Encoding ID 1. The FEC Payload ID format and FEC
Object Transmission Information format are as defined in [91], sub-clauses 3.1 and 3.2 respectively.

7.2.13 Caching Directives

A file download service may indicate the caching recommendations for a specific file or set of files that are delivered
using FLUTE. The caching directives are to be used with the file download modes as follows:

e Promiscuous mode: it is recommended to use the caching directives with the promiscuous mode asit enables

improved management of the storage at the UE. Applications make use of available copies of filesaslong as
their respective caching timeis still valid. In case one or several files have expired and the download session is
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till available, the UE should join the FLUTE session and download the expired files. Alternatively, the UE may
attempt to retrieve the file using HTTP and the file URL.

e One-Copy mode: Caching directives may be used with the one-copy mode to indicate the validity of acertain
file. Applications requesting the file will receive the cached file aslong asit is still valid. A filethat is not
expected to be static may indicate along expiry time or permanent validity.

o Keep-Updated mode: it is recommended to use the caching directives with the keep-updated mode to indicate the
validity of a certain file. Applications requesting the file will receive the cached file aslong asit is still valid.

The caching functionality defines three different caching directives:

e no-cache: thisdirectiveisused to indicate to the receiver not to cache a specific file (or set of files). Thisis
probably useful in the case where the file is expected to be highly dynamic (changes to the file occur quite often)
or if thefile will be used only once by the receiver application.

e max-stale: thisdirective indicates to the FLUTE receiver that a specific file (or set of files) should be cached for
an indefinite period of time, if possible. The file has no expiry date.

o Expires: thisdirectiveis used by the server to indicate the expected expiry time of a specific file (or set of files).
It indicates a date and time val ue expressed as the 32 most significant bits of the NTP [78] 64-bit timestamp
format. These 32 bits provide an unsigned integer representing the time in seconds relative to 0 hours 1 January
1900.

The syntax of the caching directivesis described in section 7.2.10.5.

7.2.14 Indicating a full FDT snapshot

If the server wants to inform the client about the current FDT snapshot, the server shall set the “FullFDT” attributein
the FLUTE FDT instancefile. If the “FullFDT” attribute is set, the FDT instance shall be equivalent to the full File
Delivery Table. Note FDT instances with a higher FDT instance ID may again extend the File Delivery Table.

A new attribute "FullFDT" is created within the element "FDT-Instance" of the FDT to indicate to the receivers that the
FDT Instance contains the exact set of Transport Objects that are currently scheduled for transmission by the sender, in
the actual FLUTE session.

The XML syntax of the "FullFDT" attribute within the FLUTE FDT isthe following.

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema xm ns="urn: 3GPP: net adat a: 2008: MBMS: FLUTE: FDT_ext "
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Namespace="ur n: 3GPP: net adat a: 2008: MBMS: FLUTE: FDT_ext "
el emrent For nDef aul t =" qual i fi ed" >

<xs:attribute nane="Ful |l FDT" type="xs: bool ean"
/>
</ xs: schena>

This attribute differs from the existing "Complete" attribute in that the "Complete" attribute indicates that no new
objects description will be provided in future FDT Instances within this session.

No assumption shall be made about the fact that a given FDT instance for which the attribute "FullFDT" is absent or set
to FALSE, contains the exact set of Transport Objects that are currently scheduled for transmission by the sender, in the
actual FLUTE session.

When two FDT instances with attribute "FullFDT" is equal to TRUE are received by areceiver and valid in agiven
time (that is to say they have not expired), the FDT instance with the highest FDT Instance ID shall be used by the
terminal.

7.2.15 Decryption key indicating of protected download data

A MBMS download service may indicate relevant decryption key file for protected download filein FLUTE FDT
instance. A new attribute "Decryption-KEY -URI" is created within element "file" of the FDT to indicate the
association between protected download file and relevant decryption key file. The value of "Decryption-KEY -URI" in
"file" element shall be equal to the content-location of the MIKEY file that contains the decryption key file.
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When the server delivers a protected download file, the server should set a"Decryption-KEY -URI" field in the
corresponding file element in the FLUTE FDT instance. When a UE receives a protected file, the UE may instruct its
FLUTE receiver to download the relevant decryption key file according to "Decryption-KEY -URI" field in file element
of FDT instance.

The XML syntax of the "Decryption-KEY -URI" attribute within the FLUTE FDT is the following.

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema xmins="urn:3GPP:metadata:2009:MBMS:FLUTE:FDT_ext"
xmlns:xs="http://www.w3.0rg/2001/X ML Schema'"
targetNamespace="urn:3GPP:metadata:2009:MBMS.FLUTE:FDT_ext"
elementFormDefault="qualified">
<xs:attribute name="Decryption-KEY -URI" type="xs.anyURI"/>

</xs.schema>

7.3 SDP for Download Delivery Method

7.3.1 Introduction
RFC 3926 [9] describes required and optional parameters for FLUTE session and media descriptors. This clause

specifies SDP for FLUTE session that is used for the MBM S download and service announcement sessions. The formal
specification of the parametersis givenin ABNF ([23]).

7.3.2  SDP Parameters for MBMS download session
The semantics of a Session Description of an MBM S download session includes the following parameters:
e Thesender IP address.
e Thenumber of channelsin the session.
e The destination I P address and port number for each channel in the session per media.
e The Transport Session Identifier (TSI) of the session.
e Thestart time and end time of the session.
e Theprotocol ID (i.e. FLUTE/UDP).
o Mediatype(s) and fmt-list.
o Datarate using existing SDP bandwidth modifiers.
e Mode of MBMS bearer per media.
e FEC capabilities and related parameters.
e Service-language(s) per media.
Thislist includes the parameters required by FLUTE - RFC 3926 [9]

These shall be expressed in SDP ( [14] and [15]) syntax according to the following clauses.

7.3.21 Sender IP address

There shall be exactly one IP sender address per MBM S download session, and thus there shall be exactly one I P source
address per complete MBM S download session SDP description. The IP source address shall be defined according to
the source-filter attribute ("a=source-filter:") ([14] and [15]) for both IPv4 and IPv6 sources, with the following
exceptions:

1. Exactly one source address may be specified by this attribute such that exclusive-mode shall not be used and
inclusive-mode shall use exactly one source address in the <src-list>.
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2. There shall be exactly one source-filter attribute per complete MBM S download session SDP description, and
this shall be in the session part of the session description (i.e. not per media).
3. The* value shall be used for the <dest-address> subfield, even when the MBM S download session employs only
asingle LCT (multicast) channel.
7.3.2.2 Number of channels
Only one FLUTE channel is allowed per FLUTE session in the present document and thus there is no further need for a

descriptor of the number of channels.

7.3.2.3 Destination IP address and port number for channels

The FLUTE channel shall be described by the media-level channel descriptor. These channel parameters shall be per
channel:

e |P dedtination address.
o Destination port number.

The IP destination address shall be defined according to the "connection data” field ("c=") of SDP ([14]). The
destination port number shall be defined according to the <port> sub-field of the media announcement field ("m=") of
SDP ([14]).

The presence of a FLUTE session on a certain channel shall be indicated by using the "m-line" in the SDP description
as shown in the following example:

m=application 12345 FLUTE/UDP 0
c=INIP6 FF1E:03AD::7F2E: 172A: 1E24/1

In the above SDP attributes, the m-line indicates the media used and the c-line indicates the corresponding channel.
Thus, in the above example, the m-line indicates that the mediais transported on a channel that uses FLUTE over UDP.
Further, the c-line indicates the channel address, which, in this case, is an IPv6 address.

7.3.24 Transport Session Identifier (TSI) of the session

The combination of the TSI and the I P source address identifies the FLUTE session. Each TSI shall uniquely identify a
FLUTE session for a given | P source address during the time that the session is active, and also for alarge time before
and after the active session time (thisisalso an LCT requirement - RFC 3451 [11]).

The TSI shall be defined according the SDP descriptor given below. There shall be exactly one occurrence of this
descriptor in acomplete FLUTE SDP session description and it shall appear at session level.

The syntax in ABNF is given below:
flute-tsi-line = "a=flute-tsi:" ts CRLF

tsi = 1*15DIGIT

7.3.25 Multiple objects transport indication

RFC 3626 [9] requires the use of the Transport Object Identifier (TOI) header field (with one exception for packets with
no payload when the A flag is used). The transport of asingle FLUTE file reguires that multiple TOls are used (TOI 0
for FDT Instances). Thus, thereis no further need to indicate to receivers that the session carries packets for more than
one object and no SDP attribute (or other FLUTE out of band information) is needed for this.

7.3.2.6 Session Timing Parameters

A MBMS download session start and end times shall be defined according to the SDP timing field ("t=") ([14]).
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7.3.2.7 Mode of MBMS bearer per media

A new MBMS bearer mode declaration attribute is defined which resultsin, e.g.:
¢ a=mbms-mode:broadcast 123869108302929 1
OR
e a=mbms-mode:broadcast-mbsfn 123869108302929

The MBMS bearer mode declaration attribute shall be used in session descriptions using one or more MBM S broadcast
mode media or broadcast-mbsfnh mode media. If all media declarations use MBM S broadcast mode or broadcast-mbsfn
mode, then the SDP attribute may be declared at session level. In that case the session level attribute appliesto al media
without a media level occurance of the "mbms-mode" attribute. If one or more media using MBM S multicast mode is
present in the same declaration as media using MBM S broadcast mode, then only media using the MBM S broadcast
mode or broadcast-mbsfn mode will contain the "mbms-mode" attribute.

mbms-bearer-mode-declaration-line = "a=mbms-mode:" ("broadcast” SP tmgi SP mbms-counting-information) /
(" broadcast-mbsfn” SPtmgi) CRLF

tmgi = 1*15DIGIT
mbms-counting-indication=1* DIGIT
Note: Please find below an example of the building of the TMGI:

UK MCC =234 (MCC Digit 1 = 2; MCC Digit 2 =3 and MCC Digit 3=4)

Vodafone UK MNC = 15

Therefore, with padding, Vodafone UK MNC = 15F (MNC Digit 1 = 1; MNC Digit 2=5and MNC Digit 3=F)
MBMS Service ID = 70A886

Therefore, TMGI = 70A886 32F451 (Hex)

Therefore, TMGI = 123869108302929 (Decimal)

The Temporary Mobile Group Identity (tmgi) information element is defined in TS 24.008 [40] including the coding of
the fields. Octets 3to 8 (MBMS Service ID, MCC and MNC) shall be placed in the tmgi attribute of the MBM S bearer
mode declaration line, and are encoded as a decima number. Octet 3 isthe most significant octet. Asthisis encoded as
adecimal number, leading zeros of the MBMS Service ID field may be omitted.

The MBMS Counting Information (mbms-counting-information) information element is defined in TS 25.413 [87] and
indicates whether the RAN level counting procedures are applicable or not for the MBM S broadcast mode. The value O
corresponds to the information element val ue of “not counting” and the value 1 corresponds to the information element
value “counting”.

7.3.2.8 FEC capabilities and related parameters
A new FEC-declaration attribute is defined which resultsin, e.g.:

e a=FEC-declaration:0 encoding-id=1

This attribute may be used on both session-level and media-level. Multiple instances are allowed to specify several
different FEC declarations. The attribute is used on session level to define FEC declarations used by multiple media
components. On medialevel it is used to define FEC declarations which are only valid for a single media component. If
FEC declarations on both session and media level use the same reference number (fec-ref) then the media level
declaration takes precedence for that media component. Each media component references one FEC declaration using
the “a=FEC” attribute.

This attribute is optional to use for the download delivery method as the information will be available elsewhere (e.g.
FLUTE FDT Instances). If this attribute is not used, and no other FEC-OTI information is signalled to the UE by other
means, the UE may assume that support for FEC id O is sufficient capability to enter the session.

A new FEC-declaration reference attribute is defined which resultsin, e.g.:
e a=FEC:0

Thisisamedia-level only attribute, used as a short hand to reference one of one or more FEC-declarations.
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The syntax for the attributesin ABNF [23] is:
fec-declaration-line = "a=FEC-declaration:" fec-ref SP fec-enc-id [";" SP fec-ingt-id] CRLF
fec-ref = 1*3DIGIT ; valueisthe SDP-internal identifier for FEC-declaration.
fec-enc-id = "encoding-id=" enc-id
enc-id = 1*DIGIT ; valueis the FEC encoding ID used
fec-inst-id = "instance-id=" inst-id
inst-id = 1*DIGIT ; valueis the FEC Instance ID used.
fec-line = "a=FEC:" fec-ref CRLF

7.3.2.9 Service-language(s) per media

The existing SDP attribute "a=lang" is used to label the language of any language-specific media. The values are taken
from [73] which in turn takes language and (optionally) country tags from 1SO 639 [74] and 1SO 3166 [75]
(e.g. "a=lang:EN-US"). These are the same tags used in the User Service Description XML.

7.3.2.10 Bandwidth Specification

The maximum bit-rate required by this FLUTE session shall be specified using the "AS" bandwidth modifier [14] on
medialevel. The Application Specific (AS) bandwidth for a FLUTE session shall be the largest sum of the sizes of all
packets transmitted during any one second long period of the session, expressed as kilobits. The size of the packet shall
be the complete packet, i.e. IP, UDP and FLUTE headers, and the data payload.

7.3.2.11 FEC Redundancy Level
The "FEC-redundancy-level" declaration attribute is defined in the form:

* a=FEC-redundancy-level:<fec-ref> <fec-redun-lev>,

This attribute is associated with the FEC-declaration attribute defined in sub-clause 7.3.2.8, with the same <fec-ref>
field value. It may be used at the session or medialevel, and declares the redundant level of FEC protection, asa
percentage, applied to the media component(s) carried on the associated MBM S download session.  For example, a
FEC redundancy level of 40% means that for an FEC-encoded block of K symbols, 1.4*K symbols are broadcast over
theair. Theapplicability of the FEC redundancy level parameter, at the session or media level, mirrors the session- or
media-level use of the corresponding FEC-declaration attribute with the same <fec-ref> value. The FEC-redundancy-
level attribute is optional to use as a FEC declaration.

The syntax for this attribute, in ABNF [23], isas follows:
<fec-ref> isasdefined in sub-clause 7.3.2.8,
<fec-redun-lev> = "redundancy level=" <redun-lev>, and

<redun-lev> = 1*3DIGIT; represents the redundant amount of FEC protection applied to the file object,
expressed as an integer percentage value.

In the event that both the FDT extension attribute " FEC-Redundancy-Level" as defined in sub-clause 7.2.10.6, and the
SDP FEC redundancy level indication are present, the declaration in the FDT shall take precedence from the UE
processing perspective.
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7.3.3 SDP Examples for FLUTE Session

Hereisafull example of SDP description describing a FLUTE session:

v=0

o=user 123 2890844526 2890842807 I N | P6 2201: 056D: : 112E: 144A: 1E24
s=File delivery session exanple

i=More information

t =2873397496 2873404696

a=nbns- node: br oadcast 123869108302929 1

a=FEC- decl arati on: 0 encodi ng-i d=1

a=source-filter: incl INIP6 * 2001:210: 1: 2: 240: 96FF: FE25: 8EC9
a=flute-tsi:3

mFappl i cation 12345 FLUTE/ UDP 0O

c=I N I P6 FF1lE: 03AD: : 7F2E: 172A: 1E24/ 1

b=64

a=l ang: EN

a=FEC. 0

Below isasecond example of an SDP description describing a FLUTE session and which indicates that 25%
redundant FEC protection is applied to the FEC encoding of the video Segments of the associated DA SH-formatted
content:

v=0

o=user 123 2890844526 2890842807 | N | P6 2201: 056D: : 112E: 144A: 1E24
s=Downl oad session carrying 2-hour DASH encoded program

i =Mbre information

t =3615124600 3615131800

a=nbns- node: br oadcast 123869108302929 1

a=FEC- decl arati on: 0 encodi ng-i d=1

a=FEC- r edundancy- | evel : 0 redundancy-| evel =25

a=source-filter: incl INI1P6 * 2001:210: 1: 2: 240: 96FF: FE25: 8EC9
a=flute-tsi:5

nrvi deo 10111 FLUTE/ UDP O

c=IN I P6 FF1E: 03AD:: 7F2E: 172A: 1E24/ 1

b=512

a=l ang: EN

7.4 OMA Push usage for MBMS Download

7.4.1 Introduction

OMA Push may be used for MBM S download reception when MBMS Bearers are not available. The MBMS UE
registersits MSISDN with the BM-SC to receive the Download Sessions using OMA Push. The BM-SC distributes
FLUTE FDT instance which allows the MBMS UE to fetch files of interest.

If the MBMS UE isout of its home network and if at least one unicastAccessURI element is available in the deliver
method description, the MBM S UE should register its MBM S Download Services with the BM-SC.
7.4.2 HTTP registration and deregistration procedure

The MBMS UE may register and deregister for unicast service delivery, if the MBMS User Service Description for this
service includes at least one unicastAccessURI element in the deliveryMethod element.

The HTTP (RFC 2616 [18]) GET method is used for this purpose. If more than one unicastAccessURI is provided in the
deliveryMethod element, the UE shall randomly select one.

In the following, we give the details of the syntax used for the above request method in ABNF [23].
* unicast_access request_http_ URL = unicast_access URI "7?' query

* unicast_access URI = <unicastAccessURI from the User Service Description; URI-referenceis as defined in
[19].>

* query =action“&” serviceld"&" msisdn
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* action ="action=" (“register” | “Register” | “deregister” | “Deregister”)
* sarviceld = "serviceld=" <value of the serviceld attribute of the User Service Description>
* msisdn =“msisdn=" 1*DIGIT <format as defined in [77]

The BM-SC responds with an “200 OK” status code in case of successful registration or deregistration. With the
response to a successful registration request, an associated delivery procedure fragment as defined in clause 9.5 shall be
delivered to the MBMS UE. The MBMS UE uses the File Repair procedure as described in the received associated
delivery procedure description fragment. The file repair procedure is defined in clause 9.3. Note, the file repair
procedure allows also to fetch complete files.

AnHTTP GET request with “action” value set to “register” or “Register” shall be sent to register the MBMS UE for
unicast file delivery service. The request shall also include the serviceld and the MSISDN of the MBMS UE. The
format for the MSISDN is defined in [77]. The following is an exmaple for a registration request:

GET /unicasDelivery?action=Register& servicel d=urn:3gpp:0010120123hotdog& M SI SDN=436642012345
HTTP/1.1

Host: bmsc.example.com

AnHTTPGET request with “action” value set to “deregister” or “Deregister” shall be sent to deregister the MBMS
UE from the unicast file delivery service. The request also includes the service ID and the MSISDN number of the
MBMS UE as shown in the following example:

GET /unicasDelivery?action=Deregister& servicel d=urn:3gpp:0010120123hotdog& M S| SDN=436642012345
HTTP/1.1

Host: bmsc.example.com

7.4.3 MBMS Download Delivery Method over OMA push bearers
MBMS Download over OMA Push bearers are formatted according to the OMA Push OTA specification [79].

OTA-WSP shall be used over unicast bearers. Application port addressing shall be used as specified in [79]. The
application ID to be used is 0x9045 as allocated by OMNA [85].

OTA-HTTP may be used over the HTTP push bearer. Application port addressing shall be used as specified in [79].
The application ID to be used is 0x9045 as allocated by OMNA [85].

The Content-Encoding header shall be included if GZip is used.

The MBMS UE receivesthe FLUTE FDT instance and the Download Header instance via OMA Push OTA protocol
[79]. Both documents are encapsulated in a multipart MIME document. Optionally an associated delivery description
fragment as defined in clause 9.5 is part of the pushed document. The FLUTE FDT instance is identified by the MIME
type “application/fdt+xml” and the associated delivery description fragment by the mimetype as defined in Annex C.7.
The download header instance should use a default mime type “application/xml”.

The XML schema for the download header fragment is defined below. The serviceld element contains the unique
identifier of the MBMS service. The MBMS UE uses the Service Id to select the target application and has received the
serviceld with the User Service Annoucement fragment. The format of the serviceld element is defined in clasue
11.2.1.1.

The fdtInstancel d element shall contain the FDT instance Identifier for the sent FDT instance. Note, the FDT instance
id istransferred using the FDT Instance Header as defined in clause 3.4.1 of [9]

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema

xm ns="urn: 3GPP: net adat a: 2007: MBM5: downl oadHeader "

xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"

t ar get Nanespace="ur n: 3GPP: net adat a: 2007: MBMS: downl oadHeader "
el ement For nDef aul t =" qual i fi ed"

attri but eFor nDef aul t ="unqual i fi ed">

<xs: el ement nanme="nbmsDownl oadHeader " >

<xs: conpl exType>
<xs:sequence>
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<xs: el ement name="serviceld" type="xs:anyURI"/>
<xs: el ement name="fdtlnstancel d" type="xs:unsignedlnt"/>
<xs:any namespace="##ot her" processContents="1ax" m nCccurs="0"/>
</ xs: sequence>
</ xs: conpl exType>
</ xs: el ement >
</ xs: schena>

The UE will then have necessary information about all filesin the FLUTE session including their fileURIs, content
encodings, content lengths etc.

7.5 FLUTE session setup and control with RTSP

75.1 Introduction

In case the MBM S User Service contains MBM S streaming and MBM S download sessions, it may be beneficial to
control al flowswith RTSP. The prime use case of FLUTE session set-up and control with RTSP isfor sending MBMS
streaming associated presentation data.

7.5.2 SDP handling

The FLUTE specific SDP extensions are defined in clause 7. For the FLUTE session establishment using RTSP, a
control URI as defined in [88] shall be present for the FLUTE media description. Note, a control URI is defined by the
"a=control:" SDP field according to [88].

7.5.3 RTSP SETUP Method

The control URI as defined in [88] shall be present for each FLUTE media description in the SDP. The control URI is
used within the RTSP SETUP method to establish the described FLUTE sessions.

The RTSP transport protocol specifier for FLUTE as defined in [88] shall be "FLUTE/UDP". One and only one UDP
port is allocated for each FLUTE channel.

The following RTP specific parameters shall be used in the transport request and responds header for FLUTE sessions:

* client_port: This parameter provides the unicast FLUTE port(s) on which the client has chosen to receive
FLUTE data

* server_port: This parameter provides the unicast FLUTE port(s) on which the server has chosen to send data.

7.5.4 RTSP PLAY Method

The PLAY method tells the server to start sending dataincluding FLUTE session data as defined in [88]. The RTSP
server forwards the FLUTE packets as according by the RTSP range header in the RTSP PLAY.

Only ntp and clock range units may be used with the "Range" headers. Normal Play Time (NPT) indicates the stream

absolute position relative to the beginning of the presentation. The NPT consists of a decimal fraction.The clock range
header describe the absolute time expressed as | SO 8601 timestamps, using UTC (GMT).

7.5.5 RTSP PAUSE Method

The PAUSE request causes the stream delivery including all FLUTE sessions to be interrupted (halted) as defined in
[88].

7.5.6 RTSP TEARDOWN Method

The TEARDOWN client to server request stops the stream delivery including all FLUTE data delivery for the given
URI, freeing the resources associated with it. Details for the TEARDOWN method are defined in [88].
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7.6 Unicast Fallback and Switching Between Unicast/Broadcast
Reception Modes for DASH-over-MBMS User Service

7.6.1 Introduction

As conveyed by the unified MPD, a DASH Media Presentation belonging to aMBMS User Service and carried by the
MBMS download delivery method may be made available for unicast fallback reception should the UE move outside
the MBMSS coverage area of the corresponding User Service. Subsequently, should the UE move back into MBMS
coverage, it may be required by network operator policy that only broadcast reception of the Media Presentation is
permitted (network policy and the means for its delivery and execution is outside the scope of this specification). It
may also be desired by the MBMS service provider that reception of individual broadcast Representation(s) are
restricted by MBMS service areas. In this specification, the MBMS User Service Bundle Description fragment is
extended to support these capabilities. The extensions comprise two parts:

1) Parameters are added to the deliveryMethod child element of the user ServiceDescription element, which
identify whether content requested by the client application of the MBMS client, e.g., aDASH client, is carried
over unicast or broadcast transport (or both). In addition, for application service content delivered via
broadcast, the MBMS service areasin which it is restricted for reception can be specified.

2) A new child element is added to the user ServiceDescription element for providing the identities of identical and
aternative versions of an application service content item which can be substituted for one another, in
accordance to coverage conditions (i.e., inside or outside of MBMS coverage), or policy requirements (e.g.,
"only broadcast reception of content is allowed when the UE iswithin MBMS coverage"). In addition, a
reference is provided to an Application Service Description document, which in the case that the application
serviceis DASH content delivered over MBMS, is a unified MPD (via corresponding Media Presentation
Description fragment) that describes both broadcast and unicast Representations, to enable the MBM S client to
acquire this metadata fragment and subsequently passing it to the DASH client.

NOTE: Inthe following sub-clauses under 7.6, it is assumed that the application service corresponding to the
r12:appService, r12:broadcastAppService and r12: unicastAppService elementsis a DASH-over-MBM S user
service. Therefore, the application service content isa DASH Segment which may be delivered over the
MBMS bearer, unicast bearer, or both. Accordingly, the Application Service Description fragment referenced
by r12:appService is a Media Presentation Description metadata fragment corresponding to a unified MPD.

7.6.2 Extension of the deliveryMethod element

7.6.2.1 Broadcast Representation Specific Metadata

Asanew child element of deliveryMethod, each instance of r12: broadcastAppService denotes a single broadcast
Representation, in multiplexed or non-multiplexed form for media content components, of the DASH-over-MBMS
user service, across al Periods of the affiliated Media Presentation. Each entry of basePattern under
r12:broadcastAppService isfor use by the MBMS client to match against a portion of the entire Segment URL used by
the DASH client to request Media Segments of a parent Representation under its containing Period . A match implies
that the corresponding requested Media Segment is carried over an MBMS bearer.  For example, should the URL
associated with a Segment request contain the BaseURL “ http://example.com/per-3/rep-512”, and the same BaseURL
value were to appear in an instance of r12:broadcastAppService.basePattern, it means that the Representation with
Repr esent ati on@ d =512’ isavailable over broadcast. The basePattern value may, but is not required to, be
identical to that of the Repr esent ati on. BaseURL if present in the MPD.

In addition, each r12: broadcastAppService element may contain one or more serviceArea child elements which specify
the service area(s) in which the associated broadcast Representation (as identified by basePattern) is
delivered/accessible. The semantics of serviceArea complies to the MBMS Service Area I dentity as defined in [77],
[104]. A given broadcast Representation may be available in a set of service area(s) in common with, or different
from, the service area(s) of any other broadcast Representation. Absence of the serviceArea element implies that the
availability of the broadcast Representation is not restricted by service area.
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7.6.2.2 Unicast Representation Specific Metadata

The deliveryMethod element may also include one or more instances of the r12:unicastAppService. Each entry of
r12: unicastAppService denotes a single unicast Representation, in multiplexed or non-multiplexed form for media
content components, of the DASH-over-MBMS user service, across al Periods of the affiliated Media Presentation.
Similar to r12: broadcastAppService, each entry of basePattern attribute under the r12: unicastAppService element is for
use by the MBM S client to match against a portion of the entire Segment URL used by the DASH client to request
Segments of a parent Representation under its containing Period. A match implies that the associated Representation is
available over unicast delivery. For example, should the URL associated with a Segment request contain the BaseURL
"http://example.com/per-3/rep-256", and the same BaseURL value were to appear in an instance of r12:
unicastAppService.basePattern, it means that the Representation with Repr esent at i on@ d = ‘256’ isavailable
over unicast. The basePattern value may, but is not required to, be identical to that of the
Repr esent ati on. BaseURL if present in the MPD.

7.6.2.3 Additional Points

A given DASH Representation may be delivered/available over one or both transport modes. The broadcast version
might be deemed as preferable or even required for reception, for example, in accordance to service provider policy
pertaining to location of the UE with respect to MBMS coverage.

The presence of the r12: broadcastAppService and/or r12;unicastAppService element under deliveryMethod signifies
that the parent MBM S User Service is an application service which contains content components delivered via
broadcast and/or unicast modes. One or both of these child elements of deliveryMethod must be present when its
parent user ServiceDescription element contains the r12: appService element (see clause 7.6.3).

7.6.3 Extension of the userServiceDescription element

Presence of the r12:appService child element of user ServiceDescription indicates that the associated MBM S User
Serviceis an application service explicitly linked to the r12: broadcastAppService and r12: unicastAppService e ements
under deliveryMethod. Ther12:appService element may contain either or both the child elements identical Content
and alternativeContent. r12:appService also has the attributes appServiceDescriptionURI and mimeType which, in this
specification, references a Media Presentation Description fragment corresponding to a unified MPD.

7.6.3.1 Identical Content

Each identical Content element under user ServiceDescription contains two or more interchangeable URLS, as indicated
by the basePattern values, for the same Representation. Theimplication isthat that Representation is available over
both broadcast and unicast transport and could be interchanged in accordance to coverage condition, policy
requirements, etc.

7.6.3.2 Alternative Content

Each alternativeContent element under user ServiceDescription contains two or more interchangeable URLS, as
indicated by the basePattern values, corresponding to different Representations available over broadcast and unicast
transport but which could be substituted for one another in accordance to coverage condition, policy requirements, etc.
In practical deployment of a DASH-over-MBMS service, eligibility for such switching may additionally require the
following conditions to be met:

a) the employed media codecs and configuration information must be identical between the requested and
substituted Representations,

b) the request does not contain a byte range, and

c) Segments of the alternative Representations must be time-aligned.
The UE may support the processing of the alternativeContent element.

identical Content and/or alter nativeContent may be present under the r12: appService element because Representations
listed in the MPD may be encoded differently, or associated with different configurations for a given encoding scheme,
as defined by their Initialization Segments (represented by Initialization Segment Description fragments). Therefore,
the mere presence of basePattern entries under r12: broadcastAppService and r12: unicastAppService does not imply
that the associated Representations are automatically eligible for interchange between broadcast and unicast reception.

ETSI



3GPP TS 26.346 version 12.3.0 Release 12 60 ETSI TS 126 346 V12.3.0 (2014-10)

7.6.3.3 Reference to Unified MPD

The attribute appServiceDescriptionURI of r12: appService references an application service description document,
which in this specification shall be a Media Presentation Description fragment corresponding to aunified MPD. The
attribute mimeType of r12: appService specifies the MIME type of the MPD, which may include the optional ‘profiles
parameter. The latter parameter declares the interoperability and signals the use of features associated with the DASH
Media Presentation described by thisMPD. An example value of mimeType is the string

"appl i cation/ dash+xm ; profil es=urn: 3GPP: PSS: profi | e: DASH10", which denotes an MPD
conforming with the 3GP-DASH Release-10 profile.

A UE compliant with this specification shall ignore the r12: appService element, if its mimeType attribute indicates a
UE unsupported value.

7.7 Keep-Updated Service

7.7.1 Registration Procedure

The MBMS UE may register and deregister for the keep-updated service, if the MBM S User Service Description for
thiseMBM S service includes one KeepUpdatedService element.

The HTTP (RFC 2616 [18]) POST method is used for this purpose. A keep-updated registration XML fragment is sent
to the BM-SC as the body of the POST request. The keep-updated XML fragment shall conform to the following XML
schema.

<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.0rg/2001/XMLSchema" elementFormDefault="qualified"
attributeFormDefault="unqualified">
<xs:element name="KeepUpdated" type="KeepUpdatedType"/>
<xs:complexType name="KeepUpdatedType">
<xs:sequence>
<xs:element name="fileURL" type="xs:anyURI" maxOccurs="unbounded"/>
</xs:sequence>
<xs:attribute name="request" type="RequestType" use="optional" default="Register"/>
<xs:attribute name="MSISDN" type="xs:string" use="optional"/>
</xs:complexType>

<xs:simpleType name="RequestType">
<xs:restriction base="xs:string">
<xs:enumeration value="Register"/>
<xs:enumeration value="Deregister"/>
</xs:restriction>
</xs:simpleType>
</xs:schema>

The keep-updated XML fragment shall have the following MIME type: “application/vnd.3gpp.keep-updated+xml”.

An MBMS UE shall de-register when it no longer requires to receive the service. The HTTP POST method is used for
de-registration. The set of files that the receiver wishes to de-register may be provided in the de-registration message as
the body of the HTTP request. The MBM S UE may de-register all filesthat it has earlier registered for by sending an
empty list.

As part of the request for registration or de-registration, the MBM S UE shall provide its MSISDN number, that may be
used by the BM-SC to identify the client.

The BM-SC shall respond with an “200 OK” status code in case of a successful registration or deregistration. The body
of the reply shall contain  the keep-updated XML fragment that contains al files for which the BM-SC is willing to
provide update notifications.
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In case the BM-SC is not able to provide the service or if the request fails for any other reason, the BM-SC server shall
reply with an HTTP 4xx or a 5xx error code.

7.7.2 Client Notification about Updates

When the BM-SC detects an update on afile or set of filesthat at least one user has registered for, it shall determine if
delivery over MBMSiis beneficial or not. The BM-SC should inform all MBM S UESs that have registered for that
particular file about the existing file update(s).

The BM-SC informs the UEs about the forthcoming delivery of the file updates using eMBM S by sending an update of
the Schedul e Description metadata fragment of the keep-updated service USD using the MBM S service announcement
procedures over unicast as defined in 5.2.5. For updated files that the BM-SC does not intend to broadcast, the file
should be marked as unicast only using the r12:unicastOnly attribute in the Schedule Description metadata fragment.
Thefile shall then be accessible using the same URI as provided by the fileURI element.

8 Streaming delivery method

8.1 Introduction

The purpose of the MBM S streaming delivery method is to deliver continuous multimedia data (i.e. speech, audio,
video and DIMS) over an MBM S bearer. Using MBMS Streaming delivery on unicast is defined in clause 8.5. This
delivery method complements the download delivery method which consists of the delivery of files. The streaming
delivery method is particularly useful for multicast and broadcast of scheduled streaming content.

8.2 Transport protocol

RTP isthe transport protocol for MBMS streaming delivery. RTP provides means for sending real-time or streaming
data over UDP and is already used for the transport of PSS in 3GPP. RTP provides RTCP for feedback about the
transmission quality. The transmission of RTCP packetsin the downlink (sender reports) is allowed. In this version of
the specification, RTCP RR shall be turned off by SDP RR bandwidth modifiers. Note that in the context of MBMS
detection of link alivenessis not necessary.

8.2.1 RTP payload formats for media

The RTP payload formats and corresponding MIME types are closely aligned with those defined in PSS [47] . For
RTP/UDP/IP transport of continuous media the following RTP payload formats shall be used:

*  AMR narrow-band speech codec (see sub-clause 10.2) RTP payload format according to RFC 4867 [33]. A
MBMS client is not required to support multi-channel sessions.

*  AMR wideband speech codec (see sub-clause 10.2) RTP payload format according to RFC 4867 [33]. A MBMS
client is not required to support multi-channel sessions.

*  Extended AMR-WB codec (see sub-clause 10.3) RTP payload format according to [34].

*  Enhanced aacPlus codec (see sub-clause 10.3) RTP payload format and MIME types according to RFC 3640
[41], namely the Low Bit-Rate AAC or the High Bit-Rate AAC modes.
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*  H.264 (AVC) video codec (see sub-clause 10.5) RTP payload format according to [35]. An MBMS client
supporting H.264 (AVC) isrequired to support al three packetization modes: single NAL unit mode, non-
interleaved mode and interleaved mode. For the interleaved packetization mode, an MBMS client shall support
streams for which the value of the " sprop-deint-buf-req" MIME parameter isless than or equal to MaxCPB *
1000/ 8, inclusive, in which "MaxCPB" is the value for Video Coding Layer (VCL) parameters of the H.264
(AVC) profile and level in use, as specified in [43].

*  H.265 (HEVC) [112] video codec (see clause 10.5) RTP payload format according to [113].
*  DIMS (see sub-clause 10.12) RTP payload format according to [89].
*  Timed Text (see sub-clause 10.10) RTP payload format according to [93].

8.2.2 FEC mechanism for RTP

8.2.2.0 General
The “MBMS FEC scheme” is the fully-specified FEC scheme defined in [106], section 6 with ID 1.

The source flows for the MBM S FEC scheme are UDP flows including RTP, RTCP, SRTP and MIKEY packets. The
payload of such UDP packets congtitute an Application Data Unit (ADU) as defined in RFC6363 [107]. The source data
flow with which the ADUs are associated is the UDP flow identity of the corresponding UDP flow.

A UE that supports MBM S User Services shall support a decoder for the “MBMS FEC scheme”. The use of MBMS
FEC by the sender is recommended, but it is permitted not to use it. In the case where the FEC is not used by the sender,
the FEC Layer should not be used (i.e. RTP is mapped onto UDP directly).

The mechanism does not place any restrictions on the source data which can be protected together, except that the
source datais carried over UDP. The data may be from several different UDP flows that are protected jointly.

A UE supporting the streaming delivery method shall support the packet format for FEC packets..

If any FEC source packets have been lost, but sufficient FEC source and FEC repair packets have been received, FEC
decoding can be performed to recover the FEC source block. The original packets UDP payload and UDP flow identity
can then be extracted from the source block and provided to the upper layer. If not enough FEC source and repair
packets were received, only the original packets that were received as FEC source packets will be available. The rest of
the original packets are lost.

If a UE that supports MBM S User Services receives a mathematically sufficient set of encoding symbols generated
according to the encoder specification in RFC5053 [91], section 5.3, for reconstruction of a source block, then the
decoder shall recover the entire source block. Note that the example decoder described in [91] clause 5.5 fulfils this
requirement.

Note that the receiver must be able to buffer all the original packets and allow time for the FEC repair packetsto arrive
and FEC decoding to be performed before media playout begins. The min-buffer-time parameter specified in sub-clause
8.3.1.8 helps the receiver to determine a sufficient duration for initial start-up delay.

The protocol architectureisillustrated in figure 11.
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Figure 11. FEC mechanism for the streaming delivery method interaction diagram

Figure 11 depicts how one or more out of several possible packet flows of different types (Audio, video, DIMS, text
RTP and RTCP flows, MIKEY flow) are sent to the FEC layer for protection. The source packets are modified to carry
the FEC payload ID and a new flow with repair data is generated. The receiver takes the source and repair packets and
buffers them to perform, if necessary, the FEC decoding. After appropriate buffering received and recovered source
packets are forwarded to the higher layers. The arrows in the figure indicate distinct data flows.

8.2.2.1 Sending Terminal Operation (Informative)

It is assumed that the sender has constructed or received original data packets for the session. These may be RTP,
RTCP, MIKEY or other UDP packets. The following procedures are based on the UDP payload and the identity of the
UDP flow. The UDP payload congtitutes and ADU according to RFC6363 [107] and the identity of the UDP flow isthe
integer identifier associated with the identifier of the ADU flow.

In order to FEC protect a sequence of original data packets, the sender constructs a source block as specified in
RFC6681 [106], section 5 to which the FEC algorithm isto be applied, and includes the original source packet data
within FEC source packets. The following operations describe a possible way to generate compliant FEC source packet
and FEC repair packet streams:

1. Each original packet is placed in the source block. In doing so, the Source FEC Payload ID information to be
included in the FEC payload ID of the FEC source packet can be determined. In the source block the identity of
the packet’s flow is marked using the Flow ID. See RFC6681 [106], section 5 for details.

2. The FEC source packet is constructed according to sub-clause 8.2.2.4. The identity of the original flow is
maintained by the source packet through the use of the destination UDP port number and destination | P address,
which has been advertised (for example using SDP), as carrying FEC source packets generated from an original
stream of a particular protocol (e.g. RTP, RTCP, SRTP, MIKEY etc.). See sub-clause 8.2.2.13.

3. The generated FEC source packet is sent using UDP.
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When a source block is complete, the FEC encoder generates encoding symbols and places these symbolsinto FEC
repair packets, to be conveyed to the receivers. These repair packets are sent using normal UDP procedures to a unique
destination port to separate it from any of the source packet flows.

In particular casesit may be advantageous not to use FEC for some source blocks and to signal thisto the receiver. In
this case the sender may send one or more empty repair packets consisting exclusively of the Repair FEC Payload ID.
Thiswill be helpful in particular for selective FEC where some of the source blocks (e.g. consisting of reference video
frames) are FEC protected while others (e.g. consisting exclusively of non-reference frames) will not be protected.

8.2.2.2 Receiving Terminal Operation (Informative)
The following describes a possible receiver algorithm, when receiving an FEC source or repair packet:
1. If aFEC source packet isreceived (asindicated by the UDP port on which it was received):

a. Theoriginal source packet is reconstructed by removing the Source FEC Payload ID. The resulting packet is
buffered to allow time for the FEC repair.

b. Theresulting packet is placed into the source block according to the information in the Source FEC Payload
ID and the source block format described in [106], section 5. The UDP port the packet was received on is
used to determine the Flow 1D written into the source block.

2. If an FEC repair packet isreceived (as indicated by the UDP port), the contained encoding symbols are placed
into an FEC encoding block according to the Repair FEC Payload ID. In case the received FEC repair packet is
empty, there are no repair symbolsto be placed in the FEC encoding block.

3. If at least one source packet is missing, then FEC decoding may be desirable. The FEC decoder determinesiif
the encoding block constructed in steps 1 and 2 contains enough symbols from the source and repair packets for
decoding and, if so, performs the decoding operation. If only empty FEC repair packets are received, the receiver
may start immediately some procedures to conceal the effect of missing media data.

4. Any missing source packets that were reconstructed during the decoding operation are then buffered as normal
received packets (see step 1a above).

Note that the above procedure may result in that not all original packets are recovered, and they must simply be marked
asbeing lost.

Obviously, buffering and packet re-ordering are required to insert any reconstructed packets in the appropriate place in
the packet sequence if that is necessary according to the used higher layer protocol (RTP, RTCP or MIKEY). To alow
receivers to determine the minimal start-up buffering requirement for FEC decoding, the min-buffer-time parameter
indicates aminimum initial buffering time that is sufficient regardless of the position of the stream in which the
reception starts.

8.2.2.3 (Void)

8.2.24 Packet format for FEC source packets

The packet format for FEC source packets as defined in RFC6363 [107], section 5.3, shall be used to encapsulate an
original UDP packet.

The destination IP address and UDP port shall be set asindicated in the session control signalling. This ensures that the
receiver can determine which protocols and FEC Payload | D formats are used for this flow. The remaining fieldsin the
IP and UDP headers shall be set according to their specifications.

The Source FEC Payload ID shall be constructed according to RFC 6681 [106], section 6.2.2.

The FEC Source packets over 1P and UDP are indicated to be used for aflow by using one of the SDP protocol
identifiers “UDP/IMBMS-FEC/RTP/AVP’, “UDP/MBMS-FEC/RTP/SAV P’ depending on the upper layer protocol
RTP/AVP or RTP/SAVP respectively. If MIKEY is FEC protected and encapsulated in source packets, then it is
indicated in the security description using the fecProtection element and the destination |P address.
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8.2.25 Packet Format for Repair packets
The packet format for FEC repair packets as defined in RFC6363 [107], section 5.4 shall be used for repair packets.

The UDP payload consists of the Repair FEC Payload ID, and zero, one or more repair symbols. The format of the
Repair FEC payload ID is defined in clause [106], section 6.2.3.

The repair packet sent over IP and UDP isindicated in the SDP using the protocol identifier “UDP/IMBMS-REPAIR”.

8.2.2.6 Void

8.2.2.7 FEC block Construction algorithm and example (informative)

This section provides an example how to use the methods in RFC6363 [107] and RFC6681 [106] to generate a source
block.

When the original UDP packet is placed into the source block, the value of the UDP flow identifier, F, followed by the
value of the UDP payload length, L, are first written as a single byte and two-byte value in network byte order (i.e. with
high order byte first) respectively into the first available bytes in the source block, followed by the UDP packet payload
itself (i.e. not including the IPPUDP headers). Following this, if the next available byteis not the first byte of a new
symbol, then padding bytes up to the next symbol boundary shall be included using the value O in each byte. Aslong as
any source UDP packets remain to be placed, the procedure is repeated starting each UDP flow identifier at the start of
the next encoding symbol.

An example of forming a source block is given in figure 14 below. In this example, three UDP packets of lengths 26, 52
and 103 bytes have been placed into a source block with symbol size T = 16 bytes. The first two packets are from UDP
flow 0 and the third from UDP flow 1. Each entry in Figure 14 is a byte and the rows correspond to the source symbols
and are numbered from O to 12. B;; denotes the (j+1)th byte of the (i+1)th UDP packet.
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0 26 Boo | Box | Bo2 | Bo3s | Bosa | Bos | Bos | Bo7 | Bos | Boo | Bojio | Bo211 | Bo,12
Bo,13 | Bo,14 | Bo,15 | Bo,16 | Bo,17 | Bo,1s | Bo,io | Bo2o | Boz21 | Bo22 | Bo23 | Bo24 | Bozs | O 0 0
0 52 Bio | B11 | B12 | B13 | Bis Bis Bis | By7 | B1s | Bio | B11o | B111 | B112
B113 | B114 | B1is | B116 | B1,17 | B1as | Bri9 | B12o | B121 | B122 | B123 | B1,24 | B12s | B1,26 | B1,27 | B1,28
B129 | B130 | B1,31 | B132 | B1,33 | B134 | B1,ss | B13s | B137 | B1,3s | B13g | B14o | B141 | Bia2 | B143 | Bras
Bi4s | B14s | B147 | B14s | B14g | Biso | Bis: 0 0 0 0 0 0 0 0 0
1 103 B2o | B21 | B22 | B23 | B2a4 B2s B2s | B27 | B2s | B2o | B21o | B2,11 | B2,12
B213 | B21a | B21s | B2as | B2,17 | B2is | B2io | B22o | B221 | B222 | B223 | B224 | B22s | B22s | B2,27 | B2,2s
B229 | B23o | B231 | B232 | B233 | B23a | B23s | Beas | B237 | B23s | B23o | B2ao | Boa1 | B2a2 | B2as | B2,4s
B2as | Boas | B2,a7 | B24s | B2ag | B2jso | B2si | Bes2 | B2ss | B2sa | Bess | Bese | B2s7 | Bess | B2so | B2,eo
Bos1 | Bos2 | B263 | B2esa | B2es | Boss | B2s7 | Bees | B2eo | B27o | B271 | B2,72 | B273 | B274 | B2,75 | B2,7s
B277 | B27s | B279 | B2so | B2s1 | B2s2 | B2ss | Bess | B2ss | B2ss | B2s7 | B2ss | B2go | B2oo | B2o1 | B2o2
B293 | B2oa | B2os | B2gs | B2,97 | B2,9s | B2,9o | B2,100 | B2,101 | B2ao2 | O 0 0 0 0 0
Figure 14: Source block consisting of 3 source UDP packets of lengths 26, 52 and 103 bytes.
8.2.2.8 Void
8.2.2.9 Source FEC Payload ID

The Source FEC payload ID shall be the Source FEC Payload ID format A in section 6.2.2 of RFC6681 [106].

8.2.2.10 Repair FEC payload ID
The Repair FEC Payload 1D shall be the Repair FEC Payload ID format A in section 6.2.3 of RFC6681 [106].

8.2.2.10a FEC Object Transmission information
The FEC Object Transmission information consists of:

- the maximum source block length, in symbols

- thesymbol size, in bytes

The FEC Object Transmission information shall be the first four octets of the FEC Scheme Specific Information in
section 6.2.1.2 of RFC6681 [106].

NOTE: This correspondsto Payload ID Format A in RFC6681 [106] as the last octet of FEC Scheme Specific
Information is omitted.

The Source Block Length signalled within the Repair FEC Payload ID of any packet of a stream shall not exceed the
Maximum Source Block Length signalled within the FEC Object Transmission Information for the stream.

The FEC Object Transmission Information shall be communicated as described in sub-clause 8.2.2.14. Note, the FEC
Object Transmission Information is only communicated in SDP.
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8.2.2.11 Hypothetical FEC Decoder

This clause specifies the hypothetical FEC decoder and its use to check packet stream and MBM S receiver
conformance.

The hypothetical FEC decoder uses the packet stream, the transmission time of each packet, the initial buffering delay,
and the SDP for the stream as inputs. The packet stream from the beginning of the FEC source block until the end of the
stream shall comply with the hypothetical reference decoder as specified below when the initial buffer delay equalsto
the value of the min-buffer-time parameter.

The maximum hypothetical FEC decoding buffer size for MBMS streaming is 1 Mbytes. The default hypothetical FEC
decoding buffer sizeis equal to 1 Mbytes.

For the packet stream, the buffer occupancy level of the hypothetical FEC decoding buffer shall not exceed the val ue of
the buf-size parameter, when it is present in the SDP, or the default FEC decoding buffer size, when the buf-size
parameter is not present in the SDP. The output of the hypothetical FEC decoder shall comply with the RTP payload
and decoding specifications of the media format.

The hypothetical FEC decoder operates as follows:
1) The hypothetical FEC decoding buffer isinitially empty.

2) Each FEC source packet and FEC repair packet, starting from the first packet in transmission order, isinserted
into a FEC source block at its transmission time. The FEC source block generation is done as specified in [106],
section 6.2.3. The FEC source block resides in the hypothetical FEC decoding buffer.

3) When both the last FEC source packet and the last FEC repair packet of an FEC source block are transmitted,
any elements of the FEC source block that are not original UDP packets (e.g. FEC repair packets and potential
padding bytes) are removed from the hypothetical FEC decoding buffer.

4) Original UDP packets are not removed from the hypothetical FEC decoding buffer before the signaled initial
buffering delay has expired. Then, the first original UDP packet in sequence number order is output and removed
from the hypothetical FEC decoding buffer immediately. Each succeeding original UDP packet is output and
removed when the following conditions are true;

i. Thefollowing time (in seconds) since the removal of the previous packet has elapsed:

8 x (size of the previous original UDP packet including UDP/IP header in bytes) / (1 000 x (value of
"b=AS" SDP attribute for the stream))

ii. All the packetsin the same FEC source block as the original UDP packet have been transmitted.

An MBMS client shall be capable of receiving a packet stream that complies with the hypothetical FEC decoder.
Furthermore, in the case of RTP packets, when an MBM S client complies with the requirements for the media decoding
of the packet stream, it shall be able to de-packetize and decode the packet stream and output decoded data at the
correct rate specified by the RTP timestamps of the received packet stream.

8.2.2.12 Void

8.2.2.13 Signalling
The signalling for streaming FEC consists of several components:

o |f severa user services are bundled together they are indicated as a sequence of servicesin the User Service
Bundle Description. See sub-clause 11.2.

e A separate SDP describing the FEC repair stream and all the flow IDs referenced from the User Service
Bundle Description. See sub-clauses 11.2 and 8.2.2.14.

e  SDP protocol identifiers and attributes to indicate the usage of the source packet format, how the FEC payload

ID is configured and other FEC parameters such as minimal buffering delay, for the RTP/RTCP streams. See
sub-clause 8.2.2.13a.
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e  Security description extensions to indicate usage of FEC source packet format, and the FEC parameters. See
sub-clauses 11.3 and 8.2.2.13a.

The user service description contains either a single service or several bundled services. All of the streaming delivery
methods and security descriptions that are present within the bundleDescription element must be considered when
configuring the FEC operations. Thisincludes RTP, RTCP and MIKEY flows. A receiver intending to perform FEC
decoding to cover for packet losses shall receive all the flows that are indicated to be sent as FEC source packets, even
if the flows are in a service currently not played out. A receiver intending to use FEC shall aso receive the FEC repair
stream as described by the FEC Repair Stream Description. The delivery method’ s session description, and the security
description both carry the FEC source packet configuration information: FEC encoding ID, FEC instance ID, and FEC
OTI information. The FEC repair packet stream is configured using the similar methods as for the source packets, with
the addition of the Flow ID information and buffer delay parameter.

8.2.2.13a  SDP for FEC source packet streams

To indicate the presence of the FEC layer between IP/UDP and, RTP or SRTP a SDP protocol identifier is used. Instead
of the normal RTP/AVP and RTP/SAVP protocol identifiers, ‘UDP/MBMS-FEC/RTP/AVP and ‘UDP/MBM S
FEC/RTP/SAVF are defined respectively. Both these protocol identifiers shall use the FMT space rules that are used
for RTP/AVP and RTP/SAVP respectively, i.e. payload types used in the RTP session is listed. The protocol identifiers
are defined in Appendix C1.

The FEC parameters, FEC encoding ID, FEC instance ID and FEC-OTI-Extension information are signalled using the
mechanism defined in sub-clause 8.3.1.8. The “a=FEC” SDP attribute shall be used to indicate the single definition that
is used for each media component.

For MIKEY messages the Security Description is used to indicate when FEC source packet shall be used, see sub-
clause 11.3. The FEC parameter used is aso defined in the Security Description. Asall MIKEY packets from all user
services arrive on the same port, the receiver must use the destination address to separate FEC protected packets from
not FEC protected packets. This requiresthat all MIKEY packets sent to a specific destination address are either FEC
protected or not. Note that it is not possible to mix protected and non-protected packets within a single stream asthereis
no mechanism to determine whether they are protected or not.

8.2.2.14 SDP for FEC repair packet streams

The repair packet stream isindicated in SDP using a media block with the protocol identifier “UDP/MBMS-REPAIR”.
The media type shall be “application”. The FEC parameters, FEC encoding 1D, FEC instance ID, FEC-OTI-Extension

information and repair parameters (min-buffer-time) are signalled using the mechanisms defined in sub-clause 8.3.1.9.

Each media component shall reference only one FEC declaration.

The mapping of the FEC source block flow ID to the destination | P address and UDP port are done using the SDP
attribute “a=mbms-flowid” defined in sub-clause 8.3.1.9.

Interleaving may be signaled using the “ X-3gpp-FEC-Interleaving” attribute, which also gives the arrangement of the
flows in the source block and by consequence their transmission order. The “X-3gpp-FEC-Interleaving” attributeis
defined in sub-clause 8.3.1.11.

8.2.2.15 Signalling example for FEC

This sub-clause contains a complete signalling example for aMBMS multicast mode session using FEC with a Service
description, a SDP for the streaming delivery method, a SDP for the FEC repair stream, and a security description.

The following is an example bundleDescription.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri pti on
xm ns="ur n: 3GPP: et adat a: 2005: MBMVS: user Ser vi ceDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schemaLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri pti on USD- schema- mai n. xsd"
fecDescriptionURI ="http://ww. exanpl e. com 3gpp/ mbrs/ sessi onl-fec. sdp">
<user Servi ceDescri ption
servi cel d="ur n: 3gpp: 0010120123hot dog" >
<del i ver yMet hod
sessi onDescriptionURI ="http://ww. exanpl e. conl 3gpp/ nbns/ sessi onl. sdp"
protectionDescriptionURI ="http://ww. exanpl e. conf 3gpp/ nbns/ sec-descri pt">
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</ bu

<sv:delimter>0</sv:delinter>
</ del i ver yMet hod>
<sv:delimter>0</sv:delimter>
</ user Servi ceDescri pti on>
<sv: schemaVer si on>1</ sv: schemaVer si on>
ndl eDescri pti on>

The security description has the URI: http://www.example.com/3gpp/mbms/sec-descript

<?xm version="1.0" encodi ng="UTF-8"?>

<sec

</ securi

urityDescription
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: securi tyDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance”
xsi : schenmalLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: securi tyDescription security.xsd">
<keyManagenent
of f set Ti me="5"
randonili nePeri od="10">
<server URI >http://register.exanpl e.con </ server URl >
<server URI >http://register2. exanpl e. com </ server URl >
</ keyManagenent >
<keyl d>
<nmedi aFl ow f| ow D="FF1E: 03AD: : 7F2E: 172A: 1E24/ 4002" >
<MBK>
<keyDomai nl D>aMoM</ keyDomai nl D>
<MsKI D>aMbAAA==</ MBKI D>
</ MsK>
</ medi aFl ow>
<nmedi aFl ow f| ow D="FF1E: 03AD: : 7F2E: 172A: 1E24/ 4004" >
<NMBK>
<keyDomai nl D>GVBMW</ keyDomai nl D>
<MsKI D>aMKAAA==</ MSKI D>
</ MBK>
</ medi aFl ow>
</ keyl d>
<f ecProtection
f ecEncodi ngl d="1"
fecQti Ext ensi on=" ACAEAA=="/ >
tyDescri pti on>

An example of how the SDP http://www.example.com/3gpp/mbms/sessionl.sdp could look for a session containing two
media streams that are FEC protected. In this example we have assumed an audiovisua stream, using 56 kbps for video
and 12 kbps for audio. In addition another 300 bits/second of RTCP packets from the source is used for the each of the

sessions.

v=0
o=ghost

Hence, the total media session bandwidth is 56+12+0.3+0.3 = 68.6 kbps.

2890844526 2890842807 IN I P6 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9

s=3GPP MBMS Stream ng SDP Exanpl e

i =Exanpl

e of MBMS streaming SDP file

u=http://ww. i nfoserver. exanpl e. conl ae600
e=ghost @mi | server. exanpl e. com

c=IN I P6
t =303442
b=AS: 62
b=TI AS:

FF1E: O3AD: : 7TF2E: 172A: 1E24
3619 3042462419

60500

a=maxprate: 25

a=sour ce
a=FEC- de
mevi deo
b=TI AS: 5
b=RR: 0
b=RS: 300
a=rt pmap
a=fntp:9
a=franes
a=FEC. 0

-filter: incl INI1P6 * 2001:210: 1: 2: 240: 96FF: FE25: 8EC9
claration: 0 encodi ng-id=1

4002 UDP/ MBMS- FEC/ RTP/ AVP 96

5000

: 96 H263- 2000/ 90000
6 profile=3;level =10
ize:96 176-144

a=maxprate: 15

mraudi o
b=TI AS:
b=RR: 0
b=RS: 300
a=rt pmap

4004 UDP/ MBMS- FEC/ RTP/ AVP 98
11500

198 AWK/ 8000

a=fntp: 98 octet-align=1

a=FEC. 0

a=maxprate: 10
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The FEC stream used to protect the above RTP sessions and a MIKEY key stream has the below SDP
(http://www.example.com/3gpp/mbms/sessionl-fec.sdp):

v=0

o=ghost 2890844526 2890842807 I N | P6 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9

s=3GPP MBMS Stream ng FEC SDP Exanpl e

i =Exanpl e of MBMS streaming SDP file

u=http://ww. i nfoserver. exanpl e. conl ae600

e=ghost @mi | server. exanpl e. com

c=IN I P6 FF1E: 03AD: : 7F2E: 172A: 1E24

t =3034423619 3042462419

b=AS: 15

a=FEC- decl arati on: 0 encodi ng-i d=1

a=FEC- OTl - ext ensi on: 0 ACAEAA==

a=nbns-repair: 0 mn-buffer-ti me=2600

a=source-filter: incl INI1P6 * 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9

mFappl i cati on 4006 UDP/ MBMS- REPAI R *

b=AS: 15

a=FEC: 0

a=nbns-flowi d: 1=FF1E: 03AD:: 7F2E: 172A: 1E24/ 4002, 2=FF1E: 03AD: : 7F2E: 172A: 1E24/ 4003,
3=FF1E: 03AD: : 7F2E: 172A: 1E24/ 4004, 4=FF1E: 03AD: : 7F2E: 172A: 1E24/ 4005, 5=FF1E: 03AD: : 7F2E: 172A: 1E24/ 2269
a=X- 3gpp- FEC- I nterl eaving: 1="reverse", 2="ordered"

A more traditional FEC configuration is shown below. The audio and video media components use different FEC repair
flows. The same principle can a so be applied when bundling several user servicestogether.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri ption
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schenmalLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri pti on USD- schema- mai n. xsd"
fecDescriptionURI ="http://ww. exanpl e. com 3gpp/ mbrs/ sessi on2-f ec. sdp" >
<user Servi ceDescri pti on
servi cel d="ur n: 3gpp: 0010120123hot dog" >
<del i ver yMet hod
sessi onDescriptionURI ="http://ww. exanpl e. conf 3gpp/ nbns/ sessi on2. sdp" >
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<sv:delimter>0</sv:delimter>
</ user Servi ceDescri pti on>
<sv: schenmaVer si on>1</ sv: schenaVer si on>
</ bundl eDescri pti on>

The SDP file from above is modified to use two different FEC flows.

v=0

o=ghost 2890844526 2890842807 IN | P6 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9
s=3GPP MBMS Streani ng SDP Exanpl e

i =Exanpl e of MBMS streamnming SDP file
u=http://ww. i nfoserver. exanpl e. conl ae600
e=ghost @mi | server. exanpl e. com

c=IN I P6 FF1E: 03AD:: 7F2E: 172A: 1E24

t =3034423619 3042462419

b=AS: 62

b=TI AS: 60500

a=maxprate: 25

a=source-filter: incl INI1P6 * 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9
nrvi deo 4002 UDP/ MBMS- FEC/ RTP/ AVP 96

b=TI AS: 55000

b=RR: 0

b=RS: 300

a=FEC- decl arati on: 0 encodi ng-i d=1

a=rt pmap: 96 H263- 2000/ 90000

a=fntp: 96 profile=3;level =10

a=framesi ze: 96 176-144

a=FEC. 0

a=maxprate: 15

mFaudi o 4004 UDP/ MBMS- FEC/ RTP/ AVP 98

b=TI AS: 11500

b=RR: 0

b=RS: 300

a=FEC- decl aration: 1 encodi ng-i d=1
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a=rtpmap: 98 AMR/ 8000
a=fntp: 98 octet-align=1
a=FEC: 1

a=maxprate: 10

The SDP file for the two FEC streams

v=0

o=ghost 2890844526 2890842807 I N | P6 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9
s=3GPP MBMS Stream ng FEC SDP Exanpl e

i =Exanpl e of MBMS streanming SDP file

u=http://ww. i nfoserver. exanpl e. conl ae600

e=ghost @mi | server. exanpl e. com

t =3034423619 3042462419

b=AS: 15

a=source-filter: incl INIP6 * 2001:210: 1: 2: 240: 96FF: FE25: 8EC9

mFappl i cati on 4006 UDP/ MBMS- REPAI R *

c=IN | P6 FF1E: 03AD: : 7F2E: 172A: 1E24

b=AS: 15

a=FEC- decl arati on: 0 encodi ng-i d=1

a=FEC- OTl - ext ensi on: 0 ACAEAA==

a=nbns-repair: 0 mn-buffer-ti me=2600

a=FEC: 0

a=nbns-flow d: 1=FF1E: 03AD:: 7F2E: 172A: 1E24/ 4002, 2=FF1E: 03AD: : 7F2E: 172A: 1E24/ 4003
mFappl i cati on 4008 UDP/ MBMS- REPAI R *

c=IN | P6 FF1E: 03AD: : 7F2E: 172A: 1E24

b=AS: 15

a=FEC- decl aration: 1 encodi ng-i d=1

a=FEC- OTl - ext ensi on: 1 ACAEAA==

a=nbns-repair: 1 mn-buffer-ti me=2600

a=FEC: 1

a=nmbrs-fl ow d: 3=FF1E: 03AD: : 7F2E: 172A: 1E24/ 4004, 4=FF1E: 03AD: : 7F2E: 172A: 1E24/ 4005

8.2.3 General RTP Header Extension Mechanism

8.23.1 Introduction

The General RTP Header Extension Mechanism [92] is a general mechanism to use the header extension feature of RTP
(the Real-Time Transport Protocol). The General RTP Header Extension Mechanism should be supported.

8.2.3.2 Timestamp Offset
Timestamp offsets for RTP may be transmitted using the general RTP header extension mechanism.

The variable timestamp extension element is 32 bitslong. The first byteis the extension element header, i.e. the ID
and len fields, asdefined in[92]. The remaining 3 bytes are the timestamp-offset measured in the same frequency as
the RTP timestamp.

Timestamp-offset: A 24 bit unsigned integer signaling the offset of the received packets of the same mediain the tune-
in FEC block. The timestamp offset indicates at most the difference between the RTP timestamp of the current packet
and the highest RTP timestamp of packets of the same media stream that are transmitted in the current FEC source
block.

Timestamp offset shall not be used if FEC protection and Interleaving are not being used.

The following example isa general RTP header extension block containing a single variable timestamp extension
element.

0 1 2 3
01234567890123456789012345678901
B L i i S S E:

| 0xBEDE | | engt h=1 |
B i e S S S e e s e e S S S e e
| ID | len=2 | ti mest anp- of f set |

B i S S S i S S E
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The presence of variable timestampsis signaled in the SDP file using the header extension specification and the URI
"http://www.3gpp.org/2008/TimestampOffset”. The URI signals the possible presence of timestamp offsets with the
givenID.

8.3 Session description

SDP is provided to the MBMS client via a discovery/announcement procedure to describe the MBM S streaming
session. The SDP describes one or more RTP sessions part of the MBMS streaming session. The SDP shall bea
correctly formed SDP according to [14].
8.3.1 SDP Parameters for MBMS streaming session
The semantics of a Session Description of an MBMS streaming session shall include the parameters:

*  Thesender |P address.

*  The number of mediain the session.

*  The destination 1P address and port number for each and al of the RTP sessionsin the MBMS streaming
session.

*  The start time and end time of the session.

* Theprotocol ID (i.e. RTP/AVP).

*  Mediatype(s) and fmt-list.

* Datarate using existing SDP bandwidth modifiers.

*  Mode of MBMS bearer per media.

* FEC configuration and related parameters.

*  Service-language(s) per media.

*  QOE Metrics (defined in sub-clauses 8.3.2.1 and 8.4).

83.11 Sender IP address

There shall be exactly one I P source address per media description within the SDP. The IP source address shall be
defined according to the source-filter attribute ("a=source-filter:") [15] for both IPv4 and IPv6 sources, with the
following exceptions:

1. Exactly one source address may be specified by this attribute such that exclusive-mode shall not be used and
inclusive-mode shall use exactly one source address in the <src-list>.

2. There shall be exactly one source-filter attribute per complete MBM S streaming session SDP description, and
this shall be in the session part of the session description (i.e. not per media).

3. The* value shall be used for the <dest-address> subfield.

8.3.1.2 Destination IP address and port number for channels

Each RTP session part of a MBM S streaming session is defined by two parameters:
* | P destination address.

*  Destination port number(s).
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number shall be defined according to the <port> sub-field of the media announcement field ("m=") of [14]. Multiple
portsusing "/" notation shall not be used. The RTCP port, if used, shall be RTP port +1.

8.3.1.3 Media Description

The media description line shall be used as defined in [14] for RTP. The <media> part indicates the type of media,
audio, video, or text. The usage of RTP and any applicable RTP profile shall be indicated by using the <proto> field of
the 'm-line’. The one or more payload types that are being used in this RTP session are enumerated in the <fmt> part.
Each payload type is declared using the "a=rtpmap" attribute according to [14] and use the "a=fmtp" line when required
to describe the payload format parameters.

8.3.1.4 Session Timing Parameters

A MBMS streaming session start and end times shall be defined according to the SDP timing field ("t=") - [14].

8.3.1.5 Mode of MBMS bearer per media

The MBMS bearer mode declaration attribute shall be used for MBM S streaming sessions, as defined in sub-clause
7.3.2.7.

8.3.1.6 Service-language(s) per media

The existing SDP attribute "a=lang” is used to label the language of any language-specific media. The values are taken
from [ 73] which in turn takes language and (optionally) country tags from 1SO 639 [74] and 1SO 3166 [75] (e.g.
"a=lang:EN-US"). These are the same tags used in the User Service Description XML.

8.3.1.7 Bandwidth specification

The bit-rate required by the MBM S streaming session and its media components shall be specified using both the "AS"
bandwidth modifier and the "TIAS" bandwidth modifier combined with "a=maxprate” [38] on medialevel in the SDP.
On session level the "TIAS" bandwidth modifier combined with "a=maxprate” may be used, where the session level
expresses the aggregated peak bit-rate, which may be lower than the sum of the individual media streams.

The bandwidth required for RTCP is specified by the "RR" and "RS" bandwidth modifiers (3GPP TS 26.244 [32]) on
medialevel for each RTP session. The "RR" modifier shall be included and set to 0 to specify that RTCP receiver
reports are not used. The bandwidth used for RTCP sender reports shall be specified using the "RS" bandwidth
modifier.

8.3.1.8 FEC Parameters

The FEC encoding ID and instance ID are provided using the "a=FEC-declaration” attribute defined in sub-clause
7.3.2.8. Any OTI information for that FEC encoding ID and instance ID is provided with below defined FEC OTI
attribute.

The FEC OTI attribute must be immediately preceded by the "a=FEC-declaration” attribute (and so can be session-level
and media-level). The fec-ref maps the oti-extension to the FEC-declaration OTI it extends. The purpose of the oti-
extension is to define FEC code specific OTI required for RTP receiver FEC payload configuration; exact contents are
FEC code specific and need to be specified by each FEC code using this attribute. The OTI for the MBM S FEC Scheme
is defined in sub-clause 8.2.2.10a.

The syntax for the attributesin ABNF [23] is.

* sdp-fec-oti-extension-line = "a=FEC-OTI-extension:" fec-ref SP oti-extension CRLF
* fec-ref = 1*3DIGIT (the SDP-internal identifier for the associated FEC-declaration).
* oti-extension = base64

* base64= *baseb4-unit [base64-pad]

* base64-unit = 4base64-char
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’ base64-pad 2baseb4-char "=="/ 3base64-char "="
i base64-char = ALPHA /DIGIT/"+" /"/"

To provide the FEC repair packets with additional, non FEC specific parameters, a session and media level SDP
attribute is defined.

sdp-fec-parameter-line = “a=mbms-repair: 0*1SP fec-ref SP parameter-list CRLF
parameter-list = parameter-spec * (1* SP parameter-spec)
parameter-spec = name “=" value;
name = 1*(ALPHA / DIGIT / “-")
value = 1*(safe) ; safe defined in [14]
Currently one FEC non code-specific parameter is defined:

min-buffer-time: This FEC buffering parameter specifies the minimum receiver buffer time (delay) needed to ensure
that FEC repair has time to happen regardless of the FEC source block of the stream from which the reception
starts. The value isin milliseconds and represents the wallclock time between the reception of the first FEC
source or repair packet of a FEC source block, whichever is earlier in transmission order, and the wallclock time
when media decoding can safely start.

The parameters name and value is defined in ABNF as follows:
Min-buffer-time-parameter-name = “min-buffer-time”
Min-buffer-time-parameter-value = 1*8DIGIT ;Wallclock time in milliseconds.

The FEC declaration and FEC OTI information utilized in a specific source or repair packet is indicated using the FEC-
ref number in the a=fec lines as described in sub-clauses 8.2.2.12 and 8.2.2.13.

8.3.19 FEC Flow ID attribute

To indicate the mapping between destination | P address and UDP port humber and FEC source block flow IDs, the
“a=mbms-flowid” SDP attribute is defined. Each flowID that is used to construct a source block within the bundled
sessions shall be included. It isamedialevel attribute that shall be present in any SDP media block using the
“UDP/IMBMS-REPAIR” protocol identifier.

The syntax for the attributesin ABNF [23] is:
Sdp-mbms-flowid-attr = "a=mbms-flowid:" *WSP flow-id-spec *("," *WSP flow-id-spec) CRLF
flow-id-spec = flowID "=" address-spec "/" port-spec
address-spec = IP4-multicast / IP6-multicast
IP4-multicast = m1 3*("." decimal-uchar )
ml = (22" ("4"/'5 e /"7 8" 1"9")) / ("23" DIGIT))

IP6-multicast = hexpart

hexpart = hexseq / hexseq "::" [ hexseq ]/
"' [ hexseq ]

hexseq = hex4 *(":" hex4)

hexd = 1*4HEXDIG

port-spec = 1*5DIGIT
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8.3.1.10 Buffer Requirement Signaling

Due to the variable bitrate nature of some media streams (especially video streams), initial buffering at the receiver
becomes necessary to smooth out those variations. Theinitial buffering delay SHOULD be signaled to the receiver in
the SDP using the following media level attribute:

e "a=X-initpredecbufperiod:<initia pre-decoder buffering period>"

For H.263 video streams, the “X-initpredecbufperiod” indicates the required initial pre-decoder buffering period
specified according to Annex G of 3GPP TS 26.234 [47].

For H.264 video streams, the “X-initpredecbufperiod” [47] indicates the nominal removal time of the first access unit
from the coded picture buffer (CPB).

For H.265 (HEV C) video streams, the “X-initpredecbufperiod” [47] indicates the nominal removal time of the first
decoding unit from the coded picture buffer (CPB).

Note that X-initpredecbufperiod is expressed as clock ticks of a 90-kHz clock. Hence, conversion may be required if the
RTP timestamp clock frequency is not 90 kHz.

8.3.1.11 Interleaving Signaling

When interleaving is used in combination with FEC protection of an MBMS service, the BM-SC may indicate to
receivers the order of transmission of the media units of a source block using the “X-3gpp-FEC-Interleaving” attribute.
It also indicates whether intra-stream interleaving (described in section G.1) has been performed or not for each of the
flows in the FEC source block.

The “X-3gpp-FEC-Interleaving” attribute is defined as follows:
Interleaving="X-3gpp-FEC-Interleaving:” SP flow_interleaving *(“,” flow_interleaving) CRLF
flow_interleaving=flowID “=" [“ordered” / “mixed” / "reverse’]

flowlD isthe indentification of the flow as described in section 8.3.1.9. The intra-stream interleaving modes may result
in un-changed tranmission order (“Ordered”), a mixed transmission order (“Mixed”), or areversed transmission order
(“Reverse”). For aflow that is not listed in the X-3gpp-FEC-Interleaving attribute, the receiver should assume that no
particular intra- or inter-stream interleaving has been performed. The transmission order does not preculde that some
media units of alower priority stream are interleaved with the media units of higher priority stream.

8.3.2 SDP Example for Streaming Session

Here isafull example of SDP description describing the media streams part of a MBMS streaming session:

v=0

o=ghost 2890844526 2890842807 IN | P4 192.168. 10. 10
s=3GPP MBMS Strean ng SDP Exanpl e

i =Exanpl e of MBMS streanming SDP file

u=http://ww. i nfoserver. exanpl e. conl ae600

e=ghost @mi | server. exanpl e. com

c=IN | P6 FF1E: 03AD: : 7F2E: 172A: 1E24

t =3034423619 3042462419

b=AS: 77

a=nbns- node: br oadcast 123869108302929 1
a=source-filter: incl INIP6 * 2001: 210: 1: 2: 240: 96FF: FE25: 8EC9
nrvi deo 4002 RTP/ AVP 96

b=TI AS: 62000

b=RR: 0

b=RS: 600

a=maxprate: 17

a=rtpmap: 96 H264/ 90000

a=fntp: 96 profile-level -i d=42A01E; packeti zati on-nbde=1; sprop-paraneter-sets=Z0l ACpZTBYm ,aM ji A==
nraudi o 4004 RTP/ AVP 98

b=TI AS: 15120

b=RR: 0

b=RS: 600

a=maxprate: 10

a=rt pmap: 98 AMR/ 8000

a=fnt p: 98 octet-align=1
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FEC is not used in that example. See clause 8.2.2.15 for an example with FEC.

8.3.2.1 SDP Description for QOE Metrics

Similar asin 3GPP TS 26.234 [47], an SDP attribute for QoE, which can be used either at session or medialevel, is
defined below in [23] based on [14]:

* QoE-Metrics-line="a" "=" "3GPP-QoE-Metrics:" att-measure-spec *("," att-measure-
spec)) CRLF

* att-measure-spec = Metrics";" Sending-rate [*;" Measure-Range]

[";" Measure-Resolution] *([";" Parameter-Ext])

* Metrics ="metrics' "=" "{"Metrics-Name *("|* Metrics-Name) " }"

* MetricsName = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7e€) ;VCHAR except
";"1 " 1"1 "{" Or "}"

* Sending-Rate = "rate" "=" 1*DIGIT / "End"

* Measure-Resolution = "resolution" "=" 1*DIGIT ; in seconds

* Measure-Range ="range" ":" Ranges-Specifier

* Parameter-Ext = (1*DIGIT ["." 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) /

(0x3c..0x7q) / Ox7c / 0x7e))
* Ranges-Specifier = as defined in RFC 2326 [88].

An MBMS server uses this attribute to indicate that QoE metrics are supported and shall be used if also supported by
the MBMS client. When present at session level, it shall only contain metrics that apply to the complete session. When
present at medialevel, it shall only contain metrics that are applicable to individual media.

The"Metrics' field contains the list of names that describes the metrics/measurements that are required to be reported in
aMBMS session (see sub-clause 8.4). The names that are not included in the "Metrics' field shall not be reported
during the session.

In this version of the specification, the " Sending-Rate" shall be set to the value "End", which indicates that only one
report is sent at the end of the MBM S session.

The optional "M easure-Resolution” field, if used, shall define atime over which each metrics value is calculated. The
"Measure-Resolution™ field splits the session duration into a number of equally sized periods where each period is of the
length specified by the "Measure-Resolution” field. The "Measure-Resolution” field is thus defining the time before the
calculation of a QoE parameter starts over. If the "Measure-Resolution” field is not present the metrics resolution shall
cover the period specified by the "Measure-Range” field. If the "Measure-Range" field is not present the metrics
resolution shall be the whole session duration.

The "Measure-Resolution” field shall take only one value for al session level metrics and only one value for al metrics
associated to one media. Note that "M easure-Resolution” shall be evaluated according to a real-time clock. Thisimplies
that the real-time interval between consecutive measurements is not affected by changes in playback rate, for instance
due to buffering.

The optional "Measure-Range” field, if used, shall define the time range in the stream for which the QoE metrics will be
reported. There shall be only one range per measurement specification. The range format shall be any of the formats
allowed by the media. If the "Measure-Range" field is not present, the corresponding (media or session level) range
attribute in SDP shall be used. If SDP information is not present, the metrics range shall be the whole session duration.

8.3.2.2 OMA-DM Configuration of QoE Metrics

As a supplement to QoE provisioning per session (as specified in 8.3.2.1), OMA-DM can be used to specify QoE
configuration. If such QOE configuration has been specified, it should be used by the terminal for al subsequent MBMS
streaming or download sessions. Note that the use of OMA-DM for configuring QoE reporting is applicable to either
MBMS streaming or download sessions over which streaming services are delivered.
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From the QOE reporting perspective, session-specific and OMA-DM provisioned QoE configuration shall be considered
separate and independent processes. A UE shall consider both these types of reception reporting to be valid, if it
receives QoE configuration parameters for both of them.

For OMA-DM QoE configuration the parameters are specified according to the following Managed Object (MO).
Version numbering isincluded for possible extension of the MO.

The Management Object Identifier shall be: urn:oma:mo:ext-3gpp-mbmsgoe:1.0.

Protocol compatibility: The MO is compatible with OMA Device Management protocol specifications, version 1.2
and upwards, and is defined using the OMA DM Device Description Framework as described in the Enabler Release
Definition OMA-ERELD _DM-V1_2[94].

The following nodes and |eaf objects shall be contained under the 3GPP_MBM SQOE node if an MBM S client supports
the feature described in this clause (information of DDF for thisMO is given in Annex H):

£

Enabled

1y

APN?

Format?

Metrics?

Session?

Ext?

Speech? Metrics?

Ext?

Video?

Metrics?

Ext?

Text? Metrics?

Ext?

AN

Ext?

Node: /<X>

Thisinterior node specifies the unique object id of a MBMS QoE metrics management object. The purpose of this
interior node isto group together the parameters of a single object.

- Occurrence: ZeroOrOne
- Format: node
- Minimum Access Types. Get

The following interior nodes shall be contained if the MBM S client supports the “MBM S QoE metrics M anagement
Object”.
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/<X>/Enabled
Thisleaf indicatesif QOE reporting is requested by the provider.

- Occurrence: One
- Format: bool

- Minimum Access Types. Get

[<X>/APN

Thisleaf contains the Access Point Name that should be used for establishing the PDP context on which the QoE metric
reports will be transmitted. This may be used to ensure that no costs are charged for QoE metrics reporting. If this leaf
is not defined then any QOE reporting is done over the access point according to sub-clause 11.2.1.1.

- Occurrence: ZeroOrOne
- Format: chr
- Minimum Access Types. Get

- Vaues: the Access Point Name

/<X>/For mat
Thisleaf specifiesthe format of the report and if compression (Gzip XML) is used.
- Occurrence: ZeroOrOne

Format: chr

Minimum Access Types. Get

- Values “XML", “GZIPXML".

/[<X>/Rules

Thisleaf providesin XML format the rules used to decide if and how the reports are sent to the QOE metrics report
server. The leaf also provides the URIs of one or more servers which shall be the receiver of the QoE metrics report. In
case of multiple servers, the MBMS client randomly selects one of the servers from the list, with uniform distribution.

The XML schemeis described in sub-clause 9.5.1 and an example XML code is shown in sub-clause 9.5.2. Only the
postReceptionReport part needs to be specified. The use of OMA-DM based configuration of QoE reception reporting
shall be independent of any such configuration specified by session-specific mechanisms such as SDP description or
Associated Delivery Procedure Description.  In other words, QOE reception reporting procedure by the UE as
determined by parameters set by OMA-DM configuration shall occur independently and separately from its reporting
procedure as determined by parameters set in the Associated Delivery Procedures Description or the SDP description,
and vice versa.

- Occurrence: One

Format: chr

- Minimum Access Types. Get

- Vaues: See clause Annex H.

[<X>[Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor includes application
vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The
tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-
trees.
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- Occurrence: ZeroOrOne
- Format: node

- Minimum Access Types. Get

/<X>/Session

The Session node is the starting point of the session level QoE metrics definitions.
- Occurrence: ZeroOrOne

- Format: node

- Minimum Access Types: Get

[<X>/Session/Metrics

Thisleaf providesin textual format the QoE metrics that need to be reported, the measurement frequency, the reporting
interval and the reporting range. The syntax and semantics of this leaf are defined in clause 8.3.2.1.

- Occurrence: ZeroOrOne

Format: chr

Minimum Access Types. Get

- Vaues: seeclause 8.3.2.1.

[<X>/Session/Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor meaning application
vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The
tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-
trees.

- Occurrence: ZeroOrOne
- Format: node

- Minimum Access Types. Get

/<X>/Speech

The Speech node is the starting point of the speech/audio media level QOE metrics definitions.
- Occurrence: ZeroOrOne

- Format: node

- Minimum Access Types. Get

/<X>/Speech/Metrics

Thisleaf providesin textual format the QoE metrics that need to be reported, the measurement frequency, the reporting
interval and the reporting range. The syntax and semantics of this leaf are defined in clause 8.3.2.1.

- Occurrence: ZeroOrOne
- Format: chr
- Minimum Access Types. Get

- Vaues: seeclause 8.3.2.1.

/<X >ISpeech/Ext
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The Ext node is an interior node where the vendor specific information can be placed (vendor meaning application
vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The
tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-
trees.

- Occurrence: ZeroOrOne
- Format: node

- Minimum Access Types. Get

[<X>/Video

The Video node is the starting point of the video medialevel QoE metrics definitions.
- Occurrence: ZeroOrOne

- Format: node

- Minimum Access Types: Get

[<X>/Video/Metrics

Thisleaf providesin textual format the QoE metrics that need to be reported, the measurement frequency, the reporting
interval and the reporting range. The syntax and semantics of this leaf are defined in clause 8.3.2.1.

- Occurrence: ZeroOrOne
- Format: chr
- Access Types: Get

- Vaues: seeclause 8.3.2.1.

[<X>/Video/Ext

The Ext isan interior node where the vendor specific information can be placed (vendor meaning application vendor,
device vendor etc.). Usually the vendor extension isidentified by vendor specific name under the Ext node. The tree
structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

- Occurrence: ZeroOrOne
- Format: node

- Minimum Access Types. Get

[<X>[Text

The Text node is the starting point of the timed-text medialevel QOE metrics definitions.
- Occurrence: ZeroOrOne

- Format: node

- Minimum Access Types. Get

- Vaues: seeclause 8.3.2.1.

[<X>[Text/Metrics

Thisleaf providesin textual format the QoE metrics that need to be reported, the measurement frequency, the reporting
interval and the reporting range. The syntax and semantics of this leaf are defined in clause 8.3.2.1.

- Occurrence: ZeroOrOne

- Format: chr
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- Minimum Access Types. Get

- Vaues: seeclause 8.3.2.1.

[<X>[Text/Ext

The Ext isan interior node where the vendor specific information can be placed (vendor meaning application vendor,
device vendor etc.). Usually the vendor extension isidentified by vendor specific name under the ext node. The tree
structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

- Occurrence: ZeroOrOne
- Format: node

- Minimum Access Types: Get

8.4 Quiality of Experience

84.1 General

The MBMS Quality of Experience (QOE) metrics feature is optional for both MBMS streaming server and MBM S
client, and shall not disturb the MBMS service. An MBMS Server that supports the QoE metrics feature shall activate
the gathering of client QoE metrics with SDP as described in sub-clauses 8.3.2.1 and 8.4.2 and via the reception
reporting procedure as described in sub-clause 9.4. Alternatively QoE activation can be done with OMA-DM as
described in sub-clause 8.3.2.2. An MBMS client supporting the feature shall perform the quality measurementsin
accordance to the measurement definitions, aggregate them into client QoE metrics and report the metrics to the
specified server using the content reception reporting procedure. The way the QoE metrics are processed and made
available is out of the scope of the present document.

8.4.2 QOE Metrics

An MBMS client should measure the metrics at the transport layer after FEC decoding (if FEC is used), but may also do
it at the application layer for better accuracy.

The measurement period for the metrics is the whole streaming duration and the measurement resol ution of each
reported metrics value is defined by the "Measure-Resolution” field. The measurement period may be less than the
session duration, because of late joiners or early leavers. The measurement period shall not include any voluntary event
that impacts the actual play, such as pause, or any buffering or freezes/gaps caused by them.

The following metricsin Table 8.4.2 shall be derived by the MBMS client implementing QoE:

Table 8.4.2
QOE Metric Streaming | Download | Metrictype
delivery delivery
method method
Corruption duration metric v Media
Rebuffering duration metric v Session
Initial buffering duration metric v Session
Successive loss of RTP packets v Media
Frame rate deviation v Media
Jitter duration v Media

ETSI



3GPP TS 26.346 version 12.3.0 Release 12 82 ETSI TS 126 346 V12.3.0 (2014-10)

Content Access/Switch Time v Session
Network Resource v v Session
Average codec bitrate v Media
Codec information v Media
Loss of Objects® v Session
Distribution of Symbol Count Underrun for v Session
Failed Blocks"

! These metrics are of interest mainly for sessions with alarge number of object deliveries such as HTTP streaming
sessions [98].

All media metrics are only applicable to at least one of audio, video, speech and timed text media types, and are not
applicable to other media types such as synthetic audio, still images, bitmap graphics, vector graphics, and text.

Any unknown metrics shall be ignored by the client and not included in any QoE report.

8.4.2.1 Corruption duration metric

Corruption duration, M, is the time period from the NPT time of the last good frame before the corruption, (since the
NPT time for the first corrupted frame cannot always be determined) or the start of the measurement period (whichever
islater)to the NPT time of the first subsequent good frame or the end of the measurement period (whichever is sooner).
A corrupted frame may either be an entirely lost frame, or a media frame that has quality degradation and the decoded
frame is not the same asiin error-free decoding. A good frameisa'completely received” frame X that, either:

* jtisarefresh frame (does not reference any previously decoded frames AND where none of the subsequently
decoded frames reference any frames decoded prior to X); or

* does not reference any previously decoded frames; or
* only references previously decoded "good frames'.
"Completely received” means that all the bits are received and no bit error has occurred.
Corruption duration, M, in milliseconds can be calculated according to the derivation of good frames as below:

a) A good frame can be derived by the client using the codec layer, in which case the codec layer signals the
decoding of a good frame to the client. A good frame could also be derived by error tracking methods, but
decoding quality evaluation methods shall not be used. An error tracking method may derive that aframeisa
good frame even when it references previously decoded corrupted frames, as long as al the referenced pixels for
generating the prediction signal were correctly reconstructed when decoding the reference frames. A decoding
quality evaluation method may derive that aframe is a good frame even one or more pixels of the frame have not
been correctly reconstructed, as long as the decoding quality is considered by the method as acceptable. Such a
frame is not a good frame according to the definition above, which shall be strictly followed.

b) Inthe absence of information from the codec layer, agood frame should be derived according to N, where N is
optionally signalled from MBMS streaming server (via SDP) to the MBMS client and represents the maximum
duration, in presentation time, between two subsequent refresh frames in milliseconds. After a corrupted frame,
if al subsequent frames within N milliseconds in presentation time have been completely received, then the next
frameisagood frame.

¢) Nisnot signalled, then it defaults to « (for video) or to one frame duration (for audio).

The optional parameter D is defined to indicate which of options a) and b) isin use. D is signalled from the client to the
server. When D isequal to "a", option &) shall be in use, and the optional parameter T shall be present. When D is equal
to"b", option b) shall be in use and the optional parameter T shall not be present.

The optional parameter N as defined in point b is used with the "Corruption_Duration" parameter. The optional
parameter T is defined to indicate whether the client uses error tracking (when T isegual to "On") or not (whenT is
equal to "Off"). T issignalled from the client to the server.
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The syntax for D, N to be included in the " att-measure-spec” (sub-clause 8.3.2.1) is asfollows:
e D ="D""=""a"/"b"
* N="N""="1*DIGIT

In MBMS reception reporting will be done only once at the end of streaming, hence al the occurred corruption
durations are summed up over each resolution period of the stream and stored in the vector Total CorruptionDuration.
The unit of this metrics is expressed in milliseconds. For each resolution duration the number of individual corruption
events are summed up and stored in the vector Number OfCorruptionEvents. These two vectors are reported by the
MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.2 Rebuffering duration metric
Rebuffering is defined as any stall in playback time due to any involuntary event at the client side.
The syntax for the metric "Rebuffering_Duration" for the QoE-Feedback header is as defined in sub-clause 8.3.2.1.

Rebuffering starts at the NPT time of the last played frame before the occurrence of the rebuffering.

In MBMS reception reporting will be done only once at the end of streaming, hence all the occurred rebuffering
durations are summed up over each resolution period of the stream and stored in the vector Total RebufferingDuration.
The unit of this metricsis expressed in seconds, and can be a fractional value. The number of individual rebuffering
events for each resolution duration are summed up and stored in the vector Number OfRebufferingEvents. These two
vectors are reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.3 Initial buffering duration metric
Initial buffering duration is the time from receiving the first RTP packet until playing starts.
The syntax for the "Initial_Buffering_Duration” is as defined in sub-clause 8.3.2.1.

The metric value indicates the initial buffering duration where the unit of this metricsis expressed in seconds, and can
be afractional value. There can be only one measure and it can only take one value. "Initial_Buffering_Duration" isa
session level parameter. This valueis reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and
9.5.3).

8.424 Successive loss of RTP packets

The metric "Successive_Loss" indicates the number of RTP packets lost in succession (excluding FEC packets) per
media channel.

The syntax for the metrics "Successive Loss' isas defined in sub-clause 8.3.2.1.

In MBMS reception reporting will be done only once at the end of streaming, hence al the number of successively lost
RTP packets are summed up over each resolution period of the stream and stored in the vector

Total Number of SuccessivePacketLoss. The unit of this metric is expressed as an integer equal to or larger than 0. The
number of individual successive packet |oss events over each resolution duration are summed up and stored in the
vector Number Of Successivel ossEvents. The number of received packetsis also summed up over each resolution
duration and stored in the vector Number OfReceivedPackets. These three vectors are reported by the MBMS client as
part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.25 Frame rate deviation

Frame rate and frame rate deviation indicates the playback frame rate information. Frame rate deviation happens when
the actual playback frame rate during a measurement period is deviated from a pre-defined value.

The actual playback frame rateis equal to the number of frames played during the resolution period divided by the time
duration, in seconds, of the actual measurement. For the last measurement period in the session this time duration might
be shorter than the configured measurement resolution (see 8.3.2.1 for the definition of the measurement resol ution).
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The parameter FR that denotes the pre-defined frame rate value is used with the "Framerate_Deviation" parameter in
the "3GPP-QoE-Metrics" attribute. The value of FR shall be set by the server. The syntax for FR to be included in the
"att-measure-spec” (sub-clause 8.3.2.1) is asfollows:

* FR="FR""=" 1*DIGIT"." 1I*DIGIT
The syntax for the metrics'Framerate” and "Framerate Deviation” is defined in sub-clause 8.3.2.1

The metric "Framerate" indicates the actual playback frame rate. It is expressed in frames per second, and can be a
fractional value..

For the Metrics-Name "Framerate_Deviation", the value field indicates the frame rate deviation value that is equal to
the pre-defined frame rate minus the actual playback frame rate. This metric is expressed in frames per second, and can
be afractional value, and can be negative.

The frame rate and the frame rate deviations for each resolution period are stored in the vectors Framerate and
FramerateDeviation and the vectors are reported by the MBMS client as part of the reception report (sub-clauses 9.4.6
and 9.5.3).

8.4.2.6 Jitter duration

Jitter happens when the absolute difference between the actual playback time and the expected playback timeis larger
than a pre-defined value, which is 100 milliseconds. The expected time of aframeisequal to the actual playback time
of the last played frame plus the difference between the NPT time of the frame and the NPT time of the last played
frame.

The syntax for the metric "Jitter_Duration” is defined in sub-clause 8.3.2.1.

In MBMS reception reporting will be done only once at the end of streaming, hence all the Jitter_Durations are summed
up over each resolution duration and stored in the vector TotalJitter Duration. The unit of this metricsis expressed in
seconds, and can be a fractional value. The number of individual events over the resolution duration are summed up and
stored in the vector Number OfJitter Events. These two vectors are reported by the MBMS client as part of the reception
report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.7 Content Access/Switch Time

Content access/switch time is the time that elapses between the initiation of a content request/switch by the user and up
to the time when the first packet of the content or media stream is received.

The syntax for the metric " Content_Access_Time" is defined in sub-clause 8.3.2.1.

The metric value indicates the content access/switch time and the unit of this metricsis expressed in seconds, and can
be afractional value. There can be only one measure and it can only take one value. "Content_Access Time" isa
session level parameter. Thisvalue is reported by the MBMS client as part of the reception report (sub-clauses 9.4.6 and
9.5.3).

8.4.2.8 Network Resource

The Network_Resource identifies the cell which has been used during each measurement resolution duration. There
may be many measurement resolution durationsin a reception report for a session, each of which identified with a cell
identity in which the measurement was performed.

The syntax for the metric "Network_Resource” is as defined in sub-clause 8.3.2.1.

In GERAN and UTRAN, the cell isidentified by the Cell Global Identity (as described in 3GPP TS 23.003 [77]), which
isaconcatenation of MCC, MNC, LAC and ClI. It shall be coded as atext string as follows: Starting with the most
significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (4 hexadecimal digits) and CI (4
hexadecimal digits).

In E-UTRAN, the cell isidentified by the E-UTRAN Cell Global Identification (ECGI) (as described in 3GPP TS
36.331 [97]) which is a concatenation of the PLMN Identifier (PLMN-Id) and the E-UTRAN Cell Identity (ECI). The
PLMN identifier consists of MCC and MNC. It shall be coded as atext string as follows: starting with the most
significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value) and ECI (7 hexadecimal digits).
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Only one cell shall be reported per measurement resolution duration, even if more than one cell has been used during a
measurement resolution duration or if reception is done simultaneously from several cells.

The cells used for all the corresponding measurement durations are stored in the vector networkResourceCellld. If the
cell identifier value in the vector for aresolution period is unchanged from the previous value, it is alowed to put the
value “=" in the vector to indicate this. The vector is reported by the MBMS client as part of the reception report (sub-
clauses 9.4.6 and 9.5.3).

8.4.2.9  Average codec bitrate

The average codec bitrate is the bitrate used for coding “active” mediainformation during the measurement resolution
period.

For audio media “active’ information is defined by frames containing audio. If the audio codec uses silence frames
(SID-frames), these frames are not counted as "active”, and the SID-frames and the corresponding DTX time periods
are excluded from the calculation. Thus for audio media the average codec bitrate can be calcul ated as the number of
audio bits received for “active” frames, divided by the total time, in seconds, covered by these frames. The total time
covered is calculated as the number of “active” frames times the length of each audio frame.

For non-audio media the average codec bitrate is the total number of media bits played out during the measurement
resolution period, divided by the length of the playout period. The playout period length is normally equal to the length
of the measurement resolution period, but if rebuffering occurs the playout period will be shorter (i.e. any rebuffering
time shall be ignored when cal culating the codec bitrate).

The syntax for the metric "Average Codec Bitrate" is defined in sub-clause 8.3.2.1.

The average codec bitrate value for each measurement resolution period shall be stored in the vector
AverageCodecBitrate. The unit of this metrics is expressed in kbit/s and can be afractional value. The vector is reported
by the client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.10 Codec information

The codec information metrics contain details of the media codec used during the measurement resolution period. If the
codec information is changed during the measurement resol ution period, the codec information valid when each
measurement resolution period ends shall be reported. The unit of this metric is a string value. No "white space”
characters are allowed in the string values, and shall be removed if necessary.

For audio media the codec information contains the audio codec type, represented as in an SDP offer, for instance
"AMR-WB/16000/1".

For video media, the codec information contains the video codec type, represented as in an SDP offer, for instance
“H263-2000/90000" . Furthermore, the video profile and level used, as well as the image size used shall be reported. For
instance "profile=0;level=45" for the profile and level information and “176x144” for the image size. In some cases the
profile and level is reported together, for instance "profile-level-id=42e00a’. Note that the image size reported for each
measurement resolution period shall be the one actually used, not the maximum size allowed by the SDP negotiation.

For timed text media, the codec information contains the text encoding, represented asin an SDP offer, for instance
"3gpp-tt/1000".

The syntax for the metric "Codec_Info", “Codec_ProfileLevel” and “ Codec_ImageSize” are defined in sub-clause
8.3.2.1

The codec info, profile/ level and codec image size value for each measurement resol ution period shall be stored in
the vectors Codeclnfo, CodecProfilelevel and CodeclmageSze respectively. If the metric values in these vectors for a
measurement resolution period are unchanged from the previous valuesin the respective vector, it is allowed to put the
value “=" in the vector to indicate this. The Codeclnfo, CodecProfileLevel and CodeclmageS ze vectors are reported by
the client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.11 Loss of Objects

The metric "Object_Loss" indicates the number of objectslost in a FLUTE session during a resolution period.

The syntax for the metric "Object_Loss' is as defined in sub-clause 8.3.2.1.
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The number of |ost objects are summed up over each resolution period of the session and stored in the vector
number OfLostObjects. The unit of this metric is expressed as an integer equal to or larger than 0. The number of
received objectsis also summed up over each resolution duration and stored in the vector Number OfReceivedObjects.
These two vectors are reported by the MBM S client as part of the reception report (sub-clauses 9.4.6 and 9.5.3).

8.4.2.12 Distribution of Symbol Count Underrun for Failed Blocks

The elements of the distribution of the metric "Distribution_of Symbol_Count Underrun" are calculated by subtracting
the total number of source symbols, from the number of received symbols for afailed block in afailed object. The range
of values of the distribution are limited to the range of interest through top and bottom range parameters. Values greater
than the top of the range are reported as the maximum value. Values lower than the bottom of the range are reported as
the minimum value.

Reported values may also be grouped in bins. The size of the bins used for collectring statistics are specified through a
bin size parameter. Thefirst bin starts at the bottom of the range. The last bin must include the top of the range.
Collection bins are adjacent.

Therange of file sizes considered for calculating the metric can also be restricted through optional minmum, and
maximum file size parameters.

The distribution is reported per measurement duration as a string list of (bin lower bound, number of occurrences) pairs.
The bin lower bound uniquely identifies a bin by providing the lowest value of the range of each bin. The bin lower
bound, and number of occurrences are both integer. The vector Symbol CountUnderrun is a string vector where every
entry is abracket delimited list of (bin lower bound,number of occurrences) pairs. Bins with O occurences are omitted
from the list. Values greater than the top of the range are reported within the bin containing the top of the range. Values
lower than the bottom of the range are reported within the first bin containing the bottom of the range.

The top, bottom, and bin size of the distribution range are provided through the optional parameters T, B, and S
respectively. The syntax for T, B, and S to be included in the "att-measure-spec” (sub-clause 8.3.2.1) is asfollows:

* T="T""="{+}} I*DIGIT
* B="B""="{+} 1*DIGIT
* §="8 “=" 1*DIGIT

The default value of the top of the range, in case the T parameter is omitted, is 0. The default value of the bottom of the
range, in case the B parameter is omitted, is-10. The default value of the bin sizeis 1.

The minimum, and maximum file sizes considered for calcul ating the metric are provided through the optional
parameters 'Y, and Z respectively. The syntax for Y, and Z to beincluded in the "att-measure-spec” (sub-
clause 8.3.2.1) isasfollows:

*oy="y""="1*DIGIT
* Z="Z""="1*DIGIT

The default value of the minimum file sizeis 0, and the default value of the maximum file sizeisinfinity.

8.4.3 Example metrics initiation with SDP

This following example shows the syntax of the SDP attribute for QOE metrics. The session level QOE metrics
description (Initial buffering duration, rebufferings and network resource) are to be monitored with a measurement
resolution of 20 seconds and reported at the end of the session. Also video specific description of metrics (corruptions)
are to be monitored and reported at the end from the beginning of the stream until the time 40s. Finally, audio specific
description of metrics (corruptions) is to be monitored with a measurement resol ution of 10s and reported at the end of
the stream.

SDP example:

v=0

0=- 3268077682 433392265 IN | P4 63.108. 142.6
s=QoE Enabl ed Sessi on Descripti on Exanple
e=support @ 00. com

c=IN1P4 0.0.0.0
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t=0 0

a=r ange: npt =0- 83. 660000

a=3GPP- QoE-Metrics:metrics={Initial_Buffering_Duration|Rebuffering_Duration]|
Net wor k_Resour ce} ; r at e=End; r esol ut i on=20

a=control :*

nrvi deo 0 RTP/ AVP 96

b=AS: 28

a=3GPP- QE- Metrics: metrics={Corruption_Duration};rate=End; range: npt =0- 40

a=control :trackl D=3

a=rtpmap: 96 MP4V- ES/ 1000

a=r ange: npt =0- 83. 666000

a=f nt p: 96profil e-1 evel -i d=8; confi g=000001b008000001b50900012000

mraudi o 0 RTP/ AVP 98

b=AS: 13

a=3GPP- QoE- Metrics: metri cs={Corrupti on_Duration};rate=End;resol uti on=10

a=control :trackl D=5

a=rt pmap: 98 AMR/ 8000

a=r ange: npt =0- 83. 660000

a=fnt p: 98 octet-align=1

a=maxpti me: 200

8.5 Using MBMS Streaming delivery on Unicast

If the MBM S UE supports MBMS streaming delivery on unicast, then MBM S Streaming shall perform the functions of
a PSS client [47] to deliver content when MBMS Bearers are not usable or available and if an
alternativeAccessDelivery element is available for the delivery method in the MBM S User Service Description. Note, if
an aternativeAccessDelivery element is available, it is presumed that the same content is offered over both PSS and
MBMS. If more than one unicastAccessURI element is available in the alternativeAccessDelivery element, then the UE
shall randomly choose one URI to be used for unicast access to the service.

If the MBMS UE isreceiving an MBMS Streaming User Service using MBMS delivery on Unicast in E-UTRAN, while
not being in time-shifting mode, but isinterested to receive the corresponding service viaan MBMS Bearer instead, it
shall handle counting requests as defined in TS 36.300 [96] and TS 36.331 [97].

MBMS and PSS define Quality of Experience (QoE) metrics features. The UE shall not mix MBMS and PSS QoE
metrics gatherings and/or reports. QOE is negotiated, gathered and reported separately for PSS and MBMS.

The UE may compare the SSRC values of PSS and MBMS flows. If the UE detects that the same SSRC value is used
for PSS and MBMSS flows, then the UE should assume that the same wallclock time and same random RTP timestamp
offset is used for the flows with the same SSRC va ue. This gives the UE an advantage for the synchronization onto the
flows. The UE does not need to wait for new, flow specific RTCP packets.

The BM-SC and the PSS servers which provide for unicast access to the MBMS service shall be time synchronized.
The PSS server and the UE should support UTC clock time format in the “Range” header field as defined in [88].

The UE may request a specific start time of the PSS session by indicating aUTC clock time in the “Range” header field
of the PLAY request. The UTC clock time represents the requested streaming start point according to the timeline of the
BM-SC. Thistime may be calculated using the NTP timestamp of the last received RTCP sender reports. Otherwise, the
UE may either specify an NPT range using the “now* value as a start point of the PSS session or it may completely
omit the Range header field.

If the PSS server does not support time shifting and the request contains a range indication (other than “now”) then the
PSS server shall reply with the actual range that will be played back. Examples of this are an NPT range header field
using “now” or the selected start timein UTC clock time.

A unicastAccessURI element of an alternativeAccessDelivery element in the deliveryMethod element of the User
Service Description may contain an RTSP URI or areference to an PSS SDP file.
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9 Associated delivery procedures

9.1 Introduction

Associated delivery procedures describe general procedures, which start before, during or after the MBM S data
transmission phase. They provide auxiliary featuresto MBM S user services in addition, and in association with,
MBMS delivery methods and their sessions. Those procedures that shall only be permitted after the MBMS Data
transmission phase may also be described as post-delivery procedures.

To enable future backwards compatibility, clause 9 specifies generic and extensible techniques for a potentialy wide
range of associated delivery procedures.

Clauses 9.3 and 9.4 specify the associated delivery procedures that are initiated only after an MBMS data transmission
phase.

The present document describes the following associated delivery procedures:
= Filerepair, for post-delivery repair of filesinitially delivered as part of an MBM S download session.
= Content reception reporting of files delivered to an MBMS UE.

= Consumption reporting of MBM S User Service.

These procedures are enabled by establishing a point-to-point connection; and using the MBM S session parameters,
received during User Service Discovery/Announcement, to communicate the context (e.g. file and session in question)
to the network and the MBM S sender infrastructure. To avoid network congestion in the uplink and downlink
directions, and also to protect servers against overload situations, the associated delivery procedures from different
MBMS UEs shall be distributed over time and resources (network elements).

One or more serviceURI elements in the Associated Delivery Procedure Description are used to specify the network
server(s) associated with one or more of the following Associated Delivery Procedure functionality: symbol-based file
repair, reception reporting, and consumption reporting.  In MBMS download delivery, the use of the " Alternate-
Content-Location-1" or "Alternate-Content-Location-2" elements alone, or in combination with the "Base-URL-1" or
"Base-URL-2" elements inthe FDT specify standard HTTP/1.1 serversin support of byte-range-based file repair.
The network can selectively enable or disable the use of confidentiality protection of Reception Reporting,
Consumption Reporting, and/or File Repair, based on indicating in the server identities the use of the ' HTTPS' or
‘HTTP scheme as specified in TS 33.246 [10] clause 6.7.

NOTE: The use of the HTTPS scheme for Reception Reporting, Consumption Reporting, or File Repair Associated
Delivery Proceduresis restricted to servers for which atrusted root certificate is present in the list
described in TS 33.246 [10], clause 6.7.3.

An instance of an "associated procedure description” isan XML file that describes the configuration parameters of one
or more associated delivery procedures.

MBMS Download receivers shall support the file repair procedure as defined in sub-clause 9.3.
MBMS Download receivers shall support the reception reporting procedure as defined in sub-clause 9.4.
MBMS Download receivers shall support the consumption reporting procedures as defined in sub-clause 9.4A.

MBMS Streaming receivers shall support reception reporting procedures (StaR and StaR-all report types) as defined in
sub-clause 9.4.

9.2 Associated Procedure Description

An associated procedure description instance (configuration file) for the associated delivery procedures may be
delivered to the MBMS clients:
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* during a User Service Discovery / Announcement prior to the MBM S download session along with the session
description (out-of-band of that session); or
* in-band within aMBMS download session.

The most recently delivered configuration file (i.e. the one with the highest version number - as given from the
envelope, see sub-clause 11.1.3) shall take priority, such that configuration parameters received prior to, and out-of -
band of, the download session they apply to are regarded as "initial defaults®, and configuration parameters received
during, and in-band with the download session, overwrite the earlier received parameters. Thus, a method to update
parameters dynamically on a short time-scale is provided but, as would be desirable where dynamics are minimal, is not
mandatory.

During the User Service Discovery / Announcement Procedure, the associated procedure description instanceis clearly
identified using a URI, to enable UE cross-referencing of in and out-of-band configuration files.

The MIME application type " application/mbms-associated-procedure-description+xml"” as defined in clause C.7
identifies associated delivery procedure description instances (configuration files).

In XML, each associated delivery procedure entry shall be configured using an "associ at edPr ocedur eDescri pti on"
element. All configuration parameters of one associated delivery procedure are contained as attributes of an

"associ at edProcedur eDescri pti on" element. The elements (e.g. "post Fi | eRepai r" and "post Recept i onReport ") of
an "associ at edPr ocedur eDescri pti on" element identify which associated procedure(s) to configure. The associated
delivery procedure description is specified formally as an XML schemain sub-clause 9.5.1.

9.3 File Repair Procedure

9.3.1 Introduction

The purpose of the File Repair Procedure isto repair lost or corrupted file fragments from the MBM S download data
transmission. When in multicast/broadcast environment, scalability becomes an important issue as the number of
MBMS clients grows. Three problems must generally be avoided:

*  Feedback implosion due to alarge number of MBMS clients requesting simultaneous file repairs. This would
congest the uplink network channel.

*  Downlink network channel congestion to transport the repair data, as a consequence of the simultaneous clients
requests.

*  Filerepair server overload, caused again by the incoming and outgoing traffic due to the clients' requests arriving
at the server, and the server responses to serve these repair requests.

The three problems are interrelated and must be addressed at the same time, in order to guarantee a scalable and
efficient solution for MBM S file repair.

The principle to protect network resourcesis to spread the file repair request load in time and across multiple servers.
The MBMS client:

1. Identifiesthe end of transmission of files or sessions.

2. ldentifiesthe missing data from an MBM S download.

3. Caculates arandom back-off time and selects afile repair server randomly out of alist.

4. Sendsarepair request message to the selected file repair server at the calculated time.

When a MBM S download session of repair datais configured in the associated delivery descriptions, aMBMS client
should wait for repair data in the defined MBM S download session on its MBM S bearer - except where the UE is
prevented from doing so due to limited simultaneous context activation capability.

Then thefilerepair server:

1. Respondswith arepair response message either containing the requested data, redirecting the client to an
MBMS download session, redirecting the client to another server, or alternatively, describing an error case.
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The BM-SC may also send the repair dataon a MBMS bearer (possibly the same MBMS bearer as the original
download) as afunction of the repair process.

The random distribution, in time, of repair request messages enhances system scal ability to the total number of such
messages the system can handle without failure.

9.3.2 Starting Time of the Associated Delivery Procedure for MBMS
Download Delivery

FLUTE File Déelivery Table (FDT) Instancesinclude an "expires’ attribute, which defines the expiration time of the
FDT instance. The sender must use an expiry time relative to the current time at the BM-SC. According to clause 7.2.9,
the UE shall not use areceived FDT Instance to interpret packets received beyond the expiration time of the FDT
Instance”.

The starting time of Associated Delivery Procedure for the MBM S download is the expiration time of the FDT instance
at the latest.

The starting time of the postFileRepair timer (see sub-clause 9.4.4) corresponds to the starting time of the Associated
Delivery Procedure. The postFileRepair timer value corresponds to the back-off time determined from sub-clause 9.3.4,
using the file repair associated parametersin the ADP.

The starting time for the postReceptionReport timer (see clause 9.4.4) for RAck reports corresponds to the time at
which the UE determines that there has been a complete file reception for MBM S download, as specified in sub-clause
9.4.1.

The starting time for the postReceptionReport timer (see sub-clause 9.4.4) for StaR/StaR-only/StaR-all reports
corresponds to the time at which the UE hasidentified a complete MBM S delivery session reception, as specified in
sub-clause 9.4.2.

The postReceptionReport timer value for RAck and StaR/StaR-only/StaR-all reportsis set to the same value and
corresponds to the back-off time, as determined from sub-clause 9.3.4, using the reception reporting associated
parametersin the ADP.

The MBM S UE may also choose to start the Associated Delivery Procedure when any of the following occurs:
e The MBMS UE hasreceived an end-of-object (B-flag) for an object;

e Anend-of-session (A-flag) isreceived before the FDT instance expires. Note, the end-of session (A-flag)
indicates, that neither more objects nor FDT instances will be transmissed by the BM-SC;

e Theend of thefile transmission time (end attribute in the fileSchedule element) per the Schedule
Description fragment is reached even when the FDT Instance is not received;

e Theend of the session occurrence transmission time (given by the stop element in the sessionSchedule
element adjusted to the specific session occurrence, to account for any session reoccurrences) per the
Schedule Description fragment is reached even when the FDT Instance is not received.

If the MBMS UE is not capable of receiveing an MBMS transmission while using an interactive bearer, the MBMS UE
shall ignore the end-of-object flags (B-flag).

When a particular file (URI) ispresent in several FDT Instances with different TOI values, then the FDT Instance with
the highest FDT Instance ID defines the TOI for the most recent instance of the file and determines the end of
transmission time for that file. A UE shall only determine transmission completeness for afile for the most recent
instance of the file - and shall not use FDT Instance expiry time to determine transmission completeness for any other
(TQI) instances of afile (fileURI).

NOTE 1: Theintention of this sub-clause isto just start the Associated Delivery Procedure back-off timer for the
more recent instance version of afile with respect to the FLUTE transmission session.

When aparticular file (URI) is present in more than one FDT Instance with the same TOI value, then the end of
transmission time is defined by the expiration time of the latest FDT Instance to expire.

If an FDT Instance isreceived describing the file after thistime (giving an FDT Instance expiry time in the future and a
different TOI value) the UE shall determine that the transmission of the file isincomplete - i.e. that more packets may
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arrive within the MBM S download session for that file, 'forgetting' its previous file transmission complete
determination.

NOTE 2: This effectively resets and stops any running timers already initiated for an associated delivery procedure
for that file.

If the MBMS UE receives an end-of-object packet (with FLUTE header B flag set true) the MBM S UE shall determine
that the transmission of that object is complete, and shall interpret that as file transmission complete if no, more recent,
TOls are described for the same file (URI) in any received and unexpired FDT Instance(s).

If the MBMS UE determines that the download session is complete (as specified in sub-clause 9.4.2) then it shall
interpret this also that all the transmissions of al files (and TOIs) described by all FDT Instances, received from that
session, are compl ete.

9.3.3 Identification of Missing Data from an MBMS Download

The session description and the MBM S download delivery protocol, FLUTE, provide the client with sufficient
information to determine the source block and encoding symbol structure of each file. From thisaclient is able to
determine which source symbols should have been transmitted but have not been received. The client is also able to
determine the number of symbolsit has received for each source block of each file, and thus the number of further
symbols required to decode the block.

Thus, an MBMS client is able to identify any source symbols lost in transmission, and the number (and ESI values
where appropriate) of required source and/or repair symbols that would complete the reconstruction of a source block
(of afile).

When the MBM S FEC scheme is used, the MBMS client shall consider already received repair symbols when making
the determination of the further symbols required. In this case, the client should either:

o identify aminimal set of specific symbolsthat, combined with the already received symbols,
allowsthe MBMS FEC decoder to recover thefile, or

o identify a number, r, of symbols such that reception of r previously unreceived symbols will allow
the MBM S FEC decoder to recover thefile.

9.34 Back-off Timing the Procedure Initiation Messaging for Scalability

This clause describes a back-off mode for MBM S download to provide information on when areceiver, that did not
correctly receive some data from the MBM S sender during atransmission session, can start a request for arepair
session. In the following it is specified how the information and method a MBMS client usesto calculate atime
(back-off time), instance of the back-off mode, to send afile repair message to the MBMS server.

The back-off mode is represented by a back-off unit, a back-off value, and a back-off window. The two latter
parameters describe the back-off time used by the MBMS client.

The back-off unit (in the time dimension) defaults to seconds and it is not signalled.

The back-off time shall be given by an offset time (describing the back-off value) and a random time period (describing
the back-off window) as described in the following clauses.

An MBMS client shall generate random or pseudo-random time dispersion of repair requests to be sent from the
receiver (MBMS client) to the sender (MBMS server). In this way, the repair request is delayed by a pre-determined
(random) amount of time.

The back-off timing of repair request messages (i.e. delaying the sending of repair requests at the receiver) enhances
system scalability to the total number of such messages the system can handle without failure.

9.34.1 Offset time

The OffsetTime refers to the repair request suppression time to wait before requesting repair, or in other words, it isthe
time that aMBMS client shall wait after the end of the MBM S data transmission to start the file repair procedure. An
associated procedure description instance shall specify the wait time (expressed in back-off unit) using the "offset-time"
attribute.
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9.34.2 Random Time Period

The Random Time Period refers to the time window length over whichaMBMS client shall calculate arandom time for
theinitiation of the file repair procedure. The method provides for statistically uniform distribution over arelevant
period of time. An associated procedure description instance shall specify the wait time (expressed in back-off unit)
using the "random-time-period” attribute.

The MBMS client shall calculate a uniformly distributed Random Time out of the interval between 0 and Random Time
Period.

9.34.3 Back-off Time

The sending of thefile repair request message shall start at Back-off Time = offset-time + Random Time, and this
calculated time shall be arelative time after the MBM S data transmission. The MBMSS client shall not start sending the
repair request message before this calculated time has elapsed after the initial transmission ends.

9344 Reset of the Back-off Timer

The reception of an updated (higher version number) associatedDeliveryProcedureDescription and/or an updated
sessionDescription shall overwrite the timer parameters used in the back-off algorithm. Except in the case that the
offset-time, random-time-period and session end time parameters are identical to the earlier version; the back-off time
shall be recalculated. For currently running timers this requires a reset.

9.35 File Repair Server Selection

9.35.1 List of Server URIs

A list of symbol-based file repair service URIsis provided as elements of the Associated Delivery procedure fragment's
postFileRepair element. A list of byte-range based repair servers may be additionally provided as elements of the FDT.
Service URIs host identity may also be given as | P addresses, which may be used to avoid arequirement for DNS
messaging. Thefile repair service URIs of a single associated delivery procedure description shall be of the same type,
e.g. all IP addresses of the same version, or all domain names. The number of symbol-based file repair service URIsis
determined by the number of "serviceURI" elements, each of which shall be a child-element of the "procedure”
element. The "serviceURI" element provides the references to the file repair server's resource via the "xs.anyURI™
value. At least one "serviceURI" element shall be present. The number of byte-range based file repair service URIsis
determined by the number of "Alternate-Content-Location-1" and " Alternate-Content-Location-2" elementsin the FDT.
The "Alternate-Content-Location-1" and " Alternate-Content-Location-2" elements provide the references to the file
repair server's resource via the "xs.anyURI" value. At least one "Alternate-Content-Location-1" element shall be present
inthe FDT if byte-range based file repair is to be supported by the network.

When present, the "Base-URL-1" and "Base-URL-2" elements provide base URL s against which to resolve arelative
reference included in any " Alternate-Content-Location-1" or " Alternate-Content-Location-2" element, respectively.

When present, the “ Availability-Time” attribute provides a method to inform the UE of an absolute time according to
the UTC time standard until which the UE can expect that, if reachable and functioning, the file repair server will return
the requested repair data.

9.35.2 Selection from the Server URI List

There may be one or more file repair URIs of one or more types present in the Associated Delivery procedure fragment
and the FDT. Within alist, the UE randomly selects one of the service URIs from the list, with uniform distribution.

The MBMS client shall exhaust (according to section 9.3.7.1) the list of highest priority URIs before moving to the list
of next highest priority, etc.

The priority of filerepair URI listsis:
e byte-range based repair serversincluded as “ Alternate-Content-L ocation-1"

e byte-range based repair serversincluded as “ Alternate-Content-L ocation-2”
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e symbol-based repair servers

9.3.6 File Repair Request Messages

9.3.6.0 General

Once missing file datais identified, the MBMS client sends one or more messages to afile repair server requesting
transmission of datathat allows recovery of missing file data. All file repair requests and repair responses for a
particular MBMSS transmission shall take place in asingle TCP session using the HTTP protocol (RFC 2616 [18]). The
repair request is routed to the file repair server |P address resolved from the selected file repair server URI.

The timing of the opening of the TCP connection to the server, and the first repair request, of a particular MBM S client
is randomized over atime window as described in sub-clause 9.3.2. If there is more than one repair request to be made
these are sent immediately after the first.

When a MBMS UE identifies symbols or the byte range of symbolsin repair requests these symbols shall be source
symbols, and should include all the missing source symbols of the relevant source block. Note, these represent
information for the file repair server and the BM-SC may use these source symbols and/or redundant symbolsin
providing the necessary repair data.

After the MBMS download session, the receiver identifies a set of encoding symbols that allow recovery of the missing
file data and requests for their transmission in afile repair session.

There are two formats for the MBM S UE to request repair data: the Symbol-Based File Repair Request M essage and
the Byte-Range-Based Request M esssage.

9.3.6.1 Symbol-Based File Repair Request Message Format

In this message format, the MBM S UE requests specific encoding symbols and uniquely identifies these by the
combination (URI, SBN, ESI). This message format shall be used if the MBMS UE is requesting symbols from afile
repair server that only supports symbol-based file repair request messages, i.e., the server islisted in a"serviceURI"
element of the Associated Delivery procedure. The file repair request shall either include the URI of the file for which it
is requesting the repair data or an identifier of a set of files. The URI uniquely identifies the file (resource) and is found
fromthe FLUTE FDT Instances. Additionally, the repair request for single files shall contain the MD5 hash value of the
transport object, if present in the FDT instance declaring the file from which datais being requested. The MD5 hash
value is used to identify a specific transport object and version of thefile.

For completely missed files, a Repair Request may give only the URI of the file and optionally the MD5 hash value of
the transport object of thefile. If the MD5 hash value is not present, the server shall respond with the latest version of
thefile.

A set of files may be fetched using the File Repair server. A client may request all files from a specific FDT instance or
aspecific logical group of aparticular MBM S User Services.

The client makes afile repair request using the HTTP (RFC 2616 [18]) request method GET. Further arguments are
encoded into the URI query part (RFC 3986 [19]) as defined below and included in the HTTP GET request. If a number
of previoudly unreceived symbols are requested for a specific Source Block, then the SBN is provided along with the
ESI of the symbol, which is subsequent in the symbol sequence to the latest received symbol for that source block and
the number of symbols requested. If a number of previously unreceived source blocks are requested for a specific
file, the URI should be provided along with an SBN range starting from the first missing source block and ending with
the SBN of the last missing source block of the contiguous set of  source block. Examples for requesting contiguous
and non-contiguous ranges of symbols and source blocks or even entire files or group of files are given below.

For example, assume that in a MBM S download session a 3gp file with URI = www.example.com/news/latest.3gp was
delivered to an MBMS client. After the MBM S download session, the MBMS client recognized that it did not receive
two packets with SBN =5, ES| = 12 and SBN=20, ESI = 27. If the selected repair service URI (from the associated
delivery procedure meta data fragment) is http://mbmsrepairl.example.com/path/repair_script, only supports symbol-
based file repair requests, and the MD5 value of that fileis“ODZiY TULOTFKZGY 2NWY50Dh==", then the HTTP
GET request is as follows:
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GET /path/repair_script?fileURI=www.example.com/news/l atest. 3gp& Content-M D5=

ODZiYTULOTFKZGY 2NWY50Dh== & SBN=5;ESI=12& SBN=20;ESI=27 HTTP/1.1

Host: mbmsrepairl.example.com

A file repair session shall be used to recover the missing file data from a single MBM S download session only. If more
than one file were downloaded in a particular MBM S download session, and, if the MBM S client needs repair data for
more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each file.

An HTTP client implementation might limit the length of the URL to afinite value, for example 256 bytes. In the case
that the length of the URL-encoded (SBN, ESI) data exceeds this limit, the MBMS client shall distribute the
URL-encoded datainto multiple HTTP GET requests.

Inany case, al theHTTP GETs of asingle file repair session shall be performed within a single TCP session and they
shall be performed immediately one after the other.

In the following, we give the details of the syntax used for the above request method in ABNF.

Inthiscase an HTTP GET with anormal query shall be used to request the missing data, according to HTTP1.1
[RFC2616 [18]]

* repair_request_http URL = repair_service URI "?' query

* repair_service URI = <selected serviceURI from the Associated Delivery Procedure
Description>

Where, for MBMS File Repair Request:

* query = std_query | alt_query

* std_query = file_uri ["&" content_md5] *( "&" sbn_info)

* file_uri = "fileURI=" URI-reference; URI-reference is as defined in [19].

* content_md5 = "Content-MD5=" 1*(ALPHA / DIGIT / "+" [ "[" [ "=")

* sbn_info ="SBN=" shn_range

* shn_range=(sbnA [ "-"sbnZ])/(sbnA [";" es_info] )

* es_info="ESI=" ((esi_range*("," esi_range)) )/ (esA “+” number_symbols)

* es_range=esiA["-" esiZ]

* sbnA = 1*DIGIT; the SBN, or the first of arange of SBNs

* sbnZ = 1*DIGIT; the last SBN of arange of SBNs

* esA = 1*DIGIT; the ESI, or thefirst of arange of ESls

* esiZ = 1*DIGIT; thelast ES| of arange of ESIs

* number_symbols = 1*DIGIT; the number of additional symbols required

* alt_query = service id “&” (fdt_inst_id | fdt_group id)

* service_id = "serviceld=" <value of the serviceld attribute of the User Service Description>
* fdt_inst_id = “fdtInstanceld=" <as defined in clause 3.4.1 of [9] or in clause 7.4>

* fdt_group_id = “fdtGroupld=" < value of the Group element as defined in clause 7.2.10.1>

Thus, the following symbols adopt a special meaning for MBMS download URI: ?-+,; & =
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One example of a query on encoding symbol 34 of source block 12 of amusic file
“www.example.comm/greatmusic/numberl.aac” using the provided repair service URI
"http://mbmsrepairl.example.com/path/repair_script” is:

*  http://mbmsrepairl.example.com/path/repair_scriptXileURI=
www.example.com/greatmusi c/numberl.aac& SBN=12;ESI=34

An example of requesting an entirefileis

* http://mbmsrepairl.example.com/path/repair_script?fileURI=
www.example.com/greatmusi c/numberl.aac

An example of requesting a specific source block from a specific fileversionis

o  http://mbmsrepairl.example.com/path/repair_script?ileURI=
www.example.com/greatmusi c/numberl.aac& Content-M D5=0DZiY TU10TFkZGY 2NWY 50Dh==

For messaging efficiency, the formal definition enables several contiguous and non-contiguous ranges to be expressed,
aswell as anumber of symbolswith ESIs of a given value or above in asingle query:

*  Anentirefile (like in the above example).

* A symbol of asource block (e.g. ...& SBN=12;ESI=23).

* A range of symbols for a certain source block (e.g. ...& SBN=12;ES|=23-28).

e A number of symbols with ESIs of agiven value or above (e.g. ...& SBN=12;ESI=120+10).
* Alist of symbolsfor acertain source block (e.g. ...& SBN=12;ESI=23,26,28).

*  All symbols of a source block (e.g. ...& SBN=12).

*  All symbols of arange of source blocks (e.g. ...& SBN=12-19).

*  non-contiguous ranges (e.g.1. ...& SBN=12;ESI=34& SBN=20;ES|=23 & so,
e.g. 2. ...& SBN=12-19& SBN=28;ESI=23-59& SBN=30;ESI=101).

An exampleto request all file of aparticular FDT instance is given below:

e  http://mbmsrepairl.example.com/path/repair_script?servicel d=urn:3gpp:0010120123hotdog& fdtlnstancel d=12

9.3.6.2 Byte-Range-Based File Repair Request Message Format

In this message format, the MBM S UE uses the conventional HTTP/1.1 GET or partial GET requests as defined in RFC
2616 [18] to request all or a subset of source symbols of the referenced resource, respectively. The UE shall support
these message requests formats to allow the file repair requests to be serviced by a standard HTTP/1.1 server. These
message formats shall be used if the MBM S UE is requesting symbols from afile repair server that supports byte range
requests, i.e, the server islisted in the " Alternate-Content-Location-1" or "Alternate-Content-Location-2" elementsin
the FDT.

The MBMS UE usesthe HTTP GET request when it requires all the source symbols of the resource to be transmitted.

If the the MBM S UE only requests transmission of a subset of the source symbols or sub-symbols the UE uses the
HTTP partial GET request with the Range request header asdefined in 14.35.2 of RFC 2616 [18]. The MBMS UE
shall indicate the specific source symbols or sub-symbolsasabyt e- r ange- spec asdefined in 14.35.1 of RFC 2616
[18].

For messaging efficiency, the HTTP GET method alows the UE to include multiple byte range requests within asingle
partial GET request. |If the UE includes multiple byte rangesin asingle request the HTTP GET request should not
exceed 2048 bytes in length to avoid truncation by the HTTP server.

If the MBMS UE determines that it can select among multiple subsets of the source symbols or sub-symbols, the
MBMS UE should request the subset with the lowest ESI values, i.e., choose the missing source symbols or sub-
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symbols from the beginning of the source block or source sub-block, respectively. Thisimproves the caching
efficiency of the HTTP file repair servers.

If more than one file were downloaded in a particular MBM S download session, and, if the MBM S client needs repair
data for more than one file received in that session, the MBMS client shall send separate HTTP GET requests for each
file.

If the "Content-MD5" element isincluded in the FDT Instance for the file, then the MBM S UE shall use the "I1f-Range”
or the"If-Match" HTTP protocol headers together with the "Range" header in the following way. The "Content-MD5"
value that isgiven in the FDT shall be used asthe entity tag. The UE should use the "If-Match" header to receive the
requested range(s) of the file associated with the entity-tag, or no repair dataif the request cannot be satisfied by the
repair server. The UE may use the "If-Range" header if it wishesto receive the latest version of the entirefilein case
the version associated with the entity-tag is no longer available on the repair server.  To reduce the impact to capacity,
the UE should not use the "If-Range" header if it can request the range(s) from other repair servers.

If the “ Content-Encoding” element isincluded in the FDT Instance for the file and is set to “gzip”, then the MBMS UE
shall make the request to a modified URL, that isthe original file URL with the “.gz" extension added to the full path
name but prior to the query part of the URL, if any. The MBMS UE shall only use this request if the “ Content-MD5"
element is provided in the FDT Instance for that file. Otherwise, the MBM S UE should rather request the complete file
instead of using byte range requests.

In an example, a FLUTE receiver partially receives the transport object with URL

“ http://www.example.com/servicel/document.pdf” and with Content-Encoding set to “gzip” and with the Content-MD5
set to “B2B359591E961C6BOF468FES36BCD920=". It issues arepair request to the host server to fetch the missing
bytes. The request is as follows:

GET /servicel/document.pdf.gz HTTP/1.1
If-Match: "B2B359591E961C6B0F468FE536BCD920="
Range: bytes=5018640-5042399

Host: www.example.com

The conditional request is used by the repair server to ensure that the byte range it will serve to the client is from the
exact same compressed file. The conditional repair procedure is described earlier in this section.

If the BM-SC offers byte-range-based file repair, it shall not use content encoding during file transmission.

Note: If the “ Content-Encoding” element isincluded in the FDT Instance and is set to “gzip”, then the MBMS UE
should only request complete files and not make byte range requests for missing byte ranges of the
received transport object.

For example, assume that the " Alternate-Content-Location-1" element in the FDT of the file indicates that byte range
repair requests are supported by the HTTP server at URI www.example.com/servicel/news service/latest news.mp4.
The UE determines that it requires the byte ranges 5018640-5042399 and 19037040-19050239. The MD5 provided in
the FDT of the file is Base64 encoded as B2B359591E961C6BOF468FES36BCD920. The HTTP GET request may
look asfollows:

GET /servicel/news service/latest_ news.mp4 HTTP/1.1
If-Match: "B2B359591E961C6B0F468FE536BCD920="
Range: bytes=5018640-5042399,19037040-19050239
Host: www.example.com

In case the version identifier, indicated as the MD5 value in the *If-Match’ header cannot be matched, the server will
reply with a412 “Precondition Failed” reply. Otherwise, the server will satisfy the request and reply with a 206 “Partial
Content” if the request would be successful without the ‘ If-Match’ header.

The following is an example of aresponse from the repair server:

HTTP/1.1 412 Precondition Failed

Content-Range: bytes=5018640-5042399,19037040-19050239
ETag: "B2B359591E961C6B0OF468FE536BCD920="
Content-Length: 0
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9.3.7 File Repair Response Message

Once the MBM S file repair server has assembled a set of encoding symbols that contain sufficient data to allow the UE
to reconstruct the file data from a particular file repair request, the MBM Sfile repair server sends one message to the
UE. Each file repair response occursin the same TCP and HTTP session as the repair request that initiated it.

An MBMS client shall be prepared for any of these 5 response scenarios:

*  The server returns arepair response message where a set of encoding symbols formsan HTTP payload as
specified below (see 9.3.7.2 for details).

*  The server returns arepair response message where a byte range or set of byte ranges formsan HTTP payload as
specified below (see 9.3.7.2a for details).

*  The server returns the requested file or file groups (see 9.3.7.5 for details).
*  The server redirects the client to a broadcast/multicast delivery (an MBM S download session).

*  The server redirects the client to another file repair server (if a server isfunctioning correctly but is temporarily
overloaded).

* AnHTTP error codeis returned (note that sub-clause 9.3.8 describes the case of no server response).

For (reasonably) uniformly distributed random data losses, immediate point-to-point HTTP delivery of the repair data
will generally be suitable for all clients. However, broadcast/multicast delivery of the requested data may be desirable in
some cases.

* A repeat MBM S download (all or part of the files from a download session) is already scheduled and the BM-SC
prefersto handle repairs after that repeat MBM S downl oad.

*  Many UEs request download data (over a short period of time) indicating that broadcast/multicast delivery of the
repaired data would be desirable.

In this case aredirect to the broadcast/multicast repair session for UEs that have made arepair request would be
advantageous.

9.3.7.1 Symbol-Based File Repair Response Messages Codes

The response codes of HTTP servers to the byte-range-based repair request message in 9.3.6.2 are specified in RFC
2616 [18]. The response codes of symbol-based file repair servers to the symbol-based repair request message in
9.3.6.1 are specified as follows.

In the case that the file repair server receives a correctly formatted repair request which it is able to understand and
properly respond to with the appropriate repair data, the file repair server shall attempt to serve that request without an
error case.

For adirect point-to-point HT TP response with the requested data, the file response message shall report a 200 OK
status code and the file repair response message shall consist of HTTP header and file repair response payload (HTTP
payload), as defined in sub-clause 9.3.7.2. If the client receives a 200 OK response with fewer than all the quantity of
requested symbols it shall assume that the file repair server wishes the missing symbols to be requested again (due to its
choice or inability to deliver those symbols with this HT TP response).

For aredirect case the file repair server usesthe HT TP response status code 302 (Found - Redirection) to indicate to the
UE that the resource (file repair data) is temporarily available viaa different URI. The temporary URI is given by the
Location field in the HTTP response. In the case of aredirect to another file repair server, this temporary URI shall be
the URL of that repair server.

In the case of aredirect to a broadcast/multicast delivery, the temporary URI shall be the URI of the Session
Description (SDP file) of the broadcast/multicast (repair) session as described in sub-clause 9.3.7.3.0ther HTTP status
codes (RFC 2616 [18]) shall be used to support other cases. Other cases may include server errors, client errors (in the
file repair request message) and server overload.

In case the file repair server does not find the requested file (file with given fileURI is found), the server shall respond
with “400 Bad Request” and optionally with “0001 File not found” in the response body. As aresult, the MBMS UE
may choose another file repair server as defined in clause 9.3.5.
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In case the file repair server does not find the requested version of the requested file (file with given fileURI is found
but Content-M D5 is not found), the server shall respond with “400 Bad Request” and optionally with “0002 Content-
MD5 not valid” in the response body. Asaresult, the MBM S UE may chose another file repair server as defined in
clause 9.3.5. Or the MBMS UE may request the latest version of the file and discard the previously received chunks of
thefile. Note, the MBM S UE can request the latest version of afile by using only the fileURI argument in the file repair
request.

Note. In case of repetitive server errors, the client is not expected to go through the complete list of available file
repair servers, and may abandon after a limited number of attempts.

In case the file repair server does not find any of the requested SBN or ESI values, it shall respond with the “400 Bad
Reguest” and optionally with “0003  SBN or ESI out of range” in the respon se body. As aresult, the UE should
discard al received chunks of the file and request the entire file from the file repair server.

In case the file repair server receives unknown query line arguments, it shall respond with “501 Not Implemented”. The
server should add the HTTPL.1 “Server” header with the value “MBMS/6”. As aresult, the client should try to fetch the
entire file from the file repair server. Note, this behaviour isintended to make the file repair service forward compatible
and allow addition of new function in later rel eases.

In case the file repair server does not find the requested serviceld value, it shall respond with the “400 Bad Request”
and optionally with “0004 Serviceld not found” in the response body. As aresult, the UE should request the needed
file separately using the fileURI query line argument.

In case the file repair server does not find the requested fdtlnstanceld value, it shall respond with the “400 Bad Request”
and optionally with “0005 fdtInstanceld not found” in the response body. As aresult, the UE should request the
needed file separately using the fileURI query line argument.

In case the file repair server does not find the requested fdtGroupld value, it shall respond with the “400 Bad Request”
and optionally with “0006 fdtGroupld not found” in the response body. As aresult, the UE should request the needed
file separately using the fileURI query line argument.

In case the file repair server is,or is about to, experiencing an overload condition, it should respond with the “503
Service Unavailable” that can include a Retry-After header. As aresult, the UE should stop the file repair procedure to
that file repair server. The UE shall consider this server unavailable for this file repair session, or, if supported by the
UE, for the period of time indicated in the Retry-After header, The UE may immediately try an aternative available file
repair server. The UE may re-try the current file repair server after the Retry-After time has elapsed. In the case that all
known file repair servers have been exhausted in this manner, the UE shall cease the file repair procedure. When the
time in Retry-After header is expressed as an integer number of seconds then it isrelative to the reception time of the
“503 Service Unavailable’.

HTTP response error messages may contain a message body, which gives a more detailed error message. The MIME
type of such message body shall be in text/plain. The syntax of the HTTP error message body is defined in ABNF [23]
asfollows:

http-error-body = error-code (SP/ HTAB) error-description CRLF
error-code = 4DIGIT
error-description = 1*(SP/ VCHAR)
Note that the following error messages MAY be used in the message body of the HTTP response error messages.
0001 Filenot found
0002 Content-MD5 not valid
0003 SBN or ESI out of range
0004 Serviceld not found
0005 fdtlnstanceld not found

0006 fdtGroupld not found
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9.3.7.2 Symbol-Based File Repair Response Message Format for HTTP Carriage of
Repair Data

The format of the response message to the symbol-based repair request message in 9.3.6.1 is specified here.
Thefile repair response message consists of HTTP header and file repair response payload (HTTP payload).
The HTTP header shall provide:

*  HTTP status code, set to 200 OK for the case of a successful request.

*  Content type of the HTTP payload (see below).

NOTE: Other HTTP headers (RFC 2616 [18]) may also be used but are not mandated by this mechanism.

The Content-Type shall be set to "application/simpleSymbol Container”, which denotes that the message body isa
simple container of encoding symbols as described below.

This header is asfollows:
* HTTP/1.1 2000K
*  Content-Type: application/simpleSymbol Container
NOTE: Other HTTP headers (RFC 2616 [18]) may also be used but are not mandated by this mechanism.

Encoding symbols are included in the response in groups. Each group is preceded by an indication of the number of
symbols within the group and an FEC Payload |D coded according to the FEC scheme used for the original file delivery
session. The FEC Payload ID identifies al the symbolsin the group in the same way that the FEC Payload ID of an
FEC source or repair packet identifies all the symbolsin the packet. The file repair response payload is constructed by
including each FEC Payload ID and Encoding Symbol group one after another (these are already byte aligned). The
order of these pairsin the repair response payload may be in order of increasing SBN, and then increasing ESI, value;
however no particular order is mandated.

A single HTTP repair response message shall contain, at the most, the same number of symbols as requested by the
respective HTTP repair request message.

The UE and file repair server aready have sufficient information to calculate the length of each encoding symbol and
each FEC Payload ID. All encoding symbols are the same length; with the possible exception of the last source
encoding symbol in the repair response. All FEC Payload 1Ds are the same length for one file repair request-response as
asingle FEC Schemeis used for asinglefile.

Figure 17: deleted
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Figure 18 illustrates the complete file repair response message format (box sizes are not indicative of the relative
lengths of the labelled entities).

HTTP Header

Length

Indicator FEC Payload ID | Encoding Symbols

Length

Indicator FEC Payload ID | Encoding Symbols

Length

Indicator FEC Payload ID | Encoding Symbols

Length Indicator (2 bytes): indicates the number of encoding symbols in the group (in network byte order, i.e. high
order byte first)

FEC Payload ID: indicates which encoding symbols are included in the group. The format and interpretation of the
FEC Payload ID are dependent on the FEC Scheme in use.

Encoding Symbols: contain the encoding symbols. All the symbols shall be the same length.

Figure 18: File Repair Response Message Format

9.3.7.2a Byte-Range-Based File Repair Response Message Format for HTTP
Carriage of Repair Data

The response message to the byte-range-based repair request message in 9.3.6.2 follows the format and proceduresin
RFC 2616 [18] for responding to byte range reguests.

When the HTTP message includes the content of a single byte range the repair server can provide the HTTP response
with a*“206 Partial content” status, include the Cont ent - Range header, and use the cont ent - r ange- spec to
indicate the byte range of the repair data as specified in 14.16 of RFC 2616 [18].

When the repair server receives arequest for multiple byte ranges it should attempt to transmit all the requested ranges
inasingle HTTPresponse. When an HTTP message includes multiple byte ranges, these are transmitted as a multipart
message using the “multipart/byteranges’ mediatype as defined in appendix 19.2 of RFC 2616 [18].

9.3.7.3 File Repair Response for Broadcast/Multicast of Repair Data

Details of how afile repair server decides, or isinstructed, to use broadcast/multicast repair instead of point-to-point
over HTTP are implementation specific and beyond the scope of the present document.

Prior to the decision to use broadcast/multicast repair, each repair response shall be provided by HT TP according to
sub-clause 9.3.7.2 or 9.3.7.2a.

Thefile repair server uses the HT TP response status code 302 (Found - Redirection) to indicate to the UE that the
resource (file repair data) is temporarily available viaa different URI. The temporary URI is given by the Location field
inthe HTTP response and is the URI of the Session Description (SDP file) of the broadcast/multicast repair session.

Where feasible, it is recommended that the same download session that delivered the original data be used for the
broadcast/multicast repair. If this conflicts with the session end time limit of the Session Description then a new version
of the Session Description shall be sent with an updated (extended) session end time. This shall be sent in-band of that
download session.

In some cases this may not be feasible and a different (possibly new) download session may be defined for the repair.
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The SDP file for broadcast/multicast repair session may be carried as payload (entity-body) in the HTTP response -
which is especially useful if the broadcast/multicast repair session is anew (or recently end time modified) FLUTE
download session and other means of service announcement prior to this were not feasible.

The delivery method's associatedDeliveryProcedureDescription may be updated and the new version transmitted in-
band with the download session so that currently active client back-off timers are reset, thus minimizing additional
client requests until after the broadcast/multicast repair session. The server shall be prepared for additional requestsin
any case as successful reception of the updated associatedDeliveryProcedureDescription can not be assured in all cases.

The existence of abroadcast/multicast file repair session is signalled by the inclusion of the optional bmFileRepair
procedure in the updated Associated Delivery procedure description. Thisis signalled by the bmFileRepair element
with asingle "sessionDescriptionURI" attribute of type "xs.anyURI" which specifies the URI of the broadcast/multicast
file repair session's session description.

In the cases where the same | P addressing is used for the broadcast/multicast repair session as the original download
session, the UE simply shall not leave the group. Otherwise, the UE shall join to the MBMS bearer for the repair
session as it would for any MBM S session.

A broadcast/multicast file repair session behaves just asan MBM S download session, and the determination of end of
files and session, and use of further associated delivery procedures uses the same techniques as specified for the MBM S
download delivery method.
9.3.74 File Repair Response Message Format for HTTP carriage of Complete Files
Thefile repair response message consists of HT TP header and one or more compl ete files.
The HTTP header shall provide:

e HTTP status code, set to 200 OK for the case of a successful response.

e Content type shall be set to multipart/related

NOTE: Other HTTP headers (RFC 2616 [18]) may also be used but are not mandated by this mechanism.

The server shall encapsulate the requested files into a multipart mime container. Each part of the multipart mime shall
contain at least the Content-L ocation of the embedded files.

9.3.8 Server Not Responding Error Case

In the error case where a UE determines that the its selected file repair server is not responding it shall return to the
serverURI list of repair servers and uniformly randomly select another server from the list, excluding any serversit has
determined are not responding. All the repair requests message(s) from that UE shall then be immediately sent to the
newly selected file repair server.

If al of the repair servers from the serverURI list are determined to be not responding, the UE may attempt an HTTP
GET to retrieve a, potentially new, instance of the session's Associated Procedure Description; otherwise UE behaviour
in this case is unspecified.

A UE determines that a file repair server is not responding if any of these conditions apply:
1. The UE isunableto establish a TCP connection to the server.

2. The server does not respond to any of the HT TP repair requests that have been sent by the UE (it is possible that
second and subsequent repair requests are sent before the first repair request is determined to be
not-responded-to).

3. The server returns an unrecognized message (not a recognizable HTTP response).

4. The server returns an HT TP server error status code (in the range 500 to 505).
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9.3.9 Full File Repair Without the FDT

9391 Introduction

When an MBMS UE is unable to receive afile of interest and its associated FDT Instance over MBMS bearers (e.g.,
UE isoutside of MBMS coverage or tunesin between session occurences of a Datacasting service), the UE may use the
following proceduresto retrieve thefile.

9.3.9.2 File Repair Using the FileSchedule

When the fileSchedule element is provided in the Schedule Description metadata fragment, the MBM S UE may use the
fileURI element in the fileSchedul e to request the file of interest in accordance with the file repair procedures specified
inclause 9.3, i.e., the back-off timing procedures (clause 9.3.4), symbol-based repair server selection (clause 9.3.5)
and Repair Request Message format (clause 9.3.6.1).

9.3.9.3 File Repair Using the FDTInstanceURI in the Session Schedule

When the FDTInstanceURI element is provided in the sessionSchedule of the Schedule Description metadata fragment,
the MBM S UE may use thisto retrieve the FDT Instance for the file(s) of interest. The UE determines the URI of the
FDT Instance based on the FDTInstanceURI and when applicable, the session index value for the session occurrence as
specified in clause 11.2A.1.2.

From the time that the transmission of files for a session occurrence is considered complete (see clause 9.3.2), the
MBMS UE shall wait for the Back-off Time as specified in clause 9.3.4.3 to elapse before requesting the FDT Instance
for the file(s) of interest viathe HTTP (RFC 2616 [18]) GET method. The FDT Instance isidentified in the response
by the MIME type “application/fdt+xml” and should fully describe (i.e., contains all necessary FDT file description
entries) all of the files delivered in the session occurrence. After receiving the FDT Instance, the MBMS client shall
request any file(s) of interest described by that FDT Instance using the server selection procedures specified in clause
9.3.5 and the symbol-based or byte-range based request Request M essage Formats specified in clauses 9.3.6.1 and
9.3.6.2, respectively.

9.4 The Reception Reporting Procedure

9.4.1 Generic Reception Reporting Procedure Description

Following successful reception of content whether through point-to-multipoint MBM S bearers only, unicast bearers
only, or using both point-to-multipoint and point-to-point bearers, a reception reporting procedure can be initiated by
the MBM S Receiver (UE) to the BM-SC.

For MBM S Download Delivery method, the reception reporting procedure is used to either report the complete
reception of one or more files, or to report statistics on the stream, or to do both. For MBM S Streaming Delivery
method, the reception reporting procedure is used to report statistics on the stream.

If the BM-SC provided parameters requiring reception reporting confirmation then the MBM S Receiver shall confirm
the content reception.

If reception reporting is requested for statistical purposes the BM-SC may specify the percentage subset of MBM S
receiversit would like to perform reception reporting.

Transport errors can prevent an MBM S Receiver from deterministically discovering whether the reception reporting
associated delivery procedure is described for a session, and even if thisis successful whether a sample percentageis
described. An MBMS Receiver shall behave according to the information it has even when it is aware that this may be
incomplete.

The MBMS Receiver:

1. ldentifiesthe completion of the reception of an MBM S session and its content items (e.g. afile, or a set of files
within an MBM S download session). See sub-clauses 9.4.1and 9.4.2.

2. Determines the need to report reception. See sub-clause 9.4.3.
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3. Determines the ability to aggregate reception reports. See sub-clause 9.4.4.

4. Selectsatime (Request time) at which areception report request will be sent and selects a server from alist -
both randomly and uniformly distributed. See sub-clauses 9.4.4 and 9.4.5.

5. Sends areception report request message to the selected server at the selected time. In the event that the content
components of an MBM S User Service instance are carried on multiple MBM S delivery sessions, each reception
report request message shall identify the delivery session to which the report pertains. See sub-clause 9.4.6.

Then the server:

1. Responds with a reception report response message either describing a success or an error case. See sub-clause
9.4.7.

9.4.1 Identifying Complete File Reception from MBMS Download and
Determining Download Status

A fileis determined to be completely downloaded when it is fully received and reconstructed by MBMSS reception with
FEC decoding (if FEC is actually used) and/or a subsequent File Repair Procedure (sub-clause 9.3).

When compiling RAck reception reports for an MBM S download session, the failure or success of afileis determined
after FEC decoding and any subsequent File Repair Procedure.

When compiling StaR, StaR-all, or StaR-only reception reports for an MBM S download session, the failure or success
of afileis determined after FEC decoding and before any subsequent File Repair Procedure.

9.4.2 Identifying Complete MBMS Delivery Session Reception

If a schedule description fragment is received for a service, MBM S download sessions are considered complete when
the stop time in the sessionSchedul e adjusted to the specific session occurrence to account for any session reoccurrence
when applicable, is reached.

If a Schedule Description fragment is not received for a service, the sessions (MBM S download and MBM S streaming)
are considered complete when the "time to" value of the session description (from "t="in SDP) is reached. Where the
end time is unbounded (time to = 0) then this parameter is not used for identifying completed sessions.

MBMS download and MBM S streaming sessions are also considered complete when the UE decides to exit the session
- where no further data from that session will be received. In this case the UE may or may not deactivate the MBMS
bearer(s).

For MBM S download sessions, FLUTE provides a"Close session flag" (see sub-clause 7.2.7) which, when used,
indicates to the UE that the session is compl ete.
9.4.3 Determining Whether a Reception Report Is Required

Upon full reception of a content item or when a session is complete, the MBMS Receiver must determine whether a
reception report isrequired. An Associated Delivery Procedure Description indicates the parameters of a reception
reporting procedure (which is transported using the same methods as the ones that describe File Repair).

A delivery method may associate zero or one associated delivery procedure descriptions with an MBM S delivery
session. Where an associated delivery procedure description is associated with a session, and the description includes a
postReceptionReport element, the UE shall initiate a reception reporting procedure. Reception reporting behaviour
depends on the parameters given in the description as explained below.

The Reception Reporting Procedure isinitiated if:

a. A postReceptionReport element is present in the associated procedure description instance, and/or if the QoE
reporting according to sub-clause 8.3.2.2 is activated.

In the event that the UE determines a selection for reporting to both active reporting procedures, it should comply with
both reporting configurations. Should such separate reporting not be desirable due to, for example, report compilation
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complexity, reception reporting in accordance to OMA-DM should take precedence over reporting in accordance with
the Associated Delivery Procedure.

One of the following will determine the UE behaviour:

b. reportTypeis set to RAck (Reception Acknowledgement). Only successful file reception is reported without
reception details.

c. reportTypeisset to StaR (Statistical Reporting for successful reception). Successful file reception is reported (as
with RAck) with reception details for statistical analysisin the network.

d. reportTypeis set to StaR-all (Statistical Reporting for all content reception). The same as StaR with the addition
that failed reception is aso reported. StaR-all is relevant to both streaming and download delivery.

e. reportTypeis set to StaR-only (Statistical Reporting without Reception Acknowledgement). The same as StaR-
al with the exception that individual files are not acknowledged. Only reception details are reported for the
session for both streaming and download delivery. StaR-only is equivalent to StaR-all for streaming delivery.
StaR-all isrelevant to download delivery where session performance is obtained through QoE metrics.

The reportType attribute is optional and behaviour shall default to RAck when it is not present.
If areportType attribute isincluded, and set to an unknown value, then it shall be ignored by the receiver (i.e. the UE).

The samplePercentage attribute can be used to set a percentage sample of receivers which should report reception. This
can be useful for statistical data analysis of large populations while increasing scalability due to reduced total uplink
signalling. The samplePercentage takes on a value between 0 and 100, including the use of decimals. It is
recommended that no more than 3 digits follow a decimal point (e.g. 67.323 is sufficient precision).

The samplePercentage attribute is optional and behaviour shall default to 100 (%) when it is not present. The
samplePer centage attribute may be used with StaR, StaR-only and StaR-all, but shall not be used with RAck.

When the samplePercentage is not present or its value is 100 each UE which entered the associated session shall send a
reception report. If the samplePercentage were provided for reportType StaR, StaR-only and StaR-all and the valueis
less than 100, the UE generates a random number which is uniformly distributed in the range of 0 t0100. The UE sends
the reception report when the generated random number is of alower value than the samplePercentage value.

9.4.4 Request Time Selection

The MBMS receiver selectsatime at which it isto issue adelivery confirmation request. The default start time for the
reception reporting procedureis defined in clause 9.3.2.

Back-off timing is used to spread the load of delivery confirmation requests and responses over time.

Back-off timing is performed according to the procedure described in sub-clause 9.3.4. The offsetTime and
randomTimePeriod used for delivery confirmation may have different values from those used for file-repair and are
signalled separately in the reception reporting description of the associated delivery procedure description instance.

In general, reception reporting procedures may be less time critical than file repair procedures. Thus, if a postFileRepair
timer may expire earlier than a postReceptionReport, radio and signalling resources may be saved by using the file
repair point-to-point PDP context (and radio bearer) activate period also for reception reporting (to remove the delay
and signalling of multiple activations and deactivations over time)

The default behaviour isthat a UE shall stop its postReceptionReport timers which are active when a postFileRepair
timer expires, and the UE shall send the corresponding reception report(s) immediately following the file repair
procedure on the point-to-point communication setup for file repair.

In some circumstances, the system bottleneck may be in the server handling of reception reporting. In this case the
forceTimel ndependence attribute may be used and set to true. (false is the default case and would be a redundant use of
this optional attribute). When forceTimel ndependence is true the UE shall not use file repair point-to-point connections
to send reception reporting messages. Instead it will allow the timers to expire and initiate point-to-point connections
dedicated to reception report messaging.

A UE may aggregate multiple reception reports together to be more efficient. When a UE has determined that a
reception report is required, the UE may determine that if a currently pending reception report exists, these reception
reports may be aggregated and sent together.
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In the case that a UE decides to aggregate more than one reception reports together from across different user services,
the UE shall collect the new reception report and the postReceptionReport timer for this aggregated bundle shall be set
to the lowest remai ning postReceptionReport timer of the individual reception reports in the aggregated bundle.

In the case that a UE decides to aggregate more than one reception reports together within a user service, the UE shall
collect the new reception report and the postReceptionReport timer for this aggregated bundle shall be set according to
the first reception report and remain unchanged during any further aggregation (i.e., equal to the sum of the offsetTime
and the generated randomTimePeriod of the first reception report in the aggregated bundle.

In the case of aggregating reception reports from within a user service, if a UE has generated a random number to
compare against samplePercentage (in the case that samplePercentage is used), this number shall persist until the
aggregated reception report bundle is sent. This means that an original decision to report or not persists until the end of
a session. In the case of aggregating across services, the various generated random numbers to compare against
sampl ePer centage remain independent from other services.

These reception reports are then aggregated as in sub-clause 9.4.6 and the aggregated bundle shall be sent at the
expiration of the postReceptionReport timer, assuming no further aggregation.

For StaR, StaR-only and StaR-all, session completeness - according to sub-clause 9.4.2 - shall determine the back-off
timer initialization time.

For RAck, the complete download session - according to sub-clause 9.4.2 - as well as completing any associated file
repair delivery procedure shall determine the back-off timer initialization time. RAcks shall be only sent for completely
received files.

9.4.5 Reception Report Server Selection
Reception report server selection is performed according to the procedure described in sub-clause 9.3.5.2.

In the case of an aggregated reception report, the server URI list shall be the subset of server URIs common to al
reports.

9.4.6 Reception Report Message

Once the need for reception reporting has been established, the MBMS receiver sends one or more Reception Report
messages to the reception report server URI. All Reception Report requests and responses for a particular MBM S
transmission should take place in asingle TCP session using the HTTP protocol (RFC 2616 [18]).

The Reception Report request shall include the URI of the file for which delivery is being confirmed. URI isrequired to
uniquely identify the file (resource).

The client shall make a Reception Report request using the HTTP (RFC 2616 [18]) POST request carrying XML
formatted metadata for each reported received content (file). An HTTP session shall be used to confirm the successful
delivery of asinglefile. If more than one file were downloaded in a particular MBM S download multiple reception
reports shall be added in asingle POST request.

Each Reception Report isformatted in XML according the following XML schema (sub-clause 9.5.3). An informative
example of asingle reception report XML object is aso given (sub-clause 9.5.3.2).

Multipart MIME (multipart/mixed) may be used to aggregate several small XML files of reception reportsto alarger
object.

For Reception Acknowledgement (RAcK) a receptionAcknowledgement element shall provide the relevant data. In the
event that the content components of an MBM S User Service instance are delivered on multiple MBM S delivery
sessions, each Reception Report request shall identify the corresponding session as given by the attribute sessionld of
the receptionAcknowledgment element.

For Statistical Reporting (StaR) one or more statistical Report elements shall provide the relevant data. In the event that
the content components of an MBMS User Service instance are delivered on multiple MBM S delivery sessions, the
sessionld attribute for any given StaR type of reception report (StaR, StaR-all or StaR-only), i.e.,
receptionReport.statistical Report.qoeMetrics.medialevel _goeMetrics@sessionld, shall provide the identity of the
session for that StaR reception report.
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Multiple reception reports can be aggregated together in order to reduce radio resources and HTTP transactions. In the
case that sessions are close together as defined in sub-clause 9.4.4, two or more reception reports should be aggregated
together at the client. There are two possible mechanisms for aggregating reception reports. In the case of StaR (StaR,
StaR-al, StaR-only):

e asinglereception report should contain multiple statistical Report elements, each relating to a different
serviceld.

e dternatively, multipart MIME (multipart/mixed) may be used to aggregate severa reception report XML
files.

In the case of RACK reporting:
e multipart MIME (multipart/mixed) may be used to aggregate several reception report XML files.
For both RAck and StaR/StaR-all (mandatory):

e For download, one or more fileURI elements shall specify thelist of files which are reported. If the
Content-MD5 value of the fileis present in the FDT, it shall be provided in the Content-M D5 attribute in
the reception report. Note, this allows unambiguous identification of the files. For RAck reporting, the
following attributes may be included:

o A clientld and adeviceld attribute, whose format is the same as that defined below for clientld and
deviceld under StaR/StaR-all/StaR-only. If present, they shall be included in at least the first
instance of the fileURI elements to alow identification of the client and the device that has
received the file(s) identified by all instances of the fileURI element in the RAck report.

0 A sessionld attribute, whose format is the same as that defined below for sessionld under
StaR/StaR-all/StaR-only. If present, it shall be included in at least the first instance of the fileURI
elements.

e For the StaR-all mode only, alist of the number of received symbols and alist of the total number of source
symbols shall be provided for failed blocks of the file, if any. Both lists are tabulated before any unicast file
repair procedures. Thus, the lists are provided for failed files, and for successfully received files that
required unicast file repair procedures.

For only StaR/StaR-all/StaR-only (all optional):

o Each fileURI element has an optional receptionSuccess status code attribute which defaults to "true” ("1")
when not used. This attribute shall be used for StaR-all reports. This attribute shall not be used for StaR
reports. This attribute is not relevant for StaR-only reports.

o Each QoE Metrics element has a set of attributes and any number of medialevel QoE Metrics elements. All
attributes are defined in sub-clause 9.5.3 and correspond to the QoE metrics listed in sub-clause 8.4.2.
Individual metrics, both at session and at media level can be selected via SDP as described in sub-clause
8.3.2.1.

NOTE: Themedialevel goeMetrics element is nominally used to declare QoE metrics associated with
RTP streaming content. For a StaR-type reception report pertaining to media components of a DASH-
over-MBMS service, only the sessionld attribute (i.e., none of the other attributes of this element) should
be present under medialevel_gqoeMetrics.

e The sessionld attribute identifies the delivery session. If the sessionType is "download", sessionld is of the
format source IP_address+ ":" + flute-tsi. If the sessionTypeis "streaming”, sessionld is of the format
source |P_address+ ":" + RTP_destination_port.

o The sessionStartTime and sessionSopTime attributes identifies the time when the session was started and
stopped, respectively. The values of each attribute corresponds to the 32 most significant bits of a 64 bit
Network Time Protocol (NTP) [78] time value (i.e. the seconds part of the NTP time stamp format).
These 32 bits provide an unsigned integer representing the time in seconds relative to 0 hours 1 January
1900. Handling of wraparound of the 32 bit time is outside the scope of NTP and FLUTE.

¢ The sessionType attribute defines the basic delivery method session type used = "download" || "streaming"”.
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The serviceld attribute is value and format is taken from the respective userServiceDescription serviceld
definition.

The clientld attribute is unique identifier for the receiver, e.g. an MSISDN of the UE asdefined in [77].

The deviceld attribute is a unique identifier for the receiver device, e.g. an IMEI of the UE as defined in [77].

The serviceURI attribute value and format is taken from the respective
associatedDeliveryProcedureDescription serviceURI, which was selected by the UE for the current report.
This attribute expresses the reception report server to which the reception report is addressed.

9.4.7 Reception Report Response Message
AnHTTP response is used as the Reception Report response message.

The HTTP header shall use a status code of 200 OK to signal successful processing of a Reception Report. Other status
codes may be used in error cases as defined in RFC 2616 [18].

9.4A MBMS User Service Consumption Reporting

9.4A.1 Introduction

Towards attaining more accurate knowledge of ongoing consumption of an MBM S User Service, consumption
reporting procedures are defined in this clause. This functionality better enables the MBM S service operator to decide,
based on real time demand of an MBM S User Service, whether or not to terminate that service in a dynamic manner, to
best utilize overall network capacity resources in supporting unicast and/or MBMS services delivery. The MBMS
service consumption reporting procedure is initiated by the MBM S receiver (UE) to the BM-SC, in accordance to
parameters in the Associated Delivery Procedure description.  Consumption of an MBM S User Service by aUE is
defined as the reception of service content on any of the transport session(s) referenced by the deliveryMethod
element(s) under the user ServiceDescription element of that service.

9.4A.2 Whether and How Consumption Report Is to be Performed

The MBMS Receiver shall determine whether a consumption report is required for an associated MBM S User Service.
An Associated Delivery Procedure Description indicates the parameters of a consumption reporting procedure
(transported using the HT TP reguest mechanism procedure similarly used for File Repair and Reception Reporting).

A delivery method may associate zero or one Associated Delivery Procedure Description instances with an MBMS
download delivery session. When an Associated Delivery Procedure Description instance is associated with the session,
and the description includes a r12: consumptionReport element, the UE shall initiate a consumption reporting
procedure when it considers any of the conditions below as being valid:

e Upon determining the start of UE consumption of the MBM S User Service on the MBM S bearer, which may
occur in one of two ways:

a) The start of consumption occurs when the UE isinside MBM S coverage;

b) Theactual start of consumption occurs when the UE is outside MBM S coverage, but the reported start of
consumption occurs when the UE movesinto MBM S coverage of the service and continues the
consumption of that service on the MBMS bearer.

e Upon determining the stop of UE consumption of the MBM S User Service on the MBM S bearer, which may
occur in one of two ways.

a) The UE stops consuming the MBMS User Service on the MBMS bearer, while it isinside MBMS
coverage;

b) The UE stops consuming the MBM S User Service on the MBMS bearer as result of the UE moving
outside the MBMS coverage for that service.  Such reporting of stop of consumption is independent of
whether there is a switch in reception of that MBMS User Service on a unicast bearer, or that reception of
the service is terminated altogether.
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e Upon determining the need to report ongoing UE consumption of the MBM S User Service onthe MBM S
bearer

0 The"ongoing" report is performed at periodic intervals as set by the reportinterval attribute of the
r12:consumptionReport element.

NOTE: If thereportinterval attribute is present under r12:consumptionReport, then whenever the UE starts
consumption of the MBM S User Service of concern, it is expected to preset its corresponding ‘report
interval' timer to the value of that attribute and begin count down of thetimer. Whenever the UE stops
the consumption of the same service, it is expected to disable its corresponding 'report interval' timer.

If the r12: consumptionReport element is absent under the Associated Delivery Procedure description, consumption
reporting shall not be performed by the UE.

The BM-SC can specify the percentage subset of MBMS receivers that the BM-SC would like to perform MBMS User
Service consumption reporting via the samplePercentage attribute.  The samplePercentage takes on a value between 0
and 100, including the use of decimals. It is recommended that no more than 3 digits follow a decimal point (e.g.
67.323 is sufficient precision).  The samplePercentage attribute is optional and the default UE behavior when it is
absent isto aways perform consumption reporting in accordance to the rules and criteria stated in this sub-clause
9.4A.2, as well as sub-clauses 9.4A.3, 9.4A.4 and 9.4A.5.

The BM-SC can specify the nominal periodicity by which the UE, when it is continuously consuming the MBM S User
Service of concern, shall perform consumption reporting. This periodicity, defined as atime duration between
consecutive reports, is specified by the the reportinterval attribute. Periodic consumption reporting uses the ‘report
interval' timer, which is preset to the reportinterval value whenever the UE starts consumption of the associated MBM S
User Service, or when the timer has expired from the previous countdown cycle, and begins a subsequent countdown
cycle. Thereportinterval attribute is optional and the default UE behavior when it is absent is not to perform ongoing
consumption reporting.

The BM-SC can specify whether the UE shall include its current location by serving cell-1D when it performs
consumption reporting, via the location child element of r12:consumptionReport. The UE shall report its location
according to the enumerated value of the location element, i.e., "CGI" or ECGI", as specified in sub-clause 12.2.2.
Thelocation attribute is optional and the default UE behavior when it is absent is not to include the UE's location in the
consumption report.

The BM-SC can specify whether the UE shall include, in the consumption report message, the reportclientld attribute
which represents the unique identifier for the receiver, e.g. an MSISDN of the UE asdefined in [77]. Thisis specified
by the reportClientld attribute of r12: consumptionReport, which when set to "1" or "true" indicates that the UE shall
include clientld in the consumption report message, and when set to "0" or "false” indicates that the UE shall not
include clientld in the consumption report message.  The reportClientld attribute is optional and the default UE
behavior when it is absent is not to include the device identifier in the consumption report.

9.4A.3 Consumption Report Server Selection

One or more consumption report servers are implemented in the BM-SC, and the selection of which consumption report
to use by the UE is performed similar to the procedure described for file repair server selection in sub-clause 9.1. If
more than one serviceURI elements are present under consumptionReporting, the UE shall randomly select one of them,
with uniform distribution as the destination of the consumption report message.  Use of the selected consumption
report server by the UE should be maintained for the entire duration span of UE submissions of the "start", "ongoing"
(one or more), and "stop" consumption reports.

9.4A.4 Back-Off Timing in Consumption Reporting

Back-off timing is used to spread the load of consumption report requests uniformly over time. Back-off timing is
performed according to the procedure described in sub-clause 9.3.4.  The offset time and random time period used for
consumption reporting may differ in values from those used in file-repair and/or reception reporting, and are signalled
separately by the offsetTime and randomTimePeriod attributes of the consumptionReport child element of the
Associated Delivery Procedure Description instance.  For example, UES might be required to submit consumption
reports within atighter time window and with a smaller offset delay to enable more timely reception of consumption
reports by the BM-SC in order to affect dynamic decision on whether to maintain or disable the associated MBMS
service. The offsetTime attribute is optional. The default UE behavior when this attribute is absent or set to '0' is not
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to employ await time before computing a random time within the time window given by randomTimePeriod in
initiatung the consumption report procedure.

9.4A.5 Consumption Report Request Message

Once the need for consumption reporting has been established, the MBMS receiver sends one or more Consumption
Report request messages to the consumption report server identified by the serviceURI. Consumption Report requests
and responses pertaining to a single complete sequence of the "start", one or more "ongoing"”, and the "end"
consumption reports to/from the same consumption report server shall take place in asingle TCP session using the
HTTP protocol (RFC 2616 [18]).

The MBMS client shall make a Consumption Report request using the HTTP (RFC 2616 [18]) POST request carrying
XML formatted metadata for each report.

Each consumption report is formatted in XML according to the XML schema shown in sub-clause 9.5.4. An
informative example of a single consumption report XML object is given in sub-clause 9.5.4.1).

The Consumption Report request message contains the following mandatory and option parameters:

Mandatory:

e The serviceld attribute that represents the MBM S User Service to which each consumption report pertains, and
whose value and format isidentical to that specified by the associated user ServiceDescription element of the
UsD.

e  The consumptionType attribute which declares the consumption report as belonging to one of the following
types, and are mapped to the conditions for consumption reporting as indicated in sub-clause 9.4A.2:

1 — start of consumption of the MBM S User Service on the MBMS bearer while the UE resides within MBM S
coverage of that service;

2 —start of consumption of the MBM S User Service on the MBM S bearer due to UE movement into MBM S
coverage of that service;

3 —stop of consumption of the MBMS User Service on the MBMS bearer while the UE resides within MBM S
coverage of that service;

4 — stop of consumption of the MBM S User Service on the MBM S bearer due to UE movement out of MBMS
coverage of that service;

5 — ongoing consumption of the MBM S User Service on the MBM S bearer upon the expiration of the ‘report
interval' timer.

Optional:

e Theclientld attribute which identifies the reporting UE, if the attribute reportClientld was was present under
the consumptionReport element in the Associated Delivery Procedure Description instance.

e ThereportTime attribute which identifies the time when the report is generated by the UE.

e Thelocation attribute which represents the UE's location by CGI or ECGI as defined by the MooD
configuration parameter <X>/LocationType as defined in sub-clause 12.2.2.

9.4A.6 Consumption Report Response Message
AnHTTP response is used as the Consumption Report response message.

The HTTP header shall use a status code of 200 OK to signal successful processing of a Consumption Report request
message. Other status codes may be used in error cases as defined in RFC 2616 [18].
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9.5 XML-Schema for Associated Delivery Procedures

9.5.1 Generic Associated Delivery Procedure Description

Below isthe formal XML syntax of associated delivery procedure description instances. Documents following this
schema can be identifed with the MIME type " application/mbms-associated-procedure-description+xml"” defined in
Annex C.7. The schema filename of delivery procedure description is associatedprocedure.xsd.

In this version of the specification, the network shall set the schemaVersion element, defined as a child of
associatedProcedureDescription element, to 1.

The schema version attribute (part of the schemainstruction) shall be included in the UE schema and the network
schema.

NOTE 1: The vaue of the schemaVersion element and version attribute is intended to be increased by 1 in every
future releases where new element(s) or attribute(s) are added.

When a UE receives an instantiation of an associated delivery procedure description compliant to this schema, it shall
determine the Associated Delivery Procedures schema version required to parse the instantiation as follows:

e If the UE supports one or more versions of the Associated Delivery Procedures schema with the schema
version attribute, then the UE shall use the schema that has the highest schema version attribute value that is
equa to or lessthan the value in the received schemaVersion element;

e Otherwise, if the UE supports an Associated Delivery Procedures schema without a schema version attribute,
or if al of its Associated Delivery Procedures schemas with the schema version attribute have a value greater
than the value received in the schemaVersion element, then the UE shall use its schema without a version
attribute.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="ur n: 3gpp: et adat a: 2005: MBVS: associ at edPr ocedur e"
xm ns: xs=http: // ww. w3. or g/ 2001/ XM_Schenma
xm ns: r12="urn: 3gpp: met adat a: 2005: MBVS: associ at edPr ocedur e-r el - 12- ext ensi on"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
t ar get Nanmespace="ur n: 3gpp: net adat a: 2005: MBMS: associ at edPr ocedur e"
el ement For nDef aul t =" qual i fi ed" >
versi on="1">
<xs:inport namespace="urn: 3gpp: et adat a: 2009: MBMS: schenaVer si on" schemalLocat i on="schena-
version. xsd"/ >
<xs:inmport nanmespace="urn: 3gpp: net adat a: 2005: MBVS: associ at edPr ocedur e-rel - 12- ext ensi on"
schemalLocat i on="adpd-rel - 12- ext ensi on. xsd"/ >
<xs:el ement name="associ at edProcedur eDescri pti on" type="associ at edProcedureType"/>
<xs: conpl exType nane="associ at edPr ocedur eType" >
<XS:sequence>
<xs:el ement name="postFil eRepair" type="basi cProcedureType" mi nCccurs="0"/>
<xs:el ement name="bnFil eRepair" type="bnFil eRepairType" m nCccurs="0"/>
<xs: el ement nanme="post Recepti onReport" type="reportProcedureType" m nCccurs="0"/>
<xs: el enent ref="r12: consunpti onReport" m nCccurs="0"/>
<xs: el ement ref="sv:schemaVersion"/>
<xs:any namespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: conpl exType name="basi cProcedureType" >
<Xs: sequence>
<xs:el ement nanme="serviceURl " type="xs:anyURl " naxQccurs="unbounded"/>
</ xs: sequence>
<xs:attribute name="of fset Ti me" type="xs:unsi gnedLong" use="optional "/>
<xs:attribute nane="randonili nePeri od" type="xs:unsi gnedLong" use="required"/>
</ xs: conpl exType>
<xs: conpl exType name="bnFi | eRepai r Type" >
<xs:attribute name="sessi onDescripti onURI" type="xs:anyURl" use="required"/>
</ xs: conpl exType>
<xs: conpl exType name="report ProcedureType">
<xs: conpl exCont ent >
<xs: ext ensi on base="basi cProcedureType">
<xs:attribute nanme="sanpl ePercentage" type="xs:decimal" use="optional"
def aul t =" 100"/ >
<xs:attribute nane="forceTi nel ndependence" type="xs: bool ean" use="optional"
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defaul t="fal se"/>
<xs:attribute name="reportType" use="opti onal "def aul t =" RAck" >
<xs:sinmpl eType>
<xs:uni on menber Types="knownReport Type xs:string"/>
</ xs: si npl eType>
</ xs:attribute>
</ xs: ext ensi on>
</ xs: conpl exCont ent >
</ xs: conpl exType>
<xs: si npl eType name="knownReport Type" >
<xs:restriction base="xs:string">
<xs:enumeration val ue="RAck"/>
<xs:enumeration val ue="StaR'/>
<xs:enuneration value="StaR-all"/>
<xs:enuneration val ue="StaR-only"/>
</xs:restriction>
</ xs: si mpl eType>
</ xs: schena>

The following isthe Release 12 extension of the XML syntax of associated delivery procedure description instances.
The schema filename of this extension is "adpd-rel-12-extension.xsd".

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://wwm. w3. or g/ 2001/ XM_Schema"
xm ns="ur n: 3gpp: net adat a: 2005: MBVS: associ at edPr ocedur e-rel - 12- ext ensi on"
t ar get Nanespace="ur n: 3gpp: net adat a: 2005: MBMS: associ at edPr ocedur e-rel - 12- ext ensi on"
el emrent For nDef aul t =" qual i fi ed" >
<xs: el ement name="consunpti onReport" type="consunpti onReport Type"/>
<xs: conpl exType name="consunpti onReport Type" >
<Xs:sequence>
<xs: el ement name="servi ceURl " type="xs:anyURl " maxQccur s="unbounded"/ >
<xs: el ement nanme="|ocation" type="uELocation" m nQccurs="0"/>
<xs:any namespace="##ot her" processContents="skip" m nQccurs="0" maxQccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute nane="sanpl ePercent age" type="xs:decimal" defaul t="100"/>
<xs:attribute name="reportlnterval" type="xs:duration"/>
<xs:attribute name="of fset Ti me" type="xs:unsignedLong"/>
<xs:attribute nane="randonili mePeri od" type="xs:unsignedLong" use="required"/>
<xs:attribute nane="reportCientld" type="xs:boolean" default="0"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs:sinpl eType name="uELocati on">
<xs:restriction base="xs:string">
<xs:enuneration value="C4d"/>
<xs:enuneration val ue="EC4E"/ >
</xs:restriction>
</ xs: si npl eType>
</ xs: schema>

9.5.2 Example Associated Delivery Procedure Description Instance

Below is an example of an associated delivery procedure description for reception reporting.

<?xm version="1.0" encodi ng="UTF-8"?>
<associ at edPr ocedur eDescri pti on
xm ns="ur n: 3gpp: met adat a: 2005: MBVS: associ at edPr ocedur e"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xsi : schemaLocat i on="ur n: 3GPP: et adat a: 2005: MBVS: associ at edPr ocedur e associ at edpr ocedur e. xsd" >
<post Fi | eRepai r
of f set Ti me="5"
randonili nePeri od="10">
<servi ceURl >htt p:// nmbrsr epai r 0. exanpl e. com pat h/ repai r_scri pt </ servi ceURl >
<servi ceURl >http:// nmbnsrepairl. exanpl e. com pathl/repair_script</serviceURl >
<servi ceURl >http:// mbnsrepair 2. exanpl e. com pat h2/repair_scri pt </ servi ceURl >
</ post Fi | eRepai r >
<bnFi | eRepair sessionDescripti onURI ="http://ww. exanpl e. com 3gpp/ nbs/ sessi onl. sdp"/ >
<post Recept i onReport
of f set Ti me="5"
randonili nePer i od="10"
report Type="StaR-al | "
sanpl ePer cent age="100"
f or ceTi nel ndependence="0">
<servi ceURl >http:// nmbnsreport. exanpl e. com pat h/ report_scri pt</servi ceURl >
</ post Recepti onReport >
</ associ at edPr ocedur eDescri pti on>
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9.5.3 XML Syntax for a Reception Report Request

Below isthe formal XML syntax of reception report request instances. The schema filename of reception report request
is receptionreport.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3gpp: net adat a: 2008: MBVS: r ecept i onr eport ™"
xm ns="ur n: 3gpp: met adat a: 2008: MBVS: r ecept i onreport"
el emrent For nDef aul t =" qual i fi ed" >
<xs: el ement name="recepti onReport" type="recepti onReport Type"/>
<xs: conpl exType nanme="recepti onReport Type">
<xs: choi ce>
<xs: el ement name="recepti onAcknow edgerment" type="rackType"/>
<xs: el ement name="statistical Report" type="starType"
m nCccur s="0" maxCccur s="unbounded"/ >
<xS:any hanespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: choi ce>
</ xs: conpl exType>

<xs: conpl exType name="rackType">
<Xs: sequence>
<xs: el ement name="fileUR" m nCccurs="0" maxCccurs="unbounded" >
<xs: conpl exType>
<xs: si npl eCont ent >
<xs:extension base="fileUri Type">
<xs:attribute nane="clientld" type="xs:string" use="optional"/>
<xs:attribute nane="sessionld" type="xs:string" use="optional"/>
<xs:attribute nane="deviceld" type="xs:string" use="optional"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>
</ xs: el emrent >
</ xs: sequence>
</ xs: conpl exType>
<xs: conpl exType nanme="star Type">
<Xs: sequence>
<xs:el ement name="fileUR " type="fileUri Type" m nCccurs="0" maxCccurs="unbounded"/>
<xs: el ement nanme="qoeMetrics" type="qoeMetricsType" m nCccurs="0" maxCOccurs="1"/>
<xs:any namespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute name="sessi onType" type="sessi onTypeType" use="optional "/>
<xs:attribute name="serviceld" type="xs:string" use="optional"/>
<xs:attribute name="clientld" type="xs:string" use="optional"/>
<xs:attribute name="devi celd" type="xs:string" use="optional"/>
<xs:attribute name="servi ceURl" type="xs:anyURl" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs:sinmpl eType nanme="sessi onTypeType" >
<xs:restriction base="xs:string">
<xs:enunerati on val ue="downl oad"/ >
<xs:enuneration val ue="stream ng"/>
</xs:restriction>
</ xs: si npl eType>
<xs: conpl exType name="fil eUri Type">
<xs: si mpl eCont ent >
<xs: extension base="xs:anyUR ">
<xs:attribute name="recepti onSuccess" type="xs:bool ean" use="optional" defaul t="true"/>
<xs:attribute name="Content-M5" type="xs:base64Bi nary" use="optional "/>
<xs:attribute nane="recei vedSynbol sFor Fai | edBl ocks" type="unsi gnedLongVect or Type
use="optional "/ >
<xs:attribute nane="t ot al Synbol sFor Fai | edBl ocks" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:anyAttribute processContents="skip"/>
</ xs: ext ensi on>
</ xs: si nmpl eCont ent >
</ xs: conpl exType>
<xs: conpl exType nanme="qoeMetricsType">
<Xs: sequence>
<xs:el ement nanme="nedi al evel _qoeMetrics" type="nedi al evel _qoeMetricsType"
m nCccur s="0" maxQccur s="unbounded"/ >
<xs:any namespace="##ot her" processContents="skip" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: sequence>
<xs:attribute nane="t ot al RebufferingDuration" type="doubl eVector Type" use="optional "/>
<xs:attribute nane="nunber O Rebuf f eri ngEvents" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute name="initial Buf feringDuration" type="xs:double" use="optional"/>
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<xs:attribute name="content AccessTi me" type="xs:doubl e" use="optional"/>
<xs:attribute name="sessionStartTi me" type="xs:unsi gnedLong"/>
<xs:attribute nane="sessi onStopTi me" type="xs:unsi gnedLong"/>
<xs:attribute name="networkResourceCel | | d" type="stringVectorType" use="optional"/>
<xs:attribute nane="nunber O Lost Cbj ects" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute name="synbol Count Underrun" type="stri ngVector Type" use="optional"/>
<xs:attribute nane="nunber Of Recei vedObj ect s" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType nanme="nedi al evel _qoeMetri csType">
<xs:attribute nane="sessionld" type="xs:string"/>
<xs:attribute name="total CorruptionDuration" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute nane="nunber O Corrupti onEvents" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute nane="t" type="xs:bool ean" use="optional"/>
<xs:attribute nane="t ot al Nunber of Successi vePacket Loss" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute nanme="nunber Of Successi veLossEvents" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute nane="nunber O Recei vedPacket s" type="unsi gnedLongVect or Type"
use="optional "/ >
<xs:attribute nanme="framerateDeviation" type="doubl eVector Type" use="optional "/>
<xs:attribute nane="total JitterDuration" type="doubl eVectorType" use="optional"/>
<xs:attribute nane="nunberf JitterEvents" type="unsi gnedLongVector Type" use="optional "/>
<xs:attribute name="franerate" type="doubl eVectorType" use="optional "/>
<xs:attribute name="codecl nfo" type="stringVectorType" use="optional "/>
<xs:attribute name="codecProfil eLevel " type="stringVectorType" use="optional"/>
<xs:attribute nane="codecl mageSi ze" type="stringVectorType" use="optional"/>
<xs:attribute nane="averageCodecBitrate" type="doubl eVectorType" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: si nmpl eType name="doubl eVect or Type" >
<xs:list itenflype="xs: doubl e"/>
</ xs: si npl eType>
<xs: si npl eType name="unsi gnedLongVect or Type" >
<xs:list itenflype="xs:unsi gnedLong"/>
</ xs: si npl eType>
<xs: si npl eType name="stri ngVect or Type">
<xs:list itenlype="xs:string"/>
</ xs: si npl eType>
</ xs: schena>

9531 Use of Specific Values
Void
9.5.3.2 Example XML for the Reception Report Request

<?xm version="1.0" encodi ng="UTF-8"?>
<receptionReport xm ns="urn: 3gpp: met adat a: 2008: MBVS: r ecept i onreport"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xsi : schemaLocat i on="ur n: 3gpp: et adat a: 2008: MBVS: r ecepti onreport recepti onreport.xsd">
<recepti onAcknow edgenent >
<fileURI >http://ww. exanpl e.conl nbns-files/filel.3gp</fil eURl >
<fileURI >http://ww. exanpl e. conl nbns-files/file2.3gp</fil eURl >
<fileURl >http://ww. exanpl e. com mbrs-files/filed.3gp</fil eURl >
</ recepti onAcknow edgenent >
</recepti onReport >

A second example shows a statistical report for a streaming session. Note that the cell used during the second
measurement period is the same cell as was used during the first period (indicated by the "=" sign).

<?xm version="1.0" encodi ng="UTF-8"?>
<recepti onReport xm ns="urn: 3gpp: net adat a: 2008: MBVS: r ecept i onreport"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xsi : schenmalLocat i on="ur n: 3gpp: net adat a: 2008: MBVS: r ecept i onreport receptionreport.xsd">
<statistical Report
clientld="client|D
sessi onType="streamn ng"
servi ceURl =" bmsc. exanpl e. cont
servi cel d="servi cel D'>
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<goeMetrics

nunber O Rebuf f eri ngEvents="0 1 0"

initial BufferingDuration="3.213"

t ot al Rebuf f eri ngburati on="0 1.23 0"

cont ent AccessTi ne="2. 621"

sessionStart Ti me="3428397714"

sessi onSt opTi me="3428397741"

net wor kResour ceCel | | d="240012AF134EA = 240012AF1325E" >

<nmedi al evel _goeMetrics
sessi onl d="10. 50. 65. 30: 5050"
framerat eDevi ati on="0. 345 0.250 0.123"
t="fal se"
nunmber O Successi veLossEvents="5 0 3"
nunber O Cor r upti onEvents="6 5 2"
nunber Of Jitter Events="0 1 0"
total Corrupti onDuration="152 234 147"
t ot al Nunber of Successi vePacket Loss="25 0 6"
nunber Of Recei vedPacket s="456 500 478"
codecl nf 0="H263- 2000/ 90000 = ="
codecProfil eLevel ="profil e=0; | evel =45 = ="
codecl mageSi ze="176x144 = ="
aver ageCodecBi t Rate="124.5 128.0 115. 1"
total JitterDuration="0 0.346 0"/>

</ qoeMetri cs>
</statistical Report>
</receptionReport>

9.5.4 XML Syntax for a Consumption Report Request

Below isthe formal XML syntax of the consumption report request message. The schema filename of reception report
request is consumptionreport.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns="urn: 3gpp: net adat a: 2014: MBVS: consunpti onreport"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3gpp: net adat a: 2014: MBMS: consunpt i onreport" el ement For nDef aul t ="qual i fi ed"
attri but eFor nDef aul t ="unqual i fi ed">
<xs: el ement name="consunpti onReport" type="consunpti onReport Type"/>
<xs: conpl exType name="consunpti onReport Type">
<xs:attribute nane="serviceld" type="xs:string" use="required"/>
<xs:attribute nane="consunptionType" type="xs:unsignedByte" use="required">
<xs:annot ati on>
<xs:docunentation>1 - nom nal consunption start; 2 - consunption start: noved into
MBMS coverage; 3 - nominal consunption stop; 4 - consunption stop: noved out of MBMS coverage; 5 -
periodi ¢ report</xs:docunentati on>
</ xs:annot ati on>
</ xs:attribute>
<xs:attribute name="reportTi me" type="xs:dateTinme"/>
<xs:attribute name="|ocation" type="xs:string">
<xs:annot ati on>
<xs:docunentation>f present, identical to |location type specified in 'LocationType'
| eaf of MboD Configurati on managenent obj ect </ xs: docunentati on>
</ xs:annot ati on>
</xs:attribute>
<xs:attribute name="clientld" type="xs:string">
<xs:annot ati on>
<xs: docunent ati on>presence depends on the value of the 'reportCientld attribute of
the 'r12: consunpti onReport' elenent in Associated Delivery Procedures Description
</ xs: docurent ati on>
</ xs:annot ati on>
</xs:attribute>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: schema>

9541 Example XML for the Consumption Report Request

<?xm version="1.0" encodi ng="UTF-8"?>

xsi : schemaLocat i on="ur n: 3gpp: net adat a: 2014: MBVS: consunpti onreport consunpti onreport.xsd"

xm ns="ur n: 3gpp: net adat a: 2014: MBVS: consunpti onreport” xm ns: xsi ="http://wwm. w3. or g/ 2001/ XM_Schena-

i nst ance">

<consunpti onReport servicel d="urn: exanpl ecom 1234567890hot dog" consunpti ontype="1" report Ti me="2014-
08- 04T09: 30: 47Z" | ocati on="A1B2C3D" clientl| d="9410788021"
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</ consunpt i onReport

10 Media codecs and formats

10.1 General

The set of media decoders that are supported by the MBM S Client to support a particular media type are defined below.
Speech, Audio, Video, Timed Text and Scene description media decoders are relevant for both MBM S Download and
Streaming delivery. Other media decoders are only relevant for MBMS Download delivery.

10.2  Speech

If speech is supported, the AMR decoder, as specified in 3GPP TS 26.071 [48], 3GPP TS 26.090 [49], 3GPP TS 26.073
[50] and 3GPP TS 26.107 [51], shall be supported for narrow-band speech. The AMR wideband speech decoder, 3GPP
TS26.171[52], 3GPP TS 26.190 [53], 3GPP TS 26.173 [54] and 3GPP TS 26.204 [55], shall be supported when
wideband speech working at 16 kHz sampling frequency is supported.

10.3  Audio
If audio is supported, then the following two audio decoders should be supported:
*  Enhanced aacPlus, as specified in 3GPP TS 26.401 [28], 3GPP TS 26.410[29] and 3GPP TS 26.411 [30].
*  Extended AMR-WB, as specified in 3GPP TS 26.290 [24], 3GPP TS 26.304 [25] and 3GPP TS 26.273 [26].

Specifically, based on the audio codec selection test results, Extended AMR-WB is strong for the scenarios marked with
blue, Enhanced aacPlusis strong for the scenarios marked with orange, and both are strong for the scenarios marked
with green colour in table 1.

Table 1

Content type Music Speech over Music | Speech between Music Speech
Bit rate
14 kbps mono
18 kbps stereo
24 kbps stereo
24 kbps mono
32 kbps stereo
48 kbps stereo

More recent information on the performance of the codecs based on more recent versions of the codecs can be found in
TR 26.936 [86].

10.4  Synthetic audio

If synthetic audio is supported, the Scalable Polyphony MIDI (SP-MIDI) content format defined in Scalable Polyphony
MIDI Specification [56] and the device requirements defined in Scalable Polyphony MIDI Device 5-to-24 Note Profile
for 3GPP [57] should be supported.

SP-MIDI content is delivered in the structure specified in Standard MIDI Files 1.0 [58], either in format O or format 1.

In addition the Mobile DLS instrument format defined in [59] and the Mobile XMF content format defined in [60]
should be supported.

An MBMS client supporting Mobile DLS shall meet the minimum device requirements defined in [59] in section 1.3
and the requirements for the common part of the synthesizer voice as defined in |SO/IEC 10646-1 [70] in section
1.2.1.2. If Mobile DLSis supported, wavetables encoded with the G.711 A-law codec (wFormatTag value 0x0006, as
defined in [59]) shall also be supported. The optional group of processing blocks as defined in [59] may be supported.
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Mobile DL S resources are delivered either in the file format defined in ISO/IEC 10646-1 [70], or within Mobile XMF
asdefined in [60]. For Mobile DL S files delivered outside of Mobile XMF, the loading application should unload
Mobile DL S instruments so that the sound bank required by the SP-MIDI profile [57] is hot persistently altered by
temporary loadings of Mobile DLSfiles.

Content that pairs Mobile DLS and SP-MIDI resourcesis delivered in the structure specified in Mobile XMF [60]. As
defined in [60], a Mobile XMF file shall contain one SP-MIDI SMF file and no more than one Mobile DLS file. MBMS
clients supporting Mobile XM F must not support any other resource types in the Mobile XMF file. Media handling
behaviours for the SP-MIDI SMF and Mobile DL S resources contained within Mobile XMF are defined in [60].

10.5 Video

If video is supported, the following applies:
- H.264 (AVC) Constrained Baseline Profile Level 1.3 decoder [43] shall be supported.
- H.265 (HEVC) Main Profile, Main Tier, Level 3.1 decoder [112] should be supported.

When H.265 (HEVC) Main Profile decoder is supported, the client is only required to process H.265 (HEVC) Main
Profile bitstreams that have general_progressive_source flag equal to 1, general interlaced_source flag equal to O,
general_non_packed _constraint_flag equal to 1, and general_frame_only_constraint_flag equal to 1.

If the MBMS client supports HDTV video content at a resolution of 1280x720 (720p) with progressive scan at 30
frames per second, the decoder shall support decoding any bitstream compliant to H.264 (AV C) Progressive High
Profile Level 3.1 [43], wherein the maximum V CL Bit Rate is constrained to be 14Mbps with cpbBrV clFactor and
cpbBrNalFactor being fixed to be 1000 and 1200, respectively.

NOTE: An H.264 (AVC) High Profile decoder is able to decode an H.264 (AVC) Main Profile stream that is
progressively encoded.

If aMBMS client supports stereoscopic 3D video, it should support frame-packed stereoscopic 3D video with the
following characteristics:

0  The bitstream conformsto H.264 (AVC) Constrained Baseline Profile Level 1.3 decoder [43], or conforms to
H.264 (AVC) Progressive High Profile Level 3.1 decoder [43]. The Maximum VCL Bit Rate shall be
constrained to be 14Mbps with cpbBrV clFactor and cpbBrNalFactor being fixed to be 1000 and 1200,
respectively.

o Frame packing typeisindicated by the frame packing arrangement SEI messages of H.264 (AVC) [43] as
follows:

0 The syntax element frame_packing_arrangement_type has one of the defined values: 3 for Side-
by-Side, 4 for Top-and-Bottom.

0 The syntax element quincunx_sampling_flag is equal to O;

0 Thesyntax element content_interpretation typeisequal to 1;

0 Thesyntax elements spatial_flipping_flag isequal to O;

0 Thesyntax element field_views flagisequal to 0;

0 Thesyntax element current_frame_is frame0_flagisequal to O;

0  When an access unit contains a frame packing arrangement SEI message A and the access unit is neither an
IDR access unit nor an access unit containing a recovery point SEI message, the following two constraints

apply:

o0 There shall be another access unit that precedes the access unit in both decoding order and output
order and that contains a frame packing arrangement SEI message B.

0 Thetwo frame packing arrangement SEl messages A and B shall have the same value for the
syntax element frame_packing_arrangement_type.
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If aMBMS client supports frame-packed stereoscopic 3D video, it shall support parsing of frame packing arrangement
SEI messages as specified in H.264 (AVC) [43].

Note that MBM S does not offer dynamic negotiation of media codecs.

When H.264 (AVC) isin use in the MBMS streaming delivery method, it is recommended to transmit H.264 (AVC)
parameter sets within the SDP description of a stream (using sprop-parameter-sets MIME/SDP parameter [35]), and it is
not recommended to transmit parameter sets within the RTP stream. Moreover, it is not recommended to reuse any
parameter set identifier value that appeared previoudly in the SDP description or in the RTP stream. However, if a
sequence parameter set is taken into use or updated within the RTP stream, it shall be contained at least in each IDR
access unit and each access unit including a recovery point SEI message in which the sequence parameter set isused in
the decoding process. If a picture parameter set is taken into use or updated within the RTP stream, it shall be contained
at the latest in the first such access unit in each entry sequence that uses the picture parameter set in the decoding
process, in which an entry sequence is defined as the access units between an IDR access unit or an access unit
containing a recovery point SEI message, inclusive, and the next access unit, exclusive, in decoding order, which is
either an IDR access unit or contains arecovery point SEI message.

When H.265 (HEVC) isin use in the MBM S streaming delivery method, it is recommended to transmit H.265 (HEV C)
parameter sets within the SDP description of a stream (using the sprop-vps, sprop-sps, and sprop-pps MIME/SDP
parameters [113]), and it is not recommended to transmit parameter sets within the RTP stream. Moreover, itis
recommended not to reuse any parameter set identifier value that appeared previoudly in the SDP description or in the
RTP stream, i.e., it isrecommended that no_parameter _set update flag, if present, for each CVSin the stream is equal
to 1. Also, it isrequired that self_contained_cvs flag, if present, for each CVSin the streamisequal to 1, i.e., each
parameter set that is (directly or indirectly) referenced by any VCL NAL unit of aCV Sthat isnot aVCL NAL unit of a
RASL pictureis present within the CVS at a position that precedes, in decoding order, any NAL unit that (directly or
indirectly) references the parameter set.

There are no requirements on output timing conformance (annex C of ITU-T Recommendation H.264 [43] or for H.265
(HEVC) decoding (annex C of [112])) for MBM S clients.

The H.264 (AVC) decoder in an MBMS client shall start decoding immediately when it receives data (even if the
stream does not start with an IDR access unit) or alternatively no later than it receives the next IDR access unit or the
next recovery point SEI message, whichever is earlier in decoding order. Note that when the interleaved packetization
mode of H.264 (AVC) isin use, de-interleaving is normally done before starting the decoding process. The decoding
process for a stream not starting with an IDR access unit shall be the same asfor avalid H.264 (AVC) bitstream.
However, the client shall be aware that such a stream may contain references to pictures not available in the decoded
picture buffer.

10.6  Still images

If still images are supported, |SO/IEC JPEG [61] together with JFIF [62] decoders shall be supported. The support for
| SO/IEC JPEG only applies to the following two modes:

*  baseline DCT, non-differential, Huffman coding, as defined in table B.1, symbol 'SOF0' in
3GPP TS 26.273[26];

* progressive DCT, non-differential, Huffman coding, as defined in table B.1, symbol 'SOF2'
3GPP TS 26.273[26].

10.7  Bitmap graphics

If bitmap graphics is supported, the following bitmap graphics decoders should be supported:
*  GIF87a, [63];
*  GIF89a, [64];
* PNG, [65].
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10.8  Vector graphics
If vector graphicsis supported, SVG Tiny 1.2 [66], [67] and ECMAScript [68] shall be supported.
NOTE 1: The compression format for SV G content is GZIP [42], in accordance with the SV G specification [66].

NOTE 2 Content creators of SVG Tiny 1.2 are strongly recommended to follow the content creation guidelines
provided in annex L of 3GPP TS 26.234 [47].

NOTE 3: A DIMSclient is capable of processing SVG Tiny 1.2 data..

10.9 Text

The text decoder isintended to enable formatted text in a SMIL presentation.
If text is supported, aMBMS client shall support
*  text formatted according to XHTML Mobile Profile [69];

* rendering a SMIL presentation where text is referenced with the SMIL 2.0 "text" element together with the
SMIL 2.0 "src" attribute.

If text is supported, the following character coding formats shall be supported:
* UTF-8, [71];
* UCS-2, [70].

NOTE: Since both SMIL and XHTML are XML based languages it would be possible to define a SMIL plus
XHTML profile. In contrast to the presently defined SMIL Language Profile that only contain SMIL
modules, such a profile would also contain XHTML modules. No combined SMIL and XHTML profileis
specified for MBMS. Rendering of such documentsis out of the scope of the present document.

10.10 Timed text

If timed text is supported, MBMS clients shall support 3GPP TS 26.245 [72]. Timed text may be transported over RTP
or downloaded contained in 3GP files using Basic profile.

NOTE: WhenaMBMS client supports timed text it needs to be able to receive and parse 3GP files containing the
text streams. This does not imply a requirement on MBMS clients to be able to render other continuous
media types contained in 3GP files, e.g. AMR, if such mediatypes are included in a presentation together
with timed text. Audio and video are instead streamed to the client using RTP.

10.11 3GPP file format

An MBMS client shall support the Basic profile and the Extended presentation profile of the 3GPP file format
3GPP TS 26.244 [32].

For delivery of 3GP-DASH formatted segments over MBM S download (see clause 5.6), the MBM S client shall support
the 3GPP file format and segments for Dynamic Adaptive Streaming over HTTP as specified in 3GPP TS 26.247 [98]
and in 3GPP TS 26.244 [32].

10.12 Scene Description

If scene description is supported, MBMS clients shall support 3GPP DIMS TS 26.142 [89].
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10.13 Timed graphics

If timed graphicsis supported, MBMS clients shall support 3GPP TS 26.430[95].

11 MBMS Metadata

11.1 The MBMS Metadata Envelope

11.1.1 Supported Metadata Syntaxes
The MBM S metadata syntax supports the following set of features:

*  Support of carriage of SDP descriptions, and SDP is expected to sufficiently describe at least: MBM S Streaming
sessions and, MBM S download sessions.

*  Support for multiple metadata syntaxes, such that the delivery and use of more than one metadata syntax is
possible.

*  Consistency control of metadata versions, between senders and receivers, independent of the transport and bearer
use for delivery.

*  Metadata fragments are identified, versioned and time-limited (expiry described) in a metadata fragment syntax-
independent manner (which is a consequence of the previous two features).

11.1.2 Consistency Control and Syntax Independence

The metadata envel ope provides information to identify, version and expire each of its metadata fragments. Thisis
specified to be independent of metadata fragments syntax and of transport method (thus enabling the use of more than
one syntaxes and enable delivery over more than a single transport and bearer).

A metadata envel ope (asidentified by the metadataEnvelope element in the schema in sub-clause 11.1.3) consists of
one or more metadata envel ope instances (as identified by the item element in the schemain subclause 11.1.3). A
metadata envelope instance is associated to exactly one metadata fragment. A metadata envelope instance may update
the time validity of its metadata fragment without changing version of that metadata fragment if the metadata fragment
has not changed. A newer version (higher version number) of a metadata envel ope instance shall automatically expire
the earlier version. If the content type (metadata fragment syntax) is recognized and valid, the UE shall use the new
metadata fragment description. However, if the content type is not recognized or valid, the UE may maintain the
expired version data until the newer version is correctly received.

Service announcement senders shall increment the version by one for each subsequent transported version of a metadata
fragment. However, a UE shall also accept versions with an increment greater than one (so that they do not fail in the
case that an intermediate version was not successfully transported).

11.1.3 Metadata Envelope Definition

The attributes for a metadata envel ope instance and their description is as follows. These attributes shall be supported:

*  metadataURI: A URI providing a unique identifier for the metadata fragment. The metadataURI  attribute shall
be present.

* version: The version number of the associated instance of the metadata fragment. The version number should
beinitialized to one. The version number shall be increased by one whenever the metadata fragment is updated.
The version attribute shall be present.

* validFrom: The date and time from which the metadata fragment fileisvalid. The validFrom attribute may or
not be present. If not present, the UE should assume the metadata fragment version is valid immediately.
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* validUntil: The date and time when the metadata fragment file expires. The validUntil attribute may or not be
present. If not present the UE should assume the associated metadata fragment isvalid for all time, or until it
receives a newer metadata envel ope for the same metadata fragment describing a validUntil value.

* contentType: The MIME type of the metadata fragment which shall be used as defined for "Content-Type" in
RFC 2616 [18]. The contentType attribute shall be present for embedding metadata envelopes. The contentType
attribute may be present for referencing metadata envelopes.

The metadata envelopeisinstantiated using an XML structure. This XML contains a URI referencing the associated
metadata fragment. The formal schema for the metadata envelope is defined as an XML Schema as follows.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns="ur n: 3gpp: met adat a: 2005: MBVS: envel ope"
el ement For nDef aul t =" qual i fi ed" attributeFornDefaul t="unqualified"
t ar get Nanmespace="ur n: 3gpp: net adat a: 2005: MBVS: envel ope" >
<xs: el ement name="net adat aEnvel ope" type="netadat aEnvel opeType"/>
<xs: conpl exType nanme="net adat aEnvel opeType" >
<XS: sequence>
<xs: el ement name="itenl' type="netadataEnvel opeltenilype" maxCccurs="unbounded"
m nCccurs="1"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: conpl exType name="net adat aEnvel opel t eniType" >
<XS:sequence>
<xs:el ement name="nmnet adat aFragnent" type="xs:string" m nCccurs="0" maxCccurs="1"/>
<xs:any nhanmespace="##other" m nQccurs="0" maxCccur s="unbounded" processContents="|ax"/>
</ xs: sequence>
<xs:attribute nane="netadataURlI " type="xs:anyURl " use="required"/>
<xs:attribute nane="version" type="xs:positivelnteger" use="required"/>
<xs:attribute nane="validFront type="xs:dateTi me" use="optional"/>
<xs:attribute nane="validuUntil" type="xs:dateTi ne" use="optional"/>
<xs:attribute nane="content Type" type="xs:string" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: schema>

The metadataFragment element shall be encapsulated in the metadata envelope for embedded metadata fragments, and
shall not be encapsulated where the metadata fragment is not embedded. In the embedded case, the metadataFragment
element shall contain exactly one embedded metadata fragment as specified by the metadata envel ope syntax and only

one instance of the envelope element shall be used for encapsulating envel opes.

An embedded metadata fragment (in the metadataFragment element) shall be escaped. Generally, an embedded
metadata fragment should be escaped by placing inside a CDATA section [31]. Everything starting after "<![CDATA["
string and ending at the "]]>" string would be ignored by the XML envelope parser (quotes not included). Thus, the
embedded parts would appear as"<![CDATA[" + metadata_fragment + "]]>". In this case, the complete metadata
envel ope with embedded metadata fragment shall not violate the rules of CDATA section usage [31].

In case the embedded metadata fragment isan XML document and include a CDATA section , the embedded metadata
fragment may be escaped by replacing illegal characters with their ampersand-escaped equivalents [31] (instead of
encapsulating the whole fragment in a CDATA section). For instance "<" isanillegal character that would be replaced
by "&It;". This method is useful to avoid nesting CDATA sections (which is not allowed).

A metadata fragment which does not adhere to either of these two methods shall not be embedded in a metadata
envelope, thusit may only be referenced from an referencing metadata envel ope.

Embedded fragments are not expected to be parsed by the metadata envelope XML parser, but decapsulated and passed
te(t) Ct;le relevant metadata management operation that is implementation specific (e.g. for immediate parsing, storage,
11.1.4 Delivery of the Metadata Envelope
An instance of metadata envel ope shall be associated with an instance of a metadata fragment by one of two methods:

*  Embedded: The metadata fragment is embedded within the metadata envel ope.

* Referenced: The metadata fragment is referenced from the metadata envel ope.

The MBMS UE must know the MIME Type of each metadata fragment.
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In the embedded case, the envel ope and fragment are, by definition, transported together and in-band of one another. In
the referenced case, the envelope and fragment shall be transported together in-band of the same transport session.

MBMS Service Announcement transports shall support delivery of the metadata envelope as a discrete object (XML
document) for the referenced case. In the referenced case, the MIME type of the metadata fragment should be provided
by the transport protocol (e.g. as a Content-Type text string). In both cases, the MIME type of the metadata envelope
should be provided by the transport protocol.

The metadata envel ope instance includes a reference (metadataURI) to the associated metadata fragment using the same
URI asthe fragment file isidentified by in the Service Announcement. Thus, metadata envel ope can be mapped to its
associated metadata fragment.

11.2 MBMS User Service Description Metadata Fragment

11.2.1 Definition of the MBMS User Service Bundle Description

11.2.1.1 Initial Definition

The root element of the MBM S User Service Bundle description is the bundleDescription element. The element is of
the bundleDescriptionType. The bundleDescription contains one or several user ServiceDescription elements and
optionally areference to the FEC repair stream description.

Each user ServiceDescription_element shall have a unique identifier. The unique identifier shall be offered as serviceld
attribute within the user ServiceDescription element and shall be of URN format.

The user ServiceDescription_element may contain one or more name elements. The intention of a name element isto
offer atitle of the user service. For each name elements, the language shall be specified according to XML datatypes
(XML Schema Part 2 [22]).

The user ServiceDescription_element may contain one or more serviceLanguage elements. Each serviceLanguage
element represents the avail able languages of the user services. The language shall be specified according to XML
datatypes (XML SchemaPart 2 [22]).

The user ServiceDescription_element may contain an accessPointName attribute. The accessPointName attribute is
optional and gives an Access Point Name (APN) as defined in [77]. When this attribute is present, the MBM S UE shall
use the given APN for MBM S UE to network interactions like File Repair and/or security registration. If this attributeis
not present, the MBM S UE shall use a default PDP context/default EPS bearer for network interactions.

Each user ServiceDescription_ element shall contain at least one deliveryMethod element. The deliveryMethod element
contains the description of one delivery method. The element shall contain one reference to a Session Description and
may contain references to one Associated Delivery Procedure Description and/or one Security Description. The Session
Description is further specified in sub-clause 5.2.2.2.

A requiredCapabilities element gives alist of features, which are required for the consumption of the related MBMS
user service. Thelist of features that are currently defined is included in section 11.9. The value of the feature element
indicates the required feature. Note that the BM-SC can also determine the terminal capabilities from the terminal
identification during the security registration. If the registering terminal does not have the required capabilities, the BM-
SC can reject the security registration.

The deliveryMethod element may contain a reference to an Associated Delivery Procedure Description viathe attribute
associatedProcedureDescriptionURI. The description and configuration of associated delivery proceduresis specified
in sub-clause 5.2.2.3.

The deliveryMethod element may contain a reference to a Security Description via the attribute
protectionDescriptionURI. The Security Description is specified in sub-clause 5.2.2.4.

A user ServiceDescription element contains zero or more accessGroup elements. An accessGroup element defines alist
of access networks and is uniquely identified by itsid attribute. An accessGroup element describes whether separate
access systems for the same MBM S user service are used (see sub-clause 5.1.5.2 of [4]) by including one or more
accessBearer elements, each describing one of those access systems and no two describing the same. Possible
accessBearer values are “3GPP.R6.UTRAN", “3GPP.R6.GERAN" , “3GPP.R7.MBSFN-FDD", “3GPP.R7.MBSFN-
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TDD” and “3GPP.R8.MBSFN-IMB” which indicate transport by 3GPP MBMS bearers according to the specification in
[4][5]. The accessBearer value for evolved UTRAN is“3GPP.R9.E-UTRAN”.

For forward compatibility, other accessBearer values are allowed but their definition and use are out of scope of this
specification and a 3GPP UE may silently ignore other values.

Each deliveryMethod element contains at most one accessGroupld attribute. One specific accessGroupld value maps to
one specific accessGroup element id value. For each unique accessGroupld attribute value presented in a
deliveryMethod element of a user ServiceDescription instance, exactly one associated accessGroup element shall be
present and the id attribute of the accessGroup element and the accessGroupld attribute shall have the same value. For
each deliveryMethod element without an accessGroupld attribute, the UE should assume that the delivery method is
offered through al available MBM S access systems.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns="urn: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanmespace="ur n: 3GPP: net adat a: 2005: MBMS: user Ser vi ceDescri pti on" el enment For nDef aul t =" qual i fi ed">
<xs: el ement nanme="bundl eDescri pti on" type="bundl eDescri pti onType"/>
<xs: conpl exType name="bundl eDescri pti onType" >
<Xs: sequence>
<xs: el ement name="user Servi ceDescription" type="user Servi ceDescriptionType"
maxQccur s="unbounded"/ >
<xs:any nanmespace="##other" m nQccurs="0" maxCccur s="unbounded" processContents="|ax"/>
</ xs: sequence>
<xs:attribute name="fecDescripti onURI" type="xs:anyURl" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType nanme="user Servi ceDescri ptionType">
<XS:sequence>
<xs: el ement nanme="nane" type="naneType" m nCccurs="0" maxQccur s="unbounded"/>
<xs: el ement nanme="servi ceLanguage" type="xs:|anguage" m nQccurs="0"
maxCccur s="unbounded"/ >
<xs:el ement nanme="requiredCapabilities" type="requirenentsType" m nCccurs="0"
maxCccur s="1"/>
<xs: el ement nanme="del i ver yMet hod" type="deliveryMethodType" nmaxQccurs="unbounded"/>
<xs:el ement name="accessG oup" type="accessG oupType" mi nCccurs="0"
maxCccur s="unbounded"/ >
<xs:any nanespace="##other" m nQccurs="0" naxCccur s="unbounded" processContents="|ax"/>
</ xs: sequence>
<xs:attribute nane="serviceld" type="xs:anyURl " use="required"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType nanme="accessG oupType" >
<Xs: sequence>
<xs: el ement nanme="accessBearer" type="xs:string" maxQccurs="unbounded"/>
</ xs: sequence>
<xs:attribute nane="id" type="accessG oupl dType" use="required"/>
</ xs: conpl exType>
<xs: conpl exType nanme="del i ver yMet hodType" >
<XS:sequence>
<xs:any nanespace="##other" m nQccurs="0" nmaxCccur s="unbounded" processContents="|ax"/>
</ xs: sequence>
<xs:attribute name="accessG oupld" type="accessG oupl dType" use="optional "/>
<xs:attribute name="associ at edProcedureDescri pti onURI" type="xs:anyUR" use="optional"/>
<xs:attribute name="protectionDescriptionURI" type="xs:anyURl" use="optional"/>
<xs:attribute nane="sessi onDescriptionURI " type="xs:anyURl " use="required"/>
<xs:attribute name="accessPoi nt Name" type="xs:anyURl" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType name="naneType">
<xs: si nmpl eCont ent >
<xs: extensi on base="xs:string">
<xs:attribute nane="I|ang" type="xs:|anguage" use="optional"/>
</ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>
<xs:sinmpl eType name="access& oupl dType" >
<xs:restriction base="xs: nonNegativel nteger">
</xs:restriction>
</ xs: si mpl eType>
<xs: conpl exType nanme="requi renent sType" >
<XS: sequence>
<xs: el ement nanme="feature" type="xs:unsignedlnt" m nCccurs="1" maxCccur s="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>
</ xs: schema>
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Note that Annex | contains an informative User Service Description and extensions schema.

11.2.1.2 Extensions to the User Service Bundle Description

The MBMS User Service Bundle Description schema defined in this clause extends the MBM S Release 6 schema of
clause 11.2.1.1. An MBMS User Service Bundle Description schema of the current release shall comply with MBMS
User Service Bundle Description schema definition of Release 6 and the subsequent rel eases up to the current release.

An initiationRandomization element and terminationRandomization element carries the parameters to be used by the
MBMS UE to randomize their initiation and/or termination operations over time. If the initiationRandomization element
is present, all MBMS UEs shall randomize the initiation time as defined by the attributes of the elements. If the
terminationRandomization element is present, all MBMS UEs shall randomize the termination time as defined by the
attributes of the elements.

The initiationRandomization and/or terminationRandomization element may be part of:
e abundleDescription, where it appliesto all servicesin the service bundle

e auserServiceDescription, where it appliesto all MBMS bearer services of asingle service. If present, this
overrides the element in bundleDescription

If the initiationRandomization element is not present, the MBM S UE does not randomize the User Service Initiation
procedure over time. The MBM S UE should then perform the operation immediately when it is triggered.

If the terminationRandomization element is not present, the MBM S UE does not randomize the User Service
Termination procedure over time. The MBM S UE should then perform the operation immediately when it is triggered.

An initiationRandomization element may contain the initiationStartTime attribute, which defines the start time for the
initiation procedure randomization period. The value of the data field represents the 32 most significant bits of a 64 bit
Network Time Protocol (NTP) [78] time value. If the initiationStartTime attribute is not present, the MBM S UE shall
use the reception time of the User Service Discovery / Announcement information as initiationStartTime.

The initiationRandomization element shall contain the protectionPeriod attribute. The protectionPeriod attribute
expresses the length of the protection period in seconds. The initiation procedure shall be randomly deferred during
protection period.

The initiationRandomization element shall contain the randomTimePeriod attribute. The randomTimePeriod attribute
expresses the length of atime interval (in seconds) over which requests are deferred. The MBM S UE shall calculate a
random time for the execution of the initiation procedure. The method provides for statistically uniform distribution
over arelevant period of time.

The terminationRandomization element shall contain the protectionPeriod attribute. The protectionPeriod attribute
expresses the length of the protection period in seconds. The termination procedure execution shall be randomly
deferred during protection period.

The terminationRandomization element shall contain the randomTimePeriod attribute. The randomTimePeriod attribute
expresses the length of atime interval (in seconds) over which the operations are deferred. The MBMS UE shall
calculate arandom time for the execution of the termination procedure. The method provides for statistically uniform
distribution over arelevant period of time.

If the MBMS UE is switched off during the termination randomization, the MBM S UE shall cancel the termination
randomization.

The r8:alternativeAccessDelivery element shall extend the list of elements of the MBM S deliveryMethod element.
Whenever present, it shall contain at least one unicastAccessURI element. The unicastAccessURI element provides
unicast server information for OMA push for MBMS download service when the UE is outside of home network and
file download delivery method is used. The unicastAccessURI element refersto a URI to be used for unicast access to
the streaming service. If the r8:alternativeAccessDelivery element is available then the UE shall select one of the
unicastAccessURI elements included.The timeShiftingBuffer attribute of r8:alternativeAccessDelivery may be used to
indicate the minimal size of the time shifting buffer that will be provided for the current service by the PSS servers that
are referenced in the list. The actual size of the timeshifting buffer of the selected server is returned in the SETUP
response from the PSS Server.
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The r12:inbandMetadata attribute of the deliveryMethod element, if present and set to "true" or "1", indicates that the
MBM S download session associated with this deliveryMethod instance shall be the one exclusively used to carry al
USD metadata fragments eligible for in-band delivery (namely, the Associated Delivery Procedure Description,
Schedule Description, Filter Description and Media Presentation Description metadata fragments) along with MBM S
User Service content(s).

The r12:appComponent child element of the deliveryMethod element, if present, identifies the application content
component(s) carried on the MBM S delivery session associated with that deliveryMethod instance.  One or more
instances of r12:appComponent may be present under a given deliveryMethod instance, to indicate the same number
and types of application content component(s) carried on the corresponding delivery session. The collection of
r12:appComponent attribute names across all deliveryMethod instances of an MBM S User Service represents the
complete set of application content components availabl e to the service application affiliated with that MBM S User
Service.

Ther12:serviceArea child element of the deliveryMethod element, if present, specifies the service area(s) for which
non-DASH streaming content carried on the MBM S delivery session associated with that instance of deliveryMethod,
are available for UE reception. The semantics of r12:serviceArea shall comply to the MBMS Service Area I dentity as
defined in TS 23.003 [4] and TS 36.443 [104].

If the mimeType attribute within the r12: appService element , itself achild of the user ServiceDescription element,
indicates a UE supported value, then
e The presence of the r12: broadcastAppService element under a given instance of the deliveryMethod method
shall declare the one or more application service content items delivered over the FLUTE session
associated with that deliveryMethod instance.

e The presence of the r12: unicastAppService element under a given instance of the deliveryMethod method
declares the one or more application service content items delivered over unicast bearer(s) in support of
unicast fallback delivery.

e Each instance of r12:broadcastAppService or r12:unicastAppService denotes a single application service
content items delivered over broadcast or unicast, respectively. Each broadcast content item may be
designated as being available in specific MBMS service area(s) as given by the serviceArea element(s).
Each broadcast content item under its containing Period is identified by its basePattern value whose format
and usage are described in clauses 7.6.2.1 and 7.6.2.3.  Each unicast content item under its containing
Period isidentified by its basePattern value whose format and usage are described in clauses 7.6.2.2 and
7.6.2.3.

If the mimeType attribute within the r12; appService element, itself a child of the user ServiceDescription element,
indicates a UE unsupported value, then a UE compliant with this specification shall ignore r12: broadcastAppService
and the r12: unicastAppService elements in the deliveryMethod element.

A USD may include ar7:unicastAccessURI element for support of Release 7 UEs. UEs of release 8 onwards shall use
alternativeAccessDelivery element for both OMA Push file download and unicast streaming.

The serviceClass attribute, if present, shall extend the list of attributes of the MBM S Release 6 user ServiceDescription
element. The serviceClass attribute is optional and contains the service class identifier for the delivered service
according to the syntax defined in clause E.1.2 of [90]. Note that Annex E of [90] also foresees the registration of
service classidentifiers with the Open Mobile Naming Authority. The service class identifier is similar to MIME types
and provides an unique identity to services. A MBMS UE may determine the receiving application instance out of the
service class identifier.

A user service description may belong to a group of user service descriptions, which represent alternative configurations
of the same user service. An exampleisan MBMS user service that is delivered over non-MBSFN bearer with alow
bitrate and over MBSFN bearer with a high bitrate. In such a case, the UE is only expected to consume one variant of
the service. The UE recognizes that a set of user service descriptions apply to one user service based on the
serviceGroup element.

The user ServiceDescription e ement may include a Registration element. If present, then the UE shall send the
registration and deregistration to the given URI. In such a case, the User Service Bundle Description fragment may not
be complete in the service announcement. Instead, it may contain references to metadata fragments (e.g. the session
description) that are not embedded in the service announcement. When registration is requested, the

user ServiceDescription element shall contain a Registration element that describes the requested registration procedure.
The registrationURI indicates the URI element to the server with whom the registration procedure shall be performed.
In case more than one registrationURI isindicated, the UE shall select one randomly. The registrationThreshold isa
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number that indicates the percentage of UEs that are requested to register. The UE shall randomly select a number
between 0 and 100 and compare it against the threshold. In case the selected number is lower than the indicated
threshold, the UE should perform registration. The threshold value "100" indicates that the UE shall perform
registration, which is e.g. necessary when the USD is not compl ete.

The user ServiceDescription element may include an r9: mediaPresentationDescription element when the associated
MBMS User Service carries 3GP-DASH-formatted content using the download delivery method. The

user ServiceDescription element may also, or instead, include an r12:appService element which contains areference to
an Application Service Description fragment which contains descriptions for contents of an application service
delivered over either unicast, or broadcast, or both unicast and broadcast modes. If r12:appService element is
present,and its mimeType attribute indicates a UE supported value, then it shall be used by UEs complying with this
specification. If r12:appService is absent or its mimeType attribute indicates a UE unsupported value, and if

r9: mediaPresentationDescription is present, then the r9: mediaPresentationDescription shall be used by UE complying
with this release of the specification. The UE should expect that the received files correspond to a DASH Media
Presentation as described by the MPD in [98]. The referenced MPD provides a reference to a corresponding Media
Presentation Description metadata fragment whose contents are identical to the MPD asdefined in[98]. The Media
Presentation Description fragment may refer, viathe InitializationSegmentURL, to one or more Initialization Segment
Description (ISD) metadata fragments, whose contents are identical to the Initialization Segment as defined in [98].

If the r12:appService element is present, the associated application service shall be a DASH Media Presentation
delivered asan MBMS User Service. The r12:appService element may contain the child elements identical Content
and/or alternativeContent which designate the sets of identical and/or aternative versions, respectively, of content items
that may be substituted for one another.  Additional description of the contents and semantics of the r12:appService
element are contained in clause 7.6.3. If the r12:appService element isincluded, and its mimeType attribute indicates a
UE unsupported value, then a UE compliant with this specification shall ignore al of the r12:appService child
elements, and all of its child attributes.

The MBM S User Service Description may include a schedule element. If present, the schedule element includes a URI
reference to the MBM S User Service schedule information, the latter corresponding to a Schedule Description metadata
fragment as defined in sub-clause 11.2A.

The Schedule Description fragment may include a URI reference to the Filter Description metadata fragment to signify
the intended use of content filtering. Each filter data instance contains associated criteria or rules for use by UESto
selectively receive contents at the session level or the filelevel. At the session level, thefilter rules enable a UE to
decide whether it should receive the entire contents of the associated delivery session(s) of the User Service. At the
file level, the filter rules enable a UE to decide whether it should receive individual files of the User Service, during the
corresponding file delivery schedule(s). Additional description of the association between Schedule Description and
Filter Description fragments and intended usage are given in sub-clauses 11.2A and 11.2B.

The MBMS User Service Description may include an availabilitylnfo element. |f present, it shall extend thelist of
child elements of the MBM S Release 11 user ServiceDescription element by indicating the presence of additional data
pertaining to the availability of the service.

The availabilitylnfo element shall include one or more infoBinding elements. The infoBinding element shall contain the
child elements serviceArea and radiofrequency. A UE shall be capable of processing an infoBinding element that does
not contain the child element serviceArea. Note that for backwards compatibility reasons, serviceArea needsto be
indicated as optional in the USD schema (i.e. ‘minOccurs="0""). The serviceArea element declares the one or more
service areas over which this MBMS User Serviceisprovided. Thiselement is designated by the MBMS Service Area
I dentity as defined in 3GPP TS 36.443 [104] and 3GPP TS 23.003 [77]. According to 3GPP TS 36.443 [104], MBMS
Service Area I dentity is frequency agnostic and can be mapped onto one or more cells.  The specific usage of the
MBMS Service Area | dentity, or its correlation to other network identification information, is not defined in this
specification. The radioFrequency element indicates the one or more RF frequenciesin the E-UTRAN downlink
which transmit thisMBMS User Service over the service area(s) identified by the serviceArea element. The frequency
parameter is coded as EARFCN in 3GPP TS 36.101 [105]. The MBMS client shall forward the service area and radio
frequency information received in the USD to the lower layers, and the UE is expected to make use of such information
in accordance with TS 36.300 [96] clause 15.4 aswell as TS 36.304 [108] and TS 36.331 [97].

The r12:KeepUpdatedService element indicates if the referenced user ServiceDescription describes a keep-updated
service. The URL to one or more registration serversis provided in the registrationServer element. If more than one
registrationServer URL element is present, the MBM S UE shall choose one randomly.

The following schema defines the Release 7 extensions to the User Service Bundle Description schema:

<?xm version="1.0" encodi ng="UTF-8"?>
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<xs:schema xm ns="urn: 3GPP: net adat a: 2007: MBVS: user Ser vi ceDescri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3GPP: net adat a: 2007: MBVS: user Ser vi ceDescri pti on"
el ement For nDef aul t =" qual i fi ed" >
<xs:el ement name="initiati onRandom zati on">
<xs: conpl exType>
<xs:attribute name="initiationStartTi me" type="xs:unsignedlnt" use="optional"/>
<xs:attribute nane="protectionPeriod" type="xs:unsignedlnt" use="required"/>
<xs:attribute nane="randonili nePeri od" type="xs:unsignedlnt" use="required"/>
</ xs: conpl exType>
</ xs: el ement >
<xs:el ement nanme="term nati onRandoni zati on">
<xs: conpl exType>
<xs:attribute name="protectionPeriod" type="xs:unsignedlnt" use="required"/>
<xs:attribute name="randonili mePeri od" type="xs:unsignedlnt" use="required"/>
</ xs: conpl exType>
</ xs: el enent >
<xs: el ement nanme="servi ceG oup" type="serviceG oupType"/>
<xs: conpl exType nanme="servi ceG oupType" >
<xs:attribute nane="groupl D' type="xs:anyURl" use="required"/>
</ xs: conpl exType>
<xs: el ement nanme="uni cast AccessURI " type="xs:anyURl "/>
<xs:attribute nane="servi ced ass" type="xs:string"/>
</ xs: schema>

The following schema defines the Release 8 extensions to the User Service Bundle Description schema:

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema xm ns="urn: 3GPP: net adat a: 2008: MBVS: user Ser vi ceDescri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3GPP: net adat a: 2008: MBVS: user Ser vi ceDescri pti on"
el enent For nDef aul t =" qual i fi ed">

<xs: el ement name="al ternati veAccessDel i very">
<xs: conpl exType>
<Xs: sequence>
<xs: el ement name="uni cast AccessURl " type="xs:anyURl" m nCccurs="0"
maxQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute nane="tineShiftingBuffer" type="xs:unsignedlnt" use="optional"
defaul t="0"/>
</ xs: conpl exType>
</ xs: el ement >

<xs:el ement name="Regi stration">
<xs: conpl exType>
<Xs:sequence>
<xs:element name="registrati onUR " type="xs:anyURl " m nCccurs="1"
maxQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute nane="regi strationThreshol d* type="xs:unsignedlnt" use="optional"
def aul t ="100"/>
</ xs: conpl exType>
</ xs: el emrent >
</ xs: schema>

The following schema defines the Release 9 extensions to the User Service Bundle Description schema:

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema xm ns="urn: 3GPP: et adat a: 2009: MBVS: user Ser vi ceDescri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3GPP: net adat a: 2009: MBMS: user Ser vi ceDescri pti on"
el enent For nDef aul t =" qual i fi ed">

<xs: el ement name="nedi aPresent ati onDescri pti on">
<xs: conpl exType>
<Xs: sequence>
<xs: el ement nanme="nmpdURl " type="xs:anyURl "/>
</ xs: sequence>
</ xs: conpl exType>
</ xs: el enent >
<xs: el ement nane="schedul e">
<xs: conpl exType>
<XS:sequence>
<xs: el ement nanme="schedul eDescri pti onURl " type="xs:anyURl"/>
</ xs: sequence>
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</ xs: conpl exType>
</ xs: el emrent >
<xs: el ement name="avail abilitylnfo">
<xs: conpl exType>
<Xs:sequence>
<xs: el ement nanme="i nf oBi ndi ng" maxCccur s="unbounded" >
<xs: conpl exType>
<Xs:sequence>
<xs:el ement nane="servi ceArea" type="xs:unsignedShort" m nCccurs="0"
maxCccur s="unbounded"/ >
<xs: el ement nanme="radi oFrequency" type="xs:unsignedlnt"
maxCccur s="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el ement >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el emrent >
</ xs: schema>

The following schema defines the Release 12 extensions to the User Service Bundle Description schema.

The schema version attribute (part of the schemainstruction) shall be included in the UE schema and the network
schema.

NOTE 1. The value of the version attribute is intended to be increased by 1 in every future releases where new
element(s) or attribute(s) are added to this extension. The value in the version attribute is used in the
selection of the version of the current extension which may be used in a given version of the main USD
schema, see clause J.1 for details.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns="urn: 3GPP: net adat a: 2013: MBVS: user Ser vi ceDescri pti on"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Namespace="ur n: 3GPP: net adat a: 2013: MBMS: user Ser vi ceDescri pti on" el ement For nDef aul t ="qual i fi ed"
versi on="1">
<xs: el ement name="br oadcast AppServi ce">
<xs: conpl exType>
<Xs:sequence>
<xs:el ement nanme="basePattern" type="xs:anyURl " naxQccurs="unbounded"/>
<xs: el ement nanme="servi ceArea" type="xs:unsignedShort" m nCQccurs="0"
maxCccur s="unbounded"/ >
<xS:any nanespace="##ot her" processContents="1ax" m nCccurs="0"
maxCccur s="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el emrent >
<xs: el ement name="uni cast AppServi ce">
<xs: conpl exType>
<Xs: sequence>
<xs:el ement nanme="basePattern" type="xs:anyURl " naxQccurs="unbounded"/>
<xS:any nanespace="##ot her" processContents="1ax" m nCccurs="0"
maxCccur s="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el emrent >
<xs: el ement nanme="appServi ce" type="appServi ceType"/>
<xs: conpl exType nanme="appServi ceType" >
<Xs: sequence>
<xs: el ement nanme="identical Content" m nCccurs="0" maxCccurs="unbounded" >
<xs: conpl exType>
<Xs: sequence>
<xs:el ement nanme="basePattern" type="xs:anyURl " mi nCccurs="2"
maxCccur s="unbounded"/ >
<xs:any nanespace="##ot her" processContents="lax" m nQccurs="0"
maxCccur s="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el ement >
<xs:el ement name="al ternativeContent" m nCccurs="0" maxCccurs="unbounded" >
<xs: conpl exType>
<Xs: sequence>
<xs: el ement nanme="basePattern" type="xs:anyURl" m nCccurs="2"
maxCccur s="unbounded"/ >
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<xs:any nanespace="##ot her" processContents="lax" m nQccurs="0"
maxCccur s="unbounded"/ >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conmpl exType>
</ xs: el emrent >
<xs:any nanespace="##other" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute nane="appServiceDescripti onURI" type="xs:anyURl " use="required"/>
<xs:attribute name="m meType" type="xs:string" use="required"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs:attribute name="i nbandMet adata" type="xs:bool ean"/>
<xs: el ement nanme="appConponent" type="xs:string"/>
<xs: el ement nanme="servi ceArea" type="xs:unsignedShort"/>
<xs: el ement nanme="KeepUpdat edServi ce">
<xs: conpl exType>
<xs:sequence>
<xs: el ement name="regi strati onServer" type="xs:anyUR" maxQccurs="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>
</ xs: el emrent >

</ xs: schena>

Note that Annex J contains a main User Service Description schema referencing the extensions schema.

11.2.2 Example MBMS User Service Description Instances
All examplesin this sub-clause are generated out of the network supporting the current release USD schema.

The following User Service Bundle Description instance is an example of a simple fragment. This fragment includes
only the mandatory elements.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri ption
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schenalLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption
USD- schena- nai n. xsd" >
<user Servi ceDescri pti on servicel d="urn: 3gpp: 0010120123hot dog" >
<del i veryMet hod sessi onDescri pti onURI ="htt p://ww. exanpl e. com 3gpp/ mbs/ sessi onl. sdp" >
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:delinmter>
</ del i ver yMet hod>
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>
</ user Servi ceDescri pti on>
<sv: schenmaVer si on>2</ sv: schenaVer si on>
</ bundl eDescri pti on>

The following User Service Description instance is an example of afuller fragment.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri pti on
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xsi : schemaLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Servi ceDescri pti on
USD- schema- mai n. xsd"
fecDescripti onURl ="htt p://ww. exanpl e. conl 3gpp/ nbrs/ sessi onl-fec. sdp">
<user Servi ceDescri pti on servi cel d="urn: 3gpp: 1234567890cool cat " >
<nane | ang="EN'>Wé| come</ nanme>
<nane | ang="DE">W | | konmen</ name>
<nane | ang="FR'>Bi envenue</ nane>
<nane | ang="Fl " >Ter vet ul oa</ name>
<servi ceLanguage>EN</ servi ceLanguage>
<servi ceLanguage>DE</ servi ceLanguage>
<requi redCapabi lities>
<f eat ur e>0</ f eat ur e>
</requiredCapabilities>
<del i veryMet hod accessG oupl d="1"
sessi onDescriptionURI ="http://ww. exanpl e. conf 3gpp/ nbns/ sessi onl. sdp" >
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:deliniter>
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<Ssv:

</ del i ver yMet hod>

<del i veryMet hod sessi onDescri pti onURlI ="http://wwmv. exanpl e. conf 3gpp/ nbns/ sessi on2. sdp"
associ at edPr ocedur eDescri pti onURI ="htt p: // www. exanpl e. comf 3gpp/ mbirs/ pr ocedur eX. xm " >
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delinter>

</ del i ver yMet hod>

<del i veryMet hod sessi onDescripti onURl ="http://wwm. exanpl e. conf 3gpp/ nbns/ sessi on3. sdp"
associ at edPr ocedur eDescri pti onURl ="htt p: // ww. exanpl e. coni 3gpp/ nbrs/ pr ocedureY. xm ">
<sv:delimter>0</sv:delinter>
<sv:delimter>0</sv:deliniter>

</ del i ver yMet hod>

<del i veryMet hod accessG oupl d="2"
sessi onDescriptionURI ="http://ww. exanpl e. conf 3gpp/ mbns/ sessi on4. sdp" >
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>

</ del i ver yMet hod>

<accessGoup id="1">
<accessBear er >3GPP. R6. GERAN</ accessBear er >
<accessBear er >3GPP. R6. UTRAN</ accessBear er >

</ accessG oup>

<accessGoup id="2">
<accessBear er >3GPP. R6. UTRAN</ accessBear er >

</ accessG oup>

<sv:delimter>0</sv:deliniter>

delimter>0</sv:delimter>

</ user Servi ceDescri pti on>

<SV:

schemaVer si on>2</ sv: schemaVer si on>

</ bundl eDescri pti on>

The following User Service Description instance is an example of a Release 7 fragment.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri ption
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"”
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xm ns: r 7="ur n: 3GPP: et adat a: 2007: MBMS: user Ser vi ceDescri pti on"

XSi :

schemaLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Servi ceDescri pti on
USD- schena- mai n. xsd"

fecDescriptionURI ="http://ww. exanpl e. com 3gpp/ nbns/ sessi onl-fec. sdp">
<user Servi ceDescri ption servicel d="urn: 3gpp: 1234567890cool cat ">

randonTi

<nane | ang="EN'>We| cone</ name>
<nane | ang="DE">W | | komren</ name>
<nane | ang="FR'>Bi envenue</ nanme>
<nane | ang="Fl " >Ter vet ul oa</ name>
<servi ceLanguage>EN</ servi ceLanguage>
<servi ceLanguage>DE</ servi ceLanguage>
<del i veryMet hod accessG oupl d="1"
sessi onDescriptionURI ="http://ww. exanpl e. conf 3gpp/ nbns/ sessi onl. sdp" >
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<del i veryMet hod sessi onDescri pti onURI ="http://ww. exanpl e. com 3gpp/ nbns/ sessi on2. sdp"
associ at edPr ocedur eDescri pti onURl ="htt p: // ww. exanpl e. coni 3gpp/ nbrrs/ pr ocedur eX. xm ">
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<del i veryMet hod sessi onDescri pti onURI ="http://ww. exanpl e. com 3gpp/ nbns/ sessi on3. sdp”
associ at edPr ocedur eDescri pti onURI ="ht t p: // www. exanpl e. comf 3gpp/ mbirs/ pr ocedur eY. xm " >
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<del i veryMet hod accessG oupl d="2"
sessi onDescriptionURI ="http://ww. exanpl e. conf 3gpp/ nbns/ sessi on4. sdp" >
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<accessGroup id="1">
<accessBear er >3GPP. R6. GERAN</ accessBear er >
<accessBear er >3GPP. R6. UTRAN</ accessBear er >
</ accessG oup>
<accessGoup id="2">
<accessBear er >3GPP. R6. UTRAN</ accessBear er >
</ accessG oup>
<r7:serviceGoup groupl D="http://ww. exanpl e. com nbrs/ servi ceG oupl"/>
<r7:initiationRandom zation initiationStartTi me="3468452458" protectionPeri od="600"
mePer i od="300"/>
<r7:term nati onRandom zati on protecti onPeri od="300" randonili mePeri od="120"/>
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<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>
</ user Servi ceDescri pti on>
<sv: schemaVer si on>2</ sv: schemaVer si on>
</ bundl eDescri pti on>

The following example User Service Description instance adds an RTSP URI for alternative access to the delivery
method.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri pti on
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
xm ns: r7="urn: 3GPP: net adat a: 2007: MBMVS: user Ser vi ceDescri ption"
xm ns: r 8="ur n: 3GPP: et adat a: 2008: MBMS: user Ser vi ceDescri pti on"
xsi : schenalLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption
USD- schena- mai n. xsd" >
<user Servi ceDescri ption servicel d="urn: 3gpp: 1234567890Mobi | eTVChannel Bundl eCh1"
r7:serviced ass="urn: oma: bcast : ext _bsc_3gpp: exanpl e_service: 1. 0">
<del i ver yMet hod
sessi onDescri pti onURI ="htt p: // www. exanpl e. comf 3gpp/ nbrs/ channel 1. sdp" >
<r8:alternativeAccessDelivery tinmesShiftingBuffer="3600">
<r 8: uni cast AccessURI >rt sp: // ww. exanpl e. com 3gpp/ nbns/ channel 1_pss. sdp
</ r8: uni cast AccessURI >
</r8:alternativeAccessDel i very>
<sv:delinmiter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
</ del i ver yMet hod>
<sv:delinmiter>0</sv:delimter>
<sv:delinmiter>0</sv:delimter>
</ user Servi ceDescri pti on>
<sv: schemaVer si on>2</ sv: schemaVer si on>
</ bundl eDescri pti on>

The following example User Service Description instance indicates that a registration procedure is requested for 50% of
the UEs before the consumption of the MBM S User Service.

<?xm version="1.0" encodi ng="UTF-8"?>
<bundl eDescri pti on
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"”
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xm ns: r7="urn: 3GPP: net adat a: 2007: MBVS: user Ser vi ceDescri ption"
xm ns: r8="urn: 3GPP: net adat a: 2008: MBVS: user Ser vi ceDescri ption"
xsi : schenmalLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption
USD- schema- mai n. xsd" >
<user Servi ceDescri ption servicel d="urn: 3gpp: 1234567890Mobi | eTVChannel Bundl eCh1"
r7:serviceC ass="urn: oma: bcast : ext _bsc_3gpp: exanpl e_servi ce: 1. 0">
<del i veryMet hod sessi onDescri pti onURI ="http://ww. exanpl e. com 3gpp/ nbns/ channel 1. sdp" >
<sv:delimter>0</sv:delimter>
<sv:delinmiter>0</sv:delimter>
</ del i ver yMet hod>
<r8: Regi stration registrationThreshol d="50">
<r8:registrati onURI > http://ww. exanpl e. com 3gpp/ nbns/ regi ster. php</r8:registrati onURl >
</r8: Registration>
<sv:delinmiter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
</ user Servi ceDescri pti on>
<sv:schenaVer si on>2</ sv: schenaVer si on>
</ bundl eDescri pti on>

The following example User Service description instance depicts an MBMS User Service carrying a DASH Media
Presentation which is delivered over the MBMS bearer as asingle Representation. It is assumed that the same
Representation, along with an alternative Representation, are also available for unicast access, and that the broadcast
and unicast versions are exchangeable for one another.

<?xm version="1.0" encodi ng="UTF-8"?>

<bundl eDescri ption

fecDescriptionURI ="http://ww. exanpl e. com 3gpp/ nbrs/ sessi onl-fec. sdp"

xsi : schemaLocat i on="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri pti on USD- schema- mai n. xsd"
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: user Ser vi ceDescri ption"

xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"

xm ns: r7="urn: 3GPP: net adat a: 2007: MBMVS: user Ser vi ceDescri ption"
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;1 8="ur n: 3GPP: net adat a: 2008: MBMS: user Ser vi ceDescri pti on"
;1 9="ur n: 3GPP: net adat a: 2009: MBMS: user Ser vi ceDescri pti on"
1 r12="urn: 3GPP: net adat a: 2013: MBMS: user Ser vi ceDescri pti on"
:sv="urn: 3gpp: net adat a: 2009: MBMS: schenmaVer si on" >

<user Servi ceDescri pti on servicel d="urn: 3gpp: 777888bi gbob" >

<nane | ang="EN'>The Bi g

Bob Showx/ nane>

<servi ceLanguage>EN</ servi ceLanguage>
<del i veryMet hod associ at edPr ocedur eDescri pti onURI ="
http://ww. exanpl e. com 3gpp/ mbns/ procedur eX. xm " sessi onDescri pti onURI ="

http:
<sv: delimter>0</sv:

/I ww. exanpl e. com 3gpp/ nbs/ sessi onl. sdp" >

delimter>

<r 12: br oadcast AppSer vi ce>

<r12: basePattern>http://exanpl e. com bc/ per-1/rep-512</r12: basePatt er n>
basePattern>http://exanpl e. conl bc/ per-2/rep-512</r12: basePattern>
basePattern>http://exanpl e. conl bc/ per-3/rep-512</r12: basePattern>

<rl2:
<rl2:

<r12: servi ceArea>65535</r12: servi ceAr ea>
</r12: br oadcast AppSer vi ce>

<r12: uni cast AppSer vi
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanpl e.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanple.
<r12: basePattern>http://exanpl e.
<r12: basePattern>http://exanple.

ce>

conf uc/ per-1/rep-512</r12:
conf uc/ per-2/rep-512</r12:
conf uc/ per-3/rep-512</r12:
conf uc/ per-1/rep-256</r12:
coni uc/ per -2/ rep-256</r12:
conf uc/ per-3/rep-256</r12:

confuc2/ per-1/rep-512</r12:
conmf uc2/ per-2/rep-512</r12:
conmf uc2/ per-3/rep-512</r12:
conf uc2/ per-1/rep-256</r12:
conf uc2/ per-2/rep-256</r12:
conf uc2/ per-3/rep-256</r12:

basePattern>
basePatt er n>
basePatt er n>
basePattern>
basePattern>
basePatt er n>
basePatt er n>
basePattern>
basePattern>
basePatt er n>
basePatt er n>
basePatt er n>

</r12: uni cast AppServi ce>
<sv:delimter>0</sv:
</ del i ver yMet hod>
<r9: medi aPresent ati onDescri pti on>
<r 9: mpdURI >ht t p: / / exanpl e. com MPD. npd</r 9: npdURI >
</r9: medi aPresent ati onDescri pti on>
<r9: schedul e>
<r 9: schedul eDescri pti onURI >ht t p: // www. exanpl e. conf 3gpp/ mbrs/ schedul e123. xm
</ r9: schedul eDescri pti onURI >
</r9: schedul e>
<sv:delimter>0</sv:delimter>
<r12: appServi ce appServi ceDescriptionURl ="http://ww. exanpl e. coml MPD2. npd"
m meType="appl i cati on/ dash+xmnl ; profi | es=urn: 3GPP: PSS: prof i | e: DASH10" >
<r12:identi cal Content >
<r12: basePattern>http:
<r12: basePattern>http:
<r12: basePattern>http:
</r12:identical Content>
<r12:identi cal Cont ent >
<r12: basePattern>http:
<r12: basePattern>http:
<r12: basePattern>http:
</r12:identical Content>
<r12:identi cal Cont ent >
<r12: basePattern>http:
<r12: basePattern>http:
<r12: basePattern>http:
</r12:identi cal Cont ent>
<r12:al ternativeContent >
<r12: basePattern>http:
<r12: basePattern>http:
<r12: basePattern>http:
</r12:al ternativeContent>
<r12:al ternativeContent>
<r12: basePattern>http:
<r12: basePattern>http:
<r12: basePattern>http:
</r12:al ternativeContent>
<r12:al ternativeContent>
<r12: basePattern>http:
<r12: basePattern>http:
<r12: basePattern>http:
</r12:al ternativeContent>
</r12: appServi ce>
<sv:delimter>0</sv:delimter>
</ user Servi ceDescri pti on>
<sv: schemaVer si on>2</ sv: schemaVer si on>
</ bundl eDescri pti on>

delimter>

/I exanpl e.
/I exanpl e.
/I exanpl e.

com bc/ per-1/rep-512</r12: basePatt ern>
com uc/ per-1/rep-512</r12: basePattern>
conf uc2/ per-1/rep-512</r12: basePat t er n>

/I exanpl e.
/I exanpl e.
/I exanpl e.

com bc/ per-2/rep-512</r12: basePatt ern>
conf uc/ per-2/rep-512</r12: basePat t er n>
conf uc2/ per-2/rep-512</r12: basePat t er n>

/I exanpl e.
/I exanpl e.
/I exanpl e.

com bc/ per-3/rep-512</r12: basePatt er n>
conf uc/ per-3/rep-512</r12: basePat t er n>
conf uc2/ per-3/rep-512</r12: basePat t er n>

/I exanpl e.
/I exanpl e.
/I exanpl e.

coni bc/ per-1/rep-512</r12: basePat t er n>
conf uc/ per -1/ rep- 256</r12: basePat t er n>
com uc?2/ per-1/rep-256</r12: basePattern>

/I exanpl e.
/I exanpl e.
/I exanpl e.

coni bec/ per-2/rep-512</r12: basePat t er n>
com uc/ per -2/ rep-256</r12: basePattern>
com uc?2/ per -2/ rep-256</r12: basePatt er n>

/I exanpl e.
/I exanpl e.
/I exanpl e.

com bc/ per-3/rep-512</r12: basePatt ern>
com uc/ per -3/ rep-256</r12: basePattern>
conf uc2/ per - 3/ rep-256</r12: basePat t er n>
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11.2A Schedule Description Metadata Fragment

The XML schema for the Schedule Description Metadata Fragment is specified in sub-clause 11.2A.2.  The procedures
associated with the elements of the schema are specified in sub-clause 11.2A.1.

11.2A.1 Procedures for Schedule Description Metadata Fragment

11.2A.1.1 Initial Definition
A schedule description instance may be delivered to the MBMS clients:

= during aUser Service Discovery / Announcement prior to the MBM S download session along with the
session description (out-of-band of that session); or

* in-band withinaMBMS download session; or
= viaan MBMS download session dedicated to the transport of file schedule information.

The most recently delivered schedule file shall take priority, such that schedule parameters received prior to, and out-of-
band, of the download session they apply to are regarded as "initial defaults', and schedule parameters received in-band
with the download session, overwrite the earlier received schedule parameters. The MBM S Metadata envel ope, see sub-
clause 11.1, appliesfor the reception of schedule parameters.

The schedule description instance is clearly identified using a URI, to enable UE cross-referencing of in and out-of -
band schedule files.

The MIME Type for the Schedule information is " application/mbms-schedule+xml”

Availability of the schedule description metadata fragment is indicated by the presence of the schedule element in the
MBMS User Service Bundle Description fragment. The URI to the Schedule Description fragment is provided by the
element scheduleDescriptionURI in the schedule element.

The start and stop time of a single fileSchedule is specified by the start and end attributes. The start and stop time of a
single sessionSchedule is specified by the start and stop elements. The time is specified as the absol ute date and time.
The duration may be determined by subtracting the start time from the stop time.

The UE may only activate reception of that service within the sessionSchedule (and the fileSchedule if present) time
window.

When afileSchedule element is present in a serviceSchedul e el ement, then

e The UE should not expect that afile described by a fileSchedule will be updated during a time window
instance, defined by start and end attributes within a deliverylnfo element of that fileSchedule.

There shall be only one file version (as defined in the Content-MD5 attribute in the FDT) transmitted in a
time window defined by the start and end attributes within a deliverylnfo element for a given fileSchedule
element.

If fileMD5 attribute is not present, the files transmitted in the time windows from different deliverylnfo
elementsin afileSchedule should not be expected to be the same file version.

If fileMD5 attribute is present, there shall be only one file version transmitted in al of the time windows
delimited by the start and end attributes of each of the one or more deliverylnfo elements.

Inband Schedule Description fragment updates can be used to provide a dynamic schedule update to override
the existing delivery schedule, such as using the cancelled attribute mechanism specified in this clause.

A sessionSchedule element in the same serviceSchedul e element shall be present, and its start and stop
elements shall specify atime window that completely overlaps the time windows specified in each of the
fileSchedul e elements of the same serviceSchedule.
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When a sessionSchedule is present and there are no fileSchedul e in a serviceSchedul e, then the UE should download
each new file, independently to whether the session is used for file delivery or DASH over MBMS.

The reoccurencePattern element if included shall have avalue of either "daily", "weekly" or "monthly".

The number of reoccurence of an event may be indicated by either specifying the end time, as indicated by the
reoccurenceStopTime element, or by specifying the number of reoccurrence, with the number OfTimes element. If there
are no reoccurrence, then the reoccurencePattern, number Of Times and reoccurenceStopTime elements are not included.

The fileSchedule element specifies details about the files delivered during a session. The sessionld attribute is as defined
in sub-clause 9.4.6. If present, it identifies the delivery session for each file. If not present, a UE shall determine the
transport session as defined by the session description for the download session. The fileMD5 attribute is the MD5 hash
value of thefile. If present, the purpose of this hash isto enable a UE to determineif afile has changed since a prior
reception without having to download the file.

The scheduleUpdate element specifies atime after which UE shall seek to update its schedule information.

Anindex element isincluded as a child of the sessionSchedule element. If the sessionSchedul e does not describe any
session reoccurrence then the index corresponds to the single session occurrence.  |If the sessionSchedul e describes one
or more reoccurrencest he index is the starting index of the first session occurrence with the index value increased by
one for each session reoccurrence.

A cancelled attribute is defined as a child of the fileURI element, itself a child of the fileSchedule element. If cancelled
isset to "true"’ or "1", then the transmission of the file identified by the fileURI element is cancelled, and the UE shall
cancel any applicablefile repair and/or reception reporting procedures for that file . If thisfile schedule-level
cancellation indication in the updated schedul e description is received after the associated file has aready been
delivered, then any related file repair, or reception reporting for that file (associated with its parent service), either in
progress or yet to occur, shall be aborted. If cancelled is set to "false” or "0" or is absent, then nominal file transmission
and associated delivery procedures, if applicable, shall occur.

A sessionScheduleOverride element is defined as a child of the serviceSchedule element. If included, the
sessionScheduleOverride element indicates either the cancellation of the session occurrence, or schedule override, as
follows:

e |f the cancelled attribute (a child of sessionScheduleOverride element) is set to "true" or "1, then the
transmission of the session identified by the index attribute (a child of sessionScheduleOverride element) is
cancelled, and the UE shall cancel any applicable file repair and/or reception reporting for all files
belonging to that session. If this session schedule-level cancellation indication in the updated schedule
description isreceived after any of the associated files have already been delivered, then any related file
repair, or reception reporting for those files (associated with their parent service(s)), either in progress or
yet to occur, shall be aborted.

e |f the cancelled attribute (a child of sessionScheduleOverride element) is set to "false” or "0" or is absent,
then the start and stop time elements (children of sessionScheduleOverride element) shall override the
nominal start and stop time of the transmission schedule of the session as identified by the index attribute
(achild of sessionScheduleOverride element) .

The value of the index attribute in the sessionScheduleOverride element corresponds to any of the the value of the index
element in the reoccurenceStartopType in the sessionSchedul e element.

Schedule information received in the Schedule Description metadata fragment shall take precedence over timing
information that may have been received in SDP (t or/and r lines).

The child element receptionFiltering may be present in either the sessionSchedule or fileSchedule elements of the
Schedule Description fragment. If it appearsin the session schedule, receptionFiltering signifies the presence of the
Filter Description metadata fragment for use by the UE to perform selective reception of contents, in their entirety, sent
during the corresponding session(s) of the User Service. If it appearsin the file schedule, receptionFiltering signifies
the presence of the Filter Description metadata fragment for use by the UE to perform selective reception of the
corresponding file(s) of the User Services, during its(their) scheduled delivery time(s). Should receptionFiltering be
present in both the sessionSchedule and fileSchedule elements, fileSchedul e shall take precedence. The

filter DescriptionReference attribute of the Schedule Description fragment identifies the Filter Description fragment of
concern, and each instance of the data child element of receptionFiltering identifies a unique filter datainstance in the
Filter Description fragment to be applied for content filtering and selective reception. Multiple data elements may
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appear under receptionFiltering, to accommodate the presence of different categories or types of filtering data. More
details on the composition of filtering data are given in sub-clause 11.2B.

11.2A.1.2  Extension to the Schedule Description Fragment
The Schedule Description schema defined in this clause extends the MBM S Release 11 schema of clause 11.2A.1.1.

Optional referenceto an FDT Instance is provided in the session schedule by the r12: FDTInstanceURI element.

When this element is present and the index (see clause 11.2A.1.1) is described in the sessionSchedule, then the
r12:FDTInstanceURI element concatenated together with the index value of the session occurrence provides the
location of an FDT Instance that describes al of the files delivered during the associated session occurrence.  An
MBMS client that has missed receiving files and their FDT Instances (e.g., MBMS client is outside of MBMS coverage
or isjust tuning in between session occurences) may use the URI formed by concatenating the index value of any
previously missed session occurrence after the value of the r12: FDTInstanceURI element (i.e., FDTInstanceURI |index)
to obtain an FDT Instance following the procedures specified in clause 9.3.9.3.

When the r12: FDTInstanceURI element is present and the index is not described in the sessionSchedul e then the
r12:FDTInstanceURI element by itself provides the location of an FDT Instance that describes all the files delivered
during the session.

When the r12:unicastOnly attribute is set to true by the Keep Updated service, as defined in section 7.7, it indicates that
the file referenced by the fileURI is accessible via unicast only.

Optional presence of the r12:recurrenceAndMonitoring element in the session schedule signal s that the associated
MBMS User Serviceisthe Datacasting type. The attribute mode, when set to "true" or "1" indicates the schedul ed-
and-periodic delivery mode of the Datacasting service, and when set to "false” or "0" indicates the back-to-back
delivery mode. The child element interval under r12:recurrenceAndMonitoring signals atime interval associated with
the delivery mode. When mode = "true" or "1" (schedul ed-and-periodic delivery mode), the value of interval
represents the time duration between successive scheduled transmissions.  When mode = "false”" or "0" (back-to-back
delivery mode), the value of interval represents the nominal duration of successive updates of files carried on the
Datacasting service.

In either the scheduled-and-periodic or back-to-back Datacasting file transmission modes, the session duration is given
by the difference between the start and stop elements of sessionSchedule.  One or more content files of the Datacasting
service are delivered during each session.  In the schedul ed-and-periodic transmission mode, the number of session
recurrences can be indicated in one of two ways:

a) by specifying the recurrence end time, as indicated by the reoccurenceStopTime element, in conjunction with
the interval, or

b) by specifying the number of recurrences via the number Of Times el ement.
The r12:sessionDescriptionURI attribute of the sessionSchedule element, if present, identifies the MBM S download

session to which the associated instance of the session schedule applies.

11.2A.2 XML-Schema for the Schedule Description Meta Data Fragment

11.2A.2.1  Main XML Schema

Below isthe formal XML syntax of schedule information procedure. Documents following this schema can be
identified with the MIME type "application/mbms-schedulet+xml™ defined in Annex C.14. The file name of XML
schemafor schedule description is Schedul e-Description-Main.xsd.

In this version of the specification the network shall set the schemaVersion element, defined as a child of
scheduleDescription element, to 3.

The schema version attribute (part of the schemainstruction) shall be included in the UE schema and the network
schema.

NOTE: The vaue of the schemaVersion element and version attribute is intended to be increased by 1 in every
future releases where new element(s) or attribute(s) are added.
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When a UE receives an instantiation of a Schedule Description compliant to this schema, it shall determine the schema
version required to parse the instantiation as follows:

e If the UE supports one or more versions of the Schedule Description schema with the schema version
attribute, then the UE shall use the schema that has the highest schema version attribute value that is equal
to or less than the value in the received schemaVersion element;

The XML schema"schema-version.xsd” is specified in Annex J.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs: schema
xm ns="urn: 3gpp: met adat a: 2011: MBVS: schedul eDescri ption"xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: r11="urn: 3gpp: met adat a: 2012: MBVS: schedul eDescri ption"
xm ns: r12="urn: 3gpp: net adat a: 2013: MBVS: schedul eDescri ption"
xm ns: sv="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"
t ar get Nanespace="ur n: 3gpp: net adat a: 2011: MBMS: schedul eDescri pti on"
el ement For nDef aul t =" qual i fi ed"
versi on="3">
<xs:inport schemaLocati on="Schedul e- Rel - 11- schema- sni ppet . xsd"
nanmespace="ur n: 3gpp: net adat a: 2012: MBVS: schedul eDescri ption"/>
<xs:inport schenaLocation="Schedul e-Rel - 12- schena- sni ppet. xsd"
nanespace="ur n: 3gpp: net adat a: 2013: MBVS: schedul eDescri ption"/>
<xs:inmport schemaLocati on="schema-version. xsd"
nanmespace="ur n: 3gpp: met adat a: 2009: MBVS: schemaVer si on"/ >
<xs: conpl exType nanme="schedul eDescri pti onType">
<Xs: sequence>
<xs: el ement ref="sv:schemaVersion"/>
<xs: el ement name="servi ceSchedul e" maxCccur s="unbounded" >
<xs: conpl exType>
<XS: sequence>
<xs: el ement nanme="sessi onSchedul e" type="reoccurenceStart StopType"
m nCccur s="0" maxCccur s="unbounded"/ >
<xs: el ement name="sessi onSchedul eOverride" m nCccurs="0"
maxCccur s="unbounded" >
<xs: conpl exType>
<xs: sequence m nCccurs="0">
<xs:element name="start" type="xs:dateTi me"/>
<xs:el ement nane="stop" type="xs:dateTime"/>
</ xs: sequence>
<xs:attribute name="index" type="xs:unsignedlnt" use="required"/>
<xs:attribute nane="cancel | ed" type="xs: bool ean"/>
</ xs: conmpl exType>
</ xs: el ement >
<xs: el ement name="fil eSchedul " m nCccurs="0" maxCccur s="unbounded" >
<xs: conpl exType>
<Xs: sequence>
<xs: el ement name="fil eURl ">
<xs: conpl exType>
<xs: si mpl eCont ent >
<xs: extensi on base="xs:anyURl ">
<xs:attribute nane="cancel | ed"
type="xs: bool ean"/ > </ xs: ext ensi on>
</ xs: si npl eCont ent >
</ xs: conpl exType>
</ xs: el enent >
<xs: el ement nanme="del i verylnfo" m nQccurs="0"
maxCccur s="unbounded" >
<xs: conpl exType>
<xs:attribute nane="start" type="xs:dateTine"/>
<xs:attribute name="end" type="xs:dateTinme"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el ement >
<xs:element ref="r1l:receptionFiltering" mnCccurs="0"/>
<xs:element ref="sv:delimter"/>
<xS:any nanespace="##ot her" processContents="1ax" m nCccurs="0"
maxQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute ref="r11:sessionld" use="optional"/>
<xs:attribute ref="r11:fil eMD5" use="optional"/>
<xs:attribute ref="r12:uni castOnly"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el emrent >

ETSI



3GPP TS 26.346 version 12.3.0 Release 12 136 ETSI TS 126 346 V12.3.0 (2014-10)

<xs:any nanespace="##ot her" processContents="lax" m nQccurs="0"
maxCccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="serviceld" type="xs:anyURl"/>
<xs:attribute nane="serviced ass" type="xs:string" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el emrent >
<xs:any namespace="##ot her" processContents="|ax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute name="schedul eUpdate" type="xs:dateTinme"/>
<xs:attribute ref="r11:filterDescriptionReference"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType name="reoccurenceStart StopType">
<Xs: sequence>
<xs:element nanme="start" type="xs:dateTi me"/>
<xs: el ement name="stop" type="xs:dateTinme"/>
<xs: el ement name="reoccurencePattern" type="xs:string" mnCccurs="0"/>
<xs: el ement name="nunber O Ti nes" type="xs:unsi gnedl nt" m nCccurs="0"/>
<xs:el ement nanme="reoccurenceStopTi ne" type="xs:dateTi ne" m nCccurs="0"/>
<xs: el ement name="index" type="xs:unsignedlnt" mnCccurs="0"/>
<xs:element ref="r1l:receptionFiltering" mnCccurs="0"/>
<xs:element ref="sv:delimter"/>
<xs:el ement ref="r12: FDTI nstanceUR " m nCccurs="0"/>
<xs:el ement ref="r12:recurrenceAndhonitoring" m nCccurs="0"/>
<xs:element ref="sv:delimter"/>
<xs:any namespace="##ot her" processContents="|ax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute ref="r12: sessi onDescripti onURI"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: el ement nanme="schedul eDescri ption" type="schedul eDescriptionType"/>
</ xs: schema>

11.2A.2.2 Release 11 Extension to Schedule Description Schema

The followi ng schema is the release 11 extension to the Schedul e Description schema. The schema file
nanme, as referenced in the main Schedul e Description schema, is Schedul e-Rel -11-schema-sni ppet. xsd
<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema

xm ns="ur n: 3gpp: et adat a: 2012: MBVS: schedul eDescri ption"”

xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schena"

t ar get Nanespace="ur n: 3gpp: net adat a: 2012: MBMS: schedul eDescri pti on"

el ement For nDef aul t =" qual i fi ed" >

<xs:attribute nane="sessionld" type="xs:string"/>
<xs:attribute nane="fil eMD5" type="xs:base64Bi nary"/>

<xs:attribute name="filterDescripti onReference" type="xs:anyURl"/>
<xs:el ement name="receptionFiltering">
<xs: conpl exType>
<xs:sequence>
<xs: el ement name="data" maxCccurs="unbounded">
<xs: conpl exType>
<xs:attribute name="filterl D' type="xs:anyURl" use="required"/>
</ xs: conpl exType>
</ xs: el emrent >
</ xs: sequence>
</ xs: conmpl exType>
</ xs: el emrent >

</ xs: schena>

11.2A.2.3 Release 12 Extension to Schedule Description schema

The following schemaiis the release 12 extension to the Schedule Description schema. The schema file name, as
referenced in the main Schedule Description schema, is Schedule-Rel-12-schema-snippet.xsd

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="ur n: 3gpp: et adat a: 2013: MBVS: schedul eDescri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3gpp: net adat a: 2013: MBMS: schedul eDescri pti on"
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el ement For nDef aul t =" qual i fi ed" >

<xs:attribute nane="uni castOnl y" type="xs: bool ean" default="fal se"/>
<xs: el ement name="FDTI nstanceURl " type="xs:anyURl"/>
<xs: el ement nanme="recurrenceAndMoni toring" type="recurrenceAndMbnitoringType"/>
<xs: conpl exType name="r ecurrenceAndNbni tori ngType" >
<xs:sequence>
<xs:el ement name="interval" type="xs:duration"/>
<xs:any namespace="##ot her" processContents="lax" m nQccurs="0" maxQccurs="unbounded"/ >
</ xs: sequence>
<xs:attribute name="node" type="xs:bool ean"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs:attribute name="sessi onDescripti onURI" type="xs:anyURl"/>
</ xs: schena>

11.2A.3 Examples of the Schedule Description Meta Data Fragment

Example 1

In thisinstantiation example, the following key points can be noted:

= The version of the schema used to generate thisinstantiation is version 3, asindicated by the schemaVersion
element. Thus areceiver of thisinstantiation that has multiple schedule schemaversions (say 1, 2, 3 and 4),
should use the schedule schema version equalsto 3, as indicated in the version attribute of the schema
instruction “schema’. A receiver that has only older versions (versionl and/or 2 in this case) of the schedule
schema should use the schema that has the highest version number for validating the instantiation, but
extensions made in higher versions of the schema will be ignored by the receiver. The receiver should avoid
using schema version higher than 3, since the instantiation would fail verification against such schema
version.

* The scheduleUpdate element indicates UTC time February 1% 2012 at time 00 hour 00 min 00 sec. Thus UE
should seek to update the schedul e instance after this time.

= There are 2 serviceSchedule elements.
= |nthefirst serviceSchedule, it includes

»  asessionSchedule that starts at UTC March 1% 2012 23:00:00 and ends at UTC March 1% 2012
23:30:00;

= afirst fileSchedule used for FOTA (firmware update over the air) for oem-1 model-1 with a
filename of image032212.apk, which delivery starts at UTC March 1% 2012 23:00:00 and ends at
March 1% 2012 23:10:00, thus 10 minutes duration;

= asecond fileSchedule used for FOTA for oem-1 model-2 with filename image098798.apk, which
delivery starts at UTC March 1% 2012 23:10:00 and ends at UTC March 1% 2012 23:20:00, thus 10
minutes duration;

= athird fileSchedule used for FOTA for oem-1 model-3 with filename image765987.apk, which
delivery starts at UTC March 1% 2012 23:20:00 and ends at UTC March 1% 2012 23:30:00, thus 10
minutes duration.

= |nthe second serviceScheduleg, it includes

»  asessionSchedule that starts at UTC March 71" 2012 10:00:00 and ends at UTC March 7" 2012
10:30:00;

= afirst fileSchedule used for FOTA for oem-1 model-4 with a filename of image456345.apk,
which delivery starts at UTC March 7" 2012 10:00:00 and ends at March 7" 2012 10:15:00, thus
15 minutes duration;

= asecond fileSchedule used for FOTA for oem-1 model-2 with filename image504123.apk, which
delivery starts at UTC March 7™ 2012 10:15:00 and ends at UTC March 7" 2012 10:30:00, thus
15 minutes duration.
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<?xm version="1.0" encodi ng="UTF-8"?>

<schedul eDescri ption
xm ns="ur n: 3gpp: net adat a: 2011: MBVS: schedul eDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"

XSi :

schemalLocat i on="ur n: 3gpp: net adat a: 2011: MBMS: schedul eDescri pti on Schedul e- Descri ption-

Mai n. xsd"
schedul eUpdat e="2012- 02- 01T00: 00: 00Z" >

<sv: schemaVer si on>3</ sv: schemaVer si on>
<servi ceSchedul e>
<sessi onSchedul e>
<start>2012-03-01T23: 00: 00Z</start>
<st op>2012- 03- 01T23: 30: 00Z</ st op>
<sv:delimter>0</sv:delimter>
<sv:delimter>0</sv:delimter>
</ sessi onSchedul e>
<fil eSchedul e>
<fileURI>file://fota.operator.conm swpdate/ oem 1/ nodel - 1/i mage032212. apk</fil eURl >
<deliverylnfo start="2012-03-01T23: 00: 002" end="2012-03-01T23: 10: 002"/ >
<sv:delimter>0</sv:delinter>
</fil eSchedul e>
<fil eSchedul e>
<fileURI >file://fota.operator.conm swpdate/ oem 1/ nodel - 2/ i mage098798. apk</fil eURl >
<deliverylnfo start="2012-03-01T23: 10: 002" end="2012-03-01T23: 20: 002"/ >
<sv:delimter>0</sv:delinter>
</fil eSchedul e>
<fil eSchedul e>
<fileURI >file://fota.operator.con swpdate/oem 1/ nodel - 3/ i nage765987. apk</fil eURl >
<deliverylnfo start="2012-03-01T23: 20: 002" end="2012-03-01T23: 30: 002"/ >
<sv:delimter>0</sv:deliniter>
</fil eSchedul e>
</ servi ceSchedul e>

<servi ceSchedul e>

<sessi onSchedul e>
<start>2012-03-07T10: 00: 00Z</ start>
<st op>2012- 03- 07T10: 30: 00Z</ st op>
<sv:delimter>0</sv:delinter>
<sv:delimter>0</sv:delinter>
</ sessi onSchedul e>
<fil eSchedul e>
<fileURI >file://fota.operator.con swpdate/ oem 1/ nodel - 4/ i mage456345. apk</fil eURl >
<deliverylnfo start="2012-03-07T10: 00: 002" end="2012-03-07T10: 15: 002"/ >
<sv:delimter>0</sv:deliniter>
</fil eSchedul e>
<fil eSchedul e>
<fileURI > file://fota.operator.con swpdate/ oem 1/ nodel -5/ i mage504123. apk</fil eURl >
<deliverylnfo start="2012-03-07T10: 15: 002" end="2012-03-07T10: 30: 002"/ >
<sv:delimter>0</sv:delinter>
</fil eSchedul e>

</ servi ceSchedul e>
</ schedul eDescri pti on>

Example 2

In thisinstantiation example, the following key points can be noted:

The version of the schema used to generate this instantiation is version 3, as indicated by the schemaVersion
element. Thus areceiver of thisinstantiation that has multiple schedule schema versions (say 1, 2, 3 and 4),
should use the schedule schema version equals to 3, asindicated in the version attribute of the schema
instruction “schema’. A receiver that has only older versions (versionl and/or 2 in this case) of the schedule
schema should use the schema that has the highest version number for validating the instantiation, but
extensions made in higher versions of the schemawill be ignored by the receiver. The receiver should avoid
using schema version higher than 3, since the instantiation would fail verification against such schema
version.

The scheduleUpdate element indicates UTC time February 1% at time 00 hour 00 min 00 sec. Thus UE should
seek to update the schedule instance after thistime.

Thereis 1 serviceSchedul e e ement, which includes:
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= asessionSchedule that

» Hasafirst occurrence that starts at UTC March 7" 2012 23:00:00 and ends at UTC March
7" 2012 23:30:00;

» Has subsequent occurrences everyday at the same time until UTC March 14" 2012
00:00:00

= A first fileSchedule used for FOTA for oem-1 model-1 with a filename of image032212.apk,
which delivery starts at UTC March 7" 2012 23:00:00 and ends at March 7" 2012 23:10:00, thus
10 minutes duration;

= A second fileSchedule used for FOTA for oem-1 model-2 with a filename of image098798.apk,
which delivery starts at UTC March 7" 2012 23:10:00 and ends at March 7" 2012 23:20:00, thus
10 minutes duration;

= A third fileSchedule used for FOTA for oem-1 model-3 with a filename of image765987.apk,
which delivery starts at UTC March 7" 2012 23:20:00 and ends at March 7" 2012 23:30:00, thus
10 minutes duration;

<?xm version="1.0" encodi ng="UTF-8"?>
<schedul eDescri pti on
xm ns="ur n: 3gpp: net adat a: 2011: MBVS: schedul eDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xsi : schemaLocat i on="ur n: 3gpp: net adat a: 2011: MBVS: schedul eDescri pti on Schedul e- Descri pti on-
Mai n. xsd"
schedul eUpdat e="2012- 02- 07T00: 00: 00Z"
versi on="764">
<sv: schemaVer si on>3</ sv: schemaVer si on>
<servi ceSchedul e>
<sessi onSchedul e>
<start>2012-03-07T23: 00: 00Z</start>
<st op>2012- 03- 07T23: 30: 00Z</ st op>
<reoccur encePat t er n>dai | y</reoccur encePatt er n>
<reoccur enceSt opTi mne>2012- 03- 14T00: 00: 00Z</ r eoccur enceSt opTi ne>
<sv:delimter>0</sv:delinter>
<sv:delimter>0</sv:deliniter>
</ sessi onSchedul e>
<fil eSchedul e>
<fileURI >file://fota.operator.com swpdate/oem 1/ nodel - 1/i mage032212. apk</fil eURl >
<deliverylnfo start="2012-03-07T23: 00: 002" end="2012-03-07T23: 10: 002"/ >
<sv:delimter>0</sv:delimter>
</fil eSchedul e>
<fil eSchedul e>
<fileURI >file://fota.operator.conm swpdate/ oem 1/ nodel - 2/ i mage098798. apk</fil eURl >
<deliverylnfo start="2012-03-07T23: 10: 002" end="2012-03-07T23: 20: 002"/ >
<sv:delimter>0</sv:delimter>
</fil eSchedul e>
<fil eSchedul e>
<fileURI >file://fota.operator.con swpdate/ oem 1/ nodel - 3/ i nage765987. apk</fil eURl >
<deliverylnfo start="2012-03-07T23: 20: 002" end="2012-03-07T23: 30: 002"/ >
<sv:delimter>0</sv:delimter>
</fil eSchedul e>
</ servi ceSchedul e>
</ schedul eDescri pti on>

Example 3

In thisinstantiation example, the following key points can be noted:

= Theversion of the schema used to generate thisinstantiation is version 3, asindicated by the schemaVersion
element. Thus areceiver of thisinstantiation that has multiple schedule schema versions (say 1, 2, 3 and 4),
should use the schedule schema version equalsto 3, as indicated in the version attribute of the schema
instruction “schema’. A receiver that has only older versions (version 1 and/or 2 in this case) of the schedule
schema should use the schema that has the highest version number for validating the instantiation, but
extensions made in higher versions of the schema will be ignored by the receiver. The receiver should avoid

ETSI



3GPP TS 26.346 version 12.3.0 Release 12 140 ETSI TS 126 346 V12.3.0 (2014-10)

using schema version higher than 3, since the instantiation would fail verification against such schema
version.The scheduleUpdate element indicates UTC time February 1% at time 00 hour 00 min 00 sec. Thus
UE should seek to update the schedule instance after thistime.

= Thereis 1 serviceSchedule element, which includes:
= asessionSchedule that

= Hasafirst occurrence that starts at UTC March 1% 2012 23:00:00 and ends at UTC March
1% 2012 23:30:00;

= Has subsequent occurrences everyday at the same time until UTC March 7" 2012 00:00:00

<?xm version="1.0" encodi ng="UTF-8"?>
<schedul eDescri pti on xm ns="urn: 3gpp: net adat a: 2011: MBVS: schedul eDescri pti on"
schedul eUpdat e="2012- 02- 01T00: 00: 00Z"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns: sv="ur n: 3gpp: et adat a: 2009: MBMS: schenaVer si on"
xsi : schemaLocat i on="ur n: 3gpp: net adat a: 2011: MBVS: schedul eDescri pti on Schedul e- Descri pti on-
Mai n. xsd" >
<sv: schemaVer si on>3</ sv: schemaVer si on>
<servi ceSchedul e>
<sessi onSchedul e>
<start>2012-03-01T23: 00: 00Z</start >
<st op>2012- 03- 01T23: 30: 00Z</ st op>
<reoccur encePat t er n>dai | y</reoccurencePatt er n>
<r eoccur enceSt opTi mre>2012- 03- 07T00: 00: 00Z</ r eoccur enceSt opTi ne>
<sv:delimter>0</sv:deliniter>
<sv:delimter>0</sv:deliniter>
</ sessi onSchedul e>
</ servi ceSchedul e>
</ schedul eDescri pti on>

11.2B Filter Description Metadata Fragment

11.2B.1 Introduction

This clause describes the procedures, usage and XML schema of the Filter Description metadata fragment. The
procedures associated with the elements of the Filter Description metadata fragment are specified in sub-clause 11.2B.2.
The basic buildng block of alocation filter isreferred to asthe location rule.  Multiple location rules or constituent
location filters built from these rules can be combined by using logical relationships (AND, OR, NOT) and recursion to
form the overall, composite location filter. Such usage and semantics are described in sub-clause 11.2B.3.  The group
filter usage and semantics are described in sub-clause 11.2B.3A. The XML schemafor the Filter Description Metadata
Fragment is specified in sub-clause 11.2B 4.

The UE may support the Filter Description fragment, and it may support the location filter data carried in this fragment.

11.2B.2 Procedures for Filter Description Metadata Fragment
A Filter Description metadata fragment instance may be delivered to the MBMS clients:

e during MBMS User Service Discovery/Announcement prior to the MBM S download session along with the
session description (out-of-band of that session); or

e in-band withinaMBMS download session; or
e viaan MBMS download session dedicated to the transport of filter metadata information.

The most recently delivered Filter Description instance (i.e. the one with the highest version number - as given in the
MBMS Metadata Envel ope, see sub-clause 11.1.3) shall take the highest priority, such that filter data parameters
received prior to, and out-of-band, of the download session they apply to are regarded as "initial defaults', and filter
data parameters received in-band with the download session overwrite the earlier received filter data parameters.
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The Filter Description instance is clearly identified using a URI to enable UE cross-referencing of in and out-of-band
filter datafiles.

The Media Type for the filter data information is "application/mbms-filter description+xml"

Availability of the Filter Description fragment isindicated by the presence of the receptionFiltering el ement in the
Schedule Description fragment, as child element of either the sessionSchedule or the fileSchedule element. Each
filterData element is identified by itsid attribute, which enables cross-referencing with the filterID attribute in the
Schedule Description fragment.

11.2B.3 Usage of Location Filter

The overall location filter, representing the filtering criteria for positive reception of an associated |location-specific
content item or service, is expressed by the contents of the complex element locationFilter whose syntax is specified by
the schema of the Filter Description fragment in clause 11.2B.4.  The fundamental component or “atomic” building
block of the location filter is the child element locationRule. 1t may be combined, via the element logical Operation
along with the use of recursion, with additional location rules and/or intermediate location filters to form the composite
location filter. From the schemain 11.2B.4, possible decompositions of the location filter are as follows:

a) LF=locationFilter = locationFilterl = LFI1,;

b) “ = locationFilter2 = LF2;

C) “ = JlocationRule = LR;

d) “ = locationFilterl logicalOperation locationRule = LF1LOLR;
€) “ = locationFilterl logicalOperation locationFilter2 = LF1LO LF2;
f) “ = logicalOperation locationFilter2 = LO LF2;

The string val ue of logicalOperation (abbreviated as L O in the above) may correspond to the binary operator ‘AND’ or
‘OR’, or the unary operator ‘NOT’. In the decomposition of (f), the only allowed value for thiselement is *‘NOT’.

The basic location rule, defined by the element locationRule, comprises one or more target areas for which the required
presence may additionally be associated with temporal and confidence level criteria.  Each target area, represented by
the child element targetArea, shall in turn comprise one or more cell-1Ds and/or one or more shapes, the latter
parameter defined by OMA MLP[109]. Permitted shapesin this version of the specification are ‘ Polygon’ and
‘CircularArea’ as defined by [109]. If present, temporal parameters shall include the elements startTime and endTime,
and optionally the element duration. Presence of only startTime and endTime is an indication that reception of the
associated content item or service is conditioned by the location of the UE in any one of the instantiated target areas for
the entire interval given by the difference between the start and end time values. Additional presence of duration
means that UE presence in the target areais only required for the interval given by the value of this element, with
duration < (endTime — startTime). In addition to temporal criteria, targeted reception of the content or service may be
further conditioned by a minimum required level of confidence from the UE’ s perspective, and given by the element
confidencelevel, that the location of the UE fulfills both the associated target area and time criteria.  In the event that
the filter criterion corresponds to the present/current UE location in atarget area defined strictly by cell-ID(s), both the
time and confidence level parameters shall be absent. Defining targeted reception of a content or service by multiple
timeintervals requires multiple instances of locationRule in the composite location filter, since asingle location rule
can only be associated with a single temporal criterion.

The evaluation of whether an instance of location filtering criteriais satisfied is a device-internal mechanism and
implementation-specific issue outside the scope of this specification.

11.2B.3A Usage of Group Filter

The group filter may be included as part of the filter description metadata fragment. The syntax of the group filter is
specified by the schema of the Filter Description fragment in clause 11.2B.4.

The group filter is composed of grouplD elements: Each groupFilter element isinstantiated with alist of string
identifiers classifying the targeted groups as groupl D elements. Multiple instantiations of this element may be used to
classify content targeted to different groups and could be mapped to various types of target group information, e.g.,
social group, age group, gender, profession, ethnic group, etc. An MBMS client may selectively receive contents with
the group filter values known to match the profile of the user.
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11.2B.4 XML Schema for the Filter Description Metadata Fragment

Indicated below isthe formal XML syntax of the Filter Description metadata fragment, containing location filtering
data as represented by the element locationFilter and grouping data as represented by the element groupFilter.
Documents following this schema can be identified with the Media Type " application/mbms-filter-description+xml
defined in Annex C.15.

In this version of the specification the network shall set the schemaVersion element, defined as a child of
filter Description element, to 2.

The schema version attribute (part of the schemainstruction) shall be included in the UE schema and the network
schema.

NOTE: The value of the schemaVersion element and version attribute is intended to be increased by 1 in every
future releases where new element(s) or attribute(s) are added.

When a UE receives an instantiation of a Filter Description compliant to this schema, it shall determine the schema
version required to parse the instantiation as follows:

o If the UE supports one or more versions of the Filter Description schema with the schema version attribute,
then the UE shall use the schema that has the highest schema version attribute value that is equal to or less
than the value in the received schemaVersion element;

The schema filename of the Filter Description schemais FilterDescription.xsd. The XML schema " schema-
version.xsd” is specified in Annex J.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="urn: 3gpp: met adat a: 2011: MBVS: fi | t er Descri ption"”
xm ns: r12="urn: 3gpp: net adat a: 2013: MBVS: fi | t er Descri pti on"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: sv="urn: 3gpp: met adat a: 2009: MBVS: schemaVer si on"
t ar get Namespace="ur n: 3gpp: nmet adat a: 2011: MBMS: fi | t er Descri pti on" el ement For nDef aul t ="qual i fi ed"
version="2">
<xs:inport schemaLocati on="Filter-Rel-12-schema-sni ppet.xsd"
nanmespace="urn: 3gpp: net adat a: 2013: MBVS: fi | t er Descri ption"/>
<xs:inport schemalLocati on="schema-version. xsd"
nanespace="ur n: 3gpp: net adat a: 2009: MBVS: schemaVer si on"/ >
<xs: conpl exType name="| ocati onFi |l ter Type">
<Xs: sequence>
<xs:el ement name="l|ocationFilterl" type="l|ocationFilterType" m nCccurs="0"/>
<xs: el ement nanme="| ogi cal Operati on" m nCccurs="0">
<xs:si npl eType>
<xs:restriction base="xs:string">
<xs:enuneration val ue="AND"/ >
<xs:enuneration val ue="COR"'/ >
<xs:enuneration val ue="Nor"/ >
</xs:restriction>
</ xs: si npl eType>
</ xs: el ement >
<xs: choi ce>
<xs: el ement name="| ocationRul e" m nCccurs="0">
<xs: conpl exType>
<Xs: sequence>
<xs: el ement name="t arget Area" maxCccurs="unbounded" >
<xs: conpl exType>
<Xs: sequence>
<xs:el ement name="cel || D' type="xs:unsi gnedLong"
m nCccur s="0" nmaxQccur s="unbounded"/ >
<xs: el ement name="shape" m nCccurs="0">
<xs: conpl exType>
<Xs: sequence>
<xs: el ement nanme="Pol ygon" m nCccurs="0"
maxQccur s=" unbounded" >
<xs:annot ati on>
<xs:docunent ati on>see [ OVA
M_P] </ xs: docunent at i on>
</ xs:annot ati on>
</ xs: el emrent >
<xs: el ement name="Ci rcul arArea" m nCccurs="0"
maxQccur s=" unbounded" >
<xs:annot ati on>
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<xs: docunent ati on>see [ OVA
M_P] </ xs: docunent at i on>
</ xs:annot ati on>
</ xs: el emrent >
<xs:any namespace="##ot her"
processCont ent s="| ax"
m nCccur s="0" maxCccur s="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el emrent >
<xs:any nanespace="##ot her" processContents="1ax"
m nCccur s="0" maxCccur s="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el emrent >
<xs:el ement name="startTi me" type="xs:unsignedlnt" mnCccurs="0"/>
<xs: el ement name="endTi me" type="xs:unsignedlnt" mnCccurs="0"/>
<xs: el ement name="duration" type="xs:unsignedlnt" mnCccurs="0"/>
<xs: el ement nanme="confi denceLevel " m nCccurs="0">
<xs:sinmpl eType>
<xs:restriction base="xs: deci mal ">
<xs: m nlncl usi ve val ue="0"/>
<xs: maxl ncl usi ve val ue="1"/>
</xs:restriction>
</ xs: si nmpl eType>
</ xs: el emrent >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el emrent >
<xs:el ement name="l|ocationFilter2" type="l|ocationFilterType" m nCccurs="0"/>
</ xs: choi ce>
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nanme="| ocati onRul eType" >
<Xs:sequence>
<xs: el ement name="target Area" type="targetAreaType" maxCccurs="unbounded"/>
<xs:el ement name="startTi me" type="xs:unsignedlnt" mnCccurs="0"/>
<xs: el ement name="endTi me" type="xs:unsignedlnt" m nCccurs="0"/>
<xs: el ement name="duration" type="xs:unsignedlnt" mnCccurs="0"/>
<xs: el ement name="confi denceLevel " m nCccurs="0">
<xs:sinpl eType>
<xs:restriction base="xs: deci mal ">
<xs: m nlncl usi ve val ue="0"/>
<xs: max! ncl usi ve val ue="1"/>
</xs:restriction>
</ xs: si npl eType>
</ xs: el emrent >
</ xs: sequence>
</ xs: conpl exType>
<xs: conpl exType name="t ar get AreaType" >
<Xs: sequence>
<xs: el ement nanme="cel | | D' type="xs:unsi gnedLong" m nCccurs="0" maxCccurs="unbounded"/>
<xs: el ement name="shape">
<xs: conpl exType>
<Xs: sequence>
<xs: el ement nanme="Pol ygon" m nCccurs="0" maxCccurs="unbounded" >
<xs:annot ati on>
<xs:document ati on>see [ OVA M.P] </ xs: documnent ati on>
</ xs:annot ati on>
</ xs: el ement >
<xs: el ement name="Circul arArea" m nCccurs="0" maxCccur s="unbounded" >
<xs:annot ati on>
<xs:docunent ati on>see [ OVA M.P] </ xs: document ati on>
</ xs:annot ati on>
</ xs: el emrent >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el emrent >
</ xs: sequence>
</ xs: conmpl exType>
<xs: conpl exType nanme="filterDescripti onType">
<Xs:sequence>
<xs: el ement ref="sv:schemaVersion"/>
<xs:el ement name="filterData" maxCccurs="unbounded">
<xs: conpl exType>
<Xs: sequence>
<xs: el ement name="locationFilter" type="locationFilterType" m nCccurs="0"/>
<xs:element ref="r12:groupFilter" m nCccurs="0"/>
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<xs:element ref="sv:delimter"/>
<xs:any nanespace="##ot her" processContents="lax" m nQccurs="0"
maxCQccur s="unbounded"/ >
</ xs: sequence>
<xs:attribute name="id" type="xs:anyURl" use="required"/>
</ xs: conpl exType>
</ xs: el emrent >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: el ement name="filterDescription" type="filterDescriptionType"/>
</ xs: schema>

The following schemais the release 12 extension to the Filter Description schema. The schema file name, as referenced
in the main Filter Description schema, is Filter-Rel-12-schema-snippet.xsd

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns="ur n: 3gpp: net adat a: 2013: MBVS: fi | t er Descri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3gpp: net adat a: 2013: MBVS: fil t er Descri ption"
el enent For nDef aul t =" qual i fi ed">

<xs: el ement name="groupFilter" type="groupFilterType"/>
<xs: conpl exType nanme="groupFilterType">
<xs:sequence>
<xs: el ement name="groupl D' type="xs:string" maxCccurs="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>

</ xs: schema>

11.3  Security Description Metadata Fragment

11.3.1 Definition of the Security Description

The Security Description fragment is referenced by the protectionDescriptionURI of a deliveryMethod element. The
Security Description fragment shall be identified by the MIME type " application/mbms protection-description+xml” as
defined in Annex C.6.

The root element of Security Description is the securityDescription element. It contains three different elements, the
keyld element identities the key(s) for each media flow, the keyManagement element the keymanagement servers that
the load is distributed over and the parametersin use, and the fecProtection element that configures the FEC protection
of the point to multi-point distributed key flows.

The keyManagement element defines the list of key management servers (i.e. BM-SC). The MBMS UE must register
with akey management server to receive key material. A receiver shall select a key managment server following the
same procedure defined for selecting afile repair server defined in sub-clause 9.3.5.

The attribute uiccKeyManagement defines whether UICC based key management is required for the present MBM S
User Service.

The offsetTime and randomTimePeriod attributes define the back off behavior of the UE when requesting MSKs. This
uses the procedure defined in sub-clause 9.3.4 where offsetTime specifies the offset time defined in sub-clause 9.3.4.1
and randomTimePeriod the length of the random window in accordance with sub-clause 9.3.4.2. The units for both
attributes are in seconds.
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The element keyld contains alist of media flows for which keys are required. For each media flow a key identifier is
provided in addition to that media flows additional security parameters. The mediaflow is identified by a destination
tuple providing an address followed by a port number separated by a"/", i.e. <IP-destination-address>/<destination-
port>. The port number is for RTP session the RTP port number, and not RTCP's. The MSK element identifies the key
uniquely by specifying both the keyDomainlD and the MSKID as defined in sub-clause 6.3.2.1 of 3GPP TS 33.246 [20].
The MXID is 4 byteslong binary with byte 3 and 4 equal to 0x00, i.e. the current key that are base64 [82] when
written into the element. The keyDomainID is a3 byte long binary value as specified in sub-clause 6.3.2.1 of [20] and
shall also be base64 encoded when written in the XML document.

The presence of the fecProtection element indicates that any MIKEY packet with an multicast destination |P address
equal to any of the used destination address in the user ServiceDescription instance’ s delivery methods, are FEC
protected and encapsulated in FEC source packets, see sub-clause 8.2.2.4. The attributes fecEncodingld, feclnstancel D,
and fecOtiExtension specify the FEC payload ID used in the source packet. All Security Description instances
referenced by a User Service Bundle Description instance shall use the same FEC parameters.

NOTE: Theterm 'service protection description’ as used in TS 33.246 [20] isidentical to the 'Security
Description' in this specification with regards to the associated USD metadata fragment.

The schema filename of Security Description (as defined below) is “security.xsd”:

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns="urn: 3GPP: et adat a: 2005: MBVS: securi tyDescri ption"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanespace="ur n: 3GPP: net adat a: 2005: MBMS: securi tyDescri pti on" el enment For nDef aul t ="qual i fi ed">
<xs: el ement name="securityDescription" type="securityDescriptionType"/>
<xs: conpl exType nanme="securityDescriptionType">
<Xs: sequence>
<xs: el ement name="keyManagenent" type="keyManagenment Type" m nCccurs="0"/>
<xs: el ement name="keyld" type="keyl dType" maxCccurs="unbounded"/>
<xs: el ement nanme="fecProtection" type="fecProtectionType" m nCccurs="0"/>
<xs:any nanmespace="##other" m nQccurs="0" maxCccur s="unbounded" processContents="|ax"/>
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType name="keyManagenent Type" >
<XS:sequence>
<xs: el ement nanme="server URl " type="xs:anyURI " maxCccurs="unbounded"/>
<xs:any nanmespace="##ot her" m nQccurs="0" maxCccur s="unbounded" processContents="|ax"/>
</ xs: sequence>
<xs:attribute nane="of fsetTi ne" type="xs:unsi gnedLong" use="optional" default="0"/>
<xs:attribute nane="randonili nePeri od" type="xs:unsi gnedLong" use="optional" default="0"/>
<xs:attribute nane="ui ccKkeyManagenment" type="xs: bool ean" use="optional" defaul t="true"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType nanme="keyl dType" >
<XS:sequence>
<xs: el erent name="medi aFl ow' maxCccurs="unbounded" >
<xs: conpl exType>
<XS:sequence>
<xs: el ement nanme="MSK" type="MsKType" maxCccurs="1"/>
</ xs: sequence>
<xs:attribute name="flow D' type="xs:string" use="required"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el ement >
</ xs: sequence>
</ xs: conpl exType>
<xs: conpl exType name="fecProtecti onType">
<xs:attribute name="fecEncodi ngl d" type="xs:unsi gnedLong" use="optional" defaul t="0"/>
<xs:attribute name="fecl nstancel d" type="xs:unsi gnedLong" use="optional"/>
<xs:attribute name="fecQi Extension" type="xs:string" use="optional"/>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
<xs: conpl exType name="MSKType" >
<Xs: sequence>
<xs: el ement name="keyDomai nl D' type="xs:base64Bi nary" m nCccurs="1" maxCccurs="1"/>
<xs:el ement name="MSKI D' type="MsSKI DType" m nCccurs="1" maxCccurs="1"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: si npl eType nanme="MsSKI DType" >
<xs:restriction base="xs: base64Bi nary" >
<xs:length val ue="4"/>
</xs:restriction>
</ xs:sinmpl eType>
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</ xs: schema>

11.3.2 Example of a Security Description:

<?xm version="1.0" encodi ng="UTF-8"?>
<securityDescription
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: securi tyDescri ption"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"
xsi : schenmalLocat i on="ur n: 3GPP: net adat a: 2005: MBMS: securi tyDescription security.xsd">
<keyManagenent
of f set Ti ne="5"
randonili nePeri od="10"
ui ccKeyManagenent ="t rue" >
<server URI >http://register.operator.unts/</serverURl >
<server URI >http://register2. operator.unts/</server URl >
</ keyManagenent >
<keyl d>
<nmedi aFl ow fl oM D="224. 1. 2. 3/ 4002" >
<MBK>
<keyDomai nl D>aMoM/ keyDonai nl D>
<MsKI D>aMbAAA==</ MSKI D>
</ MBK>
</ nedi aFl ow>
<nmedi aFl ow f| oM D="224. 1. 2. 3/ 4004" >
<MBK>
<keyDormai nl D>GVBM</ keyDomai nl D>
<MsKI D>aMKAAA==</ MBKI D>
</ MBK>
</ nedi aFl ow>
</ keyl d>
<f ecProtection
f ecEncodi ngl d="1"
fecl nstancel d="0"
fecOti Ext ensi on="1SCxWEMNe397nm24Swgy Rhg=="/ >
</ securityDescription>

11.4  Service Protection Registration Format

11.4.1 Data Format

The below XML schema defines aformat used to register to the keymanagement servers according to the procedure in
TS 33.246. The MIME type for this format is defined in appendix C.9. The servicelD element identifies the service
uniquely and is the same as the serviceld used in the userServiceDescription format defined in sub-clause 11.2.1. The
schema filename of service protection registration is SecurityRegistration.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanmespace="ur n: 3GPP: net adat a: 2005: MBMS: securi t yRegi strati on"
el ement For nDef aul t =" qual i fi ed" attri buteFornDef aul t ="unqualified">
<xs:el ement nanme="nbnmsSecurityRegi ster">
<xs:annot ati on>
<xs:docunent ati on>MBMS Security Registration according to TS 33.246</xs: docunent ati on>
</ xs:annot ati on>
<xs: conpl exType>
<Xs:sequence>
<xs: el ement name="servicel D' type="xs:anyUR" maxCccurs="unbounded" m nCccurs="1"/>
<xs:any nanespace="##other" m nCccurs="0" nmaxCQccur s="unbounded"
processContent s="| ax"/ >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el emrent >
</ xs: schenma>

11.4.2 Example

The below example is used to register to a service identifed by the servicelD "
urn: 3gpp:mbms:exampl e: serivee:identification:123456789abcdef" .

<?xm version="1.0" encodi ng="UTF-8"?>

<mbmsSecurityRegi ster xm ns="urn: 3GPP: net adat a: 2005: MBVS: securi tyRegi stration"”
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >
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xsi : schemaLocat i on="ur n: 3GPP: et adat a: 2005: MBVS: securi t yRegi strati on SecurityRegi strati on. xsd">
<servi cel D>ur n: 3gpp: nbns: exanpl e: serivce:identification: 123456789abcdef </ servi cel D>
</ mbrsSecurit yRegi st er >

11.5 Service Protection De-Registration Format

11.5.1 Data Format

Thisformat is used to de-register from the keymanagement server(s) according to the procedurein TS 33.246. The
MIME type for this format is defined in appendix C.10. The servicel D element is defined exactly asin sub-clause
11.4.1. The schema filename of service protection de-registration is SecurityDeregi stration.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanmespace="ur n: 3GPP: net adat a: 2005: MBMS: securi t yDer egi strati on"
el ement For nDef aul t =" qual i fi ed" attri buteFornDef aul t ="unqual i fied">
<xs: el ement name="nbnsSecurityDeregi ster">
<xs:annot ati on>
<xs:docunent ati on>MBMS Security Deregistration according to TS 33. 246</ xs: docunment ati on>
</ xs:annot ati on>
<xs: conpl exType>
<Xs: sequence>
<xs:el ement nanme="servicel D' type="xs:anyURl " maxCccurs="unbounded" m nCccurs="1"/>
<xs:any nanespace="##other" m nCQccurs="0" maxQccurs="unbounded"
processCont ent s="1 ax"/ >
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
</ xs: conpl exType>
</ xs: el ement >
</ xs: schema>

11.5.2 Example

The below exampleis used to de-register from the services identifed by the servicelD "
urn: 3gpp: mbms.exampl e:serivce:identification: 123456789abcdef" .

<?xm version="1.0" encodi ng="UTF-8"?>

<nbnsSecuri tyDeregi ster xm ns="urn: 3GPP: net adat a: 2005: MBVS: securi tyDeregi strati on"”

xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >

The schema fil ename of service protection de-registration is SecurityDeregistration.xsd
<servi cel D>ur n: 3gpp: mbrs: exanpl e: serivce:identification: 123456789abcdef </ servi cel D>

</ mbrsSecuri t yDer egi st er >

11.6  Service Protection MSK Request Format

11.6.1 Data Format

Thisformat is used to request from the keymanagement server(s) the delivery of one or more MSK identities as defined
in sub-clause 11.3.1. The MIME type for this format is defined in appendix C.8. The schema filename of service
protection de-registration is SecurityDeregistration.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns="ur n: 3GPP: et adat a: 2005: MBVS: nskRequest "
t ar get Nanespace="ur n: 3GPP: net adat a: 2005: MBMS: nskRequest "
el ement For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t =" unqual i fi ed">

<xs: el ement nanme="nbmsMSKRequest " >
<xs:annot ati on>
<xs: docunent ati on>
MBMS MBK Request as defined by 3GPP TS 26.346 and 3GPP TS 33. 246
</ xs: docunent ati on>
</ xs:annot ati on>
<xs: conpl exType>
<XS:sequence>
<xs:el ement name="MSK"' type="MSKType" m nCccurs="1" maxCccurs="unbounded"/>
</ xs: sequence>
<xs:anyAttribute processContents="skip"/>
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</ xs: conpl exType>
</ xs: el ement >
<xs: conpl exType nanme="MsKType" >
<Xs:sequence>
<xs: el ement name="keyDomai nl D' type="xs:base64Bi nary" m nCccurs="1" maxCccurs="1"/>
<xs: el ement name="MSKI D' type="MSKI DType" m nCccurs="1" maxCccurs="1"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: si npl eType nane="MsKI DType" >
<xs:restriction base="xs:base64Bi nary">
<xs:length val ue="4"/>
</xs:restriction>
</ xs: sinmpl eType>
</ xs: schena>

11.6.2 Example

The below example is used to request a single M SK with keyDomainlD "uHCd" and aMSK ID part "aMkAAA==".

<?xm version="1.0" encodi ng="UTF-8"?>
<mbrs MSKRequest
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xm ns="ur n: 3GPP: net adat a: 2005: MBVS: nskRequest " >
xsi : schemaLocat i on="ur n: 3GPP: et adat a: 2005: MBVS: nskRequest nmskRequest . xsd" >
<MBK>
<keyDomai nl D>uHCd</ keyDomai nl D>
<MsKI D>aMKAAA==</ MBKI D>
</ MsK>
</ mbns MSKRequest >

11.7  Service Protection Registration and De-Registration
Response Format

11.7.1 Data Format

Thisformat is used in the response of the keymanagement server(s) to a Service Protection Registration or De-
Registration message. Service Protection Registration message format is defined in clause 11.4 and the Service
Protection De-Registration message format in clause 11.5. The format of the response codes are defined in 3GPP
TS 33.246 [20]. The MIME Mediatype for this format is defined in appendix C.13. The schema filename of service
protection registration and de-registration response format is securityRegistrationResponse.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns="urn: 3GPP: net adat a: 2005: MBVS: securi t yRegi strati onResponse"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Namespace="ur n: 3GPP: net adat a: 2005: MBMS: securi t yRegi strati onResponse”
el enent For nDef aul t =" qual i fi ed" attributeFornDefaul t="unqualified">
<xs: el ement name="nbnsSecurityRegi st er Response">
<xs:annot ati on>
<xs:docunent ati on>MBMS Security Registration Response according to TS
33. 246</ xs: docunent ati on>
</ xs:annot ati on>
<xs: conpl exType>
<XS:sequence>
<xs:el ement name="Response" type="ResponseType" nmaxCccurs="unbounded"/>
<xs:any nanmespace="##ot her" m nQccurs="0" maxCccur s="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el ement >
<xs: conpl exType nanme="ResponseType">
<XS:sequence>
<xs: el ement nanme="servicel D' type="xs:anyURl"/>
<xs: el ement nane="ResponseCode" type="xs:string"/>
<xs:any nanmespace="##ot her" processContents="1ax" m nCccurs="0" maxCccurs="unbounded"/>
</ xs: sequence>
</ xs: conpl exType>
</ xs: schema>
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11.7.2 Example

<?xm version="1.0" encodi ng="UTF-8"?>
<nmbnsSecurityRegi st er Response xm ns="ur n: 3GPP: net adat a: 2005: MBVS: securi t yRegi strati onResponse”
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"
xsi : schemaLocati on="ur n: 3GPP: et adat a: 2005: MBVS: securi t yRegi strati onResponse" >
securityRegi strati onResponse. xsd" >
<Response>
<servi cel D>ur n: 3gpp: mbns: exanpl e: servi ce:identification: 123456789abcdef </ servi cel D>
<ResponseCode>200 OK</ ResponseCode>
</ Response>
<Response>
<servi cel D>ur n: 3gpp: mbns: exanpl e: servi ce:identification:fedcba987654321</servi cel D>
<ResponseCode>200 OK</ ResponseCode>
</ Response>
</ nbmsSecurit yRegi st er Response>

11.8 Service Protection MSK Response Format

11.8.1 Data Format

Thisformat is used in the response of the keymanagement server(s) to an MSK Request message. The MSK Request
message format is defined in clause 11.6. The format of the response codes are defined in 3GPP TS 33.246 [20]. The
MIME Mediatype for this format is defined in appendix C.12. The schema filename of service protection MSK
response format is mskResponse.xsd.

<?xm version="1.0" encodi ng="UTF-8"?>
<xs:schema xm ns="urn: 3GPP: net adat a: 2005: MBVS: mnskResponse"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
t ar get Nanmespace="ur n: 3GPP: net adat a: 2005: MBMS: nskResponse" el enent For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t ="unqual i fi ed">
<xs: el ement nane="nbnmsMSKResponse" >
<xs:annot ati on>
<xs: docunent ati on>MBMS Security MSK Request Response according to TS
33. 246</ xs: docunent ati on>
</ xs:annot ati on>
<xs: conpl exType>
<XS:sequence>
<xs:el ement name="Response" type="ResponseType" nmaxCccurs="unbounded"/>
<xs:any nanmespace="##ot her" m nQccurs="0" maxCccur s="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>
</ xs: el enent >
<xs: conpl exType name="MsKType" >
<Xs: sequence>
<xs: el ement nanme="keyDonai nl D' type="xs: base64Bi nary"/>
<xs: el ement name="MSKI D' type="MSKI DType"/>
</ xs: sequence>
</ xs: conpl exType>
<xs: si npl eType name="MSKI DType" >
<xs:restriction base="xs: base64Bi nary" >
<xs:length val ue="4"/>
</xs:restriction>
</ xs: si mpl eType>
<xs: conpl exType nanme="ResponseType">
<Xs:sequence>
<xs: el erent name="MSK" type="NMSKType"/>
<xs: el ement nane="ResponseCode" type="xs:string"/>
<xs:any namespace="##other" processContents="lax" m nCccurs="0" maxCccurs="unbounded"/ >
</ xs: sequence>
</ xs: conpl exType>
</ xs: schenma>

11.8.2 Example

<?xm version="1.0" encodi ng="UTF-8"?>

<nmbnsMSKResponse xm ns="ur n: 3GPP: net adat a: 2005: MBVS: mskResponse"

xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"

xsi : schemaLocat i on="ur n: 3GPP: et adat a: 2005: MBVS: nskResponse nskResponse. xsd" >
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<Response>
<MBK>
<keyDomai nl D>uHCd</ keyDomai nl D>
<MBKI D>aMKAAA==</ MBKI D>
</ MBK>
<ResponseCode>200 OK</ ResponseCode>
</ Response>
<Response>
<MBK>
<keyDomai nl D>uHCd</ keyDomai nl D>
<MSKI D>JM EAA==</ MSKI D>
</ MBK>
<ResponseCode>200 OK</ ResponseCode>
</ Response>
</ mbns MSKResponse>

11.9 MBMS Feature Requirements

ETSI TS 126 346 V12.3.0 (2014-10)

MBMS features enable the BM-SC to signal to the UE the set of capabilities that are required for the consumption of
the MBM S user service. The required capability list isindicated in the MBMS User Service Description of the

corresponding MBM S user service as defined in section 11.2.1.

The MBMS UE shall not attempt to receive the service if it detects that at least one required capability, indicated in the
USD, is not supported or not understood. The introduction of new features is possible and assumes that unidentified

features shall be interpreted by the UE as arequirement that cannot be fulfilled.

Thefollowing list of featuresis currently identified:

Table 2 - MBMS Feature Requirement List

Service Capability References Recognized Feature Values
(Integer)

Speech as defined in clause 10.2 0

AMR-WB as defined in clause 10.2 1

Enhanced aacPlus as defined in clause 10.3 2

Extended AMR-WB as defined in clause 10.3 3

Synthetic audio as defined in clause 10.4 4

H.263 as mentioned in clause 10.5 5

H.264 Constrained Baseline Profile as defined in clause 10.5 (of Release 6

Level 1b 6)

Still images as defined in clause 10.6 7

Bitmap graphics as defined in clause 10.7 8

Vector graphics as defined in clause 10.8 9

Text as defined in clause 10.9 10

Timed text as defined in clause 10.10 11

3GPP file format as defined in clause 10.11 12

H.264 Constrained Baseline Profile as defined in clause 10.5 (of Release 13

Level 1.2 7

Scene Description as defined in clause 10.12 14

MBSFN mode in UTRAN as defined in 3GPP TS 25.346 (of 15
Release 7)

H.264 Constrained Baseline Profile as defined in clause 10.5 (of Release 16

Level 1.3 9)

AHS as defined in clause 5.6 (of Release 17
9)

3GP-DASH as defined in clause 5.6 (of Release 18
10)

H.264 Progressive High Profile Level as defined in clause 10.5 (of Release 19

3.1 11)

Frame-packed stereoscopic 3D video | as defined in clause 10.5 (of Release 20
11)

H.265 (HEVC) Main Profile, Main Tier, | as defined in clause 10.5 (of Release 21

Level 3.1 12)

Thelist of features may be extended in the future.
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12 MBMS operation on Demand (MooD)

12.1 Introduction

In the operation of "MBMS operation on Demand", or MooD, certain content that isinitially delivered over the unicast
network may be turned into an MBM S User Service, in order to efficiently use network resources when the traffic
volume exceeds a certain threshold. Such dynamic conversion from unicast delivery to MBM S delivery is also referred
to as"MBMS offloading”. The MBMS offloading may apply to unicast traffic carried over HTTP or RTP/RTSP. In
the former case, the MBM S download delivery method is used, and in the latter, the MBM S streaming method based on
RTPisused, for delivering the offloaded content.

There are two types of MBMS offloading: UE-Elected and Network-Elected offloading. In both types, there could be a
network proxy/server to detect whether unicast traffic volume for the same service or content exceeds a certain
threshold, and to indicate such occurrence to the BM-SC to enable MBMS offloading. To assist the MooD decision,
the network proxy/server may obtain UE location from the UE per operator’s policy. Alternatively, the network
proxy/server may act as an Application Function in requesting from the PCRF, via the Rx reference point, the
UE's location information via the 3GPP-User-Location-Info AVP defined in TS 29.214 [117]. Other Rx-specific AVP
asdefined in TS 29.214 [117] are outside the scope of MooD. The network proxy/server may also use LCS procedure
defined in 23.271 [118] to obtain the UE’ s location information. The network proxy/server may deliver user location
information to the BM-SC for MooD decision. The interface between the network proxy/server and the BM-SC is
outside the scope of this specification.

12.2  UE-Elected Offloading

12.2.0 General Procedures

UE-elected offloading means that a MooD-capable UE will send its unicast requests, for content eligible for conversion
to delivery asan MBM S service (as described by the MooD Configuration Management Object (MO) based on the
request domains), to a designated proxy server.

If the UE receives a MooD redirect response (containing the MooD header field), it will activate the MBMS client by
providing it with entry point information to the USD that is already provisioned or that is provided in the MooD header
field. The MooD redirect response is sent by the network proxy server in one of the following ways:

e For an HTTP GET request of alarge, non real time (NRT) file object: by an HT TP 3xx/Redirection response
that requires the UE to obtain that file delivered on an MBM S bearer, viathe MBMS download method,;

e Foran HTTP GET or partial GET request of DASH-formatted streaming content: by an HT TP 2xx/Success
response that contains, in addition to the aforementioned MooD header, the requested content;

o Foran RTSP PLAY request of a media stream: by a 3xx redirection response message requesting the UE to
switch to MBM S reception;

e Using an RTSP REDIRECT request from the RTSP server to the client informing the UE to obtain the
content delivered on an MBMS bearer, viathe MBMS streaming method.

Subsequently, when the MBM S client is operational, having 