ETSI TS 125 413 v7.9.0 200s-07)

Technical Specification

Universal Mobile Telecommunications System (UMTS);
UTRAN lu interface Radio Access

Network Application Part (RANAP) signalling

(B3GPP TS 25.413 version 7.9.0 Release 7)

G

—

D




3GPP TS 25.413 version 7.9.0 Release 7 1 ETSI TS 125 413 V7.9.0 (2008-07)

Reference
RTS/TSGR-0325413v790

Keywords
UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, please send your comment to one of the following services:
http://portal.etsi.org/chaircor/ETSI_support.asp

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2008.
All rights reserved.

DECT™, PLUGTESTS™, UMTS™, TIPHON™, the TIPHON logo and the ETSI logo are Trade Marks of ETSI registered

for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.

ETSI


http://www.etsi.org/
http://portal.etsi.org/tb/status/status.asp
http://portal.etsi.org/chaircor/ETSI_support.asp

3GPP TS 25.413 version 7.9.0 Release 7 2 ETSI TS 125 413 V7.9.0 (2008-07)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

ETSI


http://webapp.etsi.org/IPR/home.asp
http://webapp.etsi.org/key/queryform.asp

3GPP TS 25.413 version 7.9.0 Release 7 3 ETSI TS 125 413 V7.9.0 (2008-07)

Contents

INtellectual Property RIGNES.... ..ottt b e b b nenn e 2
0 Yo (o OSSR 2
1= 11 o SRS 12
1 000 S SSPR 13
2 L= £ 101 TR SRSPR 13
3 Definitions, symbols and abbreviations ............coeeiiieeii e 15
31 D= T 0 T] (0] TSPV PRUSTORRP 15
3.2 Y 2] SRS 17
3.3 F Y o] 1= V7= 0] S 17
4 LT 0T - | S 18
4.1 Procedure SpecifiCation PrINCIPIES. ... ..ot 18
4.2 Forwards and Backwards COmMpPatiDility ...........coeiriiiiiie e 19
4.3 S oTc e N o= (0] ol N\ o] = 1) SRS 19
5 RANAP SEIVICES.......eiuiitiiieitiitesiesie ettt sttt ettt st e b et et e st e st e b e e besbe s e et et et e st ebeneeabeneeneeneens 19
6 Services Expected from Signalling TranSPOrt...........cccve i ieeie s 20
7 FUNCLIONS Of RAINAP ...ttt et st e et et e st e eseeneesteeneessesneentesaeeneeseeeneensensens 20
8 RANAP PrOCEOUNES.......cueiuiiteitiitesieieie ettt sttt st sttt besee st e e ese e st e seebesbesae e e e et eseebenseabeneenseneens 21
8.1 L= 01 A 01010 [0 - 21
8.2 AN o = T 0 1= o 23
821 (€71 PSR 23
822 SUCCESSTUL OPEIALTON ...ttt ettt et b et b e et b e b et b e se et b se e st b e seeseebesb e e ebesbe e ebenbennenen 24
8221 Successful Operation for GERAN TU-MOUE.........ccciiiiririieeierie et 29
823 UNSUCCESSF UL OPEIGLION ...ttt ettt ettt b e bbbt bbb et sb e bt n e 30
8.24 WY o014 40" I Oo gl [ 1o 0SS 30
8.3 RAB REIEASE REGUESE ......ccuitiuietirtiiet sttt ettt b et b et b bbb e bt b s bt e et bt b e e ebe b ens 31
831 (C1= 0T o SO P ST 31
8.3.2 SUCCESSI UL OPEFBLION ....c.veeveeieeecie e et e sttt et e e e e etesseesseesaeesaeesseeseeeseesseenseenseensesnsesnnesneesseenseensenns 31
833 ADNOIMEAL CONAITIONS.......etiieitieiee ettt b et e e b e sh e eb e st e s e e e e e e b e sbeebesaeene e e ennees 31
84 [UREIEESE REGUESL ..ottt st s ettt et e et e st et e e e stesatesaeesaeesaeenseenteaseeeseessaesseesseesseensenneennns 31
8.4.1 (=0T o SRS PSP 31
8.4.2 SUCCESSI UL OPEIBLION ....c.veeieeiteeie ettt et e e e e e tesseesaeesaeesseesseeseeeseesseenseentesnsesnsesneesneesseenseensenns 32
84.3 ADNOIMAL CONAITIONS.......etiieeeeeeie ettt a et e e st e teseeseeebeeneeneeneesenbessesaesneeneeneensees 32
85 T S == L R 32
851 (€71 PR 32
8.5.2 SUCCESSTUL OPEIALTON ...ttt ettt b e b et b e bt b e se et b e se e st e b e seeseebesb e e ebesbe e ebenbeneenen 33
85.3 WY o] 014 40" I Oo gl [ o 0SSR 33
8.6 REIOCALTON PrEPAIALION ......c.eeviieeiiitereeeet st b bbbt b e b bbbt sb e s bt s e b et e e bt b neens 34
8.6.1 (C1= 0T o SO P ST 34
8.6.2 SUCCESSI UL OPEIBLION .....veeieeieeecie ettt e sttt et e st e e etesseesseesaeesseeaseeseeeseesseenseenteensesnsesneesnnesseensennsenns 34
8.6.2.1 Successful Operation for GERAN TU-MOUE..........cciceeiieiieiieeieieseeseee e neees 37
8.6.3 UNSUCCESSI Ul OPEIELION ... eeveeieiie e ceesee st ete ettt et e st e e estessaesseesaeesaeeeeeseesseesseenseenteeseeseensennsesneesnes 37
8.6.4 ADNOIMEAL CONAITIONS.......etiieieietee ettt b et e e bbbt bt e st e s e e e e e e b e sbenbesaeene e e ennees 37
8.6.5 Co-ordination of Two 1u Signalling CONNECLIONS..........ceiirieeriieerieee e e 38
8.7 (RETolerz (olgl == o o= AN I oo (o] o [ 38
8.7.1 (€71 PSR 38
8.7.2 SUCCESSTUL OPEIALTON ...ttt ettt b bt eb e et b e s b e b se et bese et b e seeseebesb e e ebesbe e ebenbeneenen 39
8721 Successful Operation for GERAN TU-MOUE.........ccciiiiiiriiieeriee sttt 43
8.7.3 UNSUCCESSF UL OPEIGLION ...ttt ettt bbbt b e s bbbt b e s b se et b bbb 43
8.7.3.1 Unsuccessful Operation for GERAN [U-MOCE............coeiiiieiieieesieese et snee s 44
874 ADNOIMEAL CONAITIONS.......etiieieietee ettt b et e e bbbt bt e st e s e e e e e e b e sbenbesaeene e e ennees 44
8.75 Co-ordination of Two lu Signalling CONNECLIONS..........ccveiiiierieriere e see s 45

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 4 ETSI TS 125 413 V7.9.0 (2008-07)

8.8
88.1
8.8.2
8.8.3
884
8.9
8.9.1
8.9.2
8.9.3
8.9.4
8.10
8.10.1
8.10.2
8.10.3
8.10.4
8.10.5
8.11
8111
8.11.2
8.11.3
8114
8.12
8121
8.12.2
8.12.3
8.13
8.13.1
8.13.2
8.13.3
8.14
8.14.1
8.14.2
8.14.3
8.15
8.15.1
8.15.2
8.15.3
8.16
8.16.1
8.16.2
8.16.3
8.17
8.17.1
8.17.2
8.17.21
8.17.3
8.17.3.1
8.18
8.18.1
8.18.2
8.18.3
8.184
8.19
8.19.1
8.19.2
8.19.3
8.20
8.20.1
8.20.2
8.20.3
8.21
8.21.1

REIOCALTION DELECL ......c.eiiitiieietiee ettt et b b et h et e b e et e b e b sh e e bt e et eh e e e e e e besbeebeeaeene e e enrenes 45
GBINENEL ... e b h b h e R R R R R e R £ e e R R e R e Rt R e et e b et ehenbe e e e e nreres 45
SUCCESSI UL OPEIBLION ....c.veeiee et cee et e et e st et e e ete s seesseesaeesaeesseaseeeseesseenseenteensesneesneesnnesseenseensenns 45
ADNOIMEAL CONAITIONS.......etiieitietee et h bt e bbbt b e st e s e e e e e e b e sb e nbe et ene e e ennees 46
Co-ordination of Two lu Signalling CONNECLIONS..........ccveiiiieiieriese e 46

LRz Loor= o] o @] 1 410 ] = (=SS 46
GBNEN@l... .ottt ettt ettt et e e et e st e she e sheeabeeteeaeeeheeabe e beeabe e teaheeaheeareeabeebeereeaeeeteeeteesreeateerennreanes 46
SUCCESSTUL OPEIALTON ...ttt ettt et bt b e et eb e s e e b se et b e se et e b e se e st ebesbe e ebesbe e ebesbennenen 46
ADNOIMAl CONAITIONS........eiitieitieie ettt e s te e be et e eabeeaeesbeesbeesbeebeensesaeesaeasseenseenseensesseesreesanns 46
Co-ordination of Two 1u Signalling CONNECLIONS..........ceiirieeiieerieeee e s 47

REIOCALION CANCEL.......ccueeieeeee ettt e et e e e ae e e be e beeabeeatesaeesbeesbeenteensesneesneesaeesseaseenteans 47
GBINENAL ...t b h e h et E R R SRR R e e e e R e R R e Rt Rt R e et e b e bRt nhe Rt ene e e nnan 47
SUCCESSF UL OPEIBLION ......eeeveesteeie e ee st e et et e st e e e e estesseesseesaeeseenseeseease e seenseensaensesnsesneesnnesseensennsenns 47
UNSUCCESSI Ul OPEIELION ... eeveeieeie e cee et ste ettt et et e e et e e e saeesseesaeesaeesseenseenseeseessaesteeseeseenseensesneesnes 48
ADNOIMEAl CONAITIONS. ..ottt ettt b et e et et esh e eb e bt ese e e e e e b e shenbesaeene e e ennenes 48
Co-ordination of Two 1u Signalling CONNECLIONS..........ccveiiiierie et 48

SRINS CONLEXE TIANSFEN ...ttt ettt bt b s bt eh e s e e e e b e seeeb e s bt eb e e e e s e besbeebesneenee e ennas 48
GENEN@L.... .ottt ettt e bt et e et et e e te s e e sheeebe e beeteeateeheeeheeaheebeebeeteaaeeeaeebeebeeaeeeheeataebeeateenreanreaaes 48
SUCCESSTUL OPEIALTON ...ttt b ettt st b e et b e et b e se st b e se e st e b e seebeebesb e e ebesb e e enesbennenea 48
UNSUCCESSF UL OPEIGLION ...ttt ettt b et b e st b et b e et e b e et b e a et b b 49
ADNOIMAl CONDITIONS........eiitieiicie ettt s e s te e te e b e eteeebeesbeesbeebeeasesaeesaeesaeeseenseenseensesseesreesanas 49

SRNS Data FOrwarding INITIAioN .........c.cceieiiireee ettt 49
GBNEN@L.... .ottt ettt ettt et e et e e tesaeeeheeehe e be e teeateeheeeheeabeebeebeeteeaeeeheebeebeeaeeeheeabeebeeateereanrenaes 49
SUCCESSF UL OPEIBLION ....c.veeieeeeeie e cee st e sttt et e st e st e e e e estesseesaeesaeesseenseaseeese e seenseensaensesnsesseesnnesseenseensenns 49
ADNOIMEAl CONAITIONS. ...ttt b et e e et bt e b e bt eb e et e e e b e sbenbesaeene e e ennees 49

SRNS Context Forwarding from Source RNC 10 CN .......cceiiieiieice et 49
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 49
SUCCESSI UL OPEIBLION ....c.veeieesteeie e see sttt et et e e e e estesseesaeesaeesseenseeseeaseeseenseenseensesnsesseesnnesseensennsenns 50
ADNOIMEAl CONAITIONS. ..ottt ettt b et e et et esh e eb e bt ese e e e e e b e shenbesaeene e e ennenes 50

SRNS Context Forwarding to Target RNC from CN .........coooiiiieiiiieese e 50
GBNEN@L.... .ottt et ettt ettt e et e et e et esaeesheeebe e beeteeateeheeebeeabeebeebeateareeeheebeeteeaeeeheeateeteeateenrennreaaes 50
SUCCESSTUL OPEIALTON ...ttt ettt sttt bbbt b e et b e s e e st b e sa e st e b e se e st b e seebeebesb e e ebesb e e enesbennenea 51
ADNOIMAl CONDITIONS........eiitieiicie ettt s e e s te e te et e eteeebeesbeesbeebeeasesaeesaeesaeenseenseeaseensesseesrnesanas 51

20 11 1o OSSPSR PSPPSR 51
GBINENAL ...t b h e h et E R R SRR R e e e e R e R R e Rt Rt R e et e b e bRt nhe Rt ene e e nnan 51
SUCCESSF UL OPEFBLION ....c.veeveete e e st e et et et e st e e e e estesseesseesaeeseesseeseease e seenseenseensesnsesneesnnesseenseensenns 51
ADNOIMEAL CONAITIONS. ...ttt b ettt sh e b e bt e b e et e e e b e sbenbesaeene e e ennees 52

(00001010 0] o 1 1 I TSRO PR PP PRR PR 52
GBINENAL ...ttt b h e h et E R R SRR R e e e R e AR e R e Rt R e et e b e bR e nbesaeene e e ennan 52
SUCCESSF UL OPEIBLION ....c.veeieesieeie e e et e sttt e st e e e e estesaeesseesaeesseenseaseeaseeseenseenseensesnsesneesnnesseensennsenns 53
ADNOIMAl CONUITIONS........eeitieiicie ettt e e s te e be et e eteeebeesbeesbeebeeasesaeesaeesaeeseenseenseensesseesteesanas 53

CIN TNVOKE TTBCE ... et eee ettt ettt ettt et st e s e s te e sae e bt et e e st e eseeebeesbe e beesbeenseeasesaeesaeesseenseenteentesseesseestaesens 53
GENEN@L.... .ottt ettt ettt et e et et e e te s aeesheeehe e beeteeateeheeeheeabe e beebeeteaaeeeheebeebeeaeeeheeabeebeeteereanreeaes 53
SUCCESSTUL OPEIALTON ...ttt ettt bbbt b e et b e s et b e sa e st b e se st e b e seebeebesb e e ebesbe e enesbennenea 54

Successful Operation for GERAN [U MOUE ..ottt 54
ADNOIMAl CONUITIONS........eeitieiicie ettt e e e s e e be et e eteeebeesbeesbeebeeasesaeesaeesaeeseentesnteensesseesreesanas 55
Abnormal Conditionsfor GERAN TU MOTE..........ccooiiiiiiiiieeeieee e 55

SECUNTY MOUE COMLIOL ..o eeieeeieetees et s ettt e et eesteeseesseesseesseesseeneeaneesaeesseenseenseensenseenneensensens 55
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 55
SUCCESSF UL OPEFBLION ....c.veeveete e e st e et et et e st e e e e estesseesseesaeeseesseeseease e seenseenseensesnsesneesnnesseenseensenns 55
UNSUCCESSI Ul OPEIELION ... eeveeieeie e cee et ste ettt et et e e et e e e saeesseesaeesaeesseenseenseeseessaesteeseeseenseensesneesnes 56
ADNOIMEAL CONAITIONS. ...ttt b ettt e bbbt bt e b e e e e e e besbenbesaeene e e ennees 57

L ocation REPOIING CONIOL .......ccuiieiiitiieiistirie ettt bbb bbb n et eb e et s 57
GBNEN@L.... .ottt et ettt ettt e et e et e et esaeesheeebe e beeteeateeheeebeeabeebeebeateareeeheebeeteeaeeeheeateeteeateenrennreaaes 57
SUCCESSTUL OPEIALTON ...ttt sttt b et b e et eb e e st b sa e st e b e se e st e b e seebeebesb e e et e sbe e enesbennenea 57
ADNOIMAl CONUITIONS........eiitieiiiie ettt e s te e be et e e teeebeesbeesbeebeessesaeesaeesaeenbeenseenseensesseesreesanas 58

(oo (o gl o= o o] £ A OSSPSR PSPPSR 58
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 58
SUCCESSF UL OPEFBLION ....c.eeeveete et e st este ettt et e e e e estesseesseesaeeseenseaseeaseeseenteesseensesnsesseesnnesseensennsenns 58
ADNOIMEAL CONAITIONS. ...ttt b ettt sh e b e bt e b e et e e e b e sbenbesaeene e e ennees 60

[ F= v AT 0] 10 0 T = oo ST 60
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 60

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 5 ETSI TS 125 413 V7.9.0 (2008-07)

8.21.2
8.21.3
8.21.4
8.22
8.22.1
8.22.2
82221
8.23
8.23.1
8.23.2
82321
8.23.2.2
8.23.3
8.24
8.25
8.25.1
8.25.2
8.25.3
8.253.1
8.25.3.2
8.254
8.26
8.26.1
8.26.2
8.26.2.1
8.26.2.2
8.26.3
8.26.3.1
8.26.3.2
8.26.3.3
8.27
8.27.1
8.27.2
8.27.3
8.28
8.28.1
8.28.2
8.28.2.1
8.28.3
8.29
8.20.1
8.20.1.1
8.20.1.2
8.29.2
8.20.2.1
8.20.2.2
8.30
8.30.1
8.30.2
8.30.3
8.31
8.31.1
8.31.2
83121
8.31.3
8.314
8.314.1
8.32
8.32.1
8.32.2
8.32.3
8.324

SUCCESSI UL OPEFBLION ....c.veeieeie e cee s ee et e sttt et e st e e e e etesseesseesaeeseesseeseeaseeseenseenseensesnsesseesnnnsseensennsenns 60
UNSUCCESSI Ul OPEIELION ... eeveeieeie e cee et ste ettt et et e e et e e e saeesseesaeesaeesseenseenseeseessaesteeseeseenseensesneesnes 61
ADNOIMEAl CONAITIONS. ...ttt b et e e et bt b e bt es e e e e e et e sbenbesaeene e e ennenes 61
L LY== o 61
GBINENAL ...ttt b h e h e bR R R AR £ e e e R e R R e Rt Rt R e et e b e b shenbenaeene e e nean 61
SUCCESSF UL OPEIBLION .....veeieete e cee sttt e sttt et e st et e e e estesseesseesaeesseenseaseeaseeseenteessaensesnsesseesnnesseensennsenns 61
Successful Operation for GERAN TU-MOTE..........cciiiiiiriieereeeeri e 62

(D= ol A I =0 = RS RRPRUSRUSROSROT 62
GBNEN@L.... .ottt ettt ettt et e et e e tesaeeeheeehe e be e teeateeheeeheeabeebeebeeteeaeeeheebeebeeaeeeheeabeebeeateereanrenaes 62
SUCCESSTUL OPEIALTON ...ttt b ettt st b e et b e et b e se st b e se e st e b e seebeebesb e e ebesb e e enesbennenea 63
CN Originated DIreCt TIANSFEN .......c.ciuirieiiitirieiieiere et sn s 63
UTRAN Originated Dir€Ct TraNSIEN ....c.vccue i ceeeiese et ste st sae e nae e sse e s e snaesneennees 64
ADNOIMEAL CONAITIONS.......ctiiiieieteee ettt b et e et sh e bt bt es e e e e e e b e sbenbesaeene e e ennees 64
VAo o T PSSP U PP 64
OVENTOA CONLIO ...ttt bt h et e et rh e bt s heeh e e e e s e b e sa e eb e s heeh e et e s e besaeebesaeene e e eneas 64
GBINENAL ...ttt b h e h e bR R SRR R £ e e e R e R R e Rt Rt R e et e b e bR e nhesaeene e e ennan 64
TS0 o Y 65
SUCCESSTUL OPEIALTON ...ttt ettt b ettt b et bt et b e s e e st b e sa st e b se st e b e seebeebesb e e ebesbe e enesbennenen 65
(@Y= g [oT=To = 1 1Y O FO OSSR PSS 65
Overload at thE UTRAN ...ttt ettt e ettt eeat e s baesbeesteebeeneesaeeenbesasesaeesreesanas 65
ADNOIMAl CONDITIONS........eiitieiicie ettt s e s te e te e b e eteeebeesbeesbeebeeasesaeesaeesaeeseenseenseensesseesreesanas 66

L =S S RSRSRN 66
GBNEN@L.... .ottt ettt ettt et e et e e tesaeeeheeehe e be e teeateeheeeheeabeebeebeeteeaeeeheebeebeeaeeeheeabeebeeateereanrenaes 66
SUCCESSF UL OPEIBLION ....c.veeieeeeeie e cee st e sttt et e st e st e e e e estesseesaeesaeesseenseaseeese e seenseensaensesnsesseesnnesseenseensenns 66
Reset Procedure Initiated from the CN ..ot 66

Reset Procedure Initiated from the UTRAN ..o 67
ADNOIMEAL CONAITIONS. ...ttt b et s et et e et b e bt e s e e e e e e b e sbenbesaeene e e ennees 67
Abnormal Condition @ the CN ..o e et 67
Abnormal Condition at the UTRAN ..o et s 67
Crossing Of RESEL IMESSAJES. ....c.eeueruiieiiiterieeet sttt b s b bbb bbb s bbb et na e enis 67

L= g ro gl TaTo [Tor= (o] o [OOSR USROS 68
GBNEN@L.... .ottt ettt ettt et e et e e tesaeeeheeehe e be e teeateeheeeheeabeebeebeeteeaeeeheebeebeeaeeeheeabeebeeateereanrenaes 68
SUCCESSTUL OPEIAETON ...ttt ettt et b e et b e e e st bt sa st b e se e st b e seebeebesb e e ebesbe e enesbennenen 68
ADNOIMAl CONUITIONS........eiitieiicte ettt e ste et e et eeteeebeesbeesbeebeessesaeesaeesaeesseenseenseensesseesreesanns 68
CIN DBACHIVALE TTBER ...ttt sttt ettt bbbttt s e e s b bt eh e b e e et e st e e e s e b e sheeb e s Rt eh e e e e s e besbeebeeneenee e ennas 69
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 69
SUCCESSF UL OPEIBLION ....c.eeeieesteeie e cee st e sttt et e e st e e e e eseesaeesaeesaeeseenseaseease e seenseenseensesnsesneesneesseensennsenns 69
Successful Operation for GERAN TUMOE .......c..eciieiiei ettt 69
ADNOIMEAl CONAITIONS.......ctiiiieietiee ettt b ettt e bbb e bt e s e e e e e et e sbenbesaeene e e ennees 69
RESEL RESOUICE ...ttt ettt e s h e s he e sa e e et e s e eae e eRe e e R e e R e e R e e b e e e e smeesanesreenneenreenneens 69
GENEN@L.... .ottt ettt e bt et e et et e e te s e e sheeebe e beeteeateeheeeheeaheebeebeeteaaeeeaeebeebeeaeeeheeataebeeateenreanreaaes 69
Reset Resource procedure initiated from the RNC ..o 69

Reset Resource procedure initiated from the CN ..o e 69
SUCCESSTUL OPEIALTON ...ttt ettt bbbt b e et b e s et b e sa e st b e se st e b e seebeebesb e e ebesbe e enesbennenea 70
Reset Resource procedure initiated from the RNC ..........coiiiiiiiie e 70

Reset Resource procedure initiated from the CN ..o e 70

RAB MOQIfiCalioN REQUESL .......civeiiieie et ctie st et e e e e s e e tesee s e e saeesse e teenteestessaessaesseesseessesneesneesseesseensennsenns 71
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 71
SUCCESSF UL OPEIBLION ....c.veeieeseeeie et e st e sttt et e st et e e e estesseesseesaeeseenseaseease e seenseenseensesnsesneesnnesseenseensenns 71
ADNOIMEAl CONAITIONS. ..ottt ettt b et e et et esh e eb e bt ese e e e e e b e shenbesaeene e e ennenes 71

L OCEE ON REIBLEA DBLA.........cveieeeteeieeieeee ettt sttt b et se b se e bt sbe bt ebe et e s e e e sbenbesbeere e e eneennens 72
GBINENAL ...t b e h e h e bR R SRR R e e e e R e R R R Rt R e et e b e bR e ebe Rt ene e e ennan 72
SUCCESSTUL OPEIALTON ...ttt ettt ettt b et b e et b e e e st b e se et e b e seeae e b e seebeebesb e e ebesbe e ebesbennenea 72
Successful Operation for GERAN [U MOUE ..........coiiiiiiiieerieeeere et 72
UNSUCCESSF UL OPEIGLION ...ttt sttt b et b et b e et b e et b e e et b b 73
ADNOIMAl CONUITIONS........eiitieiiiie ettt e s te e be et e e teeebeesbeesbeebeessesaeesaeesaeenbeenseenseensesseesreesanas 73
Abnormal Conditionsfor GERAN [U MOGE..........cciiiiiieiie ettt ereeane s 73
INFOrMEETON THANSFEN ... ettt ettt b e b bt a et e e et et e b e s Rt e h e et e e et seeebesaeene e e enrees 73
GBINENAL ...t b e h e h e E R R SRR R e e e e R e R e eR e Rt Rt R e et e b e bRt ebe Rt ene e e nnan 73
SUCCESSF UL OPEIBLION ....c.eeeieesteeie e cee st e sttt et e e st e e e e eseesaeesaeesaeeseenseaseease e seenseenseensesnsesneesneesseensennsenns 74
UNSUCCESSI Ul OPEIELION ... eeveeieeie e cee et ste ettt et et e e et e e e saeesseesaeesaeesseenseenseeseessaesteeseeseenseensesneesnes 75
ADNOIMEAl CONAITIONS. ...ttt b et e e et bt e b e bt eb e et e e e b e sbenbesaeene e e ennees 75

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 6 ETSI TS 125 413 V7.9.0 (2008-07)

8.33 (0] o1 o N o 0] 17 1 oo SR 75
8.33.1 (=0T o SO PRSPPI 75
8.33.2 SUCCESSF UL OPEFBLION ....c.veeieeee et e st e sttt et e e st e e e e estesseesaeesaeesseenseaseeaseeseenseenseensesnsesneesnnesseenseensenns 75
8.34 Direct INfOrMatioN TrANSFEN ......ocuiieieiieee ettt et bbbt e e sb et sbesbe e e eneennens 76
8.34.1 (=0T - TS O S PPRSPSTSN 76
8.34.2 SUCCESSF UL OPEIBLION .....veeieete e cee sttt e sttt et e st et e e e estesseesseesaeesseenseaseeaseeseenteessaensesnsesseesnnesseensennsenns 76
8.34.2.1 Direct Information Transfer initiated fromthe RNC ..o 76
834211 Successful Operation for GERAN [U MOTE..........c.cuiirieiriieirere et 76
8.34.2.2 Direct Information Transfer initiated from the CN ..........ccoiiiiiiiiee e 77
8.34.3 ADNOIMAl CONDITIONS........eeitieii ittt e st e te et e eateebeesbeesbeebeeasesaeesaeesaeeseenteenseensesseesreesanas 77
8.35 Uplink INfOrmation EXCRENGE..........c.oiiiiiiie bbb 77
8.35.1 (=0T o OSSPSR 77
8.35.2 SUCCESSF UL OPEIBLION ......eeeveesteeie e ee st e et et e st e e e e estesseesseesaeeseenseeseease e seenseensaensesnsesneesnnesseensennsenns 78
8.35.3 UNSUCCESSI Ul OPEIELION ... eeveeieeie e cee et ste ettt et et e e et e e e saeesseesaeesaeesseenseenseeseessaesteeseeseenseensesneesnes 79
8.354 ADNOIMEAl CONAITIONS. ..ottt ettt b et e et et esh e eb e bt ese e e e e e b e shenbesaeene e e ennenes 79
8.36 ST SRS =SS o] IS - ST RPS 79
8.36.1 (=0T o SO PSPSTSN 79
8.36.2 SUCCESSTUL OPEIALTON ...ttt ettt b ettt b et bt et b e s e e st b e sa st e b se st e b e seebeebesb e e ebesbe e enesbennenen 80
8.36.3 UNSUCCESSF UL OPEIGLION ...ttt ettt b et b et b e et b e et b et et b b 82
8.36.4 ADNOIMAl CONUITIONS........eiitieiicie ettt e s e e te et e eteeebeesbeesbeebeeasesaeesaeesaeesseenseenseessesseestaesanas 83
8.37 MBMS SESSION UPGELE ..ottt b bbbt bbb et b et nb e e 83
8.37.1 GENEN@L.... .ottt ettt ettt e et e et e et e s te s e e eheeehe e be e teeateeheeeheeaheebeebeeteaaeeeheebeebeeaeeeheeeteeteeateerennreaaes 83
8.37.2 SUCCESSTUL OPEIALTON ...ttt ettt bbbt b e et b e b et b e e e st b e se st b seebe et e sb e e ebesbeneebesbennenen 84
8.37.3 UNSUCCESSI Ul OPEIELION ... eeveeieiie e ceesee st te ettt et e st e e e teetessaesseesaeesaeesseenseeneeeseessaesteeseeseenseensesneennns 85
8.374 ADNOIMEAl CONAITIONS. ...ttt b et e e et bt e b e bt eb e et e e e b e sbenbesaeene e e ennees 85
8.38 ST SRS =SS o] IS (o] o TSP 85
8.38.1 (=0T o SO PRSPPI 85
8.38.2 SUCCESSI UL OPEIBLION ....c.veeieesteeie e see sttt et et e e e e estesseesaeesaeesseenseeseeaseeseenseenseensesnsesseesnnesseensennsenns 86
8.38.3 ADNOIMEAl CONAITIONS. ..ottt ettt b et e et et esh e eb e bt ese e e e e e b e shenbesaeene e e ennenes 86
8.39 IMBM S UE LINKING ...ttt et bbb e bt b et e b et st st e et 86
8.39.1 (€71 SO S 86
8.39.2 SUCCESSTUL OPEIALTON ...ttt ettt sttt bbbt b e et b e s e e st b e sa e st e b e se e st b e seebeebesb e e ebesb e e enesbennenea 87
8.39.3 UNSUCCESSF UL OPEIGLION ...ttt sttt b et b e et b e et b et et b e b et b b 87
8.394 ADNOIMAl CONUITIONS........eiitieiicte ettt e ste et e et eeteeebeesbeesbeebeessesaeesaeesaeesseenseenseensesseesreesanns 87
8.40 Y= ISR (=0 = = 1 oo SR 88
8.40.1 (=0T o SO PRSPPI 88
8.40.2 SUCCESSF UL OPEIBLION ....c.eeeieesteeie e cee st e sttt et e e st e e e e eseesaeesaeesaeeseenseaseease e seenseenseensesnsesneesneesseensennsenns 88
8.40.3 UNSUCCESSI Ul OPEIELION ... eeveeieeie et e st ste ettt e etae st e st e e e e s seessaesaeesaeesseenseeneeaseessaesteesseeseenseensesneesnes 89
8.404 ADNOIMEAl CONAITIONS.......ctiiiieietiee ettt b ettt e bbb e bt e s e e e e e et e sbenbesaeene e e ennees 89
8.41 MBMS CN DE-REJISLIALHON......ccuiiviiietiriiietisieiee ettt s ettt se s be e ssesbe e e sesbetenesbeseenenes 89
841.1 GENEN@L.... .ottt ettt e bt et e et et e e te s e e sheeebe e beeteeateeheeeheeaheebeebeeteaaeeeaeebeebeeaeeeheeataebeeateenreanreaaes 89
8.41.2 SUCCESSTUL OPEIALTON ...ttt ettt bbbt b e et b e s e et b se st e b se st b e seebeebesb e e ebesbe e enesbennenen 20
8.41.3 UNSUCCESSF UL OPEIGLION ...ttt ettt b et b e st b et b e et e b e et b e a et b b 20
8414 ADNOIMAl CONDITIONS........eiitieiicie ettt s e s te e te e b e eteeebeesbeesbeebeeasesaeesaeesaeeseenseenseensesseesreesanas 90
8.42 MBMS RAB Establishment INAICALION .........cc.oiiiiie ettt sttt ee e e sre e e enreens 91
8.42.1 GENEN@L.....ecetecee ettt ettt ettt et et e et e e te s e e sheeehe e beeteeateeheeebeeahe e beebeeteaaeeeheebeereeaeeeheeateebeeateerennreaaes 91
8.42.2 SUCCESSF UL OPEIBLION ....c.eeeieesteeie e cee st e sttt et e e st e e e e eseesaeesaeesaeeseenseaseease e seenseenseensesnsesneesneesseensennsenns 91
8.42.3 ADNOIMEAL CONAITIONS. ...ttt b ettt e bbbt bt e b e e e e e e besbenbesaeene e e ennees 91
8.43 MBMS RAB REIBASE .....cueeuiiiiietiitiietiste ettt ettt st s et et s bt e s b et e s et e e e st et et ene b et eneebeseenenns 91
8.43.1 (=0T o SO PRSPPI 91
8.43.2 SUCCESSF UL OPEIBLION ....c.eeeieesteeie e cee st e sttt et e e st e e e e eseesaeesaeesaeeseenseaseease e seenseenseensesnsesneesneesseensennsenns 92
8.43.3 UNSUCCESSI Ul OPEIELION ... eeveeieeie e cee et ste ettt et et e e et e e e saeesseesaeesaeesseenseenseeseessaesteeseeseenseensesneesnes 92
8.43.4 ADNOIMAl CONUITIONS........eiitieiiiie ettt e s te e be et e e teeebeesbeesbeebeessesaeesaeesaeenbeenseenseensesseesreesanas 92
9 Elements for RANAP COMMUNICEIION .......oouiiieiieiiieieseeeesie e eeesesee e seeseeeseessesseesessesneeseesseensnssens 93
9.1 Message Functional Definition @nd CONLENT ...........coueiiiiririeeree bbb 93
911 (C1= 0T o SO P ST 93
9.1.2 Y S S=To L O] 1= o] =PRSS 94
9121 PIESENCE ...ttt R e R R e R e Rt e R r e r e nnenneenneennees 94
9122 L@t g1 Tor= ) TSR 94
9.1.23 L= 10 = PP OPRPRt 94
9.1.24 F NS00 O (o= P 94

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 7 ETSI TS 125 413 V7.9.0 (2008-07)

9.13

9.14

9.15

9.16

9.1.7

9.1.8

9.1.9

9.1.10
9.1.11
9.1.12
9.1.13
9.1.14
9.1.15
9.1.16
9.1.17
9.1.18
9.1.19
9.1.20
9.1.21
9.1.22
9.1.23
9124
9.1.25
9.1.26
9.1.27
9.1.28
9.1.29
9.1.30
9.1.31
9.1.32
9.1.33
9.1.34
9.1.35
9.1.36
9.1.37
9.1.38
9.1.39
9.1.40
9.141
9.1.42
9.1.43
9.144
9.1.45
9.1.46
9.1.47
9.1.48
9.1.49
9.1.50
9.1.51
9.1.52
9.1.53
9.1.54
9.1.55
9.1.56
9.1.57
9.1.58
9.1.59
9.1.60
9.1.61
9.1.62
9.1.63
9.1.64

RAB ASSIGNMENT REQUEST ..ot s 94
RAB ASSIGNMENT RESPONSE.........oooo s e 96
RAB RELEASE REQUEST ... 98
IU RELEASE REQUEST ......oiiii s s s 98
IU RELEASE COMMAND ..ottt s s b 99
IU RELEASE COMPLETE..... .o e 99
RELOCATION REQUIRED ........octiiiiiieeeee sttt st sttt sn e s 100
RELOCATION REQUEST ......oiitiitiiieietcese sttt st sn e n st nenn e an e r e sne e e 100
RELOCATION REQUEST ACKNOWLEDGE ......ccccoiiiiiiirieeeie st 102
RELOCATION COMMAND ..ottt sttt st r et e e n e sn e resaesre e e 103
RELOCATION DETECT ...ttt sre et s sn st nr e n e resnesne e e 104
RELOCATION COMPLETE ..ot s e s 104
RELOCATION PREPARATION FAILURE........cci s 104
RELOCATION FAILURE .......ooi e s 105
RELOCATION CANCEL ...ttt s s s 105
RELOCATION CANCEL ACKNOWLEDGE .........cooiiiiiii s 105
SRNS CONTEXT REQUEST ...ttt s s 105
SRNS CONTEXT RESPONSE ...ttt nna 106
SRNS DATA FORWARD COMMAND ..ottt s sn e e 106
FORWARD SRNS CONTEXT ..ottt sttt st s s nn st nesn e 107
PAGING ... et e R R R R e Rt R R e e n e e Rt R b n e s 107
COMMON ID ...ttt e et bt s se e Rt s bt b e e e e e r e se e e R e s Rt eb e e s e nnenresneereennennenneas 108
CN INVOKE TRACE ..ottt st e e sr e r et es e aeesn e nesrenr e ennennea 108
SECURITY MODE COMMAND ...ttt s 109
SECURITY MODE COMPLETE ..o s 109
SECURITY MODE REJECT ..ottt s 110
LOCATION REPORTING CONTROL ......cooiiiiiiiiiie s 110
LOCATION REPORT ..ottt st bbb s s b 110
DATA VOLUME REPORT REQUEST ...t 111
DATA VOLUME REPORT ..ottt sttt s s s re st nenn e s ene e s 111
INITIAL UE MESSAGE........cooi ittt st n e s r et n e nn e r e sneene e e 112
DIRECT TRANSFER.......ce ottt et s r et e e sn e r et e e s 113
CN INFORMATION BROADCAST REQUEST ......cooiiiiiiiieireeeee et 114
CN INFORMATION BROADCAST CONFIRM ......cciiiiiiiiiiirineeeee e 114
CN INFORMATION BROADCAST REJECT ..ot 114
OVERLOAD ... e bbb s 114
RESET .. e e s 114
RESET ACKNOWLEDGE .......coiiiiec s s s e s 115
ERROR INDICATION ...t bbb s 116
CN DEACTIVATE TRACE.. ... .o e s 116
RANAP RELOCATION INFORMATION ..ottt 116
RESET RESOURCE .......ooitiiiitiitiiteeeeee ettt s r et r e r bt bt r e e nean e r e bt e e e e 117
RESET RESOURCE ACKNOWLEDGE ......cciiiiieieieiee et s 119
RAB MODIFY REQUEST ...ttt an et e 119
LOCATION RELATED DATA REQUEST ......ooiiiiiiieeee et 120
LOCATION RELATED DATA RESPONSE ...t s 120
LOCATION RELATED DATA FAILURE ... s 121
INFORMATION TRANSFER INDICATION......oiiiiiiiii s 121
INFORMATION TRANSFER CONFIRMATION ..ot 121
INFORMATION TRANSFER FAILURE ..o s 122
UE SPECIFIC INFORMATION INDICATION......cooiiiiiiiiii s 123
DIRECT INFORMATION TRANSFER.......cco ot 123
UPLINK INFORMATION EXCHANGE REQUEST .......cociiiiieiienenine e e 124
UPLINK INFORMATION EXCHANGE RESPONSE .........ccooiiiiiereeee e 125
UPLINK INFORMATION EXCHANGE FAILURE ......ccoooiiiiieieenier e 125
MBMS SESSION START ...ttt r e et bt bt r e e e e sn e re b en e enne e 126
MBMS SESSION START RESPONSE .......cciiiiiiieie et s 126
MBMS SESSION START FAILURE ... s 127
MBMS SESSION UPDATE ..ot s e s 127
MBMS SESSION UPDATE RESPONSE........ccooo s 127
MBMS SESSION UPDATE FAILURE........cco ot 128
MBMS SESSION STOP ..ottt e bbb s 128

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 8 ETSI TS 125 413 V7.9.0 (2008-07)

9.1.65
9.1.66
9.1.67
9.1.68
9.1.69
9.1.70
9.1.71
9.1.72
9.1.73
9.1.74
9.1.75
9.1.76
9.2
9.2.0
9.2.1
9.21.1
9.2.1.2
9.2.1.3
9.2.14
9.2.15
9.2.1.6
9.2.1.7
9.2.1.8
9.2.1.9
9.2.1.10
9.2.1.11
9.2.1.12
9.2.1.13
9.2.1.14
9.2.1.15
9.2.1.16
9.2.1.17
9.2.1.18
9.2.1.19
9.2.1.20
9.2.1.21
9.2.1.22
9.2.1.23
9.2.1.24
9.2.1.25
9.2.1.26
9.2.1.27
9.2.1.28
9.2.1.29
9.2.1.30
9.2.1.31
9.2.1.32
9.2.1.33
9.2.1.34
9.2.1.35
9.2.1.36
9.2.1.37
9.2.1.38
9.2.1.39
9.2.1.3%9a
9.2.1.40
92141
9.2.1.42
9.2.1.43
9.2.1.44
9.2.1.45
9.2.1.46

MBMS SESSION STOP RESPONSE ..ottt s 128
MBMS UE LINKING REQUEST ...ttt sttt st b e st s sbe e 129
MBMS UE LINKING RESPONSE.........ccootiiitiiiiiee ettt st sn e s sn e s 129
MBMS REGISTRATION REQUEST ..ottt sttt 130
MBMS REGISTRATION RESPONSE ..ottt st sn e s sn e 130
MBMS REGISTRATION FAILURE........ooiii ittt sttt 131
MBMS CN DE-REGISTRATION REQUEST ......coiiiieereriese ettt see s 131
MBMS CN DE-REGISTRATION RESPONSE .......cooiiiiiieeieieee et seesne e ne e e e 131
MBMS RAB ESTABLISHMENT INDICATION ......ooiiiii et 132
MBMS RAB RELEASE REQUEST ..ottt ettt st st see e e e e steeseeneeneeneeneees 132
MBMS RAB RELEASE ....... oottt ettt ettt e e ee s tesbesaeese e e e eeseesaesbesaeeneeneeneenes 133
MBMS RAB RELEASE FAILURE ..ottt st 133
Information Element DEfiNitIONS. ..ot se e 133
GIBINENEL ...ttt e bbb a e Rk R R e R £ e e e R Rt R e e Rt ke e e e b e nbeeheebe e e enrennen 133
Radio Network Layer REIGIEA [ES.........cccveciieieie ettt ests e see st e st te e ssae e e e saeenneennesneenseenseens 133
Y ESS = To T Y o T TP 133
RAB ID ..t e b e h e e e bR R R e e bR e b e Rt R e et e b e b sh e be e e e ns 135
RAB PAIaIMELENS. .......eeeeieeeitee ettt ettt et a e b e e e bt e e b e e e se e e ke e ene e e beeeneeeabeeeneeeabeeennnee e 135
L= TE RSP RURRPSIN 145

L& N B o471 o I e [To= o] RS 154
LI @ ST 1Y 0L TP TR 154
Lo < 1 5 OSSO UORRSTURP 155
LI T RS = 100 PRSI 155
L6 Lo = o 1] OSSO PP PRSP 156

(@ 1Y O | B PSP U PP U RSSO 156
Integrity Protection INfOrMELION. ...........ccuiiiiie et e e sneas 157
ENCryption INFOrMIBLION .......ccuieieeie et e s et et e e et e te e teeeeenneeneeenes 157
Chosen Integrity Protection AIQOMthM ...........oiiiiiee e 157
Chosen ENcryption AlQOIthM ........oc.eieeeee et sae e e aeereens 157
CategoriSatiON PalaIMELEIS. .......coiieeiietereeie ettt ettt ettt e ettt et eb e se e et st et e s be e ebesbeneeneas 158
REGUESE Y. e e s s e sa e e e e e saee e 158
Data Volume RepOrting INAICATON .......c.coiieiiiiieeee et e 158
LU o =TT, oo L= 158
L0 Y o To V= £ T o] LS 159
CROSEN UP VEISION ...ttt bttt e et et b e bttt e s et e s bt eb e sbeebeeseesb et e saeene e e ennenes 159

L 0 T 1o N = N 1 PSS 159
Lo g IS = e 1 ol g o (o= o) o 159
e LoTor= o] T 8/ o= 160
SOUICE ID . e h e et e a e e e e st e R e e e R e e R e e R e e E e e an e an e sne e sae e ne e neereen 160

LI 0 [ 0 1 O PO P U PPRPRRURORTPN 160
S O 1SS 0= 161
S 1S =G 161
Source RNC to Target RNC Transparent CONLAINES ........c.eoveererirerieieeiesieesie st seeesre e sreseesesnens 162
Old BSSt0 NeW BSS INfOrMELION........ccuiieieeeieieee et se e sne e enee e 166
Target RNC to Source RNC Transparent CONMAINET ............cerireeerinieereneeessenesseseeseesesseseeseseeseesesees 166

(G T o) 1o 107 o o 1R 167

T g 0T 0 S = oL 167

DL N-PDU SequeNnCe NUMIDES .........oeieeieese e e ee st e e see e e saeesaseaessae s e sseesseensesnsesnsesneesnns 167
UL N-PDU SequENCE NUMIDES .......ccei ettt steesae et esneaste e teenseensesnsesneennes 167
CritiCality DIAgNOSIICS.....ueeiteeieeierieesiesee st este s e seesaeesteeeesaeesse e te e teentesseesseesseesseensessaesnsesneesseenseensenns 168
KIBY SEBLUS .....eeieteeitit ettt sttt st e e it e s e e sa b e s a b e e s bt e e s a b e e nab e e sa b e e eate e sab e e eabe e snbeesabeesbeeenree s 170
DRX Cycle Length COEffiCIENT........c.ccceieeieece et e e e e ne e enes 170

[u Signalling ConNECLioN TAENEITIEN ..o 170

L€ To] 7= I N[ I 5 R 170
(T 10 L= [ N[O I 5 S 171
PDP TYPE INFOIMBLION ...ttt ettt st b et b bbbt b bbb 171

S VYo o =T T0 (01 RS 172
MESSAJE SITUCLUIE ... ettt st st st st st e st e e s abe e sabe e e beeeabeesabeesabeesbeesnree s 172
Alternative RAB Parameter VEIUBS ........c.ooiiiiieee et et 173
Assigned RAB Parameter VAIUES ........oocv ittt sttt enae s e snaesneas 176
Requested RAB Parameter VAUES.........ccvoci ettt e ettt ssas e seesnnesnee s 177
(€1l o 7= I @ E | B TS OOU PP PRSP 178

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 9 ETSI TS 125 413 V7.9.0 (2008-07)

9.2.1.46a
9.2.1.46b
9.2.1.46c
9.2.1.46d
9.2.147
9.2.1.48
9.2.1.49
9.2.1.50
9.2.151
9.2.152
9.2.153
9.2.1.54
9.2.1.55
9.2.1.56
9.2.1.57
9.2.1.58
9.2.1.59
9.2.1.60
9.2.161
9.2.1.62
9.2.1.63
9.2.1.64
9.2.1.65
9.2.1.66
9.2.1.67
9.2.1.68
9.2.1.69
9.2.1.70
92171
9.21.72
9.2.1.73
9.21.74
9.2.1.75
9.2.1.76
9.2.1.77
9.2.1.78
9.2.1.79
9.2.1.80
9.2.181
9.2.1.82
9.2.2
9221
9222
9223
9224
9.2.3
9231
9.232
9.233
9234
9.235
9.2.36
9.2.3.7
0.2.3.8
9.2.3.9
9.2.3.10
902311
9.23.12
9.23.13
9.23.14
9.23.15
9.2.3.16

VA= Lo e oot U oy oo = PSSR 179
== o0 1S = N T 2= TS 179
Lo LT (0] 1T 0o 1T 0] Y 179
L@ 1= o R 18 = TSP 180
New BSS t0 Old BSS INfOrMALION. ......cc.iiiiitiriietieeeieie e 180
Inter-System Information Transparent CONLAINET ..........ccccverueerieiieerieseere e ssee e se e e seeeeeseesreeneees 180
(O | I IoT=o I V010 0107 4 o] o P 180
Cell CapaCity ClaSS ValUB........ccuoieiuiriiieierieieie ettt ettt et b e et b e b b neeneas 181
07z o A = 181
I oo V= U= S 181
NRT Load INfOrmMation ValUE..........cooiiiieie ettt st s e e e 181
Source RNC PDCP CONEXE IMFO ....c.vitiieirterieeiieiieiee sttt st s ene e e 182
INFOrMEaLiON TANSFEE 1D ...ttt ettt e b et h et b et et st enn e e e 182
PrOVIAEA D@EAL. ... cee ittt b ettt bbbt e e e et e bt bt eb e e st e e e b e sb e s besaeene e e enbe e 182
GERAN ClBSSMAIK ...ttt et b et b e et b bt ene e e b e 182
GERAN BSC CONAINEY ......eeitieeieeeeteie ettt ettt sttt st ehe e e ssesb e s b sbesae e e e beseeabeseesbenbesaeese e e ennenes 182
UESBI-TU .ttt bttt e ke h e e bt h e et e ss ek et b e e he et e e e b e b e eaeene e e e nre e 183
Cell Load INfOrmMation GIOUD........couerveuertereeieeteseeieete sttt st et e et e e b se e eb e sbe e ebesee e ebesneneenens 183
S o LU (o O | Lo (= g = S 184
Inter-system INformation TranSfEr TYPE......coi i 184
INFOrMELiON TrANSFEY TYPR ..ottt bbb b 185
RNC Trace Session [NfOrMEBHION ........ccooiiieiieeeeee et e e e b e saesae e e e ee 185
EQUIPMENES TO BE TIECEH. ....c.e ittt et bbbt b et b e n et b b 185
Trace Recording SesSioN INFOrMELION..........cccveiieiice et srae e e snees 187
Trace Recording SESSION REFEIENCE.........cicueiee ettt esraesreesneas 187
Trace Propagation ParameELErS..........cuci e e se ettt e e st te e te e e s eesneesae e aeeteennesseessaesseesnees 187
LI L 1 o PSSR 187
LiSt Of INTEITACES TO TIACE.....ccuiiei ettt ettt et st b et sr b e e ae e e 188
INfOrmMation EXCNANGE ID .......c.ciieieeeeeec ettt ettt ste et e e e s e sreenneeneeenensnaesreas 188
INFOrMBati ON EXCNENGE TYPE......eiuiieieitirtiiet ettt b bbbttt b e 188
[NFOrMBELi ON REGUESE TYPE....c.eeeeetirtieeetert ettt bbbttt bbbt bbb b 188
INFOrMBatiON REQUESIEA ...ttt b e b 189
L I 7 AN 2 2 1 5 R 189
Frequency Layer COnVErgenCe Flag........cou ittt et 189
TSSO oo = () I S PS 189
MBMS [P Multicast Address and APN REQUESL..........c.coiiiiiiirineeeenie sttt 190
Source BSSto Target BSS Transparent CONAINEY ..........covcvereerieeieeeseeseeseeseesaesaeseeeseeesaesnesnseens 190
Target BSS to Source BSS Transparent CONLAINEY .........cccuveueveereereesiesieesieeseeeseeeseeeeesseesseesseesseensens 190
INCIUAE VEIOCITY ..ottt ettt et e e e st et et e e teesaesneesaeesseenseenteensenneesnnesanas 190
PEriOdiC LOCATON INFO......eiiiiiitiiet ettt ettt sr b e be e e 190
Transport Network Layer REIGIEA TES........cooiiiiriiiiereee et 191
TranSPOrt LAyer AQArESS........cciiiiiiiieieeeetert ettt b e b e eb e eb e a e ens 191
[U TranSPOIt ASSOCIBLION ......cvieeeiriiieiirieeeeert ettt b et b et b et be bttt be s 191
DL GTP-PDU SeqUENCE NUIMDES .....ouiiitiieeieterieeete ettt sttt st sb et sb e st sb e s b s 191
UL GTP-PDU SeqUENCE NUIMDES .....ouiiitiiieieie ettt sttt st st sbe et sbe st se e b s 192
TN L = 1= o 1 R 192
Permanent NAS UE TUENLILY ......ccceeieiee ettt esre e teenteenseeneeenesnneenes 192
TeMPOTAY UE ID ...ttt sttt st e sbt e e s ab e e bt e e st e e nabe e s nbeenanes 192
L [ 1o T = 1 S 192
NAS BroadCast INFOIMELION..........coiiieieietise et r bbb e et sae b e 193
NAS PDU ...ttt ettt bt b st e e e e e e bt she e b e e Reea e e e e eE e e b e eR e eb e e aeen e e e e eb e beeaeene e e e nne e 193
I T U SO SU P TPPTURPTRRT 193
N PSSR 194
YA RS 194
ST 194
F N === [ L= (] OSSOSO PP SR P PRPRTRR 195
GEOGIAPNICAl AT ...ttt e bbbt b e bt b e bttt b e b ne b nneneene s 195
Unsuccessfully Transmitted Data VOIUME..........ccuveiieieie et 198
Data VolumeE REFEIENCE .......cc.iiiiieiitieeee ettt e et s a e e 198
T 10 g 7= 1T TN Ko L= 011 USSR 198
R0 g 7= (T T 0] Y USSR 199
INFOrMELION CONEIOL .....eeeeieiie et ettt b e bbbt e et se e e b sresbesneene e e e nas 199

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 10 ETSI TS 125 413 V7.9.0 (2008-07)

9.2317 CN BrOBOCASE ATL....c.ueiueeitiiteitt ettt sttt b et bt bt ae e he et et e se e ebenbeebeebe et e st e sreebesaeese e e e e nes 199
9.2.3.18 NAS SynchroniSation INAICALON ...........c.eccveiieieeeee e e et e e e e e reeneeneeenes 199
9.2.3.19 Location Related Data REGUESE TYPE.....ccuiiierieeieeieeeseesee st e steeseeeaeesee e e teeste e teesaesseesseeseesnsesnessnes 199
9.2.3.20 Broadcast Assistance Data DeCiphering KEYS .......ocuvvvieiieiecie et 200
92321 Requested GPS ASSISLANCE DBIA........ccerieuerieerierieeete ettt st sttt se e sbe e s s besee e stesseneens 201
9.2322 LaSt KNOWN SEIVICE AT ....c.eieiieiitieieiete sttt sttt e et et b bt et ae e e e b et eb et saeebe e e e e e 201
9.2.3.23 Shared NetWOrk INfOrMELTION. .........ooiie et st e et e 201
9.2.3.24 SNA ACCESS INFOMMEBLION ...ttt e e st e eae e e e eneeseesbesneenee e eneeees 202
9.2.3.25 SINAC ettt ettt sttt e et et e st teE et te A e e R e eA et eReeRe e eReeRe e eReebe e eteete e eReeteseeneatenrenens 203
9.2.3.26 Location Related Data Request Type Specific TO GERAN TUMOCE.........ccooerireninineeneseeeeee 203
9.2.3.27 0TS (Lo a1 DT - 204
9.2.3.28 Position Data Specific TO GERAN TUMOE ........coiiiiiie ettt 206
9.2.3.29 Accuracy FUIfIIMENt INAICALON ..........oceeieeee et e st e e esnaesnaesneas 207
9.2.3.30 DY I I == = SRS 207
92331 RIM TN OMMIBIION ...ttt bttt sttt b et e e bt s bt s bt bt et e e e e e sb e besaeeae e e e e e 207
9.2.3.32 RIM ROULING AQAIMESS ...ttt sttt st sttt sttt ettt st et et e benbe e e 207
9.2.3.33 Sl ECLEA PLIMIN THBNLITY ...evevetieieieeiisie sttt sttt sttt st et se et see st e s beneenesaeseenens 208
9.23.34 NAS SEQUENCE NUMDET ...ttt ettt et et b e st b e bbbt st ss et b b 208
9.2.3.35 ReTireCtion COMPIELEA..........ooiiiieieeiere ettt b et eb e et b e et b e b 209
9.2.3.36 (2T o 1= oi o] 08 gl [Tor= (] o R 209
9.2.3.37 117 TR 209
9.2.3.38 MBMS SESSION TAENTILY ....veeeieeteieeeete ettt ettt b e et et be e 210
9.2.3.39 MBM S BEAIEr SENVICE TYPE...c ittt sttt sttt sttt b e bbbt b et b et b b 210
9.2.3.3% MBMS Counting INfOrMELION.........ccveiieieeiie ettt eseesraesreesreeeeeseenneenes 210
9.2.3.40 MBMS SESSION DUFBLION ...ttt sttt st st sttt se st te et sttt s be e sbesbe e sbesbenesbeste e sbesbenees 210
9.2.341 IMIBIM'S SEIVICE ATEA.....cueiuiieeietesieieete sttt sttt sttt s ae e be st et e s e e st besae st sbestenesbesaeseebessenesbesteneebenbenens 211
9.2.342 RA LiSt OF IdI@ MO UES.........ciiiieieie ettt st st s sttt sttt st 211
9.2.343 DeltaRA LiSt Of [AI@ MOUE UES.........ooiiieiiietet ettt s e 212
9.2.3.44 MBMS CN DE-REGISIIALON. ......ccueieetirieieierieeete st seete et sttt esteste et s te e sbeste e sbestenesbessenestessenens 213
9.2.345 MBMS RegiStration REQUESE TYPE ....c.veuiiteieieriereeie sttt sttt sttt sttt sn e b n e 213
9.2.3.46 Reguested MBMS [P Multicast Address and APN ..o 213
9.2.347 Reguested MUILICASE SEIVICE LISt .....ccciiiieeiieeeie ettt st 213
9.2.3.48 MBMS Session Repetition NUMDEY ... e 214
9.2.349 TimMEtO MBMS DAt TraNSFES ....coueiiiiieieie ettt ettt e e e e neese e besaesnesneenseneens 214
9.2.3.50 e o= o N = 1.0 o 214
9.2.351 VA= o o] Y = ] 0 PSSR 214
9.2.3.52 N I Y/ oSO STRS 217
9.2.353 Reguested GANSS ASSISEANCE DALA ........cvierieerieriee ettt sttt st st ae e 217
9.3 Message and Information Element Abstract Syntax (With ASN.L) ......ccocceiiieieeri e 218
9.3.0 (1= 0T - OSSPSR 218
931 Usage of private message mechanism for NON-Standard USE............ccciereeirienieineniee e e 218
932 Elementary Procedure DEfINITIONS. ..........couiieiiiieiesee st 218
9.3.3 (D 1O B = T Tl o] S 229
9.34 Information Element DEfiNITIONS .........ccoiiiie et 284
9.35 COMMON DEFINITIONS. ...ttt sttt ae e e e e e beseesbesaeeseeneensesbeseesseeneenseneens 319
9.3.6 CONSLANt DEFTNITIONS ... .ot ae st e st e s e e sbeseeebeeneesee e e ssesbeseesseeneenseseens 320
9.37 CONAINES DEFINITIONS. ...ttt b e b bt se et e st e sb e e bt e e e s e e e e b e nbeseesbe e e ennennens 325
94 MESSAGE TIANSFEN SYNLAX ....veeuveeeiieteesieesee e e e s e ee s e ste et e e ee et e e s e st e e te e teestesssesseesaeesaeesseenseenseenseessesnenssnesnens 330
9.5 LI 0= TSSOSO PRRRO ST 330
10 Handling of Unknown, Unforeseen and Erroneous Protocol Data............ccceceeeeiecceececeecie e 331
101 LT 07 USRS 331
10.2 TrANSFEr SYNEAX EITO ...ttt bbb et e et eb e bbbt b b 331
10.3 ADSLFACE SYNEAX EITOF ...ttt ettt et b et b e s et b e e et bt s b e e bt s b et ebesb e e ebenbeseenenbeneenea 332
103.1 (=0T - SRS 332
10.3.2 CritiCality INFOMMBLION ......eivieeeteieeeete ettt b e et b e s b e b b e e b e sb e e besbeneene s 332
10.3.3 PreSenCe INFOIMBLTON .......coeiiiie ettt et b et e bbb e e ae e e e e e sb e e b e s bt ene e e enee e 333
10.34 NOt COMPreNENded E/TE QrOUD .....cveeeeieeeceeeeteesie e e e stesee st e e e s e e e e e saaesse e seesbeestesnsessaesseesaeesanenseensenns 333
10.34.1 PrOCEAUNE COOR. ... e ettt bbb bbbt bt et e e e b e b sresbesaeenneneeneas 333
10.34.1A TYPE Of IMIESSAGE ....c.eeceeeeeieeteete ettt s ettt et e e e et e e be e s e e s tesstesaeesaeesaeesaeenseenteaneeaneesnaesseesneas 333
10.34.2 | Es other than the Procedure Code and Type of MESSAgE.......cccvecuveiriieriesie e 333
10.35 L ESST gTo T o g I o o o S PS 335

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 11 ETSI TS 125 413 V7.9.0 (2008-07)

10.3.6 IEs or |1E groups received in wrong order or with too many occurrences or erroneously present ............ 336
104 [0 Lo N o S 336
105 0T o) o] S 337
11 Specia Proceduresfor RNC to RNC COMMUNICELION. ........cuririririeniiriesieieesesesse e see e 337
111 LT 07 PRSI 337
11.2 RANAP RelOCatioN INFOrMBLION .....coueieieeeiesesies ettt st se s e e e e e seeseeseesneeneeeaneeees 337
11.21 LT 1 OSSPSR 337
11.2.2 (0707 = 110 PSP TP PSR URTPUSTPRPRPTON 337
Annex A (informative): RANAP QUIAEINES ..ottt 339
A.l Rules for building RANAP IMESSAJES ......ccueitiieterierietesieseete ettt sttt sb s ese b seese b se st st se st sbeseesesae e ebesaeneeneas 339
A.ll Rules for RANAP messages that shall contain the CN Domain Indicator IE............ccccoeneiinineceneneencnn. 339
A.2 Guidelines for Usage of the Criticality DIiagnOStICS IE .........ccoiiiiiiiiiresese e 339
A21 EXAMPLE MESSAGE LAYOUL.......cutitiieiiiiiieiiriisieisiisie sttt et e s st sae e 339
A22 Example on a Received EXAMPLE MESSAGE .........ccccooiiiiieiniecseie st 340
A.2.3 Content of CritiCality DIaQNOSLICS ......ccveiee e et cte st et e e te e tesee e e sreenseeteenseeneeenaessaesneas 341
A.231 =000 = PSSRSO 341
A.232 EXBIMPIE 2 ...ttt sttt stttk et R e A et R ARt be bRt e be ettt te e b b e ne 342
A.233 T 0010 = PSS 343
A.234 EXBIMPIE A ...ttt et b e et b e et b e R R Rt bRt bRt b bbb 344
A.2.35 EXBIMPIE S ...ttt et b e b e b et bR R Rt bRt bbb b b 345
A24 ASN.1 Of EXAMPLE MESSAGE ...ttt ettt ettt te et e e te s ae s e saeesaeenneenneenreens 346
Annex B (informative): ChanQE NISLONY ....ooeecee e e et ere s 348
11 (TP 353

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 12 ETSI TS 125 413 V7.9.0 (2008-07)

Foreword
This Technical Specification (TS) has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the radio network layer signalling protocol called Radio Access Network Application
Part (RANAP) for the lu interface. RANAP supports the functions of 1u interface by signalling procedures defined in
this document. RANAP is devel oped in accordance to the general principles stated in [1], [2] and [3].

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

o For aspecific reference, subsequent revisions do not apply.

e For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 23.930 (version.4.0.0, 2001-04): "lu Principles".

[2] 3GPP TS 25.410: "UTRAN lu Interface; General Aspects and Principles'.

[3] 3GPP TS 25.401: "UTRAN Overall Description”.

[4] 3GPP TR 25.931: "UTRAN Functions, Examples on Signalling Procedures’.

[5] 3GPP TS 25.412: "UTRAN lu interface signalling transport".

[6] 3GPP TS 25.415: "UTRAN lu interface user plane protocols".

[7] 3GPP TS 23.107: "Quality of Service (QoS) concept and architecture”.

[8] 3GPP TS 24.008: "Mobile radio interface layer 3 specification; Core network protocols; Stage 3".

[9] 3GPP TS 25.414: "UTRAN lu interface data transport and transport signalling”.

[10] 3GPP TS 25.331: Radio Resource Control (RRC) protocol specification”.

[11] 3GPP TS 48.008: "Mobile Switching Centre — Base Station System (MSC - BSS) interface; Layer
3 specification”.

[12] GSM TS 12.08: " Subscriber and equipment trace”.

[13] ITU-T Recommendation X.691 (07/2002): "Information technology - ASN.1 encoding rules:
Specification of Packed Encoding Rules (PER)".

[14] ITU-T Recommendation X.680 (07/2002): "Information technology - Abstract Syntax Notation
One (ASN.1): Specification of basic notation”.

[15] ITU-T Recommendation X.681 (07/2002): "Information technology - Abstract Syntax Notation
One (ASN.1): Information object specification”.

[16] 3GPP TS 23.110: "UMTS Access Stratum, Services and Functions'.

[17] 3GPP TS 25.323: "Packet Data Convergence Protocol (PDCP) specification”.

[18] 3GPP TR 25.921: "Guidelines and principles for protocol description and error handling".

[19] 3GPP TS 23.003: "Numbering, addressing and identification".

[20] 3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
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[21]
[22]

[23]

[24]
[25]
[26]

[27]

[28]
[29]
[30]
[31]

[32]

[39]
[40]
[41]

[42]

[43]

[44]

[45]
[46]

3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

3GPP TS 24.080: "Mobile radio Layer 3 supplementary services specification; Formats and
coding".

3GPP TS 29.108: "Application of the Radio Access Network Application Part (RANAP) on the
E-interface”.

3GPP TS 29.002: "Mobile Application Part (MAP) specification”.
GSM TS 12.20: "Base Station System (BSS) management information”.

3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple
Core Network (CN) nodes”.

3GPP TS 43.051: "3rd Generation Partnership Project; Technical Specification Group
GSM/EDGE Radio Access Network; Overall description - Stage 2.

3GPP TS 25.305: "Stage 2 Functional Specification of Location Services (LCS) in UTRAN".
3GPP TS 43.059: "Functional stage 2 description of Location Services (LCS) in GERAN".
3GPP TS 22.071: "Location Services (LCS); Service description - Stage 1".

3GPP TR 25.994 (version.5.0.0): "Measures employed by the UMTS Radio Access Network
(UTRAN) to overcome early User Equipment (UE) implementation faults”.

3GPP TR 25.995 (version.5.0.0): "Measures employed by the UMTS Radio Access Network
(UTRAN) to cater for legacy User Equipment (UE) which conforms to superseded versions of the
RAN interface specification”.

3GPP TS 23.195: "Provision of UE Specific Behaviour Information to Network Entities".

3GPP TS 49.031: "Location Services (LCS) — Base Station System Application Part LCS
Extension — (BSSAP-LE)".

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.
3GPP TS 48.018: "General Packet Radio Service (GPRS); BSS GPRS Protocol (BSSGP)".
3GPP TS 32.421: " Subscriber and equipment trace: Trace concepts and requirements’.

3GPP TS 32.422: " Subscriber and equipment trace: Trace control and Configuration
Management".

3GPP TS 23.251: "Network sharing - Architecture and functional description”.
3GPP TS 22.146: "Multimedia Broadcast/Multicast Service; Stage 1".

3GPP TS 23.246: "Multimedia Broadcast Multicast Service; Architecture and Functional
Description".

3GPP TS 25.346: "Introduction of the Multimedia Broadcast Multicast Service (MBMS) in the
Radio Access Network (RAN); Stage 2.

3GPP TS 23.172: "Technical realization of Circuit Switched (CS) multimedia service UDI/RDI
fallback and service modification; Stage 2".

3GPP TS 29.061 'Interworking between the Public Land Mobile Network (PLMN) supporting
packet based services and Packet Data Networks (PDN)".

3GPP TS 44.018: "Mobile radio interface layer 3 specification; Radio Resource Control Protocol”.

3GPP TS 44.060: "General Packet Radio Service (GPRS); Mobile Station (MS) - Base Station
System (BSS) interface; Radio Link Control/Medium Access Control (RLC/MAC) protocol”.
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[47] 3GPP TS 43.055: "3rd Generation Partnership Project; Technical Specification Group
GSM/EDGE Radio Access Network; Dual Transfer Mode (DTM) - Stage 2".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions below apply. Terms and definitions not
defined below can be found in [35].

Cell Load-Based Inter-System Handover: This mechanism, which is contained within a UTRAN RNC, consists of
three primary functions:

1. The RNC hasthe capability to generate and send Cell Load Information towards the target/source system.

2. The RNC has the capability to receive Cell Load Information from the target/source system, and is able to
interpret thisinformation.

3. The ahility of the RNC to make a handover decision by comparing the Cell Load Information that it has received
from the target system with the Cell Load Information it has about its own cells.

Ciphering Alternative: defines both the Ciphering Status (started/not started) together with the Ciphering Algorithm
considered altogether.

Core Network operator: as defined in [39].

Default CN node: An RNC with an inactive or not implemented NAS Node Selection Function [26] has one single
permanent default CN node per CN domain. It always initiates the Initial UE Message procedure towards its default CN
node. If the NAS Node Selection Function is active, then no Default CN node exists.

Directed retry: Directed retry isthe process of assigning a User Equipment to aradio resource that does not belong to
the serving RNC e.g. in situations of congestion. It istriggered by the RAB Assignment procedure and employs
relocation procedures.

Elementary Procedure: RANAP protocol consists of Elementary Procedures (EPs). An Elementary Procedure is a unit
of interaction between the RNS and the CN. These Elementary Procedures are defined separately and are intended to be
used to build up complete sequences in a flexible manner. If the independence between some EPs isrestricted, it is
described under the relevant EP description. Unless otherwise stated by the restrictions, the EPs may be invoked
independently of each other as stand alone procedures, which can be active in parallel. Examples on using several
RANAP EPs together with each other and EPs from other interfaces can be found in reference [4].

An EP consists of an initiating message and possibly a response message. Three kinds of EPs are used:
- Class 1: Elementary Procedures with response (success and/or failure).
- Class 2: Elementary Procedures without response.
- Class 3: Elementary Procedures with possibility of multiple responses.
For Class 1 EPs, the types of responses can be as follows:
Successful:

- A signalling message explicitly indicates that the elementary procedure successfully completed with the
receipt of the response.

Unsuccessful:
- A signalling message explicitly indicates that the EP failed.
- Ontime supervision expiry (i.e. absence of expected response).

Successful and Unsuccessful:
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- One signalling message reports both successful and unsuccessful outcome for the different included requests.
The response message used is the one defined for successful outcome.
Class 2 EPs are considered always successful.

Class 3 EPs have one or several response messages reporting both successful, unsuccessful outcome of the requests and
temporary status information about the requests. This type of EP only terminates through response(s) or EP timer
expiry.

Gateway Core Network: as defined in [39].

GERAN BSC in lu mode: In the context of this specification no distinction between an UTRAN RNC and a GERAN
BSC in lu modeis made. The GERAN BSC in lu mode will behave as a RNC unless explicitely stated (see [27]).

Integrity Protection Alter native: defines both the Integrity Protection Status (started/not started) together with the
Integrity Protection Algorithm considered altogether.

M anagement Based Activation: as defined in [37].
MBM S Bearer Service: asdefinedin [41].

MBM S lu signalling connection: as defined in [42].
MBM S RAB: as defined in [42].

MBM S Service Area: asdefined in [41].

MBM S Service Context: as defined in [42].
MBM S Session: as defined in [42].

MBM S session start: asdefined in [42].

MBM S session stop: asdefined in [42].

Multicast Service: as defined in [40].
Multi-Operator Core Network: as defined in [39].
Network sharing non-supporting UE: as defined in [39].
Network sharing supporting UE: as defined in [39].
Packet System Infor mation: as defined in [46].
PUESBINE feature: asdefinedin[33].

Relocation of SRNS: relocation of SRNSisaUMTS functionality used to relocate the serving RNS role from one RNS
to another RNS. ThisUMTS functionality isrealised by several elementary procedures executed in several interfaces
and by several protocols and it may involve a change in the radio resources used between UTRAN and UE

It isalso possible to relocate the serving RNS role from:
- one RNSwithin UMTS to another relocation target external to UMTS;

- functionality equivalent to the serving RNS role from another relocation source external to UMTS to another
RNS.

RAN Infor mation M anagement: as defined in [36].
Trace Recording Session; as defined in [37].

Trace Recording Session Reference: asdefined in [37].
Trace Reference: asdefined in [37].

Trace Session: asdefined in [37].
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Serving RNC: SRNC isthe RNC belonging to SRNS

Serving RNS: role an RNS can take with respect to a specific connection between an UE and UTRAN. Thereisone
serving RNS for each UE that has a connection to UTRAN. The serving RNS isin charge of the radio connection
between a UE and the UTRAN. The serving RNS terminates the lu for this UE

Signalling Based Activation: as defined in [37].
Source RNC: source RNC is the RNC belonging to source RNS

Source RNS: role, with respect to a specific connection between UTRAN and CN, that RNS takes when it decides to
initiate arelocation of SRNS

System Information in GERAN: as defined in [45].
Target RNC: target RNC isthe RNC belonging to target RNS

Target RNS: role an RNS gets with respect to a specific connection between UTRAN and CN when it isbeing a
subject of arelocation of SRNS which is being made towards that RNS

UE Specific Behaviour Information —lu: as defined in [33].

3.2 Symbols

Void.

3.3 Abbreviations

Applicable abbreviations can be found in [35]. For the purposes of the present document, the following abbreviations
apply:

AAL2 ATM Adaptation Layer type 2

ALCAP Access Link Control Application Part
APN Access Point Name

AS Access Stratum

ASN.1 Abstract Syntax Notation One

ATM Asynchronous Transfer Mode

BSC Base Station Controller

CcC Call Control

CN Core Network

CRNC Controlling RNC

CS Circuit Switched

DCH Dedicated Channel

DL Downlink

DRNC Drift RNC

DRNS Drift RNS

DSCH Downlink Shared Channel

EP Elementary Procedure

GANSS Galileo and Additional Navigation Satellite Systems
GERAN GSM/EDGE Radio Access Network
GPRS General Packet Radio System

GSM Global System for Mobile communications
GTP GPRS Tunnelling Protocol

GWCN GateWay Core Network

IE Information Element

IMEI International Mobile Equipment |dentity
IMS| International Mobile Subscriber |dentity
IPv4 Internet Protocol (version 4)

IPv6 Internet Protocol (version 6)

MBMS Multimedia Broadcast Multicast Service
MM Mobility Management

MOCN Multi Operator Core Network
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MSC Mobile services Switching Center

NACC Network Assisted Cell Change

NAS Non Access Stratum

NNSF NAS Node Selection Function

NRT Non-Real Time

N-PDU Network — Protocol Data Unit

OSP:IHOSS Octet Stream Protocol: Internet-Hosted Octet Stream Service

P-TMSI Packet TMSI

PDCP Packet Data Convergence Protocol

PDP Packet Data Protocol

PDU Protocol Data Unit

PLMN Public Land Mobile Network

PPP Point-to-Point Protocol

PS Packet Switched

PSI Packet System Information

PTP Point To Point

PUESBINE Provision of UE Specific Behaviour Information to Network Entities

QoS Quiality of Service

RAB Radio Access Bearer

RANAP Radio Access Network Application Part

RIM RAN Information Management

RNC Radio Network Controller

RNS Radio Network Subsystem

RRC Radio Resource Control

RT Real Time

SAI Service Area ldentifier

SAP Service Access Point

SDU Service Data Unit

SGSN Serving GPRS Support Node

Sl System Information in GERAN

SNA Shared Network Area

SNAC Shared Network Area Code

SRNC Serving RNC

SRNS Serving RNS

TEID Tunnel Endpoint Identifier

TMGI Temporary Mobile Group Identity

TMSI Temporary Mobile Subscriber Identity

UE User Equipment

UEA UMTS Encryption Algorithm

UESBI-lu UE Specific Behaviour Information - lu

UIA UMTS Integrity Algorithm

UL Uplink

UMTS Universal Mobile Telecommunications System

USCH Uplink Shared Channel

UTRAN UMTS Terrestrial Radio Access Network
4 General
4.1 Procedure Specification Principles

The principle for specifying the procedure logic is to specify the functional behaviour of the RNC exactly and
completely. The CN functional behaviour is left unspecified. The EPs Relocation Preparation, Reset, Reset Resource
and Overload Control are exceptions from this principle.

The following specification principles have been applied for the procedure text in clause 8:
- The procedure text discriminates between:

1) Functionality which "shall" be executed

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 19 ETSI TS 125 413 V7.9.0 (2008-07)

The procedure text indicates that the receiving node "shall” perform a certain function Y under a certain
condition. If the receiving node supports procedure X but cannot perform functionality Y requested in the
REQUEST message of a Class 1 of Class 3 EP, the receiving node shall respond with the message used to
report unsuccessful outcome for this procedure, containing an appropriate cause value.

2) Functionality which "shall, if supported” be executed

The procedure text indicates that the receiving node "shall, if supported,” perform acertain function Y under
acertain condition. If the receiving node supports procedure X, but does not support functionality Y, the
receiving node shall proceed with the execution of the EP, possibly informing the requesting node about the
not supported functionality.

- Any required inclusion of an optional |E in aresponse message is explicitly indicated in the procedure text. If the
procedure text does not explicitly indicate that an optional |E shall be included in a response message, the
optional 1E shall not be included. For requirements on including Criticality Diagnostics | E, see section 10. For
examples on how to use the Criticality Diagnostics IE, see Annex A.2.

4.2 Forwards and Backwards Compatibility

The forwards and backwards compatibility of the protocol is assured by mechanism where all current and future
messages, and |Es or groups of related |Es, include 1D and criticality fields that are coded in a standard format that will
not be changed in the future. These parts can always be decoded regardless of the standard version.

4.3 Specification Notations

For the purposes of the present document, the following notations apply:

Procedure When referring to an elementary procedure in the specification the Procedure Name is written with
thefirst lettersin each word in upper case characters followed by the word "procedure”, e.g. RAB
Assignment procedure.

Message When referring to a message in the specification the MESSAGE NAME is written with all letters
in upper case characters followed by the word "message”, e.g. RAB ASSIGNMENT REQUEST
message.

IE When referring to an information element (1E) in the specification the Information Element Name

iswritten with the first letters in each word in upper case characters and al lettersin Italic font
followed by the abbreviation "IE", e.g. User Plane Mode IE.

Vaueof anlE  When referring to the value of an information element (1E) in the specification the "Vaue' is
written asit is specified in subclause 9.2 enclosed by quotation marks, e.g. "Abstract Syntax Error
(Reject)" or "Geographical Coordinates'.

5 RANAP Services

RANAP provides the signalling service between UTRAN or GERAN (in lu mode) and CN that is required to fulfil the
RANAP functions described in clause 7. RANAP services are divided into four groups. The first three are based on
Service Access Points (SAP) defined in [16]:

1. Genera control services: They are related to the whole u interface instance between RNC and logical CN
domain, and are accessed in CN through the General Control SAP. They utilise connectionless signalling
transport provided by the lu signalling bearer.

2. Noatification services: They are related to specified UEs or al UEsin specified area, and are accessed in CN
through the Notification SAP. They utilise connectionless signalling transport provided by the lu signalling
bearer.

3. Dedicated control services. They are related to one UE, and are accessed in CN through the Dedicated Control
SAP. RANAP functions that provide these services are associated with [u signalling connection that is
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maintained for the UE in question. The lu signalling connection is realised with connection oriented signalling
transport provided by the lu signalling bearer.

MBMS control services: They are related to one MBMS Bearer Service. RANAP functions that provide these
services are associated with one or severa lu signalling connection that is maintained for the MBM S Bearer
Service in question during the MBM S Session. The lu signalling connection is realised with connection oriented
signalling transport provided by the lu signalling bearer.

6

Services Expected from Signalling Transport

Signalling transport (See [5]) shall provide two different service modes for the RANAP.

1. Connection oriented data transfer service. This service is supported by a signalling connection between RNC and

CN domain. It shall be possible to dynamically establish and rel ease signalling connections based on the need.
Each active UE shall have its own signalling connection. Each MBM S Bearer Service during agiven MBMS
Session shall have one or several signalling connections. The signalling connection shall provide in sequence
delivery of RANAP messages. RANAP shall be notified if the signalling connection breaks.

Connectionless data transfer service. RANAP shall be notified in case a RANAP message did not reach the
intended peer RANAP entity.

-

Functions of RANAP

RANAP protocol has the following functions:

Relocating serving RNC. This function enables to change the serving RNC functionality as well asthe related lu
resources (RAB(s) and Signalling connection) from one RNC to another.

Overall RAB management. This function is responsible for setting up, modifying and releasing RABs.

Queuing the setup of RAB. The purpose of this function isto allow placing some requested RABs into a queue,
and indicate the peer entity about the queuing.

Requesting RAB release. While the overall RAB management is a function of the CN, the RNC has the
capability to request the release of RAB.

Release of all 1u connection resources. This function is used to explicitly release all resources related to one lu
connection.

Requesting the release of all 1u connection resources. While the lu release is managed from the CN, the RNC has
the capability to request the release of all 1u connection resources from the corresponding lu connection.

SRNS context forwarding function. This function is responsible for transferring SRNS context from the RNC to
the CN for intersystem change in case of packet forwarding.

Controlling overload in the lu interface. This function allows adjusting the load in the control plane of the lu
interface.

Resetting the lu. Thisfunction is used for resetting an lu interface.

Sending the UE Common ID (permanent NAS UE identity) to the RNC. This function makes the RNC aware of
the UE's Common ID.

Paging the user. This function provides the CN for capability to page the UE.

Controlling the tracing of the subscriber or user equipment activity. This function allows setting the trace mode
for a given subscriber or user equipment. This function also alows the deactivation of a previously established
trace.

Transport of NAS information between UE and CN (see [8]). This function has two sub-classes:
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1. Transport of theinitial NAS signalling message from the UE to CN. This function transfers transparently the
NAS information. As a consequence also the lu signalling connection is set up.

2. Transport of NAS signalling messages between UE and CN, This function transfers transparently the NAS
signalling messages on the existing lu signalling connection. It aso includes a specific service to handle
signalling messages differently.

- Controlling the security mode in the UTRAN. This function is used to send the security keys (ciphering and
integrity protection) to the UTRAN, and setting the operation mode for security functions.

- Controlling location reporting. This function allows the CN to operate the mode in which the UTRAN reports
the location of the UE.

- Location reporting. This function is used for transferring the actual location information from RNC to the CN.

- Datavolume reporting function. This function is responsible for reporting unsuccessfully transmitted DL data
volume over UTRAN for specific RABs.

- Reporting general error situations. This function allows reporting of general error situations, for which function
specific error messages have not been defined.

- Location related data. This function allows the CN to either retrieve from the RNC deciphering keys (to be
forwarded to the UE) for the broadcast assistance data, or request the RNC to deliver dedicated assistance data to
the UE.

- Information Transfer. This function allows the CN to transfer information to the RNC.

- Uplink Information Exchange. This function allows the RNC to transfer or request information to the CN. For
instance the RNC has the capability to request MBMS specific information to the CN e.g. the Multicast Service
lists for agiven UE or the IP Multicast Address and APN for one or several MBM S Bearer Services.

- MBMSRANAP overdl function. This function allows the following different sub-functions:

-  MBMS RAB management. This function is responsible for setting up, updating and releasing the MBM S
RAB aswell asthe MBMS lu signalling connection corresponding to one MBMS Session. The MBMS RAB
is defined for the CN PS domain only.

- MBMSCN (PS domain) de-registration. This function makes the RNC aware that a given Multicast Service
isno longer available.

- MBMS UE linking/de-linking. This function makes the RNC aware that a given UE, with existing lu-ps
signalling connection, has joined/left some Multicast Service(s).

- Requesting MBMS Service registration/de-registration. While the overall MBMS CN de-registration is a
function of the CN (PS domain), the RNC has the capability to register/de-register to a specific Multicast
Service.

These functions are implemented by one or several RANAP elementary procedures described in the following clause.

8 RANAP Procedures

8.1 Elementary Procedures

In the following tables, all EPs are divided into Class 1, Class 2 and Class 3 EPs (see subclause 3.1 for explanation of
the different classes):
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Table 1: Class 1
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Elementary Initiating Successful Outcome Unsuccessful Outcome
Procedure Message Response message Response message
lu Release IU RELEASE IU RELEASE COMPLETE
COMMAND
Relocation RELOCATION RELOCATION COMMAND RELOCATION
Preparation REQUIRED PREPARATION FAILURE
Relocation RELOCATION RELOCATION REQUEST RELOCATION FAILURE
Resource REQUEST ACKNOWLEDGE
Allocation
Relocation RELOCATION RELOCATION CANCEL
Cancel CANCEL ACKNOWLEDGE
SRNS Context SRNS CONTEXT | SRNS CONTEXT
Transfer REQUEST RESPONSE
Security Mode SECURITY SECURITY MODE SECURITY MODE REJECT
Control MODE COMPLETE
COMMAND
Data Volume DATA VOLUME DATA VOLUME REPORT
Report REPORT
REQUEST
Reset RESET RESET ACKNOWLEDGE
Reset Resource RESET RESET RESOURCE
RESOURCE ACKNOWLEDGE
Location related LOCATION LOCATION RELATED LOCATION RELATED DATA
Data RELATED DATA DATA RESPONSE FAILURE
REQUEST
Information INFORMATION INFORMATION TRANSFER | INFORMATION TRANSFER
Transfer TRANSFER CONFIRMATION FAILURE
INDICATION
Uplink Information | UPLINK UPLINK INFORMATION UPLINK INFORMATION
Exchange INFORMATION EXCHANGE RESPONSE EXCHANGE FAILURE
EXCHANGE
REQUEST

MBMS Session
Start

MBMS SESSION
START

MBMS SESSION START
RESPONSE

MBMS SESSION START
FAILURE

MBMS Session

MBMS SESSION

MBMS SESSION UPDATE

MBMS SESSION UPDATE

Update UPDATE RESPONSE FAILURE
MBMS Session MBMS SESSION | MBMS SESSION STOP
Stop STOP REQUEST | RESPONSE
MBMS UE MBMS UE MBMS UE LINKING
Linking LINKING RESPONSE
REQUEST
MBMS MBMS MBMS REGISTRATION MBMS REGISTRATION
Registration REGISTRATION | RESPONSE FAILURE
REQUEST
MBMS CN De- MBMS CN DE- MBMS CN DE-
Registration REGISTRATION | REGISTRATION
REQUEST RESPONSE
MBMS RAB MBMS RAB MBMS RAB RELEASE MBMS RAB RELEASE
Release RELEASE FAILURE
REQUEST
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Class 2

Elementary Procedure

Message

RAB Modification Request

RAB MODIFY REQUEST

RAB Release Request

RAB RELEASE REQUEST

lu Release Request

IU RELEASE REQUEST

Relocation Detect

RELOCATION DETECT

Relocation Complete

RELOCATION COMPLETE

SRNS Data Forwarding Initiation

SRNS DATA FORWARD COMMAND

SRNS Context Forwarding from
Source RNC to CN

FORWARD SRNS CONTEXT

SRNS Context Forwarding to
Target RNC from CN

FORWARD SRNS CONTEXT

Paging

PAGING

Common ID

COMMON ID

CN Invoke Trace

CN INVOKE TRACE

CN Deactivate Trace

CN DEACTIVATE TRACE

Location Reporting Control

LOCATION REPORTING CONTROL

Location Report

LOCATION REPORT

Initial UE Message

INITIAL UE MESSAGE

Direct Transfer

DIRECT TRANSFER

Overload Control

OVERLOAD

Error Indication

ERROR INDICATION

UE Specific Information

UE SPECIFIC INFORMATION
INDICATION

Direct Information Transfer

DIRECT INFORMATION TRANSFER

MBMS RAB Establishment
Indication

MBMS RAB ESTABLISHMENT
INDICATION

Table 3:

Class 3

Elementary Procedure

Initiating Message

Response Message

RAB Assignment

REQUEST

RAB ASSIGNMENT

RAB ASSIGNMENT
RESPONSE x N (N>=1)

The following applies concerning interference between Elementary Procedures:

ETSI TS 125 413 V7.9.0 (2008-07)

- The Reset procedure takes precedence over all other EPs.
- The Reset Resource procedure takes precedence over all other EPs except the Reset procedure.

- Thelu Release procedure takes precedence over al other EPs except the Reset procedure and the Reset Resource
procedure.

8.2 RAB Assignment

8.2.1 General

The purpose of the RAB Assignment procedure is to establish new RABs and/or to enable modifications and/or releases
of already established RABs for a given UE. The procedure uses connection oriented signalling.
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8.2.2 Successful Operation

RN CN

RAB ASSIGNMENT
REQUEST

RAB ASSIGNMENT
RESPONSE

* it can be severa responses

Figure 1: RAB Assignment procedure. Successful operation.

The CN initiates the procedure by sending a RAB ASSIGNMENT REQUEST message. When sending the RAB
ASSIGNMENT REQUEST message, the CN shall start the T ragassy: timer.

The CN may request the UTRAN to:
- establish,
- modify,
- release
one or several RABs with one RAB ASSIGNMENT REQUEST message.

The CN shall includein the RAB ASSIGNMENT REQUEST message at |east one request to either establish/modify or
release aRAB.

The message shall contain the information required by the UTRAN to build the new RAB configuration, such as:
- list of RABsto establish or modify with their bearer characteristics;
- list of RABsto release.
For each RAB requested to be established, the message shall contain:
- RABID;
- NAS Synchronisation Indicator (only when available);
- RAB parameters (including e.g. Allocation/Retention Priority);
- User Plane Information (i.e. required User Plane Mode and required UP Mode Versions);
- Transport Layer Information;
- PDP Type Information (only for PS);
- DataVolume Reporting Indication (only for PS);

- DL GTP-PDU sequence number (only when GTP-PDU sequence number is available in cases of intersystem
change from GPRS to UMTS or when establishing a RAB for an existing PDP context or in some further cases
described in [21]);

- UL GTP-PDU sequence number (only when GTP-PDU sequence number is available in cases of intersystem
change from GPRS to UMTS or when establishing a RAB for an existing PDP context or in some further cases
described in [21]);
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- DL N-PDU sequence number (only when N-PDU sequence number is available in case of intersystem change
from GPRS to UMTS or in some further cases described in [21]);

- UL N-PDU sequence number (only when N-PDU sequence number is available in case of intersystem change
from GPRSto UMTS or in some further cases described in [21]).

For each RAB requested to be modified, the message may contain:
- RAB ID (mandatory);
- NAS Synchronisation Indicator;
- RAB parameters;
- Transport Layer Information;
- User Plane Information.

The Transport Layer Information IE may be present at a RAB modification except in the case when the only other
present |1E, besides the RAB ID IE, isthe NAS Synchronisation Indicator IE.

At aRAB modification that does not include transfer of the NAS Synchronisation Indicator IE, the RAB Parameters |E
shall be present in the RAB ASSIGNMENT REQUEST message only when any previously set value for thislE is
requested to be modified.

At a RAB modification, the User Plane Information | E shall be present in the RAB ASSIGNMENT REQUEST
message only when any previously set value for this |E is requested to be modified.

For aRAB setup, the SDU Format Information Parameter |E in the RAB Parameters | E shall be present only if the
User Plane Mode | E is set to 'support mode for pre-defined SDU sizes and the Traffic Class|E is set to either
‘Conversational’ or 'Streaming'.

For a RAB setup or modification, when the maximum bit rate (respectively the guaranteed bit rate when applicable) to
be signalled for the RAB exceeds the maximum value of the Maximum Bit Rate |E (respectively Guaranteed Bit Rate
|E), the Extended Maximum Bit Rate |E (respectively Extended Guaranteed Bit Rate |E) shall be included together with
the Maximum Bit Rate | E (respectively Guaranteed Bit Rate |E) set to its maximum value.

For a RAB setup or modification, if the Extended Maximum Bit Rate | E (respectively Extended Guaranteed Bit Rate |E)
is present, the RNC shall consider it and ignore the Maximum Bit Rate | E (respectively Guaranteed Bit Rate |E).

For aRAB setup, the RAB Parameters |E may contain the Signalling Indication IE. The Sgnalling Indication | E shall
not be present if the Traffic Class |E is not set to "Interactive” or if the CN Domain Indicator I1E isnot set to "PS
domain".

If the RAB Parameters |E is present for a RAB modification, the SDU Format Information Parameter |1E in the RAB
Parameters | E shall be present only if the Traffic Class |E is set to either 'Conversational’ or 'Streaming' and if

- either the User Plane mode is currently ‘support mode for pre-defined SDU sizes and the User Plane Mode IE is
not contained in the RAB ASSIGNMENT REQUEST message

- orif the User Plane Mode | E optionally contained within the RAB ASSIGNMENT REQUEST message is set to
‘support mode for pre-defined SDU sizes.

If, for aRAB requested to be modified, one (or more) of these IEs except RAB ID |E are not present in the RAB
ASSIGNMENT REQUEST message the RNC shall continue to use the value(s) currently in use for the not present |Es.

If, for a RAB requested to be modified, the Signalling Indication | E is not present and the Traffic Class|E is set to
'interactive, thisindicates that the signalling nature of the RAB is not changed by the modification.

For each RAB requested to be released, the message shall contain:
- RABID;

- Cause
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Upon reception of the RAB ASSIGNMENT REQUEST message, the UTRAN shall execute the requested RAB
configuration. The CN may indicate that RAB QoS negotiation is allowed for certain RAB parameters and in some
cases also which alternative values to be used in the negotiation in the Alternative RAB parameters values | E.

If some of the alternative maximum bit rates (respectively alternative guaranteed bit rates when applicable) to be
signalled for the RAB exceed the maximum value of the AlternativeM aximum Bit Rate | E (respectively Alternative
Guaranteed Bit Rate |IE), they shall be included in the Extended Alternative Maximum Bit Rate | E (respectively
Extended Alternative Guaranteed Bit Rate |E).

For a RAB setup or modification, if the Extended Alternative Maximum Bit Rate |E (respectively Extended Alternative
Guaranteed Bit Rate |IE) is present, the RNC shall consider it together with the bit rates signalled within the Alternative
Maximum Bit Rate | E (respectively Alternative Guaranteed Bit Rate |E) if present.

For aRAB setup or RAB requested to be modified, the RAB ASSIGNMENT REQUEST message may also include an
alternative RAB configuration specified in the Alternative RAB configuration | E in the Alternative RAB Parameter
Values |E. If Alternative RAB configuration |E for aRAB isincluded in the RAB ASSIGNMENT REQUEST message,
the RNC is allowed after the successful RAB setup or RAB modification to request the CN to trigger the execution of
this alternative RAB configuration. No negotiation is allowed during the RAB Assignment procedure between the
requested RAB configuration and this alternative RAB configuration.

The same RAB 1D shall only be present once in the whole RAB ASSIGNMENT REQUEST message.

The RAB 1D shall uniquely identify the RAB for the specific CN domain and for the particular UE, which makes the
RAB ID unique over the lu connection on which the RAB ASSIGNMENT REQUEST message is received. When a
RAB ID aready in use over that particular lu instance is used, the procedure is considered as modification of that RAB.

The RNC shall pass the contents of the RAB ID | E to the radio interface protocol for each RAB requested to be
established or modified.

The RNC shall establish or modify the resources according to the values of the Allocation/Retention Priority |E
(priority level, pre-emption indicators, queuing) and the resource situation as follows:

- The RNC shall consider the priority level of the requested RAB, when deciding on the resource all ocation.

- If therequested RAB is allowed for queuing and the resource situation requires so, the RNC may place the RAB
in the establishment queue.

- Thepriority levels and the pre-emption indicators may (singularly or in combination) be used to determine
whether the RAB assignment has to be performed unconditionally and immediately. If the requested RAB is
marked as "may trigger pre-emption” and the resource situation requires so, the RNC may trigger the pre-
emption procedure which may then cause the forced release of alower priority RAB which is marked as "pre-
emptable”. Whilst the process and the extent of the pre-emption procedure is operator-dependent, the pre-
emption indicators, if given in the RAB ASSIGNMENT REQUEST message, shall be treated as follows:

1. Thevalues of the last received Pre-emption Vulnerability I1E and Priority Level |E shall prevail.

2. |If the Pre-emption Capability |E is set to "may trigger pre-emption", then this all ocation request may trigger
the pre-emption procedure.

3. If the Pre-emption Capability IE is set to "shall not trigger pre-emption”, then this allocation request shall not
trigger the pre-emption procedure.

4. If the Pre-emption Vulnerability |E is set to "pre-emptable”, then this connection shall be included in the pre-
emption process.

5. If the Pre-emption Vulnerability |E is set to "not pre-emptable”, then this connection shall not be included in
the pre-emption process.

6. If the Priority Level IE is set to "no priority" the given values for the Pre-emption Capability |E and Pre-
emption Vulnerability |E shall not be considered. Instead the values "shall not trigger pre-emption” and "not
pre-emptable” shall prevail.

- If the Allocation/Retention Priority IE is not given in the RAB ASSIGNMENT REQUEST message, the
allocation request shall not trigger the pre-emption process and the connection may be pre-empted and
considered to have the value "lowest" as priority level. Moreover, queuing shall not be allowed.
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- The UTRAN pre-emption process shall keep the following rules:
1. UTRAN shall only pre-empt RABs with lower priority, in ascending order of priority.
2. The pre-emption may be done for RABs belonging to the same UE or to other UEs.

If the NAS Synchronisation Indicator |E is contained in the RAB ASSIGNMENT REQUEST message, the RNC shall
passit to the radio interface protocol for transfer to the UE.

If the RAB ASSIGNMENT REQUEST message includes the PDP Type Information IE, the UTRAN may useit to
configure any compression a gorithms.

If included, the Service Handover |E tellsif the requested RAB

- should be handed over to GSM, i.e. from aNAS point of view, the requested RAB should be handed over to GSM
as soon as possible although the final decision whether to perform a handover to GSM is still made in the UTRAN.

- should not be handed over to GSM, i.e. from a NAS point of view, the requested RAB should remainin UMTS as
long as possible although the final decision whether to perform a handover to GSM is still made in the UTRAN.

- shal not be handed over to GSM, i.e. the requested RAB shall never be handed over to GSM. This means that the
UTRAN shall not initiate handover to GSM for the UE unless the RABs with thisindication have first been
released with the normal release procedures.

The value of the Service Handover |E isvalid throughout the lifetime of the RAB or until changed by a RAB
modification.

The Service Handover |E shall only influence decisions made regarding UTRAN-initiated inter-system handovers.

If the Service Handover |E is not included during RAB Setup and all subsequent RAB Modifications, the decision
whether to perform an inter-system handover to GSM isonly an internal UTRAN matter.

The UTRAN shall report to the CN, in the first RAB ASSIGNMENT RESPONSE message, the result for all the
requested RABS, such as:

- List of RABssuccessfully established or modified.
- List of RABsreleased.
- List of RABs queued.
- List of RABsfailed to establish or modify.
- List of RABsfailed to release.
The same RAB ID shall only be present once in the whole RAB ASSIGNMENT RESPONSE message.

For each RAB successfully established towards the PS domain or towards the CS domain when an ALCAP is not used,
the RNC shall include the Transport Layer Address |E and the lu Transport Association |E in the RAB ASSIGNMENT
RESPONSE message.

For each RAB successfully released towards the PS domain, for which data volume reporting had been requested when
the RAB was established, the RNC shall include the DL Data Volumes |E in the RAB ASSIGNMENT RESPONSE
message. The DL Data Volumes |E shall contain in the Unsuccessfully Transmitted DL Data Volume | E the total
amount of unsuccessfully transmitted DL data for the RAB since its establishment and may contain the Data Volume
Reference |E.

For each RAB successfully released towards the PS domain, the RNC shall include in the RAB ASSIGNMENT
RESPONSE message the DL GTP-PDU Sequence Number |1E and the UL GTP-PDU Sequence Number IE, if available
and if the release was initiated by the UTRAN.

The RNC shall report in the RAB ASSIGNMENT RESPONSE message at least one RAB:
- setup/modified or

- released or
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- Queued or
- failed to setup/modify or
- falled to release.

If any alternative RAB parameter values have been used when establishing or modifying a RAB, these RAB parameter
values shall beincluded in the RAB ASSIGNMENT RESPONSE message within the Assigned RAB Parameter Values
IE.

If any alternative RAB parameter values have been used from the Extended Alternative Maximum Bit Rate |IE
(respectively Extended Alternative Guaranteed Bit Rate | E), these RAB parameter values shall be included in the RAB
ASSIGNMENT RESPONSE message within the Extended Assigned Maximum Bit Rate |E (respectively Extended
Assigned Guaranteed Bit Rate |E).

For the CS domain, when an ALCAP is used, UTRAN shall report the successful outcome of a specific RAB to
establish or modify only after the lu user plane at RNL level isready to be used in UL and DL. At aRAB

establishment, the transport network control plane signalling required to set up the transport bearer shall use the
Transport Layer Address |IE and lu Transport Association IE. At a RAB modification when Transport Layer Address
(IE) and lu Transport Association |Es are included, the RNC shall establish a new transport bearer. The transport
network control plane signalling shall then use the included Transport Layer Address |E and lu Transport Association
|E. Then the switch over to this new transport bearer shall be done immediately after transport bearer establishment and
initialisation of the user plane mode. If Transport Layer Address (IE) and lu Transport Association |Es are not included,
then the RNC may modify the already existing transport bearer.

For the PS domain or for the CS domain when an ALCAP is not used, when they are present at a RAB modification, the
RNC shall use the embedded Transport Layer Address |E and [u Transport Association |Es as the termination point of
the new transport bearer.

For the PS domain or for the CS domain when an ALCAP is not used, for each RAB successfully modified, if the RNC
has changed the Transport Layer Address |E and/or the lu Transport Association IE, it shall include the new value(s) in
the RAB ASSIGNMENT RESPONSE message.

Before reporting the successful outcome of a specific RAB to establish or modify, the RNC shall have executed the
initialisation of the user plane, if necessary.

Re-initialisation of the user plane shall not be performed if:
- the RAB Parameters |E is not included, for example during transfer of NAS Synchronisation Indicator IE;

- the RAB Parameters IE isincluded but the SDU Format Information Parameter 1E is not changed for the existing
RAB and the NAS Synchronisation Indicator |E is not included.

Re-initialisation of the user plane shall be performed if the RAB Parameters |E and NAS Synchronisation Indicator |E
are included.

If the RNC can not initialise the requested user plane mode for any of the user plane mode versionsin the UP Mode
Versions | E according to the rules for initialisation of the respective user plane mode versions, as described in [6], the
RAB Assignment shall fail with the cause value "RNC unable to establish al RFCs".

In case of establishment of a RAB for the PS domain, the CN must be prepared to receive user data before the RAB
ASSIGNMENT RESPONSE message has been received.

If none of the RABSs have been queued, the CN shall stop timer T rapassyt and the RAB Assignment procedure
terminates. In that case, the procedure shall also be terminated in the UTRAN.

When the request to establish or modify one or several RABsis put in a queue, the UTRAN shall start the timer
Toueuine. This timer specifies the maximum time for queuing of the request for establishment or modification. The
same timer Tqueuing Supervises all RABs of the request being queued.

For each RAB that is queued the following outcomes are possible;
- successfully established or modified;
- failed to establish or modify;
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- failed due to expiry of the timer Toueuine.

For RABsindicated as queued in the first RAB ASSIGNMENT RESPONSE message, the UTRAN shall report the
outcome of the queuing for every RAB individually or for several RABsin subsequent RAB ASSIGNMENT
RESPONSE message(s). This isleft to implementation. The UTRAN shall stop Tqueuing When al RABs have been
either successfully established or modified or failed to establish or modify. The RAB Assignment procedure is then
terminated both in the CN and the UTRAN when all RABSs have been responded to.

When the CN receives the response that one or several RABs are queued, it shall expect the UTRAN to provide the
outcome of the queuing function for each RAB before expiry of the T rapassgt timer. In case the timer T gapassgt EXPITES,
the CN shall consider the RAB Assignment procedure terminated and the RABs not reported shall be considered as
failed.

In case the timer Tqoueuing €Xpires, the RAB Assignment procedure terminatesin the UTRAN for all queued RABS, and
the UTRAN shall respond for al of themin one RAB ASSIGNMENT RESPONSE message. The RAB Assignment
procedure shall also be terminated in the CN.

In case arequest to modify or release a RAB contains the RAB ID of a RAB being queued, the RAB shall be taken out
of the queue and treated according to the second request. The first request shall be responded to as a RAB failed to
setup or modify with the cause value "Request superseded”.

If the UTRAN failed to modify a RAB, it shall keep the RAB as it was configured prior to the modification request.

When UTRAN reports unsuccessful establishment/modification of a RAB, the cause value should be precise enough to
enable the core network to know the reason for unsuccessful establishment/modification. Typical cause values are:
"Requested Traffic Class not Available", "Invalid RAB Parameters Value", "Requested Maximum Bit Rate not
Available", "Requested Maximum Bit Rate for DL not Available", "Requested Maximum Bit Rate for UL not
Available", "Requested Guaranteed Bit Rate not Available", "Requested Guaranteed Bit Rate for DL not Available",
"Reguested Guaranteed Bit Rate for UL not Available", "Requested Transfer Delay not Achievable”, "Invalid RAB
Parameters Combination”, "Condition Violation for SDU Parameters”, "Condition Violation for Traffic Handling

Priority”, "Condition Violation for Guaranteed Bit Rate", "User Plane Versions not Supported”, "lu UP Failure”, "lu
Transport Connection Failed to Establish”, "Tqueuing EXpiry”.

If the RAB ID of a RAB requested to be released is unknown in the RNC, this shall be reported as a RAB failed to
release with the cause value "Invalid RAB 1D".

The RNC may indicate an impending directed retry attempt to GSM by sending a RAB ASSIGNMENT RESPONSE
message with a RAB ID included in the list of RABs failed to setup and a cause value of "Directed Retry".

The RNC shall be prepared to receive a RAB ASSIGNMENT REQUEST message containing a RABs To Be Released
IE at any time and shall always reply to it. If there is an ongoing RAB Assignment procedure for a RAB indicated
within the RABs To Be Released | E, the RNC shall discard the preceding RAB Assignment procedure for that specific
RAB, release any related resources and report the released RAB within the RAB ASSIGNMENT RESPONSE message.

After sending aRAB ASSIGNMENT RESPONSE message containing RAB ID within the RABs Released |E, the RNC
shall be prepared to receive a new establishment request for a RAB identified by the same RAB ID.

8.2.2.1 Successful Operation for GERAN lu-mode

For GERAN Iu-mode the following shall apply in addition for the successful operation of the RAB Assignment
procedure:

- Incase of GERAN lu-mode, for a RAB requested to be setup or modified from the CS domain, the RAB
ASSIGNMENT REQUEST message may contain the GERAN BSC Container |1E in order to provide GERAN-
specific information to GERAN (see [27]).

- Incase of GERAN Iu-mode (only for CS), if the BSC cannot provide an appropriate RAB corresponding to the
content of the GERAN BSC Container |E (if received), the BSC shall report unsuccessful RAB
establishment/modification indicating the cause value 'GERAN Iu-mode Failure’ and the GERAN Classmark 1E
in the GERAN Iu mode specific RABs Failed To Setup Or Modify List I|E within the RAB ASSIGNMENT
RESPONSE message.
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8.2.3 Unsuccessful Operation

The unsuccessful operation for this Class 3 Elementary procedure is described under the Successful Operation chapter.

8.2.4 Abnormal Conditions

For a RAB requested to be modified, if only the RAB ID IE, the NAS Synchronisation Indicator |1E and the Transport
Layer Information |E are included in the First Setup or Modify Item |E, the RAB shall not be modified, and the
corresponding RAB ID |E and Cause | E shall beincluded in the "RABs Failed To Setup Or Modify List" in the RAB
ASSIGNMENT RESPONSE message.

If, for aRAB requested to be setup towards the PS domain, any of the following IEs:
- PDP Type Information.
- Data Volume Reporting Indication.

is not present, the RNC shall continue with the procedure.

Interactions with Relocation Preparation procedure:

If the relocation becomes necessary during the RAB Assignment procedure, the RNC may interrupt the ongoing RAB
Assignment procedure and initiate the Relocation Preparation procedure as follows:

1. The RNC shall terminate the RAB Assignment procedure indicating unsuccessful RAB configuration
modification:

- for al queued RABS;
- for RABsnot aready established or modified, and
- for RABsnot already released;
with the cause "Relocation triggered”.
2. The RNC shall terminate the RAB Assignment procedure indicating successful RAB configuration modification:
- for RABsalready established or modified but not yet reported to the CN, and
- for RABsaready released but not yet reported to the CN.
3. The RNC shall report the outcome of the procedure in one RAB ASSIGNMENT RESPONSE message.
4. The RNC shall invoke relocation by sending a RELOCATION REQUIRED message to the active CN node(s).

5. The CN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE
message.

Directed retry from UMTSto GSM (CS domain only):

In the case where the RNC has no RAB configuration for a particular UE in the CS domain, and the RNC receives a
RAB ASSIGNMENT REQUEST message for that UE requesting the establishment of one RAB only, a directed retry
to perform inter-system handover to GSM may be initiated. In this case the RNC may interrupt the ongoing RAB
Assignment procedure and initiate the Relocation Preparation procedure as follows:

1. TheRNC shall terminate the RAB Assignment procedure indicating unsuccessful RAB configuration
modification of that RAB with the cause "Directed retry".

2. The RNC shall report the outcome of the procedure in one RAB ASSIGNMENT RESPONSE message.

3. The RNC shall invoke relocation by sending a RELOCATION REQUIRED message to the active CN node,
with the cause "Directed Retry".

4. TheCN shall terminate the RAB Assignment procedure at reception of the RAB ASSIGNMENT RESPONSE
message.
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8.3 RAB Release Request

8.3.1 General

The purpose of the RAB Release Request procedure is to enable the UTRAN to request the release of one or severa
radio access bearers. The procedure uses connection oriented signalling.

8.3.2 Successful Operation

RN CN

RAB
RELEASE REQUES'L

Figure 2: RAB Release Request procedure. Successful operation.

The RNC initiates the procedure by generating a RAB RELEASE REQUEST message towards the CN. The RABs To
Be Released |E shall indicate the list of RABSs requested to release and the Cause | E associated to each RAB shall
indicate the reason for the release, e.g. "RAB pre-empted"”, "Release due to UTRAN Generated Reason”, "Radio
Connection With UE Lost".

The RNC shall indicate the Cause |E set to 'GTP Resources Unavailable' for the reasons specified in [21].

Upon reception of the RAB RELEASE REQUEST message, the CN should normally initiate the appropriate release
procedure for the RABsidentified in the RAB RELEASE REQUEST message as defined below. It is up to the CN to
decide how to react to the request.

Interaction with lu Release Command:

If no RABs will remain according to the RAB RELEASE REQUEST message, the CN should initiate the lu Release
procedure if it does not want to keep the lu signalling connection. The cause value to use is"No Remaining RAB".

Interaction with RAB Assignment (release RAB):

If the CN decides to release some or all indicated RABS, the CN should invoke the RAB Assignment procedure (release
RAB) to this effect.

8.3.3 Abnormal Conditions
Not applicable.

8.4 lu Release Request

84.1 General

The purpose of the lu Release Request procedure is to enable the UTRAN to request the CN to release the lu connection
for a particular UE due to some UTRAN generated reason (e.g. "O&M Intervention”, "Unspecified Failure”, "User
Inactivity", "Repeated Integrity Checking Failure” , "Release due to UE generated signalling connection release”,
"Radio Connection With UE Lost", "Access Restricted Due to Shared Networks"). The procedure uses connection

oriented signalling.
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8.4.2 Successful Operation

RNC CN

IU RELEASE REQUEST
L >

Figure 3: lu Release Request procedure. Successful operation.

The RNS controlling the lu connection(s) of that particular UE initiates the procedure by generating an |lU RELEASE
REQUEST message towards the affected CN domain(s). The procedure may be initiated for instance when the contact
with aparticular UE islost or due to user inactivity.

The lU RELEASE REQUEST message shall indicate the appropriate cause value for the requested 1u connection
release. It is up to the CN to decide how to react to the request.

Interactionswith lu Release procedure:

The lu Release procedure should be initiated upon reception of an I|U RELEASE REQUEST message when the causeis
different than 'User Inactivity'. When the cause is set to 'User Inactivity', it is optional to initiate the lu Release
procedure.

8.4.3 Abnormal Conditions
Not applicable.

8.5 lu Release

85.1 General

The purpose of the lu Release procedure is to enable the CN to release an lu connection for a particular UE and al
UTRAN resources related only to that lu connection. The procedure uses connection oriented signalling.

The lu Release procedure can be initiated for at least the following reasons:
- Completion of transaction between the UE and the CN.
- UTRAN-generated reasons, e.g. reception of an IlU RELEASE REQUEST message.
- Completion of successful relocation of SRNS.
- Cancellation of relocation after successful completion of a Relocation Resource Allocation procedure.
- Detection of two lu connections in the same domain toward one UE.

The lu release procedure should also be initiated when there is a period of Iu signalling inactivity with no existing RAB.
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8.5.2 Successful Operation

IU RELEASE COMMAND
47
IU RELEASE COMPLETE>

Figure 4: lu Release procedure. Successful operation.

The CN initiates the procedure by sending an |lU RELEASE COMMAND message to the UTRAN.

After the lU RELEASE COMMAND message has been sent, the CN shall not send further RANAP connection-
oriented messages on this particular connection.

The IlU RELEASE COMMAND message shall include a Cause | E indicating the reason for the release (e.g. " Successful
Relocation”, "Normal Release”, "Release due to UTRAN Generated Reason™, "Relocation Cancelled”, "No Remaining
RAB").

When the RNC receives the [lU RELEASE COMMAND message:

1. Clearing of the related UTRAN resourcesisinitiated. However, the UTRAN shall not clear resources related to
other lu signalling connections the UE might have. The lu transport bearers for RABSs subject to data forwarding
and other UTRAN resources used for the GTP-PDU forwarding process, are released by the RNC only when the
timer Tpatarwd EXpires.

2. The RNC returns any assigned lu user plane resourcesto idlei.e. neither uplink user data nor downlink user data
can be transferred over the lu interface anymore. Then the RNC sends an lU RELEASE COMPLETE message
to the CN. (The RNC does not need to wait for the release of UTRAN radio resources or for the transport
network layer signalling to be completed before returning the lU RELEASE COMPLETE message.) When an
IU RELEASE COMPLETE message is sent, the procedure is terminated in the UTRAN.

In case the UE has been linked to Multicast Service(s) in UTRAN and the RNC receives the lU RELEASE
COMMAND message from PS domain or from CS domain when no lu signalling connection exists towards the other
domain the RNC shall perform UE de-linking as described in [42].

The |lU RELEASE COMPLETE message shall include within the RABs Data Volume Report List |E for each RAB
towards the PS domain successfully addressed and for which data volume reporting was requested during RAB
establishment, the total amount of unsuccessfully transmitted DL data for the RAB since its establishment.

If the release was initiated by the UTRAN, for each RAB towards the PS domain for which the DL GTP-PDU Sequence
Number |E and/or the UL GTP-PDU Sequence Number |E are (is) available, the RNC shall include the available
sequence number(s) in the RABs Released Item |E (within the RAB Released List IE) in the lU RELEASE COMPLETE

message.
The RAB Release Item | E shall not be present if there is no sequence number to be reported for that RAB.
Reception of an |lU RELEASE COMPLETE message terminates the procedure in the CN.

Interaction with Trace:

In case of simultaneous lu signalling connections for both CS and PS domains, if a trace session was activated by both
domains, the successful release of one of the connections should not close this trace session. If the trace session was
activated by only one domain and the lu connection for this domain is successfully released, this trace session shall be
stopped in UTRAN.

8.5.3 Abnormal Conditions

If the lu Release procedure is not initiated towards the source RNC from the CN before the expiry of timer TreLocoverals
the source RNC should initiate the lu Release Request procedure towards the CN with a cause value " Tre ocoveral
expiry".

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 34 ETSI TS 125 413 V7.9.0 (2008-07)

8.6 Relocation Preparation

8.6.1 General

The purpose of the Relocation Preparation procedure is to prepare relocation of SRNS either with involving the UE or
without involving the UE. The relocation procedure shall be co-ordinated over al lu signalling connections existing for
the UE in order to allow Relocation co-ordination in the target RNC. The procedure uses connection oriented signalling.

The source RNC shall not initiate the Relocation Preparation procedure for an lu signalling connection if a Prepared
Relocation existsin the RNC for that 1u signalling connection or if a Relocation Preparation procedure is ongoing for
that Iu signalling connection or in the case of aMOCN configuration if the Rerouting Function is ongoing.

8.6.2 Successful Operation

Source RNC CN

RELOCATION REQUIRED

>

RELOCATION COMMAND
4

Figure 5: Relocation Preparation procedure. Successful operation.

The source RNC initiates the procedure by sending a RELOCATION REQUIRED message. The source RNC shall
decide whether to initiate an intra-system Relocation or an inter-system handover. In case of intra-system Relocation,
the source RNC shall indicate in the Source ID | E the RNC-ID of the source RNC and in the Target ID |E the RNC-ID
of the target RNC only including the RAC if the message is sent towards the PS domain. In case of inter-system
handover towards the GSM CS domain, the source RNC shall indicate in the Source ID |E the Service Area ldentifier
and in the Target ID | E the cell global identity of the cell in the target system. In case of inter-system handover towards
the GSM PS domain, the source RNC shall indicate in the Source ID |E the Service Arealdentifier, in the Target ID IE
the cell global identity of the cell in the target system and shall also indicate routing area code for the relevant cell in the
target system. In case of inter-system handover towards the GSM CS domain and GSM PS domain in parallel, the
source RNC shall include in the Target ID |E the same cell global identity of the cell in the target system for CS domain
and PS domain and set the appropriate information about the nature of the CS/PS inter-system handover (seeref [47]) in
the Old BSSto New BSS Information 1E and Source BSSto Target BSS Transparent Container |E accordingly. The
source RNC shall indicate the appropriate cause value for the Relocation in the Cause |E. Typical cause values are
"Time critical Relocation”, " Resource optimisation relocation”, ""Relocation desirable for radio reasons' , "Directed
Retry", "Reduce Load in Serving Cell", "Access Restricted Due to Shared Networks', "No lu CS UP relocation".

The source RNC shall determine whether the rel ocation of SRNS shall be executed with or without involvement of the
UE. The source RNC shall set accordingly the Relocation Type |E to "UE involved in relocation of SRNS' or "UE not
involved in relocation of SRNS'.

In case of intra-system Relocation, the source RNC shall include in the RELOCATION REQUIRED message the
Source RNC to Target RNC Transparent Container |1E. This container shall include the Relocation Type |E and the
Number of lu Instances | E containing the number of Iu signalling connections existing for the UE .

Only in case of intra-system relocation, the Source RNC to Target RNC Transparent Container |E shall include the
Integrity Protection Key |E from the last received domain on which the Security Mode Control procedure has been
successfully performed, and the associated Chosen Integrity Protection Algorithm | E that has been selected for this
domain.

Only in case of intra-system relocation, the Source RNC to Target RNC Transparent Container |E shall include the
Ciphering Key | E for the signalling data from the last received domain on which the Security Mode Control procedure
has been successfully performed if the ciphering has been started, together with the associated Chosen Encryption
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Algorithm | E that has been selected for this domain. If the ciphering has not been started, the RNC may include the
Ciphering Key |E and the Chosen Encryption Algorithm IE if they are available.

Only in case of intra-system relocation, for each domain where the Security Mode Control procedure has been
successfully performed in the source RNC, the Source RNC to Target RNC Transparent Container |E shall include the
Chosen Encryption Algorithm | E of CS (PS respectively) user data corresponding to the ciphering alternative that has
been selected for this domain. If the Security Mode Control procedure had not been successful or performed for one
domain or had proposed no ciphering alternative, the Chosen Encryption Algorithm I E for the user data of this domain
shall not be included. When both the CS and the PS user data Chosen Encryption Algorithm IEs are provided, they shall
be the same.

This Source RNC to Target RNC Transparent Container |E shall include the RRC Container |E. If the Relocation Type
IE isset to "UE not involved in relocation of SRNS' and the UE is using DCH(s), DSCH(s), USCH(s), HS-DSCH
and/or E-DCH, the Source RNC to Target RNC Transparent Container 1E shall:

for each RAB include the RAB ID, the CN Domain Indicator |E and the mapping between each RAB subflow
and transport channel identifier(s) over lur, i.e. if the RAB is carried on aDCH(s), the DCH ID(s) shall be
included, and when it is carried on DSCH(s), USCH(s), HS-DSCH and/or E-DCH, the DSCH ID(s), USCH
ID(s), HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID respectively shall be included,

only in the case the active SRBsin SRNC are not all mapped onto the same DCH, include the SRB TrCH
Mapping |E containing for each SRB the SRB ID and the associated transport channel identifier over lur, i.e.
if the SRB is carried on aDCH, the DCH ID shall be included, and when it is carried on DSCH, USCH, HS-
DSCH and/or E-DCH, the DSCH 1D, USCH ID,HS-DSCH MAC-d Flow ID and/or E-DCH MAC-d Flow ID
respectively shall be included.

If the Relocation Type |E is set to "UE not involved in relocation of SRNS", the d-RNTI | E shall be included in the
Source RNC to Target RNC Transparent Container IE. If the Relocation Type |E is set to "UE involved in relocation of
SRNS", the Target Cell ID IE shall be included in the Source RNC to Target RNC Transparent Container |E.

If the source RNC doesn't have 1u-CS user plane connection, the Relocation Type IE is set to "UE involved in relocation
of SRNS" and the reason for the relocation is the source RNC cannot support CS service, the d-RNTI for No luUCSUP
|E shall be included in the Source RNC to Target RNC Transparent Container 1E and the Cause |E shall be set as"No
lu CSUP relocation” inthe RELOCATION REQUIRED message.

In case a Trace Recording Session is active in the Source RNC due to a Signalling Based Activation (see ref [37]), the
Trace Recording Session Information | E containing information identifying the Trace Record being generated may be
included in the Source RNC to Target RNC Transparent Container |E.

In case the UE has been linked to at |east one Multicast Service, the Source RNC shall include in the Source RNC to
Target RNC Transparent Container |1E the MBMS Linking Information IE, if available.

In case of inter-system handover to GSM CS domain, the RNC:

shall include the MS Classmark 2 and MS Classmark 3 |Es received from the UE in the RELOCATION
REQUIRED message to the CN.

shall include the Old BSSto New BSS Information |E within the RELOCATION REQUIRED message only if
the information is available. Thisinformation shall include, if available, the current traffic load in the source
cell, i.e. prior to the inter-system handover attempt. Thisinformation shall aso include the source cell
identifier the included traffic load values correspond to. In the case the UE isusing, prior to the inter-system
handover attempt, radio resources of more than one cell, it isimplementation specific for which cell the source
RNC should report the current traffic load and the cell identifier.

In case of inter-system handover to GSM PS domain, the RNC:

- shall include the Source BSSto Target BSS Transparent Container |1E within the RELOCATION REQUIRED
message to the CN. It may indicate in this container whether it requests to receive the SI/PSI container from the
external inter-system handover target in the RELOCATION COMMAND message.

When the source RNC sends the RELOCATION REQUIRED message, it shall start the timer Tre ocprep.

When the preparation including resource allocation in the target system is ready and the CN has decided to continue the
relocation of SRNS, the CN shall send a RELOCATION COMMAND message to the source RNC and the CN shall
start the timer TreLoccomplete:
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If the Target RNC To Source RNC Transparent Container |E or the L3 information | E or the Target BSSto Source BSS
Transparent Container |E isreceived by the CN from the relocation target, it shall be included in the RELOCATION
COMMAND message.

The RELOCATION COMMAND message may also contain the Inter-System Information Transparent Container |E.

If the Target BSSto Source BSS Transparent Container |E is received in the RELOCATION COMMAND message,
only the value part of the UE related containers received shall be sent to the UE.

For each RAB successfully established in the target system and originating from the PS domain, the RELOCATION
COMMAND message shall contain at least one pair of lu transport address and lu transport association to be used for
the forwarding of the DL N-PDU duplicates towards the relocation target. If more than one pair of lu transport address
and lu transport association is included, the source RNC shall select one of the pairs to be used for the forwarding of the
DL N-PDU duplicates towards the relocation target. Upon reception of the RELOCATION COMMAND message from
the PS domain, the source RNC shall start the timer Tpatafwd,

The Relocation Preparation procedure is terminated in the CN by transmission of the RELOCATION COMMAND
message.

If the target system (including target CN) does not support al existing RABs, the RELOCATION COMMAND
message shall contain alist of RABsindicating all the RABs that are not supported by the target system. Thislist may
include information on RABs from the PS domain not existing in the source RNC which shall be ignored by the source
RNC. Thislist is contained in the RABs to Be Released |E. The source RNC shall use thislist to avoid transferring
associated contexts where applicable and may use thislist e.g. to decide if to cancel the relocation or not. The resources
associated with not supported RABs shall not be released until the relocation is completed. Thisisin order to make a
return to the old configuration possible in case of a failed or cancelled relocation.

Upon reception of the RELOCATION COMMAND message the source RNC shall stop the timer Treocprep, Start the
timer TreLocoveras @1d  terminate the Relocation Preparation procedure. The source RNC is then defined to have a
Prepared Relocation for that 1u signalling connection.

When the Relocation Preparation procedure is successfully terminated and when the source RNC is ready, the source
RNC should trigger the execution of relocation of SRNS.

Interactionswith other procedures:

If, after aRELOCATION REQUIRED message is sent and before the Relocation Preparation procedure is terminated,
the source RNC receives a RANAP message initiating another connection oriented RANAP class 1 or class 3 procedure
(except IU RELEASE COMMAND message, which shall be handled normally) viathe same lu signalling connection,
the source RNC shall either:

1. cancel the Relocation Preparation procedure i.e. execute the Relocation Cancel procedure with an appropriate
value for the Cause |E, e.g. "Interaction with other procedure”, and after successful completion of the Relocation
Cancel procedure, the source RNC shall continue the initiated RANAP procedure;

or

2. terminate the initiated RANAP procedure without any changesin UTRAN by sending the appropriate response
message with the cause value 'Relocation Triggered' to the CN. The source RNC shall then continue the
relocation of SRNS.

If during the Relocation Preparation procedure the source RNC receives a DIRECT TRANSFER message it shall be
handled normally up to the anticipated limit according to section 14.12.4.2 [10].

If during the Relocation Preparation procedure the source RNC receives connection oriented RANARP class 2 messages
(with the exception of DIRECT TRANSFER message) it shall decide to either execute the procedure immediately or
suspend it. In case the relocation is cancelled, the RNC shall resume any suspended procedures (if any).

After the Relocation Preparation procedure is successfully terminated, all RANAP messages (except |U RELEASE
COMMAND message, which shall be handled normally) received viathe same lu signalling bearer shall be ignored by
the source RNC.
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8.6.2.1 Successful Operation for GERAN lu-mode

The relocation between UTRAN and GERAN Iu-mode shall be considered in the Relocation Preparation procedure as
intra-system relocation from RANAP point of view.

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Preparation procedure:

- Incase of aRelocation to GERAN lu-mode (only for CS), the RNC shall include, if available, the GERAN
Classmark | E within the RELOCATION REQUIRED message in those cases where the transmission of the
GERAN Classmark | E isrequired, as defined in [27].

8.6.3 Unsuccessful Operation

Source RNC CN

RELOCATION REQUIRED

RELOCATION PREPARATION
4FAILURE

Figure 6: Relocation Preparation procedure. Unsuccessful operation.

If the CN or target system is not able to even partially accept the relocation of SRNS, or afailure occurs during the
Relocation Preparation procedure in the CN, or the CN decides not to continue the relocation of SRNS, the CN shall
send a RELOCATION PREPARATION FAILURE message to the source RNC.

The RELOCATION PREPARATION FAILURE message shall contain the appropriate value for the Cause IE, e.g.
"TreLocaloc EXPITY", "Relocation Failure in Target CN/RNC or Target System", "Relocation not supported in Target
RNC or Target System", "Relocation Target not allowed", "No Radio Resources Available in Target Cell" or "Traffic
Load In The Target Cell Higher Than In The Source Cell".

Transmission of the RELOCATION PREPARATION FAILURE message terminates the procedure in the CN.
Reception of the RELOCATION PREPARATION FAILURE message terminates the procedure in UTRAN.

When the Relocation Preparation procedure is unsuccessfully terminated, the existing lu signalling connection can be
used normally.

If the Relocation Preparation procedure is unsuccessfully terminated, the CN shall release the possibly existing lu
signalling connection for the same UE and related to the same relocation of SRNS towards the target RNC by initiating
the lu Release procedure towards the target RNC with an appropriate value for the Cause | E, e.g. "Relocation
Cancelled".

The RELOCATION PREPARATION FAILURE message may contain the Inter-System Information Transparent
Container IE.

Interactions with Relocation Cancel procedure:

If there is no response from the CN to the RELOCATION REQUIRED message before timer Treiocprep €XPiresin the
source RNC, the source RNC shall cancel the Relocation Preparation procedure by initiating the Relocation Cancel
procedure with the appropriate value for the Cause IE, €.9. "TreLocprep EXPITY".

8.6.4 Abnormal Conditions

If the target RNC indicated in the RELOCATION REQUIRED message is not known to the CN:

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 38 ETSI TS 125 413 V7.9.0 (2008-07)

1. TheCN shal reject the relocation of SRNS by sending a RELOCATION PREPARATION FAILURE message
to the source RNC with Cause |E set to "Unknown target RNC".

2. The CN shall continue to use the existing lu connection towards the source RNC.

NOTE: Incasetwo CN domains areinvolved in the SRNS Relocation Preparation procedure and the Source RNC
receives the Target RNC to Source RNC Transparent Container 1E viatwo CN domains, it may check
whether the content of the two Target RNC to Source RNC Transparent Container IE isthe same. In case
the Source RNC receives two different Target RNC to Source RNC Transparent Container |Es, the RNC
behaviour isleft implementation-specific.

NOTE: Incasetwo CN domains areinvolved in the SRNS Relocation Preparation procedure due to the inter-
system handover towards the GSM CS domain and GSM PS domain in parallel and the Source RNC
receives the L3 Information |E from CS domain and the Target BSSto Source BSS Transparent
Container |E from PS domain, it may check whether the content of the L3 Information |E and the content
of the Target BSSto Source BSS Transparent Container |E is the same. In case the Source RNC receives
two 1Es with different contents, the RNC behaviour is left implementation-specific.

8.6.5  Co-ordination of Two lu Signalling Connections

If the RNC decides to initiate the Relocation Preparation procedure for a UTRAN to UTRAN relocation, the RNC shall
initiate simultaneously a Relocation Preparation procedure on all lu signalling connections existing for the UE. The
source RNC shall also include the same Source RNC to Target RNC Transparent Container |E, Relocation Type |E,
Source ID |E and Cause |E in the RELOCATION REQUIRED message towards the two domains.

For intersystem handover to GSM, the Relocation Preparation procedure shall be initiated either only towards the
circuit-switched CN or only towards the packet-switched CN, if the inter-system handover towards the GSM CS
domain and GSM PS domain in parallel is not supported. Otherwise the Relocation Preparation procedure shall be
simultaneousdly initiated towards both the circuit-switched CN and the packet-swithched CN.

The source RNC shall not trigger the execution of relocation of SRNS unlessit has received aRELOCATION
COMMAND message from all l1u signalling connections for which the Relocation Preparation procedure has been
initiated.

If the source RNC receives a RELOCATION PREPARATION FAILURE message from the CN, the RNC shall initiate
the Relocation Cancel procedure on the other 1u signalling connection for the UE if the other 1u signalling connection
exists and if the Relocation Preparation procedure is still ongoing or the procedure has terminated successfully in that 1u
signalling connection.

8.7 Relocation Resource Allocation

8.7.1 General

The purpose of the Relocation Resource Allocation procedure isto allocate resources from atarget RNS for arelocation
of SRNS. The procedure shall be co-ordinated over al lu signalling connections existing for the UE. The procedure
uses connection oriented signalling.
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8.7.2 Successful Operation

Target RNC CN

RELOCATION REQUEST

RELOCATION REQUEST
ACKNOWLEDGE

Figure 7: Relocation Resource Allocation procedure. Successful operation.

The CN initiates the procedure by generating a RELOCATION REQUEST message. InaUTRAN to UTRAN
relocation, the message shall contain the information (if any) required by the UTRAN to build at least the same set of
RABs as existing for the UE before the relocation. The CN may indicate that RAB QoS negotiation is allowed for
certain RAB parameters and in some cases al so which aternative val ues to be used in the negotiation.

The RELOCATION REQUEST message may aso include an aternative RAB configuration for a RAB specified in the
Alternative RAB configuration |E in the Alternative RAB Parameter Values |E. If Alternative RAB configuration |E for
aRAB isincluded in the RELOCATION REQUEST message, the target RNC is allowed after the successful relocation
to request the CN to trigger the execution of this aternative RAB configuration. No negotiation is allowed during the
Relocation Resource Allocation procedure between the requested RAB configuration and this alternative RAB
configuration.

When the CN transmits the RELOCATION REQUEST message, it shall start the timer Tre ocaloc,

When a RELOCATION REQUEST message is sent from a CN node towards an RNC for which the sending CN node
is not the default CN node, the Global CN-1D |E shall be included.

Upon reception of the RELOCATION REQUEST message, the target RNC shall initiate allocation of requested
resources.

The RELOCATION REQUEST message shall contain the following | Es:
- Permanent NASUE Identity |E (if available);
- CauselE;
- CN Domain Indicator IE;
- Source RNC To Target RNC Transparent Container |E;
- lu Sgnalling Connection Identifier |E;
- Integrity Protection Information | E (if available);
- SNA Access Information | E (if available);
- UESBI-IUIE (if available);
- Selected PLMN identity IE if in MOCN or GWCN configuration;
- CN MBMSLinking Information |E (if available).

For each RAB requested to relocate (or to be created e.g. in the case of inter-system handover), the message shall
contain the following | Es:

- RAB-ID IE;
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- NAS Synchronisation Indicator 1E (if the relevant NAS information is provided by the CN);

- RAB parametersIE;

- User Plane Information IE;

- Transport Layer AddressIE;

- lu Transport Association IE;

- Data Volume Reporting Indication |E (only for PS);

- PDP Type Information IE (only for PS).
The RELOCATION REQUEST message may include the following IE:

- Encryption Information |E (shall not be included if the Integrity Protection Information |E is not included).
For each RAB requested to relocate the message may include the following IEs:

- Service Handover |E;

- Alternative RAB Parameter Values|E.

The following information elements received in RELOCATION REQUEST message require the same special actionsin
the RNC as specified for the same IEs in the RAB Assignment procedure:

- RAB-ID IE;

- User plane Information IE (i.e. required User Plane Mode and required User Plane Versions);
- Priority level |E, Pre-emption Capability |E and Pre-emption Vulnerability | E;

- Service Handover |E.

The SDU Format Information Parameter |1E in the RAB Parameters |E shall be present only if the User Plane Mode |IE
is set to 'support mode for pre-defined SDU sizes and the Traffic Class IE is set to either ‘Conversational’ or
'Streaming'.

For a RAB setup, the RAB Parameters |E may contain the Sgnalling Indication IE. The Signalling Indication | E shall
not be present if the Traffic Class|E is not set to "Interactive” or if the CN Domain Indicator IE isnot set to "PS
domain".

If the RELOCATION REQUEST message includes the Permanent NAS UE identity (i.e. IMSI), the RNC shall
associate the permanent identity to the RRC Connection of that user and shall saveit for the duration of the RRC
connection.

If the RELOCATION REQUEST message includes the PDP Type Information |E, the UTRAN may use this |E to
configure any compression algorithms.

The Cause |E shall contain the same value as the one received in the related RELOCATION REQUIRED message.

The lu Sgnalling Connection Identifier 1E contains an lu signalling connection identifier which is allocated by the CN.
The value for the lu Signalling Connection Identifier 1E shall be allocated so asto uniquely identify an lu signalling
connection for the involved CN node. The RNC shall store and remember thisidentifier for the duration of the lu
connection.

The RNC shall, if supported, use the UESBI-Iu IE when included in the RELOCATION REQUEST message.

If the CN MBMS Linking Information |E isincluded in the RELOCATION REQUEST message, the RNC shall, if
supported, use the CN MBMS Linking Information |E to perform suitable UE linking as described in [42].

The algorithms within the Integrity Protection Information |E and the Encryption Information | E shall be ordered in
preferred order with the most preferred first in the list.

The Permitted Encryption Algorithms I E within the Encryption Information I1E may contain 'no encryption’ within an
element of itslist in order to allow the RNC not to cipher the respective connection. This can be done either by not
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starting ciphering or by using the UEAOQ algorithm. In the absence of the Encryption Information IE, the RNC shall not
start ciphering.

In case of intra-system relocation, if no Integrity Protection Key |E (Ciphering Key |E respectively) is provided within
the Source RNC to Target RNC Transparent Container |E, the target RNC shall not start integrity protection (ciphering
respectively).

In case of intra-system relocation, when an Ciphering Key |E is provided within the Source RNC to Target RNC
Transparent Container |E, the target RNC may select to use a ciphering aternative where an algorithm is used. It shall
in this case make use of this key to cipher its signalling data whatever the selected algorithm. The Encryption Key |E
that is contained within the Encryption Information |E of the RELOCATION REQUEST message shall never be
considered for ciphering of signalling data.

In case of intra-system relocation, when an Integrity Protection Key | E is provided within the Source RNC to Target
RNC Transparent Container |E, the target RNC shall select one integrity algorithm to start integrity and shall in this
case make use of this key whatever the selected algorithm. The integrity protection key that is contained within the
Integrity Protection Information |E of the RELOCATION REQUEST message shall never be considered.

In case of intra-system relocation, when a Trace Recording Session Information IE is provided within the Source RNC
to Target RNC Transparent Container |E, the Target RNC should store that information to include it in a potential
future Trace Record for that UE.

In case of inter-system relocation, the integrity protection and ciphering information to be considered shall be the ones
received in the Integrity Protection Information 1E and Encryption Information |1E of the RELOCATION REQUEST
message.

The Global CN-ID | E contains the identity of the CN node that sent the RELOCATION REQUEST message, and it
shall, if included, be stored together with the lu signalling connection identifier. If the Global CN-ID IE is not included,
the RELOCATION REQUEST message shall be considered as coming from the default CN node for the indicated CN
domain.

The RELOCATION REQUEST message may contain the Cell Load Group Information |E in the Source RNC to Target
RNC Transparent Container |E.

The following additional actions shall be executed in the target RNC during the Relocation Resource Allocation
procedure:

If the Relocation Type |IE is set to "UE involved in relocation of SRNS':

- Thetarget RNC should not accept arequested RAB if the RAB did not exist in the source RNC before the
relocation.

- Thetarget RNC may accept arequested RAB only if the RAB can be supported by the target RNC.

- Other RABs shall be rejected by the target RNC in the RELOCATION REQUEST ACKNOWLEDGE message
with an appropriate value in the Cause |E, e.g. "Unable to Establish During Relocation".

- Thetarget RNC shall include information adapted to the resulting RAB configuration in the target to source
RNC transparent container to be included in the RELOCATION REQUEST ACKNOWLEDGE message sent to
the CN. If the target RNC supports triggering of the Relocation Detect procedure viathe lur interface, the RNC
shall assign ad-RNTI for the context of the relocation and include it in the container. If two CNs are involved in
the relocation of SRNS, the target RNC may, however, decide to send the container to only one CN.

- If any dlternative RAB parameter values have been used when all ocating the resources, these RAB parameter
values shall beincluded in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB
Parameter Values |E.

- 1f d-RNTI for No lUCSUP IE is contained in the RELOCATION REQUEST message, the target RNC shall use
thisinformation to configure the resource for the UE over lur during the relocation.

If the Relocation Type |IE is set to "UE not involved in relocation of SRNS':

- Thetarget RNC shall not accept arequested RAB if the RAB did not exist in the source RNC before the
relocation.
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- Thetarget RNC may accept a RAB only if the radio bearer(s) for the RAB either exist(s) already and can be used
for the RAB by the target RNC, or do(es) not exist before the relocation but can be established in order to
support the RAB in the target RNC.

- If existing radio bearers are not related to any RAB that is accepted by the target RNC, the radio bearers shall be
ignored during the rel ocation of SRNS and the radio bearers shall be released by the radio interface protocols
after completion of relocation of SRNS.

- If any alternative RAB parameter values have been used when allocating the resources, these RAB parameter
values shall beincluded in the RELOCATION REQUEST ACKNOWLEDGE message within the Assigned RAB
Parameter Values |E. It should be noted that the usage of alternative RAB parameter valuesis not applicable to
the UTRAN initiated relocation of type "UE not involved in relocation of SRNS".

After all necessary resources for accepted RABs including the initialised lu user plane, are successfully allocated, the
target RNC shall send aRELOCATION REQUEST ACKNOWLEDGE message to the CN.

For each RAB successfully setup the RNC shall include the following I Es:
- RABID
- Transport Layer Address (when no ALCAP has been used)
- lu Transport Association (when no ALCAP has been used)

Two pairs of Transport Layer Address |E and lu Transport Association |E may be included for RABs established
towards the PS domain.

For each RAB the RNC is not able to setup during the Relocation Resource Allocation procedure, the RNC shall
include the RAB ID | E and the Cause | E within the RABs Failed To Setup |E. The resources associated with the RABs
indicated as failed to set up shall not be released in the CN until the relocation is completed. Thisisin order to make a
return to the old configuration possible in case of a failed or cancelled relocation.

The RELOCATION REQUEST ACKNOWLEDGE message sent to the CN shall, if applicable and if not sent viathe
other CN domain, include the Target RNC To Source RNC Transparent Container |E. This container shall be
transferred by the CN to the source RNC or the external rel ocation source while completing the Relocation Preparation
procedure.

If the target RNC supports cell 1oad-based inter-system handover, then in the case of inter-system handover, the New
BSSto Old BSS Information |E may be included in the RELOCATION REQUEST ACKNOWLEDGE message. This
information shall include, if available, the current traffic load in the target cell assuming a successful completion of the
handover in progress.

In case of inter-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm |E (Chosen
Encryption Algorithm | E respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only
if the Integrity Protection Information | E (Encryption Information | E respectively) was included in the RELOCATION
REQUEST message.

In case of intra-system relocation, the RNC shall include the Chosen Integrity Protection Algorithm |E (Chosen
Encryption Algorithm | E respectively) within the RELOCATION REQUEST ACKNOWLEDGE message, if, and only
if the Integrity Protection Key IE (Ciphering Key | E respectively) was included within the Source RNC-to-Target RNC
transparent container |E.

If one or more of the RABs that the target RNC has decided to support can not be supported by the CN, then these
failed RABs shall not be released towards the target RNC until the relocation is completed.

If the NAS Synchronisation Indicator |E is contained in the RELOCATION REQUEST message, the target RNC shall
pass it to the UE.

If the SNA Access Information |E is contained in the RELOCATION REQUEST message, the target RNC shall store
thisinformation and use it to determine whether the UE has access to radio resources in the UTRAN. The target RNC
shall consider that the UE is authorised to access only the PLMNs identified by the PLMN identity IE in the SNA Access
Information |E. If the Authorised SNAs IE isincluded for agiven PLMN (identified by the PLMN identity IE), then the
target RNC shall consider that the access to radio resources for the concerned UE is restricted to the LAs contained in
the SNAs identified by the SNAC IEs.
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If the SNA Access Information IE is not contained in the RELOCATION REQUEST message, the target RNC shall
consider that no access restriction appliesto the UE in the UTRAN.

Transmission and reception of a RELOCATION REQUEST ACKNOWLEDGE message terminate the procedure in the
UTRAN and inthe CN respectively.

Before reporting the successful outcome of the Relocation Resource allocation procedure, the RNC shall have executed
theinitialisation of the user plane mode as requested by the CN in the User Plane Mode IE. If the RNC can not initialise
the requested user plane mode for any of the user plane mode versionsin the UP Maode Versions | E according to the
rules for initialisation of the respective user plane mode versions, as described in [6], the RAB Relocation shall fail with
the cause value "RNC unable to establish all RFCs".

If the Selected PLMN identity |E is contained in the RELOCATION REQUEST message, the target RNC shall use this
information to send it to the UE.

Interactions with Uplink I nfor mation Exchange procedure:

In case of UTRAN to UTRAN CS only relocation, if the RELOCATION REQUEST message includes the MBMS
Linking Information | E in the Source RNC To Target RNC Transparent Container |E, the RNC shall, if supported,
initiate the Uplink Information Exchange procedure to retrieve the Multicast Service list for the UE, create relevant
MBMS Service Context, store thisinformation and perform the relevant UE linking as defined in [42].

8.7.2.1 Successful Operation for GERAN lu-mode

The relocation between UTRAN and GERAN lu-mode shall be considered in the Relocation Resource Allocation
procedure asintra-system relocation from RANAP point of view.

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the successful operation of the Relocation Resource Allocation procedure:

- Incase of GERAN lu-mode, for RAB requested to be relocated from the the CS domain, the RELOCATION
REQUEST message may contain the GERAN BSC Container |E in order to provide GERAN specific
information to the target BSC (see [27]).

8.7.3 Unsuccessful Operation

Target RNC CN

RELOCATION REQUEST

RELOCATION FAILURE

Figure 8: Relocation Resource Allocation procedure: Unsuccessful operation.

If the target RNC can not even partially accept the relocation of SRNS or afailure occurs during the Relocation
Resource Allocation procedure in the target RNC, the target RNC shall send aRELOCATION FAILURE message to
the CN. The RELOCATION FAILURE message shall contain the Cause |E with an appropriate value.

If the target RNC cannot support any of the integrity protection (ciphering respectively) alternatives provided in the
Integrity Protection Information |E or Encryption Information IE, it shall return aRELOCATION FAILURE message
with the cause 'Requested Ciphering and/or Integrity Protection algorithms not supported'.
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If the target RNC cannot support the relocation due to PUESBINE feature, it shall return aRELOCATION FAILURE
message with the cause 'Incoming Relocation Not Supported Due To PUESBINE Feature'.

Transmission and reception of a RELOCATION FAILURE message terminate the procedure in the UTRAN and in the
CN respectively.

When the CN receives a RELOCATION FAILURE message from the target RNC, it shall stop timer Tre ocaloc @nd
shall assume possibly allocated resources within the target RNC completely released.

In case of inter-system handover, and if the target RNC supports cell load-based inter-system handover, then

- the NewBSSto Old BSS Information IE may be included in the RELOCATION FAILURE message. This
information shall include, if available, the current traffic load in the target cell.

- the RELOCATION FAILURE message shall contain the Cause IE with an appropriate value, e.g. "No Radio
Resources Availablein Target Cell” or "Traffic Load In The Target Cell Higher Than In The Source Cell".

- If the Cause |E received in the RELOCATION REQUEST message contains the value "Reduce Load in Serving
Cell" and the load in the target cell is greater than in the source cell then, if the target cell is not in a congested or
blocked state, the RNC shall return a RELOCATION FAILURE message which may include the cause "Traffic
Load In The Target Cell Higher Than In The Source Cell”.

- When the RNC returns a RELOCATION FAILURE message with the cause "Traffic Load In The Target Cell
Higher Than In The Source Cell", it shall also include the NewBSSto Old BSS Information |E. Thisinformation
shall include the current traffic load in the target cell.

8.7.3.1 Unsuccessful Operation for GERAN lu-mode

For GERAN lu-mode and to support Relocation towards a GERAN BSC in lu mode the following shall apply in
addition for the unsuccessful operation of the Relocation Resource Allocation procedure:

- IncaseaRelocation to GERAN lu-mode fails (only for CS), because the Target BSC cannot provide an
appropriate RAB corresponding to the content of the GERAN BSC Container |E (if received), the Target BSC
shall report the unsuccessful Relocation Resource Allocation by indicating the cause value 'GERAN lu-mode
Failure' within the RELOCATION FAILURE message and shall include the GERAN Classmark | E.

8.7.4 Abnormal Conditions

If after reception of the RELOCATION REQUEST message, the target RNC receives another RELOCATION
REQUEST message on the same lu connection, then the target RNC shall discard the latter message and the original
Relocation Resource Allocation procedure shall continue normally.

If the target RNC receives a Source RNC to Target RNC Transparent Container 1E containing Chosen Integrity
Protection (Encryption respectively) Algorithm IE without Integrity Protection (Ciphering respectively) Key IE, it shall
return aRELOCATION FAILURE message with the cause 'Conflict with already existing Integrity protection and/or
Ciphering information'.

Interactionswith lu Release procedure:

If the CN decides to not continue the Relocation Resource Allocation procedure (e.9. due to Trg ocaloc €Xpiry) before
the Relocation Resource Allocation procedure is completed, the CN shall stop timer Treocaloc (if timer Trerocaloc NS
not already expired) and the CN shall, if the lu signalling connection has been established or later becomes established,
initiate the lu Release procedure towards the target RNC with an appropriate value for the Cause IE, e.g. "Relocation
Cancelled".

NOTE: Incasetwo CN domains are involved in the Relocation Resource Allocation procedure, the target RNC
may check whether the content of the two Source RNC to Target RNC Transparent Container 1Es or the
two SNA Access Information IEsis the same. In case the target RNC receives two different Source RNC
to Target RNC Transparent Container 1Es or two different SNA Access Information IEs, the RNC
behaviour isleft implementation specific.
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8.7.5 Co-ordination of Two lu Signalling Connections

Co-ordination of two lu signalling connections during Relocation Resource Allocation procedure shall be executed by
the target RNC when the Number of lu Instances | E received in the Source RNC to Target RNC Transparent Container
IE inthe RELOCATION REQUEST message indicates that two CN domains are involved in relocation of SRNS.

When both the CS and PS user data Chosen Encryption Algorithm |E are received within the Source RNC to Target
RNC Transparent Container |1E and if these two received Chosen Encryption Algorithm |E are not the same, the target
RNC shall fail the Relocation Resource Allocation procedure by sending back a RELOCATION FAILURE message.

Theintegrity protection (ciphering respectively) aternatives provided in the Integrity Protection Information |1E
(Encryption Information | E respectively) of the RELOCATION REQUEST messages received from both CN domains
shall have at least one common alternative, otherwise the Relocation Resource Allocation shall be failed by sending
back a RELOCATION FAILURE message.

If two CN domains are involved, the following actions shall be taken by the target RNC:

- Thetarget RNC shall utilise the Permanent NAS UE Identity IE, received explicitly from each CN domain within
the RELOCATION REQUEST messages, to co-ordinate both lu signalling connections.

- Thetarget RNC shall generate and send RELOCATION REQUEST ACKNOWLEDGE messages only after all
expected RELOCATION REQUEST messages are received and analysed.

- If thetarget RNC decidesto send the Target RNC to Source RNC Transparent Container |E viathe two CN
domains, the target RNC shall ensure that the same Target RNC to Source RNC Transparent Container IE is
included in RELOCATION REQUEST ACKNOWLEDGE messages transmitted via the two CN domains and
related to the same relocation of SRNS.

If the target RNC receives the UESBI-Iu | E on the |u-CS but not on the 1u-PS interface (or vice versa), the RNC shall, if
supported, use the UESBI-Iu IE for both domains.

8.8 Relocation Detect

8.8.1 General

The purpose of the Relocation Detect procedure isto indicate to the CN the detection by the RNC of an SRNS
rel ocation execution. The procedure shall be co-ordinated over al lu signalling connections existing for the UE. The
procedure uses connection-oriented signalling.

8.8.2 Successful Operation

Target RNC CN

RELOCATION DETECT

Figure 9: Relocation Detect procedure: Successful operation.

The target RNC shall send a RELOCATION DETECT message to the CN when a relocation execution trigger is
received.
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If the type of relocation of SRNSis"UE involved in relocation of SRNS', the relocation execution trigger may be
received either from the Uu interface or as an implementation option from the lur interface. If the type of relocation of
SRNSis"UE not involved in relocation of SRNS', the relocation execution trigger is received from the lur interface.

When the RELOCATION DETECT message is sent, the target RNC shall start SRNC operation.

Upon reception of the RELOCATION DETECT message, the CN may switch the user plane from the source RNC to
the target RNC.

8.8.3 Abnormal Conditions
Interactions with Relocation Complete procedure:

If the RELOCATION COMPLETE message is received by the CN before the reception of the RELOCATION
DETECT message, the CN shall handle the RELOCATION COMPLETE message normally.

8.8.4  Co-ordination of Two lu Signalling Connections

When the Relocation Detect procedure isto beinitiated by the target RNC, the target RNC shall initiate the Relocation
Detect procedure on al lu signalling connections existing for the UE between the target RNC and the CN.

8.9 Relocation Complete

8.9.1 General

The purpose of the Relocation Complete procedure isto indicate to the CN the completion by the target RNC of the
relocation of SRNS . The procedure shall be co-ordinated over al lu signalling connections existing for the UE. The
procedure uses connection-oriented signalling.

8.9.2 Successful Operation

Target RNC

CN
RELOCATION COMPLETE >

Figure 10: Relocation Complete procedure. Successful operation.

When the new SRNC-ID and serving RNC Radio Network Temporary Identity are successfully exchanged with the UE
by the radio protocols, the target RNC shall initiate the Relocation Compl ete procedure by sending a RELOCATION
COMPLETE message to the CN. Upon reception of the RELOCATION COMPLETE message, the CN should stop the

TReLoCcomplete tiMeET.

8.9.3 Abnormal Conditions

If the timer Treoccomplete EXPITES:

- The CN should initiate release of [u connections towards the source and the target RNC by initiating the [u
Release procedure with an appropriate value for the Cause IE, .9. "TreLoccomplete EXPITY".

I nteractions with the Relocation Detect procedure:

If the RELOCATION DETECT message is not received by the CN before reception of the RELOCATION
COMPLETE message, the CN shall handle the RELOCATION COMPLETE message normally.
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894 Co-ordination of Two lu Signalling Connections

When the Relocation Complete procedure is to beinitiated by the target RNC, the target RNC shall initiate the
Relocation Complete procedure on all lu signalling connections existing for the UE between the target RNC and the
CN.

8.10 Relocation Cancel

8.10.1 General

The purpose of the Relocation Cancel procedure isto enable a source RNC to cancel an ongoing relocation of SRNS.
The Relocation Cancel procedure may be initiated by the source RNC during and after the Relocation Preparation
procedure if either of the following conditionsis fulfilled:

1. The source RNC has not yet initiated the execution of relocation of SRNS, neither viathe lur interface nor via
the Uu interface.

2. After having initiated the execution of relocation of SRNS, the UE has returned to the source RNC by
transmitting an RRC message which indicates that the UE considers the source RNC asits serving RNC.

The procedure shall be co-ordinated in all lu signalling connections for which the Relocation Preparation procedure has
been initiated. The procedure uses connection oriented signalling.

8.10.2 Successful Operation

Source RNC CN
RELOCATION CANCEL
>
RELOCATION CANCEL
ACKNOWLEDGE
I I

Figure 11: Relocation Cancel procedure. Successful operation.

The RNC initiates the procedure by sending a RELOCATION CANCEL message to the CN. This message shall
indicate the reason for cancelling the relocation of SRNS by the appropriate value of the Cause |E. Upon reception of a
RELOCATION CANCEL message, the CN shall send aRELOCATION CANCEL ACKNOWLEDGE message to the
source RNC.

Transmission and reception of a RELOCATION CANCEL ACKNOWLEDGE message terminate the procedure in the
CN and in the source RNC respectively. After this, the source RNC does not have a prepared relocation for that 1u
signalling connection.

Interactions with Relocation Preparation procedure:

Upon reception of a RELOCATION CANCEL message from the source RNC, the CN shall locally terminate the
possibly ongoing Relocation Preparation procedure towards that RNC and abandon the relocation of SRNS.

If the source RNC receivesa RELOCATION COMMAND message from the CN after the Relocation Cancel procedure
isinitiated, the source RNC shall ignore the received RELOCATION COMMAND message.

If the source RNC receives a RELOCATION PREPARATION FAILURE message from the CN after the Relocation
Cancel procedureisinitiated, then the source RNC shall terminate the ongoing Relocation Cancel procedure.
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8.10.3 Unsuccessful Operation
Not applicable.

8.10.4 Abnormal Conditions

Not applicable.

8.10.5 Co-ordination of Two lu Signalling Connections

If the Relocation Cancel procedureisto beinitiated due to other reasons than reception of a RELOCATION
PREPARATION FAILURE message, the Relocation Cancel procedure shall be initiated on al lu signalling
connections existing for the UE in which the Relocation Preparation procedure has not terminated unsuccessfully.

8.11 SRNS Context Transfer

8.11.1 General

The purpose of the SRNS Context Transfer procedure isto trigger the transfer of SRNS contexts from the source RNC
to the CN (PS domain) in case of intersystem change or in some further cases described in [21]. The procedure uses
connection oriented signalling.

8.11.2 Successful Operation

RNC CN

SRNS CONTEXT REQUES
<

SRNS CONTEXT RESPONSE

—

Figure 12: SRNS Context Transfer procedure. Successful operation.

The CN initiates the procedure by sending an SRNS CONTEXT REQUEST message to the source RNC. The SRNS
CONTEXT REQUEST message shall include the list of RABs whose contexts should be transferred, and may include
the RAT Type IE, when available to indicate the RAT from which the context request originates.

The source RNC shall respond to the CN with an SRNS CONTEXT RESPONSE message containing all the referenced
RABS, including both successful and unsuccessful RABs transfers. For each RAB whose transfer is successful, the
following context information elements shall be included:

- RABIDIE;

- aways when available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number |E;

- aways when available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number IE;

- adwayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source system, i.e. the DL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source system, i.e. the UL N-PDU Sequence Number |E.

Transmission and reception of the SRNS CONTEXT RESPONSE message terminate the procedure in the UTRAN and
in the CN respectively.
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8.11.3 Unsuccessful Operation

For each RAB for which the UTRAN is not able to transfer the RAB context, e.g. if the RAB ID is unknown to the
RNC, the RAB ID isincluded in the SRNS CONTEXT RESPONSE message together with a Cause |E, e.g. "Invalid
RAB ID".

8.11.4 Abnormal Conditions
Not applicable.

8.12 SRNS Data Forwarding Initiation

8.12.1 General
The purpose of the SRNS Data Forwarding procedure is to trigger the transfer of N-PDUs from the RNC to the CN

(PS domain) in case of intersystem change or in some further cases described in [21]. The procedure uses connection
oriented signalling.

8.12.2 Successful Operation

RNC CN

4SRNS DATA FORWARD COMMAN

Figure 13: SRNS Data Forwarding Initiation procedure. Successful operation.

The CN initiates the procedure by sending an SRNS DATA FORWARD COMMAND message to the UTRAN. The
SRNS DATA FORWARD COMMAND message includes the list of RABs towards the PS domain whose data should
be forwarded, and the necessary information for establishing a GTP tunnel to be used for data forwarding. For each
indicated RAB, the list shall include the RAB ID IE, the Transport Layer Address |E and the lu Transport Association
IE.

Upon reception of the SRNS DATA FORWARD COMMAND message the RNC starts the timer Tpatafw-

8.12.3 Abnormal Conditions
Not applicable.

8.13 SRNS Context Forwarding from Source RNC to CN

8.13.1 General

The purpose of this procedureis to transfer SRNS contexts from the source RNC to the CN (PS domain) in case of
handover viathe CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each concerned
RAB among those that are supported by the target system, and for which at least either GTP-PDU or PDCP sequence
numbering is available. The SRNS contexts contain the sequence numbers of the next GTP-PDUs to be transmitted in
the uplink and downlink directions, if available, and the next PDCP sequence numbers that would have been used to
send and receive data from the UE, if available. The Source RNC PDCP context info shall be sent if available.
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8.13.2 Successful Operation

Source RNC CN

FORWARD SRNS CONTEXT

Figure 14: SRNS Context forwarding from source RNC to CN. Successful operation.

The source RNC initialises the procedure by sending a FORWARD SRNS CONTEXT message to the CN. The
FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each
RAB the following information shall be included:

- RABIDIE;

- awayswhen available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number IE;

- aways when available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number IE;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source systemi.e. the UL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source systemi.e. the DL N-PDU Sequence Number |E.

8.13.3 Abnormal Conditions
Not applicable.

8.14  SRNS Context Forwarding to Target RNC from CN

8.14.1 General

The purpose of this procedureis to transfer SRNS contexts from the CN (PS domain) to the target RNC in case of
handover viathe CN. The procedure uses connection oriented signalling. SRNS contexts are sent for each referenced
RAB, for which at least either GTP-PDU or PDCP sequence numbering is available. The SRNS contexts contain the
sequence numbers of the next GTP-PDUs to be transmitted in the uplink and downlink directions, if available, and the
next PDCP sequence numbers that would have been used to send and receive data from the UE, if available. The source
RNC PDCP context info shall be sent if available.
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8.14.2 Successful Operation

Target RNC CN

FORWARD SRNS CONTEXT

Figure 15: SRNS Context forwarding to target RNC from CN. Successful operation.

The CN initialises the procedure by sending FORWARD SRNS CONTEXT message to the target RNC. The
FORWARD SRNS CONTEXT message contains the RAB Context information for each referenced RAB. For each
RAB the following information shall be included:

- RABIDIE;

- aways when available, the sequence number for the next downlink GTP-PDU to be sent to the UE, i.e. the DL
GTP-PDU Sequence Number IE;

- aways when available, the sequence number for the next uplink GTP-PDU to be tunnelled to the GGSN, i.e. the
UL GTP-PDU Sequence Number IE;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP
SDU) that would have been expected from the UE by a source systemi.e. the UL N-PDU Sequence Number |E;

- awayswhen available, the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP
SDU) that would have been sent to the UE by a source systemi.e. the DL N-PDU Sequence Number |E.

8.14.3 Abnormal Conditions
Not applicable.

8.15 Paging

8.15.1 General

The purpose of the Paging procedure is to enable the CN to request the UTRAN to contact that UE. The procedure uses
connectionless signalling.

8.15.2 Successful Operation

RNC CN

PAGING

Figure 16: Paging procedure. Successful operation.

The CN initiates the procedure by sending a PAGING message. The PAGING message shall contain the following IEs:

- CN Domain Indicator
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- Permanent NAS UE Identity

- DRX Cycle Length Coefficient (if available)
The PAGING message may contain following IEs:

- Temporary UE Identity

- Paging Area

- Paging Cause

- Non Searching Indication

- Global CN-ID

The CN Domain Indicator |E shall be used by the RNC to identify from which CN domain the paging request
originates.

The Permanent NAS UE Identity |E (i.e. IMSI) shall be used by the UTRAN paging co-ordination function to check if a
signalling connection towards the other CN domain already exists for this UE. In that case, the radio interface paging
message shall be sent viathat connection instead of using the paging broadcast channel.

The Temporary UE Identity IE (e.g. TMSI) isthe temporary identity of the user (allocated by that CN Domain) which
can be used in aradio interface paging message. If the Temporary UE Identity IE is not included in the PAGING
message, the RNC shall use the Permanent NAS UE Identity instead — if no signalling connection exists.

If NNSF is active, and the Temporary UE Identity | E is not included in the PAGING message, the PAGING message
shall include the Global CN-ID IE and, in case this PAGING message is originated from the CS domain, the RNC may
start the T ynse timer and store the Permanent NAS UE Identity |E along with the related Global CN-ID IE until the T
nnse timer has expired.

The Paging Area |E shall be used by the RNC to identify the areain which the radio interface paging message shall be
broadcast in case no signalling connection, as described above, already exists for the UE. If the Paging Area |E is not
included in the PAGING message, the whole RNC area shall be used as Paging Area— if no signalling connection exists
for that UE.

The Paging Cause | E shall indicate to the RNC the reason for sending the PAGING message. The paging causeis
transferred transparently to the UE.

The Non Searching Indication IE shall, if present, be used by the RNC to decide whether the UTRAN paging co-
ordination function needs to be activated or not. In the absence of this |E, UTRAN paging co-ordination shall be
performed.

The DRX Cycle Length Coefficient IE may be included in the PAGING message, and if present, the UTRAN shall,
when applicable, use it for cal culating the paging occasions for the UE.

It should be noted that each PAGING message on the lu interface relates to only one UE and therefore the RNC has to
pack the pagesinto the relevant radio interface paging message.

The core network is responsible for the paging repetition over the lu interface.

8.15.3 Abnormal Conditions
Not applicable.

8.16 Common ID

8.16.1 General

The purpose of the Common ID procedure is to inform the RNC about the permanent NAS UE Identity (i.e. IMSI) of a
user. Thisis used by the RNC e.g. to create a reference between the permanent NAS UE identity of the user and the
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RRC connection of that user for UTRAN paging co-ordination. The procedure may also be used to provide the SNA
Access Information | E to the RNC.

The procedure uses connection oriented signalling.

8.16.2 Successful Operation

RNC CN

< COMMON ID

Figure 17: Common ID procedure. Successful operation.

After having established an lu signalling connection, and if the Permanent NAS UE identity (i.e. IMS]) is available, the
CN shall send to the RNC a COMMON ID message containing the Permanent NAS UE Identity |E and optionally the
SNA Access Information |E. The COMMON ID message may also include the UESBI-Iu IE. The RNC shall associate
the permanent identity to the RRC Connection of that user and shall save it for the duration of the RRC connection.

The RNC shall, if supported, use the UESBI-Iu |E when received in the COMMON ID message.

If the SNA Access Information I E is contained in the COMMON ID message, the RNC shall store thisinformation and
use it to determine whether the UE has access to radio resources in the UTRAN. The RNC shall consider that the UE is
authorised to access only the PLMNs identified by the PLMN identity |Es in the SNA Access Information IE. If the
Authorised SNAs IE isincluded for agiven PLMN (identified by the PLMN identity IE), then the RNC shall consider
that the access to radio resources for the concerned UE is restricted to the LAs contained in the SNAs identified by the
SNAC |Es.

In case of GWCN configuration for a network sharing non-supporting UE, the COMMON ID message shall include, if
available, the Selected PLMN identity IE. If received, the RNC shall store thisinformation.

8.16.3 Abnormal Conditions
Not applicable.

8.17 CN Invoke Trace

8.17.1 General

When used for signalling based activation, the purpose of the CN Invoke Trace procedureis to inform the RNC that it
should begin atrace session with the parameters indicated by the CN and related to the UE, the lu connection is used
for.

When used for management based activation, the purpose of the CN Invoke Trace procedure isto provide the RNC with
the equipment identity of the UE for which the RNC should begin a trace recording session.

The procedure uses connection oriented signalling.
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8.17.2 Successful Operation

RNC CN

CN INVOKE TRACE

Figure 18: CN Invoke Trace procedure. Successful operation.

The CN Invoke Trace procedure is invoked by the CN by sending a CN INVOKE TRACE message to the RNC.
The CN INVOKE TRACE message shall include the following IEs:
- The Trace Reference | E, which uniquely identifies the trace session it refers to.
- The UE Identity | E, which indicates the UE to which this trace session pertains.
- The Trace Propagation Parameters IE, only in case of a signalling based activation.
If present, the Trace Propagation Parameters |E shall include the following | Es:
- The Trace Recording Session Reference |E, which is allocated by the CN.
- The Trace Depth IE, which defines how detailed information should be recorded for this trace session in the RNC.

The Trace Propagation Parameters |E may also include the List Of Interfaces To Trace | E, which defines which
interfaces should be traced in the RNC. If the List Of Interfaces To Trace IE is not included, the RNC should trace all
the following interfaces, if available: u-CS, 1u-PS, Uu, lur and lub.

Upon receiving the CN INVOKE TRACE message, which includes the Trace Propagation Parameters |E, the RNC
should begin atrace recording session according to the parameters indicated in the CN INVOKE TRACE message. If
the RNC does not support the requested value "Minimum” or "Medium™ of the Trace Depth |IE, the RNC should begin a
trace recording session with maximum trace depth.

Upon receiving the CN INVOKE TRACE message, which does not include the Trace Propagation Parameters | E, the
RNC should begin atrace recording session according to the parameters configured in the RNC for the indicated
equipment identity in the CN INVOKE TRACE message.

The RNC may not start atrace recording session if there are insufficient resources available within the RNC.

The Trace Reference |E, UE identity |E and, if the Trace Propagation Parameters |E is present, the Trace Recording
Session Reference |E are used to tag the trace record to alow simpler construction of the total record by the entity
which combines trace records.

Interaction with Relocation:

In case of signalling based activation, the order to perform tracing islost in UTRAN at successful Relocation of SRNS.
If the tracing shall continue also after the relocation has been performed, the CN Invoke Trace procedure shall thus be
re-initiated from the CN towards the future SRNC after the Relocation Resource Allocation procedure has been
executed successfully.

8.17.2.1 Successful Operation for GERAN lu mode

The CN INVOKE TRACE message shall include the Trace Type |E to indicate the events and parametersto be
recorded.

The message shall include a Trace Reference |E which is allocated by the entity which triggered the trace.
The message may include the OMC ID IE, which if present, indicates the OMC to which the record is destined.

The message may include the UE Identity |E, which if present, indicates the UE to which this record pertains to.
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The message may include the Trigger ID IE, which if present, indicates the entity which triggered the trace.

The Trace Reference and Trigger ID IEs are used to tag the trace record to allow simpler construction of the total record
by the entity which combines trace records.

8.17.3 Abnormal Conditions

In the case RNC receives multiple CN INVOKE TRACE messages for the same subscriber or equipement (e.g.
simultaneous CS/PS connections):

- if the Trace Reference |E is equal to an existing one, a new trace session and trace recording session shall not be
started;

- if the Trace Reference IE is not equal to an existing one, a new trace session and trace recording session may be
started.

8.17.31 Abnormal Conditions for GERAN lu mode
Not applicable.

8.18  Security Mode Control

8.18.1 General

The purpose of the Security Mode Control procedure is to pass ciphering and integrity mode information to the
UTRAN. The UTRAN uses thisinformation to select and load the encryption device for user and signalling data with
the appropriate parameters, and also to store the appropriate parameters for the integrity algorithm. The procedure uses
connection oriented signalling.

8.18.2 Successful Operation

RN CN

SECURITY MODE
_ COMMAND

SECURITY MODE
COMPLETE

v

Figure 19: Security Mode Control procedure. Successful operation.

The CN initiates the procedure by sending a SECURITY MODE COMMAND message. The message may contain the
Encryption Information |E and shall contain the Integrity Protection Information | E, specifying, in preferred order with
the most preferred first in the list, which ciphering, if any, and integrity protection agorithms may be used by the
UTRAN.

The Permitted Encryption Algorithms | E within the Encryption Information |E may contain 'no encryption’ within an
element of itslist in order to allow the RNC not to cipher the respective connection. This can be done either by not
starting ciphering or by using the UEAO algorithm. In the absence of the Encryption Information group IE in
SECURITY MODE COMMAND message, the RNC shall not start ciphering.
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Upon reception of the SECURITY MODE COMMAND message, the UTRAN shall internally select appropriate
algorithms, taking into account the UE/UTRAN capabilities. If asignalling connection already exists towards the other
core network domain and integrity has been started, the same ciphering and integrity alternatives as being used for that
core network domain shall be selected. If asignalling connection already exists towards the other core network domain
and the Security Mode Control procedure is ongoing on that core network domain, the same ciphering and integrity
aternative shall be selected for the two domains. This means in particular for encryption that if 'no encryption’ or no
Encryption Information |E has been received from the first core network domain and integrity has been started but
ciphering has not been started, ciphering shall also not be started for the second core network domain. The UTRAN
shall then trigger the execution of the corresponding radio interface procedure and, if applicable, start/restart the
encryption device and also start/modify the integrity protection.

The CN may send a SECURITY MODE COMMAND message towards the RNC also when integrity protection and
possibly ciphering has already been started for an existing signalling connection towards that core network domain.
This may be used to activate new integrity protection and ciphering keys. The included integrity protection and
ciphering information shall then support (at least) the integrity protection alternative and the ciphering alternative
presently being used and the Key Status | E shall have the value 'New'.

When the execution of the radio interface procedure is successfully finished, the UTRAN shall return a SECURITY
MODE COMPLETE message to the CN. This message shall include the Chosen Integrity Protection Algorithm |E and
may include the Chosen Encryption Algorithm I E.

The Chosen Encryption Algorithm 1E shall be included in the SECURITY MODE COMPLETE message if, and only if
the Encryption Information |E wasincluded in the SECURITY MODE COMMAND message.

The set of permitted algorithms specified in the SECURITY MODE COMMAND message shall remain applicable for
subsequent RAB Assignments and IntraaUTRAN Relocations.

In case of a UE with Radio Access Bearers towards both core networks, the user data towards CS shall always be
ciphered with the ciphering key received from CS and the user data towards PS with the ciphering key received from
PS. The signalling data shall always be ciphered with the last received ciphering key and integrity protected with the
last received integrity protection key from any of the two CNs.

8.18.3 Unsuccessful Operation

RN CN

SECURITY MODE
COMMAND

A

SECURITY MODE
REJECT

v

Figure 20: Security Mode Control procedure. Unsuccessful operation.

If the UTRAN or the UE is unable to support the ciphering and/or integrity protection algorithms specified in the
SECURITY MODE COMMAND message, then the UTRAN shall return to the CN a SECURITY MODE REJECT
message with cause value "Requested Ciphering and/or Integrity Protection Algorithms not Supported”. If the radio
interface Security Mode Control procedure fails, a SECURITY MODE REJECT message shall be sent to the CN with
cause value "Failure in the Radio Interface Procedure”.
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8.18.4 Abnormal Conditions

If, when establishing a signalling connection towards a second core network domain, the integrity has already been
started by the first domain and the integrity protection and ciphering information specified in the SECURITY MODE
COMMAND message does not support the integrity protection alternative and the ciphering alternative presently being
used, a SECURITY MODE REJECT message shall be sent to the second core network domain with cause value
"Conflict with already existing Integrity protection and/or Ciphering information'.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already existing
signalling connection from that core network domain and for which integrity protection and possibly ciphering have
already been started, the Key Status |E has the value 'Old', a SECURITY MODE REJECT message shall be returned
with cause value " Conflict with already existing Integrity protection and/or Ciphering information'.

If, upon reception of a SECURITY MODE COMMAND message from a core network domain with an already existing
signalling connection and for which integrity protection and possibly ciphering have already been started, the included
integrity protection and ciphering information does not support the integrity protection alternative and the ciphering
alternative presently being used, a SECURITY MODE REJECT message shall be returned with cause value " Conflict
with already existing Integrity protection and/or Ciphering information'.

8.19  Location Reporting Control

8.19.1 General

The purpose of the Location Reporting Control procedure isto allow the CN to request information on the location and
optionally velocity of a given UE. The procedure uses connection oriented signalling.

8.19.2 Successful Operation

RNC CN

LOCATION REPORTING
< CONTROL

Figure 21: Location Reporting Control procedure. Successful operation.

The CN initiates the procedure by sending a LOCATION REPORTING CONTROL message.
The Request Type | E shall indicate to the serving RNC whether:

- toreport directly;

- to stop adirect report;

- toreport periodicaly;

- to stop periodic reporting;

- to report upon change of Service area, or

- to stop reporting at change of Service Area.

If reporting upon change of Service Areaisrequested, the Serving RNC shall report whenever the UE moves between
Service Areas. For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.

The Request Type | E shall aso indicate what type of location information the serving RNC shall report. The location
information is either of the following types:

- Service Arealdentifier, or
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- Geographical area, including geographical coordinates with or without requested accuracy. If the Vertical
Accuracy Code IE isincluded, the Accuracy Code |E in the Request Type |E shall be present. The Accuracy
Code IE shall be understood as the horizontal accuracy code.

A request for adirect report or for periodic reporting can be donein parallel with having an active request to report
upon change of Service Areafor the same UE. The request to report upon change of Service Area shall not be affected
by this.

Any of the Vertical Accuracy Code |E, Response Time |E, Positioning Priority IE, Client Type |IE or Periodic Location
Info |1E shall be included according to the following rules:

- Vertical Accuracy Code shall beincluded, if available, in connection with Geographical Area,

- Response time shall be included, if available, in connection with request for start of direct reporting of
Geographical Area,

- Client type shall be included in connection with request for start of direct reporting of Geographical Areaand, if
available, in request for direct reporting of SAI or periodic reporting,

- Positioning Priority shall be included, if available, in connection with request for start of direct reporting or in
connection with request for start of reporting upon change of Service Area,

- Periodic Location Info shall beincluded in connection with arequest for start of periodic reporting of
Geographical Area.

When no Positioning Priority |E isincluded, the RNC shall consider the request asif ‘'Normal Priority' value had been
received.

When no Response Time IE isincluded, the RNC shall consider the request asif 'Delay Tolerant' value had been
received.

I nteraction with Relocation:

The order to perform location reporting at change of Service Areaislost in UTRAN at successful Relocation of SRNS.
If the location reporting at change of Service Area shall continue also after the relocation has been performed, the
Location Reporting Control procedure shall thus be re-initiated from the CN towards the future SRNC after the
Relocation Resource Allocation procedure has been executed successfully.

8.19.3 Abnormal Conditions
Not applicable.

8.20  Location Report

8.20.1 General

The purpose of the Location Report procedure isto provide the UE's location and optionally velocity information to the
CN. The procedure uses connection oriented signalling.

8.20.2 Successful Operation

RNC CN

LOCATION REPORT

>

Figure 22: Location Report procedure. Successful operation.
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The serving RNC initiates the procedure by generating a LOCATION REPORT message. The LOCATION REPORT
message may be used as aresponse to aLOCATION REPORTING CONTROL message. Also, when a user enters or
leaves a classified zone set by O&M, e.g. a zone where a disaster has occurred, a LOCATION REPORT message
including the Service Area of the UE in the Area Identity | E shall be sent to the CN. The Cause |E shall indicate the
appropriate cause value to the CN, e.g. "User Restriction Start Indication” and "User Restriction End Indication”. The
CN shall react to the LOCATION REPORT message with CN vendor specific actions.

For this procedure, only Service Areas that are defined for the PS and CS domains shall be considered.

In case reporting at change of Service Areais requested by the CN, then the RNC shall issue a LOCATION REPORT
message:

- whenever the information given in the previous LOCATION REPORT message or INITIAL UE MESSAGE
message is not anymore valid.

- upon receipt of the first LOCATION REPORTING CONTROL message following a Relocation Resource
Allocation procedure, with the Event |E included in the Request Type | E set to " Change of Service Area’, as soon
as SAIl becomes available in the new SRNC and the relocation procedure has been successfully completed.

In case a Service Areaisreported, the RNC shall include in the Area Identity |E of the LOCATION REPORT message
a Service Areathat includes at least one of the cells from which the UE is consuming radio resources.

In casethe LOCATION REPORT message is sent as an answer to arequest for adirect report, for periodic reporting or
for reports at a change of Service Area, the Request Type | E from the LOCATION REPORTING CONTROL message
shall be included.

If the LOCATION REPORT message is sent as an answer to arequest for adirect report of Service Areaand the
current Service Area can not be determined by the RNC, then the Area Identity | E shall be omitted and a cause value
shall be included to indicate that the request could not be fulfilled, e.g. "Requested Information Not Available" or
"Location Reporting Congestion”. The RNC may also include the Last Known Service Area |E.

If the RNC can not deliver the location information as requested by the CN, due to either the non-support of the
requested event or the non-support of the requested report area, or if the RNC is currently not able to reach the UE, the
RNC shall indicate the UE location to be "Undetermined” by omitting the Area Identity IE. A cause value shall instead
be added to indicate the reason for the undetermined location, e.g. "Requested Request Type not supported”, "L ocation
Reporting Congestion” or "No Resource Available".

In case of periodic reporting is requested by the CN, the RNC shall issue the first LOCATION REPORT message one
reporting interval asindicated in the Reporting Interval 1E contained in the LOCATION REPORTING CONTROL
message after reception of the LOCATION REPORTING CONTROL message and continue to send LOCATION
REPORT messages one reporting interval after the previous LOCATION REPORT message until the desired amount of
reports as given in the Reporting Amount | E has been attained, or until the periodic reporting is canceled by the CN or
aborted by the RNC. When no location estimate is available at the RNC when the reporting criteria are fulfilled (e.g.,
due to failure of a position method itself), the RNC shall indicate the UE location to be "Undetermined” by omitting the
Area |dentity IE. A cause value shall instead be added to indicate the reason for the undetermined location, e.g.
"Periodic Location Information not Available".

If the Location Report procedure was triggered by aLOCATION REPORTING CONTROL message, which included a
request to report a geographical area with a specific accuracy, the LOCATION REPORT message shall include:

- the Geographical Area | E within the Area |dentity |E containing either a point with indicated uncertainty or a
polygon or an other type, which fulfils the requested accuracy, and

- the Accuracy Fulfilment Indicator |E with the value "requested accuracy fulfilled".

If the Location Report procedure was triggered by aLOCATION REPORTING CONTROL message, which included a
request to report with a geographical area and whenever one of the geographic area shapes Ellipsoid point with
uncertainty Ellipse |E, Ellipsoid point with altitude and uncertainty Ellipsoid |E or Ellipsoid Arc |E is reported, the
Confidence | E shall indicate the probability that the UE is located within the uncertainty region of the shape. The value
of the Confidence | E shall beinthe interval of "1" to "100".

If any of the requested accuracy cannot be fulfilled, the LOCATION REPORT message shall include:

- the Geographical Area | E within the Area |dentity |E containing either a point with indicated uncertainty or a
polygon or an other type, with the best possible accuracy, and
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- the Accuracy Fulfilment Indicator |E with the value "requested accuracy not fulfilled”.

If the Confidence | E received from the UE has value "0", the RNC shall consider the requested accuracy as not fulfilled
and if the received position is reported or forwarded then the confidence and uncertainty shape shall not be included
(i.e. either the Point | E or the Ellipsoid point with altitude | E shall be used).

If, on the other hand, no specific accuracy level was requested in the LOCATION REPORTING CONTROL message,
the LOCATION REPORT message shall include the Geographical Area IE within the Area Identity |E, the reported
Geographical Area |E may include an accuracy.

The LOCATION REPORT message shall also include, if available, the Position Data | E containing the positioning
method (or list of positioning methods) used successfully to obtain the location estimate, together with the usage
information.

If the Location Report procedure was triggered by aLOCATION REPORTING CONTROL message which included a
request to report with a geographical area and in which the IncludeVelocity 1E was set to "requested”, the LOCATION
REPORT message shall include a Velocity Estimate | E, if available and if the handling of velocity is supported by the
RNC.

If the Location Report procedure was triggered by a LOCATION REPORTING CONTROL message, which included a
request to report with a geographical area and in which the Client Type |E was not included, the RNC shall answer with
the Point IE, or the Point With Uncertainty | E or the Polygon |E within the Geographical Area |E of the LOCATION
REPORT message.

8.20.3 Abnormal Conditions
Not applicable.

8.21 Data Volume Report

8.21.1 General

The Data VVolume Report procedure is used by CN to request the unsuccessfully transmitted DL data volume for
specific RABs. This procedure only applies to the PS domain. The procedure uses connection oriented signalling.

NOTE: Inlinewith TS32.200, this procedure is not used and the RNC should ignoreaDATA VOLUME REPORT
REQUEST message if received.

8.21.2 Successful Operation

RNC CN

DATA VOLUME REPORT REQUEST
<

DATA VOLUME REPORT

>

Figure 23: Data Volume Report procedure. Successful operation.

The procedure isinitiated by CN by sending DATA VOLUME REPORT REQUEST message to UTRAN. This
message shall contain the list of RAB ID IEs to identify the RABs for which the unsuccessfully transmitted DL data
volume shall be reported.

At reception of aDATA VOLUME REPORT REQUEST message, the UTRAN shall produce a DATA VOLUME
REPORT message. For each RAB successfully addressed within the RAB Data Volume Report List |1E of the DATA
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VOLUME REPORT REQUEST message, the DATA VOLUME REPORT message shall include in the Unsuccessfully
Transmitted DL Data Volume | E the amount of unsuccessfully transmitted DL data since the last data volume reported
to the CN for the RAB and with the same data volume reference, if present. The message may a so contain the Data
Volume Reference IE.

The message may contain for each RAB successfully addressed a maximum of two RAB Data Volume Report Item |Es
within the RAB Data Volume Report List | E for the case when there is a need to report two different data volumes since
the last data volume indication to the CN. The UTRAN shall aso reset the data volume counter for the reported RABS.
The UTRAN shall send the DATA VOLUME REPORT message to the CN. Transmission and reception of the DATA
VOLUME REPORT message terminate the procedure in the UTRAN and in the CN respectively.

The Data VVolume Reference | E, if included, indicates the time when the data volume is counted.

8.21.3 Unsuccessful Operation

The RAB ID I|E for each RAB for which UTRAN is not able to transfer a data volume report isincluded in the DATA
VOLUME REPORT message together with a Cause |E, e.g. "Invalid RAB ID".

8.21.4 Abnormal Conditions
Not applicable.

8.22 Initial UE Message

8.22.1 General

The purpose of the Initial UE Message procedure is to establish an lu signalling connection between a CN domain and
the RNC and to transfer the initial NAS-PDU to the CN node as determined by the NAS Node Selection Function - if
this function is active, or otherwise to the default CN node- or by the Rerouting Function (see[2]) in case of MOCN
configuration. The procedure uses connection oriented signalling.

8.22.2 Successful Operation

RNC CN

INITIAL UE MESSAGE

Figure 24: Initial UE Message procedure. Successful operation.

When the RNC has received from radio interface aNAS message (see [8]) to be forwarded to a CN domain to which no
lu signalling connection for the UE exists, the RNC shall initiate the Initial UE Message procedure and send the
INITIAL UE MESSAGE message to the CN. If NNSF is active, the selection of the CN node is made according to [26].

In addition to the received NAS-PDU, the RNC shall add the following information to the INITIAL UE MESSAGE
message:

- CN domain indicator, indicating the CN domain towards which this message is sent.

- For CSdomain, the LAl whichisthelast LAI indicated to the UE by the UTRAN viathe current RRC
connection, or if the UTRAN has not yet indicated any LAI to the UE via the current RRC connection, then the
LAI of the cell viawhich the current RRC connection was established.
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- For PSdomain, the LAI+RAC which are the last LAI+RAC indicated to the UE by UTRAN viathe current RRC
connection, or if the UTRAN has not yet indicated any LAI+RAC to the UE viathe current RRC connection,
then the LAI+RAC of the cell viawhich the current RRC connection was established.

- Service Areacorresponding to at least one of the cells from which the UE is consuming radio resources.
- lusignaling connection identifier.
- Globa RNC identifier.

- Selected PLMN ldentity, if received from radio interface by a network sharing supporting UE in shared
networks.

- Redirect Attempt Flag, in MOCN configuration for a network sharing non supporting UE in order to indicate
that the CN should respond with a Redirection Indication | E or a Redirection Completed |E.

The lu Sgnalling Connection Identifier |E contains an lu signalling connection identifier which is allocated by the
RNC. The value for the lu Signalling Connection Identifier 1E shall be allocated so as to uniquely identify an lu
signalling connection for the RNC. The CN should store and remember this identifier for the duration of the lu
connection.

Whereas several processing entities within the CN (e.g. charging, interception, etc.) may make use of the location
information given in the SAI |E and the LAI (and RAC for PS domain) |E, the mobility management within the CN shall
rely on the information given within the LAl |E (respectively LAl and RAC |Es for PS domain) only.

Interaction with Direct Transfer procedure

In MOCN configuration, if the RNC receives the Redirection Indication |E in the DIRECT TRANSFER message from
a CN node which is not the last attempted, it shall initiate the Initial UE Message procedure towards another CN
operator when possible (or possibly to the same CN in case when CS/PS coordination is required), with the following
additional information in the INITIAL UE MESSAGE message:

- NAS Sequence Number IE, if received from previously attempted CN operator;

- Permanent NASUE Identity IE, if received from one of previoudly attempted CN operators.

8.22.2.1 Successful Operation for GERAN Ilu-mode

For GERAN lu-mode, the following shall apply in addition for the successful operation of the Initial UE Message
procedure:

- Incase of establishment of asignalling connection towards the CS domain in GERAN lu-mode, the INITIAL UE
MESSAGE message shall contain the GERAN Classmark |E in order to provide the CN with GERAN-specific
information (see [27]).

8.23 Direct Transfer

8.23.1 General

The purpose of the Direct Transfer procedureisto carry UE — CN signalling messages over the lu Interface. The

UE - CN signalling messages are not interpreted by the UTRAN, and their content (e.g. MM or CC message) is outside
the scope of this specification (see [8]). The UE — CN signalling messages are transported as a parameter in the
DIRECT TRANSFER messages. The procedure uses connection oriented signalling.
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8.23.2 Successful Operation

8.23.2.1 CN Oiriginated Direct Transfer

RNC CN

DIRECT TRANSFER

<

Figure 25: Direct Transfer, CN originated. Successful operation.

If aUE - CN signalling message has to be sent from the CN to the UE, the CN shall send a DIRECT TRANSFER
message to the RNC including the UE - CN signalling message as a NAS-PDU IE.

If the DIRECT TRANSFER message is sent in the downlink direction, it shall include the SAPI |E and shall not include
the LAl + RAC |E and the SAI IE. The use of the SAPI IE included in the DIRECT TRANSFER message enables the
UTRAN to provide specific service for the transport of the included NAS message.

In case of reroutingin MOCN configuration:

If the CN can serve the network sharing non-supporting UE, the NAS-PDU |E - i.e. the accept NAS message - and the
Redirection completed | E shall be included in the DIRECT TRANSFER message for the downlink direction.

If the CN cannot serve the network sharing non-supporting UE, the NAS-PDU IE - i.e. the reject NAS message - and a
Redirection Indication |1E shall be included in the DIRECT TRANSFER message for the downlink direction.

If the CN can serve the network sharing non-supporting UE, but CS/PS coordination is required, the NAS-PDU IE - i.e.
the rgject NAS message - and a Redirection Indication | E shall be included in the DIRECT TRANSFER message for
the downlink direction.

The Redirection Indication |E shall contain:
- Theinitial NAS-PDU IE received from the UE;
- TheReject Cause Value IE;
- The NAS Sequence Number |E, if available for CS;
- The Permanent NAS UE Identity IE, if available.

Upon reception of the downlink DIRECT TRANSFER message including the Redirection Indication | E, the RNC shall
store as part of the Rerouting Function the associated Reject Cause Value |E and NAS-PDU |E related to this CN. In
case the Reject Cause Value |E is set to "CS/PS coordination required”, then the RNC shall perform CS/PS coordination
based on the received Permanent NAS UE Identity IE. In this case the Reject Cause Value |E and the associated NAS-
PDU IE shall not be stored.

In case all attempted CN operators have replied with the Redirection Indication | E, the RNC shall select the most
appropriate NAS-PDU among the NAS-PDU |Es received from the attempted CN nodes based on the stored
information as part of the Rerouting function and send it back to the UE.

Upon reception of the downlink DIRECT TRANSFER message including the Redirection Completed |E, the RNC shall
send back the included NAS-PDU IE to the UE and terminate the Rerouting Function.
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8.23.2.2 UTRAN Originated Direct Transfer

DIRECT TRANSFER >

Figure 26: Direct Transfer, RNC originated. Successful operation.

If aUE - CN signalling message has to be sent from the RNC to the CN without interpretation, the RNC shall send a
DIRECT TRANSFER message to the CN including the UE - CN signalling message asaNAS-PDU I|E.

If the DIRECT TRANSFER message shall be sent to the PS domain, the RNC shall also add the LAI and the RAC I Es,
which werethelast LAl + RAC indicated to the UE by the UTRAN viathe current RRC connection, or if the UTRAN
had not yet indicated any LAl + RAC to the UE viathe current RRC connection, then the LAl + RAC of the cell via
which the current RRC connection was established. If the DIRECT TRANSFER message is sent to the PS domain, the
RNC shall also add a Service Area corresponding to at least one of the cells from which the UE is consuming radio
resources. If the DIRECT TRANSFER message is sent in uplink direction, the RNC shall not include the SAPI |E.

8.23.3 Abnormal Conditions

If the DIRECT TRANSFER message is sent by the RNC to the PS domain, and any of the LAI IE, RAC IE or SAl IE is
missing, the CN shall continue with the Direct Transfer procedure, ignoring the missing | E.

If the DIRECT TRANSFER message is sent by the CN to the RNC without the SAPI |E, the RNC shall continue with
the Direct Transfer procedure.

8.24 Void

8.25 Overload Control

8.25.1 General

This procedure is defined to give some degree of signalling flow control. At the UTRAN side, "Processor Overload"
and "Overload in the Capability to Send Signalling Messages to the UE" are catered for, and at the CN side, "Processor
Overload" is catered for. The procedure uses connectionless signalling.

The philosophy used is to stem the traffic at source with known effect on the service. The algorithm used is:
At the CN side:

- If Tigoc is not running and an OVERLOAD message or "Signalling Point Congested” information is received,
the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of stepsto reduce
the traffic within the Number of Steps |E. At the same time, timers Tigoc and Tiqrc should be started.

- During Tigoc al received OVERLOAD messages or "Signalling Point Congested” information should be
ignored.

- Thisstep by step reduction of traffic should be continued until maximum reduction is obtained by arriving at the
last step.

- If Tinrc expires, the traffic should be increased by one step and T;,r¢ should be re-started unless the number of
steps by which the traffic is reduced is back to zero.

At the UTRAN side:
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- If Tigor is not running and an OVERLOAD message or "Signalling Point Congested” information is received,
the traffic should be reduced by one step. It is also possible, optionally, to indicate the number of stepsto reduce
the traffic within the Number of Steps |E. At the same time, timers Tigor and Tiqrr Should be started.

- During Tigor al received OVERLOAD messages or "Signalling Point Congested” information should be
ignored.

- This step-by-step reduction of traffic should be continued until maximum reduction is obtained by arriving at the
last step.

- If Tinr expires, the traffic should be increased by one step and T;,;tr should be re-started unless the number of
steps by which the traffic is reduced is back to zero.

The number of steps and the method for reducing the load are implementation-specific.

There may be other traffic control mechanisms from O&M activities occurring simultaneously.

8.25.2 Philosophy
Void.

8.25.3 Successful Operation

8.25.3.1 Overload at the CN

RNC CN

OVERLOAD

<

Figure 27: Overload at the CN. Successful operation.

The CN should indicate to the RNC that it isin a congested state by sending an OVERLOAD message. The CN Domain
Indicator |E may be included, if the CN can determine the domain suffering from the signalling traffic overload. A
specific CN node shall send this message only towards those RNCs from which it can receive the INITIAL UE
MESSAGE message.

Reception of the message by the UTRAN should cause reduction of signalling traffic towards the CN. If the CN
Domain Indicator |E isincluded in the OVERLOAD message, and the Global CN-ID |E is not, the RNC should apply
signalling traffic reduction mechanisms towards the indicated domain.

If the NNSF is active, the CN shall include the Global CN-ID |E within the OVERLOAD message, and the RNC should
apply signalling traffic reduction mechanisms towards the indicated CN node only.

8.25.3.2 Overload at the UTRAN

RNC CN

OVERLOAD

Figure 28: Overload at the UTRAN. Successful operation.
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If the UTRAN is not capable of sending signalling messages to UEs due to overloaded resources, the UTRAN should
send an OVERL OAD message to the CN. The RNC shall include the Global RNC-ID IE in this message. The message
shall be sent only towards those CN nodes towards which theRNC can send the INITIAL UE MESSAGE message.

8.25.4 Abnormal Conditions
Not applicable.

8.26 Reset

8.26.1 General

The purpose of the Reset procedureisto initialise the UTRAN in the event of afailurein the CN or vice versa. The
procedure uses connectionless signalling.

8.26.2 Successful Operation

8.26.2.1 Reset Procedure Initiated from the CN

RN CN
< RESET
RESET ACKNOWLEDGE_

— —

Figure 29: Reset procedure initiated from the CN. Successful operation.

In the event of afailure at the CN, which has resulted in the loss of transaction reference information, a RESET
message shall be sent to the RNC. When a CN node sends this message towards an RNC for which it is not the default
CN node, the Global CN-ID IE shall be included. This message is used by the UTRAN to release affected Radio Access
Bearers and to erase all affected references for the specific CN node that sent the RESET message, i.e. the CN node
indicated by the Global CN-1D IE or, if this|E is not included, the default CN node for the indicated CN domain.

After aguard period of Trac Seconds a RESET ACKNOWLEDGE message shall be returned to the CN, indicating that
all references at the UTRAN have been cleared. The RNC does not need to wait for the release of UTRAN radio
resources or for the transport network layer signalling to be completed before returning the RESET ACKNOWLEDGE

message.

The RNC shall include the Global RNC-ID IE in the RESET ACKNOWLEDGE message. The Global RNC-1D | E shall
not be included in the RESET message.

Interactions with other procedures:

In case of interactions with other procedures, the Reset procedure shall always override all other procedures.
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8.26.2.2 Reset Procedure Initiated from the UTRAN

RN CN
RESET >
<«RESET ACKNOWLEDGE
I I

Figure 30: Reset procedure initiated from the UTRAN. Successful operation.

In the event of afailure at the UTRAN which has resulted in the loss of transaction reference information, a RESET
message shall be sent to all CN nodes towards which the RNC has lu signalling connections established. This message
is used by the CN to release affected Radio Access Bearers and to erase all affected references for the sending RNC.

The RNC shall include the Global RNC-ID IE in the RESET message.

After aguard period of Trar Seconds a RESET ACKNOWLEDGE message shall be returned to the UTRAN indicating
that all references have been cleared.

When a RESET ACKNOWLEDGE message is sent from a CN node towards an RNC for which the sending CN nodeis
not the default CN node, the Global CN-ID |E shall be included.

Interactionswith other procedures:

In case of interactions with other procedures, the Reset procedure shall always override all other procedures.

8.26.3 Abnormal Conditions

8.26.3.1 Abnormal Condition at the CN

If the CN sends a RESET message to the RNC and receives no RESET ACKNOWLEDGE message within a period
Trar then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum
of "n" timeswhere nis an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g.
the maintenance system be informed.

8.26.3.2 Abnormal Condition at the UTRAN

If the RNC sends a RESET message to the CN and receives no RESET ACKNOWLEDGE message within a period
Trac then it shall repeat the entire Reset procedure. The sending of the RESET message shall be repeated a maximum
of "n" timeswhere nis an operator matter. After the n-th unsuccessful repetition the procedure shall be stopped and e.g.
the maintenance system be informed.

8.26.3.3 Crossing of Reset Messages

When an entity that has sent a RESET message and is waiting for a RESET ACKNOWLEDGE message, instead
receives a RESET message from the peer entity, it shall stop timer Trqc Or Trar and send a RESET ACKNOWLEDGE
message to the peer entity.
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8.27 Error Indication

8.27.1 General

The Error Indication procedureisinitiated by a node to report detected errors in one incoming message, provided they
cannot be reported by an appropriate failure message.

If the error situation arises due to reception of a message utilising dedicated signalling, then the Error Indication
procedure uses connection oriented signalling. Otherwise the procedure uses connectionless signalling.

8.27.2 Successful Operation

Ry

N

@]
9]
Z

ERROR INDICATION

.

Figure 31: Error Indication procedure, CN originated. Successful operation.

RNC

ERROR INDICATION

| * e
Z

Figure 32: Error Indication procedure, RNC originated. Successful operation.

When the conditions defined in clause 10 are fulfilled, the Error Indication procedure isinitiated by an ERROR
INDICATION message sent from the receiving node.

The ERROR INDICATION message shall contain at least either the Cause IE or the Criticality Diagnostics | E.
Examples for possible cause values for protocol error indications are:
- "Transfer Syntax Error"
- "Semantic Error"
- "Message not compatible with receiver state”.
If the ERROR INDICATION message is sent connectionless, the CN Domain Indicator |E shall be present.
If the ERROR INDICATION message is sent connectionless towards the CN, the Global RNC-ID |E shall be present.

When an ERROR INDICATION message is sent connectionless from a CN node towards an RNC for which the
sending CN node is not the default CN node, the Global CN-ID IE shall be included.

8.27.3 Abnormal Conditions
Not applicable.
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8.28 CN Deactivate Trace

8.28.1 General

The purpose of the CN Deactivate Trace procedure is to inform the RNC to stop the trace session, initiated by a
signalling based activation, for the indicated trace reference and related to the UE the lu connection is used for. The
procedure uses connection oriented signalling.

8.28.2 Successful Operation

CN DEACTIVATE
< TRACE

Figure 33: CN Deactivate Trace procedure. Successful operation.

The CN invokes the CN Deactivate Trace procedure by sending a CN DEACTIVATE TRACE message to the UTRAN.

The CN DEACTIVATE TRACE message shall contain the Trace Reference |E. The RNC shall stop the trace session
for theindicated trace reference in the Trace Reference |E. In case of simultaneous CS/PS connections, the trace
session for the indicated trace reference shall be closed upon reception of the CN DEACTIVATE TRACE message
from any of the CN domain, whether it was the one which initiated trace session activation or not.

8.28.2.1 Successful Operation for GERAN lu mode

The CN DEACTIVATE TRACE message shall contain the Trace Reference |E and may contain the Trigger ID IE. The
Trace Reference |E and, if present, the Trigger 1D |E are used to indicate which trace shall be stopped.

8.28.3 Abnormal Conditions

If the RNC receivesa CN DEACTIVATE TRACE message with an unknown trace reference, the RNC shall take no
action.

8.29 Reset Resource

8.29.1 General

The purpose of the Reset Resource procedure isto initialise part of the UTRAN in the event of an abnormal failurein
the CN or vice versa (e.g. Signalling Transport processor reset). The procedure uses connectionless signalling.

8.29.1.1 Reset Resource procedure initiated from the RNC
Void

8.29.1.2 Reset Resource procedure initiated from the CN
Void.
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8.29.2 Successful Operation
8.29.2.1 Reset Resource procedure initiated from the RNC

RNC CN

RESET RESOURCE

>

RESET RESOURCE
ACKNOWLEDGE
<

Figure 34: RNC initiated Reset Resource procedure. Successful operation.

The RNC initiates the procedure by sending a RESET RESOURCE message to the CN.

The RESET RESOURCE message shall include the CN Domain Indicator |E, the Global RNC-ID IE, the Cause |IE
with the appropriate cause value (e.g. "Signalling Transport Resource Failure") and alist containing lu Signalling
Connection Identifier 1Es.

On reception of this message the CN shall release locally the resources and references (i.e. resources and lu signalling
connection identifiers) associated to the lu signalling connection identifiers indicated in the received message. The CN
shall aways return the RESET RESOURCE ACKNOWLEDGE message to the RNC when all lu-related resources and
references have been released and shall include the CN Domain Indicator |E and alist of lu Sgnalling Connection
Identifier IEs. Thelist of lu Sgnalling Connection Identifier |Es within the RESET RESOURCE ACKNOWLEDGE
message shall be in the same order as received in the RESET RESOURCE message. Unknown signalling connection
identifiers shall be reported as released.

When a RESET RESOURCE ACKNOWLEDGE message is sent from a CN node towards an RNC for which the
sending CN node is not the default CN node, the Global CN-ID IE shall be included.

Both the CN and the RNC shall provide means to prevent the immediate re-assignment of released lu signalling
connection identifiers to minimise the risk that the Reset Resource procedure rel eases the same lu signalling connection
identifiers re-assigned to new |u connections.

8.29.2.2 Reset Resource procedure initiated from the CN

RNC

RESET RESOURCE

<
RESET RESOURCE
ACKNOWLEDGE
>
— —

Figure 35: CN initiated Reset Resource procedure. Successful operation.

The CN initiates the procedure by sending a RESET RESOURCE message to the RNC.

The RESET RESOURCE message shall include the CN Domain Indicator |E, the Cause |E with the appropriate cause
value (e.g. "Signalling Transport Resource Failure") and alist containing lu Sgnalling Connection Identifier 1Es.

When a RESET RESOURCE message is sent from a CN node towards an RNC for which the sending CN node is not
the default CN node, the Global CN-ID IE shall be included.

On reception of this message the RNC shall release locally the resources and references (i.e. radio resources and lu
signalling connection identifiers) associated to the specific CN node and lu signalling connection identifiersindicated in
the received message. The Global RNC-ID IE shall not be included in the RESET RESOURCE message. If no Global
CN-1D IE isincluded in the RESET RESOURCE message to indicate the sending CN node, the default CN node for the
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indicated CN domain shall be considered as sender. The RNC shall always return the RESET RESOURCE
ACKNOWLEDGE message to the CN when all lu-related resources and references have been released and shall
include the CN Domain Indicator IE, alist of lu Sgnalling Connection Identifier 1Es and the Global RNC-I1D IE. The
list of lu Signalling Connection Identifier 1Es within the RESET RESOURCE ACKNOWLEDGE message shall bein
the same order as received in the RESET RESOURCE message. Unknown signalling connection identifiers shall be
reported as rel eased.

Both the RNC and the CN shall provide means to prevent the immediate re-assignment of released lu signalling
connection identifiers to minimise the risk that the Reset Resource procedure rel eases the same lu signalling connection
identifiers re-assigned to new lu connections.

8.30 RAB Modification Request

8.30.1 General

The purpose of the RAB Modification Request procedure isto alow the RNC to initiate renegotiation of RABsfor a
given UE after RAB establishment. The procedure uses connection oriented signalling.

8.30.2 Successful Operation

RN CN
RAB MODIFY
REQUEST
] ]

Figure 36: RAB Modification procedure.

The RNC initiates the procedure by generating a RAB MODIFY REQUEST message towards the CN and shall include
alist of RABs To Be Modified | Es. For each RAB requested to be modified the RABs To Be Modified Item IE of the
RAB MODIFY REQUEST message shall include the RAB ID IE, and the corresponding Requested RAB Parameter
Values |E. The Requested RAB Parameter Values | E shall either list those RAB parameters the RNC would like
modified and the associated new RAB parameter valuesit is requesting or shall indicate that the execution of the
alternative RAB configuration is requested. For any given RAB, the RNC shall be able to propose modifications to any
negotiable RAB parameters.

If the requested maximum bit rate (respectively the requested guaranteed bit rate when applicable) exceeds the
maximum value of the Requested Maximum Bit Rate | E (respectively Requested Guaranteed Bit Rate |E), the Extended
Requested Maximum Bit Rate | E (respectively Extended Requested Guaranteed Bit Rate | E) shall be used.

If the RNC is allowed to request an alternative RAB Configuration, the RNC may request the CN to trigger the
execution of this alternative RAB configuration by including the Alter native RAB Configuration Request |E in the RAB
MODIFY REQUEST message.

Upon reception of the RAB MODIFY REQUEST message, it is up to the CN to decide how to react to the request.

8.30.3 Abnormal Conditions
Not applicable.
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8.31 Location Related Data

8.31.1 General

The purpose of the Location Related Data procedure is to provide the means to handle additional location-related
reguests over the lu interface: it allows the CN to either retrieve from the RNC deciphering keys (to be forwarded to the
UE) for the broadcast assistance data, or regquest the RNC to deliver dedicated assistance data to the UE. The procedure
uses connection oriented signalling.

8.31.2 Successful Operation

RNC CN

LOCATION RELATED DATA
REQUEST

<

LOCATION RELATED DATA
RESPONSE

Figure 37: Location Related Data procedure. Successful operation.

The CN initiates the procedure by generating a LOCATION RELATED DATA REQUEST message to the RNC.

Upon reception of the LOCATION RELATED DATA REQUEST message, the RNC shall initiate the requested
function indicated in the Location Related Data Reguest Type |E.

The Location Related Data Request Type | E indicates to the RNC whether:
- to start dedicated assistance data delivery to the UE, or
- to send deciphering keys for broadcast assistance data to the CN.

If the LOCATION RELATED DATA REQUEST message included a request for dedicated assistance data delivery to
the UE, and if the dedicated assistance data was successfully delivered to the UE, the RNC shall respond to the CN with
aLOCATION RELATED DATA RESPONSE message containing no data.

If the LOCATION RELATED DATA REQUEST message included a request for deciphering keys of broadcast
assistance data, the RNC shall respond to the CN with a LOCATION RELATED DATA RESPONSE message
containing the Broadcast Assistance Data Deciphering Keys IE.

8.31.2.1 Successful Operation for GERAN lu mode

Upon reception of the LOCATION RELATED DATA REQUEST message, the BSS shall initiate the requested
function indicated in the Location Related Data Request Type |E or the Location Related Data Request Type Specific To
GERAN |u Mode IE.

In the sole case of arequest for GERAN lu mode specific positioning method, E-OTD, defined in [29], the LOCATION
RELATED DATA REQUEST message shall include the Location Related Data Request Type Specific To GERAN lu
Mode | E and not the Location Related Data Request Type | E.

The Location Related Data Request Type | E or the Location Related Data Request Type Specific To GERAN lu Mode
|E shall indicate to the BSS whether:

- to start dedicated assistance data delivery to the UE, or
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- to send deciphering keys for broadcast assistance data to the CN.

8.31.3 Unsuccessful Operation

RNC CN

LOCATION RELATED DATA
< REQUEST

LOCATION RELATED DATA
FAILURE

Figure 38: Location Related Data procedure. Unsuccessful operation.

If the RNC was not able to successfully deliver the requested dedicated assistance data to the UE, or if the RNC is not
able to provide the requested deciphering keys, the RNC shall send aLOCATION RELATED DATA FAILURE
message including the Cause |E to the CN. The Cause |E shall indicate the appropriate cause value to the CN, e.g.
"Dedicated Assistance data Not Available" or "Deciphering Keys Not Available".

8.31.4 Abnormal Conditions

8.31.4.1 Abnormal Conditions for GERAN Ilu mode

If the Location Related Data Request Type |E and Location Related Data Request Type Specific To GERAN lu Mode IE
are both included in the LOCATION RELATED DATA REQUEST message, the BSS shall reject the procedure by
sending a LOCATION RELATED DATA FAILURE message.

If the Location Related Data Request Type | E is set to the value "Deciphering Keys for UE Based OTDOA" or
"Dedicated Assistance Data for UE Based OTDOA", the BSS shall reject the procedure by sending a LOCATION
RELATED DATA FAILURE message.

8.32 Information Transfer

8.32.1 General

The purpose of the Information Transfer procedure is to transfer information from the CN to the RNC.

This procedure uses connectionless signalling.
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8.32.2 Successful Operation

RNC CN
INFORMATION TRANSFER
INDICATION

<
INFORMATION TRANSFER
CONFIRMATION
I I

Figure 39: Information Transfer procedure. Successful operation.

The CN initiates the procedure by sending an INFORMATION TRANSFER INDICATION message to the RNC.

NOTE: TheCN should initiate the Information Transfer procedure, if information is available, at least after the
CN or the RNC has performed the Reset procedure or whenever the respective information has changed
in the CN.

Upon reception of the INFORMATION TRANSFER INDICATION message, the RNC shall store the received
information and use it according to its purpose.

The INFORMATION TRANSFER INDICATION message shall contain the following | Es:
- Information Transfer 1D
- Provided Data
- CNDomain Indicator.

When a CN node sends this message towards an RNC for which it is not the default CN node, the Global CN-ID IE
shall beincluded.

If the RNC is able to process the information contained in the Provided Data IE, it shall respond with the
INFORMATION TRANSFER CONFIRMATION message provided with the same Information Transfer ID |E asthe
onereceived in the INFORMATION TRANSFER INDICATION message.

The RNC shall include the Global RNC-ID |E and the CN Domain Indicator |1E in the INFORMATION TRANSFER
CONFIRMATION message.

If the Provided Data | E contains the Shared Network Information |E, the RNC shall replace existing Shared Network
Information provided in a previous Information Transfer procedure by the newly provided Shared Network Information.
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8.32.3 Unsuccessful Operation

RNC CN

INFORMATION TRANSFER
INDICATION

INFORMATION TRANSFER
FAILURE

Figure 40: Information Transfer procedure. Unsuccessful operation.

If the RNC is not able to process the information contained in the Provided Data | E the RNC shall regard the
Information Transfer procedure as failed and send the INFORMATION TRANSFER FAILURE message to the CN.
The message shall include the same value of the Information Transfer ID |E asreceived in the INFORMATION
TRANSFER INDICATION message and set the Cause | E to an appropriate value.

The RNC shall include the Global RNC-ID |E and the CN Domain Indicator |E in the INFORMATION TRANSFER
FAILURE message.

8.32.4 Abnormal Conditions

None.

8.33  UE Specific Information

8.33.1 General

The purpose of the UE Specific Information procedure isto transfer from the CN to the RNC data related to a particular
UE and a particular communication.

The procedure uses connection oriented signalling.

8.33.2 Successful Operation

RNC CN

UE SPECIFIC INFORMATION

“INDICATION

Figure 41: UE Specific Information procedure. Successful operation.

The UE SPECIFIC INFORMATION INDICATION message may include the UESBI-lu IE.

The RNC shall, if supported, use the UESBI-1u |E when received in the UE SPECIFIC INFORMATION INDICATION
message.
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8.34 Direct Information Transfer

8.34.1 General

The purpose of the Direct Information Transfer procedure is to transfer some information from the RNC to the CN or
vice versain unacknowledged mode.

This procedure uses connectionless signalling.
8.34.2 Successful Operation

83421 Direct Information Transfer initiated from the RNC

RNC CN

DIRECT INFORMATION TRANSFER

v

E—— —
Figure 42: Information Request procedure. Successful operation.

The procedure is initiated with a DIRECT INFORMATION TRANSFER message sent from the RNC to the CN.
The DIRECT INFORMATION TRANSFER message shall include the following I Es:

- Inter-system Information Transfer Type,

- Globa RNC-ID,

- CN Domain Indicator,
The Inter-system Information Transfer Type |E indicates the nature of the transferred information.

When the transferred information is of RIM nature, the RIM Information | E within the RIM Transfer |E shall contain a
BSSGP RIM PDU. The final RAN destination node where the RIM information needs to be routed by the CN shall be
indicated in the RIM Routing Address | E within the RIM Transfer |E and shall include the identity of a GSM cell to
identify atarget BSS.

8.34.2.1.1 Successful Operation for GERAN Iu mode

In the case of a Direct Information Transfer procedure initiated from GERAN Iu mode BSC, the final RAN destination
node where the RIM information needs to be routed by the CN shall be indicated in the RIM Routing Address | E within
the RIM Transfer 1E and may include the identity of either a GSM cell to identify atarget BSS or the Target RNC-1D I1E
including the RAC IE to identify atarget RNC.
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8.34.2.2 Direct Information Transfer initiated from the CN

CN RNC

DIRECT INFORMATION TRANSFER

v

E—— —
Figure 43: Information Request procedure. Successful operation.

The procedure isinitiated with a DIRECT INFORMATION TRANSFER message sent from the CN to the RNC.
The DIRECT INFORMATION TRANSFER message shall include the following I Es:

- Inter-system Information Transfer Type,

- CN Domain Indicator,
The DIRECT INFORMATION TRANSFER message may include the following IEs:

- Global CN-ID.

The Global CN-ID |E shall beincluded only when the CN node sending the message is not the default CN node of the
RNC.

The Inter-system Information Transfer Type |E indicates the nature of the transferred information.

When the transferred information is of RIM nature, the RIM Information | E within the RIM Transfer |E shall contain a
BSSGP RIM PDU. The RIM Routing Address I E shall not be present since the RNC is the final destination node.

8.34.3 Abnormal Conditions
Not applicable.

8.35  Uplink Information Exchange

8.35.1 General

The purpose of the Uplink Information Exchange procedure is to transfer or request some information to the CN.

This procedure uses connectionless signalling.
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8.35.2 Successful Operation

RNC CN

UPLINK INFORMATION
EXCHANGE REQUEST

\ 4

UPLINK INFORMATION
EXCHANGE RESPONSE

A

Figure 44: Uplink Information Exchange procedure. Successful operation.

The procedure isinitiated with an UPLINK INFORMATION EXCHANGE REQUEST message sent from the RNC to
the CN.

The UPLINK INFORMATION EXCHANGE REQUEST message shall contain the following | Es:
- Information Exchange ID
- Information Exchange Type

CN Domain Indicator

- Globa RNC-ID

The Information Exchange Type |E indicates whether the RNC asks the CN to either transfer or request specific
information. If the Information Exchange Type |E is set to the value "transfer”, the RNC shall also include in the
UPLINK INFORMATION EXCHANGE REQUEST message the Information Transfer Type |E which indicates the
nature of the information transferred.

If the Information Exchange Type | E is set to the value "request”, the RNC shall also include in the UPLINK
INFORMATION EXCHANGE REQUEST message the Information Request Type |E which indicates the nature of the
information requested.

When the transferred information in the Information Transfer Type |E relatesto a Trace Session in the RNC, the Trace
Activation Indicator |E indicates whether the Trace Session identified by the Trace Reference |E is activated or
deactivated in the RNC. In case the Trace Session is activated, the Equipments To Be Traced | E gives the Equipment
Identity of the UEs that the RNC hasto trace.

When the requested information in the Information Request Type | E relates to the Multicast Servicelist for agiven UE
identified by its Permanent NAS UE Identity in the Information Request Type IE, this requested information, i.e. the list
of Multicast Services the UE hasjoined, shall be included in the Information Requested IE in the UPLINK
INFORMATION EXCHANGE RESPONSE message.

When the requested information in the Information Request Type | E relates to the IP Multicast Address and APN for
one or several MBM S bearer service identified by their respective TMGIsin the Information Request Type IE, this
requested information, i.e. IP Multicast Address and APN, shall be included in the Information Requested IE in the
UPLINK INFORMATION EXCHANGE RESPONSE message.

If the CN node is capable of processing the request or the transfer, the RNC shall be informed by the UPLINK
INFORMATION EXCHANGE RESPONSE message. The UPLINK INFORMATION EXCHANGE RESPONSE
message shall contain the Information Exchange ID IE and the CN Domain Indicator |E. If the RNC has not sent the
UPLINK INFORMATION EXCHANGE REQUEST message to the default CN node, the UPLINK INFORMATION
EXCHANGE RESPONSE message shall also include the Global CN-ID IE.
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Upon reception of the UPLINK INFORMATION EXCHANGE RESPONSE message including the IP Multicast
Addressand APN list in the Information Requested IE, the RNC shall store thisinformation in the relevant MBMS
Service Contexts.

Upon reception of the UPLINK INFORMATION EXCHANGE RESPONSE message including the Multicast Service
list in the Information Requested | E, the RNC shall perform, for each TMGI received, the corresponding UE linking as
described in [42].

8.35.3 Unsuccessful Operation

RNC CN
UPLINK INFORMATION
EXCHANGE REQUEST
UPLINK INFORMATION

<« EXCHANGE FAILURE
] ]

Figure 45: Uplink Information Exchange procedure. Unsuccessful operation.

If the CN nodeis not capable of correctly processing the request or the transfer, the RNC shall be informed by the
UPLINK INFORMATION EXCHANGE FAILURE message. The UPLINK INFORMATION EXCHANGE
FAILURE message shall contain the Information Exchange ID |E and the CN Domain Indicator IE. If the RNC has not
sent the UPLINK INFORMATION EXCHANGE REQUEST message to the default CN node, the UPLINK
INFORMATION EXCHANGE FAILURE message shall include the Global CN-ID IE.

The UPLINK INFORMATION EXCHANGE FAILURE message shall inform the RNC about the reason for
unsuccessful operation with an appropriate cause value e.g. " MBMS - No Multicast Service For ThisUE", "MBMS -
Unknown UE ID".

8.35.4 Abnormal Conditions
Not Applicable.

8.36 MBMS Session Start

8.36.1 General

The purpose of the MBM S Session Start procedure is to request the UTRAN to notify UEs about an upcoming MBMS
Session of agiven MBM S Bearer Service and to establishaMBMS RAB and MBMS lu signalling connection for this
MBMS Session. The MBM S Session Start procedure is triggered by the CN (PS domain).

The procedure uses connection oriented signalling.
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8.36.2 Successful Operation

RNC CN
MBMS SESSION START
¢
MBMS SESSION START
RESPONSE
>
] ]

Figure 46: MBMS Session Start procedure. Successful operation.

The CN initiates the procedure by sendingaMBMS SESSION START message.
The MBMS SESSION START message shall contain:

- TMGI;

- MBMS Bearer Service Type;

-  MBMS Session Identity, if available;

- lu Signalling Connection Identifier IE;

- RAB parameters (including e.g. Allocation/Retention Priority);

- PDP Type Information, if available;

-  MBMS Session Duration;

- MBMS Service Areg;

- Frequency Layer Convergence Flag, if available;

- RA Listof Idle Mode UEs, if available.

- Globa CN-ID IE, only when the MBMS SESSION START message is sent from a CN node towards an RNC
for which the sending CN node is not the default CN node;

-  MBMS Session Repetition Number, if available;
- Timeto MBMS Data Transfer.

- MBMS Counting Information, if available;

Upon reception of the MBM S SESSION START message, the RNC shall store the lu Sgnalling Connection I dentifier
|E for the duration of the MBM S lu signalling connection. The lu Signalling Connection Identifier IE containsan lu
signalling connection identifier which is alocated by the CN. The value for the lu Signalling Connection Identifier IE
shall be alocated so asto uniquely identify an lu signalling connection for the involved CN node.

The Global CN-1D |E contains the identity of the CN node that sent the MBM S SESSION START message, and it
shall, if included, be stored together with the lu signalling connection identifier. If the Global CN-ID IE is not included,
the MBMS SESSION START message shall be considered as coming from the default CN node.
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Upon reception of the MBM S SESSION START message, the RNC shall store, if not already, and remember the TMGI
IE, the RAB parameters |E and the other attributes of the session as part of the MBMS Service Context. The TMGI |E
contains the TMGI identifier which uniquely identifiesthe MBMS Bearer Service.

If the MBMS Bearer Service Type |E is set to "Multicast", upon reception of the MBMS SESSION START message,
the RNC shall initiate allocation of requested resources for the MBMS RAB at a proper point intimeif at least one of
the following two conditionsis fulfilled:

- the RNC controls at least one cell contained in the indicated MBMS Service Areaand, if the RA List of Idle
Mode UEsIE isincluded in MBMS SESSION START message, at least one RNC's RA is contained in thislist, or if
Empty/Full RA List of Idle Mode UES |E included in MBMS SESSION START message is set to 'fulllist’,

- the RNC serves UEs consuming radio resources from cells contained in the indicated MBMS Service Area.

If no mapping is configured for a certain MBMS Service Area ldentity in the MBMS Service Area |E in the RNC it shall
simply ignoreiit

The RNC may optimise the point in time when the resource alocation is initiated based on the Time to MBMS Data
Transfer IE.

In case the RA List of Idle Mode UEs IE isincluded in MBM S SESSION START message but none of above conditions
isfulfilled, the RNC may decide to wait for either an update of the RA List of Idle Mode UEs or a UE linking to finally
establish the MBM S RAB. If the RNC decides so, it shall report it immediately to the CN inthe MBM S SESSION
START RESPONSE message with the cause value " Successful MBM S Session Start - No Data Bearer Necessary" and
maintain an lu signalling connection.

If the Empty/Full RA List of Idle Mode UES IE included in MBMS SESSION START message is set to fulllist’, the
RNC shall initiate the MBMS Notification over the Uu interface in all the cells under its control which belong to the
indicated MBMS service area.

If the MBMSBearer Service Type |E is set to "Broadcast”, the MBMS Counting Information |E shall beincluded in the
MBMS SESSION START message. If the MBMS Counting Information IE is set to "counting”, the RNC may apply
MBMS counting.

If the MBMS Bearer Service Type IE is set to "Broadcast" upon reception of the MBMS SESSION START message,
the RNC shall initiate allocation of requested resources for the MBMS RAB at a proper point in time if it controls at
least one cell contained in the indicated MBM S Service Area.

If the MBMS Bearer Service Type IE is set to "Multicast” the MBMS Counting Information | E shall be ignored.

The allocation of requested resources shall be made according to the values of the Allocation/Retention Priority 1E
(priority level, pre-emption indicators) and the resource situation as follows:

- The RNC shall consider the priority level of the requested MBMS RAB, when deciding on the resource
allocation.

- The Queuing Allowed |E shall beignored for MBMS RAB.

- Thepriority levels and the pre-emption indicators may (singularly or in combination) be used to determine
whether the MBM S RAB establishment has to be performed unconditionally and immediately. If the requested
MBMS RAB is marked as "may trigger pre-emption” and the resource situation requires so, the RNC may
trigger the pre-emption procedure which may then cause the forced release of alower priority RAB whichis
marked as " pre-emptable”. Whilst the process and the extent of the pre-emption procedure is operator-dependent,
the pre-emption indicators, if giveninthe MBMS SESSION START message, shall be treated as follows:

1. If the Pre-emption Capability IE is set to "may trigger pre-emption”, then this allocation request may trigger
the pre-emption procedure. UTRAN shall only pre-empt RABs (other MBMS RABs or UE specific RABS)
with lower priority, in ascending order of priority.

2. If the Pre-emption Capability IE is set to "shall not trigger pre-emption”, then this allocation request shall not
trigger the pre-emption procedure.

3. If the Pre-emption Vulnerability |E is set to "pre-emptable”, then this connection shall be included in the pre-
emption process.
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4. If the Pre-emption Vulnerability IE is set to "not pre-emptable”, then this connection shall not be included in
the pre-emption process.

5. If the Priority Level IE isset to "no priority" the given values for the Pre-emption Capability |E and Pre-
emption Vulnerability 1E shall not be considered. Instead the values "shall not trigger pre-emption” and "not
pre-emptable” shall prevail.

- If the Allocation/Retention Priority IE is not giveninthe MBMS SESSION START message, the alocation
request shall not trigger the pre-emption process and the connection may be pre-empted and considered to have
the value "lowest" as priority level. Moreover, queuing shall not be allowed.

The UTRAN shall use the PDP Type Information | E to configure any compression algorithms.

In case of successful MBMS RAB establishment, the RNC shall include the Transport Layer Address |E and the lu
Transport Association |IE in the MBMS SESSION START RESPONSE message. The RNC may answer successfully
even though the MBM S resources have not been established in all relevant cells.

If NNSF is active, the RNC may receive from several CN nodes for a certain MBMS Bearer Servicethe MBM S
SESSION START message. In this case, if the RNC decides to establish the requested MBM S RAB, it shall only
establish one MBMS Iu bearer and shall inform the selected CN node accordingly i.e. with MBMS SESSION START
RESPONSE message including the Transport Layer Address |E and the lu Transport Association | E.

If the RNC receives from several CN nodes for a certain MBMS Bearer Servicethe MBMS SESSION START message
and all the MBMS SESSION START messages include the RA List of Idle Mode UES I E, the RNC shall, if supported,
maintain an MBMS lu signalling connection towards all the CN nodes and inform them accordingly i.e. with MBMS
SESSION START RESPONSE message and cause value " Successful MBM S Session Start - No Data Bearer
Necessary" to al the CN nodes except the one, if any, towards which the RNC confirmed the successful MBMS RAB
establishment.

The MBMS Session Repetition Number |E may be included in the MBMS SESSION START message in case the
MBMS Session Identity IE isincluded in the same message. The MBMS Session Repetition Number |E may be used by
RNC to recognise retransmissions of a particular session of aMBMS Bearer Service with identical contents. This|E
may be used for counting purpose.

When the Frequency Layer Convergence Flag IE is set to 'no-FLC-flag', the RNC is being requested to not apply any
frequency layer convergence mechanism. The service shall then be delivered to al cells of all the MBMS Service Area
Identities indicated in the MBMS Service Area | E.

Transmission and reception of aMBMS SESSION START RESPONSE message terminate the procedure in the
UTRAN and in the CN respectively.

8.36.3 Unsuccessful Operation

RNC CN
MBMS SESSION START
¢
MBMS SESSION START
FAILURE
>
] ]

Figure 47: MBMS Session Start procedure. Unsuccessful operation.

If the RNC is not capable of correctly processing the request (e.g. the MBM S resources could not be established at al in
any cell), the CN shall be informed by the MBMS SESSION START FAILURE message.
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If the MBMS Bearer Service Type IE is set to "Broadcast” upon reception of the MBMS SESSION START message
and the RNC doesn"t have any cell contained in the indicated MBMS Service Areq, it shall report it immediately to the
CN inthe MBMS SESSION START FAILURE message with the cause value "MBMS - No cell in MBMS Service
Area".

If NNSF is active and the RNC received from several CN nodes for a certain MBMS Bearer Service the MBMS
SESSION START message, but not all of the MBMS SESSION START messages include the RA List of Idle Mode
UEsIE, the RNC shall inform the respective CN nodes accordingly i.e. with MBMS SESSION START FAILURE
message and cause value "MBMS - Superseded Due To NNSF" to al the CN nodes except the one towards which the
RNC confirmed the successful MBMS RAB establishment with MBM S SESSION START RESPONSE message.

When UTRAN reports failure of the MBM S Session Start procedure, the cause value should be precise enough to
enable the core network to know the reason for the failure. Typical cause values are: "MBMS - Superseded Due To
NNSF", "Requested Traffic Class not Available", "Invalid RAB Parameters Vaue", "Requested Maximum Bit Rate not
Available", "Requested Guaranteed Bit Rate not Available", "Requested Transfer Delay not Achievable”", "Invalid RAB
Parameters Combination”, "Condition Violation for Guaranteed Bit Rate", "lu Transport Connection Failed to
Establish”, "No Resource Available".

Transmission and reception of aMBMS SESSION START FAILURE message terminate the procedure in the UTRAN
and in the CN respectively.

8.36.4 Abnormal Conditions

If, foraMBMS RAB requested to be set up, the PDP Type Information |E is not present, the RNC shall continue with
the procedure.

If an MBMS SESSION START message from a given CN Node provides a TMGI | E that is used for an already
established and running MBM S Session provided by the same CN Node, and the indicated MBMS Service Area |E
refersto an MBMS Service Areathat is partialy or completely overlapping with the MBMS Service Area of the already
established and running MBM S Session, then the RNC shall return an MBM S SESSION START FAILURE message
with the cause value "TMGI in Use and overlapping MBMS Service Area”.

If an MBMS SESSION START message from a given CN Node provides a TMGI | E that is used for an already
established and running MBM S Session provided by another CN Node, and the indicated MBMS Service Area | E refers
to adifferent MBMS Service Areathat is partially overlapping with the MBMS Service Area of the already established
and running MBM S Session, then the RNC shall return an MBM S SESSION START FAILURE message with the
cause value "TMGI in Use and overlapping MBMS Service Area”.

8.37 MBMS Session Update

8.37.1 General

The purpose of the MBM S Session Update procedure is to inform the RNC during aMBMS Session whenever the RA
List of Idle Mode UEs changes compared to one previously sent. The MBM S Session Update procedure is triggered by
the CN (PS domain).

The procedure uses connection oriented signalling.
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8.37.2 Successful Operation

RNC CN
MBMS SESSION UPDATE
¢
MBMS SESSION UPDATE
RESPONSE
>
] ]

Figure 48: MBMS Session Update procedure. Successful operation.

The CN initiates the procedure by sendingaMBMS SESSION UPDATE message.

The MBMS SESSION UPDATE message shall contain the Delta RA List of Idle Mode UEs |E and the Session Update
ID IE.

Upon reception of the MBMS SESSION UPDATE message, if aMBMS RAB has already been established, the RNC
shall initiate allocation of additional MBMS radio resources for this MBMS RAB if the RNC controls at least one cell
that is part of both the MBMS Service Area and one of the RNC’s RAs indicated in the New RA List of Idle Mode UEs
IE, if this|IE isincluded in the Delta RA List of Idle Mode UEs | E group. The RNC may release the existing MBM S
radio resources for the cells part of the RNC"s RAs indicated in the RA List with No Idle Mode UEs Any More IE, if this
IE isincluded in the Delta RA List of Idle Mode UEs | E group.

Upon reception of the MBM S SESSION UPDATE message, if no MBMS RAB has yet been established, the RNC shall
establish the MBM S RAB if the RNC controls at least one cell that is part of both the MBM S Service Area and one of
the RNC's RAsindicated in the New RA List of Idle Mode UEs IE, if this|E isincluded in the Delta RA List of Idle
Mode UEs | E group. If the previous condition is not fulfilled, the RNC may decide to wait for either another update of
the RA List of Idle Mode UEs or a UE linking to finally establish the MBMS RAB.

In case of successful MBMS RAB establishment, the RNC shall include the Transport Layer Address |E and the lu
Transport Association |E in the MBMS SESSION UPDATE RESPONSE message.

When the update of the RA List of Idle Mode UEs is successfully executed, the UTRAN shall report it to the CN in the
MBMS SESSION UPDATE RESPONSE message, which shall include the same Session Update ID IE asreceived in
the MBM S SESSION UPDATE message. The RNC may answer successfully even though MBM S resources have not
been established in all relevant cells.

Transmission and reception of aMBMS SESSION UPDATE RESPONSE message terminate the procedure in the
UTRAN and in the CN respectively.
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8.37.3 Unsuccessful Operation

RNC CN
MBMS SESSION UPDATE
¢
MBMS SESSION UPDATE
FAILURE
>
] ]

Figure 49: MBMS Session Update procedure. Unsuccessful operation.

If the RNC is hot capable of correctly processing the request (e.g. additional MBMS resources could not be established
a al inany cell), the CN shall beinformed by the MBM S SESSION UDATE FAILURE message, which shall include
the same Session Update ID IE asreceived in the MBMS SESSION UPDATE message.

Transmission and reception of aMBMS SESSION UPDATE FAILURE message terminate the procedure in the
UTRAN and in the CN respectively.

8.37.4 Abnormal Conditions
Not applicable.

8.38 MBMS Session Stop

8.38.1 General

The purpose of the MBM S Session Stop procedure isto request the UTRAN to notify UEs about the end of agiven
MBMS Session and to release the corresponding MBMS RAB and MBMS lu signalling connection for thisMBMS
Session. The MBM S RAB Session Stop procedure may also be used asthe last MBM S session stop to make the RNC
aware that a certain Multicast Serviceis no longer available. The MBM S Session Stop procedureis triggered by the CN
(PS domain).

The procedure uses connection oriented signalling.
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8.38.2 Successful Operation

RNC CN
MBMS SESSION STOP
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>
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Figure 50: MBMS Session Stop procedure. Successful operation.

The CN initiates the procedure by sendinga MBM S SESSION STOP message.

Upon reception of the MBM S SESSION STOP message, the RNC shall release all allocated resources for the MBM S
RAB, including the MBM S lu signalling connection used for this MBMS RAB.

The MBMS SESSION STOP message shall include the MBMS CN De-Registration |E. If the MBMSCN De-
Registration IE is set to the value 'deregister’, the RNC shall also remove all associated MBM S Service Context(s) and
release all allocated MBM S resources for the MBM S Bearer Service.

The RNC does not need to wait for the release of all UTRAN radio resources before returning the MBM S SESSION
STOP RESPONSE message.

In case of successful release of the MBMS Iu signalling connection, after the MBMS SESSION STOP RESPONSE
message has been sent, the CN shall not send further RANAP connection-oriented messages on this particular
connection.

Transmission and reception of aMBMS SESSION STOP RESPONSE message terminate the procedure in the UTRAN
and in the CN respectively.

8.38.3 Abnormal Conditions
Not applicable.

8.39 MBMS UE Linking

8.39.1 General

The purpose of the MBM S UE Linking procedure is to make the RNC aware that a given UE, with existing lu-ps
signalling connection, joined and/or left one or several Multicast Services.

The procedure uses connection oriented signalling.
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8.39.2 Successful Operation

RNC CN

MBMS UE LINKING REQUEST
¢

MBMS UE LINKING RESPONSE

>

Figure 51: MBMS UE Linking procedure. Successful operation.
The CN initiates the procedure by sendingaMBMS UE LINKING REQUEST message.

The MBMS UE LINKING REQUEST message shall contain the following | Es:

- alist of one or severa TMGIs, each identifying the MBM S Bearer Service that the UE joined or left and which has
not yet been linked or unlinked respectively in the UTRAN,

- for each of the MBMS Bearer Services that the UE joined,
- thePTPRAB ID.

Upon reception of the MBM S UE LINKING REQUEST message, for each TMGI received identifying the MBMS
Bearer Service that the UE joined and which has not yet been linked in the UTRAN, the RNC shall perform the
corresponding UE linking as described in [42].

Upon reception of the MBM S UE LINKING REQUEST message, for each TMGI received identifying the MBMS
Bearer Service that the UE | eft and which has not yet been de-linked in the UTRAN, the RNC shall perform the
corresponding UE de-linking as described in [42].

After handling all received TMGI(s), the RNC shall only report to the CN in the MBM S UE LINKING RESPONSE
message the unsuccessful linking(s)/de-linking(s) with an appropriate cause value e.g. "MBMS - UE Linking Already
Done", "MBMS - UE De-Linking Failure - No Existing UE Linking".

Transmission and reception of aMBMS UE LINKING RESPONSE message terminate the procedure in the UTRAN
and in the CN respectively.
8.39.3 Unsuccessful Operation

The unsuccessful operation for this Class 1 Elementary procedure is described under the Successful Operation chapter.

8.39.4 Abnormal Conditions

Upon reception of the MBMS UE LINKING REQUEST message, if for agiven TMGI received identifying the MBMS
Bearer Service that the UE joined, the linking has already been donein the UTRAN, the RNC shall consider thislinking
as unsuccessful but shall proceed with the other ones.

Upon reception of the MBM S UE LINKING REQUEST message, if agiven TMGI received identifying the MBMS
Bearer Service that the UE left, cannot be found in the UE context, the RNC shall consider this de-linking as
unsuccessful but shall proceed with the other ones.

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 88 ETSI TS 125 413 V7.9.0 (2008-07)

8.40 MBMS Registration

8.40.1 General

The purpose of the MBM S Registration procedure is to request the CN (PS domain) to register or de-register the RNC
for acertain Multicast Service.

The procedure uses connectionless signalling, unless the procedure is used to request CN to de-register the RNC for a
Multicast Service which has an existing lu signalling connection towards the RNC i.e. duringaMBMS Session. In this
last case, the procedure uses connection oriented signalling.

8.40.2 Successful Operation

RNC CN

MBMS REGISTRATION REQUEST
>

MBMS REGISTRATION RESPONSE
¢

Figure 52: MBMS Registration procedure. Successful operation.

The RNC initiates the procedure by sending aMBMS REGISTRATION REQUEST message.
The MBMS REGISTRATION REQUEST message shall contain the following |Es:

-  MBMS Registration Request type;

- TMGI;

- Theassociated IP Multicast Address and the APN corresponding to the MBM S Bearer Service identified by the
TMGI, only in the case the MBMS Registration Request type |E is set to 'register’;

- Globa RNC-ID, if connectionless signalling.

If the CN node is capable of processing the request, the RNC shall be informed by the MBMS REGISTRATION
RESPONSE message.

In case of connectionless signalling the MBM S REGISTRATION RESPONSE message shall contain the same TMGI
asreceived in the MBMS REGISTRATION REQUEST message.

If the RNC has not sent the MBM S REGISTRATION REQUEST message with the MBMS Registration Request Type
|E set to register’, to the default CN node, the MBM S REGISTRATION RESPONSE message shall also include the
Global CN-1D IE.

Upon reception of the MBMS REGISTRATION RESPONSE message as a response to a connectionless MBM S
REGISTRATION REQUEST message with the MBMS Registration Request Type | E set to 'deregister', the RNC shall
remove all associated MBM S resources and context(s) corresponding to the MBMS Bearer Service identified by the
TMGI included in the MBMS REGISTRATION REQUEST message.

Upon reception of the MBMS REGISTRATION RESPONSE message as a response to a connection oriented MBM S
REGISTRATION REQUEST message with the MBMS Registration Request Type | E set to 'deregister', the RNC shall
release the MBMSS |u signalling connection and the RAB, if any, identified by the TMGI included in the MBMS
REGISTRATION REQUEST message.
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Transmission and reception of aMBMS REGISTRATION RESPONSE message terminate the procedure in the CN and
inthe UTRAN respectively.

8.40.3 Unsuccessful Operation

RNC CN

MBMS REGISTRATION REQUEST
>

MBMS REGISTRATION FAILURE
¢

Figure 53.: MBMS Registration procedure. Unsuccessful operation.

If the CN nodeis not capable of correctly processing the request, the RNC shall be informed by the MBMS
REGISTRATION FAILURE message.

In case of connectionless signalling, the MBMS REGISTRATION FAILURE message shall contain the same TMGI as
received in the MBM S REGISTRATION REQUEST message.

The MBMS REGISTRATION FAILURE message shall inform the RNC about the reason for unsuccessful operation
thank to appropriate cause value e.g. "TMGI Unknown", "IP Multicast Address And APN Not Valid', "MBMS De-
Registration Rejected Due To Implicit Registration”, "MBMS - Request Superseded”, "MBM S De-Registration During
Session Not Allowed".

In case of connectionless signalling, if the RNC has not sent the MBMS REGISTRATION REQUEST message with
the MBMS Registration Request Type |E set to 'register’, to the default CN node, the MBMS REGISTRATION
FAILURE message shall also include the Global CN-ID IE.

Transmission and reception of aMBMS REGISTRATION FAILURE message terminate the procedure in the CN and
inthe UTRAN respectively.

8.40.4 Abnormal Conditions
Not applicable.

8.41 MBMS CN De-Registration

8.41.1 General

The purpose of the MBM S CN De-Registration procedure is to make the RNC aware that a certain Multicast Serviceis
no longer available. The MBMS CN De-Registration procedure is triggered by the CN (PS domain).

The procedure uses connectionless signalling.
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8.41.2 Successful Operation

RNC CN

MBMS CN DE-REGISTRATION

REQUEST
< Q

MBMS CN DE-REGISTRATION
RESPONSE

>

Figure 54: MBMS CN De-Registration procedure. Successful operation.

The CN initiates the procedure by sendinga MBMS CN DE-REGISTRATION REQUEST message.
The MBMS CN DE-REGISTRATION REQUEST message shall contain the following | Es:
- TMGI;

- Globa CN-ID IE, only when the MBMS CN DE-REGISTRATION REQUEST message is sent from a CN node
towards an RNC for which the sending CN node is not the default CN node.

If the Global CN-ID IE is not included, the MBMS CN DE-REGISTRATION REQUEST message shall be considered
as coming from the default CN node.

Upon reception of the MBMS CN DE-REGISTRATION REQUEST message, the RNC shall remove all associated
MBMS context(s) and resources corresponding to the MBM S Bearer Service identified by the indicated TMGI and
shall report it to the CN by sending the MBM S CN DE-REGISTRATION RESPONSE message.

Upon reception of the MBMS CN DE-REGISTRATION REQUEST message, if no existing MBMS Bearer Service can
be identified by the indicated TMGI in the RNC, it shall consider this MBM S CN De-Registration procedure
unsuccessful and shall report it to the CN by sending the MBMS CN DE-REGISTRATION RESPONSE message with
the appropriate cause value e.g. "TMGI unknown".

The MBMS CN DE-REGISTRATION RESPONSE message shall contain the Global RNC-ID |E and the same TMGI
asreceived inthe MBMS CN DE-REGISTRATION REQUEST message.

Transmission and reception of aMBMS CN DE-REGISTRATION RESPONSE message terminate the procedure in the
UTRAN and inthe CN respectively.
8.41.3 Unsuccessful Operation

The unsuccessful operation for this Class 1 Elementary procedure is described under the Successful Operation chapter.

8.41.4 Abnormal Conditions

If NNSF is active, the RNC may receive from several CN nodes for a certain MBM S Bearer Service the MBMS CN
DE-REGISTRATION REQUEST message. In this case the RNC will only proceed with the first MBMS CN DE-
REGISTRATION REQUEST message received and will inform the respective CN nodes accordingly i.e. with MBMS
CN DE-REGISTRATION RESPONSE message and cause value "TMGI unknown" to al the CN nodes except the one
towards which the RNC confirmed the successful the MBM S CN De-Registration procedure with MBMS CN DE-
REGISTRATION RESPONSE message including no cause value.
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8.42 MBMS RAB Establishment Indication

8.42.1 General

The purpose of the MBM S RAB Establishment Indication procedure is to inform the CN (PS domain) of the
establishment of the MBMS RAB corresponding to the MBMS lu signalling connection used for this procedure.

The procedure uses connection oriented signalling.

8.42.2 Successful Operation

RNC CN
MBMS RAB >
ESTABLISHMENT
INDICATION
L] I

Figure 55: MBMS RAB Establishment Indication procedure. Successful operation.

When the RNC has not yet established the MBM S RAB for a particular Multicast Service and isinformed that a given
UE joined this particular Multicast Service, the RNC shall initiate the MBMS RAB Establishment Indication procedure
and send the MBMS RAB ESTABLISHMENT INDICATION message to the CN. If NNSF is active, the selection of
the CN node is implementation dependant.

The MBMS RAB ESTABLISHMENT INDICATION message shall include the Transport Layer Address |E and the lu
Transport Association IE.

8.42.3 Abnormal Conditions
Not applicable.

8.43 MBMS RAB Release

8.43.1 General

The purpose of the MBM S RAB Release procedure is to enable the UTRAN to request the release of an MBMS RAB.
The MBMS RAB is defined for the PS domain only.

The procedure uses connection oriented signalling.
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8.43.2 Successful Operation

RN CN

MBMS RAB RELEASE RESUEST

z/IBMS RAB RELEASE

Figure 56: MBMS RAB Release procedure. Successful operation.

The RNC initiates the procedure by generatingaMBMS RAB RELEASE REQUEST message towards the CN. The
MBMS RAB RELEASE REQUEST message is sent on the lu connection related to the MBMS RAB to be released.
The included cause val ue indicates the reason for the release, e.g. "RAB pre-empted”, "Release due to UTRAN
Generated Reason”, "MBMS - No Data Bearer Necessary".

The CN should according to the MBMS RAB RELEASE REQUEST message initiate the release of al MBMS
resources related to the lu connection without releasing the lu signalling connection.

The RNC may at reception of MBMS RAB RELEASE initiate release of the related MBM S bearer resources.

8.43.3 Unsuccessful Operation

RN CN

MBMS RAB RELEASE RESUEST

z/IBMS RAB RELEASE FAILURE

Figure 57: MBMS RAB RELEASE procedure. Unsuccessful operation.

If the CN node is not capable of correctly processing the request, the RNC shall be informed by the MBMS RAB
RELEASE FAILURE message.

The MBMS RAB RELEASE FAILURE message shall inform the RNC about the reason for the unsuccessful operation
with an appropriate cause value.

8.43.4 Abnormal Conditions
Not applicable.
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9 Elements for RANAP Communication

9.1 Message Functional Definition and Content

9.1.1 General

Subclause 9.1 presents the contents of RANAP messagesin tabular format. The corresponding ASN.1 definitionis
presented in subclause 9.3. In case there is contradiction between the tabular format in subclause 9.1 and the ASN.1
definition, the ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional |Es,
where the tabular format shall take precedence.

NOTE: The messages have been defined in accordance to the guidelines specified in [18].
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9.1.2 Message Contents

9.1.2.1 Presence

All information elements in the message descriptions below are marked mandatory, optional or conditional according to
table 4.

Table 4. Meaning of abbreviations used in RANAP messages

Abbreviation Meaning
M IEs marked as Mandatory (M) shall always be included in the
message.
@) IEs marked as Optional (O) may or may not be included in the
message.
C IEs marked as Conditional (C) shall be included in a message only if
the condition is satisfied. Otherwise the IE shall not be included.

9.1.2.2 Criticality

Each Information Element or Group of Information Elements may have criticality information applied to it.
Following cases are possible:

Table 5: Meaning of content within 'Criticality’ column

Abbreviation Meaning

- No criticality information is applied explicitly.

YES Criticality information is applied. This is usable only for non-
repeatable IEs
GLOBAL The IE and all its repetitions together have one common criticality
information. This is usable only for repeatable IEs.
EACH Each repetition of the IE has its own criticality information. It is not

allowed to assign different criticality values to the repetitions. This is
usable only for repeatable IEs.

9.1.2.3 Range

The Range column indicates the allowed number of copies of repetitive IES/IE groups.

9.1.24 Assigned Criticality

This column provides the actual criticality information as defined in subclause 10.3.2, if applicable.

9.1.3 RAB ASSIGNMENT REQUEST

This message is sent by the CN to request the establishment, modification or release of one or more RABs for the same
UE.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs To Be Setup Or 0] YES ignore
Modified List
>RABs To Be Setup 1lto
Or Modified Item IEs <maxnoofRABs>
>>First Setup Or M Grouping EACH reject
Modify Item reason:
same
criticality
>>>RAB ID M 9.21.2 The same -
RAB ID must
only be
present in
one group.
>>>NAS O 9.2.3.18 -
Synchronisation
Indicator
>>>RAB @) 9.2.13 Includes all -
Parameters necessary
parameters
for RABs
(both for
MSC and
SGSN)
including
QoS.
>>>User Plane 0] -
Information
>>>>User Plane | M 9.2.1.18 -
Mode
>>>>UP Mode M 9.2.1.19 -
Versions
>>>Transport o -
Layer Information
>>>>Transport M 9.221 -
Layer Address
>>>>|u M 9.2.2.2 -
Transport
Association
>>>Service 0] 9.2.141 -
Handover
>>Second Setup Or | M Grouping EACH ignore
Modify Item reason:
same
criticality
>>> PDP Type @) 9.2.1.40 -
Information
>>>Data Volume o 9.2.1.17 -
Reporting
Indication
>>>DL GTP-PDU 0] 9.2.2.3 -
Sequence Number
>>>UL GTP-PDU 0] 9.2.24 -
Sequence Number
>>>DL N-PDU @] 9.2.1.33 -
Sequence Number
>>>UL N-PDU 0] 9.2.1.34 -
Sequence Number
>>>Alternative (0] 9.2.1.43 YES ignore
RAB Parameter
Values
>>>GERAN BSC 0] 9.2.1.58 YES ignore
Container
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
RABs To Be Released (0] YES ignore
List
>RABs To Be 1to EACH ignore
Released Item |Es <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.214 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.14 RAB ASSIGNMENT RESPONSE

This message is sent by the RNC to report the outcome of the request from the RAB ASSIGNMENT REQUEST

message.
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Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
RABs Setup Or Modified | O YES ignore
List
>RABs Setup Or 1lto EACH ignore
Modified Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
presentin
one group.
>>Transport Layer (0] 9.221 -
Address
>>|u Transport (0] 9.2.2.2 -
Association
>>DL Data Volumes | O -
>>>Data Volume 1lto -
List <maxnoofVol>
>>>>Unsuccessful | M 9.2.3.12 -
ly Transmitted DL
Data Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
>>Assigned RAB (0] 9.2.1.44 YES ignore
Parameter Values
RABs Released List (0] YES ignore
>RABs Released Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.21.2 The same -
RAB ID must
only be
present in
one group.
>>DL Data Volumes | O -
>>>Data Volume 1to -
List <maxnoofVol>
>>>>Unsuccessful | M 9.2.3.12 -
ly Transmitted DL
Data Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
>>DL GTP-PDU o 9.2.2.3 -
Sequence Number
>>UL GTP-PDU o 9.2.2.4 -
Sequence Number
RABs Queued List 0 YES ignore
>RABs Queued Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.21.2 The same -
RAB ID must
only be
present in
one group.
RABs Failed To Setup Or | O YES ignore
Modify List
>RABs Failed To 1lto EACH ignore
Setup Or Modify Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
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one group.
>>Cause M 9.2.14 -
RABs Failed To Release (0] YES ignore
List
>RABs Failed To 1lto EACH ignore
Release Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
present in
one group.
>>Cause M 9.2.1.4. -
Criticality Diagnostics ®) 9.2.1.35 YES ignore
GERAN lu mode specific | O This applies YES ignore
RABs Failed To Setup Or only in
Modify List GERAN lu
mode case.
> GERAN Iu mode 1lto EACH ignore
specific RABs Failed To <maxnoofRABs>
Setup Or Modify Item IEs
>>RAB ID M 9.2.1.2 The same -
RAB ID must
only be
presentin
one group.
>>Cause M 9.2.14 -
>>GERAN Classmark 0] 9.2.157 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.
9.1.5 RAB RELEASE REQUEST
This message is sent by the RNC to request the CN to release one or more RABs for the same UE.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
RABs To Be Released M YES ignore
List
>RABs To Be 1lto EACH ignore
Released Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.214 -
Range bound Explanation

maxnoofRABSs

Maximum no. of RABs for one UE. Value is 256.

9.1.6

IU RELEASE REQUEST

This message is sent by the RNC to request the CN to release the Iu connection.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Cause M 9.2.1.4 YES ignore
9.1.7 IU RELEASE COMMAND
This message is sent by the CN to order the RNC to release al resources related to the lu connection.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.1.4 YES ignore
9.1.8 IU RELEASE COMPLETE
This message is sent by the RNC as a response to the IlU RELEASE COMMAND message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
RABs Data Volume (0] YES ignore
Report List
>RABs Data Volume 1lto EACH ignore
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.21.2 -
>>RAB Data (0] -
Volume Report List
>>>RAB Data 1lto -
Volume Report <maxnoofVol>
Item IEs
>>>>Unsuccessfull | M 9.2.3.12 -
y Transmitted DL
Data
Volume
>>>>Data Volume | O 9.2.3.13 -
Reference
RABs Released List 0 YES ignore
>RABs Released Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU (0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU (0] 9.2.24 -
Sequence Number
Criticality Diagnostics ©) 9.2.1.35 YES ignore
Range bound Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

maxnoofVol

Maximum no. of reported data volume for one RAB. Value is 2.
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This message is sent by the source RNC to inform the CN that arelocation isto be performed.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Relocation Type M 9.2.1.23 YES reject
Cause M 9.2.14 YES ignore
Source ID M 9.2.1.24 YES ignore
Target ID M 9.2.1.25 YES reject
MS Classmark 2 C- 9.2.1.26 YES reject
ifGSMCStar
get
MS Classmark 3 C- 9.2.1.27 YES ignore
ifGSMCStar
get
Source RNC To Target C- 9.2.1.28 YES reject
RNC Transparent ifUMTStarge
Container t
Old BSS To New BSS (0] 9.2.1.29 Can YES ignore
Information optionally be
used if GSM
target but
not used for
UMTS
target.
GERAN Classmark 0] 9.2.1.57 YES ignore
Source BSS To Target (0] 9.2.1.79 Shall be YES ignore
BSS Transparent included if,
Container and only if,
GSM PS
domain is
target.
Condition Explanation
ifGSMCStarget This IE shall be present if the Target ID IE contains a CGlI IE and
Source BSS To Target BSS Transparent Container is not included.
ifUMTStarget This IE shall be presentif the Target ID IE contains a Target RNC-ID
IE.

9.1.10 RELOCATION REQUEST

This message is sent by the CN to request the target RNC to all ocate necessary resources for a relocation.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Permanent NAS UE o 9.23.1 YES ignore
Identity
Cause M 9.2.1.4 YES ignore
CN Domain Indicator M 9.2.15 YES reject
Source RNC To Target M 9.2.1.28 YES reject
RNC Transparent
Container
RABs To Be Setup List o] YES reject
>RABs To Be Setup 1lto EACH reject
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>NAS o 9.2.3.18 -
Synchronisation
Indicator
>>RAB Parameters M 9.2.1.3 -
>>Data Volume C - ifPS 9.2.1.17 -
Reporting
Indication
>> PDP Type C -ifPS 9.2.1.40 -
Information
>>User Plane M -
Information
>>>User Plane M 9.2.1.18 -
Mode
>>>UP Mode M 9.2.1.19 -
Versions
>>Transport Layer M 9.2.2.1 -
Address
>>|u Transport M 9.2.2.2 -
Association
>>Service Handover | O 9.2.1.41 -
>> Alternative RAB (0] 9.2.1.43 YES ignore
Parameter Values
>>GERAN BSC (0] 9.2.1.58 YES ignore
Container
Integrity Protection @) 9.2.1.11 Integrity YES ignore
Information Protection
Information
includes key
and
permitted
algorithms.
Encryption Information @) 9.2.1.12 Encryption YES ignore
Information
includes key
and
permitted
algorithms.
lu Signalling Connection M 9.2.1.38 YES ignore
Identifier
Global CN-ID [®) 9.2.1.46 YES reject
SNA Access Information (@) 9.2.3.24 YES ignore
UESBI-lu (0] 9.2.1.59 YES ignore
Selected PLMN Identity (@) 9.2.3.33 YES ignore
CN MBMS Linking o YES ignore
Information
>Joined MBMS Bearer 1to EACH ignore
Service IEs <maxnoofMulticas
tServicesPerUE>
>>TMGI M 9.2.3.37 The same
TMGI must
only be

ETSI




3GPP TS 25.413 version 7.9.0 Release 7 102 ETSI TS 125 413 V7.9.0 (2008-07)
present in
one group.
>> PTP RAB ID M 9.2.1.75
Condition Explanation
IfPS This IE shall be present if the CN domain indicator IE is set to "PS

domain".

Range bound

Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

maxnoofMulticastServicesPerUE

Maximum no. of Multicast Services that a UE can join and leave
respectively. Value is 128.

9.1.11

RELOCATION REQUEST ACKNOWLEDGE

This message is sent by the target RNC to inform the CN about the result of the resource allocation for the requested

relocation.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Target RNC To Source o 9.2.1.30 YES ignore
RNC Transparent
Container
RABs Setup List o] YES ignore
>RABs Setup Item 1to EACH reject
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Transport Layer @) 9.2.21 IPV6 or IPv4 -
Address address if no
other TLA
included.
IPv4
address if
other TLA
included.
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>>|u Transport o 9.2.2.2 Related to -
Association TLA above.
>>Assigned RAB (0] 9.2.1.44 YES ignore
Parameter Values
>>Transport Layer (0] 9.221 IPv6 YES ignore
Address address if
included.
>>|u Transport (0] 9.2.2.2 Related to YES ignore
Association TLA above.
RABs Failed To Setup 0] YES ignore
List
>RABs Failed To 1lto EACH ignore
Setup Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Chosen Integrity Protection | O 9.2.1.13 Indicates the YES ignore
Algorithm Integrity
Protection
algorithm
that will be
used by the
target RNC.
Chosen Encryption 0] 9.2.1.14 Indicates the YES ignore
Algorithm Encryption
algorithm
that will be
used by the
target RNC.
Criticality Diagnostics (@) 9.2.1.35 YES ignore
New BSS To Old BSS O 9.2.1.47 Defined in YES ignore
Information [11].
Range bound Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

9.1.12 RELOCATION COMMAND

This message is sent by the CN to the source RNC to inform that resources for the relocation are allocated in the target

RNC.
Direction: CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Target RNC To Source RNC | O 9.2.1.30 YES reject
Transparent Container
L3 Information (@) 9.2.1.31 YES ignore
RABs To Be Released List | O YES ignore
>RABs To Be Released 1lto EACH ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
RABs Subject To Data (@) YES ignore
Forwarding List
>RABs Subject To Data 1lto EACH ignore
Forwarding Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Transport Layer M 9.221 IPv6 or IPv4 -
Address address if no
other TLA
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included.
IPv4 address
if other TLA
included.
>>|u Transport M 9.2.2.2 Related to -
Association TLA above.
>>Transport Layer o 9.221 IPv6 address YES ignore
Address if included.
>>|u Transport 0] 9.2.2.2 Related to YES ignore
Association TLA above.
Criticality Diagnostics o 9.2.1.35 YES ignore
Inter-System Information o 9.2.1.48 YES ignore
Transparent Container
Target BSS to Source BSS 0] 9.2.1.80 YES ignore
Transparent Container
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.13 RELOCATION DETECT
This message is sent by the target RNC to inform the CN that the relocation execution trigger has been received.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
9.1.14 RELOCATION COMPLETE
This message is sent by the target RNC to inform the CN that the relocation is completed.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
9.1.15 RELOCATION PREPARATION FAILURE
This message is sent by the CN to the source RNC if the relocation preparation failed.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.1.4 YES ignore
Criticality Diagnostics O 9.2.1.35 YES ignore
Inter-System Information @) 9.2.1.48 YES ignore

Transparent Container
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9.1.16 RELOCATION FAILURE

This message is sent by the target RNC to inform the CN that the requested resource allocation failed.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore
New BSS to Old BSS (0] 9.2.1.47 Defined in YES ignore
Information [11]
GERAN Classmark o] 9.2.1.57 YES ignore
9.1.17 RELOCATION CANCEL
This message is sent by the source RNC to the CN to cancel an ongoing relocation.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.2.14 YES ignore
9.1.18 RELOCATION CANCEL ACKNOWLEDGE
This message is sent by the CN to the source RNC when the relocation has been cancelled.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Criticality Diagnostics ©) 9.2.1.35 YES ignore

9.1.19 SRNS CONTEXT REQUEST

This message is sent by the CN to the source RNC to indicate the PS RABs for which context transfer shall be

performed.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Subject To Data M YES ignore
Forwarding List
>RABs Subject To 1to EACH reject
Data Forwarding Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 -
RAT Type (0] 9.2.3.52 YES ignore
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.20 SRNS CONTEXT RESPONSE
This message is sent by the source RNC as aresponse to SRNS CONTEXT REQUEST message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
RABs Contexts List 0 YES ignore
>RABs Contexts Item 1to EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU 0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU ] 9.2.24 -
Sequence Number
>>DL N-PDU o 9.2.1.33 -
Sequence Number
>>UL N-PDU 0] 9.2.1.34 -
Sequence Number
RABs Contexts Failed To @) YES ignore
Transfer List
>RABs Contexts 1lto EACH ignore
Failed To Transfer <maxnoofRABs>
Item IEs
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Criticality Diagnostics o 9.2.1.35 YES ignore
Range bound Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

9.1.21 SRNS DATA FORWARD COMMAND

This message is sent by the CN to the RNC to trigger the transfer of N-PDUs from the RNC to the CN in intersystem
change or in some further cases described in [21].

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
RABs Subject To Data (0] YES ignore
Forwarding List
>RABs Subject To 1to EACH ignore
Data Forwarding Item <maxnoofRABs>
IEs
>>RAB ID M 9.2.1.2 -
>>Transport Layer M 9.221 -
Address
>>|u Transport M 9.2.22 -
Association
Range bound Explanation

maxnoofRABS

Maximum no. of RABs for one UE. Value is 256.

9.1.22 FORWARD SRNS CONTEXT

This message is sent either by the source RNC to the CN or by the CN to the target RNC to transfer the SRNS Context.

Direction: CN —

Signalling bearer mode: Connection oriented.

RNC and RNC — CN.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
RAB Contexts List M YES ignore
>RAB Contexts Item 1lto EACH ignore
IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU O 9.2.2.3 -
Sequence
Number
>>UL GTP-PDU (0] 9.2.24 -
Sequence
Number
>>DL N-PDU (0] 9.2.1.33 -
Sequence Number
>>UL N-PDU (0] 9.2.1.34 -
Sequence Number
Source RNC PDCP context (0] 9.2.1.54 YES ignore
info
Range bound Explanation

maxnoofRABSs

Maximum no. of RABs for one UE. Value is 256.

9.1.23 PAGING

This message is sent by the CN to regquest the UTRAN to page a specific UE.

Direction: CN —

Signalling bearer

RNC.

mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Permanent NAS UE Identity | M 9.231 YES ignore
Temporary UE Identity o 9.2.3.2 YES ignore
Paging Area ID 0] 9.2.1.21 YES ignore
Paging Cause (0] 9.2.3.3 YES ignore
Non Searching Indication ®) 9.2.1.22 YES ignore
DRX Cycle Length (0] 9.2.1.37 YES ignore
Coefficient
Global CN-ID 0] 9.2.1.46 YES ignore

9.1.24 COMMON ID

This message is sent by the CN to inform the RNC about the permanent NAS UE identity for a user. It may include

additional information.
Direction: CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES ignore
Permanent NAS UE Identity | M 9.2.3.1 YES ignore
SNA Access Information 0] 9.2.3.24 YES ignore
UESBI-lu ©) 9.2.1.59 YES ignore
Selected PLMN Identity 0] 9.2.3.33 YES ignore

9.1.25 CN INVOKE TRACE

This message is sent by the CN to request the RNC to start a trace recording session.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

M

9.2.1.1

YES

ignore

Trace Type

o

9.2.16

Mandatory
for GERAN
lu Mode.
Not
applicable
to UTRAN.

YES

ignore

Trace Reference

9.2.1.8

YES

ignore

Trigger ID

9.2.1.7

Mandatory
for GERAN
lu Mode.
Not
applicable
to UTRAN.

YES

ignore

UE Identity

9.2.19

Mandatory
for UTRAN.
Optional for
GERAN lu
Mode.

YES

ignore

OMC ID

9.2.1.10

Mandatory
for GERAN
lu Mode.
Not
applicable
to UTRAN.

YES

ignore

Trace Propagation
Parameters

9.2.1.68

Optional for
UTRAN.
Not
applicable
to GERAN
lu Mode.

YES

ignore

9.1.26 SECURITY MODE COMMAND

This message is sent by the CN to trigger the integrity and ciphering functions over the radio interface.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

M

9.21.1

YES

reject

Integrity Protection
Information

M

9.2.1.11

Integrity
information
includes
key and
permitted
algorithms.

YES

reject

Encryption Information

9.2.1.12

Encryption
information
includes
key and
permitted
algorithms.

YES

ignore

Key Status

9.2.1.36

YES

reject

9.1.27 SECURITY MODE COMPLETE

This message is sent by the RNC as a successful response to a SECURITY MODE COMMAND message.

Direction: RNC — CN.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Chosen Integrity Protection M 9.2.1.13 YES reject
Algorithm
Chosen Encryption (0] 9.2.1.14 YES ignore
Algorithm
Criticality Diagnostics o 9.2.1.35 YES ignore
9.1.28 SECURITY MODE REJECT
This message is sent by the RNC as an unsuccessful response to a SECURITY MODE COMMAND message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics (0] 9.2.1.35 YES ignore
9.1.29 LOCATION REPORTING CONTROL
This message is sent by the CN to initiate, modify or stop location reporting from the RNC to the CN.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
Request Type M 9.2.1.16 YES ignore
Vertical Accuracy Code (@) 9.2.1.46a YES ignore
Response Time (@) 9.2.1.46b YES ignore
Positioning Priority (6] 9.2.1.46¢C YES ignore
Client Type (6] 9.2.1.46d YES ignore
Include Velocity o 9.2.1.81 YES ignore
Periodic Location Info (@) 9.2.1.82 YES ignore

9.1.30 LOCATION REPORT

This message is sent by the RNC to the CN with information about the UE location.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES ignore
Area Ildentity @) 9.2.3.10 YES ignore
Cause (6] 9.2.14 YES ignore
Request Type [©) 9.2.1.16 YES ignore
Last Known Service Area (@) 9.2.3.22 YES ignore
Position Data 0] 9.2.3.27 Optional for YES ignore
UTRAN
only.
Position Data Specific To o 9.2.3.28 Coded as YES ignore
GERAN lu Mode the value
part of the
Positioning
Data IE
defined in
[34].
Optional for
GERAN lu
mode only.
Not
applicable
for UTRAN.
Accuracy Fulfilment (0] 9.2.3.29 YES ignore
Indicator
Velocity Estimate [©) 9.2.351 YES ignore
9.1.31 DATA VOLUME REPORT REQUEST
This message is sent by the CN to request unsuccessfully transmitted data volumes for specific RABs.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
RABs Data Volume Report | M YES ignore
List
>RABs Data Volume 1lto EACH reject
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.

9.1.32 DATA VOLUME REPORT

This message is sent by the RNC and informs the CN about unsuccessfully transmitted data volumes for requested

RABs.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

ETSI




3GPP TS 25.413 version 7.9.0 Release 7 112 ETSI TS 125 413 V7.9.0 (2008-07)

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
RABs Data Volume Report | O YES ignore
List
>RABs Data Volume 1lto EACH ignore
Report Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>RAB Data (0] -
Volume Report List
>>>RAB Data 1lto -
Volume Report <maxnoofVol>
Item IEs
>>>>Unsuccessf | M 9.2.3.12 -
ully Transmitted
DL Data Volume
>>>>Data (0] 9.2.3.13 -
Volume
Reference
RABs Failed To Report (0] YES ignore
List
>RABs Failed To Report 1to EACH ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>Cause M 9.2.14 -
Criticality Diagnostics o] 9.2.1.35 YES ignore
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxnoofVol Maximum no. of reported data volume for one RAB. Value is 2.

9.1.33 INITIAL UE MESSAGE

This message is sent by the RNC to transfer the radio interface initial layer 3 message to the CN.
Direction: RNC — CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Message Type M 9.21.1 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
LAI M 9.2.3.6 YES ignore
RAC C-ifPS 9.2.3.7 YES ignore
SAl M 9.2.3.9 YES ignore
NAS-PDU M 9.2.35 YES ignore
lu Signalling Connection M 9.2.1.38 YES ignore
Identifier
Global RNC-ID M 9.2.1.39 If the YES ignore

Extended

RNC-ID IE

is included

in the

message,

the RNC-ID

IE in the

Global

RNC-ID IE

shall be

ignored.
GERAN Classmark (6] 9.2.1.57 YES ignore
Selected PLMN Identity o 9.2.3.33 YES ignore
NAS Sequence Number 0] 9.2.3.34 YES ignore
Permanent NAS UE Identity | O 9.23.1 YES ignore
Redirect Attempt Flag 0] 9.2.3.50 YES ignore
Extended RNC-ID (0] 9.2.1.39a The YES reject

Extended

RNC-ID IE

shall be

used if the

RNC

identity has

a value

larger than

4095.

Condition Explanation

ifPS

This IE shall be present if the CN Domain Indicator IE is set to 'PS
domain'.

9.1.34 DIRECT TRANSFER

This message is sent by both the CN and the RNC and is used for carrying NAS information over the lu interface.

Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned

reference description Criticality
Message Type M 9.2.1.1 YES ignore
NAS-PDU M 9.2.35 YES ignore
LAl @) 9.2.3.6 YES ignore
RAC o] 9.2.3.7 YES ignore
SAIl (®) 9.2.3.9 YES ignore
SAPI 0] 9.2.3.8 YES ignore
Redirection Indication (@) 9.2.3.36 YES ignore
Redirection Completed (®) 9.2.3.35 YES ignore
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9.1.35 CN INFORMATION BROADCAST REQUEST
Void.

9.1.36 CN INFORMATION BROADCAST CONFIRM
Void.

9.1.37 CN INFORMATION BROADCAST REJECT
Void.

9.1.38 OVERLOAD
This message is sent by either the CN or the RNC to indicate that the control plane of the node is overloaded.
Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connectionless.

Semantics
description

IE/Group Name Presence Range IE type and

reference

Criticality Assigned

Criticality

Message Type

9.2.1.1

YES

ignore

Number Of Steps

9.2.1.32

YES

ignore

Global RNC-ID

M
0o
@)

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

CN Domain Indicator

9.2.15

YES

ignore

Global CN-ID

9.2.1.46

YES

ignore

Extended RNC-ID

O|0|0

9.2.1.3%a

The
Extended
RNC-ID IE
shall be
used if the
RNC identity
has a value
larger than
4095.

YES

reject

9.1.39 RESET
This message is sent by both the CN and the RNC and is used to request that the other node be reset.
Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connectionless.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.2.1.1

YES

reject

Cause

9.2.1.4

YES

ignore

CN Domain Indicator

9.2.1.5

YES

reject

Global RNC-ID

ogg L

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

Global CN-ID

9.2.1.46

YES

ignore

Extended RNC-ID

9.2.1.39%a

The
Extended
RNC-ID IE
shall be
used if the
RNC identity
has a value
larger than
4095.

YES

reject

9.1.40 RESET ACKNOWLEDGE

This message is sent by both the CN and the RNC as aresponse to a RESET message.

Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connectionless.

IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.2.1.1

YES

reject

CN Domain Indicator

9.2.1.5

YES

reject

Criticality Diagnostics

9.2.1.35

YES

ignore

Global RNC-ID

o0

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

Global CN-ID

9.2.1.46

YES

ignore

Extended RNC-ID

o|O

9.2.1.3%a

The
Extended
RNC-ID IE
shall be
used if the
RNC identity
has a value
larger than
4095.

YES

reject
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9.1.41 ERROR INDICATION
This message is sent by both the CN and the RNC and is used to indicate that some error has been detected in the node.
Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connection oriented or connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Message Type 9.2.1.1 YES ignore

Cause 9.2.14 YES ignore

Criticality Diagnostics 9.2.1.35 YES ignore

CN Domain Indicator 9.2.15 YES ignore

O|0|0|0|I

9.2.1.39 If the YES ignore
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

Global RNC-ID

Global CN-ID O 9.2.1.46 YES ignore

Extended RNC-ID (0] 9.2.1.39a The YES reject
Extended
RNC-ID IE
shall be
used if the
RNC identity
has a value
larger than
4095.

9.1.42 CN DEACTIVATE TRACE
This message is sent by the CN to request the RNC to stop a trace session for the indicated trace reference.
Direction: CN = RNC.

Signalling bearer mode: Connection Oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
Trace Reference M 9.2.1.8 YES ignore
Trigger ID (0] 9.2.1.7 Optional for YES ignore
GERAN lu
Mode.
Not
applicable to
UTRAN.

9.1.43 RANAP RELOCATION INFORMATION

This message is part of a special RANAP Relocation Information procedure, and is sent between RNCs during
Relocation.

Direction: RNC - RNC.
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Signalling bearer mode: Not applicable.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
Direct Transfer @) YES ignore
Information List
>Direct Transfer 1 to <maxnoofDT> Information EACH ignore
Information Item IEs received in
one or more
DIRECT
TRANSFER
messages
and that
needs to be
transferred
to target
RNC for
further
transmissio
n to the UE.
>>NAS-PDU M 9.2.35 -
>>SAPI M 9.2.3.8 -
>>CN Domain M 9.2.15 -
Indicator
RAB Contexts List 0] YES ignore
>RAB Contexts Item IEs 1lto EACH ignore
<maxnoofRABs>
>>RAB ID M 9.2.1.2 -
>>DL GTP-PDU 0] 9.2.2.3 -
Sequence Number
>>UL GTP-PDU @) 9.2.24 -
Sequence Number
>>DL N-PDU 0] 9.2.1.33 -
Sequence Number
>>UL N-PDU 0] 9.2.1.34 -
Sequence Number
Source RNC PDCP context o 9.2.1.54 YES ignore
info
Range bound Explanation

maxnoofDT

Maximum no. of DT information. Value is 15.

maxnoofRABSs

Maximum no. of RABs for one UE. Value is 256.

9.1.44 RESET RESOURCE

This message is sent by either the CN or the RNC. The sending entity informs the receiving entity that it requests the
receiving entity to release resources and references associated to the lu signalling connection identifiers of the message.

Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
CN Domain Indicator M 9.2.15 YES reject
Cause M 9.2.14 YES ignore
Reset Resource List M YES ignore
>Reset Resource Item 1lto EACH reject
IEs <maxnoofluSigCo
nlds>
>>|u Signalling M 9.2.1.38 -
Connection Identifier
Global RNC-ID (0] 9.2.1.39 If the YES ignore
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.
Global CN-ID (@) 9.2.1.46 YES ignore
Extended RNC-ID (0] 9.2.1.39%a The YES reject
Extended
RNC-ID IE
shall be
used if the
RNC identity
has a value
larger than
4095.
Range bound Explanation

maxnoofluSigConlds

Maximum no. of lu signalling connection identifiers. Value is 250.

The maximum number of lu signalling connection identifiers contained in the RESET RESOURCE message shall not
exceed the range bound specified for the maxnoofluSigConl ds (max. no. of lu signalling connection identifiers) as

indicated in the table above.
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9.1.45 RESET RESOURCE ACKNOWLEDGE

This message is sent by either the CN or the RNC to inform the RNC or the CN that the RESET RESOURCE message

has been received.
Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connectionless.
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IE/Group Name Presence Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.21.1

YES

reject

9.2.15

YES

reject

M
CN Domain Indicator M
Reset Resource List M

YES

ignore

>Reset Resource 1to
Item IEs <maxnoofluSigCo
nlds>

This list
shall be in
the same
order as the
list received
in the
RESET
RESOURC
E message.

EACH

reject

>>|u Signalling M
Connection
Identifier

9.2.1.38

Global RNC-ID (0]

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

Criticality Diagnostics

9.2.1.35

YES

ignore

Global CN-ID

9.2.1.46

YES

ignore

O|0|O0

Extended RNC-ID

9.2.1.39a

The
Extended
RNC-ID IE
shall be
used if the
RNC identity
has a value
larger than
4095.

YES

reject

Range bound

Explanation

maxnoofluSigConlds

Maximum no. of lu signalling connection identifiers. Value is 250.

9.1.46 RAB MODIFY REQUEST

This message is sent by the RNC to the CN to request modification of one or more RABs for the same UE.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
RABs To Be Modified List M YES ignore
>RABs To Be Modified 1lto EACH ignore
Item IEs <maxnoofRABs>
>>RAB ID M 9.2.1.2 Uniquely -
identifies the
RAB for a
specific CN
domain, for a
particular UE.
>> Requested RAB M 9.2.1.45 Includes RAB -
Parameter Values parameters for
which different
values than
what was
originally
negotiated are
being
requested.
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
9.1.47 LOCATION RELATED DATA REQUEST
This message is sent by the CN either to initiate delivery of dedicated assistance data from the RNC to the UE, or to
retrieve deciphering keys for the broadcast assistance data.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Location Related Data @) 9.2.3.19 Mandatory YES reject
Request Type for UTRAN.
Optional for
GERAN lu
Mode.
Location Related Data @) 9.2.3.26 Optional for YES reject
Request Type Specific To GERAN lu
GERAN lu Mode Mode only.
Not
applicable
for UTRAN.
Requested GANSS C- 9.2.3.53 YES reject
Assistance Data ifDedAssG
ANSS
Condition Explanation
ifDedAssGANSS This IE shall be present if the Requested Location Related Data

Type IE is set to "Dedicated Assistance Data for Assisted GANSS"
or "Dedicated Assistance Data for Assisted GPS and GANSS".

9.1.48

LOCATION RELATED DATA RESPONSE

This message is sent by the RNC as a successful responseto aLOCATION RELATED DATA REQUEST message.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Broadcast Assistance Data (0] 9.2.3.20 Deciphering YES ignore
Deciphering Keys keys for UE
based
OTDOA or
Assisted
GPS
Criticality Diagnostics (@) 9.2.1.35 YES ignore
Broadcast GANSS (0] 9.2.3.20 Deciphering YES ignore
Assistance Data keys for
Deciphering Keys Assisted
GANSS

9.1.49

LOCATION RELATED DATA FAILURE

This message is sent by the RNC to report an unsuccessful responseto a LOCATION RELATED DATA REQUEST

message.
Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics (@) 9.2.1.35 YES ignore
9.1.50 INFORMATION TRANSFER INDICATION
This message is sent by the CN to transfer information to an RNC.
Direction: CN — RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES reject
Provided Data M 9.2.1.56 YES reject
CN Domain Indicator M 9.2.15 YES reject
Global CN-ID 0] 9.2.1.46 YES ignore
9.1.51 INFORMATION TRANSFER CONFIRMATION

This message is sent by the RNC as a successful response to an INFORMATION TRANSFER INDICATION message.

Direction: RNC — CN.

Signalling bearer mode: Connectionless.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.2.1.1

YES

reject

Information Transfer ID

9.2.1.55

YES

ignore

CN Domain Indicator

9.2.1.5

YES

ignore

Criticality Diagnostics

9.2.1.35

YES

ignore

Global RNC-ID

0L

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

Extended RNC-ID

9.2.1.39%a

The
Extended
RNC-ID IE
shall be
used if the
RNC
identity has
a value
larger than
4095.

YES

reject

9.1.52

message.

Direction: RNC — CN.

Signalling bearer mode: Connectionless.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Transfer ID M 9.2.1.55 YES ignore
CN Domain Indicator M 9.2.1.5 YES ignore
Cause M 9.2.14 YES ignore
Criticality Diagnostics o] 9.2.1.35 YES ignore
Global RNC-ID M 9.2.1.39 If the YES ignore
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.
Extended RNC-ID @) 9.2.1.39% The YES reject
Extended
RNC-ID IE
shall be
used if the
RNC
identity has
a value
larger than
4095.
9.1.53 UE SPECIFIC INFORMATION INDICATION
This message is sent by the CN to inform the RNC about information related to this connection.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
UESBI-lu o] 9.2.1.59 YES ignore

9.1.54 DIRECT INFORMATION TRANSFER

This message is sent by both the RNC and the CN in order to transfer specific information.

Direction: RNC — CN and CN — RNC.

Signalling bearer mode: Connectionless.

ETSI




3GPP TS 25.413 version 7.9.0 Release 7

124

ETSI TS 125 413 V7.9.0 (2008-07)

IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.2.1.1

YES

ignore

Inter-system Information
Transfer Type

9.2.1.62

YES

ignore

CN Domain Indicator

9.2.1.5

YES

ignore

Global RNC-ID

o] O

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

Global CN-ID

9.2.1.46

YES

ignore

Extended RNC-ID

9.2.1.3%a

The
Extended
RNC-ID IE
shall be
used if the
RNC
identity has
a value
larger than
4095.

YES

reject

9.1.55 UPLINK INFORMATION EXCHANGE REQUEST

This message is sent by the RNC to the CN in order to transfer or request specific information. The nature of the

exchangei.e. transfer or request of specific information is indicated within the Information Exchange Type |E. The

nature of the information to be transferred is indicated within the Information Transfer Type |E. The nature of the

information requested is indicated within the Information Request Type IE.

Direction: RNC — CN.

Signalling bearer mode: Connectionless.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.2.1.1

YES

reject

Information Exchange ID

M
M

9.2.1.71

YES

reject

Information Exchange Type

M

9.2.1.72

YES

reject

Information Transfer Type

C —
iftransfer

9.2.1.63

YES

reject

Information Request Type

C-
ifrequest

9.2.1.73

YES

reject

CN Domain Indicator

M

9.2.1.5

YES

reject

Global RNC-ID

M

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

reject

Extended RNC-ID

9.2.1.39a

The
Extended
RNC-ID IE
shall be
used if the
RNC
identity has
a value
larger than
4095.

YES

reject

Condition

Explanation

Iftransfer

This IE shall be present if the Information Exchange Type IE is set

to "transfer".

Ifrequest

This IE shall be present if the Information Exchange Type IE is set

to "request".

9.1.56 UPLINK INFORMATION EXCHANGE RESPONSE

This message is sent by the CN to the RNC as a successful response to the UPLINK INFORMATION EXCHANGE

REQUEST message.

Direction: CN — RNC.

Signalling bearer mode: Connectionless.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned

reference description Criticality
Message Type M 9.2.11 YES reject
Information Exchange 1D M 9.2.1.71 YES ignore
Information Requested 0] 9.2.1.74 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Global CN-ID 6] 9.2.1.46 YES ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore

9.1.57

UPLINK INFORMATION EXCHANGE FAILURE

This message is sent by the CN to the RNC as an unsuccessful response to the UPLINK INFORMATION EXCHANGE

REQUEST message.
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Direction: CN — RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Information Exchange ID M 9.2.1.71 YES ignore
CN Domain Indicator M 9.2.15 YES ignore
Global CN-ID 0] 9.2.1.46 YES ignore
Cause M 9.2.1.4 YES ignore
Criticality Diagnostics @) 9.2.1.35 YES ignore
9.1.58 MBMS SESSION START
This message is sent by the CN to establishaMBMS lu signalling connection and if needed aMBMS RAB.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
TMGI M 9.2.3.37 YES reject
MBMS Session Identity o 9.2.3.38 YES ignore
MBMS Bearer Service M 9.2.3.39 YES reject
Type
lu Signalling Connection M 9.2.1.38 YES reject
Identifier
RAB parameters M 9.2.13 YES reject
PDP Type Information (6] 9.2.1.40 YES ignore
MBMS Session Duration M 9.2.3.40 YES reject
MBMS Service Area M 9.2.341 YES reject
Frequency Layer 0] 9.2.1.76 YES ignore
Convergence Flag
RA List of Idle Mode UEs O 9.2.3.42 YES ignore
Global CN-ID IE ) 9.2.1.46 YES reject
MBMS Session Repetition | O 9.2.3.48 YES ignore
Number
Time to MBMS Data M 9.2.3.49 YES reject
Transfer
MBMS Counting o 9.2.3.3%a YES ignore

Information

9.1.59 MBMS SESSION START RESPONSE

This message is sent by the RNC to report the successful outcome of the request from the MBM S SESSION START

message.
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Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Transport Layer ] YES ignore
Information
>Transport Layer M 9.221 YES ignore
Address
>|u Transport M 9.2.2.2 YES ignore
Association
Cause (@) 9.2.14 YES ignore
Criticality Diagnostics o 9.2.1.35 YES ignore

9.1.60 MBMS SESSION START FAILURE

This message is sent by the RNC to report the unsuccessful outcome of the request from the MBMS SESSION START

message.
Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics (0] 9.2.1.35 YES ignore

9.1.61

MBMS SESSION UPDATE

This message is sent by the CN to inform the RNC whenever the RA List of 1dle Mode UEs changes compared to one

previously sent.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Session Update 1D M 9.2.1.77 YES reject
Delta RA List of Idle Mode M 9.2.3.43 YES reject

UEs

9.1.62 MBMS SESSION UPDATE RESPONSE

This message is sent by the RNC to report the successful outcome of the request from the MBM S SESSION UPDATE

message.
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Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Session Update 1D M 9.2.1.77 YES ignore
Transport Layer o YES ignore
Information
>Transport Layer M 9.221 YES ignore
Address
>|u Transport M 9.2.2.2 YES ignore
Association
Cause 6] 9.2.14 YES ignore
Criticality Diagnostics o 9.2.1.35 YES ignore
9.1.63 MBMS SESSION UPDATE FAILURE
This message is sent by the RNC to report the unsuccessful outcome of the request from the MBM S SESSION
UPDATE message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Session Update ID M 9.2.1.77 YES ignore
Cause M 9.2.14 YES ignore
Criticality Diagnostics o 9.2.1.35 YES ignore
9.1.64 MBMS SESSION STOP
This message is sent by the CN to release aMBMS lu signalling connection and its associated MBMS RAB.
Direction: CN — RNC.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
MBMS CN De-Registration | M 9.2.3.44 YES reject
9.1.65 MBMS SESSION STOP RESPONSE
This message is sent by the RNC to report the outcome of the request from the MBM S SESSION STOP message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause 0] 9.2.14 YES ignore
Criticality Diagnostics ©) 9.2.1.35 YES ignore
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Joined MBMS Bearer (0] YES reject
Services List
>Joined MBMS 1lto EACH reject
Bearer Service IEs <maxnoofMulticas
tServicesPerUE>
>>TMGI M 9.2.3.37 The same - -
TMGI must
only be
present in
one group.
>>PTP RAB ID M 9.2.1.75 - -
Left MBMS Bearer @) YES reject
Services List
>Left MBMS Bearer lto EACH reject
Service IEs <maxnoofMulticas
tServicesPerUE>
>>TMGI M 9.2.3.37 The same - -
TMGI must
only be
present in
one group.
Range bound Explanation
maxnoofMulticastServicesPerUE Maximum no. of Multicast Services that a UE can join and leave
respectively. Value is 128.
9.1.67 MBMS UE LINKING RESPONSE
This message is sent by the RNC to report the outcome of the request from the MBMS UE LINKING REQUEST
message.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Unsuccessful Linking (0] YES ignore
List
>Unsuccessful 1lto EACH ignore
Linking IEs <maxnoofMulticas
tServicesPerUE>
>>TMGI M 9.2.3.37 The same - -
TMGI must
only be
present in
one group.
>>Cause M 9.2.14 - -
Criticality Diagnostics ®) 9.2.1.35 YES ignore
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Range bound Explanation
maxnoofMulticastServicesPerUE Maximum no. of Multicast Services that a UE can join and leave
respectively. Value is 128.

9.1.68 MBMS REGISTRATION REQUEST
This message is sent by the RNC to request the CN to register or de-register the RNC for a certain Multicast Service.
Direction: RNC — CN.

Signalling bearer mode: Connectionless or connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
MBMS Registration Request | M 9.2.3.45 YES reject
Type
TMGI M 9.2.3.37 YES reject
IP Multicast Address C- OCTET YES reject
ifRegister STRING
APN C- OCTET YES reject
ifRegister STRING
Global RNC-ID @) 9.2.1.39 If the YES reject
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.
Extended RNC-ID 0] 9.2.1.39a The YES reject
Extended
RNC-ID IE
shall be
used if the
RNC
identity has
a value
larger than
4095.
Condition Explanation
IfRegister This IE shall be present if the MBMS Registration Request Type IE
is set to 'register’.

9.1.69 MBMS REGISTRATION RESPONSE

This message is sent by the CN to the RNC as a successful response to the MBMS REGISTRATION REQUEST
message.

Direction: CN — RNC.

Signalling bearer mode: Connectionless or connection oriented.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
TMGI (0] 9.2.3.37 YES ignore
Global CN-ID 6] 9.2.1.46 YES ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore

9.1.70 MBMS REGISTRATION FAILURE

This message is sent by the CN to the RNC as an unsuccessful response to the MBMS REGISTRATION REQUEST

message.

Direction: CN — RNC.

Signalling bearer mode: Connectionless or connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
TMGI 0] 9.2.3.37 YES ignore
Global CN-ID 0] 9.2.1.46 YES ignore
Cause M 9.2.14 YES ignore
Criticality Diagnostics ©) 9.2.1.35 YES ignore
9.1.717 MBMS CN DE-REGISTRATION REQUEST
This message is sent by the CN to make the RNC aware that a certain Multicast Serviceis no longer available.
Direction: CN — RNC.
Signalling bearer mode: Connectionless.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
TMGI M 9.2.3.37 YES reject
Global CN-ID 0] 9.2.1.46 YES reject

9.1.72 MBMS CN DE-REGISTRATION RESPONSE

This message is sent by the RNC to the CN as a response to the MBMS CN DE-REGISTRATION REQUEST message.

Direction: RNC — CN.

Signalling bearer mode: Connectionless.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Message Type

9.2.1.1

YES

reject

TMGI

9.2.3.37

YES

ignore

Global RNC-ID

M
M
M

9.2.1.39

If the
Extended
RNC-ID IE
is included
in the
message,
the RNC-ID
IE in the
Global
RNC-ID IE
shall be
ignored.

YES

ignore

Cause

9.2.1.4

YES

ignore

Criticality Diagnostics

9.2.1.35

YES

ignore

Extended RNC-ID

O|0|0

9.2.1.39%a

The
Extended
RNC-ID IE
shall be
used if the
RNC
identity has
a value
larger than
4095.

YES

reject

9.1.73 MBMS RAB ESTABLISHMENT INDICATION

This message is sent by the RNC to the CN to inform the CN of the establishment of the MBMS RAB corresponding to

the MBMS lu signalling connection used by this message.

Direction: RNC — CN.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES ignore
Transport Layer M YES ignore
Information
>Transport Layer Address | M 9.2.2.1 YES ignore
>|u Transport Association | M 9.2.2.2 YES ignore
9.1.74 MBMS RAB RELEASE REQUEST
This message is sent by the RNC to request the CN to release the MBMS RAB.
Direction: RNC — CN.
Signalling bearer mode: Connection oriented.
IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.1.1 YES reject
Cause M 9.2.14 YES ignore
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9.1.75 MBMS RAB RELEASE
This message is sent by the CN to order the RNC to release al MBMS resources related to the lu connection.
Direction: CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.21.1 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore

9.1.76 MBMS RAB RELEASE FAILURE

This message is sent by the CN to the RNC as an unsuccessful response to the MBMS RAB RELEASE REQUEST

message.

Direction: CN — RNC.

Signalling bearer mode: Connection oriented.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Message Type M 9.2.11 YES reject
Cause M 9.2.14 YES ignore
Criticality Diagnostics ®) 9.2.1.35 YES ignore
9.2 Information Element Definitions

9.2.0

General

Subclause 9.2 presents the RANAP | E definitions in tabular format. The corresponding ASN.1 definition is presented in
subclause 9.3. In case there is contradiction between the tabular format in subclause 9.2 and the ASN.1 definition, the
ASN.1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the
tabular format shall take precedence.

When specifying information elements which are to be represented by bitstrings, if not otherwise specifically stated in
the semantics description of the concerned |E or elsewhere, the following principle applies with regards to the ordering
of bits:

- Thefirst bit (Ieftmost bit) contains the most significant bit (MSB);
- Thelast hit (rightmost bit) contains the least significant bit (LSB);

- When importing bitstrings from other specifications, the first bit of the bitstring contains the first bit of the
concerned information;

9.2.1 Radio Network Layer Related IEs

9.2.1.1 Message Type

The Message Type | E uniquely identifies the message being sent. It is mandatory for all messages.

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 134 ETSI TS 125 413 V7.9.0 (2008-07)

IE/Group Name Presence | Range | IEtype and reference Semantics description
Message Type Assumed max no of messages
is 256.
>Procedure Code M (RAB Assignment,

RAB Release Request,
lu Release Request,
lu Release,

Relocation Preparation,
Relocation Resource
Allocation,

Relocation Detect,
Relocation Complete
Relocation Cancel,
SRNS Context
Transfer,

SRNS Data Forwarding
Initiation,

SRNS Context
Forwarding from
Source RNC to CN,
SRNS Context
Forwarding to Target
RNC from CN,

Paging,

Common ID,

CN Invoke Trace,
Security Mode Control,
Location Reporting
Control

Location Report,

Data Volume Report,
Initial UE Message
Direct Transfer,
Overload Control,
Reset,

Error Indication,

CN Deactivate Trace,
RANAP Relocation
Information,

Reset Resource,

RAB Modify Request,
Location Related Data,
Information Transfer,
UE Specific
Information,

Direct Information
Transfer,

Uplink Information
Exchange,

MBMS Session Start,
MBMS Session Update,
MBMS Session Stop,
MBMS UE Linking,
MBMS Registration,
MBMS CN De-
Registration,

MBMS RAB
Establishment
Indication,

MBMS RAB Release)
>Type of Message M CHOICE

(Initiating Message,
Successful Outcome,
Unsuccessful Outcome,
Outcome, ...)
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This element uniquely identifies a radio access bearer for a specific CN domain for a particular UE, which makes the
RAB ID unique over one lu connection. The RAB ID shall remain the same for the duration of the RAB even when the
RAB isrelocated to another 1u connection.

The purpose of the element is to bind data stream from the Non Access Stratum point of view (e.g. bearer of call or PDP

context) and radio access bearer in Access Stratum. The value is aso used in the RNC to relate Radio Bearersto a
RAB. The content of thisinformation element is transferred unchanged from the CN node (i.e. MSC or SGSN) viathe
RNC to the UE by RANAP messages and RRC messages. For RRC messages refer to [10].

The element contains binary representation of either the Stream Identifier (Sl) for CS domain or the Network Service
Access Point Identifier (NSAPI) for PS domain. These identifiers are coded in the RAB ID element in accordance with
the coding of the Stream Identifier 1E and with the coding of the NSAPI IE in [8].

IE/Group Name Presence Range IE type and Semantics description
reference
RAB ID M BIT STRING
(8)
9.2.1.3 RAB Parameters

The purpose of the RAB parameters | E group and other parameters within the RAB parameters | E group isto indicate
al RAB attributes as defined in [7] for both directions.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
RAB parameters
D indicates the type of
(conversation | application for which
al, streaming, | the Radio Access
interactive, Bearer service is
background, optimised
>RAB M ENUMERATE | Desc.: This IE -
Asymmetry D _ indicates asymmetry
Indicator (Symmetric or symmetry of the
bidirectional, RAB and traffic
Asymmetric direction
Uni directional
downlink,
Asymmetric
Uni directional
Uplink,
Asymmetric
Bidirectional,
)
>Maximum Bit M 1 to <nbr- | INTEGER Desc.: This IE -
Rate Separate (1..16,000,000 indicates the
TrafficDir | ) m_aximgm number of
ections> bits delivered by
UTRAN and to
UTRAN at a SAP
within a period of
time, divided by the
duration of the
period.
The unit is: bit/s
Usage:
When nbr-
SeparateTrafficDirect
ions is equal to 2,
then Maximum Bit
Rate attribute for
downlink is signalled
first, then Maximum
Bit Rate attribute for
uplink
>Guaranteed C-iftrafficConv- | 0 to <nbr- | INTEGER Desc.: This IE -
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
RAB parameters
Bit Rate Stream Separate | (0..16,000,000 | indicates the
TrafficDir | ) guaranteed number
ections> of bits delivered at a

SAP within a period
of time (provided that
there is data to
deliver), divided by
the duration of the
period. The unit is:
bit/s

Usage:

1. When nbr-
SeparateTraffic
Directions is
equal to 2, then
Guaranteed Bit
Rate for
downlink is
signalled first,
then
Guaranteed Bit
Rate for uplink

2. Delay and
reliability
attributes only
apply up to the
guaranteed bit
rate

3. Conditional
valuefor the
case of Support
Mode for pre-
defined SDU
sizes:

Set to highest
not rate
controllable
bitrate, where
bitrate is either
—one of the
RAB subflow
combination
bitrate IEs
(when present)
or

—one of the
calculated
values given
when dividing
the compound
Subflow
combination
SDU sizes by
the value of the
IE Maximum
SDU Size and
then multiplying
this result by
the value of the
IE Maximum
Bit Rate.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
RAB parameters
>Delivery Order | M ENUMERATE | Desc: This IE -
D (delivery indicates whether
order the RAB shall
requested, provide in-sequence

delivery order | SDU delivery or not
not requested) | Usage:

Delivery order
requested: in
sequence delivery
shall be guaranteed
by UTRAN on all
RAB SDUs

Delivery order not
requested: in
sequence delivery is
not required from
UTRAN
>Maximum M INTEGER Desc.: This IE -
SDU Size (0..32768) indicates the
maximum allowed
SDU size

The unit is: bit.
Usage:

Conditional value:
Set to largest RAB
Subflow Combination
compound SDU size
(when present)
among the different
RAB Subflow
Combinations

>SDU 1to See below Desc.: This IE -
parameters <maxRA contains the
BSubflow parameters
s> characterizing the
RAB SDUs
Usage

Given per subflow
with first occurence
corresponding to
subflow#l etc...
>Transfer Delay | C-iftrafficConv- INTEGER Desc.: This IE -
Stream (0..65535) indicates the
maximum delay for
95th percentile of the
distribution of delay
for all delivered
SDUs during the
lifetime of a RAB,
where delay for an
SDU is defined as
the time from a
request to transfer
an SDU at one SAP
to its delivery at the

other SAP
The unit is:
millisecond.
Usage:
>Traffic C- INTEGER Desc.: This IE -
Handling iftrafficinteracti {spare (0), specifies the relative
Priority v highest (1), .., | importance for
lowest (14), handling of all SDUs
no priority belonging to the

(15)} (0..15) radio access bearer
compared to the
SDUs of other
bearers

Usage:

Values between 1
and 14 are ordered
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

RAB parameters

in decreasing order
of priority, '1' being
the highest and '14'
the lowest.

Value 0 shall be
treated as a logical
error if received.

>Allocation/R (e} See below Desc.: This IE -
etention specifies the relative
priority importance

compared to other
Radio access
bearers for allocation
and retention of the
Radio access bearer.
Usage:

If this IE is not
received, the request
is regarded as it
cannot trigger the
pre-emption process
and it is vulnerable to
the pre-emption

process.
>Source C-iftrafficConv- ENUMERATE | Desc.: This IE -
Statistics Stream D (speech, specifies
Descriptor unknown, ...) | characteristics of the
source of submitted
SDUs
Usage:
>Relocation (0] ENUMERATE | This IE shall be -
Requirement D (lossless, present for RABs
none, ..., towards the PS
realtime) domain, otherwise it

shall not be present.
Desc.: This IE_is no
longer used.
Usage:

It shall always be set
to 'none’ when sent
and it shall always
be ignored when
received.

Note: If the IE is not
received, the
procedure should
continue based on
the other IES/IE

Groups.
>Signalling (@] ENUMERATE | Desc.: Indicates the YES ignore
Indication D (signalling, signalling nature of

the submitted SDUs.

Usage:
>Extended O 1 to <nbr- | INTEGER Desc.: This IE YES reject
Maximum Bit Separate (16,000,001..2 indicates the
Rate Trar;ficDir 56,000,000) maximum number of

bits delivered by
UTRAN and to
UTRAN at a SAP
within a period of
time, divided by the
duration of the
period.

The unit is: bit/s
Usage:

When nbr-
SeparateTrafficDirect
ions is equal to 2,
then Maximum Bit

ections>
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

RAB parameters

Rate attribute for
downlink is signalled
first, then Maximum
Bit Rate attribute for
uplink

>Extended
Guaranteed Bit
Rate

0 to <nbr-
Separate
TrafficDir
ections>

INTEGER
(16,000,001..2
56,000,000)

Desc.: This IE
indicates the
guaranteed number
of bits delivered at a
SAP within a period
of time (provided that
there is data to
deliver), divided by
the duration of the
period. The unit is:
bit/s

Usage:

4. When nbr-
SeparateTraffic
Directions is
equal to 2, then
Guaranteed Bit
Rate for
downlink is
signalled first,
then
Guaranteed Bit
Rate for uplink

5. Delay and
reliability
attributes only
apply up to the
guaranteed bit
rate

YES

reject

Range Bound

Explanation

nbr-SeparateTrafficDirections

Number of Traffic Directions being signalled

separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

Range Bound

Explanation

maxRABSubflows

Maximum number of Subflows per RAB. Value

is7

Condition

Explanation

IftrafficConv-Stream

This IE shall be present if the Traffic Class IE is set to
'‘Conversational' or 'Streaming'

Iftrafficinteractiv

This IE shall be present if the Traffic Class IE is set to 'Interactive'

detected as
erroneous.

This is a Reliability
attribute

Usage:

The attribute is
coded as follows:
Mantissa * 10 ~

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
SDU parameters
> SDU Error C- Desc.: This IE -
Ratio ifErroneousSD indicates the fraction
U of SDUs lost or
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exponent
>>Mantissa INTEGER
(1..9)
>>Exponent INTEGER
(1..6)
>Residual Bit Desc.: This IE
Error Ratio indicates the
undetected bit error
ratio for each
subflow in the
delivered SDU.
This is a Reliability
attribute.
Usage:
The attribute is
coded as follows:
Mantilssa *10°~
exponent
>>Mantissa INTEGER
(1..9)
>>Exponent INTEGER
(1..8)
>Delivery Of ENUMERATE | Desc.: This IE

Erroneous SDU

D (yes, no, no-
error-
detection-
consideration)

indicates whether
SDUs with detected
errors shall be
delivered or not. In
case of unequal
error protection, the
attribute is set per
subflow

This is a Reliability
attribute

Usage:

Yes: error detection
applied, erroneous
SDU delivered

No. Error detection
is applied ,
erroneous SDU
discarded
no-error-detection-
consideration: SDUs
delivered without
considering error
detection.

If the RNC receives
this IE set to "Yes"
and the User Plane
Mode IE is set to
"transparent mode",
it should consider it

as "no-error-
detection-
consideration".
>SDU format 1to See below Desc.: This IE
information <maxRA conte_tliorlms the list of
possible exact sizes
Parameter giﬁ]lg:g;vt of SDUs and/or RAB
ions> Subflow

Combination bit
rates.

Given per RAB
Subflow
Combination with
first occurence
corresponding to
RAB Subflow
Combination
number 1.

It shall always be
present for rate
controllable RABs.
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Range Bound Explanation
maxRABSubflowCombinations Maximum number of RAB Subflow
Combinations. Value is 64.

Condition Explanation
IfErroneousSDU This IE shall be present if the Delivery Of Erroneous SDU IE is set
to 'Yes' or 'No'.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

SDU Format
Information
Parameter

At least one of the
Subflow SDU size IE
and the RAB
Subflow
Combination bit rate
IE shall be present
when SDU format
information
Parameter IE is
present.

For the case subflow
SDUs are
transmitted at
constant time
interval, only one of
the two IEs shall be
present.

Whenever only one
IE is included, it
shall be the same
for all RAB Subflow
Combinations.

>Subflow SDU
Size

INTEGER
(0..4095)

Desc.: This IE
indicates the exact
size of the SDU.
The unit is: bit.
Usage:

This IE is only used
for RABs that have
predefined SDU
size(s). It shall be
present for RABs
having more than
one subflow.

For RABs having
only one subflow,
this IE shall be
present only when
the RAB is rate
controllable and the
SDU size of some
RAB Subflow
Combination(s) is
different than the IE
Maximum SDU Size.
When this IE is not
present and SDU
format information
Parameter is
present, then the
Subflow SDU size
for the only existing
subflow takes the
value of the IE
Maximum SDU size.

>RAB Subflow
Combination Bit
Rate

INTEGER
(0..16,000,000

)

Desc.: This IE
indicates the RAB
Subflow
Combination bit rate.
The unit is: bit/s.
Usage:

When this IE is not
present and SDU
format information
parameter is present
then all Subflow
SDUs are
transmitted (when
there is data to be
transmitted) at a
constant time
interval.

The value of this IE
shall not exceed the
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maximum value of
the IEs "Maximum
Bit Rate".

The value 0 of RAB
Subflow
Combination bitrate
indicates that the
RAB uses
discontinuous
transfer of the
SDUs.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Allocation/Retenti
on Priority

>Priority Level

INTEGER
{spare (0),
highest (1), ..,
lowest (14), no
priority (15)}
(0..15)

Desc.: This IE
indicates the priority
of the request.
Usage:

Values between 1
and 14 are ordered
in decreasing order
of priority, '1' being
the highest and '14'
the lowest.

Value 0 shall be
treated as a logical
error if received.
The priority level
and the preemption
indicators may be
used to determine
whether the request
has to be performed
unconditionally and
immediately

>Pre-emption
Capability

ENUMERATE
D(shall not
trigger pre-
emption, may
trigger pre-
emption)

Descr.: This IE
indicates the pre-
emption capability of
the request on other
RABs

Usage:

The RAB shall not
pre-empt other
RABs or, the RAB
may pre-empt other
RABs

The Pre-emption
Capability indicator
applies to the
allocation of
resources for a RAB
and as such it
provides the trigger
to the pre-emption
procedures/process
es of the RNS.

>Pre-emption
Vulnerability

ENUMERATE
D(not pre-
emptable,
pre-emptable)

Desc.: This IE
indicates the
vulnerability of the
RAB to preemption
of other RABs.
Usage:

The RAB shall not
be pre-empted by
other RABs or the
RAB may be pre-
empted by other
RABs.

Pre-emption
Vulnerability
indicator applies for
the entire duration of
the RAB, unless
modified and as
such indicates
whether the RAB is
a target of the pre-
emption
procedures/process
es of the RNS

>Queuing
Allowed

ENUMERATE
D(queuing not
allowed,
queuing
allowed)

Desc.: This IE
indicates whether
the request can be
placed into a
resource allocation
gueue or not.
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Usage:

Queuing of the RAB
is allowed

Queuing of the RAB
is not allowed
Queuing allowed
indicator applies for
the entire duration of
the RAB, unless
modified.

9214 Cause

The purpose of the Cause |E isto indicate the reason for a particular event for the RANAP protocol.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Cause

>Radio Network Layer

INTEGER
(RAB pre-
empted(1),

Trelocoverall
Expiry(2),

Trelocprep
Expiry(3),

Treloccomplete
Expiry(4),

Tqueuing
Expiry(5),

Relocation
Triggered(6),

Unable to
Establish During
Relocation(8),

Unknown Target
RNC(9),

Relocation
Cancelled(10),

Successful
Relocation(11),

Requested
Ciphering and/or
Integrity
Protection
Algorithms not
Supported(12),

Conflict with
already existing
Integrity protection
and/or Ciphering
information (13),

Failure in the
Radio Interface
Procedure(14),

Release due to
UTRAN
Generated
Reason(15),

User
Inactivity(16),

Time Critical
Relocation(17),

Requested Traffic
Class not
Available(18),

Invalid RAB
Parameters
Value(19),

Value range is 1 — 64.
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IE/Group Name Presence Range IE type and Semantics description
reference

Choice Cause

Requested
Maximum Bit Rate
not Available(20),

Requested
Maximum Bit Rate
for DL not
Available(33),

Requested
Maximum Bit Rate
for UL not
Available(34),

Requested
Guaranteed Bit
Rate not
Available(21),

Requested
Guaranteed Bit
Rate for DL not
Available(35),

Requested
Guaranteed Bit
Rate for UL not
Available(36),

Requested
Transfer Delay not
Achievable(22),

Invalid RAB
Parameters
Combination(23),

Condition
Violation for SDU
Parameters(24),

Condition
Violation for
Traffic Handling
Priority(25),

Condition
Violation for
Guaranteed Bit
Rate(26),

User Plane
Versions not
Supported(27),

lu UP Failure(28),

TRELOCalloc
Expiry (7),

Relocation Failure
in Target CN/RNC
or Target System
(29),

Invalid RAB
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Cause
ID(30),
No remaining
RAB(31),

Interaction with
other
procedure(32),

Repeated Integrity
Checking
Failure(37),

Requested
Request Type not
supported(38),

Request
superseded(39),

Release due to
UE generated
signalling
connection
release(40),

Resource
Optimisation
Relocation(41),

Requested
Information Not
Available(42),

Relocation
desirable for radio
reasons (43),

Relocation not
supported in
Target RNC or
Target
system(44),

Directed Retry
(45)l

Radio Connection
With UE Lost(46),

RNC unable to
establish all RFCs
47),

Deciphering Keys
Not Available(48),

Dedicated
Assistance data
Not Available(49),

Relocation Target
not allowed(50),

Location
Reporting
Congestion(51),
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Cause

Reduce Load in
Serving Cell (52),

No Radio
Resources
Available in
Target cell (53),

GERAN lu-mode
failure (54),

Access Restricted
Due to Shared
Networks(55),

Incoming
Relocation Not
Supported Due To
PUESBINE
Feature(56),

Traffic Load In
The Target Cell
Higher Than In
The Source
Cell(57),

MBMS - No
Multicast Service
For This UE(58),

MBMS - Unknown
UE ID(59),

Successful MBMS
Session Start - No
Data Bearer
Necessary(60),

MBMS -
Superseded Due
To NNSF(61),

MBMS - UE
Linking Already
Done(62),

MBMS - UE De-
Linking Failure -
No Existing UE
Linking(63),

TMGI
Unknown(64))
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Cause
>Transport Layer Cause INTEGER Value range is 65 — 80.

(

Signalling

Transport

Resource

Failure(65),

lu Transport
Connection Failed
to Establish(66))

>NAS Cause

INTEGER

(User Restriction
Start
Indication(81),

User Restriction
End
Indication(82),

Normal
Release(83))

Value range is 81 — 96.

>Protocol Cause

INTEGER
(Transfer Syntax
Error(97),

Semantic Error
(98),

Message not
compatible with
receiver state
(99),

Abstract Syntax
Error (Reject)
(100),

Abstract Syntax
Error (Ignore and
Notify) (101),

Abstract Syntax
Error (Falsely
Constructed
Message) (102))

Value range is 97 — 112.

>Miscellaneous Cause

INTEGER
(0&M
Intervention(113),

No Resource
Available(114),

Value range is 113 — 128.

Address And APN
Not Valid(257),

MBMS De-

Unspecified
Failure(115),
Network
Optimisation(116))
>Non-standard Cause INTEGER Value range is 129 — 256.
Cause value 256 shall not be
0 used.
>Radio Network Layer INTEGER Value range is 257 — 512.
Cause Extension (IP Multicast
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IE/Group Name Presence Range IE type and Semantics description
reference

Choice Cause

Registration
Rejected Due To
Implicit
Registration(258),

MBMS - Request
Superseded(259),

MBMS De-
Registration
During Session
Not Allowed(260),

MBMS - No Data
Bearer
Necessary(261) ,

Periodic Location
Information not
Available(262),

GTP Resources
Unavailable(263),

TMGI in Use and
Overlapping
MBMS Service
Area (264),

MBMS — No cell in
MBMS Service
Area (265),

No lu CS UP
relocation (266)),

The meaning of the different cause values is described in the following table. In general, "not supported” cause values
indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related
capability is present, but insufficient resources were available to perform the requested action.
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Radio Network Layer cause

Meaning

Deciphering Keys Not Available

The action failed because RNC is not able to provide
requested deciphering keys.

Conflict with already existing
Integrity protection and/or Ciphering
information

The action was not performed due to that the requested
security mode configuration was in conflict with the already
existing security mode configuration.

Condition Violation For Guaranteed
Bit Rate

The action was not performed due to condition violation for
guaranteed bit rate.

Condition Violation For SDU
Parameters

The action was not performed due to condition violation for
SDU parameters.

Condition Violation For Traffic
Handling Priority

The action was not performed due to condition violation for
traffic handling priority.

Dedicated Assistance data Not
Available

The action failed because RNC is not able to successfully
deliver the requested dedicated assistance data to the UE.

Directed Retry

The reason for action is Directed Retry

Failure In The Radio Interface
Procedure

Radio interface procedure has failed.

Incoming Relocation Not Supported
Due To PUESBINE Feature

The incoming relocation cannot be accepted by the target
RNC because of the PUESBINE feature.

Interaction With Other Procedure

Relocation was cancelled due to interaction with other
procedure.

Invalid RAB ID The action failed because the RAB ID is unknown in the RNC.
Invalid RAB Parameters The action failed due to invalid RAB parameters combination.
Combination

Invalid RAB Parameters Value

The action failed due to invalid RAB parameters value.

lu UP Failure

The action failed due to lu UP failure.

No remaining RAB

The reason for the action is no remaining RAB.

RAB Pre-empted

The reason for the action is that RAB is pre-empted.

Radio Connection With UE Lost

The action is requested due to losing radio connection to the
UE

Release Due To UE Generated
Signalling Connection Release

Release requested due to UE generated signalling connection
release.

Release Due To UTRAN Generated
Reason

Release is initiated due to UTRAN generated reason.

Relocation Cancelled

The reason for the action is relocation cancellation.

Relocation Desirable for Radio
Reasons

The reason for requesting relocation is radio related.

Relocation Failure In Target
CN/RNC Or Target System

Relocation failed due to a failure in target CN/RNC or target
system.

Relocation Not Supported In Target
RNC Or Target System

Relocation failed because relocation was not supported in
target RNC or target system.

Relocation Target not allowed

Relocation to the indicated target cell is not allowed for the UE
in question.

Relocation Triggered

The action failed due to relocation.

Repeated Integrity Checking Failure

The action is requested due to repeated failure in integrity
checking.

Request Superseded

The action failed because there was a second request on the
same RAB.

Requested Ciphering And/Or
Integrity Protection Algorithms Not
Supported

The UTRAN or the UE is unable to support the requested
ciphering and/or integrity protection algorithms.

Requested Guaranteed Bit Rate For
DL Not Available

The action failed because requested guaranteed bit rate for
DL is not available.

Requested Guaranteed Bit Rate For
UL Not Available

The action failed because requested guaranteed bit rate for
UL is not available.

Requested Guaranteed Bit Rate Not
Available

The action failed because requested guaranteed bit rate is not
available.

Requested Information Not
Available

The action failed because requested information is not
available.

Requested Maximum Bit Rate For
DL Not Available

The action failed because requested maximum bit rate for DL
is not available.

Requested Maximum Bit Rate For
UL Not Available

The action failed because requested maximum bit rate for UL
is not available.

Requested Maximum Bit Rate Not
Available

The action failed because requested maximum bit rate is not
available.

Requested Request Type Not
Supported

The RNC is not supporting the requested location request
type either because it doesn"t support the requested event or
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it doesn"t support the requested report area.

Location Reporting Congestion

The action was not performed due to an inability to support
location reporting caused by overload.

Requested Traffic Class Not
Available

The action failed because requested traffic class is not
available.

Requested Transfer Delay Not
Achievable

The action failed because requested transfer delay is not
achievable.

Resource Optimisation Relocation

The reason for requesting relocation is resource optimisation.

Successful Relocation

The reason for the action is completion of successful
relocation.

Time Critical Relocation

Relocation is requested for time critical reason i.e. this cause
value is reserved to represent all critical cases where the
connection is likely to be dropped if relocation is not
performed.

Toueuing EXpiry

The action failed due to expiry of the timer Toueuing.

TrELOCalloc EXPiry

Relocation Resource Allocation procedure failed due to expiry
of the timer TreLocalloc.

TRrELOCcomplete EXPIrY

The reason for the action is expiry of timer TreiLoccomplete-

TrELOCoverall EXpiry

The reason for the action is expiry of timer TreLocoverall-

TreLocprep EXpiry

Relocation Preparation procedure is cancelled when timer
TRELOCprep EXpiI’ES.

Unable To Establish During
Relocation

RAB failed to establish during relocation because it cannot be
supported in the target RNC or the RAB did not exist in the
source RNC.

Unknown Target RNC

Relocation rejected because the target RNC is not known to
the CN.

User Inactivity

The action is requested due to user inactivity on one or
several non real time RABs e.g. in order to optimise radio
resource.

User Plane Versions Not Supported

The action failed because requested user plane versions were
not supported.

RNC unable to establish all RFCs

RNC couldn"t establish all RAB subflow combinations
indicated within the RAB Parameters IE.

Reduce Load in Serving Cell

Load on serving cell needs to be reduced.

No Radio Resources Available in
Target Cell

Load on target cell is too high.

GERAN lu-mode failure

The RAB establishment/modification/relocation failed because
the GERAN BSC cannot provide an appropriate RAB due to
limited capabilities within GERAN.

Access Restricted Due to Shared
Networks

Access is not permitted in the cell due to Shared Networks.

Traffic Load In The Target Cell
Higher Than In The Source Cell

Relocation to reduce load in the source cell is rejected, as the
target cell"s traffic load is higher than that in the source cell.

MBMS - No Multicast Service For
This UE

The request for the Multicase Service list of one UE was not
fulfilled because the UE does not have any active multicast
service.

MBMS - Unknown UE ID

The request for the Multicase Service list of one UE was not
fulfilled because the CN does not know the UE.

Successful MBMS Session Start -
No Data Bearer Necessary

The MBMS Session Start procedure was successfully
performed, but the RNC does not have any interested UE.

MBMS - Superseded Due To NNSF

The MBMS Session Start procedure was rejected because of
successful operation towards another CN node.

MBMS - UE Linking Already Done

The UE linking failed, because the UE has already been
linked to the given Multicast service.

MBMS - UE De-Linking Failure - No
Existing UE Linking

The UE de-linking failed, because the UE had not been linked
to the given Multicast service.

TMGI Unknown

The requested MBMS action failed because the indicated
TMGI is unknown.

Radio Network Layer cause
extension

Meaning

IP Multicast Address And APN Not
Valid

The MBMS registration failed because the IP Multicast
Address and APN are not valid.

MBMS De-Registration Rejected
Due To Implicit Registration

The MBMS De-registration was rejected because of implicit
registration.

MBMS - Request Superseded

The MBMS Registration or De-registration was superseded
due to another ongoing procedure.

MBMS De-Registration During

The MBMS De-registration is not allowed during the MBMS
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Session Not Allowed

session.

MBMS - No Data Bearer Necessary

The RNC no longer have any UEs interested in the MBMS
data bearer.

Periodic Location Information not
Available

No UE position estimate was available when the periodic
report was triggered.

GTP Resources Unavailable

The RNC initiates RAB Release Request procedure with this
error cause value if it received a GTP-U error indication.

TMGI in Use and overlapping
MBMS Service Area

The RNC has an MBMS Session up and running with that
TMGI, a parallel MBMS session with the same TMGI in
another overlapping MBMS Service Area is not allowed.

MBMS - No Cell in MBMS Service
Area

The RNC does not have any cell of the indicated MBMS
Service Area.

No lu CS UP relocation

The relocation is triggered by CS call and the source RNC
has no Iu CS user plane.

Transport Layer cause

Meaning

lu Transport Connection Failed to
Establish

The action failed because the lu Transport Network Layer
connection could not be established.

Signalling Transport Resource
Failure

Signalling transport resources have failed (e.g. processor
reset).

NAS cause

Meaning

Normal Release

The release is normal.

User Restriction Start Indication

A location report is generated due to entering a classified area
set by O&M.

User Restriction End Indication

A location report is generated due to leaving a classified area
set by O&M.

Protocol cause

Meaning

Abstract Syntax Error (Reject)

The received message included an abstract syntax error and
the concerning criticality indicated "reject".

Abstract Syntax Error (Ignore And
Notify)

The received message included an abstract syntax error and
the concerning criticality indicated "ignore and notify".

Abstract Syntax Error (Falsely
Constructed Message)

The received message contained IEs or IE groups in wrong
order or with too many occurrences.

Message Not Compatible With
Receiver State

The received message was not compatible with the receiver
state.

Semantic Error

The received message included a semantic error.

Transfer Syntax Error

The received message included a transfer syntax error.

Miscellaneous cause

Meaning

Network Optimisation

The action is performed for network optimisation.

No Resource Available

No requested resource is available.

O&M Intervention

The action is due to O&M intervention.

Unspecified Failure

Sent when none of the specified cause values applies.

9.215

CN Domain Indicator

Indicates the CN domain from which the message originates or to which the message is sent.

IE/Group Name Presence Range IE type and Semantics description
reference
CN Domain Indicator M ENUMERATED (CS
domain, PS domain)

9.2.16

Indicates the type of trace information to be recorded. Applicable to GERAN Iu Mode only, not applicable to UTRAN.

Trace Type
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IE/Group Name Presence Range IE type and Semantics description
reference
Trace Type M OCTET Coded as the Trace Type
STRING (1) specified in 3GPP TS based
on [12].
9.2.1.7 Trigger ID
Indicates the identity of the entity which initiated the trace. Applicable to GERAN lu Mode only, not applicable to
UTRAN.
IE/Group Name Presence Range IE type and Semantics description
reference
Trigger ID M OCTET Typically an OMC identity.
STRING
(3..22)

Note: Due to inconsistency in the definition of Trigger 1D between TS 25.413 and [24], it shall be ensured that the
Trigger ID IE is coded with at least the minimum number of required octets.

9.2.1.8

Identifies atrace session and is globally unique within one PLMN.

Trace Reference

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Reference M OCTET
STRING
(2..3)
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9.2.1.9 UE Identity
This element identifies the element to be traced i.e. a subscriber or a user equipment.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice UE Identity
>|MSI OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,

(SIZE (3..8)) | - 1111 used as filler digit,

two digits per octet,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

-Number of decimal digits shall
be from 6 to 15 starting with
the digits from the PLMN
identity.

When the IMSI is made of an
odd number of digits, the filler
digit shall be added at the end
to make an even number of
digits of length 2N. The filler
digit shall then be
consequently encoded as bit 8
to 5 of octet N.

>IMEI OCTET - hexadecimal digitsOto F,
STRING two hexadecimal digits per
(SIZE (8)) octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used asfiller for bits 8
to 5 of last octet

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

>IMEISV OCTET - hexadecimal digits O to F,
STRING two hexadecimal digits per
(SIZE (8)) octet,

- each hexadecimal digit
encoded 0000 to 1111,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 16.

9.2.1.10 OMC ID

A variable length element indicating the destination address of the Operation and Maintenance Center (OMC) to which
trace information isto be sent. Applicable to GERAN Iu Mode only, not applicableto UTRAN.
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IE/Group Name Presence Range IE type and Semantics description
reference
OoMC ID M OCTET Coded as the OMC ID
STRING specified in UMTS TS based
(3..22) on GSM [25].

NOTE: Due to inconsistency in the definition of OMC ID between TS 25.413 and [24], it shall be ensured that the
OMC ID IE is coded with at least the minimum number of required octets.

9.2.1.11

Integrity Protection Information

This element contains the integrity protection information (key and permitted algorithms).

IE/Group Name Presence Range IE type and Semantics description
reference
Integrity Protection
Information
>Permitted Integrity
Protection Algorithms
>>|ntegrity Protection M 1to 16 INTEGER ( Value range is O to 15.
Algorithm standard UIA1 (0), | Only two values used.
standard UIA2 (1)
)
>Integrity Protection Key M BIT STRING (128)

9.2.1.12

Encryption Information

This element contains the user data encryption information (key and permitted algorithms) used to control any

encryption equipment at the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
Encryption Information
>Permitted Encryption
Algorithms
>>Encryption Algorithm M 1to 16 INTEGER (no Value range is O to 15.

encryption (0), Only three values used.
standard UEA1
(1), standard UEA
2(2))

>Encryption Key M Bit string (128)

9.2.1.13

Chosen Integrity Protection Algorithm

This element indicates the integrity protection algorithm being used by the RNC.

Algorithm

standard UIA1
standard UIA2
no value (15))

IE/Group Name Presence Range IE type and Semantics description
reference
Chosen Integrity Protection M INTEGER ( Value range is O to 15.

(0), | Only two values used

(1), | over lu interface.

The value "no value"
shall only be used in
case of RANAP signalling
over MAP/E [23].

9.2.1.14

Chosen Encryption Algorithm

This element indicates the encryption agorithm being used by the RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Chosen Encryption Algorithm | M INTEGER (no Value range is 0 to 15.

encryption (0),
standard UEA1
(1), standard UEA

2(2))

Only three values used.

9.2.1.15

Void.

9.2.1.16

Categorisation Parameters

Request Type

This element indicates the type of location request to be handled by the RNC; the related reported areaiis either a
Service Areaor a Geographical Area.

IE/Group Name Presence Range IE type and Semantics description
reference
Request Type
>Event M ENUMERATED(
Stop Change of
service area,
Direct, Change
of service area,
..., Stop Direct,
Periodic, Stop
Periodic)
>Report Area M ENUMERATED( | When the Event IE is set to
Service Area, 'Stop Change of service
Geographical area’' or to "Stop Direct",
Area, ...) the value of the Report
area IE shall be the same
as in the LOCATION
REPORTING CONTROL
message that initiated the
location reporting.
>Accuracy Code (0] INTEGER( The requested accuracy "r"
0..127) is derived from the

"accuracy code" k by
r=10x(1.1%1).

The Accuracy Code |IE
shall be understood as the
horizontal accuracy code.

9.2.1.17

Data Volume Reporting Indication

Thisinformation element indicates whether or not the RNC has to cal culate the unsuccessfully transmitted NAS data
amount for agiven RAB and to report the amount of unsuccessfully transmitted NAS data when the RAB is released.

IE/Group Name Presence Range IE type and Semantics description
reference
Data Volume Reporting M ENUMERAT
Indication ED (do
report, do
not report)

9.2.1.18

User Plane Mode

This element indicates the mode of operation of the lu User plane requested for realising the RAB. The lu User plane

modes are defined in [6].
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IE/Group Name Presence Range IE type and Semantics description
reference
User Plane Mode M ENUMERAT | This IE contains the mode of
ED operation of the lu UP protocol
(transparent
mode,
support
mode for
predefined
SDU sizes,

)

9.2.1.19 UP Mode Versions

UP mode versions | E is an information element that is sent by CN to RNC. It isahit string that indicates the versions
for the selected lu UP mode that are required and supported by the CN. The lu User plane mode versions shall be
defined and coded as the "lu UP Mode versions supported” field defined in [6]. This reference is applicable for both the
transparent mode and the support mode for predefined SDU sizes.

IE/Group Name Presence Range IE type and Semantics description
reference
UP Mode Versions M BIT STRING Indicates the versions of the
(16) selected UP mode that are
required and supported by the
CN

9.2.1.20 Chosen UP Version
Void.

9.2.1.21 Paging Area ID

This element identifies the area where a PAGING message shall be broadcasted. The Paging areaID iseither a
Location AreaID or aRouting Area|D.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Paging Area ID
>LAl 9.2.3.6
>RAI
>>LAl M 9.2.3.6
>>RAC M 9.2.3.7

9.2.1.22 Non Searching Indication

This parameter allows the RNC not to search Common ID when receiving a PAGING message from the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Non Searching Indication M ENUMERAT
ED (non-
searching,
searching)
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This information element indicates whether the relocation of SRNSis to be executed with or without involvement of the
UE. If the UE isinvolved then aradio interface handover command shall be sent to the UE to trigger the execution of
the relocation. If the UE is not involved then the relocation execution is triggered via lur.

(UE not involved
in relocation of
SRNS,UE
involved in
relocation of
SRNS, ..))

IE/Group Name Presence Range IE type and Semantics description
reference
Relocation Type M ENUMERATED

9.2.1.24

Source ID

The Source ID IE identifies the source for the relocation of SRNS. The Source ID may be e.g. the source RNC-ID (for
UMTSUMTS relocation) or the SAI of the relocation source (in case of UMTS to GSM relocation).

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Criticality

Assigned
Criticality

Choice Source ID

>Source RNC-ID

>>PLMN identity

OCTET
STRING
(SIZE (3))

- digits 0 to 9, encoded
0000 to 1001,

- 1111 used as filler digit,
two digits per octet,

- bits 4 to 1 of octet n
encoding digit 2n-1

- bits 8 to 5 of octet n
encoding digit 2n

-The PLMN identity
consists of 3 digits from
MCC followed by either
-a filler digit plus 2 digits
from MNC (in case of 2
digit MNC) or

-3 digits from MNC (in
case of a 3 digit MNC).

>>RNC-ID

INTEGER
(0..4095)

If the Extended RNC-ID
IE is included in the
Source ID IE, the RNC-ID
IE shall be ignored.

>>Extended
RNC-ID

9.2.1.3%a

The Extended RNC-ID IE
shall be used if the RNC
identity has a value larger
than 4095.

YES

reject

>SAl

9.2.3.9

9.2.1.25

Target ID

The Target ID IE identifies the target for the relocation of SRNS. The target ID may be e.g. the target RNC-ID (for
UMTSUMTS relocation) or the Cell Global 1D of the relocation target (in case of UMTSto GSM relocation).
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IE/Group Name Presence Range IE type and Semantics Criticality | Assigned
reference description Criticality
Choice Target ID -
>Target RNC-1D -
>>| Al M 9.2.3.6 -
>>RAC 0] 9.2.3.7 -
>>RNC-ID M INTEGER If the Extended -
(0..4095) RNC-ID IE is
included in the
Target ID IE, the
RNC-ID IE shall be
ignored.
>>Extended o 9.2.1.39%a The Extended RNC- YES reject
RNC-ID ID IE shall be used if
the RNC identity has
a value larger than
4095.
>CGl -
>> PLMN M OCTET - digits 0 to 9, -
identity STRING encoded 0000 to
(SIZE (3)) 1001,
- 1111 used as filler
digit,
two digits per octet,
- bits 4 to 1 of octet
n encoding digit 2n-1
- bits 8 to 5 of octet
n encoding digit 2n
-The PLMN identity
consists of 3 digits
from MCC followed
by either
-a filler digit plus 2
digits from MNC (in
case of 2 digit MNC)
or
-3 digits from MNC
(in case of a 3 digit
MNC).
>> LAC M OCTET 0000 and FFFE not -
STRING (2) allowed.
>>Cl| M OCTET R
STRING (2)
>>RAC o] 9.2.3.7 YES ignore
9.2.1.26 MS Classmark 2
The coding of this element is described in [10].
IE/Group Name Presence Range IE type and Semantics description
reference
MS Classmark 2 M OCTET Coded same way as the
STRING Mobile Station Classmark 2 IE
defined in [10]

9.2.1.27

MS Classmark 3

The coding of this element is described in [10].
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IE/Group Name Presence Range IE type and Semantics description
reference
MS Classmark 3 M OCTET Coded same way as the
STRING Mobile Station Classmark 3 IE

defined in [10]

9.2.1.28 Source RNC to Target RNC Transparent Container

The Source RNC to Target RNC Transparent Container |E is an information element that is produced by the source
RNC and is transmitted to the target RNC. In inter-system handovers, the | E is transmitted from the external relocation

source to the target RNC.

This |E istransparent to the CN.
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IE/Group Name Presence Range IE type and Semantics Criticality | Assigned
reference description Criticality
RRC Container M OCTET -
STRING
Number of lu M INTEGER -
Instances (1..2)
Relocation Type M 9.2.1.23 -
Chosen Integrity (0] 9.2.1.13 Indicates the -
Protection Algorithm integrity protection
algorithm.
Integrity Protection o Bit String -
Key (128)
Chosen Encryption @] 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of
signalling data.
Ciphering Key (0] Bit String -
(128)
Chosen Encryption @) 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of CS user
data.
Chosen Encryption 0] 9.2.1.14 Indicates the -
Algorithm algorithm for
ciphering of PS user
data.
d-RNTI C- INTEGER -
ifUEnotinvol (0..1048575
ved )
Target Cell ID C- INTEGER This information -
ifUEinvolved (0..2684354 | element identifies a
55) cell uniquely within
UTRAN and
consists of RNC-ID
and C-ID as
defined in TS
25.401 [3].
Cell Load o 9.2.1.60 For 'Cell Load- -
Information Group Based Inter-System
Handover'
RAB TrCH Mapping | O 1to -
<maxnoof
RABs>
>RAB ID M 9.2.1.2 -
>RAB Subflow M 1lto The RAB Subflows -
<maxRAB- shall be presented
Subflows> in an order that
corresponds to the
order in which the
RBs are presented
per RAB in the RRC
container included
in this IE.
>> Transport -
Channel IDs
>>> DCH ID O INTEGER The DCH ID is the -
(0..255) identifier of an

active dedicated
transport channel. It
is unique for each
active DCH among
the active DCHs
simultaneously
allocated for the
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>>> DSCH ID (0] INTEGER The DSCH ID is the -
(0..255) identifier of an
active downlink
shared transport
channel. It is unique
for each DSCH
among the active
DSCHs
simultaneously
allocated for the

same UE.
>>> USCH ID (0] INTEGER The USCH ID is the -
(0..255) identifier of an

active uplink shared
transport channel. It
is unique for each
USCH among the
active USCHs
simultaneously
allocated for the

same UE.
>>> HS-DSCH o INTEGER The HS-DSCH YES ignore
MAC-d Flow ID 0..7) MAC-d Flow ID is

the identifier of an
HS-DSCH MAC-d

flow over lur.
>>>E-DCH @) INTEGER The E-DCH MAC-d YES ignore
MAC-d Flow ID (0..7) Flow ID is the

identifier of an E-
DCH MAC-d flow
over lur.

>CN Domain M 9.2.15 YES ignore
Indicator
SRB TrCH (0] 1lto GLOBAL reject
Mapping <maxnoofS
RBs>
>SRB ID M INTEGER The SRB ID is the -
(1..32) absolute value of
the SRB.

>DCH ID 0] INTEGER The DCH ID is the -
(0..255) identifier of an
active dedicated
transport channel
over lur. It is unique
for each active DCH
among the active
DCHs
simultaneously
allocated for the
same UE.

>DSCH ID @) INTEGER The DSCH ID is the -
(0..255) identifier of an
active downlink
shared transport
channel over lur. It
is unique for each
DSCH among the
active DSCHs
simultaneously
allocated for the
same UE.
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>USCH ID 0] INTEGER The USCH ID is the -
(0..255) identifier of an
active uplink shared
transport channel
over lur. It is unique
for each USCH
among the active
USCHs
simultaneously
allocated for the
same UE.
>HS-DSCH MAC- | O INTEGER The HS-DSCH YES ignore
d Flow ID (0..7) MAC-d Flow ID is
the identifier of an
HS-DSCH MAC-d
flow over lur.
>E-DCH MAC-d 0] INTEGER The E-DCH MAC-d YES ignore
Flow ID (0..7) Flow ID is the
identifier of an E-
DCH MAC-d flow
over lur.
Trace Recording 0] 9.2.1.66 YES ignore
Session Information
MBMS Linking o ENUMERA YES ignore
Information TED (UE-
has-joined-
Multicast-
Services, ...)
d-RNTI for No IuCS (0] INTEGER YES reject
UP (0..1048575
)
Condition Explanation
IfUEnotinvolved This IE shall be present if the Relocation type IE is set to "UE not
involved in relocation of SRNS".
IfUEinvolved This IE shall be present if the Relocation type IE is set to "UE
involved in relocation of SRNS".
Range bound Explanation
maxnoofRABs Maximum no. of RABs for one UE. Value is 256.
maxRABSubflows Maximum no. of subflows per RAB. Value is 7.
maxnoofSRBs Maximum no. of SRBs per RAB. Value is 8.
9.2.1.29 Old BSS to New BSS Information

The coding of this element is described in [11].

IE/Group Name Presence Range IE type and Semantics description
reference
Old BSS To New BSS M OCTET Coded as the Old BSS to New
Information STRING BSS information elements field
of the Old BSS to New BSS
Information IE defined in [11].
9.2.1.30 Target RNC to Source RNC Transparent Container

The Target RNC to Source RNC Transparent Container |E is an information element that is produced by the target
RNC and is transmitted to the source RNC. In inter-system handovers, the |E is transmitted from the target RNC to the
external relocation source.
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This|E istransparent to CN.
IE/Group Name Presence Range IE type and Semantics description
reference
RRC Container M OCTET
STRING
d-RNTI (0] INTEGER May be included to allow the
(0..1048575) | triggering of the Relocation
Detect procedure from the lur
Interface
9.2.1.31 L3 Information
The coding of this element is described in [11].
IE/Group Name Presence Range IE type and Semantics description
reference
L3 Information M OCTET Coded as the value part of the
STRING Layer 3 Information IE defined
in [11] (i.e. excluding the
Element Identifier and the
Length fields).
9.2.1.32 Number of Steps
Indicates the number of stepsto reduce traffic in overload situation.
IE/Group Name Presence Range IE type and Semantics description
reference
Number Of Steps M INTEGER
(1..16)
9.2.1.33 DL N-PDU Sequence Number

This|E indicates the radio interface sequence number (PDCP) [17] of the next downlink N-PDU (PDCP SDU) that

would have been sent to the UE by a source system.

IE/Group Name Presence Range IE type and Semantics description
reference
DL N-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the next DL N-PDU

that would have been sent to
the UE by a source system.
This is the 16 bit sequence
number.

9.2.1.34

UL N-PDU Sequence Number

This|E indicates the radio interface sequence number (PDCP) [17] of the next uplink N-PDU (PDCP SDU) that would
have been expected from the UE by a source system.
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IE/Group Name Presence Range IE type and Semantics description
reference
UL N-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the next UL N-PDU

that would have been
expected from the UE by a
source system.

This is the 16 bit sequence
number.

9.2.1.35 Criticality Diagnostics

The Criticality Diagnostics IE is sent by the RNC or the CN when parts of a received message have not been
comprehended or were missing, or if the message contained logical errors. When applicable, it contains information
about which 1Es were not comprehended or were missing.

For further details on how to use the Criticality Diagnostics |E, see Annex A.2.
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IE/Group Name Presence Range IE type and Semantics description
reference
Criticality Diagnostics
>Procedure Code (0] INTEGER Procedure Code is to be used
(0..255) if Criticality Diagnostics is part
of Error Indication procedure,
and not within the response
message of the same
procedure that caused the
error
>Triggering Message (0] ENUMERAT | The Triggering Message is
ED(initiating | used only if the Criticality
message, Diagnostics is part of Error
successful Indication procedure.
outcome,
unsuccessful
outcome,
outcome)
>Procedure Criticality (0] ENUMERAT | This Procedure Criticality is
ED(reject, used for reporting the
ignore, Criticality of the Triggering
notify) message (Procedure).
Information Element 0 to <maxnoof
Criticality Diagnostics errors>
>|E Criticality M ENUMERAT | The IE Criticality is used for
ED(reject, reporting the criticality of the
ignore, triggering IE. The value
notify) 'ignore’ shall not be used.
>|E ID M INTEGER The IE ID of the not
(0..65535) understood or missing IE
>Repetition Number (0] INTEGER The Repetition Number IE
(0..255) gives
e incase of a not
understood IE:
The number of
occurrences of the
reported IE up to and
including the not
understood occurrence
e in case of a missing IE:
The number of
occurrences up to but not
including the missing
occurrence.
Note: All the counted
occurrences of the reported IE
must have the same topdown
hierachical message structure
of IEs with assigned criticality
above them.
>Message Structure (0] 9.2.1.42 The Message Structure |E
describes the structure where
the not understood or missing
IE was detected.
This IE is included if the not
understood IE is not the top
level of the message.
>Type of Error M ENUMERAT
ED(not
understood,
missing, ...)
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Range bound

Explanation

maxnooferrors Maximum no. of IE errors allowed to be reported with a single
message. The value for maxnooferrors is 256.
9.2.1.36 Key Status
Thisl|E tellsif the keysincluded ina SECURITY MODE COMMAND message are new or if they have been used
previously.
IE/Group Name Presence Range IE type and Semantics description
reference
Key Status M ENUMERAT
ED (old,
new, ...)
9.2.1.37 DRX Cycle Length Coefficient

This|E indicates the DRX cycle length coefficient (k) as defined in [10].

IE/Group Name Presence Range IE type and Semantics description
reference
DRX Cycle Length Coefficient | M INTEGER
(6..9)

9.2.1.38

lu Signalling Connection Identifier

This |E uniquely identifies an lu signalling connection between a given RNC and a given CN node.

IE/Group Name Presence Range IE type and Semantics description
reference

lu Signalling Connection M BIT STRING The most significant bit of this

Identifier (SIZE(24)) IE shall indicate the node, that
has assigned the value.
MSB ='0": assigned by the
RNC
MSB = '1": assigned by the CN

9.2.1.39 Global RNC-ID

The Global RNC-ID is used to globally identify an RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Global RNC-ID
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>RNC-ID M INTEGER If the Extended RNC-ID IE is
(0..4095) included in the message, the
RNC-ID IE shall be ignored.
9.2.1.39a Extended RNC-ID
The Extended RNC-ID is used to identify an RNC.
IE/Group Name Presence Range IE type and Semantics description
reference
Extended RNC-ID M INTEGER The Extended RNC-ID IE shall
(4096..6553 | be used if the RNC identity
5) has a value larger than 4095.
Note: Application of the
Extended RNC-ID IE to very
large networks is FFS.
9.2.1.40 PDP Type Information
IE/Group Name Presence Range IE type and Semantics description
reference
PDP Type Information
>PDP Type M 1lto ENUMERAT | PDP Type is defined in [8],
<maxnoofPDPDir | ED(empty, and the restrictions on usage
ections> PPP, shall comply with [8].
OSP:IHOSS, | Usage:
IPv4, When the IE is repeated then
IPv6,...) PDP Type for downlink is
signalled first, followed by PDP
Type for uplink; when the IE is
not repeated, the PDP Type
shall apply to both uplink and
downlink.
OSP:IHOSS: This value shall
not be used.
Range bound Explanation

maxnoofPDPDirections

Number of directions for which PDP Type is signalled separately
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This|E tellsif intersystem handover to GSM should, should not, or shall not be performed for agiven RAB.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Service Handover

M

ENUMERAT
ED
(Handover to
GSM should
be
performed,
Handover to
GSM should
not be
performed,
Handover to
GSM shall
not be
performed,

)

9.2.1.42 Message Structure

The Message Structure | E gives information for each level with assigned criticality in a hierachical message structure
from top level down to the lowest level above the reported level for the occured error (reported in the Information
Element Criticality Diagnostics |E).
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IE/Group Name

Presence

Range

IE type
and
reference

Semantics
description

Criticality

Assigned
Criticality

Message
structure

1to
<maxnoofle
vels>

The first repetition of
the Message
Structure IE
corresponds to the
top level of the
message. The last
repetition of the
Message Structure
IE corresponds to
the level above the
reported level for the
occured error of the
message.

GLOBAL

ignore

>|E ID

INTEGER
(0..65535)

The IE ID of this
level"s |IE containing
the not understood
or missing IE.

>Repetition
Number

INTEGER
(1..256)

The Repetition
Number IE gives, if
applicable, the
number of
occurrences of this
level"s reported IE
up to and including
the occurrence
containing the not
understood or
missing IE.

Note: All the counted
occurrences of the
reported IE must
have the same
topdown hierachical
message structure
of IEs with assigned
criticality above
them.

Range bound

Explanation

maxnooflevels Maximum no. of message levels to report. The value for
maxnooflevels is 256.
9.2.1.43 Alternative RAB Parameter Values

The purpose of the Alternative RAB Parameter Values |E isto indicate that:

- Either RAB QoS negotiation is alowed for certain RAB parameters and, in some cases, to indicate al'so which

aternative values to be used in the negotiation;

- Or an dternative RAB configuration can be requested by the RNC.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics
description

Criticality

Assigned
Criticality

Alternative RAB
parameter values

>Alternative
Maximum Bit Rate
Information

Included only if
negotiation is
allowed for this IE.

>>Type of
Alternative
Maximum Bit Rate
Information

ENUMERATED
(Unspecified,
Value range,
Discrete values)

Unspecified means
that negotiation is
allowed, but no
alternative values
are provided from
the CN i.e. the RNC
is allowed to assign
any value equal or
below the ones
indicated in the RAB
Parameters IE.

>>Alternative
Maximum Bit
Rates

C -
ifValueRan
georDiscre
teValuesM
BR

1 to <nbr-
Alternativ
e
Values>

For Value Range,
one value limit is
given here and the
other given by
Maximum Bit Rate in
the RAB Parameters
IE.

For Discrete Values,
1 to 16 discrete
values can be given.

>>>Bijt Rate

1 to <nbr-
Separate
TrafficDir
ections>

INTEGER
(1..16,000,000)

When nbr-
SeparateTrafficDirec
tions is equal to 2,
then the Bit Rate
attribute for downlink
is signalled first,
then the Bit Rate
attribute for uplink.

>Alternative
Guaranteed Bit
Rate Information

Included only if
negotiation is
allowed for this IE.

>>Type of
Alternative
Guaranteed Bit
Rate Information

ENUMERATED
(Unspecified,
Value range,
Discrete values)

Unspecified means
that negotiation is
allowed, but no
alternative values
are provided from
the CN i.e. the RNC
is allowed to assign
any value equal or
below the ones
indicated in the RAB
Parameters IE.

>>Alternative
Guaranteed Bit
Rates

C
ifValueRan
georDiscre
teValuesG
BR

1 to <nbr-
Alternativ
e
Values>

For Value Range,
one value limit is
given here and the
other given by
Guaranteed Bit Rate
in the RAB
Parameters IE.

For Discrete Values,
1 to 16 discrete
values can be given.

>>>Bit Rate

1 to <nbr-
Separate
TrafficDir
ections>

INTEGER
(0..16,000,000)

When nbr-
SeparateTrafficDire
ctions is equal to 2,
then the Bit Rate
attribute for
downlink is
signalled first, then
the Bit Rate
attribute for uplink.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Alternative RAB
parameter values
>Alternative RAB (@] RAB Parameters | Indicates the -
Configuration 9.2.1.3 possibility for RNC
to request CN to
execute the
included alternative
RAB configuration,
e.g. for network-
initiated SCUDIF
purpose [43].
>Extended @) Included only if YES ignore
Alternative negotiation is
Maximum Bit Rate allowed for this IE.
Information
>>Type of M ENUMERATED | Unspecified means
Extended (Unspecified, that negotiation is
Alternative \éf’"”e trangel" ) a:ltoweot'.' but n|°
. : iscrete values alternative values
Mammur_n Bit Rate are provided from
Information the CN i.e. the RNC
is allowed to assign
any value equal or
below the ones
indicated in the RAB
Parameters IE.
>>Extended C- 1 to <nbr- For Value Range,
Alternative ifValueRan | Alternativ one value limit is
Maximum Bit georDiscre | e ghen Si(\e/reenabr;/d the
Rates teValuesM | Values> Maximum Bit Rate in
BR the RAB Parameters
IE.
For Discrete Values,
1 to 16 discrete
values can be given.
>>>Extended M 1 to <nbr- | INTEGER When nbr-
Bit Rate Separate (16,000,001..25 | SeparateTrafficDirec
TrafficDir | ©6:000,000) tir:)ns iﬁ equal to 2,
: then the Bit Rate
ections> attribute for downlink
is signalled first,
then the Bit Rate
attribute for uplink.
>Extended ) Included only if YES ignore
Alternative negotiation is
Guaranteed Bit allowed for this IE.
Rate Information
>>Type of M ENUMERATED | Unspecified means
Extended (Unspecified, that negotiation is
Alternative \éf’"”e trangel" ) a:ltoweot'.' but n|°
. iscrete values alternative values
the CN i.e. the RNC
is allowed to assign
any value equal or
below the ones
indicated in the RAB
Parameters |E.
>>Extended C 1 to <nbr- For Value Range,
Alternative ifValueRan | Alternativ one value limit is
Guaranteed Bit georDiscre | e ghen gi?/reeni)r;d the
Rates teValuesG | Values> Guaranteed Bit Rate
BR in the RAB
Parameters IE.
For Discrete Values,
1 to 16 discrete
values can be given.
>>>Extended M 1 to <nbr- | INTEGER When nbr-
Bit Rate Separate (16,000,001..25 SeparateTrafficDire
TrafficDir 6,000,000) ctions is equal to 2,
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Alternative RAB
parameter values

ections> then the Bit Rate
attribute for
downlink is
signalled first, then
the Bit Rate
attribute for uplink.

Range Bound Explanation
nbr-AlternativeValues Maximum number of alternative values.
Value is 1 in case of Value Range and
16 in case of Discrete Values.
nbr-SeparateTrafficDirections Number of Traffic Directions being signalled
separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

Condition Explanation
ifValueRangeorDiscreteValuesMBR This IE shall be present if the Type of Alternative Maximum Bit
Rates Information IE is set to "Value range" or "Discrete values".
ifValueRangeorDiscreteValuesGBR This IE shall be present if the Type of Guaranteed Bit Rates
Information IE is set to 'Value range' or 'Discrete values'.

9.2.1.44 Assigned RAB Parameter Values

The purpose of the Assigned RAB Parameter Values |E isto indicate that RAB QoS negotiation has been performed for
certain RAB parameters and which values have been chosen.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Assigned RAB
parameter values

>Assigned @) 1 to <nbr- INTEGER Whennbr- -
Maximum Bit Rate SeparateTraffi (1..16,000,000 | SeparateTrafficDir
cDirections> ) ections is equal to

2, then Assigned
Maximum Bit Rate
attribute for
downlink is
signalled first, then
Assigned
Maximum Bit Rate
attribute for uplink.

>Assigned (@) 1 to <nbr- INTEGER When nbr- o -
Guaranteed Bit SeparateTraffi (0..16,000,000 Separat_eTraffchlr
Rate cDirections> ) ections is equal to

2, then Assigned
Guaranteed Bit
Rate for downlink
is signalled first,
then Assigned
Guaranteed Bit
Rate for uplink.

>Extended o) 1 to <nbr- INTEGER Whennbr- YES reject
Assigned Maximum SeparateTraffi | (16,000,001..2 | SeparateTrafficDir
Bit Rate cDirections> 56,000,000) ections is equal to

2, then Assigned
Maximum Bit Rate
attribute for
downlink is
signalled first, then
Assigned
Maximum Bit Rate
attribute for uplink.

>Extended ] 1 to <nbr- INTEGER When nbr- YES reject
Assigned SeparateTraffi | (16,000,001..2 | SeparateTrafficDir
Guaranteed Bit cDirections> 56,000,000) ections is equal to

2, then Assigned
Guaranteed Bit
Rate for downlink
is signalled first,
then Assigned
Guaranteed Bit
Rate for uplink.

Rate

Range Bound Explanation
nbr-SeparateTrafficDirections Number of Traffic Directions being signalled
separately.

Set to 2 if RAB asymmetry indicator is
asymmetric bidirectional.
Set to 1 in all other cases.

9.2.1.45 Requested RAB Parameter Values

The purpose of Requested RAB Parameter Values |E is to either indicate the RAB parameters for which the included
different values are being requested, or indicate that the execution of the alternative RAB configuration is requested.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality

Requested RAB
Parameter Values

>Requested @) 0 to <nbr- INTEGER Whennbr- -
Maximum Bit Rate SeparateTraffi (1..16,000,000 | SeparateTrafficDir
cDirections> ) ections is equal to

2, Requested
Maximum Bit Rate
attribute for
downlink is
signalled first, then
Requested
Maximum Bit Rate
attribute for uplink.

>Requested 0] 0 to <nbr- INTEGER Whennbr- -
Guaranteed Bit SeparateTraffi (0..16,000,000 Separat_eTraffchlr
Rate cDirections> ) ections is equal to

2, Requested
Guaranteed Bit
Rate for downlink
is signalled first,
then Requested
Guaranteed Bit
Rate for uplink.

>Alternative RAB (0] ENUMERATE | Indicates a -
Configuration D (Alternative request to trigger
Request RAB _ the execution of
configuration the alternative
Requested, RAB Configuration
o) e.g. for network-

initiated SCUDIF
purpose [43].

>Extended ] 0 to <nbr- INTEGER When nbr- YES reject
Requested SeparateTraffi (16,000,0012 SeparateTrafficDir

Maximum Bit Rate cDirections> 56,000,000) ections is equal to
2, Requested

Maximum Bit Rate
attribute for
downlink is
signalled first, then
Requested
Maximum Bit Rate
attribute for uplink.

>Extended ] 0 to <nbr- INTEGER When nbr- YES reject
Requested SeparateTraffi (16,000,001..2 SeparateTrafficDir

Guaranteed Bit cDirections> 56,000,000) ections is equal to
Rate 2, Requested

Guaranteed Bit
Rate for downlink
is signalled first,
then Requested
Guaranteed Bit
Rate for uplink.

Range bound Explanation
nbr-SeparateTrafficDirections Number of Traffic Directions being signalled
separately.

Set to 2 if RAB Asymmetry Indicator is
asymmetric bidirectional.
Setto 1 in all other cases.

9.2.1.46 Global CN-ID
Globa CN-ID isused to globally identify a CN node.
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IE/Group Name Presence Range IE type and Semantics description
reference
Global CN-ID
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,

two digits per octet,

- bits 4 to 1 of octet n encoding
digit 2n-1

- bits 8 to 5 of octet n encoding
digit 2n

-The PLMN identity consists of
3 digits from MCC followed by
either

-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)

or
-3 digits from MNC (in case of
a 3 digit MNC).
>CN-ID M INTEGER
(0..4095)
9.2.1.46a  Vertical Accuracy Code
This element includes information about the requested vertical accuracy.
IE/Group Name Presence Range IE type and Semantics description
reference
Vertical Accuracy Code
>Vertical Accuracy Code | M INTEGER( The requested accuracy
0..127) "v" is derived from the
"accuracy code" k by
V = 45x(1.0251).
9.2.1.46b  Response Time
This element includes information about the requested response time.
IE/Group Name Presence Range IE type and Semantics description
reference
Response Time
>Response Time M ENUMERATED | The value refers to [30].
(Low Delay,
Delay Tolerant,
)
9.2.1.46¢C Positioning Priority
This element includes information about the requested positioning priority.
IE/Group Name Presence Range IE type and Semantics description
reference
Positioning Priority
>Paositioning Priority M ENUMERATED( | The value refers to [30].
High Priority,
Normal Priority,
)
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9.2.1.46d  Client Type

This element includes information about the client type.

IE/Group Name Presence Range IE type and Semantics description
reference
Client Type
>Client Type M ENUMERATED( | Identifies the type of client.
Emergency

Services, Value
Added Services,
PLMN Operator
Services, Lawful
Intercept
Services, PLMN
Operator -
broadcast
services, PLMN
Operator - O&M,
PLMN Operator

- anonymous
statistics, PLMN
Operator -
Target MS
service support,
)
9.2.1.47 New BSS to Old BSS Information
The coding of this element is described in [11].
IE/Group Name Presence Range IE type and Semantics description
reference
New BSS To Old BSS M OCTET Contents defined in [11].
Information STRING
9.2.1.48 Inter-System Information Transparent Container

The Inter-System Information Transparent Container |E is an information element that is produced by the external
relocation target system and is transmitted to a source RNC. This |E is transparent to the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Downlink Cell Load (0] Cell Load For the Downlink
Information Information
9.2.1.49
Uplink Cell Load Information | O Cell Load For the Uplink
Information
9.2.1.49

9.2.1.49 Cell Load Information

The Cell Load Information | E contains the load information of a specific (serving or target) cell for either the Downlink
or the Uplink. If the RNC supports cell load-based inter-system handover, this information shall be understood, when
available, asthe current traffic load in the target cell if included in a RELOCATION PREPARATION FAILURE
message, or the traffic load in the target cell assuming a successful completion of the handover in progressif included in
aRELOCATION COMMAND message.
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IE/Group Name Presence Range IE type and Semantics description
reference
Cell Load Information
> Cell Capacity Class Value | M 9.2.1.50
> Load Value M 9.2.1.51
> RT Load Value o 9.2.1.52
> NRT Load Information (0] 9.2.1.53

Value

9.2.1.50 Cell Capacity Class Value

The Céell Capacity Class Value | E is the value that classifies the cell capacity with regards to the other cells. The Cell
Capacity Class Value IE only indicates resources that are configured for traffic purposes.

IE/Group Name Presence Range IE type and Semantics description
reference
Cell Capacity Class Value M INTEGER Value 1 shall indicate the
(2..100,...) minimum cell capacity, and

100 shall indicate the
maximum cell capacity. There
should be linear relation
between cell capacity and Cell
Capacity Class Value.

9.2.151 Load Value

The Load Value |E contains the total cell load relative to the maximum planned load. It is defined as the load
percentage of the Cell Capacity Class.

IE/Group Name Presence Range IE type and Semantics description
reference
Load Value M INTEGER Value 0 shall indicate the
(0..100) minimum load, and 100 shall

indicate the maximum load.
Load Value should be
measured on a linear scale.

9.2.1.52 RT Load Value

The RT Load Value | E indicates in percents the ratio of the load generated by Real Time traffic relative to the measured
Load Vaue. Rea Time traffic corresponds to the Conversational and Streaming traffic classes.

IE/Group Name Presence Range IE type and Semantics description
reference
RT Load Value M INTEGER
(0..100)

9.2.1.53 NRT Load Information Value

The NRT Load Information Value | E indicates the load situation on the cell for the Non Real-Time traffic. Non Real
Time traffic corresponds to the Interactive and Background traffic classes.
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IE/Group Name Presence Range IE type and Semantics description
reference
NRT Load Information Value | M INTEGER Mapping of the status:
(0..3) 0: low: The NRT load is low.
1: medium: The NRT load is
medium.

2: high: NRT load is high.
Probability to admit a new user
is low.

3: overloaded: NRT overload.
The probability to admit a new
user is low, packets are
discarded and the source is
recommended to reduce the
data flow.

9.2.1.54 Source RNC PDCP context info

The purpose of the Source RNC PDCP context info |E is to transfer RNC PDCP context information from a source
RNC to atarget RNC during an SRNS relocation.

This|E istransparent to CN.

IE/Group Name Presence Range IE type and Semantics description
reference
RRC Container M OCTET STRING
9.2.1.55 Information Transfer ID

Indicates the identity of an information transfer.

IE/Group Name Presence Range IE type and Semantics description
reference
Information Transfer ID M INTEGER
(0..2720-1)

9.2.1.56 Provided Data

Provides the data that is transferred in an information transfer.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Provided Data
>Shared Network 9.2.3.23
Information

9.2.1.57 GERAN Classmark
The purpose of the GERAN Classmark |E isto transfer GERAN-specific information to the CN.

IE/Group Name Presence Range IE type and Semantics description
reference
GERAN Classmark M OCTET Contents defined in [11].
STRING

9.2.1.58 GERAN BSC Container

The purpose of the GERAN BSC Container |E isto transfer GERAN-specific information from the CN to the GERAN.
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IE/Group Name Presence Range IE type and Semantics description
reference
GERAN BSC Container M OCTET Contents defined in [11].
STRING

9.2.1.59 UESBI-lu

The purpose of the UESBI-1u IE isto transfer the UE Specific Behaviour Information as defined in [31] and [32] from

the CN to the RNC.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

UESBI-Iu

>UESBI-IuA

BIT STRING
(1..128)

The UESBI-IUA provides
compliance status information
about the UE with regards to
specific behaviours described
in [31].

[31] defines the mapping
between the descriptions in
[31] and the UESBI-IUA.

Each bit on a certain position
is associated with a certain
behaviour described in [31].

>UESBI-IluB

BIT STRING
(1..128)

The UESBI-IuB provides
compliance status information
about the UE with regards to
specific behaviours described
in [32].

[32] defines the mapping
between the descriptions in
[32] and the UESBI-IuB.

Each bit on a certain position
is associated with a certain
behaviour described in [32].

9.2.1.60

Cell Load Information Group

The Cell Load Information Group |E is an information element that is produced by source system BSC and is

transmitted to target system RNC viatransparent containers. This |E contains the load information of the source cell for

either the Downlink or the Uplink or both as well as the source cell identifier the included cell 1oad information

corresponds to. If the RNC supports cell |oad-based inter-system handover, thisinformation shall be understood, when
available, asthe current traffic load in the indicated source cell prior to the relocation.

IE/Group Name Presence Range IE type and Semantics description
reference
Cell Load Information Group
>Source Cell Identifier M 9.2.1.61 The source cell identifer the
downlink and uplink cell load
information correspond to.
>Downlink Cell Load (0] Cell Load For the Downlink
Information Information
9.2.1.49
>Uplink Cell Load (0] Cell Load For the Uplink
Information Information
9.2.1.49
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9.2.1.61 Source Cell Identifier

The Source Céll Identifier I1E identifies the involved cell of the source system for the relocation of SRNS. The Source
Cell Identifier IE may be e.g. source GERAN Source Cell ID (in case of GSM to UMTS relocation) or the UTRAN
Source Céll ID (in case of UMTS to GSM relocation).

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Source Cell
Identifier
>GERAN Source Cell ID
>>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>Cl M OCTET
STRING (2)
>UTRAN Source Cell ID
>>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit, two
digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1- bits 8 to 5 of octet n
encoding digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
- a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
- 3 digits from MNC (in case of
a 3 digit MNC).
>>Source Cell ID M INTEGER This information element
(0..2684354 | identifies a cell uniquely within
55) UTRAN and consists of RNC-
ID and C-ID as defined in TS
25.401 [3].
9.2.1.62 Inter-system Information Transfer Type
Indicates the type of information that the RNC requests to transfer.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Inter-system
Information Transfer Type
>RIM Transfer 9.2.3.30
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Information
Transfer Type
>RNC Trace Session 9.2.1.64
Information
9.2.1.64 RNC Trace Session Information

Indicates the information on a Trace Session activated by Management in the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference

Trace Reference M 9.2.1.8

Trace Activation Indicator M ENUMERAT
ED (
Activated,
Deactivated)

Equipments To Be Traced C- 9.2.1.65

IfActivated
Condition Explanation
ifActivated This IE shall be present if the Trace Activation Indicator IE is set to
"Activated".
9.2.1.65 Equipments To Be Traced

Indicates the UEs that the RNC hasto trace using alist of Equipment Identities or a mask on an Equipment Identity.
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IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Choice Equipments To Be
Traced

>|IMEI List

>>|MEI List

1to
<MaxUEsToBeTr
aced>

>>>|MEI

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used as filler for bits 8
to 5 of last octet

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

>IMEISV List

>>|MEISV List

1lto
<MaxUEsToBeTr
aced>

>>>|MEISV

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 16.

>|MEI Group

>>|MEI

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- 1111 used as filler for bits 8
to 5 of last octet

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 15.

>>|MEI Mask

BIT STRING
(SIZE (7))

>IMEISV Group

>>|MEISV

OCTET
STRING
(SIZE (8))

- hexadecimal digits O to F,
two hexadecimal digits per
octet,

- each hexadecimal digit
encoded 0000 to 1111,

- bit 4 to 1 of octet n encoding
digit 2n-1

- bit 8 to 5 of octet n encoding
digit 2n

Number of hexadecimal digits
shall be 16.
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>>IMEISV Mask BIT STRING
(SIZE (8))
Range Bound Explanation
MaxUEsToBeTraced Maximum number of UEs To Be Traced by the
RNC in a Trace Session. Value is 64.

The IMEI Group isidentified by all the IMEI values whose digits 1 to 8 are equal to the corresponding digits of the
IMEI |E and whose digits n+9 are equal to the corresponding digits of the IMEI |E if the bit bn of the IMEI Mask IE is
equal to 1.

The IMEISV Group isidentified by all the IMEISV values whose digits 1 to 8 are equal to the corresponding digits of
the IMEISV |E and whose digits n+9 are equal to the corresponding digits of the IMEI IE if the bit bn of the IMEISV
Mask IE isequal to 1.

9.2.1.66 Trace Recording Session Information

Provides the information on a Trace Record being generated in the Source RNC at the time of.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Reference M 9.2.1.8
Trace Recording Session M 9.2.1.67
Reference
9.2.1.67 Trace Recording Session Reference

Identifier of a Trace Record.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Recording Session M INTEGER
Reference (0..65535)
9.2.1.68 Trace Propagation Parameters

Indicates the trace parameters to activate a trace session by a trace parameter propagation.

IE/Group Name Presence Range IE type and Semantics description
reference
Trace Propagation M
Parameters
>Trace Recording Session | M 9.2.1.67
Reference
>Trace Depth M 9.2.1.69
>List Of Interfaces To o 9.2.1.70
Trace

9.2.1.69 Trace Depth

Indicates how detailed information should be recorded for this trace session in the RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Trace Depth M ENUMERAT | See [38].

ED(
Minimum,
Medium,
Maximum,
)

9.2.1.70 List Of Interfaces To Trace

Indicates the interface(s) to be traced by RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
List Of Interfaces To Trace
>Interfaces To Trace 1lto
<maxinterfaces>
>>|nterface M ENUMERAT
ED(lu-CS,
lu-PS,
lur,
lub,
Uy, ...)
Range bound Explanation

maxinterfaces

Maximum no. of different UTRAN interfaces to trace. The value for

maxinterfaces is 16.

9.2.1.71

Information Exchange ID

Indicates the identity of an information exchange.

IE/Group Name Presence Range IE type and Semantics description
reference
Information Exchange 1D M INTEGER
(0..2720-1)

9.2.1.72

Information Exchange Type

Indicates the nature of the information exchangei.e. transfer or request of specific information.

IE/Group Name Presence Range IE type and Semantics description
reference
Information Exchange Type M ENUMERAT
ED(transfer,
request, ...)

9.2.1.73

Information Request Type

Indicates the type of information requested by the RNC.
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Information
Request Type
>MBMS IP Multicast 9.2.1.78
Address and APN
Request
>Permanent NAS UE 9.23.1
Identity
9.2.1.74 Information Requested
Provides the RNC with the requested information.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Information
Requested
>Requested MBMS IP 9.2.3.46
Multicast Address and
APN
>Requested Multicast 9.2.3.47
Service List

9.2.1.75 PTP RAB ID

This element uniquely identifiesaMBMS PTP radio bearer for a particular UE.

Thevaueis used in the RNC to relate MBMS PTP Radio Bearersto aMBMS RAB. The content of thisinformation
element is transferred unchanged from the SGSN viathe RNC to the UE by RANAP messages and RRC messages. For

RRC messages refer to [10].

The element contains binary representation of the Network Service Access Point Identifier (NSAPI). Thisidentifier is
coded in the PTP RAB ID element in accordance with the coding of the NSAPI IE in [§].

IE/Group Name Presence Range IE type and Semantics description
reference
PTP RAB ID M BIT STRING
(8)

9.2.1.76 Frequency Layer Convergence Flag

Indicates to the RNC the requirement to not apply Frequency Layer Convergence for agiven MBMS Bearer Service.

IE/Group Name Presence Range IE type and Semantics description
reference
Frequency Layer M ENUMERAT
Convergence Flag ED(
no-FLC-flag,
)
9.2.1.77 Session Update ID
Indicates the identity of a Session Update procedure.
IE/Group Name Presence Range IE type and Semantics description
reference
Session Update ID M INTEGER
(0..2720-1)
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9.2.1.78 MBMS IP Multicast Address and APN Request

Indicatesthe list of MBMS Bearer Servicesidentified by their respective TMGils, for which the [P Multicast Address
and APN are requested by the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS IP Multicast
Address and APN Request
>TMGI M 1to 9.2.3.37
<maxnoofMulticas
tServicesPerRNC
>
Range bound Explanation

maxnoofMulticastServicesPerRNC Maximum no. of Multicast Services that a RNC can have context for.

Value is 512.

9.2.1.79 Source BSS to Target BSS Transparent Container

The coding of this element is described in [36].

IE/Group Name Presence Range IE type and Semantics description
reference
Source BSS to Target BSS M OCTET Coded as the value (V) part of
Transparent Container STRING the Source BSS to Target BSS
Transparent Container IE
defined in [36].

9.2.1.80 Target BSS to Source BSS Transparent Container

This |E contains information provided by the external inter-system handover target.

IE/Group Name Presence Range IE type and Semantics description
reference
Target BSS to Source BSS M OCTET Coded as the value (V) part of
Transparent Container STRING the Target BSS to Source BSS
Transparent Container IE
defined in [36].

9.2.1.81 Include Velocity

This element indicates that the L ocation Report may include the UE"s velocity.

IE/Group Name Presence Range IE type and Semantics description
reference
Include Velocity M ENUMERATED(
requested)

9.2.1.82 Periodic Location Info

The Periodic Location Info | E contains the periodic reporting interval and reporting amount for periodic location.
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IE/Group Name Presence Range IE Type and Semantics Description
Reference
Reporting Amount M INTEGER(Z.. This IE indicates the
8639999,...) amount of periodic reports.
Reporting Interval M INTEGER(1.. This IE indicates the
8639999, ...) reporting interval in
seconds.

9.2.2  Transport Network Layer Related IEs

9.22.1 Transport Layer Address

For the PS domain, or for the CS domain in order to allow transport bearer estalishment without ALCAP, this
information element is an | P address to be used for the user plane transport. For the CS domain, in case of transport
bearer establishment with ALCAP, this addressisto be used for Transport Network Control Plane signalling to set up
the transport bearer.

IE/Group Name Presence Range IE type and Semantics description
reference
Transport Layer Address M BIT STRING | The Radio Network Layer is

(1..160, ...) not supposed to interpret the
address information. It should
pass it to the transport layer
for interpretation.

For details on the Transport
Layer Address, see ref. [9].

9.2.2.2 lu Transport Association

This element is used to associate the RAB and the corresponding transport bearer. For the CS domain this information
element is either the Binding ID to be used in Transport Network Control Plane signalling during set up of the transport
bearer or it contains the UDP port in order to allow transport bearer establishment without ALCAP. In PS domain this
information element isthe GTP Tunnel Endpoint Identifier.

IE/Group Name Presence Range IE type and Semantics description
reference
Choice lu Transport
Association
>GTP TEID OCTET
STRING (4)
>Binding ID OCTET If the Binding ID includes an
STRING (4) UDP port, the UDP port is
included in octet 1 and 2. The
first octet of the UDP port field
shall be included in the first
octet of the Binding ID.
9.2.2.3 DL GTP-PDU Sequence Number
This | E indicates the sequence number of the GTP-PDU which is the next to be sent to the UE.
IE/Group Name Presence Range IE type and Semantics description
reference
DL GTP-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the GTP-PDU
which is next to be sent to the
UE.
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9.224 UL GTP-PDU Sequence Number
This |E indicates the sequence number of the GTP-PDU which is the next to be sent to the SGSN.
IE/Group Name Presence Range IE type and Semantics description
reference
UL GTP-PDU Sequence M INTEGER (0 | This IE indicates the sequence
Number ..65535) number of the GTP-PDU
which is next to be sent to the
SGSN.

9.2.3 NAS Related IEs

9.23.1 Permanent NAS UE Identity

This element is used to identify the UE commonly in the UTRAN and in the CN. The RNC usesit to find other existing
signalling connections of the same UE (e.g. RRC or lu signalling connections). It isan IMSI.

NOTE: IMSI isspecifiedin[19].

IE/Group Name Presence Range IE type and Semantics description
reference
Choice Permanent NAS UE
Identity
>|MSI OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3..8)) | - 1111 used as filler digit,
two digits per octet,
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-Number of decimal digits shall
be from 6 to 15 starting with
the digits from the PLMN
identity.
When the IMSI is made of an
odd number of digits, the filler
digit shall be added at the end
to make an even number of
digits of length 2N. The filler
digit shall then be
consequently encoded as bit 8
to 5 of octet N.
9.2.3.2 Temporary UE ID
Temporary Mobile Subscriber Identity, used for security reasons to hide the identity of a subscriber.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Temporary UE ID
>TMSI OCTET
STRING (4)
>P-TMSI OCTET
STRING (4)
9.2.3.3 Paging Cause

This element indicates the cause for paging a UE.
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IE/Group Name Presence

Range

IE type and
reference

Semantics description

Paging Cause M

ENUMERAT
ED(
Terminating
Conversatio
nal Call,
Terminating
Streaming
Call,
Terminating
Interactive
Call,
Terminating
Background
Call,
Terminating
Low Priority
Signalling,

:I.'Iérminating
High Priority
Signalling)

9.234 NAS Broadcast Information

Void

9.23.5 NAS PDU

Thisinformation element containsa CN — UE or UE — CN message that is transferred without interpretation in the
RNC. Typically it contains call control, session management, supplementary services, short message service and

mobility management messages.

IE/Group Name Presence Range IE type and Semantics description
reference
NAS PDU M OCTET
STRING
9.2.3.6 LAl

This element is used to uniquely identify a L ocation Area.
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IE/Group Name Presence Range IE type and Semantics description
reference
LAI
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
9.2.3.7 RAC
This element is used to identify a Routing Areawithin a Location Area. It is used for PS services.
IE/Group Name Presence Range IE type and Semantics description
reference
RAC M OCTET
STRING (1)
9.2.3.8 SAPI

The SAPI |E is used to indicate the specific service to provide for the included NAS message.

IE/Group Name Presence Range IE type and Semantics description
reference
SAPI M ENUMERATED
(SAPI 0, SAPI 3,
)
9.2.3.9 SAl

The SAl |E (Service Arealdentifier) (seeref. [3]) is used to identify an area consisting of one or more cells belonging to
the same Location Area. Such an areais called a Service Areaand can be used for indicating the location of a UE to the
CN. For this protocol, only a Service Areathat is defined to be applicable to both the PS and the CS domains shall be

used.
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IE/Group Name Presence Range IE type and Semantics description
reference
SAI
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to
STRING 1001,
(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).
>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>SAC M OCTET
STRING (2)
9.2.3.10 Area Identity

Thisinformation element is used for indicating the location of a UE and is either a Service Area or a Geographical

Area.
IE/Group Name Presence Range IE type and Semantics description
reference
Choice Area Identity
>SAI 9.2.3.9
>Geographical Area 9.2.3.11

9.23.11

Geographical Area

The Geographical Area |E is used to identify an area using geographical coordinates. The reference system is the same

asthe one used in [20].

IE/Group Name Presence Range IE type and Semantics description
reference

Choice Geographical Area

>Point See below Ellipsoid point

>Point With See below Ellipsoid point with
Uncertainty uncertainty circle

>Polygon See below List of Ellipsoid points

>Ellipsoid point with See below Ellipsoid point with
uncertainty Ellipse uncertainty Ellipse

>Ellipsoid point with See below Ellipsoid point with
altitude altitude

>Ellipsoid point with See below Ellipsoid point with
altitude and uncertainty altitude and uncertainty
Ellipsoid Ellipsoid

>Ellipsoid Arc See below Ellipsoid Arc

IE/Group Name Presence Range IE type and Semantics description
reference

Point

>Geographical M See below

Coordinates
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IE/Group Name Presence Range IE type and Semantics description
reference
Point With Uncertainty
>Geographical M See below
Coordinates
>Uncertainty Code M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertainti/ code" k by
r = 10x(1.1%1)
IE/Group Name Presence Range IE type and Semantics description
reference
Polygon
>Geographical M 1to See below
Coordinates <maxnoofPoints>
Range bound Explanation
maxnoofPoints Maximum no. of points in polygon. Value is 15.
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
uncertainty Ellipse
>Geographical M See below
Coordinates
>Uncertainty Ellipse M See below
>Confidence M INTEGER(
0..127)
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
altitude
>Geographical M See below
Coordinates
>Altitude and direction M See below
IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid point with
altitude and uncertainty
Ellipsoid
>Geographical M See below
Coordinates
>Altitude and direction M See below
>Uncertainty Ellipse M See below
>Uncertainty Altitude M INTEGER(
0..127)
>Confidence M INTEGER(
0..127)
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IE/Group Name Presence Range IE type and Semantics description
reference
Ellipsoid Arc
>Geographical M See below
Coordinates
>Inner radius M INTEGER ( The relation between the
0..2'%-1) value (N) and the radius
(r) in meters it describes
is 5N<r <5(N+1), except
for N=2"°-1 for which the
range is extended to
include all grater values
of ().
>Uncertainty radius M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertainti/ code" k by
r = 10x(1.1%1)
>Offset angle M INTEGER( The relation between the
0..179) value (N) and the angle
(a) in degrees it
describes is
2N< a <2(N+1)
>Included angle M INTEGER( The relation between the
0..179) value (N) and the angle
(a) in degrees it
describes is
2N< a <2(N+1)
>Confidence M INTEGER(
0..127)
IE/Group Name Presence Range IE type and Semantics description
reference
Geographical Coordinates
> atitude Sign M ENUMERATED
(North, South)
>Degrees Of Latitude M INTEGER ( The IE value (N) is
0..2%1) derived by this formula:
N<2?® X /90 < N+1
X being the latitude in
degree (0°.. 90°)
>Degrees Of Longitude M INTEGER ( The IE value (N) is
-2%.2%.1) derived by this formula:

N<2%* X /360 < N+1
X being the longitude in
degree (-180°..+180°)

ETSI




3GPP TS 25.413 version 7.9.0 Release 7 198 ETSI TS 125 413 V7.9.0 (2008-07)
IE/Group Name Presence Range IE type and Semantics description
reference
Uncertainty Ellipse
>Uncertainty semi-major | M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertaintx code" k by
r=10x(1.1"-1)
>Uncertainty semi-minor | M INTEGER( The uncertainty "r" is
0..127) derived from the
"uncertainti/ code" k by
r=10x(1.1"-1)
>QOrientation of major M INTEGER( The relation between the
axis 0..179) IE value (N) and the
angle (a) in degrees it
describes is
2N< a <2(N+1). The
values 90..179 shall not
be used.
IE/Group Name Presence Range IE type and Semantics description
reference
Altitude and direction
>Direction of Altitude M ENUMERATED
(Height, Depth)
>Altitude M INTEGER ( The relation between the
0..2"°-1) value (N) and the altitude
(a) in meters it describes
is N< a <N+1, except for
N=2"°-1 for which the
range is extended to
include all grater values
of (a).

9.2.3.12

This information element indicates the data volume (octets) that is unsuccessfully transmitted over the radio interface in

the DL direction for agiven RAB.

Unsuccessfully Transmitted Data Volume

IE/Group Name Presence Range IE type and | Semantics description
reference

Unsuccessfully Transmitted M INTEGER Unit is octet.

Data Volume (0..2°%1)

9.2.3.13

Thisinformation element indicates the time when the data volume is counted. It is an operator/vendor specific matter to

Data Volume Reference

assign meanings for the different integer values.

IE/Group Name Presence Range IE type and | Semantics description
reference

Data Volume Reference M INTEGER
(0..255)

9.23.14

Void

Information ldentity
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9.2.3.15 Information Priority
Void

9.2.3.16 Information Control
Void

9.2.3.17 CN Broadcast Area
Void

9.2.3.18 NAS Synchronisation Indicator

ETSI TS 125 413 V7.9.0 (2008-07)

Thisinformation element contains transparent NAS information that is transferred without interpretation in the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
NAS Synchronisation M BIT STRING | The coding of this IE,
Indicator 4) transparent for RNC, is

described in the subclause
'Speech Codec Selection' of

[8].

9.2.3.19 Location Related Data Request Type

This element indicates the type of the requested location related data for the indicated positioning method, and provides

the assistance data for the Assisted GPS positioning method.
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IE/Group Name Presence Range IE type and Semantics description
reference

Location Related Data
Request Type
>Requested Location M ENUMERATED(
Related Data Type Deciphering
Keys for UE
Based OTDOA,

Deciphering
Keys for
Assisted GPS,

Dedicated
Assistance Data
for UE Based
OTDOA,

Dedicated
Assistance
Data for
Assisted GPS,

Deciphering
keys for
Assisted
GANSS,

Dedicated
Assistance Data
for Assisted
GANSS,

Deciphering
keys for
Assisted GPS
and GANSS,

Dedicated
Assistance Data
for Assisted

GPS and
GANSS
)
>Requested GPS C- 9.2.3.21
Assistance Data ifDedAssG
PS
Condition Explanation
ifDedAssGPS This IE shall be present if the Requested Location Related Data

Type IE is set to "Dedicated Assistance Data for Assisted GPS" or
"Dedicated Assistance Data for Assisted GPS and GANSS".

9.2.3.20 Broadcast Assistance Data Deciphering keys

Thisinformation element is used for indicating the deciphering keys that will be used by the UE for deciphering of
broadcast assistance data.
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IE/Group Name Presence Range IE type and Semantics description
reference
Broadcast Assistance Data
Deciphering keys
> Ciphering Key Flag M BIT STRING | Indicates the current Ciphering
(SIZE(1)) Key Flag that is used for the
broadcast assistance data
messages in the location area.
>Current Deciphering M BIT STRING | Current deciphering key that is
key (SIZE(56)) used for deciphering broadcast
assistance data.
>Next Deciphering key M BIT STRING | Next deciphering key that will
(SIZE(56)) be used for deciphering

broadcast assistance data.

9.23.21

Requested GPS Assistance Data

Thisinformation element is used for indicating the requested GPS assistance data.

This|E istransparent to CN.

(SIZE(1..38))

IE/Group Name Presence Range IE type and Semantics description
reference
Requested GPS Assistance OCTET For the corresponding
Data STRING Information Element Definition

see 'gpsAssistanceData’ [22].

9.2.3.22

Last Known Service Area

Thisinformation element is used for indicating the last known Service Area and the elapsed time since the UE was

known to be in this Service Area. The last known Service Areais reported when the current Service Areais unknown to

the RNC.
IE/Group Name Presence Range IE type and Semantics description
reference
Last Known Service Area
>SAl M 9.2.3.9
>Age of SAI M INTEGER The value represents the
(0..32767) elapsed time in minutes since
the reported last known SAl
was stored by the RNC.
Value '0' shall not be used.
Value '32767' indicates that
the age of SAl is at least
32767 minutes old.
9.2.3.23 Shared Network Information

For each LA contained in this | E, it provides the SNA(s) the LA belongs to.
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IE/Group Name Presence Range IE type and Semantics description
reference
Shared Network
Information
>PLMNSs In Shared 1lto
Network <maxPLMNsSN>
>>PLMN identity M OCTET - digits 0 to 9, two digits per
STRING octet,
(SIZE (3)) - each digit encoded 0000 to
1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler plus 2 digits from MNC
(in case of 2 digit MNC) or
-3 digits from MNC (in case of
a 3 digit MNC).
>>LA List 1 to <maxLAs>
>>>LAC M OCTET 0000 and FFFE not allowed.
STRING (2)
>>>List Of SNAs 1 to <maxSNAs>
Containing LA
>>>>SNAC M 9.2.3.25
Range bound Explanation
maxPLMNsSN Maximum no. of PLMNs involved in a Shared Network agreement.
The value for maxPLMNsSN is 32.
maxLAs Maximum no. of LAs in a PLMN. The value for maxLAs is 65536.
maxSNAs Maximum no. of SNAs in a PLMN. The value for maxSNAs is
65536.
9.2.3.24 SNA Access Information

Provides information on the area(s) in the PLMN(s) the UE is authorised to access.
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IE/Group Name Presence Range IE type and Semantics description
reference
SNA Access Information
>Authorised PLMNs 1to
<maxPLMNsSN>
>>PLMN ldentity M OCTET - digits 0 to 9, two digits per
STRING octet,
(SIZE (3)) - each digit encoded 0000 to
1001,
- 1111 used as filler
- bit 4 to 1 of octet n encoding
digit 2n-1
- bit 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler plus 2 digits from MNC
(in case of 2 digit MNC) or
-3 digits from MNC (in case of
a 3 digit MNC).
>>Authorised SNAs (0]
List
>>>Authorised SNAs 1 to <maxSNAs>
>>>>SNAC M 9.2.3.25
Range bound Explanation
maxPLMNsSN Maximum no. of PLMNSs involved in a Shared Network agreement.
The value for maxPLMNsSN is 32.
maxSNAs Maximum no. of SNAs in a PLMN. The value for maxSNAs is
65536.
9.2.3.25 SNAC
Indicates the Identity of an SNA according to [19].
IE/Group Name Presence Range IE type and Semantics description
reference
SNAC M INTEGER
(0..65535)

9.2.3.26 Location Related Data Request Type Specific To GERAN Iu Mode

This element indicates the type of the requested location related data for the indicated specific positioning method
supported only within GERAN |u mode.
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IE/Group Name Presence Range IE type and Semantics description
reference
Location Related Data ENUMERATED(
Request Type Specific To Deciphering
GERAN lu mode Keys for E-OTD,

Dedicated
Mobile-Assisted
E-OTD
Assistance
Data,

Dedicated
Mobile-Based
E-OTD
Assistance
Data, ...)

9.2.3.27 Position Data

This|E provides data related to the positioning methods in relation with the Location Report procedure.

ETSI



3GPP TS 25.413 version 7.9.0 Release 7

205

ETSI TS 125 413 V7.9.0 (2008-07)

IE/Group Name

Presence

Range

IE type
and
reference

Semantics description

Criticality

Assigned
Criticality

Position Data

>Positioning
Data
Discriminator

BIT
STRING

(4)

The positioning data

discriminator defines the
type of data provided for
each positioning method:

0000 indicates the presence
of the Positioning Data
Set IE (that reports the
usage of each non-
GANSS method that
was successfully used
to obtain the location
estimate)

0001 indicates the presence
of the GANSS
Positioning Data Set IE
(that reports the usage
of each GANSS
method that was
sucessfully used to
obtain the location
estimate) and the
absence of the
Positioning Data Set IE

1 octet of data is provided for
each positioning method
included.

All other values are
reserved.

>Positioning
Data Set

C_
ifDiscrimin
ator=0

>>Positioning
Method and
Usage

1to
<maxSet
>

OCTET
STRING

@)

Coding of positioning method

(bits 8-4):

00000 Reserved (NOTE)

00001 Reserved (NOTE)

00010 Reserved (NOTE)

00011 Reserved (NOTE)

00100 Reserved (NOTE)

00101 Mobile Assisted
GPS

00110 Mobile Based GPS

00111 Conventional GPS

01000 U-TDOA

01001 OTDOA

01010 IPDL

01011 RTT

01100 Cell ID

01101 to 01111 reserved
for other location
technologies

10000 to 11111 reserved
for network specific
positioning methods

Coding of usage (bits 3-1):

000 Attempted
unsuccessfully due to
failure or interruption -
not used.
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001 Attempted
successfully: results not
used to generate location
- not used.
010 Attempted
successfully: results
used to verify but not
generate location - not
used.
011 Attempted
successfully: results
used to generate location
100 Attempted
successfully: case
where MS supports
multiple mobile based
positioning methods and
the actual method or
methods used by the ~ MS
cannot be determined.

NOTE: Reserved because of
GERAN use only.

>GANSS (0] YES ignore
Positioning
Data Set

>>GANSS 1lto OCTET Coding of positioning method -

Positioning <maxGA | STRING (bits 8-7) :

Method and NSSSet> | (1) 00 : MS-Based

Usage 01 : MS-Assisted

10 : Conventional
11 : Reserved

Coding of GANSS ID (bits 6-
4):

000 : Galileo

other values reserved

Coding of usage (bits 3-1):

011 Attempted
successfully: results used to
generate location

100 Attempted
successfully: case where MS
supports multiple mobile
based positioning methods
and the actual method or
methods used by the MS
cannot be determined.

Condition Explanation
C-ifDiscriminator=0 This IE is present if the Positioning Data Discriminator IE is set to
"0000"
Range bound Explanation
maxSet Maximum size of the data set. Value is 9.
maxGANSSSet Maximum size of the data. Value is 9.

9.2.3.28 Position Data Specific To GERAN Iu Mode

This | E provides data rel ated to the positioning methods which are supported only within GERAN Iu modein relation
with the Location Report procedure. The coding of this element is described in [34].
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IE/Group Name Presence Range IE type and Semantics description
reference
Position Data Specific To M OCTET STRING | Coded as the value part of

GERAN lu Mode

the Positioning Data IE or
GANSS Positioning Data
IE defined in [34].

9.2.3.29

Accuracy Fulfilment Indicator

This |E indicates whether the returned position estimate satisfies the requested accuracy or not.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Accuracy Fulfilment Indicator

M

ENUMERATED
(requested
accuracy
fulfilled,
requested
accuracy not
fulfilled,

)

9.2.3.30

RIM Transfer

This|E contains the RIM Information (e.g. NACC information) and additionally in uplink transfer the RIM routing

address of the destination of this RIM information.

IE/Group Name Presence Range IE type and Semantics description
reference
RIM Transfer
>RIM Information M 9.2.3.31
>RIM Routing Address o 9.2.3.32

9.23.31

RIM Information

This |E contains the RIM Information (e.g. NACC information) i.e. the BSSGP RIM PDU from the RIM application
part contained in the RNC, or the BSSGP RIM PDU to be forwarded to the RIM application part in the RNC.

IE/Group Name Presence Range IE type and Semantics description
reference
RIM Information
>RIM Information M OCTET STRING | Contains the BSSGP RIM

PDU as defined in ref [36].

9.2.3.32

RIM Routing Address

This |E identifies the destination node where the RIM Information needs to be routed by the CN.
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IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Choice RIM Routing -
Address
>Target RNC-ID Applicable to -
GERAN lu mode,
not applicable to
UTRAN
>> Al M 9.2.3.6 -
>>RAC 0 9.2.3.7 -
>>RNC-ID M INTEGER If the Extended -
(0..4095) RNC-ID IE is
included in the
Target RNC-ID IE,
the RNC-ID IE
shall be ignored.
>>Extended (0] 9.2.1.39a The Extended YES reject
RNC-ID RNC-ID IE shall
be used if the
RNC identity has
a value larger
than 4095.
>GERAN-Cell-ID -
>> Al M 9.2.3.6 -
>>RAC M 9.2.3.7 -
>>Cl| M OCTET STRING -
2)
9.2.3.33 Selected PLMN Identity

Thisinformation element indicates the selected core network operator in shared networks.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

Selected PLMN identity

M

OCTET STRING
(SIZE (3))

- digits 0 to 9, encoded
0000 to 1001,

- 1111 used as filler digit,
two digits per octet,

- bits 4 to 1 of octet n
encoding digit 2n-1

- bits 8 to 5 of octet n
encoding digit 2n

-The Selected PLMN
identity consists of 3 digits
from MCC followed by
either

-a filler digit plus 2 digits
from MNC (in case of 2
digit MNC) or

-3 digits from MNC (in case
of a 3 digit MNC).

9.23.34

NAS Sequence Number

This|E istransparent for UTRAN.

IE/Group Name

Presence

Range

IE type and
reference

Semantics description

NAS Sequence Number

M

BIT STRING
(SIZE(2))

Contains the value of the
N(SD) as defined in [8].
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(redirection
completed, ...)

IE/Group Name Presence Range IE type and Semantics description
reference
Redirection Completed M ENUMERATED

9.2.3.36

Redirection Indication

This|E isused by aCN to request rerouting by the RNC to another CN operator. It isonly used in MOCN
configuration for network sharing non-supporting UES.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Redirection
Indication
> initial NAS-PDU | M 9.2.35 The initial NAS- YES ignore
PDU received from
UE
>Reject Cause M ENUMERATED This IE lists cause YES ignore
Value (PLMN not allowed, values which
location area not meaning is defined
allowed, roaming not | in [8] with the
allowed in this exception of "CS/PS
location area, no coordination
suitable cell in required” that will
location area, GPRS | never be forwarded
services not allowed | to the UE.
in this PLMN, CS/PS
coordination
required,
)
>NAS Sequence 0] 9.2.3.34 YES ignore
Number
>Permanent NAS | O 9.231 YES ignore
UE Identity
9.2.3.37 TMGI

The TMGI uniquely identifies the MBMS Bearer Service.
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IE/Group Name Presence Range IE type and Semantics description
reference
TMGI
>PLMN identity M OCTET - digits 0 to 9, encoded 0000 to

STRING 1001,

(SIZE (3)) - 1111 used as filler digit,
two digits per octet,
- bits 4 to 1 of octet n encoding
digit 2n-1
- bits 8 to 5 of octet n encoding
digit 2n
-The PLMN identity consists of
3 digits from MCC followed by
either
-a filler digit plus 2 digits from
MNC (in case of 2 digit MNC)
or
-3 digits from MNC (in case of
a 3 digit MNC).

>Service ID M OCTET
STRING
(SIZE (3))
9.2.3.38 MBMS Session ldentity

The MBMS Session Identity identifies the session of aMBMS Bearer Servicein UTRAN and is used by the UE to

recognise repetitions of a session.

This|E istransparent to RAN.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Session Identity M OCTET STRING Coded same way as the
(SIZE (1)) MBMS Session Identity IE
as defined in [44].
9.2.3.39 MBMS Bearer Service Type
Indicates the type of the MBM S Bearer Service.
IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Bearer Service Type M ENUMERATED

(multicast, broadcast,

)

9.2.3.39a

MBMS Counting Information

Indicates to the RNC whether MBM S Counting procedures can be applied in MBM S Broadcast Mode.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Counting Information | M ENUMERATED
(counting, not
counting, ...)

9.2.3.40

This | E defines the duration of the MBMS Session.

MBMS Session Duration
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IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Session Duration M OCTET STRING Coded as the value part of
(SIZE (3)) MBMS-Session-Duration

AVP as defined in [44].

9.23.41

MBMS Service Area

The MBMS Service Area |E consists of alist of one or several MBMS Service Area | dentities where each MBMS
Service Area ldentity is frequency agnostic and can be mapped onto one or more cells.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Service Area M OCTET Value part coded per MBMS
STRING Service Area AVP as defined

in [44].

9.2.3.42

RA List of Idle Mode UEs

Indicates the list of RAs where idle-mode UEs interested in a given Multicast Service are.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Choice RA List of Idle
Mode UEs
> Not Empty RA List The same
of Idle Mode UEs RAC+LAI
combination must
only be present
once.
>> RA of Idle lto Each RAC in this
Mode UEs <maxMB list gives a valid
MSRA> RAI only if
combined with an
LAI of the same
index contained in
the LA of Idle
Mode UEs IE.
>> RAC M 9.2.3.7
>>LA List of Idle C- YES reject
Mode UEs IfRAofldleMo
deUEs
>>> LA of Idle 1lto
Mode UEs <maxMB
MSRA>
>>>> LAl M 9.2.3.6 -
> Empty/Full RA List ENUMERAT
of Idle Mode UEs ED
(emptylist,
fulllist,...)
Range bound Explanation
maxMBMSRA Maximum no. of Routing Areas where idle-mode UEs interested in a
given Multicast Service are. The value for maxMBMSRA is 65536.
Condition Explanation
IfRAofldleModeUEs This IE shall be present if the RA of Idle Mode UEs IE is included.
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Indicates the list of new RAs where idle-mode UEs interested in a given Multicast Service became or moved to, as well
asthelist of RAswhere there is no interested idle-mode UEs in a given Multicast Service any longer.

IE/Group Name Presence Range IE type and Semantics Criticality Assigned
reference description Criticality
Delta RA List of Idle The same
Mode UEs RAC+LAI
combination must
only be present
once.
>New RA List of Idle @)
Mode UEs
>> New RA of Idle 1lto Each RAC in this
Mode UEs <maxMB list gives a valid
MSRA> RAI only if
combined with an
LAI of the same
index contained in
the LA of Idle
Mode UEs IE.
>>> RAC M 9.2.3.7
>RA List with No Idle @)
Mode UEs Any More
>> RA with No Idle 1lto Each RAC in this
Mode UEs Any More <maxMB list gives a valid
MSRA> RAI only if
combined with an
LAI of the same
index contained in
the LA of Idle
Mode UEs IE.
>>> RAC M 9.2.3.7
>New LA List of Idle C- YES reject
Mode UEs IfNewRAList
ofldleModeU
Es
>> New LA of Idle 1to
Mode UEs <maxMB
MSRA>
>>> AL M 9.2.3.6
>LA List with No Idle C- YES reject
Mode UEs Any More IfRAListWith
NoldleMode
UEsAnyMor
e
>> LA with No Idle 1lto
Mode UEs Any More <maxMB
MSRA>
>>> LAL M 9.2.3.6
Range bound Explanation
maxMBMSRA Maximum no. of Routing Areas where idle-mode UEs interested in a
given Multicast Service are. The value for maxMBMSRA is 65536.
Condition Explanation
IfNewRAListofldleModeUEs This IE shall be present if the New RA List of Idle Mode UEs IE is
included.
IfRAListWithNoldleModeUEsAnyMore This IE shall be presentif the RA List with No Idle Mode UEs Any
More IE is included.
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9.2.3.44 MBMS CN De-Registration

Indicates whether the MBM S Session Stop procedure is a normal Session Stop or atotal de-registration for a given
MBMS Bearer Service.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS CN De-Registration M ENUMERAT
ED(

normal
session stop,
deregister,

)

9.2.3.45 MBMS Registration Request Type
Indicates the type of the MBM S Registration Request.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Registration Request | M ENUMERAT
Type ED(
register,
deregister,

)

9.2.3.46 Requested MBMS IP Multicast Address and APN
Informs the RNC about the requested pairs of IP Multicast Address and APN.

IE/Group Name Presence Range IE type and Semantics description
reference
Requested MBMS IP
Multicast Address and
APN
>MBMS IP Multicast 1to
Address and APN list <maxnoofMulticas
tServicesPerRNC
>
>>TMGI M 9.2.3.37
>>|P Multicast Address M OCTET Transparent information to
STRING RAN.
(4..16) Octet string size 4 represents
Ipv4 address.
Octet string size 16 represents
Ipv6 address.
>>APN M OCTET Transparent information to
STRING RAN.
(1..255)
Range bound Explanation
maxnoofMulticastServicesPerRNC Maximum no. of Multicast Services that a RNC can have context for.
Value is 512.

9.2.3.47 Requested Multicast Service List

Informs the RNC about the requested Multicast Service list for a particular UE.
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IE/Group Name Presence Range IE type and Semantics description
reference
Requested Multicast Service
List
>TMGI M 1lto 9.2.3.37 The same TMGI must only be
<maxnoofMulticas present once.
tServicesJoinedP
eruE>
Range bound Explanation

maxnoofMulticastServicesJoinedPerUE Maximum no. of Multicast Services that a UE can join respectively.

Value is 128.

9.2.3.48 MBMS Session Repetition Number

Informs the RNC about the repetitions of a particular session of aMBMS Bearer Service.

IE/Group Name Presence Range IE type and Semantics description
reference
MBMS Session Repetition M OCTET STRING Coded as the value part of
Number (SIZE (1)) MBMS-Session -
Repetition-Number AVP as
defined in [44].

9.2.3.49 Time to MBMS Data Transfer

This | E denotes the time occurring between the transmission of the MBM S SESSION START message to the RNS and
the actual start of the data transfer. The coding of this element is described in [36].

IE/Group Name Presence Range IE type and Semantics description
reference
Time to MBMS Data M OCTET STRING Coded as the value part of
Transfer (SIZE (1)) Time to MBMS Data
Transfer |IE defined in [36].

9.2.3.50 Redirect Attempt Flag

This |E indicates that the CN should respond with a Redirection Indication |E or a Redirection completed |E.

IE/Group Name Presence Range IE type and Semantics description
reference

Redirect Attempt Flag M NULL

9.2.3.51 Velocity Estimate

The Velocity Estimate | E is used to describe the UE"s velocity. The reference system is the same as used in [20].
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IE/Group Name Presence Range IE type and Semantics description
reference
Choice Velocity Estimate
>Horizontal Velocity See below Horizontal speed and
bearing (the direction of
travel).
>Horizontal with Vertical See below Horizontal speed, bearing
Velocity (the direction of travel), and
vertical speed
>Horizontal Velocity with See below Horizontal speed, bearing
Uncertainty (the direction of travel), and
the uncertainty of the
reported speed.
>Horizontal with Vertical See below Horizontal speed, bearing
Velocity and Uncertainty (the direction of travel),
vertical speed and the
uncertainty of the reported
speed.
IE/Group Name Presence Range IE type and Semantics description
reference
Horizontal Velocity
>Horizontal Speed and M See below
Bearing
IE/Group Name Presence Range IE type and Semantics description
reference
Horizontal with Vertical
Velocity
>Horizontal Speed and M See below
Bearing
>Vertical Velocity M See below
IE/Group Name Presence Range IE type and Semantics description
reference
Horizontal Velocity with
Uncertainty
>Horizontal Speed and M See below
Bearing
>>Uncertainty Speed M INTEGER Uncertainty speed is
(0..255) encoded in increments of 1

kilometer per hour using an
8 bit binary coded number
(N). The value of N gives
the uncertainty speed
except for N=255 which
indicates that the
uncertainty is not specified
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IE/Group Name Presence Range IE type and Semantics description
reference
Horizontal with Vertical
Velocity and Uncertainty
>Horizontal Speed and M See below
Bearing
>>Vertical Velocity M See below
>>Horizontal Uncertainty | M INTEGER Horizontal Uncertainty
Speed (0..255) Speed is encoded in
increments of 1 kilometer
per hour using an 8 bit
binary coded number (N).
The value of N gives the
uncertainty speed except
for N=255 which indicates
that the uncertainty is not
specified
>>Vertical Uncertainty M INTEGER Vertical Uncertainty speed
Speed (0..255) is encoded in increments of
1 kilometer per hour using
an 8 bit binary coded
number (N). The value of
N gives the uncertainty
speed except for N=255
which indicates that the
uncertainty is not specified
IE/Group Name Presence Range IE type and Semantics description
reference
Horizontal Speed and
Bearing
>Bearing M INTEGER The direction of movement
(0..359) is given in degrees where
"0" represents North, "90"
represents East, etc.
>Horizontal Speed M INTEGER The relationship between
(0..< 2™-1) (N) and the horizontal
speed (h) in kilometers per
hour it describes is:
N<h<N+05
(N=0)
N-05<h<N+05
(0<N<2'-1)
N-05<h (N =
211_1)
IE/Group Name Presence Range IE type and Semantics description
reference
Vertical Velocity
>Vertical Speed M INTEGER The relationship between
(0..2%-1) (N) and the vertical speed
(v) in kilometers per hour it
describes is:
N<v<N+05 (N=
0)
N-05<v<N+05 (0<
N < 25-1)
N-0.5<v(N=2%1)
>Vertical Speed Direction M ENUMERATED
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9.2.3.52 RAT Type

Indicates the RAT from which the context request originates.

IE/Group Name Presence Range IE type and reference Semantics description
RAT Type (0] ENUMERATED(UTRAN, | GERAN means GERAN
GERAN, ...) Gb mode. UTRAN means

UTRAN but may also
include GERAN lu mode.

9.2.3.53 Requested GANSS Assistance Data
Thisinformation element is used for indicating the requested GANSS assistance data.

This|E istransparent to CN.

IE/Group Name Presence Range IE type and Semantics description
reference
Requested GANSS OCTET STRING For the corresponding
Assistance Data (SIZE(1..201)) Information Element Definition
see 'ganssAssistanceData’
[22].
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9.3 Message and Information Element Abstract Syntax (with ASN.1)

9.3.0 General
RANAP ASN.1 definition conforms with [14] and [15].

The ASN.1 definition specifies the structure and content of RANAP messages. RANAP messages can contain any | Es specified in the object set definitions for that message
without the order or number of occurrence being restricted by ASN.1. However, for this version of the standard, a sending entity shall construct a RANAP message according to
the PDU definitions module and with the following additional rules (Note that in the following |E means an |E in the object set with an explicit id. If one | E needed to appear
more than once in one object set, then the different occurrences have different |E ids):

e |Esshall beordered (in an |E container) in the order they appear in object set definitions..

e  Object set definitions specify how many times |Es may appear. An |E shall appear exactly once if the presence field in an object has value "mandatory”. An |E may appear
at most once if the presence field in an object has value "optional” or "conditional". If in atabular format there is multiplicity specified for an IE (i.e. an IE list) thenin the
corresponding ASN.1 definition the list definition is separated into two parts. The first part defines an | E container list where the list elements reside. The second part
defineslist elements. The |E container list appears as an | E of its own. For this version of the standard an |E container list may contain only one kind of list elements.

If aRANAP message that is not constructed as defined above is received, this shall be considered as Abstract Syntax Error, and the message shall be handled as defined for
Abstract Syntax Error in subclause 10.3.6.

Subclause 9.3 presents the Abstract Syntax of RANAP protocol with ASN.1. In case there is contradiction between the ASN.1 definition in this subclause and the tabular format
in subclause 9.1 and 9.2, the ASN. 1 shall take precedence, except for the definition of conditions for the presence of conditional elements, where the tabular format shall take
precedence.

9.3.1 Usage of private message mechanism for non-standard use

The private message mechanism for non-standard use may be used:

- for specia operator- (and/or vendor) specific features considered not to be part of the basic functionality, i.e. the functionality required for a complete and high-quality
specification in order to guarantee multivendor interoperability;

- by vendors for research purposes, e.g. to implement and evaluate new algorithms/features before such features are proposed for standardisation.

The private message mechanism shall not be used for basic functionality. Such functionality shall be standardised.

9.3.2 Elementary Procedure Definitions

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdddddhdhddhdhdhhdhddddddhhdhhdddddhhrhhhhhdhd

-- Elementary Procedure definitions
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—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdddhdhdhddhddhdhddddddddhddddddddhhrrrhhhdhd

RANAP-PDU-Descriptions {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)
umts-Access (20) modules (3) ranap (0) versionl (1) ranap-PDU-Descriptions (0)}

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd

-- IE parameter types from other modules.

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhddddddhddhddhdhdhdhdddddddhhhddddddhhhhhhhhdd

IMPORTS
Criticality,
ProcedureCode

FROM RANAP-CommonDataTypes

Iu-ReleaseCommand,
Iu-ReleaseComplete,
RelocationCommand,
RelocationPreparationFailure,
RelocationRequired,
RelocationRequest,
RelocationRequestAcknowledge,
RelocationFailure,
RelocationCancel,
RelocationCancelAcknowledge,
SRNS-ContextRequest,
SRNS-ContextResponse,
SecurityModeCommand,
SecurityModeComplete,
SecurityModeReject,
DataVolumeReportRequest,
DataVolumeReport,

Reset,

ResetAcknowledge,
RAB-ReleaseRequest,
Iu-ReleaseRequest,
RelocationDetect,
RelocationComplete,
Paging,

CommonID,

CN-InvokeTrace,
CN-DeactivateTrace,
LocationReportingControl,
LocationReport,
InitialUE-Message,
DirectTransfer,

Overload,
ErrorIndication,
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SRNS-DataForwardCommand,
ForwardSRNS-Context,
RAB-AssignmentRequest,
RAB-AssignmentResponse,
RAB-ModifyRequest,
PrivateMessage,
ResetResource,
ResetResourceAcknowledge,
RANAP-RelocationInformation,
LocationRelatedDataRequest,
LocationRelatedDataResponse,
LocationRelatedDataFailure,
InformationTransferIndication,
InformationTransferConfirmation,
InformationTransferFailure,
UESpecificInformationIndication,
DirectInformationTransfer,
UplinkInformationExchangeRequest,
UplinkInformationExchangeResponse,
UplinkInformationExchangeFailure,
MBMSSessionStart,
MBMSSessionStartResponse,
MBMSSessionStartFailure,
MBMSSessionUpdate,
MBMSSessionUpdateResponse,
MBMSSessionUpdateFailure,
MBMSSessionStop,
MBMSSessionStopResponse,
MBMSUELinkingRequest,
MBMSUELinkingResponse,
MBMSRegistrationRequest,
MBMSRegistrationResponse,
MBMSRegistrationFailure,
MBMSCNDe-RegistrationRequest,
MBMSCNDe-RegistrationResponse,
MBMSRABEstablishmentIndication,
MBMSRABReleaseRequest,
MBMSRABRelease,
MBMSRABReleaseFailure

FROM RANAP-PDU-Contents

id-LocationRelatedData,
id-CN-DeactivateTrace,
id-CN-InvokeTrace,
id-CommonID,
id-DataVolumeReport,
id-DirectTransfer,
id-ErrorIndication,
id-ForwardSRNS-Context,
id-InformationTransfer,
id-InitialUE-Message,
id-Iu-Release,
id-Iu-ReleaseRequest,
id-LocationReport,
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id-LocationReportingControl,
id-OverloadControl,

id-Paging,

id-privateMessage,
id-RAB-Assignment,
id-RAB-ReleaseRequest,
id-RAB-ModifyRequest,
id-RANAP-Relocation,
id-RelocationCancel,
id-RelocationComplete,
id-RelocationDetect,
id-RelocationPreparation,
id-RelocationResourceAllocation,
id-Reset,
1d-SRNS-ContextTransfer,
id-SRNS-DataForward,
id-SecurityModeControl,
id-ResetResource,
id-UESpecificInformation,
id-DirectInformationTransfer,
id-UplinkInformationExchange,
id-MBMSSessionStart,
id-MBMSSessionUpdate,
id-MBMSSessionStop,
id-MBMSUELinking,
id-MBMSRegistration,
id-MBMSCNDe-Registration-Procedure,
1d-MBMSRABEstablishmentIndication,
id-MBMSRABRelease

FROM RANAP-Constants;

—— kkkkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhhkhkhhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

-- Interface Elementary Procedure Class

—— kkkkhkkhkhkhkhkhkhkhkhkkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhdhhhhhhhhhhhkhhhhhhhhdhdhhdh

RANAP-ELEMENTARY-PROCEDURE ::= CLASS {
&InitiatingMessage ,
&SuccessfulOutcome OPTIONAL,
&UnsuccessfulOutcome OPTIONAL,
&Outcome OPTIONAL,
&procedureCode ProcedureCode UNIQUE,
&criticality Criticality DEFAULT ignore

WITH SYNTAX {

INITIATING MESSAGE &InitiatingMessage
[SUCCESSFUL OUTCOME &SuccessfulOutcome]
[UNSUCCESSFUL OUTCOME &UnsuccessfulOutcome]
[OUTCOME &Outcome]

PROCEDURE CODE &procedureCode
[CRITICALITY &criticalityl]

221
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—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

-- Interface PDU Definition

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhdhddddhddhdhdhdddddddhhhdhdddddhdhdhhhhhhdhd

RANAP-PDU ::= CHOICE {
initiatingMessage InitiatingMessage,
successfulOutcome SuccessfulOutcome,
unsuccessfulOutcome UnsuccessfulOutcome,

outcome Outcome,
InitiatingMessage ::= SEQUENCE {

procedureCode RANAP-ELEMENTARY - PROCEDURE. &procedureCode ({RANAP*ELEMENTARY*PROCEDURES}),

criticality RANAP-ELEMENTARY-PROCEDURE.&criticality ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode}) ,

value RANAP-ELEMENTARY - PROCEDURE. &InitiatingMessage ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode } )
SuccessfulOutcome ::= SEQUENCE {

procedureCode  RANAP-ELEMENTARY-PROCEDURE. &procedureCode ({RANAP-ELEMENTARY - PROCEDURES}) ,

criticality RANAP-ELEMENTARY-PROCEDURE.&criticality ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode}) ,

value RANAP-ELEMENTARY - PROCEDURE . &SuccessfulOutcome ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode })
UnsuccessfulOutcome ::= SEQUENCE {

procedureCode RANAP-ELEMENTARY - PROCEDURE. &procedureCode ({RANAP*ELEMENTARY*PROCEDURES}),

criticality RANAP-ELEMENTARY-PROCEDURE.&criticality ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode}) ,

value RANAP-ELEMENTARY - PROCEDURE. &UnsuccessfulOutcome ({RANAP-ELEMENTARY-PROCEDURES }{@procedureCode})
Outcome ::= SEQUENCE {

procedureCode  RANAP-ELEMENTARY-PROCEDURE. &procedureCode ({RANAP-ELEMENTARY - PROCEDURES}) ,

criticality RANAP-ELEMENTARY-PROCEDURE.&criticality ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode}) ,

value RANAP-ELEMENTARY - PROCEDURE . &§0ut come ({RANAP-ELEMENTARY - PROCEDURES } {@procedureCode })

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhddhhdhdhdhdhdhddhddhddhhdhhdddhhhhhhhhhhdhd

-- Interface Elementary Procedure List

L kkkkkkkkkkhhkk Ak kkkk ok ok h ok hhhhhk ko k ok ok ok ok ok ok ko ok ki ok ki ok ok ko k& & ok ok ok ok ok ok ok ok ok ok
RANAP-ELEMENTARY-PROCEDURES RANAP-ELEMENTARY-PROCEDURE ::= {
RANAP-ELEMENTARY -PROCEDURES-CLASS-1 |

RANAP-ELEMENTARY -PROCEDURES-CLASS-2 |
RANAP-ELEMENTARY - PROCEDURES-CLASS-3 ,

RANAP-ELEMENTARY - PROCEDURES-CLASS-1 RANAP-ELEMENTARY-PROCEDURE : := {
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iu-Release |
relocationPreparation |
relocationResourceAllocation |
relocationCancel
sRNS-ContextTransfer |
securityModeControl |
dataVolumeReport

reset |

resetResource ,

ey
locationRelatedData |
informationTransfer |
uplinkInformationExchange |
mBMSSessionStart |
mBMSSessionUpdate |
mBMSSessionStop |
mBMSUELinking |
mBMSRegistration |
mBMSCNDe-Registration |
mBMSRABRelease

RANAP-ELEMENTARY-PROCEDURES-CLASS-2 RANAP-ELEMENTARY-PROCEDURE
rAB-ReleaseRequest |
iu-ReleaseRequest
relocationDetect
relocationComplete

|

|

: |
paging |
|

|

{

commonID

cN-InvokeTrace
cN-DeactivateTrace
locationReportingControl |
locationReport |
initialUE-Message |
directTransfer |
overloadControl |
errorIndication |
sRNS-DataForward |
forwardSRNS-Context |
privateMessage |
rANAP-Relocation ,

rAB-ModifyRequest
uESpecificInformation |
directInformationTransfer |
mBMSRABEstablishmentIndication

}

RANAP-ELEMENTARY-PROCEDURES-CLASS-3 RANAP-ELEMENTARY-PROCEDURE ::= {
rAB-Assignment ,

—— kkkkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdhdd
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-- Interface Elementary Procedures

- EEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEREEEEEEEEEEEEEEEEEREEEEEEEEEEEEES
iu-Release RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE Iu-ReleaseCommand

SUCCESSFUL OUTCOME Iu-ReleaseComplete

PROCEDURE CODE id-Iu-Release
CRITICALITY reject
relocationPreparation RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE RelocationRequired
SUCCESSFUL OUTCOME RelocationCommand

UNSUCCESSFUL OUTCOME RelocationPreparationFailure
PROCEDURE CODE id-RelocationPreparation
CRITICALITY reject

relocationResourceAllocation RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE RelocationRequest
SUCCESSFUL OUTCOME RelocationRequestAcknowledge

UNSUCCESSFUL OUTCOME RelocationFailure
PROCEDURE CODE id-RelocationResourceAllocation
CRITICALITY reject

relocationCancel RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE RelocationCancel
SUCCESSFUL OUTCOME RelocationCancelAcknowledge

PROCEDURE CODE id-RelocationCancel
CRITICALITY reject
sRNS-ContextTransfer RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE SRNS-ContextRequest
SUCCESSFUL OUTCOME SRNS-ContextResponse

PROCEDURE CODE id-SRNS-ContextTransfer
CRITICALITY reject
securityModeControl RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE SecurityModeCommand
SUCCESSFUL OUTCOME SecurityModeComplete
UNSUCCESSFUL OUTCOME SecurityModeReject
PROCEDURE CODE id-SecurityModeControl
CRITICALITY reject

}

dataVolumeReport RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE DataVolumeReportRequest
SUCCESSFUL OUTCOME DataVolumeReport
PROCEDURE CODE id-DataVolumeReport

ETSI

ETSI TS 125 413 V7.9.0 (2008-07)



3GPP TS 25.413 version 7.9.0 Release 7 225
CRITICALITY reject
reset RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE Reset
SUCCESSFUL OUTCOME ResetAcknowledge

PROCEDURE CODE id-Reset
CRITICALITY reject

}

rAB-ReleaseRequest RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE RAB-ReleaseRequest
PROCEDURE CODE id-RAB-ReleaseRequest
CRITICALITY ignore

}

iu-ReleaseRequest RANAP-ELEMENTARY-PROCEDURE
INITIATING MESSAGE Iu-ReleaseRequest
PROCEDURE CODE id-Iu-ReleaseRequest
CRITICALITY ignore

Il
—_

}

relocationDetect RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE RelocationDetect
PROCEDURE CODE id-RelocationDetect
CRITICALITY ignore

}

relocationComplete RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE RelocationComplete
PROCEDURE CODE id-RelocationComplete
CRITICALITY ignore

}

paging RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE Paging
PROCEDURE CODE id-Paging
CRITICALITY ignore

}

commonID RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE CommonID
PROCEDURE CODE id-CommonID
CRITICALITY ignore

}

cN-InvokeTrace RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE CN-InvokeTrace
PROCEDURE CODE id-CN-InvokeTrace
CRITICALITY ignore

}

cN-DeactivateTrace RANAP-ELEMENTARY-PROCEDURE ::= {
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INITIATING MESSAGE CN-DeactivateTrace
PROCEDURE CODE id-CN-DeactivateTrace
CRITICALITY ignore

}

locationReportingControl RANAP-ELEMENTARY-PROCEDURE
INITIATING MESSAGE LocationReportingControl

{

PROCEDURE CODE id-LocationReportingControl
CRITICALITY ignore

}

locationReport RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE LocationReport
PROCEDURE CODE id-LocationReport
CRITICALITY ignore

}

initialUE-Message RANAP-ELEMENTARY-PROCEDURE
INITIATING MESSAGE InitialUE-Message
PROCEDURE CODE id-InitialUE-Message
CRITICALITY ignore

{

}

directTransfer RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE DirectTransfer
PROCEDURE CODE id-DirectTransfer
CRITICALITY ignore

}

overloadControl RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE Overload
PROCEDURE CODE id-OverloadControl
CRITICALITY ignore

}

errorIndication RANAP-ELEMENTARY-PROCEDURE ::=
INITIATING MESSAGE ErrorIndication
PROCEDURE CODE id-ErrorIndication
CRITICALITY ignore

}

sRNS-DataForward RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE SRNS-DataForwardCommand
PROCEDURE CODE id-SRNS-DataForward
CRITICALITY ignore

}

forwardSRNS-Context RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE ForwardSRNS-Context
PROCEDURE CODE id-ForwardSRNS-Context
CRITICALITY ignore

}

rAB-Assignment RANAP-ELEMENTARY-PROCEDURE ::= {
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INITIATING MESSAGE RAB-AssignmentRequest

OUTCOME RAB-AssignmentResponse
PROCEDURE CODE id-RAB-Assignment
CRITICALITY reject

privateMessage RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE PrivateMessage

PROCEDURE CODE id-privateMessage
CRITICALITY ignore

}

resetResource RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE ResetResource
SUCCESSFUL OUTCOME ResetResourceAcknowledge

PROCEDURE CODE id-ResetResource
CRITICALITY reject

}

rANAP-Relocation RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE RANAP-RelocationInformation
PROCEDURE CODE id-RANAP-Relocation
CRITICALITY ignore

}

rAB-ModifyRequest RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE RAB-ModifyRequest
PROCEDURE CODE id-RAB-ModifyRequest
CRITICALITY ignore

}

locationRelatedData RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE LocationRelatedDataRequest
SUCCESSFUL OUTCOME LocationRelatedDataResponse
UNSUCCESSFUL OUTCOME LocationRelatedDataFailure
PROCEDURE CODE id-LocationRelatedData
CRITICALITY reject

}

informationTransfer RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE InformationTransferIndication
SUCCESSFUL OUTCOME InformationTransferConfirmation
UNSUCCESSFUL OUTCOME InformationTransferFailure
PROCEDURE CODE id-InformationTransfer
CRITICALITY reject

}

uESpecificInformation RANAP-ELEMENTARY-PROCEDURE ::=
INITIATING MESSAGE UESpecificInformationIndication
PROCEDURE CODE id-UESpecificInformation
CRITICALITY ignore
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directInformationTransfer RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE
PROCEDURE CODE
CRITICALITY

}

DirectInformationTransfer
id-DirectInformationTransfer
ignore

uplinkInformationExchange RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE
SUCCESSFUL OUTCOME
UNSUCCESSFUL OUTCOME
PROCEDURE CODE

UplinkInformationExchangeRequest
UplinkInformationExchangeResponse
UplinkInformationExchangeFailure
id-UplinkInformationExchange

CRITICALITY reject
mBMSSessionStart RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE MBMSSessionStart

SUCCESSFUL OUTCOME
UNSUCCESSFUL OUTCOME
PROCEDURE CODE

MBMSSessionStartResponse
MBMSSessionStartFailure
id-MBMSSessionStart

CRITICALITY reject
mBMSSessionUpdate RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE MBMSSessionUpdate

SUCCESSFUL OUTCOME
UNSUCCESSFUL OUTCOME
PROCEDURE CODE

MBMSSessionUpdateResponse
MBMSSessionUpdateFailure
id-MBMSSessionUpdate

CRITICALITY reject
mBMSSessionStop RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE MBMSSessionStop

SUCCESSFUL OUTCOME
PROCEDURE CODE

MBMSSessionStopResponse
id-MBMSSessionStop

CRITICALITY reject
mBMSUELinking RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE MBMSUELinkingRequest
OUTCOME MBMSUELinkingResponse
PROCEDURE CODE id-MBMSUELinking
CRITICALITY reject
mBMSRegistration RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE
SUCCESSFUL OUTCOME
UNSUCCESSFUL OUTCOME
PROCEDURE CODE
CRITICALITY

}

MBMSRegistrationRequest
MBMSRegistrationResponse
MBMSRegistrationFailure
id-MBMSRegistration
reject

mBMSCNDe-Registration RANAP-ELEMENTARY-PROCEDURE ::= {

INITIATING MESSAGE

MBMSCNDe-RegistrationRequest
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SUCCESSFUL OUTCOME MBMSCNDe-RegistrationResponse
PROCEDURE CODE id-MBMSCNDe-Registration-Procedure
CRITICALITY reject

}

mBMSRABEstablishmentIndication RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE MBMSRABEstablishmentIndication
PROCEDURE CODE id-MBMSRABEstablishmentIndication
CRITICALITY ignore

}

mBMSRABRelease RANAP-ELEMENTARY-PROCEDURE ::= {
INITIATING MESSAGE MBMSRABReleaseRequest
SUCCESSFUL OUTCOME MBMSRABRelease
UNSUCCESSFUL OUTCOME MBMSRABReleaseFailure
PROCEDURE CODE id-MBMSRABRelease
CRITICALITY reject

END

9.3.3 PDU Definitions

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhddddhhddddhdhhdhddhdddhhdddddhdhdhhhhhhdd

-- PDU definitions for RANAP.

—— khkhkhkhkhhkhhkhhhhhhhhhhhhhhhdddhdhddhdhdhdhdhdddddddhhhhdddddddhddhhhhhdrd

RANAP-PDU-Contents {
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)
umts-Access (20) modules (3) ranap (0) versionl (1) ranap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::=

BEGIN

—— kkkkkhkkhkhkkhkhkhkkhkkhkhkhkhkhkhkhkhhhkhkhhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhhk

-- IE parameter types from other modules.

—— kkkkkhkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhhkhkhhhhkhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhdhdd

IMPORTS
AccuracyFulfilmentIndicator,
APN,
BroadcastAssistanceDataDecipheringKeys,
LocationRelatedDataRequestType,
LocationRelatedDataRequestTypeSpecificToGERANIuMode,
DataVolumeReference,
CellLoadInformation,
Arealdentity,
CN-DomainIndicator,
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Cause,

ClientType,
CriticalityDiagnostics,
ChosenEncryptionAlgorithm,
ChosenIntegrityProtectionAlgorithm,
ClassmarkInformation2,
ClassmarkInformation3,
DL-GTP-PDU-SequenceNumber,
DL-N-PDU-SequenceNumber,
DataVolumeReportingIndication,
DeltaRAListofIdleModeUEs,
DRX-CycleLengthCoefficient,
EncryptionInformation,
ExtendedRNC-1ID,
FrequencelLayerConvergenceFlag,
GERAN-BSC-Container,
GERAN-Classmark,

GlobalCN-ID,

GlobalRNC-1ID,

IncludeVelocity,
InformationExchangelID,
InformationExchangeType,
InformationRequested,
InformationRequestType,
InformationTransferID,
InformationTransferType,
InterSystemInformationTransferType,
IntegrityProtectionInformation,
InterSystemInformation-TransparentContainer,
IPMulticastAddress,
IuSignallingConnectionIdentifier,
IuTransportAssociation,
KeyStatus,

L3-Information,

LAI,

LastKnownServiceArea,
MBMS-PTP-RAB-ID,
MBMSBearerServiceType,
MBMSCountingInformation,
MBMSCNDe-Registration,
MBMSRegistrationRequestType,
MBMSServiceArea,
MBMSSessionDuration,
MBMSSessionIdentity,
MBMSSessionRepetitionNumber,
NAS-PDU,

NAS-SequenceNumber,
NAS-SynchronisationIndicator,
NewBSS-To-01dBSS-Information,
NonSearchingIndication,
NumberOfSteps,

OMC-1ID,
01dBSS-ToNewBSS-Information,
PagingArealD,
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PagingCause,
PDP-TypeInformation,
PermanentNAS-UE-ID,
PLMNidentity,
PositionData,
PositionDataSpecificToGERANIuMode,
PositioningPriority,
ProvidedData,
RAB-ID,
RAB-Parameters,
RAC,
RAListofIdleModeUEs,
RAT-Type,
RedirectAttemptFlag,
RedirectionCompleted,
RejectCauseValue,
RelocationType,
RequestedGANSSAssistanceData,
RequestType,
Requested-RAB-Parameter-Values,
ResponseTime,
RRC-Container,
SAI,
SAPI,
Service-Handover,
SessionUpdatelD,
SNA-Access-Information,
SourceBSS-ToTargetBSS-TransparentContainer,
SourcelD,
SourceRNC-ToTargetRNC-TransparentContainer,
TargetBSS-ToSourceBSS-TransparentContainer,
TargetID,
TargetRNC-ToSourceRNC-TransparentContainer,
TemporaryUE-ID,
TimeToMBMSDataTransfer,
TMGI,
TracePropagationParameters,
TraceReference,
TraceType,
UnsuccessfullyTransmittedDatavolume,
TransportLayerAddress,
TriggerID,
UE-ID,
UESBI-Iu,
UL-GTP-PDU-SequenceNumber,
UL-N-PDU-SequenceNumber,
UP-ModeVersions,
UserPlaneMode,
VelocityEstimate,
VerticalAccuracyCode,
Alt-RAB-Parameters,
Ass-RAB-Parameters,
PeriodicLocationInfo

FROM RANAP-IEs
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PrivateIE-Container{},
ProtocolExtensionContainer{},
ProtocolIE-ContainerList{},
ProtocolIE-ContainerPair{},
ProtocolIE-ContainerPairList{},
ProtocolIE-Container({},
RANAP-PRIVATE-IES,
RANAP-PROTOCOL-EXTENSION,
RANAP-PROTOCOL-IES,
RANAP-PROTOCOL-IES-PATR

FROM RANAP-Containers

maxNrOfDTs,

maxNrOfErrors,
maxNrOfIuSigConlIds,
maxNrOfRABs,

maxNrOfVvol,
maxnoofMulticastServicesPerUE,

id-AccuracyFulfilmentIndicator,

id-APN,

id-Arealdentity,

id-Alt-RAB-Parameters,

id-Ass-RAB-Parameters,
id-BroadcastAssistanceDataDecipheringKeys,
id-LocationRelatedDataRequestType,
id-CN-DomainIndicator,

id-Cause,

id-ChosenEncryptionAlgorithm,
id-ChosenIntegrityProtectionAlgorithm,
id-ClassmarkInformation2,
id-ClassmarkInformation3,

id-ClientType,

id-CNMBMSLinkingInformation,
id-CriticalityDiagnostics,
id-DeltaRAListofIdleModeUEs,
id-DRX-CycleLengthCoefficient,
id-DirectTransferInformationItem-RANAP-RelocInf,
id-DirectTransferInformationList-RANAP-RelocInf,
id-DL-GTP-PDU-SequenceNumber,
id-EncryptionInformation,

id-ExtendedRNC-1ID,
id-FrequencelayerConvergenceFlag,
id-GERAN-BSC-Container,

1d-GERAN-Classmark,
id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item,
id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse,
id-GlobalCN-ID,

id-GlobalRNC-1ID,

id-IncludevVelocity,

id-InformationExchangelID,
id-InformationExchangeType,
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id-InformationRequested,
id-InformationRequestType,
id-InformationTransferID,
id-InformationTransferType,
id-IntegrityProtectionInformation,
id-InterSystemInformationTransferType,
id-InterSystemInformation-TransparentContainer,
id-IPMulticastAddress,

id-IuSigConId,

id-IuSigConIdItem,

id-IuSigConIdList,
id-IuTransportAssociation,
id-JoinedMBMSBearerServicesList,
id-KeyStatus,

id-L3-Information,

id-LAT,

id-LastKnownServiceArea,
id-LeftMBMSBearerServicesList,
id-LocationRelatedDataRequestTypeSpecificToGERANIuMode,
id-MBMSBearerServiceType,
id-MBMSCountingInformation,
id-MBMSCNDe-Registration,
id-MBMSRegistrationRequestType,
id-MBMSServiceArea,
id-MBMSSessionDuration,
id-MBMSSessionIdentity,
id-MBMSSessionRepetitionNumber,
i1d-NAS-PDU,

id-NAS-SequenceNumber,
1id-NewBSS-To-01dBSS-Information,
id-NonSearchingIndication,
id-NumberOfSteps,

id-OMC-1D,
1d-01dBSS-ToNewBSS-Information,
id-PagingArealD,

id-PagingCause,
id-PDP-TypeInformation,
id-PermanentNAS-UE-ID,
id-PositionData,
id-PositionDataSpecificToGERANIuMode,
id-PositioningPriority,
id-ProvidedData,

id-RAB-ContextItem,
id-RAB-ContextList,
id-RAB-ContextFailedtoTransferItem,
id-RAB-ContextFailedtoTransferList,
id-RAB-ContextItem-RANAP-RelocInf,
id-RAB-ContextList-RANAP-RelocInf,
id-RAB-DataForwardingItem,
id-RAB-DataForwardingItem-SRNS-CtxReq,
id-RAB-DataForwardingList,
id-RAB-DataForwardingList-SRNS-CtxReq,
id-RAB-DataVolumeReportItem,
id-RAB-DataVolumeReportList,
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id-RAB-DataVolumeReportRequestItem,
id-RAB-DataVolumeReportRequestList,
id-RAB-FailedItem,
id-RAB-FailedList,
id-RAB-FailedtoReportItem,
id-RAB-FailedtoReportList,
id-RAB-1ID,

id-RAB-ModifylList,
id-RAB-ModifyItem,
id-RAB-Parameters,
id-RAB-QueuedItem,
id-RAB-QueuedList,
id-RAB-ReleaseFailedList,
id-RAB-ReleaseIten,
id-RAB-ReleasedItem-IuRelComp,
id-RAB-ReleaselList,
id-RAB-ReleasedItem,
id-RAB-ReleasedList,
id-RAB-ReleasedList-IuRelComp,
id-RAB-RelocationReleaseltem,
id-RAB-RelocationReleaselist,
id-RAB-SetupItem-RelocReq,
id-RAB-SetupItem-RelocRegAck,
id-RAB-SetupList-RelocReq,
id-RAB-SetupList-RelocRegAck,
id-RAB-SetupOrModifiedItem,
id-RAB-SetupOrModifiedList,
id-RAB-SetupOrModifyItem,
id-RAB-SetupOrModifyList,

id-RAC,

id-RAListofIdleModeUEs,
id-RAT-Type,
id-RedirectAttemptFlag,
id-RedirectionCompleted,
id-RedirectionIndication,
id-RejectCausevValue,
id-RelocationType,
id-RequestedGANSSAssistanceData,
id-RequestType,

id-ResponseTime,

id-SAT,

id-SAPI,

id-SelectedPLMN-ID,
id-SessionUpdateID,
id-SNA-Access-Information,
id-SourceBSS-ToTargetBSS-TransparentContainer,
id-SourcelD,
id-SourceRNC-ToTargetRNC-TransparentContainer,
id-SourceRNC-PDCP-context-info,
id-TargetBSS-ToSourceBSS-TransparentContainer,
id-TargetID,
id-TargetRNC-ToSourceRNC-TransparentContainer,
id-TemporaryUE-ID,
id-TimeToMBMSDataTransfer,
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id-TMGI,
id-TracePropagationParameters,
id-TraceReference,
id-TraceType,
id-TransportLayerAddress,
id-TransportLayerInformation,
id-TriggerID,
id-UE-1ID,
id-UESBI-Iu,
id-UL-GTP-PDU-SequenceNumber,
id-UnsuccessfullinkingList,
id-VelocityEstimate,
id-VerticalAccuracyCode,
id-PeriodicLocationInfo,
id-BroadcastGANSSAssistanceDataDecipheringKeys
FROM RANAP-Constants;

—— Kkhkhkhkhkhkhkhhhhhhhhhhhhhhhhdhdddhdhdhddhdhhddddddddhdddddddhddhhhhhhhdd

-- Common Container Lists

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddhddhddhdhhhddddddddhhddddhddddhdhhhhhdd

RAB-IE-ContainerList { RANAP-PROTOCOL-IES : IEsSetParam } ::= ProtocolIE-ContainerList { 1, maxNrOfRABs, {IEsSetParam}
RAB-IE-ContainerPairList { RANAP-PROTOCOL-IES-PAIR : IEsSetParam } ::= ProtocollE-ContainerPairList { 1, maxNrOfRABs, {IEsSetParam}
ProtocolError-IE-ContainerList { RANAP-PROTOCOL-IES : IEsSetParam } ::= ProtocolIE-ContainerList { 1, maxNrOfRABs, {IEsSetParam}
IuSigConId-IE-ContainerList { RANAP-PROTOCOL-IES : IEsSetParam } ::= ProtocolIE-ContainerList { 1, maxNrOfIuSigConlIds,
{I1EsSetParam} }

DirectTransfer-IE-ContainerList { RANAP-PROTOCOL-IES : IEsSetParam } ::= ProtocolIE-ContainerList { 1, maxNrOfDTs, {IEsSetParam} }

—— khkkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhkhkhkhhhhhkhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhdhdhdhdhh

-- Iu RELEASE ELEMENTARY PROCEDURE

—— kkkkhkkhkkhkkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhd

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhhdhdddddhdhdhhddddhddhhdhdddhddhhdrhhhhdhd

-- Iu Release Command

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhdddhddhddhhhhhhdddhdhhdhddddhhhhhhhhhhdd

Iu-ReleaseCommand ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {Iu-ReleaseCommandIEs} },

protocolExtensions ProtocolExtensionContainer { {Iu-ReleaseCommandExtensions} } OPTIONAL,
Iu-ReleaseCommandIEs RANAP-PROTOCOL-IES ::= {

{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory },
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}

Iu-ReleaseCommandExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhdddddhdhdhdhdhdhddddddhdhdddhdhhhhhhhhhhdd

-- Iu Release Complete

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd

Iu-ReleaseComplete ::= SEQUENCE

protocolIEs ProtocolIE-Container { {Tu-ReleaseCompletelEs} },

protocolExtensions ProtocolExtensionContainer { {Iu-ReleaseCompleteExtensions} } OPTIONAL,
Iu-ReleaseCompleteIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataVolumeReportList CRITICALITY ignore TYPE RAB-DataVolumeReportList PRESENCE optional }

{ ID id-RAB-ReleasedList-IuRelComp CRITICALITY ignore TYPE RAB-ReleasedList-IuRelComp PRESENCE optional }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b,
RAB-DataVolumeReportList ::= RAB-IE-ContainerList { {RAB-DataVolumeReportItemIEs} }
RAB-DataVolumeReportItemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataVolumeReportItem CRITICALITY ignore TYPE RAB-DataVolumeReportItem PRESENCE mandatory I
RAB-DataVolumeReportItem ::= SEQUENCE {

rAB-ID RAB-ID,

dl-UnsuccessfullyTransmittedDatavVolume DataVolumeList OPTIONAL

-- This IE shall always be present although its presence is optional --,

iE-Extensions ProtocolExtensionContainer { {RAB-DataVolumeReportItem-ExtIEs} } OPTIONAL,
RAB-DataVolumeReportItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

RAB-ReleasedList-IuRelComp ::= RAB-IE-ContainerList { {RAB-ReleasedItem-IuRelComp-IEs} }
RAB-ReleasedItem-IuRelComp-IEs RANAP-PROTOCOL-IES ::=

{ ID id-RAB-ReleasedItem-IuRelComp CRITICALITY ignore TYPE RAB-ReleasedItem-IuRelComp PRESENCE mandatory },
RAB-ReleasedItem-IuRelComp ::= SEQUENCE {

rAB-ID RAB-ID,

dL-GTP-PDU-SequenceNumber DL-GTP-PDU-SequenceNumber OPTIONAL,
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uL-GTP-PDU-SequenceNumber UL-GTP-PDU-SequenceNumber OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {RAB-ReleasedItem-IuRelComp-ExtIEs} } OPTIONAL,

}

RAB-ReleasedItem-IuRelComp-ExtIEs RANAP-PROTOCOL-EXTENSION

}

{

Iu-ReleaseCompleteExtensions RANAP-PROTOCOL-EXTENSION

{

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhddddddhddhddhdhdhdhdddddddhhhddddddhhhhhhhhdd
-- RELOCATION PREPARATION ELEMENTARY PROCEDURE

—— khkhkhkhkhhkhhkhhhhhhhhhhhhdhhhdddhhddhhdhdhhddddddddhhhhddhddhhrhrhhhhhd
—— kkkkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhkkhkhkhkhhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhdhdhdhdhdh

-- Relocation Required

—— khkkkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhh

RelocationRequired ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {RelocationRequiredIEs} },
protocolExtensions ProtocolExtensionContainer { {RelocationRequiredExtensions} } OPTIONAL,
}
RelocationRequiredIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RelocationType CRITICALITY reject TYPE RelocationType PRESENCE mandatory |} |
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory 1} |
{ ID id-SourceID CRITICALITY ignore TYPE SourceID PRESENCE mandatory } |
{ ID id-TargetID CRITICALITY reject TYPE TargetID PRESENCE mandatory} |
{ ID id-ClassmarkInformation2 CRITICALITY reject TYPE ClassmarkInformation2 PRESENCE conditional
-- This IE shall be present if the Target ID IE contains a CGI IE and Source BSS To Target BSS Transparent Container is not included -- P
{ ID id-ClassmarkInformation3 CRITICALITY ignore TYPE ClassmarkInformation3 PRESENCE conditional
-- This IE shall be present if the Target ID IE contains a CGI IE and Source BSS To Target BSS Transparent Container is not included -- o
{ ID id-SourceRNC-ToTargetRNC-TransparentContainer
CRITICALITY reject TYPE SourceRNC-ToTargetRNC-TransparentContainer PRESENCE conditional
-- This IE shall be present if the Target ID IE contains a RNC-ID IE -- o
{ ID id-01dBSS-ToNewBSS-Information CRITICALITY ignore TYPE OldBSS-ToNewBSS-Information PRESENCE optional b
}
RelocationRequiredExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable GERAN support over Iu-cs --
{ ID id-GERAN-Classmark CRITICALITY ignore EXTENSION GERAN-Classmark PRESENCE optional }
-- Extension for Release 6 to enable Inter-RAT PS Handover between UTRAN and GERAN A/Gb --
{ ID id-SourceBSS-ToTargetBSS-TransparentContainer CRITICALITY ignore EXTENSION SourceBSS-ToTargetBSS-TransparentContainer PRESENCE
optional I
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—— kkkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhdhdhdhdhhk

-- Relocation Command

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkkhkhkhkhhhkhkhhhhkhhhkhhhhhhhkhhhhhhhhhhhhhkhhhhhhhdhdhdhkhdd

RelocationCommand ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {RelocationCommandIEs} },

protocolExtensions ProtocolExtensionContainer { {RelocationCommandExtensions} } OPTIONAL,
RelocationCommandIEs RANAP-PROTOCOL-IES ::= {

{ ID id-TargetRNC-ToSourceRNC-TransparentContainer
CRITICALITY reject TYPE TargetRNC-ToSourceRNC-TransparentContainer PRESENCE optional } |

{ ID id-L3-Information CRITICALITY ignore TYPE L3-Information PRESENCE optional } |

{ ID id-RAB-RelocationReleaseList CRITICALITY ignore TYPE RAB-RelocationReleaselList PRESENCE optional }

{ ID id-RAB-DataForwardingList CRITICALITY ignore TYPE RAB-DataForwardingList PRESENCE optional }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }
RAB-RelocationReleaseList ::= RAB-IE-ContainerList { {RAB-RelocationReleaseltemIEs} }
RAB-RelocationReleaseItemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-RelocationReleaseltem CRITICALITY ignore TYPE RAB-RelocationReleaseltem PRESENCE mandatory },
RAB-RelocationReleaselItem ::= SEQUENCE {

rAB-ID RAB-ID,

iE-Extensions ProtocolExtensionContainer { {RAB-RelocationReleaseItem-ExtIEs} } OPTIONAL,
RAB-RelocationReleaseIltem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

RAB-DataForwardingList ::= RAB-IE-ContainerList { {RAB-DataForwardingItemIEs} }
RAB-DataForwardingIltemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataForwardingItem CRITICALITY ignore TYPE RAB-DataForwardingItem PRESENCE mandatory },
RAB-DataForwardingItem ::= SEQUENCE {

rAB-ID RAB-ID,

transportLayerAddress TransportLayerAddress,

iuTransportAssociation IuTransportAssociation,

iE-Extensions ProtocolExtensionContainer { {RAB-DataForwardingItem-ExtIEs} } OPTIONAL,
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}

RAB-DataForwardingIltem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to allow transfer of a second pair of TLA and association --

{ID id-TransportLayerAddress CRITICALITY ignore EXTENSION TransportLayerAddress PRESENCE optional} |

{ID id-IuTransportAssociation CRITICALITY ignore EXTENSION IuTransportAssociation PRESENCE optional},
}
RelocationCommandExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over Iu --

{ ID id-InterSystemInformation-TransparentContainer CRITICALITY ignore EXTENSION InterSystemInformation-TransparentContainer

PRESENCE optional  } |
-- Extension for Release 6 to enable Inter-RAT PS Handover between UTRAN and GERAN A/Gb --

{ ID id-TargetBSS-ToSourceBSS-TransparentContainer CRITICALITY ignore EXTENSION TargetBSS-ToSourceBSS-TransparentContainer PRESENCE
optional I

}

—— kkkkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhkhhhhhkhhhhhhhhhhhhhhhhhhhkhkhhhhhhhhhhhdhdhhhh

-- Relocation Preparation Failure

—— khkkkhkkhkkhkkhkhkkhkhkhkkhkkhkhkhkhkhkhkhhhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhdhdhhdk

RelocationPreparationFailure ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {RelocationPreparationFailureIEs} },

protocolExtensions ProtocolExtensionContainer { {RelocationPreparationFailureExtensions} } OPTIONAL,
RelocationPreparationFailureIEs RANAP-PROTOCOL-IES ::= {

{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory 1} |

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }
RelocationPreparationFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over Iu --

{ ID id-InterSystemInformation-TransparentContainer CRITICALITY ignore EXTENSION InterSystemInformation-TransparentContainer

PRESENCE optional I

—— kkkkkhkkhkkhkhkhkhkhkhkhkhkkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhdhhhhd

-- RELOCATION RESOURCE ALLOCATION ELEMENTARY PROCEDURE

—— kkkkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhkhkhhhhkhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhdhdhhhd

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhdhdddddhdhhdhhddddddddhhdhddddddhhhhhhhhdhd

-- Relocation Request
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—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

RelocationRequest ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {RelocationRequestIEs} },
protocolExtensions ProtocolExtensionContainer { {RelocationRequestExtensions} } OPTIONAL,

}

RelocationRequestIEs RANAP-PROTOCOL-IES ::= {
{ ID id-PermanentNAS-UE-ID CRITICALITY ignore TYPE PermanentNAS-UE-ID PRESENCE optional } |
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }
{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory } |
{

ID id-SourceRNC-ToTargetRNC-TransparentContainer
CRITICALITY reject TYPE SourceRNC-ToTargetRNC-TransparentContainer PRESENCE mandatory } |

{ ID id-RAB-SetupList-RelocReqg CRITICALITY reject TYPE RAB-SetupList-RelocReq PRESENCE optional }
{ ID id-IntegrityProtectionInformation CRITICALITY ignore TYPE IntegrityProtectionInformation PRESENCE optional }
{ ID id-EncryptionInformation CRITICALITY ignore TYPE EncryptionInformation PRESENCE optional }

ID id-IuSigConId CRITICALITY ignore TYPE IuSignallingConnectionIdentifier PRESENCE mandatory },

}

RAB-SetupList-RelocReq ::= RAB-IE-ContainerList { {RAB-SetupItem-RelocReg-IEs} }
RAB-SetupItem-RelocReg-IEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-Setupltem-RelocReq CRITICALITY reject TYPE RAB-SetupIltem-RelocReq PRESENCE mandatory L
}
RAB-SetupIltem-RelocReq ::= SEQUENCE {

rAB-ID RAB-1ID,

nAS-SynchronisationIndicator NAS-SynchronisationIndicator OPTIONAL,

rAB-Parameters RAB-Parameters,

dataVolumeReportingIndication DataVolumeReportingIndication OPTIONAL

-- This IE shall be present if the CN domain indicator IE is set to "PS domain" --,

pDP-TypeInformation PDP-TypeInformation OPTIONAL

-- This IE shall be present if the CN domain indicator IE is set to "PS domain" --,

userPlaneInformation UserPlaneInformation,

transportLayerAddress TransportLayerAddress,

iuTransportAssociation IuTransportAssociation,

service-Handover Service-Handover OPTIONAL,

iE-Extensions ProtocolExtensionContainer { {RAB-SetupIltem-RelocReqg-ExtIEs} } OPTIONAL,
}
RAB-SetupItem-RelocReg-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 to enable RAB Quality of Service negotiation over Iu --

{ID id-Alt-RAB-Parameters CRITICALITY ignore EXTENSION Alt-RAB-Parameters PRESENCE optional}
-- Extension for Release 5 to enable GERAN support over Iu-cs --

{ ID id-GERAN-BSC-Container CRITICALITY ignore EXTENSION GERAN-BSC-Container PRESENCE optional },
}
UserPlaneInformation ::= SEQUENCE {
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userPlaneMode UserPlaneMode,

uP-ModeVersions UP-ModeVersions,

iE-Extensions ProtocolExtensionContainer { {UserPlanelInformation-ExtIEs} } OPTIONAL,
UserPlaneInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

}

RelocationRequestExtensions RANAP-PROTOCOL-EXTENSION
-- Extension for Release 4 --

Il
—_

{ ID id-GlobalCN-ID CRITICALITY reject EXTENSION GlobalCN-ID PRESENCE optional}
-- Extension for Release 5 to enable shared networks in connected mode --
{ ID id-SNA-Access-Information CRITICALITY ignore EXTENSION SNA-Access-Information PRESENCE optional} |
-- Extension for Release 5 to enable specific behaviour by the RNC in relation with early UE handling --
{ ID id-UESBI-Iu CRITICALITY ignore EXTENSION UESBI-Iu PRESENCE Optional}|
-- Extension for Release 6 to convey the selected PLMN id in network sharing mobility scenarios --
{ ID id-SelectedPLMN-ID CRITICALITY ignore EXTENSION PLMNidentity PRESENCE optional }|
-- Extension for Release 6 to enable MBMS UE linking at relocation --
{ ID id-CNMBMSLinkingInformation CRITICALITY ignore EXTENSION CNMBMSLinkingInformation PRESENCE optionall},
}
CNMBMSLinkingInformation ::= SEQUENCE {
joinedMBMSBearerService-IEs JoinedMBMSBearerService-IEs,
iE-Extensions ProtocolExtensionContainer { {CNMBMSLinkingInformation-ExtIEs} } OPTIONAL,
}
CNMBMSLinkingInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
JoinedMBMSBearerService-IEs ::= SEQUENCE (SIZE (1.. maxnoofMulticastServicesPerUE)) OF
SEQUENCE {
EMGI TMGI,
mBMS-PTP-RAB-ID MBMS-PTP-RAB-ID,
iE-Extensions ProtocolExtensionContainer { {JoinedMBMSBearerService-ExtIEs} } OPTIONAL,
}
JoinedMBMSBearerService-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhhhhhhhhhhhhhhhhdhddddhhdhddhhhddddddddhhdhhdhddhhhrhhhhhdhd

-- Relocation Request Acknowledge

—— kkkkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

RelocationRequestAcknowledge ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {RelocationRequestAcknowledgeIEs} },
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protocolExtensions ProtocolExtensionContainer { {RelocationRequestAcknowledgeExtensions} } OPTIONAL,

}

RelocationRequestAcknowledgeIEs RANAP-PROTOCOL-IES ::= {

{ ID id-TargetRNC-ToSourceRNC-TransparentContainer

CRITICALITY ignore TYPE TargetRNC-ToSourceRNC-TransparentContainer PRESENCE optional } |

ID id-RAB-SetupList-RelocRegAck CRITICALITY ignore TYPE RAB-SetupList-RelocRegAck PRESENCE optional} |
ID id-RAB-FailedList CRITICALITY ignore TYPE RAB-FailedList PRESENCE optional }|
ID id-ChosenIntegrityProtectionAlgorithm CRITICALITY ignore TYPE ChosenIntegrityProtectionAlgorithm PRESENCE optional }
ID id-ChosenEncryptionAlgorithm CRITICALITY ignore TYPE ChosenEncryptionAlgorithm PRESENCE optional }
ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }

A A A

}

RAB-SetupList-RelocRegAck ::= RAB-IE-ContainerList { {RAB-SetupItem-RelocRegAck-IEs} }

RAB-Setupltem-RelocRegAck-IEs RANAP-PROTOCOL-IES ::=
{ ID id-RAB-SetupItem-RelocRegAck CRITICALITY reject TYPE RAB-SetupIltem-RelocRegAck PRESENCE mandatory b,

}

RAB-Setupltem-RelocRegAck ::= SEQUENCE
rAB-ID RAB-ID,
transportLayerAddress TransportLayerAddress OPTIONAL,
iuTransportAssociation IuTransportAssociation OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {RAB-SetupItem-RelocRegAck-ExtIEs} } OPTIONAL,

}

RAB-SetupItem-RelocRegAck-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 to enable RAB Quality of Service negotiation over Iu --

{ID id-Ass-RAB-Parameters CRITICALITY ignore EXTENSION Ass-RAB-Parameters PRESENCE optional } |
-- Extension for Release 5 to allow transfer of a second pair of TLA and association --

{ID id-TransportLayerAddress CRITICALITY ignore EXTENSION TransportLayerAddress PRESENCE optional} |

{ID id-IuTransportAssociation CRITICALITY ignore EXTENSION IuTransportAssociation PRESENCE optional},

}

RAB-FailedList ::= RAB-IE-ContainerList { {RAB-FailedItemIEs} }

RAB-FailedItemIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RAB-FailedItem CRITICALITY ignore TYPE RAB-FailedItem PRESENCE mandatory 1},

RAB-FailedItem ::= SEQUENCE {
rAB-ID RAB-ID,

cause Cause,
iE-Extensions ProtocolExtensionContainer { {RAB-FailedItem-ExtIEs} } OPTIONAL,

}

RAB-FailedItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
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}

RelocationRequestAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over Iu --
{ID id-NewBSS-To-0l1dBSS-Information CRITICALITY ignore EXTENSION NewBSS-To-01dBSS-Information PRESENCE optional b,

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhddhdhhdhhdhdhdhdhddddddhhhdhdddddhdhrhhhhhdhd

-- Relocation Failure

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhdddhdddhhhhhhddddddhhhhhdhdhdhhdrhhhhdhd

RelocationFailure ::= SEQUENCE {
protocollEs ProtocolIE-Container { {RelocationFailurelIEs} },
protocolExtensions ProtocolExtensionContainer { {RelocationFailureExtensions} } OPTIONAL,
}
RelocationFailureIEs RANAP-PROTOCOL-IES ::= {
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory 1} |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }
}
RelocationFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable Inter RAN Load Information Exchange over Iu --
{ ID id-NewBSS-To-01dBSS-Information CRITICALITY ignore EXTENSION NewBSS-To-0ldBSS-Information PRESENCE optional }
-- Extension for Release 5 to enable GERAN support over Iu-cs --
{ ID id-GERAN-Classmark CRITICALITY ignore EXTENSION GERAN-Classmark PRESENCE optional },

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhhhdhdhdddhhhhhddddddddhhdhdhhdhdhhdrhhhhdhd

-- RELOCATION CANCEL ELEMENTARY PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhhdhdddddhdhdhhddddhddhhdhdddhddhhdrhhhhdhd

—— kkkkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhk

-- Relocation Cancel

—— kkkkkhkkhkkhkhkhkhkhkhkhkhkkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhdhhhhd

RelocationCancel ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {RelocationCancellEs} },

protocolExtensions ProtocolExtensionContainer { {RelocationCancelExtensions} } OPTIONAL,
RelocationCancelIEs RANAP-PROTOCOL-IES ::= {
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{ ID id-cause CRITICALITY ignore TYPE Cause

}

RelocationCancelExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— kkkkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhkhhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhdh

-- Relocation Cancel Acknowledge

—— kkkkkhkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhhhkhhhhkhkhhhhhhhhhhhhkhhhkhhhhhhhhhhhhhhhhdhhdhhd

RelocationCancelAcknowledge ::= SEQUENCE

PRESENCE mandatory

protocolIEs ProtocolIE-Container { {RelocationCancelAcknowledgeIEs} },
protocolExtensions ProtocolExtensionContainer { {RelocationCancelAcknowledgeExtensions} }

}

RelocationCancelAcknowledgeIEs RANAP-PROTOCOL-IES ::= {

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics

}

RelocationCancelAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION

{

—— kkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd
-- SRNS CONTEXT TRANSFER OPEARATION

—— khkkkhkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhkhhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhd
—— khkhkhkhkhkhhhhhhhhhhhhhhhhhdhdhdhhddhhdhdhdhdhdddddddhhdhdhhdddhhhhhhhhhd

-- SRNS Context Request

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhddhhdhdhdhdhdhddhddhddhhdhhdddhhhhhhhhhhdhd

SRNS-ContextRequest ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {SRNS-ContextRequestIEs} },
protocolExtensions ProtocolExtensionContainer { {SRNS-ContextRequestExtensions} }
SRNS-ContextRequestIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataForwardinglList-SRNS-CtxReq CRITICALITY ignore TYPE RAB-DataForwardingList-SRNS-CtxReq

}

RAB-DataForwardingList-SRNS-CtxReq ::= RAB-IE-ContainerList { {RAB-DataForwardingItem-SRNS-CtxReg-IEs} }

ETSI
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RAB-DataForwardingItem-SRNS-CtxReqg-IEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataForwardingItem-SRNS-CtxReq CRITICALITY reject TYPE RAB-DataForwardingItem-SRNS-CtxReqg PRESENCE mandatory L
RAB-DataForwardingItem-SRNS-CtxReq ::= SEQUENCE {

rAB-ID RAB-ID,

iE-Extensions ProtocolExtensionContainer { {RAB-DataForwardingItem-SRNS-CtxReq-ExtIEs} } OPTIONAL,
RAB-DataForwardingItem-SRNS-CtxReqg-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
SRNS-ContextRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- The SGSN may include the IE, when available to indicate the RAT from which the context request originates, to correct measurement points in
SRNC. --
{ID id-RAT-Type CRITICALITY ignore EXTENSION RAT-Type PRESENCE optional },

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhdhdhdhhddhdhdhdhhdhdhdddddhhhdddhdhhhhhhhhhhhd

-- SRNS Context Response

—— Kkhkhkhkhkhkhhkhhhhhhhhhhhhhhhhddhhddddddhddddhhddhhhhddhdhhhdhhhhhhdd

SRNS-ContextResponse ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {SRNS-ContextResponselEs} },

protocolExtensions ProtocolExtensionContainer { {SRNS-ContextResponseExtensions} } OPTIONAL,
SRNS-ContextResponseIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-ContextList CRITICALITY ignore TYPE RAB-ContextList PRESENCE optional } |

{ ID id-RAB-ContextFailedtoTransferList CRITICALITY ignore TYPE RAB-ContextFailedtoTransferList PRESENCE optional }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional },
RAB-ContextList ::= RAB-IE-ContainerList { {RAB-ContextItemIEs} }

RAB-ContextItemIEs RANAP-PROTOCOL-IES ::=

{ ID id-RAB-ContextItem CRITICALITY ignore TYPE RAB-ContextItem PRESENCE mandatory 1},
}
RAB-ContextItem ::= SEQUENCE {

rAB-ID RAB-ID,

dl-GTP-PDU-SequenceNumber DL-GTP-PDU-SequenceNumber OPTIONAL,

ul-GTP-PDU-SequenceNumber UL-GTP-PDU-SequenceNumber OPTIONAL,

d1-N-PDU-SequenceNumber DL-N-PDU-SequenceNumber OPTIONAL,

ul-N-PDU-SequenceNumber UL-N-PDU-SequenceNumber OPTIONAL,
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iE-Extensions ProtocolExtensionContainer { {RAB-ContextItem-ExtIEs} } OPTIONAL,

}

RAB-ContextItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

}

RAB-ContextFailedtoTransferList RAB-IE-ContainerList { {RABs-ContextFailedtoTransferItemIEs} }

RABs-ContextFailedtoTransferItemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-ContextFailedtoTransferItem CRITICALITY ignore TYPE RABs-ContextFailedtoTransferItem PRESENCE mandatory },
RABs-ContextFailedtoTransferItem: := SEQUENCE {

rAB-ID RAB-ID,

cause Cause,

iE-Extensions ProtocolExtensionContainer { { RABs-ContextFailedtoTransferItem-ExtIEs} } OPTIONAL,
RABs-ContextFailedtoTransferItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

}

SRNS-ContextResponseExtensions RANAP-PROTOCOL-EXTENSION

{

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhdddhdhddhdhhhddddddddhhddddhdhhhhhhhhhhhd
-- SECURITY MODE CONTROL ELEMENTARY PROCEDURE

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhhhdhdhdddhhhhhddddddddhhdhdhhdhdhhdrhhhhdhd
—— kkkkhkkhkkhkkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhd

-- Security Mode Command

—— kkkkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhk

SecurityModeCommand ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {securityModeCommandIEs} },
protocolExtensions ProtocolExtensionContainer { {SecurityModeCommandExtensions} } OPTIONAL,
}
SecurityModeCommandIEs RANAP-PROTOCOL-IES ::= {
{ ID id-IntegrityProtectionInformation CRITICALITY reject TYPE IntegrityProtectionInformation PRESENCE mandatory }
{ ID id-EncryptionInformation CRITICALITY ignore TYPE EncryptionInformation PRESENCE optional }

{ ID id-KeyStatus CRITICALITY reject TYPE KeyStatus PRESENCE mandatory},
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}

SecurityModeCommandExtensions RANAP-PROTOCOL-EXTENSION ::=

}

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhdddddhdhdhdhdhdhddddddhdhdddhdhhhhhhhhhhdd

-- Security Mode Complete

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd

SecurityModeComplete ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {securityModeCompleteIEs} },

protocolExtensions ProtocolExtensionContainer { {SecurityModeCompleteExtensions} } OPTIONAL,
SecurityModeCompleteIEs RANAP-PROTOCOL-IES ::= {

{ ID id-ChosenIntegrityProtectionAlgorithm CRITICALITY reject TYPE ChosenlIntegrityProtectionAlgorithm PRESENCE mandatory }

{ ID id-ChosenEncryptionAlgorithm CRITICALITY ignore TYPE ChosenEncryptionAlgorithm PRESENCE optional }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional },
SecurityModeCompleteExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— kkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

-- Security Mode Reject

—— khkkkhkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhkhhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhd

SecurityModeReject ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {securityModeRejectIEs} },

protocolExtensions ProtocolExtensionContainer { {SecurityModeRejectExtensions} } OPTIONAL,
SecurityModeRejectIEs RANAP-PROTOCOL-IES ::= {

{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory } |

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }
SecurityModeRejectExtensions RANAP-PROTOCOL-EXTENSION ::=

}

—— khkhkhkhkhhhhhhhhhhhhhhhhdhhhdddhdhdhdhdhhddddddddhdddddddddhhhhhhhhhd

-- DATA VOLUME REPORT ELEMENTARY PROCEDURE

ETSI
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—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

—— kkkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhdhdhdhdhhk

-- Data Volume Report Request

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkkhkhkhkhhhkhkhhhhkhhhkhhhhhhhkhhhhhhhhhhhhhkhhhhhhhdhdhdhkhdd

DataVolumeReportRequest ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {DatavolumeReportRequestIEs} },

protocolExtensions ProtocolExtensionContainer { {DataVolumeReportRequestExtensions} } OPTIONAL,
DataVolumeReportRequestIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataVolumeReportRequestList CRITICALITY ignore TYPE RAB-DataVolumeReportRequestList PRESENCE mandatory },
RAB-DataVolumeReportRequestList ::= RAB-IE-ContainerList { {RAB-DataVolumeReportRequestItemIEs} }
RAB-DataVolumeReportRequestItemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataVolumeReportRequestItem CRITICALITY reject TYPE RAB-DataVolumeReportRequestItem PRESENCE mandatory L
RAB-DataVolumeReportRequestItem ::= SEQUENCE {

rAB-ID RAB-ID,

iE-Extensions ProtocolExtensionContainer { {RAB-DataVolumeReportRequestItem-ExtIEs} } OPTIONAL,
RAB-DataVolumeReportRequestItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

DataVolumeReportRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— khkkkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhdhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhd

-- Data Volume Report

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkkhkhkhkhkkhkhkhkhhkhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhd

DataVolumeReport ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {DatavolumeReportIEs} },

protocolExtensions ProtocolExtensionContainer { {DataVolumeReportExtensions} } OPTIONAL,
DataVolumeReportIEs RANAP-PROTOCOL-IES ::= {
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{ ID id-RAB-DatavVolumeReportList CRITICALITY ignore TYPE RAB-DataVolumeReportList PRESENCE optional }

{ ID id-RAB-FailedtoReportList CRITICALITY ignore TYPE RAB-FailedtoReportList PRESENCE optional }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional },
DataVolumeReportExtensions RANAP-PROTOCOL-EXTENSION ::= {
RAB-FailedtoReportList ::= RAB-IE-ContainerList { {RABs-failed-to-reportItemIEs} }
RABs-failed-to-reportItemIEs RANAP-PROTOCOL-IES ::=

{ ID id-RAB-FailedtoReportItem CRITICALITY ignore TYPE RABs-failed-to-reportItem PRESENCE mandatory },
RABs-failed-to-reportItem::= SEQUENCE {

rAB-ID RAB-ID,

cause Cause,

iE-Extensions ProtocolExtensionContainer { { RABs-failed-to-reportItem-ExtIEs} } OPTIONAL,
RABs-failed-to-reportItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddddhdhdhhhhhhhddhddhhhhdddddhhhhhhhhhhhd

-- RESET ELEMENTARY PROCEDURE

—— khkhkhkhkhhhhhhhhhhhhhhhhdhhdddhdhdhddhhdhhdddddhhhdddddhdhddhhhhhhhdk

—— kkkkhkkhkhkhkhkhkhkhkhkkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhdhhhhhhhhhhhkhhhhhhhhdhdhhdh

-- Reset

—— kkkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhdhhhh

Reset ::= SEQUENCE ({
protocolIEs ProtocolIE-Container { {ResetIEs} },
protocolExtensions ProtocolExtensionContainer { {ResetExtensions} } OPTIONAL,
}
ResetIEs RANAP-PROTOCOL-IES ::= {
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }
{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory } |
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE Optional},
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ResetExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 --

{ ID id-GlobalCN-ID CRITICALITY ignore EXTENSION GlobalCN-ID PRESENCE optionall} |
-- Extension for Release 7 to indicate extended RNC-ID --

{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional},

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhddhdhhdhhdhdhdhdhddddddhhhdhdddddhdhrhhhhhdhd

-- Reset Acknowledge

—— Kkhkhkhkhkhkhhhhhhhhhhhhhhhdhdhdhdhddhdhdhddhdhdddddddhhhddddddddhhhhhhhhdrd

ResetAcknowledge ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {ResetAcknowledgeIEs} },
protocolExtensions ProtocolExtensionContainer { {ResetAcknowledgeExtensions} } OPTIONAL,
}
ResetAcknowledgeIEs RANAP-PROTOCOL-IES ::= {
{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory } |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE optional },
}
ResetAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 --
{ ID id-GlobalCN-ID CRITICALITY ignore EXTENSION GlobalCN-ID PRESENCE Optional}|
-- Extension for Release 7 to indicate extended RNC-ID --

{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional },

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhhhdhdhdddhhhhhddddddddhhdhdhhdhdhhdrhhhhdhd

RESET RESOURCE ELEMENTARY PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhhdhdddddhdhdhhddddhddhhdhdddhddhhdrhhhhdhd

—— khkhkhkhkhkhkhhhhhhhhhhhhhhhhhdddhdhdhddhdhdhdhdhddddddhhdddddddhhhhhhhhhdhd

Reset Resource

—— khkhkhkhkhkhhhhhhhhhhhhhhhhdhddddhhdhddhhhddddddddhhdhhdhddhhhrhhhhhdhd

ResetResource ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {ResetResourcelEs} },
protocolExtensions ProtocolExtensionContainer { {ResetResourceExtensions} } OPTIONAL,
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ResetResourcelEs RANAP-PROTOCOL-IES ::=
{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }
{ ID id-IuSigConIdList CRITICALITY ignore TYPE ResetResourcelList PRESENCE mandatory } |
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE optional },
ResetResourcelist ::= IuSigConId-IE-ContainerList{ {ResetResourceltemlIEs} }
ResetResourceltemIEs RANAP-PROTOCOL-IES ::= {
{ ID id-IuSigConIdItem CRITICALITY reject TYPE ResetResourceltem PRESENCE mandatory 1},
ResetResourceltem ::= SEQUENCE {
iuSigConId IuSignallingConnectionIdentifier,
iE-Extensions ProtocolExtensionContainer { { ResetResourceltem-ExtIEs} } OPTIONAL,
ResetResourceltem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
ResetResourceExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 --
{ ID id-GlobalCN-ID CRITICALITY ignore EXTENSION GlobalCN-ID PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional 1},

—— khkkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhkhkhkhhhhhkhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhdhdhdhdhh

-- Reset Resource Acknowledge

—— kkkkhkkhkkhkkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhd

ResetResourceAcknowledge ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {ResetResourceAcknowledgeIEs} },

protocolExtensions ProtocolExtensionContainer { {ResetResourceAcknowledgeExtensions} } OPTIONAL,
ResetResourceAcknowledgeIEs RANAP-PROTOCOL-IES ::= {

{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory |} |

{ ID id-IuSigConIdList CRITICALITY ignore TYPE ResetResourceAckList PRESENCE mandatory |} |

{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE optional } |

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional },
ResetResourceAckList ::= IuSigConId-IE-ContainerList{ {ResetResourceAckItemIEs} }
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ResetResourceAckItemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-IuSigConIdItem CRITICALITY reject TYPE ResetResourceAckItem PRESENCE mandatory },
ResetResourceAckItem ::= SEQUENCE {

iuSigConId IuSignallingConnectionIdentifier,

iE-Extensions ProtocolExtensionContainer { { ResetResourceAckItem-ExtIEs} } OPTIONAL,
ResetResourceAckItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
ResetResourceAcknowledgeExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 --

{ ID id-GlobalCN-ID CRITICALITY ignore EXTENSION GlobalCN-ID PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --

{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional},

—— khkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkhkhkhkhhhkhkhhkhhkhhhkhhhhhhhhhhhhhkhhhhhhkhhhhhhhhhdhdhhhk
-- RAB RELEASE REQUEST ELEMENTARY PROCEDURE

—— khkhkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhdhhhdhhddddddhhhdhddhdhdhhhhhhhhdhd
—— kkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

-- RAB Release Request

—— khkkkhkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhkhhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhd

RAB-ReleaseRequest ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {RAB-ReleaseRequestIEs} },

protocolExtensions ProtocolExtensionContainer { {RAB-ReleaseRequestExtensions} } OPTIONAL,
RAB-ReleaseRequestIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-ReleaseList CRITICALITY ignore TYPE RAB-Releaselist PRESENCE mandatory },
RAB-Releaselist ::= RAB-IE-ContainerList { {RAB-ReleaseltemIEs} }
RAB-ReleaseltemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-Releaseltem CRITICALITY ignore TYPE RAB-Releaseltem PRESENCE mandatory 1},
RAB-Releaseltem ::= SEQUENCE {
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rAB-ID RAB-ID,
cause Cause,
iE-Extensions ProtocolExtensionContainer { {RAB-ReleaseItem-ExtIEs} } OPTIONAL,

}

RAB-Releaseltem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

}

RAB-ReleaseRequestExtensions RANAP-PROTOCOL-EXTENSION

}

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhddddddhddhddhdhdhdhdddddddhhhddddddhhhhhhhhdd

{

-- Iu RELEASE REQUEST ELEMENTARY PROCEDURE

—— khkhkhkhkhhkhhkhhhhhhhhhhhhdhhhdddhhddhhdhdhhddddddddhhhhddhddhhrhrhhhhhd

—— kkkkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhkkhkhkhkhhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhdhdhdhdhdh

-- Iu Release Request

—— khkkkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhh

Iu-ReleaseRequest ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {Iu-ReleaseRequestIEs} },
protocolExtensions ProtocolExtensionContainer { {Iu-ReleaseRequestExtensions} } OPTIONAL,

}

Iu-ReleaseRequestIEs RANAP-PROTOCOL-IES ::= {
{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory },

}

Iu-ReleaseRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— khkkkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhdhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhd

-- RELOCATION DETECT ELEMENTARY PROCEDURE

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkkhkhkhkhkkhkhkhkhhkhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhd

—— Kkhkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhdhdhdhddhhdhhdhdddhhdhhdhdhhdhdhrhhhhhhhd

-- Relocation Detect

—— khkhkhkhkhhhhhhhhhhhhhhhhdhhhdddhdhdhdhdhhddddddddhdddddddddhhhhhhhhhd

RelocationDetect ::= SEQUENCE {
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protocolIEs ProtocolIE-Container { {RelocationDetectIEs} },
protocolExtensions ProtocolExtensionContainer { {RelocationDetectExtensions} }

RelocationDetectIEs RANAP-PROTOCOL-IES ::= {

RelocationDetectExtensions RANAP-PROTOCOL-EXTENSION ::= {

- RS R R R R R S S R S R SRR R R R R R R R R R R R R

-- RELOCATION COMPLETE ELEMENTARY PROCEDURE

- LR R R S R R R R S S R S R SRR R R R RS R R R R R R R

- EEEEEEEEEEEEEEEEEEEEEEEREEREEEEEEREEEEEEEEEEEEEREEEEEEEEEEEEEEEEEES

-- Relocation Complete

- EEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEREEEEEEEEEREEEEREEEERESEEEEEEEEEEEE]

RelocationComplete ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {RelocationCompletelIEs} },
protocolExtensions ProtocolExtensionContainer { {RelocationCompleteExtensions} }

RelocationCompleteIEs RANAP-PROTOCOL-IES ::= {

RelocationCompleteExtensions RANAP-PROTOCOL-EXTENSION ::= {

- LR R R S R R S S S S R R S SRR R R R R SRR R R R R R R R

-- PAGING ELEMENTARY PROCEDURE

- RS R R R S R R S S R R S SRR R R R R R R R R R R R

- EEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEEESEEEEEEEEEEEEEEEEEEEEESE]

-- Paging

- EEEEEEEE SRR EEEEEEEEEEEEEEEEEEEEREEEEEEEEEREEEEREEEEREEEEEEEEEEEESE]

Paging ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {pagingIEs} },
protocolExtensions ProtocolExtensionContainer { {PagingExtensions} }

ETSI
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}

PagingIEs RANAP-PROTOCOL-IES ::= {
ID id-CN-DomainIndicator CRITICALITY
ID id-PermanentNAS-UE-ID CRITICALITY
ID id-TemporaryUE-ID CRITICALITY
ID id-PagingArealD CRITICALITY

ID id-PagingCause
ID id-NonSearchingIndication
ID id-DRX-CycleLengthCoefficient

A A A A A A

}

PagingExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable NNSF --
{ ID id-GlobalCN-ID

—— kkkkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhkhhhhhkhhhhhhhhhhhhhhhhhhhkhkhhhhhhhhhhhdhdhhhh

-- COMMON ID ELEMENTARY PROCEDURE

—— khkkkhkkhkkhkkhkhkkhkhkhkkhkkhkhkhkhkhkhkhhhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhdhdhhdk

—— Kkhkhkhkhkhkhhkhhhhhhhhhhhhhhhhddhhddddddhddddhhddhhhhddhdhhhdhhhhhhdd

-- Common ID

—— khkhkhkhkhkhkhkhkhhhhhhhhhhhhdhhhddddddddhhdhdhdddddhhhhhdhdhhdhhhhhhhhdd

CRITICALITY ignore
CRITICALITY ignore
CRITICALITY ignore

CRITICALITY ignore

ignore
ignore
ignore
ignore

TYPE
TYPE
TYPE
TYPE

255

CN-DomainIndicator
PermanentNAS-UE-ID
TemporaryUE-ID
PagingArealD

TYPE PagingCause
TYPE NonSearchingIndication
TYPE DRX-CycleLengthCoefficient

EXTENSION GlobalCN-ID

CommonID ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {CommonID-IEs} },

protocolExtensions ProtocolExtensionContainer { {CommonIDExtensions} }
CommonID-IEs RANAP-PROTOCOL-IES ::= {

{ ID id-PermanentNAS-UE-ID CRITICALITY ignore TYPE PermanentNAS-UE-ID
CommonIDExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 5 to enable shared networks in connected mode --

{ ID id-SNA-Access-Information CRITICALITY

ignore

EXTENSION

SNA-Access-Information

PRESENCE mandatory }

PRESENCE mandatory

PRESENCE optional }
PRESENCE optional }

PRESENCE optional 1} |

}

PRESENCE optional }

PRESENCE optional } ,

OPTIONAL,

PRESENCE mandatory

-- Extension for Release 5 to enable specific behaviour by the RNC in relation with early UE handling --

{ ID id-UESBI-Iu CRITICALITY ignore EXTENSION UESBI-Iu

PRESENCE optionall |

b

PRESENCE optional
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PRESENCE optional }

-- Extension for Release 6 to indicate the selected plmn in GWCN configuration for network sharing non-supporting UEs --

{ ID id-SelectedPLMN-ID CRITICALITY ignore

—— kkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhhd

EXTENSION PLMNidentity

ETSI

PRESENCE optional },



3GPP TS 25.413 version 7.9.0 Release 7 256

-- CN INVOKE TRACE ELEMENTARY PROCEDURE

—— kkkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhdhdhdhdhhk

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhdhddddhddhdhdhdddddddhhhdhdddddhdhdhhhhhhdhd

-- CN Invoke Trace

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhddhdhhdhhdhdhdhdhddddddhhhdhdddddhdhrhhhhhdhd

CN-InvokeTrace ::= SEQUENCE {
protocollEs ProtocolIE-Container { {CcN-InvokeTracelIEs} },
protocolExtensions ProtocolExtensionContainer { {CN-InvokeTraceExtensions} } OPTIONAL,
}
CN-InvokeTraceIEs RANAP-PROTOCOL-IES ::= {
{ ID id-TraceType CRITICALITY ignore TYPE TraceType PRESENCE optional 1} |
-- This information is mandatory for GERAN Iu Mode, not applicable to UTRAN --
{ ID id-TraceReference CRITICALITY ignore TYPE TraceReference PRESENCE mandatory
{ ID id-TriggerID CRITICALITY ignore TYPE TriggerID PRESENCE optional 1} |
-- This information is mandatory for GERAN Iu Mode, not applicable to UTRAN --
{ ID id-UE-ID CRITICALITY ignore TYPE UE-ID PRESENCE optional } |
-- This information is mandatory for UTRAN, optional for GERAN Iu mode --
{ ID id-OMC-ID CRITICALITY ignore TYPE OMC-ID PRESENCE optional },

-- This information is mandatory for GERAN Iu Mode, not applicable to UTRAN --

}

CN-InvokeTraceExtensions RANAP-PROTOCOL-EXTENSION ::= {

ETSI TS 125 413 V7.9.0 (2008-07)

-- Extension for Release 6 to enable signalling based activation for Subscriber and Equipment Trace over Iu interface --
PRESENCE optional } ,

{ ID id-TracePropagationParameters CRITICALITY ignore EXTENSION TracePropagationParameters

—— kkkhkkhkhkhkhkhkhkkhkhkhkhkhkhkhkhkhkhhkhhhkhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

-- CN DEACTIVATE TRACE ELEMENTARY PROCEDURE

—— khkkkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhhhhhkhhkhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhdhdhhdh

—— khkhkhkhkhkhkhhhhhhhhhhhhhhhhhdddhdhdhddhdhdhdhdhddddddhhdddddddhhhhhhhhhdhd

-- CN Deactivate Trace

—— khkhkhkhkhkhhhhhhhhhhhhhhhhdhddddhhdhddhhhddddddddhhdhhdhddhhhrhhhhhdhd

CN-DeactivateTrace ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {cN-DeactivateTracelEs} },
protocolExtensions ProtocolExtensionContainer { {CN-DeactivateTraceExtensions} } OPTIONAL,
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CN-DeactivateTraceIEs RANAP-PROTOCOL-IES ::= {
{ ID id-TraceReference CRITICALITY ignore TYPE TraceReference PRESENCE mandatory }
{ ID id-TriggerID CRITICALITY ignore TYPE TriggerID PRESENCE optional },

-- This information is optional for GERAN Iu Mode, not applicable to UTRAN --

}

CN-DeactivateTraceExtensions RANAP-PROTOCOL-EXTENSION

1]
—_

S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok ok
-- LOCATION REPORTING CONTROL ELEMENTARY PROCEDURE

S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok kk ok
S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok kk k& %

-- Location Reporting Control

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddhddhddhdhhhddddddddhhddddhddddhdhhhhhdd

LocationReportingControl ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {LocationReportingControllIEs} },

protocolExtensions ProtocolExtensionContainer { {LocationReportingControlExtensions} } OPTIONAL,
}
LocationReportingControlIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RequestType CRITICALITY ignore TYPE RequestType PRESENCE mandatory },
}
LocationReportingControlExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 to enhance the location request over Iu --

{ ID id-VerticalAccuracyCode CRITICALITY ignore EXTENSION VerticalAccuracyCode PRESENCE optional }
-- Extension for Release 4 to enhance the location request over Iu --

{ ID id-ResponseTime CRITICALITY ignore EXTENSION ResponseTime PRESENCE optional } |
-- Extension for Release 4 to enhance the location request over Iu --

{ ID id-PositioningPriority CRITICALITY ignore EXTENSION PositioningPriority PRESENCE optional }
-- Extension for Release 4 to enhance the location request over Iu --

{ ID id-ClientType CRITICALITY ignore EXTENSION ClientType PRESENCE optional } |
-- Extension for Release 7 to allow the request of velocity over Iu --

{ ID id-IncludeVelocity CRITICALITY ignore EXTENSION IncludeVelocity PRESENCE optional } |
-- Extension for Release 7 to allow periodic reporting over Iu --

{ ID id-PeriodicLocationInfo CRITICALITY ignore EXTENSION PeriodicLocationInfo PRESENCE optional },

—— kkkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhdk

-- LOCATION REPORT ELEMENTARY PROCEDURE
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LR R R S R R R S S R R R R R R R R R R R SRR R R R R R R R

LR R R S R R R R S S S R R R SRR R R R R R R R R R R R

-- Location Report

LocationReport ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {LocationReportIEs} },

protocolExtensions ProtocolExtensionContainer { {LocationReportExtensions} } OPTIONAL,
LocationReportIEs RANAP-PROTOCOL-IES ::= {

{ ID id-Arealdentity CRITICALITY ignore TYPE Arealdentity PRESENCE optional }

{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE optional } |

{ ID id-RequestType CRITICALITY ignore TYPE RequestType PRESENCE optional }
LocationReportExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 to enable report of Last Known Service Area with its Age over Iu --
PRESENCE optional}

InitialUE-Message ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {InitialUE-MessageIEs} },
protocolExtensions ProtocolExtensionContainer { {InitialUE-MessageExtensions} }

RS R R R S R R R S S S R S R SRR R R R R R R R R R R R R

{ ID id-LastKnownServiceArea CRITICALITY ignore EXTENSION LastKnownServiceArea
Extension for Release 5 to pass the positioning methods that have been used --

{ ID id-PositionData CRITICALITY ignore EXTENSION PositionData PRESENCE optionall |

Extension for Release 5 to pass the positioning methods that have been used for GERAN Iu mode --

{ ID id-PositionDataSpecificToGERANIuMode CRITICALITY ignore EXTENSION PositionDataSpecificToGERANIuMode

-- This extension is optional for GERAN Iu mode only, not applicable for UTRAN --
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PRESENCE optional } |

Extension for Release 6 to indicate whether the returned position estimate satisfies the requested accuracy or not --

{ ID id-AccuracyFulfilmentIndicator CRITICALITY ignore EXTENSION AccuracyFulfilmentIndicator PRESENCE optional} |

Extension for Release 7 to provide a velocity estimate --

{ ID id-VelocityEstimate CRITICALITY ignore EXTENSION VelocityEstimate PRESENCE optional},

hokkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkk k&
INITIAL UE MESSAGE ELEMENTARY PROCEDURE

hokkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkkkkkkkkk k&
hokkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok k k k&

Initial UE Message

RS R S R S S R S R S R R R R R R R R R R R R SRR
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InitialUE-MessageIEs RANAP-PROTOCOL-IES ::= {

{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE mandatory

{ ID id-LAI CRITICALITY ignore TYPE LAI PRESENCE mandatory }

{ ID id-rAC CRITICALITY ignore TYPE RAC PRESENCE conditional

-- This IE shall be present if the CN Domain Indicator IE is set to "PS domain" --

{ ID id-SAI CRITICALITY ignore TYPE SAI PRESENCE mandatory }

{ ID id-NAS-PDU CRITICALITY ignore TYPE NAS-PDU PRESENCE mandatory }

{ ID id-TIuSigConlId CRITICALITY ignore TYPE IuSignallingConnectionIdentifier PRESENCE mandatory

{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE mandatory },
}
InitialUE-MessageExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable GERAN support over Iu-cs --

{ ID id-GERAN-Classmark CRITICALITY ignore EXTENSION GERAN-Classmark PRESENCE optional
-- Extension for Release 6 to convey the selected PLMN id in shared networks --

{ ID id-SelectedPLMN-ID CRITICALITY ignore EXTENSION PLMNidentity PRESENCE optional
-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --

{ ID id-PermanentNAS-UE-ID CRITICALITY ignore EXTENSION PermanentNAS-UE-ID PRESENCE optional
-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --

{ ID id-NAS-SequenceNumber CRITICALITY ignore EXTENSION NAS-SequenceNumber PRESENCE optional
-- Extension for Release 6 to indicate rerouting in MOCN configuration for network sharing non-supporting UEs --

{ ID id-RedirectAttemptFlag CRITICALITY ignore EXTENSION RedirectAttemptFlag PRESENCE optional
-- Extension for Release 7 to indicate extended RNC-ID --

{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional

EEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEREEEEEEEEEREEEEREEEEEEEEEEEEEEEEESE]

DIRECT TRANSFER ELEMENTARY PROCEDURE

EEEEEEEEEEEEEEEEEEEEEEEEEEEEEREEREEEEEEEEEEEEEEEEEEEEEEEEEEEEEEES

RS R R S R R R S S S R R R SRR R R R R SRR E R R R R R R

Direct Transfer

LR R R R R R R S S S R R R SRR R R R RS R R R R R R R R

DirectTransfer ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {DirectTransferIEs} },
protocolExtensions ProtocolExtensionContainer { {DirectTransferExtensions} } OPTIONAL,
1
DirectTransferIEs RANAP-PROTOCOL-IES ::= {
{ ID id-NAS-PDU CRITICALITY ignore TYPE NAS-PDU PRESENCE mandatory }
{ ID id-LAT CRITICALITY ignore TYPE LAT PRESENCE optional } |
{ ID ia-raC CRITICALITY ignore TYPE RAC PRESENCE optional } |
{ ID id-sAT CRITICALITY ignore TYPE SAT PRESENCE optional } |
{ ID id-SAPI CRITICALITY ignore TYPE SAPI PRESENCE optional L

ETSI
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DirectTransferExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 6 to enable rerouting in MOCN configuration for network sharing non-supporting UEs --

{ ID id-RedirectionIndication CRITICALITY ignore EXTENSION RedirectionIndication PRESENCE optional }
-- Extension for Release 6 to indicate the MOCN rerouting is completed --

{ ID id-RedirectionCompleted CRITICALITY ignore EXTENSION RedirectionCompleted PRESENCE optional },
}
RedirectionIndication ::= ProtocolIE-Container { {RedirectionIndication-IEs} }
RedirectionIndication-IEs RANAP-PROTOCOL-IES ::= {

{ ID id-NAS-PDU CRITICALITY ignore TYPE NAS-PDU PRESENCE mandatory }|

{ ID id-RejectCauseValue CRITICALITY ignore TYPE RejectCauseValue PRESENCE mandatory} |

{ ID id-NAS-SequenceNumber CRITICALITY ignore TYPE NAS-SequenceNumber PRESENCE optional}l |

{ ID id-PermanentNAS-UE-ID CRITICALITY ignore TYPE PermanentNAS-UE-ID PRESENCE optional},

—— khkkkkhkkhkkhkkhkhkhkhkhkhkhkkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhkhhhhhhkhhhhhhdhdhkhdd

-- OVERLOAD CONTROL ELEMENTARY PROCEDURE

—— khkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkhkhkhkhhhkhkhhkhhkhhhkhhhhhhhhhhhhhkhhhhhhkhhhhhhhhhdhdhhhk

—— kkkkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhhkhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhh

-- Overload

—— kkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

Overload ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {overloadlEs} },
protocolExtensions ProtocolExtensionContainer { {OverloadExtensions} } OPTIONAL,
}
OverloadIEs RANAP-PROTOCOL-IES ::= {
{ ID id-NumberOfSteps CRITICALITY ignore TYPE NumberOfSteps PRESENCE optional } |
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE optional},
}
OverloadExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 99 to enable the indication to the RNC which CN domain is suffering the signalling traffic overload --
{ ID id-CN-DomainIndicator CRITICALITY ignore EXTENSION CN-DomainIndicator PRESENCE optional } |
-- Extension for Release 5 to enable NNSF --
{ ID id-GlobalCN-ID CRITICALITY ignore EXTENSION GlobalCN-ID PRESENCE optional} |
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional },

—— kkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhhd
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-- ERROR INDICATION ELEMENTARY PROCEDURE

—— kkkkhkkhkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhdhdhdhdhhk
—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhdhddddhddhdhdhdddddddhhhdhdddddhdhdhhhhhhdhd

-- Error Indication

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhddhdhhdhhdhdhdhdhddddddhhhdhdddddhdhrhhhhhdhd

ErrorIndication ::= SEQUENCE {
protocollEs ProtocolIE-Container { {ErrorIndicationIEs} },
protocolExtensions ProtocolExtensionContainer { {ErrorIndicationExtensions} } OPTIONAL,
}
ErrorIndicationIEs RANAP-PROTOCOL-IES ::= {
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE optional } |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }
{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE optional } |
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE optional},

}

ErrorIndicationExtensions RANAP-PROTOCOL-EXTENSION
-- Extension for Release 4 --

{

{ ID id-GlobalCN-ID CRITICALITY ignore EXTENSION GlobalCN-ID PRESENCE optional}|
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional 1},

—— khkkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhkhkhkhhhhhkhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhdhdhdhdhh

-- SRNS DATA FORWARD ELEMENTARY PROCEDURE

—— kkkkhkkhkkhkkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhd

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhhdhdddddhdhdhhddddhddhhdhdddhddhhdrhhhhdhd

-- SRNS Data Forward Command

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhdddhddhddhhhhhhdddhdhhdhddddhhhhhhhhhhdd

SRNS-DataForwardCommand ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {SrRNS-DataForwardCommandIEs} },

protocolExtensions ProtocolExtensionContainer { {SRNS-DataForwardCommandExtensions} } OPTIONAL,
SRNS-DataForwardCommandIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-DataForwardingList CRITICALITY ignore TYPE RAB-DataForwardingList PRESENCE optional },
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}

SRNS-DataForwardCommandExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhdddddhdhdhdhdhdhddddddhdhdddhdhhhhhhhhhhdd
-- FORWARD SRNS CONTEXT ELEMENTARY PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd
—— kkkkkhkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhhhkhhhhkhkhhhhhhhhhhhhkhhhkhhhhhhhhhhhhhhhhdhhdhhd

-- Forward SRNS Context

—— kkkkkhkkhkkhkkhkkhkhkkhkkhkhkhkhkhkhkhkhhhhkhhhkhkhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdd

ForwardSRNS-Context ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {ForwardSRNS-ContextIEs} },
protocolExtensions ProtocolExtensionContainer { {ForwardSRNS-ContextExtensions} } OPTIONAL,

}

ForwardSRNS-ContextIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RAB-ContextList CRITICALITY ignore TYPE RAB-ContextList PRESENCE mandatory 1},

}

ForwardSRNS-ContextExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable relocation of Source RNC PDCP context info --
{ ID id-SourceRNC-PDCP-context-info CRITICALITY ignore EXTENSION RRC-Container PRESENCE optionall},

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhdhdhdhhddhhdhdhdhdhdddddddhhdhdhhdddhhhhhhhhhd
-- RAB ASSIGNMENT ELEMENTARY PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhddhhdhdhdhdhdhddhddhddhhdhhdddhhhhhhhhhhdhd
—— khkkkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhdhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhd

-- RAB Assignment Request

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkkhkhkhkhkkhkhkhkhhkhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhd

RAB-AssignmentRequest ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {RAB-AssignmentRequestIEs} },

protocolExtensions ProtocolExtensionContainer { {RAB-AssignmentRequestExtensions} } OPTIONAL,
RAB-AssignmentRequestIEs RANAP-PROTOCOL-IES ::= {

ETSI
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PRESENCE optional }
PRESENCE optional 1},

{ ID id-RAB-SetupOrModifyList
{ ID id-RAB-ReleaseList

CRITICALITY ignore TYPE RAB-SetupOrModifyList
CRITICALITY ignore TYPE RAB-Releaselist

}

RAB-SetupOrModifyList

RAB-IE-ContainerPairList { {RAB-SetupOrModifyItem-IEs} }

RAB-SetupOrModifyItem-IEs RANAP-PROTOCOL-IES-PAIR
{ ID id-RAB-SetupOrModifyItem FIRST CRITICALITY reject FIRST TYPE RAB-SetupOrModifyItemFirst
SECOND CRITICALITY ignore SECOND TYPE RAB-SetupOrModifyItemSecond
PRESENCE mandatory },

}

RAB-SetupOrModifyItemFirst
rAB-ID

SEQUENCE {
RAB-1ID,

nAS-SynchronisationIndicator NAS-SynchronisationIndicator OPTIONAL,
rAB-Parameters RAB-Parameters OPTIONAL,
userPlaneInformation UserPlaneInformation OPTIONAL,
transportLayerInformation TransportLayerInformation OPTIONAL,
service-Handover Service-Handover OPTIONAL,

iE-Extensions ProtocolExtensionContainer { {RAB-SetupOrModifyItemFirst-ExtIEs} } OPTIONAL,
TransportLayerInformation = SEQUENCE {

transportLayerAddress TransportLayerAddress,

iuTransportAssociation IuTransportAssociation,

iE-Extensions ProtocolExtensionContainer { {TransportLayerInformation-ExtIEs} } OPTIONAL,
TransportLayerInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
RAB-SetupOrModifyItemFirst-ExtIEs RANAP-PROTOCOL-EXTENSION = {
RAB-SetupOrModifyItemSecond ::= SEQUENCE

pDP-TypeInformation PDP-TypeInformation OPTIONAL,

datavVolumeReportingIndication DataVolumeReportingIndication OPTIONAL,

d1l-GTP-PDU-SequenceNumber DL-GTP-PDU-SequenceNumber OPTIONAL,

ul-GTP-PDU-SequenceNumber UL-GTP-PDU-SequenceNumber OPTIONAL,

dl-N-PDU-SequenceNumber DL-N-PDU-SequenceNumber OPTIONAL,

ul-N-PDU-SequenceNumber UL-N-PDU-SequenceNumber OPTIONAL,

iE-Extensions ProtocolExtensionContainer { {RAB-SetupOrModifyItemSecond-ExtIEs} } OPTIONAL,

}

RAB-SetupOrModifyItemSecond-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 4 to enable RAB Quality of Service negotiation over Iu --

{ ID id-Alt-RAB-Parameters CRITICALITY ignore EXTENSION Alt-RAB-Parameters PRESENCE optional } |

ETSI
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-- Extension for Release 5 to enable GERAN support over Iu-cs --
{ ID id-GERAN-BSC-Container CRITICALITY ignore EXTENSION GERAN-BSC-Container

}

RAB-AssignmentRequestExtensions RANAP-PROTOCOL-EXTENSION

}

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdhddhdhhdhhdhdhdhdhddddddhhhdhdddddhdhrhhhhhdhd

{

-- RAB Assignment Response

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhdddhdddhhhhhhddddddhhhhhdhdhdhhdrhhhhdhd
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PRESENCE optional } ,

b

RAB-AssignmentResponse ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {RAB-AssignmentResponselEs} },

protocolExtensions ProtocolExtensionContainer { {RAB-AssignmentResponseExtensions} } OPTIONAL,
RAB-AssignmentResponselEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-SetupOrModifiedList CRITICALITY ignore TYPE RAB-SetupOrModifiedList PRESENCE optional }

{ ID id-RAB-ReleasedList CRITICALITY ignore TYPE RAB-ReleasedList PRESENCE optional } |

{ ID id-RAB-QueuedList CRITICALITY ignore TYPE RAB-QueuedList PRESENCE optional} |

{ ID id-RAB-FailedList CRITICALITY ignore TYPE RAB-FailedList PRESENCE optional } |

{ ID id-RAB-ReleaseFailedList CRITICALITY ignore TYPE RAB-ReleaseFailedList PRESENCE optional }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional },
RAB-SetupOrModifiedList ::= RAB-IE-ContainerList { {RAB-SetupOrModifiedItemIEs} }
RAB-SetupOrModifiedItemIEs RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-SetupOrModifiedItem CRITICALITY ignore TYPE RAB-SetupOrModifiedItem PRESENCE mandatory
RAB-SetupOrModifiedItem ::= SEQUENCE {

rAB-ID RAB-ID,

transportLayerAddress TransportLayerAddress OPTIONAL,

iuTransportAssociation IuTransportAssociation OPTIONAL,

dl-dataVolumes DataVolumeList OPTIONAL,

iE-Extensions ProtocolExtensionContainer { {RAB-SetupOrModifiedItem-ExtIEs} } OPTIONAL,
RAB-SetupOrModifiedItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 4 to enable RAB Quality of Service negotiation over Iu --
{ ID id-Ass-RAB-Parameters CRITICALITY ignore EXTENSION Ass-RAB-Parameters PRESENCE optional },
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RAB-ReleasedList ::= RAB-IE-ContainerList { {RAB-ReleasedItemIEs} }
RAB-ReleasedItemIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RAB-ReleasedItem CRITICALITY ignore TYPE RAB-ReleasedItem PRESENCE mandatory 1},
RAB-ReleasedItem ::= SEQUENCE {
rAB-ID RAB-ID,
dl-dataVolumes DataVolumeList OPTIONAL,
dL-GTP-PDU-SequenceNumber DL-GTP-PDU-SequenceNumber OPTIONAL,
uL-GTP-PDU-SequenceNumber UL-GTP-PDU-SequenceNumber OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {RAB-ReleasedItem-ExtIEs} } OPTIONAL,
RAB-ReleasedItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
DataVolumeList ::= SEQUENCE (SIZE (1..maxNrOfvol)) OF
SEQUENCE {
dl-UnsuccessfullyTransmittedDatavVolume UnsuccessfullyTransmittedDatavolume,
dataVolumeReference DataVolumeReference OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {DataVolumeList-ExtIEs} } OPTIONAL,
DataVolumeList-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
RAB-QueuedList ::= RAB-IE-ContainerList { {RAB-QueuedItemIEs} }
RAB-QueuedItemIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RAB-QueuedItem CRITICALITY ignore TYPE RAB-QueuedItem PRESENCE mandatory 1},
RAB-QueuedItem ::= SEQUENCE {
rAB-ID RAB-ID,
iE-Extensions ProtocolExtensionContainer { {RAB-QueuedItem-ExtIEs} } OPTIONAL,
RAB-QueuedItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
RAB-ReleaseFailedList ::= RAB-FailedList
RAB-AssignmentResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 5 to enable GERAN support over Iu-cs --

ETSI
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{ ID id-GERAN-Iumode-RAB-FailedList-RABAssgntResponse CRITICALITY ignore EXTENSION GERAN-Iumode-RAB-FailedList-RABAssgntResponse
PRESENCE optional} ,

GERAN-Iumode-RAB-FailedList-RABAssgntResponse ::= RAB-IE-ContainerList { {GERAN-Iumode-RAB-Failed-RABAssgntResponse-ItemIEs} }

GERAN-Iumode-RAB-Failed-RABAssgntResponse-ItemIEs RANAP-PROTOCOL-IES ::= {
{ ID id-GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item CRITICALITY ignore TYPE GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item
PRESENCE mandatory },

}

GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item ::= SEQUENCE {
rAB-ID RAB-ID,
cause Cause,
gERAN-Classmark GERAN-Classmark OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {GERAN-Iumode-RAB-Failed-RABAssgntResponse-Item-ExtIEs} } OPTIONAL,

}

GERAN-TIumode-RAB-Failed-RABAssgntResponse-Item-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

}

—— kkkkhkkhkkhkhkhkhkkhkhkhkhkhkhkhkhkhkhkhkhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdhdd

-- PRIVATE MESSAGE

—— khkkkhkkhkkhkhkhkhkhkkhkhkhkhkhkhkhkhkhhhkhhhhkhkhhhhhkhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhhd

PrivateMessage ::= SEQUENCE {
privatelEs PrivatelIE-Container { {PrivateMessage-IEs } },

}

PrivateMessage-IEs RANAP-PRIVATE-IES ::= {

}

—— khkkkkhkkhkkhkkhkkhkkhkkhkhkhkhkkhkhkhkhkhhhhhdhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhd

-- RANAP RELOCATION INFORMATION ELEMENTARY PROCEDURE

—— kkkkhkkhkkhkkhkkhkkhkhkkhkhkhkkhkhkkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdk

RANAP-RelocationInformation ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {rRAaNAP-RelocationInformationIEs} },
protocolExtensions ProtocolExtensionContainer { {RANAP-RelocationInformationExtensions} } OPTIONAL,

}

RANAP-RelocationInformationIEs RANAP-PROTOCOL-IES ::= {
{ ID id-DirectTransferInformationList-RANAP-RelocInf
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CRITICALITY ignore TYPE DirectTransferInformationList-RANAP-RelocInf
PRESENCE optional } |

{ ID id-RAB-ContextList-RANAP-RelocInf CRITICALITY ignore TYPE RAB-ContextList-RANAP-RelocInf PRESENCE optional },
DirectTransferInformationList-RANAP-RelocInf ::= DirectTransfer-IE-ContainerList { {DirectTransferInformationItemIEs-RANAP-RelocInf} }
DirectTransferInformationItemIEs-RANAP-RelocInf RANAP-PROTOCOL-IES ::= {

{ ID id-DirectTransferInformationItem-RANAP-RelocInf
CRITICALITY ignore TYPE DirectTransferInformationItem-RANAP-RelocInf
PRESENCE mandatory },

}

DirectTransferInformationItem-RANAP-RelocInf ::= SEQUENCE {

nAS-PDU NAS-PDU,

SAPI SAPI,

cN-DomainIndicator CN-DomainIndicator,

iE-Extensions ProtocolExtensionContainer { {RANAP-DirectTransferInformationItem-ExtIEs-RANAP-RelocInf} } OPTIONAL,
RANAP-DirectTransferInformationItem-ExtIEs-RANAP-RelocInf RANAP-PROTOCOL-EXTENSION ::= {
RAB-ContextList-RANAP-RelocInf ::= RAB-IE-ContainerList { {RAB-ContextItemIEs-RANAP-RelocInf} }
RAB-ContextItemIEs-RANAP-RelocInf RANAP-PROTOCOL-IES ::= {

{ ID id-RAB-ContextItem-RANAP-RelocInf CRITICALITY ignore TYPE RAB-ContextItem-RANAP-RelocInf PRESENCE mandatory },
RAB-ContextItem-RANAP-RelocInf ::= SEQUENCE {

rAB-ID RAB-ID,

dl-GTP-PDU-SequenceNumber DL-GTP-PDU-SequenceNumber OPTIONAL,

ul-GTP-PDU-SequenceNumber UL-GTP-PDU-SequenceNumber OPTIONAL,

d1l-N-PDU-SequenceNumber DL-N-PDU-SequenceNumber OPTIONAL,

ul-N-PDU-SequenceNumber UL-N-PDU-SequenceNumber OPTIONAL,

iE-Extensions ProtocolExtensionContainer { {RAB-ContextItem-ExtIEs-RANAP-RelocInf} } OPTIONAL,

}

RAB-ContextItem-ExtIEs-RANAP-RelocInf RANAP-PROTOCOL-EXTENSION

}

RANAP-RelocationInformationExtensions RANAP-PROTOCOL-EXTENSION ::=
-- Extension for Release 5 to enable relocation of Source RNC PDCP context info --
{ ID id-SourceRNC-PDCP-context-info CRITICALITY ignore EXTENSION RRC-Container PRESENCE optionall,

1]
—_
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S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok k ok k& &
-- RAB MODIFICATION REQUEST ELEMENTARY PROCEDURE

S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok ok
S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok kkk ok ok ok k k&

-- RAB Modify Request

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd

RAB-ModifyRequest ::= SEQUENCE {
protocollEs ProtocolIE-Container { {rRAB-ModifyRequestIEs} },
protocolExtensions ProtocolExtensionContainer { {RAB-ModifyRequestExtensions} } OPTIONAL,

}

RAB-ModifyRequestIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RAB-ModifyList CRITICALITY ignore TYPE RAB-ModifyList PRESENCE mandatory},

}

RAB-ModifyList ::= RAB-IE-ContainerList { {RAB-ModifyItemIEs} }
RAB-ModifyItemIEs RANAP-PROTOCOL-IES ::= {
{ ID id-RAB-ModifyItem CRITICALITY ignore TYPE RAB-ModifyItem PRESENCE mandatory },

}

RAB-ModifyItem ::= SEQUENCE {
rAB-ID RAB-ID,
requested-RAB-Parameter-Values Requested-RAB-Parameter-Values,
iE-Extensions ProtocolExtensionContainer { {RAB-ModifyItem-ExtIEs} } OPTIONAL,

}

RAB-ModifyItem-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
RAB-ModifyRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkkhkhkhkhkkhkhkhkhhkhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhd

-- LOCATION RELATED DATA ELEMENTARY PROCEDURE

—— kkkkkhkkhkhkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhd

—— khkhkhkhkhhhhhhhhhhhhhhhhdhhhdddhdhdhdhdhhddddddddhdddddddddhhhhhhhhhd

-- Location Related Data Request
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—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

LocationRelatedDataRequest ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {LocationRelatedDataRequestIEs} },

protocolExtensions ProtocolExtensionContainer { {LocationRelatedDataRequestExtensions} } OPTIONAL,
LocationRelatedDataRequestIEs RANAP-PROTOCOL-IES ::=

{ ID id-LocationRelatedDataRequestType CRITICALITY reject TYPE LocationRelatedDataRequestType PRESENCE optional },

-- This IE is mandatory for UTRAN, optional for GERAN Iu Mode --

}

LocationRelatedDataRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 5 to enable LCS support for GERAN Iu mode --

{ ID id-LocationRelatedDataRequestTypeSpecificToGERANIuMode CRITICALITY reject EXTENSION
LocationRelatedDataRequestTypeSpecificToGERANIuMode PRESENCE optional H

-- The previous extension is optional for GERAN Iu Mode only, not applicable for UTRAN --

-- Extension for Release 7 to request GANSS Assistance Data. This IE shall be present if the Requested Location Related Data Type IE is set to
-- "Dedicated Assistance Data for Assisted GANSS" or “Dedicated Assistance Data for Assisted GPS and GANSS"--

{ ID id-RequestedGANSSAssistanceData CRITICALITY reject EXTENSION RequestedGANSSAssistanceData

PRESENCE conditional b,

—— Kkhkhkhkhkhkhhhhhhhhhhhhhhhdhhhddddhdhdhddhdhdhhddddhddhhddddddhddhhhhhhhdd

-- Location Related Data Response

—— khkhkhkhkhkhkhhkhhhhhhhhhhhhhhdhdddhdhdhhdhhdddddddhhhdhdhddhddhhrrhhhhd

LocationRelatedDataResponse ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { LocationRelatedDataResponseIEs} },

protocolExtensions ProtocolExtensionContainer { { LocationRelatedDataResponseExtensions} } OPTIONAL,
LocationRelatedDataResponseIEs RANAP-PROTOCOL-IES ::=

{ ID id-BroadcastAssistanceDataDecipheringKeys CRITICALITY ignore TYPE BroadcastAssistanceDataDecipheringKeys PRESENCE optional },
LocationRelatedDataResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for error handling

{ ID id-CriticalityDiagnostics CRITICALITY ignore EXTENSION CriticalityDiagnostics PRESENCE optional }

{ ID id-BroadcastGANSSAssistanceDataDecipheringKeys CRITICALITY ignore EXTENSION BroadcastAssistanceDataDecipheringKeys PRESENCE optional},

—— khkhkhkhkhkhkhkhhhhhhhhhhhhhdhhhdddhdddhhdhhdhdhhdhdhhdhddhdhhhhhhhhhhdhd

-- Location Related Data Failure

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 270 ETSI TS 125 413 V7.9.0 (2008-07)

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

LocationRelatedDataFailure ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { LocationRelatedDataFailureIEs} },

protocolExtensions ProtocolExtensionContainer { { LocationRelatedDataFailureExtensions} } OPTIONAL,
LocationRelatedDataFailureIEs RANAP-PROTOCOL-IES ::=

{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory L
LocationRelatedDataFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for error handling

{ ID id-CriticalityDiagnostics CRITICALITY ignore EXTENSION CriticalityDiagnostics PRESENCE optional },

—— kkkkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhkkhkhkhkhhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhdhdhdhdhdh

-- INFORMATION TRANSFER ELEMENTARY PROCEDURE

—— khkkkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhh

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddhddddhdhdhdhdhhdhdddhhhhddhdhhdhrhhhhhdd

-- Information Transfer Indication

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddddhdhdhhhhhhhddhddhhhhdddddhhhhhhhhhhhd

InformationTransferIndication ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { InformationTransferIndicationIEs} },

protocolExtensions ProtocolExtensionContainer { { InformationTransferIndicationExtensions} } OPTIONAL,
InformationTransferIndicationIEs RANAP-PROTOCOL-IES ::=

{ ID id-InformationTransferID CRITICALITY reject TYPE InformationTransferID PRESENCE mandatory } |

{ ID id-ProvidedData CRITICALITY reject TYPE ProvidedData PRESENCE mandatory |} |

{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory |} |

{ ID id-GlobalCN-ID CRITICALITY ignore TYPE GlobalCN-ID PRESENCE Optional},
InformationTransferIndicationExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— kkkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhdk

-- Information Transfer Confirmation
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—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdddhdhdhddhddhdhddddddddhddddddddhhrrrhhhdhd

InformationTransferConfirmation ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { InformationTransferConfirmationIEs} },
protocolExtensions ProtocolExtensionContainer { { InformationTransferConfirmationExtensions} } OPTIONAL,
}
InformationTransferConfirmationIEs RANAP-PROTOCOL-IES ::= {
{ ID id-InformationTransferID CRITICALITY ignore TYPE InformationTransferID PRESENCE mandatory |} |
{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional o
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE mandatory },
}
InformationTransferConfirmationExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE Optional},

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhdhdhdhhddhdhdhdhhdhdhdddddhhhdddhdhhhhhhhhhhhd

-- Information Transfer Failure

—— Kkhkhkhkhkhkhhkhhhhhhhhhhhhhhhhddhhddddddhddddhhddhhhhddhdhhhdhhhhhhdd

InformationTransferFailure ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { InformationTransferFailurelEs} },
protocolExtensions ProtocolExtensionContainer { { InformationTransferFailureExtensions} } OPTIONAL,
}
InformationTransferFailureIEs RANAP-PROTOCOL-IES ::= {
{ ID id-InformationTransferID CRITICALITY ignore TYPE InformationTransferID PRESENCE mandatory |} |
{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory |} |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional o
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE mandatory },
}
InformationTransferFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional },

—— kkkkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhkhkhhhhkhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhdhdhhhd

-- UE SPECIFIC INFORMATION ELEMENTARY PROCEDURE

—— kkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhhhd

ETSI



3GPP TS 25.413 version 7.9.0 Release 7 272 ETSI TS 125 413 V7.9.0 (2008-07)

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

-- UE Specific Information Indication

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhdhddddhddhdhdhdddddddhhhdhdddddhdhdhhhhhhdhd

UESpecificInformationIndication ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {UESpecificInformationIndicationIEs} },

protocolExtensions ProtocolExtensionContainer { {UESpecificInformationIndicationExtensions} } OPTIONAL,
UESpecificInformationIndicationIEs RANAP-PROTOCOL-IES ::= {

{ ID id-UESBI-Iu CRITICALITY ignore TYPE UESBI-Iu PRESENCE optional L
UESpecificInformationIndicationExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhhddhddhdhhdhdhdhdddddddhhhddhhdhdhhhrhhhhhd

-- DIRECT INFORMATION TRANSFER ELEMENTARY PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddhddddhdhdhdhdhhdhdddhhhhddhdhhdhrhhhhhdd

—— kkkkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhhhkhkhhhhkhkhhhhhhhhhkhhhhhhhhhhhhhhhhhhhhhdhhhhh

-- Direct Information Transfer

—— kkkkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhhkhkhhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

DirectInformationTransfer ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { DirectInformationTransferIEs} },
protocolExtensions ProtocolExtensionContainer { { DirectInformationTransferExtensions} } OPTIONAL,
}
DirectInformationTransferIEs RANAP-PROTOCOL-IES ::=
{ ID id-InterSystemInformationTransferType CRITICALITY ignore TYPE InterSystemInformationTransferType PRESENCE optional }
{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE optional }
{ ID id-GlobalCN-ID CRITICALITY ignore TYPE GlobalCN-ID PRESENCE optional },
}
DirectInformationTransferExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional },
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S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok k ok k& &
-- UPLINK INFORMATION EXCHANGE ELEMENTARY PROCEDURE

S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok ok
S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok kkk ok ok ok k k&

-- Uplink Information Exchange Request

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd

UplinkInformationExchangeRequest ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { UplinkInformationExchangeRequestIEs} },
protocolExtensions ProtocolExtensionContainer { { UplinkInformationExchangeRequestExtensions} } OPTIONAL,
}
UplinkInformationExchangeRequestIEs RANAP-PROTOCOL-IES ::= {
{ ID id-InformationExchangeID CRITICALITY reject TYPE InformationExchangeID PRESENCE mandatory |} |
{ ID id-InformationExchangeType CRITICALITY reject TYPE InformationExchangeType PRESENCE mandatory |} |
{ ID id-InformationTransferType CRITICALITY reject TYPE InformationTransferType PRESENCE conditional
-- This IE shall be present if the Information Exchange Type IE is set to "transfer" --
{ ID id-InformationRequestType CRITICALITY reject TYPE InformationRequestType PRESENCE conditional
-- This IE shall be present if the Information Exchange Type IE is set to "request" --
{ ID id-CN-DomainIndicator CRITICALITY reject TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-GlobalRNC-ID CRITICALITY reject TYPE GlobalRNC-ID PRESENCE mandatory },
}
UplinkInformationExchangeRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional },

—— kkkkkhkkhkkhkhkkhkhkkhkhkhkhkhkhkhkhkhkhhkhkhhhhkhhhhhhhhhhkhhhhkhhhhhhhhhhhhhhhhhdhhhhd

-- Uplink Information Exchange Response

—— kkkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhdhhk

UplinkInformationExchangeResponse ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { UplinkInformationExchangeResponseIEs} },
protocolExtensions ProtocolExtensionContainer { { UplinkInformationExchangeResponseExtensions} } OPTIONAL,
}
UplinkInformationExchangeResponseIEs RANAP-PROTOCOL-IES ::= {
{ ID id-InformationExchangeID CRITICALITY ignore TYPE InformationExchangeID PRESENCE mandatory |} |
{ ID id-InformationRequested CRITICALITY ignore TYPE InformationRequested PRESENCE optional o
{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-GlobalCN-ID CRITICALITY ignore TYPE GlobalCN-ID PRESENCE optional o
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b
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}

UplinkInformationExchangeResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkkhkhkhkhhhkhkhhhhkhhhkhhhhhhhkhhhhhhhhhhhhhkhhhhhhhdhdhdhkhdd

-- Uplink Information Exchange Failure

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkhkhkhkhkhhhkhhkhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhdh
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UplinkInformationExchangeFailure ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { UplinkInformationExchangeFailureIEs} },
protocolExtensions ProtocolExtensionContainer { { UplinkInformationExchangeFailureExtensions} } OPTIONAL,
}
UplinkInformationExchangeFailureIEs RANAP-PROTOCOL-IES ::= {
{ ID id-InformationExchangeID CRITICALITY ignore TYPE InformationExchangeID PRESENCE mandatory |} |
{ ID id-CN-DomainIndicator CRITICALITY ignore TYPE CN-DomainIndicator PRESENCE mandatory |} |
{ ID id-GlobalCN-ID CRITICALITY ignore TYPE GlobalCN-ID PRESENCE optional o
{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory |} |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b
}
UplinkInformationExchangeFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— kkkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhhhhkhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhdhdhdhdhh

-- MBMS SESSION START PROCEDURE

—— kkkhkkhkhkhkhkhkhkkhkhkhkhkhkhkhkhkhkhhkhhhkhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhdddhhdhdhhdhddhhdddddhhhhhhddddddhhhrhhhhhd

-- MBMS Session Start

—— khkhkhkhkhkhkhhhhhhhhhhhhhhhhhdddhdhdhddhdhdhdhdhddddddhhdddddddhhhhhhhhhdhd

MBMSSessionStart ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSSessionStartIEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSSessionStartExtensions} } OPTIONAL,
}
MBMSSessionStartIEs RANAP-PROTOCOL-IES ::= {
{ ID id-TMGI CRITICALITY reject TYPE TMGI PRESENCE mandatory
{ ID id-MBMSSessionIdentity CRITICALITY ignore TYPE MBMSSessionIdentity PRESENCE optional }
{ ID id-MBMSBearerServiceType CRITICALITY reject TYPE MBMSBearerServiceType PRESENCE mandatory
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{ ID id-IuSigConId CRITICALITY reject TYPE IuSignallingConnectionIdentifier PRESENCE mandatory  }|
{ ID id-RAB-Parameters CRITICALITY reject TYPE RAB-Parameters PRESENCE mandatory }
{ ID id-PDP-TypeInformation CRITICALITY ignore TYPE PDP-TypeInformation PRESENCE optional }
{ ID id-MBMSSessionDuration CRITICALITY reject TYPE MBMSSessionDuration PRESENCE mandatory }
{ ID id-MBMSServiceArea CRITICALITY reject TYPE MBMSServiceArea PRESENCE mandatory }
{ ID id-FrequencelayerConvergenceFlag CRITICALITY ignore TYPE FrequencelayerConvergenceFlag PRESENCE optional } |
{ ID id-RAListofIdleModeUEs CRITICALITY ignore TYPE RAListofIdleModeUEs PRESENCE optional }
{ ID id-GlobalCN-ID CRITICALITY reject TYPE GlobalCN-ID PRESENCE optional }
{ ID id-MBMSSessionRepetitionNumber CRITICALITY ignore TYPE MBMSSessionRepetitionNumber PRESENCE optional P
{ ID id-TimeToMBMSDataTransfer CRITICALITY reject TYPE TimeToMBMSDataTransfer PRESENCE mandatory b,
}
MBMSSessionStartExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 6 to enable MBMS counting in broadcast mode --
{ ID id-MBMSCountingInformation CRITICALITY ignore EXTENSION MBMSCountingInformation PRESENCE optional },

—— khkkkkhkkhkkhkkhkhkhkhkhkhkhkkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhkhhhhhhkhhhhhhdhdhkhdd

-- MBMS Session Start Response

—— khkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkhkhkhkhhhkhkhhkhhkhhhkhhhhhhhhhhhhhkhhhhhhkhhhhhhhhhdhdhhhk

MBMSSessionStartResponse: := SEQUENCE {
protocolIEs ProtocolIE-Container { {MBMSSessionStartResponseIEs} },
protocolExtensions ProtocolExtensionContainer { {MBMSSessionStartResponseExtensions} } OPTIONAL,
MBMSSessionStartResponseIEs RANAP-PROTOCOL-IES ::= {
{ ID id-TransportLayerInformation CRITICALITY ignore TYPE TransportLayerInformation PRESENCE optional o
{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE optional o
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b,
MBMSSessionStartResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhddhddhdhdhdhdhhdhdddhhhhhdhdhdhdhhdrrhhhhdd

-- MBMS Session Start Failure

—— khkhkhkhkhkhkhhkhhhhhhhhhhhhdhhddhhddhddhdhhddddddddhddhhdhddhhhhhhhhhdd

MBMSSessionStartFailure ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSSessionStartFailureIEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSSessionStartFailureExtensions} } OPTIONAL,
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MBMSSessionStartFailureIEs RANAP-PROTOCOL-IES ::= {

{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b,
MBMSSessionStartFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhddddhdhddddhdhdddddhdhhhdddddddhddhrhhhhdhd
-- MBMS SESSION UPDATE PROCEDURE

—— khkhkhkhkhkhhkhhhhhhhhhhhhhhddddddhddhddhdhdhdhdddddddhhhddddddhhhhhhhhdd
—— kkkkkhkkhkkhkkhkkhkhkkhkkhkhkhkhkhkhkhkhhhhkhhhkhkhhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdd

-- MBMS Session Update

—— kkkkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhkkhkhkhkhhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhdhdhdhdhdh

MBMSSessionUpdate ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { MBMSSessionUpdatelEs} },

protocolExtensions ProtocolExtensionContainer { { MBMSSessionUpdateExtensions} } OPTIONAL,
MBMSSessionUpdateIEs RANAP-PROTOCOL-IES ::= {

{ ID id-SessionUpdatelID CRITICALITY reject TYPE SessionUpdateID PRESENCE mandatory }

{ ID id-DeltaRAListofIdleModeUEs CRITICALITY reject TYPE DeltaRAListofIdleModeUEs PRESENCE mandatory b,

}

MBMSSessionUpdateExtensions RANAP-PROTOCOL-EXTENSION

}

—— khkhkhkhkhkhhhhhhhhhhhhhhhhdhhdhhdhdhdhddhdhdhdhdddhhhhhhddhhdhhhhhrhhhhdhd

{

-- MBMS Session Update Response

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhddhddhdhdhdhdhhdhdddhhhhhdhdhdhdhhdrrhhhhdd

MBMSSessionUpdateResponse ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSSessionUpdateResponselEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSSessionUpdateResponseExtensions} } OPTIONAL,
}
MBMSSessionUpdateResponseIEs RANAP-PROTOCOL-IES ::= {
{ ID id-SessionUpdateID CRITICALITY ignore TYPE SessionUpdateID PRESENCE mandatory }
{ ID id-TransportLayerInformation CRITICALITY ignore TYPE TransportLayerInformation PRESENCE optional o
{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE optional }
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{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional
}
MBMSSessionUpdateResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— kkkkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhkhhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhdh

-- MBMS Session Update Failure

—— kkkkkhkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhhhkhhhhkhkhhhhhhhhhhhhkhhhkhhhhhhhhhhhhhhhhdhhdhhd

MBMSSessionUpdateFailure ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSSessionUpdateFailurelEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSSessionUpdateFailureExtensions} } OPTIONAL,

}

MBMSSessionUpdateFailureIEs RANAP-PROTOCOL-IES ::= {
{ ID id-SessionUpdateID CRITICALITY ignore TYPE SessionUpdateID PRESENCE mandatory
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional

}

MBMSSessionUpdateFailureExtensions RANAP-PROTOCOL-EXTENSION

{

—— khkhkhkhkhkhhkhhhhhhhhhhhhhdhhhddhhdddhdhdhhdddddhhhhhhhdhhddhhhhhhhhhdrd
-- MBMS SESSION STOP PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhdhdhdhhddhhdhdhdhdhdddddddhhdhdhhdddhhhhhhhhhd
—— khkkkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhkhkhhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdhk

-- MBMS Session Stop

—— khkkkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhdhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhd

MBMSSessionStop ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { MBMSSessionStopIEs} },

protocolExtensions ProtocolExtensionContainer { { MBMSSessionStopExtensions} } OPTIONAL,
MBMSSessionStopIEs RANAP-PROTOCOL-IES ::= {

{ ID id-MBMSCNDe-Registration CRITICALITY reject TYPE MBMSCNDe-Registration PRESENCE mandatory

ETSI

ETSI TS 125 413 V7.9.0 (2008-07)

b



3GPP TS 25.413 version 7.9.0 Release 7 278 ETSI TS 125 413 V7.9.0 (2008-07)

MBMSSessionStopExtensions RANAP-PROTOCOL-EXTENSION

}

—— kkkkkhkkhkkhkhkkhkhkkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

{

-- MBMS Session Stop Response

—— kkkkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhkhhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhdh

MBMSSessionStopResponse ::= SEQUENCE
protocolIEs ProtocolIE-Container { { MBMSSessionStopResponseIEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSSessionStopResponseExtensions} } OPTIONAL,
}
MBMSSessionStopResponselEs RANAP-PROTOCOL-IES ::= {
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE optional }
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b,

}

MBMSSessionStopResponseExtensions RANAP-PROTOCOL-EXTENSION

{

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddhddddhdhdhdhdhhdhdddhhhhddhdhhdhrhhhhhdd
-- MBMS UE LINKING PROCEDURE

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddddhdhdhhhhhhhddhddhhhhdddddhhhhhhhhhhhd
—— kkkkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhhkhkhhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

-- MBMS UE Linking Request

—— kkkkhkkhkhkhkhkhkhkhkhkkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhdhhhhhhhhhhhkhhhhhhhhdhdhhdh

MBMSUELinkingRequest ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSUELinkingRequestIEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSUELinkingRequestExtensions} } OPTIONAL,
}
MBMSUELinkingRequestIEs RANAP-PROTOCOL-IES ::= {
{ ID id-JoinedMBMSBearerServicesList CRITICALITY reject TYPE JoinedMBMSBearerService-IEs PRESENCE optional }
{ ID id-LeftMBMSBearerServicesList CRITICALITY reject TYPE LeftMBMSBearerService-IEs PRESENCE optional }
}
LeftMBMSBearerService-IEs ::= SEQUENCE (SIZE (1.. maxnoofMulticastServicesPerUE)) OF
SEQUENCE {
tMGI TMGI,
iE-Extensions ProtocolExtensionContainer { {LeftMBMSBearerService-ExtIEs} } OPTIONAL,
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}

LeftMBMSBearerService-ExtIEs RANAP-PROTOCOL-EXTENSION

}

MBMSUELinkingRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkhkhkhkhkhkhkhkhhhkhhkhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhdh

{

-- MBMS UE Linking Response

—— kkkkkhkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhhkhhkhhkhhkhkhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhdhdhdhdhdd

MBMSUELinkingResponse ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSUELinkingResponselEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSUELinkingResponseExtensions} } OPTIONAL,
MBMSUELinkingResponseIEs RANAP-PROTOCOL-IES ::= {
{ ID id-UnsuccessfullinkingList CRITICALITY ignore TYPE UnsuccessfullLinking-IEs PRESENCE optional
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional
UnsuccessfullLinking-IEs ::= SEQUENCE (SIZE (1.. maxnoofMulticastServicesPerUE)) OF
SEQUENCE {
tMGI TMGI,
cause Cause,
iE-Extensions ProtocolExtensionContainer { {Unsuccessfullinking-ExtIEs} } OPTIONAL,
UnsuccessfullLinking-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

}

MBMSUELinkingResponseExtensions RANAP-PROTOCOL-EXTENSION

1]
—_

—— kkkkhkkhkkhkkhkhkkhkhkkhkkhkkhkhkhkhkkhkhkhkhhkhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhd

-- MBMS REGISTRATION PROCEDURE

—— kkkkkhkkhkhkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhd

—— khkhkhkhkhhhhhhhhhhhhhhhhdhhhdddhdhdhdhdhhddddddddhdddddddddhhhhhhhhhd

-- MBMS Registration Request

ETSI
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—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddddhddhddhdhdhdhddddddddddddddddhdhhhhhhdrd

SEQUENCE {
ProtocolIE-Container
ProtocolExtensionContainer

MBMSRegistrationRequest ::=
protocolIEs
protocolExtensions

{ { MBMSR
{ { mMBMSR

}

MBMSRegistrationRequestIEs RANAP-PROTOCOL-IES ::= {
{ ID id-MBMSRegistrationRequestType CRITICALITY reject T
{ ID id-TMGI CRITICALITY reject TYPE
{ ID id-IPMulticastAddress CRITICALITY reject TYPE
-- This IE shall be present if the MBMS Registration Request
{ ID id-APN CRITICALITY reject
-- This IE shall be present if the MBMS Registration Request
{ ID id-GlobalRNC-ID CRITICALITY reject TYPE

}

MBMSRegistrationRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 7 to indicate extended RNC-ID --

{ ID id-ExtendedRNC-ID CRITICALITY reject EXTEN

—— khkhkhkhkhkhhhhhhhhhhhhhhhdhhhddddddhdddhdhdddddddddhhhddddddhhhrhhhhdd

-- MBMS Registration Response

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhhhddhdhhddhhdhdhhddddddddddddddhdddhhhhhhhhdhd

SEQUENCE {
ProtocolIE-Container
ProtocolExtensionContainer

MBMSRegistrationResponse ::=
protocolIEs
protocolExtensions

}

MBMSRegistrationResponseIEs RANAP-PROTOCOL-IES ::= {
{ ID id-TMGI CRITICALITY ignore
{ ID id-GlobalCN-ID CRITICALITY ignore
{ ID id-CriticalityDiagnostics CRITICALITY ignore

}

MBMSRegistrationResponseExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— khkkkhkkhkkhkhkhkkhkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

-- MBMS Registration Failure

—— khkkkhkkhkkhkhkhkhkhkkhkkhkhkhkhkhkhkhkhkhkhhkhkhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhhhhhd

280

egistrationRequestIEs} },
egistrationRequestExtensions} }

YPE MBMSRegistrationRequestType
TMGI

IPMulticastAddress

Type IE is set to "register" -

TYPE APN

Type IE is set to "register" -
GlobalRNC-ID

SION ExtendedRNC-ID

{ { MBMSRegistrationResponselEs} },
{ { MBMSRegistrationResponseExtensions} }

TYPE TMGI
TYPE GlobalCN-ID
TYPE CriticalityDiagnostics

ETSI
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OPTIONAL,

PRESENCE mandatory }
PRESENCE mandatory }
PRESENCE conditional

b

PRESENCE conditional

PRESENCE optional b,

PRESENCE optional },

OPTIONAL,
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MBMSRegistrationFailure ::= SEQUENCE {
protocolIEs ProtocolIE-Container { { MBMSRegistrationFailureIEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSRegistrationFailureExtensions} } OPTIONAL,

}

MBMSRegistrationFailureIEs RANAP-PROTOCOL-IES ::= {
{ ID id-TMcI CRITICALITY ignore TYPE TMGI PRESENCE optional b
{ ID id-GlobalCN-ID CRITICALITY ignore TYPE GlobalCN-ID PRESENCE optional b
{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory } |
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional }

}

MBMSRegistrationFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {

S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok ok
-- MBMS CN DE-REGISTRATION PROCEDURE

S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkhkkkkkkkkkkkkk ok kk
S kkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkkk ok

-- MBMS CN De-Registration Request

—— kkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhhhkhkhhkhkhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

MBMSCNDe-RegistrationRequest ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { MBMSCNDe-RegistrationRequestIEs} },

protocolExtensions ProtocolExtensionContainer { { MBMSCNDe-RegistrationRequestExtensions} } OPTIONAL,
MBMSCNDe-RegistrationRequestIEs RANAP-PROTOCOL-IES ::= {

{ ID id-TMGI CRITICALITY reject TYPE TMGI PRESENCE mandatory }

{ ID id-GlobalCN-ID CRITICALITY reject TYPE GlobalCN-ID PRESENCE optional L
MBMSCNDe-RegistrationRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— Kkhkhkhkhkhkhhhhhhhhhhhhhhhdhhdhdhdhdhdhddhhdhhdhdddhhdhhdhdhhdhdhrhhhhhhhd

-- MBMS CN De-Registration Response

—— khkhkhkhkhhhhhhhhhhhhhhhhdhhhdddhdhdhdhdhhddddddddhdddddddddhhhhhhhhhd

MBMSCNDe-RegistrationResponse ::= SEQUENCE {
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protocolIEs ProtocolIE-Container { { MBMSCNDe-RegistrationResponselEs} },
protocolExtensions ProtocolExtensionContainer { { MBMSCNDe-RegistrationResponseExtensions} } OPTIONAL,
}
MBMSCNDe-RegistrationResponseIEs RANAP-PROTOCOL-IES ::=
{ ID id-TMGI CRITICALITY ignore TYPE TMGI PRESENCE mandatory } |
{ ID id-GlobalRNC-ID CRITICALITY ignore TYPE GlobalRNC-ID PRESENCE mandatory }
{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE optional o
{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional b,
}
MBMSCNDe-RegistrationResponseExtensions RANAP-PROTOCOL-EXTENSION ::=
-- Extension for Release 7 to indicate extended RNC-ID --
{ ID id-ExtendedRNC-ID CRITICALITY reject EXTENSION ExtendedRNC-ID PRESENCE optional },

—— khkkkhkkhkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhkhhhhhhhhdhhdhdd

-- MBMS RAB ESTABLISHMENT INDICATION PROCEDURE

—— khkkkhkkhkkhkkhkkhkkhkkhkkhkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhk

—— kkkkhkkhkkhkkhkkhkkhkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhhhhhkhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhhhhd

-- MBMS RAB Establishment Indication

—— kkkkkhkkhkkhkhkkhkhkkhkhkhkhkhkhkhkhkhhhkhkhkhkhhkhhhhhhhhhhhhhhhhhhhkhhhhhhhhhhhhdhdhhdd

MBMSRABEstablishmentIndication ::= SEQUENCE {

protocolIEs ProtocolIE-Container { { MBMSRABEstablishmentIndicationIEs} },

protocolExtensions ProtocolExtensionContainer { { MBMSRABEstablishmentIndicationExtensions} } OPTIONAL,
MBMSRABEstablishmentIndicationIEs RANAP-PROTOCOL-IES ::= {

{ ID id-TransportLayerInformation CRITICALITY ignore TYPE TransportLayerInformation PRESENCE mandatory b,
MBMSRABEstablishmentIndicationExtensions RANAP-PROTOCOL-EXTENSION ::=

—— khkhkhkhkhkhhhhhhhhhhhhhhhhdhddddhhdhddhhhddddddddhhdhhdhddhhhrhhhhhdhd

-- MBMS RAB RELEASE PROCEDURE

—— kkkkkhkkhkhkkhkhkhkhkhkhkhkhkhkhkhkhkhkhkhhhhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhdhddddhdhdhddhhdddhhhhhhhhddhdhhhhhhhhhhhd
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-- MBMS RAB Release Request

—— khkhkhkhkhkhhhhhhhhhhhhhhhhhhdhdddhdhdhdhddhddddhdddhhdhddddhddhdrhhhhdrd

MBMSRABReleaseRequest ::= SEQUENCE {

protocolIEs ProtocolIE-Container { {MBMSRABReleaseRequestIEs} },

protocolExtensions ProtocolExtensionContainer { {MBMSRABReleaseRequestExtensions} } OPTIONAL,
MBMSRABReleaseRequestIEs RANAP-PROTOCOL-IES ::= {

{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory },
MBMSRABReleaseRequestExtensions RANAP-PROTOCOL-EXTENSION ::= {

}

—— kkkkkhkhkkhkkhkhkhkkhkhkhkhkhkhkhkhkhhhkkhkhkhkhhkhhhhhhhhhhhhhhhkhhhhhhhhhhhhhhhdhdhdhdhdh

-- MBMS RAB Release

—— khkkkkhkkhkkhkhkhkhkkhkkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhhhh

MBMSRABRelease ::= SEQUENCE

protocolIEs ProtocolIE-Container { {MBMSRABReleaseIEs} },

protocolExtensions ProtocolExtensionContainer { {MBMSRABReleaseExtensions} } OPTIONAL,
MBMSRABReleaseIEs RANAP-PROTOCOL-IES ::= {

{ ID id-Cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics PRESENCE optional },
MBMSRABReleaseExtensions RANAP-PROTOCOL-EXTENSION ::= {

—— khkhkhkhkhkhkhhhhhhhhhhhhhhdhdhdhddhddhdhdhdhdhhdhdddhhhhhdhdhdhdhhdrrhhhhdd

-- MBMS RAB Release Failure

—— khkhkhkhkhkhkhhkhhhhhhhhhhhhdhhddhhddhddhdhhddddddddhddhhdhddhhhhhhhhhdd

MBMSRABReleaseFailure ::= SEQUENCE {
protocolIEs ProtocolIE-Container { {MBMSRABReleaseFailureIEs} },
protocolExtensions ProtocolExtensionContainer { {MBMSRABReleaseFailureExtensions} } OPTIONAL,
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MBMSRABReleaseFailureIEs RANAP-PROTOCOL-IES ::= {

{ ID id-cause CRITICALITY ignore TYPE Cause PRESENCE mandatory }

{ ID id-CriticalityDiagnostics CRITICALITY ignore TYPE CriticalityDiagnostics
}
MBMSRABReleaseFailureExtensions RANAP-PROTOCOL-EXTENSION ::= {
}
END

9.34 Information Element Definitions

—— kkkkkhkkhkkhkhkhkhkhkhkhkhkhkhkhkhkhhhkhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhhdhdhdhdh

-- Information Element Definitions

—— khkhkhkhkhkhkhhkhhhhhhhhhhhhdhhhdddhhddhdhdhdhdddddddddhdddhddhhhhhhhhhhdrd

RANAP-IEs
itu-t (0) identified-organization (4) etsi (0) mobileDomain (0)
umts-Access (20) modules (3) ranap (0) versionl (1) ranap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::=
BEGIN

IMPORTS
maxNrOfErrors,
maxNrOfPDPDirections,
maxNrOfPoints,
maxNrOfRABs,
maxNrOfSRBs,
maxNrOfSeparateTrafficDirections,
maxRAB-Subflows,
maxRAB-SubflowCombination,
maxNrOfLevels,
maxNrOfAltvalues,
maxNrOfSNAs,
maxNrOfLAs,
maxNrOf PLMNsSN,
maxSet,
maxNrOfHSDSCHMACdFlows-1,
maxNrOfUEsToBeTraced,
maxNrOfInterfaces,
maxnoofMulticastServicesPerRNC,
maxMBMSSA,
maxMBMSRA,
maxnoofMulticastServicesPerUE,
maxNrOf EDCHMACdFlows-1,
maxGANSSSet,

ETSI
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id-CN-DomainIndicator,
id-MessageStructure,
id-SRB-TrCH-Mapping,
id-TypeOfError,

id-hS-DSCH-MAC-d-Flow-ID,

id-SignallingIndication,
id-CellLoadInformationGroup,
id-TraceRecordingSessionInformation,
id-MBMSLinkingInformation,
id-AlternativeRABConfiguration,
id-AlternativeRABConfigurationRequest,
id-E-DCH-MAC-d-Flow-1D,

id-Rrac,
id-Alt-RAB-Parameter-ExtendedGuaranteedBitratelInf,
id-Alt-RAB-Parameter-ExtendedMaxBitrateInf,
id-Ass-RAB-Parameter-ExtendedGuaranteedBitratelList,
id-Ass-RAB-Parameter-ExtendedMaxBitrateList,
id-RAB-Parameter-ExtendedGuaranteedBitratelList,
id-RAB-Parameter-ExtendedMaxBitrateList,
id-Requested-RAB-Parameter-ExtendedMaxBitrateList,
id-Requested-RAB-Parameter-ExtendedGuaranteedBitratelist,
id-LAofIdleModeUEs,

id-newLAListofIdleModeUEs,
id-LAListwithNoIdleModeUEsAnyMore,
id-ExtendedRNC-1ID,

id-GANSS-PositioningDataSet,
id-d-RNTI-for-NoIuCSUP

FROM RANAP-Constants

Criticality,
ProcedureCode,
ProtocolIE-ID,
TriggeringMessage

FROM RANAP-CommonDataTypes

ProtocolExtensionContainer{},
RANAP-PROTOCOL-EXTENSION
FROM RANAP-Containers;

-- A
AccuracyFulfilmentIndicator ::= ENUMERATED({

requested-Accuracy-Fulfilled,
requested-Accuracy-Not-Fulfilled,

}

AllocationOrRetentionPriority ::= SEQUENCE {
priorityLevel PriorityLevel,
pre-emptionCapability Pre-emptionCapability,

285
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pre-emptionVulnerability Pre-emptionvVulnerability,

queuingAllowed QueuingAllowed,

iE-Extensions ProtocolExtensionContainer { {AllocationOrRetentionPriority-ExtIEs} } OPTIONAL,
AllocationOrRetentionPriority-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
Alt-RAB-Parameters ::= SEQUENCE {

altMaxBitrateInf Alt-RAB-Parameter-MaxBitrateInf OPTIONAL,

altGuaranteedBitRateInf Alt-RAB-Parameter-GuaranteedBitrateInf OPTIONAL,

iE-Extensions ProtocolExtensionContainer { {Alt-RAB-Parameters-ExtIEs} } OPTIONAL,
Alt-RAB-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 6 to indicate an alternative RAB configuration --

{ ID id-AlternativeRABConfiguration CRITICALITY ignore EXTENSION RAB-Parameters PRESENCE optional }|
-- Extension for Release 7 to indicate an alternative list of Extended Guaranteed Bitrates --
{ ID id-Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf CRITICALITY ignore EXTENSION Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf PRESENCE

optional }|
-- Extension for Release 7 to indicate an alternative list of Extended Maximum Bitrates --

{ ID id-Alt-RAB-Parameter-ExtendedMaxBitrateInf CRITICALITY ignore EXTENSION Alt-RAB-Parameter-ExtendedMaxBitrateInf PRESENCE optional },
Alt-RAB-Parameter-ExtendedGuaranteedBitrateInf ::= SEQUENCE {

altExtendedGuaranteedBitrateType Alt-RAB-Parameter-GuaranteedBitrateType,

altExtendedGuaranteedBitrates Alt-RAB-Parameter-ExtendedGuaranteedBitrates OPTIONAL

-- This IE shall be present if the Type of Extended Guaranteed Bit Rates Information IE is set to "Value range" or "Discrete values" --,

}

Alt-RAB-Parameter-ExtendedGuaranteedBitrates ::= SEQUENCE (SIZE (1..maxNrOfAltValues)) OF
Alt-RAB-Parameter-ExtendedGuaranteedBitratelList

Alt-RAB-Parameter-ExtendedGuaranteedBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF ExtendedGuaranteedBitrate
Alt-RAB-Parameter-GuaranteedBitrateInf ::= SEQUENCE {

altGuaranteedBitrateType Alt-RAB-Parameter-GuaranteedBitrateType,

altGuaranteedBitrates Alt-RAB-Parameter-GuaranteedBitrates OPTIONAL

-- This IE shall be present if the Type of Guaranteed Bit Rates Information IE is set to "Value range" or "Discrete values" --,

}

Alt-RAB-Parameter-GuaranteedBitrateType ::= ENUMERATED({
unspecified,
value-range,
discrete-values,
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Alt-RAB-Parameter-GuaranteedBitrates ::= SEQUENCE (SIZE (1..maxNrOfAltValues)) OF
Alt-RAB-Parameter-GuaranteedBitratelList

Alt-RAB-Parameter-GuaranteedBitratelList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF GuaranteedBitrate
Alt-RAB-Parameter-ExtendedMaxBitrateInf ::= SEQUENCE {

altExtendedMaxBitrateType Alt-RAB-Parameter-MaxBitrateType,

altExtendedMaxBitrates Alt-RAB-Parameter-ExtendedMaxBitrates OPTIONAL

-- This IE shall be present if the Type of Extended Alternative Maximum Bit Rates Information IE is set to "Value range" or "Discrete values"

}

Alt-RAB-Parameter-ExtendedMaxBitrates ::= SEQUENCE (SIZE (1..maxNrOfAltValues)) OF
Alt-RAB-Parameter-ExtendedMaxBitrateList

Alt-RAB-Parameter-ExtendedMaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF ExtendedMaxBitrate
Alt-RAB-Parameter-MaxBitrateInf ::= SEQUENCE {

altMaxBitrateType Alt-RAB-Parameter-MaxBitrateType,

altMaxBitrates Alt-RAB-Parameter-MaxBitrates OPTIONAL

-- This IE shall be present if the Type of Alternative Maximun Bit Rates Information IE is set to "Value range" or "Discrete values" --,

}

Alt-RAB-Parameter-MaxBitrateType ::= ENUMERATED{
unspecified,
value-range,
discrete-values,

}

Alt-RAB-Parameter-MaxBitrates ::= SEQUENCE (SIZE (1..maxNrOfAltValues)) OF
Alt-RAB-Parameter-MaxBitrateList

Alt-RAB-Parameter-MaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF MaxBitrate

AlternativeRABConfigurationRequest ::= ENUMERATED{
alternative-RAB-configuration-Requested,

}

APN ::= OCTET STRING (SIZE (1..255))
-- Reference: 23.003

AreaIdentity ::= CHOICE (

sAT SAT,

geographicalArea GeographicalArea,
}
Ass-RAB-Parameters ::= SEQUENCE {
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assMaxBitrateInf Ass-RAB-Parameter-MaxBitrateList OPTIONAL,
assGuaranteedBitRateInf Ass-RAB-Parameter-GuaranteedBitratelList OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {Ass-RAB-Parameters-ExtIEs} } OPTIONAL,
Ass-RAB-Parameters-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

-- Extension for Release 7 to indicate an extended assigned Guaranteed Bitrate --

ETSI TS 125 413 V7.9.0 (2008-07)

{ ID id-Ass-RAB-Parameter-ExtendedGuaranteedBitratelList CRITICALITY reject EXTENSION Ass-RAB-Parameter-ExtendedGuaranteedBitrateList

PRESENCE optional } |
-- Extension for Release 7 to indicate an extended assigned Maximum Bitrate --

{ ID id-Ass-RAB-Parameter-ExtendedMaxBitrateList CRITICALITY reject EXTENSION Ass-RAB-Parameter-ExtendedMaxBitrateList PRESENCE

optional },

}

Ass-RAB-Parameter-ExtendedGuaranteedBitratelList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections))

Ass-RAB-Parameter-ExtendedMaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections))

Ass-RAB-Parameter-GuaranteedBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections))
Ass-RAB-Parameter-MaxBitrateList ::= SEQUENCE (SIZE (1..maxNrOfSeparateTrafficDirections)) OF MaxBitrate
AuthorisedPLMNs ::= SEQUENCE (SIZE (1..maxNrOfPLMNsSN)) OF
SEQUENCE {
pLMNidentity PLMNidentity,
authorisedSNAsList AuthorisedSNAs OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {AuthorisedPLMNs-ExtIEs} } OPTIONAL,

}

AuthorisedPLMNs-ExtIEs RANAP-PROTOCOL-EXTENSION

}

{

AuthorisedSNAs ::= SEQUENCE (SIZE (1..maxNrOfSNAs)) OF SNAC

-- B

BindingID ::= OCTET STRING (SIZE (4))

BroadcastAssistanceDataDecipheringKeys ::= SEQUENCE (
cipheringKeyFlag BIT STRING (SIZE (1)),
currentDecipheringKey BIT STRING (SIZE (56)),
nextDecipheringKey BIT STRING (SIZE (56)),

}

--C

ETSI
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Cause ::= CHOICE ({

radioNetwork CauseRadioNetwork,

transmissionNetwork CauseTransmissionNetwork,

nAS CauseNAS,

protocol CauseProtocol,

misc CauseMisc,

non-Standard CauseNon-Standard,

radioNetworkExtension CauseRadioNetworkExtension

}

CauseMisc ::= INTEGER {
om-intervention (113),
no-resource-available (114),
unspecified-failure (115),
network-optimisation (116)

} (113..128)

CauseNAS ::= INTEGER {
user-restriction-start-indication (81),
user-restriction-end-indication (82),
normal-release (83)

} (81..96)

CauseProtocol ::= INTEGER {
transfer-syntax-error (97),
semantic-error (98),
message-not-compatible-with-receiver-state (99),
abstract-syntax-error-reject (100),
abstract-syntax-error-ignore-and-notify (101),
abstract-syntax-error-falsely-constructed-message (102)

} o(97..112)

CauseRadioNetwork ::= INTEGER {
rab-pre-empted (1),
trelocoverall-expiry (2),
trelocprep-expiry (3),
treloccomplete-expiry (4),
tqueing-expiry (5),
relocation-triggered (6),
trellocalloc-expiry(7),
unable-to-establish-during-relocation (8),
unknown-target-rnc (9),
relocation-cancelled (10),
successful-relocation (11),
requested-ciphering-and-or-integrity-protection-algorithms-not-supported

conflict-with-already-existing-integrity-protection-and-or-ciphering-information

failure-in-the-radio-interface-procedure (14),
release-due-to-utran-generated-reason (15),
user-inactivity (16),

time-critical-relocation (17),
requested-traffic-class-not-available (18),

ETSI
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}

invalid-rab-parameters-value (19),
requested-maximum-bit-rate-not-available (20),
requested-guaranteed-bit-rate-not-available (21),
requested-transfer-delay-not-achievable (22),
invalid-rab-parameters-combination (23),
condition-violation-for-sdu-parameters (24),
condition-violation-for-traffic-handling-priority (25),
condition-violation-for-guaranteed-bit-rate (26),
user-plane-versions-not-supported (27),

iu-up-failure (28),
relocation-failure-in-target-CN-RNC-or-target-system(29),
invalid-RAB-ID (30),

no-remaining-rab (31),

interaction-with-other-procedure (32),
requested-maximum-bit-rate-for-dl-not-available (33),
requested-maximum-bit-rate-for-ul-not-available (34)
requested-guaranteed-bit-rate-for-dl-not-available (
requested-guaranteed-bit-rate-for-ul-not-available (
repeated-integrity-checking-failure (37),
requested-request-type-not-supported (38),
request-superseded (39),
release-due-to-UE-generated-signalling-connection-release (40),
resource-optimisation-relocation (41),
requested-information-not-available (42),
relocation-desirable-for-radio-reasons (43),
relocation-not-supported-in-target-RNC-or-target-system (44),
directed-retry (45),

radio-connection-with-UE-Lost (46),

rNC-unable-to-establish-all-RFCs (47),
deciphering-keys-not-available (48),
dedicated-assistance-data-not-available (49),
relocation-target-not-allowed (50),

location-reporting-congestion (51),

reduce-load-in-serving-cell (52),
no-radio-resources-available-in-target-cell (53),
gERAN-TIumode-failure (54),

access-restricted-due-to-shared-networks (55),
incoming-relocation-not-supported-due-to-PUESBINE-feature (56),
traffic-load-in-the-target-cell-higher-than-in-the-source-cell (57),
mBMS-no-multicast-service-for-this-UE(58),

mBMS -unknown-UE-ID(59),
successful-MBMS-session-start-no-data-bearer-necessary(60),

mBMS -superseded-due-to-NNSF (61) ,

mBMS-UE-linking-already-done (62),
mBMS-UE-de-1linking-failure-no-existing-UE-linking(63),
tMGI-unknown (64)

35),
36),

(1..64)

CauseRadioNetworkExtension ::= INTEGER {

iP-multicast-address-and-APN-not-valid(257),
mBMS-de-registration-rejected-due-to-implicit-registration(258),
mBMS -request-superseded (259) ,
mBMS-de-registration-during-session-not-allowed(260),
mBMS-no-data-bearer-necessary(261),

ETSI
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periodicLocationInformationNotAvailable (262),
gTP-Resources-Unavailable (263),
tMGI-inUse-overlapping-MBMS-service-area(264),
mBMS-no-cell-in-MBMS-service-area (265),
no-Iu-CS-UP-relocation (266)

} (257..512)

CauseNon-Standard ::= INTEGER (129..256)
-- Cause value 256 shall not be used --

CauseTransmissionNetwork ::= INTEGER {
signalling-transport-resource-failure (65),
iu-transport-connection-failed-to-establish (66)

} (65..80)

Cell-Capacity-Class-Value ::= INTEGER (1..100,...)

CellLoadInformation ::= SEQUENCE {
cell-Capacity-Class-Value Cell-Capacity-Class-Value,
loadVvalue LoadValue,
rTLoadValue RTLoadValue
nRTLoadInformationvValue NRTLoadInformationvValue

iE-Extensions ProtocolExtensionContainer { { CellLoadInformation-ExtIEs

}

CellLoadInformation-ExtIEs RANAP-PROTOCOL-EXTENSION

}

CellLoadInformationGroup ::= SEQUENCE {
sourceCellID SourceCelllID,

{

uplinkCelllLoadInformation CellLoadInformation
downlinkCellLoadInformation CellLoadInformation
iE-Extensions ProtocolExtensionContainer { { CellLoadInformationGroup-ExtIEs } }

}

CellLoadInformationGroup-ExtIEs RANAP-PROTOCOL-EXTENSION

}

ClientType ::= ENUMERATED
emergency-Services,
value-Added-Services,
PLMN-Operator-Services,
lawful-Intercept-Services,
pLMN-Operator-Broadcast-Services,
pLMN-Operator-0O-et-M,
pPLMN-Operator-Anonymous-Statistics,
PLMN-Operator-Target-MS-Service-Support,

291

OPTIONAL,
OPTIONAL,

OPTIONAL,
OPTIONAL,
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CriticalityDiagnostics ::= SEQUENCE {
procedureCode ProcedureCode OPTIONAL,
triggeringMessage TriggeringMessage OPTIONAL,
procedureCriticality Criticality OPTIONAL,
iEsCriticalityDiagnostics CriticalityDiagnostics-IE-List OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {CriticalityDiagnostics-ExtIEs} } OPTIONAL,

}

CriticalityDiagnostics-ExtIEs RANAP-PROTOCOL-EXTENSION

}

{

CriticalityDiagnostics-IE-List ::= SEQUENCE (SIZE (1..maxNrOfErrors)) OF
SEQUENCE {
iECriticality Criticality,
iE-ID ProtocolIE-ID,
repetitionNumber RepetitionNumber0 OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {CriticalityDiagnostics-IE-List-ExtIEs} } OPTIONAL,
}
CriticalityDiagnostics-IE-List-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 99 to enable reporting the message structure down to the erroneous IE --
{ ID id-MessageStructure CRITICALITY ignore EXTENSION MessageStructure PRESENCE optional b
-- Extension for Release 99 to enable reporting if a reported error is due to a not understood or a missing IE --
{ ID id-TypeOfError CRITICALITY ignore EXTENSION TypeOfError PRESENCE mandatory 1},
}
MessageStructure ::= SEQUENCE (SIZE (1..maxNrOfLevels)) OF
SEQUENCE {
iE-ID ProtocolIE-ID,
repetitionNumber RepetitionNumberl OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {MessageStructure-ExtIEs} } OPTIONAL,
}
MessageStructure-ExtIEs RANAP-PROTOCOL-EXTENSION ::=
}
CGI ::= SEQUENCE ({
pLMNidentity PLMNidentity,
1AC LAC,
cI cI,
iE-Extensions ProtocolExtensionContainer { {CGI-ExtIEs} } OPTIONAL
}
CGI-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
-- Extension for Release 6 to enable Inter-RAT PS Handover between UTRAN and GERAN A/Gb --
{ ID id-RAC CRITICALITY ignore EXTENSION RAC PRESENCE optional },

ETSI
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}

ChosenEncryptionAlgorithm ::= EncryptionAlgorithm
ChosenIntegrityProtectionAlgorithm ::= IntegrityProtectionAlgorithm

CI ::= OCTET STRING (SIZE (2))

ClassmarkInformation2 ::= OCTET STRING

ClassmarkInformation3 ::= OCTET STRING

CN-DomainIndicator ::= ENUMERATED {

cs-domain,
ps-domain

CN-ID ::= INTEGER (0..4095)

-- D

DataVolumeReference ::= INTEGER (0..255)
DataVolumeReportingIndication ::= ENUMERATED {

do-report,
do-not-report

}

DCH-ID ::= INTEGER (0..255)
DeliveryOfErroneousSDU ::= ENUMERATED {
yes,
no,

no-error-detection-consideration

}

DeliveryOrder::= ENUMERATED {
delivery-order-requested,
delivery-order-not-requested

}

DeltaRAListofIdleModeUEs ::= SEQUENCE {
newRAListofIdleModeUEs NewRAListofIdleModeUEs OPTIONAL,
rAListwithNoIdleModeUEsAnyMore RAListwithNoIdleModeUEsAnyMore OPTIONAL,
iE-Extensions ProtocolExtensionContainer { {DeltaRAListofIdleModeUEs-ExtIEs} } OPTIONAL
NewRAListofIdleModeUEs ::= SEQUENCE (SIZE (1..maxMBMSRA)) OF
RAC
RAListwithNoIdleModeUEsAnyMore ::= SEQUENCE (SIZE (1..maxMBMSRA)) OF
RAC

ETSI
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DeltaRAListofIdleModeUEs-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

{ ID id-newLAListofIdleModeUEs CRITICALITY reject EXTENSION LAListofIdleModeUEs
-- This IE shall be present if the New RA List of Idle Mode UEs IE is included. --

{ ID id-LAListwithNoIdleModeUEsAnyMore CRITICALITY reject EXTENSION LAListofIdleModeUEs
-- This IE shall be presentif the RA List with No Idle Mode UEs Any More IE is included. --

}

ETSI TS 125 413 V7.9.0 (2008-07)

PRESENCE conditional } |

PRESENCE conditional },

DL-GTP-PDU-SequenceNumber ::= INTEGER (0..65535)

DL-N-PDU-SequenceNumber ::= INTEGER (0..65535)

D-RNTI ::= INTEGER (0..1048575)

DRX-CycleLengthCoefficient ::= INTEGER (6..9)

DSCH-ID ::= INTEGER (0..255)

-- E

E-DCH-MAC-d-Flow-ID ::= INTEGER (0.. maxNrOfEDCHMACdFlows-1)

EncryptionAlgorithm ::= INTEGER { no-encryption (0), standard-UMTS-encryption-algorith-UEAl (1), standard-UMTS-encryption-algorithm-

UEA2 (2) } (0..15)

EncryptionInformation ::= SEQUENCE {
permittedAlgorithms PermittedEncryptionAlgorithms,
key EncryptionKey,
iE-Extensions ProtocolExtensionContainer { {EncryptionInformation-ExtIEs} } OPTIONAL
EncryptionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
EncryptionKey ::= BIT STRING (SIZE (128))
-- Reference: 33.102
EquipmentsToBeTraced ::= CHOICE {
iMEIlist IMEIList,
iMEISVlist IMEISVList,
iMEIgroup IMEIGroup,
iMEISVgroup IMEISVGroup,
Event ::= ENUMERATED {
stop-change-of-service-area,
direct,

change-of-servicearea,

ey
stop-direct,
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periodic,
stop-periodic

}

ExtendedGuaranteedBitrate ::= INTEGER (16000001..256000000)
-- Unit is bits per sec

ExtendedMaxBitrate ::= INTEGER (16000001..256000000)
-- Unit is bits per sec

ExtendedRNC-ID ::= INTEGER (4096..65535)
-- F
FrequencelayerConvergenceFlag ::= ENUMERATED {

no-FLC-flag,

-- G
GANSS-PositioningDataSet ::= SEQUENCE (SIZE(1..maxGANSSSet)) OF GANSS-PositioningMethodAndUsage
GANSS-PositioningMethodAndUsage ::= OCTET STRING (SIZE(1l))
GeographicalArea ::= CHOICE
point GA-Point,
pointWithUnCertainty GA-PointWithUnCertainty,
polygon GA-Polygon,
pointWithUncertaintyEllipse GA-PointWithUnCertaintyEllipse,
pointWithAltitude GA-PointWithAltitude,
pointWithAltitudeAndUncertaintyEllipsoid GA-PointWithAltitudeAndUncertaintyEllipsoid,
ellipsoidArc GA-EllipsoidArc
}
GeographicalCoordinates ::= SEQUENCE {
latitudeSign ENUMERATED { north, south },
latitude INTEGER (0..8388607),
longitude INTEGER (-8388608..8388607),
iE-Extensions ProtocolExtensionContainer { {GeographicalCoordinates-ExtIEs} } OPTIONAL,
}
GeographicalCoordinates-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-AltitudeAndDirection ::= SEQUENCE {
directionOfAltitude ENUMERATED {height, depth},
altitude INTEGER (0..32767),

ETSI
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GA-EllipsoidArc ::= SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
innerRadius INTEGER (0..65535),
uncertaintyRadius INTEGER (0..127),
offsetAngle INTEGER (0..179),
includedAngle INTEGER (0..179),
confidence INTEGER (0..127),
iE-Extensions ProtocolExtensionContainer { { GA-EllipsoidArc-ExtIEs} } OPTIONAL,
}
GA-EllipsoidArc-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-Point ::= SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
iE-Extensions ProtocolExtensionContainer { {GA-Point-ExtIEs} } OPTIONAL,
}
GA-Point-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-PointWithAltitude ::= SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
altitudeAndDirection GA-AltitudeAndDirection,
iE-Extensions ProtocolExtensionContainer { { GA-PointWithAltitude-ExtIEs} } OPTIONAL,
}
GA-PointWithAltitude-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-PointWithAltitudeAndUncertaintyEllipsoid ::= SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
altitudeAndDirection GA-AltitudeAndDirection,
uncertaintyEllipse GA-UncertaintyEllipse,
uncertaintyAltitude INTEGER (0..127),
confidence INTEGER (0..127),
iE-Extensions ProtocolExtensionContainer { { GA-PointWithAltitudeAndUncertaintyEllipsoid-ExtIEs} } OPTIONAL,

}

GA-PointWithAltitudeAndUncertaintyEllipsoid-ExtIEs RANAP-PROTOCOL-EXTENSION

}

{

GA-PointWithUnCertainty ::=SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
iE-Extensions ProtocolExtensionContainer { {GA-PointWithUnCertainty-ExtIEs} } OPTIONAL,
uncertaintyCode INTEGER (0..127)
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}

GA-PointWithUnCertainty-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-PointWithUnCertaintyEllipse ::= SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
uncertaintyEllipse GA-UncertaintyEllipse,
confidence INTEGER (0..127),
iE-Extensions ProtocolExtensionContainer { { GA-PointWithUnCertaintyEllipse-ExtIEs} } OPTIONAL,
}
GA-PointWithUnCertaintyEllipse-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-Polygon ::= SEQUENCE (SIZE (1..maxNrOfPoints)) OF
SEQUENCE {
geographicalCoordinates GeographicalCoordinates,
iE-Extensions ProtocolExtensionContainer { {GA-Polygon-ExtIEs} } OPTIONAL,
}
GA-Polygon-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
}
GA-UncertaintyEllipse ::= SEQUENCE {
uncertaintySemi-major INTEGER (0..127),
uncertaintySemi-minor INTEGER (0..127),
orientationOfMajorAxis INTEGER (0..179), -- The values 90..179 shall not be used.
}
GERAN-BSC-Container ::= OCTET STRING

-- GERAN BSC Container as defined in [11] --

GERAN-Cell-ID ::= SEQUENCE {

1AT LAT,

rAC RAC,

cI cI,

iE-Extensions ProtocolExtensionContainer { {GERAN-Cell-ID-ExtIEs} } OPTIONAL
GERAN-Cell-ID-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
GERAN-Classmark ::= OCTET STRING

-- GERAN Classmark as defined in [11] --
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GlobalCN-ID ::= SEQUENCE {
pLMNidentity PLMNidentity,
cN-ID CN-ID
}
GlobalRNC-ID ::= SEQUENCE {
pLMNidentity PLMNidentity,
rNC-ID RNC-ID
}
GTP-TEI ::= OCTET STRING (SIZE (4))
GuaranteedBitrate ::= INTEGER (0..16000000)

-- Unit is bits per sec

-- H

HS-DSCH-MAC-d-Flow-1ID ::= INTEGER (0.. maxNrOfHSDSCHMACAFlows-1)
-- 1

IMEI ::= OCTET STRING (SIZE (8))

-- Reference: 23.003

IMEIGroup ::= SEQUENCE ({
iMEI IMEI,
iMEIMask BIT STRING (SIZE (7)),
iE-Extensions ProtocolExtensionContainer { { IMEIGroup-ExtIEs} } OPTIONAL

}

IMEIGroup-ExtIEs RANAP-PROTOCOL-EXTENSION

}

IMEIList ::= SEQUENCE (SIZE (1..maxNrOfUEsToBeTraced)) OF IMEI

{

IMEISV ::= OCTET STRING (SIZE (8))
-- Reference: 23.003

IMEISVGroup ::= SEQUENCE
iMEISV IMEISV,
iMEISVMask BIT STRING (SIZE (7)),
iE-Extensions ProtocolExtensionContainer { { IMEISVGroup-ExtIEs} } OPTIONAL
IMEISVGroup-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
IMEISVList ::= SEQUENCE (SIZE (1..maxNrOfUEsToBeTraced)) OF IMEISV
IMSIT ::= TBCD-STRING (SIZE (3..8))

ETSI
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-- Reference: 23.003

IncludeVelocity ::= ENUMERATED {
requested
InformationExchangeID ::= INTEGER (0.. 1048575)
InformationExchangeType ::= ENUMERATED {
transfer,
request,
InformationRequested ::= CHOICE ({
requestedMBMSIPMulticastAddressandAPNRequest RequestedMBMSIPMulticastAddressandAPNRequest,
requestedMulticastServicelList RequestedMulticastServicelist,
InformationRequestType ::= CHOICE ({
mBMSIPMulticastAddressandAPNRequest MBMSIPMulticastAddressandAPNRequest,
permanentNAS-UE-ID PermanentNAS-UE-ID,
InformationTransferID ::= INTEGER (0.. 1048575)
InformationTransferType ::= CHOICE {
rNCTraceInformation RNCTraceInformation,
IntegrityProtectionAlgorithm ::= INTEGER ({

standard-UMTS-integrity-algorithm-UIAl (0), standard-UMTS-integrity-algorithm-UIA2 (1),
no-value (15)

} (0..15)
IntegrityProtectionInformation ::= SEQUENCE {
permittedAlgorithms PermittedIntegrityProtectionAlgorithms,
key IntegrityProtectionKey,
iE-Extensions ProtocolExtensionContainer { {IntegrityProtectionInformation-ExtIEs} } OPTIONAL
IntegrityProtectionInformation-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
IntegrityProtectionKey ::= BIT STRING (SIZE (128))
InterSystemInformationTransferType ::= CHOICE {
rIM-Transfer RIM-Transfer,

ETSI
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}

InterSystemInformation-TransparentContainer ::= SEQUENCE {

downlinkCellLoadInformation CellLoadInformation OPTIONAL,

uplinkCelllLoadInformation CellLoadInformation OPTIONAL,

iE-Extensions ProtocolExtensionContainer { { InterSystemInformation-TransparentContainer-ExtIEs} } OPTIONAL,
InterSystemInformation-TransparentContainer-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
IPMulticastAddress ::= OCTET STRING (SIZE (4..16))

-- Reference: 23.003

IuSignallingConnectionIdentifier ::= BIT STRING (SIZE (24))
IuTransportAssociation ::= CHOICE ({
gTP-TEI GTP-TEI,
bindingID BindingID,
--J
-- K
KeyStatus ::= ENUMERATED {
old,
new,
-- L
LA-LIST ::= SEQUENCE (SIZE (1..maxNrOfLAs)) OF
SEQUENCE {
1AC LAC,
1istOF-SNAs ListOF-SNAs,
iE-Extensions ProtocolExtensionContainer { { LA-LIST-ExtIEs} } OPTIONAL,
LA-LIST-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
LAC ::= OCTET STRING (SIZE (2))
LAI ::= SEQUENCE
pLMNidentity PLMNidentity,
1AC LAC,
iE-Extensions ProtocolExtensionContainer { {LAI-ExtIEs} } OPTIONAL
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LAI-ExtIEs RANAP-PROTOCOL-EXTENSION

}

{

LastKnownServiceArea : := SEQUENCE {

sAI SAI,

ageOfSATI INTEGER (0..32767),

iE-Extensions  ProtocolExtensionContainer { {LastKnownServiceArea-ExtIEs} } OPTIONAL,
LastKnownServiceArea-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
ListOF-SNAs ::= SEQUENCE (SIZE (1..maxNrOfSNAs)) OF SNAC
ListOfInterfacesToTrace ::= SEQUENCE (SIZE (1..maxNrOfInterfaces)) OF InterfacesToTraceltem
InterfacesToTraceltem ::= SEQUENCE {

interface ENUMERATED {iu-cs, iu-ps, iur, iub, uu, ...},

iE-Extensions ProtocolExtensionContainer { {InterfacesToTraceltem-ExtIEs} }  OPTIONAL,

}

InterfacesToTraceltem-ExtIEs RANAP-PROTOCOL-EXTENSION

}

1]
—_

LoadValue ::= INTEGER (0..100)

LocationRelatedDataRequestType ::= SEQUENCE {
requestedLocationRelatedDataType RequestedLocationRelatedDataType,
requestedGPSAssistanceData RequestedGPSAssistanceData OPTIONAL,

-- This IE shall be present if the Requested Location Related Data Type IE is set to "Dedicated Assistance Data for Assisted GPS" or
-- "Dedicated Assistance Data for Assisted GPS and GANSS"

}

LocationRelatedDataRequestTypeSpecificToGERANIuMode ::= ENUMERATED {
decipheringKeysEOTD,
dedicatedMobileAssistedEOTDAssistanceData,
dedicatedMobileBasedEOTDAssistanceData,

}

L3-Information ::= OCTET STRING
-- M
MaxBitrate ::= INTEGER (1..16000000)

-- Unit is bits per sec

MaxSDU-Size ::= INTEGER (0..32768)
-- MaxSDU-Size
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-- Unit is bit

MBMS-PTP-RAB-ID ::= BIT STRING (SIZE (8))
MBMSBearerServiceType ::= ENUMERATED {
multicast,
broadcast,
MBMSCNDe-Registration ::= ENUMERATED {
normalsessionstop,
deregister,
MBMSCountingInformation ::= ENUMERATED ({
counting,
notcounting,
MBMSIPMulticastAddressandAPNRequest ::= SEQUENCE (SIZE (1..maxnoofMulticastServicesPerRNC)) OF
TMGI
MBMSLinkingInformation ::= ENUMERATED {

uE-has-joined-multicast-services,

}

MBMSRegistrationRequestType ::= ENUMERATED

register,

deregister,
MBMSServiceArea ::= OCTET STRING
MBMSSessionDuration ::= OCTET STRING (SIZE (3))
MBMSSessionIdentity ::= OCTET STRING (SIZE (1))
MBMSSessionRepetitionNumber ::= OCTET STRING (SIZE (1))
-- N
NAS-PDU ::= OCTET STRING
NAS-SequenceNumber ::= BIT STRING (SIZE (2))
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-- Reference: 24.008

NAS-SynchronisationIndicator ::= BIT STRING (SIZE (4))
NewBSS-To-01dBSS-Information ::= OCTET STRING
NonSearchingIndication ::= ENUMERATED {

non-searching,

searching
}
NRTLoadInformationvValue ::= INTEGER (0..3)
NumberOfIuInstances ::= INTEGER (1..2)
NumberOfSteps ::= INTEGER (1..16)
-- 0
01dBSS-ToNewBSS-Information ::= OCTET STRING
OMC-1ID ::= OCTET STRING (SIZE (3..22))

-- Reference: GSM [25]

-- P
PagingArealD ::= CHOICE (
1AI LAI,
rAI RAT,
PagingCause ::= ENUMERATED {

terminating-conversational-call,
terminating-streaming-call,
terminating-interactive-call,
terminating-background-call,
terminating-low-priority-signalling,

terminating-high-priority-signalling

}

PDP-TypeInformation ::= SEQUENCE (SIZE (1..maxNrOfPDPDirections)) OF
PDP-Type

PDP-Type ::= ENUMERATED {
empty,
ppPp,
osp-ihoss -- this value shall not be used -- ,
ipv4,
ipvé,

ETSI
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PeriodicLocationInfo ::= SEQUENCE {
reportingAmount INTEGER (1..8639999, ...),
reportingInterval INTEGER (1..8639999, ...),
iE-Extensions ProtocolExtensionContainer { { PeriodicLocationInfo-ExtIEs } } OPTIONAL,
PeriodicLocationInfo-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
PermanentNAS-UE-ID ::= CHOICE
iMSI IMSI,
PermittedEncryptionAlgorithms ::= SEQUENCE (SIZE (1..16)) OF
EncryptionAlgorithm
PermittedIntegrityProtectionAlgorithms ::= SEQUENCE (SIZE (1..16)) OF

IntegrityProtectionAlgorithm

PLMNidentity ::= TBCD-STRING (SIZE (3))
PLMNs-in-shared-network ::= SEQUENCE (SIZE (1..maxNrOfPLMNsSN)) OF
SEQUENCE {

pLMNidentity PLMNidentity,

1A-LIST LA-LIST,

iE-Extensions ProtocolExtensionContainer { { PLMNs-in-shared-network-ExtIEs} } OPTIONAL,
PLMNs-in-shared-network-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {
PositioningDataDiscriminator ::= BIT STRING (SIZE(4))
PositioningDataSet ::= SEQUENCE (SIZE(1l..maxSet)) OF PositioningMethodAndUsage
PositioningMethodAndUsage ::= OCTET STRING (SIZE(1))
PositioningPriority ::= ENUMERATED {

high-Priority,
normal-Priority,

PositionData ::= SEQUENCE {
positioningDataDiscriminator PositioningDataDiscriminator,
positioningDataSet PositioningDataSet OPTIONAL,

-- This IE shall be present if the PositioningDataDiscriminator IE is set to the value "0000" --
iE-Extensions ProtocolExtensionContainer { {PositionData-ExtIEs} } OPTIONAL,
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}

PositionData-ExtIEs RANAP-PROTOCOL-EXTENSION ::= {

{ ID id-GANSS-PositioningDataSet CRITICALITY ignore EXTENSION GANSS-PositioningDataSet PRESENCE optional },
PositionDataSpecificToGERANIuMode ::= OCTET STRING
Pre-emptionCapability ::= ENUMERATED {

shall-not-trigger-pre-emption,
may-trigger-pre-emption

}

Pre-emptionVulnerability ::= ENUMERATED
not-pre-emptable,
pre-emptable

}

PriorityLevel ::= INTEGER { spare (0), highest (1), lowest (14), no-priority (15) } (0..15)
ProvidedData ::= CHOICE (
shared-network-information Shared-Network-Information,
}
P-TMSI ::= OCTET STRING (SIZE (4))
--Q
QueuingAllowed ::= ENUMERATED {

queueing-not-allowed,
queueing-allowed

-- R

RAB-AsymmetryIndicator::= ENUMERATED {
symmetric-bidirectional,
asymmetric-unidirectional-downlink,
asymmetric-unidirectional-uplink,
asymmetric-bidirectional,

}
RAB-ID ::= BIT STRING (SIZE (8))
RAB-Parameter-ExtendedG