ETS| TS 124 538 V18.7.0 (2025-07)

TECHNICAL SPECIFICATION

5G;
Enabling MSGIn5G Service,;
Protocol specification
(3GPP TS 24.538 version 18.7.0 Release 18)

=~

& ADVANCED

)

A GLOBAL INITIATIVE



3GPP TS 24.538 version 18.7.0 Release 18 1 ETSI TS 124 538 V18.7.0 (2025-07)

Reference
RTS/TSGC-0124538vi70

Keywords
5G

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - APE 7112B
Association & but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° w061004871

Important notice

The present document can be downloaded from the
ETSI Search & Browse Standards application.

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format on ETSI deliver repository.

Users should be aware that the present document may be revised or have its status changed,
this information is available in the Milestones listing.

If you find errors in the present document, please send your comments to
the relevant service listed under Committee Support Staff.

If you find a security vulnerability in the present document, please report it through our
Coordinated Vulnerability Disclosure (CVD) program.

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fithess
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2025.
All rights reserved.

ETSI


https://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/Services/editHelp/Standards-development/Tracking-a-draft/Status-codes
https://portal.etsi.org/People/Commitee-Support-Staff
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

3GPP TS 24.538 version 18.7.0 Release 18 2 ETSI TS 124 538 V18.7.0 (2025-07)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-member s, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI IPR online database.

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™, LTE™ and 5G™ logo are trademarks of ETSI registered for the benefit of its Members and of the
3GPP Organizational Partners. oneM 2M ™ |ogo is atrademark of ETSI registered for the benefit of its Members and of
the oneM2M Partners. GSM® and the GSM logo are trademarks registered and owned by the GSM Association.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found at 3GPP to ETSI numbering cross-referencing.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
https://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 24.538 version 18.7.0 Release 18 3 ETSI TS 124 538 V18.7.0 (2025-07)

Contents
INtellectual Property RIGNES.... ..ot b e e e en e ns 2
LB INOLICE ... bbbt et h bt b b nE e b e b e e et bt e bt Rt e s e e e e e e eb e n e e ns 2
AV TeTo = L= g oY = 01T 070] oo | OSSPSR 2
1= 11 o TSRS 8
1 o0 o< TSP PSP 10
2 REFEIBINCES .....cceeeeee ettt b bbb e b et e e et Re e bt e be e bt st et et et e e e e nenre b ee 10
3 Definitions of terms, symbols and abbreviations............cccciieiiiecce e 11
31 1= 10 PP TSP PRSP 11
3.2 Y 1210 OSSR 11
3.3 ADDIEVIBLIONS ...ttt et h e bt e e e se bt sh e b e e heeae e s e e ne e b e sR e eh e e Re e b e b e eb e beeheene e e nre e 12
4 (€1 1S = 0 (=S o T o1 o TP O TSRS PSR URTR 12
5 FUNCEIONE ENEITTIES ...ttt sttt e et s s e b e st e be st e e e e 14
51 IS T LT R 1= | ST 14
511 General functionalities of MSGINSG ClIENT ......c..ooviiiiiii e 14
512 MSGINSG GAEWAY ClHIENL........ceitiieeiieiesieiese ettt sttt et be st e sbesessesbe st ebesbeseenesbeseenesbessenens 14
52 IVISGINSG SEIVET .....cuitiieeietirteeste ettt s b ee st ste st be st eseesesbe st e st s ae st e b e b e st e be e ben e e be s b e neeRe e be e ebe e ke e e st s betenenbentenees 14
6 M SGINSG PrOCEAUIES.......cviieeeieiieetiesie st e et eee sttt e seesteeseestesseetesseensesseeneessesseensessesneessesneenseseeeneensensens 15
6.1 LT 0T P RSSRR 15
6.2 1600101 T B¢ 1 Lo] o [N OSSPSR USSP PR 16
6.2.1 MSGINSG UE CONFIUIALTON ......ueieeiiitirieiiete ettt sttt sttt bbbt bbbt b et sb s 16
6.21.1 LT 07 | PO 16
6.2.1.2 Procedure a MSGINSG CHENL .......cciriiieiieiireeiee ettt se et bbb e e e 16
6.2.1.3 Procedure a MSGINSG SEIVEN .......ccoiiiiiieierieeeiee ettt sttt ettt sae bt ns e s e besbesbesaeennennen 17
6.2.2 Constrained UE configuration to USE Rel@y UE ...........ccooieiiieiie ettt 17
6.2.2.2 Procedure at ConstraiNed UE ...........coioiiiiiiei et s 17
6.2.3 Constrained UE configuration via MSGIN5G Gateway UE..........cccovveveiiieieeneesece e ses e 17
6.2.3.1 LC T o1 =TT 17
6.2.3.3 Procedure at MSGINSG GateWay UE...........ooiiiiiiinieieie ettt be s sbe s seene s 18
6.2.33.1 Reception of the Configuration Request from Constrained UE ... 18
6.2.3.3.3 Reception of the bulk Configuration Response from MSGIiN5G SEIVEr........cccocvvieereneeneneeennes 19
6.2.34 Procedure @ MSGINSG SEIVEN .......cooiiieieeieeeeeieeertese ettt e e seeeestestestesaeeseeseeneeneessesseseessesneenseseens 19
6.234.1 Reception of the bulk Configuration Request from MSGIin5G Gateway UE............ccccoeevineene. 19
6.3 L0 TS 1 1o o 20
6.3.0 (CT= 0T o SO PRSP 20
6.3.1 MSGIN5G UE REQISITALION.........eoiieiiecieeiieeiestieste e te e st e e saeesae e e sae e sse e seesteenteesaessaeseeseeseensesnnesnns 20
6.3.1.1 Procedure a MSGINSG CHENL .......coiiiieiieiineeie et sr e b b e b e e 20
6.3.1.1.1 MSGINSG UE rEQISLIAliON ......ceiieeieeiie et stee st e e ste et e e e sne e sae e te e e entessaessaesteenseenaesneennns 20
6.3.1.1.2 MSGIN5G UE de-TEQISLIAliON ......ccueeiieeeeeieiesees e ete e s st ste et e st e e eateesaesraesreeneeeneesneeenes 21
6.3.1.2 Procedure a MSGINSG SEIVEN .......cooiiieieeieeeeeieee st este sttt e e e eeseestestesaeeseeseeneensessenseseessesneenseseens 22
6.3.1.2.1 MSGINSG UE FEQISIIaliON.....cveueetiieietiieeiete sttt n bbb nn e enas 22
6.3.1.2.2 MSGINSG UE dE-TEQISIIALION.......cueiveeeeireeietisteeetest sttt ebe bbbt e st sn e e e 22
6.3.2 Application Client registration to MSGIin5GClient on MSGIN5G UE..........cccoeviiniininenineeseseeenies 23
6.3.2.1 Procedure at MSGIN5G Client on MSGINSG UE.........cooi oo 23
6.3.21.1 Application Client on non-M SGin5G UE registration to MSGin5G Client on MSGin5G UE ....... 23
6.3.2.1.2 Application Client on non-M SGin5G UE de-registration to MSGin5G Client on MSGin5G

L TSR 23
6.3.2.2 Procedure at Application Client on NON-MSGIN5G UE .........cccoociiieiie i 24
6.3.2.2.1 Application Client on non-M SGin5G UE registration to MSGin5G Client on MSGin5G UE ....... 24
6.3.2.2.2 Application Client on non-M SGin5G UE de-registration to MSGin5G Client on MSGin5G

LSRR 24
6.3.3 Constrained UE registration to ReEl@y UE ..ottt 24
6.3.3.1 LT 0T | PP RRSRSRR 24

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 4 ETSI TS 124 538 V18.7.0 (2025-07)

6.3.3.2
6.3.3.2.1
6.3.3.2.2
6.3.3.3
6.3.33.1
6.3.3.3.2
6.3.4
6.34.1
6.3.4.2
6.34.2.1
6.3.4.2.2
6.3.4.2.3
6.3.4.2.4
6.3.4.3
6.3.4.3.1
6.3.4.3.2
6.3.4.3.3
6.34.34
6.3.4.3.5
6.3.4.3.6
6.3.44
6.344.1
6.3.4.4.2
6.3.5
6.3.5.1
6.3.5.2
6.3.5.2.1
6.3.5.3
6.3.53.1
6.4
6.4.0
6.4.1
6.4.1.1
64111
64112
6.4.1.1.3
64114
6.4.1.15
6.4.1.1.6
6.4.1.1.7
6.4.1.1.8
6.4.1.19
6.4.1.2
64121
6.4.1.2.2
6.4.1.2.3
64124
6.4.1.2.5
6.4.1.2.6
6.4.1.2.7
6.4.1.2.8
6.4.1.2.9
6.4.2

6.4.2.1
6.4.2.2
64221
6.4.2.2.2
6.4.2.2.3
64224
6.4.2.2.5
6.4.2.3

1L o RS 24
£ o SRS 24
£ o S 24
Procedure at ConStraiNed UE ...........coi oottt sttt see e eneeneens 24
Constrained UE registration VIa REl@y UE ..o e 24
Constrained UE de-registration Via Relay UE...........ccooviiiiiiiicecece e 24
Constrained UE registration via MSGIn5G Gateway CHENt ........ccceveevveieicee e 25
GBNETEL ...ttt b bbb R e R e bR SR e e et e e e R e e R e Re R e benheeb e e e entennens 25
Procedure at ConstraiNed UE ..ottt s nee 25
Registration initiated by Constrained UE ...........ccvoiiiiiiie i 25
De-registration initiated by Constrained UE ............ccoiiiiriniiereenereese e 26
Reception of the Registration Response from MSGIin5G Gateway Client .........ccoeveeeeeeeceiencnnenn 26
Reception of the De-registration Response from MSGin5G Gateway Client ..........ccocoocevvvveenene 27
Procedure at MSGINSG GaeWay ClIENL ..........ceiiieiiiereeiesiesieiesie et er e b e eb e seene 27
Reception of the Registration Request from Constrained UE ............ccccoeinineineneincneeeseeenes 27
Sending the Bulk Registration Request to MSGIN5G SEIVES ... 27
Reception of the Bulk Registration Response from MSGIN5G SErVEr........ccccvvvveeeveeseeseeseeseeens 28
Reception of the De-registration Request from Constrained UE.............cccoevievivce v vce e 28
Sending the Bulk De-registration Request t0 MSGIN5G SEIVET.........ccovveieeieeveese e eeeseesieenieens 29
Reception of the Bulk De-registration Response from MSGIin5G Server .........cococevveeveeveeneeneeenn 30
Procedure a MSGINSG SEIVEN .......ccoiiieiieierieeeeee ettt et be et sb et s e s e besbesbesaeennenneas 30
Reception of the Bulk Registration Request from MSGin5G Gateway Client..........cccocceveveveenene 30
Reception of the Bulk De-registration Request from MSGIn5G Client .........ccoceeveveeeeeneeienenenenn 30
Constrained UE Registration to MSGIN5G Gateway UE ...........cocoiiiriiininieeneneee et 31
LT 07 SO 31
Procedure on MSGIN5G GaeWay UE...........cociiiiieiiireeinieneiese ettt sbe s ene 31
Constrained UE Registration to MSGIn5G Gateway UE ............cccoirinenninenieeseseee e 31
Procedure on ConstraiNed UE .............ooioioiie ettt st sneeneeneen 32
Constrained UE Registration to MSGIN5G Gateway UE ...........ccccovveviiienieicee e e eve e 32
MSGINSG MESSAGE UEIIVENY ....eeueeeee ettt et e e s e e s ae e beenteeseeeseesseesse e seeseensenneennes 32
LT ac = DTS ot 1)1 o] o S 32
Procedures between MSGIin5G UE and MSGINSG SEIVEN .......cceiieieriiieriesiesie et 33
Procedure a MSGINSG CHENL .......ccuiriiieiietireeeieee e e se et b e b e e e e 33
LT 01 S SRSRSN 33
Sending Of aN MSGINSG MESSAGE........cveueruiieieriireeiriesie sttt st sb et b et st ss e sbe e eee 33
Sending of an aggregated MSGIN5G MESSAJE .......cveuerieririirieieierieieie st 34
Sending of an MSGIN5G message delivery StatUS FEPOIT ..........ccivereeirerieeniereese e 35
Sending of a aggregated M SGin5G message delivery status report........oeeeeeeerereneneneeeeceeenens 35
Reception Of an MSGINSG MESSAGE. .....c.ccuerririeeertirieierte ettt sttt se et se e sbesa e b s ese s e enes 36
Reception of aaggregated MSGINSG MESSAGE ......cvereereeieerieerteeieeseeseesseesseetesaesassseesseessesnsesses 36
Reception of an MSGIin5G message delivery StatuS report .......ovveeeveeceese e 37
Reception of aaggregated MSGin5G message delivery status report.........occvveeveeeseeneeseseeesne e 37
Procedure a MSGINSG SEIVEN .......ccoiiiiiieierieeieee ettt sr et sae bt st e s e s e besbesbesaeennennen 38
GBNETEL ...t h e bR bR R a £ et et e tenE e b eheehe e e nennen 38
Reception Of an MSGINSG MESSAGE. ......ccveireerreeteeierieseeseesteesseesseseesseasseeseesessassseesseesseesssssssnns 39
Reception of an aggregated M SGiNSG MESSAE .....cueivereeueriireeieriireeiesiesieiesie e s snas 40
Reception of an MSGIN5G delivery StatUS FEPON........c.oiveiririeieierieerieseeese e 40
Reception of an aggregated M SGin5G delivery Status report ..........ccveveereneenineeseneeseseeeees 40
Sending Of aN MSGINSG MESSAGE. ......eveueruirieieriirieierieste sttt sttt sb et b bt bess e be e ees 40
Sending of an aggregated MSGIiN5G MESSAJE .......cvruirterieiirieieieriesieie et 42
Sending of an MSGIN5G delivery StatUS FEPOIM .........c.uiveeririeirerie st 43
Sending of a aggregated M SGIin5G delivery StatuS rePOrt .........ccvvecveeieiceeiee e e e eee e see e eneeens 43
Message delivery and message delivery status report delivery between M SGin5G UE and another
............................................................................................................................................................... 44
GBNETEL ...ttt b bbb R e R e bR SR e e et e e e R e e R e Re R e benheeb e e e entennens 44
Procedure at MSGINSG Client in MSGINSG UE ..ot 44
Sending of an message to an Application Client residing in adifferent UE...........ccccooioiiiiiienens 44
Reception of an message from Constrained UE ............coocoiiininiiccseeeees s 45
Sending of a message delivery status report to Constrained UE ...........ccocoeieieeienenene e 45
Reception of an message delivery status report from Constrained UE............cccooovvvieverieeienenen 45
Sending of an message sending response to Constrained UE...........cccoeiiinninineincseeeeseee 46
Procedure at Application Client residing in the different UE ..........cccooo e 46

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 5 ETSI TS 124 538 V18.7.0 (2025-07)

6.4.23.1 Sending of an Message Via M SGINSG UE..........cooiiiiiiieerese et 46
6.4.2.3.2 Sending of an MSGin5G message delivery status report via MSGIN5G UE............cccvvveineniennn. 46
6.4.2.3.3 Sending of a message received response to MSGINSG UE ... 46
6.4.24 Procedure @l REIGY UE ..ottt st b e ettt sae e b b nneneas 47
6.424.1 Sending of an MSGIn5G message to Constrained UE ..o 47
6.4.2.4.2 Reception of an MSGin5G message from Constrained UE with MSGIin5G Client ..........ccccce...... 47
6.4.2.5 Procedure at MSGIn5G Client in Constrained UE.............ccoooeiiiiiiii e 47
6.4.25.1 Sending Of aN MSGINS5G MESSAGE. ......ccuereeriierieerieriteiieeseeseesseesteesteasaesseesseesseesseensessssssessseesseessenns 47
6.4.25.2 Reception Of an MSGINSG MESSAGE. ... ..ccveireerriereeiesieseeseesteestesseeseesseesseeteesessaessessseesseessesnsssnes 47
6.5 MSGIin5G Message Segmentation and ReasseMbIY .........ccvoiveiiciieeces e 47
6.5.1 Segment recovery and received confirmation ProCEAUIES .........ccceereererieieeereeee et seeeenens 47
6.51.1 Procedure at MESSAgE SENUES ..ottt et b e et et sa et et sa e b e snennenea 47
6.5.1.2 Procedure at MeSSage RECEIVET ........c.coi ettt et et b e sttt e b e e b e neene s 48
6.5.1.2.1 Segments recovery procedure when failed to receive all segments........ccccoooevvreieninieneieneienns 438
6.5.1.2.2 Segments received confirmation PrOCEAUIE............cuiirieiririererie st 48
6.5.2 Procedure @ MSGINSG ClIENL ..ottt st eeste e eae e e e seeeeseeseesbesaesseeneenseseens 49
6.5.2.1 Procedure at MSGIN5G Client in SENdiNg UE ...........covrieiiie e 49
6.5.2.2 Procedure at MSGIn5G Client in RECIPIENt UE..........cooiiiiiiieiie et 49
6.5.3 Procedure @ MSGINSG SEIVEL ......cc.oiiiiiiiteitetieeet ettt sttt st e bbbt b e e e e e seesb e besaeebe s e ennennens 49
6.5.3.1 LC T o1 = TR 49
6.5.3.2 Procedures on receiving message segments targeting to aM SGIn5G UE ...........ccooveveveecevcie e, 49
6.5.3.3 Procedures on receiving message segments targeting to an Application Server........cccccveevveevevceennen, 49
6.5.34 Procedures on receiving message segments recovery request to aMSGIin5G UE..........cccooveeieienns 49
6.5.3.5 Procedures on receiving message segments received confirmation to aMSGIin5G UE ....................... 50
6.6 Messaging Topic Subscription and UNSUDSCIIPLION ..........cviirieiririeenieseeeei s 50
6.6.1 (€71 PR 50
6.6.2 Procedure a MSGINSG ClIENL .........oiiieieeeie ettt e st te e te e ese e e e seeeeseeseeseesaesseeneenseseens 50
6.6.2.1 MeSSaging TOPIC SUDSCIIPLION ......c.ceverieietirieiet sttt st sb e e b e e b et b e e b e e b srennenen 50
6.6.2.2 Messaging TOPIC UNSUBSCIIPLION..........cciieieeieesie e et see s e ste et es e e sne e sse e ae e e estesnaessaesseesaees 51
6.6.3 Procedures a MSGINSG SEIVES .......coiiieiiiierie ettt ettt ettt st eb sttt se bbbt s bt ebeese e e e besaeebe s e enneneens 51
6.6.3.0 General procedures al MSGINSG SEIVEN .....ccveieerieeieceeeeesee e seee e e e e stesseeseesseesteeteenaesseesseeseens 51
6.6.3.1 Messaging TOPIC SUDSCIIPLION .......eiieeieieeieeseesteese e te e sae s e st e steesteeeeeeeeseeeneasseessenseessaesseesseessens 51
6.6.3.2 Messaging TOPIC UNSUDSCIIPLION..........ccciieieeie e e cieeie sttt e s e e e e re e e entesnaesnaesreesaees 52
6.7 LYoo TSRO 52
6.8 USBOE OF SEAL ...ttt bbb b bbbt b e bt b h bt a bbb et 52
6.8.1 (€71 PR 52
6.8.2 Configuration MABNAGEMENE SEMVICE .......c.iiiieierieriete ettt ettt b et e sb e e b e b st e bt sbeseebesbeseebesee e ebesbeneeren 53
6.8.2.1 LT 07 SRR 53
6.8.3 GrOUP MENAGEMENT SENVICE. .....eteuteterteieete sttt ettt ettt st et ebe st e st eb e sbeseehesbese e bt sbese e st ebeseeseebe e ebe st e e ebesbennenen 53
6.8.3.1 LC T o1 - TSR 53
6.84 Data delivery ManagemMENt SENVICE ......c.vccuieieeeeseeieeteseseesteesteesteesassae st e sseeseansessaessensteeseensesnsesnsesneesnes 53
6.8.4.1 LC T o1 - TP 53
7 (670 o ] 0o TSRS T P OSSPSR ORI 54
7.1 LT 0T OSSP 54
7.2 MSGIN5G UE CONfigUIration QaLA..........couerueuirtirieiiriiieiesieete ettt sttt 54
721 (€71 PR 54
722 APPHCALTON UNIGUE ID ...ttt bbb bbbt b et b e b 54
723 SEIUCTUIE. ... ettt ettt sttt et e et s ae e s he e sae e et e ae e eaeeebeea b e e a b e embesaeesae e seeeaee e bt embeemeeeaeesbeenbeeabeesesneeenes 54
724 D T o 1= o 7= TSP PP ORRSTRRPO 55
7241 LC T o1 =TT 55
7.24.2 XML schema for MSGIin5G SPECIfiC EXIENSIONS.........ccveiieriesieie et 55
7.25 Dz = 0 17 g1 o= TSROSO PRTURTURURURTN 55
7.2.6 Y Y o= OSSPSR 55
7.3 M SGIN5G MESSAGE SITUCKUNE.......uveeeeieeeseee st esteeee st e s e e e e e estesseesteesteetesatesseesseesseeseanseaseeaseesseesseessenseensennessnes 55
731 (€71 PR 55
732 (@0e]01 1To 0= o] o PN P PO ST PPTPUSTPRPTOTON 56
7321 MSGIN5G UE Configuration SIMUCIUNE........c.ciueeerereeeeierieeete sttt see b e sreseese b e sbeseebeseeneenens 56
733 REGISIIALION. ...ttt bbbt b e e h e bt st bt b e s e e Rt bRt b s e Rt b e e et bbb n s 58
7331 MSGIN5G UE REQiStIration SIIUCLUIE .........couiiueeererieeeiesieieete sttt seeiesre e sbeseesesseseebesne e enesnennenens 58
7332 MSGIN5G UE De-registration SLIUCUIE. ..........eeiirieerierieiesie sttt et s ebe e sbe e ebe e neenens 61
7.3.3.3 Structure of registration to MSGIN5G Gateway UE...........ccveiieieiieiie e eee e see e see e 63

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 6 ETSI TS 124 538 V18.7.0 (2025-07)

7334 MSGIin5G UE Registration RESPONSE SIUCIUNE .........coviieierierieiesie sttt st ese e ese e eenens 65
7.3.35 MSGin5G UE Deregistration RESPONSE SLIUCTUE.........coveeriirieeeterieeete ettt seese e e sreeenens 66
7.3.36 MSGIn5G UE BUlK RegiStratiOn SITUCLUIE.........coiiieiiriereeiesie ettt seebe e eene 68
7337 MSGIn5G UE BUlk Deregistration SITUCIUNE ........ooveeeerieeeierieeete ettt er e ene s neenen 69
734 M SGINSG IMESSAGE. ...t ettt ettt sttt sttt sttt b et b e bt b e bt b e s b et e bt b et e bt s b et e bt eb et e bt s e e st e b e st et ebe s b et eb e b e s 71
7.34.1 JSON schema Of MSGINSG MESSAGE. ... .ccuverreeieeieeiesiesieeseesteesteesaeseeseesseesseesseessessessseesseessesneessessnes 71
7.34.2 JSON schema of MSGIin5G message delivery StatuS FePOr ......coovveeeieeveeseee e 73
7.34.3 JSON schema of MSGIN5G MESSAZE FESPONSE.......ecueerreerreerieerteetreeeseeseesseesseesesssessessesssessseessesssesaes 74
735 Messaging Topic Subscription and UNSUBSCIIPLION...........cceiieiieieecc e s 75
7.35.1 Messaging TOPiC SUDSCIIPLION SITUCLUIE.........ccieeieeeieeieceiecteestees e ste e e ee e e e e sne e re e e eneesnaessaesseeseeas 75
7352 Messaging TopiC UNSUDSC TP ON SEIUCIUNE. ........eiveuieeeriecetereeet sttt 76
7.3.6 StruCture aboUt MESSAGE SEOIMENL .......eeeuerieietertereet ettt st ettt ettt sbe st e bt sbeseebesbeseebe st e seebesbeseebesbeeebesbeneenens 76
7.36.1 Segments received CoONfirmation SITUCIUNE ..........oieiiiriciieecesese et 76
7.3.6.2 SEOMENES FECOVENY SIIUCTUNE ...ttt ettt ettt sr et b e sr e r e sresr e eane e 77
Annex A (Informative): M essage for mats/protocols used for Constrained UE and Application

(O3 7= o | ST 78
E N A €= 4T - SRRSO 78
A.2 Based 0N Standard L3 MESSAJE. ......c.ciiiiriiriiiierierie ettt sttt s s e et b bt b e sr s e e nb e n e e e e 78
A.20 LT 0T SRS 78
A.21 Message CONLENES AN FUNCLIONS ...........eiiiiie bbb 78
A211 for sending a message to MSGINSG ClIEN........ccuciiiiiiiiieeree bbb e 78
A.2.1.2 for sending a message delivery report to MSGINSG CHENE .......cc.ccviiiiirienesere e 79
A.2.13 for sending a message to APPlIiCaLiON ClIENT.........cooiiiiiieree e 79
A.2.14 for sending a message delivery status report to Application CHENt..........ccveieineneineresee e 80
A.215 for sending a message sending response to Application CHeNnt ...........cccovve e e e 80
A.2.1.6 for sending a message received response to MSGINSG CHENL ........ccvveeiee e 81
A.21.7 S 0[RS 0] I o [T S 8l
A.21.8 LS 0[RS 0] oo o 82
A.21.9 S8R 0] I o T 82
A.2.1.10 DeTegiStralion REQUESL ......cc.eeieeieiie et see st et et eteete s ae s e ste e s teeaeeeesseesaeesse e seenteentessaesteesseesseenseesesnsennes 82
A.2111 DETEYISIIAION ACCEDE ...ttt ettt et b e et b e e st b e et bese bt b e st et b e e et eb e b 83
A.2.1.12 DETEUISIIAliON REJECT ...ttt bbbt b e bt b e bt b e a et b s e et e b e b et eb b 83
A.2.2 iNfOrMBaLiON ElEMENES COUING .....eevetieeetertee ettt bbbttt bt b et eb e b 83
A.221 MESSAGE TYPE ...ttt h e e e e e s e e e s b e e n e e n e e e b e e b e h e n e n e s 83
A.2.2.2 LI 0= B=To [0 1= OO PE PSPPSR 84
A.223 N o o) o= o] 1 1 S 85
A.224 IMIESSBGE ID ...ttt bR R R R R R ettt r et 85
A.225 PAYIOAH ...t R R R bRt et e e r et n e 85
A.2.2.6 Delivery StatUS REQUITEH ........cceeieeeeee ettt sttt e e st e s teenteenteensessaesteesseesseeseenneeneeenes 86
A.2.27 L= 0 S Y/ L= PSPPI 86
A.228 DEIIVENY SEBLUS. ... ettt b et b b e bbbt e bt e bbb bt b e e b et e en s e 87
A.2.29 PIIOITEY ettt b b et b e et b b bR bR R R e R e R bRt b e Rt b e bbb 87
A.2.2.10 OFQINALOIN AGAIESS......ceieitiitie ettt b et b et b e e bt b e e bt b e e ebe s b e s e bt b e e e st e bt e ene e b et e e ens 87
A.22.11 Lo TU o I 1 D PP S TP PR PR ORP 88
A2211 RESUIT ...ttt e e h et e b e e e e s et bt e ee £ e R e e R e Rt eE A e Re £ e R eR e e A e Rt et eReneeeebe e eeeneneaeas 88
A.2212 LYo OSSPSR 89
A.2.2.13 REPIY-TO MESSAGE ID ...ttt b et b e et b bbbt bbb bt eb b 89
A.2214 VOI0 1t teeeeebeeEeEeEeEeR e E R R R R R R R AR AR R R R e R Rt R R e r et nn e 89
A.2.2.15 Credential INFOIMEBLION. ..o veeirereeirre et se s et r e e e r e e et r e sr e e r e sreseeresreseenenrennenen 89
A.2.2.16 MSCINSG REGISIFALON ID ..ottt n e 90
A.2.2.17 IMISGINSG CBUSE. ... eaereeeresieteses ettt sttt b e s st b b e b st b b e R bt R b e bt b bt b et ee e b s s e b et nn e b e nna 90
A.2.2.18 STz 1< 0o = P 91
A3 BASEU ON COAP ..ttt h et et et et e e h bbb bRt h bR r e n e 91
A31 MESSAZE CONLENES BN FUNCLIONS........c.eitiiiiirtieee bbbt b et eb e b 91
A31l1 for sending a message to MSGINSG ClIEN........ccuciiiiiiiiieeree bbb e 91
A312 for sending a message delivery status report to MSGINSG ClENt ........cccvireirenieereieeseee e 92
A.3.13 for sending a message to APPliCaLTION ClIENL..........cveci it snees 92
A314 for sending a message delivery status report to Application Client ... vce e s 92
A.3.15 for sending a message sending response to Application CHEeNt ...........cccovve e e e 92

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 7 ETSI TS 124 538 V18.7.0 (2025-07)

A.3.16 for sending a message received response to MSGINSG ClIENt ..o 93
A.3.17 REGISIIALTION REGUESE .......ccueieeitete ettt et b e bbbt b e e et b et b bt b b 93
A.3.18 REGISIIAiON RESPOMNSE. ...ttt ettt et b e et b e b et bt s b e e e bt e st ebese et e b e s b et ebe et 93
A.3.19 DEregiStration REGUESL ........ccouiiteieieiteieie ettt sttt sttt sttt b e s bt b e bt b e se et b e e et eb e b et eb e b 9
A.3.1.10 DEregiStration RESPONSE. ......c.ciuiieieiterieieite ettt sttt et b et b e et b e et b e s e ettt ss e st e b e se et ebe st e e b e be e e 9
A.32 JSON SCNEIMIAL ...ttt b e bt e bt bRt e bt E R et ne bkt e bt b bt s e b et e n e e 94
A321 for sending amessage to MSGINSG ClIENL.......ccueiiiieceieeeseese et ae e ae et snaesraesreesneas 94
A.3.2.2 for sending a message delivery report to MSGINSG ClIENE .......c.cccvvvieiieiierece e 95
A.323 for sending a message to APPliCaLTION ClIENL..........ccvcci e 96
A324 for sending a message delivery report to Application ClIeNt ............cecieierience e 97
A.3.25 for sending a message sending response to Application ClIENt ...........ccverireneeneneee e 97
A.3.2.6 for sending a message received response to MSGINSG ClIENt ... 98
A.3.2.7 REGISIIALTION SLIUCTUIE........veeeeeite ettt b e et b e et b e b e et b e e et b e bt eb b 98
A.3.2.8 DETEUiSIratiON SIIUCTUNE ...ttt ettt bbbt b et s et b et b b et eb e b 99
Annex B (Informative): IANA UDP port registration fOrm ... 101
Annex C (Informative): Reference flow of M SGIN5G S VICE.......ccuiiiiriiirerieeeeeeeeese s 104
C.1 Messagedelivery flow 8 MSGINSG SEIVES........cccoiiiiiiiiiesieeee ettt sne e 104
Annex C (informative): Change NISLONY ........ooiiiiiiieee e 105
[ T (PO P PSP 109

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 8 ETSI TS 124 538 V18.7.0 (2025-07)

Foreword

This Technical Specification| has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their useis avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.
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1 Scope

The present document specifies the protocol aspects for supporting M SGin5G services as specified in
3GPP TS 23.554 [2] for:

1. communication between the MSGin5G UE and the MSGIn5G Server over the MSGin5G-1 interface;
2. communication between the Application Client and the MSGin5G Client over the MSGin5G-5 interfaces; and

3. communication between the MSGin5G Client residing on the Constrained UE and the M SGin5G Gateway
Client over the M SGin5G-6 interfaces.

The present specification defines the usage and interactions of the MSGin5G Service with SEAL services.

The present specification also defines the message format, message contents, error handling and system parameters
applied by the protocols for the MSGin5G Service.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.554: "Application architecture for MSGIin5G Service; Stage 2;".

[3] 3GPP TS 23.434: " Service Enabler Architecture Layer for Verticals'.

[4] IETF RFC 7641: "Observing Resources in the Constrained Application Protocol (CoAP)".

[5] IETF RFC 7252: "The Constrained Application Protocol (CoAP)".

[6] 3GPP TS 24.546: " Configuration management - Service Enabler Architecture Layer for Verticals
(SEAL); Protocol specification”.

[7] 3GPP TS 29.538: "Enabling MSGin5G Service; Application Programming Interfaces (API)
specification; Stage 3".

[8] JSON Schema: " JSON Schema Draft-07", http://json-schema.org/specification.html

[9] 3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".

[10] 3GPP TS 24.544: "Group Management - Service Enabler Architecture Layer for Verticals

(SEAL); Protocol specification".

[11] 3GPP TS 24.545: "L ocation Management - Service Enabler Architecture Layer for Verticals
(SEAL); Protocol specification”.

[12] 3GPP TS 24.546: "Configuration Management - Service Enabler Architecture Layer for Verticals
(SEAL); Protocol specification"”.

[13] 3GPP TS 24.547: "ldentity Management - Service Enabler Architecture Layer for Verticals
(SEAL); Protocol specification"”.
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[14] 3GPP TS 24.548: "Network Resource Management - Service Enabler Architecture Layer for
Verticals (SEAL); Protocol specification”.
[15] 3GPP TS 24.007: "Mobile radio interface signalling layer 3; General Aspects’.
[16] 3GPP TS 33.501: "Security architecture and procedures for 5G system".
[17] 3GPP TS 23.502: " Procedures for the 5G System; Stage 2"
[18] 3GPP TS 23.003: "Numbering, addressing and identification".
[19] IETF RFC 4122: " A Universally Unique I Dentifier (UUID) URN Namespace”.
[20] 3GPP TS 29.641: "3GPP registry for Service Names and Port Numbers'.
[21] 3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)".
[22] 3GPP TS 23.433: "Service Enabler Architecture Layer for Verticals (SEAL); Data Delivery
enabler for vertical applications’'.
[23] 3GPP TS 24.543: "Data Delivery Management - Service Enabler Architecture Layer for Verticals
(SEAL); Protocol specification”.
[24] 3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA)
based on 3GPP credentialsin the 5G System (5GS)".
3 Definitions of terms, symbols and abbreviations
3.1 Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term
defined in the present document takes precedence over the definition of the sameterm, if any, in 3GPP TR 21.905 [1].

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.554 [2] apply:

Application Client

Broadcast Area

M essaging Topic

M SGin5G Client

M SGin5G Gateway Client
M SGin5G Gateway UE

M SGin5G Group

M SGin5G Service

M SGin5G Server

M SGin5G UE
Non-3GPP UE

Non-M SGin5G UE

Constrained UE

3.2

Symbols

For the purposes of the present document, the following symbols apply:

<symbol>

<Explanation>
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3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

AF Application Function
AS Application Server
CAPIF Common API Framework for northbound APIs
CoAP Constrained Application Protocol
NIDD Non IP Data Delivery
SCEF Service Capability Exposure Function
SCS Service Capability Server
SEAL Service Enabler Architecture Layer for Verticals
SEALDD SEAL Data Delivery
SDDM SEAL Data Delivery Management
SDDM-C SEAL Data Delivery Management Client
SDDM-S SEAL Data Delivery Management Server
4 General description

The MSGIin5G Service (message service for MI0T over 5G System) is basically designed and optimized for massive
loT device communication including thing-to-thing communication and person-to-thing communication. The MSGin5G
Service provides messaging communication capability in 5GS including the following message communication models:

a) Point-to-Point message;
b) Application-to-Point message/ Point-to-Application message;
¢) Group message; and
d) Broadcast message.
The MSGIin5G Service support the message exchanging between the following UE types:
a) MSGin5G UE:
1) light weight Constrained UEs (e.g. sensors, actuators) and
2) Unconstrained UEs with advanced capabilities (e.g. washing machine, micro-ovens);
b) Legacy 3GPP UE; and
¢) Non-3GPP UE.

MSGIin5G Service aso provides the following capabilities to enhance the message delivery for all message
communication models:

- MSGIin5G Store and Forward;

- Message delivery based on Messaging Topic;

- Message Aggregation;

- Message Segmentation and Reassembly; and

- Usage of Network Capabilitiesincluding UE reachability status monitoring and M SGin5G device triggering.

The MSGIn5G Client contained in the MSGIin5G UE communicates with the MSGIin5G Server over the MSGin5G-1
reference point (see 3GPP TS 23.554 [2]). CoAP specified in IETF RFC 7252 [5] is used as the basic transport protocol
of MSGin5G service in this reference point and shall be supported by the MSGin5G Client and MSGin5G Server.

An MSGIin5G Client may reside in a Constrained UE which cannot connect to the 3GPP network directly for message
exchange with MSGIin5G Server (e.g. the Constrained UE is out of 3GPP RAN coverage, with or without authorization
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to use UE-to-Network relay). If allowed by configuration, the MSGIin5G Client residing in a Constrained UE can use
the options listed below to communi cate with the MSGIin5G Server:

- the MSGIin5G Client residing in a Constrained UE uses another UE as UE-to-Network relay. In this scenario, the
M SGin5G Client residing on the Constrained UE communicates with the M SGin5G Server over the MSGin5G-1
reference point (see 3GPP TS 23.554 [2]); or

- the MSGIin5G Client residing in a Constrained UE interacts with an MSGin5G Gateway UE which supports
MSGin5G Gateway Client. The MSGin5G Gateway UE provides access to multiple Constrained UES to connect
to the 3GPP network for MSGin5G services. In this scenario, the MSGin5G Client residing in the Constrained
UE communicates with the MSGin5G Gateway Client residing on the MSGin5G Gateway UE over the
M SGin5G-6 reference point (see 3GPP TS 23.554 [2]) for sending and receiving MSGin5G messages. The
transport protocols of M SGin5G-6 reference point is also based on CoAP specified in IETF RFC 7252 [5].

An Application Client may reside on the same UE with the MSGin5G Client or reside on adifferent UE. The
Application Client communicates with the M SGin5G Client over the M SGin5G-5 reference point (see
3GPP TS 23.554 [2]).

Additionally, the MSGin5G Client(s) may interact with SEAL Clients over the SEAL-C reference point specified for
each SEAL service as specified in 3GPP TS 23.434 [3]. The MSGin5G Server(s) may interact with SEAL Servers over
the SEAL-S reference point specified for each SEAL service as specified in 3GPP TS 23.434 [3]. The interaction
between a SEAL Client and the corresponding SEAL Server is supported by SEAL-UU reference point specified for
each SEAL service as specified in 3GPP TS 23.434 [3].

By means of using the M SGin5G-1 reference point, the following aspects can be provided:

a) MSGin5G UE registration and de-registration towards the MSGin5G Server;

b) MSGiIn5G message delivery and M SGin5G message delivery status report;

¢) Messaging Topic Subscription and Unsubscription; and

d) MSGin5G UE bulk registration and bulk de-registration towards the MSGin5G Server.
By means of using the M SGin5G-5 reference point, the following aspects can be provided:

a) Application Client registration and de-registration towards the M SGin5GClient; and

b) The exchanging of message and message delivery status report between the Application Client and the
MSGIin5G Server by using MSGin5G Client.

By means of using M SGin5G-6 reference point, the following aspects can be provided:
a) Constrained UE registration and de-registration towards the MSGin5G Server by using MSGin5G Gateway UE;

b) The exchanging of MSGin5G message and M SGin5G message delivery status report between Constrained UE
and MSGin5G Server by using MSGin5G Gateway UE; and

¢) The bulk registration and de-registration procedures from multiple Constrained UES towards the M SGin5G
Server by using MSGin5G Gateway UE.

The necessary 5GC Network Capabilities, e.g. device triggering, may be used in MSGin5G Service as specified in
3GPP TS 23.554 [2]. The devicetrigger is delivered to the MSGin5G Client via SCEF/NEF and the Core Network as
specified in 3GPP TS 23.502 [17] and is out of scope of this document.

The authentication between the MSGin5G Client and the MSGin5G Server shall be based on DTLS with AKMA as
specified in Annex C of 3GPP TS 33.535 [24].
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5 Functional entities

5.1 MSGIin5G Client

51.1 General functionalities of MSGIn5G Client

An MSGIin5G Client acts as client-side functionality for MSGin5G UE configuration, registration and message
delivery.

The functionalities of M SGin5G Client include;
a) supporting registration to an MSGin5G Server;
b) supporting configuration required to use MSGin5G Service;
¢) constructing MSGin5G message when:
1) reguested by an Application Client resides on the same M SGin5G UE or;
2) requested by the Application Client resides on another UE without MSGin5G Client;
d) delivering MSGin5G message payload to the targeted Application Client;
1) directly when the Application Client resides on the same MSGin5G UE or;

2) over MSGIin5G-5 reference point when the Application Client resides on another UE without M SGin5G
Client by acting as a gateway;

€) exchanging MSGin5G messages with an MSGin5G Server; and

f) supporting MSGin5G message aggregation and segmentation according to service provider's palicy.

5.1.2 MSGIn5G Gateway Client

An MSGin5G Gateway Client isan MSGin5G Client which supports MSGin5G Gateway service functionality in
additional to the MSGin5G Client functionalities specified in clause 5.1.1. It enables constrained devicesto obtain
services from the MSGIin5G Server when communications via ProSe UE-to-Network Relay are not or cannot be
supported.

The MSGIin5G Gateway service functionality in the MSGin5G Gateway Client supports the bulk configuration and bulk
(de-)registration for the MSGIin5G Client residing on the Constrained UE, e.g. checking whether bulk
configuration/bulk (de-)registration can be used, holding the (de-)registration request from MSGin5G Client residing on
the constrained device, construction of the bulk (de-)registration request and splits of the MSGIin5G UE bulk
(de-)registration response, etc.

5.2 MSGIn5G Server

An MSGIin5G Server functional entity provides server-side functionality for configuration, registration and message
delivery.

The following functionalities of MSGIin5G Server need to be considered in current document:
a) exchanging MSGin5G messages with MSGin5G Client;
b) routing MSGin5G messages based on UE Service ID;

C) supporting transport level protocol selection and conversion for exchanging M SGin5G messages with M SGin5G
UE;

d) to resolve the MSGin5G Group Service ID to determine the members of the Group specified in
3GPP TS 23.434[3];
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€)

f)

9)

supporting M SGin5G message aggregation and segmentation according to service provider's policy;

supporting MSGin5G UE configuration procedures as specified in 3GPP TS 23.434 [3] and 3GPP TS 24.546 [6]
or communicating with the SEAL Configuration Management Server to provide MSGin5G configuration data on
a UE to be ready for the MSGin5G Service; and

managing M SGin5G UE information related to the MSGin5G Service, such as MSGin5G Client availability.

6

6.1

MSGIn5G Procedures

General

In clause 6, the detailed behaviors of the MSGin5G UE, the MSGin5G Server and Constrained UE during the
MSGin5G procedures are described.

Depending on communication over different MSGIin5G interfaces, different MSGin5G procedures are supported as:

a)

b)

©)

For the communication between the M SGin5G Client on MSGin5G UE and the MSGIin5G Server over the
MSGin5G-1 interface, the following procedures are involved:

1) Configuration, including bulk configuration;
2) Registration and de-registration, including bulk registration and bulk de-registration;

3) MSGin5G message delivery including sending and receiving M SGin5G message, aggregated M SGin5G
message, M SGin5G message delivery status report and aggregated M SGin5G message delivery status report.

4) MSGin5G message segment and reassembly; and
5) Messaging topic subscription.

For the communication between the Application Client(may resides on the same UE with the MSGin5G Client
or reside on a different UE) and the MSGin5G Client on MSGin5G UE over the M SGin5G-5 interfaces, the
following procedures are involved:

1) Application Registration; and

2) Message delivery information including construct MSGin5G message information, route information and
notifications information.

For the communication between the Constrained UE and the MSGin5G Gateway UE over the MSGin5G-6
interfaces, the following procedures are involved:

1) Bulk configuration;
2) Bulk registration and de-registration; and

3) Registration to gateway services.

The constrained UE which does not connect to the 3GPP network directly could exchange messages with MSGin5G
Server using a Relay UE.

For procedures used for bullet @) and bullet ¢), CoAP specified in IETF RFC 7252 [5] is used as the basic transport
protocol. The messages defined for bullet a) and bullet c) use CoAP requests/responses as specified in
IETF RFC 7252 [5]. The field in the headers of the CoOAP messagesin clause 6 are set as following:

a)

The"T" field in the header of CoOAP request to indicate whether acknowledgement isrequired. Thusif it needs a
CoAP response (e.g. CoAP 2.01 (Created) response or CoAP 2.04 (Change) response) for a CoAP request, the
"T" field in the header of CoOAP request is set to "0" and the "T" field in the hearder of the COAP response is set
to"2". The"Message ID" field in the header of CoAP response is set to the same value with that of the
corresponding CoAP request. The "Token" fieldsin the header of CoAP response should be set to the same value
with that of the corresponding CoAP request.
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b) If aCoAP request is generated to match another CoAP request, the " Token" field in the header of the CoAP
request is set to the same value with that of the matched CoAP request.

For procedures used for bullet b), guidance on definitions of the message format and information elements are described
in Annex A.

The authorization of M SGin5G Client by the MSGIin5G Server is performed by verifying the UE service ID as specified
in Annex Y of TS 33.501 [16].

6.2 Configuration

6.2.1 MSGIn5G UE Configuration

6.2.1.1 General

MSGin5G UE Configuration is based on the configuration management functionality specified in TS 23.434 [3] and
TS 24.546 [6].

6.2.1.2 Procedure at MSGIn5G Client

The MSGIin5G UE should support the configuration management client functionality as specified in
3GPP TS 24.546 [6]. The configuration management client functionality may be collocated with MSGin5G Client or it
can be separated with MSGin5G Client as per 3GPP TS 23.554 [2].

If the configuration management client functionality is not collocated with the MSGin5G Client, the MSGin5G Client
should use SEAL-C interface to interact with configuration management client functionality for MSGin5G UE
configuration.

The MSGin5G UE configuration procedures at the configuration management client functionality are based on the
proceduresin clause 6.2.3.3 of 3GPP TS 24.546 [6], in the procedures:

a) the configuration management client functionality on the MSGin5G UE acts as SCM-C;
b) the configuration management server functionality at the server-side acts as SCM-S;

¢) shall set the Option header to the CoAP URI identifying the user profile document to be retrieved according to
the resource API definition in Annex C.3.1 of 3GPP TS 24.546 [6],

1) the"apiRoot" is set to the URI of the configuration management server functionality at the server-side;
2) the"valServiceld" is set to the unique service identifier of M SGin5G service; and

3) the configuration management client functionality shall make a GET request for the UE Configurations as
described in Annex C.3.1.2.2.3.1 of 3GPP TS 24.546 [6] and shall set applicable query parameters defined in
table C.3.1.2.2.3.1-1 of 3GPP TS 24.546 [6] with the clarification listed below.

i) theue-uriisset tothe MSGIin5G UE ID as specified in 3GPP TS 23.554 [2]

ii) the ue-vendor and/or the ue-type parameter are set to the MSGin5G UE information as specified in
3GPP TS 23.554 [2] if included.

Upon receiving the requested M SGin5G UE configuration data included in the CoAP 2.05 (Content) response, the
configuration management client functionality shall submit the configuration datato MSGin5G Client by SEAL-C
interfaceif it is not collocated with the MSGin5G Client. The MSGin5G Client shall store the configuration data,
including MSGin5G UE Service ID, the address of MSGin5G Server and other available MSGin5G Service specific
information.

The corresponding JSON Schema used in step ¢) isdefined in 7.3.2.1.
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6.2.1.3 Procedure at MSGIin5G Server

The configuration management server functionality as specified in 3GPP TS 24.546 [6] may be collocated with
MSGIin5G Server or it can be separated with MSGin5G Server as per 3GPP TS 23.554 [2].

The MSGIin5G UE configuration procedures at the configuration management server functionality are based on the
proceduresin clause 6.2.3.4 of 3GPP TS 24.546 [6]. In the procedures, the configuration management server function
actsas SCM-S.

6.2.2 Constrained UE configuration to use Relay UE

6.2.2.1 Procedure at Relay UE

The Relay UE acts as either 5G ProSe Layer-2 and Layer-3 UE-to-Network Relay entity as specified in 3GPP
TS 23.304 [9] and relaysthe COAP GET request/response as traffic between the configuration management client
functionality and the configuration management server functionality.

6.2.2.2 Procedure at Constrained UE

In order to send an MSGin5G UE Configuration request, the configuration management client functionality on the
Constrained UE shall use the procedures specified in clause 6.2.1.2.

Upon receiving an CoAP 2.05 (Content) response and the recipient's address included in the CoAP Option is set to the
MSGin5G Client itself, the MSGin5G Client shall handle the CoAP 2.05 (Content) response as specified in
clause 6.2.1.2.

6.2.3 Constrained UE configuration via MSGIn5G Gateway UE

6.2.3.1 General

If multiple configuration requests from one or more the MSGIin5G Clients on the Constrained UESs are received by the
MSGin5G Gateway UE, the MSGIin5G Gateway UE may constuct a bulk configuration request based on the service
policy to the MSGIn5G Server. Upon receiving the bulk configuration response from the M SGin5G Server, the
MSGin5G Gateway UE splits the bulk configuration response into multiple individual configuration responses and
notifies the MSGin5G Clients on the Constrained UES separately and may include protocol conversion between JSON
and XML on the MSGin5G Gateway UE.

6.2.3.2 Procedure at Constrained UE

6.2.3.2.1 Configuration initiated by Constrained UE

In order to get the MSGin5G Service configuration information, the MSGin5G Client on the Constrain UE which has
established a connection for One-to-one ProSe Direct Communication as specified in 3GPP TS 23.304[9] shall send a
CoAP GET request to the MSGin5G Gateway Client on MSGin5G Gateway UE. In the COAP GET request, the
MSGin5G Client on the Constrain UE:

a) shall set the Option header to the CoAP URI identifying the user profile document to be retrieved according to
the resource API definition in clause C.3.1 of 3GPP TS 24.546 [6]:

1) the"apiRoot" is set to the URI of the MSGIin5G Gateway side;
2) the"valServiceld" is set to the unique service identifier of M SGin5G service; and

3) the MSGIn5G Client on the Constrain UE shall generate a GET request for the UE Configurations as
described in Annex C.3.1.2.2.3.1 of 3GPP TS 24.546 [6] and shall set applicable query parameters defined in
table C.3.1.2.2.3.1-1 of 3GPP TS 24.546 [6] with the clarification listed below:

i) theue-uriissettothe MSGIin5G UE ID as specified in 3GPP TS 23.554 [2]; and
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ii) optionally, the ue-vendor or the ue-type parameter or both are set to the MSGin5G UE information as
specified in 3GPP TS 23.554 [2].

Upon receiving the requested M SGin5G UE configuration data included in thed CoAP 2.05 (Content) response, the
MSGin5G Client on the Constrain UE shall store the configuration data, including MSGin5G UE Service ID, the
address of MSGIin5G Server and other available MSGIin5G Service specific information.

6.2.3.3 Procedure at MSGIn5G Gateway UE

6.2.3.3.1 Reception of the Configuration Request from Constrained UE

Upon reception of a CoAP GET request where the CoAP URI of the request identifies the UE Configurations resource
as described in clause C.3.1.2.2.3.1 of 3GPP TS 24.546 [ 6], the MSGin5G Gateway UE shall decide whether to use
bulk configuration based on the service policy as:

a) if the MSGIn5G Gateway UE decides not to use bulk configuration based on the service policy, the MSGin5G
Gateway UE shall forward the CoAP GET request to the MSGin5G Server without any change; and

b) if the MSGin5G Gateway UE decides to use bulk configuration based on the service policy, the MSGin5G
Gateway Client on MSGin5G Gateway UE:

1) shall store or cache the whole CoAP GET request;
2) shall generate a CoAP 2.05 (Content) response including:

i) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json”;
and

ii) the"CoAP payload" element with "Maximum configuration time" to indicate the expected time when the
Configuration Response can be received; and

3) may start atimer associated with the "M SGin5G UE ID". The expiration of the timer is set to the value of the
"Maximum configuration time" element.

The MSGIin5G Gateway UE may start atimer for periodic bulk configuration based on implementation, e.g. when the
first configuration request for which the M SGin5G Gateway UE decided to use bulk configuration received from the
constrained UE.

NOTE: How to decide that bulk configuration is used isimplementation specific and outside the scope of the
present document.

6.2.3.3.2 Sending the Bulk Configuration Request to MSGIn5G Server

The MSGIin5G Gateway UE should support the configuration management client functionality as specified in
3GPP TS 23.546 [6]. The configuration management client functionality may be collocated with MSGin5G Gateway
Client or it may be separated from M SGin5G Gateway Client as per 3GPP TS 23.554 [2].

If the configuration management client functionality is not collocated with the MSGin5G Gateway Client, the
MSGin5G Gateway Client should use SEAL-C interface to interact with configuration management client functionality.

Based on implementation, upon:
a) expiry of one or more timers of Maximum configuration time response to Constrain UE;
b) expiry of the timer for periodic bulk configuration; or
c) excess of the maximum number of MSGin5G UE configuration requests from constrained UEs,

the configuration management client functionality may initiate a CoAP GET request to the MSGIin5G Server including
cached or stored configuration requests which need to be bulk handled based on the proceduresin clause 6.2.3.3 of
3GPP TS 24.546 [6]. In the procedures:

a) the configuration management client functionality on the MSGin5G UE acts as SCM-C;

b) the configuration management server functionality at the server-side acts as SCM-S;
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c) the"Content-Format" element shall be set to "50" to indicate the format of the CoAP payload is
"application/json”; and

d) the Option header shall be set to the COAP URI identifying the user profile document to be retrieved according
to the resource API definitionin Annex C.3.1 of 3GPP TS 24.546 [6]:

1) the"apiRoot" is set to the URI of the configuration management server functionality at the server-side; and
2) the"valServiceld" is set to the unique service identifier of M SGin5G service; and
€) thefollowing information elementsin the CoAP payload encoded in JSON format shall be included:

1) the"Bulk configuration flag" element to indicate that this CoOAP GET request is used for bulk configuration;
and

2) the"List of MSGin5G UE IDs" element to include one or more MSGin5G UE ID from the cached/stored
configuration requests from the constrained UES.

6.2.3.3.3 Reception of the bulk Configuration Response from MSGIin5G Server

Upon receiving the requested MSGin5G UE configuration data, the configuration management client functionality shall
submit the configuration datato MSGin5G Gateway Client by SEAL-C interface if it is not collocated with the
MSGin5G Client. The MSGin5G Gateway Client in MSGin5G Gateway UE:

a) shall split content of the "List of MSGIin5G UE configuration information” element into multiple individual
configuration information; and

b) shall generate one or more CoAP 2.05 (Content) response as configuration responses to constrained UE(S)
separately based on the cached CoAP GET requests associated with the MSGin5G UE ID. Each CoAP 2.05
(Content) response includes:

1) the CoAP "Message ID" element and the "Token" element with the same values in the CoOAP GET request
for configuration from the constrained UE; and

2) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json" and
the CoAP payload including the elements as specified in clause 6.2.3.4.
6.2.3.4 Procedure at MSGIn5G Server

6.2.3.4.1 Reception of the bulk Configuration Request from MSGIin5G Gateway UE

Upon reception of a CoAP GET request where the CoAP URI of the request identifies the UE Configurations resource
asdescribed in clause C.3.1.2.2.3.1 of 3GPP TS 23.546 [ 6], the configuration management server functionality shall
follow the proceduresin clause 6.2.3.4 of 3GPP TS 24.546 [6] with the clarification listed below:

a) the configuration management server functionality shall return a 2.05 (Content) response, in addition to the
information elements listed in clause 6.2.1.3 of the present document, the response also includes the list of
M SGin5G UE configuration information found based on the list of MSGin5G UE IDs received from the CoAP
GET request payload, each M SGin5G UE configuration information:

1) shal include the "UE Service ID" element assigned to the requesting constrain UE;

2) shall include the "M SGin5G Server address' element to indicate the MSGin5G Server which servesthis
constrain UE; and

3) may include the "M SGin5G Service specific information” element to indicate the specific information of the
MSGin5G Service.
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6.3 Registration

6.3.0 General

Registration procedure is used to register the MSGin5G Client on the MSGin5G UE to the MSGin5G Server to use
MSGin5G Services. Deregistration procedure is used to deregister the MSGin5G Client on the MSGin5G UE to the
MSGin5G Server to not use MSGIin5G Services.

For the MSGIin5G Client on the MSGIin5G UE deciding to initiate a registration procedure or a deregistration procedure
to the MSGIn5G Server, the procedures are specified in clause 6.3.1 and clause 6.3.3.

In case of the Application Client not residing in the MSGin5G UE with the MSGin5G Client, the Application Client
initiates a registration to, or deregistration from, MSGin5G Client on MSGin5G UE as specified in clause 6.3.2.

For the MSGIin5G Client residing in the constrained UE deciding to initiate a registration procedure or a deregistration
procedure to the MSGin5G Server viaan MSGin5G Gateway Client, the procedures are specified in clause 6.3.4 and
clause 6.3.5. Before the MSGin5G Gateway Client decides to bulk the registration or deregistration from the M SGin5G
Client residing in the constrained UE as specified in subclause 6.3.4.3.1, the MSGin5G Client residing in the
constrained UE shall register to the gateway service to the MSGin5G Gateway Client on the MSGin5G Gateway UE as
specified in clause 6.3.5.

The MSGIn5G Client residing in the constrained UE decides how to register to the MSGin5G Server based on the UE
policy. Based on the decision, different reference points, i.e. the MSGin5G-1 reference point or the MSGin5G-6
reference point, and different constructures of the registration request or deregistration request will be invoked.

6.3.1 MSGIn5G UE Registration
6.3.1.1 Procedure at MSGIn5G Client

6.3.1.1.1 MSGIn5G UE registration

After the UE Service ID is configured to the MSGin5G UE, in order to register MSGin5G UE to the MSGIin5G Server,
the MSGIin5G Client shall send a CoAP POST request to the MSGin5G Server according to procedures specified in
IETF RFC 7252 [5]. In this CoOAP POST request, the MSGin5G Client:

a) shall setthe"T" field in the CoAP header to O to indicate acknowledge message required;

b) shall include the MSGIin5G Server address in the Option header of the CoOAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the
value of such URI;

¢) shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elementsin the CoAP payload encoded in JSON format as specified in
clause 7.3.3.1:

1) the"MSGIn5G service identifier" element to indicate that this COoAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"REG" value to indicate that this COAP POST request is used for
registration;

3) the"UE Service ID" element to indicate the MSGin5G UE initiating registration procedure; and

4) optionaly, the "MSGIn5G Client Profile" element to include a set of parameters describing the MSGin5G
Client. This element may include the "M SGin5G Client Triggering Information” element, the "M SGin5G
Client Communication Availability" element and "M SGin5G Client Supported MSGin5G Segment Size":

i) The"MSGIn5G Client Triggering Information™ element shall include:
- the"MSGIin5G UE ID" element to indicate the MSGin5G UE hosting the MSGin5G Client; and
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- either:

- a"MSGIin5G Client Port" element to indicate the port number that the M SGin5G Client listens on
for device triggers from the MSGin5G Server; or

- a"MSGIn5G Client Ports' element to indicate a List of port numbers that the M SGin5G Client
listens on for device triggers from the MSGin5G Server and protocol (e.g., SMS, NIDD, etc.)
associated with each port number; and

ii) the"MSGIin5G Client Communication Availability" element informs the MSGin5G Server whether the
client has a specific application-level schedule/periodicity to its MSGin5G communications, which may
be used in conjunction with UE reachability monitoring to determine whether and when M SGin5G
communications are attempted. This element:

- shdll include the " Scheduled communication time" element to indicate the time when the UE becomes
available for communication;

- shall include the "Communication duration time" element to indicate the duration time of periodic
communication;

- may include the "Periodic communication indicator" element to identify whether the client
communicates periodically or not;

- may include the "Periodic communication interval" element to indicate the interval Time of periodic
communication if "Periodic communication indicator" element isincluded;

- may include the "Data size indication” element to indicate the expected data size to be exchanged
during the communication duration; and

- may include the " Store and forward option" element to indicate the UE does not request store and
forward services for incoming MSGin5G requests.

iii) The "M SGin5G Client Supported MSGin5G Segment Size" element is used to indicate the maximum size
of the payload of MSGin5G message supported by MSGin5G Client. The maximum value of this |E shall
not exceed 2048 bytes.

6.3.1.1.2 MSGIn5G UE de-registration

The MSGIn5G Client initiates a CoAP POST request to de-register from the MSGin5G Server. In this CoOAP POST
request, the MSGin5G Client:

a)

b)

d)

shall set the"T" field in the CoAP header to 0 to indicate acknowledge message required,;

shall include the MSGIin5G Server address in the Option header of the CoAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the
value of such URI;

shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

shall include the following information elements encoded in JSON format as specified in clause 7.3.3.2:

1) the"MSGIn5G service identifier" element to indicate that this CoOAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"DEREG" value to indicate that the COAP POST request is used for de-
registration; and

3) the"UE Service ID" element to indicate the MSGin5G UE initiating de-registration procedure.
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6.3.1.2 Procedure at MSGIin5G Server

6.3.1.2.1 MSGIn5G UE registration

Upon reception of the COAP POST request containing M SGin5G service identifier indicating that the received request
isfor MSGIin5G service and Message Type indicating that the received request isfor registration, the M SGin5G Server
shall verify the UE service ID. After a successful verification, the MSGin5G Server:

a) shall store the UE Service ID and the MSGin5G Client Profile information included in the received CoAP POST
request; and

b) shall generate a CoAP 2.01 (Created) response or CoAP 2.04 (Change) response including the following
parameters:

1) the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for registration; and

2) the"Content-Format" element with "50" to indicate the format of the COAP payload is "application/json” and
the CoAP payload encoded in JSON format as specified in clause 7.3.3.1 including:

i) the"UE Service ID" element to indicate the MSGin5G UE initiating registration procedure;
ii) the"Registration result” element to indicate whether the registration is success or failure;

iii) optionally, the "Registration expiration time" element to indicate the expiration time of the registration.
This element is present only when the value of the "Registration result” element is set to success; and

iv) the "Failure Cause" element to indicate reason for failure. This element shall only present if the value of
"Registration result" shows that the registration is failed.

6.3.1.2.2 MSGIn5G UE de-registration

Upon reception of the COAP POST request containing M SGin5G service identifier indicating that the received request
isfor MSGin5G service and Message Type indicating that the received request is for deregistration from an MSGin5G
UE, the MSGin5G Server shall verify the UE service ID. After a successful verification, the MSGIin5G Server:

a) shall delete the registration information of the MSGin5G UE and any applicable MSGin5G Client Profile
information that it has stored; and

b) shall generate a CoAP 2.04 (Change) response including the following parameters:

1) the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for deregistration;

2) optionally, the MSGin5G Client addressin the Option header of the CoAP response and set the Option
header to a corresponding value, if it is provided in the payload of CoOAP POST request; and

3) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json" and
the CoAP payload encoded in JSON format as specified in clause 7.3.3.2 including:

i) the"UE Service ID" element to indicate the MSGin5G UE initiating de-registration procedure;
ii) the"De-registration result" element to indicate whether the registration is success or failure; and

iii) the "Failure Cause" element to indicate reason for failure. This element shall only present if the value of
"De-registration result" shows that the de-registration is failed.
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6.3.2  Application Client registration to MSGin5GClient on MSGIn5G UE

6.3.2.1 Procedure at MSGIn5G Client on MSGIn5G UE
6.3.2.1.1 Application Client on non-MSGin5G UE registration to MSGIin5G Client on
MSGin5G UE

Upon reception of registration regquest from the application client on the non-M SGin5G UE, the MSGin5G Client on the
M SGin5G UE decides whether to accept the registration request based on local condition.

If the registration is accepted by the MSGin5G Client on the MSGin5G UE, the MSGin5G Client on the MSGin5G UE:

a) stores Application ID included in the registration request from the Application Client on the non-M SGin5G UE
and the mapping between the transport identifier and the Application ID;

NOTE 1: Based on the connection mode, e.g. L2 connection or L3 connection, the MSGin5G UE can allocate a
specified MAC address or UDP port for exchanging information between the MSGin5G Client on the
MSGin5G UE and the Application Client on the non-M SGin5G UE. The transport mechanism is based
on the legacy transport protocol.

NOTE 2: The MSGin5G Client on the MSGin5G UE retrieves the transport identifier from the transport layer. The
transport identifier can be aLayer-2 1D, e.g. aMAC address, or aLayer-3 1D, e.g. an IP addresswith a
specific UDP port.

b) allocates a Registration ID for the Application Client on the non-M SGin5G UE; and

c) constructs the registration response and sends it to the application client on the non-M SGin5G UE. The
registration response shall include;

1) the Registration Result indicates the registration is accepted by the MSGin5G Client on the MSGin5G UE;
and

2) the Registration ID allocated by the MSGin5G Client on the MSGin5G UE.

If the registration is not accepted by the M SGin5G Client on the MSGin5G UE, the MSGin5G Client on the MSGin5G
UE constructs the registration response and sends it to the application client on the Constrained UE. The registration
response shall include;

a) the Registration Result indicating the registration is not accepted by the MSGin5G Client on the MSGin5G UE;
and

b) the Failure Reason indicating an appropriate reason why the registration request is rejected by the MSGIin5G
Client on the MSGin5G UE.
6.3.2.1.2 Application Client on non-MSGin5G UE de-registration to MSGIn5G Client on
MSGin5G UE

Upon reception of de-registration request from the Application Client on the non-M SGin5G UE, the MSGin5G Client
on the MSGin5G UE:

a) removes the mapping between Application ID and transport identifier of the Application Client on the non-
M SGin5G UE based on the Registration 1D included in the de-registration request; and

b) constructs the de-registration response including:
1) the De-registration Result indicating whether the de-registration is accepted or not;

2) the Registration ID included in the de-registration request, if the de-registration is accepted by the MSGin5G
Client on the MSGin5G UE; and

3) the Failure Reason indicating an appropriate cause indicating why the de-registration request is rejected by

the MSGIin5G Client on the MSGin5G UE, if the de-registration is not accepted by the MSGin5G Client on
the MSGIin5G UE.
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NOTE: Based on the connection mode, e.g. L2 connection or L3 connection, the MSGin5G Client on the
MSGin5G UE may allocate a specified MAC address or UDP port for exchanging information between
the MSGIin5G Client on the M SGin5G UE and the Application Client on the non-M SGin5G UE. The
transport mechanism is based on the legacy transport protocol.

6.3.2.2 Procedure at Application Client on non-MSGin5G UE
6.3.2.2.1 Application Client on non-MSGin5G UE registration to MSGIn5G Client on
MSGin5G UE

In order to register Application Client on the non-M SGin5G UE to the MSGin5G Client on the M SGin5G UE, the
Application Client on the non-M SGin5G UE sends a registration request to the MSGin5G Client on the MSGin5G UE.
The registration request shall include the " Application ID" to indicate the Application Client on the non-M SGin5G UE
initiating registration.

NOTE: If aspecified MAC address or UDP port is configured for exchanging information between the M SGin5G
Client on MSGIin5G UE and the Application Client on the non-M SGin5G UE, the Application Client on
the non-M SGin5G UE shall send the registration request to the specified MAC address or UDP port.

6.3.2.2.2 Application Client on non-MSGin5G UE de-registration to MSGIn5G Client on
MSGin5G UE

In order to de-register Application Client on the non-M SGin5G UE to the MSGin5G Client on MSGin5G UE, the
Application Client on the non-M SGin5G UE sends a de-registration request to the MSGin5G Client on the MSGin5
Client on the MSGin5G UE. The de-registration request shall include the "Registration ID" which has been allocated by
the MSGIin5G Client on the M SGin5G UE during the registration procedure.

NOTE: If aspecified MAC address or UDP port is configured for exchanging information between the M SGin5G
Client on the MSGin5G UE and the Application Client on the non-M SGin5G UE, the Constrained UE
shall send the de-registration request to the specified MAC address or UDP port.

6.3.3 Constrained UE registration to Relay UE

6.3.3.1 General

The Relay UE acts as either 5G ProSe Layer-2 or Layer-3 UE-to-Network Relay entity as specified in
3GPP TS 23.304 [9] and relays the CoAP POST request/response as traffic between the MSGin5G Server and the
Constrained UE.

6.3.3.2 void

6.3.3.2.1 void

6.3.3.2.2 void

6.3.3.3 Procedure at Constrained UE

6.3.3.3.1 Constrained UE registration via Relay UE

In order to register Constrained UE to the MSGin5G Server, the MSGin5G Client on Constrained UE sends a CoAP
POST request to the MSGin5G Server viathe Relay UE. The CoAP POST request is constructed as specified in
clause 6.3.1.1.1.

6.3.3.3.2 Constrained UE de-registration via Relay UE

In order to de-register Constrained UE to the MSGin5G Server, the MSGin5G Client on Constrained UE sends a CoAP
POST request to the MSGIin5G Server viathe Relay UE. The CoAP POST request is constructed as specified in
clause 6.3.1.1.2.
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6.3.4 Constrained UE registration via MSGIn5G Gateway Client

6.34.1 General

If multiple registration requests from one or more the M SGin5G Clients on the Constrained UESs are received, the
MSGin5G Gateway Client constructs a bulk registration/de-registration request to the M SGin5G Server and sends a
response to each Constrained UE separately. Upon receiving the bulk registration response from the MSGin5G Server,
the MSGin5G Gateway Client splits the bulk registration response into multiple individual registration responses and
notifies the MSGin5G Clients on the Constrained UES separately.

6.3.4.2 Procedure at Constrained UE

6.3.4.2.1 Registration initiated by Constrained UE

After the UE Service ID is configured to the MSGin5G UE, in order to register MSGin5G UE to the MSGin5G Server,
the MSGIin5G Client on the Constrained UE shall send a CoAP POST request to the MSGin5G Server. If the
registration request is allowed to delay for bulk registration initiated by the MSGin5G Gateway Client, in the CoAP
POST request, the MSGin5G Client on the Constrained UE:

a) shall setthe"T" field in the CoAP header to O to indicate acknowledge message required;

b) shall include the MSGIin5G Server address in the Option header of the CoOAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the
value of such URI;

c) shall set the " Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements in the CoAP payload encoded in JSON format:

1) the"MSGIn5G service identifier" element to indicate that this COAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"REG" value to indicate that this CoAP POST request is used for
registration;

3) the"UE Service ID" element to indicate the MSGin5G UE initiating registration procedure;

€) optionaly, the "Registration urgent degree” element with a"false” value to indicate that this registration is not
urgent;

f) optionally, the "M SGin5G Client Profile" element to include a set of parameters describing the MSGin5G Client.
This element may include the "M SGin5G Client Triggering Information" element and the "M SGin5G Client
Communication Availability" element:

i) The"MSGIn5G Client Triggering Information" element shall include:
- the"MSGIin5G UE ID" element to indicate the MSGin5G UE hosting the MSGin5G Client; and
- dther:

- a"MSGIin5G Client Port" element to indicate the port number that the M SGin5G Client listens on
for device triggers from the M SGin5G Server;or

- a"MSGIin5G Client Ports' element to indicate aList of port numbers that the MSGin5G Client
listens on for device triggers from the MSGin5G Server and protocol (e.g., SMS, NIDD, etc.)
associated with each port number; and

ii) the"MSGIin5G Client Communication Availability" element informsthe MSGin5G Server whether the
client has a specific application-level schedule/periodicity to its MSGin5G communications, which may
be used in conjunction with UE reachability monitoring to determine whether and when M SGin5G
communications are attempted. This element:
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- shall include the " Scheduled communication time" element to indicate the time when the UE becomes
available for communication;

- shal include the "Communication duration time" element to indicate the duration time of periodic
communication;

- may include the "Periodic communication indicator" element to identify whether the client
communicates periodically or not;

- may include the "Periodic communication interval" element to indicate the interval Time of periodic
communication if "Periodic communication indicator" element isincluded;

- may include the "Data size indication” element to indicate the expected data size to be exchanged
during the communication duration; and

- may include the " Store and forward option" element to indicate the UE does not request store and
forward services for incoming MSGin5G requests; and

0) optionaly, the "Registration request expiration time" element to indicate the maximum validity time of the
registration request; and

h) optionally, the "waitTime" element to indicate the time the MSGin5G Gateway Client can wait with sending
the (bulk-)registration request to the MSGin5G Server.
6.3.4.2.2 De-registration initiated by Constrained UE

The MSGin5G Client on the Constrained UE initiates a CoAP POST reguest to de-register from the MSGin5G Server.
If the de-registration request is allowed to delay for bulk de-registration initiated by the MSGin5G Gateway UE, in the
CoAP POST request, the MSGin5G Client on the Constrained UE:

a) shall set the"T" field in the CoAP header to 0 to indicate acknowledge message required;

b) shall include the MSGIin5G Server address in the Option header of the CoOAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the
value of such URI;

c) shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements encoded in JISON format as specified in clause 7.3.3.2:

1) the"MSGIn5G service identifier" element to indicate that this COAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"DEREG" value to indicate that the CoAP POST request is used for de-
registration;

3) the"UE Service ID" element to indicate the M SGin5G UE initiating de-registration procedure;

4) optionaly, the "De-registration urgent degree" element with a'false” value to indicate that this registration is
not urgent; and

5) optionally, the "De-registration request expiration time" element to indicate the maximum processing time of
the registration request allowed.

6.3.4.2.3 Reception of the Registration Response from MSGin5G Gateway Client

Upon reception of the COAP POST request containing the M SGin5G service identifier indicating that the received
regquest is for MSGIin5G service and Message Type indicating that the received request is for registration response, the
Constrained UE shall generate CoAP 2.04 (Change) response including the CoAP "Message ID" element and the
"Token" element with the same values with those in the CoAP POST request for registration response.
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6.3.4.2.4 Reception of the De-registration Response from MSGIin5G Gateway Client

Upon reception of the COAP POST request containing the M SGin5G service identifier indicating that the received
request is for MSGIn5G service and Message Type indicating that the received request is for de-registration response,
the Constrained UE shall generate CoAP 2.04 (Change) response including the CoAP "Message ID" element and the
"Token" element with the same values with those in the CoAP POST request for de-registration response.

6.3.4.3 Procedure at MSGIn5G Gateway Client

6.3.4.3.1 Reception of the Registration Request from Constrained UE

Upon reception of the COAP POST request containing M SGin5G service identifier indicating that the received request
isfor MSGIin5G service and Message Type indicating that the received request is for registration, the M SGin5G
Gateway Client shall check the value of the "Registration urgent degree" element included in the CoAP POST request
as.

a) if the "Registration urgent degree" element with a"true" value isincluded, the MSGin5G Gateway Client shall
forwards the CoAP POST request to the MSGIin5G Server without any change.

b) if the "Registration urgent degree" element with a"false" value isincluded, the MSGin5G Gateway Client:
1) shall store or cache the whole CoAP POST request;

2) shall generate a CoAP 2.01 (Created) response or CoAP 2.04 (Change) response to nofity the MSGin5G
Client on the Constrained UE that the registration request is buffered for bulk registration procedure and the
CoAP response includes:

i) the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for registration; and

ii) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json”
. The CoAP payload shall include the "UE Service ID" element to indicate the Constrained UE initiating
registration procedure. The CoAP payload may include the "Expected registration time" element to
indicate the expected time when the Registration Response can be received; and

3) may start atimer associated with the "UE Service ID". If the "Registration request expiration time" element
isincluded in the CoAP request from the Constrained UE, the expiration of the timer is set to the value of the
"Registration request expiration time" element. Else, the MSGIin5G Gateway Client determines whether to
start atimer and the value of the timer based on implementation.

The MSGin5G Gateway Client may start atimer for periodic bulk registration based on implementation, e.g. when the
first registration request from the constrained UE the "false" value of the "Registration urgent degree” element.

6.3.4.3.2 Sending the Bulk Registration Request to MSGIin5G Server
Based on implementation, upon:
a) expiry of one or more timers started in 2) above;
b) expiry of the timer for periodic bulk registration; or
c) excess of the maximum number of MSGIin5G UE registration requests from constrained UES,

the MSGIin5G Gateway Client may initiate a CoAP POST request to the MSGin5G Server including all cached/stored
MSGin5G UE registration requests from the constrained UES. In this CoAP POST request, the MSGin5G Client in the
MSGin5G Gateway Client:

a) shall set the"T" field in the CoAP header to 0 to indicate acknowledge message required;

b) shall include the MSGIin5G Server address in the Option header of the CoOAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the
value of such URI;
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c) shall set the " Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements in the CoAP payload encoded in JSON format as specified in
clause 7.3.3.x:

1) the"MSGIin5G serviceidentifier" element to indicate that this CoAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"BREG" value to indicate that this CoAP POST request is used for bulk
registration;

3) the"UE Service ID" element to indicate the M SGin5G UE initiating bulk registration procedure;

4) the "Number of individual MSGin5G UE registration requests’ element to indicate the total number of
MSGin5G UE registration reguests which are bulked in this CoAP request; and

5) the"List of individual M SGin5G UE registration request” element to include one or more elements as
specified in bullet d) of 6.3.1.1.1.

NOTE: TheMSGin5G Gateway Client should consider the value of the "Registration request expiration time"
element in the individual MSGin5G UE registration request from multiple constrained UEs to avoid
failure of registration.

6.3.4.3.3 Reception of the Bulk Registration Response from MSGIn5G Server

Upon reception of the CoAP 2.01 (Created) response or CoAP 2.04 (Change) response for the CoAP POST message for
bulk registration from the MSGIin5G Server , the MSGin5G Gateway Client:

a) shall split content of the "List of individual MSGin5G UE registration response” element into multiple individual
registration responses;

b) shall generate one or more CoAP POST requests as registration responses to constrained UE(S) separately based
on the cached the CoAP POST requests associated with the UE Service ID included in the individual registration
responses. Each CoAP POST request includes:

1) the"Token" element with the same valuesin the CoOAP POST request for registration request from the
constrained UE; and

2) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json" and
the CoAP payload including:

i) the"MSGIn5G service identifier" element to indicate that this COAP POST request is used for MSGin5G
service;

ii) the"Message Type" element with a"REGRESP" value to indicate that this CoOAP POST reguest is used
as aregistration response;

iii) the"UE Service ID" element to indicate the constrained UE initiating registration procedure;
iv) the "Registration result" element to indicate whether the registration is success or failure;

v) optionally, the "Failure Cause" element to indicate reason for failure. This element shall be only present if
the value of "Registration result" shows that the registration is failed; and

vi) optionally, the "Registration expiration time" element to indicate the expiration time of the registration.
This element is present only when the value of the "Registration result” element is set to success.

6.3.4.3.4 Reception of the De-registration Request from Constrained UE

Upon reception of the CoAP POST request containing MSGin5G service identifier indicating that the received request
isfor MSGIin5G service and Message Type indicating that the received request is for de-registration, the M SGin5G
Gateway UE shall check the value of the "Registration urgent degree” element included in the COAP POST request as:
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a) if the "de-registration urgent degree" element with a'true” value isincluded, the M SGin5G Gateway UE shall
forwards the CoAP POST request to the MSGIin5G Server without any change.
b) if the"De-registration urgent degree" element with a"false" value isincluded, the MSGin5G Gateway UE:
1) shall store or cache the whole CoAP POST request;

2) shall generate a CoAP 2.04 (Change) response to nofity the MSGin5G Client on the Constrained UE that the
de-registration request is buffered for bulk de-registration procedure and the CoAP response includes:

i) the CoOAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for registration;

ii) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json"
and the CoAP payload encoded in JSON format as specified in clause 7.3.3.2 including the "UE Service
ID" element to indicate the M SGin5G UE initiating de-registration procedure and optionally the
"Expected registration time" element to indicate the expected time when the De-registration Response can
be received; and

3) may start atimer associated with the "UE Service ID". If the "De-registration request expiration time"
element isincluded in the CoAP request from the Constrained UE, the expiration of the timer is set to the
value of the "de-registration request expiration time" element. Else, the MSGIin5G Gateway UE determines
whether to start atimer and the value of the timer based on implementation.

6.3.4.3.5 Sending the Bulk De-registration Request to MSGIn5G Server
Based on implementation, upon:

a) expiry of one or more timers started in subclause 6.3.x.b.4;

b) expiry of the timer for periodic bulk de-registration; or

c) excess of the maximum number of MSGIin5G UE de-registration requests from constrained UES,

the MSGIin5G Gateway UE may initiate a CoAP POST request to the MSGin5G Server including all cached/stored
MSGIin5G UE de-registration requests from the constrained UES. In this COAP POST request, the MSGin5G Client in
the MSGin5G Gateway UE:

a) shall set the"T" field in the CoAP header to 0 to indicate acknowledge message required;

b) shall include the MSGIin5G Server address in the Option header of the CoOAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the
value of such URI;

c) shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements encoded in JSON format as specified in clause 7.3.3.7:

1) the"MSGIn5G service identifier" element to indicate that this COAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"BDEREG" value to indicate that the CoOAP POST request is used for
bulk de-registration;

3) the"UE Service ID" element to indicate the M SGin5G UE initiating de-registration procedure;

4) the"Number of individual MSGIin5G UE de-registration requests’ element to indicate the total number of
MSGin5G UE de-registration requests which are bulked in this CoAP request; and

5) the"List of individual M SGin5G UE de-registration request” element to include one or more elements as
specified in bullet d) of 6.3.1.1.2.

NOTE: TheMSGin5G Gateway UE should consider the value of the "De-registration request expiration time"
element in the individual MSGin5G UE de-registration request from multiple constrained UEs to avoid
failure of de-registration.
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6.3.4.3.6 Reception of the Bulk De-registration Response from MSGIn5G Server

Upon reception of the CoAP 2.04 (Change) response for the CoAP POST message for bulk de-registration from the
MSGIin5G Server , the MSGin5G Gateway UE:

a) shall split content of the "List of individual M SGin5G UE de-registration response” element into multiple
individual de-registration responses,

b) shall generate one or more CoAP POST requests as de-registration responses to constrained UE(s) separately
based on the cached the CoAP POST requests associated with the UE Service ID included in the individual
registration responses. Each CoAP POST request includes:

1) the"Token" element with the same valuesin the CoOAP POST request for de-registration request from the
constrained UE; and

2) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json” and
the CoAP payload including:

i) the"MSGIin5G serviceidentifier" element to indicate that this CoAP POST request is used for MSGin5G
service;

ii) the"Message Type" element with a"DEREGRESP" value to indicate that this COAP POST request is
used as a de-registration response;

iii) the "UE Service ID" element to indicate the constrained UE initiating de-registration procedure;
iv) the "De-registration result" element to indicate whether the de-registration is success or failure; and

v) the"Failure Cause" element to indicate reason for failure. This element shall be only present if the value
of "De-registration result” shows that the de-registration is failed.

6.3.4.4 Procedure at MSGIin5G Server

6.3.4.4.1 Reception of the Bulk Registration Request from MSGin5G Gateway Client

Upon reception of the CoAP POST reguest containing MSGin5G service identifier indicating that the received request
isfor MSGIin5G service and Message Type indicating that the received request is for bulk registration, the MSGin5G
Server shall verify each UE service ID in theindividual MSGin5G UE registration request included in the "List of

individual MSGin5G UE registration request” element of the CoOAP POST request. For each successful verification, the
MSGin5G Server:

a) shall store the UE Service ID and the MSGin5G Client Profile information included in the individual M SGin5G
UE registration request; and

b) shall generate a CoAP 2.01 (Created) response or CoAP 2.04 (Change) response including the following
parameters:

1) the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for bulk registration; and

2) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json" and
the CoAP payload including:

i) the"Number of individual MSGIin5G UE registration responses' element to indicate total number of
MSGin5G UE registration responses which are bulked in this response; and

ii) the"List of individual MSGin5G UE registration response” element to include one or more elements as
specified in bullet 2) of 6.3.1.2.1.

6.3.4.4.2 Reception of the Bulk De-registration Request from MSGIn5G Client

Upon reception of the CoAP POST reguest containing MSGin5G service identifier indicating that the received request
isfor MSGIn5G service and Message Type indicating that the received request isfor bulk de-registration, the MSGin5G
Server shall verify each UE service ID in the individual M SGin5G UE de-registration request included in the "List of
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individual MSGin5G UE de-registration request” element of the CoOAP POST request. For each successful verification,
the MSGin5G Server:

a) shall delete the UE Service ID and the MSGin5G Client Profile information included in the individual MSGin5G
UE registration request; and

b) shall generate a CoAP 2.04 (Change) response including the following parameters:

1) the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for bulk de-registration; and

2) the"Content-Format" element with "50" to indicate the format of the CoAP payload is "application/json” and
the CoAP payload including:

i) the"Number of individual MSGin5G UE registration responses' element to indicate total number of
MSGin5G UE de-registration responses which are bulked in this response; and

ii) the"List of individual MSGin5G UE de-registration response” element to include one or more elements
as specified in bullet 2) of 6.3.1.2.2.
6.3.5 Constrained UE Registration to MSGIin5G Gateway UE

6.35.1 General

When the constrained UE with MSGin5G Client selects the MSGin5G Gateway UE, the MSGin5G Client on the
MSGIin5G UE will initiate the registration procedure to register the gateway service to the MSGin5G Gateway Client on
the MSGin5G Gateway UE.

6.3.5.2 Procedure on MSGIn5G Gateway UE

6.3.5.2.1 Constrained UE Registration to MSGIn5G Gateway UE

Upon reception of the COAP POST request containing M SGin5G service identifier indicating that the received request
isfor MSGIin5G service and Message Type indicating that the received request is use to register to the gateway service,
the MSGin5G Gateway Client on the MSGin5G Gateway UE:

a) shall check whether the M SGin5G UE identified by the UE service ID and MSGin5G UE ID, if available, is
authorized to use the gateway service or not; and

b) shall generate a CoAP 2.01 (Create) response or CoAP 2.04 (Change) response including the following
parameters:

1) the CoAP "Message ID" element and the "Token" element with the same values with those in the CoAP
POST request for registration; and

2) the"Content-Format" element with "50" to indicate the format of the COAP payload is "application/json” and
the CoAP payload encoded in JISON format as specified in clause 7.3.3.3 including:

i) the"UE Service ID" element to indicate the MSGin5G UE initiating registration procedure;
ii) the"Registration result” element to indicate whether the registration is success or failure;

iii) optionally, the "Accepted timetill" element to indicate the time when constrained device is alowed to use
the gateway service; and

iv) optionally, the "Failure Cause" element to indicate the reason for failure.
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6.3.5.3 Procedure on Constrained UE

6.3.5.3.1 Constrained UE Registration to MSGIn5G Gateway UE

After selecting the MSGin5G Gateway UE, in order to register the gateway service to the MSGin5G Gateway Client on
the MSGin5G Gateway UE, the MSGin5G Client on the constrained UE shall send a CoAP POST reguest to the
MSGin5G Server according to procedures specified in IETF RFC 7252 [5]. In this COAP POST request, the MSGin5G
Client in the constrained UE:

a) shall set the"T" field in the CoAP header to 0 to indicate acknowledge message required;

b) shal include the MSGin5G UE address in the Option header of the CoAP POST request and set the Option
header to a corresponding value, e.g. if the MSGIn5G UE addressis a URI, the Uri-Path Option is set to the
value of such URI;

c) shall set the"Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements in the CoAP payload encoded in JSON format as specified in
clause 7.3.3.1:

1) the"MSGIin5G serviceidentifier" element to indicate that this CoAP POST request is used for MSGin5G
service;

2) the"Message Type" element with a"GWREG" value to indicate that this COAP POST request is used to
register to the gateway service;

3) the"UE Service ID" element to indicate the M SGin5G UE initiating registration procedure;
4) optionally, the "MSGin5G UE ID" element to represents the constrained UE; and

5) optionally, the"Timetill" element to indicate the time when constrained UE is intended to use the gateway
service.

6.4 MSGIn5G Message delivery

6.4.0  General Description
This clause specifies the M SGin5G message delivery procedures.

The procedures of M SGin5G message exchange between M SGin5G Client and MSGin5G Server, i.e. the MSGin5G
message exchange procedures via M SGin5G-1 reference point, including the sending and reception of MSGin5G
messages and M SGin5G message delivery status report, are specified in clause 6.4.1,

If the MSGIin5G Client residing in a Constrained UE uses an UE-1 as relay, the M SGin5G message exchange
procedures via M SGin5G-1 reference point specified in clause 6.4.1 are al'so applied. The procedures at the Relay UE
are specified in clause 6.4.2.4 and the procedures at the MSGIin5G Client residing in the Constrained UE are specified
in clause 6.4.2.5.

If the MSGIin5G Client residing in a Constrained UE interacts with an MSGin5G Gateway UE which supports
MSGin5G Gateway Client, the MSGin5G message exchange procedures via M SGin5G-1 reference point specified in
clause 6.4.1 are also applied. When the MSGin5G Gateway UE receives an M SGin5G message from the MSGin5G
Client residing in a Constrained UE or from the M SGin5G Server, the MSGin5G Gateway UE may generate a new
MSGin5G message based on the received M SGin5G message and send the new M SGin5G message to the
corresponding MSGin5G Server or the MSGin5G Client residing in a Constrained UE respectively by using the
procedures via M SGin5G-1 reference point specified in clause 6.4.1.

The procedures used for message or message delivery report sending or receiving between aMSGin5G Client and an
Application Client residing in different UEs over MSGin5G-5 are specified in clause 6.4.2.2 and clause 6.4.2.3.
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6.4.1 Procedures between MSGIin5G UE and MSGIn5G Server

6.4.1.1 Procedure at MSGIin5G Client

6.4.1.1.1 General

This clause specifies the procedures for sending and receiving M SGin5G message, aggregated M SGin5G message,
MSGin5G message delivery status report and aggregated M SGin5G message delivery status report at MSGin5G Client.
6.4.1.1.2 Sending of an MSGIn5G message

In order to send an M SGin5G message, the MSGin5G Client shall compare the size of the payload of the received
message from the Application Client to the MSGIin5G Client Supported MSGin5G segment size. If the size of the
payload exceeds, the MSGin5G Client shall segment the M SGin5G message into a set of segmented M SGin5G
messages such that the payload of each segmented M SGin5G message can fit within the MSGin5G Client Supported
MSGin5G segment size. For each segmented M SGin5G message, the steps listed below shall be processed individually.

The MSGIn5G Client shall send the MSGin5G message in a CoAP POST request message according to procedures
specified in IETF RFC 7252 [5]. In the CoAP POST request message, The MSGin5G Client:

a) shall setthe"T" field in the CoAP header to O if delivery status report from the recipient is requested, i.e.
indicates that this message is the type of Confirmable, to ensure the application layer delivery status report;

b) shall include the MSGin5G Server addressin a CoAP Option, e.g. if the MSGIn5G Server addressisa URI,
includes a Uri-Path Option with the value of the URI;

¢) shall set the CoAP Content-Format to "50", i.e. application/json;

d) shall include the information elements specified in 3GPP TS 23.554 [2] in the CoAP payload encoded in JSON
format as specified in clause 7.3.4:

1) shal include an "M SGIin5G service identifier" element to indicate that this CoAP POST request message is
used for MSGin5G service;

2) shall include a"Message Type" element and set it to "M SG" to indicate that this CoAP POST request
message is used for MSGin5G message;

3) shall include an "Originating UE Service ID" element set to the UE which requests the sending of the
MSGIin5G message;

4) shal include a"Recipient UE Service ID/AS Service ID" element if the recipient isan M SGin5G UE/Non-
MSGin5G UE or Application Server;

5) shall include a"Group Service ID" element if the recipient is an MSGin5G Group;
6) shall include a"Broadcast Area D" element if the message needs to be broadcast;

7) shall include a"Messaging Topic" element if this message will be distributed based on Messaging Topic.
This element shall not present in other message scenarios,

NOTE: InanMSGin5G Message request, only one of these |Es listed from step 4) to step 6) shall be included.

8) may include one or more "Application ID" elements to indicate the application(s) for which the payload
is(are) intended;

9) shall include a"Message ID" which is globally unique within the MSGin5G service to identify this specific
M SGin5G message;

10)may include a"Delivery status required” element if delivery acknowledgement from the recipient is
requested;

11)may include a"Priority type" element to indicate the application priority level requested for this message. If
this IE is not included, this message has a default priority level, i.e. NORMAL;
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12)may include a"Message is segmented” element with a "true" value to indicate that this message is part of a
segmented message;

13)if "Message is segmented” element with a"true” value isincluded, shall include a" Segmentation set
identifier" element to indicate that this segmented message is associated within a set of segmented messages.
All segmented messages associated with the same M SGin5G message shall be assigned the same unique
identifier;

14)if "Message is segmented” element with a"true” value isincluded and this message is the first segment of the
set of segmented messages, shall include a"Total number of message segments’ element to indicate the total
number of segments for the MSGin5G message;

15)if "Message is segmented” element with a"true" valueisincluded, shall include a"M essage segment
number" element to indicate the number of each segmented message within a set of segmented messages,

16)if "Message is segmented"” element with a"true" value isincluded and this message is the last segment of the
set of segmented messages, shall include a"Last segment flag" element to indicate that this segmented
message is the last segment in the set of segmented messages;

17)shall include a" Store and forward flag" element to indicate whether store and forward services are requested
for this message;

18)if store and forward services are requested, may include a" Store and forward parameters" element to carry
the parameters used by MSGin5G Server for providing store and forward services. The "Store and forward
parameters':

i) may include a"Message expiration time" element to indicate the message expiration time used for
providing store and forward servicesif the destination is not available for communications; and

ii) may include an "Application specific store and forward information" element to carry the information
used by MSGin5G Server for handling store and forward, e.g. adelivery time/date; and

19)may include a"Payload" element which carries the application payload that is transferred by the MSGin5G
Service in the CoAP payload and located it after the elements listed from step 1) to 19); The content of
"Payload" element is transparent to the MSGin5G Service, i.e. MSGIin5G Server and MSGIn5G Client is
unaware of the content; and

if needed, i.e. a message segment recovery request is received, acts as Message Sender to perform the procedures
inclause 6.5.1.1.

6.4.1.1.3 Sending of an aggregated MSGin5G message

Before the sending of an M SGin5G message, the M SGin5G Client shall check if aggregation is allowed for this
message, check the message data size, and the priority level to determine if the message can be aggregated. For
example, if the MSGIin5G Client finds that the messages have small payload size when compared to the maximum
segment size that can be transmitted over CoAP and the messages are not high priority messages, i.e. the value of
Priority type included in the message is not "High", which could be sent as per scheduling policy towards a selected
target, the MSGIin5G Client can decide to aggregate messages until optimal use of segment size before sending message
towards MSGIin5G Server.

If the message can be aggregated, the MSGin5G Client aggregates multiple MSGin5G message requests intended for a
selected target and sends the aggregated message in a single CoAP POST request message. The sending of the CoAP
POST request message shall follow the procedures specified in clause 6.4.1.1.2 with the clarifications listed below:

a)

The MSGIin5G Client should not segment the aggregated message, so in step d) of clause 6.4.1.1.2, the "Message

is segmented”, " Segmentation set identifier", "Total number of message segments’, "M essage segment number"
and "Last segment flag" elements should not be included.

b) In addition to the step d) of clause 6.4.1.1.2, the MSGin5G Client should include a"Number of individual

messages' element in this message to indicate the total number of messages which are aggregated into this single
message.
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©)

d)

In addition to the step d) of clause 6.4.1.1.2, the MSGin5G Client should include a"List of individual messages"
element in this message. Each child element of this"List of individual messages’ element contains information
elements listed below:

1) "Message ID" of the individual message;

2) "Payload" which carries the application payload thet is transferred by the individual M SGin5G message;
3) oneor more optional "Application ID" elements;

4) anoptional "Delivery status regquired” element; and

5) an optional "Priority type" element.

The MSGIin5G Client shall not include the "Payload” element outside the "List of individual messages' element,
i.e. the 19) in step €) of clause 6.4.1.1.2 shall not be processed.

6.4.1.1.4 Sending of an MSGIn5G message delivery status report

In order to send a MSGin5G message delivery status report, the MSGin5G Client shall send a CoAP POST request
according to procedures specified in IETF RFC 7252 [5]. In the CoOAP POST request, the MSGin5G Client:

a)

b)

©)
d)

shall setsthe " T" field in the CoAP header to 0, i.e. indicates that this message is the type of Confirmable, to
ensure that the M SGin5G message delivery status report can be received by the originator of the receiving
MSGin5G message;

shall include the MSGIin5G Server addressin a CoAP Option, e.g. if the MSGIin5G Server addressisa URI,
includes a Uri-Path Option with the value of the URI;

shall set the CoAP Content-Format to "50", i.e. application/json; and

shall include the information elements specified in 3GPP TS 23.554 [2] in the COAP payload encoded in JSSON
format as specified in clause 7.3.4.2:

1) shall include a"MSGin5G service identifier" element to indicate that this CoAP POST request messageis
used for MSGIin5G service;

2) shall include an "Message Type" element and set it to "IMDN" to indicate that this CoAP POST request
message is used for MSGin5G message delivery status report;

3) shall include an "Originating UE Service ID" element set to the UE which requests the sending of the
MSGin5G message delivery status report;

4) shal include a"Recipient UE Service ID/AS Service ID" element if the recipient isan MSGin5G UE/Non-
MSGin5G UE or an Application Server. This element indicates is the sender of the message that this message
delivery statusreport isfor;

5) shall include the "Message ID" element copied from the MSGin5G message that is being acknowledged;

6) shall include a"Delivery Status' element to carry the delivery status description. The delivery status can be
success or failurein delivery; and

7) may include a"Failure Cause" element to indicate the failure reason if the delivery statusis failure.

6.4.1.1.5 Sending of a aggregated MSGin5G message delivery status report

The MSGIin5G Client can aggregate multiple MSGin5G message delivery status reports into one single message. The
MSGin5G Client shall check whether the MSGin5G message delivery status reports can be aggregated as specified in
clause 6.4.1.1.3.

If the MSGIn5G message delivery status reports can be aggregated, the MSGin5G Client aggregates M SGin5G message
delivery status reports intended for a selected target and sends the aggregated M SGin5G message delivery status reports
in asingle CoAP POST request message. The sending of the CoAP POST request message shall follow the procedures
specified in clause 6.4.1.1.4 with the clarifications listed below:
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a) Instepd) of clause 6.4.1.1.4, the "Delivery Status' element and the "Failure Cause”" element should not be
included.

b) In addition to the step d) of clause 6.4.1.1.4, the MSGin5G Client should include a"Number of individual
messages' element in this message to indicate the total number of M SGin5G message delivery status reports
which are aggregated into this single message.

¢) Inaddition to the step d) of clause 6.4.1.1.4, the MSGin5G Client should include a""List of individual
messages' element in this message. Each child element in this"List of individual messages” element contains
information elements listed below:

1) "Message ID" of theindividual M SGin5G message delivery status reports which is copied from the
MSGin5G message that is being acknowledged;

2) "Delivery Status' element to carry the delivery status description; and

3) anoptiona "Failure Cause" element to indicate the failure reason if the delivery statusisfailure.

6.4.1.1.6 Reception of an MSGIin5G message

Upon receiving an CoAP POST request containing the MSGIin5G Service identifier and the "Message Type" with the
value "M SG", if the "Number of individual messages' element and "List of individual messages' element are not
included, the MSGin5G Client shall handle the COAP POST reguest according to procedures specified in

IETF RFC 7252 [5] with the clarifications listed below:

a) The MSGIin5G Client shall check whether a”Message is segmented” element isincluded in the COAP POST
request. If this element is included, the MSGin5G Client shall wait until al the segmented messages have been
received by checking the " Segmentation set identifier”, "Total number of message segments’, "M essage segment
number" and "Last segment flag" elements, i.e. the "Message segment number" equals the "Total number of
message segments’ and the "Last segment flag" is present. The MSGin5G Client shall reassemble al the
segmented messages into a single MSGin5G message.

b) The MSGin5G Client shall provide the received information in the "payload" element to the Application
Client(s) if one or more "Application ID" elements are included. The Application Client(s) is(are) indicated by
the "Application ID" element(s):

1) If the Application Client is on the other UE, the MSGin5G Client shall send the received information to the
corresponding UE via M SGin5G-5 reference point as specified in clause 6.4.2.2.

2) If the Application Client is on the same MSGin5G UE with the MSGin5G Client, the MSGin5G Client shall
deliver the received information to the Application Client via M SGin5G-5 reference point.

NOTE: when the Application Client and MSGin5G Client are resided on the same MSGin5G UE, the interaction
in MSGin5G-5 reference point may implementation specific and is out of scope of the present document.

c) If a"Ddivery statusrequired” element isincluded in the CoAP POST request, the MSGIn5G Client shall send an
M SGin5G message delivery status report as specified in clause 6.4.1.1.4 or clause 6.4.1.1.5 with the
clarifications listed below:

1) if the message delivery statusis supported by the Application Client(s), the MSGin5G message delivery
status report shall be sent after the delivery statusinformation is received from the Application Client(s), and
shall be generated based on this(these) delivery status information; or

2) if the message delivery status is not supported by the Application Client, the MSGin5G message delivery
status report shall be sent immediately by the MSGin5G Client on behalf of the Application Client(s).

6.4.1.1.7 Reception of a aggregated MSGin5G message

Upon receiving an CoAP POST request containing the MSGIin5G Service identifier and the "Message Type" with the
value"MSG", if a"Number of individual messages" and a"List of individual messages" are included, the MSGin5G
Client concludes that this message is an aggregated M SGin5G message. The MSGin5G Client shall handle the CoAP
POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
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a) The MSGin5G Client shall split the received aggregated message reguest into multiple new created individual
MSGin5G messages:

1) al elementslisted in step d) of clause 6.4.1.1.2 included in the received M SGin5G message, except the
"Message D", "Message is segmented"”, " Segmentation set identifier”, "Total number of message segments’,
"Message segment number” and "Last segment flag" elements, are copied to each new created individual
M SGin5G message; and

2) each child element of the "List of individual messages' element in the received aggregated M SGin5G
message isincluded in anew created individual M SGin5G message. The "Message ID", "Payload",
"Application ID" (if present), "Delivery status required” (if present) and "Priority type" (if present) in the
child element of the "List of individual messages' are used as the same elements in the new created
individual MSGin5G message; and

b) The MSGIin5G Client shall handle each individual M SGin5G messages according to step b) and c) specified in
clause 6.4.1.1.6.

6.4.1.1.8 Reception of an MSGIin5G message delivery status report

Upon receiving an CoAP POST request containing the MSGin5G Service identifier and the "Message Type" with the
value "IMDN?", if the "Number of individual messages" element and "List of individual messages' element are not be
included and a"Delivery Status' element isincluded, the MSGin5G Client shall handle the CoAP POST request
according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:

a) The MSGIin5G Client shall provide the received information in the "Delivery Status' element and the "Failure
Cause" element (if applicable) to the Application Client(s) if one or more "Application ID" elements are
included. The Application Client(s) is(are) indicated by the "Application ID" element(s):

1) If the Application Client is on the other MSGin5G UE, the MSGin5G Client shall send the received
information to the corresponding M SGin5G UE viaM SGin5G-6 (if MSGIin5G Client is supported by
M SGin5G UE-2) as specified in clause 6.4.2.4 or MSGin5G-5 reference point (if MSGIin5G Client is not
supported by MSGin5G UE-2) as specified in clause 6.4.2.2.

2) If the Application Client is on the same M SGin5G UE with the MSGin5G Client, the MSGin5G Client shall
deliver the received information to the Application Client via M SGin5G-5 reference point.

NOTE: when the Application Client and MSGin5G Client are resided on the same MSGin5G UE, the interaction
in MSGin5G-5 reference point may implementation specific and is out of scope of the present document.

6.4.1.1.9 Reception of a aggregated MSGIin5G message delivery status report

Upon receiving an CoAP POST request containing the MSGIin5G Service identifier and the "Message Type" with the
value"IMDN", if a"Number of individual messages’ and a"List of individual messages' are included, the MSGin5G
Client concludes that this message is an aggregated M SGin5G message. The MSGin5G Client shall handle the CoAP
POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:

a) The MSGIin5G Client shall split the received aggregated M SGin5G message delivery status report into multiple
new created individual MSGin5G message delivery status reports:

1) all elementslisted in clause 6.4.1.1.5 included in the received M SGin5G message delivery status report,
except the "Message I D", are copied to each new created individual M SGin5G message delivery status
report; and

2) each child element of the "List of individual messages' element in the received aggregated M SGin5G
message isincluded in a new created individual M SGin5G message delivery status report. The "Message
ID", "Delivery Status' and the "Failure Cause" (if present) in the child element of the "List of individual
messages' are used as the same elements in the new created individual M SGin5G message; and

b) The MSGIin5G Client shall handle each individual newly created MSGin5G delivery status report according to
step a) specified in clause 6.4.1.1.8.
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6.4.1.2 Procedure at MSGIin5G Server

6.4.1.2.1 General

An MSGIin5G Server provides server-side functionality of messages delivery among M SGin5G UE, Application Server
and Message Gateway. A messages delivery procedure in the MSGIin5G Server can be divided to origination and
termination procedures.

The origination procedure may consist:
a) thereception of messages at the MSGIin5G Server;
b) the related authentication and authorization of the message on the MSGin5G Server; and
¢) the possible message response to the sender.

NOTE: If the message isreceived from the other MSGin5G Server in the same service domain, the step b) above
may be skipped.

When the MSGIin5G Server receives message from M SGin5G UE, the reception procedures is specified in
clause6.4.1.2.2,6.4.1.2.3,6.4.1.2.4 and 6.4.1.2.5. When the MSGin5G Server receives message from Application
Server, Message Gateway or another MSGin5G Server, the reception procedure is specified in 3GPP TS 29.538 [7].

The termination procedure consists the MSGin5G Server delivery of a message.

Before the MSGIn5G Server delivers a message, the MSGin5G Server shall learn the communication model of the
message by analyzing the Service ID of the recipient in the message, then generates a new message based on the
received message and send it to the recipient:

a) if a"Recipient UE Service ID" element isincluded, this message is a Point-to-Point message or an Application-
to-Point message. The MSGIin5G Server analyzes the URI:

1) if the URI pointsto an MSGin5G Client served by this MSGin5G Server, the MSGin5G Server send the
M SGin5G message to the MSGIn5G Client via MSGin5G-1 reference point as specified in clause 6.4.1.2.6,
6.4.1.2.7,6.4.1.2.8 or 6.4.1.2.9; or

2) if the URI pointsto a Message Gateway served by this MSGin5G Server, the MSGin5G Server sends the
message to the Message Gateway via M SGin5G-2 or M SGin5G-4 reference point as specified in
3GPPTS29.538[7];

3) if the URI pointsto aMSGin5G Client or Message Gateway served by another MSGin5G Server, the
MSGIin5G Server sends the message to the other MSGin5G Server which serves the MSGin5G Client or
Message Gateway via M SGin5G-8 reference point as specified in 3GPP TS 29.538 [7];

NOTE 1. Theanalysis procedure isimplementation specific, e.g. by querying the DNS or local database, and is out
of scope of the present document.

b) if a"Recipient AS Service ID" element isincluded, this message is a Point-to-Application message. The
MSGIin5G Server analyses the URI:

1) if the URI pointsto an Application Server served by this M SGin5G Server, the MSGin5G Server sends the
message to the Application Server via M SGin5G-3 reference point as specified in 3GPP TS 29.538 [7];

2) if the URI pointsto an Application Server served by another MSGin5G Server, the MSGin5G Server sends
the message to the MSGin5G Server which serves the Application Server via M SGin5G-8 reference point as
specified in 3GPP TS 29.538 [7];

NOTE 2: The analysis procedure isimplementation specific, e.g. by querying the DNS or local database, and is out
of scope of the present document.

c) if a"Group Service ID" element isincluded, this message is a Group message. The MSGin5G Server obtains the
group members by checking the group profile with the "Group Service ID". For each group member, the
MSGIin5G Server analyzesits UE Service ID and sends the message to it as specified in step a);
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d)

if a"Broadcast Area|D" element isincluded, this message is a Broadcast message. The MSGin5G Server
forwards the Broadcast message request to the CBCF (as specified in 3GPP TS 23.041 [21]) via the Broadcast
Message Gateway and M SGin5G-7 reference point based on the Broadcast Area ID as specified in
3GPPTS29.538[7]; and

if a"Messaging Topic" element isincluded, this message is heeded to be distributed based on Messaging Topic.
The MSGIin5G Server obtains the subscribers of the Messaging Topic by checking the related subscription. The
subscriber of the Messaging Topic can be MSGin5G UE, Application Server or Message Gateway (on behalf of
non-M SGin5G UE). For each subscriber, the MSGin5G Server analyzesits Service ID and sends the message to
it as specified in step @) or b).

6.4.1.2.2 Reception of an MSGIin5G message

Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the M SGin5G
Service identifier and the "Message Type" with the value "MSG", i.e. the request is for sending an M SGin5G message,
the MSGin5G Server executes the message origination procedure. If the "Number of individual messages" element and
"List of individual messages’ element are not be included, the MSGin5G Server shall handle the CoOAP POST request
according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:

a)

The MSGIin5G Server shall authenticate the message and shall verify that the sending UE is authorized to send
the message by checking the registration status of the M SGin5G Client and the " Originating UE Service ID"
element in the CoAP payload. If message is needed to be rejected, the MSGIin5G Server shall send a message
response in a new CoAP POST request to the originating entity as specified in step €) and skipsthe rest stepsin
this clause;

The MSGIn5G Server executes the message segment related procedures as specified in clause 6.5.3 if needed;
Void;

If the message is stored for deferred delivery as specified in clause 6.4.1.2.6 or 6.4.1.2.7, the MSGin5G Server
shall send a message response in a new CoAP POST request to the originating entity as specified in step €); and

The MSGIn5G Server shall send a message response in a new CoAP POST request to the originating entity as
specified in IETF RFC 7252 [5] with the clarifications listed below:

1) may setthe"T" field in the CoOAP header to O or 1;

2) shall include the originating MSGin5G Client's address in an CoAP Option, e.g. if the originating M SGin5G
Client addressis a URI, includes a Uri-Path Option with the value of the URI;

3) shall set the CoAP Content-Format to "50", i.e. application/json; and

4) shall include the information elements specified in 3GPP TS 23.554 [2] in the COAP payload encoded in
JSON format as specified in clause 7.3.4.3:

i) shall include an "M SGIn5G service identifier" element to indicate that this COAP POST request is used
for MSGin5G service;

ii) shal include an "Originating UE Service ID" element set to the UE which sends the M SGin5G message
this message response is responded to;

iii) shall include the "Message ID" copied from the received M SGin5G message which this message response
is responded to;

iv) may include a"Delivery Status' element to indicate that the delivery status of this MSGin5G messageisa
failure, or is stored for deferred delivery;

v) may include a"Failure Cause" element to indicate the reason for failure; and

vi) in addition to the information elements specified in 3GPP TS 23.554 [2], shall also include a"Message
Type" element set to "M SGRESP" to indicate that this message is a message response.
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6.4.1.2.3 Reception of an aggregated MSGIin5G message

Upon receiving a CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G
Serviceidentifier and the "Message Type" with the value "M SG", if a"Number of individual messages' and a"List of
individual messages' are included, the MSGIn5G Server learns that this message is an aggregated M SGin5G message.
The MSGIin5G Server shall handle the whole aggregated M SGin5G message according to procedures specified in
clause 6.4.1.2.2.

6.4.1.2.4 Reception of an MSGIin5G delivery status report

Upon receiving a CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the MSGin5G
Service identifier and the "Message Type" with the value "IMDN", if the "Number of individual messages' element and
"List of individual messages’ element are not be included and a " Delivery Status' element isincluded, the MSGin5G
Server shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with no additional
requirement.

6.4.1.2.5 Reception of an aggregated MSGin5G delivery status report

Upon receiving an CoAP POST request from an MSGin5G Client on an MSGin5G UE, containing the M SGin5G
Serviceidentifier and the "Message Type" with the value "IMDN", if a"Number of individual messages' and a"List of
individual messages' are included, the MSGin5G Server concludes that this message is an aggregated M SGin5G
message. The MSGin5G Server shall handle the whole aggregated M SGin5G delivery status report according to
procedures specified in clause 6.4.1.2.4.

6.4.1.2.6 Sending of an MSGIn5G message

In order to deliver the MSGin5G message, the MSGIn5G Server executes the messages termination procedure. The
MSGin5G Server shall conclude the communication model of the message as specified in clause 6.4.1.2.1.

If the MSGIn5G Server determines to deliver the MSGin5G message to an MSGin5G UE served by itself as specified in
clause 6.4.1.2.1, the MSGIin5G Server shall check the registration information of the recipient MSGin5G Client in
MSGIin5G UE, if the MSGIin5G UE state is "registered” for the M SGin5G service the M SGin5G Server will start the
delivery procedure.

If the MSGIn5G UE provides the "communication availability” information during the registration, the MSGin5G
Server will schedule the message delivery based on this information, e.g. delivers the MSGin5G message in the delivery
window based on the specific application-level schedule/periodicity. The MSGIin5G Server can also use UE reachability
status monitoring specified in 3GPP TS 29.538 [7] to check whether the recipient is available. If the recipient is
available, the M SGin5G Server tries to deliver the MSGin5G message to the MSGin5G UE.

In order to deliver the MSGIin5G message, the MSGin5G Server shall send the MSGin5G message in an new CoAP
message according to procedures specified in IETF RFC 7252 [5] viaM SGin5G-1 reference point. The sending of the
CoAP message shall follow the procedures below:

a) the MSGIin5G Server shall set the"T" field in the CoAP header to O if delivery status report from the recipient is
requested, i.e. indicate that this message is the type of Confirmable, to ensure the application layer delivery
status report;

b) the MSGin5G Server shall set the CoAP Content-Format to "50", i.e. application/json;

c) the MSGIn5G Server shall remove any "Priority type" element, " Store and forward flag" and related " Store and
forward parameters’ elements from the CoAP payload of the received message. If "Message is segmented” and
related elements isincluded in the received message, the MSGin5G Server shall handle the message as specified
in clause 6.5.3;

d) based on the communication model, the MSGIn5G Server shall generate the new CoAP message as specified
below:

1) if the Service ID of the recipient pointsto an MSGin5G Client, the MSGin5G Server:

i) shal include the recipient MSGIin5G Client addressin an CoAP Option, e.g. if the MSGin5G Client
addressis a URI, include a Uri-Path Option with the value of the URI; and
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€)

ii) shall copy other elementsin the CoAP payload of the received message to the new CoAP POST request;

2) if the Service ID of the recipient points to an Application Server or a Message Gateway, the MSGin5G
Server shall follow the procedure specified in 3GPP TS 29.538 [7];

3) if the MSGiIn5G message is a Group message, the MSGIin5G Server:

i) shall obtain the group members by checking the group profile with the "Group Service ID" element
included in the received M SGin5G message; and

ii) for each group member which isan MSGin5G UE, include its CoAP address got from the recipient
MSGin5G UE registration specified in clause 6.3.1.2 in an CoAP Option, e.g. if the recipient client's
addressisaURI, includes a Uri-Path Option with the value of the URI. The MSGin5G Server shall add
the "Recipient UE Service ID" element and set the value of it to the UE Service ID. The MSGIin5G Server
shall also copy other elements in the CoAP payload of the received message to the new CoAP POST
request;

4) if the MSGIin5G message is needed to be distributed based on Messaging Topic, the MSGin5G Server: shall
obtain the UE Service ID/AS Service ID of the subscribers by checking the subscription with this Messaging
Topic and

i) for each subscriber which isan MSGin5G UE, include its CoAP address got from the recipient MSGin5G
UE registration specified in clause 6.3.1.2 in an CoAP Option, e.g. if the recipient client's addressisa
URI, includes a Uri-Path Option with the value of the URI. The MSGin5G Server shall add the
"Recipient UE Service ID" element and set the value of it to the UE Service ID. The MSGin5G Server
shall also copy other elements in the payload of the received message to the new CoAP 2.05 response; or

ii) for each subscriber whichis Application Server or a Message Gateway, the MSGin5G Server shall
follow the procedure specified in 3GPP TS 29.538 [7]; and

5) if the MSGIin5G message is a broadcast message, the MSGin5G Server shall forward the Broadcast message
reguest to the CBCF (as specified in 3GPP TS 23.041 [21]) via the Broadcast M essage Gateway as specified
in 3GPP TS 29.538 [7]; and

before sending the new CoAP message generated in step d), the MSGin5G Server shall compare the size of
the"Payload" element in the payload of the new CoAP message to theM SGin5G Client Supported M SGin5G
segment size of the recipient MSGin5G Client by checking the MSGin5G Client Supported M SGin5G segment
sizein the MSGIn5G UE registration request of the recipient. If the size exceeds, the MSGin5G Server shall
segment the M SGin5G message into a set of segmented M SGin5G messages such that the payload of each
segmented M SGin5G message can fit within the MSGin5G Client Supported M SGin5G segment size. For each
segmented M SGin5G message, in addition to the information elements generated in step d), the MSGin5G
Server shall also:

1) include a"Message is segmented” element with a"true” value to indicate that this message is part of a
segmented message;

2) include a"Segmentation set identifier" element to indicate that this segmented message is associated within a
set of segmented messages. The same unique identifier is assigned to all segmented messages associated with
the same M SGin5G message;

3) include a"Total number of message segments" element in the first segment of the MSGin5G message to
indicate the total number of segments for the M SGin5G message;

4) include a"Message segment number" element to indicate ssgmented message number of each segmented
message within the set of segmented messages; and

5) include a"Last segment flag" element in the last segment in the set of segmented messages,

If the MSGIn5G UE state is " not registered”, based on local implementation, the MSGin5G Server may try to inform
the MSGin5G UE viathe device triggering procedure as specified in 3GPP TS 29.538 [ 7] about an incoming message
and the MSGin5G UE needs to register and receive the message.

The MSGIin5G Server checks the availability of recipient by checking the UE registration status. The MSGin5G Server
may also use UE reachability status monitoring specified in 3GPP TS 29.538 [ 7] to check whether the recipient is
available. If the recipient is available, the MSGIin5G Server send the new CoAP message generated as above to the
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recipient. If the recipient is unavailable, the M SGin5G Server checks whether a " Store and forward flag" element
indicates that " Store and forward" service is requested for this M SGin5G message:

al)if the "Store and forward flag" element indicates that " Store and forward" service is not requested, the MSGin5G
Server discards the message or local implementation may apply. The MSGin5G Server may send a message
response as specified in clause 6.4.1.2.2 which includes delivery status information in the "Delivery Status’
element, e.g., that the message was discarded and the procedure is finished; or

bl)if the " Store and forward flag" element indicates that " Store and forward" serviceis requested,

1) the MSGIin5G Server stores the message temporarily and waits for the next delivery opportunity until the
expiration time of this message which isincluded in the "Message expiration time" element in the " Store and
forward parameters' element passed. The delivery opportunity may be known by the MSGin5G Server by the
registration of recipient MSGin5G Client or by obtaining the information from the " Store and forward
parameters’ element, e.g. from the " Application specific store and forward information” element. The MSGin5G
Server may send a message response as specified in clause 6.4.1.2.2 which includes store and forward status
information in the "Delivery Status' element, e.g., the delivery had been deferred; and

2) when the delivery opportunity comes, the M SGin5G Server attempts delivery of the new CoAP message to the
recipient. If the UE delivery opportunity does not come until the expiration time of this message which is
included in the "Message expiration time" element in the " Store and forward parameters' element passed, the
MSGIin5G Server attempts delivery of the new CoAP message at the message expiration time, e.g. try to inform
the MSGIin5G UE viathe device triggering procedure as specified in 3GPP TS 29.538 [ 7], and if the delivery is
still failed, the stored message is discarded. The MSGin5G Server may send a message response as specified in
clause 6.4.1.2.2 which includes store and forward status information the "Delivery Status' element, e.g., that the
message was discarded.

6.4.1.2.7 Sending of an aggregated MSGin5G message

If the MSGIn5G Server receives an aggregated M SGin5G message as specified in clause 6.4.1.2.3, and the payload of
the received aggregated M SGin5G message is smaller than the MSGin5G Client Supported M SGin5G segment size of
the recipient, it shall send it as specified in clause 6.4.1.2.6 without splitting the received aggregated message request
into multiple individual MSGin5G message.

If the payload of the received aggregated M SGin5G message is larger than the MSGin5G Client Supported M SGin5G
segment size of the recipient, the MSGin5G Server should remove the last individual message in the List of individual
messages el ement from the aggregated message until the payload of the aggregated message is smaller than the
MSGin5G Client Supported MSGin5G segment size that can be transmitted over available transport, and then send the
remaining aggregated M SGin5G message as specified in clause 6.4.1.2.6. The MSGin5G messages removed from the
aggregated message may be sent individually or aggregated again by the MSGin5G Server according to service
configuration.

NOTE: Aggregated MSGin5G message is supported by all MSGin5G Clients and Application Servers. M SGins5G
message and MSGin5G delivery status report cannot be aggregated in the same aggregated M SGin5G
message.

If the MSGIn5G Server receives an M SGin5G message as specified in clause 6.4.1.2.2, it may send multiple MSGin5G
messages toward the same recipient in an aggregated M SGin5G message. Before the sending of an M SGin5G message,
the MSGin5G Server shall check if aggregation is alowed for this message, MSGin5G Server shall also check the
message data size, and the priority level to determine if the message can be aggregated. For example, if the MSGin5G
Server finds that the received messages have small payload size when compared to the MSGin5G Client Supported
MSGIin5G segment size that can be transmitted over CoAP and the messages are not high priority messages, which
could be sent as per scheduling policy towards a selected target. The MSGIn5G Server can decide to aggregate
messages until optimal use of segment size before sending message towards MSGin5G Client.

If the message can be aggregated, the MSGin5G Server aggregates multiple M SGin5G messages, and sends the
aggregated message in a single CoAP POST request message. The sending of the CoAP POST request message shall
follow the procedures specified in clause 6.4.1.2.6 with the clarifications listed below:

a) The MSGin5G Server should not segment the aggregated message, so the MSGin5G Server should ensure that
the payload of the new aggregated M SGin5G message is smaller than the MSGin5G Client Supported M SGin5G
segment size and skipsthe step €) in clause 6.4.1.2.6. The "Message is segmented”, " Segmentation set
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identifier", "Total number of message segments’, "Message segment number" and "Last segment flag" elements
should not be included in the aggregated M SGin5G message.

b) In addition to the elements specified in clause 6.4.1.2.6, the MSGin5G Server should include a"Number of
individual messages' element in this message to indicate the total number of messages which are aggregated into
this single message.

¢) Inaddition to the elements specified in clause 6.4.1.2.6, the MSGIin5G Server should include a"List of
individual messages' element in this message. Each child element of this"List of individual messages" element
contains information elements listed below:

1) a"Message ID" to identify the individual message;

2) a"Payload" which carries the application payload that is transferred by the individual MSGin5G message;
3) one or more optional "Application ID" element(s);

4) an optional "Delivery status required" element; and

5) an optiona "Priority type" element.

6.4.1.2.8 Sending of an MSGIn5G delivery status report

Upon receiving an MSGin5G delivery status report as specified in clause 6.4.1.2.4, the MSGin5G Server may generate
anew CoAP POST request containing the MSGin5G delivery status report if the MSGIin5G Server decides not to
aggregate the delivery status report. The new CoAP POST request is sent to the recipient obtained from the " Recipient
UE Service ID" element in the payload of the received CoAP POST request. The MSGin5G Server:

a) shall setthe"T" field in the COAP header to 0;

b) shall include the recipient address in the Option header of the CoAP message and set the Option header to a
corresponding value, e.g. if the MSGIn5G Client addressis a URI, includes a Uri-Path Option with the value of
the URI; and

c) shall copy other elementsin the payload of the received message to the new CoAP POST request.

6.4.1.2.9 Sending of a aggregated MSGIn5G delivery status report

If the MSGINS5G Server receives an aggregated M SGin5G delivery status report as specified in clause 6.4.1.2.5, it shall
generate a new CoAP POST request containing the aggregated M SGin5G delivery status report and sends it to the
recipient obtained from the "Recipient UE Service ID" element in the payload of the received CoAP POST reguest. The
MSGin5G Server:

a) shall setthe"T" field in the CoAP header to 0;

b) shall include the recipient address in the Option header of the CoAP message and set the Option header to a
corresponding value, e.g. if the MSGIin5G Client addressis a URI, includes a Uri-Path Option with the val ue of
the URI; and

¢) shall copy other elementsin the payload of the received message to the new CoAP POST request.

If the MSGIn5G Server receives MSGin5G delivery status report as specified in clause 6.4.1.2.4, it may aggregate
multiple M SGin5G message delivery status reports into one single message. The MSGIin5G Server shall check whether
the MSGin5G message delivery status reports can be aggregated as specified in clause 6.4.1.2.7.

If the MSGin5G message delivery status reports can be aggregated, the MSGIn5G Server aggregates M SGin5G
message delivery status reports intended for a selected target and sends the aggregated M SGin5G message delivery
status reportsin asingle CoAP POST request message. The sending of the CoAP POST request message shall follow
the procedures specified in clause 6.4.1.2.8 with the clarifications listed below:

a) the"Delivery Status' element and the "Failure Cause" element in payload of every individual MSGin5G
message should not be copied to the payload of the new CoAP POST request message.
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b) Inaddition to clause 6.4.1.2.8, the MSGIin5G Server should include a"Number of individual messages' element
in this message to indicate the total number of MSGin5G message delivery status reports which are aggregated
into this single message.

¢) Inadditionto clause 6.4.1.2.8, the MSGin5G Server should include a"List of individual messages" element in
this message. Each child element of this"List of individual messages’ element contains information elements
listed below:

1) "Message ID" of the individual M SGin5G message delivery status reports which is copied from the
M SGin5G message that is being acknowledged,;

2) "Deélivery Status' element copied from the individual M SGin5G message delivery status report; and

3) anoptiona "Failure Cause" element copied from the individual M SGin5G message delivery status report.

6.4.2 Message delivery and message delivery status report delivery
between MSGIin5G UE and another UE

6.4.2.1 General

Clauses 6.4.2.2 and 6.4.2.3 define the procedures used for message or message delivery report sending or receiving
between aM SGin5G Client and an Application Client residing in different UES over M SGin5G-5.

In these procedures, for delivering messages or message delivery reports to a MSGin5G Client in aMSGin5G UE, the
Application Client residing in different a UE may use any message format or protocol supported by the M SGin5G
Client.

NOTE 1: How the Application Client knows the message protocol/format supported by the MSGin5G Client is out
of scope of this specification.

In the procedures, for delivering messages or message delivery reports to Application Client residing in a different UE,
the MSGIin5G Client in MSGin5G UE may use any message format or protocol supported by the Application Client.

NOTE 2: How the MSGin5G Client knows the message protocol/format supported by the Application Client is out
of scope of this specification.

Annex A lists some message formats/protocols examples (only for implementation reference) which may be used for
the interaction between Application Client residing in adifferent UE and MSGin5G Client in MSGin5G UE over
MSGin5G-5.

Clauses 6.4.2.4 and 6.4.2.5 define the procedures used for message exchange between MSGin5G Client residing in a
Constrained UE which cannot connect to the 3GPP network directly and MSGin5G Server by using another UE asa
UE-to-Network relay. In this case, the MSGin5G Client communicates with the MSGIin5G Server via MSGin5G-1
reference point. All messages specified in clause 6.4.1 apply.

6.4.2.2 Procedure at MSGin5G Client in MSGIin5G UE

6.4.2.2.1 Sending of an message to an Application Client residing in a different UE

Upon successfully receiving a MSGin5G message including an Application ID from MSGin5G Server, if the
Application ID isregistered by an Application Client residing in adifferent UE, based on Application Client
registration information, the MSGin5G Client in the MSGin5G UE shall send arequest to the Application Client
residing in the different UE, including the following information elements:

a) the Message Type IE, e.g. if the message formats/protocolsin Annex A are used, thislE is set to value
“MESSAGE RECEIVED REQUEST”, indicating the request/message is for delivering a message;

b) the Message ID |E with the unique identity of this message;

¢) if the received message is a point-to-point or application-to-point message, the Originator Address | E indicating
the originating UE or AS;

d) if the received message is a group message, the Group ID IE indicating the originating group;
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NOTE: theinformation included in the Originator Address |E is generated based on the received originating
UE/AS Service ID, the information included in the Group ID |E is generated based on received Group
Service ID. How to generate the value of Originator Address |E and Group ID |E isimplementation
specific.

€) the Payload |E indicating the application message content included in the received message;
f) if thedelivery statusreport isrequired by the originator, the Delivery Status Required IE with “true”; and
g) optionally, the Priority |E indicating the application priority level.

6.4.2.2.2 Reception of an message from Constrained UE

Upon receiving arequest from Application Client residing in adifferent UE, and the request is for initiating a
MSGin5G message, e.g. , if the message formats/protocolsin Annex A are used, the Message Type IE is set to
“MESSAGE SENDING REQUEST”, the MSGIin5G Client in the MSGin5G UE shall construct and send a CoAP POST
request to MSGIin5G Server as specified in clause 6.4.1.1.2. The MSGin5G Client generates the Recipient UE Service
ID/AS Service ID based on Target address | E the included in the request from the Constrained UE.

If the Application Client residing in a different UE indicates “UE” in the Target Type IE, the Target Address shall
include information of another MSGIin5G Client.

If an IPv4 or IPv6 addressisincluded in the Target Address, the MSGin5G Client generates the Recipient UE Service
ID/AS Service ID based on the mapping between the addresses and UE Service IDS/AS Service | Ds stored in the
MSGin5G UE.

If the Application Client residing in adifferent UE indicates “UE” in the Target Type IE, in order to route the
M SGin5G message to the correct target MSGin5G Client, the Target Address may indicate an FQDN.

When the MSGin5G Client cannot generate the Recipient UE Service ID/AS Service ID based on Target address |E, the
MSGIin5G Client generates the request message to the Application Client residing in a different UE as specified in
clause 6.4.2.2.3 if the Delivery statusis required , e.g. , if the message formats/protocolsin Annex A are used, the
Delivery statusrequired IE is set to “DELIVERY REPORT REQUIRED “. Otherwise, the MSGin5G Client discards
the request from the Application Client residing in the different UE.

6.4.2.2.3 Sending of a message delivery status report to Constrained UE

Upon receiving a M SGin5G message delivery status report request including an Application ID from MSGin5G Server,
and the Application ID is registered by the Application Client residing in a different UE, based on the Application
Client registration information, the MSGin5G Client in the MSGin5G UE shall send a request/response message to the
Application Client residing in the different UE, in the request, including the following information elements:

a) theMessage Type |IE indicating the request/message is for delivering a message delivery status, e.g. if the
message formats/protocolsin Annex A are used, the Message Type IE is set to "DELIVERY REPORT
RECEIVED REQUEST";

b) the Message ID |E with the unique identity of this message delivery report;
c) the Reply-to Message ID IE indicating the delivery statusis for which message; and
d) the Delivery Status |E indicating the delivery status.

6.4.2.2.4 Reception of an message delivery status report from Constrained UE

Upon receiving a request/response from Application Client residing in a different UE, and the request is for delivering a
message delivery report, e.g. , if the message formats/protocolsin Annex A are used, the Message Type IE is set to
"DELIVERY REPORT SENDING REQUEST", the MSGin5G Client in the M SGin5G UE shall construct and send a
CoAP POST request to MSGIin5G Server as specified in clause 6.4.1.1.4.
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6.4.2.2.5 Sending of an message sending response to Constrained UE

Upon received the message request from Application Client residing in a different UE, the MSGin5G Client in the
MSGin5G UE sends a response to the Application Client residing in the different UE including the following
information elements:

a) the Message Type |E indicating thisis a response to the message sending request, e.g. if the message
formats/protocolsin Annex A are used, the Message Type |E is set to "MESSAGE SENDING RESPONSE" .

b) the Result |E indicating success or failure of the message sending request; and

c) optionaly, the Failure Reason | E indicating the reason of failure when the Result |E is set to failure.
6.4.2.3 Procedure at Application Client residing in the different UE

6.4.2.3.1 Sending of an message via MSGin5G UE

In order to initiate an M SGin5G message by using the MSGin5G Client in MSGin5G UE, the Application Client
residing in adifferent UE with the MSGin5G Client shall send a request/message to the M SGin5G Client including the
following information elements:

a) the Message Type |E indicating the request/message is for initiating a M SGin5G message, e.g.if the message
formatg/protocolsin Annex A are used, the Message Type IE is set to "MESSAGE SENDING REQUEST" ;

b) the Message ID |E with the unique identity of this message;

c) the Target Address |E with the information for MSGin5G Client to generate the Recipient UE/AS/Group Service
ID inthe MSGin5G message request;

d) optionally, the Target Type | E indicating the type of the message recipient, e.g. if the message formats/protocols
in Annex A are used, the Target Type |IE hasthe value of "UE" if the message is sent to a UE, has the value of
"AS" if the message is sent to an Application Server, or has the value of "GROUP" if messageis sent to a
MSGin5G Group;

€) optionaly, the Application ID |E indicating the application(s) for which the payload is intended;
f) the Payload |E including the application content of the message to send to the recipient; and

g) optionaly, the Delivery Status Required |E with the value "true" if delivery status report is required.

6.4.2.3.2 Sending of an MSGIn5G message delivery status report via MSGin5G UE

In order to sending an message delivery report by using the MSGin5G Client in MSGin5G UE, the Application Client
residing in adifferent UE with the MSGin5G Client shall send a request/response to the MSGin5G Client including the
following information elements:

a) theMessage Type IE indicating the request/response is for sending a delivery status report, e.g.if the message
formats/protocolsin Annex A are used, the Message Type IE is set to "DELIVERY REPORT SENDING
REQUEST";

b) the Message ID |E with the unique identity of this message delivery report;

c) the Reply-to Message ID |E copied from the received message, to indicate the delivery statusis for which
message; and

d) the Delivery Status |E with delivery status.

6.4.2.3.3 Sending of a message received response to MSGin5G UE

Upon received the message request from M SGin5G Client in MSGin5G UE, the Application Client residing in a
different UE with the MSGin5G Client sends a response to the MSGin5G Client, including the following information
elements:
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a) the Message Type |E indicating the request/message is for initiating a M SGin5G message, e.g.if the message
formats/protocolsin Annex A are used, the Message Type |E is set to "MESSAGE RECEIVED RESPONSE" .
b) the Result IE indicating success or failure of the message received request; and

c) optionaly, the Failure Reason | E indicating the reason of failure when the Result |E is set to failure.
6.4.2.4 Procedure at Relay UE

6.4.2.4.1 Sending of an MSGIn5G message to Constrained UE

When the Relay UE receives a CoAP POST request from UDP port 65401 and the recipient's address included in the
CoAP Option is set to another MSGin5G Client-2 which has established a connection for ProSe UE-to-Network Relay
Communication with it as specified in 3GPP TS 23.304[9], the Relay UE acts as either 5G ProSe Layer-2 and Layer-3
UE-to-Network Relay entity as specified in 3GPP TS 23.304 [9] and relays the CoAP POST request as a downlink
traffic to the MSGin5G Client-2, Otherwise the MSGin5G Client-1 shall discard the COAP POST request and may send
a CoAP 4.04 (Not Found) response to the MSGIin5G Server.

6.4.2.4.2 Reception of an MSGin5G message from Constrained UE with MSGIn5G Client

When the Relay UE receives a CoAP POST request from UDP port 65401 and the recipient's address included in the
CoAP Option is set to the MSGIn5G Server, the Relay UE acts as either 5G ProSe Layer-2 and Layer-3 UE-to-Network
Relay entity as specified in 3GPP TS 23.304 [9] and relays the CoAP POST request as a uplink traffic to the MSGin5G
Server.

6.4.2.5 Procedure at MSGin5G Client in Constrained UE

6.4.25.1 Sending of an MSGIn5G message

In order to send an M SGin5G message or M SGin5G message delivery status report, the MSGin5G Client shall use the
procedures specified in clause 6.4.1.1.2,6.4.1.1.3,6.4.1.1.4 and 6.4.1.1.5.

6.4.2.5.2 Reception of an MSGin5G message

Upon receiving an CoAP POST request and the recipient's address included in the CoAP Option is set to the MSGIin5G
Client itself, the MSGin5G Client shall handle the CoAP Post request as specified in clause 6.4.1.1.6, 6.4.1.1.7,
6.4.1.1.8and 6.4.1.1.9.

6.5 MSGIn5G Message Segmentation and Reassembly

6.5.1 Segment recovery and received confirmation procedures

The Message Sender in this clause can only be the MSGin5G Client (when the message is from MSGin5G Client) or
MSGIin5G Server (when the message is from Application Server).

The Message Receiver in this clause can only be the MSGin5G Client (when the message is targeted to an M SGin5G
Client) or MSGIin5G Server (when the message is targeted to an Application Server).

6.5.1.1 Procedure at Message Sender

Upon receiving a CoAP POST request containing the M SGin5G service identifier and containing the Message Type
with avalue "SEGREC" which indicates the request is for message segment recovery, the MSGin5G Client shall send a
CoAP ACK response to the request. Then the MSGIin5G Client shall send all requested segmented messages as
requested in the received "List of Segment range” element to the message receiver (e.g. Application Server, UE) as
specifiedin 6.4.1.1.2.
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6.5.1.2 Procedure at Message Receiver

6.5.1.2.1 Segments recovery procedure when failed to receive all segments

If not all segments are received within expected time, the M essage Receiver shall send a CoAP POST request to the
Message Sender for recovering the segments which are not received. In the CoAP POST request, the Message Receiver:

a) shall set the"T" field in the CoAP header to O to indicate this request is the type of Confirmable;

b) shall include the Message Sender addressin a CoAP Option, e.g. if the Message Sender addressisa URI,
includes a Uri-Path Option with the value of the URI;

¢) shall set the CoAP Content-Format to "50", i.e. application/json; and
d) shall include the following information elements in the CoAP payload encoded in JSON format:

1) an"MSGIin5G service identifier" element to indicate that this CoAP POST request is used for MSGIin5G
service;

2) a"Message Type" element with avalue "SEGREC" to indicate that this request is for segments recovery;
3) a"Segmentation Set Identifier" element copied from one of the previous received segments; and

4) a"List of Segment range" element to indicate the segments range which the client wants to recover, each
segment range consist of start and end sequence number of missing segmentse.g. (5-7, 10-10, 15-19).

If not all segments are received within the expected time (based on configuration), the Message Receiver may consider
that the recovery isfailed. The Message Receiver may initiate the procedure again with updated list of segment range.

NOTE: The MSGin5G message segment recovery procedure may repeat based on the configuration.
The corresponding JSON Schema used in step d) is defined in clause 7.3.6.2.

6.5.1.2.2 Segments received confirmation procedure

If the Message Receiver determines that it receives all segments successfully, or the Message Receiver determines that
itisfailed (including recovery failed) to receive all segments, the Message Receiver sends the message segments
received confirmation to the Message Sender by a CoAP POST request. In the CoAP POST request, the Message
Receiver:

a) shall set the"T" field in the CoAP header to O to indicate this request is the type of Confirmable;

b) shall include the Message Sender addressin a CoAP Option, e.g. if the Message Sender addressisa URI,
includes a Uri-Path Option with the value of the URI;

c) shall set the CoAP Content-Format to "50", i.e. application/json; and
d) shall include the following information elements in the CoAP payload encoded in JSON format:

1) the"MSGIin5G serviceidentifier" element to indicate that this CoAP POST request is used for MSGin5G
service;

2) the"Message Type" element with avalue "SEGCONFIR" to indicate that this request is for sending message
segments received confirmation;

3) the"Segmentation Set Identifier" element copied from one of the previous received segments; and
4) the "Result" element to indicate whether the segments are received successful or failed.

The corresponding JSON Schema used in step d) is defined in 7.3.6.1.
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6.5.2 Procedure at MSGIn5G Client

6.5.2.1 Procedure at MSGIn5G Client in Sending UE

To support MSGin5G Message segmentation and reassembly, the Message Client performs the procedures specified in
6.4.1.1.2, and acts as Message Sender to perform the proceduresin clause 6.5.1.1 if needed. When the MSGin5G Client
performs the proceduresin clause 6.5.1.1, the MSGIn5G Server acts as Message Receiver.

6.5.2.2 Procedure at MSGIn5G Client in Recipient UE

Upon receiving an M SGin5G message, to support MSGin5G M essage segmentation and reassembly, the M SGin5G
Client performs the proceduresin 6.4.1.1.6, and acts as M essage Receiver to perform the proceduresin clause 6.5.1.2 if
needed. When the MSGin5G Client performs the proceduresin clause 6.5.1.2, the MSGIn5G Server acts as Message
Sender.

6.5.3 Procedure at MSGIn5G Server

6.5.3.1 General

When the MSGIin5G Server receives a message which is not segment message, the MSGin5G Server should follow the
proceduresin clause 6.4.1.2.6 to perform potential segment if needed (i.e. if the payload size of the received message
exceeds the MSGin5G Client Supported M SGin5G segment size of the target UE).

This following clauses specify the procedures when the MSGIin5G Server receives segmented message delivery reguest,
message segments recovery request or message segments received confirmation request.
6.5.3.2 Procedures on receiving message segments targeting to a MSGIin5G UE

Upon receiving a message segment targeting to MSGin5G UE, the MSGIin5G Server checks if the payload of this
MSGin5G message segment exceeds the M SGin5G Client Supported M SGin5G segment size of the targeted UE,

a) if exceed, upon receiving all segments,
1) reassemblesthem into a single MSGin5G message;

2) splitsthe re-assembled message to segments such that the payload of each segment is smaller than the
M SGin5G Client Supported MSGin5G segment size of the targeted UE; and

3) sends each new segment to the target MSGin5G UE as specified in clause 6.4.1.2.6; and

b) if not exceed, upon receiving all segments, sends each segment to the target MSGin5G UE as specified in

clause 6.4.1.2.6.
6.5.3.3 Procedures on receiving message segments targeting to an Application
Server

Upon receiving all message segments from M SGin5G UE to an Application Server, the MSGin5G Server shall
reassembl e them into a single M SGin5G message and sends it to the Application Server as specified in TS 29.538 [7].

Upon receiving message segments from MSGIin5G UE to an Application Server, the MSGin5G Server actsas a
Message Receiver to perform the procedures specified in clause 6.5.1.2.1 and in clause 6.5.1.2.2 if needed. In these
procedures, the MSGin5G Client in the MSGIin5G UE acts as Message Sender.

6.5.3.4 Procedures on receiving message segments recovery request to a MSGIn5G
UE

Upon receiving a CoAP POST request containing the M SGin5G service identifier and containing the Message Type
with avalue "SEGREC" indicating the request is for message segment recovery, if the request is targeted to an
MSGIin5G UE, the MSGIin5G Server shall construct a new CoAP POST request to the targeted UE. In the request, the
MSGIin5G Server:
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a) shall construct the new CoAP POST request with the corresponding value in the received CoAP POST request
message except the Option header; and

b) shall include the MSGIin5G Client address in the Option header of the CoOAP message and set the Option header
to acorresponding value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the value of
such URI.

6.5.3.5 Procedures on receiving message segments received confirmation to a
MSGIin5G UE

Upon receiving a CoAP POST request containing the M SGin5G service identifier and containing the Message Type
with avalue "SEGCOFIR" indicating the request is for message segments received confirmation, if the request is
targeted to an MSGIin5G UE, the MSGIin5G Server shall construct a new CoAP POST request to the targeted UE. In the
regquest, the MSGIin5G Server:

a) shall construct the new CoAP POST request with the corresponding value in the received CoAP POST request
message except the Option header; and

b) shall include the MSGin5G Client address in the Option header of the CoAP message and set the Option header
to acorresponding value, e.g. if the MSGIn5G Server addressis a URI, the Uri-Path Option is set to the value of
such URI.

6.6 Messaging Topic Subscription and Unsubscription

6.6.1 General

As specified in 3GPP TS 23.554 [2], an MSGin5G Client may subscribe one or more Messaging Topics on the
MSGin5G Server.

The Messaging Topic subscription and unsubscription are based on the CoAP Observe method as specified in
|[ETF RFC 7641 [4], the MSGin5G Client acts as an observer, the MSGin5G Server acts as a CoAP Server, the
Messaging Topic is aresource to observe.

If multiple MSGIn5G Servers are deployed, to enable the message delivery based on Messaging Topic between
different MSGin5G Servers, an MSGin5G Server shall subscribe the Messaging Topic list from other MSGin5G
Servers as specified in clause 5.4.2.2 of 3GPP TS 29.538 [7]. The MSGin5G Server may work in either Mod.A or
Mod.B specified in 3GPP TS 23.554 [2] based on the service policy.

6.6.2 Procedure at MSGIn5G Client

6.6.2.1 Messaging Topic Subscription

Upon receiving a request to subscribe a Messaging Topic from an Application Client, MSGin5G Client shall send a
CoAP GET request, as specified in IETF RFC 7641 [4], to the MSGin5G Server. In the CoAP GET request, the
MSGin5G Client:

a) shal setthe"T" field in the CoAP header to the value "0" to indicate this request is the type of Confirmable;

b) shall include the MSGIin5G Server address in the Option header and set the Option header to a corresponding
value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the value of such URI;

¢) shall include the Messaging Topic name in the Uri-Path Option (e.g. "\top");

d) shall include the Observe Option with the value "0" which indicates the request is for observing aresource, i.e.
for subscribing a Messaging Topic;

€) shall include the Content-Format Option with the value "50" which indicate the format of the COAP payload is
"application/json" as specified in RFC 7252 [5]; and
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f) shall include the CoAP Payload in JSON format, including the following information elements as specified in
clause 8.8.1 of 3GPP TS 23.554 [2]:

1) an"Originating UE Service ID" element set to the MSGin5G UE which requests the Messaging Topic
subscription; and

2) optionally, an "Expiration time" element which indicates the expiration time of the Messaging Topic
subscription.

The corresponding JSSON Schema used in step g) isdefined in clause 7.3.5.1.

6.6.2.2 Messaging Topic Unsubscription

If the MSGin5G Client needs to unsubscribe a Messaging Topic, as specified in RFC 7641 [4], the MSGin5G Client
shall send a CoAP GET request to MSGin5G Server. In the request, the MSGin5G Client:

a) shall set the"T" field in the CoAP header to the value "0" to indicate this request is the type of Confirmable;

b) shall include the MSGIin5G Server address in the Option header and set the Option header to a corresponding
value, e.g. if the MSGIin5G Server addressis a URI, the Uri-Path Option is set to the value of such URI;

¢) shall include the Messaging Topic name in the Uri-Path Option (e.g. "\top");

d) shall include the Observe Option with the value "1" which indicates the observer request to cancel the previous
resource observation, i.e. the MSGIn5G Client requests to unsubscribe the Messaging Topic;

€) shall include the Content-Format Option with the value "50" which indicate the format of the COAP payload is
"application/json" as specified in RFC 7252 [5]; and

e) shall include the CoAP Payload in JSON format and an "Originating UE Service ID" element indicating the
MSGin5G UE which reguests the Messaging Topic unsubscription shall be included in the CoAP Payload.

The corresponding JSSON Schema used in step g) isdefined in 7.3.5.2.
6.6.3 Procedures at MSGIn5G Server

6.6.3.0 General procedures at MSGIn5G Server
The MSGIin5G Server should support parsing CoAP request as specified in RFC 7252 [5] and RFC 7641 [4].

Upon receiving a CoAP GET request from MSGin5G Client, the MSGin5G Server shall parse the CoAP headers,
Options and Payload in the request to get:

a) thevalue of Observe Option;
b) the Messaging Topic from the Uri-Path Option;
c) the Originating UE Service ID from the Payload; and

d) the Expiration time from the Payload if exists in the Payload.

6.6.3.1 Messaging Topic Subscription

If the Observe Option isincluded in the COAP GET request with avalue "0" as specified in RFC 7641 [4], the
MSGin5G Server shall:

a) if the Messaging Topic does not exist locally:
1) if the Messaging Topic exists on the other MSGIin5G Server ,

i) if the MSGin5G Server worksin Mod.A as specified in clause 8.8.4.1 of 3GPP TS 23.554 [2], the
MSGIin5G Server forwards the Messaging Topic Subscription to the other MSGin5G Server B; or
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ii) if the MSGIin5G Server worksin Mod.B as specified in clause 8.8.4.1 of 3GPP TS 23.554 [2], the
MSGIin5G Server subscribes the message topic on the MSgin5G Server B as specified in clause 5.4.2.5 of
3GPPTS29.538([7], or

2) if the message topic does not exist on any MSGin5G Server B:
i) the MSGIin5G Server creates the message topic locally; and

ii) if there are Messaging Topic list subscriptions from other MSGin5G Server(s), the MSGin5G Server shall
send aMessaging Topic list notification to the corresponding MSGin5G Server(s) as specified in
clause 5.4.2.4 of 3GPP TS 29.538 [7];

b) if the Originating UE Service ID isnot in the list of the subscribers of the Messaging Topic, add the Originating
UE Service ID to thelist of the subscribers of the topic, and record its expiration time if exists;

¢) if anentry with amatching Originating UE Service ID is aready present in the list of the subscribers of the
Messaging Topic, updates the expiration time of the subscription of this UE; and

d) send a CoAP Notifications with a 2.05 (Content) response code to the MSGin5G Client and with CoAP Payload
in JSON format, including the following information elements as specified in clause 8.8.1 of
3GPP TS 23.554 [2]:

1) a"subscription status® element set to indicate whether the subscription was successfully added or deleted on
the MSGIn5G Server; and

2) optionaly, an "Expiration time" element set to indicate the expiration time of the Messaging Topic
subscription.

The MSGIn5G Server shall remove the Originating UE Service ID from list of the subscribers of the Messaging Topic
when the expiration time reached.

6.6.3.2 Messaging Topic Unsubscription

If the Observe Option isincluded in the received CoAP GET request with avalue"1" as specified in RFC 7461 [4], the
MSGin5G Server shall handle the CoAP GET request according to procedures specified in IETF RFC 7252 [5] with the
clarifications listed below:

a) if the Messaging Topic exists, the MSGIin5G Server shall remove the Originating UE Service ID from list of the
subscribers of the Messaging Topic; and

b) the MSGIin5G Server sends a CoAP Notifications with a 2.05 (Content) response code to the MSGin5G Client,
and with CoAP Payload in JSON format. A "subscription status" element set to indicate whether the subscription
was successfully added or deleted on the MSGIin5G Server shall be included in this CoAP Payload as specified
in clause 8.8.3 of 3GPP TS 23.554 [2].

6.7 Void

6.8 Usage of SEAL

6.8.1 General

The MSGIn5G Service functional entities, i.e. MSGIin5G Client and MSGIin5G Server, utilize the SEAL services. All
SEAL services specified in 3GPP TS 24.544 [10], 3GPP TS 24.545 [11], 3GPP TS 24.546 [12], 3GPP TS 24.547 [13],
3GPP TS 24.548 [14], and 3GPP TS 24.543 [ 23] are available to MSGIin5G Service. In this clause, the procedures
whose utilization by MSGin5G Service are well-known are described.

NOTE: If SEAL client is co-located with MSGIin5G client, then MSGin5G client act asa SEAL client to perform
procedures. If SEAL client is not co-located with MSGIin5G client, then the interaction between
MSGin5G client and SEAL client isimplementation specific.
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6.8.2 Configuration management service

6.8.2.1 General

The MSGIin5G Client and MSGIn5G Server utilize configuration management service procedures of SEAL to support
MSGIin5G Service. The procedure to fetch VAL UE configuration data specified in clause 6.2.3 of

3GPP TS 24.546 [12] is applicable for the configuration management services of the M SGin5G Service. The MSGin5G
UE configuration datais specified in clause 7.2.

6.8.3 Group management service

6.8.3.1 General

The MSGIin5G Client and MSGIin5G Server utilize group management service procedures of SEAL to support
MSGin5G Service. The following procedures of group management service of SEAL as specified in
3GPP TS 24.544 [10] are applicable for the M SGin5G Service:

a) Group creation specified in clause 6.2.2; with following clarification:

1) Upon receiving Group Creation notification as specified in clause of 3GPP TS 24.544 [10], for list of VAL
user IDsor VAL UE IDs which does not have group management client on the UE (e.g. Legacy 3GPP UEs
or Non-3GPP UEs), the MSGIin5G server initiate the group creation notification towards those UEs;

b) Group configuration management specified in clause 6.2.5; and
¢) Group membership specified in clause 6.2.4.

€) Location-based group creation specified in clause 6.2.6;

f) Group announcement and join specified in clause 6.2.7;

g) Group member leave specified in clause 6.2.9;

h) Temporary groups specified in clause 6.2.11; and

i) Group deletion specified in clause 6.2.12.

NOTE: If the UE that isinvolved the Group management procedures does not have group management client
(e.g. Legacy 3GPP UEs, Non-3GPP UEs or Application Server), it is responsibility of the VAL server
(MSGIn5G Server) to initiate the necessary group management request/response towards SEAL Group
Management server on behalf of those UE. And if applicable, send and receive the necessary group
management request/response to/from those UEs.

6.8.4 Data delivery management service

6.8.4.1 General

The MSGIin5G Client and MSGin5G Server functionalities can be integrated in the SEALDD enabler layer as defined
by 3GPP TS 23.433[22] Annex B, and then the MSGin5G Client functionality isintegrated in the SEAL Data Delivery
Management Client (SDDM-C) and the MSGIin5G Server functionality isintegrated in the SEAL Data Delivery
Management Server (SDDM-S) as specified by 3GPP TS 24.543 [23]. The SDDM-C and the SDDM-S can use
MSGin5G functionalities to send SEALDD traffic in MSGin5G message format defined by the present specification.

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 54 ETSI TS 124 538 V18.7.0 (2025-07)

7 Coding

7.1 General

This clause contains the information elements coding for the messages used in the procedures described in the present
document.

In order to identify the usage of messages, in addition to the information elements specified in 3GPP TS 23.554 [2], a
"Message Type" element shall be added to each message. The possible values of "Message Type" element are listed
below:

a) "REG" refersto registration;

b) "DEREG" refersto de-registration;

c) "MSG" refersto MSGin5G message;

d) "MSGRESP" refersto message response; and

€) "IMDN" refersto MSGIin5G delivery status report™;

f) "SEGREC" refersto segments recovery;

g) "SEGCONFIR" refersto message segments received confirmation.
h) "BREG" refersto bulk registration;

i) "BDEREG" refersto bulk de-registration;

i) "REGRESP" refersto registration response;

k) "DEREGRESP" refersto de-registration response; and

) "GWREG" refersto gateway registration.

7.2 MSGIn5G UE Configuration data

7.2.1 General

This clause specified the extension of the SEAL UE configuration document as defined in 3GPP TS 24.546 [6].

7.2.2  Application unique ID

The AUID shall be set to the unique service identifier of MSGIn5G service as specified in 3GPP TS 23.554 [2]

7.2.3 Structure

The MSGIin5G UE configuration document structure is described in clause 7.2 of 3GPP TS 24.546 [6] with the
MSGin5G specific clarifications specified in this clause.

The <on-network> element of the <seal-UE-configuration> element specified in clause 7.2 of 3GPP TS 24.546 [6]:
a) shal include a <M SGin5G-Server-address> element;
b) shall include a <M SGin5G-UE-Service-id> element; and

¢) may include a <Segment-size> element.
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7.2.4 XML schema

7.24.1 General

The MSGin5G UE configuration document is composed according the XML schema described in the clause 7.2 of
3GPP TS 24.546 [6], and extended with extensions from the XML schema defined in clause 7.2.4.2.

7.2.4.2 XML schema for MSGIn5G specific extensions

<?xm version="1.0" encodi ng="UTF-8"?>

<xs:schema
xm ns="ur n: 3gpp: ns: seal : MSG n5GUEConfi g: 1. 0"
t ar get Nanespace="ur n: 3gpp: ns: seal : MSG n5GUEConfi g: 1. 0"
xm ns: xs="http://ww. w3. or g/ 2001/ XM_Schema"
xm ns: nsgi n5guec="urn: 3gpp: ns: seal : MSG n5GUEConfi g: 1. 0"
el emrent For nDef aul t =" qual i fi ed"
attri but eFor nDef aul t ="unqual i fi ed">

<! -\MSG n5G specific "on-network" child el ements -->

<xs: el ement name="MSG n5G Server - address" type="xs:string"/>
<xs:el ement nanme="MSG n5G UE- Servi ce-id" type="xs:string"/>
<xs:el ement nanme="Segnent-size" type="xs:unsignedint"/>

</ xs: schema>

7.2.5 Data semantics
The <VAL-UE-id> element in <seal-UE-configuration> element is MSGin5G UE ID as specified in TS 23.554 [2].
The <VAL-Service-id> element in <seal-UE-configuration> element is MSGin5G service ID.

The <M SGin5G-Server-address> element in <on-network> element of <seal-UE-configuration> element is the address
information of theinitial MSGIin5G Server serving the MSGin5G Client.

The <M SGin5G-UE-Service-id> element in <on-network> element of <seal-UE-configuration> element is the
MSGin5G UE Service ID as specified in TS 23.554 [2].

The <Segment-size> element in <on-network> element of <seal-UE-configuration> element is the segment size used
for the MSGin5G UE to do message segmentation, the payload size of every segmented message will not exceed the
segment size.

7.2.6 MIME types

The MIME type for the MSGin5G UE configuration document shall use the MIME type as specified in the clause 7.2.6
of 3GPP TS 24.546 [6].

7.3 MSGIn5G message structure

7.3.1 General

This clause defines the JISON schema of the body of CoAP requests realizing the M SGin5G message. The schemais
based on JSON Schema Draft-07 [8]. For reducing the overhead of M SGin5G message, the properties are defined as
shorten form and the relationship between the properties and I1Es used in clause 6 are described in the description of the
properties.
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7.3.2 Configuration

7.3.2.1 MSGin5G UE Configuration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in MSGin5G
service, the properties are defined as shorten form and the relationship between the properties and | Es used in clause 6.2
are described in the description of the properties, The JSON schemais defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_UE_Confi guration_schena",
"title": "MSG n5G_UE_Configuration”,
"type": "object",
"properties": {
"ueld": {
"type": "string",
"description": "Refer to MSG n5G UE | D'
b
"addl nfos": {
"type": "array",
"description": "Refer to other related informations",
"items": {
"$ref": "#/ $def s/ Addl nfo"
}
}
"required": ["ueld"],
"$defs": {
"Addl nfo": {
"type": "object",
"properties": {
"name": {
"type": "string"
"value": {
"type": "string"
}
"required": ["name", "val ue"]
}
}
}
7.3.2.2 MSGIin5G Gateway UE Configuration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationship between the properties and |IEs used in

clause 6.2.3.3.1 are described in the description of the properties, The JSON schema of CoAP 2.05 notification for the
configuration reguest from Constrained UE is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Gat eway_UE_Bul k_Confi guration_notification_schena",
"title": "MSG n5G Gateway UE Bul k Configuration notification",
"type": "object",
"properties": {
"maxConf Ti me": {
"type": "integer",
"description": "Refer to the maximumwait time in seconds for the bul k configuration request
to be sent to the MSG n5G Server"
}
I
"required": [
" maxConf Ti me"
]
}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationship between the properties and |IEs used in
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clause 6.2.3.3.2 are described in the description of the properties, The JISON schema of the bulk configuration request to

MSGIin5G Server is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Gat eway_UE _Bul k_Confi gurati on_request _schema",
"title": "MSG n5G Gateway UE Bul k Configuration request”,
"type": "object",
"properties": {
"listUeld": {
"type": "array",
"description": "Refer to list of MSG n5G UE ID of Constrain UE",
"itens":
"$ref": "#/ $defs/ Uel d"
b
"bul kConFl ag": {
"type": "bool ean",
"default": "fal se",
"description": "Refer to indicates this request is used for MSG n5G UE bul k configuration"
b
"addl nfos": {
"type": "array",
"description": "Refer to other related informations",
"items":
"$ref": "#/ $def s/ Addl nf 0"
}
}
b
"required": ["listUeld", "bul kConFlag"],
"$defs": {
" Addl nf 0":
"type": "object",
"properties": {
"name": {
"type": "string"
"value": {
"type": "string"
b
"required": ["nane", "value"]
b
"Ueld": {
"type": "object",
"properties": {
"MSG n5GUei d": {
"type": "string",
"format": "uri"
}
b
"required": ["MSG n5CUei d"]
}
}
}

}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationship between the properties and |Es used in
clause 6.2.3.3.3 are described in the description of the properties, The JSON schema of CoAP 2.05 response for the
configuration request from MSGin5G Server is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G Gat eway_UE_Bul k_Confi gurati on_response_schema",
"title": "MSG n5G Gateway UE Bul k Configuration response",
"type": "object",
"properties": {
"listConlnfo": {
"type": "array",
"description": "Refer to each element of the |ist

is used to conplete the configuration of the
constrai ned UEs",

"items":
"$ref": "#/ $def s/ Confl nfo"
}
H
"required": ["listConlnfo"],
"$defs": {
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"Conflnfo": {
"type": "object",
"properties": {
"Serviceld": {
"type": "string"
}

" erverAddr": {
"type": "string",
“format": "uri"

},

"speclnfo": {
"type': "array",

"items":
"$ref": "#/ $def s/ AddI nf 0"
}
}
b
"required": ["Serviceld", "serverAddr"]
b
"Addl nfo": {

"type": "object",
"properties": {
"nanme": {
"type": "string"

1,
"value": {
"type": "string"
},
"required": ["name", "value"]
}
}
}
}

7.3.3 Registration

7.3.3.1 MSGIin5G UE Registration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.1.1.1 and clause 6.3.4.2.1 are described in the description of the properties. The JSON schema of the CoAP
POST request for the MSGin5G registration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G_Regi strati on_request_schema",
"title": "MSG n5G Regi strati on Request",
"type": "object",
"properties": {
"megl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
H
"nmegType”: {
"type": "string",
"enuni': [
" REG'
I,
"description": "Refer to the usage of this nessage. The value REG refers to MSG n5G
Regi stration”
b
"urgent Tag": {
"type": "bool ean",
"default": false,
"description": "Refer to registration not urgent in case of registration via a Gateway UE"
b
"wait Ti me": {
"type": "integer",

"description': Refer to the wait tine in seconds in case of non-urgent registration via a
Gat eway UE"
3,
b
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"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {

"enuni': [
" UE"

]
H
"addr": {

"type": "string",

"format": "uri"
}

}

escription": "Refer to Originating UE Service ID'
H
"cliProfile": {
"type": "object"”,
"properties": {
"trilnfo": {
"type": "object",
"properties": {

"ueld": {
"type": "string",
"format": "uri",

"description": "Refer to MSG n5G UE | D'
"cliPort": {

"type": "string",

"description": "Refer to MSG n5G dient Port"

},
"cliPorts": {
"type": "array",
"description": "Refer to MSG n5G dient Ports",
"items": {
"$ref": "#/ $defs/portlnfo”
}
}
b
"required": [
"uel d",
"OneO":["cliPort", "cliPorts"]
}
]

escription": "Refer to MSG n5G Client Triggering |Information"
b
"comAvai |l ": {
"type": "object",
"properties": {
"schTime": {
"type": "string",

"format": "date-tinme",

"description": "Refer to Schedul ed Communication Ti me"
},
"durTime": {

"type": "integer",

"description": "Refer to Comunication Duration Time in seconds"
},
"perilndi": {

"type": "bool ean",

"default": false,

"description": "Refer to Periodic Conmunication Indicator"
b
"perilnterval": {

"type": "integer",

"description": "Refer to Periodic Conmunication Interval in seconds"
b
"dataSi ze": {

"type": "integer",

"description": "Refer to Data Size Indication in octets"
b
"storeForward": {

"type": "bool ean",

"default": false,

"description": "Refer to Store and Forward Option"
}

b

"required": [
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"schTi me",
"dur Ti me"
I,

"description": "Refer to MSG n5G Cient Communication Availability"
},
"MaxSeg": {

"type": "integer",

"description": "Refer to UE Supported MSG n5G Segnment Size el ement in bytes",

"maxi mum': " 2048"

}

b,
escription": "Refer to MSG n5G Client Profile"

b
"reqExpTine": {

"type": "string",
"format": "date-tinme",
"description": "Refer to requested expiration tine in seconds"

}
}

"required": [

"msgl den",

"msgType”,

"ori Addr "
1.
"$defs": {

"portlnfo": {

"type": "object",
"properties": {
"portNuni': {
"type": "int",
"description": "the port nunmber MSG n5G Cient |listens on for device triggers fromthe

MSG n5G Server"

}

Protocol ": {
"type": {
"enun': [

" SMB",
"N DD,
" OTHER'
]
}

equired": [
"port Nunt',
"Protocol "

}

}
}
}
}

The schemaiis based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.1.2.1 are described in the description of the properties. The JISON schema of CoAP 2.01 (Created) response
or CoAP 2.04 (Change) response for the M SGin5G registration is defined below:

{
"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_Regi strati on_response_schena",
"title": "MSG n5G Regi strati on Response",
"type": "object",
"properties": {
"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {

"enunt': [
=

]
},
"addr": {

"type": "string",

"format": "uri"
}

},
"description": "Refer to Originating UE Service |D'
}

esult": {
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"type": "bool ean",
"defaul t": true,
"description": "Refer to Registration result. The value true refers to success"

" r egExpTime": {

"type": "integer",
"description": "Refer to expiration time of the registration in seconds"
b
"cause": {
"type": "string",
"description": "Failure Cause."
}
b
"required": [
"ori Addr",
"resul t"

]

’ ependent Requi red": {
"regExpTine ": [

"result": {
"const": "true"
}
.
"Cause": [{
"result": {
"const": "fal se"
}
H

}
}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.4.3.1 are described in the description of the properties. The JSON schema of CoAP 2.01 (Created) response
or CoAP 2.04 (Change) response for the MSGin5G registration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G _Regi stration_notification_schem",
"title": "MSG n5G Registration Notification",
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {

"enuni': [
" UE"
]
},
"addr": {
"type": "string",
"format": "uri"

}

b
escription": "Refer to Oiginating UE Service ID

" éx pectedTi ne": {

"type": "integer",
"description": "Refer to the expected tine for receiving Registration Response in seconds"
}
b
"required": [
"ori Addr"
]
}
7.3.3.2 MSGin5G UE De-registration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.1.1.2 are described in the description of the properties. The JISON schema of the CoAP POST request for the
MSGIin5G de-registration is defined below:
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"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Der egi stration_request _schena",
"title": "MSG n5G Deregistrati on Request",
"type": "object",
"properties": {
"megl den": {
"type": "string",

"format": "uri",

"description": "Refer to Service identifier of MSG n5G service"
H
"nmegType”: {

"type": "string",

"enuni: [

" DEREG'
]

"description": "Refer to the usage of this nmessage. The value DEREG refers to MSG n5G De-
regi strati on"
b
"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enunt': [
" UE"
]
b
"addr": {
"type": "string",
"format": "uri"
}
b
"description": "Refer to Oiginating UE Service |ID'
}

1,
"required": [
"msgl den",
“ori Addr ",

]
}
The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in

clause 6.3.1.2.2 are described in the description of the properties. The JSON schema of CoAP 2.04 (Change) response
for the MSGIn5G de-registration is defined below:

{

"$schema": "http://json-schema.org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_ Deregi strati on_response_schem",
"title": "MSG n5G Deregistrati on Response”,
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enuni': [
=
]
H
"addr": {
"type": "string",
"format": "uri"
}
b
"description": "Refer to Oiginating UE Service |ID'
},

"result": {
"type": "bool ean",
"default": true,
"description": "Refer to De-registration result. The value true refers to success"

b

"cause": {
"type": "string",
"description": "Failure Cause."

}

}

"required": [
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"ori Addr",
"result”

]

ependent Required": {
"Cause": [{
"result": {
"const": "fal se"
}
}H
}
}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.4.3.4 are described in the description of the properties. The JSON schema of CoAP 2.04 (Change) response
for the MSGIn5G deregistration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G Deregi stration_notification_schema",
"title": "MSG n5G Deregistration Notification",
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {

"enunt': [
=
]
}s
"addr": {
"type": "string",
"format": "uri"

}
b
"description": "Refer to Originating UE Service |D'

"expect edTi me": {

"type": "integer",
"description": "Refer to the expected tine for receiving Deregistration Response in seconds"
}
b
"required": [
"ori Addr"
]
}
7.3.3.3 Structure of registration to MSGIn5G Gateway UE

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.5.3.1 are described in the description of the properties. The JISON schema of the CoAP POST request for the
registration to MSGin5G Gateway UE is defined below:

"$schema": "http://json-schema.org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_Gat eway Regi stration_request_schem",
"title": "MSG n5G Gateway Registration Request”,
"type": "object",
"properties": {
"msgl den": {
"type": "string",

"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
b
"msgType”: {
"type": "string",
"enunt': [
" GAREG'
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1.
"description": "Refer to the usage of this message. The value GAREG refers to MSG n5G Gat enway
Regi stration"
H
"ori Addr": {
"type": "object"”,
"properties": {
"ori Addr Type": {
"enuni': [
" UE"
]
H
"addr": {
"type": "string",
"format": "uri"
}

b
escription": "Refer to Originating UE Service ID

b
"ori UEAddr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enunt': [
" UE"
]
}

"addr": {
"type": "string",
“format": "uri"
}
b
"description": "Refer to Oiginating UE Service |ID'
}

"expiredTime": {
"type": "integer",
"description": "Refer to Gateway Service expiration tine in seconds"

}

"required": [
"msgl den",
"nsgType"
“ori Addr "

h

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.5.2.1 are described in the description of the properties. The JSON schema of CoAP 2.01 (Created) response
or CoAP 2.04 (Change) response for the registration to MSGin5G Gateway UE is defined below:

"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G_Gat eway Regi strati on_response_schena",
"title": "MSG n5G Gateway Registrati on Response”,
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {

"enuni: [
" UE"
]
b
"addr": {
"type": "string",
"format": "uri"
}
b
"description": "Refer to Originating UE Service |D'
b
"result": {
"type": "bool ean",
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"default": true,

"description": "Refer to Registration result. The value true refers to success"
b
"acceptedTinme": {
"type": "integer",
"description": "Refer to allowed expiration time for Gateway Service in seconds"
b
"failure reason": {
"type": "string",
"description": "Refer to Failure Reason"
}
I
"required": [
"ori Addr",
"result"
1.
"dependent Requi red": {
"acceptedTime": [{
"result": {
"const": "true"
}
H
"failure reason": [{
"result": {
"const": "fal se"
}
}
}
}
7.3.3.4 MSGIn5G UE Registration Response structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.4.3.3 are described in the description of the properties. The JISON schema of the CoAP POST request for the
MSGin5G registration response to Constrained UE is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_Regi strati on_Response_t o_Constrai ned_UE_schema",
"title": "MSG n5G Regi stration Response to Constrained UE",
"type": "object",
"properties": {
"megl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"

b
"msgType": {
"type": "string",
"enum': [

" REGRESP"
1.
"description": "Refer to the usage of this nmessage. The val ue REGRESP refers to MsG n5G
Regi strati on Response to Constrai ned UE"
b
"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enun': [
" UE"
]
b
"addr": {
"type": "string",
"format": "uri"
}

Iy
escription": "Refer to Originating UE Service |D'

}

esult": {

"type": "bool ean",

"default": true,

"description": "Refer to Registration result. The value true refers to success"

h
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"cause": {
"type": "string",
"description": "Failure Cause."

" r egExpTime": {

"type": "integer",
"description": "Refer to expiration time of the registration in seconds"
}
b
"required": [
"ori Addr",
"resul t"

]

’ ependent Requi red": {
"regExpTine ": [{

"result": {
"const": "true"
}
.
"Cause": [{
"result": {
"const": "fal se"
}
}

}
}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.4.2.3 are described in the description of the properties. The JSON schema of CoAP 2.04 (Change) response
for the MSGIn5G registration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_Regi st rati on_Response_Ack",
"title": "MSG n5G Regi stration Response Ack",
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enunt': [
=
]

H

"addr": {
"type": "string",
“format": "uri"

}

},
escription": "Refer to Oiginating UE Service ID

}

"'requi red": [
"ori Addr"

]
}

}

7.3.35 MSGIin5G UE Deregistration Response structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.4.3.6 are described in the description of the properties. The JISON schema of the CoAP POST request for the
MSGIin5G deregistration response to Constrained UE is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G Der egi strati on_response_t o_Constrai ned_UE_schema",
"title": "MSG n5G Deregistrati on Response to Constrai ned UE",
"type": "object",
"properties": {
"megl den": {
"type": "string",
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"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"

b
"msgType": {
"type": "string",
"enuni: [
" DEREGRESP"
1.
"description": "Refer to the usage of this message. The val ue DEREGRESP refers to MSG n5G
Der egi strati on Response to Constrai ned UE"
"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enunt: [
" UE"
]
b
"addr": {
"type": "string",
“format": "uri"

}

b
escription": "Refer to Oiginating UE Service ID

b
"result": {

"type": "bool ean",

"default": true,

"description": "Refer to Deregistration result. The value true refers to success"
H
"cause": {

"type": "string",

"description": "Failure Cause."

}

b

"required": [

"ori Addr",

"resul t"

]

ependent Requi red": {

"Cause": [{
"result": {

"const": "fal se"

}

}
}

}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.4.2.4 are described in the description of the properties. The JSON schema of CoAP 2.04 (Change) response
for the MSGin5G de-registration is defined below:

{

"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Der egi strati on_Response_Ack",
"title": "MSG n5G Deregistrati on Response Ack",
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enuni: [
=
]
H
"addr": {
"type": "string",
"format": "uri"
}

b
escription": "Refer to Oiginating UE Service ID

}
b

"required": [
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"ori Addr"
]
}

7.3.3.6 MSGIin5G UE Bulk Registration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause 6.3.4.3.2 are described in the description of the properties. The JSON schema of the CoAP POST request for the
MSGin5G bulk registration to MSGIin5G Server is defined below:

"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G M5G n5G Bul k Regi stration Request_to MSG n5G Server",
"title": "MSG n5G Bul k Regi strati on Request to MsSA@ n5G Server",
"type": "object",
"properties": {
"msgl den": {
"type": "string",

"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
b,
"msgType”: {
"type": "string",
"enunt': [
" BREG'

!

escription": "Refer to the usage of this nessage. The val ue BULKREG refers to MSG n5G Bul k
Regi stration to MSG n5G Server"

}
"ori Addr": {
"type": "object"”,
"properties": {
"ori Addr Type": {

"enuni': [
" UE"
]
b
"addr": {
"type": "string",
"format": "uri"

}

b
escription": "Refer to Originating UE Service |D'

b,
"Nun®TX | ndi vi dual Requests": {
"type": "integer",
"description": "Nunmber of individual MSG n5G UE registration requests"

"Li st Of I ndi vi dual Requests": {
"type": "array",
"description": "List of individual MSG n5G UE registration requests”,
"item': {
"$ref": "#/ MSG n5G Regi strati on Request"
}
H
"required": [
"msgl den",
"nmsgType",
"ori Addr",
"NunmX | ndi vi dual Request s,
"Li st O I ndi vi dual Request s"

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.4.4.1 are described in the description of the properties. The JISON schema of CoAP 2.01 (Created) response
or CoAP 2.04 (Change) response for the MSGin5G bulk registration is defined below:
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"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Bul k_Regi stration_response_schema",
"title": "MSG n5G Bul k Regi strati on Response",
"type": "object",
"properties": {
"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enunt': [
=
]

b
"addr": {
"type": "string",
“format": "uri"
}
b
"description": "Refer to Originating UE Service |D'
b
" NuntX | ndi vi dual Responses”: {
"type": "integer",
"description": "Nunber of individual MSG n5G UE registration responses”

}

i_i st O I ndi vi dual Responses": {
"type": "array",
"description": "List of individual MSG n5G UE registration responses”,
"itenm': {
"$ref": "#/ MSG n5G Regi stration Request”
}
b
"required": [
"ori Addr",
"NunX | ndi vi dual Responses”,
"Li st O I ndi vi dual Responses”
]
}
}

7.3.3.7 MSGin5G UE Bulk Deregistration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.4.3.5 are described in the description of the properties. The JSON schema of the CoAP POST request for the
MSGIin5G bulk deregistration to MSGIn5G Server is defined below:

"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Bul k Deregi strati on Request_to MSG n5G Server",
"title": "MSG n5G Bul k Deregistrati on Request to MSG n5G Server",
"type": "object",
"properties": {
"msgl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
b
"nmegType”: {
"type": "string",
"enuni: [
" BDEREG'
]

"description": "Refer to the usage of this nessage. The val ue BULKDEREG refers to MSG n5G Bul k
Regi stration to MSG n5G Server"

b
"oriAddr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enuni: [

addr": {
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"type": "string",
“format": "uri"

}

b
escription": "Refer to Originating UE Service ID

},
"NunmX | ndi vi dual Requests": {

"type": "integer",

"description": "Nunmber of individual MSG n5G UE deregi strati on requests"
b,
"Li st Of I ndi vi dual Requests": {

"type": "array",

"description": "List of individual MSA n5G UE deregistration requests",

"itent:

"$ref": "#/ MSG n5G Deregistration Request"

}

equired": [
"msgl den",
"msgType”,
"ori Addr",
" NuntX | ndi vi dual Request s",
"Li st O I ndi vi dual Request s"

]

}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in
clause 6.3.4.4.2 are described in the description of the properties. The JSON schema of CoAP 2.04 (Change) response
for the MSGin5G bulk deregistration is defined below:

"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Bul k_Der egi strati on_response_schena",
"title": "MSG n5G Bul k Deregistrati on Response”,
"type": "object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enuni': [
" UE"
]
b
"addr": {
"type": "string",
"format": "uri"
}
b
"description": "Refer to Originating UE Service |D'

},
" NunOX | ndi vi dual Responses”: {
"type": "integer",
"description": "Nunber of individual MSG n5G UE deregistration responses”

}

i_i st O | ndi vi dual Responses": {
"type": "array",
"description": "List of individual MSG n5G UE deregi strati on responses",
"item: {
"$ref": "#/ MSG n5G Deregistration Request"
}
Iy
"required": [
"ori Addr",
"NunX | ndi vi dual Responses”,
"Li st O | ndi vi dual Responses"
]
}
}
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7.3.4 MSGIn5G Message

7.34.1 JSON schema of MSGIin5G message
The JSON schema of the MSGin5G message is defined below:
{

"$schema": "http://json-schema.org/draft-07/schema#",

"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G_Message_schema",
"title": "MSG n5G Message",
"type": "object",
"properties": {
"megl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"

1
"megType": {
"type": "string",
"enuni: [
" NBG'
]

b
"appld": {

"type": "string",

"description": "Refer to Application |ID"
b
"megld": {

"type": "string",

“"format": "uuid",

"description": "Refer to Message |ID"
},
"isDelivStatReq": {

"type": "bool ean",

"default": fal se,

"description": "Refer to Delivery status required"
b
"oriAddr": {

"type": "object",

"properties": {

"ori Addr Type": {
"enunt': [
"UE",
" AG
]
b

"addr": {

"type": "string"

escription": "the usage of this message. The value MSG refers to MSG n5G nessage"

}

escription": "Refer to Originating UE Service ID or Oiginating AS Service |D'

H
"dest Addr": {
"type": "object",
"properties": {
"dest Addr Type": {
"enuni': [
"UE",
"AS",
" GROUP",
"BC',
"TOPI C
]
b
“addr": {
"type": "string"
}
}

"description": "Refer to Recipient UE Service ID or Recipient AS Service ID or Goup Service
I D or Broadcast Area |ID or Messaging Topic"
b
"sfFlag": {
"type": "bool ean",
"default": false,
"description": "Refer to Store And Forward Fl ag"
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: fParanm': {

"$ref": "#/ $def s/ Sf Parans",
"description":

}

" ayl oad": {
"type": "string",
"description":

"Refer to Store And Forward Paraneters"

}

"Refer to Payl oad"
riority": {
"type": "string",
"enunt': [
"H GH',
" NORMAL" ,
"LOW

]

"defaul t": "NORMAL",
"description":
}

"i sSegrmented": {
"type": "bool ean",
"default": false,
"description":

"Refer to Priority Type"

}

"Refer to Message |s Segnented"
’egParams": {

"$ref": "#/ $def s/ SegPar ans”
}

},

"required": [
"megl den "
"megld",
"nmsgType",
"ori Addr",
"dest Addr "

]

" ependent Requi red": {
" sfParans": [

" sfFl ag"

]

" segParans": [
' isSegnented "

I
it {

"properties": {

"ori Addr Type": {

"const": "AS"

}

}
}

hen": {
"properties": {
"dest Addr Type":
"not":{
"const":
}

{

" AS"
}
}
}
}

"$defs": {

" Sf Params": {
"type": "object",
"properties": {

"expireTinme": {

"type": "string",
"format": " date-tine",
"description":

}

"Refer to Message expiration tine"
ppSpecSf": {

"type": "object",

"description":
}

}
}

"Refer to Application Specific Store And Forward I nfornation"

’ gParans": {
"type":

"object",
"properties": {
"segld": {
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"type": "string",
"description": "Refer to Segnentation Set ldentifier"

b
"total SegCount": {
"type": "integer",
"description": "Refer to Total Number O Message Segments"
b
"segNumb": {

"type": "integer",
"description": "Refer to Message Segnent Nunber"

b,
"l ast SegFl ag": {
"type": "string",
"description": "Refer to Last Segment Fl ag"

H
"required": [
"segld",
"total SegCount ",
"segNunb"
]
}
}
}
}
7.3.4.2 JSON schema of MSGIin5G message delivery status report
The JSON schema of the MSGin5G message delivery status report is defined below:
{
"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5GF MSG n5G_Message_schem",
"title": "MSG n5G nmessage delivery status report”,
"type": "object",
"properties": {
"msgl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
b
"msgType”: {
"type": "string",
"enunt': [
"1 MDN'
I
"description": "the usage of this nessage. The value IMDN refers to MSG n5G nessage delivery
status report"
b
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enuni: [
" UE",
" AS"
]
H
"addr": {
"type": "string"
}
}

“’escription“: "Refer to Originating UE Service ID or Oiginating AS Service |D'

b
"dest Addr": {
"type": "object",
"properties": {
"dest Addr Type": {
"enunm': [
"UE",
]
}

"addr": {
"type": "string"

},
"description": "Refer to Recipient UE Service |D or Recipient AS Service |D'

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 74

b
"megld": {

"type": "string",

“format": "uuid",

"description": "Refer to Message ID"
},
"Del Sta": {

"type": "string",

"enuni': [

"success",
“failure"

1,
"description": "Refer to Delivery Status"
b
"Cause": {

"type": "string",

"description": "Refer to Failure Cause"

}

equired": [
"msgl den ",
“nmegType”,
"msgl d"
"ori Addr",
"dest Addr",
"Del Sta"

}

I,
"dependent Requi red": {
"Cause": [{
"Del Sta": {
“const": "failure"

H
it {
"properties": {
"ori Addr Type": {
"const": "AS"
}
}
b
"then": {
"properties": {
"dest Addr Type": {
"not": {
"const": "AS"

7.3.4.3 JSON schema of MSGIin5G message response
The JSON schema of the MSGIin5G message response is defined below:

{

"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_Message_schema",

"title": "MSG n5G nmessage response”,
"type": "object",
"properties": {
"megl den": {
"type": "string",
"format": "uri",

"description": "Refer to Service identifier of MSG n5G service"

}s
"msgType": {
"type": "string",
"enuni: [

" MSGRESP"
]

response”
b
"oriAddr": {

"type": "object",
"properties": {
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"ori Addr Type": {
"enunm': [
"UE",
]
},
"addr": {
"type": "string"

},
"description": "Refer to Originating UE Service ID or Originating AS Service |D'
b
"megld": {

"type": "string",

“format": "uuid",

"description": "Refer to Message ID"
},
"Del Sta": {

"type": "string",

"enuni': [

"failure",
"stored for deferred delivery"

]

escription": "Refer to Delivery Status"

}

"Cause": {
"type": "string",
"description": "Refer to Failure Cause"

}

equired": [
"msgl den ",
"nmegType”,
"megld",
“ori Addr",
"Del Sta"

}

7.3.5 Messaging Topic Subscription and Unsubscription

7.35.1 Messaging Topic subscription structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationship between the properties and | Es used in clause 6.6
are described in the description of the properties, The JSON schema is defined below:

"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G Message_Topi ¢c_Subscri pti on_schema",
"title": "Message_Topi c_Subscription”,
"type":"object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {
"enunt': [
=
]
I
"addr": {
"type": "string"

}

’escription": "Refer to Originating UE Service ID
}

" xpireTime": {

"type": "string",

"format": "date-time",

"description": "Refer to Messaging Topic subscripition expiration tine"
},
"required": ["oriAddr"]
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7.3.5.2 Messaging Topic unsubscription structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationship between the properties and | Es used in clause 6.6
are described in the description of the properties, The JSON schemais defined below:

"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww.3gpp. org/ MSG n5G Message_Topi c_Unsubscri pti on_schema",
"title": "Message_Topi c_Unsubscription”,
"type":"object",
"properties": {
"ori Addr": {
"type": "object",
"properties": {
"ori Addr Type": {

"enuni: [
" UE"
]
}s
"addr": {
"type": "string"
}

}

escription": "Refer to Oiginating UE Service |ID

"required': ["oriAddr"]
}
}

7.3.6 Structure about message segment

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationship between the properties and | Es used in clause 6.5
are described in the description of the properties, The JSON schema is defined below.

7.3.6.1 Segments received confirmation structure

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. or g/ MSG n5G Segnent s_Recei ved_Confirmati on_schema",
"title": "Message_Received_Confirmation",

"type":"object",
"properties": {
"msgl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
b
"nmegType”: {
"type": "string",
"enuni: [
" SEGCONFI R'
1.
"description": "the usage of this nessage. The val ue SEGCONFIR refers to nessage segnents
recei ved confirmation"

1,
"segld": {
"type": "string",
"description": "Refer to Segnentation Set ldentifier"

}

esult": {
"type": "bool ean",
"description": "Refer to segnents received result. The value true refers to success"

"’requi red": ["msglden","nmsgType", "segld","result"]

}
}

ETSI



3GPP TS 24.538 version 18.7.0 Release 18 77 ETSI TS 124 538 V18.7.0 (2025-07)

7.3.6.2 Segments recovery structure

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G Segnent s_Recovery_schena",
"title": "Segments_Recovery",

"type":"object",
"properties": {
"megl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"

b,
"msgType": {
"type": "string",
"enuni': [
" SEGREC'
1.
"description": "the usage of this nessage. The val ue SEGREC refers to nmessage segnent
recovery"
b
"segld": {
"type": "string",
"description": "Refer to Segnentation Set Ildentifier”
b
"segNoList": {
"type": "string",
"description": "Refer to List of Segment range, e.g. (5-7, 10-10, 15-19)"
b
"required": ["msglden", "nmsgType", "segld", "segNoList"]
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Annex A (Informative): Message formats/protocols used for
Constrained UE and Application Client

Al General

The following clauses provide guidance of message formats/protocols which may be used between MSGin5G Client
residing in an MSGin5G UE and other UES. The Annex A.2 provides guidance of message formats/protocols between
MSGin5G Client residing in an MSGin5G UE and the Application Client residing in another UE. The AnnexA.3
provides guidance of message formats/protocols between M SGin5G Client residing in a Constrained UE which cannot
connect to the 3GPP network directly for message exchange with MSGIin5G Server and a MSGin5G Gateway Client on
the MSGIin5G Gateway UE.

A.2  Based on standard L3 message

A.2.0 General

The following clauses describe an example based on standard L3 message as specified in clause 11.2 of
3GPP TS 24.007 [15].

Each message definition in the clause includes a brief description of the message direction, the use, and the significance
indicates whether the message is relevant only on the sender or receiver (local) or the message is relevant on both
sender and receiver (dua).

NOTE: Message format defined in this clause can be used if the communication between the MSGin5G Client
and the Application Client is based on PC5 / NR-PC5.

A.2.1 Message contents and functions

A.2.1.1 for sending a message to MSGIin5G Client

For sending a message to MSGin5G Client, the Application Client may use the message content specified in
TableA.2.1.1-1.

Messagetype: MESSAGE SENDING REQUEST
Significance: dual

Direction: the Application Client residing on another UE to the MSGin5G Client of the MSGin5G UE
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Table A.2.1.1-1: message content for sending a message to MSGIin5G Client

IEI Information Element Type/Reference Presence Format Length
Message Type Message Type M \% 1
A2.2.1
Target address Target address M LV 6-n
A2.2.2
Message ID Message ID M \% 16
A2.2.4
Payload Payload M LV-E 3-2050
A.2.25
21 Application ID Application ID 0] TV 3
A.2.2.3
B- Delivery status required Delivery status required o TV 1
A.2.2.6
D- Target Type Target Type o TV 1
A2.2.7

If using the message content specified in table A.2.1.1-1, the Application Client may generate a message according to
6.4.2.3.1 and send the generated message to the MSGin5G Client.
A.2.1.2 for sending a message delivery report to MSGIn5G Client

For sending a message delivery status report to MSGin5G Client, the Application Client may use the message content
specified in Table A.2.1.2-1.

Messagetype: DELIVERY REPORT SENDING REQUEST
Significance: dual
Direction: the Application Client residing on another UE to the MSGin5G Client of the MSGin5G UE

Table A.2.1.2-1: message content for sending a message delivery status report to MSGin5G Client

IEI Information Element Type/Reference Presence Format Length

Message Type Message Type M \% 1
A2.2.1

Delivery Status Delivery Status M \% 1
A.2.2.8

Message ID Message ID M \% 16
A2.24

Reply-to Message ID Reply-to Message 1D M \Y, 16
A.2.2.13

If using the message content specified in table A.2.1.2-1, the Application Client may generate a message according to
6.4.2.3.2 and send the generated message to the MSGin5G Client.
A.2.1.3 for sending a message to Application Client

For sending a message to Application Client, the MSGin5G Client may use the message content specified in
TableA.2.1.3-1.

Messagetype: MESSAGE RECEIVED REQUEST
Significance: dual

Direction: the MSGin5G Client of the MSGin5G UE to the Application Client residing another UE
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Table A.2.1.3-1: message content for sending a message to Application Client

IEI Information Element Type/Reference Presence Format Length
Message Type Message Type M \% 1
A2.2.1
Message ID Message ID M \% 16
A2.24
Payload Payload M LV-E 3-2050
A.2.2.5
32 Originator Address Originator Address o TLV 3-257
A.2.2.10
43 Group ID Group ID @) TLV 3-257
A2.211
B- Delivery status required Delivery status required o TV 1
A.2.2.6
C- Priority Priority o TV 1
A.2.2.9

If using the message content specified in table A.2.1.3-1, the MSGin5G Client may generate a message according to
6.4.2.2.1 and send the generated message to the Application Client.

A.2.1.4 for sending a message delivery status report to Application Client

For sending a message delivery status report to Application Client, the MSGin5G Client may use the message content
specified in Table A.2.1.4-1.

Message type:

Significance: dual

DELIVERY REPORT RECEIVED REQUEST

Direction: the MSGin5G Client of the MSGIin5G UE to the Application Client residing on another UE

Table A.2.1.4-1: message content for sending a message delivery status report to MSGin5G Client

IEI Information Element Type/Reference Presence Format Length

Message Type Message Type M \% 1
A2.2.1

Delivery Status Delivery Status M \ 1
A.2.2.8

Message ID Message ID M \% 16
A2.2.4

Reply-to Message ID Reply-to Message 1D M \% 16
A.2.2.13

If using the message content specified in table A.2.1.4-1, the MSGin5G Client may generate a message according to
6.4.2.2.3 and send the generated message to the Application Client.

A.2.1.5 for sending a message sending response to Application Client

For sending a message sending response to Application Client, the M SGin5G Client may use the message content
specified in Table A.2.1.5-1.

Message type:

Significance: dual

MESSAGE SENDING RESPONSE
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Table A.2.1.5-1: message content for message sending response

IEI Information Element Type/Reference Presence Format Length

Message Type Message Type M \% 1
A2.2.1

Result Result M \% 1
A2.211

Spare half octet Spare half octet M \Y, 1/2
A.2.2.18

51 Failure Reason MSGIn5G cause @) TV 2

A.2.2.17

If using the message content specified in table A.2.1.5-1, the MSGin5G Client may generate a message according to
6.4.2.2.3 and send the generated message to the Application Client.

A.2.1.6 for sending a message received response to MSGIin5G Client

For sending a message sending response to MSGin5G Client, the Application Client residing on another UE may use
the message content specified in Table A.2.1.6-1.

Messagetype: MESSAGE RECEIVED RESPONSE

Significance: dual

Direction: the Application Client residing on another UE to the MSGin5G Client of the MSGin5G UE

Table A.2.1.6-1: message content for message sending response

IEI Information Element Type/Reference Presence Format Length

Message Type Message Type M Y 1
A2.2.1

Result Result M \% 1
A.2.2.11

Spare half octet Spare half octet M \Y, 1/2
A.2.2.18

51 Failure Reason MSGin5G cause 0] TV 2

A.2.2.17

If using the message content specified in table A.2.1.6-1, the Application Client may generate a message according to
6.4.2.3.3 and send the generated message to the MSGin5G Client.

A.2.1.7 Registration Request

The Registration Request is sent by the Application Client residing on another UE to the MSGin5G Client of the
MSGIin5G UE to initiate registration. Seetable A.2.1.7.

Messagetype: REGISTRATION REQUEST
Significance: dual

Direction: the Application Client residing on another UE to the MSGIin5G Client of the MSGin5G UE

Table A.2.1.7: REGISTRATION REQUEST content

IEI Information Element Type/Reference Presence | Format [ Length
Message Type Message Type M \Y, 1
A22.1
Application ID Application ID M \Y, 2
A.2.2.3
Credential information Credential information M LV 3-65537
A.2.2.15
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The Registration Accept is sent by the MSGin5G Client of the MSGin5G UE to the Application Client residing on
another UE to indicate the registration is accepted. Seetable A.2.1.8.

Message type:

Significance: dual

REGISTRATION ACCEPT

Direction: the MSGin5G Client of the MSGin5G UE to the Application Client residing on another UE

Table A.2.1.8: REGISTRATION ACCEPT content

IEI Information Element Type/Reference Presence | Format | Length
Message Type Message Type M \Y 1
A2.2.1
Registration ID MSCin5G Registration ID M \% 6
A.2.2.16

A.2.1.9 Registration Reject

The Registration Reject is sent by the MSGin5G Client of the MSGin5G UE to the Application Client residing on
another UE to indicate the registration isrejected. Seetable A.2.1.9.

Message type:

Significance: dual

REGISTRATION REJECT

Direction: the MSGin5G Client of the MSGIin5G UE to the Application Client residing on another UE

Table A.2.1.9: REGISTRATION REJECT content

IEI Information Element Type/Reference Presence | Format [ Length
Message Type Message Type M \% 1
A22.1
Failure Reason MSGIn5G cause M \Y, 1
A.2.2.17

A.2.1.10 De-registration Request

The De-registration Reguest is sent by the Application Client residing on another UE to the MSGin5G Client of the
MSGin5G UE to initiate de-registration. See table A.2.1.10.

Message type:

Significance: dual

DEREGISTRATION REQUEST

Direction: the Application Client residing on another UE to the MSGin5G Client of the MSGin5G UE

Table A.2.1.10: DEREGISTRATION REQUEST content

IEI Information Element Type/Reference Presence | Format | Length
Message Type Message Type M \% 1
A2.2.1
Registration ID MSCin5G Registration ID M \% 6
A.2.2.16
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A.2.1.11 De-registration Accept

The De-registration Accept is sent by the MSGin5G Client of the MSGin5G UE to the Application Client residing on
another UE to indicate the de-registration is accepted. Seetable A.2.1.11.

Messagetype: DEREGISTRATION ACCEPT
Significance: dual
Direction: the MSGin5G Client of the MSGin5G UE to the Application Client residing on another UE

Table A.2.1.11: DEREGISTRATION ACCEPT content

IEI Information Element Type/Reference Presence | Format | Length
Message Type Message Type M \Y 1
A2.2.1
Registration ID MSCin5G Registration ID M \% 6
A.2.2.16

A.2.1.12 De-registration Reject

The De-registration Reject is sent by the MSGin5G Client of the MSGin5G UE to the Application Client residing on
another UE to indicate the de-registration is rejected. Seetable A.2.1.12.

Messagetype: DEREGISTRATION REJECT
Significance: dual
Direction: the MSGin5G Client of the MSGIin5G UE to the Application Client residing on another UE

Table A.2.1.12: DEREGISTRATION REJECT content

IEI Information Element Type/Reference Presence | Format [ Length
Message Type Message Type M \% 1
A22.1
Failure Reason MSGIn5G cause M \Y, 1
A.2.2.17

A.2.2 information elements coding

A.2.2.1 Message Type
The purpose of the Message type information element is to identify the type of the request or response.
The value part of the Message type information element is coded as shown in Table A.2.2.1-1.

The Message type information element is atype 3 information element with alength of 1 octet.
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Table A.2.2.1-1: Message types

Bits
8 7 6 54 3 21
0 000 O O0OO0OI1 MESSAGE SENDING REQUEST
0 000 OOT1O0 MESSAGE SENDING RESPONSE
0 000 OO T11 MESSAGE RECEIVED REQUEST
0 000 O 1 00O MESSAGE RECEIVED RESPONSE
0 000 O 1 01 DELIVERY REPORT SENDING REQUEST
0 0O0OO0OOT1 10 DELIVERY REPORT RECEIVED REQUEST
0 000 O 1 11 REGISTRATION REQUEST
0 0001 O0O0TUO0 REGISTRATION ACCEPT
0 0001 001 REGISTRATION REJECT
0 0O00O0O1O0T10O0 DEREGISTRATION REQUEST
0 0001011 DEREGISTRATION REJECT
0O 0001100 DEREGISTRATION ACCEPT
All other values are reserved.

A.2.2.2 Target address

The Target address information element is used to indicate the address of target recipient or the target group while
sending message from Application Client residing on another UE.

The Target address information element is coded as shown in figure A.2.2.2-1 and table A.2.2.2-1.

The Target address information element is atype 4 information element.

8 7 6 5 4 3 2 1
Length of Target address contents octet 1
Target address type value octet 2
octet 3
Target address contents
octetn

Figure A.2.2.2-1: Target address information element

Table A.2.2.2-1: Target address information element

Target Address type value (octet 2)

Bits
7 6 5 4 3 2 1
0 0 0 0 0 0 1 IPv4 address
0 0 0 0 0 1 0 IPv6 address
0 0 0 0 0 1 1 FQDN

All other values are reserved.

Target address content is contained in octet 6 to octet n; The maximum value depends
on the length of FQDN.

If Target address type value indicates IPv4 address, the Target address contents in
octet 3 to octet 6 contains an IPv4 address.

If Target address type value indicates IPv6 address, the Target address contents in
octet 3 to octet 18 contains an IPv6 address.

If Target address type indicates FQDN, the Target address contents in octet 3 to octet
n contains an FQDN encoded as defined in clause 28.3.2 of 3GPP TS 23.003 [18].
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A.2.2.3 Application ID

The purpose of the Application ID information element is to uniquely identify the application for which the payload is
intended.

The Application ID information element is coded as shown in figure A.2.2.3-1 and table A.2.2.3-1

The Application ID information element is atype 3 information element with alength of 3 octets.

8 7 6 5 4 3 2 1
Application ID IEI octetl
Application ID value octet 2
octet 3

Figure A.2.2.3-1: Application ID value

Table A.2.2.3-1: Application ID value

Application ID value (octet 2-3)

The Application ID contains a number that uniquely identifies the destination application.

A.2.2.4 Message ID
The Message ID information element uniquely identifies a message or message delivery report.
The Message ID information element is coded as shown in Figure A.2.2.4-1 and Table A.2.2.4-1.

The Message ID information element is atype 3 information element with alength of 16 octets.

8 7 6 5 4 3 2 1
Message ID value octet 1
octet 16

Figure A.2.2.4-1: Message ID value

Table A.2.2.4-1: Message ID value

Message ID value (octet 1 to 16)

The Message ID contains a number uniquely identifying a message or message delivery report.
The value is a universally unique identifier as specified in IETF RFC 4122 [19].

A.2.2.5 Payload
The Payload information element is used to send application specific message;
The Payload information element is coded as shown in Figure A.2.2.5-1 and Table A.2.2.5-1.

The Payload data information element is a type 6 information element.

8 7 6 5 4 3 2 1
Length of Payload contents octet 1
octet 2
octet 3
Payload contents
octet n

Figure A.2.2.5-1: Payload information element
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Payload data is contained in octet 3 to octet n; Max value of 65535 octets.

A.2.2.6 Delivery Status Required

The purpose of the Delivery Status Required information element is to identify whether delivery statusis required from

the receiver or not.

The value part of the Delivery Status Required information element is coded as shown in Figure A.2.2.6-1 and

Table A.2.2.6-1.
The Delivery Status Required information element isatype 1 information element.

8 7 6 5 4 3 2 1

| Delivery Status Required IEI | Delivery Status Required value ]octet 1

Figure A.2.2.6-1: Delivery Status Required type

Table A.2.2.6-1: Delivery Status Required type

Delivery status value (octet 1)
Bits

3 21
0 0 O DELIVERY REPORT NOT REQUIRED
0 0 1 DELIVERY REPORT REQUIRED

OO N

All other values are reserved.

A.2.2.7 Target Type

The purpose of the Target Type information element is to indicate the type of the message target.

The value part of the Target Type information element is coded as shown in Figure A.2.2.7-1 and Table A.2.2.7-1.

The Target Type information element is atype 1 information element.

8 7 6 5 4 3 2 1

| Target Type IEl | Target Type value loctet 1

Figure A.2.2.7-1: Target Type type

Table A.2.2.7-1: Target Type type

E2E Message type value (octet 1)

Bits
4 3 2 1
0 0 0 0 UE
0 0 0 1 GROUP
0 01 0 AS

All other values are reserved.
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A.2.2.8 Delivery Status
The Delivery Status information element is used to indicate the delivery status from message recipient.
The Delivery Status information element is coded as shown in Figure A.2.2.8-1 and Table A.2.2.8-1.

The Delivery Status information element is a type 3 information element.

8 7 6 5 4 3 2 1
| Delivery Status value loctet 1
Figure A.2.2.8-1: Delivery Status type

Table A.2.2.8-1: Delivery Status type

Delivery status value (octet 1)

Bits
8 76 5 4 3 21
0O 00O 0O O O O FAILED
0 00O 0O O 0O 1 SUCCESS

All other values are reserved.

A.2.2.9 Priority
The purpose of the priority information element is to identify application level priority of the received message.
The value part of the priority information element is coded as shown in Figure 2.2.9-1 and Table 2.2.9-1.

The priority type information element is a type 1 information element.

8 7 6 5 4 3 2 1
| Priority IEI | Priority value loctet 1

Figure 2.2.9-1: Priority type

Table 2.2.9-1: Priority type

Priority type value (octet 1)
Bits

LOW
MEDIUM
HIGH

[N oo
[eNeNeNM
RPOON
OPrOPr

All other values are reserved.

A.2.2.10 Originator Address

The Originator Address information element is used to indicate address of originating UE/AS while sending message to
Application Client residing on another UE.

The Originator Address information element is coded as shown in Figure A.2.2.10-1 and Table A.2.2.10-1.

The Originator Address information element is atype 4 information element.
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8 7 6 5 4 3 2 1
Originator Address TEI octet 1
Length of Originator Address contents octet 2
octet 3

Originator Address contents

octet n

Figure A.2.2.10-1: Originator Address information element

Table A.2.2.10-1: Originator Address information element

Originator Address is contained in octet 3 to octet n; Max value of 255 octets.

A.2.2.11 Group ID

The Group ID information element is used to indicate the group which the message is from while sending message to

Application Client residing on another UE.

The Group ID information element is coded as shown in Figure A.2.2.11-1 and Table A.2.2.11-1.

The Group ID information element is a type 4 information el ement.

8 7 6 5 4 3 2 1
Group ID IEI octet 1
Length of Group ID contents octet 2
octet 3
Group ID contents
octetn

Figure A.2.2.11-1: Group ID information element

Table A.2.2.11-1: Group ID information element

Group ID is contained in octet 3 to octet n; Max value of 255 octets.

A.2.2.11 Result

The Result information element is used to indicate the result of handling message sending request as described in

A.2.11

The Result information element is coded as shown in Figure A.2.2.11-1 and Table A.2.2.11-1.

The Result information element is atype 1 information element.

8 7 6 5 4 3 2 1
| | Result value loctet 1
Figure A.2.2.11-1: Result type
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Table A.2.2.11-1: Result type

Result value (octet 1)
Bits

OO N

3 21
0 0 O FAILED
0 0 1 SUCCESS

All other values are reserved.

A.2.2.12 Void

A.2.2.13 Reply-to Message ID

The Reply-to Message | D information element uniquely identifies the message delivery report and is same with the
Message ID included in the message acknowledged.

The Reply-to Message ID information element is coded as shown in Figure A.2.2.13-1 and Table A.2.2.13-1.

The Reply-to Message ID information element is atype 3 information element with alength of 16 octets.

8 7 6 5 4 3 2 1
Reply-to Message ID value octet 1
octet 16

Figure A.2.2.13-1: Reply-to Message ID value

Table A.2.2.13-1: Reply-to Message ID value

Reply-to Message ID value (octet 1 to 16)

The Reply-to Message ID contains a humber uniquely identifying a message. The value is a
universally unigue identifier as specified in IETF RFC 4122 [19].

A.2.2.14 Void

A.2.2.15 Credential information

The purpose of the Credential information element is to carry credentials from a credentials holder (e.g. application
server, the MSGIin5G Gateway UE).

The Credential information element is coded as shown in Figure A.2.2.15-1 and Table A.2.2.15-1.

The Credential information element is atype 6 information element with a minimum length of 3 octets and a maximum
length of 65537 octets.

8 7 6 5 4 3 2 1
Length of Credential information contents octet 1
octet 2
octet 3
Credential information contents
octetn

Figure A.2.2.15-1: Credential information element
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Table A.2.2.15-1: Credential information element

Payload data is contained in octet 3 to octet n; Max value of 65535 octets.
The format of the Credential information contents is out of scope of this specification.

A.2.2.16 MSCin5G Registration ID

The purpose of the MSCin5G Registration ID information element isto indicate the Registration ID that is allocated by
the MSGin5G Client of the MSGin5G Gateway UE.

The MSCin5G Registration ID is atype 3 information element with alength of 6 octets.

The MSCin5G Registration 1D information element is coded as shown in figure A.2.2.16 and table A.2.2.16.

8 7 6 5 4 3 2 1
MSCin5G Registration ID value octet 1

octet 6
Figure A.2.2.16: MSCin5G Registration ID information element

Table A.2.2.16: MSCin5G Registration ID information element

MSCin5G Registration ID (octet 1 to 6)

This field contains the 48-bit MSCin5G Registration ID.

A.2.2.17 MSGIn5G cause
The purpose of the MSGin5G cause information element is to indicate the cause used for MSGin5G procedures.
The MSGIn5G cause is atype 3 information element with alength of 2 octets.

The MSGIin5G cause information element is coded as shown in figure A.2.2.17 and table A.2.2.17.

8 7 6 5 4 3 2 1
MSGIn5G cause IEI octet 1
MSGIn5G cause value octet 2

Figure A.2.2.17: MSGIn5G cause information element
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Table A.2.2.17: MSGIn5G cause information element

MSGin5G cause (octet 2)
Bits

8 76 5 4 3 21
00 0 O0OO0OOU OI11 Access via a Gateway UE is not allowed
00 00O0OOT10O0 Invalid credentials
00 00O0OOT1a1 Conflict of transport identifier for unicast

communication is detected
00 0O0OT1O0TO Connection is not available anymore
00 0O0OT1O001 Lack of resources for lower layer
0 000O0OT1T10 Congestion situation
0 0000 111 Unknown device
01101111 Protocol error, unspecified
Any other value received by the UE shall be treated as 0110 1111, "protocol error,
unspecified".

A.2.2.18 Spare half octet

This element is used in the L3 messages as specified in clause A.2.1 when an odd number of half octet type 1
information elements are used. This element isfilled with spare bits set to zero and is placed in bits 5 to 8 of the octet
unless otherwise specified.

A.3 Based on CoAP

The following clauses describe example of the MSGin5G Constrained UE message format based on CoAP.

NOTE: Message format and protocol defined in this clause can be used if the communication between the
Constrained UE and the MSGin5G GW UE is not based on PC5 / NR-PCb.

NOTE 2: Routing CoAP messages between the Constrained UE and the MSGin5G GW UE is not specified in this
version of the specification and is implementation specific.

A.3.1 message contents and functions

A.3.1.1 for sending a message to MSGIin5G Client

In order to send a message, the Application Client on the constrained UE may generate an CoOAP POST request
according to procedures specified in IETF RFC 7252 [5] to the MSGin5G Client on a MSGin5G UE. In the CoAP
POST request message, the Application Client:

a) setthe"T" field in the CoOAP header to O if delivery status report from the recipient is requested, i.e. indicates
this message is the type of Confirmable, to ensure the application layer delivery status report;

b) include the MSGin5G Client address in an CoAP Option, e.g. if the MSGin5G Client addressisa URI, include a
Uri-Path Option with the value of the URI;

c) set the CoAP Content-Format to "50", i.e. application/json; and

d) include the information elements specified in clause 6.4.2.3.1 in the CoAP payload encoded in JSON format as
specified in clause A.3.2.1.
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A.3.1.2 for sending a message delivery status report to MSGIn5G Client

In order to send a message delivery status report, the Application Client on the constrained UE may generate an CoAP
POST request according to procedures specified in IETF RFC 7252 [5] to the MSGin5G Client on aMSGin5G UE. In
the CoAP POST request message, the Application Client:

a) setthe"T" field in the CoAP header to O indicating this message is the type of Confirmable;

b) include the MSGIin5G Client addressin an CoAP Option, e.g. if the MSGin5G Client addressisa URI, include a
Uri-Path Option with the value of the URI;

c) set the CoAP Content-Format to "50", i.e. application/json;
d) include the information elements specified in clause 6.4.2.3.2 in the CoAP payload encoded in JSON format as
specified in clause A.3.2.2.
A.3.1.3 for sending a message to Application Client

In order to send a message, the MSGin5G Client may generate an CoAP POST request according to procedures
specified in IETF RFC 7252 [5] to the Application Client. In the CoAP POST request message, the MSGin5G Client:

a) setthe"T" field in the CoOAP header to O if delivery status report from the recipient is requested, i.e. indicates
this message is the type of Confirmable, to ensure the application layer delivery status report;

b) include the Application Client address in an CoAP Option, e.g. if the Application Client addressisa URI,
include a Uri-Path Option with the value of the URI;

c) set the CoAP Content-Format to "50", i.e. application/json;
d) include the information elements specified in clause 6.4.2.2.1 in the CoAP payload encoded in JSON format as
specified in clause A.3.2.3.

A.3.1.4 for sending a message delivery status report to Application Client
In order to send a message delivery status report, the MSGin5G Client may generate an CoAP POST request according
to procedures specified in IETF RFC 7252 [5] to the Application Client. In the CoAP POST request message, the
MSGIin5G Client:

a) setthe"T" field in the CoOAP header to O indicating this message is the type of Confirmable;

b) include the Application Client addressin an CoAP Option, e.g. if the Application Client addressisa URI,
include a Uri-Path Option with the value of the URI;

c) setthe CoAP Content-Format to "50", i.e. application/json;
d) include the information elements specified in clause 6.4.2.2.3 in the CoAP payload encoded in JSON format as
specified in clause A.3.2.4.
A.3.1.5 for sending a message sending response to Application Client

After receiving a CoAP POST request for sending a message from Application Client, the MSGin5G Client may
generate an CoAP 2.05 response according to procedures specified in IETF RFC 7252 [5] to the Application Client. In
the response, the MSGin5G Client:

a) includethe Application Client addressin an CoAP Option, e.g. if the Application Client addressisa URI,
include a Uri-Path Option with the value of the URI;

b) set the CoAP Content-Format to "50", i.e. application/json; and

¢) include the information elements specified in clause 6.4.2.2.5 in the CoAP payload encoded in JSON format as
specified in clause A.3.2.5.
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A.3.1.6 for sending a message received response to MSGIn5G Client

After receiving a CoAP POST request for sending a message from MSGin5G Client, the Application Client may
generate an CoAP 2.05 response according to procedures specified in IETF RFC 7252 [5] to the Application Client. In
the response, the MSGin5G Client:

a) include the MSGIin5G Client addressin an CoAP Option, e.g. if the MSGin5G Client addressisa URI, include a
Uri-Path Option with the value of the URI;

b) set the CoAP Content-Format to "50", i.e. application/json; and
¢) include the information elements specified in clause 6.4.2.3.3 in the CoAP payload encoded in JSON format as
specified in clause A.3.2.6.
A.3.1.7 Registration Request

The registration request sent by the Application Client of the Constrained UE to the MSGin5G Client of the M SGin5G
Gateway UE is based on the CoAP POST request as specified in IETF RFC 7252 [5]. The Application Client of the
Constrained UE:

a) shall setthe"T" field in the CoAP header to O to indicate acknowledge message required;

b) shall include the address of the MSGin5G Gateway UE in the Option header of the COAP POST reguest and set
the Option header to a corresponding value, e.g. if address of the MSGIin5G Gateway UE isa URI, the Uri-Path
Option is set to the value of such URI;

¢) shall set the "Content-Format" element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements in the CoAP payload encoded in JSON format:

1) the"MSGIin5G serviceidentifier" element to indicate that this CoAP POST request is used for MSGin5G
service;

2) the"Message Type" element to indicate that the CoAP POST request is used for registration;
3) the"Application ID " element to indicate the application client initiating registration; and

4) the"Credentia information” element to indicate the credential information of the Constrained UE.

A.3.1.8 Registration Response

The registration response sent by the MSGin5G Client of the MSGin5G Gateway UE to the Application Client of the
Constrained UE is based on the CoAP 2.01 (Created) response or COAP 2.04 (Change) response as specified in
IETF RFC 7252 [5]. The Application Client of the Constrained UE:

a) shall include the CoOAP "Message ID" element and the "Token" element with the same values with those in the
CoAP POST request for registration; and

b) shall include the "Content-Format" element with "50" to indicate the format of the CoAP payload is
"application/json". The CoAP payload:

1) shall include the "Registration Result” element to indicate whether the registration is success or failure;

2) shall include the "Registration ID" element allocated by the MSGin5G Client of the MSGin5G Gateway UE
if the value of "Registration Result" element is set to true; and

3) shall include the "Failure Reason" element to indicate why the registration request is rejected by the
MSGin5G Client of the MSGin5G Gateway UE if the value of "Registration Result” element is set to false.
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A.3.1.9 De-registration Request

The de-registration request sent by the Application Client of the Constrained UE to the MSGin5G Client of the
MSGin5G Gateway UE is based on the CoOAP POST request as specified in IETF RFC 7252 [5]. The Application Client
of the Constrained UE:

a) shall setthe"T" field in the CoAP header to 0 to indicate acknowledge message required;

b) shall include the address of the MSGin5G Gateway UE in the Option header of the CoOAP POST request and set
the Option header to a corresponding value, e.g. if address of the M SGin5G Gateway UE isa URI, the Uri-Path
Option is set to the value of such URI;

¢) shall set the "Content-Format” element to "50" to indicate the format of the CoAP payload is "application/json”;
and

d) shall include the following information elements in the CoAP payload encoded in JSON format:

1) the"MSGIn5G service identifier" element to indicate that this COAP POST request is used for MSGin5G
service;

2) the"Message Type" element to indicate that the CoAP POST request is used for de-registration; and
3) the"Registration ID" element to indicate which has been allocated by the M SGin5G Gateway UE during the
registration procedure.

A.3.1.10 De-registration Response

The de-registration response sent by the MSGin5G Client of the MSGin5G Gateway UE to the Application Client of the
Constrained UE is based on the CoAP 2.01 (Created) response or CoAP 2.04 (Change) response as specified in
IETF RFC 7252 [5]. The Application Client of the Constrained UE:

a) shall include the CoAP "Message ID" element and the "Token" element with the same values with those in the
CoAP POST request for de-registration; and

b) shall include the " Content-Format" element with "50" to indicate the format of the CoAP payload is
"application/json”. The CoAP payload:

1) shal include the "De-registration Result" element to indicate whether the de-registration is success or failure;

2) shall include the "Registration ID" element allocated by the MSGin5G Client of the MSGin5G Gateway UE
if the value of "De-registration Result” element is set to true; and

3) shall include the "Failure Reason” element to indicate why the de-registration request is rejected by the
MSGIin5G Client of the MSGin5G Gateway UE if the value of "de-registration Result" element is set to false.

A.3.2 JSON Schema

A.3.2.1 for sending a message to MSGIin5G Client

The JSON schema for application client sending message is defined below:

"$schema": "http://json-schema. org/draft-07/schema#",

"$id": "http://ww.3gpp. org/ MSG n5G MSG n5G_APP_Message_schem",
"title": "APP Message",

"type": "object",

"properties": {

"nmegType": {
"type": "string",
"enun': [

" MESSAGE SENDI NG REQUEST"
1.
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"description": " Refer to Message Type, it indicates the usage of this message. The val ue
MESSAGE SENDI NG REQUEST refers to nessage sendi ng"

H
“appld”: { _

"type": "string",

"description": "Refer to Application |ID"
H
"megld": {

"type": "string",

"format": "uuid",

"description": "Refer to Message | D'

H
"isDelivStat Req": {

"type": "bool ean",

"default": false,

"description": "Refer to Delivery Status Required"
b
"dest Addr": {

"type": "object",

"properties": {

"dest Addr Type": {

"enuni: [

" UE",
"AS",
" GROUP",
"TOPI C'

I,
"description": "the target type"
b
"addr": {

"type": "string",

"description": "the target address"

}

}

: ayl oad": {
"type": "string",
"description": "Refer to Payl oad"

h

equired": [
“nmegType”,
"msgld",
"dest Addr ",
" payl oad"

}

}

]
}

A.3.2.2 for sending a message delivery report to MSGIn5G Client

The JSON schema for application client sending message delivery status report is defined below:
{

"$schema": "http://json-schema.org/draft-07/schema#",

"$id": "http://ww. 3gpp. or g/ MSG n5G MSG n5G_APP_Del i very REPORT_schema",
"title": "APP_Delivery REPORT",

"type": "object",

"properties": {

"megType": { _
"type": "string",
"enuni': [
"DELI VERY REPORT SENDI NG REQUEST"
1.
"description": " Refer to Message Type, it indicates the usage of this message. The val ue
DELI VERY REPORT SENDI NG REQUEST refers to nmessage delivery status report sending"
H
"megld": {
"type": "string",
“format": "uuid",
"description": "Refer to Message ID indicating unique identity of this nmessage delivery
report"
}

eply2msgl d": {

"type": "string",

"format": "uuid",

"description": "Refer to Reply-to Message ID indicating which nessage the delivery status
report is for"

h
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"deliveryStatus": {
"enun': [
" SUCCESS",
"FAl LED'
1,
"description": "Refer to delivery status"

}

equired": [

"msgl d",
"deliveryStatus",
"nmegType"

}

]
}

A.3.2.3 for sending a message to Application Client

ETSI TS 124 538 V18.7.0 (2025-07)

The JSON schema for MSGIin5G client sending message to Application Client is defined below:

{

"$schemn": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G_Messsage-t o- APP_schena",

"title": "Message to APP",
"type": "object",
"properties": {

"negType": { .
"type': "string",
"enuni': [
" MESSAGE RECEI VED REQUEST"
I,
"description": " Refer to Message Type indicating the usage of this nmessage. The val ue MESSAGE
RECEI VED REQUEST refers to sending nessage to an application client"
},
"megld": {
"type": "string",
“format": "uuid",
"description": "Refer to Message ID indicating which nessage is for"
b
"oriAddr": {

"type": "string",

"description": "Refer to the Originator Address indicating the originating UE Service IDif

the nessage is a group nessage"

b
"groupld": {
"type": "string",
"description': "Refer to the Goup ID indicating the nmessage is a group nmessage”
b
"payl oad": {
"type": "string",
"description": "Refer to Payl oad"
},
"isDelivStatReq": {
"type": "bool ean",
"default": false,
"description": "Refer to Delivery Status Required"
b
"priority": {
"type": "string",
"enun': [
"H GH',
"MEDI UM',
"LOW
I,
"defaul t": "NORMAL",
"description": "Refer to Priority Type"
H
H
"required": [
"msgld",
"msgType",
"payl oad"
]
}
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A.3.2.4 for sending a message delivery report to Application Client
The JSON schema for MSGin5G client sending message delivery status report to Application Client is defined below:
{

"$schema": "http://json-schema. org/draft-07/schema#",

"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G Del i very- Report-to-APP schena",
"title": "Delivery report to APP",

"type": "object",

"properties": {

"msgType": {
"type": "string",
"enuni': [

"DELI VERY REPORT RECEl VED REQUEST"
I,
"description": " Refer to Message Type indicating the usage of this message. The val ue
DELI VERY REPORT RECEI VED REQUEST refers to sendi ng a nessage delivery status report to Application
dient"

b
"megld": {
"type": "string",
"format": "uuid",
"description": "Refer to Message ID indicating unique identity of this nessage delivery
report"
}

eply2msgl d": {

"type": "string",

"format": "uuid",

"description": "Refer to Reply-to Message ID indicating which nessage the delivery status
report is for"

b
"deliveryStatus": {
"type": "string",
"enunt': [

" SUCCESS",

" FAl LED"

I

"description": "Refer to delivery status"

}

equired": [
"msgld",

"repl y2msgl d",
"deliveryStatus",
"nmsgType”

}

]
}

A.3.2.5 for sending a message sending response to Application Client
The JSON schema for MSGIin5G client sending message sending response to Application Client is defined below:
{

"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. or g/ MSG n5G MSG n5G_Message- Sendi ng- Response schem",
"title": "Delivery message sending response to APP",

"type": "object",
"properties": {

"nmegType": {
"type": "string",
"enuni':

" MESSAGE SENDI NG RESPONSE"
1,
"description": "Refer to Message Type indicating the usage of this nessage. The val ue MESSAGE
SENDI NG RESPONSE refers to the response for the message sending of an Application dient”

},
"fail Reason": {

"type": "string",

"description": "Refer to the failure reason"
b
"result": {

"type": "string",

"enuni: [

" SUCCESS",
" FAl LED"
1,

"description": "Refer to the result”
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}

’ equired": [
"result",
"nmsgType”

}

]
}

A.3.2.6 for sending a message received response to MSGIn5G Client

The JSON schema for Application client sending message received response to MSGin5G Client is defined below:
{

"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_ Message- Recei ved- Response schem",
"title": "Delivery nmessage received response to MSG n5G dient",

"type": "object",
"properties": {

"nmegType": { ]
"type": "string",
"enuni':

" MESSAGE RECEI VED RESPONSE"
]

"’escri ption": " Refer to Message Type indicating the usage of this nessage. The val ue MESSAGE
RECEI VED RESPONSE refers to sending a response for receiving a nessage from M5G n5G dient"

}

ai | Reason": {
"type": "string",

"description": "Refer to the failure reason"
b
"result": {
"type": "string",
"enunt': [
" SUCCESS",
" FAl LED"
I
"description": "Refer to the result"
}
b
"required": [
"result",
"nmsgType"

]
}

A.3.2.7 Registration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause A.3.1.7 are described in the description of the properties. The JSON schema of the CoAP POST request for the
MSGin5G registration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ M5SG n5G MSG n5G_Regi strati on_request_schema",
"title": "MSG n5G Regi strati on Request",
"type": "object",
"properties": {
"megl den": {
"type": "string",
"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
H
"nmegType”: {
"type": "string",
"enuni: [
" REG'
I,
"description": "Refer to the usage of this nessage. The value REG refers to MSG n5G
Regi stration”

}s
"appld": {

"type": "string",
"description": "Refer to Application |D"
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}

redential ": {
"type": "string",
"description": "Refer to Credential |nformation"

}

equired": [
"nsgl d",
"msgType”,
"appl D',
"credential"

}

]
}

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause A.3.1.8 are described in the description of the properties. The JSON schema of CoAP 2.01 (Cresated) response or
CoAP 2.04 (Change) response for the MSGIin5G registration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G_Regi strati on_response_schena",
"title": "MSG n5G Regi strati on Response",
"type": "object",
"properties": {
"result": {
"type": "bool ean",
"default": true,
"description": "Refer to Registration result. The value true refers to success"

}

egistration ID': {
"type": "string",
"description": "Refer to Registration |D"
}

ailure reason": {
"type": "string",
"description": "Refer to Failure Reason”
}
b
"required": [
"result”
]
}

A.3.2.8 De-registration structure

The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationshi ps between the properties and elements used in

clause A.3.1.9 are described in the description of the properties. The JISON schema of the CoAP POST request for the
MSGin5G de-registration is defined bel ow:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. org/ MSG n5G MSG n5G Der egi stration_request _schena",
"title": "MSG n5G Deregistration Request”,
"type": "object",
"properties": {
"megl den": {
"type": "string",

"format": "uri",
"description": "Refer to Service identifier of MSG n5G service"
b,
"msgType”: {
"type": "string",
"enunt': [
" DEREG'

]

escription": "Refer to the usage of this nessage. The val ue DEREG refers to MSG n5G De-
registrati on"

}

egistrationl D': {

"type": "string",

"description": "Refer to Registration |D'
}

’ equired": [

}
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"msgl d",

“msgType”,

"Regi strationl D'
, ]
The schemais based on JSON Schema Draft-07 [8]. For reducing the overhead of the message used in M SGin5G
service, the properties are defined as shorten form and the relationships between the properties and elements used in
clause A.3.1.10 are described in the description of the properties. The JSON schema of CoAP 2.01 (Created) response
or CoAP 2.04 (Change) response for the MSGin5G de-registration is defined below:

{
"$schema": "http://json-schema. org/draft-07/schema#",
"$id": "http://ww. 3gpp. or g/ MSG n5G MSG n5G Der egi strati on_response_schema",
"title": "MSG n5G Deregistrati on Response”,
"type": "object",
"properties": {
"result": {
"type": "bool ean",
"default": true,
"description": "Refer to Registration result. The value true refers to success"
b
"registration ID': {

"type": "string",

"description": "Refer to Registration |ID"
s
"failure reason": {

"type": "string",

"description": "Refer to Failure Reason”

}
}
"required": [
“"result"
]
}
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Annex B (Informative):
IANA UDP port registration form

This annex contains information to be provided to IANA for exchange of CoAP protocol messages used between
MSGIin5G clients acting as arealy on UEs UDP port registration or MSGin5G RelayProtocol (MSGin5GRP). The
following information is to be used to register CoAPRP user port number and service name in the "lANA Service Name
and Transport Protocol Port Number Registry" and specifically " Service Name and Transport Protocol Port Number
Registry”. This registration form can be found at: https.//www.iana.org/form/ports-services.

Assignee Name

<MCC name>

Assignee E-mail

<MCC email address>

Contact Person

<MCC name>

Contact E-mail

<MCC email address>

Resources required

Port number and service name

Transport Protocols UDP
Service Code
Service Name MSGIin5GRP

Desired Port Number

Description

Message Service within the 5G System (M SGin5G) RelayProtocol
(MSGIn5GRP) is a 3GPP control protocol used by MSGin5G client acting asa
relay hosted on a User Equipment (UE) for when the MSGIin5G client resides
in a UE, which does not have enough capability to communicate with a
MSGIin5G Server (i.e. aconstrained device). MSGin5GRP provides M SGin5G
functionality between M SGin5G clients hosted on UES communicating using
IP using asingle physical network segment, separated from Internet and any
other IP network. The network segment is wireless network segment and UEs
are mobile devices.

Reference

3GPP TS 24.538

Defined TXT keys

N/A

If broadcast/multicast is used, how
and what for?

The MSGIin5G supports group and broadcast message delivery for thing-to-
thing communication and person-to-thing communication. When performing
group cals, the MSGin5G client initiates the group call to an MSGin5G group
by sending a group call announcement message based on Service Enabler
Architecture Layer for Verticals (SEAL) group management. The group call
announcement message is an M SGin5GRP message which is sent asa UDP
message to a multicast |1P address of the MSGin5G group so that it is ensured
that the M SGin5GRP messages sent for the corresponding M SGin5G group are
only received by the MSGin5G group's members.

If UDP isreguested, please
explain how traffic islimited, and
whether the protocol reactsto
congestion.

The number of M SGin5GRP messages that need to be sent between

M SGin5GRP clients depends upon the number of members of the MSGin5G
group. M SGin5GRP employs a message control mechanism which includes a
back-off mechanism to defer transmission of another M SGin5GRP message
once an MSGin5GRP message is received. M SGin5GRP controls the number
of messages transmitted within a certain, configurable amount of time, thus
averting congestion. At maximum a few SLMP messages per second are
expected in communication between M SGin5GRP clients. M SGin5SGRP does
not support any reaction to congestion.
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If UDP isrequested, please
indicate whether the serviceis
solely for the discovery of hosts
supporting this protocol.

MSGIin5GRP is not used solely for discovery of hosts supporting this protocol.

Please explain how your protocol
supports versioning.

M SGin5GRP does not support versioning.

If your request is for more than
one transport, please explainin
detail how the protocol differs
over each transport.

N/A

Please describe how your protocol
supports security. Note that
presently thereisno IETF
consensus on when it is
appropriate to use a second port
for an insecure version of a
protocol.

M SGin5GRP does not support security. M SGin5GRP relies on the security
mechanisms of the lower layers.

Please explain why a unique port
assignment is necessary as
opposed to a port in range (49152-
65535) or existing port.

Asageneral principle, 3GPP protocols use assigned User Ports, e.g. GTP-C
uses UDP port number 2123, GTP-U uses UDP port number 2152, SIAP uses
SCTP port number 36412, X2AP uses SCTP port number 36422, WLCP uses
36411. A dynamic port number (i.e. 49152 to 65535) cannot be used for the

M SGin5GRP because of the nature of communication on a single physical
network segment, separated from Internet and any other 1P network. The
requirement of MSGin5GRP to continuoudy listen for incoming messages
needs an always active listener port. Thereisno local server that is
administering the use of emphemeral portsin the MSGIinSGRP architecture, so
there would be no way for one MSGIn5GR client acting as a relay to know that
aport is already being used by another M SGin5GRP client.

Please explain the state of
development of your protocol.

Protocol standard definition. No implementation exists yet.

If SCTPisrequested, isthere an
existing TCP and/or UDP service
name or port number assignment?
If yes, provide the existing service
name and port number.

N/A

What specific SCTP capability is
used by the application such that a
user who has the choice of both
TCP (and/or UDP) and SCTP
ports for this application would
choose SCTP? See RFC 4960
section 7.1.

N/A

Please provide any other
information that would be helpful
in understanding how this protocol
differs from existing assigned
services

This protocol is between the UEs communicating using |P over asingle
physical network segment, separated from Internet and any other | P network.
MSGin5GRP functionality offered by the MSGIinSGRP clients acting as arelay
hosted by the UEs is to messaging communication capability in 5GS especially
for Massive Internet of Things (M10T). The need of listening for incoming
messages requires an active listener port.

This differs from existing protocols in 3GPP where UDP ports have been
reguested, as those protocols have been either between the UE and network or
between network elements.

NOTE:

The UDP port number of MSGIn5G service has been assigned by 3GPP rather than IANA using a 3GPP

alocated port number as specfied by 3GPP TS 29.641 [20].
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Annex C (Informative): Reference flow of MSGIn5G service

C.1 Message delivery flow at MSGIn5G Server

Figure C.1-1 illustrates the message delivery flow at the terminating M SGin5G Server (i.e. the hosting MSGin5G

Server of the recipient MSGin5G UE).
for delivery

*

Failed

>-®

Deliver the
message

_Client communication.

YES  Bavice trigsering-
__~Device triggering .. & i N
~._infoavailable? -

. supported?
: no

< S/Frequested?

Wake up the device
for service

no

When message delivery failed, a re-try
will take place. How many failed re-tries
before stops delivery attempt is local
implementation.

Queue the
message

* In this procedure, the MSGIin5G Server may use the
network capabilities, e.g. device triggering or UE reachability

Drop the
message OR local status monitoring, to check the reachability of the recipient.

implementation The usage of network capabilities in this procedure is
and send report implementation specific.

Figure C.1-1: The Message delivery flow at MSGin5G Server
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