ETS| TS 124 008 V8.2.0 (2008-10)

Technical Specification

Digital cellular telecommunications system (Phase 2+);
Universal Mobile Telecommunications System (UMTS);
Mobile radio interface Layer 3 specification;

Core network protocols;

Stage 3

(B3GPP TS 24.008 version 8.2.0 Release 8)

m
I L I I
x& G S mfinlo
GLOBAL SYSTEM| FOR
= ™ MOBILE COMMUNICATIONS

—

D




3GPP TS 24.008 version 8.2.0 Release 8 1 ETSI TS 124 008 Vv8.2.0 (2008-10)

Reference
RTS/TSGC-0124008v820

Keywords
GSM, UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, please send your comment to one of the following services:
http://portal.etsi.org/chaircor/ETSI_support.asp

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2008.
All rights reserved.

DECT™, PLUGTESTS™, UMTS™, TIPHON™, the TIPHON logo and the ETSI logo are Trade Marks of ETSI registered

for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.

ETSI


http://www.etsi.org/
http://portal.etsi.org/tb/status/status.asp
http://portal.etsi.org/chaircor/ETSI_support.asp

3GPP TS 24.008 version 8.2.0 Release 8 2 ETSI TS 124 008 Vv8.2.0 (2008-10)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

ETSI


http://webapp.etsi.org/IPR/home.asp
http://webapp.etsi.org/key/queryform.asp

3GPP TS 24.008 version 8.2.0 Release 8 3 ETSI TS 124 008 Vv8.2.0 (2008-10)

Contents

INtellectual Property RIGNES.... ..ottt b e b b nenn e 2
0 Yo (o OSSR 2
1= 11 o SRS 23
gLl [N o1 o o ISP 23
1 o0 o TP PPRSRPR 24
11 Scope of the TechniCal SPECITICALION .........cieeiiece e et e e sreenreas 24
12 Application t0 the INterfate SITUCIUIES.........oci ittt eenaesraenneas 24
13 SEHUCLUFE Of 1QYEr 3 PrOCEUUIES.......ccteeteeieeie e ceesee st e ste ettt et e et e te e te e teestesseesaeesseesseesseenseenseensenneesneessensrens 24
14 BLI= S o o 00 (1= SRS 24
15 Use of logical channelSin A/GD MOUE..........ccuiiiiiieiieeee e se st se et e s et e e e esteseesseesreesaeesneenseenseans 25
16 OVeErview Of CONLIOl PrOCEAUIES..........uieieeieeiesteese et see e e e st e s te e te et e esaessaesteeste e teentesseesneeenseenseeseenneesseessens 25
16.1 LISt Of PrOCEAUIES ...ttt e bbb bbbt b e bbb et b e e et b e nb et st n et 25
1.7 Applicability of IMPlIEMENTALTONS. .......ceiiieiiee bbbt b e e b b e b reneenea 27
171 Voice Group Call Service (VGCS) and Voice Broadcast Service (VBS)......covverineinenceneeeseeee 27
172 General Packet Radio SErViCe (GPRS) ..ottt 27
1721 Packet servicesin GSM (A/GD mMOdE ONMY) .....ovoiviiiiiiee e 27
1722 Packet servicesin Iu mode (1U mMOde ONIY) ..o 28
2 REFEIBINCES ...ttt b bbbt e et a e Rt e b e e b e e be s e et et e st e st et e st e s be st e e e e ens 28
21 Definitions and 8DIEVIEIIONS. .........ocuiiiieieeee ettt ettt b et e e bbb ene e e e e s 33
211 RANAOM VAIUES.......eoeee ettt bttt e e e bt bt a e s e e e et se e eb e s b e e s e et e b e besneebe e e ennenneas 33
222 W OCADUIAIY ...ttt bbb bt b h b e h b e b e h e bt b e e e Rt e b e b e st e b e bt b ne e 33
3 Radio Resource management PrOCEAUIES.............ooiierrerieiee ettt sbe e sre e sn e e 35
4 Elementary procedures for Mobility Management...........c.coeerieeenienine e 35
4.1 GBNENEL ...ttt bt e b h e E R h e e R oAb R e eE e Re R £ oA e e R e Rt ARt eh e e Re R e e e e b e EeeRe bt nneene e e ennas 35
41.1 MM N GMM PIOCEOUIES.......eeiueeiteeieesteesteete et e st e s te et e e estesseessaesaeesaeesaeeseenseanseaseasseesteeseensesnsesnsesneesnes 36
4111 Types of MM and GMM PrOCEAUIES ..........ccueiieieerie e eteeesaesee s e saeesaeesaeeeeesaesseasseesseesaeesseenensnnesnes 36
41111 Integrity Checking of Signalling Messagesin the Mobile Station (lu mode only)........c..cccccvene.e. 37
41.1.1.1a Integrity protection for emergency call (1u mode ONlY)........cocoiiieieenirnneee e 39
4112 MM-GMM cO-0rdination fOr GPRS M S'S.......cociiiiiiieeriese ettt st aesaeeeen 39
41121 GPRS MS operating in mode A or B in anetwork that operatesin mode |l ........c.ccocecevereccieninnnn 39
41122 GPRS MS operating in mode A or B in anetwork that operatesin mode Il or H1........ccccccooeennee. 40
4113 Core Network System Information for MM (1u MOdE ONlY) .......cciiriiiiiriieereeereeese s 40
4114 Core Network System Information for GMM (1u mMode ONlY) ......cc.eeveeiereie e 40
A.01.0.5 ACCESS COMLIO ...ttt sttt b et e bt a e eb et et e e e e R e b e eh e eb £ e he e s e e e e b e e EeeE e eb e eheeb e e e e b e beebeebesneeneeneennees 41
4.1.2 YIS o = g = =T 41
4121 MM sublayer states in the MOobIlE SLaliON...........ccveiieiieece e 41
41211 o T R = ST 41
41212 Substates Of the MM IDLE SEAEE .......c.ccueiriiieiiriiie ettt 45
4122 THE UPOAEE SEBLUS...... ettt bbb bbb et st n e 46
4123 MM sublayer states on the NEIWOIK SIAE.........coiiiiiiie e 47
4.1.3 GPRS mobility management (GMM) SUDIEYEr SLALES.........cceieeerieiererieerie ettt seeeenen 48
4131 GMM StatESTNTNE IMS ... ettt ettt sttt ae et e eeseeseesbesaeeneeneeneeneens 48
41311 o T TS TSP 49
41312 Substates of state GMM-DEREGISTERED..........cccccoiiiiiieierierese st eneeneens 49
41313 Substates of state GMM-REGISTERED ..........cccviiririeinisieisesieese et 50
4132 GPRS UPUEEE SLBLUS. ... eeveeeeeeteseesieie st seeseste sttt st et st e e sesseseesesseseesesseneesessessenessessenessesaenenses 52
4133 GMM mobility management states on the NEtWOrK Side..........cccveeviee e 52
41331 o T IS 1T 52
41332 Substates of state GMM-REGISTERED ..........cccviiririeinisieisesieese et 53
4.2 Behaviour of the MSin MM Idle state, GMM-DEREGISTERED state and GMM-REGISTERED dtate.......53
421 Primary Service SEate SEIECHION .......c.coiiiiie e e e 54
4211 Selection of the Service State after POWEN ON.........ccoiiiiieeiieeeese e st eeee e 54
4212 L1 0 0TSSP 54

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 4 ETSI TS 124 008 Vv8.2.0 (2008-10)

422 Detailed Description of the MS behaviour in MM IDLE State. ........cccocvevieieniesieseee e 55
4221 Service State, NORMAL SERVICE ..ot saenesns 55
4222 Service State, ATTEMPTING TO UPDATE .....ooiiiiitieerereese ettt 55
4223 Service State, LIMITED SERVICE .......ccooiiirieereee ettt 56
4224 SEPVICE SEAE, NO IM S ...ttt ettt s bt ne st e naenennas 56
4225 Service State, SEARCH FOR PLMN, NORMAL SERVICE........ccccviinririneereee s 57
4.2.2.6 Service State, SEARCH FOR PLIMN ..ottt sttt see e eneeneens 57
4227 Service State, RECEIVING GROUP CALL (NORMAL SERVICE) ....cccocoiiiiiineieeeneeeeee e 57
4228 Service State, RECEIVING GROUP CALL (LIMITED SERVICE) .....cccoviiiiineeeeeeee e 58
423 Service state when back to state MM IDLE from another State.........ccooovvieieienenceeeeee e 58
424 Behaviour in state GMM-DEREGISTERED.........c.cociiiiiiieiesene et sre e eneeneens 59
4241 Primary SUDSLEEE SEIECLION........cc.eeiee ettt e e s re e teeateenaeenaeeneesreennens 59
42411 Selection of the substate after power on or enabling the MS's GPRS capability.........cccoveevveennens 59
42412 (@11 GO 60
4242 Detailed description of the MS behaviour in state GMM-DEREGISTERED.............ccccccevvevevinvienen, 60
42421 Substate, NORMAL-SERVICE .......ccciiiiiieiiinieiresie sttt e 60
42422 Substate, ATTEMPTING-TO-ATTACH ..ottt 60
42423 Substate, LIMITED-SERVICE ..ottt e e et neen 60
42424 SUDSEAEE, NO-TIMS] ...ttt e st e et e e st e saeeneeneeneesbesaeeneeneeneeneens 60
4.24.25 SUDSEAEE, NO-CELL ..ottt sttt sa e ee st et e s s eneene e eeseesbesaeeneeneeneeneens 61
4.2.4.2.6 Substate, PLIMN-SEARGCH ...ttt sttt et neene e e e eneeneens 61
42427 Substate, ATTACH-NEEDED ........c.ccceoiiirieirisieisese sttt sae et sneneens 61
4.24.2.8 Substate, SUSPENDED (A/GD MOAE ONIY) .....oviieiiiiieirieiereie e e 61
4243 Substate when back to state GMM-DEREGISTERED from another GMM state..........cocceeveveneienene 61
4.2.5 Behaviour in state GMM-REGISTERED .........cccccotiiiiiiiereese ettt st st 61
4251 Detailed description of the MS behaviour in state GMM-REGISTERED..........c.ccovevieviececce e, 62
42511 Substate, NORMAL-SERVICE .......cccoiiiiiieiiinieiresie sttt et sse e 62
42512 Substate, SUSPENDED (A/Gb MOAE ONIY) .....eiviieiiriiieiriesiereie e e 62
42513 Substate, UPDATE-NEEDED..........c.ccooiiiiiiirinieieeste st sttt see st sse e 62
42514 Substate, ATTEMPTING-TO-UPDATE ..ottt st sse e eneeneens 62
42515 Substate, NO-CELL-AVAILABLE ...ttt e 63
4.25.1.6 Substate, LIMITED-SERVICE ..ottt e e st neen 63
42517 Substate, ATTEMPTING-TO-UPDATE-MM .....ocotitiieieeerere et 63
4.25.1.8 Substate, PLIMN-SEARGCH ...ttt st ene e e eneeneens 63
4.3 MM COMMON PIOCEAUIES ......veeveeeieeeieeeeesteestee st esteetesee s e e sse e teesteeseessaesseesseesseenseeneesaeeaseeseenseenseesennsennsenneesnns 63
43.1 TMSI reallOCatION PrOCEAUIE........ccveceieceee ettt sttt et e te et e s te e teeteesaesaeesneesseenseenseensesrensseessens 63
4311 TMSI redlocation initiation by the NEIWOTK ..o 64
4312 TMSI reallocation completion by the mobile Station ..........ccccvvceveece e 64
4313 TMSI reallocation completion iN the NEEWOIK...........c.ociiieiee e 64
4314 ADNOIME] CBSES. ...ttt ettt et b bt bt ae e e b se e bt s bt e bt e ae e e e neesrenbenaeer e e e nne e 64
4.3.2 AULNENEI CALION PrOCEAUIE. ... ..ottt bbbt bbbt b e b et b st nb e et e 65
4.3.2a Authentication procedure used for a UMTS authentication challenge...........coooveninenncncnncniee 65
4.3.2b Authentication Procedure used for a GSM authentication challenge...........cccoeoiineiiineineneene 65
4321 Authentication request By the NEIWOTK............ccoiiiiiie e 66
4322 Authentication response by the mobile Station.............cccoiiiiirii e 66
4323 Authentication processing in the NEIWOTK ...........cociiiriiiire e 67
4324 Ciphering Key SEQUENCE NUIMDET .........ccuiiieeiesie e see st este et e s e et este e e eeesseesseesneesseenseensesssesnensseessnns 67
4325 Authentication not accepted by the NEIWOIK ...........ooiieieiceiceeee e 67
43251 Authentication not accepted by the M S.........ooe e s 68
4.3.2.6 ADNOIMME] CBSES. ...ttt et b e bt bt ae e et se e bt sbe bt e ae e e e e sb e b e s aeer e e e nne e 68
4.3.26.1 MS behaviour towards a network that has failed the authentication procedure.............ccccccvevennene. 71
4327 Handling of keys at intersystem change from lu mode to A/Gb mode..........ccoovveveecicceccecie e, 71
4.3.2.7a Use of established SECUNLY CONTEXTS.........oiiiiririeieierieceie ettt e b e s eb e ene 71
4.3.2.8 Handling of keys at intersystem change from A/Gb modeto lumode...........cccoeeeieiineiienieceree e 72
4.3.29 RV oo SRS 73
4.3.3 1 AENtifiCatiON PIOCEAUNE. ... ...ttt ettt b e et b e e bt bese et b e et b e b et b b 73
4331 [dentity requESE DY the NEEWOTK .........coiiiiieee bbb 73
4332 I dentification response by the mobile StatioN..........ccccv e 73
4333 ADNOMME] CBSES. ...ttt et b bt eh et et s et bt s bt eh e e ae e b e e se e e b e nae e b e e e nne s 73
434 LAY IS e = o o o= L= 74
4341 IMSI detach initiation by the Mobile SEatiON..........ccvecieice e 74
4.34.2 IMSI detach procedure in the NEIWOIK ...........c.oeiiie e 74

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 5 ETSI TS 124 008 V8.2.0 (2008-10)

4343 IMSI detach completion by the mobile StalioN............cocv e 74
4344 ADNOIMME] CBSES. ...ttt et b e bt bt ae e et s e e b e sbeeheeae e s e e erenbenae e b e e e enne e 75
435 N o A 0 o= [ SR 75
435.1 Abort procedure initiation DY the NEIWOTK ..........c.oooiii e 75
4352 Abort procedure in the MODITE SLALION...........ccviiiie e ens 75
4.3.6 MM iNfOrMatioN PrOCEAUNE........cceeieeieese et ete ettt et e e e e e estesaae s e saeesaeeseeseeeseeeseesseenteeseenseenseeneesnnesnes 75
4.3.6.1 MM information procedure initiation by the NEIWOTK ..o 75
4.3.6.2 MM information procedure in the Mobile SAtTON ..o 76
4.4 MM SPECITIC PrOCEAUIES.......c.eiueetiteeetert ettt ettt bbbt e et b bbbt bt sb s st b et b e b e e e bt e ens 76
441 L OCation UPAaLiNng PrOCEAUNE ........c.eiuireeieetereeie ettt sttt ettt st sb e et b e et b e bt benn et b s et b s 76
4.4.2 PEITOTIC UPGALING ...ttt et b e et b e et b e et b e et b et et b s b et b e b 77
4.4.3 YIS = ol T o0 o U] = P 78
4.4.4 Generic Location Updating ProCEAUIE. ..........ccveiieieerie e eeesteeste e e e e see e e e saeesae e e sseasseenteen e eteeeesneesnes 78
4441 Location updating initiation by the mobile Station............ccceveieericce e 78
4.4.4.1a Network Request for Additional mobile station Capability Information...........ccccccvverieveecievceseennen, 79
4.4.4.2 Identification request from the NELWOTK ...........ccceiceiie i re e ens 79
4443 Authentication DY the NEIWOIK ...........coeiiieeec e s naeeeeens 79
4444 Security mode Setting by the NEIWOTK ...........coiiiiii s 79
4445 ATEEMPE COUNLET ...ttt e r et e s r e s et r e bt b e e e e e e ne s r e resneer e e e enne s 79
4.4.4.6 Location updating accepted by the NEIWOTK ..o 79
4447 Location updating not accepted by the NEIWOIK............ccoiiiiiiii e 81
4.4.4.8 Release of RR connection after [0Cation UPating ...........cccuereeririeineneeseseee st 82
4449 Abnormal cases on the Mobile Station SIAE ........coceeieerie e 82
4.4.4.10 Abnormal cases 0N the NEIWOIK SIAE............oiiiiii e 83
445 RV 6 T TP P PP PR PR ORRPP 84
4.4.6 RV 0 T T PSSR P PO PP PRSP 84
45 Connection management sublayer SErVICE PrOVISION .......cccvecvieiieiesee e e e e ste e e e e sre e et esaesreesreeneeas 84
451 MM connection eStabliSNMENE ..o e 84
4511 MM connection establishment initiated by the mobile station............ccccceevvecvecicceesecceee e, 84
4512 W o] 0] 0= o = RS 87
4513 MM connection establishment initiated DY the NEWOTK ..........ccciriiierine e 88
45131 Mobile Terminating CIM ACHVITY .....c.coiiiiiiieeee e 88
45132 Mobile Originating CM AcCtiVity S(CCBS)F ......cururiiririrerirererieieteieeenese s ieesesessseesesesesesesenens 89
45133 Paging response in 1u mode (1u mOde ONlY) ......co.oiiiiiiieieesere e 20
4514 ADNOIME] CBSES. ...ttt ettt et b bt bt ae e e b se e bt s bt e bt e ae e e e neesrenbenaeer e e e nne e 0
4515 MM connection establishment for emergenCy CallS........cuvvie e 90
45.1.6 Call re-eStaDlISNMENT......c..i it st eb et b e e b e bt eb s e nne e 91
45.16.1 Call re-establishment, initiation by the mobile Station ...........cceceeieeiiiie v 91
45.1.6.2 ADNOIMME] CBSES ...ttt bbbt e e b s bt eb e s heeh e e e e e seeee et e sbe b e e e e e e s 93
45.1.7 Forced release during MO MM connection establiShment ..........ccccovveeeiceciesie e 93
4.5.2 MM connection information tranSfer PhasE..........coeei e 94
4521 SENAING CIM MESSAGES .....c.veueetereereeterteeete sttt st et sb et e st s bt s e ese e bt sseseeb e sses e e bt sb e e e bt seeaeebensebeeb e b enenbenneneenis 94
4522 RECEIVING CIM IMESSATES ....c.ecueeteeeueeterteeetestese et ste st ese st seebesbeseebe st e seebeabeseebeabeseeseabeseebeabeseebesae e ebesbenneneas 94
4523 W o] 0] 0= o = RS 94
453 MM CONNECLTION FEIBASE. ...ttt ettt ettt e st e et e a e et et e eesaebesaeebesseeneeneeseessesneeseeneenseneens 94
4531 Release of associated RR CONNECLION.........oouiiiiieieeie et st neen 95
4532 Uplink release in @VoiCe groUp Call .........eoieeie ettt esnaesraennees 95
4.6 ReceivingaMM STATUS message by @ MM €NLItY.......cccueiieiciiieiiiesiese e ee e e ene e e 95
4.7 Elementary mobility management procedures for GPRS SEIVICES........ccovicueieeieerieete et se e see e see e snee s 95
4.7.1 GIBINENEL ...ttt e bbb h e R R R R b e R £ e Eea R R Rt Rt eh e et e b e b bt eRenae e e e nners 95
47.1.1 [0 0V gl o = g =SSR 95
47.1.2 Ciphering of messages (A/Gh MOUE ONIY) .....oiueeieeiie et sreennees 95
4.71.3 P-TIMS] SIGNAEUME....c.eeeeueete ettt sttt st b et b e e e eb e s b e e b e s b et e b e s b e neebesee e et e sbe e ebesbe e enen 96
4714 Radio resource sublayer address handling .........c.coeeereeiineinrese e 96
4.714.1 Radio resource sublayer address handling (A/Gb mode 0nly) ... 96
4.7.15 L S T = o | o S PSSRSRON 97
47151 P-TMSI handling in A/GD MOGE ........ccoieiiiiieiitee st 97
47.152 P-TMSI handling iN TU MOGE.........cciieiieie ettt sre et et esraesra e reeteeaesneeenes 97
47.1.6 Change of network mode Of OPEraLION...........ccceiee i snees 98
47.16.1 Change of network mode of operation in A/Gb mode (A/Gb mode only) ........ccceeeveeieeveeseeniens 98
47.16.2 Change of network mode of operation in lu mode (Iu mode only) .........ccccveveecercevcee e 99
47.1.6.3 Change of network mode of operation at lu mode to A/Gb mode inter-system change.................. 99

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 6 ETSI TS 124 008 Vv8.2.0 (2008-10)

4.71.6.4
4.7.1.7
4.7.1.8
4.7.1.9
4.7.2
4721
47211
47212
4.7.2.2
4.7.2.3
4.7.2.4
4.7.2.5
4.7.2.6
4.7.3
4731
47311
47312
4.7.31.3
47314
4.7.3.15
4.7.3.1.6
4732
47321
47322
4.73.2.3
47324
4.7.3.25
4.7.3.2.6
4.74
4.74.1
47411
4.74.1.2
4.74.1.3
4.74.1.4
4.74.2
47421
4.74.22
4.74.2.3
47424
4.7.5
4751
47511
4.751.2
4.75.1.3
4.751.4
4.75.1.5
4.75.1.6
4752
47521
47522
4.75.2.3
47524
4.75.25
4.75.2.6
4.7.6
4.7.6.1
4.7.6.2
4.7.6.3
4.7.6.4
4.7.7
4.7.7a
4.7.7b

Change of network mode of operation at A/Gb mode to lu mode inter-system change................ 100
Intersystem change between A/Gb mode and [U MOdE..........cocveieeieececie e 101
List of forbidden PLMNSfOr GPRS SEIVICE .......oouiiiiiiiieieie et 102
Release of the PS signalling connection (1u mode ONlY) .......ccvveicer e 102

GPRS Mobility management timers and UMTS PS signalling connection control ............cccceevvecennennen. 102
READY tIMEr DENAVIOUI .......eitiitiitieeeeeee ettt ettt e b e se e bt e b e e e e e e 102

READY timer behaviour (A/Gb mode OnlY).........coiiiiiiiiei e 102

Handling of READY timer in [u mode (1u mode ONlY) .........ccoirriiirieineieeee e 103
Periodic routing @r€a UPAELING ..........crveererieereriee sttt st eie b sbese bbbt be b 104
PMM-IDLE mode and PMM-CONNECTED mode (1u mode 0nly) ........ccoeoeeereienenenenenenese e 105
Handling of Forceto standby in lu mode (1u MOde ONlY).......ccociiiininieeeee e 105
RA Update procedure for Signalling Connection Re-establishment (Iu mode only) ........cccccevveueene. 105
Cell Update triggered DY [OW [QYEr'S........ccvecieeiiee ettt sneesneenneeeeens 105

(€1 R Y 1o g o 0o [ = S 106
GPRS attach procedure for GPRS SEIVICES........cciiiiieiee e see st este e stesee e eesteesae e sneesneesneenneenseens 107

GPRS attach procedure iNitiation ............cccevieieerieeee et e st e eeesae e 107

GMM common pProcedure iNItIatiON..........c.ccueieereeeeee et srae s esnee e 107

GPRS attach accepted by the NEIWOTK ..o 107

GPRS attach not accepted Dy the NEWOTK...........ooeiiirieicc s 109

ADBNOrMal CASESTNTNE MS.... ettt st ne e 111

Abnormal cases 0N the NEIWOIK SIAE .........ooviiiireee e e 113
Combined GPRS attach procedure for GPRS and NON-GPRS SENVICES .......cccveeeveerereienereeeeseeee e 114

Combined GPRS attach procedure iNitiation............coureererieiriiereeereee s 114

GMM Common Procedure iNItIaliON .........c.ccueieereereesee et e et e e eeeeseesreesnes 115

Combined GPRS attach accepted by the NEWOIK ..........coovieeiiiceece e 115

Combined GPRS attach not accepted by the Network ..............ccocovvieviecieccce e 116

ADNOrMal CSESTNTNE M S.... o e et 118

Abnormal cases 0N the NEIWOIK SIE ..o s 119

GPRS detaCh PrOCEAUE.........ei ettt e sttt teeaeesteesteesteetesneeenseenseenseenaessnesneas 119
MS initiated GPRS detaCh ProCEAUIE............coeiieiie e 119

MSinitiated GPRS detach procedure initiation.............cocoeverienenneneee e 119

MSinitiated GPRS detach procedure completion for GPRS servicesonly ..........ccoeeeeveincnenens 120

MSinitiated combined GPRS detach procedure Completion.............ccoeveereinieneieneneeseeee 120

ADBNOrMal CASESTNTNE M S.... . ettt st ne e 120
Network initiated GPRS detaCh ProCeAUIE ...........ocuieieiee et 122

Network initiated GPRS detach procedure initiation............cocv e iceeiecse e 122

Network initiated GPRS detach procedure completion by the MS..........ccccv v, 122

Network initiated GPRS detach procedure completion by the network ...........cccceevecveceiceseenen, 126

Abnormal cases 0N the NEIWOIK SIAE .........ocoiiiirieee e e 126

Routing area updating PrOCEAUNE..........cccuieeeeieeee e e etesteseeseesae e e e eeesaesneasseesteeteeseseesneesaeesaeenseensenns 127
Normal and periodic routing area updating ProCEAUNE...........coierirererirere et 128

Normal and periodic routing area updating procedure initiation.............coveveereneeneneeneneeiens 129

GMM Common Procedure iNITAITON ..........ooeeriieerieree e 129

Normal and periodic routing area updating procedure accepted by the network............c.cccceneeee. 129

Normal and periodic routing area updating procedure not accepted by the network..................... 131

ADBNOrMal CASESTNTNE M S.... .t st ne e 134

Abnormal cases 0N the NEIWOIK SIE ..o e 135
Combined routing area updating ProCEAUIE ...........ccveeieeeeie e see s e se e ete e e et sreesaeenaeenneeneeens 137

Combined routing area updating procedure initiation ...........ccccceveereere e 137

GMM Common Procedure iNItIaliON .........c.ccueieereereereee et e et e e eeeeseesneesnes 138

Combined routing area updating procedure accepted by the network............cccevvevieveeveececeee 138

Combined routing area updating not accepted by the NEtWOrK............cccccveverievevee v 140

ADBNOrMal CASESTNTNE M S.... ettt st ne e 142

Abnormal cases 0N the NEWOIK SIAE .........ooiiieieieee e e 143

P-TMSI reallOCaLION PIrOCEAUIE........c.citiieeerterteieeie ettt b et sb et st n e b b 143
P-TMSI redllocation initiation Dy the NEIWOIK............ccoiiiiiie e 143
P-TMSI reallocation completion by the MS ..o e 143
P-TMSI reallocation completion by the NEIWOIK ...........ccooeeiieie e 144
Abnormal cases 0N the NEIWOIK SIAE..........coiiiiiiee e e 144

Authentication and CIphering PrOCEAUIE.......c...eiiiiiie e ee e sae e see e saeesneenaeenreens 145
Authentication and ciphering procedure used for UMTS authentication challenge.............ccccveuee.... 145
Authentication and ciphering procedure used for GSM authentication challenge...........ccccceeveneenee. 146

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 7 ETSI TS 124 008 V8.2.0 (2008-10)

4.7.7c Change of the ciphering algorithm at PS HaNAOVES ...........cccoevieiieicecee e 146
47.7.1 Authentication and ciphering initiation by the NEtWOrK .............cooveceiie i, 146
47.7.2 Authentication and ciphering response by the MS..........ooov e 147
4.7.7.3 Authentication and ciphering completion by the NEtWOrK............ccooeeviieiicie s 148
4774 GPRS ciphering key SeqQuENnCe NUMIDES ...........ccieiiiie e cee s este e e e e e te e sae e e sneeneenneens 148
4775 Authentication not accepted by the NEWOTK ..........c.covvviiriee e 149
4.7.75.1 Authentication not accepted by the MS...........o e 150
47.7.6 W o] 070 ] 0= 0= SRR 150
4.7.76.1 MS behaviour towards a network that has failed the authentication procedure............coccceveneenene 153
4.7.7.7 Use of estallished SECUNLY CONTEXTS........coiiiiiirieiite ettt 154
4.7.7.8 Handling of keys at intersystem change from lu mode to A/Gb mode..........cccocovevrinenninenncnee 154
4.7.7.9 Handling of keys at intersystem change from A/Gb mode to [u mode.........cccccvevevcevie e veeve e 155
4.7.8 1dENtifiCatiON PrOCEAUIE.........eiie et se ettt e e e e s te e te et e eaeesae e se e beesteensesneesneesneesaeenseensenns 155
4781 Identification initiation Dy the NEIWOIK ...........ooir e 155
4782 Identification reSpoNSE DY tNEIMIS........oo e e e sneas 156
4783 Identification completion by the NEIWOTK .........coveiiiiieie e 156
4.7.8.3a ADNOrMAl CSESTNTNE MS ... et e b et nn s 156
4784 Abnormal cases 0N the NEIWOIK SIAE.........ccoiiiiieee e e 156
4.7.9 PAGING PrOCEUUNE ..ottt ettt h bbbt b bbb bt b e e et b e e bt b e e et b e bt e b b 157
4.79.1 Paging fOr GPRS SEIVICES .....c.eiuiiieieiteriei ettt sttt ettt b et b e st b e s bt b bt bbb e et b b e 157
4.79.1.1 Paging for GPRS ServiceS USING P-TIMSI ......cooiiiiiieeeees et 157
4.79.1.2 Paging for GPRS ServiceS USING IMSI ..ot 158
4.79.2 Paging fOr NON-GPRS SEIVICES. .......ciuiieiirierieit st se ettt sttt sttt st be bt sb e b et be b e b st be b e 158
4.7.10 ReceivingaGMM STATUS message by @ GMM €ntity ......ccoeevviericice et 158
4.7.11 Yoo O SRR 159
47.12 GMM INfOrmMation PrOCEAUIE .........octeeiieieee et see st te et et e e st e e et esteeaesneesseesaeesseenseenseensennanssansneas 159
47121 GMM information procedure initiation by the NEtWOrK............cccveeiieneseseere e 159
4.7.12.2 GMM information procedure in the mobile StatioN .........ccccverieci e 159
4.7.13 Service Request procedure (1U mMOAE ONIY) ........oiveeieeieee ettt e et e e sre e s e sraesreesneas 159
4.7.13.1 Service Request ProCedure iNItTAIION. .........oiveiriieirer et b e 161
4.7.13.2 GMM common ProCedUIe iNITIALTON ...........coeerierieerieeee ettt b e bbb sneneeneas 161
4.7.13.3 Service request procedure accepted DY the NEEWOIK...........coiiiiiinieeeee e 161
4.7.13.4 Service request procedure not accepted by the NEEWOIK...........coceiiiiii e 162
4.7.135 AbNOrMal CASESTNTNE IMS ... ettt s re st ne e e e eneas 164
4.7.13.6 Abnormal cases 0N the NEWOIK SIAE...........oiiiiie e e 165
4.7.14 Yoo O SRR 166
5 Elementary procedures for circuit-switched Call Control .............coooeveieieineninese e 166
51 OVEIVIBWW ...ttt ettt ettt s et s et e st e s e e st R e £ e st b e e s et e me e b e b et e Rt ben s e et e be b e st e benteneebenbeneene 166
511 LT 1 RSP RRRRN 166
51.2 Call CONLIOI SEALES. .....eceeeueeeiereesies ettt sttt sttt e st e e seeebesaeeseese e e eneeseeebesaeeneeneesseseesaesseensenseseens 171
5121 Call states at the mobile station side of the INterface .........coov i 171
5.1.2.1.1 TS = 7=Y UL ) OO OO OO 171
51212 MM Connection PENdiNG (U0.L) .....cooeiiireiiereeesie ettt eb e sne i 171
5.1.2.1.2a CC prompt present (U0.2) B(CCBS)S ... .cvviriirieriiieirieieesiesee ettt nseneenes 172
5.1.2.1.2b Wait for network information (U0.3) S(CCBS)S..........comimiiiiiirrrre e 172
5.1.2.1.2c CC-Establishment present (U0.4) $(CCBS)$........ooeiririieiriieeerieeeiesie e 172
5.1.2.1.2d CC-Establishment confirmed (U0.5) S(CCBY)P .......ccureirrmeririrreirerieiesiee s 172
51212 Recall present (U0.6) S(CCBS)S......cooeiriririrrieirisiete e sse s tee s sesesassesessesesessesesssssssssssesessns 172
51213 L0 LI oL 1= o I (6 )OSR 172
51214 Mobile originating call Proceeding (U3) .......ccciiiirinieinerieesie ettt 172
51215 Call AElIVEIEA (U4) ..ottt ettt s et se st e s s e ss e s s e sestenensensenaenes 172
51216 Call PrESENE (UB) ...eveeeeeiterieieetere ettt ettt sttt ettt b e bt e bt bbb s b n e b b ens 172
5.1.2.1.7 (0 == 1 L='o (U170 SO OO 172
51218 CONNECE REGUESE (UB) ...ttt ettt bbbt 172
51219 Mobile terminating call confirmed (U9)........oociiiriiiiiieiriereeere et 173
5.1.2.1.10 F o 1YY (O 1) SRS 173
512111 DisCONNECE FEQUESE (ULL) ..eeuiieiiieieeieciee st st e steesee et et e st e e eeae e s e e snaesseenseenseenseennennaesneennnas 173
51.2.1.12 (Dol ] g TaT= ot T gl [To= o o I (61 ) SR 173
51.21.13 REIEASE FEQUESE (UL9)..... e itiieeiiete ettt sttt st sttt sttt ettt e st b e ste e ebeseeneesenbeneenens 173
5.1.2.1.14 Mobile originating MOdify (U26) ........cueiieiieiieie e te et sre e e e ssaesraenneas 173
5.1.2.1.15 Mobile terminating MOAITY (U27) .....eocueeiie et sttt et sra e nneas 173

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 8 ETSI TS 124 008 Vv8.2.0 (2008-10)

5122
51221
51222
5.1.222a
51.22.2b
5.1.222c
5.1.2.2.2d
51223
51224
5.1.225
5.1.2.2.6
51227
51228
51229
51.2.2.10
512211
512212
512213
512214
512215
512216
5.2

521
5211
5212
5213
5214
52141
5214.2
5.2.15
5.2.16
5217
5218
5.2.19
5.2.1.10
52111
52112
522
5221
5222
5223
52231
52232
52233
52234
5224
5225
5226
5.2.2.7
5228
5229
52210
52211
523
5231
5232
52321
5233
5234
5235
5.3

531

NEIWOIK CBII SLAEES ...ttt st b bt h e et e e b b saeeae e e e e e 173
N T LI S = T N0 ) SRS 173
MM connection PENAING (NO.L) .....ocuiiie ettt e sr e et ene e enaesraesreenneas 173
CC connection pending (NO.2) S(CCBS)$.......covrureirrieirisieerisieesesiesesesiesesessssesessesesessessssssesesnns 173
Network answer pending (NO.3) S(CCBS)P......ccueririrrrririnieirieieesieesesessee s esesas e ssesesesssseessens 173
CC-Establishment present (N0.4) $(CCBS)S......cocerrireirireeiseesesstesesisesesseeses e sessesessssesesens 174
CC-Establishment confirmed (NO.5) (CCBS)$.........cerivrireiirirrneee et 174
L0 LI g Th i 1= o I )RR 174
Mobile originating call Proceeding (N3) .......coeiriiieiieirereeee e 174
Call AElIVETEA (N4) ..ottt b e s st e sesse s ese s s e s e s e s sessesensessanaenes 174
Call PrESENE (NB) ...eveeeeeitereeieet ettt ettt b et b st b et b e bt se e bt b e e s e b s e e bt neens 174
L0 T = oc Y=o (N TR 174
(o001 ol =0 101 (NN ) 174
Mobile terminating call coONfirmed (N9).......c.ooiiiieiieece e 174
F o 1YL (1 L) SRS 174
IO USEO. ...ttt sttt sttt sttt b et et e st e st et e st et et e e beneebeebesae e ebenbeneebenbeneeneas 174
DisconneCt iNiCatION (NL2).......ccceeiieiieieecee st este e e e ee s e e e saeesae e e sreesreesseenseeseesnaessaesnnas 174
REIEASE FEOUESE (NL9)......e ittt ettt ettt e et b e bt b e b e et e e e b ebenrene s 175
Mobile originating MOifY (N26) ........ccceiireeiireiie et s eb e s 175
Mobile terminating MOify (N27) ......ccvoiiiriiiree e 175
ConNECE INAICALTON (N28) ......covieiiieiirieieieri ettt b e 175

Call establiSMENt PrOCEOUIES.........ccirieeirtirteertirt ettt b et b bbb bbb 175
Mobile originating call establiSNMENL...........ccoiiiiii e 175

(0% | T 11 (= 1 o] o PO U R TRUTRPP 176

RECEIPL Of @ SELUDP MESSAQE ... evveieeeiieeitee sttt ete et etee st et e e e teseeseesaeesseesseenteenteessesseesseensenseeseeneeanes 177

Receipt of a CALL PROCEEDING MESSAQE ......veeuverreerrierieesiesieeseeseesseesseessesssessssssesssesssesssesssssessnes 178

Notification of progressing mobile originated Call............cccovieiiice e 179
Notification of interworking in connection with mobile originated call establishment................. 179
Call progressin the PLIMN/ISDN €nVIFONMENT .......c.cecueieeiieieeseeeeeieeseeseesieesieeee e ssaesseesseesnes 179

F 1= 1] oo OSSO P SR PSP TRR 179

L0 oo 00T 1= o R 180

CAll FEJECLION ...ttt et b et b e et b e e h b e bt b e se e bt e b e seeb e ebesb e e eb e s b e neeneebeneeneas 180

TranSit NEWOIK SEIECHION ......oueiieeee ettt sttt ettt e e e besaesne e e eneeneen 181

Traffic channel assignment at mobile originating call establishment ..., 181

Call queuing at mobile originating call establishment .............ccooveiieii s 181

SPEECH COUBC SEIECLION ... .ee et e e ae s e s e e sreesaeenaesneesneesaeenneeseens 181

Cellular Text telephone Modem (CTM) SEIECHION ......cceveeieicieee e 182

Mobile terminating call establiSNMENL...........ccooiiiii e e e ere s 182

(07 | T 0o [Tor= (oo DRSOV URPO 183

CompPatibDility CRECKING .....cve et e et e e st e e e teesaessaesneesneesneenseensenns 183

L0 | oo 011027110 o 183
RESPONSE O SETUR ... e et 183
Receipt of CALL CONFIRMED and ALERTING by the network ... 184
Call TAIlUrE PrOCEAUIES ...ttt bbbt sb b b e ens 185
Called mobile station clearing during mobile terminating call establishment.............cccccooeeenee. 185

Notification of interworking in connection with mobile terminating call establishment.................... 185

L0 o1 o | PR 186

ACHVE INAICALION ...ttt b bbbt e b b e sh e bt s st e ae et e e et e sbeebeeneeneeneennas 186

Traffic channel assignment at mobile terminating call establishment............cccceevvvvevieviececceceeen, 186

Cadll queuing at mobile terminating call establisShment ...........cccoeeiiiiiieie s 187

User connection attachment during a mobile terminating Call ...........cccovevvevieie v, 187

SPEECH COUBC SEIECLION ... .ottt ae s e s e e sreesseenaesneesneesreenseensenns 187

Cellular Text telephone Modem (CTM) SEIECHION ......oceciiiriciiiecee e 187

Network initiated MO Call S(CTBS)P .....cvriririrereriririeieieieeeiee ettt ae s e e e seen 187

F TR = o] o PSS 187

CC-EStabliSNMENT PrESENL.........eeiveitieeeeitere ettt ettt et st b e et se et e s e e e ebesbenneneas 188
Recall AlIGNMENE PrOCEAUIE. ..ottt b e sn e 189

CC-Establishment CONFIMELION...........oiiitiriieiieieeee e st s 190

e o L 1= = o | 190

Traffic channel assignment during network initiated mobile originating call establishment.............. 191

Signalling procedures during the "aCtiVE" SLaLE..........ccevieiiriere ettt 191
User NOLIfiCaION PrOCEAUNE...........eeieereeeie et ee st e e eee e s e e te e ee s e saeesaeesseesseeseesseesseesnnesaeesaeenseensenns 191

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 9 ETSI TS 124 008 Vv8.2.0 (2008-10)

5.3.2 (O I =T =110 1= 1= (RS 191
533 COdeC ChanQe PrOCEAUNE. ..........coiui e eieeie et st e st e te e e e s e e e te e e e e estessaesseesreesseeseenseenseenseenansseesnens 191
534 SUPPOIt OF DUBI SEIVICES .......eeieeeiee et e e e e st e e e ate s aeesaeesreesseeseenteenseeneeesaessansneas 192
534.1 S Aol D= o ] o)1 oo PR 192
5.3.4.2 Call ESEADITSNMENT ...ttt sttt b e et e st et et e s be e ebesbeneesesteneenens 192
534.2.1 Mobile Originating EStabliShMENt...........ccoiieiieie e nnees 192
53422 Mobile Terminating EStabliShment ..........cooiiiiiie e 193
5343 Changing the Call MOOE ..o bbbt b e s besreseeneas 193
53431 Initiation of iN-Call MOIfICAiON..........coeeeeee e 193
53432 Successful completion of in-call MOdIfiCALTION ..........ccoriiiiriir s 194
53433 Change of the channel CONfIGUIaLIoN............ccciiiiiirieee s 195
53434 Failure of in-Call MOITICAIION..........ciiiieie e b 195
5344 N oo 0 0 1ot (U] = PSS 196
535 User initiated service level up- and downgrading (A/Gb mode and GERAN Iu mode only) ................... 196
5.35.1 Initiation of service level up- and dOWNQrading.........c.ccveeeerieieeie e 196
5.35.2 Successful completion of service level up- and downgrading ...........ccceeeevevieeveeve e 197
5.35.3 Rejection of service level up- and downgrading .........c.ccveveereeieiie e 197
5354 THME-OUL FECOVEIY ...ttt sttt sttt b bbbt b e bt et e bt b e e b e b e e e bt s bt s st bt b e neeb e e e ens 197
536 SupPOrt Of MUITIMEIA CBIIS ..ot bbb 197
536.1 SEIVICE TESCIIPLION ...ttt ettt sttt b et b b e bt b e e e bt s b e seeb e sb e e eb e s b e e eb e s b e e ebeebenneneas 197
5.3.6.2 L0 =S = o] T 0 o R 197
53621 Mobile originated multimedia call establiShment.............ccvirciiiirine e 198
536.2.2 Mobile terminating MUItiMedia Call ..o 199
5.3.6.22.1 FallDACK 10 SPEECN.....ceee et e e e e e re e reereens 199
53.6.3 In-call modification in the "aCtiVe" STALE.........coeiiiiie e s 199
53.6.3.1 RV o Lo ST RS 200
5.3.6.3.2 RV o Lo ST RS 200
5.3.6.3.3 RV o Lo ST RS 200
54 (0= 0t = i o 200
54.1 L= £001T 0T0] oo | OSSPSR 200
542 EXCEPLION CONTITIONS.....c.eiuiitieeieeiereeieet ettt bbbt bbbt b b 200
54.3 Clearing initiated by the MoDIle SLALION .........ccciiiie e 201
5431 [Nitiation Of Call CIEAMNG ....cveueitiieeeie bbb 201
5432 Receipt of a DISCONNECT message from the mobile Station............coceeeereinenenenenecsesec e 201
54.3.3 Receipt of a RELEASE message from the NEWOIK ...........cveoeiceiee e 201
54.34 Receipt of a RELEASE COMPLETE message from the mobile station ...........ccccoecvvce e veevecee, 201
54.35 ADNOMME] CBSES. ...ttt e bbbt e et se e bbbt e st e b et bt eb e e neene e e et 201
54.4 Clearing initiated DY the NEIWOTK.........c.ueiie e st eenaesnaesneas 202
54.4.1 Clearing initiated by the network: mobile does not support "Prolonged Clearing Procedure' ........... 202
54411 Clearing when tones/announcements ProVided............eecveeie e seese e see e ee e ens 202
54412 Clearing when tones/announcements NOt Provided ............cevieerineereneeseeee e 202
54413 Completion Of CIEAIMNG ........eieeiiier bbbt 203
5442 Clearing initiated by the network: mobile supports "Prolonged Clearing Procedure” ............ccccooeeuene 203
54421 Clearing when tones/announcements provided and the network does not indicate that "CCBS
BCHIVALION IS POSSIDIE" ...ttt 203
54422 Clearing when the network indicates that "CCBS activation iSpossible” ..., 204
54.4.2.3 Clearing when tones/announcements are not provided and the network does not indicate that
"CCBS aCtivation iSPOSSIDIE" ... e 205
54.4.24 Receipt of a RELEASE message from the mobile station............ccccevvevvecr e, 206
54.4.25 ComMPletion Of ClEAMNNG ... .c.vi et re e te et e e eeenneenes 206
55 MISCEl |@NEOUS PIOCEUUIES ... .eieeiieieeeiees et et see e steeste e te e teesteesaesseeste e teeteensesneesseesaeesseenseenseenseensesneessnesnens 207
551 IN-band toNES and ANNOUNCEMENES..........eiiiiie ittt b et be e e bbb e ne e e 207
55.2 L@ oo TS o oS RRRN 207
553 SEALUS PrOCEOUIES......c.eeeete ettt ettt b e et b e e he bbb e st bt b se bt b e e e bt b e e et b et et e b e nbe e eb e b e 207
5531 SEALUS ENQUITY PIrOCEAUIE.......ccuieiueitiieeeete sttt sttt sttt et se et eb e e se et se et b e seese et e seeseebesbeneebeaneneeneas 207
5532 Reception of a STATUS message Y 8 CC @ntity ......c.ooveiieriiinieieee e 208
55321 STATUS message With incompatible SLALE ............ooiiriiiriee s 208
55.32.2 STATUS message With COMPaLibIe SLALE ........cccveveeiie e 208
554 Call re-establishment, Mobile SEAHON SIHE ........coeiiiieee e e 208
554.1 Indication from the mobility management SUDIGYES ............cccuveieiierieieee e 208
5542 REACLION OF CAll COMLIO ... sr e 208
55.4.3 Completion of re-establiSNMENT ...........ci e re e 209

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 10 ETSI TS 124 008 Vv8.2.0 (2008-10)

5544 UNSUCCESST U OUECOITIE. ...ttt ettt ettt eb ettt e bbbt e e bt sk s h e eb e e st e e e e e nn e b e saeene e e enee e 209
555 Call re-establishment, NEIWOIK SIHE........coeiiiii e e 209
555.1 ez 1= 1T 0] 0 o PR 209
5.5.6 00 == PP PPOPRUPRNS 209
55.7 DTMF protoCOl CONIOl PrOCEOUNE. .......eceieeeeeeeeeteeteeeeesee st e re e te e e e esae e seesbeesaessaessaesseesaeesaeenseensenns 209
55.7.1 Start DTMF request by the mobile Station ............ccovveei i e 210
55.7.2 Start DTMF response DY the NEIWOTK .........cooiiiiiien e 210
55.7.3 Stop DTMF request by the mobile Station ..o 210
5574 Stop DTMF response Dy the NEIWOTK. .........coiiiiieeene et 210
55.75 Sequencing of subsequent start DTMF requests by the mobile station...........ccccoovvveiiininceienne 210
6 SUPPOIT FOI PACKEL SEIVICES ...ttt sttt b b sr e 211
6.1 GPRS SESSION MANAGEIMIENT ......eeiviesieeiieesieeiteeeeseesteesteeteesesseesteesseesteesesseesseesseasseenseassesssessenssenssenssesssessssnes 211
6.1.1 (= 0T - OSSPSR 211
6.1.2 SESSION MANAGEIMIENT SLALES. ... .c.veceveeeiestiestee st eieste e se e s e et e eseeeraeste e te e e eatesseesseesreesseenseanseenseansensanssensses 212
6.1.2.1 Session management StateSINthE IMS.........oee e s re e 212
6.1.2.1.1 PDP-INACTIVE. ...ttt ittt sttt sttt st s e et e et saesaetesaasestesaeseetesseseetesseseesesaaneesesaensesessessasens 212
6.1.2.1.2 PDP-ACTIVE-PENDING ........cctititetesieieteseie sttt te e e testesaetestesaesessessesestesaesessessesessensasens 212
6.1.2.1.3 PDP-INACTIVE-PENDING........cctetiteietiieietestesee e stese e ste et stesaesestesaesessesaesestessesessesaesessensesens 212
6.1.2.1.4 PDP-ACTIVE.....cc ettt sttt sttt st te st st e et e saeseetesaaseabesaese et e sseseetesseseetesaaseeteseensesesteseeneas 212
6.1.2.15 PDP-MODIFY_PENDING ......ciitiietiiteiett e steee e stee et ste st steastesae s tesseseesesseseesesaensesessensesens 212
6.1.2.1.6 MBMS-ACTIVE-PENDING ......coeotetiteiete sttt ste et te et ste e sestesaesestesaesestesaesesseseesens 212
6.1.2.1.7 IMBMS-ACTIVE ...ttt sttt sttt sttt st et et e st et et esae e ebeste e ebesbeneenens 212
6.1.2.2 Session management states 0N the NEtWOrK SIAE.........ceoiee e 214
6.1.2.2.1 PDP-INACTIVE. ...ttt sttt sttt st et st e st st e s e e e ebe st e e ebesbe e ebesaeneebeseeneebesbenennens 214
6.1.2.2.2 PDP-ACTIVE-PENDING .....c.ccit ittt sttt sttt st et steseesesteseesesteseesesteseesesseneesens 214
6.1.2.2.3 PDP-INACTIVE-PENDING.......ceotitriiirtirieiete ettt sttt seete st seesesteseesesteseesesteseesesseneesens 214
6.1.2.2.4 PDP-ACTIVE.....c ettt sttt sttt te et te st st e e tesaeseetesaeseatesaese et e sseseetesseseetesaaseeteseessesestesenneas 214
6.1.2.2.5 PDP-MODIFY -PENDING........cciiiiiietiitirietisesieeste st steseete e seetestesaesessesaesessessessssessesessessesessensesens 214
6.1.2.2.6 MBMS-ACTIVE-PENDING ......coeoieiiteieteieiee ettt ste et stesaesesteseesestesaesestesaesesseseesens 215
6.1.2.2.7 MBMS-INACTIVE-PENDING .......coiititeiieieisteseetesteeete et ste e e ste e e sseseesesaeseesestessesessesansens 215
6.1.2.2.8 MBMS-ACTIVE ..ottt sttt st st et e st e et e st e e ete st e e etesae e eteseeneesestesenneas 215
6.1.3 SeSSI0N MaANAGEMENT PIOCEAUNES........cutiteeeiertereeie st se ettt se ettt se et sb et be b e et be e bt bt eb e s bt ebe b e e b e ne e 216
6.1.3.1 PDP CONTEXE BCHVALTON......eviitiiieiteieee ettt sttt b et et se bbb e saeese e e e sn e besaeene e e enne e 216
6.1.3.1.1 Successful PDP context activation initiated by the mobile station...........cccccevceevevcn e 216
6.1.3.1.2 Successful PDP context activation requested by the network ...........ccoveveceeceiccevce v 217
6.1.3.1.3 Unsuccessful PDP context activation initiated by the MS.........ccoooeie e 218
6.1.3.1.4 Unsuccessful PDP context activation requested by the network ...........cccoecv v, 218
6.1.3.1.5 ADNOIMME] CBSES ...ttt b bttt e bbbt e bt st e s e e se et e sbesbe b e s ae e e e e enns 218
6.1.3.2 Secondary PDP Context ACtivation ProCEAUNE............cceeiiirieirieieesieeete st eenen 220
6.1.3.2.1 Successful Secondary PDP Context Activation Procedure Initiated by the MS............cocecveee 221
6.1.3.2.1a Successful Secondary PDP Context Activation Procedure Reguested by the network ................. 221
6.1.3.2.2 Unsuccessful Secondary PDP Context Activation Procedureinitiated by the MS.............ccccoeee. 222
6.1.3.2.2a Unsuccessful secondary PDP context activation requested by the network ..........c.cccceceveenieneens 222
6.1.3.2.3 ADNOIMME] CBSES ...ttt b bttt e bbbt e bt st e s e e se et e sbesbe b e s ae e e e e enns 223
6.1.3.3 PDP context modifiCation PrOCEAUIE ..........cueivi ettt snaesne e e ae e e 225
6.1.33.1 Network initiated PDP Context MOodifiCation ...........c.ccoieiiiniiiseseneeeeee e 226
6.1.3.3.2 MS initiated PDP Context Modification accepted by the network ...........cccvecveeeeveccecceceen, 226
6.1.3.3.3 MS initiated PDP Context Modification not accepted by the network...........c.cccevveveecevcevnenen, 227
6.1.3.3.3a Network initiated PDP Context Modification not accepted by the MS..........ccoooveevecicceceen, 229
6.1.3.34 WY o] 070 000 = PR 229
6.1.34 PDP context deaCtivation PrOCEAUNE ..........co.etierieeiie ettt sttt sttt sttt b et b e ne e 231
6.1.34.1 PDP context deactivation initiated by the MS..........ccoiriiiee e 231
6.1.34.2 PDP context deactivation initiated by the NEWOIK...........ccoiriiririee e 231
6.1.34.3 WY o] 070 00 o =S RS 232
6.1.34a Yo o USRI 233
6.1.35 Yoo OSSR 233
6.1.3.6 ReceivingaSM STATUS message by aSM @Ntity ......coovveceeieiieere e 233
6.1.3.7 Protocol configuration OPLiONS...........cieeiieie et ee et st es e sraesre e reeeeeneenneenes 233
6.1.3.8 MBMS CONEEXT BCHIVAIION ...ttt ettt sttt b bt eb et e e et sae b e e e e e e 234
6.1.3.8.1 Successful MBMS CONEEXE @CHIVALTION. .........ooviieririirierieeieeeee et 234
6.1.3.8.2 Unsuccessful MBMS context activation requested by the MS.........cccoovv v, 234

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 11 ETSI TS 124 008 Vv8.2.0 (2008-10)

6.1.3.8.3 Unsuccessful MBMS context activation requested by the network............ccccvveveecicceccnveennen, 235
6.1.3.8.4 ADNOIMME] CBSES ...ttt b bttt e bbbt e bt st e s e e se et e sbesbe b e s ae e e e e enns 235
6.1.3.9 MBMS CONEXT AEACTIVALION. ... .eveeeeeeeiete sttt sttt se bbbt nn et e sbe e e e e 236
6.1.39.1 MBMS context deactivation initiated by the NEtWOrK ............ccceocevieve i 236
6.1.3.9.2 ADNOIMME] CBSES ...ttt b bttt e bbbt e bt st e s e e se et e sbesbe b e s ae e e e e enns 236
6.1.3.10 MBMS protocol configuration OPLIONS...........cuveierierieseee e et e et e e eesnesneeenes 237
6.2 1L o S 237
7 Examples of SIrUCIUred PrOCEAUIES ...........coveieiriiiietesiesie et 237
8 Handling of unknown, unforeseen, and erroneous Protocol data............ccevrererenereneseieeseseeeee 237
8.1 LT 1 | SOOI 237
8.2 = SS2 o T (o 0 IR 1o SRR 238
8.3 Unknown or unforeseen transaction identifier ...........ccoiiiiin e e e 238
831 L@ 0o g1 o USRS 238
832 SESSION MANAGEIMIENT ...ttt ettt ettt b et b e b st bt b e se e bt b e se e bt e b e e e bt ebese e st ebena et ebe e 239
8.4 UNKNOWN OF UNFOIESEEN MESSA0E LY .....veeeeertereeiieterteie ettt ettt ettt b bbb bbb st b b b e enis 240
85 Non-semantical mandatory information ElemMENt ETOIS.........cociiireirireereee e 240
851 Ra0i 0 rESOUICE MEBNAGEIMENT ..ottt bbbttt b et b e st b s e bt sb e s b e ne e 241
852 MODITTEY MANAGEIMENE .......c.eitieetirtiiet et bbb bbbt b et b b ettt nb e b 241
853 Il CONEFOL ...t e b bbbttt se bt s bt eh e b e e e b e se e e b e s hees e e e e abenbeseesbeeneennennens 241
854 GMM MODBI Ity MANAGJEMENL.........eeiieeieeee et e et e e tesraesreesreetesneesaeesnseeneeesaesseesnnns 241
855 SESS 0N MANAGEITIENL ... eeveeteeeteeee et esteeste e e eeesseesaeesaeesseeseesseasaeaseeseesteenseaseesseesaeesseenseenseenseansensenssnnsnes 241
8.6 Unknown and unforeseen |Es in the non-imperative MeSSage Part........ccccecveereereeseeseesee e seeseeseeseeeees 242
8.6.1 TEIS UNKNOWN iN ThE MESSAQE ....c.vee ettt sttt e b e et esntesnaesnnesneesneenseensenns 242
8.6.2 OUL OF SEQUENCE IES......cieeee ettt sttt ettt e st e e e s te e be e e es e estessaesaeesseeseeseenseenseenseeneesnensneas 242
8.6.3 REPEALEH TES......eeeeeeee et bbb bbbt bbb bbb 242
8.7 NON-iMPErati Ve MESSAGE PAIT EITOFS......ecueitereetertereetesteseete st seetesseseesesbeseesesbeseebesbeseebesbeseebesaessebeebesbeneebesbeneeneas 242
871 Syntactically inCOrreCt OPtIONEl TES.........c.coiveiiiiiiiieriee sttt 242
8.7.2 CONAITIONG] TE BITOFS ...ttt ettt sttt be e et e s aeeae e e e e e beseeebesaeeseeneessesbeseesseeneenseseans 243
8.8 Messages with semantically iNCOrreCt CONLENES.........ccuiiiiiiirieeee et eb e 243
9 Message functional definitionS and CONTENTS...........coiiririerieriee s 243
9.1 Messages for Radio RESOUIrCES MaNAgEMENL..........cciieieereeie e etesee e steesteesteseeseesaeesreesseeseenteesaesseesreesnens 244
9.2 Messages for mobility MaNAgEMENL............coiieii e sre e eesnaeeraesreesraesneas 244
921 F U110 T= g 1T Lo g I = = o S 245
922 AULNENEICALION FEOUESE ......ccveteeeterteeet sttt b et b e bt b et h b e e b b e s et bbbt b e ens 246
9221 Authentication Parameter AUTN ..ottt se e steseesaesneeneeneeneas 246
9.23 AULNENEICALION FESPONSE. ... .ottt ettt ettt bbb e bt e e bbbt b e e e st s b s e bt b e b ene bt et e e ebesee e ens 246
9231 Authentication RESPONSE PArAMELES ........c.ciiriiiririerieriee et 247
9232 Authentication Response Parameter (EXIENSION) .......couieiririerieirierie e 247
9.2.3a AULNENLICAHION FAITUIE ...ttt sttt sre et e st e steseeereeneeneeneeneas 247
9.2.3al Authentication Failure ParameELEr ..........ooe e st e et esnaesraesnees 247
9.24 CM Re-e5talli SMMENE FEOUESL .........ectieieeieeie sttt e et et e e s este e s reesseenseeneeenseeneeenaessaesnnas 248
9241 LOCation area identifiCatiON...........ceeeeeiere ettt b e e e 248
9242 Mobile StAtON ClASSMArK .......cc.eiiiiieee e se e st b e e 248
9.25 CIM SEIVICE BCCEPE. ..o veeieeeieeeieeee et e st e st e e e e s ee s e st e sae e aeeeeeseeeseease e seenteentesseesaeesaeesseenseenseenseansensaesnensneas 248
9.2.5a CM SerVice PromMPt S(CCBS)P......eueerueieererererererieteteteeeseeesesesesteestetssssesesesesesessssssesesesesee s sesessesesesesesenens 249
9.2.6 CIM  SEIVICE TEJECL ....ve ettt ettt ettt b e st b e e ae b e h e b ne e bt b e s e e bt e b e e e bt e b et e aeeb e s e et ebenae e eb e b e 249
9.2.7 CM SEIVICE B0 ...ttt ettt sttt ea et e e e e seesbesaeese e e ensesbeseeebesneeseeneenseseeseeeseensenseseens 250
9.2.8 Y oo o USSR 250
9.29 CIM  SEIVICE TEOUESE ...ttt sttt sttt b et b e et b e et b e s et eb e s b et b s e et e b s b et e bt e b et eb e s e et ebenae e sbe b e e 251
9.29.1 MObile StatiON ClaSSMArK .......cc.eiieieee ettt se et saeeae e e enee e 251
9.2.9.2 L L0 SRS 251
9.2.10 LK1= g LAY = U= ST SS 251
9.2.11 L0 U Y =0 0] = S 252
9.2.12 1Y IS = = o s T [To= 1o OSSPSR 252
92121 Mobile StatioN ClASSMArK ..........coiiiiie bbb s 253
9.2.13 [IoTor= 1T g 0l F= 1] 0 I 0= o AP 253
92131 FOITOW ON PIrOCEEM......c.eceeeee bbbttt bbb et b e bbbt b b 253
9.2.13.2 (68 ST o= 010TESS o] o PN OO SO SO PSR U TP SRUPTPSURPRON 254
9.2.13.3 EQUIVAIENT PLIMINS. ...ttt sttt bbbt b et b e bbb bbb et b b 254
9.2134 EMergency NUMDEN LIS ....ocoiiiieiiereen ettt ettt 254

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 12 ETSI TS 124 008 Vv8.2.0 (2008-10)

9.2.14
9.2.15
9.2151
9.2.15.2
9.2.15.3
9.2.15a
9.2.15a1
9.2.15a.2
9.2.15a.3
9.2.15a4
9.2.15a5
9.2.15a.6
9.2.16
9.2.17
9.2.18
9.2.19
9.3
931
9311
93111
9.3.11.2
9.3.11.3
93.12
93121
93122
9.3.1.23
932
9321
9322
9.3.23
9324
9.3.25
9.3.2.6
9.3.3
9331
9332
9333
9334
9.3.35
9.3.36
9.34
9341
9.35
9351
93511
9.35.1.2
9.35.13
9352
93521
9.3.52.2
9.3.5.2.3
93524
9.3.6
9.3.7
9371
93711
9.3.7.1.2
9.3.7.1.3
9.3.7.14
9.3.7.2
93721
9.3.7.2.2

[IoTor= 1T g ol F= 1] o [ = = o SO SPR 254
L OCAtiON UPAALING FEOUESL..........eeieeeieeesie et eeete et e e e e e e s e saeesreesae e seeneeesaesseasseesseenseensesneesnnesaeesseanseensenns 254
LOCation area identifiCatiON........c..ceveeierie sttt bbb 255
Mobile StatioN ClASSMArK ..........coiiiiii bbb e 255
Mobile Station Classmark for U MOE .........coeiiiiiieee e e 255
DY T 101107 (0] I TP PP 255
FUIL NAME FOr NEIWOTK ...ttt e e e e st e saeene e e eneeee 256
ShOrt NAME FOr NEIWOTK ........eeeeeeee et sttt ae e e e e b e sneene e e eneeee 256

[0 Tz I8 (] 40 =T0 256
Universal time and [0Cal TiME ZONE.........coiiiririeeeeeere sttt e sae e et e 256
LSA TUENEITY ...ttt et b e bbbt b e s bbbt bbb b b 256
Network Daylight SaVING TIME .....ccui ettt e st et e enteesseereeseenneenes 257
IVIIME SEBEUS ..ttt bt e e bbb e he e s e e e e b e e e e e E e bt e Rt e Rt e it e e e e e ebeebeeneene e e et e 257
TMSI reallOCatiON COMMENG .......coueiieiiteite ettt ettt se b s r e bbb se e e e e sresbeeneenne e eras 257
TMSI reall0Cation COMPIELE .......c.eeceeice e et e e e e teeseesaeesreesreesneenseeseensenns 258
IVIIME NI Lttt bbbt h e e e e et e h e e b bt e b e e st e s e e e s b e e aeemt e e e ebeebesbeene e e ennenes 258
Messages for circuit-switched Call CONLIOL ............c.oiiiiieciee e 259
F 1= 1 1] 0o PSP PTRRURPR 259
Alerting (network to mobile station dir€Ction) ...........cceeiiieerirereee e 259

= ol 1 TSROSO ST PP STUPPPPURPRPRN 260
PrOOrESS INTICALON ......veeeeeite ettt bbbt b e b se bt b et b e s b e b e s b e e ebesbeneeneas 260
USEI=USEY ..ttt ettt ettt e et e sttt e et e e s st e e st e sa bt e e et e s ab e e e ane e eab e e e ase e eab et e b e e ea b et e se e e be e e eRe e e bn e e e nreennreeeaneenanes 260
Alerting (mobile station to NEtWOrk dir€Ction) ...........coeiereiririeree e 260

L= & | 11U P PP PRSPPI 261
OIS U TSP PRSP 261

SV £ Lo o OO U UPUSAS RPN 261

Call CONFITIMEA ...ttt e b aeeh et e e et e sh e e b e s aees e e e e b e nbesaeebe e e entennens 261
e o< T e o= o 261
Bearer capability 1 and bearer Capability 2........ccvecieeiie i 262
L= TE USSP 262

(O O @ o] =S 262

S == 0T Ko o= R 262
SUPPOILEA COUECS ...ttt sttt sttt sttt e ettt b e et b e et b e s e e st eb e b et eb e b e st ebesb et ebe b 262
Call PrOCEEAING. ... cctereeeeete ettt ettt sttt b et b e et b e et e b e s e e st b e s e e ae b e sees s e neeb e s e et ebenbe e ebe b e e 262
e o< T e (o= o 263
Bearer capability 1 and bearer Capability 2........ccvecieeie i 263

L 0 1 1TSS PPV 263
(070 0= S 1 0T o o] S S 263

L 0 T Yo =L = P 263
Network Call Control CapabilitiES..........ccuiiieiieiciee e 263
CONQGESLION CONIOL ...ttt sttt st et b e et b e e st b e s e et b e se et eb e s b e st eb e s e et et e b et ebe b 264
L= TE R URRPSIN 264
(000151 of SRR 264
Connect (network to mobile Station dir€CtIoN) .........c.oveiiiieiie e 264

= ol 1 TP ST PP STUPTPPPURPRPRN 265
PrOOrESS INTICALON ......veeceieteseeeet ettt ettt b et b b e bt bt b e s b e ebese e e ebesbeneeneas 265
OIS U TSP PRSP 265
Connect (mobile station to NEtWOrK dir€CtioN) .........ceiee e 265

L= & | 11U P PP PRSPPI 266
OIS U TSP PR OTR R 266

SV £ Lo o SO O PP UPURAR TP 266
SEEAM TABNEIFIEN ...ttt et e b et sr e b saeeae e e 266
CONNECE BCKNOWIEAGE ...ttt bttt b e bbbt b e et st sn et b e b 266
D1 oo = S 267
Disconnect (network to mobile station dir€CtioN) .........c.cceiirieiriree e 267

= ol 1 TP ST PP STUPTPPPURPRPRN 267
PrOGOrESS INTICALON ......veeeeeete ettt b et b b se bt bt b e s b et eb e s b e e ebenbeneeneas 267
OIS U TSP PRSP 267
AllOWEd aCtIONS B(CCTBS)F ... ettt ettt sae et sa e et e s s e nnns 267
Disconnect (mobile station to NEtWOrk dir€CtioN) .........cccueveeiieieeie e 268

L= & | 11U P PP PRSPPI 268
OIS U TSP PRSP 268

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 13 ETSI TS 124 008 Vv8.2.0 (2008-10)

9.3.7.2.3
9.3.8
9.38.1
9.3.8.2
9.3.8.3
9.3.84
9.3.9
9.3.9.1
9.3.9.2
9.39.21
9.3.10
9.3.11
9.3.12
9.3.13
9.3.13.1
9.3.13.2
9.3.13.3
9.3.134
9.3.135
9.3.14
9.3.14.1
9.3.14.2
9.3.14.3
9.3.15
9.3.15.1
9.3.15.2
9.3.16
9.3.17
9.3.17.1
9.3.17a
9.3.17al
9.3.17a2
9.3.17b
9.3.17b.1
9.3.17b.2
9.3.17b.3
9.3.17b.4
9.3.18
9.3.18.1
9.3.18.1.1
9.3.18.1.2
9.3.18.1.3
9.3.18.1.4
9.3.18.2
9.3.18.2.1
9.3.18.2.2
9.3.18.2.3
9.3.18.24
9.3.18.25
9.3.18a
9.3.18a1
9.3.18a.2
9.3.19
9.3.19.1
9.3.19.1.1
9.3.19.1.2
9.3.19.1.3
9.3.19.2
9.3.19.2.1
9.3.19.2.2
9.3.19.2.3
9.3.19.2.4

SV £ Lo o U U PP UPUSROS P 268

L 0Tc 0= 010y < (U o T PP RURRPROPRRNS 268
TS T 0r= o o | Y 269
SEEAM TABNEITIEN ...ttt et r bbbt b et e e e bbb e st ese e e e e e 269
SUPPOIEA COUECS ....ovveeieeiieesiectr ettt et e e e e e e s e s e saeesaeesaeesteeneeesaessaesseesseeteensesnaesneesneesseanseensenns 269
00T (0 ooV o= <o o] Y SRR 269
L= ol 11 OO TSP PE TSR PT SRS 269
Facility (network to mobile station dir€CtION) ..........ccoieiiririeriiereee e 269
Facility (mobile station to NEtWOrk dir€CLiON) ..........ccoierieerieirireeee e 270

S SRV £ o TR 270

[ o o R 271
[ [0 B ot LY = (o TSR 271
[ [0 0 (== o RS PRR 271
1Y e T YOS STTRS 272
LOW layer COMPELIDITITY ....eeiee ettt et et reeneeneeenes 272
High layer COMPELiDIlItY ......cooieeieeee e ne e 272
Reverse Call SEtUP IrECLION........ccue ettt e et e e et e e neeneeenes 272
Y40 o RSP RRRSRSN 273
Network-initiated Service Upgrade iNdiCALOT . ..........ccoiirieiririeeseeee e 273
MOTITY COMPIELE. ...ttt b ettt b et b et b e bbb 273
LOW layer COMPALTDITTTY .....coveeeeiieeieeteseeee et 273
High layer COMPALTDITITY .....c.ooveiieieei e bbb e 273
ReVErse Call SELUP QITECLION. .......oiviiiierieeete et b e 273
Ko [N Y (== USSR 273
LOW layer COMPELIDITITY ...c.eeieee ettt et e e e e e e e enes 274
High layer COMPELiDIlitY .......cooieeieee e a e e 274

NN 0 PSP TS 274
00 == PO OPPUPTOPRUPRNS 274
(01 = U TSR RPRPRPRPR 275
CC-Establishment S(CCBS)S ......oo oottt st sttt st sttt st se e besae e resae e e 275
Y40 o SRS 275
SELUD COMEBINEY ......ccveteaeeteseeeete sttt sttt bbbt eb bbbt s e e e e bt s e et eb e s e e e eb e se et eb e sb et eb e sb e e ebesbeneeneeneneeneas 275
CC-Establishment confirmed S(CCBS)$.......covvururueururerieieinerereresisisieesieee s sesesesssasessesesesesesesessesesssssesens 276
REPEEE TNTICAION ...ttt et ettt b e et b e st a e bt b et et b b et b b 276
Bearer capability 1 and bearer Capability 2........ccveuviieiieiieceece e s 276

L= U PP U PP P RS PRPI 276
S0 L0 =0 [T (<o 276
REIGBSE. ... bbb E R R bR e e R e Rt Rt R e e e e e R e R bt naeene e nne e 277
Release (network to mobile Station dir€CLION) .........cveeieeieeiie e s 277

L= USSP P R PRPRPRRPR 277
S w0 a0 o 1 277
FACIHTTEY vttt bbbt b e bt et b e et b e Rt eb e b e b b neene s 277
USEI=USEY ..iteeittte ettt st ettt e e et e st e e st e s bt e e st e st et e ne e e ek et e ne e e ab et e se e e abe e e se e e be e e ean e e be e e e nreenareeeaneennres 277
Release (mobile station to NEtWOork dir€Ction) ..........ccoe i 277
(0= TE USSR 278
S wo o o 1 S 278

= ol 1 TSRS 278

(0L = U PSSP PRSP 278

SV £ Lo o USSP U TP URURRS PP 278
o I (@10 =) K ST SS 278
LS o= | I8/ = 279

L= ol 1 S PSSR 279
REIEASE COMPIELE ...t bbbt b et b bbb 279
Release complete (network to mobile station direCtion) ..o 279
(0= TE ST 280
FACIHTTEY vttt bbbt b e bt et b e et b e Rt eb e b e b b neene s 280
USEI=USEY .t ittte ettt ettt et e st e e et e st e e e st e st et e ne e e ek e e e st e e ab et e see e be e e Re e e aRe e e eRn e e be e e e nreennreeeaneenares 280
Release complete (mobile station to NEtWOrk dir€Ction) .........ccoceevvecicceesieseee e 280
L= TU TP P R PR PSP 281

= ol 1 TSRS 281

(UL = U PSR PR PR PR 281
SSVEISION. ..ttt ettt et b et h ettt e bt Rt b he R e e R e bRt eR e Re R e e e e e et nRenbe e Rt ene e et e 281

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 14 ETSI TS 124 008 V8.2.0 (2008-10)

9.3.20 RELITEVE. ...t b R R Rt et n e 281
9.3.21 RELNTEVE ACKNOWIEAGE. ... .ottt e e s ae e s s e be e teentesnaesnnesaeesneenseensenns 282
9.3.22 L =Y Y (= = o USSR 282
9.3.23 SEEUD ..ttt R R e R e R R e R Rt R e Rt R e et r e r e re e 283
9.3.23.1 Setup (mobile terminated call establisShmMeNt) .........cccveoiiiiicee e 283
9.3.23.1.1 SO = oTc T 0T o= o] USSR 284
9.3.23.1.2 Bearer capability 1 and bearer capability 2 .........ccooeiiiriieniiree e 285
9.3.23.1.3 FACIHTTEY ettt bbb e b e bRt b e Rt eb e bt be b e ene s 285
932314 PrOGrESS INTICALON .....veeeieete ettt ettt b bbb se bt b e st bt b et ebesb e e e b e nbeneeneas 285
9.3.23.14a Called party BCD NUIMIDES ........cocciiieiiriere ettt b e a e bbb eb s b e nens 285
9.3.23.15 Called Party SUDBAAIESS.......c.coirieeeriiieertere ettt e bt sa e bbb nn e ens 285
9.3.23.1.6 (IO = o= 1 1o Lo o] USSR 285
9.3.23.1.7 Low layer COMPatiDIITY | ....cc.ooieeeee et s sneas 285
9.3.23.1.8 Low layer coOmMPatiBIlity I1.......coooiee e enae e nneas 285
9.3.23.19 [ O o= T a0 (o o USSR 285
9.3.23.1.10 High layer COMPaLiDility i .....cceieeiie et sneas 285
9.3.23.1.11 High layer COMPaLiDility 11 .....ccoiueiieieeee et sneas 286
9.3.23.1.12 USEN-USEY ..ttt ettt sttt sttt eb et b e e s bt s e st b e s e e h e eb e e e e s e eh e sE e s e eb e s E e e eb e eE e e e bt sE et eb e s R et eb e b et e bt ere e eneas 286
9.3.23.1.13 Redirecting party BCD NUIMDE ..........cociiiiiienieeete sttt r e s re s eb e e ebesneseeneas 286
9.3.23.1.14 Redirecting party SUDBAOIESS.........cciiiiiiireeee et sb e e sne i 286
9.3.23.1.15 L0 ] 3 PSPPSR PSPPI 286
9.3.23.1.16 Alert $(Network Indication of Alerting iNnthe MS)$ ..o 286
9.3.23.1.17 Network Call Control CapabilitieS ...........cceiireiiiieiree e 286
9.3.23.1.18 CAUSE OF INO CL ...ttt n e nn e nr e n e nn s 286
9.3.23.1.19 Backup bearer Capability .........ccveiieieie e e 286
9.3.23.2 Setup (mobile originating call establishment) ...........ccoov i 286
9.3.23.2.1 SO = oTc T 0T o= o] USSR 287
9.3.23.2.2 s ol PP S PP PT RPN 288
9.3.23.2.3 (IO = o= 1 1o Lo o] USSR 288
9.3.23.24 Low layer COMPALTDIITY | ......ooveeeieiieerieeee et 288
9.3.23.25 Low layer COMPALiDIlITY ] .....c..oeiiiereere e 288
9.3.23.2.6 HLC rePeat INGICAION .....c.ecuiieeeeeeiteeet ettt b b se bt bt b et ebese e b b nneneas 288
9.3.23.2.7 High layer COMPALTDITITY B ....oevveeieiieeiier e 288
9.3.23.2.8 High layer COMPALTDITITY i .....eiveeeeereeiiereeese e 288
9.3.23.29 USEIUSEY ..ttt se ettt r e et r e s et r e s e et e r e s e et R e s e e e e Rt s e e e e R e e R e e e Rt nR e e R e s R e e er e e reneeneerennene s 288
9.3.23.2.10 S SR =T o TSSOSO 288
9.3.23.211 (O I =00 - T o] o 288
9.3.23.2.12 L I 1 141V o] o TSSOSO 289
9.3.23.2.13 CC CaPEDIlITIES.......cveiveeeriireeeere ettt n e n e r e n e nr e 289
9.3.23.2.14 SUEAM TABNEITIEN ....ecveee e 289
9.3.23.2.15 Bearer capability 1 and bearer capability 2 .........ccooeiiiiiinecreeee e 289
9.3.23.2.16 SUPPOIEA COUECS.......evieeeiitereeteet ettt ettt ettt bt b e st b e s eb e e e eb e bbb et e b e e s 289
9.3.23.2.17 REGIBL ...t b bbb bt b b et b e Rt eb bt b b nreneas 289
9.3.23a SEAT CC B(CCBG)S. ... ceeeeeeererieeeertet ettt ettt et e st st e be e seebese s e et et seebeneseeb et s e ebenesbeaeseseebeneseebenesensaneanas 289
9.3.23a1 CC CaPaDIlITIES .....ccveeeeetereeeet ettt et ettt et b e s et b e se et et e b e bt b e e ebeeneneeneas 289
9.3.24 SEAMT DTIME ..t b e et b e e bt b s e h e b e h e e b e e bt e b e e e et bt s e et b b e e b b 290
9.3.25 Start DTMF ACKNOWIEAGE. ......ccveeieeie ettt et et e e s esreenneenteenneeneeenaesneesnnas 290
9.3.25.1 KEYPBA FACIHTTTY ...c.veeeeieteeee ettt et sttt r e 290
9.3.26 SEAT DTIME TEJECL ...ttt et r e se et r e se s r e sr e e r e nresnenenrennene s 290
9.3.27 SEBLUS ...ttt e e R E R R R R R R Rt R e r et R n e r e n e 291
9.3.27.1 AUXITTANY SEEES ......eveeeeiitieee e s e bt e e st r e st n e n e n e n e n e r s 291
9.3.28 21U LS = 10 [ U1 YRS 291
9.3.29 SEOP DTV .t b e et b e e h e b s e bt b e s e e h e e b e e e bt b e e e e ne b e e et b e b e b b 292
9.3.30 SLOP DTMEF GCKNOWIEAGE. ...ttt bbbt bt b e n et b e b 292
9.3.31 WSS T 100 7= o] SR 293
93311 USEI=USEY ..ttt ettt ettt ettt ettt ettt h e e e b et ek e e e be e e eh e e e ae e e b e e e bt e e R e e e Rt e e b e e e Re e e R e e e Re e e eaE e e enneeebeeeneeeaneeeree s 293
9.3.31.2 1Y Ko = - R 293
94 GPRS Mobility Management IMESSAJES........cccuieuieeireerieeieeieseeseesseessesessseesseesseesseasssssssssesssesssesssesssesssssnns 293
94.1 N A= o = (11 S 293
94.11 Old P-TM S| SIQNBLUIE.......c.eeueirireeeereseeeere ettt sre e e eresrese s srese s e sreseesenreseeresreseenennesnenens 294
9.4.1.2 Requested READY tIMEN VEIUE ........ooveiirireeiie ettt 294
9.4.13 QLIRS = = 10 TSSO 294

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 15 ETSI TS 124 008 Vv8.2.0 (2008-10)

94.14
94.2
9421
94.22
94.23
9424
9.4.25
9.4.2.6
94.27
9.4.2.8
9.4.29
9.4.2.10
94211
9.4.2.12
943
9431
944
9441
9.4.5
9451
94511
9.45.2
94521
94522
9.4.6
94.6.1
9.4.6.2
94.7
94.7.1
9.4.8
9.4.9
9491
9.49.2
9493
9.4.10
9.4.10.1
9.4.10.2
9.4.10.3
9.4.10a
9.4.10a1
9.4.11
9.4.12
9.4.13
94.14
94.14.1
9.4.14.2
9.4.14.3
94.14.4
9.4.14.5
9.4.14.6
9.4.14.7
9.4.14.8
9.4.14.9
9.4.15
9.4.15.1
9.4.15.2
9.4.15.3
9.4.15.4
9.4.15.5
9.4.15.6
9.4.15.7
9.4.15.8

Y M O O o7 o ] 11 4TSRS U PP 294
N 1= o o oL o S 294
L Y S S o == 295
Negotiated READY TIMEN .......ciiiie e cieeeestees e e e st sae e e e e aeentesseesseasse e seenseenseensesneeanes 295
ATOCEEEA P-TIMIS] ...ttt e bbbt se bbbt bt e it et bt nbeeaeenee e ennas 295
VIS TABMLITY ...ttt ettt bbbttt e b bbbt e he ek e e e et e se e eb e nb e e ae e e e nb e s beeaeene e e e b e 295
GIMIM CBLISE. ...ttt ettt ettt ettt et e s e s ae e s he e she e see e et eme e e aeeehe e beembeembeembesaeesmeesaeesaeesaeanbeanseans 296
TBB02 VBIUB. ...ttt sttt e e s e e be et et e e neeme e eese e besaeebeeneeneentesseebesaeeneennenteneens 296
Cell Notification (A/GD MOGE ONIY) .....couiiiiiiiiiirereeee et b e e neene s 296
EQUIVAIENT PLIMINS. ...ttt et ettt b et b e st b e bbbt sb e b et b b 296
NEWOIK FEALUNE SUDPPOIT. ... ettt bbbt s b et b b 296
EMErgenCy NUMDEN LISt ........ociiiieiie ettt s e st et te e teeneesne e e e reeneeneeenes 296

R Le e[S (= Y IS g1 0] 107 1 o o I 296
TBBLO VBIUB..... et et b e bt b e it et s e e bt s bt bt he et e e e eb e b eheene e e e nne e 296

F N nc= o o0 0] = (= S 296
Inter RAT handover iINfOrMELION. ..........eiiiiiiiseeee e e st 297
N 1= o == SR 297
TBB02 VBIUB. ...ttt ettt et e e s e e be bt et e e ne et e tese e besaeebeeneenteneesseetesaeeneeneentennens 297
DELACN FEOUESE ...ttt bbb bbbt bbbt b e b st b et b b 297
Detach request (mobile terminated detaCh)..........cooeoeiiiiiiiiri e 297

L 1Y o= = TR USPS 298
Detach request (mobile originating detach) ............ccoiiiiiiirire e 298

L I PR 298

L Y S S o = = USSR 298
== o = oo o) OSSR 299
Detach accept (mobile terminated detaCh) .............ccveeeiiie i 299
Detach accept (mobile originating detaCh).............ccveeiee e 299
P-TM S| real|0Cation COMMIBNG.........cceiiiiieie ettt b bttt sr e sb bt ene e e 299
L Y S S o == P 300
P-TMSI reall0Cation COMPIELE.........coueiiiiieeeriieeerte ettt b e 300
Authentication and CIPNENiNG FEQUESE ........c.eiiriiiriiieert et 300
Authentication Parameter RAND........ooo ittt sre st neeneeneeneas 301
GPRS ciphering Key SEQUENCE NUIMDEN .........coiiiiiirieiete ettt st b e s eb e e sbe e neenens 301
Authentication Parameter AUTN ........oiiiiieie ettt se s steseesaesneeneeneeneas 301
Authentication and CIPhEring FESPONSE..........ciieiieriire e st see s e e e te e e e e sreesseeneeeeesneesseenseeseans 301
Authentication RESPONSE ParaMELEr .........ccviiieie ettt sae et a e e snaesnaesreenneas 302
IIMELSV .ot b bt h e h et e bt bRt R e e e R R bRt b e et bR Rt b et e ns 302
Authentication Response Parameter (EXIENSION).......ccccieiiereereeieeieseeseesee s see e ee e s e e esseeseees 302
Authentication and Ciphering FallUre...........ooue ot s ae e aeeneens 302
Authentication Failure ParameELer ..........coe e e et esraesnaesneas 303
Authentication and CIPNENING FEJECT ........couiiiiriiieeriee e 303
[ENLILY FEOUESE ...ttt bbbt b et b bt b e b e et b et b b 303
[OENEITY FESPOMNSE ...ttt ettt ettt b et b et b et h e e bt e e e e b et e e bt bt e e bbbt et e e eb et e e eb e s s ens 304
ROULING @rea UPHELE FEOUESL .......c.viueeeetieeeertee ettt bbbt b e n et be e 304
Old P-TM S| SIQNBLUIE........c.eiuiiteitieetereee ettt sttt sttt et et e et b e et b se et eb e se et et e se e e et e sbe e ebesnenneneas 305
Requested READY IMEN VAIUE .......c.oiueiiiieeeee ettt sttt s 305
(DL 7= = 11 0 (= TP 305
TIMST SEBEUS. ...ttt bttt ek bt bt h e eh et e s e e se e eb e sheeh e e ae et e e e nb e e besheebe e e ennennea 305
P-TMS] (UMTS ONIY) ..ttt b e bbbt st bt ebe e ne e 305

Y ISR 1 0T o Qo= o 7= o ] L 2 305
PDP CONEEXE SEBLUS .....ceuveeareeeieeiie sttt sttt s sre e nn e e sae e sme e ab e e b e e s n e e b e e nneeneenneenes 306

PS LCS CaahiliTy ..ceeeueeuieieeitest ettt ettt e b bbbt st e e et b nneeh e e e 306
MBIMS COMEEXE SLBLUS......c.veeuteenteeeesieesiee st e sttt eatesae e st e be e besaeesaeesaeesaeesae e st easeeaeesaeasbeenbeebeseeensesnsesnes 306
ROULING @rea UPUELE BCCEPL ........eveueeeertiieiirtetet sttt bbb et b e 306
P-TIMS] SIGNAEUE....c.eeeieeite ettt b e et b et b e bbb e b e bt e bt s b e e e bt s b e b et sb e st et ebe b e e 307

F N F oo = I I Y SRR 307
IVES TABNEITY ...ttt bbbt b e st he b st e bt s b e et b e e et b s b e e e b b 307
List of Receive N-PDU NUMDESS.........ccoiieee et 308
Negotiated READY TIMEr VAIUE .....ccueciiceiceiectie ettt e s et este e sre et teentesnaesnee e 308
GIMIM CBLISE. ...ttt etttk s he e s bt e se e e et e e e e ae e e Re e R e e b e e R e e e e sanesmnesneesmeenneenneereen 308
TBB02 VAIUB...... ettt e bbbt et e b s et e b e e bt e b e e e et e e e b e beeheebe e e e nne e 308
Cell Notification (A/Gh MOAE ONIY) ......eeiuieieiee e sreesaeenaeereens 308

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 16 ETSI TS 124 008 V8.2.0 (2008-10)

9.4.15.9
9.4.15.10
9.4.15.11
9.4.15.12
9.4.15.13
9.4.15.14
9.4.15.15
9.4.16
9.4.16.1
9.4.16.2
9.4.17
94.17.1
9.4.18
9.4.19
9.4.19.1
9.4.19.2
9.4.19.3
9.4.19.4
9.4.19.5
9.4.19.6
9.4.20
9.4.20.1
9.4.20.2
9.4.20.3
94.21
94211
94.21.2
9.4.22
9.5
951
9511
95.12
9.5.2
9521
9522
9523
9.53
9531
9.54
9541
9.54.2
9.5.5
9551
9.5.5.2
9.5.6
9.5.6.1
9.5.7
9571
9.5.8
9581
9.59
9591
9.5.9.2
9.5.93
9.5.94
9.5.10
9.5.10.1
9.5.10.2
9.5.10.3
9.5.10.4
9.5.11
95111

Lo UV 2= = A Y P 308
PDP CONEXE SEBLUS .....eeuveeutieiieeiee sttt sttt m e bt sr e e e s e sae e smeesn e e sr e e nne e b e e nneeneenneenes 308
L AT 0T Q= U LTS o] oo 308
EMErgenCy NUMDEI LISt .......occiiieiie ettt s sttt esneasre e te e e e eeeneeneeenes 308
MBMS CONLEXE SLBLUS......c.veeureriresieesieestee st et r et s e s sre e e e e e sae e sme e sb e e r e e nn e e b e e nesnesnnenaes 308
Requested M S TNfOIMELION ........oiieiie ettt e see s e sra e te e re e reeneeneeenes 308
TBBLO VBIUB. ...ttt ettt e e st te s et et e e neemeenteseeebesaeebeemeeneenteseeseesneeneeneenteneens 309
Routing area update COMPIELE. .........ceiieiiiee et b et 309
List of ReCeiVE N-PDU NUMDEIS........coieeieie et 309
Inter RAT handover iNfOrMEatioN...........cooeiiiiiie e et 309
ROULING @rea UPUELE FEJECT .......eevieieeitieeeert ettt e e 309
TBB02 VAIUB...... ettt ettt bbbt bttt s et bt s bt eb e e e et e e e nb e e bt sheehe e e ennennean 310
GIMIIML SEBEUS. ...ttt ettt e bbbt e e e s e eb e s bt eh e ek e e e et e se e b e s bt eh e e e e b e nbesneene e e ennennen 310
GIMM TNFOIMBLTON ...ttt ettt e et b b aeehe et e e e b e sh e e b e s aeebe e e e b e nbesaesbe e e entennens 310
FUIl NAME FOFr NEIWOTK ...ttt bbb sn et st a e e 311
SNOrt NAME FOr NEIWOTK ........eeeeeiceeeee ettt e b e e e s 311
LOCEI TIMIB ZONE...... ettt ettt bt e et et b e bt e bt b e et e e e b e e b e e b e s e e e e sb e s b e saeese e e et e 311
Universal time and [0Cal TiME ZONE.........ooiiireieeeieeeere ettt s ae e e e 311
LSA TABNEITY ...ttt bbb bbbt bt b e b et et e b e bbb e b b 311
Network Daylight SAVING TIME ....c.coiiieieiereee ettt ettt bbb et b e b b 311
Service REGUESE (UMTS ONTY) ...ttt bbb bbb e 312
PDP CONEXE SLAIUS ......eeeeeeeitieeeiee ettt ettt ettt sae e she e e st e e she e e sae e e she e e saee e sseeeanneesaneesaneesneesnneeas 312
MBIMS COMEEXE SLBLUS. .....cuteenteenteeeesieesiee st esteeteestesaeesteesbe e beeaeesaeesaeesaeesae e et saseeseesaeasbeenbeenbeseesnsesneesans 312
UPHINK BEA SLALUS. ... .eecveeeeeeieesieeie st e sttt te et e st e st e testeseesneesseesseenteessesssasseenseesseenseenseeneeanes 312
SErVICe ACCEPL (UMT S ONIY) woouiieiieie ettt sttt te et et e st e e eeate st e s re e seetesnaesneeenseensensaesnansneas 312
PDP CONEEXE SEBLUS ...ttt sttt s s e e sre e e sae e sme e sn e e b e e s r e e b e e nnesnesnn e e 313
MBMS CONEEXE SLBLUS. ...ttt siee st e st sae e e sre e sn e e ean e eseesbeenr e e be e b e s reeanesnneenes 313
SErVICE REGECE (UMTS ONIY) oottt sttt e e ae s esneenneenteenseenseenansnansneas 313
GPRS Session ManagemMent IMESSAJES. ... ..ccuveurieereerteeieetesaesseesseestesssesassseesseesseasseasssssssssesssenssesssesssesnsssnes 313
ACtiVate PDP CONEXE FEOUESE ......evieetiitiietert ettt ettt e et ne s 313
ACCESS POIMNE NAME. ...ttt ettt ettt b e st b e st bt e st b e e st bt b e e e bt b e e e Rt e b et e bt s b e e e st e b e b enenbe b e e e 314
Protocol CONfigUIation OPLIONS. .......ccerieuiitirieteie sttt st b et sb ettt b e 314
ACtIVALE PDP CONEEXE BCCEPL. ... eivieeeertereeiest sttt sttt b e bbbt b e bt sb e b b se b e e ens 314
] o (0[S 315
Protocol configuration OPLiONS. ..........iieeiiiie et ee ettt esraesre e reereeneeneeenes 315
PaCKet FIOW TABNEITIEN ..o bbb e sr bt e e e 315
ACLIVALE PDP CONEXE FEJECL ... eevieieeeieciesteeste et s e see s e st ste et e s ae s e e s ae e teenteesseesaasse e teenseesseesneenseenseensenns 315
Protocol configuration OPLiONS. ..........iieeiieie et esraesre e e e reeneeneeenes 316
Activate Secondary PDP CONtEXt REQUESE .......ccveeiiieiece ettt et s sre e e nneene e ens 316
LI LTS PP PRPRTURRRPN 316
Protocol CONfigUIation OPLIONS. .......cceieuiitirieteie ettt sttt eb bbb et b b 316
Activate Secondary PDP CONEXE ACCEDE .......ccueeririeirtirieerierieesi ettt ss s s s s sae e enes 317
o LoV L 1= 0 ) 1 S 317
Protocol CONfigUIation OPLIONS. .......cceieuirtirieeeie ettt sttt sb et b et be b 317
Activate Secondary PDP CONEXE REECL........ccueeriirieiriirieiirieeeeriee ettt 317
Protocol CONfigUIation OPLIONS. .......c.eiueiitiriee sttt ettt sb et b e et b 318
Request PDP CONEXE @CIVALION.........cccvieieiieieeie e ee st e se s e se s re et s e e e seebeestessaessaessnesaeesaeenseensenns 318
Protocol configuration OPLiONS...........cieeiieie et ee et st es e sraesre e reeeeeneenneenes 318
Request PDP coNteXt aCtiValion FEJECE..........uccuiiiereeiieseeiese e st e e te e sae et e e e tesaesaesneesneenseenseens 318
Protocol configuration OPLiONS...........cieeiieie ettt eesraesre e be e reeneeneeenes 319
Modify PDP context request (Network to MS direCtion) ..........ccoccveveeireiceeseeeee e 319
PDP BOAMESS ...ttt ettt bt b e h e bt e b se e e bt s bt e heeh e e e e b se e bt e bt et e e e bt b naeene e enne e 319
o LoV L 1= 0 ) 1 S 320
Protocol CONfigUIation OPLIONS. .......cceiieuirierieteie ettt sttt sttt b e 320

LI TP RRRRN 320
Modify PDP context request (M S to Network dir€Ction) .........cccoeoeerenieenenensese e 320
REGUESEEA LLC SAPI ...ttt ettt bt b e et b bbbt b b et be e 320
ReqUESIEd NEW QOS ... .ooii ettt e st e e s te e e s e e sae e seenteenteeseeereenre e reereenneeneennes 320
L I U SUP PRSP 321
Protocol configuration OPLiONS. .........ciieiieie ettt e sttt tesseesse e be e reeseeneeenes 321
Modify PDP context accept (MS to NEtWOrK dir€Ction).........cccveeieeiieceeiiese e ee e e 321
Protocol configuration OPLiONS. .........iiieieeie ettt tesaaesae e te e reeeeeneeenes 321

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 17 ETSI TS 124 008 Vv8.2.0 (2008-10)

9.5.12 Modify PDP context accept (Network to MS dir€Ction) ........c.cecueveeriere e 321
95.12.1 NT= s To = (o @ 01 ST STSR T S 322
9.5.12.2 NEQOLAIEA LLC SAPI ...ttt st sttt st sttt be e 322
9.5.12.3 LYV r=o (Lo TN o o 1 1 S 322
95.12.4 PaCKEL FIOW TBNETEN ... e ettt sttt 322
9.5.12.5 Protocol configuration OPLiONS. .........iiieiiere ettt esreesre e teereeneenneenes 322
9.5.13 MOdify PDP CONEXE REJECE ......cuieeeiriiieiisieiet sttt et bbb 322
95131 Protocol CONfigUIation OPLIONS. .......cceiueirierieeeie sttt et sttt b e et b e 323
9.5.14 Deactivate PDP CONEXE FEOUESE..........ceuerteeeterteeeierteesteste sttt bbb sttt n e sb b 323
9.5.14.1 QL= e (oY T 0T Mo (o P RRSS 323
9.5.14.2 Protocol CONfigUIation OPLIONS. .......cceiueuirerieeeie sttt et et ea bbbt sttt b e 323
9.5.14.3 MBMS protocol configuration OPLIONS..........ccuviiiriesiese e ee e e se et e e e e snesnee e 324
9.5.15 Deactivate PDP CONEEXE @CCEPL ... ..ccviieeeieiieeeieseesee st e stesee s e se e s e eteesaesseasse e beesteensesnaesneesaeesaeenseensenns 324
9.5.15.1 Protocol configuration OPLiONS. .........ciieiieie ettt e sttt tesseesse e be e reeseeneeenes 324
9.5.15.2 MBMS protocol configuration OPLIONS..........ccuviiiriesiese e ee e e se et e e e e snesnee e 324
9.5.15a Request Secondary PDP CONteEXt ACHIVALION ........ccuiiieiieieeiei e sees e eseee e sae e e e s eesne e e sneenseeneens 324
9.5.15.1a LI TR 325
9.5.15.2a Protocol CONfigUIation OPLIONS. .......coerieuiitiriee sttt sttt b e et b e et 325
9.5.15b Reguest Secondary PDP Context ACtiVation REECT...........cciiririiieeiieeeseeee e 325
9.5.15.1b Protocol CONfigUIation OPLIONS. .......ccirieuirtirieeeie ettt st b et b et b e e b 325
9.5.16 Yoo TR 326
9.5.17 Yoo TR 326
9.5.18 Yoo TR 326
9.5.19 Yoo O SRR 326
9.5.20 Yoo O SRR 326
95.21 SIME SEBLUS. ...ttt sttt sttt ettt sttt s etk st e st be s e e Rt Ee s e e Rt e Eeee Rt Re e e Rt e Ee e e Rt ke ee e benee e ebenreneene 326
9.5.22 Activate MBMS CONtEXt REGUESE .......ooceieceie ettt ste et e sttt ae s e te e te e te e e e sneeaeenneens 326
9.5.22.1 MBMS protocol configuration OPLIONS.........c.cuviiirieseee e e e te e ee e seesnneenes 327
9.5.23 AcCtivate MBMS CONEXE ACCEDL .....veeeiieeieceesieestee e ste s see st ste e te e e s te e te e e e e sseessaesseesseesneenseenseensenns 327
95231 MBMS protocol configuration OPLIONS ...........coireiiereese e 327
9524 Activate MBMS CONEXE REJECT ........cueiuiieiiitieeierieieie ettt 328
95241 MBMS protocol configuration OPLIONS ...........coereiierieesere ettt 328
9.5.25 Reguest MBMS CONLEXE ACHVALION ........coiuiriiiriiieriesieeses et 328
95251 (T80 NN ES A o PSSRSO 329
9.5.25.2 MBMS protocol configuration OPLIONS.........c.cuvieiriereere e ee e st te e e sneeseesneeenes 329
9.5.26 Request MBMS Context ACtiVation REJECT ..........ccveiieiice ettt nneeneens 329
9.5.26.1 MBMS protocol configuration OPLIONS.........c.cuviiiriesiesi e se e et et te e snesneeenes 329
10  General message format and information elements COdING.........cccovreriririrererereeeee e 329
101 OVEIVIEW ...ttt ettt s ettt b e ae e st e st e se e teseeebe e et emeem e e e emeeseeebeeaeemeen e e e eneeseeebeeneensesesesaesneeneeneenseseens 329
10.2 L oot I D TR o ] a1 =1 o R 330
10.3 Skip indicator and tranSaCtioN THENEITIEN ..o 330
1031 S N o T o [T o) SO TSSOSO P SR P TSR PT ST 330
10.3.2 I 5= o T (g (= USSP 330
104 Y (S S= o T Y o T PSPPSR 330
105 Other INfOrmMation ElEMENTS. ..ot b bbbt et e e e b et shesbe e e ennennen 334
1051 Common INFOrMELION BIEMENES.........eiueieeieeree e et eb et see b e enne e 335
105.1.1 (0= T L= 01 ] PSPPSR 335
105.1.2 Ciphering Key SequenCe NUMDEY ...........ccieiirieeesieseeseesteesteetesaeseesreeseeseesteseessassnsesseesssensesssenns 336
105.1.3 Location Area ldentifiCation ...........c.ooeiririreee e 336
10514 IMEODITTE TABNEITY ...ttt bbbttt b e bbbt b et et b e 338
10515 Mobile Station ClasSMark L.........ooioieie ettt e e e see st eesaeene e e eneeee 342
10.5.1.6 Mobile Station ClaSSMArK 2.......cc.eoieiiereee et re et et st saeene e et e 344
10.5.1.7 Mobile Station ClassSMark 3.........ooioieeeereee et s re e eesee st st saeeae e et e 347
10.5.1.8 SPAIE HAIT OCLEL ... .ottt et et b e et b e et b e e bbb e b b ne bt b nneneas 358
10.5.1.9 Descriptive group or broadcast Call FEFEreNCe.........ooi i 359
10.5.1.10 Group CIpher KEY NUMDEN .........eiiieieeieeees e ees e sstesee e e steesteetessaesseesseesseeseesesssessaesaeessnesseensesnsenns 360
10.5.1.10a PD @nd SAPI $(CCBO)P ..o ettt sttt st sttt sttt st st st st se st e e sbe st e s sbesae e sbenbenens 361
105.1.11 PHIOMEY LEOVED ..ottt sttt s e ettt e ettt e st et e te e besbe e e 362
10.5.1.12 Core Network System Information (UMTS ONlY).....coceiiiiieiie e 362
105.1.121 CN Common GSM-MAP NAS system information ...........ccceceeieereeneeieeiesee e 362
10.5.1.12.2 CS domain specific System iNfOrMELIiON..........ccveuieieciesie e et 363

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 18 ETSI TS 124 008 Vv8.2.0 (2008-10)

10.5.1.12.3 PS domain specific system infOrMation ..........ccocceieieieiiesee et 363
105.1.13 PLIMIN LISttt ettt sttt sttt sttt st et s b et b st et e b s b et e b e e e nenbesbeneebesbe e ebenbenene 364
105.1.14 NAS CONLAINET TOF PSHO ...t bbb e et 365
10.5.2 Radio Resource management information €lementS. ..........cocvveeiieeneeie e e 366
10.5.3 Mobility management information ElEMENLS. ...........coieiieieiie e e eee e 366
105.3.1 Authentication parameter RAND ..........ooiiiiie ettt sre e steenaeenaeenaessaesseesnees 366
105311 Authentication Parameter AUTN (UMTS authentication challenge only) .........cccocvevneneicnieee 366
10.5.3.2 AULhentiCation RESPONSE PAIAIMELEY ........c.ciirieiriereeieieriee ettt ettt bess et b e se b nn e 367
105321 Authentication Response Parameter (extension) (UMTS authentication challenge only)............. 368
10.5.3.2.2 Authentication Failure parameter (UM TS authentication challenge only) .........cccoooveoiennenienne 368
10.5.3.3 OIS VLol §Y o= PP P TP SRUPTPRSTUPPRON 369
105.34 T 1= 01 Y Y o= SO RTS 369
10.5.35 (o Tor= 1o RN ol = 1 0NN =P 370
10.5.3.5a NEEWOIK NBITIE ...ttt bt b et e et b e bt eb e s bt e ae e e e sb e b e saeeae e e et e 370
10.5.3.6 REFECE CAUSE. ...ttt ettt sttt st st stttk e st e bt s bese e bt s be st e bt s be s e nesbeste st ebesbe e ebenbenene 371
10.5.3.7 FOIOW=0N PIOCEEA ...ttt bbb bbbt e e sr e b bt ebe e e e e 372
10.5.3.8 THIMNIE ZONE.... ettt bbb h bt s e e b e bt eh e e h e e ae e b e eE e R e eR e b e e Re et et e Rt bt eheene e e e nrennea 373
10.5.3.9 TIME ZONE AN TIME...c. ettt s e et e s ae et e et e eeseeseesbeeaees e e e enteseessestesaeeneeneenseneens 373
10.5.3.10 (O3 1Y o= 010TESS [o] o PN SO SO U R PTSTP T PUSRUPTPRSTUPPRON 374
10.5.3.11 IS YN o 1= 0111 1 TSRS 375
10.5.3.12 DayligNt SAVING TIME ..ottt ettt b e st b e bbbt b e bbbt be b 375
10.5.3.13 EmMergency NUMDEE LIS ......coiiiiiiieeese ettt sttt 376
10.54 Call control iNformMation BEMENES ..........oiiieieeeee et eesbesaesre e e eneeseens 377
1054.1 EXIENSIONS Of COUBSELS ...ttt bbbt bbbt e sr b st b e e e e e 377
10.5.4.2 LOCKING SNIft PrOCEAUNE ........eeceeeieeieee et e et te e s e s re e s re e be e te e teereenneeneeanes 377
10.54.3 NON-10CKING SNIft PrOCEAUIE.......c.veeieee et et e e e e reeneeneeenes 378
105.4.4 AUXTTTBIY SEBEES ...ttt ettt ettt se bt e st b et et et e be s be st e sesbe b eneetesbe e ens 379
10.5.4.4a Backup bearer Capability .........ccvieie e a e e 380
10.5.4.4a1 Static conditions for the backup bearer capability |E CONtENtS........ccccoveceveeenieriee e 388
10.54.5 BEArer CapAITITY ....ecviieeeeeeieeeete e bbb et p e b 388
105451 Static conditions for the bearer capability IE CONENLS ...........coviriiriniiiriieseee s 403
10.5.4.5a Call Control CapabilitiES........c.civiirierieieerieeee ettt b e et se bbb sreseeneas 403
10.5.4.6 (08 S - 1 TSRO 404
10.54.7 Called Party BCD NUIMIDET ........cccceitieeerie ettt ettt eb b et sb e e b sbe e st et se et e sae e ebesaenneneas 405
10.5.4.8 Called party SUDAOAIESS.........ccoiee ettt e e e teenteeaesneesneesneenseensenns 407
10.5.4.9 Caling party BCD NUMDEL .........ooiiiiei ettt es e e et aeentesnaessaesneesneesseenseensenns 408
10.5.4.10 Calling Party SUDBOAIESS ........ceieeiieieere et ste e sae et e s e s e s te e te e te e teesesnaesneesneesseenseesenns 409
105.4.11 L0 =TT SR SRS 410
10.54.11a CLIR SUPPIESSION....eeuteetieiteeiteeteeeesseesteesteestees e ssaesseesseesseesseassanseasssassesseesseessesssessesssssnsssssesseessenssenns 415
10.5.4.11b CLIR INVOCELION.......tevetieteseeiiete sttt st ettt eteste e beste e ebesee e ebesaeseebesbeseebeseeeesesbeseesenteseenens 416
10.54.12 CONGESLION TEVEL ...ttt et b et b e et b e bt eb e s b e e b sb e e eb e b e neeneebeneeneas 416
10.5.4.13 (@0 T0T= o1 1=o [N 1U 010 P 416
10.5.4.14 CONNECLEA SUDBAAIESS ... .ottt ettt se e st e st e ae e e et e eeseesbesneenee e eneees 417
10.5.4.15 ot TSRS 417
10.5.4.16 High layer COMPELTDIHTITY .......coceeiiieiieee bbb e 418
10.54.16.1 Static conditions for the high layer compatibility |E CONENES........c.covirieirineriereecsee 419
10.5.4.17 (=Y 0= o I = o1 SO SRS 419
10.5.4.18 (o TV = Y= g ola] 1070 ] o] P 419
10.5.4.19 Y Ko g=To = - F SO SUP U RURURPO 419
10.5.4.20 NOUIFICALTON INOICALON ....c.veeieeeeeeeeeee ettt e e bbbt bt eesb e b saeeae e e e e e 420
10.5.4.21 L 010 =5 S | o o= (o 420
10.5.4.21a RECAll tyPE B(CCTBO)P ... oottt sttt st sttt sttt st ettt e e besbe st esesaeneebesbeneeneas 421
10.5.4.21b Redirecting party BCD NUIMDET ..........cociiiiiiereente ettt ere st sbeseebesnesneneas 422
10.5.4.21c Redirecting party SUDBAOIESS. .........ciueiiiiieieieieeet ettt st be s b b seeneas 422
10.5.4.22 REPEEE TNTICALON ...ttt et b bbbt b e bt b e bt b et b e b et et b 423
10.5.4.22a Reverse Call SEtUP IrECLION........coveiiieiite e bbb bbb 423
10.5.4.22b SETUP ContaiNer S(CCTBO)S......ceiiiiciiieieiste ettt sttt st stesaesestesaesestesaesesseseesesaesaenens 424
10.5.4.23 1S o 0 OSSPSR 424
10.5.4.24 SSVEISION INAICALON ...ttt bt b et b bbbt e b e e e e e e b e sresbesaeese e e e e es 425
10.5.4.25 USEIUSEY ...viueeiieteseeseeteseeieetesee et see s besee st s beseeseebeseeseebeseeseebeseeseebese e Rt e Eese e st e he s e e bt ebeseeneebesbeneebesbeneebenbeneene 425
10.5.4.26 Alerting Pattern SINTA)S ...ttt bttt 426
10.5.4.27 Allowed aCtiONS BICTBO)S.......eoeiiiieiiriiiet ettt bbbt st e et st 427

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 19 ETSI TS 124 008 Vv8.2.0 (2008-10)

10.5.4.28
10.5.4.29
10.5.4.30
10.5.4.31
10.5.4.32
10.5.4.33
10.5.4.34
10.5.4.35
10.55
10.55.1
10.5.5.2
10.55.3
10.55.4
10.55.5
10.5.5.6
10.5.5.7
10.5.5.8
10.5.5.8a
10.55.9
10.5.5.10
10.5.5.11
10.55.12
10.5.5.12a
10.5.5.13
10.5.5.14
10.5.5.15
10.5.5.16
10.5.5.17
10.5.5.18
10.5.5.19
10.5.5.20
10.55.21
10.5.5.22
10.5.5.23
10.5.5.24
10.5.5.25
10.5.6
10.5.6.1
10.5.6.2
10.5.6.3
10.5.6.4
10.5.6.5
10.5.6.6
10.5.6.7
10.5.6.8
10.5.6.9
10.5.6.10
10.5.6.11
10.5.6.12
10.5.6.13
10.5.6.14
10.5.6.15
10.5.6.16
10.5.7
10.5.7.1
10.5.7.2
10.5.7.3
10.5.7.4
10.5.7.5
10.5.7.6
10.5.7.7

SEFEAM TABNEIFIEN ...ttt et bbbt b e e b sb e b e s it e se e e b e 428
Network Call Control CapabilitiES.........ccceiveiieciei e ee e 428
CALISE OF INO CLI ..ttt bbbttt se bbb ae b e e e e e e b e sb e b e sae e s e e e e e e 429
LV 26 o IR TP P TP URTURRRPN 429
ST o]0 lo g (0 [ wla T (= ol 11 PR 429
SEIVICE CABLEJONY ..veeuveiueeiueeieeesteesteete e e estesseessaesseesteesseaesaseesseeaseanseenseesseessesseesaeesseensesnensneesseesseansennsenns 430
o S 431
Network-initiated Service Upgrade iNiCALOT. ..ot 431
GPRS mobility management information elements.............coiiieiiineninee e 432
N 1= ot a1 = U RSP 432
ATEACN LY ..ttt b e bR bR b et bbb b 432
L@ To o< T 0T = oo 1 1 o PR 433
TIMST SEBLUS. ...ttt bbb bt h e st s e e e et e s bt eh e eb e s ae e s e e s e s et e eb e e beeheene e e e ntennea 434
1= o 1 1Y/ 0= 434
(D] 7= = 11 0 (= TR 435
L0 Lo (o I =100 | )V 437
L Y S S o = = 437
P-TIMSI SIGNAEUIE 2.ttt ettt st b et b e bbbt b e b e b e s s et b st et e b b 438
[ABNLITY LY 2 ...ttt bbb bbbt bbb et b e b st bt et b e 438
IMEISV TEOUESE ...ttt et b e r et ne e e e n e sr e er et an e e e nes 439
ReCEIVE N-PDU NUMDEIS TS ..ottt sttt se et saesne e enee e 439
M S NELWOTK CAPEDITITY ....cveeeieetiieee et et ettt n e 440
MS Radio ACCESS CAPADITITY .....eivieeeiitiieie ittt bbb et 442
R0 S TR SRR 453
GIMIM CBLISE. .....eeeeetee ettt ettt s e s bt she e sa e e et e e e e an e e R e e e R e e b e e b e e e e e e e sanesnnesneenneenneereen 453
RoUting area identifiCatioN .........c.cviie it e et e reene e enes 454
R0 PSRRI 456
L 0T = L === 456
L0 r= (1Y = S 457
Y O (== g Lo 0] o PRSP 458
S AV Loy o= OSSOSO T PO P TP SRUPTPTPURPRON 458
(O | I Lo 1) {07 1 o o TR 459
PS LCS Capalility .....ceeueeeeieeeeie ettt sttt bbbt b e 459
NEIWOIK FEALUNE SUDPPOIT. ... ettt b bbb 460
Inter RAT infOrmation COMTAINES .........cuiiiieiiitere ettt bbb et st ne e 461
Requested M S iNFOrMELION .....cc.eiie ettt e et e sne e e e reeneenneenes 462
Session management iNfOrmMation El@MENTS.........ccviiiie e ee e 462
oo =SS oo ] 1 7= 1 = PSR 462
Network service access POIiNt IdENLITIEN........c.ccvecieiire e e 462
Protocol configuration OPLIONS...........ciieiieie et sae e re e re e teereeneenneenes 463
Packet data ProtOCOI AOOMESS.........ciiirieirie ettt ettt et b e b 467
QUAITEY OF SEIVICE.....eeieietiieeiet ettt ettt b e et b e et b e et b e se et b e sb et et e sb e e eb e s b e neebeebesneneas 468
Y = T TR PRURSPSIN 477
012 o I PSSR 479
SPBIE ..ottt E R R e E e R R e R R e e e e r e Rt R Rt r e n s 479
LLC service access POINt IHENLITIEN .......ooviiiiee e 479
TEAN AOWN INAICALON ...ttt b bbb se e b e s bt eb e et e e et e sb e besbeene e e ennennea 480
Packet FIOW TABNLITIEN ..ottt b e b bbb e 480
TraffiC FIOW TOMPIALE .....eeceee et e e s re et et e et eeneesnaesraesneas 4381
Temporary Maobile Group 1dentity (TMGI) ......cooeeiieiieceee e 4386
MBMS bearer Capabiliti€S........cueiueieeiee ettt e e et e e ne e enes 4386
MBMS protocol configuration OPLtIONS.........c.cuvieeeieseeseese e ettt e e sraesreesreeeeeneeenes 487
Enhanced network service access point identifier ... 488
GPRS Common infOrmation €lEMENLS...........cooiiiiiiieeee et e e s ee e eneeneens 488
PDP CONEEXE SLAIUS ......eeeutee et ettt ettt ettt ettt sae e e st e e sae e e sse e e sae e e sae e e saseesmseesaseesnneesabeesnneesneeenneeas 438
RAIO PIIOMTTY ...ttt et b e et b e et b e bt b et b e e et b s b e et be e 489
LT ST I T 0 R 4389
GPRS TIIMEY 2.ttt ettt s e bbbt s bt st e e e e e b e sh e eb e e bt eb e e ae e e e b e sbeebesaeene e e enee e 490
L0 o o T 1 Y2 490
MBMS CONLEXE SLALUS.......veeureeieesiee st stee sttt e s b e e sre e sre e e se s saeesreenreen e e re e resresnesnneanes 491
Lo T N0 == T (R 492

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 20 ETSI TS 124 008 Vv8.2.0 (2008-10)

11 LiSt Of SYSIEM PArGIMELENS. ......ccuiiieeieciecie ettt st e e s te e ae et e s teeatesbeeae e tesreenaeseesneennesreenes 493
111 Timers and counters for radio reSource MaNAJEMENL...........eiieeieereereereeeeeeeesreesee e e e eeesaeseesseesseenseenseens 493
11.2 Timers of MObIlity MANBOEIMENT .........ccieii et e et e st e e e teesessaesreesreesseenseensenns 493
11.21 Timer T3240 and TIMEN T324L ...ttt e st teseeseesaeenee e eneeseesbesaesaeeseeneenseneens 494
11.2.2 Timers of GPRS MObility ManagEmMENT ..........ooviiiiieiriieereee e e 496
11.2.3 Timers of GPRS SESSION MENGGEMENT .........eiuiuiitirieiirtereeeet ettt e bbbt s st ss s se b s s b e e ens 500
11.3 Timers of circuit-switched Call CONLIOL...........o.oiie e e 502
Annex A (informative): Example of subaddressinformation element coding........cccccccoevvrvennne. 504
Annex B (normative): Compatibility CheCKiNG.......cocveiiceee e 505
= 700 R 111 0o (1 o PP 505
B.2 Calling side compatibility CRECKING ..........coiiiiiieieici e s 505
B.2.1 Compatibility checking of the CM SERVICE REQUEST MESSA0E .......cccvertieieeieseesieesieeieseeseesseesseeneeenns 505
B.2.2 Compatibility/Subscription checking of the SETUP MESSAJE .....c.cveieeieeriieieeeeseesie e ses e e e ssee e 505
B.3 Caled side compatibility CHECKING ......ceeouiiiiiieiiciese ettt ene 505
B.3.1 Compatibility checking with addressing iNfOrMation. ..o e 506
B.3.2 Network-to-M S compatibility ChECKING ..o 506
B.3.3 User-to-User compatibility ChECKING. ......c.ciiiiiiee s 506
B.4 Highlayer compatibility CRECKING .........coiiiiiieeieeee s 506
Annex C (nor mative): Low layer information coding prinCiples........ccoeoeiiinininieneneneseeens 507
O R . U1 o0 =PTSRS 507
(O 1 0ToiT o= 507
c21 Definition of types of INfOrMBLION.........ccviiiiiece et sae e teeteenaeeneesraesneas 507
C22 EXamination DY NEIWOTK .........coiiiiiiiie et b ettt nn s 507
C.23 Location of type | INFOIMBLION ........c.oiiriiiiie et 508
C24 Location of types Il and [T infOrmMation ... 508
C.25 Relationship between bearer capability and low layer compatibility information elements...........c.cccoeeeee. 508
Annex D (informative): Examples of bearer capability information eement coding.................... 509
D.1 Coding for speech for afull rate support only mobile Station...........cccevveiererenereeeeeeeee e 509
D.11 Mobile station t0 NELWOIK GiFECHION .........coiieieieeeeeeeee ettt e e e st e e eneeneeneas 509
D.1.2 Network to mobile Station AIFECLION .........c..oi i e 509
D.2 Anexample of acoding for modem access with V22-bis, 2,4 kbit/s, 8 bit no parity..........ccccceeeennenee. 510
D.21 Mobile station to network direction, data compression alOWEd ...........cccceveeveeii e 510
D.22 Network to mobile station direction, data compression POSSIDIE ..o 511
D.3 Anexample of acoding for group 3 facsimile (9,6 kbit/s, transparent)...........ccceoevcvreecenenceneseenen. 512
D.31 Mobile station t0 NELWOIK GiFECHION .........coviieieeeeeeeeeee ettt e e e ste e e eneeneeneas 512
D.3.2 Network to mobile Station AIFECLION .........c..oiiii e e 513
Annex E (informative): Comparison between call control procedures specified in 3GPP TS

24.008 and ITU-T Recommendation Q.931.........ccccevvreevenrnceennneeeeene 514
Annex F (informative): A/Gb mode specific cause valuesfor radio resource management ......... 518
Annex G (informative): 3GPP specific cause values for mobility management...........cccccoccevenee 519
G.1 Causesrelated to MSidentifiCatioN..........cccuvieiiririere et eesne e 519
G.2 Causerelated to SUDSCIiPLioN OPLIONS..........cciiiiiiiceecie ettt s e e ne e 519
G.3 Causesrelated to PLMN specific network failures and congestion/Authentication Failures............... 520
G.4 Causesrelated t0 NALUIE OF TEOUESL............ooieeeieieriesie ettt b e sn e b e nn e 520
G.5 Causesrelated tO INVAlIO MESSAGES .......cccciriririeriesierre sttt et ss e e e e b enenn e nenne e 520
G.6  Additional cause COUES TOr GIMM ......cc.oiiiiiieiirenese ettt sttt a e 521

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 21 ETSI TS 124 008 V8.2.0 (2008-10)
Annex H (informative): 3GPP specific cause valuesfor call control..........ccceeceveevevecceece e, 522
L 0 R N (o T 7= = SR 522
H.1.1 Cause No. 1 "unassigned (unallocated) NUMDEN™ ..o 522
H.1.2 Cause NO. 3"N0 rOULE tO AESHINGLTION" ........oeeeeereiee ettt eee st e aesaesre e e eneeneens 522
H.1.3 Cause NO. 6 "channel UNaCCEpLabIE” ..........oo e e 522
H.14 Cause No. 8 "operator determined Darring"” ..o e 522
H.1.5 Cause N0.16 "Normal Call ClEAMNNG" ........coirieiriiieree bbbt 522
H.1.6 CALISE NO.L7 "USEN DUSY" ...ttt ettt b et b et s et e e s be b et be b e ens 522
H.1.7 Cause NO. 18 "NO USEr FESPONUING" ......eeiteeireeieerieeieeeieeseeseesteeste e e etesseessaesseesseesseeseasseassessaessensseessessesnesanes 522
H.1.8 Cause NO. 19 "user alerting, NO @NSWEL" .........cuoiiereerte e eesee s e s e s e e stesreeseesseesse e teenteentessaesreesseenseesesneeanes 522
H.1.9 Cause NO. 21 "Call FEECLEA" ..ottt e e e s e s se e te e teeseeeraesreesteenteenseeneeenns 523
H.1.10  Cause NO. 22 "nUMDEr ChanGEd" ...........ooeeiieii ettt s sttt eera et e e be e teenteeneenneenes 523
H.111  CauSe NO. 25 "PreE-@mMPLiON" .. ....oeeiieiieeertete sttt bt b e st b bbb e s et b e b et b b 523
H.1.12  Cause NO. 26 "NON-SeleCted USEr ClEAMNNG" .........couiirierieieieriee sttt 523
H.1.13  Cause NO. 27 "destination OUL OF OFTEI" ...........oovi ittt e e see e e eneeseens 523
H.1.14  Cause No. 28 "invalid number format (incomplete NUMDEN)" ... 523
H.1.15  Cause NO. 29 "faCility FEECLEA" .......coiieiirieeer e bbbt 523
H.1.16  Cause No. 30 "response to STATUS ENQUIRY ™ ...t 523
H.1.17  Cause NO. 31 "normal, UNSPECITIEA" .....cc.eeieeieece et st ettt e e reene e enes 523
H.2 Resource UNavailabl@ CIaSS..........cociiiriiiii ettt 523
H.21 Cause No. 34 "no circuit/channel availabl€” ..o e 523
H.2.2 Cause NO. 38 "NEtWOIK QUL OF OFAEI™ .......oieieeeeeeee ettt see e e enee e 524
H.2.3 Cause NO. 41 "temporary FAIUPE" ..ot sae e e eneeneens 524
H.24 Cause No. 42 "switching equi pment CONGESHION" .........cc.eiieiererere et ree et see st aesaesre e eneeseens 524
H.25 Cause No. 43 "access information diSCarded” ...........coeoeeeereie e 524
H.2.6 Cause No. 44 "requested circuit/channel not available” ..o 524
H.2.7 Cause No. 47 "resource unavailable, UNSPECITIed" ....... ..o 524
H.3 Service or option Not availabl@ ClaSS..........cceciiciiiececce e e 524
H.3.1 Cause No. 49 "quality of Service UNavailabl " ..o e 524
H.3.2 Cause No. 50 "Requested facility NOt SUDSCHDEA" ..........coeeiiiee e 524
H.3.3 Cause No. 55 "Incoming calls barred within the CUG" ... 524
H.34 Cause No. 57 "bearer capability NOt aUthOriZEd".............ooieee e e 525
H.35 Cause No. 58 "bearer capability not presently availabl€"...........c.ooeieiiee e 525
H.3.6 Cause No. 63 "service or option not available, uUnspecified" ... 525
H.3.7 Cause No. 68 "ACM equal to or greater than ACMIMAEX" ........ccoioeieeirieerere et see e eneeneens 525
H.4  Service or option NOt iMPIEMENE CIESS.........ccueiiiiiiir s 525
H.4.1 Cause No. 65 "bearer service Not implemMented” ...........ccv o e 525
H.4.2 Cause No. 69 "Requested facility not implemented” ... e 525
H.4.3 Cause No. 70 "only restricted digital information bearer capability isavailable”...........cooovvceveveice i, 525
H.4.4 Cause No. 79 "service or option not implemented, UNSPeCified"” ...........oooieieiiierinree s 525
H.5 Invalid message (e.g., parameter out Of range) Class..........cooeiereieeiieieninese s 525
H.5.1 Cause No. 81 "invalid transaction identifier VAIUE" ..........ccoo i 525
H.5.2 Cause NO. 87 "user Not MEmMbBEr Of CUG" ...ttt s e st st sbe e naeneens 526
H.5.3 Cause No. 88 "incompatible destination” ............cocieiiecieie e re e e s 526
H.54 Cause No. 91 "invalid transit NEtWOrk SElECION" ..........ouiiieee e e 526
H.5.5 Cause No. 95 "semantically INCOMTECt MESSAGE" .......eoueeueerierierierterte sttt sttt b b et sb e e e e 526
H.6 Protocol error (€.g., UNKNOWN MESSAJE) ClESS.......cecvuiiiiiieiiisieesie s et ee st e te et reeeeste e e sresreens 526
H.6.1 Cause No. 96 "invalid mandatory informMation"” ..o 526
H.6.2 Cause No. 97 "message type non-existent or not implemented” ... 526
H.6.3 Cause No. 98 "message type not compatible with protocol State"...........ccooeviiiiiiineeeee e 526
H.6.4 Cause No. 99 "information element non-existent or not implemented” ... 526
H.6.5 Cause NO. 100 "CONAitioNal IE @FTOI" ........coeieeiereee sttt ettt se et seesbesse s e seeseesaesaesseeneeneeneens 526
H.6.6 Cause No. 101 "message not compatible with protocol State” ..........ccccevieiieiieeie s 527
H.6.7 Cause NO. 102 "reCOoVErY ON LIMEr EXPITY" ....c..eeieiee e see st este e e este e see e e saeesseeeeesaesseesseesreesseeseeneeeneeanes 527
H.6.8 Cause NO. 111 "protocol error, UNSPECITIEA™ ........ccui et 527
(o T 01 (= Vol g To o =SS 527
H.7.1 Cause No. 127 "interworking, UNSPECITIEA" .......ceoiriieiiiiere bbb 527

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 22 ETSI TS 124 008 Vv8.2.0 (2008-10)

Annex | (informative): GPRS specific cause valuesfor GPRS Session Management................... 528
.1 Causesrelated tO NAUIE OF FEQUESL..........cceeii ettt et re e s re e besre e e e s reeeesreenes 528
[.2  Causesrelated t0 iNValid MESSAGES ........oiviiriieieieireei ettt sr et n e r e enes 530
Annex J (informative): Algorithm to encode frequency list information elements..........cc.cccc.... 531
Annex K (informative): Default Codings of Information Elements.........ccccoeevicieiiievececce e 532
K.l Common infOrmation &l EMENTS. .........ooiiieieieeese ettt sre e ae e e eesneeneeseeenes 532
K.2 Radio Resource management information &l emMENtS. ..........coeierreeininineses s 532
K.3 Mobility management information ElemENtS............cceiiieeiiieeie s st 532
K.4 Call control information BlEMENES. .........coiiiiiieeeener et 533
Annex L (normative): Establishment cause (1u Mode ONlY) ......cccooeeviiiiieie s 535
L.1  Mapping of NAS procedure to RRC establishment cause(lu mode only).........c.cccvveveivniinniiencnenn, 535
Annex M (normative): Additional Requirementsfor backward compatibility with PCS 1900 for

NA FeVISION OME ...t 537
Annex N (normative): Ranking of reject causesfor Location Registration (MM and GMM) in a

SNAIr €A NEIWOT K ...ttt nne e 538
Annex O (normative): 3GPP capability exchange protocol...........cccovveeeeieecese e 539
(O I RS oo o =TT S PRUSPR 539
0.2 USEr-User ProtOCOl CONTENES........ccuieeeiieeteestesteete st eeeste st e st e steesaestesseesbesseessessessessesssessesteensessesseensessenns 539
0.3 Information element iAENTITIEN.........ccoiieeee e e 539
O.4  INfOrMation BIEMENLS........ooieieieee ettt st e seesae st e tesseeneesteeneeseesreeneensesreensensens 540
041 S 8 o = I N T L= = RS 540
0.4.2 Radio environment Capalility ..........ocveiieieeie et sae e s ae e ae et et aaeeneenraenneas 541
0.4.3 L0 ] SR or= o= o1 11§V £= o] o S 541
044 YIS = L1 TSP POPR 542
0.5 Handling of unknown, unforeseen, and erroneous ProtoCol data...........ccceveeereieeieesesieeseseese e 543
051 LT 0T U PRRR 543
0.5.2 Not supported IES, UNKNOWN TEIS .......c.oiiiiiiiiieeieiesieeete sttt st b e e ebe b seene s 543
053 REPEBLEA TES.....ccveeeeeeteseeeet ettt b et b e et b e s e e st eb e s e e st eb e s e e he e bt s e e e eb e s R e e b e e R et ekt ehe e bt ebenrene s 543
054 SYNEBCLICAIY TNCOITECE TES.....c.ecuiitieeiiitieeiee ettt bbbt bbbt b b 544
0.55 SEMANtICAlY TNCOITECT TES.......ecuiiiiiciiitiei ettt b et b et b e 544
Annex P (informative): ChangE RECON ..o s 545
[ 11 (TP 553

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 23 ETSI TS 124 008 Vv8.2.0 (2008-10)

Foreword
This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

The present document includes references to features which are not part of the Phase 2+ Release 96 of the GSM
Technical specifications. All subclauses which were changed as aresult of these features contain a marker (see table
below) relevant to the particular feature.

The following table lists all features that were introduced after GSM Release 96.

Feature Designator
BA Range |E handling $(impr-BA-range-handling)$
Advanced Speech Call ltem $(ASCI$
Call Completion Busy Subscriber $(CCBS)$
Mobile Assisted Frequency Allocation $(MAFA)$
Network Indication of Alerting in MS $(NIA)S
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1 Scope

The present document specifies the procedures used at the radio interface core network protocols within the 3
generation mobile telecommunications system and the digital cellular telecommunications system.

It specifies the procedures used at the radio interface (Reference Point Um or Uu, see 3GPP TS 24.002 or 3GPP TS
23.002) for Call Control (CC), Mobility Management (MM), and Session Management (SM).

When the notations for "further study" or "FS" or "FFS" are present in this TS they mean that the indicated text is not a
normative portion of the present document.

These procedures are defined in terms of messages exchanged over the control channels of the radio interface. The
control channels are described in 3GPP TS 44.003 and 3GPP TS 25.301.

The structured functions and procedures of this protocol and the relationship with other layers and entities are described
in general termsin 3GPP TS 24.007.

1.1 Scope of the Technical Specification

The procedures currently described in this TS are for the call control of circuit-switched connections, session
management for GPRS services, mobility management and radio resource management for circuit-switched and GPRS
Services.

3GPP TS 24.010 contains functional procedures for support of supplementary services.
3GPP TS 24.011 contains functional procedures for support of point-to-point short message services.
3GPP TS 24.012 contains functional description of short message - cell broadcast.

3GPP TS 44.060 [ 76] contains procedures for radio link control and medium access control (RLC/MAC) of packet data
physical channels.

3GPP TS 44.071 [234] contains functional descriptions and procedures for support of location services.

NOTE: "layer 3" includes the functions and protocols described in the present document. The terms "data link
layer" and "layer 2" are used interchangeably to refer to the layer immediately below layer 3.

1.2 Application to the interface structures

The procedures defined in the present document apply to the interface structures defined in 3GPP TS 44.003 and
3GPP TS 25.301. They use the functions and services provided by lower layers defined in 3GPP TS 44.005 and

3GPP TS 44.006 or 3GPP TS 25.331 [23c], 3GPP TS 25.322 and 3GPP TS 25.321. 3GPP TS 24.007 [20] gives the
general description of layer 3 (A/Gb mode) and Non Access Stratum (lu mode) including procedures, messages format
and error handling.

1.3 Structure of layer 3 procedures

A building block method is used to describe the layer 3 procedures.

The basic building blocks are "elementary procedures’ provided by the protocol control entities of the three sublayers,
i.e. radio resource management, mobility management and connection management sublayer.

Complete layer 3 transactions consist of specific sequences of elementary procedures. The term "structured procedure”
is used for these sequences.

1.4 Test procedures

Test procedures of the GSM radio interface signalling are described in 3GPP TS 51.010 and 3GPP TS 51.02x series.
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1.5 Use of logical channels in A/Gb mode

Thelogica control channels are defined in 3GPP TS 45.002 [32]. In the following those control channels are
considered which carry signalling information or specific types of user packet information:

i) Broadcast Control CHannel (BCCH): downlink only, used to broadcast Cell specific information;

ii) Synchronization CHannel (SCH): downlink only, used to broadcast synchronization and BSS identification
information;

iii) Paging CHannel (PCH): downlink only, used to send page requests to Mobile Stations (M Ss);

iv) Random Access CHannel (RACH): uplink only, used to request a Dedicated Control CHannel;

v) Access Grant CHannel (AGCH): downlink only, used to allocate a Dedicated Control CHannel;

vi) Standalone Dedicated Control CHannel (SDCCH): bi-directional;

vii)Fast Associated Control CHannel (FACCH): bi-directional, associated with a Traffic CHannel;

viii)  Slow Associated Control CHannel (SACCH): bi-directional, associated with a SDCCH or a Traffic CHannel;
iX) Cell Broadcast CHannel (CBCH): downlink only used for genera (not point to point) short message information;

x) Notification CHannel (NCH): downlink only, used to notify mobile stations of VBS (V oice Broadcast Service)
calsor VGCS (Voice Group Call Service) calls.

Two service access points are defined on signalling layer 2 which are discriminated by their Service Access Point
Identifiers (SAPI) (see 3GPP TS 44.006):

i) SAPI 0: supports the transfer of signalling information including user-user information;
i) SAPI 3: supports the transfer of user short messages.

Layer 3 selects the service access point, the logical control channel and the mode of operation of layer 2
(acknowledged, unacknowledged or random access, see 3GPP TS 44.005 and 3GPP TS 44.006) as required for each
individual message.

1.6 Overview of control procedures

1.6.1 List of procedures
The following procedures are specified in the present document:
a) Clause 4 specifies elementary procedures for Mobility Management:
- mobility management common procedures (subclause 4.3):
- TMSI redlocation procedure (subclause 4.3.1);
- authentication procedure (subclause 4.3.2);
- identification procedure (subclause 4.3.3);
- IMSI detach procedure (subclause 4.3.4);
- abort procedure (subclause 4.3.5);
- MM information procedure (subclause 4.3.6).
- mobility management specific procedures (subclause 4.4):
- location updating procedure (subclause 4.4.1);

- periodic updating (subclause 4.4.2);
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b)

d)

- IMSI attach procedure (subclause 4.4.3);

- generic location updating procedure (subclause 4.4).

connection management sublayer service provision:

- mobility management connection establishment (subclause 4.5.1);
- mobility management connection information transfer phase (subclause 4.5.2);
- mobility management connection release (subclause 4.5.3).

GPRS specific mobility management procedures (subclause 4.7):

- GPRS attach procedure (subclause 4.7.3);

- GPRS detach procedure (subclause 4.7.4);

- GPRS routing area updating procedure (subclause 4.7.5).

GPRS common mobility management procedures (subclause 4.7):

- GPRSP-TMSI reallocation procedure (subclause 4.7.6);

- GPRS authentication and ciphering procedure (subclause 4.7.7);

- GPRSidentification procedure (subclause 4.7.8);

- GPRSinformation procedure (subclause 4.7.12).

Clause 5 specifies elementary procedures for circuit switched Call Control comprising the following elementary
procedures:

mobile originating call establishment (subclause 5.2.1);
mobile terminating call establishment (subclause 5.2.2);
signalling procedures during the active state (subclause 5.3):
- user notification procedure (subclause 5.3.1);

- call rearrangements (subclause 5.3.2);

- DTMF protocol control procedure (subclause 5.5.7);

- in-cal modification (subclause 5.3.4).

call clearing initiated by the mobile station (subclause 5.4.3);
call clearing initiated by the network (subclause 5.4.4);
miscellaneous procedures:

- in-band tones and announcements (subclause 5.5.1);

- status enquiry procedure (subclause 5.5.3);

- call re-establishment procedure (subclause 5.5.4).

Clause 6 specifies elementary procedures for session management:

GPRS session management procedures (subclause 6.1):
- PDP context activation (subclause 6.1.3.1 and 6.1.3.2);
- PDP context modification (subclause 6.1.3.3);

- PDP context deactivation (subclause 6.1.3.4).
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- MBMS context activation (subclause 6.1.3.8);
-  MBMS context deactivation (subclause 6.1.3.9).

The elementary procedures can be combined to form structured procedures. Examples of such structured procedures are
givenin clause 7. This part of the present document is only provided for guidance to assist implementations.

Clause 8 specifies actions to be taken on various error conditions and also provides rules to ensure compatibility with
future enhancements of the protocol.

1.7 Applicability of implementations

The applicability of procedures of the present document for the mobile station is dependent on the services and
functions which are to be supported by a mobile station.

1.7.1  Voice Group Call Service (VGCS) and Voice Broadcast Service
(VBS)

Voice Group Call Service and Voice Broadcast Service are applicable in A/Gb mode only.

For mobile stations supporting the Voice Group Call Service or the VVoice Broadcast Service, it is explicitly mentioned
throughout the present document if a certain procedure is applicable only for such a service and, if necessary, how
mobile stations not supporting such a service shall behave.

For VGCS and VBS, the following possible mobile station implementations exist:
- support of listening to voice broadcast calls (VBS listening);
- support of originating a voice broadcast call (VBS originating);
- support of listening to voice group calls (VGCS listening);

- support of talking in voice group cals (VGCS talking. This always includes the implementation for VGCS
listening);

- support of originating a voice group call (VGCS originating. This always includes the implementation for VGCS
talking).

Apart from the explicitly mentioned combinations, all possible combinations are optional and supported by the present
document.

The related terms are used in the present document, if information on these implementation options is required.

1.7.2 General Packet Radio Service (GPRS)

1.7.2.1 Packet services in GSM (A/Gb mode only)

For mobile stations supporting the General Packet Radio Service (GPRS), it is explicitly mentioned throughout the
technical specification if a certain procedure is applicable only for such a service and, if necessary, how mobile stations
not supporting such a service shall behave.

A GPRS M S may operate in one of the following M S operation modes, see 3GPP TS 23.060 [74]:
- MSoperation mode A;

- MSoperation mode B; or

- MSoperation mode C.

The MS operation mode depends on the services that the MSis attached to, i.e., only GPRS or both GPRS and non-
GPRS services, and upon the MS's capabilities to operate GPRS and other GSM services simultaneously. Mobile
stations that are capable to operate GPRS services are referred to as GPRS M Ss.
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NOTE: Other GSM technical specifications may refer to the MS operation modes A, B, and C as GPRS class-A
MS, GPRS class-B MS, and GPRS class-C MS.
It should be noted that it is possible that for a GPRS MS, the GMM procedures currently described in the ETS do not
support combinations of VGCS, VBS and GPRS. The possible interactions are not studied yet.
1.7.2.2 Packet services in lu mode (lu mode only)
An MS attached to packet switched domain may operate in one of the following M'S operation modes, see 23.060 [74]:
- PS/CS mode of operation; or
- PSmode of operation.

The terms 'PS/CS mode of operation’ and 'PS mode of operation’ are not used in the present document with some
exceptions. Instead the terms ‘M S operation mode A' and 'M S operation mode C' are used.

In network operation mode | and Il (see 3GPP TS 23.060 [74]), an MSin PS/CS mode of operation shall use the same
procedures as for a GPRS M S operating in MS operation mode A, unlessit is explicitly stated for A/Gb mode only or
lu mode only.

In network operation mode | and 11, an MSin PS mode of operation shall use the same procedures asfor a GPRSMS
operating in M S operation mode C, unlessit is explicitly stated for A/Gb mode only or lu mode only.

NOTE: Network operation mode I11 is not applicable for lu mode, see 3GPP TS 23.060 [74].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For aspecific reference, subsequent revisions do not apply.
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a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.
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2.1 Definitions and abbreviations

For the purposes of the present document, the abbreviations defined in 3GPP TR 21.905 [2a] and the followings apply:
TMGI Temporary Mobile Group Identity

2.1.1 Random values

In anumber of placesin the present document, it is mentioned that some value must take a "random” value, in agiven
range, or more generally with some statistical distribution. Such cases interest only the Mobile Station.

Itisrequired that thereis alow probability that two M Ssin the same conditions (including the case of two M Ss of the
same type from the same manufacturer) will choose the same value. Moreover, it is required that, if it happens that two
MSsin similar conditions choose the same value, the probability of their choices being identical at the next occasionis
the same as if their first choices had been different.

The meaning of such a specification is that any statistical test for these values, done on a series of similar events, will
obtain aresult statistically compatible with the specified distribution. This shall hold even in the cases where the tests
are conducted with a subset of possible events, with some common parameters. Moreover, basic tests of independence
of the values within the series shall pass.

Data against which correlation with the values shall not be found are the protocol state, or the IMSI, or identities or
other unrelated information broadcast by the network, or the current TDMA frame number.

2.2.2 Vocabulary
For the purposes of the present document, the following terms and definitions apply:

- A GSM security context is established and stored in the MS and the network as a result of a successful
execution of a GSM authentication challenge. The GSM security context consists of the GSM ciphering key and
the ciphering key sequence number.

- A UMTSsecurity context is established and stored in the M S and the network as aresult of a successful
execution of a UMTS authentication challenge. The UMTS security context consists of the UM TS ciphering key,
the UMTS integrity key, the GSM ciphering key and the cipher key sequence number.

- idlemode: In this mode, the mobile station is not alocated any dedicated channel; it listens to the CCCH and the
BCCH,;

- group receive mode: (only applicable for mobile stations supporting VGCS listening or VBS listening) In this
mode, the mobile station is not allocated a dedicated channel with the network; it listens to the downlink of a
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voice broadcast channel or voice group call channel allocated to the cell. Occasionally, the mobile station has to
listen to the BCCH of the serving cell as defined in 3GPP TS 43.022 [82] and 3GPP TS 45.008 [34];

- dedicated mode: In this mode, the mobile station is allocated at least two dedicated channels, only one of them
being a SACCH,;

- group transmit mode: (only applicable for mobile stations supporting VGCS talking) In this mode, one mobile
station of avoice group call is allocated two dedicated channels, one of them being a SACCH. These channels
can be allocated to one mobile station at a time but to different mobile stations during the voice group call;

- packet idle mode: (only applicable for mobile stations supporting GPRS) In this mode, mobile station is not
alocated any radio resource on a packet data physical channel; it listens to the PBCCH and PCCCH or, if those
are not provided by the network, to the BCCH and the CCCH, see 3GPP TS 44.060 [76].

- packet transfer mode: (only applicable for mobile stations supporting GPRS) In this mode, the mobile station is
alocated radio resource on one or more packet data physical channels for the transfer of LLC PDUSs.

- main DCCH: In Dedicated mode and group transmit mode, only two channels are used as DCCH, one being a
SACCH, the other being a SDCCH or a FACCH; the SDCCH or FACCH is called here "the main DCCH";

- A channdl isactivated if it can be used for transmission, in particular for signalling, at least with Ul frames. On
the SACCH, whenever activated, it must be ensured that a contiguous stream of layer 2 framesis sent;

- A TCH isconnected if circuit mode user data can be transferred. A TCH cannot be connected if it is not
activated. A TCH which is activated but not connected is used only for signalling, i.e. asa DCCH,;

- Thedatalink of SAPI 0 onthe main DCCH is called the main signalling link. Any message specified to be sent
on the main signalling link is sent in acknowledged mode except when otherwise specified;

- Theterm " to establish” alink isashort form for " to establish the multiframe mode" on that datalink. Itis
possible to send Ul frames on adata link even if it is not established as soon as the corresponding channel is
activated. Except when otherwise indicated, a data link layer establishment is done without an information field.

- "channel set" isused to identify TCHsthat carry related user information flows, e.g., in amultisliot
configuration used to support circuit switched connection(s), which therefore need to be handled together.

- Atemporary block flow (TBF) isaphysical connection used by the two RR peer entities to support the uni-
directional transfer of LLC PDUs on packet data physical channels, see 3GPP TS 44.060 [76].

- RLC/MAC block: A RLC/MAC block isthe protocol data unit exchanged between RLC/MAC entities, see
3GPP TS 44.060 [76].

- A GMM context is established when a GPRS attach procedure is successfully completed.
- Network operation mode
The three different network operation modes|, I, and |11 are defined in 3GPP TS 23.060 [74].

The network operation mode shall be indicated as system information. For proper operation, the network
operation mode should be the same in each cell of one routing area.

- GAN mode: See 3GPP TS43.318[754].
-  GPRSM Soperation mode
The three different GPRS M S operation modes A, B, and C are defined in 3GPP TS 23.060 [74].

- RR connection: A RR connection is a dedicated physical circuit switched domain connection used by the two
RR or RRC peer entities to support the upper layers' exchange of information flows.

- PSsignalling connection is a peer to peer lu mode connection between MS and CN packet domain node.
- Inter-System changeis achange of an MS from A/Gb mode to lu mode of operation or vice versa.

- GPRS: Packet Services for systems which operate the Gb or |u-PS interfaces.
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- Thelabel (A/Gb mode only) indicates this section or paragraph applies only to a system which operatesin A/Gb
mode, i.e. with afunctional division that isin accordance with the use of an A or a Gb interface between the
radio access network and the core network. For multi system case thisis determined by the current serving radio
access network.

- Thelabel (Iu mode only) indicates this section or paragraph applies only to a system which operatesin Iu
mode. The lu mode includes UTRAN and GERAN lu modes, i.e. with afunctional division that isin accordance
with the use of an lu-CS or |u-PS interface between the radio access network and the core network. For multi
system case thisis determined by the current serving radio access network.

- In A/Gb mode,... Indicates this paragraph applies only to a system which operatesin A/Gb mode. For multi
system case thisis determined by the current serving radio access network.

- Inlu mode,... Indicates this paragraph applies only to a system which operatesin lu mode. The lu mode
includes both UTRAN lu mode and GERAN lu mode. For multi system case thisis determined by the current
serving radio access network.

- In A/Gb mode and GERAN lu mode,... Indicates this paragraph applies only to a system which operatesin
A/Gb mode or GERAN lu mode. For multi system case this is determined by the current serving radio access
network.

- In UTRAN lu mode,... Indicates this paragraph applies only to a system which operatesin UTRAN lu mode.
For multi system case thisis determined by the current serving radio access network.

- Inashared network,... Indicates this paragraph applies only to a shared network. For the definition of shared
network see 3GPP TS 23.122 [14].

- SIM, Subscriber Identity Module (see 3GPP TS 42.017 [7]).
- USIM, Universal Subscriber Identity Module (see 3GPP TS 21.111 [101]).
- MS, Mobile Station. The present document makes no distinction between MS and UE.

- Cdll Natification is an (optimised) variant of the Cell Update Procedure which usesthe LLC NULL frame for
cell change notification which does not trigger the restart of the READY timer

- DTM: dual transfer mode, see 3GPP TS 44.018 [84] and 3GPP TS 43.055 [87]

3 Radio Resource management procedures

See 3GPP TS 44.018 [84].

4 Elementary procedures for Mobility Management
4.1 General

This clause describes the procedures used for mobility management for non-GPRS services and for GPRS-services at
the radio interface (Reference Point Um and Uu).

The main function of the Mobility Management sublayer is to support the mobility of user terminals, such asinforming
the network of its present location and providing user identity confidentiality.

A further function of the MM sublayer is to provide connection management services to the different entities of the
upper Connection Management (CM) sublayer (see 3GPP TS 24.007).

There are two sets of procedures defined in this chapter:

- MM procedures for non-GPRS services (performed by the MM entity of the MM sublayer); and
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- GMM procedures for GPRS services (performed by the GMM entity of the MM sublayer), see
3GPP TS 24.007 [20].

All the MM procedures described in this clause can only be performed if a RR connection has been established between
the MS and the network. Else, the MM sublayer has to initiate the establishment of a RR connection (see 3GPP TS
44.018 [84] clause 3.3 and 3GPP TS 25.331 [23(]).

In A/Gb mode, the GMM procedures described in this clause, use services provided by the RR sublayer without prior
RR connection establishment.

In lu mode: all the GMM procedures described in this clause can only be performed if a PS signalling connection has
been established between the M S and the network. Else, the GMM sublayer has to initiate the establishment of a PS
signalling connection (see 3GPP TS 25.331 [23(]).

GMM procedures are mandatory and applicable only for GPRS M Ss and networks supporting those M Ss. For GPRS
MSswhich are IMSI attached for both GPRS and non-GPRS services, some MM procedures are replaced by GMM
combined procedures provided that the network operatesin network operation mode |, i.e. is supporting combined
GMM procedures. GMM combined procedures are not applicable for the GPRS M S operation mode C but are
mandatory for the GPRS M S operation modes A and B and networks supporting network operation mode I, see
3GPP TS 23.060 [74].

4.1.1 MM and GMM procedures

41.1.1 Types of MM and GMM procedures
Depending on how they can beinitiated, three types of MM procedures can be distinguished:
1) MM common procedures:

A MM common procedure can aways be initiated whilst a RR connection exists. The procedures belonging to
thistype are:

Initiated by the network:

- TMS redllocation procedure;
- authentication procedure;

- identification procedure;

- MM information procedure;

- abort procedure.

However, abort procedure is used only if an MM connection is being established or has already been established i.e. not
during MM specific procedures or during IMSI detach procedure, see subclause 4.3.5.

Initiated by the mobile station:
- IMSI detach procedure (with the exceptions specified in subclause 4.3.4).
2) MM specific procedures:

A MM specific procedure can only beinitiated if no other MM specific procedure is running or no MM
connection exists. The procedures belonging to this type are:

- normal location updating procedure;
- periodic updating procedure;
- IMSI attach procedure.

3) MM connection management procedures:
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These procedures are used to establish, maintain and release aMM connection between the mobile station and the
network, over which an entity of the upper CM layer can exchange information with its peer. A MM connection
establishment can only be performed if no MM specific procedure is running. More than one MM connection may be
active at the same time.

Depending on how they can be initiated, three types of GMM procedures can be distinguished:
1) GMM common procedures:
In lu mode, aGMM common procedure can always be initiated whilst a PS signalling connection exists.
The procedures belonging to thistype are:
Initiated by the network when a GMM context has been established:
- P-TMSI (re-) alocation;
- GPRS authentication and ciphering;
- GPRSidentification;
- GPRSinformation.
2) GMM specific procedures:

Initiated by the network and used to detach the IMSI in the network for GPRS services and/or non-GPRS
services and to release a GMM context:

- GPRS detach.

Initiated by the MS and used to attach or detach the IMSI in the network for GPRS services and/or non-
GPRS services and to establish or release a GMM context:

- GPRS attach and combined GPRS attach;
- GPRS detach and combined GPRS detach.
Initiated by the MS when a GMM context has been established:
- normal routing area updating and combined routing area updating;
- periodic routing area updating.
3) GMM connection management procedures (Iu mode only):

Initiated by the MS and used to establish a secure connection to the network and/or to request the resource
reservation for sending data:

Service Request.
The Service Request procedure can only be initiated if no MSinitiated GMM specific procedure is ongoing.

41111 Integrity Checking of Signalling Messages in the Mobile Station (lu mode only)

In lu mode only, integrity protected signalling is mandatory with one exception regarding emergency calls (see
subclause 4.1.1.1.18). In lu mode only, all layer 3 protocols shall use integrity protected signalling once the security
mode procedure has been successfully activated in the network and the M S. Integrity protection of al layer 3 signalling
messages is the responsibility of lower layers. It is the network which activates integrity protection. Thisis done using
the security mode control procedure (3GPP TS 25.331 [23c] and 3GPP TS 44.118[111]).

The supervision that integrity protection is activated shall be the responsibility of the MM and GMM layer in the MS
(see 3GPP TS 33.102 [54]). In order to do this, the lower layers shall provide the MM and GMM layer with an
indication on when the integrity protection is activated in the MS (i.e. one indication to the MM layer when a security
mode control procedure for the CS domain is processed successfully and one indication to the GMM layer when a
security mode control procedure for the PS domain is processed successfully).
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The CS and PS domainsin the network and the MM and GMM layersin the M S, are not aware of whether integrity
protection has been started in the lower layers by the other domain. It is mandatory for the network to initiate one
security mode control procedure for the CS domain and one for the PS domain.

Except the messages listed below, no layer 3 signalling messages shall be processed by the receiving MM and GMM
entities or forwarded to the CM entities, unless the security mode control procedure is activated for that domain.

- MM messages.
- AUTHENTICATION REQUEST
- AUTHENTICATION REJECT
- IDENTITY REQUEST

- LOCATION UPDATING ACCEPT (at periodic location update with no change of location area or
temporary identity)

- LOCATION UPDATING REJECT
- CM SERVICE ACCEFPT, if the following two conditions apply:
- no other MM connection is established; and

- the CM SERVICE ACCEPT isthe response to aCM SERVICE REQUEST with CM SERVICE
TYPE |E set to "emergency call establishment”

- CM SERVICE REJECT
- ABORT
- GMM messages:
- AUTHENTICATION & CIPHERING REQUEST
- AUTHENTICATION & CIPHERING REJECT
- IDENTITY REQUEST
- ATTACH REJECT

- ROUTING AREA UPDATE ACCEPT (at periodic routing area update with no change of routing area or
temporary identity)

- ROUTING AREA UPDATE REJECT
- SERVICE REJECT
- DETACH ACCEPT (for non power-off)
CC messages.
- al CC messages, if the following two conditions apply:
- no other MM connection is established; and

- the MM entity inthe MS hasreceived aCM SERVICE ACCEPT message with no ciphering or
integrity protection applied as response to aCM SERVICE REQUEST message, with CM SERVICE
TY PE set to "Emergency call establishment" sent to the network.

Thereceiving layer 3 entity in the MS shall not process any other layer 3 signalling messages unless they have been
successfully integrity checked by the lower layers once integrity protection is activated. If any signalling messages,
having not successfully passed the integrity check, are received, then the lower layersin the MS shall discard that
message (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118[111]). If any layer 3 signalling message isreceived, in either
PS or CS domains, as not integrity protected even though the integrity protection has been activated in the M S by that
domain in the network, then the lower layers shall discard this message (see 3GPP TS 25.331 [23c] and 3GPP TS
44.118 [111]).
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Integrity checking on the network side is performed by the RNC and is described in 3GPP TS 25.331 [23c] and 3GPP
TS44.118[111].

41.1.1.1a Integrity protection for emergency call (lu mode only)

The network should initiate the security mode procedure for an emergency call, in the same way as it would for any
other call except in the cases defined in sub-clause " Security Procedures Not Applied” in 3GPP TS 33.102 [54].

For the establishment of aMM connection for an emergency call when no other MM connection is established (e.g. for
an emergency call initiated without a SIM/USIM no other MM connections can exist) the decision on whether or not to
apply the security procedures shall be made by the network as defined in the sub-clause "Emergency Call Handling" in
3GPP TS 33.102 [54].

4.1.1.2 MM-GMM co-ordination for GPRS MS's

41121 GPRS MS operating in mode A or B in a network that operates in mode |

If the network operatesin mode |, GPRS M Ses that operate in mode A or B and wish to be or are simultaneously IMSI
attached for GPRS and non-GPRS services, shall use the combined GPRS attach and the combined and periodic routing
area updating procedures instead of the corresponding MM specific procedures IMSI attach and normal and periodic
location area updating.

NOTE 1: A GPRSMS operating in mode A or B in anetwork that operatesin mode I, shall perform the combined
GPRS attach or routing area update procedure regardless the value of the ATT flag.

If aGPRS MSisoperating in mode A or B in anetwork that operatesin mode | the IMSI detach shall be performed by
the GMM using the combined GPRS detach procedure.

NOTE 2: A GPRS MS operating in mode A or B in a network that operatesin mode |, shall perform the combined
GPRS detach procedure regardless the value of the ATT flag.

A GPRS M S operating in mode A or B in network that operatesin mode |, shall use the combined GMM specific
procedures in place of the MM specific procedures unless the re-activation of the MM specific proceduresis explicitly
described, so al conditions describing when to trigger an MM specific procedure listed in subclauses 4.3 and 4.4 shall
not apply.

A GPRS M S operating in mode A or B in a network that operatesin mode | should not use any MM timers relating to
MM specific procedures, (e.g. T3210, T3211, T3212, T3213) unless the re-activation of the MM specific proceduresis
explicitly described. If the MM timers are already running, the M'S should not react on the expiration of the timers.

NOTE 3: Whenever GMM performs a combined GMM procedure, a GPRS M S enters the MM state MM
LOCATION UPDATING PENDING in order to prevent the MM from performing alocation area
updating procedure.

If the authentication procedure is performed by MM and the authentication is rejected by the network (i.e. upon receive
of AUTHENTICATION REJECT), the MS shall in addition set the GPRS update status to GU3 ROAMING NOT
ALLOWED and shall, if available, delete the P-TMSI, P-TMSI signature, RAl and GPRS ciphering key sequence
number stored. The SIM/USIM shall be considered asinvalid for GPRS and non-GPRS services until switching off or
the SIM/USIM isremoved. The MS shall abort any GMM procedure and shall enter state GMM-DEREGISTERED.

If the PS or CS domain is barred because of domain specific access control, a GPRS M S operating in mode A or Bina
network that operatesin mode | shall act asif in network operation mode Il or I11 (depending on whether aPCCCH is
present in Gb-mode) and access to the barred domain shall be stopped entirely. If the M S detects that adomainis
barred, this shall not trigger any MM or GMM specific procedure.

A GPRS M S operating in mode A or B in a network that operatesin mode | shall perform a normal location updating
procedure (in order to remove the Gs association in the MSC/VLR) when the following conditions are fulfilled:

- the GPRS MS has camped on a cell where the PS domain is barred and the CS domain is unbarred; and
- T3312, 73311, T3302, or T3330 expires; and

- for thelast attempt to update the registration of the location area a combined GMM procedure was performed.
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Additionally the MS shall treat the expiry of T3312 when the PS domain changes from barred to unbarred, analogous to
the descriptions for the cases when the timer expires out of coverage or in a cell that does not support GPRS (see
subclause 4.7.2.2).

If timer T3312 expires and both the PS and CS domain are barred, then a GPRS M S operating in mode A or B ina
network that operatesin mode | shall treat the expiry of T3312 when the GPRS M S detects that the PS or CS domain
becomes unbarred, anal ogous to the descriptions for the cases when the timer expires out of coverage (see subclause
4.7.2.2).

If the PS domain is barred and timer T3312 expires during an ongoing CS connection, then a GPRS MS operating in
mode A or B in anetwork that operatesin mode | shall treat the expiry of T3312 when the MM state MM-IDLE is
entered, anal ogous to the descriptions for the cases when the timer expires out of coverage or in a cell that does not
support GPRS (see subclause 4.7.2.2), or in a cell where the PS domain is barred.

A GPRS M S operating in mode A or B in a network that operatesin mode | shall perform a combined routing area
update procedure indicating "combined RA/LA updating with IMS| attach" (in order to establish the Gs association in
the MSC/VLR) when the following conditions are fulfilled:

- the GPRS M S detects that CS or PS domain or both change from barred to unbarred;
- asaresult of the change of the domain specific barring status, both domains are unbarred; and

- for thelast attempt to update the registration of the location area an MM specific procedure was performed (see
subclause 4.7.5.2.1) or for the last attempt to update the registration of the routing area a normal routing area
update was performed.

41122 GPRS MS operating in mode A or B in a network that operates in mode Il or llI

If the network operatesin mode Il or 111, a GPRS M Ss that operate in mode A or B and wish to be or are simultaneoudly
IMSI attached for GPRS and non-GPRS services, shall use the MM specific procedures listed in subclauses 4.3 and 4.4
and the GMM specific procedures listed in subclauses 4.7.3, 4.7.4 and 4.7.5. The applicability of periodic location
updating is further specified in subclause 4.4.2 and the periodic routing area updating is specified in subclause 4.7.2.2.

If the authentication procedure is performed by MM and the authentication is rejected by the network (i.e upon receive
of AUTHENTICATION REJECT), the MS shall in addition set the GPRS update status to GU3 ROAMING NOT
ALLOWED and shall, if available, delete the P-TMSI, P-TMSI signature, RAl and GPRS ciphering key sequence
number stored. The SIM/USIM shall be considered asinvalid for GPRS and non-GPRS services until switching off or
the SIM/USIM isremoved. The MS shall abort any GMM procedure and shall enter state GMM-DEREGISTERED.

If the PS or CS domain is barred because of domain specific access control, a GPRS MS operating in mode A or Bina
network that operatesin mode |1 or I11 shall use the MM specific procedures or GMM specific procedures, respectively,
in the domain which is unbarred. If the M S detects that a domain changes from barred to unbarred, it shall behave as
specified in subclauses 4.3.4.4, 4.4.4.9,45.1.2,4.7.3.1.5,4.7.4.1.4, 4.7.5.1.5, and 4.7.13.5.

41.1.3 Core Network System Information for MM (lu mode only)
In the network broadcast system information some of the system information is used by MM.

At reception of new system information, the RRC layer in the M S delivers the contents of the CN common system
information and the CS domain specific system information to the MM layer in the MS.

The Core Network system information is included in specific information elements within some RRC messages sent to
MS (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). In the Core Network system information the Common
system information part and the CS domain specific system information part contains settings of parameters controlling
MM functionality. No MM messages contain the Core Network System Information.

41.1.4 Core Network System Information for GMM (lu mode only)
In the network broadcast system information some of the system information is used by GMM.

At reception of new system information, the RRC layer in the M S delivers the contents of the CN common system
information and the PS domain specific system information to the GMM layer inthe MS.
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The Core Network system information is included in specific information elements within some RRC messages sent to
MS (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). In the Core Network system information the Common
system information part and the PS domain specific system information part contains settings of parameters controlling
GMM functionality. No GMM messages contain the Core Network System Information.

4.1.1.5 Access control
The network can restrict the access for certain groups of mobile stations.

The restriction can apply for access to both domains (common access class control) or to one domain only (domain
specific access control) (see 3GPP TS23.122 [14]).

Additionally, the network can alleviate the restriction in both domains or domain specifically, and allow restricted
mobile stations to respond to paging messages or to perform location updating or routing area updating.

For the purposes of the present document, when the mobile station has to determine whether accessto acell isrestricted
due to common access class control or domain specific access control, the mobile station shall take these possible
alleviationsinto account.

4.1.2 MM sublayer states

The description of the states for the MM sublayer is organized as follows. The main states for the MS side, related to
the procedures, are described in subclause 4.1.2.1.1. The MM IDLE state is subdivided in substates for the description
of the behaviour in idle mode (subclause 4.1.2.1.2). This behaviour depends on an update status, described in
subclause 4.1.2.2. The states for the network side are described in subclause 4.1.2.3.

41.2.1 MM sublayer states in the mobile station

In this subclause, the possible states for the MM sublayer in the mobile station is described. In figure 4.1 of the present
document, an overview of the MM sublayer protocol is given.

4121.1 Main states
0 NULL

The mobile station isinactive (e.g. power down). Important parameters are stored. Only manual action by the
user may transfer the MM sublayer to another state.

3 LOCATION UPDATING INITIATED

A location updating procedure has been started and the MM awaits a response from the network. The timer
T3210isrunning.

5 WAIT FOR OUTGOING MM CONNECTION

The MM connection establishment has been started, and the MM awaits a response from the network. The
timer T3230 is running.

6 MM CONNECTION ACTIVE

The MM sublayer has a RR connection to its peer entity on the network side. One or more MM connections
are active.

7 IMSI DETACH INITIATED
The IMSI detach procedure has been started. The timer T3220 is running.
8 PROCESS CM SERVICE PROMPT

The MM sublayer has a RR connection to its peer entity on the network side. The Mobile Station has
received aCM SERVICE PROMPT message but has not yet responded $(CCBS)$.

9 WAIT FOR NETWORK COMMAND
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The MM sublayer has a RR connection to its peer entity in the network, but no MM connection is
established. The mobile station is passive, awaiting further commands from the network. The timer T3240
may be running.

10 LOCATION UPDATE REJECTED

A location updating procedure has been rejected and RR connection release is awaited. Thetimer T3240 is
running.
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13. WAIT FOR RR CONNECTION (LOCATION UPDATING)
The MM sublayer has requested RR connection establishment for starting the location updating procedure.
14. WAIT FOR RR CONNECTION (MM CONNECTION)

The MM sublayer has requested RR connection establishment for dedicated mode for starting the MM
connection establishment.

15. WAIT FOR RR CONNECTION (IMSI DETACH)

The MM sublayer has requested RR connection establishment for starting the IMS| detach procedure.
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17. WAIT FOR REESTABLISH

A lower layer failure has occurred and re-establishment may be performed from the disturbed CM layer
entities.

18. WAIT FOR RR ACTIVE
The MM sublayer has requested activation of the RR sublayer.
19. MM IDLE

Thereisno MM procedure running and no RR connection exists except that alocal MM context may exist
when the RR sublayer isin Group Receive mode. Thisisacompound state, and the actual behaviour of the
mobile station to Connection Management requests is determined by the actual substate as described
hereafter.

20. WAIT FOR ADDITIONAL OUTGOING MM CONNECTION.

The MM connection establishment for an additional MM connection has been started, and the MM awaits
response from the network.

21. MM CONNECTION ACTIVE (GROUP TRANSMIT MODE)

(Only applicable for mobile stations supporting VGCS talking:) The MM sublayer has a RR connection on
the VGCS channel to its peer entity on the network side. Only one MM connection is active.

22. WAIT FOR RR CONNECTION (GROUP TRANSMIT MODE)

(Only applicable for mobile stations supporting V GCS talking:) The MM sublayer has requested to perform
an uplink access on the VGCS channel.

23. LOCATION UPDATING PENDING

(Only applicable for GPRS M S operation modes A and B; not shown in figure 4.1a) A location updating has
been started using the combined GPRS routing area updating procedure.

24. IMS| DETACH PENDING

(Only applicable for GPRS M S operation modes A and B; not shown in figure 4.1a) An IMSI detach for non-
GPRS services has been started using the combined GPRS detach procedure at not switching off.

25. RR CONNECTION RELEASE NOT ALLOWED

(Only applicable for mobile stations supporting RRLP procedures (see 3GPP TS 44.031 [23b]) or LCS
procedures over RRC (see 3GPP TS 25.331 [23c])). All MM connections are released by their CM entities,
but the RR connection is maintained by the network due to an ongoing RRLP procedure or LCS procedure
over RRC.

41.2.1.2 Substates of the MM IDLE state

For the description of the behaviour of the MS the MM IDLE state is subdivided in several substates, also called the
service states. The service state pertains to the whole M S (ME alone if no SIM/USIM isinserted, or ME plus
SIM/USIM). The service state depends on the update status (see subclause 4.1.2.2) and on the selected cell.

19.1 NORMAL SERVICE

Valid subscriber data are available, update statusis U1, a cell is selected that belongs to the LA where the
subscriber is registered.

In this state, al requests from the CM layers are treated normally.
19.2 ATTEMPTING TO UPDATE

Valid subscriber data are available, update statusis U2 and a cell is selected. Requests from upper layers are
accepted. Emergency call requests are treated normally, otherwise the request triggers first alocation
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updating attempt in the selected cell, and then triggers the needed procedure only in case of successful
location updating, otherwise the request is rejected.

19.3 LIMITED SERVICE

Valid subscriber data are available, update statusis U3, and a cell is selected, which is known not to be able
to provide normal service. Only emergency services are offered.

19.4NOIMS

No valid subscriber data (no SIM/USIM, or the SIM/USIM is not considered valid by the ME), and acell is
selected. Only emergency services are offered.

19.5NO CELL AVAILABLE

No cell can be selected. This state is entered after afirst intensive search failed (state 19.7). Cellsare
searched at alow rhythm. No services are offered.

19.6 LOCATION UPDATE NEEDED

Valid subscriber data are available, and for some reason alocation updating must be done as soon as possible
(for instance update status is U1 but the selected cell is not in the registered LA, or the timer has expired, ...).
This state is usually of no duration, but can last, e.g., if the access class is blocked due to common access
class control or CS domain specific access control (see subclause 4.1.1.2.1).

19.7 PLMN SEARCH

The mobile station is searching for PLMNSs, and the conditions for state 19.8 are not met. This state is ended
when either acell is selected (the new state is 19.1, 19.3 or 19.6), or when it is concluded that no cell is
available for the moment (the new state is 19.5).

19.8 PLMN SEARCH, NORMAL SERVICE

Valid subscriber data are available, update statusis U1, acell is selected which belongs to the LA where the
subscriber is registered, and the mobile station is searching for PLMNs. This state is ended when either a cell
is selected (the new stateis 19.1, 19.3 or 19.6), or when it is concluded that no cell is available for the
moment (the new state is 19.5).

19.9 RECEIVING GROUP CALL (NORMAL SERVICE)

Only applicable for mobile stations supporting VGCS listening or VBS listening. Valid subscriber data are
available, update statusis U1, aVGCS channel or VBS channel isreceived in a cell that belongsto the LA
where the subscriber is registered.

In this state, only requests from the GCC or BCC layers are treated.
19.10 RECEIVING GROUP CALL (LIMITED SERVICE)

Only applicable for mobile stations supporting VGCS listening or VBS listening. Valid subscriber data are
available, update statusis U3, aVGCS channel or VBS channel is received in acell which isknown not to be
able to provide normal service.

In this state, only requests from the GCC or BCC layers for the reception of VGCS or VBS calls are treated
and group call emergency services are offered.

41.2.2 The update Status

In parallel with the sublayer states described in subclause 4.1.2.1 and which control the MM sublayer protocol, an
update status exists.
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The update status pertains to a specific subscriber embodied by a SIM/USIM. This status is defined even when the
subscriber is not activated (SIM/USIM removed or connected to a switched-off ME). It is stored in anon volatile
memory in the SIM/USIM. The update status is changed only as aresult of alocation updating procedure attempt (with
the exception of an authentication failure and of some cases of CM service rejection). In some cases, the update statusis
changed as aresult of a GPRS attach, GPRS routing area update, service request or network initiated GPRS detach
procedure.

U1l UPDATED

The last location updating attempt was successful (correct procedure outcome, and the answer was
acceptance from the network). With this status, the SIM/USIM contains also the LAI of the LA where the
subscriber is registered, and possibly valid TMSI, GSM ciphering key, UM TS integrity key, UMTS ciphering
key and ciphering key sequence number. The "L ocation update status" stored on the SIM/USIM shall be
"updated”.

U2 NOT UPDATED

The last location updating attempt made failed procedurally (no significant answer was received from the
network, including the cases of failures or congestion inside the network).

For this status, the SIM/USIM does not contain any valid LAI, TMSI, GSM ciphering key, UMTS integrity
key, UMTS ciphering key or ciphering key sequence number. For compatibility reasons, all these fields must
be set to the "deleted” value at the moment the statusis set to NOT UPDATED. However the presence of
other values shall not be considered an error by the mobile station. The "Location update status* stored on the
SIM/USIM shall be "not updated".

U3 ROAMING NOT ALLOWED

The last location updating attempt run correctly, but the answer from the network was negative (because of
roaming or subscription restrictions).

For this status, the SIM/USIM may contain avalid LAI, TMSI, GSM ciphering key, UMTS integrity key,
UMTS ciphering key or ciphering key sequence number. For compatibility reasons, all these fields must be
set to the "deleted” valueif the LAI is deleted. However the presence of other values shall not be considered
an error by the mobile station. The "Location update status” stored on the SIM/USIM shall be "Location Area
not allowed".

41.2.3 MM sublayer states on the network side

1. IDLE

The MM sublayer is not active except possibly when the RR sublayer isin Group Receive mode.

2. WAIT FOR RR CONNECTION

The MM sublayer has received arequest for MM connection establishment from the CM layer. A RR
connection to the mobile station is requested from the RR sublayer (i.e. paging is performed).

3. MM CONNECTION ACTIVE

The MM sublayer has a RR connection to a mobile station. One or more MM connections are active, or no
MM connection is active but an RRLP procedure or LCS procedure over RRC is ongoing.

4. IDENTIFICATION INITIATED

The identification procedure has been started by the network. The timer T3270 is running.
5. AUTHENTICATION INITIATED

The authentication procedure has been started by the network. The timer T3260 is running.
6. TMSI REALLOCATION INITIATED

The TMSI reallocation procedure has been started by the network. The timer T3250 is running.
7. SECURITY MODE INITIATED
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In lu mode, the security mode setting procedure has been requested to the RR sublayer. In A/Gb mode, the
cipher mode setting procedure has been requested to the RR sublayer.

8a. WAIT FOR MOBILE ORIGINATED MM CONNECTION

A CM SERVICE REQUEST message is received and processed, and the MM sublayer awaits the "opening
message” of the MM connection.

8b. WAIT FOR NETWORK ORIGINATED MM CONNECTION

A CM SERVICE PROMPT message has been sent by the network and the MM sublayer awaits the "opening
message” of the MM connection $(CCBS)$.

9. WAIT FOR REESTABLISHMENT

The RR connection to a mobile station with one or more active MM connection has been lost. The network
awaits a possibl e re-establishment request from the mobile station.

10. WAIT OF A GROUP CALL

Only applicable in case for mobile station supporting VGCS talking. The MM sublayer has received a
request for establishing a VGCS from the GCC sublayer. The request for establishing aVGCS channelsis
given to the RR sublayer.

11. GROUP CALL ACTIVE

Only applicable in case of mobile station supporting VGCStalking. A VGCS channel is established by the
RR sublayer. An RR connection to the talking mobile station can be established by the RR sublayer on the
VGCS channel. The MM sublayer is active but no sending of MM message between the network and the
mobile station has occurred.

12. MM CONNECTION ACTIVE (GROUP CALL)

Only applicable in case of mobile station supporting VGCS talking. The MM sublayer has a RR connection
to the talking mobile station on the VGCS channel. Only one MM connection is active.

13. WAIT FOR BROADCAST CALL

Only applicablein case of VBS. The MM sublayer has received arequest for aVBS establishment from the
BCC sublayer. The request for establishment of VBS channelsis given to the RR sublayer.

14. BROADCAST CALL ACTIVE

Only applicablein case of VBS. A VBS channel is established by the RR sublayer. The MM sublayer is
active but no explicit MM establishment between the Network and the mobile station has occurred.

4.1.3 GPRS mobility management (GMM) sublayer states

In this subclause, the GMM protocol of the MS and the network are described by means of two different state machines.
In subclause 4.1.3.1, the states of the GMM entity in the MS are introduced. The behaviour of the MS depends on a
GPRS update status that is described in subclause 4.1.3.2. The states for the network side are described in

subclause 4.1.3.3.

4.13.1 GMM states in the MS

In this subclause, the possible GMM states are described of a GMM entity in the mobile station. subclause 4.1.3.1.1
summarises the main states of a GMM entity, see figure 4.1b of the present document. The substates that have been
defined are described in subclause 4.1.3.1.2 and subclause 4.1.3.1.3.

However, it should be noted that this subclause does not include a description of the detailed behaviour of the MSin the
single states and does not cover abnormal cases. Thus, figure 4.1b of the present document is rather intended to give an
overview of the state transitions than to be a complete state transition diagram. A detailed description of the behaviour
of the MSisgiven in subclause 4.2. Especially, with respect to the behaviour of the MSin abnormal casesit is referred
to subclause 4.7.
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41.31.1 Main states

413111 GMM-NULL
The GPRS capability is disabled in the MS. No GPRS mobility management function shall be performed in this state.

413.1.1.2 GMM-DEREGISTERED

The GPRS capability has been enabled in the MS, but no GMM context has been established. In this state, the MS may
establish a GMM context by starting the GPRS attach or combined GPRS attach procedure.

413113 GMM-REGISTERED-INITIATED

A GPRS attach or combined GPRS attach procedure has been started and the MS is awaiting a response from the
network.

413114 GMM-REGISTERED

A GMM context has been established, i.e. the GPRS attach or combined GPRS attach procedure has been successfully
performed. In this state, the MS may activate PDP contexts, MBMS contexts, may send and receive user data and
signalling information and may reply to a page request. Furthermore, cell and routing area updating are performed.

413.1.15 GMM-DEREGISTERED-INITIATED

The M S has requested release of the GMM context by starting the GPRS detach or combined GPRS detach procedure.
This state isonly entered if the MS is not being switched off at detach request.

41.3.1.16 GMM-ROUTING-AREA-UPDATING-INITIATED

A routing area updating procedure has been started and the MSis awaiting a response from the network.

413117 GMM-SERVICE-REQUEST-INITIATED (UMTS only)

A service request procedure has been started and the M S is awaiting a response from the network.

41.3.1.2 Substates of state GMM-DEREGISTERED

The GMM-DEREGISTERED state is subdivided into several substates as explained below. The substates pertain to the
whole MS (ME aone if no SIM/USIM isinserted, or ME plus SIM/USIM). The selection of the appropriate substate
depends on the GPRS update status, see subclause 4.1.3.2, and on the selected cell.

413121 GMM-DEREGISTERED.NORMAL-SERVICE

Valid subscriber datais available, the GPRS update statusis GU1 or GU2, acell has been selected. In this state, a
request for GPRS attach is performed using the stored temporary mobile subscriber identity for GPRS (P-TMSI),
routing areaidentification (RAI) and GPRS ciphering key sequence number in case of GUL. If the GPRS update status
isGU2, the IMSI shall be used to attach for GPRS services.

413122 GMM-DEREGISTERED.LIMITED-SERVICE

Valid subscriber datais available, GPRS update statusis GU3, and a cell is selected, which is known not to be able to
provide normal service.

413.1.23 GMM-DEREGISTERED.ATTACH-NEEDED

Valid subscriber datais available and for some reason a GPRS attach must be performed as soon as possible. This state
isusualy of no duration, but can last, e.g. if the access class is blocked due to common access class control or PS
domain specific access control (see subclause 4.1.1.2.1).
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41.3.1.2.4 GMM-DEREGISTERED.ATTEMPTING-TO-ATTACH

The GPRS update statusis GU2, acell is selected, a previous GPRS attach was rejected. The execution of further attach
procedures depends on the GPRS attach attempt counter. No GMM procedure except GPRS attach shall be initiated by
the MSin this substate.

41.3.1.25 GMM-DEREGISTERED.NO-IMSI

No valid subscriber datais available (no SIM/USIM, or the SIM/USIM is not considered valid by the ME) and a cell
has been selected.

41.3.1.2.6 GMM-DEREGISTERED.NO-CELL-AVAILABLE

No cell can be selected. This substate is entered after afirst intensive search failed (substate PLMN SEARCH). Cells
are searched for at alow rhythm. No services are offered.

41.3.1.2.7 GMM-DEREGISTERED.PLMN-SEARCH

The mobile station is searching for PLMNSs. This substate is | eft either when a cell has been selected (the new substate
iSNORMAL-SERVICE or LIMITED-SERVICE) or when it has been concluded that no cell is available at the moment
(the new substateis NO-CELL-AVAILABLE).

41.3.1.2.8 GMM-DEREGISTERED.SUSPENDED (A/Gb mode only)

The MS shall enter this substate when entering dedicated mode and the M S limitations make it unable to communicate
on GPRS channels. The MS shall leave this substate when leaving dedicated mode.

41.3.1.3 Substates of state GMM-REGISTERED

The state GMM-REGISTERED is subdivided into several substate as explained below. The substates pertain to the
whole MS (ME aoneif no SIM/USIM isinserted, or ME plus SIM/USIM).

413131 GMM-REGISTERED.NORMAL-SERVICE

User data and signalling information may be sent and received.

4.1.3.1.3.2 GMM-REGISTERED.SUSPENDED (A/Gb mode only)

The MS shall enter this substate when entering dedicated mode and when the M S limitations makes it unable to
communicate on GPRS channels. In this substate, no user data should be sent and no signalling information shall be
sent. The MS shall |eave this substate when leaving dedicated mode.

4.1.3.1.33 GMM-REGISTERED.UPDATE-NEEDED

The MS has to perform a routing area updating procedure, but its access classis not allowed in the cell due to common
access class control or PS domain specific access control (see subclause 4.1.1.2.1). The procedure will be initiated as
soon as access is granted (this might be due to a cell-reselection or due to change of the access classes allowed in the
current cell). No GMM procedure except routing area updating shall be initiated by the MSin this substate. In this
substate, no user data and no signalling information shall be sent.

41.3.1.34 GMM-REGISTERED.ATTEMPTING-TO-UPDATE

A routing area updating procedure failed due to a missing response from the network. The M S retries the procedure
controlled by timers and a GPRS attempt counter. No GMM procedure except routing area updating shall be initiated by
the MSin this substate. No data shall be sent or received.

4.1.3.1.35 GMM-REGISTERED.NO-CELL-AVAILABLE

GPRS coverage has been lost. In this substate, the M S shall not initiate any GMM procedures except of cell (and
PLMN) reselection.
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Figure 4.1b/3GPP TS 24.008:GMM main states in the MS

4.1.3.1.3.6 GMM-REGISTERED.LIMITED-SERVICE

A cell is selected, which is known not to be able to provide normal service. The MS will remain in this sub-state until a
cell is selected which is able to provide normal service.

41.3.1.3.7 GMM-REGISTERED.ATTEMPTING-TO-UPDATE-MM

A combined routing area updating procedure or a combined GPRS attach procedure was successful for GPRS services
only. The MS retries the procedure controlled by timers and a GPRS attempt counter. User data and signalling
information may be sent and received.

4.1.3.1.3.8 GMM-REGISTERED.IMSI-DETACH-INITIATED

The M S performs a combined GPRS detach procedure for non-GPRS services only (detach type "IMS| Detach™). This
state is entered if the MSis attached for GPRS and non-GPRS servicesin a network that operates in network mode |
and wants to detach for non-GPRS services only. User data and signalling information may be sent and received.

41.3.1.3.9 GMM-REGISTERED.PLMN-SEARCH

The mobile station is searching for PLMNs. This substate is|eft either when a cell has been selected (the new substate
iSNORMAL-SERVICE or LIMITED-SERVICE) or when it has been concluded that no cell is available at the moment
(the new substate isNO-CELL-AVAILABLE).
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4132 GPRS update status
In addition to the GMM sublayer states described so far, a GPRS update status exists.

The GPRS update status pertains to a specific subscriber embodied by a SIM/USIM. This status is defined even when
the subscriber is not activated (SIM/USIM removed or connected to a switched off ME). It is stored in anon volatile
memory in the SIM/USIM. The GPRS update status is changed only after execution of a GPRS attach, network initiated
GPRS detach, authentication procedure, or routing area updating procedure.

GU1: UPDATED

The last GPRS attach or routing area updating attempt was successful (correct procedure outcome, and the
answer was accepted by the network). The SIM/USIM contains the RAI of the routing area (RA) to which the
subscriber was attached, and possibly avalid P-TMSI, GPRS GSM ciphering key, GPRS UMTS ciphering key,
GPRS UMTS integrity key and GPRS ciphering key sequence number.

GU2: NOT UPDATED

The last GPRS attach or routing area updating attempt failed procedurally, i.e. no response was received from
the network. This includes the cases of failures or congestion inside the network.

In this case, the SIM/USIM may contain the RAI of the routing area (RA) to which the subscriber was attached,
and possibly also avalid P-TMSI, GPRS GSM ciphering key, GPRS UMTS ciphering key, GPRSUMTS
integrity key and GPRS ciphering key sequence number. For compatibility reasons, all these fields shall be set to
the "deleted” value if the RAI is deleted. However, the presence of other values shall not be considered an error
by the MS.

GU3: ROAMING NOT ALLOWED

The last GPRS attach or routing area updating attempt was correctly performed, but the answer from the network
was negative (because of roaming or subscription restrictions).

In this case, the SIM/USIM may contain the RAI of the routing area (RA) to which the subscriber was attached,
and possibly also avalid P-TMSI, GPRS GSM ciphering key, GPRS UMTS ciphering key, GPRSUMTS
integrity key or GPRS ciphering key sequence number. For compatibility reasons, all these fields shall be set to
the value "deleted" if the RAI is deleted. However, the presence of other values shall not be considered an error
by the MS.

4.1.3.3 GMM mobility management states on the network side

In this subsubclause, the possible states are described for the GMM on the network side. Subclause 4.1.3.3.1
summarises the main states. The corresponding substates are described in subclause 4.1.3.3.2.

However, it should be noted that this subclause does not include a description of the detailed behaviour of the network
in the single states and does not cover abnormal cases. Thus, figure 4.1¢/3GPP TS 24.008 is rather intended to give an

overview of the state transitions than to be a complete state transition diagram. A detailed description of the behaviour

of the MSisgiven in subclause 4.2. Especially, with respect to the behaviour of the MSin abnormal casesit isreferred
to subclause 4.7.

41.3.3.1 Main States

4133.1.1 GMM-DEREGISTERED

The network has no GMM context or the GMM context is marked as detached, the MS is detached. In this state, the
network may answer to a GPRS attach or combined GPRS attach procedure initiated by the M S.

41.3.3.1.2 GMM-COMMON-PROCEDURE-INITIATED

A common GMM procedure, as defined in subclause 4.1.1, has been started. The network is awaiting the answer from
the MS.
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4.1.3.3.1.3 GMM-REGISTERED

The GMM context has been established and the GPRS attach procedure has been successfully performed.

4133.14 GMM-DEREGISTERED-INITIATED

The network has started a GPRS detach procedure and is awaiting the answer from the M S.

GMM-
DE-REGISTERED-
INITIATED

- DETACH accepted - Network initiated
- Lower layer failure DETACH requested
- MSinitiated
DETACH requested
RAU rejected
GMM- ¢ implicitDETACH [ GMM-
DE-REGISTERED REGISTERED
—1- ATTACH procedure >
successful
- COMMON procedure - COMMON procedure
requested requested
- COMMON procedure - COMMON procedure
failed successful
- Lower layer failure - ATTACH procedure
successful

GMM-COMMON-
PROCEDURE-INITIATER

Figure 4.1c/3GPP TS 24.008: GMM main states on the network side

41.3.3.2 Substates of state GMM-REGISTERED

The state GMM-REGISTERED is subdivided into two substates as explained below.

413321 GMM-REGISTERED.NORMAL-SERVICE

User data and signalling information may be sent and received.

4.1.3.3.2.2 GMM-REGISTERED.SUSPENDED (A/Gb mode only)

In this substate, the lower layers shall be prevented of sending user data or signalling information.

4.2 Behaviour of the MS in MM Idle state, GMM-
DEREGISTERED state and GMM-REGISTERED state

In this subclause, the detailed behaviour of the MS in the main ssates MM IDLE, GMM-DEREGISTERED and GMM-
REGISTERED is described. Subclauses 4.2.1 to 4.2.3 refer to the state MM IDLE, whereas subclauses 4.2.4 and 4.2.5
refer to the states GMM-DEREGISTERED and GMM-REGISTERED, respectively.

The MM IDLE state is entered when none of the MM procedures are running and no RR connection exists. It isleft
when one of the MM procedures are triggered or a RR connection is established.
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The specific behaviour in the MM IDLE state depends on the service state of the mobile station as described in
subclause 4.1.2.1.2. The service state depends in particular on the update status which is defined in subclause 4.1.2.2.

How an appropriate service state is chosen after power on is described in subclause 4.2.1, and the specific behaviour of
the mobile station in MM IDLE state is described in subclause 4.2.2. The service state chosen when the MM IDLE state
isreturned to from any state except NULL state is described in 4.2.3.

It should be noted that transitions between the various MM idle states are caused by (e.g.):
- results of procedures on RR connected mode (see subclause 4.2.3);
- insertion or removal of the SIM/USIM;
- cell selection/reselection (see also 3GPP TS 43.022 [82] and 3GPP TS 25.304 [99));
- PLMN search;
- lossof coverage.
How various MM procedures affects the service state and the update status is described in the detailed descriptions of

the procedures in subclauses 4.3 to 4.5.

4.2.1 Primary Service State selection

42.1.1 Selection of the Service State after Power On.

When mobility management is activated after power-on, the service stateis 19.7 PLMN SEARCH. The detailed
processing in this state is described in detail in 3GPP TS 23.122 [14], 3GPP TS 43.022 [82], 3GPP TS 45.008 [34] and
3GPP TS 25.304 [98], where procedures for power on and selection of PLMN is described in detail. If the "Location
update status’ stored on the SIM/USIM is different from "updated", then the mobile shall act asif the "Location update
status" stored on the SIM/USIM is " not updated”.

The service state when the PLMN SEARCH state is |eft depends on the outcome of the search and on the presence of
the SIM/USIM:

- if no cell has been found, the stateisNO CELL AVAILABLE, until acell isfound;
- if no SIM/USIM is present the stateisNO IMSI;

- if the mobile station has been continuously activated since loosing coverage and then returnsto coverage, and if
the selected cell isin the location area where the mobile station is registered and the timer T3212 has not
expired, then the state isNORMAL SERVICE;

- if the selected cell isin the location area where the mobile station is registered and IMSI ATTACH is not
required and timer T3212 has not expired, then the stateisNORMAL SERVICE;

- if the mobile station is in automatic network selection mode and the selected cell isin aforbidden PLMN or a
forbidden LA, then the mobile station entersthe LIMITED SERVICE state;

- if the mobile station isin manual network selection mode and no cell of the selected PLMN has been found, then
the mobile station entersthe LIMITED SERVICE state;

- otherwise, the mobile station enters the LOCATION UPDATE NEEDED state.

4.2.1.2 Other Cases
The state PLMN SEARCH is also entered in the following cases:
- instate NOIMSI, aSIM/USIM isinserted;

- inany state except NO IMSI, NO CELL AVAILABLE, NORMAL SERVICE and RECEIVING GROUP CALL
(NORMAL SERVICE) after the user has asked for a PLMN selection;

- inany state except NO IMSI and NO CELL AVAILABLE, coverageislost;
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- roamingisdenied;

- optionally, when the mobile stationisin the ATTEMPTING TO UPDATE state and isin Automatic Network
Selection mode and location update attempt counter is greater than or equal to 4.

The service state when the PLMN SEARCH isleft depends on the outcome of the search and on the presence of the
SIM/USIM as specified in subclause 4.2.1.1.

4.2.2 Detailed Description of the MS behaviour in MM IDLE State.

Inthe MM IDLE state the mobile station shall behave according to the service state. In the following subclauses the
behaviour is described for the non transient service states. It should be noted that after proceduresin RR connected
mode, e.g. location updating procedures, subclause 4.2.3 applies which specifies the selection of the MM idle state.
Furthermore when in sub-state NORMAL SERVICE, if aPLMN selection is requested, the M S enters sub-state
SEARCH FOR PLMN, NORMAL SERVICE.
4.2.2.1 Service State, NORMAL SERVICE
When in state MM IDLE and service state NORMAL SERVICE, the mobile station shall:

- perform normal location updating when a new location areais entered;

- perform location updating procedure at expiry of timer T3211 or T3213;

- perform periodic updating at expiration of timer T3212;

- perform IMSI detach;

- support requests from the CM layer;

- respond to paging.
In addition, mobile stations supporting VGCS listening or VBS listening shall:

- indicate notifications to the GCC or BCC sublayer;

- respond to notification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for
which no channel description has been received in the notification by the RR sublayer;

- reguest the RR sublayer to receive avoice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (NORMAL SERVICE).

4.2.2.2 Service State, ATTEMPTING TO UPDATE
When in state MM IDLE and service state ATTEMPTING TO UPDATE the mobile station shall:
- perform location updating procedure at expiry of timer T3211 or T3213;
- perform normal location updating when the location area identification of the serving cell changes;

- if entry into this state was caused by c) or d) or f) (with cause different from "abnormal release, unspecified") or
0) (with cause "retry upon entry into a new cell") of subclause 4.4.4.9, then location updating shall be performed
when anew cell isentered;

- if entry into this state was caused by €) or f) (with cause "abnormal release, unspecified") or g) (with cause
different from "retry upon entry into anew cell") of subclause 4.4.4.9, then location updating shall not be
performed because anew cell is entered;

- perform normal location updating at expiry of timer T3212;
- not perform IMS| detach;

- support request for emergency calls;
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- use other request from CM layer astriggering of normal location updating procedure (if the location updating
procedure is successful, then the request for MM connection is accepted, see subclause 4.5.1);
- respond to paging (with IMS]).
In addition, mobile stations supporting VGCS listening or VBS listening shall:

- indicate notifications to the GCC or BCC sublayer for which a channel description has been received in the
notification by the RR sublayer;

- regject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has
been received in the notification by the RR sublayer;

- reguest the RR sublayer to receive avoice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

4.2.2.3 Service State, LIMITED SERVICE
When in state MM IDLE and service state LIMITED SERVICE the mobile station shall:
- not perform periodic updating;
- not perform IMS| detach;
- regject any requests from CM entities for MM connections except for emergency calls;

- perform normal location updating when a cell is entered which may provide normal service (e.g. location area
not in one of the forbidden LAI lists);

- it may respond to paging (with IMSI).
In addition, mobile stations supporting VGCS listening or VBS listening shall:

- indicate notifications to the GCC or BCC sublayer for which a channel description has been received in the
notification by the RR sublayer;

- reject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has
been received in the notification by the RR sublayer;

- request the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

4224 Service State, NO IMSI

When in state MM IDLE and service state NO IMSI the mobile station shall (see subclause 3.2, 3GPP TS 43.022 [82]
and 3GPP TS 45.008 [34]):

- not start any normal location updating attempt;
- not perform periodic updating;
- not perform IMS| detach if powered down;
- reject any reguest from CM entities for MM connections except for emergency calls;
- not respond to paging;
- only perform default cell selection.
In addition, mobile stations supporting VGCS listening or VBS listening shall:

- not indicate notifications to the GCC or BCC layer.
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4225 Service State, SEARCH FOR PLMN, NORMAL SERVICE

When in state MM IDLE and service state SEARCH FOR PLMN, NORMAL SERVICE the mobile station shall:

if timer T3211 or T3213 expiresin this state perform alocation updating procedure at the latest if and when back
to NORMAL SERVICE state and if the cell is not changed;

if timer T3212 expiresin this state perform a periodic location updating procedure at the latest if and when back
to NORMAL SERVICE state;

perform IMSI detach;
support requests from the CM layer;

listen as far as possible to paging, and respond.

In addition, mobile stations supporting VGCS listening or VBS listening shall:

listen as far as possible to notifications and indicate notifications to the GCC or BCC layer;

respond to notification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for
which no channel description has been received in the notification by the RR sublayer;

reguest the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer.

4.2.2.6 Service State, SEARCH FOR PLMN

When in state MM IDLE and service state SEARCH FOR PLMN the mobile station shall:

not start any normal location updating attempt;

not perform periodic updating;

not perform IMSI detach if powered down;

reject any request from CM entities for MM connections except emergency calls;

not respond to paging.

4.2.2.7 Service State, RECEIVING GROUP CALL (NORMAL SERVICE)

Only applicable for mobile stations supporting V GCS listening or VBS listening:

When in state MM IDLE and service state RECEIVING GROUP CALL (NORMAL SERVICE), the mobile station

shall:

perform normal location updating when a new location area is entered;
perform location updating procedure at expiry of timer T3211 or T3213;
perform periodic updating at expiration of timer T3212;

perform IMSI detach;

support requests from the GCC or BCC layers;

indicate notifications or paging information to the GCC or BCC layer;

respond to notification if the GCC or BCC sublayer requests the reception of a voice group or broadcast call for
which no channel description has been received in the notification by the RR sublayer;

request the RR sublayer to receive another voice group or broadcast call if the GCC or BCC sublayer requests
the reception of a voice group or broadcast call for which a channel description has been received in the
notification by the RR sublayer.
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4.2.2.8 Service State, RECEIVING GROUP CALL (LIMITED SERVICE)
Only applicable for mobile stations supporting VGCS listening or VBS listening:

When in state MM IDLE and service state RECEIVING GROUP CALL (LIMITED SERVICE), the mobile station
shall:

- not perform periodic updating;
- not perform IMS| detach;
- regject any regquests from CM entities for MM connections except for emergency calls;

- perform normal location updating when a cell is entered which may provide normal service (e.g. location area
not in one of the forbidden LAI lists);

- it may respond to paging (with IMS]);

- indicate notifications to the GCC or BCC sublayer for which a channel description has been received in the
notification by the RR sublayer;

- regject requests of the GCC or BCC sublayer to respond to notifications for which no channel description has
been received in the notification by the RR sublayer;

- request the RR sublayer to receive a voice group or broadcast call if the GCC or BCC sublayer requests the
reception of avoice group or broadcast call for which a channel description has been received in the notification
by the RR sublayer and then go to the service state RECEIVING GROUP CALL (LIMITED SERVICE).

4.2.3 Service state when back to state MM IDLE from another state

When returning to MM IDLE, e.g., after alocation updating procedure, the mobile station selects the cell as specified in
3GPP TS 43.022 [82] and 3GPP TS 25.304 [98]. With one exception, thisis anormal cell selection.

If thisreturn to idle state is not subsequent to alocation updating procedure terminated with reception of cause
"Roaming not allowed in thislocation area’ the service state depends on the result of the cell selection procedure, on the
update status of the mobile station, on the location data stored in the mobile station and on the presence of the
SIM/USIM:

- if no cell has been found, the stateis NO CELL AVAILABLE, until acell isfound;
- if no SIM/USIM is present, or if the inserted SIM/USIM is considered invalid by the MS, the stateisNO IMS;

- if the selected cell isin the location area where the M Sis registered, then the stateisNORMAL SERVICE; it
shall be noted that this also includes an abnormal case described in subclause 4.4.4.9;

- (Only applicable for mobile stations supporting VGCS listening or VBS listening.) if the mobile stations was in
the service state RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP CALL
(LIMITED SERVICE) before the location updating procedure and the selected cell isin the location area where
the mobile station is registered, then the state is RECEIVING GROUP CALL (NORMAL SERVICE);

- if the selected cell isin alocation area where the mobile station is not registered but in which the MSis alowed
to attempt alocation update, then the stateis LOCATION UPDATE NEEDED;

- if the selected cell isin alocation area where the mobile station is not allowed to attempt alocation update, then
the stateis LIMITED SERVICE;

- (Only applicable for M Ss supporting VGCS listening or VBS listening.) if the MSs was in the service state
RECEIVING GROUP CALL (NORMAL SERVICE) or RECEIVING GROUP CALL (LIMITED SERVICE)
before the location updating procedure and the selected cell isin the location area where the MSis not allowed
to attempt a location update, then the state is RECEIVING GROUP CALL (LIMITED SERVICE);

- after some abnormal cases occurring during an unsuccessful location updating procedure, as described in
subclause 4.4.4.9, the state isSATTEMPTING TO UPDATE.

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 59 ETSI TS 124 008 Vv8.2.0 (2008-10)

In case of areturn from alocation updating procedure to which was answered "Roaming not allowed in this location
ared’, the service state PLMN SEARCH is entered as specified in subclause 4.2.1.2.

4.2.4 Behaviour in state GMM-DEREGISTERED
The state GMM-DEREGISTERED is entered when:
- the MSisswitched on;
- the GPRS capability has been enabled in the M S;
- aGPRS detach or combined GPRS detach procedure has been performed; or
- aGMM procedure has failed (except routing area updating, see subclause 4.7.5).

The selection of the appropriate substate of GMM-DEREGISTERED after switching onis described in

subclause 4.2.4.1. The specific behaviour of the MSin state GMM-DEREGISTERED is described in subclause 4.2.4.2.
The substate chosen when the GMM-DEREGISTERED state is returned to from another state except state GMM -
NULL isdescribed in subclause 4.2.4.3.

It should be noted that transitions between the various substates of GMM-DEREGISTERED are caused by (e.g.):
- insertion or removal of the SIM/USIM;
- cell selection/reselection (see also 3GPP TS 43.022 [82] and 3GPP TS 25.304 [99));
- PLMN search;
- loss/regain of coverage; or
- change of RA.

How various GMM procedures affect the GMM-DEREGISTERED substates and the GPRS update status is described
in the detailed description of the GMM procedures in subclause 4.7.

424.1 Primary substate selection

42411 Selection of the substate after power on or enabling the MS's GPRS capability

When the MSis switched on, the substate shall be PLMN-SEARCH in case the SIM/USIM isinserted and valid. See
3GPP TS 23.122 [14] and 3GPP TS 45.008 [34] for further details.

When the GPRS capability in an activated MS has been enabled, the selection of the GMM-DEREGISTERED substate
depends on the MM state and the GPRS update status.

The substate chosen after PLMN-SEARCH, in case of power on or after enabling of the GPRS capahility is:
- if the cell is not supporting GPRS, the substate shall be NO-CELL-AVAILABLE;
- if no SIM/USIM is present the substate shall be NO-IMSI;

- if acell supporting GPRS has been found and the PLMN or LA isnot in the forbidden list, then the substate shall
be NORMAL-SERVICE;

- if the selected cell supporting GPRSisin aforbidden PLMN or aforbidden LA, then the MS shall enter the
substate LIMITED-SERVICE;

- if the MSisin manua network selection mode and no cell supporting GPRS of the selected PLMN has been
found, the MS shall enter the substate NO-CELL-AVAILABLE.
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42412 Other Cases
When the MM state is IDLE, the GMM substate PLMN-SEARCH shall also be entered in the following cases:
- whenaSIM/USIM isinserted in substate NO-IMSI;
- when the user has asked for aPLMN selection in any substate except NO IMSI and NO CELL AVAILABLE;
- when coverage islost in any substate except NO IMS| and NO CELL AVAILABLE;
- Roaming isdenied,;

- optionaly, when the MSisin automatic network selection mode and the maximum allowed number of
subsequently unsuccessful attach attempts controlled by the GPRS attach attempt counter (subclause 4.7.3) have
been performed.

4.2.4.2 Detailed description of the MS behaviour in state GMM-DEREGISTERED

In state GMM-DEREGISTERED, the M S shall behave according to the substate. In the following subclauses, the
behaviour is described for the non transient substates.

4.2.4.2.1 Substate, NORMAL-SERVICE
The MS shall:
- perform GPRS attach.
4.2.4.2.2 Substate, ATTEMPTING-TO-ATTACH
The MSshall:

- perform GPRS attach on the expiry of timers T3311 or T3302;

- perform GPRS attach when the routing area of the serving cell has changed and the location areathis cell is
belonging to is not in the list of forbidden LAS;

- if entry into this state was caused by b) or d) with cause "Retry upon entry into a new cell" of
subclause 4.7.3.1.5, GPRS attach shall be performed when a new cell is entered;

- if entry into this state was caused by c) or d) with cause different from "Retry upon entry into anew cell" of
subclause 4.7.3.1.5, GPRS attach shall not be performed when a new cell is entered; and

- userequests from CM layersto trigger the combined GPRS attach procedure, if the network operatesin network
operation mode |I. Depending on which of the timers T3311 or T3302 is running the MS shall stop the relevant
timer and act asif the stopped timer has expired.

4.24.2.3 Substate, LIMITED-SERVICE
The MS shall:

- perform GPRS attach when a cell is entered which may provide normal service (e.g. location areais not in one of
the forbidden lists).

42424 Substate, NO-IMSI
The MS shall:

- only perform default cell selection.
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42425 Substate, NO-CELL
The MS shall:

- perform cell selection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98] and shall choose an
appropriate substate.

4.2.4.2.6 Substate, PLMN-SEARCH

No specific action isrequired in this substate.

4.24.2.7 Substate, ATTACH-NEEDED

The MS shall start a GPRS attach procedure if still needed as soon as the access class alows network contact in the
selected cell.

42428 Substate, SUSPENDED (A/Gb mode only)
The MS:
- shall not send any user data; and
- shall not send any signalling information.
4.2.4.3 Substate when back to state GMM-DEREGISTERED from another GMM
state

When returning to state GMM-DEREGISTERED, the MS shall select a cell as specified in 3GPP TS 43.022 [82] and
3GPP TS 25.304 [99].

The substate depends on the result of the cell selection procedure, the outcome of the previously performed GMM
specific procedures, on the GPRS update status of the MS, on the location area data stored in the MS and on the
presence of the SIM/USIM:

- if no cell has been found, the substate is NO-CELL-AVAILABLE, until acell isfound;

- if no SIM/USIM is present or if the inserted SIM/USIM is considered invalid by the M S, the substate shall be
NO-IMSI;

- if the selected cell isin alocation area where the M S is allowed to roam, the substate shall be NORMAL-
SERVICE;

- if aGPRS attach shall be performed (e.g. network requested reattach), the substate shall be ATTEMPTING-TO-
ATTACH

- if aPLMN reselection (according to 3GPP TS 23.122 [14]) is needed, the substate shall be PLMN SEARCH
- if the selected cell isin alocation area where the MSis not allowed to roam, the state shall be LIMITED-
SERVICE.
4.2.5 Behaviour in state GMM-REGISTERED
The state GMM-REGISTERED is entered when:

- aGMM context is established, i.e. the MSisIM Sl attached for GPRS services only or for GPRS and non-GPRS
services.

The specific behaviour of the MS in state GMM-REGISTERED is described in subclause 4.2.5.1. The primary substate
when entering the state GMM-REGISTERED is aways NORMAL-SERVICE.

It should be noted that transitions between the various substates of GMM-REGISTERED are caused by (e.g.):

- cell selection/reselection (see also 3GPP TS 43.022 [82] and 3GPP TS 25.304 [99));
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- changeof RA;

- losglregain of coverage.
How various GMM procedures affect the GMM-REGISTERED substates is described in the detailed description of the
procedures in subclause 4.7.
4251 Detailed description of the MS behaviour in state GMM-REGISTERED

In state GMM-REGISTERED, the MS shall behave according to the substate as explained below.

42511 Substate, NORMAL-SERVICE

The MS shall:
- perform cell selection/reselection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98];
- perform normal and periodic routing area updating; and
- receive and transmit user data and signalling information.

GPRS MSsin operation modes C or A shall answer to paging requests.

GPRS M S in operation mode B may answer to paging requests.

42512 Substate, SUSPENDED (A/Gb mode only)
TheMS:

- shall not send any user data;

- shall not send any signalling information; and

- shall not perform cell-updates.

4.2.5.1.3 Substate, UPDATE-NEEDED
The MS shall:
- not send any user data;
- not send any signalling information;
- perform cell selection/reselection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98]; and

- chose the appropriate new substate depending on the GPRS update status as soon as the access class alows
network contact in the selected cell.

42514 Substate, ATTEMPTING-TO-UPDATE
The MS:
- should not send any user data;
- shall perform routing area update on the expiry of timers T3311 or T3302;

- shall perform routing area update when the routing area of the serving cell has changed and the location areathis
cell isbelonging to isnot in thelist of forbidden LAS;

- shdl if entry into this state was caused by b) or d) with cause "Retry upon entry into anew cell”, of
subclause 4.7.5.1.5, perform routing area updating when a new cell is entered,;

- shal if entry into this state was caused by c) or d) with cause different from "Retry upon entry into anew cell" of
subclause 4.7.5.1.5, not perform routing area updating when a new cell is entered; and
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- shall use request from CM layersto trigger the combined routing area update procedure, if the network operates
in network operation mode |. Depending on which of the timers T3311 or T3302 is running the M S shall stop the
relevant timer and act asif the stopped timer has expired.

4.2.5.1.5 Substate, NO-CELL-AVAILABLE
The MS shall perform cell selection/reselection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [99].

4.25.1.6 Substate, LIMITED-SERVICE
The MS shall perform cell selection/reselection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98];

42517 Substate, ATTEMPTING-TO-UPDATE-MM

The MS shall:
- perform cell selection/reselection according to 3GPP TS 43.022 [82] and 3GPP TS 25.304 [98];
- receive and transmit user data and signalling information;

- perform routing area update indicating "combined RA/LA updating with IMS] attach™ on the expiry of timers
T3311 or T3302;

- perform routing area update indicating "combined RA/LA updating with IMSI attach" when the routing area of
the serving cell has changed and the location area this cell is belonging to is not in the list of forbidden LAs.

GPRS M Ssin operation modes C or A shall answer to paging requests.

GPRS M S in operation mode B may answer to paging requests.

4.2.5.1.8 Substate, PLMN-SEARCH

When the MM state is IDLE, the GMM substate PLMN-SEARCH may be entered if the MS isin automatic network
selection mode and the maximum allowed number of subsequently unsuccessful routing area update attempts controlled
by the GPRS routing area updating attempt counter (clause 4.7.5) have been performed. If anew PLMN is selected, the
MS shall reset the routing area updating attempt counter and perform the routing area updating procedure.

4.3 MM common procedures
Asdescribed in subclause 4.1.1, aMM common procedure can be initiated at any time whilst a RR connection exists
between the network and the mobile station.

4.3.1 TMSI reallocation procedure

The purpose of the TMSI reallocation procedure is to provide identity confidentiality, i.e. to protect a user against being
identified and located by an intruder (see 3GPP TS 42.009, 3GPP TS 43.020 [13] and 3GPP TS 33.102 [5a]).

If the identity confidentiality serviceis applied for an IMSI, a Temporary Mobile Subscriber Identity (TMSI) is used for
identification within the radio interface signalling procedures.

In a network supporting the feature "Intra domain connection of RAN nodes to multiple CN nodes’ aTMSI shall be
alocated to each IM S| attached mobile station. See 3GPP TS 23.236 [94], chapter 4.3.

The structure of the TMSI is specified in 3GPP TS 23.003 [10]. The TMSI has significance only within alocation area.
Outside the location area it has to be combined with the Location Area ldentifier (LAI) to provide for an unambiguous
identity.

Usually the TMSI readllocation is performed at least at each change of alocation area. (Such choices are | eft to the
network operator).
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Thereallocation of aTMSI can be performed either by a unique procedure defined in this subclause or implicitly by a
location updating procedure using the TMSI. The implicit realocation of a TMSI is described together with that
procedure.

If aTMSI provided by a mobile station is unknown in the network e.g. due to a data base failure, the network may
require the mobile station to provide its International Mobile Subscriber Identity (IMSI). In this case the identification
procedure (see subclause 4.3.3) should be used before the TM SI reallocation procedure may be initiated.

The TMSI redllocation can be initiated by the network at any time whilst a RR connection exists between the network
and the mobile station.

NOTE 1. Usually the TMSI reallocation is performed in ciphered mode.
NOTE 2: Normally the TMSI reallocation will take place in conjunction with another procedure, e.g. at location
updating or at call setup (see 3GPP TS 29.002 [37]).
4311 TMSI reallocation initiation by the network

The network initiates the TM S| reallocation procedure by sendinga TMSI REALLOCATION COMMAND message to
the mobile station and starts the timer T3250.

The TMSI REALLOCATION COMMAND message contains a new combination of TMSI and LAI allocated by the
network or aLAl and the IMSI if the used TMSI shall be deleted. Usually the TMSI-REALLOCATION COMMAND
message is sent to the mobile station using a RR connection in ciphered mode (see 3GPP TS 43.020 [13] and

3GPP TS 33.102 [5a]).

4312 TMSI reallocation completion by the mobile station

Upon receipt of the TMSI REALLOCATION COMMAND message the mobile station stores the Location Area
Identifier (LAI) inthe SIM/USIM. If the received identity is the IMSI of the relevant mobile station, the mobile station
deletesany TMSI. If the received identity isa TM S| the mobile station stores the TMSI in the SIM/USIM. In both cases
the mobile station sendsa TMSI REALLOCATION COMPLETE message to the network.

4.3.1.3 TMSI reallocation completion in the network.

Upon receipt of the TMSI REALLOCATION COMPLETE message, the network stops the timer T3250 and either
considers the new TMSI asvalid or, if an IMSI was sent to the mobile station, considers the old TM S| as del eted.

If the RR connection is no more needed, then the network will request the RR sublayer to release it (see
3GPP TS 44.018 [84] subclause 3.5 and 3GPP TS 25.331 [23c]).

4.3.1.4 Abnormal cases

Mobile station side:

The mobile station shall consider the new TMS| and new LA, if any, asvalid and the old TMSI and old LAI as
deleted as soon asa TMSI REALLOCATION COMMAND or another message containing anew TMSI (e.g.
LOCATION UPDATING ACCEPT) is correctly received. Any RR connection failure at alater stage shall not
have any impact on the TMSI and LAI storage.

Network side:
(8 RR connection failure:

If the RR connection islost before the TMSI REALLOCATION COMPLETE message isreceived, all MM
connections (if any) shall be released and both the old and the new TMSI's should be considered as occupied
for a certain recovery time.

During this period the network may:

- usetheIMSI for paging in the case of network originated transactions on the CM layer. Upon response
from the mobile station the TM S| redllocation is restarted,;

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 65 ETSI TS 124 008 V8.2.0 (2008-10)
- consider thenew TMSI asvalid if it is used by the mobile station in mobile originated requests for RR
connection;

- usethe Identification procedure followed by a new TMSI reallocation if the mobile station uses the old
TMSI.

Other implementations are possible.
(b) Expiry of timer T3250:

The TMSI reallocation is supervised by the timer T3250 in the network. At the first expiry of timer T3250
the network may release the RR connection. In this case, the network shall abort the reall ocation procedure
release all MM connectionsif any, and follow the rules described for RR connection failure above.

mobile station network

TMSI REAL CMD
Cmmmmm e Start T3250

————————————————— > Stop T3250

Figure 4.1/3GPP TS 24.008: TMSI reallocation sequence

4.3.2  Authentication procedure

4.3.2a Authentication procedure used for a UMTS authentication challenge
The purpose of the authentication procedureis fourfold (see 3GPP TS 33.102 [54)):
First to permit the network to check whether the identity provided by the mobile station is acceptable or not;
Second to provide parameters enabling the mobile station to calculate a new UMTS ciphering key;
Third to provide parameters enabling the mobile station to calculate anew UMTS integrity key;
Fourth to permit the mobile station to authenticate the network.
The cases where the authentication procedure should be used are defined in 3GPP TS 33.102 [54].

The UMTS authentication procedure is aways initiated and controlled by the network. However, there is the possibility
for the MS to reject the UMTS authentication challenge sent by the network.

The MS shall support the UMTS authentication challenge, if aUSIM isinserted.

A UMTS security context is established in the MS and the network when a UMTS authentication challengeis
performed in A/Gb mode or in lu mode. After a successful UMTS authentication, the UMTS ciphering key, the UMTS
integrity key, the GSM ciphering key and the ciphering key sequence number, are stored both in the network and the
MS.

4.3.2b Authentication Procedure used for a GSM authentication challenge

The purpose of the authentication procedure is twofold (see 3GPP TS 43.020 [13]):
First to permit the network to check whether the identity provided by the mobile station is acceptable or not;
Second to provide parameters enabling the mobile station to calculate a new GSM ciphering key.

The cases where the authentication procedure should be used are defined in 3GPP TS 42.009 [5].

The authentication procedure is always initiated and controlled by the network. GSM authentication challenge shall be
supported by a ME supporting GERAN or UTRAN.

A GSM security context is established in the MS and the network when a GSM authentication challenge is performed in
A/Gb maode or in lu mode. However, in lu mode the M S shall not accept a GSM authentication challenge, if aUSIM is
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inserted. After a successful GSM authentication, the GSM ciphering key and the ciphering key sequence number, are
stored both in the network and the MS.

4321 Authentication request by the network

The network initiates the authentication procedure by transferring an AUTHENTICATION REQUEST message across
the radio interface and starts the timer T3260. The AUTHENTICATION REQUEST message contains the parameters
necessary to calculate the response parameters (see 3GPP TS 43.020 [13] (in case of GSM authentication challenge)
and 3GPP TS 33.102 [54] (in case of an UMTS authentication challenge)). In a GSM authentication challenge, the
AUTHENTICATION REQUEST message also contains the GSM ciphering key sequence number alocated to the key
which may be computed from the given parameters. In a UMTS authentication challenge, the AUTHENTICATION
REQUEST message also contains the ciphering key sequence number allocated to the key set of UMTS ciphering key,
UMTS integrity key and GSM ciphering key which may be computed from the given parameters.

4.3.2.2 Authentication response by the mobile station

The mobile station shall be ready to respond upon an AUTHENTICATION REQUEST message at any time whilst a
RR connection exists. With exception of the cases described in subclause 4.3.2.5.1, it shall process the challenge
information and send back an AUTHENTICATION RESPONSE message to the network.

If aSIM isinserted in the MS, the MS shall ignore the Authentication Parameter AUTN IE if included in the
AUTHENTICATION REQUEST message and shall proceed as in case of a GSM authentication challenge. It shall not
perform the authentication of the network described in subclause 4.3.2.5.1.

InaGSM authentication challenge, the new GSM ciphering key calculated from the challenge information shall
overwrite the previous GSM ciphering key and any previously stored UMTS ciphering key and UMTS integrity key
shall be deleted. The new GSM ciphering key shall be stored on the SIM/USIM together with the ciphering key
sequence number.

In aUMTS authentication challenge, the new UMTS ciphering key, the new GSM ciphering key and the new UMTS
integrity key calculated from the challenge information shall overwrite the previous UMTS ciphering key, GSM
ciphering key and UMTS integrity key. The new UMTS ciphering key, GSM ciphering key and UMTS integrity key are
stored on the USIM together with the ciphering key sequence number.

The SIM/USIM will provide the mobile station with the authentication response, based upon the authentication
challenge given from the ME. A UMTS authentication challenge will result in the USIM passing a RES to the ME. A
GSM authentication challenge will result in the SIM/USIM passing a SRES to the ME.

A ME supporting UM TS authentication challenge may support the following procedure:

In order to avoid a synchronisation failure, when the mobile station receivesan AUTHENTICATION REQUEST
message, the mobile station shall store the received RAND together with the RES returned from the USIM in the
volatile memory and associate it with CS domain. When the M S receives a subsequent AUTHENTICATION
REQUEST message, if the stored RAND value for the CS domain is equal to the new received valuein the
AUTHENTICATION REQUEST message, then the mobile station shall not pass the RAND to the USIM, but shall
immediately send the AUTHENTICATION RESPONSE message with the stored RES for the CS domain. If, for the CS
domain, thereis no valid stored RAND in the mobile station or the stored RAND is different from the new received
valueinthe AUTHENTICATION REQUEST message, the mobile station shall passthe RAND to the USIM, shall

override any previously stored RAND and RES with the new ones and start, or reset and restart timer T3218.
The RAND and RES values stored in the mobile station shall be deleted and timer T3218, if running, shall be stopped:

- upon receipt of a SECURITY MODE COMMAND (lu mode only),
CIPHERING MODE COMMAND (A/Gb mode only),
CM_SERVICE_ACCEPT,

CM_SERVICE_REJECT,
LOCATION_UPDATING_ACCEPT
or AUTHENTICATION REJECT message;

- upon expiry of timer T3218; or

- if the mobile station enters the MM state MM IDLE or NULL.
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4323 Authentication processing in the network

Upon receipt of the AUTHENTICATION RESPONSE message, the network stops the timer T3260 and checks the
validity of the response (see 3GPP TS 43.020 [13] in case of a GSM authentication challenge respective 3GPP TS
33.102 [54] in case of an UM TS authentication challenge).

Upon receipt of the AUTHENTICATION FAILURE message, the network stops the timer T3260. In Synch failure
case, the core network may renegotiate with the HLR/AuC and provide the MS with new authentication parameters.

43.2.4 Ciphering key sequence number

The security parameters for authentication and ciphering are tied together in sets.In a GSM authentication challenge,
from a challenge parameter RAND both the authenti cation response parameter SRES and the GSM ciphering key can
be computed given the secret key associated to the IMSI. In aUMTS authentication challenge, from a challenge
parameter RAND, the authentication response parameter RES and the UMTS ciphering key and the UMTS integrity
key can be computed given the secret key associated to the IMSI. In addition, a GSM ciphering key can be computed
from the UMTS ciphering key and the UM TS integrity key by means of an unkeyed conversion function.

In order to allow start of ciphering on a RR connection without authentication, the ciphering key sequence numbers are
introduced. The ciphering key sequence number is managed by the network in the way that the AUTHENTICATION
REQUEST message contains the ciphering key sequence number allocated to the GSM ciphering key (in case of a GSM
authentication challenge) or the UMTS ciphering key and the UMTS integrity key (in case of aUMTS authentication
challenge) which may be computed from the RAND parameter carried in that message.

If an authentication procedure has been completed successfully and a ciphering key sequence number is stored in the
network, the network shall include a different ciphering key sequence number in the AUTHENTICATION REQUEST
message when it intiates a new authentication procedure.

The mobile station stores the ciphering key sequence number with the GSM ciphering key (in case of a GSM
authentication challenge) and the UMTS ciphering key and the UMTS integrity key (in case of a UMTS authentication
challenge) and indicates to the network in the first message (LOCATION UPDATING REQUEST, CM SERVICE
REQUEST, PAGING RESPONSE, CM RE-ESTABLISHMENT REQUEST) which ciphering key sequence number
the stored GSM ciphering key (in case of a GSM authentication challenge) or set of UMTS ciphering, UMTS integrity
and derived GSM ciphering keys (in case of a UM TS authentication challenge) has.

When the deletion of the ciphering key sequence number is described this also means that the associated GSM
ciphering key, the UMTS ciphering key and the UMTS integrity key shall be considered as invalid (i.e. the established
GSM security context or the UMTS security context is no longer valid).

In A/Gb mode, the network may choose to start ciphering with the stored GSM ciphering key (under the restrictions
givenin 3GPP TS 42.009 [5]) if the stored ciphering key sequence number and the one given from the mobile station
areequal.

In lu mode, the network may choose to start ciphering and integrity with the stored UMTS ciphering key and UMTS
integrity key (under the restrictions given in 3GPP TS 42.009 [5] and 3GPP TS 33.102 [5a]) if the stored ciphering key
sequence number and the one given from the mobile station are equal .

NOTE: In some specifications the term KSI (Key Set Identifier) might be used instead of the term ciphering key
sequence number.
4325 Authentication not accepted by the network

If authentication fails, i.e. if the response is not valid, the network may distinguish between the two different ways of
identification used by the mobile station:

- the TMSI| was used;
- theIMSI was used.

If the TMSI has been used, the network may decide to initiate the identification procedure. If the IMSI given by the
mobile station then differs from the one the network had associated with the TM S, the authentication should be
restarted with the correct parameters. If the IMSI provided by the M S is the expected one (i.e. authentication has really
failed), the network should proceed as described below.
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If the IMSI has been used, or the network decides not to try the identification procedure, an AUTHENTICATION
REJECT message should be transferred to the mobile station.

After having sent this message, all MM connections in progress (if any) are released and the network should initiate the
RR connection release procedure described in subclause 3.5.0f 3GPP TS 44.018 [84] (A/Gb mode only),
3GPP TS 25.331[23c] (UTRAN Iu mode only), or in 3GPP TS 44.118 [110] (GERAN lu mode only).

Upon receipt of an AUTHENTICATION REJECT message, the mobile station shall set the update statusin the
SIM/USIM to U3 ROAMING NOT ALLOWED, delete from the SIM/USIM the stored TMSI, LAI and ciphering key
sequence number. The SIM/USIM shall be considered asinvalid until switching off or the SIM/USIM is removed.

If the AUTHENTICATION REJECT message isreceived in the state IMSI DETACH INITIATED the mobile station
shall follow subclause 4.3.4.3.

If the AUTHENTICATION REJECT message is received in any other state the mobile station shall abort any MM
specific, MM connection establishment or call re-establishment procedure, stop any of the timers T3210 or T3230 (if
running), release all MM connections (if any), start timer T3240 and enter the state WAIT FOR NETWORK
COMMAND, expecting the release of the RR connection. If the RR connection is not released within a given time
controlled by the timer T3240, the mobile station shall abort the RR connection. In both cases, either after aRR
connection release triggered from the network side or after a RR connection abort requested by the MS-side, the M S
enters state MM IDLE, substate NO IMS].

43251 Authentication not accepted by the MS

InaUMTS authentication challenge, the authentication procedure is extended to allow the MS to check the authenticity
of the core network. Thus allowing, for instance, detection of false base station.

Following a UMTS authentication challenge, the MS may reject the core network, on the grounds of an incorrect
AUTN parameter (see 3GPP TS 33.102 [5d]). This parameter contains two possible causes for authentication failure:

a) MAC codefailure;

If the MS considers the MAC code (supplied by the core network in the AUTN parameter) to be invalid, it
shall send an AUTHENTICATION FAILURE message to the network, with the reject cause 'MAC failure'.
The MS shall then follow the procedure described in subclause 4.3.2.6 (c).

b) SON failure:

If the M S considers the SQN (supplied by the core network in the AUTN parameter) to be out of range, it
shall send aAUTHENTICATION FAILURE message to the network, with the reject cause 'Synch failure'
and are-synchronization token AUTS provided by the USIM (see 3GPP TS 33.102 [54a]). The MS shall then
follow the procedure described in subclause 4.3.2.6 (d).

INUMTS, an MSwith aUSIM inserted shall reject the authentication challenge if no Authentication Parameter AUTN
IE was present in the AUTHENTICATION REQUEST message (i.e. a GSM authentication challenge has been received
when the M S expects a UMTS authentication challenge). In such a case, the MS shall send the AUTHENTICATION
FAILURE message to the network, with the reject cause "GSM authentication unacceptable”. The MS shall then follow
the procedure described in subclause 4.3.2.6 ().

If the MSreturnsan AUTHENTICATION_FAILURE message to the network, the MS shall delete any previously
stored RAND and RES and shall stop timer T3218, if running.

4326 Abnormal cases
(a) RR connection failure:

Upon detection of a RR connection failure before the AUTHENTICATION RESPONSE is received, the
network shall release all MM connections (if any) and abort any ongoing MM specific procedure.

(b) Expiry of timer T3260:

The authentication procedure is supervised on the network side by the timer T3260. At expiry of thistimer the
network may release the RR connection. In this case the network shall abort the authentication procedure and

ETSI



3GPP TS 24.008 version 8.2.0 Release 8 69 ETSI TS 124 008 Vv8.2.0 (2008-10)

any ongoing MM specific procedure, release all MM connections if any, and initiate the RR connection release
procedure described in subclause 3.5.

(c) Authentication failure (reject cause "MAC failure" or "GSM authentication unacceptable™):

The MS shall send an AUTHENTICATION FAILURE message, with reject cause "MAC failure" or "GSM
authentication unacceptable" according to subclause 4.3.2.5.1, to the network and start timer T3214.
Furthermore, the M S shall stop any of the retransmission timers that are running (e.g. T3210, T3220 or T3230).
Upon the first receipt of an AUTHENTICATION FAILURE message from the MS with reject cause "MAC
failure" or "GSM authentication unacceptable”, the network may initiate the identification procedure described
in subclause 4.3.3. Thisisto alow the network to obtain the IMSI from the MS. The network may then check
that the TMSI originally used in the authentication challenge corresponded to the correct IMSI. Upon receipt of
the IDENTITY REQUEST message from the network, the MS shall send the IDENTITY RESPONSE message.

NOTE: Upon receipt of an AUTHENTICATION FAILURE message from the MS with reject cause "MAC
failure" or "GSM authentication unacceptable”, the network may also terminate the authentication
procedure (see subclause 4.3.2.5).

If the TMSI/IMSI mapping in the network was incorrect, the network should respond by sending a new
AUTHENTICATION REQUEST message to the MS. Upon receiving the new AUTHENTICATION REQUEST
message from the network, the MS shall stop the timer T3214, if running, and then process the challenge
information as normal.

If the network is validated successfully (an AUTHENTICATION REQUEST that contains avalid SQN and
MAC isreceived), the MS shall send the AUTHENTICATION RESPONSE message to the network and shall
start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and stopped whenthe MS
received thefirst falled AUTHENTICATION REQUEST message.

If the M S receives the second AUTHENTICATION REQUEST while T3214 is running, and the MAC value
cannot be resolved or the message contains a GSM authentication challenge, the M S shall follow the procedure
specified in this subclause (¢), starting again from the beginning. If the SON isinvalid, the MS shall proceed as
specified in (d).

It can be assumed that the source of the authentication challenge is not genuine (authentication not accepted by
the MS) if any of the following occur:

- after sending the AUTHENTICATION FAILURE message with the regject cause "MAC failure" or "GSM
authentication unacceptable” the timer T3214 expires,

- the M S detects any combination of the authentication failures: "MAC failure”, "invalid SQN", and "GSM
authentication unacceptable”, during three consecutive authentication challenges. The authentication
challenges shall be considered as consecutive only, if the authentication challenges causing the second and
third authentication failure are received by the MS, while the timer T3214 or T3216 started after the previous
authentication failure is running.

When it has been deemed by the M S that the source of the authentication challengeis not genuine (i.e.
authentication not accepted by the MS), the MS shall behave as described in subclause 4.3.2.6.1.
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AUTHENTICATION REQUEST
< Start 73260
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_____________________________ >
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———————————————————————————— —-»>

Figure 4.2/3GPP TS 24.008: Authentication Failure Procedure
(reject cause "MAC failure" or "GSM authentication unacceptable™)

(d) Authentication failure (reject cause "synch failure"):

The MS shall send an AUTHENTICATION FAILURE message, with rgject cause "synch failure”, to the
network and start the timer T3216. Furthermore, the M S shall stop any of the retransmission timers that are
running (e.g. T3210, T3220 or T3230). Upon the first receipt of an AUTHENTICATION FAILURE message
from the MS with the reject cause "synch failure”, the network shall use the returned AUTS parameter from the
authentication failure parameter 1E in the AUTHENTICATION FAILURE message, to re-synchronise. There-
synchronisation procedure requires the VLR/M SC to delete all unused authentication vectors for that IMS| and
obtain new vectors from the HLR. When re-synchronisation is complete, the network shall initiate the
authentication procedure. Upon receipt of the AUTHENTICATION REQUEST message, the MS shall stop the
timer T3216, if running.

NOTE: Upon receipt of two consecutive AUTHENTICATION FAILURE messages from the M S with reject
cause "synch failure", the network may terminate the authentication procedure by sending an
AUTHENTICATION REJECT message.

If the network is validated successfully (anew AUTHENTICATION REQUEST isreceived which contains a
valid SQN and MAC) while T3216 is running, the MS shall send the AUTHENTICATION RESPONSE
message to the network and shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were
running and stopped when the M S received the first failled AUTHENTICATION REQUEST message.

If the MS receives the second AUTHENTICATION REQUEST while T3216 is running, and the MAC value
cannot be resolved or the message contains a GSM authentication challenge, the MS shall proceed as specified in
(c); if the SON isinvalid, the MS shall follow the procedure specified in this subclause (d), starting again fom
the beginning.

The M S shall deem that the network has failed the authentication check and behave as described in subclause
4.3.2.6.1, if any of the following occurs:

- thetimer T3216 expires,

- the MS detects any combination of the authentication failures: "MAC failure”, "invalid SQN", and "GSM
authentication unacceptable”, during three consecutive authentication challenges. The authentication
challenges shall be considered as consecutive only, if the authentication challenges causing the second and
third authentication failure are received by the MS, while the timer T3214 or T3216 started after the previous
authentication failure is running.
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Figure 4.2a/3GPP TS 24.008: Authentication Failure Procedure (reject cause "Synch failure")

43.2.6.1 MS behaviour towards a network that has failed the authentication procedure

If the MS deems that the network has failed the authentication check, then it shall request RR or RRC to release the RR
connection and the PS signalling connection, if any, and bar the active cell or cells (see 3GPP TS 25.331 and

3GPP TS 44.018). The MS shall start any retransmission timers (e.g. T3210, T3220 or T3230), if they were running and
stopped when the M S received the first AUTHENTICATION REQUEST message containing an invalid MAC or
invalid SQN, or no AUTN when a UMTS authentication challenge was expected.

4.3.2.7 Handling of keys at intersystem change from lu mode to A/Gb mode

At inter-system change from lu mode to A/Gb mode, ciphering may be started (see 3GPP TS 44.018 [86]) without any
new authentication procedure. Deduction of the appropriate security key for ciphering in A/Gb mode, depends on the
current GSM/UMTS security context stored in the M S and the network.

The ME shall handle the GSM ciphering key according to table 4.3.2.7.1.

Table 4.3.2.7.1/3GPP TS 24.008: Inter-system change from lu mode to A/Gb mode

Security context established in MS and At inter-system change to A/Gb mode:
network in lu mode

GSM security context An ME shall apply the stored GSM cipher key that was received
from the GSM security context residing in the SIM/USIM during
the latest successful ciphering mode setting or security mode
control procedure before the inter-system change.

UMTS security context An ME shall apply the stored GSM cipher key that was derived
by the USIM from the UMTS cipher key and the UMTS integrity
key and provided by the USIM during the latest successful
ciphering mode setting or security mode control procedure before
the inter-sytem change.

NOTE: A USIM with UMTS security context, passes the UMTS cipher key, the UMTS integrity key and the
derived GSM cipher key to the ME independent on the current radio access being UTRAN or GERAN.

4.3.2.7a Use of established security contexts

In A/Gb mode, in the case of an established GSM security context, the GSM ciphering key shall be loaded from the
SIM/USIM and taken into use by the ME when any valid CIPHERING MODE COMMAND isreceived during an RR
connection (the definition of avalid CIPHERING MODE COMMAND messageis given in 3GPP TS 44.018 [84]
subclause 3.4.7.2).
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In A/Gb mode, in the case of an established UM TS security context, the GSM ciphering key shall be loaded from the
USIM and taken into use by the MS when avalid CIPHERING MODE COMMAND isreceived during an RR
connection (the definition of avalid CIPHERING MODE COMMAND message is given in 3GPP TS 44.018 [84]
subclause 3.4.7.2). The network shall derive a GSM ciphering key from the UMTS ciphering key and the UMTS
integrity key by using the conversion function named "c3" defined in 3GPP TS 33.102 [54].

In lu mode, in the case of an established GSM security context, the ME shall derive a UMTS ciphering key and a
UMTS integrity key from the GSM ciphering key by using the conversion functions named "c4" and "c5" defined in
3GPP TS 33.102 [5a]. The GSM ciphering key shall be loaded from the SIM/USIM and the derived UMTS ciphering
key and UMTS integrity key shall be taken into use by the MS when avalid SECURITY MODE COMMAND
indicating CS domain is received during an RR connection (the definition of avalid SECURITY MODE COMMAND
message isgiven in 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). The network shall derive a UMTS ciphering
key and a UMTS integrity key from the GSM ciphering key by using the conversion functions named "c4" and "c5"
defined in 3GPP TS 33.102 [5a].

In lu mode, in the case of an established UM TS security context, the UMTS ciphering key and UM TS integrity key
shall be loaded from the USIM and taken into use by the MS when avalid SECURITY MODE COMMAND indicating
CSdomain isreceived during a RR connection (the definition of avalid SECURITY MODE COMMAND message is
givenin 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

In lu mode and A/Gb mode, if the MS received avalid SECURITY MODE COMMAND indicating CS domainin lu
mode or avalid CIPHERING MODE COMMAND in A/Gb mode before the network initiates a new Authentication
procedure and establishes a new GSM/UMTS security context, the new keys are taken into use in the M S when a new
valid SECURITY MODE COMMAND indicating CS domain in lu mode, or a new valid CIPHERING MODE
COMMAND in A/Gb mode, is received during the RR connection. In case of lu mode to lu mode handover, A/Gb
mode to A/Gb mode handover, or inter-system change to A/Gb mode, the MS and the network shall continue to use the
key from the old key set until anew valid SECURITY MODE COMMAND indicating CS domain in lu mode, or a new
valid CIPHERING MODE COMMAND in A/Gb mode, is received during the RR connection. In case of inter-system
change to lu mode, the M S and the network shall continue to use the keys from the old key set until the second valid
SECURITY MODE COMMAND indicating CS domain is received during the RR connection.

NOTE 1: If the MSreceived avalid SECURITY MODE COMMAND indicating CS domain in lu mode or avalid
CIPHERING MODE COMMAND in A/Gb mode before the inter-system change to lu mode occ