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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

Guidance to Readers of this Specification

In order to reduce the number of proceduresin this specification certain editorial practices have been adopted. Though
there are many independent factors, such as variants of S5/S8/S2b and attachment cases, these are in essence quite
similar. So, rather than presenting the permutations of these factors separately and thereby needlesdy repeating
normative text, conventions have been adopted to combine this information in single procedures.

The S5 and S8 reference points in the EPC architecture have been defined to have both a GTP and PMIP variant. The
GTP variant is documented in TS 23.401 [4], while the PMIP variant is documented in this specification. Every effort
has been made to eliminate duplication of normative text common to both specifications. Many figuresin this
specification refer to proceduresin TS 23.401 [4] to achieve this end. Common procedures between TS 23.401 [4] and
TS 23.402 (this specification), are represented in this specification in figures by text in shaded box(es) that reference the
appropriate figure and stepsin TS 23.401 [4]. The details of the common steps are only captured in TS 23.401 [4].

The S2b reference point in the EPC architecture has also been defined to have both a GTP and PMIP variant. Both
variants are documented in this specification. Every effort has been made to eliminate duplication of normative text
common to both variants. Figures for the GTP variant of S2b refer to figures defined for the PMIP variant of S2b to
achieve this end. Common procedures for both variants are represented in figures for GTP based S2b by text in shaded
box(es) that reference the appropriate figure and steps defined for PMIP based S2b. The details of the common steps are
only captured for the PMIP variant of S2b.

Attachment cases (as discussed in clauses 6.2.1 and 7.2.1) have been combined in asingle figure. The different
attachment cases can be accommodated by including optional itemsin the flows, for instance, a vPCRF that is only
employed during when aroaming case or LBO is specified.

Multiple APN interactions may occur for many of the procedures defined in this specification. These interactions
complicate the flows by introducing certain operations that may occur multiple times. Rather than produce unique flows
for this purpose, we indicate where this possibility may occur in text.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 12 ETSI TS 123 402 V12.8.0 (2015-04)

1 Scope

This document specifies the stage 2 service description for providing |P connectivity using non-3GPP accesses to the
Evolved 3GPP Packet Switched domain. In addition, for E-UTRAN and non-3GPP accesses, the specification describes
the Evolved 3GPP PS Domain where the protocol s between its Core Network elements are |ETF-based.

ITU-T Recommendation 1.130 [2] describes a three-stage method for characterisation of telecommunication services,
and ITU-T Recommendation Q.65 [3] defines stage 2 of the method.

The specification covers both roaming and non-roaming scenarios and covers all aspects, including mobility between
3GPP and non 3GPP accesses, policy control and charging, and authentication, related to the usage of non-3GPP
accesses.

TS 23.401 [4] covers architecture aspects common to the Evolved 3GPP Packet Switched domain.

The procedures defined in the present document for WLAN access selection and PLMN selection replace the
corresponding I-WLAN procedures specified in TS 23.234 [5].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For aspecific reference, subsequent revisions do not apply.
o For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including

aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] ITU-T Recommendations |.130: "Method for the characterization of telecommunication services
supported by an ISDN and network capabilities of an ISDN".

[3] ITU-T Recommendation Q.65: "The unified functional methodology for the characterization of
services and network capabilities’.

[4] 3GPP TS 23.401: "General Packet Radio Service (GPRS) Enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

[5] 3GPP TS 23.234: "3GPP System to Wireless Local Area Network (WLAN) Interworking; System
Description".

[6] 3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universa
Terrestrial Radio Access Network (E-UTRAN); Overall description Stage 2".

[7] Void.

[8] IETF RFC 5213: "Proxy Mobile IPv6".

[9] IETF RFC 5996, "Internet Key Exchange Protocol Version 2 (IKEv2)".

[10] IETF RFC 5555: "Mobile |Pv6 support for dual stack Hosts and Routers (DSMIPv6)".

[11] IETF RFC 3748: "Extensible Authentication Protocol (EAP)".

[12] IETF RFC 5944, "|1P Mobility Support for IPv4, revised”.

[13] Void.
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[14]
[15]
[16]
[17]
[18]
[19]
[20]
[21]
[22]
[23]
[24]
[25]
[26]
[27]
[28]
[29]

[30]
[31]
[32]
[33]
[34]
[35]
[36]
[37]
[38]
[39]
[40]
[41]
[42]
[43]

[44]

[45]
[46]

Void.

IETF RFC 4282, "The Network Access Identifier".

3GPP TS 23.003: "Numbering, addressing and identification".

IETF RFC 5844: "I1Pv4 Support for Proxy Mobile IPv6".

IETF RFC 4555, "IKEv2 Mobility and Multihoming Protocol (MOBIKE)"

3GPP TS 23.203: "Policy and Charging Control Architecture”.

3GPP TS 22.278: " Service requirements for evolution of the system architecture”.

3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2.
IETF RFC 4877, "Mobile IPv6 Operation with IKEv2 and the Revised | Psec Architecture”.
IETF RFC 2784, "Generic Routing Encapsulation (GRE)".

IETF RFC 2890, "Key and Sequence Number Extensionsto GRE".

IETF RFC 3543, "Registration Revocation in Mobile |Pv4".

Void.

Void.

IETF RFC 2131: "Dynamic Host Configuration Protocol”.

IETF RFC 4039: "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4
(DHCPv4)".

IETF RFC 3736: " Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".
Void.

3GPP2 C.S0024-A v2.0: "cdma2000 High Rate Packet Data Air Interface Specification”.
Void.

IETF RFC 2794: "Mobile IP Network Access Identifier Extension for |Pv4".

Void.

Void.

Void.

IETF RFC 4861: "Neighbor Discovery for IP Version 6 (IPv6)".

IETF RFC 5446: " Service Selection for Mobile IPv4".

IETF RFC 5026: "Mohile |Pv6 bootstrapping in split scenario”.

IETF RFC 6611: "Mobile IPv6 (MI1Pv6) Bootstrapping for the Integrated Scenario”.
Void.

IETF RFC 5779: "Diameter Proxy Mobile |Pv6: Mobile Access Gateway and Local Mobility
Anchor Interaction with Diameter Server".

IETF RFC 5447: "Diameter Mobile IPv6: Support for Network Access Server to Diameter Server
Interaction”.

3GPP TS 33.402: "3GPP System Architecture Evolution: Security aspects of non-3GPP accesses'.

3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM)
application”.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 14 ETSI TS 123 402 V12.8.0 (2015-04)

[47]
[48]
[49]

[50]

[51]

[52]

(53]

[54]
[55]
[56]
[57]

[58]
[59]
[60]
[61]
[62]
[63]

[64]

[65]

[66]
[67]
[68]
[69]

[70]

[71]
[72]

3GPP TS 22.011: "Service accessibility".
IETF RFC 3948: "UDP Encapsulation of |Psec ESP Packets".

3GPP2 C.S0087-0: "E-UTRAN - HRPD and CDMA2000 1x Connectivity and Interworking: Air
Interface Aspects'.

IETF RFC 4739: "Multiple Authentication Exchangesin the Internet Key Exchange (IKEv2)
Protocol".

3GPP2 X.S0057-B: "E-UTRAN - eHRPD Connectivity and Interworking: Core Network
Aspects'.

3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification”.

3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) inidle
mode".

Void.
3GPP TS 23.261: "IP Flow Mobility and seamless WLAN offload; Stage 2".
IETF RFC 6267: "DHCPV6 Prefix Delegation for Network Mobility (NEMO)".

3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service
(GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration”.

IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".

3GPP TS 23.221: "Architectural requirements’.

3GPP TS 32.240: "Charging architecture and principles’.

3GPP TS 32.251: "Charging management; Packet Switched (PS) domain charging”.

3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane
(GTPv1-U)".

|EEE Std 802.11-2012: "|EEE Standard for Information technology - Telecommunications and
information exchange between systems - Local and metropolitan area networks - Specific
requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY)
Specifications'.

IEEE Std 802.1X-2004: "IEEE Standard for Local and Metropolitan Area Networks: Port-Based
Network Access Control".

IETF RFC 791: "Internet Protocol”.
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".
IETF RFC 6106: "IPv6 Router Advertisement Options for DNS Configuration”.

3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1
Application Protocol (SIAP)".

3GPP TS 29.276: "3GPP Evolved Packet System (EPS); Optimized handover procedures and
protocols between E-UTRAN access and cdma2000 HRPD Access; Stage 3".

IETF RFC 768: "User Datagram Protocol”.

IETF RFC 5448: "Improved Extensible Authentication Protocol Method for 3rd Generation
Authentication and Key Agreement (EAP-AKA")".
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[73] 3GPP TS 24.312: " Access Network Discovery and Selection Function (ANDSF) Management
Object (MO)".

[74] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[75] WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2)

Technical Specification”, 2013-04-09.

Editor's Note: The above document cannot be formally referenced until it is publically available in accordance with
TR 21.801 and until it is designated as an approved specification.

[76] 3GPP TS 24.244: "Wireless LAN control plane protocol for trusted WLAN accessto EPC".

[77] ETSI ES 282 004 v3.4.1 (2010): "Telecommunications and Internet converged Services and
Protocols for Advanced Networking (TISPAN); NGN Functional Architecture; Network
Attachment Sub-System (NASS)".

[78] 3GPP TS 25.331: "Universal Terrestrial Radio Access (UTRA); Radio Resource Control (RRC);
Protocol specification”.

[79] 3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
proceduresin idle mode".

[80] 3GPP TS 25.304: "User Equipment (UE) procedures in idle mode and procedures for cell
reselection in connected mode”.

3 Definitions, Symbols and Abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Sector D or Sector Address |dentifier: Thisidentifier isdefined in 3GPP2 C.S0024-A v2.0 [32] and is used to
identify an HRPD AN. The Network operator shall set the value of the Sectorl D according to the rules specified in
clause 14.9 of 3GPP2 C.S0024-A v2.0 [32].

IFOM capable UE: A UE that is capable of routing different IP flows to the same PDN connection through different
access networks (see TS 23.261 [55]).

Inter-APN routing capable UE: A UE that is capable of routing IP flows across multiple simultaneoudly active IP
interfaces, each one associated with a specific APN. These interfaces may be linked to different access networks or to
the same access network.

Non-seamless WL AN offload capable UE: A UE that is capable of non-seamless WLAN offload as defined in
clause 4.1.5.

MAPCON capable UE: A UE that is capable of routing different simultaneously active PDN connections through
different access networks.

Transparent Single-Connection mode: A communication mode between a UE and a trusted WLAN (TWAN) where
the TWAN may set up non-seamless WLAN offload or an S2atunnel without explicit request from the UE.

Single-Connection mode: A communication mode that is capable to support only a single connection at a time between
aUE and atrusted WLAN (TWAN) . This connection can be used either for Non-Seamless WLAN Offload (as defined
in clause 4.1.5) or for PDN connectivity. The use of the Single-Connection mode and the associated parameters of the
connection (e.g. for NSWO, for PDN connectivity, APN, etc.) can be negotiated during authentication over TWAN.

M ulti-Connection mode: A communication mode that is capable to support a single or multiple connections at atime
between a UE and a trusted WLAN. One connection can be used for Non-Seamless WLAN Offload (as defined in
clause 4.1.5) and one or more simultaneous connections can be used for PDN connectivity. The use of the Multi-
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Connection mode can be negotiated during authentication over TWAN and the requested PDN connection can be setup
with the WL CP protocol for PDN connectivity.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in

TR 21.905 [1].

ANDSF
DSMIPVv6
CPICH
EAP

EPC
ePDG
EPS
FACOA
FQDN
GW
H-ANDSF
HBM
HRPD
HS-GW
IFOM
IKEv2
IPMS
LMA
MAG
MAPCON
MIPv4
MIPV6
MME
MTC
NBM
NSWO
OP|
P-GW

PMIP/PMIPv6

RIM
RSRP
RSSI
SectorI|D
SGW
SON
TWAP
TWAG
TWAN
UICC
V-ANDSF
WiMAX
WLCP

Access Network Discovery and Selection Function

Dual-Stack MIPv6

Common Pilot Channel
Extensible Authentication Protocol
Evolved Packet Core

Evolved Packet Data Gateway
Evolved Packet System

Foreign Agent Care-of-Address
Fully Qualified Domain Name
Gateway

Home-ANDSF

Host-based Mobility

High Rate Packet Data

HRPD Serving Gateway

IP Flow Mobility

Internet Key Exchange version 2
IP Mobility management Selection
Local Mability Anchor

Mobile Access Gateway

Multi Access PDN Connectivity
Mobile IP version 4

Mobile IP version 6

Mobility Management Entity
Machine-Type Communications
Network-based Mobility
Non-seamless WLAN Offload
Offload Preference Indicator
PDN Gateway

Proxy Mobile IP version 6

RAN Information Management
Reference Signal Received Power
Received Signal Strength Indicator
Sector Address Identifier

Serving GW

Self-Configuring and self-Optimizing network

Trusted WLAN AAA Proxy
Trusted WLAN Access Gateway
Trusted WLAN Access Network
Universal Integrated Circuit Card
Visited-ANDSF

Worldwide Interoperability for Microwave Access

WLAN Control Protocol
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4 Architecture Model and Concepts

4.1 Concepts

4.1.0  General Concepts
The EPS supports the use of non-3GPP | P access networks to access the EPC.

The EPS supports network-based mobility management mechanism based on PMIP or GTP and host-based mobility
management mechanism (e.g., MIP) over S2 reference points.

The EPS supports | ETF-based network-based mobility management mechanism (i.e. PMIP) over S5 and S8 reference
points.

When host-based mobility protocol (DSMIPv6 [10]) is used within the EPS and the UE camps on a 3GPP access
network, in this specification the UE is considered to be on its home link.

NOTE: A scenario where the UE in EPS uses a host based mobility protocol with a HA that is outside the EPS is
out of the scope of 3GPP specification.

The mobility management procedures specified to handle mobility between 3GPP and non 3GPP accesses shall include
mechanisms to minimize the handover latency due to authentication and authorization for network access. This applies
to UEs either supporting simultaneous radio transmission capability or not supporting it. EPS-based mobility between
GERAN/UTRAN access and non-3GPP access requires S4-based SGSNs.

For multiple PDN-GWSs connecting to the same PDN, all the PDN GWSs shall support the same mobility protocols.
The EPC supports local breakout of traffic whether aroaming subscriber is accessing the EPC viaa 3GPP or anon

3GPP access network according to the design principles described in clause 4.1 of TS 23.401 [4].

4.1.1 General Concepts for Interworking Between E-UTRAN and
CDMA2000

The mobility management procedures specified to handle mobility between E-UTRAN and CDMA2000 accesses (as
required by TS 22.278 [20]) shall include mechanisms to minimize the service interruption during handover and where
possible support bidirectional service continuity.

- Thisappliesto UEs supporting either single or dual radio capability.

- The mobility management procedures should minimize any performance impacts to the UE and the respective
accesses, for example, UE battery consumption and network throughput.

- The mobility management procedures should minimize the coupling between the different accesses allowing
independent protocol evolution in each access.

4.1.2 General Concepts for Interworking Between 3GPP Accesses and
WIMAX

The mobility management procedures specified to handle mobility between 3GPP Accesses and WiMAX (as required
by TS 22.278 [20]) shall include mechanisms to minimize the service interruption during handover and where possible
support bidirectional service continuity.

- Thisappliesto UEs supporting either single or dual radio capability.

- The mobility management procedures should minimize any performance impacts to the UE and the respective
accesses, for example, UE battery consumption and network throughput.

- The mobility management procedures should minimize the coupling between the different accesses allowing
independent protocol evolution in each access.
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Furthermore, the mobility management procedures specified to handle maobility between 3GPP accesses and WiMAX
should minimize the impact on legacy systems (i.e. UTRAN and GERAN).

4.1.3 IP Mobility Management Selection Principles

The Mobility mechanisms supported between 3GPP and non-3GPP accesses within an operator and its roaming
partner's network would depend upon operator choice.

41.3.1 Static Configuration of Inter-technology Mobility Mechanism

For networks deploying a single I P mobility management mechanism, the statically configured mobility mechanism can
be access type and/or roaming agreement specific. The information about the mechanism to be used in such scenario is
expected to be provisioned into the terminal (or the UICC) and the network. |P session continuity between 3GPP and
non-3GPP access types may not be provided in this case if there is a mismatch between what the UE expects and what
the network supports. For example service continuity may not be possible if the user switchesto aterminal supporting a
different 1P mobility management mechanism than provisioned in the network.

NOTE: The mismatch case where atrusted non-3GPP network or ePDG only supports DSMIPv6 and the UE
does not, may lead to a situation where the UE receives alocal |P addressin the trusted non-3GPP access
network or ePDG, but gains no PDN connectivity in the EPC. Depending on operator policy and roaming
agreements, 1P connectivity may be provided using thislocal |P address to access services (e.g. internet
access) in the trusted non-3GPP network. However, any such use of the local 1P address where the user
traffic does not use the EPC is not described in this specification.

4.1.3.2 Networks Supporting Multiple IP Mobility Mechanisms
IP Mobility management Selection (IPMS) consist of two components:

- IPMM protocol selection between Network Based Mobility (NBM) and Host based mobility (HBM - MIPv4
orDSMIPv6).

- Decision on P address preservation if NBM is selected.
IPM S does not relate to the selection between PMIPv6 and GTP over S5/S8/S2b/S2a.

Upon initial attachment to a 3GPP access, no IPM S is necessary since connectivity to a PDN GW is always established
with a network-based mobility mechanism.

Upon initial attachment to a trusted non-3GPP access or ePDG and upon handover from 3GPP to a trusted non-3GPP
access or ePDG, IPMSis performed before an IP addressis allocated and provided to the UE.

The UE support for a specific |P Mobility Management protocol and/or IP address preservation mechanism for inter-
access mobility may be known by the network-based on explicit indication from the UE.

Upon attachment to a trusted non-3GPP access or ePDG, if the access network (supporting at least NBM) is not aware
of the UE capabilities and the home and access network's policies alow the usage of NBM, then NBM is used for
establishing connectivity for the UE to the EPC.

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP
address preservation for session continuity based on NBM may take place as per PMI1Pv6 specification (RFC 5213 [8])
or according to clause 8.6 for GTP, and additionally based on the knowledge in the network of UE's capability (if
available) to support NBM. Such knowledge may be based on an explicit indication from the UE upon handover that 1P
address preservation based on NBM management can be provided.

I P address preservation for session continuity based on HBM may take place if the network is aware of the UE
capability to support DSMIPv6 or MIPv4. Such knowledge may be based on an indication to the target trusted non-
3GPP access or ePDG from the HSS/AAA (e.g. in case of DSMIPv6, the UE performed S2c¢ bootstrap before moving to
the target trusted non-3GPP access or ePDG). In such a case, the trusted non-3GPP access network or ePDG provides
the UE with anew IP address, local to the access network if 1P mobility management protocol selected is DSMIPV6. In
that case, in order to get I1P address preservation for session continuity, the UE shall use DSMIPv6 over S2c reference
point. This P address shall be used as a care-of address for DSMIPV6. If the |P mobility management protocol selected
is MIPv4, the address provided to the UE by the non-3GPP access network isa FACoA and I P address preservation is
performed over S2a using MIPv4 FACoA procedures.
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The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the
trusted non-3GPP access system or ePDG (both at initial attachment and handover), based on the information it has
regarding the UE, local/home network capabilities and local/home network policies. If the UE provided an explicit
indication of the supported mobility mechanisms, the network shall provide an indication to the UE identifying the
selected mobility management mechanism.

Support of different 1P mobility management protocols at |ocal/home network is known by the AAA/HSS in one of the
following ways.

- through static pre-configuration, or

- through indication of the supported IP mobility management protocols (NBM and/or MIPv4 FA CoA mode) by
the trusted non-3GPP access system or ePDG as part of the AAA exchange for UE authentication.

Upon selecting a mobility management mechanism, as part of the AAA exchange for UE authentication in the trusted
non-3GPP access system or ePDG, the HSS/AAA returns to the trusted non-3GPP access system or ePDG an indication
on whether alocal |P address shall be alocated to the UE, or if instead NBM shall be used to establish the connectivity,
or the HSS/AAA returns to the trusted non-3GPP access system an indication that the address of the MIPv4 Foreign
Agent shall be provided to the UE.

IPMSis performed in the following scenarios:

- Uponinitial attach to atrusted non-3GPP access or ePDG, the IPM S is performed to decide how to establish IP
connectivity for the UE.

- Upon handover without optimization from a 3GPP access to a non-3GPP access, the IPM S is performed to
decide how to establish IP connectivity for the UE over the trusted non-3GPP access or ePDG.

- Upon change of access between a non-3GPP access and a 3GPP access or between two non-3GPP accesses, if
the IP MM protocol used to provide connectivity to the UE over the trusted non-3GPP access or ePDG isaNBM
protocol, then adecision is performed on whether 1P address preservation is provided or not as per PMIPv6
specification, (RFC 5213 [8]) or according to clause 8.6 for GTP and additionally based on the knowledge in the
network of UE's capability (if available) to support NBM.

41321 IP Mobility Management Selection During Initial Attach to a Non-3GPP Access

The IPMS decision is performed as described in the following:

- If the UE indicates DSMIPv6 support only, and the network supports and selects DSMIPv6, the trusted non-
3GPP access network or ePDG provides alocal 1P address to the UE to be used as CoA for DSMIPv6/S2c.

- If the UE indicates M1Pv4 support only, and the network supports and selects M1Pv4, then the trusted non-3GPP
access network provides a FACoA to the UE.

- If the UE indicates DSMIPv6 or MIPv4 support only, and the network selects NBM for providing connectivity,
then NBM is used for providing connectivity.

- If the UE does not indicate any capabilities, it is assumed that the UE is not able to support DSMIPv6 or MIPv4,
and NBM isused for providing connectivity if the network supports NBM.
4.1.3.2.2 IPMS solutions

On handover to 3GPP access, UE shall request for |P address preservation by setting Request Type flag to "handover"
during the attach procedure.

NOTE: UE requests for address preservation if S2c is used over source access network or MIPv4 FACOA is used
to connect over source access network or UE is capable of Network address preservation.

When the UE provides an indication of its supported mobility modes either during initial attach or on handover, the UE
provides such information to the entity performing IPM S during network access authentication, for trusted non-3GPP
accesses, or during authentication for tunnel establishment with ePDG, for untrusted non-3GPP accesses.

The network then makes the decision on what mobility protocol to be used for connectivity as described in further
clauses depending on the scenario.
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4.1.3.2.3 IP Mobility Management Selection on Handover between accesses
On handover to non-3GPP accesses, the IPM S decision is performed as described in the following:

a. If the UE only indicates NBM support between the two access technologies involved in the handover and the
network supports NBM between those two access technologies involved in the handover, then NBM is used for
providing connectivity, and | P address preservation is provided with S2a or S2b procedures.

b. If the UE indicates DSMIPv6 support and the network supports and selects DSMIPv6, the trusted non-3GPP
access network or ePDG provides alocal |P address to the UE to be used as CoA for DSMIPv6, and IP address
preservation is provided with S2c procedures.

c. If the UE indicates DSMIPv6 support only and the network does not support DSMIPv6, then NBM is used for
providing basic connectivity to the existing PDN GW if NBM is supported by the trusted non-3GPP access
network or ePDG. In this case, the decision for |P address preservation is made as per PMIPv6 specification,
(RFC 5213 [8]) or according to clause 8.6 for GTP.

d. If the UE indicates support for both NBM and DSMIPv6, and the network based on policies selects NBM to
establish the connectivity, then NBM is used to establish connectivity, and | P address preservation is provided
with S2a or S2b procedures.

e. If the UE indicates support for both NBM and DSMIPv6, and the network based on policies selects DSMIPv6 to
establish the connectivity, then the trusted non-3GPP access network or ePDG provides alocal |P addressto the
UE to be used as CoA for DSMIPv6, and |P address preservation is provided with S2¢ procedures.

f. If the UE does not indicate any capabilities, then NBM is used for establishing connectivity if NBM is supported
by the trusted non-3GPP access network or ePDG. In this case, the decision for | P address preservation is made
as per PMIPv6 specification, (RFC 5213 [8]) or according to clause 8.6 for GTP.

NOTE 1: Incase of bullet ¢ and f, PMIPv6 specification allows two options:

a) Preservethe |P address based on atimer; If the connection through the old access system is not torn
down before the timer expires then a new prefix is assigned, or

b) Immediately assign a new prefix.
This decision can be based on operator's policies.

NOTE 2: If prior to the handover, the UE was attached to a non-3GPP access with DSMIPv6, bullets a. and c. are
considered not to apply.

NOTE 3: The PDN GW capability of supporting NBM or DSMIPv6 or M1Pv4 should be considered in IP Mobility
Mode Selection.

The UE indication of DSMIPv6 support may be implicit, e.g. having bootstrapped a security association via the old
access network. The same appliesto NBM, since the network can collect information about NBM support from other
sources.

On handover to 3GPP access, the only decision that needs to be made is whether | P address preservation needs to be
provided or not.
4.1.4 Trusted/untrusted non-3GPP access network detection

During initial attach or handover attach a UE needs to discover the trust relationship (whether it isa Trusted or
Untrusted Non-3GPP Access Network) of the non-3GPP access network in order to know which non-3GPP IP access
procedure to initiate. The trust relationship of a non-3GPP access network is made known to the UE with one of the
following options:

1) If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship
during the 3GPP-based access authentication.

2) The UE operates on the basis of pre-configured policy in the UE.
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4.1.5 Non-seamless WLAN offload

Non-seamless WLAN offload is an optional capability of a UE supporting WLAN radio access in addition to 3GPP
radio access.

A UE supporting non-seamless WLAN offload may, while connected to WLAN access, route specific IP flows viathe
WLAN access without traversing the EPC. These IP flows are identified via user preferences, the Local Operating
Environment Information defined in TS 23.261 [55], and via policies that may be statically pre-configured by the
operator on the UE, or dynamically set by the operator viathe ANDSF. For such IP flows the UE usesthe local IP
address allocated by the WLAN access network and no | P address preservation is provided between WLAN and 3GPP
accesses.

For performing the non-seamless WLAN offload, the UE needs to acquire alocal IP address on WLAN access, and it is
not required to connect to an ePDG.

Also, in the case the WLAN accessis EPC connected, it is possible for a UE which also supports seamless WLAN
offload to perfom seamless WLAN offload for some I P flows and non seamless WL AN offload for some other |P flows
simultaneoudly.

4.2 Architecture Reference Model

42.1 Architecture for 3GPP Accesses with PMIP-based S5/S8

HSS

________
- S~
i

',/ 3GPP Access \\ Sea//
< (0 2GB6 / Gxc | PCRF
\

/’ SGSN

|
J 4 S4 \
' s3 / L s12 Rx

Operator's IP
Services

“ S10 Serving | PDN I (e.g. IMS, PSS
S1-U 7 S5

. .- PMIP

‘‘‘‘‘

Figure 4.2.1-1: Non-Roaming Architecture for 3GPP Accesses within EPS using PMIP-based S5

NOTE: The"3GPP Access' bubble represents a collection of functional entities and interfaces for the purpose of
pictorial simplification of the architectural models presented below.
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HSS

RXx
hPCRF Operator's IP
(.;.)(7Z Services
(e.g. IMS, PSS
PDN | _— 6lc
Gateway

Gxc

Serving
Gateway

Figure 4.2.1-2: Roaming Architecture for 3GPP Accesses within EPS using PMIP-based S8

4.2.2 Non-roaming Architectures for EPS
The following considerations apply to interfaces where they occur in figuresin this and the next clause:
- S5, S2aand S2b can be GTP-based or PMIP-based.
- Gxcisused only in the case of PMIP variant of S5 or S8.
- Gxais used when the Trusted non-3GPP Access network is owned by the same operator.
- Gxbisused only in the case of PMIP variant of S2b.
- S9isusad instead of Gxato the Trusted non-3GPP Access network not owned by the same operator.
- Gxaor S9 are terminated in the Trusted non-3GPP Accesses if supported.

- S2cisused only for DSMIPv6 bootstrapping and DSMIPv6 De-Registration (Binding Update with Lifetime
equals zero) when the UE is connected via 3GPP access. Dashed lines are used in Figure 4.2.2-2, Figure 4.2.3-3
and Figure 4.2.3-5 to indicate this case.

NOTE 1: SWu shown in Figure 4.2.2-1 also applies to architectural reference Figures 4.2.2-2 and 4.2.3-1 t0 4.2.3-5,
but is not shown for simplicity.

ETSI



23

3GPP TS 23.402 version 12.8.0 Release 12

ETSI TS 123 402 V12.8.0 (2015-04)

HSS

PCRF

RXx

PDN

Serving |
Gateway T

3GPP

Gateway

S5

S2a

Non-3GPP
Networks

Operator's IP
Services
(e.g. IMS, PSS

3GPP AAA

Server

STa ™|

Figure 4.2.2-1: Non-Roaming Architecture within EPS using S5, S2a, S2b

NOTE 2: For S2ausing a Trusted WLAN access, refer to clause 16.
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Figure 4.2.2-2: Non-Roaming Architecture within EPS using S5, S2c

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 24 ETSI TS 123 402 V12.8.0 (2015-04)

4.2.3 Roaming Architectures for EPS

HSS I
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Non-3GPP IP
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Figure 4.2.3-1: Roaming Architecture for EPS using S8, S2a— S2b - Home Routed
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Figure 4.2.3-2: Roaming Architecture for EPS using PMIP-based S8, S2a, S2b (Chained PMIP-based
S8-S2a/b) - Home Routed

** Chained S2a/S2b and S8 used when VPLMN has business relationship with Non-3GPP Networks and S-GW in
VPLMN includes local non-3GPP Anchor.

NOTE 1: AAA, mobility, and QoS policy and event reporting related optimizations (e.g. signalling reduction and
information hiding towards the HPLMN) for PMIP-based S8-S2a/b chaining are not specified within this
Release of the specification.

NOTE 2: GTP-based S8-S2b chaining is not specified within this Release of the specification.
The following are some additional considerationsin this case:
- Gxcisused only in the case of PMIP-based S8 and for 3GPP access.

NOTE 3: If QoS enforcement on PMIP-based S8 is required by the Serving Gateway for Un-trusted Non-3GPP |P
Accesses, static policies will be used in this Release of the specification.

- Gxcisnot required for Trusted Non-3GPP IP Access; Gxais used instead to signal the QoS policy and event
reporting.

NOTE 4: For S2ausing a Trusted WLAN access, refer to clause 16.
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Figure 4.2.3-3: Roaming Architecture for EPS using S8 — S2c - Home Routed
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Figure 4.2.3-4: Roaming Architecture for EPS using S5, S2a, S2b — Local Breakout

NOTE 5: Thetwo Rx instancesin Figure 4.2.3-4 apply to different application functionsin the HPLMN and
VPLMN.

NOTE 6: For S2ausing a Trusted WLAN access, refer to clause 16.
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Figure 4.2.3-5: Roaming Architecture for EPS using S5, S2c — Local Breakout

NOTE 7: Thetwo Rx instancesin Figure 4.2.3-5 apply to different application functionsin the HPLMN and
VPLMN.

4.3 Network Elements

4.3.1 Access Networks

43.1.1 E-UTRAN
E-UTRAN isdescribed in detail in TS 36.300 [6] with additional functionslisted in TS 23.401 [4].

4.3.1.2 Trusted and Untrusted Non-3GPP Access Network

Trusted and Untrusted Non-3GPP Access Networks are | P access networks that use access technology whose
specification is out of the scope of 3GPP.

Whether a Non-3GPP [P access network is Trusted or Untrusted is not a characteristic of the access network.

In non-roaming scenario it isthe HPLMN's operator decision if a Non-3GPP IP access network is used as Trusted or
Untrusted Non-3GPP Access Network.

In roaming scenario, the HSS/3GPP AAA Server in HPLMN makes the final decision of whether aNon-3GPP IP
access network is used as Trusted or Untrusted non-3GPP Access Network. The HSS/3GPP AAA Server may take the
VPLMN's policy and capability returned from the 3GPP AAA Proxy or roaming agreement into account.
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For supporting multiple PDNs, the same trust relationship shall apply to al the PDNs the UE connectsto from a certain
Non-3GPP Access Network, i.e. it shall not be possible to access one PDN using the non-3GPP access network as
Trusted, while access to another PDN using the same non-3GPP access network as Untrusted.

4.3.2 MME
The details of functionality of MME are described TS 23.401 [4].
The following are additional MME functions:
- HRPD access node (terminating S101 reference point) selection and maintenance for handovers to HRPD.

- Transparent transfer of HRPD signalling messages and transfer of status information between E-UTRAN and
HRPD access, as specified in the pre-registration and handover flows.

- Forwarding the GRE key for uplink traffic to the target S-GW in case of CN node relocation.

- Transparent transfer of SON Information between E-UTRAN and HRPD access.

4.3.3 Gateway

4.3.3.1 General
Two logical Gateways exist:
- Serving GW (S-GW)
- PDN GW (P-GW)
The functional split of PDN GW and Serving GW isdescribed in TS 23.401 [4].

4.3.3.2 Serving GW

The functionality of the Serving GW isdescribed in TS 23.401 [4]. In addition to the functions described in
TS 23.401 [4] the Serving GW includes the following functionality:

- Aloca non-3GPP anchor for the case of roaming when the non-3GPP | P accesses connected to the VPLMN.
- Event reporting (change of RAT, etc.) to the PCRF.

- Uplink and downlink bearer binding towards 3GPP accesses as defined in TS 23.203 [19].

- Uplink bearer binding verification with packet dropping of "misbehaving UL traffic”.

NOTE 1: The term 'Uplink bearer binding verification' is defined in TS 23.401 [4].

- Mobile Access Gateway (MAG) according to PMIPv6 specification, RFC 5213 [8], if PMIP-based S5 or S8is
used. The MAG function shall be able to send UL packets before sending the PBU or before receiving the PBA.

- Decideif packets are to be forwarded (uplink towards PDN or downlink towards UE) or if they are locally
destined to the S-GW (e.g. Router Solicitation).

- DHCPv4 (relay agent) and DHCPV6 (relay agent) functions if PMIP-based S5 or S8 is used.

- Handling of Router Solicitation and Router Advertisement messages as defined in RFC 4861 [38], if PMIP based
S5 and S8 is used.

- Handling of Neighbour Solicitation and Neighbor Advertisement messages as defined in RFC 4861 [38], if
PMIP based S5 and S8 is used.

- Allocation of downlink GRE key for each PDN connection within the Serving GW, which is used by the PDN
GW to encapsulate downlink traffic to the Serving GW on the PMIP-based S5/S8 interface.

- If PMIP-based S8-S2a/b chaining is used:
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- the Serving GW actsasa LMA towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG;

- the Serving GW allocates uplink GRE key for each PDN connection within the Serving GW, which is used to
encapsulate uplink traffic on PMIPv6-based S2a/S2b interface.

NOTE 2: The Serving GW does not require full MAG and full LMA functionally.

- the Serving GW includes functionality to interwork the PM1Pv6 signalling towards the PDN GW and
PMIPv6 signalling towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG. In this case
the Serving GW aso acts asa MAG towards the PDN GW;

- the Serving GW includes functionality to link the user-plane of the PMIPv6 tunnel towards the PDN GW and
the user-plane of the PMIPv6 tunnel towards the MAG function of the Trusted Non-3GPP IP Access or the
ePDG.

4.3.3.3 PDN GW

PDN GW functionality is described in TS 23.401 [4] for 3GPP accesses connected to the EPC via GTP-based and
PMIP-based S5/S8 interface. The PDN GW supports functionality specified in TS 23.401 [4] that is common to both
PMIP-based and GTP-based S5/S8 interfaces also for access to EPC via non-3GPP accesses.

Additionally, the PDN GW is the user plane anchor for mobility between 3GPP access and non-3GPP access. For this,
the PDN GW includes the following functionality:

A LMA according to the PMIPv6 specification, RFC 5213 [8], if PMIP-based S5 or S8, or if PMIP-based S2a or
PMIP-based S2b isused. The LMA function shall be able to accept UL packets from any trusted MAG without
enforcing that the source I P address must match the CoA inthe MN BCE.

A DSMIPv6 Home Agent, as described in RFC 5555 [10], if S2c is used.

Allocation of uplink GRE key for each PDN connection within the PDN GW, which is used to encapsulate
uplink traffic to the PDN GW on the PMIP-based S5/S8, or PMIP-based S2a or PMIP based S2b interface.

A MIPV4 Home Agent, if S2awith MIPv4 FA CoA modeis used.

GPRS Tunnelling Protocaol for the control plane and the user plane to provide PDN connectivity to UEs using
non-3GPP accesses, if GTP-based S2a or GTP-based S2b is used.

4.3.4 ePDG

The functionality of ePDG includes the following:

Functionality defined for the PDG in TS 23.234 [5] for the allocation of aremote | P address as an | P address
local to the ePDG which is used as CoA when S2c is used;

Functionality for transportation of aremote |P address as an | P address specific to a PDN when S2b is used;

Routing of packets from/to PDN GW (and from/to Serving GW if it is used as local anchor in VPLMN) to/from
UE; if GTP based S2b is used, thisincludes routing of uplink packets based on the uplink packet filtersin the
TFTsassigned to the S2b bearers of the PDN connection;

Routing of downlink packets towards the SWu instance associated to the PDN connection;

De-capsulation/Encapsulation of packets for IPSec and, if network based mobility (S2b) is used, for GTP or
PMIPV6 tunnels;

Mobile Access Gateway (MAG) according to the PMIPv6 specification, RFC 5213 [8], if PMIP based S2b is
used;

Tunnel authentication and authorization (termination of IKEv2 signalling and relay via AAA messages);
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE (if needed);

Transport level packet marking in the uplink;
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- Enforcement of QoS policies based on information received via AAA infrastructure;
- Lawful Interception.

- Allocation of downlink GRE key for each PDN connection within the ePDG, which is used to encapsul ate
downlink traffic to the ePDG on the PMIPv6-based S2b interface.

- Accounting for inter-operator charging according to charging principles specified in TS 32.240 [61].
- Interfacing OFCS through reference points TS 32.251 [62] for EPC nodes.

4.3.5 PCRF

The functionality of PCRF is described in TS 23.203 [19] with additional functionality listed in TS 23.401 [4]. In the
non-roaming scenario, additionally, the PCRF terminates the Gxa, Gxb and Gxc reference points with the appropriate
IP-CANS.

In roaming scenarios, the difference from TS 23.401 [4], isthat the vVPCRF exists for the UE for the scenario of roaming
with home-routed traffic in addition to the scenario in TS 23.401 [4] of roaming with local breakout.

4.35.1 Home PCRF
In addition to the h-PCRF functionality listed in TS 23.401 [4], in this document the Home PCRF
- Terminates the Gx reference point for roaming with home routed traffic;

- Terminates the Gxa, Gxb or Gxc/S9 reference points as appropriate for the IP-CAN type.

4.3.5.2 Visited PCRF
In addition to the v-PCRF functionality listed in TS 23.401 [4], in this document the Visited PCRF
- Terminates the Gxa, Gxb or Gxc reference points as appropriate for the IP-CAN type;

- Terminates the S9 reference point.

4.4 Reference Points

4.4.1 List of Reference Points
The description of the reference points:

S1-MME, S1-U, S3, $4, S10, S11: these are defined in TS 23.401 [4].

S2a It provides the user plane with related control and mobility support between trusted non 3GPP | P access
and the Gateway.

S2b It provides the user plane with related control and mobility support between ePDG and the Gateway.

S2¢c It provides the user plane with related control and mobility support between UE and the Gateway. This

reference point isimplemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access.

S5 It provides user plane tunnelling and tunnel management between Serving GW and PDN GW. It isused
for Serving GW relocation due to UE mobility and in case the Serving GW needs to connect to anon
collocated PDN GW for the required PDN connectivity.

S6a Thisinterface is defined between MME and HSS for authentication and authorization. It is defined in
TS23.401[4].
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S6b

Gx

Gxa
Gxb

Gxc

It is the reference point between PDN Gateway and 3GPP AAA server/proxy for mobility related
authentication if needed. This reference point may also be used to retrieve and request storage of mobility
parameters. This reference point may also be used to retrieve static QoS profile for a UE for non-3GPP
access in case dynamic PCC is not supported.

It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement
Function (PCEF) in the PDN GW.

It provides transfer of (QoS) policy information from PCRF to the Trusted Non-3GPP accesses.
Thisinterface is not specified within this Release of the specification.

It provides transfer of (QoS) policy information from PCRF to the Serving Gateway

PMIP-based S8 It isthe roaming interface in case of roaming with home routed traffic. It provides the user plane

S9

SGi

SWa

SWn

SWu

SWx

with related control between Gateways in the VPLMN and HPLMN.

It provides transfer of (QoS) policy and charging control information between the Home PCRF and the
Visited PCRF in order to support local breakout function. In all other roaming scenarios, SO has
functionality to provide dynamic QoS control policies from the HPLMN.

It is the reference point between the PDN Gateway and the packet data network. Packet data network may
be an operator external public or private packet data network or an intra operator packet data network,

e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and
supports any 3GPP and non-3GPP access systems.

It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access
authentication, authorization and charging-related information in a secure manner.

It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access
authentication, authorization, mobility parameters and charging-related information in a secure manner.

It connects the 3GPP AAA Proxy, possibly viaintermediate networks, to the 3GPP AAA Server.

This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA
signalling (transport of mobility parameters, tunnel authentication and authorization data). This reference
point also includes the MAG-AAA interface functionality, RFC 5779 [43] and Mobile IPv6 NAS-AAA
interface functionality, RFC 5447 [44].

Thisisthe reference point between the Untrusted Non-3GPP I P Access and the ePDG. Traffic on this
interface for a UE-initiated tunnel hasto be forced towards ePDG. This reference point has the same
functionality as Wn whichis defined in TS 23.234 [5].

Thisisthe reference point between the UE and the ePDG and supports handling of 1PSec tunnels. The
functionality of SWu includes UE-initiated tunnel establishment, user data packet transmission within the
IPSec tunnel and tear down of the tunnel and support for fast update of IPSec tunnels during handover
between two untrusted non-3GPP | P accesses.

Thisreference point is located between 3GPP AAA Server and HSS and is used for transport of
authentication, subscription and PDN connection related data.

S1 interface for E-FUTRAN is the same for both the architectures.

Protocol assumption:

- Sainterfaceisbased on current or future IETF RFCs. S2ais based on Proxy Mobile IP version 6. For Trusted
WLAN, S2amay also be based on GTP. To enable access via Trusted Non 3GPP | P accesses that do not support
GTP and PMIPv6, S2a aso supports Client Mobile IPv4 FA mode.

- S2binterfaceisbased on GTP or Proxy Mobile IP version 6.

- S2cisbased on DSMIPV6 [10].

- ThePMIP-based S5, PMIP-based S8, PMIP-based S2a and PMIP-based S2b interfaces are based on the same
protocols and differences shall be minimized. The S5 interface is based on the PMIPv6 specification,
RFC 5213 [8].
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The GTP-based S5/S8, GTP-based S2a and GTP based S2b interfaces are based on the GTP protocol
(TS 29.274 [57]). The GTP variant of S5interfaceis described in TS 23.401 [4].

PMIPv6-based S8 interface is based on the PMIPv6 specification, RFC 5213 [8]. The GTP variant interface is
described in TS 23.401 [4].

The PMIPv6-based interfaces (S5, S8, S2a, and S2b) shall support Generic Routing Encapsulation (GRE)

RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet
header should enable the unique identification of the UE PDN connection that the GRE packet payload is
associated with. These keys are exchanged using GRE Options extension to PMIPv6 Proxy Binding Update and
Proxy Binding Ack messages on PMIPv6-based interfaces.

In case of CN node relocation, the GRE key for uplink traffic is forwarded to the target S-GW over S10/S11
reference point.

SWuinterface is based on IKEv2 [9] and MOBIKE [18].

The EPS shall allow the operator to configure atype of access (3GPP or non-3GPP) as the "home link" for Client
Mobile I P purposes.

NOTE: Redundancy support on reference points PMIP-based S5 and PMIP-based S8 should be taken into

account.

4.4.2 Reference Point Requirements

4421 S5 Reference Point Requirements

Both the GTP and PMIP variants of the S5 reference point shall satisfy the following architectural principles:

There shall be only one radio interface protocol stack defined, common for both S5 variants, including both radio
layer and Non-Access Stratum protocols.

There shall be only one S6a interface defined common to both S5 variants. There may be a need for different
information elements specific to PMIP-based or GTP-based variants of S5 but differences due to the S5 variants
should be minimized.

In the non-roaming case, there shall be only one Gx interface defined for transfer of policy and charging rules,
common to both S5 variants. There may be aneed for different information elements specific to PMIP-based or
GTP-based variants of S5 but differences due to the S5 variants should be minimized.

Differences between S5 variants in terms of functional split between the endpoints should be minimized.

The S5 reference point shall fulfil the following requirements:

S5 shall allow access to multiple PDNSs. It shall be possible to alow an UE to connect to different packet data
networks. It shall also be possible to support a UE with concurrent connections to several packet data networks.

S5 shall alow multiple PDN connections for agiven APN and UE.

S5 shall be able to transport both 1Pv4 and IPv6 user plane traffic independent of |P version of the underlying IP
transport network.

S5 shall support fault handling. There should be mechanisms to identify and signal faults for groups of mobiles —
e.g., if alarge node handling millions of terminals goes down.

NOTE: Asfurther development of the architecture takes place as well as when additional functionality such as

MBMS, LCS etc. are addressed, further requirements will be needed.

4.42.2 Void
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4423 Void

4424 Void

4.5 High Level Functions

451 PDN GW Selection Function for Non-3GPP Accesses for S2a and
S2b

PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in TS 23.401 [4], with the
following modification:

- The PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy and uses
subscriber information provided by the HSS to the 3GPP AAA Server. To support separate PDN GW addresses
at aPDN GW for different mobility protocols (PMIP, MIPv4 or GTP), the PDN GW Selection function takes
mobility protocol type into account when deriving PDN GW address by using the Domain Name Service
function.

During the initial authorization, PDN Gateway selection information for each of the subscribed PDNs s returned to the
ePDG or the Trusted Non-3GPP Access Network. The PDN Gateway selection information includes:

- The PDN GW identity, whichisalogica name (FQDN) or IP address and an APN; or

- an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW
from the home PLMN shall be allocated.

This enables the entity requiring the IP address of the PDN Gateway to proceed with selection as per the procedures
defined in TS 23.401 [4], clause 4.3.8.1. Once the selection has occurred, the PDN Gateway registersits association
with a UE and the APN with the AAA/HSS by sending PDN GW identity, that is either its IP address (e.g. if it has a
single |P address for all the mobility protocolsit supports or if it only supports one mobility protocol) or its FQDN (e.g.
if it has multiple | P addresses for the mobility protocolsit supports), aswell asinformation that identifiesthe PLMN in
which the PDN GW islocated, to the 3GPP AAA Server or AAA Proxy only when the Access Technology Typeis
non-3GPP. For 3GPP access types, the MM E/S4-SGSN updates the HSS with the selected PDN GW identity, as well as
information that identifies the PLMN in which the PDN GW islocated, according to TS 23.401 [4]/TS 23.060 [21].
This permits the HSS and 3GPP AAA Server or Proxy to provide the association of the PDN Gateway identity and the
related APN for the UE subsequently.

NOTE 1. The format of the information that identifies the PLMN in which the PDN GW islocated is defined in
stage 3 specifications.

In the case that a UE already has assigned PDN Gateway(s), the PDN GW identity for each of the already allocated
PDN Gateway(s), as well asinformation that identifies the PLMN in which the PDN GW islocated, are returned by the
3GPP AAA Server or Proxy during the authorization step. This eliminates the need to repeat PDN Gateway selection
for the PDNs the UE is aready connected with. The information about the PLMN in which the PGW is located allows
the receiving entity to determine an appropriate APN-OI. The ePDG may use thisinformation to determine the S2b
protocol type (PMIP or GTP). The TWAN may also use this information to determine the S2a protocol type (PMIP or
GTP).

Upon mobility between 3GPP and non-3GPP accesses, PDN Gateway selection information for the subscribed PDNs
the UE is not yet connected with is returned to the target access system as done during initial attachment. For the PDNs
the UE is aready connected with transfer of PDN GW information takes place as defined below:

- If aUE attaches to a non-3GPP access and it already has assigned PDN Gateway(s) due to a previous attach in a
3GPP access, the HSS provides the PDN GW identity, as well asinformation that identifies the PLMN in which
the PDN GW islocated, for each of the already allocated PDN Gateway(s) with the corresponding PDN
information to the 3GPP AAA server over the SWx reference point.
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- If aUE attachesto a 3GPP access and it already has an assigned PDN Gateway(s) due to aprevious attach in a
non-3GPP access, the HSS provides the PDN GW identity, as well asinformation that identifiesthe PLMN in
which the PDN GW islocated, for each of the already allocated PDN Gateway(s) with the corresponding PDN
information to the MME over the S6a reference point and/or S4-SGSN over the S6d reference point.

The HSS receives the PDN GW identity for each of the selected PDN GWs and the corresponding PDN information for
agiven UE, from both the 3GPP AAA Server and a so from the MM E/S4-SGSN, depending on the currently in-use
access. The HSS is responsible for the storage of the selected PDN GW identity as described in clause 12.

The ePDG may be configured with the S2b protocol variant(s) on a per HPLMN granularity, or may retrieve
information regarding the S2b protocol variants supported by the PDN GW (PMIP or/and GTP) from the Domain Name
Service function.

The TWAN may be configured with the S2a protocol variant(s) on aper HPLMN granularity, or may retrieve
information regarding the S2a protocol variants supported by the PDN GW (PMIP or/and GTP) from the Domain Name
Service function.

NOTE 2: Thelocation of the PDN GW selection function depends upon the type of S2 interface used for
attachment and the IP mobility mechanism being used.

- For PMIPv6 on S2alb, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway
(MAG).

- For GTP on S2b, the entity requesting the PDN Gateway is the ePDG.
- For GTP on S2a, the TWAG, described in clause 16.1.2, is requesting the PDN Gateway.

- For the PMIP-based S8-S2a/b chained cases, the PDN GW information is sent together with the selected Serving
GW address from the 3GPP AAA proxy to the entity acting as MAG in the non-3GPP access network during
access authentication and authorization. The PDN GW selection mechanism is the same as in the unchained
case. The MAG function of the non-3GPP access network conveys the PDN GW address to the Serving GW as
part of the PMIPv6 PBU message.

- For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA.

4.5.1a PDN GW Selection Function for eHRPD with SIPTO support

In order to select the appropriate PDN GW for SIPTO in eHRPD access via HSGW, the PDN GW selection function
needs to support DNS mechanism that allows selection of a PDN GW which is close to the HSGW for the UE. Details
related to SIPTO support for eHRPD accessis defined in 3GPP2 X.S0057 [51].

45.2 PDN GW Selection Function for S2c

For the S2c reference point, the UE needs to know the | P address of the PDN Gateway for the PDN the UE wants to
connect to. This address is made known to the UE using one of the following methods:

1) ViaPCO at the attach procedure or UE requested PDN Connectivity procedure, for 3GPP access (as defined in
TS 23.401 [4]) or trusted non-3GPP access (if supported).

2) VialKEv2 during tunnel setup to ePDG. For a UE's initial Attach, during the IKEV2 tunnel establishment
procedure on the SWu interface (between UE and ePDG):

- For non-roaming case, the 3GPP AAA Server selectsthe HA (PDN GW) which is close to the ePDG and
sends the HA (PDN GW) FQDN or | P address to the ePDG,;

- For roaming with local breakout case, the 3GPP AAA Proxy selectsthe HA (PDN GW) which iscloseto the
ePDG and sends the HA (PDN GW) FQDN or | P address to the ePDG;

The HA (PDN GW) FQDN or |IP address are then forwarded to the UE by the ePDG.

NOTE 1: Whether the selected PDN GW is closer to the UE than other PDN GW depends on the network
configurations and operations, it may be geographically/topologically closer or less |P hops.
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3) If the IP address of the PDN GW is not received using options 1-2 above and if the UE knows that the HA isin
the PDN where the UE is attached to then the UE shall request a PDN Gateway address via DHCP
IETF RFC 6611 [41].

4) If the IP address of the PDN GW is not delivered using options 1-3 above the UE can interact directly with the
Domain Name Service function by composing a FQDN corresponding to the PDN.

For the S2c reference point, the network can force a reallocation of the PDN Gateway selected upon initial DSMIPv6
bootstrapping for the PDN the UE wants to connect to. This may happen if one of the following situations occurs:

- The UE hasdone initial network attachment on an access system supporting network-based mobility, but the
PDN Gateway discovered by the UE for the S2c reference point is different from the PDN Gateway allocated at
initial network attachment. In this case, to enable | P address preservation based on DSMIPv6 upon inter-system
mobility, the network must trigger a PDN Gateway reallocation for the S2c reference point, to re-direct the UE
to the PDN Gateway that was selected upon initial network attachment.

- The UE hasdoneinitial network attachment over S2c and, relying on DNS, has discovered a sub-optimal PDN
Gateway. In this case, based on operator's policies, the network can optionally trigger a PDN Gateway
reallocation to re-redirect the UE to a PDN Gateway that can provide better performance.

PDN Gateway reallocation for the S2c reference point is triggered by the AAA/HSS during DSMIPv6 bootstrapping.
For aUE'sinitial Attach, if the UE has selected ainitiadl PDN GW and initiated DSMIPv6 bootstrapping:

- In non-roaming scenario, the PDN GW reports the UE Care of Address (allocated by the WLAN AN or ePDG)
to the 3GPP AAA Server. According to the UE CoA and the pre-configuration, the 3GPP AAA Server finds
there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure
(Clause 6.10 "PDN GW reallocation upon attach on S2¢") to redirect the UE to the other PDN GW.

- Inroaming with local breakout scenario, the PDN GW reports the UE Care of Address (allocated by the WLAN
AN or ePDG) to the 3GPP AAA Proxy. According to the UE CoA and the pre-configuration, the 3GPP AAA
Proxy finds there are other PDN GW/(s) which are close to the UE, then it can initiate a PDN GW reallocation
procedure (clause 6.10 "PDN GW reallocation upon attach on S2¢") to redirect the UE to the other PDN GW.

NOTE 2: Whether the selected PDN GW is closer to the UE than other PDN GW depends on the network
configurations and operations, it may be geographically/topologically closer or less |P hops.

NOTE 3: Thisreallocationisinitiated only if the UE has not yet successfully established a binding with the selected
PDN GW.

The HSS receives the values of identity(ies) of al allocated PDN GWSs and the corresponding PDN information for a
given UE from the 3GPP AAA. The HSS is responsible for the storage of PDN GW identity information.
45.3 Serving GW Selection Function for Non-3GPP Accesses

The S-GW sdlection function allocates an S-GW that acts as alocal anchor for non-3GPP access in the case of S8-S2a/b
chained roaming. Whether S8-S2a/b chaining should be used is decided by 3GPP AAA Proxy based on per-HPLMN
configuration.

The Serving GW selection function islocated in 3GPP AAA Proxy. If an S-GW is needed for non-3GPP access in the
visited network, the 3GPP AAA proxy will select an S-GW for the UE during initial attach or handover attach. The
3GPP AAA proxy shall send the selected S-GW address to the MAG function of the Trusted non-3GPP | P access or
ePDG in the chained S8-S2a/b scenarios.

Thereis no mechanism standardized for S-GW address preservation for handover between 3GPP and non-3GPP in
S2/S8 chained case within this Release of the specification.

45.4 ePDG Selection

The UE may select the ePDG by static configuration or dynamically.

NOTE: If aselected ePDG is hot reachable from an untrusted non-3GPP access the UE repeats the ePDG
selection and selects a different ePDG if available.
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If the ePDG needs to be dynamically selected when the UE roamsin aVPLMN which VPLMN ID is known by the UE,
the procedure is as follows:

- The UE constructs an FQDN using the VPLMN ID as the Operator Identifier and employs the DNS server
function to obtain the | P address(es) of the ePDG(s) in the VPLMN.

- The UE selects an ePDG address from the list returned in the DNS response and initiates the | Psec tunnel
establishment.

Otherwise if the ePDG needs to be dynamically selected the procedureis as follows:

- The UE constructs an FQDN using the HPLMN ID and employs the DNS server function to obtain the IP
address(es) of the ePDG(s).

- The UE selects an ePDG address from the list returned in the DNS response and initiates the | Psec tunnel
establishment.

A UE connected to one or multiple PDN GWs uses asingle ePDG. In case of handover between ePDGs, the UE may be
temporarily connected to two ePDGs.

455 PCRF Selection

In addition to the PDN-GW and AF being served by one or more PCRF nodesin aHPLMN and, where applicable, in
VPLMN asin TS 23.401 [4], the following nodes in this specification also are served by PCRF:

- Serving GW;
- Elementsin trusted non-3gpp access;
- ePDG.
Selection of a PCRF by nodes served by PCRF in this specification, is the same as that in specified in TS 23.203 [19].

45.6 DSMIPv6 Home Link Detection Function

The DSMIPv6 Home Link Detection Function is used by the UE to detect if, for a specific PDN, an accessinterfaceis
the Home Link from a DSMIPv6 perspective.

It is up to the UE configuration to decide when to trigger the home link detection function for a specific PDN
connection, except that homelink detection for an access interface shall be performed before sending any DSMIPv6
Binding Update via that access interface.

The UE detects the home link comparing the IPv6 prefix associated with a specific access system of the UE , and the
Home Network Prefix (HNP) associated with the PDN connection. If there is a match, the UE detectsit isin the home
link for this specific PDN over the access interface. Otherwise, the UE detectsit is not in the home link for this specific
PDN over the access interface.

Home Network Prefix (HNP) may be assigned in a 3GPP access via PCO during 3GPP attach, if supported by the UE,
or vialKEV2.

NOTE: The UE knowsthe IPv6 prefix associated with a specific access system interface via | P address allocation
mechanisms applied in that access system.

The UE knows the HNP associated with a specific PDN from the | Psec security association bootstrap (see clause 6.3,
step 4) or from PCO received in 3GPP attach.
4.5.7 IMS Emergency Session Support

Support for IMS Emergency Session for E-UTRAN access connected to the EPC with GTP-based S5/S8 is covered in
TS 23.401 [4]. Corresponding changes that apply for PMIP-based S5/S8 interface are covered in clause 5 of this
specification.
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For this Release of the specification, IMS Emergency Session Support for non-3GPP accesses connected to EPC is
limited to support of handover of emergency sessions from E-UTRAN accessto HRPD access and is covered in
clause 9 of this specification with an overview provided in clause 9.2.2.

NOTE: Support for IMS emergency sessions over HRPD access connected to EPC is not covered in this
specification.

4.5.8 APN congestion Control Function for eHRPD

The PDN GW may provide mechanisms for avoiding and handling overload situations for eHRPD over S2a. These
include the rejection of PDN connection requests from UEs.

When performing overload control the PDN GW shall operate as specified in clause 4.3.7.5 of TS 23.401 [4].

NOTE: Thewordsof "Bearer" in clause 4.3.7.5 of TS 23.401 [4] are replaced by "PDN connection™ for eHRPD.
When receiving the rejection from the PDN GW, the HSGW shall operate as specified in clause 4.13 of the 3GPP2
X.S0057 [51].

45.9 GTP-C signalling based Load and Overload Control for trusted and
untrusted WLAN

4591 GTP-C load control

GTP-C Load Control feature is an optional feature which allows a GTP control plane node to send its Load Control
Information to a peer GTP control plane node which the receiving GTP control plane peer node uses to augment
existing PDN GW selection procedure.

GTP-C Load Control feature allows the PDN GW to send its Load Control Information to the TWAN/ePDG (for
enhanced load balancing across PDN GWs during Attach or new PDN connectivity request scenarios).

Thisfeature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.

The same concepts as described in TS 23.401 [4], clause 4.3.7.1a.1 for PGW Load Control apply with the
TWAN/ePDG playing asimilar role asthe MME/SGSN.

NOTE: Referto clause 12 of TS 29.274 [57] for the details, such as exact format of the Load Control
Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this
feature is applicable, APN level load control, etc.

4592 GTP-C overload control

GTP-C Overload Control feature is an optional feature. Nodes using GTP control plane signalling may support
communication of Overload Control Information in order to mitigate overload situation for the overloaded node through
actions taken by the peer node(s).

Thisfeature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.

The Overload Control Information may convey information regarding the node itself and/or regarding specific APN(s)
status.

GTP-C Overload Control feature allows the PDN GW to send its Overload Control Information to the TWAN/ePDG.
An ePDG may apply certain restrictions towards PDN GW that have indicated overload, e.g.:

- reject PDN connection requests from the UE (e.g. Initial Attach, UE-initiated Connectivity to Additional PDN,
Attach and PDN Connectivity Request at handover to Untrusted WLAN) and locally set a back-off timer. As
long as the back-off timer is running, the ePDG shall reject the subsequent PDN connection requests from the
UE;

- reduce/throttle messages towards the PDN GWs indicating overload status,

- apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.
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A TWAN may during access authentication in Transparent Single-Connection Mode, Single-Connection Mode and
during WL CP procedures in Multi-Connection Mode apply certain restrictions towards PDN GW that have indicated
overload, e.g.:

- reject PDN connection requests from the UE (e.g. Initial Attach with PDN Connectivity, UE Initiated PDN
connectivity request, Attach and PDN Connectivity Request at handover to Trusted WLAN) as follows:

- for Transparent Single-Connection Mode, locally set a back-off timer and prevent the UE from accessing the
SSID. For any further request for the same UE and the same SSID, as long as the back-off timer is running,
the TWAN prevents the UE from accessing the SSID.

NOTE 1: Some UE(s) may black-list an AP when they fail to authenticate on this AP. The following mechanisms
can help lowering the risk of having to reject an attempt to access TWAN in Transparent Single-
Connection Mode:

- The TWAN reselects another PDN GW to retry PDN connection establishment, if more than one PDN
GW supportsthe target APN,

- If possible, the TWAN rejects UEs in Single-Connection Mode and Multi-Connection Mode before
rejecting UEsin Transparent Single-Connection Mode when the PDN GW/(s) have indicated overload.

- for Single-Connection Maode, reject EPC access requests from the UE with a Session Management back-off
timer that instructs the UE to not request new PDN connectivity to the same APN for the indicated time.

- for Multi-Connection Mode, reject WLCP PDN connection requests for the same APN from the UE with a
Session Management back-off timer that instructs the UE to not request new PDN connectivity to the same
APN for the indicated time.

- reduce/throttle messages towards the PDN GWs indicating overload stetus;
- apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

The same concepts as described in TS 23.401 [4] clause 4.3.7.1a.2 for PGW Overload Control apply with the
TWAN/ePDG playing asimilar role asthe MME/SGSN.

NOTE 2: Refer to clause 12 of TS 29.274 [57] for the details, such as exact format of the Overload Control
Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this
feature is applicable, APN level overload control, etc.

If the UE has received a Session Management back-off timer over non-3GPP access from the TWAG, the UE shall not
send any Session Management requests related to that APN to the network viaWLAN as long as the Session
Management back-off timer is running.

A Session Management back-off timer received over non-3GPP access has no impact on the UE behaviour in 3GPP
access. A Session Management back-off time received over 3GPP access has no impact on the UE behaviour in hon-
3GPP access.

NOTE 3: For ePDG, since a Session Management back-off timer is not provided to the UE, the UE may retry its
reguest. Thisresults in repeated signaling towards the ePDG before the network rejects the request from
UE. Hence, it may cause the overload of the ePDG.

4.6 Identities

46.1 User ldentification

In order to access the 3GPP Evolved Packet Core from non-3GPP accesses, and get Authentication, Authorization and
Accounting services from the Evolved Packet Core, the NAI RFC 4282 [15] based user identification defined in
TS 23.003 [16] shall be used.

In order to support network-based and client-based mobility related services from the evolved packet core, the NAI
RFC 4282 [15] based user identification as defined in TS 23.003 [16] shall be used by the network and mobility clients.
The username part of NAI shall be based on IMSI. For emergency attached UES to the HRPD access which do not have
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authenticated IM S, the username part of the MN NAI shall be based on IMEI as defined in TS 23.003 [16] for S2aand
S101 reference points (see clause 9). IMSI shall be used for user identification on the GTP based S2b interface.

User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP. These user
identities, if not compliant to TS 23.003 [16], are however not sufficient to identify a user in the 3GPP Evolved Packet
Core.

4.6.2 EPS bearer identity with GTP based S2b/S2a

With GTP based S2b an EPS Bearer |D uniquely identifies an S2b bearer between an ePDG and a PDN GW for one UE
accessing via non 3GPP access (see clause 4.10.3). This EPS Bearer ID is allocated by the ePDG and is not known to
the UE.

With GTP based S2a an EPS Bearer ID uniquely identifies an S2a bearer between a TWAN and a PDN GW for one UE
accessing viatrusted WLAN access. This EPS Bearer ID is alocated by the TWAN and is not known to the UE.

The EPS Bearer |Ds assigned for a specific UE on S2b are independent of the EPS Bearer |1Ds assigned for the same UE
on S5/S8 and may overlap in value.

The EPS Bearer IDs assigned for a specific UE on S2a are independent of the EPS Bearer | Ds assigned for the same UE
on S5/S8 and may overlap in value.

NOTE 1: In MAPCON scenario with one PDN connection over 3GPP access and another PDN connection over
untrusted non-3GPP access, the possibly identical EPS Bearer 1D used simultaneously on S2b and S5/S8
designates two distinct traffic flow aggregates.

NOTE 2: When aPDN connection is handed over between 3GPP access and untrusted non-3GPP access, the
possibly identical EPS Bearer ID on the source and target side may designate distinct traffic flow

aggregates.
4.7 IP Address Allocation

4.7.1 IP Address Allocation with PMIP-based S5/S8

The IP address allocation mechanisms described in clause 5.3.1.1 of TS 23.401 [4] are dso valid for the PMIP based
S5/S8. This clause is complementary to clause 5.3.1 of TS 23.401 [4] and describes the differencesin the IP Address
allocation when PMIP-based S5/S8 is used.

For IP address allocation with PMIP-based S5/S8, the following clarifications apply:
- If the PDN Type associated with the PDN connection is |Pv4:

- If initial and handover attach and deferred 1Pv4 address allocation is not used, the |Pv4 addressis allocated
viadefault bearer activation. This case does not present any architecture differences from the GTP based
S5/S8 described in clause 5.3.1.2.1 of TS 23.401 [4]. In this case, the Serving GW shall request 1Pv4 address
in the Proxy Binding Update. Then the IPv4 addressis assigned by the PDN GW and returned to the Serving
Gateway in the Proxy Binding Acknowledgement.

- If initial and handover attach and deferred 1Pv4 address allocation is used, the |Pv4 address allocation and
IPv4 parameter configuration via DHCPv4 according to RFC 2131 [28] and RFC 4039 [29] procedure does
not present any architecture differences from the GTP based S5/S8 described in TS 23.401 [4],
clause 5.3.1.2.4, except that the Serving GW shall have DHCPv4 relay agent functionality. The Serving GW
shall request IPv4 address in the Proxy Binding Update. Then the IPv4 address is assigned by the PDN GW
and returned to the Serving Gateway in the Proxy Binding Acknowledgement. The PDN GW shall also send
the DHCPv4 Address Allocation Procedure Indication in the same Proxy Binding Acknowledgement
message. |n this case, the UE 1Pv4 address assigned by the PDN GW is not provided as part of the default
bearer activation procedures to the UE. The Serving GW replaces the IPv4 address assigned by the PDN GW
to0 0.0.0.0 in the response message to the MME. The MME then forwards the 0.0.0.0 address to the UE. After
the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and
initiates the 1Pv4 address allocation on its own using DHCPv4 as specified in figure 4.7.1-1. The IPv4
address provided to the UE by DHCPv4 procedure shall correspond to the value provided in the Proxy
Binding Acknowledgement message.
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If the IPv4 addressis allocated by using DHCPv4 procedure, then at any time after the UE releases the I1Pv4
address using DHCPv4 or the | Pv4 address lease time expires, the PDN GW initiates the "PDN-GW initiated
PDN-disconnection” procedure for the given PDN connection. The same |Pv4 address shall not be allocated
to another UE immediately.

- If the PDN Type associated with the PDN connection is |Pv6:

IPv6 network prefix allocation via IPv6 Statel ess Address auto-configuration: The IPv6 network prefix is
assigned by the PDN GW and returned to the Serving Gateway in the Proxy Binding Acknowledgement. The
Serving GW shall advertise the same information as the PDN GW would advertise with GTP based S5/S8.
To ensure that link-local address generated by the UE does not collide with the link-local address of the
Serving GW, the PDN GW shall provide an interface identifier to the UE and the UE shall use thisinterface
identifier to configureits link-local address. For statel ess address auto-configuration however, the UE can
choose any interface identifier to generate | Pv6 address, other than link-local, without involving the network.
The PDN GW shall also provide alink-local addressto the Serving GW and the Serving GW shall use the
link-local address on the access link shared with the UE. In the case of PMIP-S5/S8 because any prefix that
the Serving GW will advertise to the UE is unique, there is no need for the UE to perform Duplicate Address
Detection for global uniqueness for any IPv6 address configured from the allocated 1Pv6 network prefix.
However, the Serving GW shall respond with Neighbor Advertisement upon receiving Neighbor Solicitation
messages from a given UE. For example, the UE may perform Neighbor Unreachability Detection towards
the Serving GW, the Serving GW supports the DAD related functionality similar to that supported by PDN
GW in the case of GTP based S5/S8 described in TS 23.401 [4], clause 5.3.1.2.2. Otherwise the PDN GW
has the same functions as it isdefined in TS 23.401 [4], clause 5.3.1.2.2.

IPv6 parameter configuration via Stateless DHCPv6 procedure does not present any architecture differences
from the GTP based S5/S8 described in TS 23.401 [4], clause 5.3.1.2.3, except that the Serving GW shall
have DHCPV6 relay agent functionality. The P-GW noatifies the UE with the same DNSv6 information as was
provided via PCO during the PDN connection establishment procedure, e.g. Attach, if DHCPv6 procedureis
performed by the UE.

If sent, the router solicitation from the UE comes subsequent to the Attach procedure, as shown in
Figure 4.7.1-2. The IPv6 network prefix assigned in the PMIP Binding Acknowledgement is sent in the
Router Advertisement.

- If the PDN type associated with the PDN connection is | Pv4v6:

The IPv6 network prefix allocation via |Pv6 Stateless Address auto-configuration procedure and |Pv6
parameter configuration via Stateless DHCPv6 procedure are the same as for PDN type IPv6 defined in
pervious bullets.

If initial attach and deferred 1Pv4 address allocation is used, the Serving GW shall request both |Pv6 network
prefix and 1Pv4 address in the Proxy Binding Update. In this case no IPv4 address is assigned by the PDN
GW during the attach procedure. Only IPv6 network prefix is returned to the Serving Gateway in the Proxy
Binding Acknowledgement. The PDN GW shall also send the DHCPv4 Address Allocation Procedure
Indication in the same PBA message. Then the Serving GW shall respond to the UE by setting the IPv4 PDN
Addressto 0.0.0.0. The UE may obtain an IPv4 address subsequently, by initiating DHCPv4 procedure as
specified in figure 4.7.1-1.

If initial attach and deferred |Pv4 address allocation is not used, the Serving GW shall request both IPv6
network prefix and |Pv4 address in the Proxy Binding Update. In this case IPv4 address is assigned by the
PDN GW during the attach procedure. 1Pv6 network prefix and 1Pv4 address is returned to the Serving
Gateway in the Proxy Binding Acknowledgement. The Serving GW shall deliver IPv4 address to the UE.

For handover attach (i.e. Request Type set to "handover"), the Serving GW shall request both |Pv6 network
prefix and 1Pv4 address in the Proxy Binding Update, irrespective of whether the UE requested deferred |Pv4
address or not. The previoudly assigned IPv6 network prefix and/or 1Pv4 address are returned to the Serving
Gateway in the Proxy Binding Acknowledgement during the handover attach procedure. If deferred 1Pv4
address allocation is used for this PDN connection, the PDN GW shall also send the DHCPv4 Address
Allocation Procedure Indication in the same PBA message. In this case, the UE IPv4 addressis not provided
as part of the default bearer activation procedures to the UE. The Serving GW shall respond to the MME by
setting the PDN Address to 0.0.0.0. The MME then forwards the 0.0.0.0 address to the UE. After the default
bearer establishment procedure is completed, the UE uses the connectivity with the EPS and may renew the
IPv4 address allocation using DHCPv4. The IPv4 Address provided to the UE by subsequent DHCPv4, when
initiated by the UE, must correspond to the value provided in the PBA.
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- If the IPv4 address is provided to the UE by using DHCPv4 procedure, then at any time after the UE releases
the IPv4 address using DHCPv4 or | Pv4 address | ease time expires, the PDN GW initiates the "PDN
Gateway initiated |Pv4 address Delete" procedure to delete the 1Pv4 address from the PDN connection and
bearer contexts. The same IPv4 address shall not be allocated to another UE immediately.

If an external PDN Address Allocation is needed, the PDN GW follows the same procedures defined in
TS 23.401 [4] to obtain the external 1P address after the PBU is received and before the PBA is sent.

Roaming
Scenarins
Serving GW/ PDN GW/ VPCRFF hPCRF
UE MME DHCP-Relay DHCP-Server
[ [ [ [ I [
Attach Procedure as described in Clause 5.2
1. DHCPv4 Discover
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Figure 4.7.1-1: IPv4 Address Allocation using DHCP with DHCP Server Collocated with the PDN GW

1

and DHCP Relay in the Serving GW

If the PDN type associated with the PDN connection is IPv4v6 or | Pv4, after the default bearer is setup, the UE
sends a DHCPv4 Discovery message in broadcast to the network to find available servers.

Steps 2-3 and 11-14 are only executed if the PDN typeis IPv4v6 and |Pv4 address was not allocated by the PDN
GW intheinitia attach procedure. The interaction of PBU messages (2-3) with DHCPv4 related messages (1,
4-10) isbased on RFC 5844 [17].

The Serving GW sends a Proxy Binding Update (MN NAI, APN, UE Address Info) to the PDN GW in order to
request the new 1Pv4 address and update the current registration. The MN NAI identifies the UE for whom the
message is being sent. To request for IPv4 address for the UE, the UE Address Information should contain 1Pv4
address option set to 0.0.0.0, and the HNP shall be set to the HNP of the IP-CAN Session.

The PDN GW responds with a PMIPv6 Binding Acknowledgement (MN NAI, UE Address Info) message to the
Serving GW. The MN NAI isidentical to the MN NAI sent in the Proxy Binding Update. The PDN GW takes
into account the request from Serving GW and the policies of operator when the PDN GW allocates the UE
Address Info. The UE addressinfo returns the assigned |Pv4 Address and/or 1Pv6 prefix previously assigned to
the UE during attach, if one was requested in the PM1Pv6 Proxy Binding Update message. Otherwise, the PDN
GW validates the addresses and returnsin the UE Address Info | E the IPv4 address and/or |Pv6 prefix received
in the Proxy Binding Update message.
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4. Upon receiving the DHCPv4 Discovery message, the Serving GW acting as arelay agent shall add its addressin
the GIADDR option and add the assigned UE 1Pv4 address (received from PDN GW at the PBA message), if
available in the "Address Request” option, and relay the message in unicast within the PMIPv6 tunnel to PDN
GW acting asa DHCPv4 server.

5. When receiving the DHCPv4 Discovery message, the PDN GW should verify the GIADDR option. Then the
PDN GW uses "Address Request" option and/or the PMIPv6 tunnel on which the DHCPv4 message is received
to identify the UE binding and update it with the 'client identifier' and ‘chaddr’ combination for subsequent
DHCPv4 procedure. After that the PDN GW extends an |Pv4 lease offer and sending the DHCPv4 Offer with the
assigned UE IPv4 address.

6. The Serving GW acting as DHCPv4 relay agent relays the DHCPv4 message to the UE.

7. When the UE receives the lease offer, it sends a DHCPREQUEST message containing the received |1Pv4
address.

8. The Serving GW acting as DHCPv4 relay agent relays the DHCPv4 message to the PDN GW.

9. When the PDN GW receives the DHCPREQUEST message from the UE, it sends a DHCPACK packet to the
UE. This message includes the |ease duration and any other configuration information that the client might have
reguested.

10. The Serving GW acting as DHCPv4 relay agent relays the DHCPv4 message to the UE.
When receiving the DHCPACK message, the UE completes TCP/IP configuration process.

11.1n case anew |Pv4 addressis allocated, the PDN-GW initiates the PCEF initiated IP-CAN session modification
procedure as described in TS 23.203 [19] to inform the PCRF of the |Pv4 address allocated to the UE. If PCC
rules have changed the PCRF provides the updated PCC rules to the PDN-GW as part of this procedure.

12.1n case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS
rules provision procedure as described in TS 23.203 [19] to inform the S-GW of the updated QoS rules.

13. The S-GW initiates the "Bearer Modification Procedure without bearer QoS update” as described in
TS 23.401 [4], clause 5.4.3, between steps (A) and (B).

14. The S-GW informs the PCRF of the success of the QoS rules enforcement, thus ending the GW Control and QoS
rules provision procedure described in TS 23.203 [19].

The PDN GW shall discard the unicast DHCPv4 Discovery or Request message with an empty or unknown
GIADDR option, if the assigned UE I1Pv4 address is not delivered to the UE yet.

NOTE 1: The DHCPv4 client may skip DHCPv4 Discovery phase, and send DHCPv4 Request message in
broadcast as the first message. In this case, the Serving GW acting as arelay agent shall add its addressin
the GIADDR option and add the assigned UE IPv4 address (received from PDN GW in the PBA
message) in the " Address Request” option if one was provided in the attach procedure, and relay the
message in unicast within the PMIPv6 tunnel to PDN GW acting as a DHCPv4 server.

NOTE 2: After releasing the IPv4 address using DHCPv4 Release procedure, UE can request an | Pv4 address for
the same PDN connection subsequently.

NOTE 3: Allocation of IP address from an external PDN using Radius or Diameter requires the "Proxy Binding
Update" of PMIPV6 to carry the relevant PCO that is transported by GTP.
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MME Serving GW PDN GW
|

1. E-UTRAN Initial Attach with PMIP-based S5/S8 procedure as defined in Subclause 5.2, or

UE requested PDN connectivity as defined in Subclause 5.6.1, or

intra-3GPP access handover with Serving GW reloction as defined in Subclause 5.7, or

handover from non-3GPP IP Access with S2a/S2b to 3GPP Access with PMIPv6 on S5/S8 as defined
in Subclause 8.2.1.2 or 8.2.1.4 or 9.5.2.

3. 2. Rduter Solicitation

Router Adveftisement (UE IPv6 Prefix)

Figure 4.7.1-2: IPv6 Prefix allocation after the PDN connection setup procedure

1. A PDN connection is setup over 3GPP access, after the E-UTRAN initial Attach with PMIP-based S5/S8

procedure as defined in clause 5.2, UE requested PDN connectivity as defined in clause 5.6.1, or intra-3GPP
access handover with Serving GW relocation as defined in clause 5.7, or handover from non-3GPP IP Access
with S2a/S2b to 3GPP Access with PMIPv6 on S5/S8 as defined in clause 8.2.1.2 or 8.2.1.4.

If the PDN type associated with the PDN connection is |Pv4v6 or 1Pv6, the UE may send a Router Solicitation
message to the network to solicit a Router Advertisement message.

Upon receiving the Route Solicitation message or after the PDN connection setup procedure, the Serving GW
shall send an 1Pv6 Router Advertisement message as specified in IETF RFC 4862 [58] to the UE for PDN
connection type | Pv4v6 or | Pv6 (i.e. the Serving GW acts as an advertising interface as specified in

IETF RFC 4861 [59] for the PDN connection type |Pv4v6 or | Pv6). The Router Advertisement messages shall
contain the assigned | Pv6 prefix received in the PMIPv6 Binding Acknowledgement message. After the UE has
received the Router Advertisement message, it constructs afull IPv6 address via |Pv6 Stateless Address
autoconfiguration in accordance with IETF RFC 4862 [58]. However, the UE shall not use any identifiers
defined in TS 23.003 [16] as the basis for generating the interface identifier. For privacy, the UE may change the
interface identifier used to generate full IPv6 address, as defined in TS 23.221 [60] without involving the
network.

NOTE 4: In order to renew the alocated |Pv6 prefix, the Serving GW sends an |Pv6 Router Advertisement

(solicited or unsolicited) to the UE i.e. the Serving GW acts as an advertising interface as specified in
IETF RFC 4861 [59] for the PDN connection type | Pv4v6 or | Pv6.

When sending the IPv6 Router Advertisement message, the Serving GW may trigger the paging (e.g. by sending
aDownlink Data Notification message to the MME) if the UE isin idle state.

4.7.2 IP Address Allocation in Trusted Non-3GPP IP Access using

PMIPv6 on S2a

IP addressis allocated to the UE when connectivity to new PDN isinitiated. The IP address can be provided by either
PDN GW or external PDN. Access GW in trusted non-3GPP access system is responsible for delivering the | P address
to the UE. Based on the signalling between the UE and the non-3GPP | P access system the UE should be able to know
the connected PDN identity (APN). This enables the UE to uniquely associate each allocated | P address with the PDN
from where it was allocated.

The trusted non-3GPP Access shall support at least one of the following functionalitiesin order to successfully allocate
| P address to the UE in the EPC:

Support of DHCPv4 relay agent functionality for 1Pv4 parameter configuration and 1P address allocation as
specified in RFC 2131 [28] and RFC 4039 [29] and described in clause 4.7.1 for the Serving GW. This
functionality is used to support DHCPv4 based | Pv4 address allocation mechanism in the UE. For this case the
following applies:

- Atinitia attach or handover attach, if the PDN typeis IPv4 only, the trusted non-3GPP IP Access shall
request |Pv4 address in the Proxy Binding Update. The Protocol Configuration Options in the Proxy Binding
Update includes the Address Allocation Preference to indicate that deferred | Pv4 address allocation was
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requested by the UE. In the same way asit isdefined in clause 4.7.1, the IPv4 address is assighed by the PDN
GW during the initial attach procedure and the IPv4 addressis returned in the Proxy Binding
Acknowledgement. The DHCPv4 Address Allocation Procedure Indication isincluded in the Proxy Binding
Acknowledgement to indicate that |Pv4 address alocation using DHCPv4 is allowed. The MAG shall not
deliver the assigned 1Pv4 address to the UE before the DHCPv4 address allocation. After the PMIPv6 tunnel
is set up between the trusted non-3GPP Access and the PDN GW, the trusted non-3GPP Access may relay
the DHCPv4 messages between the UE and the PDN GW for |Pv4 parameter configuration and | Pv4 address
allocation as specified for the Serving GW in figure 4.7.1-1.

At initial attach and handover attach, if the PDN typeis IPv4v6 and deferred | Pv4 address allocation is used,
the trusted non-3GPP I P Access shall request both 1Pv6 network prefix and 1Pv4 address in the Proxy
Binding Update. The Protocol Configuration Optionsin the Proxy Binding Update includes the Address
Allocation Preference to indicate that deferred |Pv4 address allocation was requested by the UE. In the same
way asitisdefined in clause 4.7.1, if deferred |Pv4 address allocation is allowed, no IPv4 addressis assigned
by the PDN GW during theinitial attach procedure, only IPv6 network prefix is returned in the Proxy
Binding Acknowledgement. The DHCPv4 Address Allocation Procedure Indication isincluded in the Proxy
Binding Acknowledgement to indicate that | Pv4 address allocation using DHCPv4 is allowed. After the
PMIPV6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW, when the UE requests
the I1Pv4 address via DHCPv4, the trusted non-3GPP Access and PDN GW perform steps 2 and 3in

Figure 4.7.1-1, and then the non-3GPP Access may relay the DHCPv4 messages between the UE and the
PDN GW for IPv4 parameter configuration and 1Pv4 address allocation as specified in figure 4.7.1-1.

Any time after the UE releases the |Pv4 address using DHCPv4 or 1Pv4 address lease time expires, and if the
PDN Typeis|Pv4, the PDN GW initiates "PDN-GW-initiated PDN-disconnection” procedure for the given
PDN connection. The same |Pv4 address shall not be allocated to another UE immediately.

Any time after the UE releases the |Pv4 address using DHCPv4 or 1Pv4 address lease time expires, and if the
PDN TypeisIPv4v6, the PDN GW initiates the "PDN GW initiated | Pv4 address Delete Procedure”
procedure to del ete the IPv4 address from the PDN connection and from bearer contexts. The same |IP
address shall not be allocated to another UE immediately.

Support of DHCPv4 server functionality for |Pv4 parameter configuration and | P address all ocation as specified
in RFC 2131 [28] and RFC 4039 [29]. This functionality is used to support DHCPv4 based |Pv4 address
allocation mechanism in the UE. For this case the following applies:

At initial attach and handover attach, if the PDN typeis IPv4v6 and deferred | Pv4 address allocation is used,
the trusted non-3GPP | P Access shall request both |Pv6 network prefix and |Pv4 address in the Proxy
Binding Update. The Protocol Configuration Optionsin the Proxy Binding Update includes the Address
Allocation Preference to indicate that deferred |Pv4 address allocation was requested by the UE. In the same
way asitisdefined in clause 4.7.1, if deferred IPv4 address allocation is allowed, no IPv4 addressis assigned
by the PDN GW during the initial attach procedure, only 1Pv6 network prefix and the DHCPv4 Address
Allocation Procedure Indication are returned in the Proxy Binding Acknowledgement. After the PMIPv6
tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW, when the UE requests the |Pv4
address viaDHCPv4, the MAG in Trusted Non-3GPP I P Access requests the IPv4 address for the UE from
the PDN GW via PMIPv6 signalling asit is described in Figure 4.7.2-1.

NOTE 1. Atinitial attach and handover attach, if the PDN typeis IPv4, the trusted non-3GPP IP Access reguests

IPv4 address in the Proxy Binding Update and the PDN GW returns an | Pv4 address in the Proxy Binding
Acknowledgement. In this case the PDN GW is not aware of how and when the IPv4 addressis delivered
to the UE.

Any time after the UE releases the I1Pv4 address using DHCPv4 or |Pv4 address | ease time expires, and if the
PDN TypeisIPv4, the trusted non-3GPP access system will initiate " Trusted Non-3GPP |P Access requested
PDN Disconnection Procedure with PMIPv6" procedure for the given PDN connection. The same | P address
shall not be allocated to another UE immediately.

Any time after the UE releases the | Pv4 address using DHCPvA4 or 1Pv4 address lease time expires, and if the
PDN Typeis|Pv4v6, the non-3GPP access may initiate "Non-3GPP access initiated | Pv4 address Del ete
Procedure" procedure to delete the | Pv4 address from the PDN connection and bearer contexts. The same IP
address shall not be allocated to another UE immediately.

Support of DHCPV6 (relay agent or server) functionality for |Pv6 parameter configuration as specified in
RFC 3736 [30]. This functionality is required to support DHCPv6 based parameter configuration mechanismin
the UE.
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- Support of prefix advertisement for 1Pv6 prefix received from PDN GW in PMIPv6 Proxy Binding
Acknowledgement.

- Support for IPv4 Address allocation that is received from PDN GW from PMIPv6 Proxy Binding
Acknowledgement using access specific mechanisms.

NOTE 2: Configuration parameters are received from the PDN GW by using DHCPv4/v6 (the non-3GPP Access
GW acting as DHCPv4/v6 relay towards the PDN GW) or PMIPv6 PCO in the PBA message.

NOTE 3: When DHCPv4/v6 is used between the non-3GPP Access GW and PDN GW, the DHCPv4/v6 messages
are sent within the PMIPv6 tunnel.

NOTE 4: After releasing the |Pv4 address using DHCPv4 Release procedure, UE can request an |Pv4 address for
the same PDN connection subsequently.

- Support of static IP address allocation. The non-3GPP access may receive a static |P address (i.e. astatic I1Pv4
address and/or a static |Pv6 prefix) from HSS/AAA during access authentication and authorization procedure.
Then the non-3GPP access should forward the static | P address to the PDN GW.

NOTE 5: For static address allocation, a static PDN GW is selected by either having the APN configured to map to
agiven PDN GW, or the PDN GW identity provided by the HSS/AAA indicates the static PDN GW.

Roaming
Trusted non- Seenarins
3GPP IP Access PDN GW VPCRFF hPCRF
UE

i | | [ [
Attach Procedure as described in Clause 6.2
1. DHCPv4 Discover

2. Proxy Binding Upate

:i. Proxy Binding Ack (IPv4 HoA)

4, DHCPv4 Offer (IP Address)

A

5. DHCPv4 Request (IP Address)

7. PCEF-Inifiated IP-CAN

6. DHCPv4 Ack Session Nlodification

8. GW Control and QoS Rules Provision
Procedure

Figure 4.7.2-1: IPv4 Address Allocation using DHCP with DHCP Server Collocated with the MAG
when PDN type is IPv4v6

1. If the PDN type associated with the PDN connection is | Pv4v6, after the PDN connection establishment, the UE
sends a DHCPv4 Discovery message in broadcast to the network to find available servers.

2. The MAG inthe Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN NAI, APN, UE Address
Info) to the PDN GW in order to request the new 1Pv4 address and update the current registration. The MN NAI
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identifies the UE for whom the message is being sent. To request for I1Pv4 address for the UE, the UE Address
Information should contain IPv4 address option set to 0.0.0.0, and the HNP shall be set to the HNP of the PDN
connection.

3. Upon receiving the PBU message from the Trusted Non-3GPP |P Access the PDN GW allocates an | Pv4 address
for the UE in accordance with the operator's policies. The PDN GW responds with a PMIPv6 Binding
Acknowledgement (MN NAI, UE Address Info) message to the Trusted Non-3GPP IP Access. The MN NAI is
identical to the MN NAI sent in the Proxy Binding Update. The UE address info returns the assigned | Pv4
Address and IPv6 prefix previously assigned to the UE during attach.

4. The Trusted Non-3GPP I P Access acting as a DHCPv4 server sends the DHCPv4 Offer with the assigned UE
IPv4 address received in the PBA message in step 3.

5. When the UE receives the lease offer, it sends a DHCPREQUEST message containing the received |1Pv4
address.

6 The MAG inthe Trusted Non-3GPP IP Access acting as DHCPv4 server sends a DHCPACK packet to the UE.
This message includes the lease duration and any other configuration information that the client might have
requested.

When receiving the DHCPACK message, the UE completes TCP/IP configuration process.

7. Incaseanew |Pv4 addressis allocated, the PDN-GW initiates the PCEF initiated IP-CAN session modification
procedure as described in TS 23.203 [19] to inform the PCRF of the |Pv4 address allocated to the UE. If PCC
rules have changed the PCRF provides the updated PCC rules to the PDN-GW as part of this procedure. This
step can happen any time after step 3.

8. In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS
rules provision procedure as described in TS 23.203 [19] to inform the S GW of the updated QoS rules.

NOTE 6: The DHCPv4 client may skip DHCPv4 Discovery phase, and send DHCPv4 Request message in
broadcast as the first message.

NOTE 7: After releasing the |Pv4 address using DHCPv4 Release procedure, UE can request an |Pv4 address for
the same PDN connection subsequently.

4.7.3 IP Address Allocation in Untrusted Non-3GPP IP Access using
PMIPv6 or GTP on S2b

When an Untrusted Non-3GPP P access is used two types of |P address are allocated to the UE:

- AnIP address, which is used by the UE within the Untrusted Non-3GPP IP Access Network to get IP
connectivity towards the ePDG.

- Oneor more IP address(es), which is used by the UE towards the external PDNs via the allocated PDN GW(s).

The |P address that is allocated by the Untrusted Non-3GPP | P Access Network is used as the end point of the |PSec
SAs between the UE and the ePDG. The allocation of this |P addressis out of the scope of this specification.

The IP address(es) that are allocated by the PDN GW(s) are alocated to the UE when connectivity to anew PDN is
initiated. The I P address(es) can be provided by either PDN GW or external PDN asit is specified in clause 5.3.1.1 of
TS 23.401 [4]. The ePDG receives the alocated 1P address(es) within the PMIP Proxy Binding Acknowledgement or
GTP Create Session Response and the ePDG is responsible for delivering the | P address(es) to the UE. The eéPDG shall
provide the UE with connected PDN information (APN), so that the UE can uniquely associate each allocated |P
address with the PDN from where it was allocated.

The ePDG may receive a static |P address (i.e. a static |Pv4 address and/or a static |Pv6 prefix) from HSSYAAA during
IKEv2 tunnel establishment procedure. Then the ePDG should forward the static | P address to the PDN GW.

NOTE: For static address allocation, a static PDN GW is selected by either having the APN configured to map to
agiven PDN GW, or the PDN GW identity provided by the HSS/AAA indicates the static PDN GW.
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4.7.4 IP Address Allocation using S2c

Prior the use of S2¢ an IP address which will be used as a care-of address shall be allocated to the UE.

When a Trusted Non-3GPP Access Network is used one or more | P addresses are allocated to the UE by the Trusted
Non-3GPP Access Network. One of these IP addressesis used by the UE as care-of address within DSMIPv6. The
alocation of these | P addresses is out of the scope this specification.

When an Untrusted Non-3GPP Access Network is used one or more | P addresses are allocated to the UE by the
Untrusted Non-3GPP Access Network. The allocation of these |P addressesis out of the scope of 3GPP. One of these IP
addressesis used by the UE as the | P address towards the ePDG when IPSec SAs are established. During the |PSec SA
establishment the ePDG allocates and delivers an | P address to the UE, which | P address is used by the UE as care-of
address within DSMIPv6. This P addressis allocated by the ePDG either by using an internal address pool or using an
external server, such as DHCP. The allocation of this |P address isimplementation specific.

When a UE is connecting to a PDN via S2c, address allocation for that PDN takes place as follows.

During IKEv2 exchange for bootstrapping the DSMIPv6 security association (see clause 6.3) the following parameters
can be negotiated between the UE and the PDN GW/HA.:

- ThelPv6 prefix to which the IPv6 Home Address belongs, also called the "Home Network Prefix" and the PDN
associated with the IPv6 prefix (PDN isindicated with APN);

-  The UE'sIPv6 Home Address;
-  The DNS server address for that PDN.

The UE may request additional configuration parameters by running stateless DHCP as defined in RFC 4039 [29] and
RFC 3736 [30] over the DSMIPv6 tunnel.

The UE may also request an | Pv4 home address using DSMIPv6 signalling, as defined in RFC 5555 [10].

The PDN GW/HA may receive astatic |P address (i.e. a static |Pv4 address and/or a static | Pv6 prefix) from HSS/AAA
during the authentication and authorization procedure. Then the PDN GW/HA shall assign the static | P address to the
UE, asindicated above.

NOTE: The UE selectsa PDN GW as specified in clause 4.5.2. In case the PDN GW selected by the UE is
different from the static PDN GW stored in the HSS, the PDN GW reallocation procedure (see
clause 6.10) shall be performed.

4.7.5 IPv6 Prefix Delegation using S2c

Optionally a single network prefix shorter than a/64 prefix may be assigned to a PDN connection (TS 23.401 [4]).
When S2c is used to access a PDN, the UE acting as a Maobile Router may request del egation of one or more IPv6
prefix(es) via DHCPv6 Prefix Delegation signalling as described in RFC 6267 [56]. The UE does not need to explicitly
register these additional prefixes using S2c signaling asimplicit mode registration is used.

4.8 Network Discovery and Selection

4.8.0 General Principles

Access network selection and traffic steering between 3GPP access and WLAN is supported using ANDSF and isalso
supported using RAN rule procedures without ANDSF. Clause 4.8 focuses on Network Discovery and Selection using
ANDSF. Access network selection and traffic steering using RAN rules when ANDSF is not applied is described in
TS 23.401 [4], clause 4.3.23 and TS 23.060 [21], clause 5.3.21, aswell asin E-UTRAN and UTRAN specifications as
referenced therein. Coexistence between ANDSF and RAN rulesis described in clause 4.8.6.4.

The following principles apply when the UE is registered in the Home PLMN or in aPLMN which is equivalent to the
home PLMN and when both 3GPP and non-3GPP accesses are available or when multiple non-3GPP accesses are
available:
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The EPS network may provide the UE with assistance data/policies about avail able accesses |ocated in the Home
PLMN or inaPLMN equivalent to the Home PLMN, to allow the UE to scan for accesses and select an access.

If the UE is capable of routing different | P flows to the same PDN connection through different access networks
(see TS 23.261 [55]), the EPS network shall allow the operator to influence the access where a specific IP flow
shall be routed.

If the UE is capable of routing different simultaneously active PDN connections through different access
networks, the EPS network shall allow the operator to influence the access where a specific PDN connection
shall be routed.

Assistance data/policies are provided only after establishing secure communication, as specified in
TS 33.402 [45].

The assistance data/policies provided to UE may depend on the UE's subscription data.

The EPS network allows the operator to influence the access that the UE shall handover to (when in active
mode) or re-select (when in idle mode).

Multi-access network discovery and selection works for both single-radio and multiple- radio terminals. For the
case of multiple-radio terminals, multi-access network discovery and selection works without requiring all radios
supported by the UE to be switched on.

No architectural impact is foreseen for network selection upon initial network attachment.

The UE may provide information to the network for the retrieval of the assistance data/policies.

The following principles apply when the UE isregistered in aVisited PLMN (VPLMN) and when both 3GPP and non-
3GPP accesses are available or when multiple non-3GPP accesses are available;

The VPLMN shall be able to provide Access Network Discovery information only for 3GPP and non-3GPP
access networks that provide connectivity to the VPLMN or to a PLMN equivalent to the VPLMN, or to both.

The VPLMN shall be able to provide to aroaming UE Inter-System Maobility Policies and/or Inter System
Routing Policies (see clause 4.8.2.1). Such policies shall be vaid only inthe VLPMN or inaPLMN equivalent
to the VPLMN, as per roaming agreements.

The Home PLMN (HPLMN) shall be able to provide to aroaming UE Access Network Discovery information
for 3GPP and non-3GPP access networks that provide connectivity to the HPLMN or to aPLMN equivaent to
the HPLMN, or to both.

The HPLMN shall be able to provide to aroaming UE Inter-System Mobility Policies and/or Inter System
Routing Policies.

When the UE receives Inter System Routing Policies from the HPLMN and the VPLMN, it shall select the active
rule according to clause 4.8.2a.1.

When the UE receives Inter System Mobility Policies from the HPLMN and the VPLMN, it shall select the
active rule according to clause 4.8.2a.1.

The VPLMN shall not provide Inter-APN Routing Policies, and the UE shall ignore any Inter-APN Routing
Policy, which is delivered by a VPLMN.

The multi-access network discovery and selection mechanism shall not interfere with the existing 3GPP PLMN
selection mechanisms used for the 3GPP Access Technologies (specified in TS 23.122 [53]) and with the existing
3GPP2 network selection mechanisms. The multi-access network discovery and selection procedures defined in this
document include a WLAN access selection procedure and a PLMN selection procedure for WLAN access (see
clause 4.8.2b), which are different from and shall not be used in conjuction with the procedures for I-WLAN access
(specified in TS 23.234 [5]). For WLAN access selection and PLMN selection, the procedures defined in the present
document replace I-WLAN procedures specified in TS 23.234 [5].

The ANDSF's policy and the UE implementation shall ensure that PLMN changes are not conducted more often than
the time stored in the USIM (in EFqppL MmN, See TS 31.102 [46]) for the "periodic network selection attempts® specified
in TS 22.011 [47].
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NOTE: A change between the HPLMN and another PLMN equivalent to the HPLMN can be triggered by the
ANDSF, but is not considered a PLMN reselection.

4.8.1  Architecture for Access Network Discovery Support Functions

The following architecture may be used for access network discovery and selection. The support and the use of these
functions and interfaces are optional.

3GPP IP Access or\ S14
E Trusted/Untrusted | H-ANDSF
Non-3GPP IP
Access

Figure 4.8.1.1-1: Non-Roaming Architecture for Access Network Discovery Support Functions

H-ANDSF
HPLMN
VPLMN
GPP IP Access or \ g14
Trusted/Untrusted | V-ANDSE

Non-3GPP IP '
Access

Figure 4.8.1.1-2: Roaming Architecture for Access Network Discovery Support Functions

The architecture is based on a new network element called Access Network Discovery and Selection Function
(ANDSF). An ANDSF element located in the home PLMN of aUE is referred to as the Home-ANDSF (H-ANDSF) for
this UE, whereas an ANDSF element located in the visited PLMN of a UE isreferred to asthe Visited-ANDSF
(V-ANDSF) for this UE. Unless otherwise specified, the term ANDSF is used to refer to both an H-ANDSF and a
V-ANDSF. Details about the ANDSF functionality and its interaction with the UE are provided in clause 4.8.2.1.

The ANDSF is an optional element in the network architecture and thus a UE may or may not be able to interact with an
H-ANDSF and/or with aVV-ANDSF.

The UE-ANDSF interaction can take place via hon-seamless WLAN offload (see clause 4.1.5) or viaany 3GPP or non-
3GPP access technology that can be used by the UE to access EPC.

NOTE: ANDSF push interactions might not always be possible via non-seamless WLAN offload.

4.8.2 Network Elements

4821 Access Network Discovery and Selection Function (ANDSF)

48.2.1.1 General

The ANDSF contains data management and control functionality necessary to provide network discovery and selection
assistance data as per operators policy. The ANDSF shall respond to UE requests for access network discovery
information (pull mode operation) and may be able to initiate data transfer to the UE (push mode operation), based on
network triggers or as aresult of previous communication with the UE.
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NOTE 1: Inthis Release, the OMA DM Push mechanism may not work in al possible scenarios and the ANDSF
may not always be able to initiate a session to the UE.

NOTE 2: The usage of ANDSF capabilities isintended for scenarios where access-network level solutions are not
sufficient for the UE to perform Network Discovery and Selection of non-3GPP technol ogies according
to operator policies.

The ANDSF shall comply with regulatory requirements pertaining to the privacy and confidentiality of user location
information.

Subject to operator's configuration, the ANDSF may obtain the permanent UE identity, e.g. based on the security
solution specified in TS 33.402 [45].

The H ANDSF in the subscriber's home operator network may interact with other databases such as the HSS user
profile information residing in subscriber's home operator network. Details of such interaction with these databases are
not described in this Release of the specifications.

The ANDSF shall be able to provide various types of information, e.g. inter-system mobility policy, network access
discovery information, etc. These types of information are specified in the following clauses.

The ANDSF may provide to UE all types of information or only one of them.

The H-ANDSF selects the types of information to be delivered to the UE according to the operator requirements and the
roaming agreements. If the permanent UE identity is known to the H-ANDSF, and subject to operator's configuration,
the available subscription data (e.g. the list of access networks, or access technology types, the UE is authorized to use,
etc.) may aso be used by the H-ANDSF for selecting the inter-system mobility policies, the access network discovery
information, the inter-system routing policies and the inter-APN routing policies.

The V-ANDSF selects the types of information to be delivered to the UE according to the operator requirements and the
roaming agreements. However, the V-ANDSF shall not deliver IARP policy (see clause 4.8.2.1.5) to aroaming UE.

The ANDSF shall be able to limit the amount of information provided to the UE based e.g. on the UE's current location,
UE capabilities, etc. The ANDSF shall be ableto limit the load caused by the UE initiated requests towards the
ANDSF.

Theinformation provided by ANDSF may also be statically pre-configured by the operator on the UE. The information
provided to the UE by the ANDSF take precedence over the corresponding information pre-configured by the operator
on the UE.

48212 Inter-System Mobility Policy

The Inter-System Mobility Policy (ISMP) is a set of operator-defined rules that affect the inter-system mobility
decisions taken by the UE. The UE uses the inter-system mobility policy when it can route I P traffic only over asingle
radio access interface at a given time (e.g. is neither IFOM nor MAPCON capable or its IFOM and MAPCON
capabilities are disabled) in order to select the most preferable access technology type or access network that should be
used to connect to EPC.

The inter-system mobility policy may be provisioned in the UE and may be updated by the ANDSF based on network
triggers or after receiving a UE request for network discovery and selection information.

Each ISMP rule includes the following information:

- Vdidity conditions, i.e. conditions indicating when the rule is valid (such conditions may include e.g. atime
duration, alocation area, €tc.).

- A prioritized list of accesstechnologies or access network that indicate the order in which they are preferred or
restricted for EPC connectivity.

- Arrulepriority that indicates the priority of this rule with respect to other ISMP rules provided by the same
PLMN.

For example, an ISMP rule may indicate that 3GPP access is preferable to WLAN access for EPC connectivity. When
thisruleis applied, inter-system handover from 3GPP accessto WLAN accessis not allowed. The rule may also
indicate e.g. that WiMAX access is more preferable to WLAN access.
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NOTE: Theinter-system mobility policy does not indicate the most preferable access network or access
technology type that should be used to access CS services.

4.8.2.1.3 Access Network Discovery Information

Upon UE request, the ANDSF may provide alist of access networks available in the vicinity of the UE for all the access
technology types requested by the UE (if any requested).

The ANDSF providesinformation for access networks that are available to the UE including:
- the access technology type (e.g. WLAN, WiMAX).
- theradio access network identifier (e.g. the SSID of aWLAN).
- other technology specific information, e.g. one or more carrier frequencies.

- validity conditions, i.e. conditions indicating when the provided access network discovery information isvalid
(such conditions may include e.g. alocation).

The UE may retain and use the access network discovery information provided by the ANDSF until new/updated
information is retrieved.

48214 Inter-System Routing Policy

The Inter-System Routing Policy (ISRP) is a set of operator-defined rules that determine how the UE should route IP
traffic across multiple radio access interfaces. The ANDSF may provide alist of ISRP rules to the UE independently of
the UE capability to route I P traffic simultaneously over multiple radio access interfaces. The UE uses the ISRP rules
when it can route | P traffic simultaneously over multiple radio access interfaces (e.g. it is an IFOM capable UE with the
IFOM capability enabled or aMAPCON capable UE with the MAPCON capability enabled) in order to meet the
operator routing / offload preferences by:

(i) deciding when an access technology type / access network is restricted for a specific IP traffic flow and/or a
specific APN; and

(i) selecting the most preferable access technologies / access networks which should be used by the UE when
available to route | P traffic that matches specific criteria (e.g. all traffic to a specific APN, or al traffic belonging
to a specific IP flow, or al traffic of a specific application, etc).

The inter-system routing policy may be provisioned in the UE and may be updated by the ANDSF based on network
triggers or after receiving a UE request for network discovery and selection information.

Each ISRP rule includes the following information:

- Rulesfor IFOM: Each one of these rules identifies a prioritised list of access technologies/ access networks
which should be used by the UE when available to route traffic that matches specific IP traffic filterson a
specific APN or on any APN. A rulefor IFOM can a so identify which radio accesses are restricted for traffic
that matches specific | P traffic filters on aspecific APN (e.g. WLAN is not alowed for RTP/RTCP traffic flows
on APN-x) or on any APN;

- Eachrulefor IFOM contains one or more IP traffic filters (to match specific IP traffic), a prioritised list of
access technologies / access networks, arule priority and, optionally, validity conditions that indicate when
theruleisvalid. Each IP traffic filter may identify traffic based on destination address, transport protocol,
destination/source port numbers, DSCP or Traffic Class, destination domain name and application identity.

NOTE 1: IPtraffic filtersin ANDSF policies are applied in the UE for uplink traffic. Thus the source port in this
context isthe source port within the | P packet sent by the UE; the destination address and port are the
destination address and port in the | P packets sent by the UE.

- Rulesfor MAPCON: Each one of these rulesidentifiesa prioritised list of access technologies/ access networks
which should be used by the UE when available to route PDN connections to specific APNs. A rule for
MAPCON can also identify which radio accesses are restricted for PDN connections to specific APNs (e.g.
WLAN is not allowed for PDN connection to APN-x);
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- Eachrule for MAPCON contains an APN value, aprioritised list of access technologies/ access networks, a
rule priority and, optionally, validity conditions that indicate when the ruleis valid. When no APN valueis
contained, the rule appliesto any APN.

- Rulesfor Non-seamless WLAN Offload (NSWO) specified in clause 4.1.5: Each one of these rulesidentifies
which traffic shall or shall not be non-seamlessly offloaded to a WLAN when available. It shall be possible to
restrict certain traffic from using non-seamless WLAN offload only in specific WLAN access networks or in all
WLAN access networks. Similarly, it shall be possible to permit certain traffic to use non-seamless WLAN
offload only in specific WLAN access networks or in all WLAN access networks.

- Each rule for NSWO contains one or more | P traffic filters (to match specific | P traffic), arule priority and,
optionally, validity conditions that indicate when the rule is valid. Each I P traffic filter may identify traffic
based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class,
destination domain name and application identity.

The prioritised list of access technologiesincluded in the rules for IFOM and MAPCON may contain 3GPP access,
WLAN access as well as specific 3GPP RATs such as GERAN, UTRAN and E-UTRAN. The order of the access
technologiesin thislist alows the operator to prioritize specific 3GPP RATs with respect to WLAN access. The UE
shall use the prioritised list of access technologiesin these rules only for |P routing and PDN connection establishment.
The UE shall not use this prioritised list for 3GPP RAT selection.

NOTE 2: For example, if the UE camps on UTRAN and the prioritised list of access networks in the active IFOM
rule indicates that E-UTRAN has the highest priority for an IP flow, this rule does not trigger the UE to
re-select to E-UTRAN for routing the | P flow.

If more than one valid rule for IFOM and non-seamless WL AN offload match a specific I P traffic flow, the UE applies
the rule with the highest rule priority.

4.8.2.1.5 Inter-APN Routing Policy

The Inter-APN Routing Policy (IARP) is a set of operator-defined rules that determine which traffic should be routed
across different PDN connections and which traffic should be non-seamlessly offloaded to WLAN (as defined in
clause 4.1.5). These rules can be provisioned by the H-ANDSF only. If the UE receives |ARP rules from the V-
ANDSF, the UE shall ignore them. An Inter-APN routing capable UE selects an existing I P interface to route 1P flows
based on the received / provisioned IARP rules and user preferences. This IP interface is either associated with a
specific APN or is used for non-seamless WLAN offload (NSWO).

NOTE 1: IPinterfaces not associated with an APN and not used for NSWO are considered outside the scope of
IARP. Such interfaces could include e.g. an IP interface to a tethering device connected to UE over USB,
or an IP interface corresponding to an enterprise VPN connection over WLAN, etc. The scenario where
multiple IP interfaces are associated with the same APN is also considered outside the scope of IARP.

Each IARP rule includes the following information:

- Rulesfor APN: Each one of these rules identifies a prioritised list of APNs which should be used by the UE to
route traffic that matches specified IP traffic filters. A rule for APN can also identify which APNs are restricted
for traffic that matches specified I P traffic filters.

- Eachrule for APN contains one or more | P traffic filters (to match specific | P traffic), a prioritized list of
APNs, arule priority and, optionally, validity conditions that indicate when the ruleis valid. Each IP traffic
filter may identify traffic based on destination address, transport protocol, destination/source port numbers,
DSCP or Traffic Class, destination domain name and application identity. The rule priority indicates the
priority of the rule for APN with respect to other rulesinside the same |ARP rule.

- Rulesfor NSWO: Each one of these rulesidentifies which traffic shall or shall not be non-seamlessly offloaded
to aWLAN when available. It shall be possible to restrict certain traffic from using non-seamless WLAN offload
only in specific WLAN access networks or in all WLAN access networks. Similarly, it shall be possible to
permit certain traffic to use non-seamless WL AN offload only in specific WLAN access networks or in all
WLAN access networks.

- Each rule for NSWO contains one or more | P traffic filters (to match specific | P traffic), arule priority and,
optionally, validity conditions that indicate when the rule is valid. Each I P traffic filter may identify traffic
based on destination address, transport protocol, destination/source port numbers, DSCP or Traffic Class,
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destination domain name and application identity. The rule priority indicates the priority of the rule for
NSWO with respect to other rulesinside the same IARP rule.

An IARP for APN rule can be applied only when it steers | P traffic to an existing (i.e. already established) PDN
connection. When no APN in the IARP for APN ruleis associated with an existing PDN connection, then the rule shall
not be applied.

When the UE has simultaneously an active IARP rule and an active ISRP rule, the UE evaluates first the rules for APN
and for NSWO inside the active IARP rule (in priority order) to determine how to route an IP flow.

- If theIP flow matches arule for NSWO inside the active |ARP rule, then the IP flow isrouted to an IP interface
used for NSWO and the rules inside the active | SRP rule are not evaluated.

- If the IP flow matches arule for APN inside the active IARP rule that prefers a certain APN, then the IP flow is
routed to the | P interface corresponding to this APN. If IFOM procedures are applied on this I P interface, then
the rules for IFOM inside the active ISRP rule are also evaluated and used to further route the flow. The rules for
NSWO inside the active ISRP rule are not evaluated (thus the IP flow is not offloaded to WLAN if it also
matches arule for NSWO inside the active ISRP rule).

- If the IP flow matches arule for APN inside the active | ARP rule that forbids one or more APNSs, then the UE
evaluates the rulesinside the active ISRP rule (in priority order) to determine how to route the IP flow. If the IP
flow matches arule for NSWO inside the active | SRP rule that forbids the use of the selected WLAN (or any
WLAN) for routing the IP flow, then the UE may select, in an implementation dependent way, a non-forbidden
APN to route the IP flow.

- If theIP flow does not match any rule inside the active IARP rule, then the UE evaluates the rules inside the
active ISRP rule (in priority order) to determine how to route the IP flow.

The above order of rule evalution applies to both non-roaming and roaming scenarios and independently of whether the
active |ARP rule and the active |SRP rule are provided by the same or by different PLMNs.

48.2.1.6 WLAN Selection Policy

The WLAN Selection Policy (WLANSP) is a set of operator-defined rules that determine how the UE selects and
reselects aWLAN access network. The UE may be provisioned with WLANSP rules from multiple PLMNSs.

Each WLANSP rule includes the following information:

- Validity conditions, i.e. conditionsindicating when the provided rule is valid. The validity conditions can include
the time of day, geolocation, network location (e.g. PLMN, Location Area), etc.

- Oneor more groups of WLAN selection criteriain priority order. Each group contains one or more criteria that
should be fulfilled by aWLAN access network in order to be eligible for selection. Such criteria are based on the
following and only the following WLAN attributes:

a) Attributes defined in the HS2.0 Rel-2 specification [ 75]:
- PreferredRoamingPartnerList,
- MinimumBackhaul Threshold,
- MaximumBSSL oad,
- RequiredProtoPortTuple.
- Alist of SSIDsas defined in the SPExclusionList.
b) Additional attributes:
- PreferredSSIDList: A prioritized list of SSIDs preferred for selection.

- HomeNetwork: When the HomeNetwork is set in agroup of selection criteria, it indicates that the group
of selection criteria applies only to WLAN access networks that directly interwork with the home
operator. When the HomeNetwork is not set or is not present in a group of seletion criteria, it indicates
that the group of selection criteriaappliesto all WLAN access networks. The UE determines which
WLAN access networks directly interwork with the home operator by discovering which WLAN access
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networks advertise the HPLMN identity or the home network realm or a service provider realm
equivaent to the HPLMN. The home network realm is derived by the UE from IM S| as specified in
TS 23.003 [16] (e.g. wlan.mnc015.mcc234.3gppnetwork.org).

NOTE: If the HomeNetwork is set in agroup of selection criteria then this group of selection criteriais not
expected to include the PreferredRoamingPartnerList and the PreferredSSIDLIist.

For example, aWLANSP rule may include the following groups of selection criteria:
- Group of selection criteriawith priority 1.
- PreferredRoamingPartnerList = Priority 1: partnerl.com, Priority 2: partner2.com
- MaximumBSSLoad = 60
- Group of selection criteriawith priority 2:
- PreferredSSIDList = Priority 1: myoperatorl, Priority 2: myoperator2
- MinimumBackhaul Threshold = 2Mbps in the downlink

A WLAN access network meets a group of selection criteria when it concurrently fulfills all the criteriain the group.

48.2.1.7 VPLMNSs with preferred WLAN Selection Rules

The VPLMNs with preferred WLAN Selection Rulesisalist of PLMNs that is used by the UE when roaming. When
the UE isroaming to one of the PLMNs in the list, the UE is configured to prefer the WLANSP rules provided by this
PLMN over the WLANSP rules provided by the HPLMN. When the UE is roaming to any other PLMN, the UE is
configured to prefer the WLANSP rules provided by the HPLMN.

How the UE usesthislist of PLMNsfor WLAN selection is specified in more detail in clause 4.8.2a.1.

48.2.1.8 Void

48.2.19 Home Network Preferences

The Home Network Preferences may be provided by the UE's home operator and include information that assists the
UE to select aWLAN access network and to select a PLMN for 3GPP-based authentication over WLAN. The Home
Network Preferences may be provided by the HPLMN or an equivalent HPLMN or may be statically provisioned in the
UE. The UE shall ignore the Home Network Preferences if provided by any other PLMN.

The Home Network Preferences may contain the following information:

- Equivalent Home Service Providers (EHSP): Contains alist of service providers which are equivalent to the
UE'sHPLMN. Each service provider in EHSP isidentified with a domain name, which may contain a PLMN
identity (e.g. wlan.mncXY Z.mccABC.3gppnetwork.org) or may not contain aPLMN identity (e.g.
example.com). The EHSP is used by the UE for PLMN selection over WLAN as specified in clause 4.8.2b.

- Preferred Service Provider List (PSPL): Contains a prioritized list of service providers which are preferred for
WLAN roaming. Each service provider in PSPL isidentified with a domain name, which may contain aPLMN
identity (e.g. wlan.mncXY Z.mccABC.3gppnetwork.org) or may not contain aPLMN identity (e.g.
example.com). The UE uses the PSPL for WLAN selection and PLMN selection as specified in clause 4.8.2b.

- "S2aconnectivity preference": The "S2a connectivity preference” indicates if the home operator prefers the UE
to establish PDN connections over WLAN by using the applicable S2a procedures specified in clause 16. It is
used by the UE during the WLAN selection procedure as specified in clause 4.8.2b.

- "Prefer 3GPP RPLMN" indication: This indication specifies how aroaming UE selectsa PLMN in order to
perform 3GPP-based authentication over WLAN access. If the "prefer 3GPP RPLMN" indication is not set, the
UE attempts to select the HPLMN, or a service provider included in EHSP, or a service provider included in
PSPL for authentication over WLAN access. If the "prefer 3GPP RPLMN" indication is set, the UE attempts to
select the Registered PLMN (RPLMN) or a service provider included in EV SP of the RPLMN (see
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clause 4.8.2.1.10) for authentication over WLAN access. Further details about the use of "prefer 3GPP RPLMN"
indication are provided in clause 4.8.2b.

48.2.1.10 Visited Network Preferences

The Visited Network Preferences may be provided by a PLMN-x, which is different from the UE'sHPLMN and all
equivalent HPLMNSs. They include information that assists the UE (when roaming to PLMN-x) to select aPLMN for
authentication over WLAN. The UE shall ignore the Visited Network Preferencesif provided by HPLMN or any
equivalent HPLMN.

The Visited Network Preferences may contain the following information:

- Equivalent Visited Service Providers (EV SP): Contains alist of service providers which are considered
equivalent to the PLMN which provided the EV SP. Each service provider in EVSP isidentified with adomain
name, which may contain a PLMN identity (e.g. wlan.mncXY Z.mccABC.3gppnetwork.org) or may not contain
aPLMN identity (e.g. example.com). The EV SP is used by the UE for PLMN selection over WLAN as specified
in clause 4.8.2b.

NOTE: Thelist of Equivalent Visited Service Providers (EV SP) provided to UE by ANDSF isindependent from
the list of equivalent PLMNs (see TS 23.401 [4]) provided to UE via 3GPP access.

4.8.2a UE Procedures

4.82a.l Selection of Active ANDSF Rules

The UE may be provisioned with multiple valid ISMP, ISRP, IARP and WLANSP rules (by the HPLMN and by the
VPLMN when it isroaming). The UE does not apply al these valid rules but selects and applies only the "active” rules.
Specificaly:

- A UE that cannot simultaneously route I P traffic over 3GPP access and over WLAN access shall select an active
ISMP rule, an active IARP rule and an active WLANSP rule, as specified below.

- A UE that can simultaneously route IP traffic over 3GPP access and over WLAN access shall select an active
ISRP rule, an active IARP rule and an active WLANSP rule, as specified below.

When the UE is not roaming, it shall select the active ISMP/I SRP rule, the active |ARP rule and the active WLANSP
rule to apply from the valid rules provided by the HPLMN based on the individual priorities of these rules (or based on
other criteria specified in TS 24.312 [73]). For example, the highest priority valid WLANSP rule is selected as the
active WLANSP rule.

When the UE is roaming, it may have valid rules from both HPLMN and VPLMN. In this case, the UE shall select the
active rules as follows:

1) Theactive IARP ruleis selected from the valid IARP rules provided by the HPLMN.
2) The active ISMP/ISRP rule and the active WLANSP rule are selected based on the UE configuration as follows:

a) TheUE isconfigured to "prefer WLAN selection rules provided by the HPLMN" or not. This configuration
can be done either by the user or by the H-ANDSF viathe list of "VPLMNs with preferred WLAN Selection
Rules" (seeclause 4.8.2.1.7). User configuration takes precedence over the H-ANDSF configuration.

b) If the UE isconfigured not to prefer WLAN selection rules provided by the HPLMN (i.e. the VPLMN to
which the UE isregistered isincluded in the list of "VPLMNs with preferred WLAN Selection Rules"), then
the UE shall check the WLANSP rule of the VPLMN and shall determine if there are available WLAN
access networks that match one or more groups of selection criteriain thisrule.

i) If thereisat least one WLAN access network that matches one or more groups of selection criteriain the
WLANSP rule of the VPLMN, then the UE shall select the active WLANSP rule and the active
ISMP/ISRP rule from the valid rules provided by the VPLMN (based on their priority values).

ii) If thereisno WLAN access network that matches one or more groups of selection criteriain the
WLANSP rule of the VPLMN, then the UE shall select the active WLANSP rule and the active
ISMP/ISRP rule from the valid rules provided by the HPLMN. When the UE determines that at least one
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WLAN access network that matches one or more groups of selection criteriain the WLANSP rule of the
VPLMN becomes available, it shall operate asin bullet i) above and may re-select to such WLAN access
network.

c) If the UE isconfigured to prefer WLAN selection rules provided by the HPLMN (i.e. the VPLMN to which

the UE isregistered is not included in the list of "VPLMNs with preferred WLAN Selection Rules'), then the
UE shall check the WLANSP rule of the HPLMN and shall determine if there are available WLAN access
networks that match one or more groups of selection criteriain thisrule.

i) If thereisat least one WLAN access network that matches one or more groups of selection criteriain the
WLANSP rule of the HPLMN, then the UE shall select the active WLANSP rule and the active
ISMP/ISRP rule from the valid rules provided by the HPLMN (based on their priority values).

ii) If thereisno WLAN access network that matches one or more groups of selection criteriain the
WLANSP rule of the HPLMN, then the UE shall select the active WLANSP rule and the active
ISMP/ISRP rule from the valid rules provided by the VPLMN. When the UE determines that at |east one
WLAN access network that matches one or more groups of selection criteriain the WLANSP rule of the
HPLMN becomes available, it shall operate asin bullet i) above and may re-select to such WLAN access
network.

During power-up, while the UE has not registered to any PLMN, the UE shall consider the WLANSP rules provided by
the HPLMN as valid and shall select an active WLANSP rule as described above (the one with the highest priority).
Thus during power-up the UE can select aWLAN network based on the WLANSP rules provided by HPLMN.

4.8.2a.2 UE Behavior Based on the ANDSF Information

This clause specifies the UE behavior when it is provisioned with ANDSF information and has selected the active rules
as described in the previous clause.

If the UE has received or has been provisioned with ANDSF information which indicates that there is an access network
initsvicinity with higher priority than the currently selected access network(s), the UE should perform procedures for
discovering and resel ecting the higher priority access network, if thisis allowed by user preferences.

NOTE 1: How frequently the UE performs the discovery and reselection procedure depends on the UE

implementation.

(i) When the UE cannot simultaneously route | P traffic over multiple radio accesses:

The UE shall select the most preferable available access network for EPC connectivity and inter-system
mobility based on the active ISMP rule, the active WLANSP rule and the user preferences. The user
preferences take precedence over the active rules.

The UE shall not consider any ISRP rulesit may have received from the ANDSF.

When automatic access network selection is used, the UE shall not initiate a connection to EPC using an
access network indicated as restricted in the active ISMP rule.

When the UE selects a non-3GPP radio access based on the active ISMP and the active WLANSP rules, the
UE may still use 3GPP access for CS services.

NOTE 2: The user may manually select the access technology type or access network that should be used by the

UE; in such case the active ISMP and the active WLANSP rules are not taken into account.

When the UE is connected to EPC over 3GPP access, the UE shall use the active IARP rule and the user
preferences to determine if an I P flow should be routed inside a specific PDN connection.

When the UE is connected to EPC over WLAN access, the UE shall use the active IARP rule and the user
preferences to determine if an I P flow should be routed inside a specific PDN connection or if it should be
non-seamlessly offloaded to the selected WLAN access network.

The UE shall use the active ISMP rule to determine if EPC connectivity is preferred over WLAN access or
over 3GPP access. The prioritized list of access networksin the active ISMP rule shall not be used for
WLAN selection since WLAN selection is based on the active WLANSP rule and the user preferences.
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When EPC connectivity is preferred over WLAN access (i.e. the highest priority accessin the active ISMP
rule corresponds to WLAN access technology / network), the UE shall use the active WLANSP rule to
determine the most preferred available WLAN access network (as specified in clause 4.8.2b).

When the UE is connected to EPC over WLAN access, the UE should occasionally re-evaluate if the
connected WLAN still meets the selection criteriain the active WLANSP rule. The rate of this re-evaluation
is defined by the UE implementation. When the UE determines that the currently selected WLAN does not
meet the selection criteriain the active WLASP rule for an implementation-specific duration, the UE should
attempt to select another WLAN access network as specified in clause 4.8.2b.

When the most preferred available WLAN access network has higher priority than 3GPP access (according
to the prioritized accessesin the active ISMP rule), then the UE shall connect to EPC over the most preferred
available WLAN access network. Otherwise, the UE shall connect to EPC over 3GPP access. For example:

- If the prioritized access networks in the active ISMP rule are the following: WLAN-A priority 1, 3GPP
priority 2, WLAN-B priority 3; then

- Since the UE determines that one or more WLANS are preferred for EPC connectivity over 3GPP access,
the UE uses the groups of selection criteriain the active WLANSP rule to determine the most preferred
available WLAN access network (as specified in clause 4.8.2b).

- If the most preferred available WL AN access network has lower priority than 3GPP access according to
the active ISMP rule (e.g. WLAN-B), then the UE shall connect to EPC over 3GPP access.

- If the most preferred available WL AN access network has higher priority than 3GPP access according to
the active ISMP rule (e.g. WLAN-A), then the UE shall connect to EPC over the most preferred available
WLAN access network.

NOTE 3: It isassumed that the active ISMP rulein the UE can always be used to determine the relative priority of

the most preferred WLAN (selected based on the active WLANSP rule) over 3GPP access.

(ii) When the UE can simultaneously route I P traffic over multiple radio accesses:

The UE shall not consider any ISMP rules it may have received from the ANDSF.

The UE shall use the active WLANSP rule and the user preferences to select and connect to the most
preferred available WLAN access network, as specified in clause 4.8.2b. User preferences take precedence
over the active WLANSP rule. After that, the UE is simultaneously connected to 3GPP access and to the
selected (most preferred) WLAN access network.

After the UE selects and connectsto a WLAN access network based on the active WLANSP rule (as
specified in clause 4.8.2b), the UE should occasionally re-evaluate if the connected WLAN still meets the
selection criteriain the active WLANSP rule. The rate of thisre-evaluation is defined by the UE
implementation. When the UE determines that the currently connected WLAN does not meet the selection
criteriain the active WLASP rule for an implementation-specific duration, the UE should attempt to select
another WLAN access network as specified in clause 4.8.2b.

The prioritized lists of access networks in the active ISRP rule shall not be used for WLAN selection since
WLAN selection is based on the active WLANSP rule and the user preferences.

The UE shall use the active ISRP for MAPCON rules and the user preferencesto determine if a PDN
connection to a certain APN should be established over 3GPP access or over the selected WLAN access
network.

- When an ISRP for MAPCON rule is used for the PDN connection establishment, the UE shall determine
if the selected WLAN access network has higher priority than 3GPP access and establishes the PDN
connection accordingly. For example:

- If thelist of prioritized access networksin the ISRP for MAPCON rule are the following: WLAN-A
priority 1, 3GPP priority 2, WLAN-B priority 3; then

- If the UE has selected WLAN-B (or any WLAN network with lower priority than 3GPP access), it
shall establish the PDN connection over 3GPP access.
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- If the UE has selected WLAN-A (or any WLAN network with higher priority than 3GPP access), it
shall establish the PDN connection over WLAN access.

- The UE shall usethe active ISRP for IFOM rules, the active ISRP for NSWO rules, the active |ARP rule and
the user preferences to determine how to route outgoing I P flows. Specifically:

- The UE shall evaluate the above rulesin priority order as specified in clause 4.8.2.1.5 (Inter-APN
Routing Policy) and shall determine which rule to apply.

- When the applied ruleisan ISRP for IFOM rule, the UE determines that this flow is subject to IP flow
mobility and selects an access network to route this flow based on the prioritized list of access networks
in the ISRP for IFOM rule. For example:

- If the prioritized list of access networksin the ISRP for IFOM rule are the following: WLAN-A
priority 1, 3GPP priority 2, WLAN-B priority 3; then

- If the UE has selected WLAN-B (or any WLAN network with lower priority than 3GPP access), it
shall route the IP flow over 3GPP access.

- If the UE has selected WLAN-A (or any WLAN network with higher priority than 3GPP access), it
shall route the IP flow over WLAN access.

- When the applied ruleis an ISRP for NSWO or an IARP for NSWO rule, the UE shall route this I P flow
to the selected WL AN access network (outside any PDN connection) provided that the rule does not
prohibit this IP flow over the selected WLAN access network.

- Whenthe applied ruleisan IARP for APN rule, the UE shall route this IP flow inside the PDN
connection specified by thisrule.

NOTE 4: It isassumed that the active ISRP rule in the UE can always be used to determine the relative priority of
the selected WL AN access network over 3GPP access.

4.8.2b WLAN Selection based on WLANSP

When the UE has valid 3GPP subscription credentials (i.e. avalid USIM) and WLANSP policies, the UE shall perform
WLAN selection based on these policies, the applicable user preferences and the corresponding procedures specified in
this document. User preferences take precedence over the WLANSP policies.

The following text specifies how the UE determines the most preferred WLAN access network (and possibly connects
to this network, as clarified in clause 4.8.2a.2), when a WLAN access network cannot be selected based on user
preferences (e.g. when there are no user preferences or when there is no user-preferred WLAN access network
available).

If the UE supports S2a connectivity (see clause 16), then:

- The UE shal be able to discovery WLANS that support S2a connectivity. This discovery shall be performed by
using ANQP procedures (as specified in the HS2.0 Rel-2 specification [75]) to retrieve the 3GPP Cellular
Network information advertised by WLANS. The 3GPP Cellular Network information (see | EEE 802.11-

2012 [64]) advertised by a WLAN indicates the PLMNs that interwork with the WLAN. In addition, the 3GPP
Cdlular Network information indicates the PLMNs to which the WLAN supports S2a connectivity.

- The UE may decide to select aWLAN that supports S2a connectivity to HPLMN, RPLMN or both HPLMN and
RPLMN. Thisdecision is based on UE implementation specific mechanisms and the " S2a connectivity
preference" provisioned in the UE by the home ANDSF. The " S2a connectivity preference” is either set or not
set. The UE performs service provider selection after selecting aWLAN that has S2a connectivity with the UE's
HPLMN, RPLMN or both HPLMN and RPLMN.

- When the " S2a connectivity preference” is set, it indicates that the home operator prefers the UE to establish
PDN connections over WLAN by using the applicable S2a procedures specified in clause 16. In this case, when
the UE attempts to select aWLAN and determines that a PDN connection will be required over thisWLAN, the
UE shall attempt to select aWLAN that supports S2a connectivity unless other procedures are applicable for this
PDN connection (e.g. S2b or S2c procedures).
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The UE shall use the active WLANSP rule, the Home Network Preferences and, if roaming, the Visited Network
Preferences to determine the most preferred available WLAN access network. The WLAN selection shall be performed
with the following steps.

Step 1: The UE constructs a prioritized list of the available WLANS by discovering the available WLANs and
comparing their attributes / capabilities against the groups of selection criteriain the active WLANSP rule. When
agroup of selection criteriaincludes the HomeNetwork attribute and is set, then the UE (a) shall create alist of
available WLANSs that directly interwork with the home operator (as specified in clause 4.8.2.1.6) and (b) shall
apply the group of selection criteriato all the WLANSs in thislist. Otherwise, when the HomeNetwork attribute is
not set or is not present, the UE shall apply the group of selection criteriato all available WLANSs. The UE may
need to perform ANQP procedures (as specified in the HS2.0 Rel-2 specification [75]) or other proceduresin
order to discover the attributes / capabilities of the available WLANs. The WLAN(S) that match the group of
selection criteria with the highest priority are considered as the most preferred WLANS, the WLAN(S) that match
the group of selection criteria with the second highest priority are considered as the second most preferred
WLANS, etc. For example, the UE may construct the following prioritized list:

- WLAN-1 (most preferred)
- WLAN-4, WLAN-2 (second most preferred)
- WLAN-3 (third most preferred, supports S2a connectivity to PLMN-a and PLMN-b)

ii. Step 2: If the UE decides to select aWLAN that supports S2a connectivity to one or more PLMNSs (as specified

above), then from the prioritized list contructed in the previous step the UE shall select the highest priority
WLAN that support S2a connectivity to these PLMNSs (e.g. WLAN-3 in the example shown above). If the UE
does not discover aWLAN that supports S2a connectivity, or the UE does not decide to select aWLAN that
supports S2a connectivity, then from the prioritized list contructed in the previous step the UE shall select the
most preferred WLAN without considering its capability to support S2a connectivity (e.g. WLAN-1 in the
example shown above).

- If the UE cannot select asingle WLAN in this step, i.e. when there are multiple WLANSs that could be
selected but all have the same priority, then the UE shall select one of these multiple WLANS as follows:

a) If the UE isnot roaming, or if the UE is roaming and the "prefer 3GPP RPLMN" indication is not set,
then the UE shall select aWLAN inthisorder: () aWLAN that directly interworks with the HPLMN,
(b) aWLAN that directly interworks with a service provider in EHSP, (¢) aWLAN that directly
interworks with the most preferred service provider in PSPL.

b) If the UE isroaming and the "prefer 3GPP RPLMN" indication is set, then the UE shall select aWLAN
inthisorder: (@) aWLAN that directly interworks with the RPLMN, (b) aWLAN that directly interworks
with a service provider in EV SP. Otherwise the UE shall behave as specified in bullet a) above.

Step 3: After selecting a single WLAN access network (as specified in steps 1 and 2), if the UE needs to perform
3GPP-based access authentication, the UE shall construct the NAI as follows:

a) If the UE isnot roaming, or if the UE is roaming and the "prefer 3GPP RPLMN" indication is not set, then:

- If the UE has selected a WLAN that directly interworks with the HPLMN, then the UE shall use the root
NAI.

- If the UE has selected aWLAN that directly interworks with a service provider in EHSP list (see
clause 4.8.2.1.9), then the UE shall construct a decorated NAI that includes the realm of this service
provider.

- Otherwise, the UE shall determine the most preferred service provider that interworks with the selected
WLAN based on PSPL and shall construct a decorated NAI that includes the realm of this service provider.

b) If the UE isroaming and the "prefer 3GPP RPLMN" indication is set, then:

- If the UE has selected aWLAN that directly interworks with the RPLMN, then the UE shall construct a
decorated NAI that includes the realm of RPLMN.

- If the UE has selected a WLAN that directly interworks with a service provider in EVSP list provided by
the RPLMN (see clause 4.8.2.1.10), then the UE shall construct a decorated NAI that includes the realm
of this service provider and the realm of RPLMN.
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- Otherwise, the UE shall behave as specified in bullet a) above.

NOTE 1: The UE performsthe WLAN selection based on the active WLANSP rule without taking into account
real-time events associated with the active ISRP rule. As specified in clause 4.8.2a.2, the active ISRP rule
is used only for routing decisions and does not impact the selection or reselection of the WLAN access
network. For example, when a new IP flow in the UE matches an active ISRP rule in which the highest
priority access network isa WLAN other than the selected WLAN, this event should not trigger WLAN
re-selection. If the conditions for WLAN selection change every time a new application runs or when
certain IP flows are detected, the WLAN selection in the UE will be complex and may lead to frequent
WLAN re-selections that would negatively affect the user experience and the battery consumption.

NOTE 2: Events such as change of WLAN load information, change of UE location, change of time of day may
lead to WLAN (re-)selection based on the WLANSP rule.
4.8.3 Reference Points

S14 This reference point is between UE and H-ANDSF / V-ANDSF for direct queries via pull. It enables
dynamic provision of information to the UE for access NW discovery and selection procedures related to
non-3GPP and 3GPP accesses. This dynamic provision shall be supported with Pull (UE-initiated session)
and with Push (ANDSF-initiated session), if feasible. Communication over S14 is secured as specified in
TS 33.402 [45].

Protocol assumption:

- Sl4interfaceisrealized above IP level.

4.8.4  ANDSF Discovery

In non-roaming scenario, the H-ANDSF is discovered through interaction with the Domain Name Service function or
the DHCP Server function. The H-ANDSF address may also be provisioned to the UE.

In roaming scenario, the UE shall be possible to retrieve both the H-ANDSF and V-ANDSF addresses.

NOTE: The ANDSF may not be contactable in certain PDNSs.

4.8.5 Void

4.8.6 Support of RAN Assistance Information

486.1 General

As specified in TS 36.331 [52] and TS 25.331 [ 78], an EFUTRAN or UTRAN (referred to as RAN) may provide RAN
Assistance Information to UE. This RAN Assistance Information includes the following thresholds and parameters:

- 3GPP access thresholds;
- WLAN access thresholds; and
- An Offload Preference Indication (OPI) value.

The 3GPP access threshol ds define low/high threshold values for some UTRA and/or E-UTRA radio parameters, such
as low/high RSRP thresholds for E-UTRA, low/high CPICH Ec/No thresholds for UTRA, etc. The WLAN access
threshol ds define low/high threshold values for some WLAN access parameters, such as the low/high Beacon RSS
thresholds, the high/low UL/DL backhaul data rate thresholds and the low/high channel utilization thresholds. UL/DL
backhaul datarate is defined in Hotspot 2.0 [ 75]. Channel utilization and Beacon RSS! are defined in

|EEE 802.11-2012 [64]. How these thresholds are used in the ANDSF rulesis specified in clause 4.8.6.2.

The OPI value provided by RAN isabitmap (i.e. aone-dimensional bit array) that may be used by UEsin an E-UTRA
or UTRA cell to determine when they should move certain traffic (e.g. certain IP flows) to WLAN access or to 3GPP
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access. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications. How the
OPI valueis used in the ANDSF rulesis specified in clause 4.8.6.2.

The thresholds and parameters provided to UE in aUTRA or E-UTRA cell may affect the validity of the ANDSF rules
(as specified in clause 4.8.6.2) and thus make these rules subject to conditions set by the RAN in agiven cell.

The user preferences on WLAN network selection and traffic routing shall take precedence over ANDSF rules and
RAN rules.

4.8.6.2 ANDSF Rules Utilizing RAN Assistance Information

The 3GPP access thresholds, the OPI value and some of the WLAN access thresholds included in the RAN Assistance
Information may be utilized by the following ANDSF rules:

- ThelInter-System Routing Policy (I1SRP) rules specified in clause 4.8.2.1.4, i.e. ISRP rules for IFOM, ISRP rules
for MAPCON and | SRP rules for NSWO; and

- Thelnter-APN Routing Policy (IARP) rules specified in clause 4.8.2.1.5, i.e. IARP rulesfor APN and IARP
rules for NSWO.

In this release of the specification the ANDSF rules may use the low/high Beacon RSSI thresholds, the low/high
WLAN channel utilization thresholds and the low/high UL/DL WLAN backhaul data rate thresholds included in the
RAN Assistance Information. These thresholds subsequently referred to as"RAN provisioned WLAN access
thresholds'.

The ANDSF rules may also utilize low/high Beacon RSS| thresholds, low/high WLAN channel utilization thresholds
and low/high UL/DL WLAN backhaul data rate thresholds provided by the ANDSF. These thresholds are subsequently
referred to as " ANDSF provisioned WLAN access thresholds'.

NOTE: The use of 3GPP access thresholdsin the IARP for APN rules can enable routing policies such as "move
certain traffic from a non-seamless WLAN connection to a given PDN connection over LTE access when
the LTE radio strength and quality exceed the applicable thresholds provided by RAN".

An IARP/ISRP rule may utilize the 3GPP access thresholds, the RAN provisioned WLAN access thresholds and the
OPI valueincluded in the RAN Assistance Information and ANDSF provisioned WLAN access thresholds. When the
rule utilizes any of these access thresholds and/or the OPI value, it shall be constructed as follows:

1. ThelARP/ISRP rule shal contain RAN validity conditions, which indicate when the ruleisvalid or invalid
based on the RAN Assistance Information.

2. The RAN vdlidity conditions may contain one or more threshold conditions and one OPI condition.

3. Each threshold condition shall be associated either (i) with a 3GPP access threshold provided by RAN or (ii)
with WLAN access threshold(s) provided by ANDSF, RAN, or both. A threshold condition shall be evaluated to
true or false as specified in clause 4.8.6.3.

4. The OPI condition shall contain a provisioned OPI which is a bitmap assigned by ANDSF and is associated with
the rule. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications.
The OPI condition shall be evaluated to true or false based on the provisioned OPI and the OPI value provided
by RAN, as specified in clause 4.8.6.3.

5. The RAN validity conditionsinclude an indicator which indicatesif the rule may be valid either (a) when all
threshold conditions are true or (b) when at least one threshold condition is true.

4.8.6.3 Evaluation of ANDSF Rules with RAN Validity Conditions
When the UE cannot simultaneously route I P traffic to both 3GPP access and WLAN, then

- When the UE has an IARP rule that contains RAN validity conditions, the UE shall evaluate the rule by ignoring
al the RAN validity conditions that may be present, i.e. the UE shall consider these RAN validity conditions as
true.

When the UE can simultaneously route I P traffic to both 3GPP access and WLAN access, then:
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- When the UE has an IARP or ISRP rule that contains RAN validity conditions, the UE shall evaluate al
included threshold conditions and the OPI condition, as specified below. The UE shall consider the RAN validity
conditions as valid when the OPI condition is true and when either (a) all threshold conditions are true or (b) at
least one threshold condition is true, according to the indicator described in bullet 5 of clause 4.8.6.2.

- When athreshold condition is associated with a 3GPP access threshold, the UE shall eval uate the threshold
condition by comparing the associated 3GPP access threshold provided by RAN with the corresponding
measured value. For example, when a threshold condition is associated with the low RSRP threshold, the UE
shall evaluate the condition to true when the measured RSRP value is smaller to the low RSRP threshold. If the
associated 3GPP access threshold is not available in the UE (e.g. it is not provided by RAN), then the UE shall
consider the threshold condition as fal se.

- When athreshold condition is associated with only a RAN provisioned WLAN access threshold, the UE shall
evaluate the threshold condition by comparing the associated RAN provisioned WLAN access threshold with the
corresponding value received from the selected WLAN. For example, when athreshold condition is associated
with the low channel utilization threshold, the UE shall evaluate the condition to true when the channel
utilization of the selected WLAN is smaller to the low channel utilization threshold. If the associated RAN
provisioned WLAN access threshold is not available in the UE (e.g. it is not provided by RAN), then the UE
shall consider the threshold condition as false.

- When athreshold condition is associated with only an ANDSF provisioned WLAN access threshold, the UE
shall evaluate the threshold condition by comparing the ANDSF provisioned WLAN access threshold with the
corresponding val ue received from the selected WLAN. For example, when a threshold condition is associated
with ahigh DL/UL backhaul data rate threshold, the UE shall evaluate the condition to true when DL/UL
backhaul datarate of the selected WLAN is higher than the high DL/UL backhaul data rate threshold.

- When athreshold condition is associated with both a RAN provisioned WLAN access threshold and an ANDSF
provisioned WLAN access threshold, then it indicates that the threshold condition shall be evaluated by using
only the RAN provisioned WLAN access threshold, if available (i.e. if included in the RAN Assistance
Information). If the RAN provisioned WLAN access threshold is not available, the ANDSF provisioned WLAN
access threshold shall be used.

- How often the UE re-evaluates the threshold and the OPI conditions to determine when each condition is true or
fal se depends on the UE implementation.

- The UE shall evaluate an OPI condition by performing a bitwise '"AND' operation between the OPI value
provided by RAN and the provisioned OPI contained in therule. If the result of this operation in non-zero, the
UE shall consider the OPI condition astrue. If the OPI value is not available in the UE (e.g. it is not provided by
RAN), then the UE shall consider the OPI condition as false.

- When the UE isroaming and applies |ARP rules from HPLMN and/or 1SRP rules from HPLMN, the UE shall
ignore the RAN validity conditions that may be present in theserules, i.e. the UE shall consider these RAN
validity conditions as true.

4.8.6.4 Co-existence with RAN Rules

Within asingle PLMN, the WLAN access selection and the traffic routing behaviour of a UE shall be controlled either
by the ANDSF rules specified in this specification or by the RAN rules specified in TS 36.304 [79] and TS 25.304 [80],
not by both. The only exception is that when a UE appliesthe RAN rules, it shall be possible to simultaneously apply
the IARP for APN rules provided by HPLMN, as further explained below.

When the UE has both ANDSF rules and RAN rules, it shall select which rulesto apply according to the following
procedures.

When the UE can simultaneously route IP traffic to both 3GPP access and WLAN access:

- When the UE is not roaming or when the UE is roaming in a VPLMN not contained in the list of "VPLMNs with
preferred WLAN Selection Rules' (see clause 4.8.2.1.7), then:

- If theUE hasavalid ISRP rule from HPLMN, the UE shall ignore the RAN rules and shall perform WLAN
access selection and traffic routing based on the ANDSF procedures specified in clause 4.8.2a.
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If the UE has no valid ISRP rule from HPLMN, the UE shall perform WLAN access selection and traffic
routing based on the RAN rules. In this case, if the UE hasavalid IARP rule from HPLMN, it shall apply the
internal IARP for APN rules and shall ignore their RAN validity conditions if present.

- Whenthe UE isroaming in a VPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules"
(see clause 4.8.2.1.7) then:

If the UE hasavalid ISRP rule from VPLMN, the UE shall ignore the RAN rules and shall perform WLAN
access selection and traffic routing based on the ANDSF procedures specified in clause 4.8.2a

If the UE has no valid ISRP rule from VPLMN, the UE shall perform WLAN access selection and traffic
routing based on the RAN rules. In this case, if the UE hasavalid IARP rule from HPLMN, it shall apply the
internal IARP for APN rules and shall ignore their RAN validity conditions if present.

When the UE cannot simultaneously route I P traffic to both 3GPP access and WLAN access:

- When the UE is not roaming or when the UE isroaming in a VPLMN not contained in the list of "VPLMNs with
preferred WLAN Selection Rules' (see clause 4.8.2.1.7), then:

If the UE has at least one ISMP rule from HPLMN, the UE shall ignore the RAN rules and shall perform
WLAN access selection and access selection for EPC connectivity based on the ANDSF procedures specified
in clause 4.8.2a.

If the UE has no ISMP rules from HPLMN, the UE shall apply the RAN rules to determine when al PDN
connections should be handed over to WLAN access or to 3GPP access. When the RAN rules indicate that

all PDN connections should be handed over to WLAN access but at least one PDN connection is not allowed
to be handed over to WLAN access (as specified in TS 23.401 [4]), the UE shall not handover any PDN
connection. When all PDN connections are allowed to be handed over to WLAN access, the UE shall

perform WLAN access selection based on the RAN rules and shall execute the applicable handover
procedures specified in clause 8. In this case, if the UE hasavalid IARP rule from HPLMN, it shall apply the
internal IARP for APN rules and shall ignore their RAN validity conditions if present.

- WhentheUE isroaminginaVPLMN contained in the list of "VPLMNs with preferred WLAN Selection Rules’
(seeclause 4.8.2.1.7) then:

4.9

4.9.1

If the UE has at |east one ISMP rule from VPLMN, the UE shall ignore the RAN rules and shall perform
WLAN access selection and access selection for EPC connectivity based on the ANDSF procedures specified
inclause 4.8.2a.

If the UE has no ISMP rules from VPLMN, the UE shall apply the RAN rules to determine when all PDN
connections should be handed over to WLAN access or to 3GPP access. When the RAN rules indicate that

all PDN connections should be handed over to WLAN access but at least one PDN connection is not allowed
to be handed over to WLAN access (as specified in TS 23.401 [4]), the UE shall not handover any PDN
connection. When al PDN connections are alowed to be handed over to WLAN access, the UE shall

perform WLAN access selection based on the RAN rules and shall execute the applicable handover
procedures specified in clause 8. In this case, if the UE hasavalid IARP rule from HPLMN, it shall apply the
internal IARP for APN rules and shall ignore their RAN validity conditions if present.

Authentication and Security

Access Authentication in non-3GPP Accesses

Non-3GPP access authentication defines the process that is used for Access Control i.e. to permit or deny a subscriber
to attach to and use the resources of a non-3GPP | P access which is interworked with the EPC network. Non-3GPP
access authentication signalling is executed between the UE and the 3GPP AAA server/HSS. The authentication
signalling may pass through AAA proxies.

3GPP based access authentication is executed across a SWal/STa reference point as depicted in the EPS architecture
diagram. Following principles shall apply in this case:

- Transport of authentication signalling shall be independent of the non-3GPP | P Access technology.
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- The 3GPP based access authentication signalling shall be based on IETF protocols, for e.g., Extensible
Authentication Protocol (EAP) as specified in RFC 3748 [11].

The details of the access authentication procedure are defined in TS 33.402 [45].

49.2 Tunnel Authentication

Tunnel authentication refersto the procedure by which the UE and the ePDG perform mutual authentication during the
I Psec tunnel establishment between the UE and the ePDG (SWu reference point).

Tunnel authentication is used only in case of Untrusted Non-3GPP Access and is executed across a SWm reference
point as depicted in the EPS architecture diagram.

The details of the tunnel authentication procedure are defined in TS 33.402 [45].

4,10 QoS Concepts

4.10.1 General

The QoS model that is applied in conjunction with PMIP-based reference points does not use bearer IDs in user plane
packets. Instead it is based on packet filters and associated QoS parameters (QCI, ARP, MBR, GBR) provided to the
access system through off-path signalling.

The PCRF signals the same packet filters and associated QoS parameters over Gxa, Gxb and Gxc as over Gx; in other
words the granularity of the QoS information that is passed over Gxa, Gxb and Gxc is the same as over Gx.

4.10.2 Void

4.10.3 The EPS Bearer with PMIP-based S5/S8 and E-UTRAN access

< Application / Service Layer >

Traffic Flow Aggregates Traffic Flow Aggregates

DL-PF> S1-TE-ID  DL-PF>TNL QoS
UL Packet Filter

RB-ID «>S1-TE-ID DL Pac\ket Filter

UL-PF> RB-ID \ F_:,_,'__— DL Packet Filter
— \[]' =
<> S :
<>
NB

] - - > :
] 4 -
| I = A B e [----------- 1
j - . - ==
UE Serving GvW/ PDN GW
/
S1-TE-ID> TNL QoS
Radio Bearer S1 Bearer IP Transport Leg

Figure 4.10.3-1: Two Unicast EPS bearers (PMIP-based S5/S8 and E-UTRAN access)

For PMIP-based S5/S8 and E-UTRAN access, an EPS bearer consists of the concatenation of one Radio Bearer and one
S1 bearer. The PDN Connectivity Service between a UE and an external packet data network is supported through a
concatenation of an EPS Bearer and | P connectivity between Serving GW and PDN GW. QoS control between a
Serving GW and aPDN GW is provided at the Transport Network Layer (TNL).
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The EPS bearer is realised by the following elements:
- Inthe UE, UL TFT maps atraffic flow aggregate to an EPS bearer in the uplink direction.
- Inthe Serving GW, the DL TFT maps atraffic flow aggregate to an EPS bearer in the downlink direction.

- Aradio bearer transports the packets of an EPS bearer between a UE and an eNodeB. There is a one-to-one
mapping between an EPS bearer and aradio bearer.

- An Sl bearer transports the packets of an EPS bearer between an eNodeB and a Serving GW. There is a one-to-
one mapping between an EPS bearer and a S1 bearer.

- A per UE per PDN tunnel transports the packets of an EPS bearer between a Serving GW and a PDN GW. There
is a many-to-one mapping between an EPS bearer and this per UE, per PDN tunnel.

- A UE stores a mapping between an uplink packet filter and aradio bearer to create the mapping between atraffic
flow aggregate and aradio bearer in the uplink.

- AneNodeB stores a one-to-one mapping between aradio bearer and an S1 bearer to create the binding between a
radio bearer and an S1 bearer in both the uplink and the downlink direction.

- A Serving GW stores a one-to-one mapping between a downlink packet filter and an S1 bearer to create the
mapping between atraffic flow aggregate and an S1 bearer in the downlink.

- A PDN GW enforces APN-AMBR across all SDFs of the same APN that is associated with Non-GBR QCls.

4.10.4 Application of PCC in the Evolved Packet System

EPS supports both static and dynamic PCC deployment options as specified in TS 23.401 [4].

NOTE 1: Theloca configuration of PCEF static policy and charging control functionality is not subject to
standardization and is not based on subscription information.

In case of non-3GPP access that does not support an Gxa/b or S9 interface, static QoS policies (e.g. based on
subscription QoS parameters for default connectivity) may be provided to the non-3GPP access through the AAA
infrastructure. To perform policy enforcement according to the subscription QoS parameters for default connectivity,
additional information may be provided to the PDN GW in one of the following ways:

- fromthe PCRF, if present and if the PDN GW supports the Gx interface;

- fromthe 3GPP AAA Server through the S6b interface in the form of a static QoS profile for the S2a, PMIP
based S2b, and S2c reference points;

- from the ePDG through GTP based S2b in the form of a static QoS profile (Default EPS Bearer QoS), which the
ePDG obtains from the 3GPP AAA Server through the SWm interface.

NOTE 2: Inthetwo last cases, the PCEF may change the provided values based on interaction with the PCRF or
based on local configuration.

When dynamic policy provisioning is not deployed, the PDN GW in case of PMIP or GTP based signalling uses the
access type information (RAT Type in 3GPP access) contained in PMIP Proxy Binding Update messages or GTP
Create Session Request messages for, e.g. charging. When dynamic policy provisioning is deployed, the PDN GW
relies on the PCRF for indication of the handling required due to the access technology.

The behaviour of the system when PCC is deployed only in VPLMN or only in HPLMN is described in TS 23.203 [19].

For non-3GPP access that supports UEs with different Bearer Control Mode (BCM) capabilities, it should be possible
for the UE to signal its BCM capabilities to the BBERF. It should also be possible for the BBERF to signal the selected
BCM to the UE. How thisinformation is exchanged between the UE and the BBERF is outside of the scope of 3GPP.

4.10.5 PDN connectivity service with GTP based S2b

For untrusted non-3GPP access to the EPC the PDN connectivity serviceis provided by |Psec connectivity between the
UE and the ePDG concatenated with S2b bearer(s) between the ePDG and the PGW.
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< Application / Service Layer >

Traffic Flows Aggregates DL Packet Filter Traffic Flow Aggregates

” | PDN}H SWu instance UL-PF — S2b TEID \ lU n'

UL Packet Filter

-—— = === = |
e ———1

SWu instance DL-PF — S2b TEID
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Figure 4.10.5-1: Two Unicast S2b bearers (GTP based S2b)

The SWu interface between the UE and the ePDG isidentical for the GTP and PMIP variants of S2b. The UE
establishes a separate SWu instance (i.e. a separate | PSec tunnel) for each PDN connection.

One default S2b bearer is established on the S2b interface when the UE connectsto a PDN, and that remains established
throughout the lifetime of the PDN connection to provide the UE with always-on | P connectivity to that PDN.
Additional dedicated S2b bearers may be established on S2b for the same PDN connection depending on operator
policy. The PGW establishes dedicated S2b bearers on S2b for the same PDN connection based on PCC decisions as
specified in TS 23.203[19].

The ePDG releases the SWu instance when the default S2b bearer of the associated PDN connection is rel eased.
The S2b bearer is realized by the following elements:
- A GTPtunnel on S2b transports the packets of an S2b bearer between the ePDG and a PDN GW;

- TheePDG stores the mapping between uplink packet filtersit receives from the PGW (e.g. in the Create Bearer
Request message) and the corresponding S2b bearer;

- ThePDN GW stores the mapping between downlink packet filters and an S2b bearer.
In support for the UE connectivity with the PDN:

- A SWuinstance (i.e. alPSec tunnel) transports the packets of all S2b bearer(s) for the same PDN Connection
between the UE and the ePDG.

The ePDG routes uplink packets to the different bearers based on the uplink packet filtersin the TFTs assigned to the
bearersin the PDN connection, in the same way as a UE does for uplink traffic under 3GPP access. If no matchis
found, the uplink data packet shall be sent viathe bearer that does not have any uplink packet filter assigned. If all
bearers (including the default bearer for that PDN) have been assigned an uplink packet filter, the ePDG shall discard
the uplink data packet.

The PDN GW routes downlink packets to the different bearers based on the downlink packet filtersininthe TFTs
assigned to the S2b bearersin the PDN connection, in the same way as the PDN GW does on GTP-based S5/S8 bearers
(see TS 23.401 [4] clause 4.7.2.2).

4.11  Charging for Non-3GPP Accesses

The following are related to Non-3GPP accesses:
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- Accounting information, e.g. the amount of data transmitted in uplink and downlink direction categorized with
the QCI per UE, could be collected by components, if any, in the Non-3GPP access networks for inter-operator
Settlements.

NOTE: Specification of the above functionality is outside the scope of this TS.

4.12  Multiple PDN Support

General high level principles for the support of multiple PDNs are provided in TS 23.401 [4], clause 5.10.1. In addition,
the following applies:

- Simultaneous exchange of 1P traffic to multiple PDNs is supported in the EPS, when the network policies, non-
3GPP access and user subscription allow it. UE Support for multiple overlapping | P address spacesis optional.

- Multiple PDN connections for a given APN and UE can be supported with the restrictions that all PDN
connections for agiven APN and UE shall use the same access network and shall all be moved to a new access
network during handovers.

- If anadditional PDN connection to the same APN occurs, and an existing PDN connection to that APN exists,
the same PDN GW shall be selected.

- Multiple PDN connections to different APNs may use different access networks. The UE selects the access
network where to route a specific PDN connection based on user preferences and operator's policies.

- A UE that is capable of routing different simultaneously active PDN connections through different access
networks can do so if the UE is authorized by subscription to access each of the involved PDNs and each of the
involved access networks.

- The access networks the UE can stay simultaneously connected with shall include no more than one 3GPP
access and one and only one non-3GPP access.

NOTE: During the handover procedure the UE moves the PDN connections one-by-one, but the selective
handover of the PDN connections to the same APN is hot supported.

Once a specific IP mobility protocol is selected during initial attach for a specific non-3GPP access, it is hot possible for
the UE to use different mobility protocols for any of the PDNs that it obtains connectivity on the same non-3GPP access
after initial attach. It is not possible for a UE that is connected to multiple PDNs over a 3GPP access to perform a
handover to a non-3GPP access and then use different mobility protocols for the various PDNs that it connected with on
the same non-3GPP access.

For the purpose of using MAPCON, the UE shall try to simultaneously connect to different APNs through different
access networks only if the home network supports such simultaneous connectivity. The UE determines that the
network supports such simultaneous connectivity over multiple accessesif the UE is provisioned with or has received
per-APN inter-system routing policies (see clause 4.8.2.1) from the home network.
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4.13  Detach principles

When a UE is attached to Evolved Packet Core via multiple access systems, the following principles shall apply during
the detach procedure:

- A UE that is detaching from the Evolved Packet Core (e.g. a UE that is powering off) shall perform the UE
initiated detach procedure on each of the access systems through which the UE is attached to Evolved Packet
Core.

- A UE that is detaching from a specific access system and wants to preserve all or a subset of the active PDN
connections that use that access system shall initiate UE initiated PDN disconnection procedure for each of the
PDN connection which is not required to be preserved. The UE then shall initiate the applicable handover
procedure to transfer to the access system through which the UE remains attached to the Evolved Packet Core
each of the PDN connections to be preserved.

- When HSSinitiates the detach procedure to delete the UE from the Evolved Packet Core (e.g. dueto
subscription expiry, etc), HSS/AAA initiated detach procedure should be performed towards each node
registered for the UE.

5 Functional Description and Procedures for 3GPP
Accesses with PMIP-based S5/S8

5.1 Control and User Plane Protocol Stacks

5.1.1 Void

51.2 General

TS 23.401 [4] defines the protocol stack for both the control plane and user plane for 3GPP accesses using GTP-based
S5/S8. This clause defines the protocol stacks for 3GPP accesses using the PMIP-based S5/S8.
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5.1.3 Control Plane
5.131 Serving GW - PDN GW
PMIPv6 PMIPv6
IPv4/IPv6 IPv4/IPv6
L2 L2
L1 L1
Serving GW PDN GW
S5or S8
Legend:
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- The control part of PMIPV6 specification, RFC 5213 [8]) protocol is used for signalling messages between

Serving GW and PDN GW (S5 or S8).

Figure 5.1.3.1-1: Control Plane for PMIP-based S5 and PMIP-based S8 Interfaces
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514 User Plane

5.14.1 UE — PDN GW User Plane with E-UTRAN
Application
P P P
elay
PDCP [Tunnelling Tunnelling
PDCP GTP-U GTP-U Layer Layer
RLC RLC UDP / UDP/ |IPv4/IPv6 IPv4/IPv6
IP IP
MAC MAC L2 L2 L2 L2
L1 L1 L1 L1 L1 L1
E-UTRAN-Uu S1-U S5/S8 SGi
UE eNB Serving GW PDN GW
Legend:

- On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6.

- MME controls the user plane tunnel establishment and establishes User Plane Bearers between eNodeB
and Serving GW.

- EUTRAN-Uu: The radio protocols of E-UTRAN between the UE and the eNodeB are specified in
TS 36.300 [6].

- IP: This refers to network layer protocols. On the Serving Gateway this includes termination of the UE-
Serving Gateway link-local protocols (e.g. IPv6 Router Solicitation/Advertisement) and forwarding of user
plane IP packets between the UE-SGW point-to-point logical link and the S5/S8 tunnel for the UE.

Figure 5.1.4.1-1: User Plane for E-UTRAN
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5.14.2 UE — PDN GW User Plane with 2G access via the S4 Interface
Application
IP P . P
Relay
SNDCP SNDCP YGTP-U [1|GTP-U [T ] -
Tunnelling Tunnelling
Layer
LLC LLC Layer Yy
UDP UDP
Relay
RLC T RLC BSSGP BSSGP P L IPv4/ |1 | IPv4/IPv6
IPv6
Network Network
MAC | MAC Service Service L2+ L2 L2 Bl L2
GSMRF ||| GSM | Linbis L1bis L1 L u 1 L L1
RF
Um Gb S4 S5/S8 SGi
UE BS SGSN Serving GW PDN GW
Legend:

- On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6.

- Protocols on the Um and the Gb interfaces are described in the TS 23.060 [21].

- IP: This refers to network layer protocols. On the Serving Gateway this includes termination of the UE-
Serving Gateway link-local protocols (e.g. Router Solicitation/Advertisement) and forwarding of user plane
IP packets between the UE-SGW point-to-point logical link and the S5/S8 tunnel for the UE.

Figure 5.1.4.2-1: User Plane for A/Gb mode
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5.1.4.3 UE — PDN GW User Plane with 3G Access via the S4 Interface
Application
P IP —— IP
Relay Relay
| Tunnellin Tunnelling
PDCP PDCP | GTP-U GTP-U | GTP-U GTP-U 1" ayer g Layer
RLC —1 RLC UDP/ Ubp/ | UDP/ | || UDP/ I TN
P P P P Pv4/IPv6
MAC | i | MAC L2 L2 L2 il |2 L2 || L2
L1 L] L L1 L1 L1 i Lu L1 R L1
Uu lu S4 S5/S8 SGi
UE UTRAN SGSN Serving GW PDN GW

Legend:

- On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6.

- Protocols on the Uu and the lu interfaces are described in the TS 23.060 [21].

- IP: This refers to network layer protocols. On the Serving Gateway this includes termination of the UE-
Serving Gateway link-local protocols (e.g. IPv6 Router Solicitation/Advertisement) and forwarding of user
plane IP packets between the UE-SGW point-to-point logical link and the S5/S8 tunnel for the UE.

Figure 5.1.4.3-1: User Plane for lu mode
5.14.4 UE — PDN-GW User Plane with 3G Access via the S12 Interface
Application
P P P
elay Tunnelli
PDCP . unnelling
PDCP |GTP-U GTP-U T“[‘”e"'”ﬁ Layer
ayer
RLC RLC UDP/ UDP/ IPv4/ IPv4/IPv6
IP P IPv6
MAC MAC L2 L2 L2 L2
L1 L1 L1 L1 L1 L1
Uu lu S5/S8 SGi
UTRAN Serving GW PDN GW
Legend:

On the S5/S8 interface, the tunnelling layer implements GRE encapsulation applicable for PMIPv6.
Protocols on the Uu interface are described in the TS 23.060 [21].

SGSN controls the user plane tunnel establishment and may establish a Direct Tunnel between UTRAN
and Serving GW.

IP: This refers to network layer protocols. On the Serving Gateway this includes termination of the UE-
Serving Gateway link-local protocols (e.g. IPv6 Router Solicitation/Advertisement) and forwarding of user
plane IP packets between the UE-SGW point-to-point logical link and the S5/S8 tunnel for the UE.

Figure 5.1.4.4-1: User Plane for UTRAN mode and Direct Tunnel on S12
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5.2 Initial E-UTRAN Attach with PMIP-based S5 or S8

This clause isrelated to the case when the UE powers-on in the LTE network with PMIP-based S5 or S8 interface and
includes the case of roamers from a GTP network into a PMIPv6 network when PMIP-based S5 is used to connect the
Serving GW and the PDN GW of the visited PLMN. Proxy Mobile IP version 6 is used on S5 or S8 interface. It is
assumed that the MAG is collocated with the Serving GW for the PMIPv6 procedure between the Serving GW and the
PDN GW.

When only GTP-based S5 or S8 connections are established for roamers from a GTP network into a PM1Pv6 network
the procedure as described in TS 23.401 [4] applies.
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Roaming

UE || eNodeB || new MME ||old MME Serving GW PDN GW 3%’2:3in|‘:35 hPCRF | |HSS/AAA

Attach procedure as in TS 23.401, Figure 5.3.2.1-1, before step (A)
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Attach procedure as in TS 23.401, Figure 5.3.2.1-1, between steps (A) and (B)
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Attach procedure as in TS 23.401, Figure 5.3.2.1-1, between steps (B) and (C)

C.1 Gateway Control S@n .
. Establishment Proce

'7Tca IP-Cg@ession '
\ Establishm rocedure

/)

Attach procedure as in TS 23.401, Figure 5.3.2.1-1, after step (C)

Figure 5.2-1: Initial E-UTRAN attach with PMIP-based S5 or S8
This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout (Figure

4.2.3-4) cases. For the Roaming and Local Breakout cases, the vVPCRF forwards messages between the Serving GW and
the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.
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This procedure is also used to establish the first PDN connection over E-UTRAN with PMIP based S5 or S8 when the
UE aready has active PDN connections only over a non-3GPP access network and wishes to establish simultaneous
PDN connectionsto different APNs over multiple accesses.

The optional interaction steps between the gateways and the PCRF in the proceduresin figure 5.2-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1) The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF, as specified
in TS 23.203 [19]. The S-GW provides information to enable the PCRF to uniquely identify the IP-CAN session.
Thisresultsin the removal of the Gateway Control sessionin S-GW.

A.2) The Serving GW sends a Proxy Binding Update (MN NAI, lifetime=0) message to the PDN GW. The MN
NALI identifies the UE. The lifetime field indicates that the message is used to de-register the UE at the PDN-
GW.

A.3) ThePDN GW initiates the IP CAN session Termination Procedure with the PDN GW as specified in
TS 23.203[19]. The PDN GW provides information to enable the PCRF to uniquely identify the IP-CAN
session. Thisresultsin the removal of IP-CAN session related information in the PCRF and in the PDN-GW.

A.4) The PDN GW respondsto the Serving GW with the result of the deregistration with Proxy Binding Update
Acknowledgement message.

Steps between A.4 and B.1 and steps between B.4 and C.1 are described in TS 23.401 [4], clause 5.3.2.1.
Steps B.1 to B.4 are the same as Steps A.1 through A.4.

C.1) The Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF, as specified
in TS 23.203 [19]. The S-GW provides the information to the PCRF to correctly associate it with the IP-CAN
session to be established in step C.3 and also to convey subscription related parameters to the PCRF that have
been received between steps (B) and (C) from the MME, including the APN-AMBR and Default Bearer QoS.
The Serving GW provides in addition the UE Location Information |E and user CSG information, if available.
The Serving GW aso indicates its support for the extended TFT filter format.

In the case of Emergency Attach, if the IMSI provided by the MME to the S-GW in step before C.1 is marked as
unauthenticated, the SGW provides this IMSI marked as unauthenticated to the PCRF in the GW Control
Session Establishment. This IMSI marked as unauthenticated is provided by the PCRF to the PDN GW in

step C.3. Inthis case, the IMEI isused as the UE Identity in the message to the PCRF.

C.2) The Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, Handover
Indicator, APN, GRE key for downlink traffic, UE Address Info Additional Parameters, Charging
Characteristics) to the PDN GW in order to establish the new registration. The MN NAI identifies the UE for
whom the message is being sent. The Lifetime field must be set to a nonzero value in the case of aregistration.
Access Technology Typeis set to indicate 3GPP access to EPS. Handover Indication option is set to indicate
attachment over a new interface as no Handover indication is received from the MME. The APN may be
necessary to differentiate the intended PDN from the other PDNs supported by the same PDN GW. The Serving
GW includes the EPS bearer identity of the default bearer received from the MME if multiple PDN connections
to the same APN are supported. The optional Additional Parameters may contain information, for example,
protocol configuration options. The UE Address Info |E is used to request an |Pv6 prefix, |Pv4 address, or both
IPv4 address and I1Pv6 prefix. Based on PDN Type parameter received in the Create Session Request, Serving
GW includes request for IPv4 Home Address (PDN Type set to IPv4), or |Pv6 Home Network Prefix (PDN type
set to IPv6) or both 1Pv4 home address and IPv6 HNP (PDN type set to |Pv4v6) in the PBU as specified in
PMIPv6 specification, RFC 5213 [8]). In the case of a subscribed |Pv4 address and/or 1Pv6 prefix provided by
the MME in the PDN Address Allocation | E, the UE Address Info | E is set to the subscribed | Pv4 address and/or
IPv6 prefix.

In case of Emergency Attach, if IMS| is not provided by MME to SGW or the IMSI provided is marked as
unauthenticated, the S-GW creates MN NAI based on IMEI as specified in TS 23.003 [16].

NOTE 1: Any time after Step C.1isinitiated, Step C.2 can be initiated by MAG.

C.3) ThePDN GW initiates the IP CAN Session Establishment Procedure with the PCRF, as specified in
TS 23.203[19]. The PDN GW provides information to the PCRF used to identify the session and associate
Gateway Control Sessions established in step C.1 correctly. The PDN GW also provide the PCRF with the UE
IPv4 address and/or I1Pv6 prefix newly assigned as aresult of step C.2, which might lead the PCRF to update the
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QoS rulesto include this |Pv4 address and/or IPv6 prefix. The PCRF creates IP-CAN session related information
and responds to the PDN GW with PCC rules UE Location Information IE, user CSG information, if received
from the Serving GW, and event triggers.

In case of Emergency Attach, if MN NAI based on IMEI is received in the PBU message in step C.2, the
PDN GW usesthe IMEI as a UE Identity in the message to the PCRF.

C.4) The PDN GW responds with a PMIPv6 Binding Acknowledgement (MN NAI, Lifetime, UE Address Info,
GRE key for uplink traffic, Charging ID, Additional Parameters) message to the Serving GW. The MN NAl is
identical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will
remain valid. The PDN GW takes into account the request from Serving GW and the policies of operator when
the PDN GW allocates the UE Address Info. The UE address info returns the newly assigned 1Pv4 address
and/or |Pv6 prefix assigned to the UE, if one was regquested in the PMIPv6 Proxy Binding Update message. 1P
address allocation by the PDN-GW is as stated in clause 4.7.1. "IP Address Allocation with PMIP-based S5/S8".
If the PDN GW sends the DHCPv4 Address Allocation Procedure Indication in the Proxy Binding
Acknowledgement message, the UE |Pv4 address assigned by the PDN GW is not provided as part of the default
bearer activation procedures to the UE. In this case, the Serving GW does not forward the | Pv4 address assigned
by the PDN GW to the MME, but sets the PDN Addressto 0.0.0.0 in the message to the MME. If avalid IPv4
address and/or IPv6 prefix received in the Proxy Binding Update message, the PDN GW validates the addresses
and returnsit the UE Address Info | E of the Proxy Binding Acknowledge message. If the corresponding Proxy
Binding Update contains the EPS bearer identity, the PDN GW shall acknowledge if multiple PDN connections
to the given APN are supported. The Charging ID is assigned for the PDN connection for charging correlation
purposes. The optional Additional Parameter information element may contain other information, including for
example Protocol Configuration Options.

NOTE 2: In case the QoS rules have changed, the PCRF updates the QoS rules at the S-GW by initiating the GW
Control Session Modification Procedure, as specified in TS 23.203 [19].

NOTE 3: QoS rules may lead to establishment of new dedicated bearers along with the default bearer.

C.5) The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by
sending a message with the QoS rules and Event Trigger information to the S-GW. The PCRF also indicates
whether the extended TFT filter format is to be supported for the PDN connection.

NOTE 4 The Serving GW learns from the PBA whether the PDN GW supports multiple PDN connections to the
same APN or not.

After steps C.1-C.5 the procedure continues asit isdefined in clause 5.3.2 in TS 23.401 [4] with the exception that the
stepsin block D are not performed.

5.3 Detach for PMIP-based S5/S8

The procedure in this clause provides the PMIPv6-based S5/S8 variantsto all E-UTRAN Detach Procedures, including
UE, MME or HSS initiated detach procedure (TS 23.401 [4] clause 5.3.8).

In case of detach, all the bearers at the Serving GW are terminated. Further, the IP CAN session for the UE in the PDN
GW is also terminated.

If the UE is connected to both E-UTRAN and a non-3GPP access before the UE triggers detach on E-UTRAN, and the
UE wants to preserve all or a subset of the active PDN connections routed over E-UTRAN system, a UE initiated PDN
disconnection procedure shall be performed for each of the PDN connections that are not required to be preserved. The
UE then shall initiate the applicable handover procedure to transfer to the access system through which the UE remains
attached to the Evolved Packet Core each of the PDN connections to be preserved.
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Figure 5.3-1: E-UTRAN Detach Procedure for PMIP-based S5/S8

NOTE: When multiple PDN connections are active a part of this procedure including steps A.1to A.4 are
repeated for each PDN connection of the UE.

The optional interaction steps between the gateways and the PCRF in Figure 5.3-1 only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vVPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

In the non-roaming case, the vPCRF is not involved at all.

A.1l) The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as specified in
TS 23.203[19]. The SSGW provides information to enable the PCRF to unambiguously identify the IP-CAN
session corresponding to the Gateway Control Session and indicates User Location Information and/or UE Time
Zone Information to the PCRF as an Event Report if the corresponding event trigger is set. Thisresultsin the
removal of the Gateway Control sessionin S-GW.

A.2) The Serving GW sends a Proxy Binding Update (MN NAI, APN, lifetime=0) message to the PDN GW to
release the PDN connection of the UE at the PDN-GW. If only one PDN connection per APN is supported then
the MN NAI and the APN identify the PDN connection of the UE. If multiple PDN connections per APN are
supported then the MN NAI, the APN and the EPS bearer identity of the default bearer identify the PDN
connection of the UE. The lifetime field indicates that the message is used to release the PDN connection of the
UE at the PDN-GW.

A.3) ThePDN GW initiates the PCEF-Initiated |P-CAN Session Termination Procedure with the PCRF as
specified in TS 23.203 [19]. The PDN GW provides information to enable the PCRF to uniquely identify the
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IP-CAN session. Thisresultsin the removal of IP-CAN session related information in the PCRF and in the
PDN GW.

A.4) The PDN GW respondsto the Serving GW with the result of the PDN connection release with Proxy Binding
Update Acknowledgement

5.4 Dedicated Bearer Procedures for E-UTRAN Access with
PMIP-based S5/S8

54.1 General

The procedure given in Figure 5.4.1-1 applies to all dedicated resource allocation operations for E-UTRAN which are
triggered by PCRF, with the only exception of MME-initiated Dedicated Bearer Deactivation procedure which is
covered in clause 5.4.5.3 The procedures initiated by the S-GW in the E-UTRAN differ for each case.

The procedure described in Figure 5.4.1-1 shows only the steps, due to PMIP based S5/S8, that are different from the
GTP variant of the procedure givenin TS 23.401 [4].

Roaming
Scenario

UE eNB MME S-GW PDN GW VPCRF hPCRF

p I
A.1. Gateway Control and olicy Rules |
\ Provision Procedure =begin b

Dedicated bearer procedure as per TS 23.401,
Figure 5.4.{1,3}-1 and 5.4.2.1-1 and 5.4.4.1-1,
between (A) and (B)
B.1. Gateway Control and Q licy Rules
Provision Procedure™=¢nd K

Figure 5.4.1-1: Dedicated Resource Allocation Procedure, UE in Active Mode

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

If dynamic policy provision is not deployed, the steps shown in the figure are not taken. Instead, a configured static
policy may be applied.

A.1l) ThePCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by
sending a message with the QoS rules and Event Trigger information to the S-GW.

Steps between A.1 and B.1 are described in TS 23.401 [4], clauses5.4.{1, 2.1, 3, 4.1} .

NOTE 1. For a PMIP-based S5/S8, before procedure steps (step 3 of TS 23.401 [4], clause 5.4.1), the PCRF sends a
PCC decision provision (QoS policy) message to the S-GW and not to the P-GW as done for GTP-based
S5/S8. The S-GW uses this QoS policy to determine that traffic flow(s) shall be aggregated to or removed
from an active bearer. The S-GW generates the TFT and updates the EPS Bearer QoS to match the
aggregated set of traffic flows. It is possible that the S-GW bearer binding function will result in the
modification, creation or removal of bearers at this point. For modification, the S-GW sends an Update
Bearer Request (PTI, EPS Bearer Identity, EPS Bearer QoS, TFT) message to the MME. For creation of a
dedicated bearer, the S-GW sends a Create Bearer message and for removal, the S-GW sends a Delete
Bearer Request.
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B.1) The Serving GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced
or not thus completing the GW Control and QoS Rules Provision procedure started in step A.1. The Serving GW
indicates User Location Information and/or UE Time Zone Information to the PCRF as an Event Report if the
corresponding event trigger is set.

B.2) The PCREF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides
updated PCC rules to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in
TS23.203[19].

NOTE 2: Step B.2 may occur before step A.1 or performed in parallel with steps A.1-B.1 if acknowledgement of
resource allocation is not required to update PCC rulesin PCEF. For details please refer to
TS23.203[19].

I nteractions between PCRF initiated dedicated bearer procedure and handover are described in clauses 5.7.1 and 5.7.2.

542 Dedicated Bearer Activation

When the QoS Policy rules provided by the PCRF to the Serving Gateway in Step A.1 of Figure 5.4.1-1 above result in
the Serving Gateway to decide to activate a dedicated bearer, this procedure is applied.

The procedure depicted in Figure 5.4.1-1 applies for this case. On receiving message A.1, the Serving GW decides that
anew bearer needs to be activated, the Serving GW uses this QoS policy to assign the EPS Bearer QoS, i.e., it assigns
the values to the bearer level QoS parameters (excluding AMBR); see TS 23.401 [4] clause 4.7.3. The Serving GW
follows the procedure shown in TS 23.401 [4], clause 5.4.1 by sending a Create Bearer Request message (EPS Bearer
QoS, TFT, S1 TEID) to the MME.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this case as well. The steps between A.1 and B.1
are described in TS 23.401 [4], clause 5.4.1.
5.4.3 Bearer Modification with Bearer QoS Update

5431 PCC Initiated Bearer Modification with Bearer QoS Update

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.1 of Figure 5.4.1-1 above resultsin
the Serving Gateway to decide to modify the QoS of an already existing bearer, this procedure is applied. QoS
modification may result in abearer modification in the E-UTRAN access.

The procedure depicted in Figure 5.4.1-1 appliesto this case as well. On receiving message A.1, the Serving GW uses
this QoS policy to determine that traffic flow(s) shall be aggregated to or removed from an active bearer. The Serving
GW generatesthe TFT and updates the EPS Bearer QoS to match the aggregated set of traffic flows. The Serving GW
then follows the procedure shown in TS 23.401 [4], clause 5.4.2 by sending the Update Bearer Request (EPS Bearer
QoS, TFT) message to the MME.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this procedure as well. The steps between A.1
and B.1 are described in TS 23.401 [4], clause 5.4.2.1.

5.4.3.2 HSS-Initiated Subscribed QoS Modification
The HSS Initiated Subscribed QoS Modification for a PMIP-based S5/S8 is depicted in Figure 5.4.3.2-1.
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Figure 5.4.3.2-1: HSS-initiated Subscribed QoS Modification

A.1l. The Serving GW initiates the Gateway Control and QoS Policy Rules Request Procedure with the PCRF as
specified in TS 23.203 [19]. The S-GW provides the updated default EPS Bearer QoS for the default bearer to
the PCRF and the PCRF responds with updated QoS rules. The PCRF makes a PCC decision as aresult of the
Gateway Control and QoS policy request and provides the updated QoS Rules to the Serving GW.

A.2. ThePCRF initiates the PCC Rules Provision Procedure with the PDN GW as specified in TS 23.203 [19] to
updates the rulesin the PDN GW.

After Step A.1, the Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.2.1 by sending the Update
Bearer Request message to the MME. The procedure is completed when the Serving GW receives a Update Bearer
Response from the MME in Step 10 of TS 23.401 [4] clause 5.4.2.1.

B.1. The Serving GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced
or not and thus completing the GW Control and QoS Rules Provision procedure started in step A.1.

B.2. The PCRF executes the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to
update the PCC rulesin the PDN GW.

NOTE: Step B.2 may be performed in parallel with steps A.1-B.1 if acknowledgement of resource allocation is
not required at the PCRF to update PCC rules in PCEF. For details please refer to TS 23.203 [19].

54.4 Dedicated Bearer Modification without Bearer QoS Update

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.1 of figure 5.4.1-1 above resultsin
the Serving Gateway to decide to only update the set of TFTs corresponding to an already existing dedicated bearer, this
procedure is applied.

NOTE: If neither the contents of the TFT nor the APN-AMBR are modified, this procedure does not apply.

The procedure depicted in Figure 5.4.1-1 appliesto this case as well. On receiving message A.1, the Serving GW uses
this QoS policy to determine that traffic flow(s) shall be aggregated to or removed from an active dedicated bearer. The
Serving GW generates the TFT and determines that no update of the EPS Bearer QoS is needed. The Serving GW then
follows the procedure shown in TS 23.401 [4], clause 5.4.3 by sending the Update Bearer Request (TFT) message to the
MME.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this procedure as well. The steps between A.1
and B.1 aredescribed in TS 23.401 [4], clause 5.4.3.
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545 Dedicated Bearer Deactivation

5451 PCC-initiated Dedicated Bearer Deactivation

When the QoS Policy rules provided by the PCRF to the Serving Gateway in step A.1 of figure 5.4.1-1 above resultsin
the Serving Gateway to decide to deactivate an existing dedicated bearer, this procedure is applied.

The procedure depicted in Figure 5.4.1-1 appliesto this case as well. On receiving message A.1, the Serving GW uses
this QoS policy to determine that a dedicated bearer needs to be deactivated, the Serving GW follows the procedure
shown in TS 23.401 [4], clause 5.4.4 by sending the Delete Bearer Request message to the MME. If the SSGW
determines that the default bearer needs to be deactivated, the S-GW follows the procedure specified in clause 5.6.2.1.

The message descriptions for A.1, B.1 and B.2 in clause 5.4.1 apply to this procedure as well. The steps between A.1
and B.1 aredescribed in TS 23.401 [4], clause 5.4.4.1.

5.45.2 Void

5453 MME-initiated Dedicated Bearer Deactivation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the procedure
defined in TS 23.401 [4], clause 5.4.4.2 for -MME initiated dedicated bearer deactivation.

Roaming
Scenarios

UE eNB MME S-GW PDN GW VPCRF hPCRF

Dedicated bearer deactivation
procedure as per TS 23.401,
Figure 5.4.4.2-1, before Steps (A)

L P R I\

(,’ A.1 GW Control and QoS Request .
. Procedure

23.401, Figure 5.4.4.2-1, between Steps (A) and (B)

Figure 5.4.5.3-1: MME-initiated Dedicated Bearer Deactivation

[ Dedicated bearer deactivation procedure as per TS J

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vVPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in Figure 5.4.5.3-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Before Step A.1, the procedure shown in TS 23.401 [4], clause 5.4.4.2 is followed and the Serving GW receives a
Delete Bearer Command message from the MME.

A.1) The Serving GW decides to deactivate the bearers and initiates the Gateway Control and QoS Policy Rules
Request Procedure with the PCRF as specified in TS 23.203 [19]. The Serving GW informs the PCRF about the
deleted QoS Rules and indicates User Location Information and/or UE Time Zone Information to the PCRF as
an Event Report if the corresponding event trigger is set.
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A.2) ThePCRF initiates the PCC Rules Provision Procedure with the PDN GW as specified in TS 23.203 [19] to
updates the rulesin the PDN GW. The PCC rules provide the PDN GW with information required to enforce the
remaining dedicated resource alocation policy, after removing PCC rules corresponding to the QoS rules
deactivated by step A.1.

After step A.1, the Serving GW follows the procedure shown in TS 23.401 [4], clause 5.4.4.2 by sending the Delete
Bearer Request message to the MME. The Serving GW does not need to wait for step A.1 to complete to proceed with
the deactivation of bearers with the MME. The procedure is completed when the Serving GW receives a Delete Bearer
Response from the MME in Step 8 of TS 23.401 [4], clause 5.4.4.2.

5.5 UE-initiated Resource Request and Release

This clause is related to the case when UE-initiated resource request and release is supported, and it is utilized for the
PMIP-based S5/S8 traffic flow aggregates.

In the non-roaming case, VPCRF will not be involved.

Roaming
Scenarios

UE Serving GW PDN GW VPCRF hPCRF

UE requested bearer resource
modification procedure as per TS 23.401,
Figure 5.4.5 -1 before Step A

P Sy GI— | [ N

Dedicated bearer activation/modification
procedure as per TS 23.401,
Figure5.4.{1,2.1,2.2,3 }-1between Step A
and B; or Dedicated bearer deactivation
procedure as p er figure 5.4.4.1 -1 from
Steps 3ato Step 8a.

.
+* B.2 PCC Rules

Figure 5.5-1: UE-initiated resource request/release with PMIP-based S5/S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vVPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the proceduresin Figure 5.5-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1l. The Serving GW initiates the Gateway Control and QoS Policy Rules Request Procedure as specified in
TS 23.203[19]. The Serving GW provides the content of the Traffic Aggregate Description (TAD) and the
reguested QoS change to the PCRF as an Event Report. The PCRF makes a PCC decision as a result of the
Gateway Control and QoS policy request and provides the updated QoS Rules to the Serving GW. The PCRF
declaration of support for the extended TFT filter format is a precondition for the Serving GW accepting and
forwarding TAD filters that use the extended TFT filter format to the PCRF.
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Steps between A.1 and B.1 are described in TS 23.401 [4], clauses 5.4.1, 5.4.2 and 5.4.3 for resource
alocation/modification or clause 5.4.4.1 for resource deactivation. Based on the QoS policy rules, the Serving GW
decides whether to initiate a dedicated resource allocation activation or dedicated resource allocation modification (with
or without QoS update). The Serving GW uses this QoS policy to assign the EPS Bearer QoS i.e. it assigns the valuesto
the bearer level QoS parameters (excluding AMBR); see clause 4.7.3 of TS 23.401 [4] and sends the appropriate
message to the MME.

B.1. The Serving GW indicates to the PCRF whether the requested QoS Policy Rules Provision could be enforced
or not and indicates User Location Information and/or UE Time Zone Information to the PCRF as an Event
Report if the corresponding event trigger is set. This completes the GW Control and QoS Rules Provision
procedure started in step A. 1.

B.2. The PCRF initiates the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to
update the PCC rulesin the PDN GW.

NOTE: Step B.2 may be performed in parallel with Steps A.1-B1 if acknowledgement of resource alocation is
not required at the PCRF to update PCC rulesin PCEF. For details please refer to TS 23.203 [19].

5.6 Multiple PDN Support with PMIP-based S5/S8

5.6.1 UE requested PDN connectivity

The UE requested PDN connectivity procedure for E-UTRAN isdepicted in figure 5.6.1-1. The procedure alows the
UE to request for connectivity to an additional PDN over E-UTRAN, including allocation of a default bearer, when the
UE aready has active PDN connections over E-UTRAN. This procedure is aso used to request for connectivity to an
additional PDN over E-UTRAN when the UE is simultaneously connected to E-UTRAN and a non-3GPP access, and
the UE aready has active PDN connections over both the accesses. In this procedure, the UE is assumed to be in active
mode. Proxy Mobile IPisused on S5 or S8 interface. It is assumed that the MAG is collocated with the Serving GW for
the PMIPv6 procedure between the Serving GW and the PDN GW.

When only GTP-based S5 or S8 connections are established for roamers from a PMIP network into a GTP network the
procedure as described in clause 5.10.2 of TS 23.401 [4] applies.

When PMIP-based S5/S8 is used the EPS bearer identities of the default bearers are used to differentiate the PDN
connections for agiven APN, i.e. the MN-ID, the APN and the EPS bearer identity of the default EPS bearer identify
the PDN connection. The Serving Gateway shall include the EPS bearer identity of the default EPS bearer if multiple
PDN connections per APN are supported in the Proxy Binding Update messages. If the EPS bearer identity isincluded
in a Proxy Binding Update, the PDN GW shall explicitly indicate the support of multiple PDN connections to a given
APN. The MME is configured if the Serving GWs in its PLMN support multiple PDN connections to the same APN
over PMIP based S5/S8. If the Serving GW does not support multiple PDN connections to the same APN and the UE
requests a PDN connection for an APN for which the UE aready has an active PDN connection, the MME shall reject
the PDN connectivity request. If the PDN GW does not support multiple PDN connections for agiven APN, and the
Serving GW supports multiple PDN connections to the same APN and the UE requests a PDN connection for an APN
for which the UE aready has an active PDN connection, the Serving GW shall reject the PDN connectivity request.

The procedure is also used for the re-establishment of existing PDN connectivity after the UE performed the handover
from non-3GPP accesses for the first PDN connection by the Attach procedure. The UE triggers the re-establishment of
existing PDN connectivity after the handover by providing a Request Type indicating "Handover" as specified in
TS23.401 [4].
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Figure 5.6.1-1: UE requested PDN connectivity with PMIP-based S5 or S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the proceduresin figure 5.6.1-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

For UE request additional PDN connectivity to PDNs when connected to 3GPP access network with PMIP-based S5 or
S8, the IP addressis not available after step AL, stepsin (Alt A) are performed after step A.1, excluding stepsin

(Alt B). The step in (C) is performed only when the UE establishes additional PDN connectivity with a PDN it is not
already connected to, excluding step (D).
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For re-establishment of existing PDN connectivity after the UE performed the handover from non-3GPP accesses, the
steps shown in (Alt A) and (Alt B) are mutually exclusive in this procedure, i.e. either steps A.2-A.4 are executed or
steps B.1-B.3. In order to execute the alternative (Alt B), the | P address of the UE needs to be available after step A.1.
The IP Address(es) of the UE isreceived in step A.1, if dynamic policy provisioning is deployed. If multiple PDN
connections to same APN are supported by the Serving GW, (Alt A) shall be used in this procedure.

In case the | P address(es) of the UE is available after step A.1, (Alt B) provides lower jitter for dual radio handovers. In
case the I P address(es) of the UE is not available after step A.1, (Alt A) shall be used.

For re-establishment of existing PDN connectivity after the UE performed the handover from non-3GPP accesses, the
following also applies:

- Instep A.2/B.1 the Serving GW sets the Handover Indicator to indicate handoff between two different interfaces
of the UE.

- Thestepin (D) and step B.2 are performed only when the UE re-establishes PDN connectivity after a handover.
The stepsin (D) correspond to the PCEF-Initiated IP-CAN Session Modification procedure specified in
TS23.203[19].

- Instep A.4/B.3, the UE Address Info shall contain the I P address the UE obtained during PDN connectivity
establishment for this PDN over the non-3GPP access. The PDN GW also includes the Charging ID for the PDN
connection in the Proxy binding acknowledgement. For the case of additional PDN connectivity with a PDN, the
PDN-GW generates a Charging Id for the PDN connection. For the case of re-establishment of existing PDN
connectivity after the UE performed a handover from non-3GPP access, the PDN GW reuses the Charging Id
previously assigned to the PDN connection if the source accessis a PMIP-based access or to the Default Bearer
if the source access is GTP-based.

The steps A.1-A.4 correspond to steps C.1-C.4 in Figure 5.2-1.
The steps B.1-B.3 correspond to steps A.2, A.3b, A.4 in Figure 5.6.1-1.

56.2 PDN Disconnection

56.21 UE, MME or S-GW initiated PDN Disconnection

When GTP-based S5 or S8 is used the procedure described in clause 5.10.3 of TS 23.401 [4] appliesfor the UE or

MME initiated PDN disconnection. The PMIP variant of this procedure is specified below. In addition, if the default
bearer belonging to a PDN connection is to be deactivated by the S-GW, e.g. due to un-successful modification of QoS
of default bearer that was triggered by PCRF interaction, the S-GW deactivates all bearers belonging to the PDN
connection using the following procedure.
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Roaming
Scenario

MME Serving PDN GW vPCRF hPCRF HSS/

eNodeB
ow AA

Procedure as per TS 23.401 Figure 5.10.3-1 before Step (A) for UE/MME initiated PDN disconnection

A.2. Proxy| Binding Update

7 '
_____________________ \

/A3 PCEF-Inighated IP-CAN®,
'\ Session Termiination
u

\ Proce Jure '

A.4. Proxy Binding Ack

Procedure as TS 23.401 Figure 5.10.3-1 after Step (A) for UE/MME initiated PDN disconnection, or
Figure 5.4.4.1-1 after Step (A) for S-GW initiated PDN disconnection

Figure 5.6.2-1: UE, MME or S-GW initiated PDN disconnection Procedure for PMIP-based S5/S8

Steps A.1to A.4 are described in clause 5.3. For the case of S-GW initiated PDN disconnection, which corresponds to
PDN GW initiated bearer deactivation procedure of clause 5.4.4.1 of TS 23.401 [4], the procedure starts from step A.1
and there are no steps corresponding to box (B) of figure 5.4.4.1-1 of TS 23.401 [4].

5.6.2.2 PDN-GW-initiated PDN Disconnection

The default bearer and all the dedicated resource allocations associated with the PDN address are released in this
procedure.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 88 ETSI TS 123 402 V12.8.0 (2015-04)

eNodeB MME Serving PDN VPCRF hPCRF
UE GW GW
A. 1. Binding
Repocation Requpst
[ Procedure as per Figure 5.4.4.1-1 between Step (A) and Step (B) in TS 23.401 ]
hoee . 1. N
/' B.1 BBERF-Initiated @W Tpntrol
K . . . )
v Session Termination\Rrocgdure -
B.2. Binding
Revocation Agk
—

Figure 5.6.2.2-1: PDN GW initiated PDN Disconnection Procedure for PMIP-based S5/S8

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the procedures in figure 5.6.2.2-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1l. ThePDN GW sends aBinding Revocation Indication (PDN address) message to the Serving GW.

Steps between A and B are described in clause 5.4.4.1 of TS 23.401 [4], using the indication that all bearers
belonging to the given PDN address shall be released.

B.1. The Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as specified in
TS 23.203[19]. The S-GW provides the information to enable the PCRF to uniquely identify the IP-CAN
session and indicates User Location Information and/or UE Time Zone Information to the PCRF as an Event
Report if the corresponding event trigger is set. Thisresultsin the removal of the Gateway Control sessionin
S-GW.

B.2. The Serving GW returns a Binding Revocation Acknowledgement message to the PDN GW.

NOTE: Step B.2 may occur before steps B.1 since the Serving GW need not wait for terminating the GW Control
Session with the PCRF before acknowledging the Binding Revocation.

5.7 Handover and Tracking area Update Procedures for PMIP-
based S5/S8 Interface

5.7.0 Intra-LTE TAU and Inter-eNodeB Handover without Serving GW
Relocation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with
MME without Serving GW change procedure defined in TS 23.401 [4], clause 5.3.3.2 aswell as Inter-eNodeB
Handover without Servig GW change procedures as described in TS 23.401 [4], clauses 5.5.1.1.2 and 5.5.1.2.2.

The procedure is shown in Figure 5.7.2-1. The parameters to be provided to the PGW, as described in TS 23.401 [4],
are sent by the Serving GW viathe PCRF to the PGW.
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5.7.1 Intra-LTE TAU and Inter-eNodeB Handover with Serving GW
Relocation

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the TAU with
MME and Serving GW change procedure defined in TS 23.401 [4], clause 5.3.3.1 as well as Inter-eNodeB Handover
with CN Node Relocation described in TS 23.401 [4], clause 5.5.1.2.

In case of a Serving GW relocation, the target Serving GW must establish a Gateway Control Session with the PCRF to
perform policy controlled functions such as Bearer-Binding. The source Serving GW relinquishes its Gateway Control
Session with the PCRF in step B.

Roaming
cenario

I | I | I | I lPoN Gw | | Hss | {vPcre| | nPcRF|

t I t I I I I I
TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, before step A

\,’, A.1 Gateway Control Session Eshment \\[
AN Procedure

t A.2 PCC Rules Provision \
. Procedure

A.3 Proxy Bi 1ding Update
A.4 Proxy Bﬁnding Ackl

A.5 End Marker Indi¢ation
g

TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, between steps A and B
P D | | | IS

\,f’ B.1 Gateway Control Session Teron N
AN Procedure .

TS 23.401, Figure 5.3.3.1-1, 5.5.1.1.3-1 and 5.5.1.2-1, after step B

Figure 5.7.1-1: Intra-LTE and Inter-eNodeB Handover with Serving GW Relocation

This procedure concerns both the non-roaming (S5) asin Figure 4.2.1-1 and roaming case (S8) asin Figure 4.2.1-2. In
the roaming case, the VPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the
HPLMN. In the case of Local Breakout asin Figure 4.2.3-4, the vPCRF al so forwards messages sent between the PDN
GW and the hPCRF. In the non-roaming case, the VPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the proceduresin Figure 5.7.1-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1) TheTarget Serving GW initiates the Gateway Control Session Establishment Procedure with the PCRF as
specified in TS 23.203 [19]. As part of the procedure the Serving GW informs the PCRF of the RAT type, UE
Location Information | E and the user CSG information, if available. The PCRF sends information to the Serving
GW enabling bearer binding and other behaviour. The Target Serving GW checks whether the QoS rules
provided by the PCRF aligns with the TFT and Bearer Level QoS of the EPS bearer contexts. If thereisa
mismatch, the Target Serving GW initiates appropriate EPS bearer procedures.

NOTE 1: The Target Serving GW preserves the Bearer Binding that have already been established by the Source
Serving GW. To enable thisthe EPS Bearer ID, TFT istransferred before Step A as follows: across S10
in Forward Relocation Request and across S11 in Create Session Request. The Event Triggersindicate to
the Serving GW under what conditions to report events to the PCRF.

NOTE 2: The PCRF providesto the Target Serving GW the QoS rules which were active at the Source Serving
GW before the handover. Any change of the QoS rulesis performed via an additional QoS Rule Provision
Procedure after the handover.
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A.2) The PCRF may update the PCC rules at the PDN GW by initiating the PCC Rules Provision Procedure as
specified in TS 23.203 [19]. The PCRF aso notifies the PDN GW of the UE Location Information |E and user
CSG information (if this has been received from the Serving GW preceding step A.1).

A.3) Thenew Serving GW performs a PMIPv6 Proxy Binding Update (MN NAI, Lifetime, Access Technology
Type option, APN, GRE key for downlink traffic, Additional Parameters) message in order to re-establish the
user plane as aresult of the Serving GW relocation. The MN NAI identifies the UE for whom the message is
being sent. Within Access Technology Type option an indication for RAT (E-UTRAN) typeis set; an indication
for handover between MAGs for the same interface is also set. If multiple PDN connections for the given APN
are supported by the Serving GW then the APN and the EPS bearer identity of the default bearer disambiguates
which PDN connection this message refers to, otherwise the APN itself identifies the PDN connection of the UE.
The additional parameters may include protocol configuration options and other information.

A.4) ThePDN GW acknowledges the Binding Update by sending a Proxy Binding Ack (MN NAI, Lifetime, UE
Address Info, GRE key for uplink traffic, Charging ID, Additional Parameters) message to the Serving GW. If
the EPS bearer identity isincluded in the Proxy Binding Update, the PDN GW shall acknowledge if multiple
PDN connections to the given APN are supported. A PMIP tunnel is established at this point between the PDN
GW and the Serving GW. The UE Address Info includes one or more | P addresses. The Additional Parameters
may contain protocol configuration options and other information. The Charging Id provided is the Charging Id
previously assigned to the PDN connection.

A.5) If the Serving GW isrelocated, the PDN GW shall send End Marker Indication message to the source SGW
immediately after switching the path. If the source Serving GW has downlink user plane established, the source
Serving GW shall send one or more "end marker" packets to the source eNodeB immediately after receiving this
indication in order to assist the reordering function in the target eNodeB. Otherwise the souce Serving GW shall
ignore the message and shall not send Downlink Data Notification.

Editor's note: The protocol detail of "End Marker Indication” is FFS and isto be studied in CT WG4.

NOTE 3: The Serving GW learns from the PBA whether the PDN GW supports multiple PDN connections to the
same APN or not.

Steps between A.4 and B.1 are described in TS 23.401 [4], clauses 5.3.3.1 and 5.5.1.

B.1) Theold Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF as
specified in TS 23.203 [19]. The Serving GW ceases to perform Bearer Binding and associated policy controlled
functions.

Procedures on the MME for X2 and S1 handover are described in clause 5.5 of TS 23.401 [4]. If the MME receives a
rejection to an Sl interface procedure (e.g. EPS bearer(s) request) from the eNodeB with an indication that an X2/S1
handover isin progress and if during the handover procedure the MME detects that the Serving GW or/and the MME
needs be relocated, the MME rejects any EPS bearer(s) request received since handover procedure started and includes
an indication that the request has been temporarily rejected due to handover procedure in progress.

For PMIP based S5/S8, if dynamic PCC is deployed and with Serving GW relocation, when the Source Serving GW
receives an indication from the MME that the PCRF initiated dedicated bearer procedure was temporarily rejected due
to handover, the Source Serving GW starts alocally configured guard timer. The Source Serving GW shall re-attempt,
up to a pre-configured number of times, at expiry of the guard timer or abort the procedure if it determines that Serving
GW isrelocated based on receiving the Delete Session request message from the MME.

5.7.2 TAU/RAU or Handover between GERAN A/Gb Mode or UTRAN Ilu
Mode and E-UTRAN

In case of inter-RAT TAU/RAU or handovers, the Serving GW may or may not be relocated. The PMIP based S5/S8
variants procedure steps for inter-RAT TAU/RAU or handover without Serving GW relocation are shown in
Figure 5.7.2-1 and those corresponding to a change of Serving GW are shown in Figure 5.7.2-2.

The proceduresin this clause correspond to the following Figuresin TS 23.401 [4]:
- Figure5.3.3.2-1 [UTRAN lu mode to E-UTRAN] Tracking Area Update.
- Figure5.3.3.3-1E-UTRAN to UTRAN/GERAN RA Update.
- Figure5.3.3.6-1 E-UTRAN to GERAN A/Gb mode Routeing Area Update.
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- Figure5.5.2.1.3-1: E-UTRAN to UTRAN lu mode Inter RAT HO, execution phase.
- Figure5.5.2.2.3-1: UTRAN lu modeto E-UTRAN Inter RAT HO, execution phase.
- Figure5.5.2.3.3-1: E-UTRAN to GERAN A/Gb mode Inter RAT HO, execution phase.
- Figure5.5.2.4.3-1: GERAN A/Gb mode to E-UTRAN Inter RAT HO, execution phase.

In TS 23.401 [4], the clauses corresponding to Figure 5.7.2-1 and Figure 5.7.2-2 cover both the case of Serving GW
relocation and no Serving GW relocation. In case of no Serving GW relocation, Steps (A) in the above figures are
between the un-changed Serving GW and the PCRF and the Steps (B) in those figures do not apply, as shown in
Figure 5.7.2-1. In case of Serving GW relocation, Steps (A) in the above figure are between the target Serving GW and
the PCRF and the Steps (B) is between the source Serving GW and the PCRF, as shown in Figure 5.7.2-2.

In case of no Serving GW relocation, the S-GW signals the change of RAT to the PCRF. In addition, if the Serving GW
has received the User Location Information |E or the user CSG information from the MME, thisinformation is also sent
to the PCRF. If PCC rules provided to the PDN-GW have changed, the PCRF updates these rules at the PDN-GW. The
PCRF sendsthe RAT Type change or User Location Information and user CSG information, if received from the
Serving- GW, to the PDN GW.

The user plane already exists between the Serving GW and the PDN GW and remains unchanged. In case of RAU or
handover to 2G/3G, user plane routing is assumed to proceed over the $4 interface towards the S2/S3 SGSN. When an
inter-RAT TAU occurs, the enhanced packet core may signal this event to the PDN GW, for example to inform the
PDN GW of aRAT type change. In the case of a PMIP-based S5 and S8, a Modify Bearer Request is not sent from the
Serving GW to the PDN GW. Instead, the PCRF in the HPLMN reports the change of event. The PCRF signals any
change in the policy resulting from the event to the PDN GW, provisioning updated policy and charging rules.

In case dynamic PCC is not deployed, a change of RAT type will not be signalled to the PDN GW using PMIP based
S5/S8 interfaces, if no change of Serving GW has occurred.

Roaming
Scenarios
Serving PDN HSS VPCRF hPCRF
GW GW

I I I I I
TS 23.401, Figures 5.3.3.{2,3}-1 and 5.5.2.{1,2,3,4}.3-1, before step A.

TS 23.401, Figures 5.3.3{2,3}-1 and 5.5.2.{1,2,3,4}.3-1, before step A.

Figure 5.7.2-1: Inter-RAT TAU/RAU or Handover without Serving GW relocation

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the proceduresin Figure 5.7.2-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1) The Serving GW informs the PCRF about the change of RAT type and UE Location Information 1E and user
CSG information (if this has been received from the MME preceding step A) by initiating the Gateway Control
and QoS Policy Rules Request Procedure as specified in TS 23.203 [19].
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A.2) The PCRF updatesthe PCC rules at the PDN GW by initiating the PCC Rules Provision Procedure as
specified in TS 23.203 [19] if the PCC rules have changed based on the RAT type reported by the Serving GW
in step A.1. Further, the hPCRF notifies the PDN GW of the changein RAT and the UE Location Information I1E
and user CSG information (if this has been received from the Serving GW preceding step A.1).

Step A.2 may be initiated before A.1 completes.

If dynamic PCC is deployed and during the handover with MME rel ocation without serving GW relocation, when the
Serving GW receives an indication from the MME that the PCRF initiated dedicated bearer procedure was temporarily
rejected due to handover, the Serving GW starts alocally configured guard timer. The Serving GW shall re-attempt, up
to apre-configured number of times, when it either detects that the handover is completed or failed using message
reception or at expiry of the guard timer.

The following procedure describes inter-RAT TAU/RAU or Handover in the case of Serving Gateway relocation for
PMIP-based S5/S8.

Roaming
Scenarios
Serving Target
GW Serving GW PDN GW VvPCRF hPCRF

1 1 | | |
TS 23.401, Figures 5.3.3.6-1 and 5.5.2.{1,2,3,4}-2 before Step (A)
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TS 23.401, Figures 5.3.3.6-1 and 5.5.2.{1,2,3,4}-2 between Step (A) and (B)
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TS 23.401. Fiaures 5.3.3.6-1 and 5.5.2.{1.2.3.4}-2 after Step (B)

Figure 5.7.2-2: Inter-RAT TAU/RAU or Handover with Serving GW Relocation

This procedure concerns both the non-roaming (S5) asin Figure 4.2.1-1 and roaming case (S8) asin Figure 4.2.1-2. In
the roaming case, the vVPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the
HPLMN. In the case of Local Breakout asin Figure 4.2.3-4, the vPCRF forwards messages sent between the PDN GW
and the hPCRF as well. In the non-roaming case, the vVPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional stepsin the procedure are not applied.

A.1l) TheTarget Serving Gateway initiates a Gateway Control Session Establishment Procedure with the PCRF, as
specified in TS 23.203 [19] and informs the PCRF of the new RAT type, UE Location Information |E and user
CSG information (if this has been received from the MME preceding step A). The Target Serving GW checks
whether the QoS rules provided by the PCRF aligns with the TFT and Bearer Level QoS of the EPS bearer
contexts. If thereis a mismatch, the Target Serving GW initiates appropriate EPS bearer procedures.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 93 ETSI TS 123 402 V12.8.0 (2015-04)

NOTE 1. The PCRF providesto the Target Serving GW the QoS rules which were active at the Source Serving
GW before the handover. Any change of the QoS rulesis performed via an additional QoS Rule Provision
Procedure after the handover.

A.2) The PCRF sends an updated policy to the PDN GW by initiating the Policy and Charging Rules Provision
Procedure as specified in TS 23.203 [19]. This contains any effected PCC rules and Event Triggers resulting
from the preceding step that may require enforcement or event reporting to be performed by the PDN GW. The
UE Location Information |E and user CSG information are also sent to the PDN GW from the PCRF (if this has
been received from the Serving GW preceding step A.1).

A.3) TheTarget Serving GW sends a Proxy Binding Update (MN NAI, Lifetime, Access Technology Type, APN,
GRE key for downlink traffic, Additional Parameters) message in order to re-establish the user plane as a result
of the Serving GW relocation. The MN NAI identifies the UE for whom the message is being sent. Access
Technology Typeis set to indicate 3GPP access to EPS; an indication for handover between MAGs for the same
interfaceis aso set. If multiple PDN connections for the given APN are supported by the Serving GW then the
APN and the EPS bearer identity of the default bearer disambiguates which PDN connection this message refers
to, otherwise the APN itself identifies the PDN connection of the UE. The additional parameters may include
protocol configuration options and other information.

A.4) The PDN GW acknowledges the Binding Update by sending a Proxy Binding Ack (MN NAI, Lifetime, UE
Address Info, GRE key for uplink traffic, Charging ID, Additional Parameters) message to the Target Serving
GW. If the EPS bearer identity isincluded in the Proxy Binding Update the PDN GW shall acknowledge if
multiple PDN connections to the given APN are supported. A PMIP tunnel is established at this point between
the PDN GW and the Target Serving GW. The UE Address Info includes one or more | P addresses. The
Additional Parameters may contain protocol configuration options and other information. The Charging Id
provided is the Charging Id previously assigned to the PDN connection.

NOTE 2: The Serving GW learns from the PBA whether the PDN GW supports multiple PDN connections to the
same APN or not.

A.5) If the Serving GW isrelocated, the PDN GW shall send End Marker Indication message to the source SGW
immediately after switching the path. If the source Serving GW has downlink user plane established, the source
Serving GW shall send one or more "end marker" packets to the source eNodeB or source S4 SGSN
immediately after receiving this indication. Otherwise, the source Serving GW shall ignore the message and shall
not send Downlink Data Notification.

Editor's note: The protocol detail of "End Marker Indication" is FFS and isto be studied in CT WG4.

Steps between A.4 and B.1 are described in the clauses of TS 23.401 [4], containing the figures referenced in
Figure 5.7.2-1 above.

B.1) Theold Serving GW initiates the Gateway Control Session Termination Procedure with the PCRF, as
specified in TS 23.203 [19]. The S-GW provides information to enable the PCRF to uniquely identify the
IP-CAN session. Thisresults in the removal of the Gateway Control sessionin S-GW.

5.8 ME Identity Check Procedures for PMIP-based S5/S8

ME identity check by the MME in case of PMIP-based S5/S8 is performed as defined for GTP-based S5/S8, see
clause 5.3.2.1 (E-UTRAN Initial Attach procedure) of TS 23.401 [4].

No ME identity check support is specified on the S5/S8 reference point.

5.9 UE-triggered Service Request for PMIP-based S5/S8

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the UE-triggered
Service Request procedure defined in TS 23.401 [4], clause 5.3.4.1, for the case where the RAT Type reported in the
Service Reguest has changed compared to the last reported RAT Type.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 94 ETSI TS 123 402 V12.8.0 (2015-04)

Roaming
Scenarios
Servin
UE GW ’ PDN GW VPCRF hPCRF

UE triggered Service Request
procedure as per TS 23.401, Figure
5.3.4.1-1 before step (A)

.7 A.1 Gateway Control and QoS RUles Request \>
TN e R rp_cgedutte_ _________ J ______
-’ Ké_ﬁéé_RJIéé_Ccﬁi_si_o_n Procedure

\
\

UE triggered Service Request
procedure as per TS 23.401, Figure
5.3.4.1-1 after step (A)

1 il 1 L 1

Figure 5.9-1: UE-triggered Service Request for PMIP-based S5/S8

This procedure concerns both the non-roaming (S5) and roaming case (S8). In the roaming case, the vVPCRF in the
VPLMN forwards messages between the Serving GW and the hPCRF in the HPLMN. In the case of Local Breakout,
the vPCRF forwards messages sent between the PDN GW and the hPCRF as well. In the non-roaming case, the vPCRF
isnot involved at all.

The optional interaction steps between the gateways and the PCRF in the proceduresin Figure 5.9-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

A.1) The Serving GW informs the PCRF about the change of RAT type, UE Location Information |E and user
CSG information (if this has been received from the MME preceding step A) by initiating the Gateway Control
and QoS Policy Rules Request Procedure as specified in TS 23.203 [19].

A.2) The PCRF updatesthe PCC rules at the PDN GW by initiating the PCC Rules Provision Procedure as
specified in TS 23.203 [19] if the PCC rules have changed based on the RAT type reported by the Serving GW
instep A.1. The UE Location Information |E and user CSG information are also sent to the PDN GW from the
PCREF (if this has been received from the Serving GW preceding step A.1).

Further, the hPCRF notifies the PDN GW of the changein RAT.

Step A.2 may beinitiated before step A.1 completes: Once the hPCRF receives the event report from the Serving
GW as part of step A.1, the hPCRF may complete step A.1 and initiate step A.2 in any order.

5.10 PMIP-based S5/S8 procedures for GERAN/UTRAN over S4

5.10.1 General

This clause presents the PMIP-based S5/S8 procedures equivalent to the GTP-based procedures presented in
TS 23.060 [21] for interworking. The differences required for interpretation of the PMIP-based S5/S8 proceduresin
other clauses of this specification are clarified below.

If PCC is not deployed, only default bearers may be provided for UE connection to a PDN. Thisis described fully in the
PMIP-based S5/S8 procedures referred to in clause 5.10. Secondary PDP context requests are not supported in this case.

Bearer-specific parameters sent along S4 are not forwarded to the PDN GW or PCRF in many cases. Bearers terminate
in the Serving GW when PMIP-based S5/S8 has been deployed. Though EPS bearer identifier information is not
relevant to the PCRF or PCEF in these cases, some bearer-oriented parameters must be forwarded to the PCRF for
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authorization and so that the PCRF will generate the correct corresponding PCC rules to send to the PDN GW for
enforcement.

5.10.2 GPRS procedures that update the PDN GW

Severa procedures employing GTP-based S5/S8 includes a"Modify Bearer" exchange, initiated by the Serving GW,
responded to by the PDN GW. The equivalent interaction for a PMIP-based S5/S8 is shown in figure 5.7.2-1.

The following proceduresin TS 23.060 [21] will make use of the procedure shown in this specification, clause 5.7.2 to
signal RAT change as determined by the SGSN. Aside from the new RAT type, no additiona parameter must be sent as
an event report by the Serving GW to the PDN GW by means of the PCRF (as described in TS 23.203 [19]).

The procedure in clause 5.7.2 refers directly to proceduresin TS 23.401 [4], while the procedures described herein
support of $4 refer to clausesin TS 23.060 [21]. The following clarifications to the procedure in clause 5.7.2 must be
considered to interpret clause 5.7.2:

- 6.9221a: Serving RNSRelocation Procedure, Combined Hard Handover and SRNS Relocation
Procedure, and Combined Cell/URA Update and SRNS Relocation Procedure using $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (B1) in

TS 23.060[21], clause 6.9.2.2.13, figure 39b. The APN AMBR, RAT Type and other parameters defined in
clause 6.9.2.2.1a step B and C are transmitted according to clause 5.7.2, as additional | Es transmitted
between the S-GW, PCRF and P-GW. |Es are returned to the S-GW (insofar as step A.2 implies a Gateway
Control and QoS Rules Provision procedure as described in TS 23.203 [19]).

This procedure applies also to 6.9.2.2.3 Combined Cell / URA Updates and SRNS Relocation Procedure.
- 6.9.225A Enhanced Serving RNS Relocation Procedure Using $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (step B and C)
in figure 44b1 and steps B and C in figure 44b2 in TS 23.060 [21], clause 6.9.2.2.5A.

- 6.121A: UE Initiated Service Request Procedure Using $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (B1) in
TS 23.060 [21], clause 6.12.1A, figure 50A.

- 6.13.1.1.2: lumodeto A/Gb modeIntra-SGSN Change using 4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (A1) in
TS23.060[21], clause 6.13.1.1.2, figure 52-2.

- 6.13.1.22: A/Gb modetolu modelntra-SGSN Change using $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (A1) in
TS23.060[21], clause 6.13.1.2.2, figure 53-2.

- 6.132.1.2: IlumodetoA/Gb mode Inter-SGSN Change using $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (B1) in
TS 23.060 [21], clause 6.13.2.1.2, figure 54-3.

- 6.132.22: A/Gb modeto lu mode Inter-SGSN Change using $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (B1) in
TS 23.060 [21], clause 6.13.2.2.2, figure 55-3.

- 814A Paging response for GPRS Downlink Transfer with no established User planeon $4

Steps A.1 and A.2 of the procedure in clause 5.7.2 occur instead of the steps shown in the box (C) in
TS 23.060 [21], clause 8.1.4, figure 56b.
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5.10.3 UE allocated resources

The UE (or the SGSN on behalf of the UE) requests resources in several proceduresin TS 23.060 [21]. The procedure
described in clause 5.5 of this specification provides the PMIP-based S5/S8 describes UE-initiated resource request,
modification and release. This procedure, with the additional clarification given below, will support the following
procedures shown in TS 23.060 [21].

In each case, the SGSN provides a Bearer identifier (the LBI) over $4. The bearer binding performed by the Serving
GW isin this case constrained to either reject or modify (increase or decrease the resource assigned to) the indicated
bearer. The Serving GW shall not provide a different bearer as aresult of the PDP Context Activation or Modification
procedures.

- 9.221A: A PDP Context Activation using $4

Steps A.1 to A.4 of the procedurein clause 5.6.1 occur instead of the steps shown in the box (A1) in
TS 23.060 [21], clause 9.2.2.1A, figure 64a. Step A.1 and A.3ainclude the RAT Type, Default Bearer QoS
and APN-AMBR |Es, and other IEs defined in TS 23.060 [21] clause 9.2.2.1A, step B.

Step A.3bin clause 5.6.1 of this specification (insofar as it implies a Gateway Control and QoS Rules
Provision procedure as described in TS 23.203 [19]) returns the |Es to the S-GW, including EPS Bearer QoS
and other |Es defined in TS 23.060 [21] clause 9.2.2.1A, step C.

NOTE: Asdescribedin TS 23.060 [21], an $4-based SGSN appliesthe BCM "M S/INW' whenever the $4 is
selected for acertain MS. The Serving GW is not aware of the BCM.

If the UE requests a PDP context (effectively an additional PDN connection) for an APN for which the UE
aready has an active PDN connection, the SGSN shall reject the PDN connectivity request unlessit is
configured that the Serving GW supports multiple PDN connections to the same APN.

- 9.2.21.1A, Figure 66a: Secondary PDP Context Activation Procedure, PDP Creation Part using $4

Step A.1 of the procedure in clause 5.5 corresponds to the steps described in the box (A1) and (A2) in
TS23.060[21], clause 9.2.2.1.1A, figure 66a.

Instep A.1, additional |1Es are required by the PCRF and PDN GW in order properly assign QoS rules and
prepare the dedicated bearer. The TFT and EPS Bearer QoS (excluding ARP) I1Es are received from the
SGSN by the S-GW over $4. These parameters are then forward to the PCRF as described in clause 5.5.

- 9.23.3A: MS-nitiated EPS Bearer Modification Procedur e using $4, Request Part

The procedure step in TS 23.060 [21], clause 9.2.3.3A, figure 72c, step B corresponds with step A.1 of
figure 5.5-1 (of this specification).

The Serving GW provides the same information to the PCRF as the PDN GW provides according to step B in
TS 23.060[21], clause 9.2.3.3A; this clause defines the IEsincluded in step A.1 of clause 5.5.

- 9.2.3.3B: MS-Initiated EPS Bearer M odification Procedure using $4, Execution Part

The procedure step in TS 23.060 [21], clause 9.2.3.3B, figure 72d, step A corresponds with step A.1 of
figure 5.5-1 (of this specification). The following information elements may be sent, depending on the
scenario, see TS 23.060 [21], clause 9.2.3.3B:

- 9.2.3.3C M SInitiated EPS Bearer M odification Procedure using $4, Response Part

The procedure step in TS 23.060 [21], clause 9.2.3.3A, figure 72c, step C corresponds with step figure 5.5-1
(of this specification), steps B.1 and B.2, with one difference - before step B.1, step A of the procedure in
TS 23.060 [21], clause 9.2.3.3C occurs. The Serving GW indicates to the PCRF the result of the resource
allocation. This may result in additional interaction with the PDN GW (see TS 23.203[19]).

5.10.4 Network allocated resources
Network entities may request resources by means of off-path signalling to support PMIP-based S5/S8. Thisis defined in

clause 5.4.1. All |Es present in messages sent in the replaced 'boxes’ in procedures in the following list are sent instead
using messages described in this specification. The following proceduresin TS 23.060 [21] employ this procedure:
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- 9.2.2.3A: Network Requested PDP Context Activation Procedure using $4

Step A.1 of the procedure in clause 5.4.1 occurs instead of the steps shown in the box (A1) in TS 23.060 [21],
clause 9.2.2.3A, Figure 69c. Steps B.1 and B.2 of the procedurein clause 5.4.1 correspond to the box (B1).

- 9.2.3.1A: SGSN-Initiated EPS Bearer M odification Procedure, Request Part

Step A.1 of clause 5.5 occurs instead of the stepsinside box (A1) in TS 23.060 [21], clause 9.2.3.1A, figure
70c. Figure 5.5-1 refersto TS 23.401 [4] yet the procedure applies to the SGSN-Initiated EPS Bearer
Modification Procedure using $4 as well.

- 9.2.3.1B: SGSN-Initiated EPS Bearer M odification Procedure, Response Part

Steps B.1 and B.2 of clause 5.5 occurs instead of the stepsinside box (B1) in TS 23.060 [21],
clause 9.2.3.1B, figure 70d. Figure 5.5-1 refersto TS 23.401 [4] yet the procedure applies to the SGSN-
Initiated EPS Bearer Modification Procedure using $4 as well.

- 9.2.3.2A: PDN GWH-Initiated EPS Bearer M odification Procedure

Step A.1 of the procedure in clause 5.4.1 occurs instead of the steps shown in the box (A1) in TS 23.060 [21],
clause 9.2.3.2A, Figure 71c.

Steps B.1 and B.2 of the procedure in clause 5.4.1 correspond to the box (A2). Step B.1 indicates whether the
resource allocation was successful. This may result in additional interaction with the PDN GW (refer to
TS 23.203[19)).

5.10.5 UE released resources

The UE may release dedicated resources by means of off-path signalling to support PMIP-based S5/S8 deployments, as
shown in clause 5.5.

- 9.241A.1: MS-and SGSN Initiated PDN connection Deactivation Procedure using $4

Steps A.1 to A.4 of the procedurein clause 5.6.2.1 "UE, MME or S GW initiated PDN Disconnection" occur
instead of steps shown in the box (A1) in TS 23.060 [21], clause 9.2.4.1A.1, figure 74a.

- 9241A.2. MS and SGSN Initiated Bearer Deactivation using $4
Steps A.1, B.1 and B.2 of the procedure in clause 5.5 "UE-initiated Resource Request and Release"
procedure occur instead of the steps shown in the box (A1) in TS 23.060 [21], clause 9.2.4.1A.2, figure 74b.

5.10.6 PDN GW released resources

The PDN GW may release resources by means of off-path signalling to support PMIP-based S5/S8 deployments as
shown in clause 5.4.1. The following proceduresin TS 23.060 [21] employ this procedure:

- 9.24.3A: PDN GWH-Initiated PDP Context Deactivation Procedure using $4

Step A.1in clause 5.4.1 corresponds to the steps shown in box (A1) of TS 23.060 [21], clause 9.2.4.3A,
figure 77a.

- 9.24.3B: PDN GW:-Initiated PDP Context Deactivation Procedure using $4
Steps B.1 and B.2 in clause 5.4.1 correspond to the stepsin the box (B1) in TS 23.060 [21], clause 9.2.4.3B,
figure 77b.
5.10.7 Attach
The GPRS Attach Procedure is supported by the following PMIP-based S5/S8 procedures:

Clause 5.3 isemployed instead of box (A) in TS 23.060 [21], clause 6.5.3A, figure 22A. clause 5.3 is also used
instead of box (B) in TS 23.060 [21], clause 6.5.3B, figure 22B.
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5.10.8 Detach interaction using S4

The MS-, SGSN- and HL R-initiated GPRS detach procedures are supported by the following equivalent PMIP-based
S5/S8 procedure:

Clause 5.3 isemployed instead of the gray box (A1) in TS 23.060 [21], clause 6.6.3, Figure 25A.

5.10.9 Interaction with CGI/SAI reporting using S4

In the Interaction with CGI / SAI reporting using $4 Procedure as depicted in Figure 15.1.3-3 of TS 23.060 [21], if CGI
or SAI changes are considered relevant to charging, a change notification is sent to the PDN GW. There is no response
to this report. This corresponds to a Location change (CGI/SAI) event report provided to the PCRF by means of a
Gateway Control and QoS Rules Request, as defined in TS 23.203 [19]. This procedure ensures that the event is
reported to the PDN GW as well.

5.10.10 RAU Procedure Support

RAU proceduresin TS 23.060 [21] send messages from the S4 SGSN to the S-GW and thence to P-GW using GTPv2.
For PMIP-based S5/S8, these exchanges occur via PCC.

TS 23.203[19], figure 7.7.3-1 "Gateway Control and QoS Rules Request”, depicts the procedure. The BBERF(S-GW)
sends a Gateway Control and QoS Rules Request message to the PCRF including the APN-AMBR. The PCRF sends a
PCC Rules Provision message to the PDN GW including the APN-AMBR. The PDN GW responds with an
Acknowledge Policy and Charging Rules Provisioning message with the APN-AMBR to the PCRF. The PCRF
responds to the BBERF(S-GW) with a Gateway Control and QoS Rules Reply message with the APN-AMBR
parameter. The response from the PCRF to the BBERF to the initial Gateway Control and QoS Rules Request message
must wait (synchronously) for the completion of the PCC Rules Provision exchange between the PCRF and PCEF.

- 6.9.1.22a Inter SGSN Routeing Area Update and Combined Inter SGSN RA / LA Update using 4

Instead of the steps shown in the box (B1) in TS 23.060 [21], clause 6.9.1.2.23, figure 33b, the procedure
described above is employed.

- 6.9.21a Routeing Area Update Procedure using $4

Instead of the steps shown in the box (B1) in TS 23.060 [21], clause 6.9.2.14, figure 36b, the procedure
described above is employed.

5.11 PDN GW initiated IPv4 address Delete Procedure

This procedure isinitiated by the PDN GW when the UE rel eases the | Pv4 address using DHCPv4 procedure or the
lease for the I P address has expired. The procedure is used to delete the IPv4 address from the PDN connection context.
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Figure 5.11-1: PDN GW initiated IPv4 address Delete Procedure

This procedure applies to the Non-Roaming (Figure 4.2.1-1), Roaming (Figure 4.2.1-2) and Loca Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the Serving
GW and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF.

The optional interaction steps between the gateways and the PCRF in the proceduresin figure 5.11-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1.

The PCEF initiates the Gateway Control Session Modification Procedure with the PCRF as specified in
TS 23.203[19]. The PDN GW provides the information to enable the PCRF to uniquely identify the IP CAN
session.

In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS
rules provision procedure as described in TS 23.203 [19] to inform the S-GW of the updated QoS rules.

The S-GW initiates the "PDN GW initiated bearer modification without QoS update” as described in
TS 23.401 [4], clause 5.4.3, between steps (A) and (B).

The S-GW informs the PCRF of the success of the QoS rules enforcement, thus ending the GW Control and QoS
rules provision procedure described in TS 23.203 [19].

The PDN GW sends a Binding Revocation Indication (PDN address) message to the Serving GW to revoke the
IPv4 address.

The Serving GW returns a Binding Revocation Acknowledgement message to the PDN GW.
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5.12  Location Change Reporting Procedure for PMIP-based
S5/S8

This clause contains the procedure steps that vary between the GTP and PMIP variant of S5 and S8 for the Location
Change Reporting procedure provided in clause 5.9.2 of TS 23.401 [4]. If the Serving GW has received the User
Location Information | E and/or user CSG information from MME, this event is reported to the PCRF by means of a
Gateway Control and QoS Rules Request, as defined in TS 23.203 [19]. This procedure ensures that the event is
reported to the PDN GW as well.

Roaming
Scenarios

| UE | | eNodeB | SGW | pew | | | vPCRF ||| hPCRF
| |

Procedure as per TS 23.401 Figure 5.9.2-1 from
step lato step 2

-
Py
@

Qo
c
[¢]
%]
—-
0
=
o
Q
[0}

_________________ S ——

Procedure as per TS 23.401
Figure 5.9.2-1 Step 5

Figure 5.12-1: Notification of the ECGI/TAI information changes

This procedure concerns both the non-roaming (S5) asin Figure 4.2.1-1 and roaming case (S8) asin Figure 4.2.1-2. In
the roaming case, the VPCRF in the VPLMN forwards messages between the Serving GW and the hPCRF in the
HPLMN. In the case of Local Breakout as in Figure 4.2.3-4, the vPCRF forwards messages sent between the PDN GW
and the hPCRF as well. In the non-roaming case, the vVPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the proceduresin Figure 5.12-1 only occur if
dynamic policy provisioning is deployed and the MME has been requested to report the User Location Information |E
and/or user CSG information changes to the PGW for the UE.

A.l) The Serving GW informs the PCRF about the change User Location Information |E and/or user CSG
information by initiating the Gateway Control and QoS Policy Rules Request Procedure as specified in
TS23.203[19].

A.2) The hPCRF notifies the PDN GW of the UE Location Information | E and/or user CSG information by
initiating the PCC Rules Provision Procedure as specified in TS 23.203 [19]

Step A.2 may be initiated before step A.1 compl etes.

5.13  Support for Machine Type Communications (MTC)

5.13.1 General

Support for Machine Type Communications (MTC) isdescribed in TS 23.401 [4]. The common procedures and
functionalities are only captured in TS 23.401 [4].
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5.13.2 PDN GW control of overload

The PDN GW may provide mechanisms for avoiding and handling overload situations. These include the rejection of
PDN connection requests from UES.

When PMIP isused for S5/S8 interface, PDN GW may reject the PDN connection request (i.e. Proxy Binding Update)
with indication that the APN is congested. In addition the PDN GW may indicate a"PDN-GW back-off time" for a
specific APN to the MME in the reject message.

Other PDN GW functionalities and the behaviour of Serving GW/MME/SGSN upon receiving the reject messages are
described in TS 23.401 [4].
5.13.3 Usage of low access priority indicator

For PDN connection establishment requests, the SGSN/MME includes the low access priority indicator in the request
message to the Serving GW/PDN Gateway. The Serving GW shall forward the indicator to PDN GW in Proxy Binding
Update message.

Other functions related to indicators are described in TS 23.401 [4].

6 Functional Description and Procedures for Trusted
Non-3GPP IP Accesses

6.1 Control and User Plane Protocol Stacks

6.1.1 Protocol Stacks for S2a
The following protocols shall be supported on S2a:
- PMIPvG.
- MIPv4 FA mode.
- GTP based protocol for Trusted WLAN as specified in clause 16.

The figures below illustrate the control planes for Mobility Management (MM) and the user planes for each protocol
option.
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IPv4/IPv6 IPv4/IPv6 IPv4/IPv6
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L2/L1 L2/L1 L2/L1 L2/L1
S2a
S2a
UE Trusted Non-3GPP Gateway
IP Access LMA UE Trusted Non-3GPP Gateway
MAG IP Access LMA
MAG
Control Plane User Plane
Legend:

- According to terms defined in PMIPv6 specification, RFC 5213 [8], the functional entities terminating both
the control and user planes are denoted MAG in the non-3GPP IP access and LMA in the Gateway. LMA
includes also the function of a Home Agent.

- The MM control plane stack is PMIPv6 specification, RFC 5213 [8,] over IPv6/IPv4.

- The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

- The tunnelling layer implements GRE encapsulation applicable for PMIPv6.

- IPv4/IPv6: This refers to network layer protocols. On the Trusted Non-3GPP IP Access MAG this includes
termination of the UE-MAG link-local protocols (e.g. IPv6 Router Solicitation/Advertisement) and
forwarding of user plane IP packets between the UE-MAG point-to-point logical link and the S2a tunnel for
the UE.

Figure 6.1.1-1: Protocols for MM control and user planes of S2a for the PMIPv6 option

MIPv4 MIPv4 MIPv4 MIPv4 IPv4 IPv4 IPv4
UDP UDP UDP UDP Tunnelling Tunnelling
Layer Layer
IPv4 IPv4 IPv4 IPv4 IPv4 IPv4
L2/L1 L2/L1 L2/L1 L2/L1 L2/L1 L2/L1 L2/L1 L2/L1
S2a S2a
UE Trusted Non-3GPP Gateway UE Trusted Non-3GPP Gateway
IP Access HA IP Access HA
FA FA
Control Plane User Plane
Legend:

- According to terms defined in MIPv4 RFC 5944 [12], the functional entities terminating both the control and
user planes are denoted MN (Mobile Node) in the UE, FA (Foreign Agent) in the non-3GPP IP access, and
HA (Home Agent) in the Gateway.

- The MM control plane stack is MIPv4 RFC 5944 [12] over UDP over IPv4.

- The user plane carries remote IPv4 packets over an IPv4 transport network.

- The tunnelling layer implements IP encapsulation applicable for MIPv4 as defined in RFC 5944 [12]. In
some cases the tunnelling layer may be transparent.

- IPv4: This refers to network layer protocols. On the Trusted Non-3GPP IP Access FA user plane this
includes termination of the UE-FA link-local protocols (e.g. ARP messages) and forwarding of user plane
IP packets between the UE-FA point-to-point logical link and the S2a tunnel for the UE.

Figure 6.1.1-2: Protocols for MM control and user planes of S2a for the MIPv4 FA mode option
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6.1.2 Protocol Stacks for S2c over Trusted Non-3GPP IP Accesses

The following protocol shall be supported on S2c over Trusted Non-3GPP IP Accesses:
- DSMIPv6, with IPsec and IKEV2 used to secure mobility signalling, as specified in RFC 4877 [22]

The figure below illustrates the control plane for Mobility Management (MM) and the user plane.

IPv4/IPv6 IPv4/IPv6

DSMIPvE DSMIPv6 Tunnelling Tunnelling
| aver | aver

IPv4/IPv6 IPv4/IPVv6|IPv4/IPVv6 IPv4/IPv6 IPv4/IPV6 IPV4/IPV6 | IPV4/IPV6 IPv4/IPv6
L2/L1 L2/L1 L2/L1 L2/L1 L2/L1 L2/L1 L2/L1 L2/L1

S2c S2¢c
UE IP Access System Gateway UE IP Access System Gateway
Router HA Router HA
Control Plane User Plane

- According to terms defined in DSMIPv6 [10], the functional entities terminating both the control and user
planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the Gateway.

- The MM control plane stack is DSMIPv6 [10] over IPv6/IPv4.

- The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

- The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in DSMIPv6 [10]. In
some cases the tunnelling layer may be transparent.

Figure 6.1.2-1: Protocols for MM control and user planes of S2c¢ for the DSMIPv6 option

6.2 Initial Attach on S2a

6.2.1 Initial Attach Procedure with PMIPv6 on S2a and Anchoring in PDN
GW

PMIPv6 specification, RFC 5213 [8], is used to setup a PMIPv6 tunnel between the trusted non-3GPP | P access and the
PDN GW. In both roaming and non-roaming cases, S2ais present. It is assumed that MAG exists in the trusted non-
3GPP |P access.
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Figure 6.2.1-1: Initial attachment with Network-based MM mechanism over S2a for roaming, LBO and
non-roaming scenarios

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured in the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Loca Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vVPCRF is hot involved at al.

This procedureis also used to establish the first PDN connection over a trusted non-3GPP access with S2a when the UE
aready has active PDN connections only over a 3GPP access and wishes to establish simultaneous PDN connections to
different APNs over multiple accesses.

1) Theinitial Non-3GPP access specific L2 procedures are performed. These procedures are Non-3GPP access
specific and are outside the scope of 3GPP.

2) The EAP authentication procedure isinitiated and performed involving the UE, Trusted Non-3GPP | P Access
and the 3GPP AAA Server. In the roaming case, there may be several AAA proxies involved. Subscription data
is provided to the Trusted non-3GPP IP Access by the HSS/AAA in this step. The list of all the authorized APNs
aong with additional PDN GW selection information is returned to the access gateway as part of the reply from
the 3GPP AAA Server to the trusted non-3GPP access as described in clause 4.5.1. The 3GPP AAA Server also
returns to the trusted non-3GPP access the MN NAI to be used to identify the UE in Proxy Binding Update and
Gateway Control Session Establishment messages (steps 4 and 10). If supported by Non-3GPP access network,
the Attach Typeisindicated to the Non-3GPP access network by the UE. The mechanism for supporting attach
type is access technology specific and out of scope for 3GPP standardization. Attach Type indicates "Handover"
when the UE aready has active PDN connection(s) due to mobility from 3GPP access to non-3GPP access.
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NOTE 1: The MN NAI returned from the 3GPP AAA Server to the trusted non-3GPP access is a permanent IM Sl

3)

4)

5)

based MN NAI.

After successful authentication and authorization, the non-3GPP access specific L3 attach procedure is triggered.
The UE may send requested APN to the Non-3GPP |P access in this step.

If the UE sends arequested APN in this step, the Trusted non-3GPP Access verifiesthat it is alowed by
subscription. If the UE does not send a requested APN the Trusted non-3GPP Access uses the default APN.

The PDN Gateway selection takes place at this point as described in clause 4.5.1. This may entail an additional
interaction with the Domain Name Server function in order to obtain the PDN GW address. If the PDN
subscription profile returned by the 3GPP AAA Server in step 2 contains a PDN GW identity for the selected
APN and the Attach Type does not indicate "Handover", the Non-3GPP access GW may request a new

PDN GW asdescribed in clause 4.5.1, e.g. to allocate a PDN GW that allows for more efficient routeing.

The UE may request the type of address (1Pv4 address or IPv6 prefix or both) during this step.

If supported by the non-3GPP access, the UE may send Protocol Configuration Optionsin this step using access
specific mechanisms. The Protocol Configuration Options provided by the UE may include the user credentials
for PDN access authorization. In that case, in order to handle situations where the UE may have subscriptions to
multiple PDNs, the UE should also send a requested APN to the non-3GPP | P access.

The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF, as
specified in TS 23.203 [19]. The Trusted non-3GPP access provides the information to the PCRF to correctly
associate it with the IP-CAN session to be established in step 6 and aso to convey subscription related
parameters to the PCRF, including the APN-AMBR (if forwarded by the trusted non-3GPP | P access) and
Default Bearer QoS.

The MAG function of Trusted Non-3GPP | P Access sends a Proxy Binding Update (MN-NAI, Lifetime, Access
Technology Type, Handover Indicator, APN, GRE key for downlink traffic, Charging Characteristics, Additional
Parameters) message to PDN GW. The MN NALI identifiesthe UE. The Lifetime field must be set to a nonzero
value. Access Technology Typeis set to a value matching the characteristics of the non-3GPP access. The MAG
creates and includes a PDN connection identity if the MAG supports multiple PDN connectionsto asingle APN.
Handover Indicator is set to indicate attachment over a new interface as the UE has provided Attach Type
indicating "Initial" attach. The Additional Parameters include the Protocol Configuration Options provided by
the UE in step 3 and may also include other information. The MAG requests the | P address types (I Pv4 address
and/or IPv6 Home Network Prefix) based on requested | P address types and subscription profile in the same way
asthe PDN typeis selected during the E-UTRAN Initia Attachin TS 23.401 [4]. If the PDN requires an
additional authentication and authorization with an external AAA Server, the PDN GW performs such an
additional authentication and authorization at the reception of the Proxy Binding Update.

NOTE 2: Any time after initiation of Step 4, Step 5 can be initiated by MAG.

6)

8)

The PDN GW initiates the IP-CAN Session Establishment Procedure with the PCRF, as specified in

TS 23.203[19]. The PDN GW provides information to the PCRF used to identify the session and associate
Gateway Control Sessions established in step 4 correctly. The PCRF creates |P-CAN session related information
and responds to the PDN GW with PCC rules and event triggers. If available, the PCRF may modify the APN-
AMBR and provides the APN-AMBR and Default Bearer QoS to the PDN GW in the response message.

The selected PDN GW informs the 3GPP AAA Server of its PDN GW identity and the APN corresponding to
the UE's PDN Connection. The message includes information that identifies the PLMN in which the PDN GW is
located. Thisinformation is registered in the HSS as described in clause 12. The PDN GW shall only use the
APN-AMBR and Default Bearer QoS received from the 3GPP AAA server in this step if these parameters have
not been received in step 6.

The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW
allocates | P address(es) for the UE. The PDN GW then sends a Proxy Binding Acknowledgement (MN NAI,
Lifetime, UE Address Info, GRE key for uplink traffic, charging 1D, Additional Parameters) message to the
MAG function in Trusted Non-3GPP I P Access, including the I P address(es) allocated for the UE. The UE
Address Info includes one or more | P addresses. The Lifetime indicates the duration of the binding. If the
corresponding Proxy Binding Update contains the PDN connection identity, the PDN GW shall acknowledge if
multiple PDN connections to the given APN are supported. The Charging ID is assigned for the PDN connection
for charging correlation purposes. The Additional Parameters may include Protocol Configuration Options and
other information.
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NOTE 3: If UE requests for both I1Pv4 and IPv6 addresses, both are allocated. If the PDN GW operator dictates the
use of 1Pv4 addressing only or 1Pv6 addressing only for this APN, the PDN GW shall alocate only 1Pv4
address or only 1Pv6 prefix to the UE. If the UE requests for only IPv4 or Pv6 address only one address
isallocated accordingly.

NOTE 4: The MAG learns from the PBA whether the PDN GW supports multiple PDN connections to the same
APN or not.

9) The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW.

10) The PCRF may update the QoS rules in the trusted non-3GPP access by initiating the GW Control Session
Modification Procedure, as specified in TS 23.203 [19].

11) L 3 attach procedure is completed via non-3GPP access specific trigger. |P connectivity between the UE and the
PDN GW is set for uplink and downlink directions. At this step the |P address information is provided to the UE.
Unless already known from step 3, the Non-3GPP I P access should indicate the connected PDN identity (APN)
to the UE. If supported by the non-3GPP access, the Protocol Configuration Options provided by the PDN GW
in step 8 are returned to the UE in this step using access specific mechanisms.

6.2.2 Void

6.2.3 Initial Attach procedure with MIPv4 FAC0A on S2a and Anchoring in
PDN-GW

MIPv4 [12] is used to setup a MIP tunnel between the Trusted non-3GPP IP Access and the PDN GW. It is assumed
that a Foreign Agent (FA) islocated in the Trusted non-3GPP |P Access.
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Figure 6.2.3-1: Initial attachment when MIPv4 FACoA mode MM mechanism is used over S2a

When the Attach procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved. The optional
interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy provisioning is
deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the VPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vVPCRF is hot involved at al.

This procedureis also used to establish the first PDN connection over a trusted non-3GPP access with MIPv4 FACoA
on S2a when the UE already has active PDN connections only over a 3GPP access and wishes to establish simultaneous
PDN connectionsto different APNs over multiple accesses.

The event that triggers Authentication and Authorization in step 2 between the Trusted Non-3GPP IP Access and the
3GPP AAA Server, depends on the specific access technology.
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1) Theinitial Non-3GPP access specific L2 procedure and Non-3GPP access specific authentication procedures
may be performed. These procedures are outside the scope of 3GPP.

2) The EAP-based authentication procedure for trusted non-3GPP access networks between UE and the 3GPP EPC
shall be performed as defined by TS 33.402 [45]. The PDN Gateway information is returned as part of the reply
from the 3GPP AAA Server to the FA in the trusted non-3GPP access as described in clause 4.5.1. The Attach
Typeisindicated to the Non-3GPP access network by the UE as described in the step 2 of clause 6.2.1.

3) The UE may send an Agent Solicitation (AS) RFC 5944 [12] message. Specification of this message is out of the
scope of 3GPP.

4) The FA inthe Trusted Non-3GPP IP Access sends a Foreign Agent Advertisement (FAA) [12] message to the
UE. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the FA.
Specification of this message is out of the scope of 3GPP.

5) The UE sends a Registration Request (RRQ) (MN-NAI, lifetime, APN) message to the FA as specified in
RFC 5944 [12]. The MN NAI identifies the UE. Reverse Tunnelling shall be requested. This ensures that all
traffic will go through the PDN GW. The RRQ message shall include the NAI-Extension RFC 2794 [34]. The
UE may not indicate a specific Home Agent address in the RRQ message, in which case the PDN
Gateway/Home Agent is selected by the FA as per step 2. The UE then receives the | P address of the PDN
Gateway in step 13 as part of the Registration Reply (RRP) message. The UE should then include the PDN
Gateway address in the Home Agent address field of subsequent RRQ messages. Subscription datais provided to
the Trusted non-3GPP IP Access by the HSS/AAA in this step. The UE may request connectivity to a specific
PDN by using an APN as specified in RFC 5446 [39]. If the UE provides an APN the FA verifiesthat itis
allowed by subscription. If the UE does not provide an APN the FA establishes connectivity with the default
PDN. The PDN Gateway selection takes place at this point as described in clause 4.5.1. This may entail an
additional name resolution step.

6) The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF, as
specified in TS 23.203 [19]. The Trusted non-3GPP access provides the information to the PCRF to correctly
associate it with the IP-CAN session to be established in Step 9 and also to convey subscription related
parameters to the PCRF, including the APN-AMBR (if forwarded by the trusted non-3GPP | P access) and
Default Bearer QoS.

7) The FA processes the message according to RFC 5944 [12] and forwards a corresponding RRQ (MN-NAI,
APN) message to the PDN GW.

8) The selected PDN GW aobtains Authentication and Authorization information from the 3GPP AAA/HSS.

9) The PDN GW allocates an | P address for the UE. The PDN GW initiates the IP-CAN Session Establishment
Procedure with the PCRF, as specified in TS 23.203 [19]. The PDN GW provides information to the PCRF used
to identify the session and associate Gateway Control Sessions established in step 6 correctly. The PCRF creates
IP-CAN session related information and responds to the PDN GW with PCC rules and event triggers.

10) The selected PDN GW informs the 3GPP AAA Server of the PDN GW identity and the APN corresponding to
the UE's PDN Connection. The message includes information that identifies the PLMN in which the PDN GW is
located. Thisinformation is registered in the HSS as described in clause 12.

11) The PDN GW sends a RRP (MN-NAI, Home Address, Home Agent Address, Lifetime) as defined in
RFC 5944 [12] to the FA. The Home Address includes UE Home | P address, the Home Agent Address contains
the IP address of Home Agent. The Lifetime indicates the duration of the binding.

12)In case the QoS rules have changed, the PCRF updates the QoS rulesin the Trusted non-3GPP access by
initiating the GW Control Session Modification Procedure, as specified in TS 23.203 [19].

13) The FA processes the RRP (MN-NAI, Home Address, Home Agent Address) according to RFC 5944 [12] and
sends a corresponding RRP message to the UE.

14) 1P connectivity from the UE to the PDN GW is now setup. A MIPv4 tunnel is established between the FA in the
Trusted Non-3GPP |P Access and the PDN GW.
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6.2.4 Initial Attach Procedure with PMIPv6 on S2a and Chained S2a and

PMIP-based S8

This clause defines the initial attach procedure for the PMIP-based S8/S2a chaining. This procedure also applies to the
initial attach for PMIP-based S8/S2b chaining.

1)

2)

Trusted
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Figure 6.2.4-1: Initial attachment for chained PMIP-based S8-S2a/b roaming scenarios

The attach initiation on the trusted or untrusted non-3GPP access is performed as described in steps 1-4 of
clause 6.2.1 (for trusted non-3GPP access) and step 1 of clause 7.2.1 (for untrusted non-3GPP access). As part of
the authentication procedure, the 3GPP AAA proxy obtains the PDN GW selection information from the
HSS/AAA asdescribed in clause 4.5.1, and performs Serving GW selection as described in clause 4.5.3. 3GPP
AAA proxy provides both PDN GW selection information and Serving GW identity to the MAG function of the
trusted non-3GPP access or ePDG. Then the MAG function performsthe PDN GW selection. If PCC is
deployed, the MAG function of the Trusted Non-3GPP | P access is notified to interact with the PCRF when it is
PMIP-based chained case.

The MAG function of Trusted Non-3GPP IP Access or ePDG sends a Proxy Binding Update (MN-NAI,
Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic, PDN GW address,
Additional Parameters) message to the Serving GW inthe VPLMN. The MN NAI identifiesthe UE. The
Lifetime field must be set to a nonzero value, indicating registration. Access Technology Typeis set to avalue
matching the characteristics of the non-3GPP access. The MAG creates and includes a PDN connection identity
if the MAG supports multiple PDN connections to a single APN. Handover Indicator is set to indicate
attachment over a new interface. The MAG requests the | P address types (I Pv4 address and/or |Pv6 Home
Network Prefix) based on requested | P address types and subscription profile in the same way asthe PDN typeis
selected during the E-UTRAN Initial Attachin TS 23.401 [4]. The Additional Parameters may include Protocol
Configuration Options and other information.
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3)

The Serving GW sends a corresponding Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type,
Handover Indicator, APN, GRE key for downlink traffic, Additional Parameters) message (asin step 2) to the
PDN GW. The GRE key for downlink traffic is allocated by the Serving GW. If the MAG included the PDN
connection identity in the Proxy Binding Update of the previous step and the Serving GW supports multiple
PDN connectionsto asingle APN then the Serving GW forwards the PDN connection identity to the PDN GW.

NOTE 1: Inthis Release of the specification, the Serving GW uses the right protocol to connect with the PDN GW

4)

5)

6)

based on the pre-configured information on itself in case the selected Serving GW supporting both PMIP
and GTP.

The PDN GW initiates the PCEF-initiated IP CAN Session Establishment Procedure with the hPCRF, as
specified in TS 23.203 [19].

The selected PDN GW informs the 3GPP AAA Server of the PDN GW identity. The message includes
information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server then conveys
thisinformation to the HSS for the UE.

The PDN GW processes the proxy binding update and allocates | P address(es) for the UE. The PDN GW creates
a binding cache entry for the PMIPv6 tunnel towards the Serving GW and sends a Proxy Binding
Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key for uplink traffic, Charging ID, Additional
Parameters) message to the Serving GW. The MN NAI isidentical to the MN NAI sent in the Proxy Binding
Update. The Lifetime indicates the duration the binding will remain valid. The UE Address Info includes one or
more | P addresses. If the corresponding Proxy Binding Update contains the PDN connection identity, the PDN
GW shall acknowledge if multiple PDN connections to the given APN are supported. The Charging ID is
assigned for the PDN connection for charging correlation purposes. The Additional Parameters may include
Protocol Configuration Options and other information.

NOTE 2: If UE requests for both 1Pv4 and | Pv6 addresses, both are allocated. If the UE requests for only 1Pv4 or

IPv6 address only one address is all ocated accordingly.

NOTE 3: The MAG learns from the PBA whether the PDN GW supports multiple PDN connection to the same

7)

8)

6.3

APN or not.

The Serving GW processes the proxy binding acknowledgement and creates a binding cache entry for the
PMIPv6 tunnel towards the MAG function in the trusted non-3GPP access or ePDG. At this point, the Serving
GW also establishes the internal forwarding state for the concatenation of the PMIPv6 tunnels. The Serving GW
then sends a corresponding Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key
for uplink traffic, Charging 1D, Additional Parameters) message (asin step 7) to the MAG function of Trusted
Non-3GPP IP Access or ePDG. The GRE key for uplink traffic is allocated by the Serving GW. The Charging
ID is assigned for the PDN connection for charging correlation purposes.

The attach procedure is completed as described in steps 10-11 of clause 6.2.1 (for trusted non-3GPP access) and
steps 6-8 of clause 7.2.1 (for untrusted non-3GPP access).

Initial Attach Procedure with DSMIPv6 on S2c in Trusted
Non-3GPP IP Access

This clause is related to the case when the UE attaches to a Trusted Non-3GPP Access network and host based mobility
management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2c interface.

The S2c initial attach can be seen to consist of several modules:

A.
B.
C.

The UE setsup local 1P connectivity in a Trusted Non-3GPP Access
The UE discovers the HA, and establishes a security association with it to protect DSMIPv6 signalling.

The UE performs a Binding Update with the PDN GW
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Figure 6.3-1: Initial attachment from Trusted Non-3GPP IP Access with DSMIPv6

Non-roaming (Figure 4.2.2-1), home routed roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4) cases are
supported by this procedure. The AAA proxy and VPCRF are only used in the case of home routed roaming and Local
Breakout. In non-roaming scenarios, the AAA proxy and vVPCRF are not involved.

This procedureis also used to establish the first PDN connection over atrusted non-3GPP access with DSMIPv6 on S2¢
when the UE aready has active PDN connections only over a 3GPP access and wishes to establish simultaneous PDN
connections to different APNs over multiple accesses.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The UE may be authenticated and authorised to access the Trusted Non-3GPP Access network according to an access
network specific procedure. These procedures are outside the scope of 3GPP, After the authentication, UE is configured
with Local 1P Address from the access network domain.

A) Setup of Local |P connectivity

1) Access Authentication procedure for trusted Non-3GPP access networks between UE and the 3GPP EPC
shall be performed as defined by TS 33.402 [45] unless the conditionsin TS 33.402 [45] are met that allow to
skip this procedure. Asindicated above, in the roaming case signalling may be routed viaa 3GPP AAA
Proxy inthe VPLMN, as specified in TS 23.234 [5]. As part of the AAA exchange for network access
authentication, the AAA/HSS and/or the 3GPP AAA Proxy may return to the Trusted non-3GPP IP Accessa
set of home/visited operator's policies to be enforced on the usage of local 1P address, or IPv6 prefix,
allocated by the access system upon successful authentication. Subscription datais provided to the Trusted
non-3GPP IP Access by the HSS/AAA in this step.
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2) The L3 connection is established between the UE and the Trusted Non-3GPP Access system. As aresult of
this procedure, an 1Pv4 address or an |Pv6 address/prefix is aso assigned to the UE by the access system (i.e.
alLoca IP addressthat will be used as a Care-of Address for DSMIPv6 over the S2c reference point).

NOTE 1: It isassumed that the access system is aware that network-based mobility procedures do not need to be
initiated.

NOTE 2: The access system may complete the step 2 after step 3.

3) If the access system supports PCC-based policy control, the access gateway initiates a Gateway Control
Session Establishment Procedure with the PCRF as specified in TS 23.203 [19]. The message includes at
least the UE IP address or IPv6 prefix alocated by the access system in step 2. The message includes also the
IP-CAN type.

Based e.g. on the UE identity and user profile, operator's policies and the IP-CAN type, the PCRF decides on
the QoS policy rules and completes the session establishment towards the access gateway. The rules provided
in this step are referred to the address assigned by the trusted non-3GPP access.

In the roaming case, PCC signalling is sent viaa vPCRF in the VPLMN.

NOTE 3: The UE identity information to be used by the access system to establish the session with the PCRF may
be piggybacked by the AAA/HSS in step 1.

B) PDN GW/HA Discovery and HoA Configuration.

4) The UE discoversthe PDN GW (Home Agent) as specified in clause 4.5.2 of TS 23.402 (this specification).
A security association is established between UE and PDN GW to secure the DSMIPv6 messages between
UE and PDN GW and for authentication between the UE and the PDN GW. The UE initiates the
establishment of the security association using IKEv2 [9]; EAP [11] is used over IKEv2 for authentication
purposes. The PDN GW communicates with the AAA infrastructure in order to complete the EAP
authentication via S6b. The APN-AMBR and Default Bearer QoS is provided to the PDN GW in this step.

If the PDN requires an additional authentication and authorization with an external AAA Server, an
additional authentication is executed in this step. Details on these multiple authentications are specified in
RFC 4739 [50] and in TS 23.234 [5] for I-WLAN (Private Network Access (PNA)).

During this step the UE may include the APN of the PDN it wants to access and it can also request the IPv6
home prefix as defined in RFC 5026 [40] in order to influence the IPv6 home network prefix assignment
procedure. Even if the UE requests more than one IPv6 home prefix, the PDN GW shall assign only one |Pv6
home prefix to the UE.

During this step an I1Pv6 home prefix is assigned by the PDN GW to the UE as defined in RFC 5026 [40].
After the IPv6 home network prefix is assigned, UE constructs a home address from it via auto-configuration.
The associated PDN identity (APN) shall be indicated to the UE viathe IDr payload. In case the UE provided
APN to the PDN GW earlier in this step, the PDN GW shall not change the provided APN.

During this step, the PDN GW also informs the 3GPP AAA Server of the identity of the selected PDN GW
and the APN corresponding to the UE's PDN Connection. The PDN GW also provides information that
identifies the PLMN in which the PDN GW islocated. Thisinformation isregistered in the HSS as described
in clause 12.

NOTE 4: The MN NAI and APN string are delivered from the UE to the PDN GW in step 4 in order to support
PCC interactionsin step 6.

C) Binding Update

5) The UE sendsthe DSMIPv6 Binding Update (1P Addresses (HoA, CoA), Lifetime) message to the PDN GW
as specified in RFC 5555 [10]. The UE shall inform the PDN GW that | P address preservation shall be
maintained for the whole home network prefix.

The PDN GW processes the binding update. During the processing the PDN GW performs authentication and
authorization of the message using the |Psec security association established in Step 4. During this step the
UE can reguest an 1Pv4 home address to the PDN GW as defined in RFC 5555 [10].
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6)

If PCC is supported, the PDN GW initiates the IP-CAN Session Establishment Procedure with the PCRF as
specified in TS 23.203 [19]. The message includes at least the HOA and the CoA. The message may also
include a permanent UE identity and an APN string. The PDN GW shall provide information about the
mobility protocol tunnelling header to the PCRF, the APN-AMBR and Default Bearer QoS obtained in
step 4.

The PCRF decides on the PCC rules and Event Triggers and provisions them to the PDN GW. The PDN GW
installs the received PCC rules.

NOTE 5: The permanent UE identity to be used by the PDN GW to establish the session with the PCRF may be

7)

8)

piggybacked by the AAA/HSS in step 4.

The PDN GW sends the DSMIPv6 Binding Ack (Lifetime, IP Addresses (HoA, CoA)) message to the UE. In
this step the PDN GW may include the duration of the binding and the IPv4 home address allocated for the
UE as specified in RFC 5555 [10], if previoudly requested by the UE and allowed by the subscription profile
asit isspecified in the E-UTRAN attach procedure in TS 23.401 [4]. Even in case the UE requests more than
one IPv4 home addressin step 5, the PDN GW shall assign only one |Pv4 home address for the UE.

The PCRF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by
sending a message with the information of mobility protocol tunnelling encapsulation header to the Trusted
non 3GPP access Gateway. In case the QoS rules have changed, the updated QoS rules shall also be included
in this message.

NOTE 6: Rulesrelated to the HoA can be sent to the Trusted Non-3GPP Access based on the procedure in

6.4

6.4.1

6.4.1.1

clause 6.6.2.

Detach and PDN Disconnection for S2a

UE/Trusted Non-3GPP IP Access Network Initiated Detach and
UE/Trusted Non-3GPP IP Access requested PDN Disconnection
Procedure with PMIPv6

Non-Roaming, Home Routed Roaming and Local Breakout Case

The procedure in this clause applies to both Detach Procedures, including UE or Trusted non-3GPP access initiated
detach procedure, and UE/Trusted non-3GPP Access requested PDN disconnection procedure when supported by the
Trusted non-3GPP access.

The UE can initiate the detach procedure, e.g. when the UE is power off. The Trusted Non-3GPP Access Network can
initiate the detach procedure due to administrative reasons or detecting the UE's leaving by, e.g. Link-layer event
specific to the access technology (refer to PMIPv6 specification, RFC 5213 [8], for more information).
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7.

spegific detach trigger

Roaming Scenarios

Trusted
Non-3GPP PDN AAA HSS/
UE IP Access GW Proxv VPCRF hPCRF AAA

1. Arcess technology

B. Proxy Binding Update (lifetimme=0)

»

4. Update PDN GW Address
< D
h 1/

A 4

/5. PCEF-Initiated IP-CAN Session .
. Termination Procedur; /)

6. Proxy Bindina Ack

i 1
Non-3GPP specific !
respurce release !
brocedure !

Figure 6.4.1.1-1: UE/Trusted Non-3GPP Access Network initiated detach procedure or PDN-
disconnection with PMIPv6

For detach procedure and in case of connectivity with multiple PDNSs, the steps 2 to 6 are repeated for each PDN the UE
is connected to.

For UE-requested PDN disconnection procedure, steps 2 to 6 are performed for the PDN that the UE requested
disconnection from.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figu

re 4.2.3-4) cases. For the Roaming and Local Breakout cases, the vVPCRF forwards messages between the non-

3GPP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vVPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the gateways and PCRF do not

occur

1)

2)

3)

. Instead, the PDN GW may employ static configured policies.

The UE or the Trusted Non-3GPP Access Network triggers either detach or disconnection from a specific PDN
by an access technology specific procedure. In the case of PDN disconnection of a PDN connection out of
multiple PDN connections, the UE shall use the access specific mechanism for differentiating the PDN
connections towards the same APN (see clause 6.8.1.1) to indicate the PDN connection to be deregistered and
allow the Mobile Access Gateway in the Trusted Non-3GPP | P Access to select the corresponding PDN
connection identity needed in step 3 (e.g. the UE informs the Trusted Non-3GPP access of the prefix to be
disconnected).

The Trusted Non-3GPP Access Network initiates the Gateway Control Session Termination Procedure with the
PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS policy to
traffic flows for this UE.

The Mobile Access Gateway (MAG) in the Trusted Non-3GPP |P Access sends a Proxy Binding Update (MN
NAI, APN, lifetime=0) message to the PDN GW with lifetime value set to zero, indicating de-registration. The
MN NAI identifies the UE to deregister from the PDN GW. When only one PDN connection to the given APN is

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 115 ETSI TS 123 402 V12.8.0 (2015-04)

alowed the APN is needed in order to determine which PDN to deregister the UE from, as some PDN GWs may
support multiple PDNs. When multiple PDN connections to the given APN are supported the APN and the PDN
connection identity are needed in order to determine which PDN to deregister the UE from.

4) The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

5) The PDN GW deletesthe IP CAN session associated with the UE and executes a PCEF-Initiated IP CAN
Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

6) The PDN GW deletes existing entries implied in the Proxy Binding Update message from its Binding Cache and
sends a Proxy Binding Ack (MN NAI, APN, lifetime=0) message to the MAG.

7) Non-3GPP specific resource release procedure is executed. The resources of Trusted Non-3GPP Access Network
arereleased. In case of disconnection from a PDN, if the PDN from which the UE is disconnected was the only
PDN that the UE was connected to, detach related procedures may be performed in the Trusted non-3GPP IP
access.

6.4.1.2 Chained PMIP-based S8-S2a Roaming Case

This clause defines the UE/Trusted Non-3GPP | P Access Network-initiated detach procedure UE-requested PDN
disconnection procedure for PM I P-based S8-S2a chaining. This procedure also applies to UE/ePDG-initiated detach
procedure for PMIP-based S8-S2b chaining.

Trusted
Non-3GPP PDN AAA HSS/
UE Access/ePDG S-GW GW Proxy VPCRF hPCRF AAA

1. Detach Initiation

2. Proxy Binding Update (lifefime=0)

>

3.|Proxy Binding Update (lifetime=0)
—
4. Update PDN GW Addregs

<« »

/5. PCEF-Initiated IP-CAN Session
% Termination Procedure ’

6.|Proxy Binding Ack

7.|Proxy Binding Ack

8. Detach Completion

Figure 6.4.1.2-1: UE/ePDG/Trusted Non-3GPP Access Network initiated detach procedure for chained
PMIP-based S8-S2a/b roaming scenarios and PDN-disconnection for chained PMIP-based S8-S2a

For detach procedure and in case of connectivity with multiple PDNs, the steps 2 to 7 are repeated for each PDN the UE
is connected to.

For UE-requested PDN disconnection procedure for chained PMIP-based S8-S2a, steps 2 to 7 are performed for the
PDN that the UE requested disconnection from.

1) For detach, initial steps of the detach is performed as described in steps 1-2 of clause 6.4.1.1 (for trusted non-
3GPP access) and step 1 of clause 7.4.1.1 (for untrusted non-3GPP access). For UE-requested PDN
disconnection in chained PMIP-based S8-S2a, steps 1-2 of clause 6.4.1.1 are performed.
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2) The MAG inthe Trusted Non-3GPP IP Access or ePDG sends a Proxy Binding Update (MN NAI, APN,
lifetime=0) message to the Serving GW with lifetime value set to zero, indicating de-registration. The MN NAI
identifies the UE to deregister from the PDN GW. When only one PDN connection to the given APN is allowed
the APN is needed in order to determine which PDN to deregister the UE from, as some PDN GWs may support
multiple PDNs. When multiple PDN connections to the given APN are supported the APN and PDN connection
identity are needed in order to determine which PDN to deregister the UE from.

3) The Serving GW deletes all existing entriesimplied in the Proxy Binding Update message from its Binding
Cache and releases all associated resources (e.9. GRE tunnel), and then sends a corresponding Proxy Binding
Update message (asin step 2) to the PDN GW in the HPLMN.

4) The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

5) The PDN GW initiates the PCEF-initiated |P CAN Session Termination Procedure, as specified in
TS23.203[19].

6) The PDN GW deletes existing entries implied in the Proxy Binding Update message from its Binding Cache and
releases all associated resources, and then sends a Proxy Binding Ack (MN NAI, APN, lifetime=0) message to
the Serving GW in the VPLMN.

7) The Serving GW sends a corresponding Proxy Binding Ack message (asin step 6) to the MAG functionin
Trusted Non-3GPP |P Access.

8) The detach procedure is completed as described in step 7 of clause 6.4.1.1 (for trusted non-3GPP access) and
step 6 of clause 7.4.1.1 (for untrusted non-3GPP access). In case of disconnection from a PDN, if the PDN from
which the UE is disconnected was the only PDN that the UE was connected to, detach related procedures may be
performed.

6.4.2 HSS/AAA Initiated Detach Procedure with PMIPv6

6.4.2.1 Non-Roaming, Home Routed Roaming and Local Breakout Case

HSS/AAA-initiated detach procedure with PMIPV6 isillustrated in figure 6.4.2.1-1. The HSS can initiate the procedure
e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g. instruction from
O&M, timer for re-authenti cation/re-authorization expired.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.

Trusted Non- Roaming Scenarios

3GPP IP PDN AAA HSS/
UE Access GW Proxv VvPCRF hPCRF AAA

1. UE De-reaqigtration Request
D
€

A

2. The procedures as TS 23.402, Figure 6.4.1.1-1, after Step 1

3. UE De-Rgqaistration Ack
N
AN

\4

Figure 6.4.2.1-1: HSS/AAA-initiated detach procedure with PMIPv6

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and L BO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vVPCRF is hot involved at al.
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1) The HSSYAAA sends a Detach I ndication message to the MAG in the Trusted Non-3GPP Access Network to
detach a specific UE.

2) Thisincludesthe procedure after step 1 asin figure 6.4.1.1-1.

3) The MAG of the Trusted Non-3GPP Access Network sends a Detach Ack message to the 3GPP AAA Server. If
the detach procedure was initiated from the 3GPP AAA Server and if the UE no longer has any context in the
3GPP AAA Server, the 3GPP AAA Server communicates the HSS as described in clause 12.1.2. If the detach
procedure was initiated by HSS, the 3GPP AAA Server repliesto the HSS as described in clause 12.1.3.

NOTE: TheHSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not
remove the PMIP tunnels on S2a, since the MAG in the non-3GPP access is responsible for removing the

PMIP tunnels on S2a. The PDN GW acknowledges the receipt of the detach indication message to the
3GPP AAA Server.

6.4.2.2 Chained PMIP-based S8-S2a Roaming Case

This clause defines the HSS/AAA-initiated detach procedure for PMIP-based S8-S2a chaining. This procedure also
applies for PMIP-based S8-S2b chaining.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.

Trusted
Non-3GPP IP | | o - PDN AAA HSS/
UE Access/ePDG : GW Proxy VPCRF hPCRF AAA

1. Detach Indication

<&
«

A

2. Detach Procedures

3. Detach|Ack

v

Figure 6.4.2.2-1: HSS/AAA-initiated detach procedure for chained PMIP-based S8-S2a/b roaming
scenarios

1) The HSSYAAA sends a Detach I ndication message to the MAG in the Trusted Non-3GPP Access Network or
ePDG to detach a specific UE.

2) The detach procedure as described in steps 2-8 of clause 6.4.1.2 is performed.

3) The MAG of the Trusted Non-3GPP Access Network or ePDG sends a Detach Ack message to the 3GPP AAA
Server. If the detach procedure was initiated from the 3GPP AAA Server and if the UE no longer has any context
in the 3GPP AAA Server, the 3GPP AAA Server communicates the HSS as described in clause 12.1.2. If the
detach procedure was initiated by HSS, the 3GPP AAA Server replies to the HSS as described in clause 12.1.3.

NOTE: The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not
remove the PMIP tunnels on S2a, since the MAG in the non-3GPP access is responsible for removing the

PMIP tunnels on S2a. The PDN GW acknowledges the receipt of the detach indication message to the
3GPP AAA Server.
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6.4.3 UE-initiated Detach Procedure and UE-Requested PDN
Disconnection Procedure with MIPv4 FACoA

The procedure in this clause applies to both UE initiated Detach Procedure and UE-requested PDN disconnection
procedure with MIPv4 FACoA when supported by the Trusted non-3GPP access.

The UE can initiate this procedure, e.g. when the UE is powered off.

Roaming Scenarios
Trusted
Non-3GPP PDN AAA HSS/
UE IP Access GW Proxv vPCRF hPCRF AAA
1} MIPv4 Registration Request
(lifetime=0)
T 2. Gateway Control Session Termination Procequrp s

3. MIPv4 Registration Requgst
(lifetime=0))

4. AAA Inferactions

A
A 4

.{3. Update PDN GW Address

./ 6. PCEF-Initiated IP-CAN Session .
\ Termination Prodedur; it

A 4

\J

7. MIPv4 Registration Repl

<&
<«

8. MIPv4 Reaistration Reply

' 9. Non-3GPP specific
1 resource release pfocedure

Figure 6.4.3-1: UE-initiated detach procedure with MIPv4 FACoA

NOTE: AAA proxy and VPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local
breakout (Figure 4.2.3-4).

For detach procedure and in case of connectivity with multiple PDNSs, the steps 1 to 9 are repeated for each PDN the UE
is connected to.

For UE-requested PDN disconnection procedure, steps 1 to 9 are performed for the PDN that the UE requested
disconnection from.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the VPCRF is not involved at all.

1) The UE sends a MIPv4 Registration Request (RRQ) (MN-NAI, Home Address, Home Agent Address, Care-of
Address, lifetime = 0) message to the Foreign Agent (FA) in the Trusted Non-3GPP Access Network with
lifetime value set to zero, indicating de-registration. The MN-NAI identifies the UE. The Home Address
includes UE Home | P addresses, the Home Agent Address contains the | P address of Home Agent. Care-of
Addressindicates the CoA used by the UE for the binding.
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2) The Trusted Non-3GPP Access Network initiates the Gateway Control Session Termination Procedure with the
PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS policy to
traffic flows for this UE.

3) TheFA relaysthisMIPv4 RRQ (MN-NAI, lifetime = 0) message to the PDN GW.
4) The selected PDN GW obtains Authentication and Authorization information from the AAA/HSS.

5) The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

6) The PDN GW deletes the IP CAN session associated with the UE and executes a PCEF-Initiated |P-CAN
Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

7) The PDN GW sends a MIPv4 Registration Reply (RRP) (MN-NAI, Home Address, Home Agent Address,
Lifetime=0) message to the FA.

8) Any time after step 7, the FA relays this MIPv4 RRP (MN-NAI, Home Address, Home Agent Address,
Lifetime=0) message to the UE.

9) After step 7, Non-3GPP specific resource release procedure is executed.

6.4.4 Network Initiated Detach Procedure with MIPv4 FACoA

Trusted Non-3GPP Access Network initiated detach procedure with MIPv4 FACoA Modeisillustrated in

Figure 6.4.4-1. The Trusted Non-3GPP Access Network can initiate this procedure due to administration reason or
detecting the UE's leaving by, e.g. Link-layer event specific to the access technology (see RFC 3543 [25] for more
information).

Roaming Scenarios
Trusted
Non-3GPP PDN AAA HSS/
UE IP Access GW Proxv VPCRF hPCRF AAA
R 1. Gateway Control Session Termination ProceqUy s

2. Reaistration Revocation

3. Update P[i\l GW Address

\ 4

y
D
\J

/4. PCEF-Initiated IP-CAN Session .
. Termination Prodedur ’

5. Reaistration Revocation Ack

y

i 6. Non-3GPP spegcific
| resourge release prpcedure

Figure 6.4.4-1: Trusted Non-3GPP Access Network initiated detach procedure with MIPv4 FACoA

NOTE: AAA proxy and VPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local
breakout (Figure 4.2.3-4).
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The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and L BO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1) The Trusted Non-3GPP Access Network detects the UE's leaving and initiates a Gateway Control Session
Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network
no longer applies QoS policy to traffic flows for this UE.

2) The FA sends a Registration Revocation (Home Address, Home Agent Address, Care-of Address) message (see
RFC 3543 [25]) to the PDN GW.

3) The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

4) The PDN GW deletesthe IP CAN session associated with the UE and executes a PCEF-Initiated IP-CAN
Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

5) The PDN GW sends a Registration Revocation Ack (Home Address) message (see RFC 3543 [25]) to the FA.

6) The Trusted Non-3GPP Access Network executes a specific resource release procedure.

6.4.5 HSS/AAA-initiated detach procedure with MIPv4 FACoA

HSS/AAA-initiated detach procedure with MIPv4 FACoA Modeisillustrated in Figure 6.4.5-1. The HSS can initiate
the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the procedure, e.g.
instruction from O&M, timer for re-authentication/re-authorization expired.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.

Trusted Roaming Scenarios
Non-3GPP PDN AAA HSS/
UE IP Access GW Proxv VPCRF hPCRF AAA
1. Detach Indication
< D
- \

2. Procedure as TS 23.402, Figure 6.4.4-1

3. Detach Ack

D
\V

[0}

v

Figure 6.4.5-1: HSS/AAA-initiated detach procedure with MIPv4 FAC0A

NOTE 1: AAA proxy and VPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local
breakout (Figure 4.2.3-4).

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout
(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the VPCRF forwards messages between the PDN GW and the
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hPCRF. In the Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vPCRF is not involved at all.

1) The HSS/AAA sends a detach indication message to the FA in the Trusted Non-3GPP Access Network to detach
a specific UE.

2) Thisincludesthe procedurein figure 6.4.4-1.

3) The FA sends a Detach Ack message to the 3GPP AAA Server. If the detach procedure was initiated from the
3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server
communicates the HSS as described in clause 12.1.2. If the detach procedure was initiated by HSS, the 3GPP
AAA Server repliesto the HSS as described in clause 12.1.3.

NOTE 2: The HSS/AAA may also send a detach indication message to the PDN GW. The PGW does not remove
the MIPv4 tunnels, since the MIPv4 FA in the non-3GPP access is responsible for removing the M1Pv4
tunnels. The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA
Server.

6.5 Detach and PDN Disconnection for S2c in Trusted Non-
3GPP IP Access

6.5.1 General

This clause isrelated to the cases where at least one DSMIPv6 PDN disconnection procedure is performed. In case of
detach the DSMIPv6 PDN disconnection is executed for all the existing PDNs connections, while in the case of
disconnecting asingle PDN connection the DSMIPv6 PDN disconnection is executed only for the individual PDN
connection.

The DSMIPv6 PDN disconnection procedure is on a per PDN basis and allows:
- the UE to inform the network that it requests to release a S2¢ based PDN connection, and
- the network to inform the UE that a S2c based PDN connection is disconnected.

The UE may be disconnected from a PDN either explicitly or implicitly:

- Explicit PDN disconnection: The network or the UE explicitly requests PDN disconnection and signal with each
other.

- Implicit PDN disconnection: The network disconnects the UE from a PDN, without notifying the UE. Thisis
typically the case when the network presumes that it is not able to communicate with the UE, e.g. dueto radio
conditions.

Three PDN disconnection procedures are provided when the UE accesses the EPS through S2c:
- UE-Initiated PDN disconnection Procedure;
- AAA/HSS-initiated Detach Procedure;
- PDN GWe-initiated PDN disconnection Procedure.
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6.5.

2 UE-initiated PDN disconnection Procedure

The PDN disconnection procedure when initiated by the UE isillustrated in Figure 6.5.2-1. In case of detaching the UE
from EPS, the procedure defined in this clause must be repeated for each PDN.

Trusted
Non-3GPP PDN AAA HSS/
UE Access GW Proxy vPCRF hPCRF AAA

Roaming Scenarios

B D |

| resource release procedure

1. Binding Update

\ 4

2. Update PDN GW Address
]

/3. PCEF-Initiated IP-CAN Sgession .
. Termination Prodedur, /

4. Binding Acknowledgement

A

-
-

«-”" 5. PCRF-Initiated Gateway Control Session Terminatio Procedure ™~

7. Non-3GPP specific

1L 1 1 B 1

Figure 6.5.2-1: UE-initiated DSMIPv6 PDN disconnection procedure in Trusted Non-3GPP Access

Network

Non-roaming (Figure 4.2.2-2), home routed roaming (Figure 4.2.3-3) and Local Breakout (Figure 4.2.3-4) cases are
supported by this procedure. The AAA proxy and VPCRF are only used in the case of home routed roaming and Local
Breakout. In non-roaming scenarios, the AAA proxy and vVPCRF are not involved.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1

If the UE wants to terminate a S2c session for agiven PDN, it shall send a de-registration Binding Update (HOA,
Lifetime=0) as specified in RFC 5555 [10].

The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the PDN GW isin the VPLMN,
signalling may be routed viaa 3GPP AAA Proxy inthe VPLMN. If the UE no longer has any context in the
3GPP AAA Server, the 3GPP AAA Server notifiesthe HSS as described in clause 12.1.2.

If thereis an active PCC session for the UE, the PDN GW shall execute a PCEF-Initiated IP-CAN session
Termination Procedure with the PCRF as specified in TS 23.203 [19].

The PDN GW shall send a Binding Acknowledgement as specified in RFC 5555 [10]

The PCRF shall remove all active QoS rules which refer to the Home Address. The PCRF executes a PCRF-
Initiated Gateway Control Session Termination Procedure with the Trusted Non-3GPP | P Access as specified in
TS 23.203[19]. The Trusted Non-3GPP |P Access will no longer perform any QoS policy or gateway control
function associated with the terminated session.

This step describes the case where there are no QoS rules remaining for that UE at the trusted non-3GPP access
and thus the GW control session termination is executed. In case there are till active QoS rules for the UE, the
GW control session termination procedure is replaced by a QoS rule provision procedure.

The UE terminates the IKEv2 security association for the given PDN as defined in RFC 5996 [9]
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7. After IKEv2 SA termination, non-3GPP specific resource release procedure may be executed.

6.5.3
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HSS / AAA-initiated Detach Procedure
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The Detach procedure when initiated by the HSS/AAA isillustrated in Figure 6.5.3-1. The Detach procedure defined in
this clause must be repeated for each PDN.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.

In the explicit detach procedure steps 2, 3 and 7 of Figure-6.5.3-1, are performed asillustrated. In the implicit detach,

steps 2, 3 and 7 of Figure 6.5.3-1, are omitted.

e |
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| resource release procedure
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Figure 6.5.3-1: AAA/HSS-initiated S2c detach procedure in Trusted Non-3GPP Access Network

Non-roaming (Figure 4.2.2-1), home routed roaming (Figure 4.2.3-2) and Local Breakout (Figure 4.2.3-4) cases are
supported by this procedure. The 3GPP AAA proxy and VPCRF are only used in the case of home routed roaming and
Local Breakout. In non-roaming scenarios, the 3GPP AAA proxy and VPCRF are not involved.

If dynamic policy provisioning is not deployed, the optional steps 4 and 6 do not occur. Instead, the PDN GW may
employ static configured policies.

1. If the HSS/AAA wants to request the immediate termination of a S2c session for agiven UE and agiven PDN, it
shall send a Session Termination message to the PDN GW. In the roaming case signalling may be routed viaa
3GPP AAA Proxy inthe VPLMN.

2. The PDN GW shall send a detach request message.

3. The UE shall acknowledge the detach request.

NOTE 1: How the detach request and acknowledge messages are implemented is a stage 3 detail.

4. |f thereisan active PCC session for the UE, the PDN GW shall execute a PCEF-Initiated IP-CAN Session
Termination Procedure with the PCRF as specified in TS 23.203 [19].
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5. The PDN GW shall acknowledge the termination of the S2c session to the AAA. If the detach procedure was
initiated from the 3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA Server, the
3GPP AAA Server communicates the HSS as described in clause 12.1.2. If the detach procedure was initiated by
HSS, the 3GPP AAA Server repliesto the HSS as described in clause 12.1.3.

6. The PCRF shall remove any active QoS Policy rule which is referred to the Home Address. The PCRF executes
a PCRF-Initiated Gateway Control Session Termination Procedure with the Trusted Non-3GPP |P Access as
specified in TS 23.203 [19]. The Trusted Non-3GPP 1P Access will no longer perform any QoS policy or
gateway control function associated with the terminated session.

This step describes the case where there are no QoS rules remaining for that UE at the trusted non-3GPP access
and thus the GW control session termination is executed. In case there are till active QoS rules for the UE, the
GW control session termination procedure is replaced by a QoS rule provision procedure.

7. The PDN GW or the UE terminates the IKEv2 security association for the given PDN as defined in
RFC 5996 [9].

8. After IKEv2 SA termination, non-3GPP specific resource release procedure may be executed.

NOTE 2: The HSS/IAAA may (e.g. when STais implemented and/or based on operator's policies) also send a
detach indication message to the non-3GPP access. The HSS/AAA should wait to receive
acknowledgement(s) from PGW(s) before sending the detach indication to the non-3GPP access. The
non-3GPP access detaches the UE and acknowledges the receipt of the detach indication message to the
3GPP AAA Server.

6.5.4 PDN GW-initiated PDN Disconnection Procedure

The PDN Disconnection procedure when initiated by the PDN GW isillustrated in Figure 6.5.4-1.

Roaming Scenarios

Trusted
Non-3GPP PDN AAA HSS/
UE Access GW Proxv VPCRF hPCRF AAA

1. Detach Request

3. Update PDN G\ Address

/4. PCEF-Initiated IP-CAN Session ‘.
AN Termination Prodedur .

___________________________________________________ <
~

(:’/ 5. PCRF-Initiated Gateway Control Session Terminatio@'ocedure s

S S .

i 7. Non-3GPP specific E
! 1

, resource release procedure

L1 Il

Figure 6.5.4-1: PDN GW:- initiated PDN Disconnection S2c procedure in Trusted Non-3GPP Access
Network

Non-roaming (Figure 4.2.2-1), home routed roaming (Figure 4.2.3-2) and Local Breakout (Figure 4.2.3-4) cases are
supported by this procedure. The 3GPP AAA proxy and VPCRF are only used in the case of home routed roaming and
Local Breakout. In non-roaming scenarios, the 3GPP AAA proxy and VPCRF are not involved.
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If dynamic policy provisioning is not deployed, the optional step 3 does not occur. Instead, the PDN GW may employ
static configured policies.

If the PDN GW-initiated PDN Disconnection Procedure is triggered by the UE binding lifetime expiration (Implicit
PDN disconnection procedure), steps 1 and 2 may be omitted.

1. Inthe explicit detach procedure the PDN GW shall send a detach request message.
2. Inthe explicit detach procedure, the UE shall acknowledge the detach request.
NOTE: How the detach request and acknowledge messages are implemented is a stage 3 detail.

3. The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the PDN GW isin the VPLMN,
signalling may be routed viaa 3GPP AAA Proxy inthe VPLMN. If the UE no longer has any context in the
3GPP AAA Server, the 3GPP AAA Server notifiesthe HSS as described in clause 12.1.2.

4. |f thereisan active PCC session for the UE, the PDN GW shall execute a PCEF-Initiated IP-CAN Session
Termination Procedure with the PCRF as specified in TS 23.203 [19].

5. The PCRF shall remove al active QoS rules which refer to the Home Address. The PCRF executes a Gateway
Control and QoS Rules Provision procedure or, if thisis the last PDN Connection for the UE, a PCRF-Initiated
Gateway Control Session Termination Procedure with the Trusted Non-3GPP IP Access as specified in
TS23.203[19]. The Trusted Non-3GPP | P Access will no longer perform any QoS policy or gateway control
function associated with the terminated PDN Connection.

6. The PDN GW or the UE may terminate the IKEv2 security association for the given PDN as defined in
RFC 5996 [9].

7. After IKEv2 SA termination, non-3GPP specific resource release procedure may be executed.

6.6 Network-initiated Dynamic PCC

6.6.1 Network-initiated Dynamic PCC on S2a

If dynamic PCC is deployed, the procedure given in Figure 6.6.1-1 is used by the PCRF to provision rulesto the
Trusted non-3GPP I P access and for the Trusted non-3GPP IP access to enforce the policy by controlling the resources
and configuration in the trusted non-3GPP access. The access specific procedure executed in the trusted non-3GPP
access is not within the scope of this specification.

Roaming
Trusted Non-3GPP Scenarios
IP Access
PDN GW VPCRF hPCRF

3 1. Gateway Control and QoS Policy Ruovision- begin

2. Access specific
mechanism to
enforce the policy

Figure 6.6.1-1: Network-initiated dynamic policy control procedure in Trusted Non-3GPP IP Access
for S2a
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This procedure concerns both the non-roaming (as Figure 4.2.2-1) and roaming case (as Figure 4.2.3-1). In the roaming
case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP |P Access and the hPCRF in the
HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW
and the hPCRF. In the non-roaming case, the VPCRF is not involved at al.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1. The PCRF initiates the Gateway Control and QoS Policy Rules Provision Procedure specified in TS 23.203 [19]
by sending a message with the QoS rules and Event Trigger information to the Trusted non-3GPP access
network.

2. The Trusted Non-3GPP I P Access enforces the rules provisioned to it, and establish all necessary resources and
configuration in the non-3GPP access system, e.g. initiate a dedicated bearer activation, modification or
deactivation, if supported. The details of this step are out of the scope of this specification.

3. The Trusted Non-3GPP I P Access responds to the PCRF indicating its ability to enforce the rules provisioned to
itin Step 1 and thus completing the GW Control and QoS Rules Provision procedure started in step A.1.

4. The PCRF initiates the PCC Rules Provision Procedure as specified in TS 23.203 [19]. The PCRF provides
updated PCC rules to the PCEF for enforcement by means of an PCC Rules Provision procedure specified in
TS23.203[19].

NOTE: Step 4 may occur before step 1 or performed in parallel with steps 1-3 if acknowledgement of resource
allocation is not required to update PCC rulesin PCEF. For details please refer to TS 23.203 [19].

6.6.2 Network-initiated Dynamic PCC for S2c over Trusted Non-3GPP IP
Access

This clause isrelated to the case when network-initiated dynamic resource allocation is supported, and it is utilized for
the S2c traffic flow aggregates.

The procedure described in this clause may also be used subsequent to the S2c Attach procedure described in clause 6.3.

In this case, the PCRF may push specific PCC rules to the PDN GW and QoS Policy rules to the Trusted Non-3GPP
Access system, in case the Access System supports PCC.

Roaming Scenarios

Trusted
Non-3GPP PDN A HSS/
UE Access GwW Proxv VPCRF hPCRF AAA

2. Access specific
mechanism to enforce
the policy

Figure 6.6.2-1: Network-initiated dynamic policy control for S2c over Trusted Non-3GPP IP Access

This procedure concerns both the non-roaming (as Figure 4.2.2-2) and roaming case (as Figure 4.2.3-3). In the roaming
case, the vPCRF in the VPLMN forwards messages between the Trusted Non-3GPP | P Access and the hPCRF in the

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 127 ETSI TS 123 402 V12.8.0 (2015-04)

HPLMN. In the case of Local Breakout (as Figure 4.2.3-4), the vPCRF forwards messages sent between the PDN GW
and the hPCRF. In the non-roaming case, the VPCRF is not involved at al.

Steps 1-4 are the same asin steps 1-4 in clause 6.6.1. Step 4 may be skipped in case the PCC rules at the PDN GW are
already up-to-date.

6.7 UE-initiated Resource Request and Release

6.7.1 UE-initiated Resource Request and Release on S2a
This procedure is applicable to both PMI1Pv6 on S2a and DSMIPv6 on S2c.

This clause isrelated to the case when UE-initiated resource request and release is supported in the Trusted Non-3GPP
IP Access, and it is utilized for the S2a/S2c traffic flow aggregates.

Figure 6.7.1-1 depicts the procedure for the roaming and non-roaming cases.

Roaming
Scenarios
Trusted Non-3GPP
UE IP Access PDN GW VvPCRF hPCRF

1. IP-CAN specific resource
request/release initiated by UE

________________

3. Access specific mechanism
to enforce the policy

Figure 6.7.1-1: UE-initiated resource request/release with S2a or S2c

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Both the roaming (Figure 4.2.3-1) and non-roaming (Figure 4.2.2-1) scenarios are depicted in the figure. In the roaming
case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to
the trusted non-3GPP IP access in the VPLMN. The vPCRF receives the Acknowledgment from the trusted non-3GPP
IP access and forwards it to the hPCRF. In the non-roaming case, the vVPCRF is not involved at all.

1. Thetrusted non-3GPP IP access receives an |P-CAN specific resource allocation or resource release request
initiated by the UE.

2. Thetrusted non-3GPP I P access initiates the Gateway Control and QoS Policy Rules Request Procedure as
specified in TS 23.203 [19]. The trusted non-3GPP | P access provides the UE request or release of resources as
an Event Report. The PCRF makes a PCC decision as aresult of the Gateway Control and QoS policy request
and provides the updated QoS Rules to the trusted non-3GPP | P access.

3. AnIP-CAN specific resource allocation or resource release procedure may be triggered by the enforcement of
the received policy rules. In this step, aresponse for the resource request/rel ease is sent to the UE.
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4. Thetrusted non-3GPP IP access indicates to the PCRF whether the requested QoS Policy Rules Provision could
be enforced or not and thus compl eting the GW Control and QoS Rules Provision procedure.

5. The PCRF initiates the Policy and Charging Rules Provision Procedure as specified in TS 23.203 [19] to update
the PCC rulesin the PDN GW. The updated PCC Rules and Event Triggers include any adjustments to resources
due to the decision taken in step 2.

NOTE: Step 5 may be performed in parallel with Steps 2-4 if acknowledgement of resource allocation is not
required at the PCRF to update PCC rulesin PCEF. For details please refer to TS 23.203 [19].

Step 2 may be omitted if the Trusted non-3GPP | P access has aready received authorisation for the UE's request from
the PCRF, e.g. QoS rules downloaded at handover.

6.7.2 UE-initiated Resource Request for S2c over Trusted Non-3GPP IP
Access

The procedure is specified in clause 6.7.1.

6.8 UE-initiated Connectivity to Additional PDN

6.8.1 UE-initiated Connectivity to Additional PDN with PMIPv6 on S2a

6.8.1.0 General

This procedure is used to request for connectivity to an additional PDN over trusted non-3GPP access with PMIPv6 on
S2a when the UE aready has active PDN connections over such trusted access. This procedure is also used to request
for connectivity to an additional PDN over trusted non-3GPP access with PMIPv6 on S2a when the UE is
simultaneously connected to such trusted access and a 3GPP access, and the UE already has active PDN connections
over both the accesses.

The procedure is also used for the re-establishment of existing PDN connectivity after the UE performed the handover
from 3GPP accesses for the first PDN connection by the Attach procedure.

6.8.1.1 Non-Roaming, Home Routed Roaming and Local Breakout Case

Establishment of connectivity to an additional PDN over trusted access with S2a is supported only for the accesses that
support such feature and the UESs that have such capability.

PMIPv6 specification, RFC 5213 [8], is used to setup an | P connectivity between the trusted non-3GPP | P access and
the EPC during initial attach. In both roaming and non-roaming cases, S2ais present. It is assumed that MAG existsin
the trusted non-3GPP I P access.

There can be more than one PDN connection per APN if both the MAG and the PDN GW support that feature. When
multiple PDN connectionsto asingle APN are supported, during the establishment of a new PMIP tunnel, the MAG
creates and sends a PDN Connection identity to the PDN GW. The PDN connection identity is unique in the scope of
the UE and the APN and within a Trusted non-3GPP access network, i.e. the MN-ID, the APN, and the PDN connection
identity together identify a PDN connection within a Trusted non-3GPP access network. In order to be able to identify a
specific established PDN connection, both the MAG and the PDN GW shall store the PDN Connection identity.
Sending the PDN connection identity is an indication that the MAG supports multiple PDN connectionsto asingle
APN and the PDN GW shall be able to indicate if it supports multiple PDN connectionsto asingle APN.

NOTE 1: When multiple PDN connectionsto asingle APN are used, the MN-ID and the APN together is not
enough to identify the PDN connection. Therefore between the UE and MAG an access network specific
mechanism is needed to differentiate the PDN connections to the same APN. Differentiating the PDN
connections within one access is needed in order to operate on the correct PDN connection, e.g. when the
PDN connection is removed. Differentiating the PDN connections across accesses, e.g. during handover,
is not needed. The specification of such a mechanism is out of scope of 3GPP.
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Figure 6.8.1.1-1: Additional PDN connectivity with Network-based MM mechanism over S2a for non-

roaming and roaming

The steps in the procedure which are marked as optional occur only if dynamic policy provisioning has been deployed.

In the roaming case, messages are forwarded between the Trusted Non-3GPP | P Access and the hPCRF via the vPCRF.
In the case of LBO, messages are forwarded between the PDN GW and the hPCRF via the vPCRF also. Further, in the
case of LBO, messages between the PDN GW and the 3GPP AAA Server are sent viathe 3GPP AAA Proxy.

1) When the UE wishesto connect to an additional PDN, it sends atrigger indicating that connectivity with that

specific PDN is desired. The UE provides information about the new PDN by using an APN. When multiple
PDN connectionsto asingle APN are supported then some additional access specific mechanism is needed
between the UE and the MAG to differentiate the PDN connections towards the same APN. If supported by the
non-3GPP access, the UE may send Protocol Configuration Optionsin this step using access specific
mechanisms. The Protocol Configuration Options provided by the UE may include the user credentials for PDN
access authorization. The UE triggers the re-establishment of existing PDN connectivity after the handover by
providing a Request Type indicating "Handover" on accesses that support the indication.

NOTE 2: The definition of the trigger that the UE provides to the access network (MAG) is out of scope of 3GPP.

2)

3)

At this step the trusted non-3GPP | P access performs PDN GW selection as described in clause 4.5.1. Steps 4 to
10 according to clause 6.2.1 are executed with PDN GW?2 instead of PDN GW1.

The trusted non-3GPP | P access system sends the reply message to the UE with the allocated | P address from the
PDN that the UE indicated at step 1. If supported by the non-3GPP access, the Protocol Configuration Options
provided by the PDN GW in step 2 are returned to the UE in this step using access specific mechanisms. Since
UE requested for additional PDN connectivity, the UE configures the | P address received from the MAG without
deleting its configuration for connectivity with any other previously established PDN. For handover, the UE is
returned the IP address the UE obtained before the handover during PDN connectivity establishment.

NOTE 3: The definition of the message used to carry the new connectivity information to the UE is out of scope of

4)

3GPP.

The PMIPv6 tunnel isthus set up between the Trusted Non-3GPP IP Access and the PDN GW corresponding to
the requested additional PDN while maintaining tunnels previously established for other PDNSs.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 130 ETSI TS 123 402 V12.8.0 (2015-04)

6.8.1.2 Chained PMIP-based S8-S2a Roaming Case

This clause defines the UE-initiated Connectivity to Additional PDN for PMIP-based S8-S2a chaining. This procedure
also applies for PMIP-based S8-S2b chaining.

Multiple PDN connectionsto asingle APN can be established if it is supported by the MAG, the Serving GW and the
PDN GW. When multiple PDN connections to asingle APN are supported, during the establishment of a new PDN
connection, the use of PDN connection identity is used as specified in clause 6.8.1.1 and the Serving GW shall forward
the PDN connection identity between the concatenated PMIP tunnels.

Trusted
e Non-3GPP PDN PDN AAA HSS/
Access/ ePDG|| s.cw GW Gw?2 || VPCRF Proxy hPCRF | AAA
Existing PMIP Tunnel
[
1. Trigger new PDN Connectivity
TSP e mmmm e el "~
‘<. .. 2. Gateway Control Session Establishment Procedure __ __=*

3. Steps 2-7 of Figure 6.2.4-1

[ S

<:\ 4. Gateway Control and QoS Rules Provision Procedure :x

------- E Eatataiabdedaids Ededdded bt Tttt dafd et S

5. Reply (new PDN cpnnectivity information)

«

Existing PMIP Tunnel

New PMIP| Tunnels

Figure 6.8.1.2-1: Additional PDN connectivity for chained PMIP-based S8-S2a/b roaming scenarios

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The gateway control signalling in steps 2 and 4 between the gateway and PCRF occur only for Trusted Non-3GPP IP
Accesses.

1) When the UE wishesto connect to an additional PDN, it sends atrigger according to step 1 of clause 6.8.1.1
(Figure 6.8.1.1-1).

2) The non-3GPP access gateway initiates the Gateway Control Session Establishment Procedure with the hPCRF
by way of the vPCRF, as specified in TS 23.203 [19].

3) Steps2to 7 according to clause 6.2.4 (Figure 6.2.4-1) are executed with PDN GW2 instead of PDN GW1.

4) In case the QoS rules have changed, the hPCRF by way of the vPCRF updates the QoS rules at the non-3GPP
access gateway by initiating the GW Control Session Modification Procedure, as specified in TS 23.203 [19].
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5) The trusted non-3GPP access system or ePDG sends the reply message to the UE according to step 3 of
clause 6.8.1.1 (Figure 6.8.1.1-1). If supported by the trusted non-3GPP access system, the Protocol
Configuration Option provided by the PDN GW in step 3 are returned to the UE in this step using access specific
mechani sms.

6.8.2 UE-initiated Connectivity to Additional PDN with MIPv4 FACoA on
S2a

This procedure is used to request for connectivity to an additional PDN over trusted non-3GPP access with MIPv4
FACoA on S2awhen the UE aready has active PDN connections over such trusted access. This procedure is also used
to request for connectivity to an additional PDN over trusted non-3GPP access with M1Pv4 FACoA on S2a when the
UE is simultaneously connected to such trusted access and a 3GPP access, and the UE already has active PDN
connections over both the accesses.

NOTE: ThePDN GW treats each MN-ID+APN as a separate binding and may allocate a new | P address for each
binding.

Multiple connections to the same APN is supported for MIPv4 FACoA on S2a as the UE and PDN GW distinguish
between connections by means of the UE's distinct home addresses for each connection.

Roaming
p 3C Scenarios o/
Trusted Non-3GPP IP PDN PDN H
UE Access (FA) GW | |ew2 ||vPCRF Qxy hPCRF (| AAA

Existing MIPv4 Tuighel
1. MIPv4 Registratipn Request [UE ID F NAI, revelse tunnellrequest, $ervice Refquest Selection]

> Q)

2. Steps 6 — 12 of Figure 6.2.3-1

3. MIPv4 Registratipn Reply (home addfess)

Existing MIPv4 Tuighel

4. New MIPv4 Tunnel

Figure 6.8.2-1: UE-initiated Connectivity to Additional PDN with MIPv4 FACoA on S2a

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and the
hPCRF. In the Roaming and L BO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-
3GPP IP Access and the 3GPP AAA Server in the HPLMN. In the non-roaming case, the vVPCRF isnot involved at al.

1) When the UE wishes to connect to an additional PDN, UE sends a Registration Request (RRQ) (MN-NAI,
lifetime, APN) RFC 5944 [12] message to the FA as specified in RFC 5944 [12]. Reverse Tunnelling shall be
reguested. This ensuresthat al traffic will go through the PDN GW. The RRQ message shall include the NAI-
Extension RFC 2794 [34]. The UE may not indicate a specific Home Agent address in the RRQ message, in
which case the PDN Gateway/Home Agent is selected by the FA. The UE then receives the | P address of the
PDN Gateway in step 3 as part of the Registration Reply (RRP) message. The UE should then include the PDN
Gateway address in the Home Agent address field of subsequent RRQ messages. The UE provides information
about the new PDN by using an APN as specified in RFC 5446 [39].
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2) Thetrusted non-3GPP IP access performs a PDN GW selection for the new PDN connection. Steps 6-12 of
clause 6.2.3 are executed with PDN GW?2 instead of PDN GW1. The AAA interactions for obtaining
Authentication and Authorization information occur irrespective of whether the UE has a PDN connection with a
different APN to the same PDN GW or not.

3) The FA processes the RRP (MN-NAI, Home Address, Home Agent Address, APN) message according to
RFC 5944 [12] and sends a corresponding RRP message to the UE.

4) The MIPv4 tunnel isthus set up between the Trusted Non-3GPP | P Access and the PDN GW2 corresponding to
the requested additional PDN while maintaining tunnels previously established for other PDNSs.

6.8.3 UE-initiated Connectivity to Additional PDN from Trusted Non-3GPP
IP Access with DSMIPVv6 on S2c

This clause isrelated to the case when the UE attaches to a Trusted Non-3GPP Access network and host-based mobility
management mechanisms are used. Dual Stack MIPv6 [10] is used for supporting mobility over S2¢ interface. This case
describes the scenario when UE adds connectivity to one or more additional PDN at any time after initial attach. Since
host-based mobility mechanisms are used, the procedure is similar to the initial attach procedure.

This procedure is also used to request for connectivity to an additional PDN over trusted non-3GPP access with
DSMIPv6 on S2c when the UE is simultaneously connected to such trusted access and a 3GPP access, and the UE
already has active PDN connections over both the accesses.

NOTE: Based onthe MN-ID and APN, the PDN GW may alocate a new | P address/prefix for a new binding.

PDN
UE Trusted PDN
non-3GPP Gw1 GW2

Existing PDN connection

/ 1. S2c Attach to additional PDNSs, as in steps 4-8 of Figure 6.3-1 >

Figure 6.8.3-1: UE-initiated connectivity to multiple PDNs from Trusted Non-3GPP IP Access with
DSMIPv6

When the initial attachment is performed, the UE performs procedures described in clause 6.3, Figure 6.3-1, to obtain
connectivity with a PDN GW and a specific PDN. If at any time, the UE wants to obtain connectivity with additional
PDNs, it repeats steps 4-8 of Figure 6.3-1.

1). The UE performs PDN GW discovery for the new PDN and repeats steps 4-8 of clause 6.3, Figure 6.3-1 for each
additional PDN the UE wants to connect to. This step can be performed and be repeated at any time after the
initial attach for one or multiple PDNs.

If the UE discovers a different PDN GW for the additional PDN connectivity, when the current PDN GW could provide
access to the additional PDN, the PDN GW reallocation procedure may be used, as defined in clause 6.10.

6.9 Void
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6.10 PDN GW reallocation upon attach on S2c

The PDN GW reallocation procedure depicted in figure 6.10-1 can be used by the HSS/AAA to force the assignment of
anew PDN GW to the UE upon attach with DSMIPv6 in atrusted or untrusted non-3GPP | P access. The decision on
whether to trigger PDN GW reallocation is taken by the HSS/AAA according to the principles described in clause 4.5.2.

Roaming Scenarios

UE Trusted Non-3GPP Initial Target AAA HSS/
IP Access/ePDG PDN GW PDN GW Proxy |vPCRF | |hPCRF| AAA

P
1. Access to trusted non-3GPP IP access/ePDG and CoA configuration: Figure 6.3-1 steps 1-3 (trusted ]
access) or Figure 7.3-1 steps 1-3 (untrusted access)

,\ 2. Auther\vtication and a\Lthorizatim /\
2. DSMIPv6 security association < Reallocation trigger and .o
setup and reallocation trigger target PGW address ~ /

3. DSMIPV6 security association setup, HoA configuration with target PDN GW: Figure 6.3-1 step 4 (trusted
access) or Figure 7.3-1 step 4 (untrusted access)

4. BU/BA exchange with target PDN GW: Figure 6.3 1 steps 5-8 (trusted access) or Figure 7.3-1 }

steps 5-7 (untrusted access)

L 1L 1L L L L L

Figure 6.10-1: PDN GW reallocation upon attach on S2c

The following is a detailed description of the involved steps:

1) The UE authenticatesin the trusted non-3GPP access, or establishes the IPsec tunnel with the ePDG, and obtains
alocal IP address to be used as care-of address for DSMIPv6.

2) The UE establishesthe DSMIPv6 SA with theinitially discovered PDN GW. Thisimplies an AAA exchange
with the HSSYAAA. The HSS/AAA triggers the reallocation of the PDN GW and the APN associated with the
UE's PDN Connection by piggybacking a reallocation indication and the target PDN GW identity in the AAA
exchange. In the signalling from the PDN-GW to the UE, the PDN-GW indicates reall ocation, assigns no |Pv6
prefix to the UE and includes the | P address of the target PDN GW.

If the target PDN GW identity is stored in the HSS in form of the | P address, then this IP address can be
transferred to the UE directly. If the target PDN GW identity is stored in the HSS in form of the PDN GW
FQDN, theinitial PDN GW shall derive the |P address of the HA functionality of the target PDN GW from the
PDN GW FQDN provided by the AAA server and provideit to the UE.

3) The UE establishes the DSMIPv6 SA with the target PDN GW provided by the network during step 2.
4) The UE performs the DSMIPv6 registration with the target PDN GW.

NOTE 1: In casethe UE performs DSMIPv6 bootstrapping for an existing PDN connection, the UE includesits
IPv6 Home Address during step 2.

NOTE 2: The DSMIPv6 SA between the UE and the initial PDN GW may be implicitly removed by the UE and the
initial PDN GW any time after step 2, before expiry of the SA.
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6.11  S2c Bootstrapping via DSMIPv6 Home Link over a Trusted
Access

When the UE is connected on a trusted non-3GPP access considered to be DSMIPv6 home link for the UE based on
clause 4.5.6, the UE may trigger the establishment of S2c IKEv2 SA, e.g. to optimize future handovers to other accesses
using S2c. For each PDN connection, the S2¢c IKEv2 SA establishment has to be performed separately.

NOTE: A trusted non-3GPP access can be defined as DSMIPv6 Home Link in addition to the 3GPP access.

Once the UE is attached to the PDN over the trusted non-3GPP access, the procedure describing the bootstrapping isin
clause 15.1.

6.12 PDN GW initiated Resource Allocation Deactivation

6.12.1 PDN GW initiated Resource Allocation Deactivation with S2a PMIP

This procedureis performed to release all the resources associated with the PDN address, for example, dueto IP-CAN
session modification requests from the PCRF or due to handover from Non-3GPP to 3GPP. When it is performed for an
handover, the connections associated with the PDN address are released, but the PDN addressis kept in the PDN GW.

Roaming
Scenarios
3GPP
UE Trusted Non- Fé?/:/\l VPCRF Araproxy | TPCRF ﬁgg/
3GPP IP Access

~

2. Binding Revocation Request

Trusted Non-3GPP IP Access initiated release procedures (where applicable)

3. Release the Old context

____________________________________________________

5. Binding Revocation Ack
" 6.|Update PDN Grq Address
A\

A
v

Figure 6.12.1-1: PDN GW Initiated Binding Revocation with S2a PMIP

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP IP access and the hPCRF. In the Local Breakout case, the vVPCRF forwards messages between the PDN GW and
the hPCRF. In the non-roaming case, the VPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the proceduresin figure 6.12.1-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1. If dynamic PCC is deployed, the PDN GW initiated Resource Allocation Deactivation procedure may for
example be triggered due to 'l P CAN session Modification procedure’, as defined in TS 23.203 [19]. In this case,
the resources associated with the PDN connection in the PDN GW are released.

The PDN GW initiated Resource Allocation Deactivation can a so be triggered during handovers from Non-
3GPP to 3GPP.
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2. The PDN GW sends a Binding Revocation Indication message to the trusted non-3GPP | P access.

3. Theresources may be released in the trusted non-3GPP | P access, according to an access specific, trusted non-
3GPP IP accessinitiated, release mechanism.

4. If theresources are released in the trusted non-3GPP | P access, the trusted non-3GPP | P access initiates a
Gateway Control Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

5. Thetrusted non-3GPP | P access returns a Binding Revocation Acknowledgement message to the PDN GW.

6. In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW
informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA
Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

NOTE: For some accesses, the resources may be released independently of deactivation from the PDN GW.

6.12.2 PDN GW initiated Resource Allocation Deactivation with S2a MIPv4

This procedure is performed to release all resource allocations associated with the PDN address, for example, due to
IP-CAN session modification requests from the PCRF or due to handover without optimization from Non-3GPP to
3GPP. When it is performed for an handover, the connections associated with the PDN address are rel eased, but the
PDN addressis kept in the PDN GW.

Roaming
Scenarios
3GPP
@ Trusted Non- PG?,{/\I VPCRF IAAA proxy| hPCRF ﬁg@l
3GPP IP Access
’rl
1. IP-CAN Session Modification I
N R R
2. Registration Revocation
Trusted Non-3GPP IP Access initiated release procedures (where applicable)
3. Release the Old context
T 4. Gateway Confrol Session Te(mination Procedufe It
5. Registration Revocation Ack
" 6.|Update PDN GW Address
€~ - - - SEEEL L DR - - - - ------- >

Figure 6.12.2-1: PDN GW Initiated Registration Revocation over S2a MIPv4 interface

This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Loca Breakout

(Figure 4.2.3-4) cases. For the Roaming and Local Breakout cases, the VPCRF forwards messages between the non-
3GPP access and the hPCRF. In the Local Breakout case, the VPCRF forwards messages between the PDN GW and the
hPCRF. In the non-roaming case, the vVPCRF is not involved at all.

The optional interaction steps between the gateways and the PCRF in the proceduresin figure 6.12.2-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1. If dynamic PCC is deployed, the PDN GW initiated Resource Allocation Deactivation procedure may for
example be triggered due to 'IP CAN session Modification procedure' as defined in TS 23.203 [19]. In this case
the resources associated with the PDN connection in the PDN GW are released.

The PDN GW initiated Resource Allocation Deactivation can a so be triggered during handovers from Non-
3GPP to 3GPP.
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If the revocation support has been negotiated, the PDN GW sends a Registration Revocation message to the
trusted non-3GPP IP access as defined in RFC 3543 [25].

The resources may be released in the trusted non-3GPP | P access, according to an access specific, trusted non-
3GPP IP accessinitiated, release mechanism.

The Trusted Non-3GPP Access Network detects the UE's leaving and initiates a Gateway Control Session
Termination Procedure with the PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network
no longer applies QoS policy to service data flows for this UE.

The trusted non-3GPP | P access returns a Registration Revocation Acknowledgement message to the PDN GW.

In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW
informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA
Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

NOTE: For some accesses, the resources may be released independently of deactivation from the PDN GW.

6.12.3 PDN GW initiated Resource Allocation Deactivation for Chained

PMIP-based S8-S2a Roaming

This clause defines the PDN GW initiated resource alocation deactivation for chained PMIP-based S8-S2a roaming.
This procedure also applies for PMIP-based S8-S2b chaining.

UE

Roaming
Scenarios
Trusted Non-3GPP Serving PDN AAA hPCRF AAA/
Access / ePDG GW GW VPCRF Proxy HSS

1. Binding Reyocation Reques

—

2. Binding Revocation Request

Trusted Non-3GPP IP Access or ePDG initiated release procedures| (where applicable)

w

. Release the old context

5. Binding Revocation Ack

"l 6. Binding Reyocation Ack

>

7. Update PDN GW_Address

D it T € S R >

Figure 6.12.3-1: PDN GW Initiated Binding Revocation for Chained PMIP-based S8-S2a Roaming Case

The optional interaction step between the gateways and the PCRF in the procedures in figure 6.12.3-1 occur only if
dynamic policy provisioning is deployed. Otherwise policies may be statically configured in the gateway.

1
2.

The PDN GW sends a Binding Revocation Indication message to the MAG function in the Serving GW.

The Serving GW sends a corresponding Binding Revocation Indication message to the MAG function of the
trusted non-3GPP | P access or ePDG.

The trusted non-3GPP | P access or ePDG may release allocated resources in the non-3GPP | P access according
to access specific release mechanisms.

In case a Gateway Control Session between the trusted non-3GPP access or ePDG and hPCRF exists, the
Gateway Control Session Termination procedure, as specified in TS 23.203 [19], is performed.
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5. The MAG function of the trusted non-3GPP | P access or ePDG returns a Binding Revocation Acknowledgement
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message to the PDN GW.
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The MAG function of the Serving GW or ePDG sends a corresponding Binding Revocation Acknowledgement

In the case where the resources corresponding to the PDN connection are released in the PDN GW, the PDN
GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP

AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

NOTE:

6.12.4 Void

6.13

context.

UE

f3. Access Specific mechanism for modification of
. context according to the rule.

\
~

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy

Trusted

For some accesses, the resources may be released independently of deactivation from the PDN GW.

PDN GW initiated IPv4 address Delete Procedure

This procedure isinitiated by the PDN GW when the UE rel eases the | Pv4 address using DHCPv4 procedure or the
lease for the I P address has expired. The procedure is used to delete the IPv4 address from the PDN connection bearer

non-3GPP
Access

2. GW Con

______

5. Bi
(Indicat

nding Revocat
on to delete IA

nowledgement

P

4. GW Cont]D

vPCRF

rol and QoS R

Procedure - begi

ol and QoS Ru
rocedure - eng

on Indication,
v4 address onl

. Binding Revogation

es Provision

Figure 6.13-1: PDN GW initiated IPv4 address Delete Procedure

provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted
in the figure. In the roaming case, the VPCRF acts as an intermediary, relaying the PCC messages between the hPCRF
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in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the VPCRF isnot involved at all. In the
Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access
and the 3GPP AAA Server inthe HPLMN.

1. The PCEF initiates the IP-CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19].
The PDN GW provides the information to enable the PCRF to uniquely identify the IP-CAN session.

2. Incase QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS
rules provision procedure as described in TS 23.203 [19] to inform the Trusted non-3GPP access of the updated
QoSrules.

3. The Trusted non-3GPP Access initiates the "Network-initiated Dynamic PCC on S2a" procedure to release the
bearers.

4. Thetrusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the
GW Control and QoS rules provision procedure described in TS 23.203 [19].

5. The PDN GW sends a Binding Revocation Indication (PDN address) message to the trusted non-3GPP access to
revoke the |Pv4 address.

6. The trusted non-3GPP access returns a Binding Revocation Acknowledgement message to the PDN GW.

6.14 Non-3GPP access initiated IPv4 address Delete Procedure

This procedureisinitiated by the Trusted non-3GPP access when the UE releases the | Pv4 address using DHCPv4
procedure or the lease for the | P address has expired. The procedure is used to delete the IPv4 address from the PDN
connection and bearer context.

Trusted
non-3GPP PDN VPCRF hPCRF
UE Access GW

1. PBU Lifgtime=0, <Indication to delete
Pv4 address gnly

»

2. PBA

A

1. GW Contro
Procedure - en

6. GW Control and QoS Rules Provisig
Procedure - nd

=}

Figure 6.14-1: Non-3GPP access initiated IPv4 address Delete Procedure

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured in the gateway.
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The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted
in the figure. In the roaming case, the VPCRF acts as an intermediary, relaying the PCC messages between the hPCRF
in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the VPCRF is not involved at al. In the
Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access
and the 3GPP AAA Server inthe HPLMN.

1

The MAG in the Trusted Non-3GPP IP Access sends a Proxy Binding Update (MN NAI, APN, lifetime=0, |Pv4
only indication) message to the PDN GW with lifetime val ue set to zero, indicating de-registration. The MN NAI
identifies the UE to deregister from the PDN GW. Theindication for IPv4 only informs the UE that only the
IPv4 address from BCE isto be deleted. The APN is needed in order to determine which PDN GW to de-register
the UE from, as some PDNs may support multiple PDNs.

. The PDN GW modifies the existing entry to delete the IPv4 addressimplied in the Proxy Binding Update

message from its Binding Cache and releases all associated resources, and then sends a Proxy Binding Ack (MN
NAI, APN, lifetime=0, IPv4 only indicator) message to the MAG in trusted non-3GPP access.

The PDN-GW initiates the PCEF initiated |P-CAN session modification procedure as described in
TS 23.203[19] to inform the PCRF of the deleted 1Pv4 address. If PCC rules have changed the PCRF provides
the updated PCC rules to the PDN-GW as part of this procedure.

In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS
rules provision procedure as described in TS 23.203 [19] to inform the S-GW of the updated QoS rules.

An IP-CAN specific or resource release procedure may be triggered by the enforcement of the received policy
rules.

The Trusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the
GW Control and QoS rules provision procedure described in TS 23.203 [19].

6.15 IPv4 Home Address Release Procedure for S2c

This procedure is initiated by the UE to release an |Pv4 Home Address previoudy registered at the PDN GW.
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Trusted
non-3GPP PDN VPCRF hPCRF
UE Access GW

1. BU (without including the IPv4 HoA)

v

2.BA

A

4. GW Contro

------------------------------ S

1 5. Access Specific mechanism for modification of ‘:
. context according to the rule. !
! |

=}

6. GW Control and QoS Rules Provisig
Procedure-end

Figure 6.15-1: IPv4 Home Address Release Procedure for S2c

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured in the gateway.

The roaming (Figure 4.2.3-1), Local Breakout (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are depicted
in the figure. In the roaming case, the VPCRF acts as an intermediary, relaying the PCC messages between the hPCRF
in the HPLMN to the BBERF/PCEF in the VPLMN. In the non-roaming case, the VPCRF is not involved at al. In the
Roaming and LBO cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access
and the 3GPP AAA Server inthe HPLMN.

1

If the UE has previously registered 1Pv4 home address and wants to release it, the UE sends a Binding Update
(IPv6 HOA, lifetime) message to the PDN GW without including the IPv4 HoA, indicating de-registration for the
IPv4 Home Address only.

. The PDN GW modifies the existing entry to delete the IPv4 home address implied in the Binding Update

message from its Binding Cache and releases all associated resources, and then sends a Binding Ack message to
the UE.

The PDN-GW initiates the PCEF initiated IP-CAN session modification procedure as described in
TS 23.203 [19] to inform the PCRF of the deleted 1Pv4 address. If PCC rules have changed the PCRF provides
the updated PCC rules to the PDN-GW as part of this procedure.

In case QoS rules have to be modified, e.g. change of SDF filters, the PCRF initiates a GW Control and QoS
rules provision procedure as described in TS 23.203 [19] to inform the S-GW of the updated QoS rules.

An P CAN specific or resource release procedure may be triggered by the enforcement of the received policy
rules.

The Trusted non-3GPP access informs the PCRF of the success of the QoS rules enforcement, thus ending the
GW Control and QoS rules provision procedure described in TS 23.203 [19].
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6.16  Enhanced security support for S2c

6.16.1 General

Optionally UE and PDN GW may support integrity protection and/or confidentiality protection of user plane traffic
exchanged over the S2c tunnel when the UE isin atrusted non-3GPP access.

6.16.2 Activation of enhanced security for S2c

Roaming Scenarios

Trusted Non-3GPP PDN AAA HSS/

VE IP Access GW Proxy VPCRF hPCRF ARA

1. Initial attach procedure with S2c as per section 6.3
Or handover procedure to trusted non-3GPP access as per section 8.4.2

/\

2. Child SA establishment

N

’ 3. IP-CAN session moc@tion \
'\ procedure )
____________________________ ,
%
1 v’
/’I ;\
A R E R D R [N
4 . AY
,’ 4. GW control session and Qo les N
. provision procedure 7

Figure 6.16.1-1: Enhanced security support activation

1) The UE performsan initial attach procedure to atrusted non-3GPP access with S2c as described in clause 6.3 or
performs a handover procedure to a trusted non-3GPP access as specified in clause 8.4.2. At the end of this
step the UE is connected to a trusted non-3GPP access via S2c.

2) At any time when the UE is connected to a trusted non-3GPP access the UE or the PDN GW may trigger the
creation of achild IPsec Security Association for protecting the traffic sent via the S2c reference point. The child
SA iscreated as specified in RFC 4877 [22]. The child SA may provide user plane integrity protection.
Additionally, the same child SA may be used also for user plane confidentiality protection.

3) The PDN GW initiates an IP-CAN session modification procedure to provide to the PCRF new tunnel
information.

4) Based on the tunnel information provided by the PDN GW, the PCRF initiates a QoS rules provision procedure
to the trusted non-3GPP access indicating the new tunnel information.
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NOTE 1: If confidentiality protection is activated, the usage of PCC for per UE and/or per IP flow QoS
differentiation in the trusted non-3GPP access is not possible in this Release of the specification.

NOTE 2: If confidentiality protection is activated, in roaming scenarios the traffic collected by the VPLMN for
legal interception purposesis encrypted.

NOTE 3: If the establishment of the child IPsec Security Association fails, based on operator's policies and user's
settings the UE or the PDN GW may terminate the S2¢ session using the PDN disconnection procedures
specified in clause 6.5.

6.16.3 De-activation of enhanced security for S2c

Roaming Scenarios

Trusted Non-3GPP PDN AAA HSS/

VE IP Access GW Proxy VPCRF hPCRF AAA

1. UE and PDN GW have established enhanced security based on
section 6.x.1

2. Child SA removal

/" 3.IP-CAN session mm@tion \
. procedure )
____________________________ ,
%
1 v’
/’I ;\
A R E R DR R [N
4 . AY
. 4. GW control session and Qo@les N
. provision procedure 7

1 I G |

Figure 6.16.2-1: Enhanced security support de-activation

1) The UE and the PDN GW have established enhanced security based on clause 6.16.1. As a result user plane
traffic exchanged through S2c isintegrity protected and/or confidentiality protected.

2) At any time the UE or the PDN GW may trigger the removal of a child IPsec Security Association for protecting
the traffic sent viathe S2c reference point. The child SA isremoved as specified in RFC 4877 [22].

NOTE: Integrity protection and/or confidentiality protection can be de-activated also after the handover to
another access and not only from the trusted non-3GPP access it was activated.

3) The PDN GW initiates an IP-CAN session modification procedure to provide to the PCRF new tunnel
information.

4) Based on the tunnel information provided by the PDN GW, the PCRF initiates a QoS rules provision procedure
to the trusted non-3GPP access indicating the new tunnel information.
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7 Functional Description and Procedures for Un-trusted
Non-3GPP IP Accesses

7.1 Control and User Plane Protocol Stacks

7.1.1 Protocol Options for S2b
The following protocol may be supported on S2b:

- PMIPvVG;

- GTPR.

Figures 7.1.1-1 and 7.1.1-2 illustrate the control plane for Mobility Management (MM) and the user plane on S2b for
the PMIPv6 and GTP variants of S2b respectively.
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MAG LMA
Control Plane User Plane
Legend:

- According to terms defined in PMIPv6 specification, RFC 5213 [8], the functional entities terminating both
the control and user planes are denoted MAG in the non-3GPP IP access and LMA in the Gateway. LMA
includes also the function of a Home Agent.

- The MM control plane stack is PMIPv6 (RFC 5213 [8]) over IPv6/IPv4.

- The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network. Between
the UE and the ePDG, packets are encapsulated using IPSEC RFC 3948 [48].

- The tunnelling layer implements GRE encapsulation applicable for PMIPv6.

- IPv4/IPv6: This refers to network layer protocols. On the ePDG MAG user plane this includes termination
of the UE-MAG IP messages that may be handled by the ePDG (e.g. DHCP) and forwarding of user plane
IP packets between the UE-MAG point-to-point logical link and the S2b tunnel for the UE.

Figure 7.1.1-1: Protocols for MM control and user planes of S2b for the PMIPv6 option
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Legend:

- GPRS Tunnelling Protocol for the control plane (GTP-C): This protocol tunnels signalling messages
between the ePDG and the P-GW (S2b).

- GPRS Tunnelling Protocol for the user plane (GTP-U): This protocol tunnels user data between the
ePDG and the P-GW in the backbone network. GTP shall encapsulate all end user IP packets.

- UDP/IP: These are the backbone network protocols used for routing user data and control signalling.

Figure 7.1.1-2: Protocols for MM control and user planes of S2b for the GTP option

7.1.2 Protocol Options for S2c over Un-trusted Non-3GPP IP Accesses
The following protocols shall be supported for S2¢ over un-trusted non-3GPP | P accesses:
- DSMIPv6, with IPsec and IKEv2 used to secure mobility signalling, as specified in RFC 4877 [22].

The figure below illustrates the control plane for Mobility Management (MM) and the user plane.
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IPSEC IPSEC_|ipya/iPv6 IPv4/IPV6 IPSEC IPSEC |ipya/ipve IPv4/IPV6

IPv4/IPV6 IPv4/IPv6 IPVA/IPVG IPv4/IPV6
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S2c S2¢

UE ePDG Gateway UE ePDG Gateway

HA HA
Control Plane User Plane

Legend:

- According to terms defined in DSMIPv6 [10], the functional entities terminating both the control and user
planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the Gateway.

- The MM control plane stack is DSMIPv6 [10] over IPv6/IPv4.

- The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network. Between
the UE and the ePDG, packets are encapsulated using IPSEC RFC 3948 [48].

- The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in DSMIPv6 [10]. In
some cases the tunnelling layer may be transparent.

Figure 6.1.2-1: Protocols for MM control and user planes of S2c for the DSMIPv6 option
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7.2 Initial Attach on S2b

7.2.1 Initial Attach with PMIPv6 on S2b

This clause is related to the case when the UE powers-on in an untrusted non-3GPP I P access network viathe PMIP
based S2b interface.

PMIPv6 specification, RFC 5213 [8], is used to setup a PMIPv6 tunnel between the ePDG and the PDN GW. It is
assumed that MAG is collocated with ePDG. The IPsec tunnel between the UE and the ePDG provides a virtual point-
to-point link between the UE and the MAG functionality on the ePDG.

Non- Roaming Scenarios
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Figure 7.2.1-1: Initial attachment over PMIP based S2b for roaming, non-roaming and LBO

NOTE 1: For GTP based S2b, procedure steps (A) to (E) are defined in clause 7.2.4.

NOTE 2: Before the UE initiates the setup of an IPsec tunnel with the ePDG it configures an |P address from an
untrusted non-3GPP | P access network. This addressis used for sending all IKEv2 [9] messages and as
the source address on the outer header of the IPsec tunnel.

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
depicted in the figure.

- Inthe LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA
Server inthe HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the
VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

- Inthe home routed roaming and non-roaming case, the vVPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning is not deployed, the optional step 3 does not occur. Instead, the PDN GW may employ
static configured policies.
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This procedure is also used to establish the first PDN connection over an untrusted non-3GPP access with PMIPv6 on
S2b when the UE aready has active PDN connections only over a 3GPP access and wishes to establish simultaneous
PDN connectionsto different APNs over multiple accesses.

The UE may be authenticated and authorised to access the Untrusted Non-3GPP Access network with an access
network specific procedure. These procedures are outside the scope of 3GPP.

1)

2)

3)

4)

5)

6)

The Access authentication procedure between UE and the 3GPP EPC may be performed as defined by

TS 33.402 [45]. In the roaming case signalling may be routed via a 3GPP AAA Proxy in the VPLMN, as
specified in TS 23.234 [5]. As part of the AAA exchange for network access authentication, the AAA/HSS
and/or the 3GPP AAA Proxy may return to the Non-3GPP IP Access a set of home/visited operator's policies to
be enforced on the usage of local |P address, or |Pv6 prefix, allocated by the access system upon successful
authentication. Subscription datais provided to the Non-3GPP |P Access by the HSSYAAA in this step.

The IKEv2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the
| KEv2 authentication request that it supports MOBIKE. The ePDG I P address to which the UE needs to form
IPsec tunnel is discovered via DNS query as specified in clause 4.5.4. The UE may request connectivity to a
specific PDN providing an APN, that is conveyed with IKEv2 as specified in TS 33.402 [45]. For networks
supporting multiple mobility protocols, if there was any dynamic IPMS decision involved in this step, the
decision is stored in the 3GPP AAA Server. The PDN GW information is returned as part of the reply from the
3GPP AAA Server to the ePDG as described in clause 4.5.1. If the UE has provided an APN the ePDG verifies
that it is allowed by subscription. If the UE has not provided an APN the ePDG uses the default APN. The PDN
GW selection takes place at this point as described in clause 4.5.1. This may entail an additional name resolution
step, issuing arequest to a DNS Server. If there is no requested | P address in the CFG_Request from the UE to
the ePDG which indicates the attach is an initial attach, the ePDG may perform anew PDN GW selection
procedure as described in clause 4.5.1, e.g. to allocate aPDN GW that allows for more efficient routeing. The
UE shall indicate the type of address(es) (IPv4 address or |Pv6 prefix /address or both) in the CFG_Request sent
to the ePDG during IKEv2 message exchange. If the PDN requires an additional authentication and authorisation
with an external AAA Server, the UE includes the authentication credentials in this step as specified in

RFC 4739 [50] and in TS 33.402 [45].

The ePDG sends the Proxy Binding Update (MN-NAI, Lifetime, APN, Access Technology Type, Handover
Indicator, GRE key for downlink traffic, UE Address Info, Charging Characteristics, Additional Parameters)
message to the PDN GW. Access Technology Type option is set to a value matching the characteristics of the
non-3GPP IP access. Handover Indicator is set to indicate attachment over a new interface. The proxy binding
update message shall be secured. The MN NAI identifiesthe UE. The Lifetime field must be set to a nonzero
value in the case of aregistration and a zero value in the case of a de-registration. The APN is used by the PDN
GW to determine which PDN to establish connectivity for, in the case that the PDN GW supports multiple PDN
connectivity. The ePDG creates and includes a PDN connection identity if the ePDG supports multiple PDN
connectionsto asingle APN. The UE Address Info shall be set based on the CFG_Request in step 1 and
subscription profile in the same way as the PDN type is selected during the E-UTRAN Initial Attachin

TS 23.401 [4]. The Additional Parameters include the authentication credentials for an additional authentication
and authorization with an external AAA server if it was provided by the UE in step 2. The PDN GW performs
the authentication and authorization with the external AAA server if it isrequired to get access for the given
APN as specified in TS 33.402 [45].

The PDN GW initiates the IP CAN Session Establishment Procedure with the PCRF, as specified in
TS 23.203 [19]. If available, the PCRF provides the APN-AMBR and Default Bearer QoS to the PDN GW in the

response message.

The selected PDN GW informs the 3GPP AAA Server of the PDN GW identity. The 3GPP AAA Server then
informs the HSS of the PDN GW identity and APN associated with the UE's PDN Connection. The message
includes information that identifies the PLMN in which the PDN GW islocated. Thisinformation isregistered in
the HSS as described in clause 12. The PDN GW shall only use the APN-AMBR and Default Bearer QoS
received from the 3GPP AAA server in this step if these parameters have not been received in step 4.

The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW
allocates an | P address for the UE. The PDN GW then sends a Proxy Binding Ack (MN NAI, UE Address Info,
GRE Key for uplink traffic, Charging D) message to the ePDG, including the | P address(es) alocated for the
UE (identified by the MN NAI). If the corresponding Proxy Binding Update contains the PDN connection
identity, the PDN GW shall acknowledge if multiple PDN connections to the given APN are supported. The
Charging ID is assigned for the PDN connection for charging correlation purposes.
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NOTE 3: If UE requests for both 1Pv4 address and |Pv6 prefix, both are alocated. If the PDN GW operator dictates
the use of IPv4 address only or 1Pv6 prefix only for this APN, the PDN GW shall allocate the only 1Pv4
address or only 1Pv6 prefix to the UE. If the UE requests for only 1Pv4 address or IPv6 prefix only one
address/prefix is allocated accordingly.

NOTE 4: The ePDG learns from the PBA whether the PDN GW supports multiple PDN connection to the same
APN or not.

7) After the Proxy Binding Update is successful, the ePDG is authenticated by the UE and indicates to the UE that
the authentication and authorization with the external AAA server is successful.

8) The ePDG sendsthe final IKEv2 message with the | P addressin IKEv2 Configuration payloads. The ePDG aso
includes the identity of the associated PDN (APN) in the IDr payload of IKEV2. In case the UE provided APN to
the ePDG in the earlier steps, the ePDG shall not change the provided APN.

9) IP connectivity from the UE to the PDN GW is now setup. Any packet in the uplink direction is tunnelled to the
ePDG by the UE using the IPSec tunnel. The ePDG then tunnel s the packet to the PDN GW. From the PDN GW
normal |P-based routing takes place. In the downlink direction, the packet for UE (HOA) arrives at the PDN GW.
The PDN GW tunnels the packet based on the binding cache entry to the ePDG. The ePDG then tunnels the
packet to the UE via proper | Psec tunnel.

7.2.2 Void

7.2.3 Initial Attach Procedure with PMIPv6 on S2b and Chained S2b and
PMIP-based S8

This procedure is described in clause 6.2.4.

7.2.4 Initial Attach with GTP on S2b

This clause is related to the case when the UE powers-on in an untrusted non-3GPP | P access network viathe GTP
based S2b interface.

GTPv2 (see TS 29.274 [57]) is used to setup GTP tunnel(s) between the ePDG and the PDN GW. The I Psec tunnel
between the UE and the ePDG provides avirtual point-to-point link between the UE and the ePDG.
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Non- Roaming Scenarios
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Figure 7.2.4-1: Initial attachment over GTP based S2b for roaming, non-roaming and LBO

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
depicted in the figure.

- Inthe LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA
Server inthe HPLMN to the PDN GW in the VPLMN and visa versa. Messages between the PDN GW in the
VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

- Inthe home routed roaming and non-roaming case, the vVPCRF and the 3GPP AAA Proxy are not involved.

This procedureis also used to establish the first PDN connection over an untrusted non-3GPP access with GTP on S2b
when the UE aready has active PDN connections only over a 3GPP access and wishes to establish simultaneous PDN
connections to different APNs over multiple accesses.

The UE may be authenticated and authorised to access the Untrusted Non-3GPP Access network with an access
network specific procedure. These procedures are outside the scope of 3GPP.

A.1l) Step A.listhesame as Step A of clause 7.2.1, with the following addition:

- upon asuccessful authorization, the 3GPP AAA server returns the following additional informations,
regardless of which protocol variant the ePDG will select on S2b : APN-AMBR, static QoS Profile and Trace
Information (Trace Reference, Trace Type, Trigger Id, OMC Identity) if applicable;

NOTE 1: Sending the static QoS profile to the ePDG enables the ePDG to enforce QoS policies based on
information received via AAA infrastructure as specified in clause 4.3.4. When GTP is used over S2b,
this also allows the PGW to receive the QoS parameters possibly modified by the 3GPP AAA Proxy
(when the ePDG is located in the VPLMN) to enforce QoS limitations according to the local policies and
the roaming agreement with the home operator. The ePDG does not perform rate enforcement based on
APN-AMBR.

NOTE 2: Thisalso allowsto align the GTP operations on S5/S8/S2b, i.e. the PGW receives those parameters
within GTP signalling on al GTP interfaces.
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B.1) The ePDG sends a Create Session Request (IMSI, APN, RAT type, ePDG TEID for control plane, PDN
Type, PDN Address, EPS Bearer Identity, Default EPS Bearer QoS, ePDG Address for the user plane, ePDG
TEID of the user plane, APN-AMBR, Selection Mode, Dual Address Bearer Flag, Trace Information, Charging
Characteristics, Additional Parameters) message to the PGW. The RAT type indicates the non-3GPP | P access
technology type. The PDN Type shall be set based on the CFG_Request in step 1 and subscription profile in the
same way as the PDN type is selected during the E-UTRAN Initial Attach in TS 23.401 [4]. The ePDG shall set
the Dual Address Bearer Flag when the PDN typeis set to IPv4v6 and all SGSNs which the UE may be handed
over to are Release 8 or above supporting dual addressing, which is determined based on node pre-configuration
by the operator. The ePDG shall include Trace Information if PDN GW traceis activated. The Additional
Parameters include the authentication credential s for an additional authentication and authorization with an
external AAA server if it was provided by the UE before this step. The PDN GW performs the authentication
and authorization with the external AAA server if it isrequired to get access for the given APN.

The PGW creates a new entry in its bearer context table and generates a Charging 1d. The new entry allows the
PGW to route user plane PDUs between the ePDG and the packet data network and to start charging.

NOTE 3: The EPS Bearer Identity and Default EPS Bearer QoS parameters convey the S2b bearer identity and the
default S2b bearer QoS.

C.1l) StepC.listhesameas Step C of clause 7.2.1, with the following addition:

- wheninforming the 3GPP AAA Server of the PDN GW identity, the selected PDN GW also indicates the
selected S2b protocol variant (here GTP); this allows the option for the 3GPP AAA Server or 3GPP AAA
Proxy not to return to the PDN GW PMIP specific parameters (e.g. static QoS Profile, Trace Information,
APN-AMBR) if GTPisused over S2b; the PDN GW shall ignore those parametersif received from the
3GPP AAA Server or 3GPP AAA Proxy.

D.1) ThePDN GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of
the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer |dentity, EPS Bearer
QoS, APN-AMBR, Charging ID, Cause) message to the ePDG, including the | P address(es) alocated for the
UE. The PDN GW selects the PDN type to be used in the same way as done during the E-UTRAN Initial Attach
in TS 23.401 [4].

The PGW may initiate the creation of dedicated bearers on GTP based S2b (like it may do it on GTP based
S5/S8 for an Attach on 3GPP access).

NOTE 4: If the UE requests for both 1Pv4 address and 1Pv6 prefix, both are allocated. If the PDN GW operator
dictates the use of 1Pv4 address only or IPv6 prefix only for this APN, the PDN GW shall allocate the
only I1Pv4 address or only IPv6 prefix to the UE. If the UE requests for only |Pv4 address or 1Pv6 prefix
only one address/prefix is allocated accordingly.

E.1) Step E.1listhe sameas Step E of clause 7.2.1, but with GTP tunnel(s).

7.3 Initial Attach Procedure for S2c in Untrusted Non-3GPP IP
Access

This clause is related to the case when the UE powers-on in an untrusted network and host-based mobility management
mechanism is used to establish I P connectivity and to perform inter-access Handover. Dual Stack MIPv6 [10] is used
for supporting mobility over S2c interface.
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Figure 7.3-1: Initial attachment from Untrusted Non-3GPP IP Access with DSMIPv6

The non-roaming (Figure 4.2.2-2), Roaming (Figure 4.2.3-3) and LBO (Figure 4.2.3-5) are al covered in this
procedure. In the Roaming and LBO case, the ePDG communicates with the 3GPP AAA Server by way of the 3GPP
AAA Proxy, functioning as arelay for AAA messages. In the LBO case, the PDN GW in the VPLMN interacts with the
PCRF by means of the vPCRF. In the non-roaming case, the 3GPP AAA Proxy and vVPCRF are not involved.

This procedure is also used to establish the first PDN connection over an untrusted non-3GPP access with DSMIPv6 on
S2c when the UE already has active PDN connections only over a 3GPP access and wishes to establish simultaneous
PDN connectionsto different APNs over multiple accesses.

If dynamic policy provisioning is not deployed, the optional step 6 does not occur. Instead, the PDN GW may employ
static configured policies.

1) The Access authentication procedure between UE and the 3GPP EPC may be performed as defined by
TS 33.402 [45]. As part of the AAA exchange for network access authentication, the AAA/HSS and/or the 3GPP
AAA Proxy may return to the Non-3GPP | P Access a set of home/visited operator's policies to be enforced on
the usage of local IP address, or IPv6 prefix, allocated by the access system upon successful authentication.
Subscription data is provided to the Non-3GPP IP Access by the HSS/AAA in this step. After the authentication,
UE is configured with Local 1P Address from the access network domain. This addressis used for sending all
IKEv2 [9] messages and as the source address on the outer header of the IPsec tunnel between the UE and the
ePDG.

2) ThelKEv2 tunnel establishment procedureis started by the UE. The UE may indicate in a notification part of the
I KEv2 authentication request that it supports MOBIKE. The ePDG IP address to which the UE needs to form
IPsec tunnel is discovered via DNS query as specified in clause 4.5.4. The procedure is as described in
TS 33.402 [45].

3) The ePDG sendsthe final IKEv2 message with the assigned | P address in IKEv2 Configuration payloads.
4) 1Psec Tunnel between the UE and ePDG is now setup.
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5) A security association is established between UE and PDN GW to secure the DS-MIPv6 messages between UE
and PDN GW. This step is performed as specified in step 4 of clause 6.3. During this step an 1Pv6 home network
prefix is assigned by the PDN GW to the UE as defined in RFC 5026 [40]. After the IPv6 home network prefix
is assigned, UE constructs a home address from it via auto-configuration.

6) The UE sendsthe Binding Update (IP Addresses (HoA, CoA)) message to the PDN GW. The Binding Update is
as specified in RFC 5555 [10]. The UE may request an | Pv4 Home Address in this step. The UE shall inform the
PDN GW that the whole home prefix shall be moved.

7) The PDN GW executes a|P-CAN Session Establishment Procedure with the PCRF as specified in
TS 23.203[19]. The message from the PDG GW includes at |east the HOA and the CoA. The message may also
include a permanent UE identity and an APN string.

The PCRF decides on the PCC rules and Event Triggers and provisions them to the PDN GW. The PDN GW
installs the received PCC rules.

8) The PDN GW processes the binding update and creates a binding cache entry for the UE. The PDN GW
alocates an 1Pv4 home address for the UE if requested by the UE in step 5 and allowed by the subscription
profile received asit is specified in the E-UTRAN attach procedurein TS 23.401 [4]. The PDN GW then sends a
Binding Ack to the UE, including the IPv4 home address allocated for the UE.

9) TheIP Connectivity is now setup.

7.4 Detach and PDN Disconnection for S2b

7.4.1 UE/ePDG-initiated Detach Procedure and UE-Requested PDN
Disconnection with PMIPv6 on S2b

74.1.1 Non-Roaming, Home Routed Roaming and Local Breakout Case

The procedure in this clause applies to Detach Procedures, initiated by UE or ePDG initiated detach procedure, and to
the UE-requested PDN disconnection procedure when PMIPv6 is used on the S2b interface.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure
due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.
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Figure 7.4.1-1: UE/ePDG-initiated detach procedure with PMIPv6 on S2b

NOTE: For GTP based S2b, procedure steps (A) and (B) are defined in clause 7.4.3.1.

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
depicted in the figure. In the LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the
3GPP AAA Server inthe HPLMN to the PDN GW in the VPLMN and visa versa. M essages between the PDN GW in
the VPLMN and the hPCRF in the HPLMN are forwarded by the vVPCRF in the VPLMN. In the non-roaming case, the
VPCRF and the 3GPP AAA Proxy are not involved.

If dynamic policy provisioning is not deployed, the optional step 4 does not occur. Instead, the PDN GW may employ
static configured policies.

1)
2)

3)

4)

5)

6)

IKEv2 tunnel release triggers PMIP tunnel release.

The MAG in the ePDG sends a Proxy Binding Update (MN NAI, APN, lifetime=0) message to the PDN GW.
The MN NAI identifies the UE. When only one PDN connection to the given APN is allowed the APN is needed
in order to determine which PDN to deregister the UE from, as some PDN GWs may support multiple PDNs.
When multiple PDN connectionsto the given APN are supported, the APN and the PDN connection identity are
needed in order to determine which PDN to deregister the UE from. The lifetime value set to zero, indicates this
isaPMIP de-registration.

The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

The PDN GW deletesthe IP CAN session associated with the UE and executes a PCEF-Initiated |P-CAN
Session Termination Procedure with the PCRF as specified in TS 23.203 [19].

The PDN GW deletes all existing entries for the indicated HoA from its Binding Cache and sends a Proxy
Binding Ack (MN NAI, lifetime=0) message to the MAG in the ePDG. The PDN GW sends a Proxy Binding
Ack message to the ePDG. The MN NAI value and the lifetime=0 values indicate that the UE has been
successfully deregistered.

Non-3GPP specific resource release procedure is executed.
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7.4.1.2 Chained PMIP-based S8-S2b Roaming Case

This procedure is described in clause 6.4.1.2.

7.4.2 HSS/AAA-initiated Detach Procedure with PMIPv6 on S2b

7421 Non-Roaming, Home Routed Roaming and Local Breakout Case

HSS/AAA-initiated detach procedure when PMIPV6 is used on the S2b interface isillustrated in Figure 7.4.2-1. The
HSS can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the
procedure, e.g. instruction from O& M, timer for re-authentication/re-authorization expired.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.

Roaming Scenarios

PDN AAA HSS/

UE ePDG GW Broxy VPCRF hPCRF AAA

1. Deta¢h Indication

N
4/

(A)

2. The procedures as TS 23.402, Figure 7.4.1-1, after Step 1

3. Det/aﬁAck

Figure 7.4.2-1: HSS/AAA-initiated detach procedure with PMIPv6 on S2b

v

NOTE 1: For GTP based S2b, procedure step (A) isdefined in clause 7.4.4.1.

NOTE 2: AAA proxy and VPCRF are only used in the case of home routed roaming (Figure 4.2.3-1) and local
breakout (Figure 4.2.3-4).

1) The HSS/AAA sends a detach indication message to the ePDG to detach a specific UE.
2) Thisinclude the procedure after stepl as Figure 7.4.1-1.
For multiple PDN connectivity, this step shall be repeated for each PDN connected.

3) The ePDG sends a Detach Ack message to the 3GPP AAA Server. If the detach procedure was initiated from the
3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA Server, the 3GPP AAA Server
notifies the HSS as described in clause 12.1.2. If the detach procedure was initiated by HSS, the 3GPP AAA
Server repliesto the HSS as described in clause 12.1.3.

NOTE 3: The HSS/AAA may aso send a detach indication message to the PDN GW. The PDN GW does not
remove the PMIP tunnels on S2b, since the ePDG is responsible for removing the PMIP tunnels on S2b.
The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.

7.4.2.2 Chained PMIP-based S8-S2b Roaming Case

This procedure is described in clause 6.4.2.2.
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7.4.3 UE/ePDG-initiated Detach Procedure and UE-Requested PDN
Disconnection with GTP on S2b

7.43.1 Non-Roaming, Home Routed Roaming and Local Breakout Case
the UE-requested PDN disconnection procedure when GTP is used on the S2b interface.

The UE can initiate the Detach procedure, e.g. when the UE is power off. The ePDG may initiate the Detach procedure
due to administration reason or the IKEv2 tunnel releasing.

For multiple PDN connectivity, this detach procedure shall be repeated for each PDN connected.

Roaming Scenarios

PDN AAA HSS/

UE ePDG oW Broxy VPCRF hPCRF AAA

Detach procedure as in Figure
7.4.1-1, before step (A)

A.1 Delete Session Request

Detach procedure as in Figure 7.4.1-1, between steps (A)
and (B)

B.1.Delete Session Response

&
<

Detach procedure as in Figure
7.4.1-1, after step (B)

I I
Figure 7.4.3-1: UE/ePDG-initiated detach procedure with GTP on S2b

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
supported as specified in clause 7.4.1.

A.1) TheePDG releasesthis particular PDN connection and sends a Delete Session Request (Linked EPS Bearer
ID) message for this PDN connection to the PDN GW.

B.1) The PDN GW acknowledges with a Delete Session Response (Cause) message.
7.4.4 HSS/AAA-initiated Detach Procedure with GTP on S2b

7.4.4.1 Non-Roaming, Home Routed Roaming and Local Breakout Case

HSS/AAA-initiated detach procedure when GTP is used on the S2b interfaceisillustrated in Figure 7.4.4-1. The HSS
can initiate the procedure e.g. when the user's subscription is removed. The 3GPP AAA Server can initiate the
procedure, e.g. instruction from O&M, timer for re-authenti cation/re-authorization expired.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.
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Roaming Scenarios

PDN AAA HSS/
UE ePDG oW Prosy VPCRF hPCRF AAA

HSS/AAA-initiated Detach procedure as in Figure 7.4.2-1, before step (A)

A.1 Detach procedure as in Figure 7.4.3-1, from step A.1

HSS/AAA-initiated Detach procedure as in Figure 7.4.2-1, after step (A)

Figure 7.4.4-1: HSS/AAA-initiated detach procedure with GTP on S2b

A.1) For multiple PDN connectivity, this step shall be repeated for each PDN connected.

NOTE: The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not
remove the GTP tunnels on S2b, since the ePDG is responsible for removing those tunnels on S2b. The
PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.

7.5 Detach and PDN Disconnection for S2c in Un-trusted Non-
3GPP IP Access

751 General

This clause is related to the cases where at least one DSMIPv6 PDN disconnection procedure is performed. In case of
detach the DSMIPv6 PDN disconnection is executed for all the existing PDNs connections, while in the case of
disconnecting asingle PDN connection the DSMIPv6 PDN disconnection is executed only for the individual PDN
connection.

The DSMIPv6 PDN disconnection procedureis on a per PDN basis and allows:
- the UE to inform the network that it requests to release a S2¢ based PDN connection; and
- the network to inform the UE that a S2c based PDN connection is disconnected.
The UE may be disconnected from a PDN either explicitly or implicitly:
- Explicit PDN disconnection: The network or the UE explicitly requests detach and signal with each other;

- Implicit PDN disconnection: The network disconnects the UE from a PDN, without notifying the UE. Thisis
typically the case when the network presumes that it is not able to communicate with the UE, e.g. due to radio
conditions.
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Three PDN disconnection procedures are provided when the UE accesses the EPS through S2c:
- UE-Initiated PDN disconnection Procedure;
- AAA/HSS- initiated detach Procedure.

- PDN GWe-initiated PDN disconnection Procedure.

7.5.2 UE-Initiated PDN disconnection Procedure

The PDN disconnection procedure when initiated by the UE isillustrated in Figure 7.5.2-1. In case of detaching the UE
from EPS, the procedure defined in this clause must be repeated for each PDN.

In the non-roaming case, none of the optional entitiesin Figure 7.5.2-1 are involved. The optional entities areinvolved
in other cases. In the roaming cases, however, the 3GPP AAA Proxy relays all interaction between the 3GPP AAA
Server in the HPLMN and the PDN GW in the VPLMN.

Roaming Scenarios

PDN AAA HSS/
UE ePDG GW Broxy VPCRF hPCRF AAA

1. Binfing Update

v

2. Update PDN[GW Address
N

i f
- \/
7 S [ I\
/3. PCEF-Initiated IP-CAN Session ‘.
AN Termination Procedu ’
4. Binding Acknowledgement N mmmmmmm o2 v
< 5. IKEv2 SA Termination >

N\ v

_________

7. Non-3GPP !
. specific !
\ resource !
, release
| procedure !

_ == ———— — —

Figure 7.5.2-1: UE-initiated S2c PDN disconnection procedure in Untrusted Non-3GPP Access
Network

Non-roaming (figure 4.2.2-2), home routed roaming (figure 4.2.3-3) and Local Breakout (figure 4.2.3-4) cases are
supported by this procedure. The AAA proxy and vPCRF are only used in the case of home routed roaming and Local
Breakout. In non-roaming scenarios, the AAA proxy and VPCRF are not involved.

If dynamic policy provisioning is not deployed, the optional step 3 does not occur. Instead, the PDN GW may employ
static configured policies.

1. If the UE wantsto terminate a S2c session, it shall send a de-registration Binding Update (Lifetime=0, |P
Addresses (HoA, CoA)) message to the PDN GW as specified in RFC 5555 [10].

2. The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.
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3. If thereisan active PCC session for the UE, the PDN GW executes a PCEF-Initiated IP-CAN Session
Termination Procedure with the PCRF as specified in TS 23.203 [19].
4. The PDN GW shall send a Binding Acknowledgement to the UE as specified in RFC 5555 [10].
5. The UE terminates the IKEv2 security association for the given PDN as defined in RFC 5996 [9].

6. If after step 5 the UE has no other PDN sessions, the UE should terminate the |PSEC tunnel to the ePDG
according to RFC 5996 [9].

7. After IPsec tunnel termination, non-3GPP specific resource rel ease procedure may be executed.

7.5.3 HSS / AAA-initiated Detach Procedure

The Detach procedure when initiated by the HSS/AAA isillustrated in Figure 7.5.3-1. The Detach procedure defined in
this clause must be repeated for each PDN.

If the HSS/AAA-initiated detach procedure has been initiated to delete the UE from the Evolved Packet Core, the
HSS/AAA server shall initiate the detach procedure for each of the access systems to which the UE is registered.

In the implicit detach, steps 2, 3 and 6 of Figure 7.5.3-1, are omitted.

Roaming Scenarios

PDN HSS/
UE ePDG oW DAR VPCRF hPCRF AAA
P 1\ 1. Session Termination
< AN

2. Detach Request

A

3. Detach Ack

\4

/. 4. PCEF-Initiated IP-CAN Session .
AN Termination Prosedu ‘

5. Session Termination Ack
A
1/

N

< 6. IKEv2 SA Termination >
; :

n

_________

1
, specific i
| resource !
i release !
\ Pprocedure 1

A 1 1 i 1 . 1
Figure 7.5.3-1: AAA/HSS-initiated S2c detach procedure in Untrusted Non-3GPP Access Network

Non-roaming (Figure 4.2.2-2), home routed roaming (figure 4.2.3-3) and Local Breakout (figure 4.2.3-4) cases are
supported by this procedure. The AAA proxy and vVPCRF are only used in the case of home routed roaming and Local
Breakout. In non-roaming scenarios, the AAA proxy and VPCRF are not involved.

If dynamic policy provisioning is not deployed, the optional step 4 does not occur. Instead, the PDN GW may employ
static configured policies.

1. If the HSS/AAA wants to request the immediate termination of a S2c session for agiven UE and a given PDN, it
shall send a Session Termination message to the PDN GW.
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2. The PDN GW sends a detach request message.
3. The UE shall acknowledge the detach request.
NOTE 1. How the detach request and acknowledge messages are implemented is a stage 3 issue.

4. |f thereisan active PCC session for the UE, the PDN GW executes a PCEF-Initiated IP-CAN Session
Termination Procedure with the PCRF as specified in TS 23.203 [19].

5. The PDN GW shall acknowledge the termination of the S2c session to the 3GPP AAA Server. If the detach
procedure was initiated from the 3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA
Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2. If the detach procedure was
initiated by HSS, the 3GPP AAA Server repliesto the HSS as described in clause 12.1.3.

6. The PDN GW or the UE terminates the IKEv2 security association for the given PDN as defined in
RFC 5996 [9].

7. If after step 6 the UE has no other PDN sessions, the UE should terminate the IPSEC tunnel to the ePDG
according to RFC 5996 [9].

8. After IPsec tunnel termination, non-3GPP specific resource release procedure may be executed.

NOTE 2: The HSS/AAA may also send a detach indication message to ePDG. The HSS/AAA should wait to
receive acknowledgement(s) from PDN GW(s) before sending the detach indication message to the
ePDG. The ePDG releases the IPSEC tunnels to the UE and acknowledges the receipt of the detach
indication message to the 3GPP AAA Server.

754 PDN GWe-initiated PDN Disconnection Procedure

The PDN Disconnection procedure when initiated by the PDN GW isillustrated in Figure 7.5.4-1.

Roaming Scenarios

PDN AAA HSS/
| UE | ePDG GwW Proxv VvPCRF hPCRF AAA
1. Detach Request
4. ________________________
2. Detach Ack
________________________ ’

3. Update PDN G\ Address

/4 PCEF-Initiated IP-CAN Session
N Termination Prodedur, ’

< 5. IKEv2 SA Termination >

1 6. Non-3GPP |
! specific 1
| resource
. release
1
1
1

procedure

L L L

Figure 7.5.4-1: PDN GW- initiated PDN Disconnection S2c procedure in Untrusted Non-3GPP Access
Network
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Non-roaming (Figure 4.2.2-1), home routed roaming (Figure 4.2.3-2) and Local Breakout (Figure 4.2.3-4) cases are
supported by this procedure. The 3GPP AAA proxy and VPCRF are only used in the case of home routed roaming and
Local Breakout. In non-roaming scenarios, the 3GPP AAA proxy and VPCRF are not involved.

If dynamic policy provisioning is not deployed, the optional step 3 does not occur. Instead, the PDN GW may employ
static configured policies.

static configured policies.

If the PDN GW-initiated PDN Disconnection Procedure istriggered by the UE binding lifetime expiration (Implicit
PDN disconnection procedure), steps 1 and 2 may be omitted.

1. Inthe explicit detach procedure the PDN GW shall send a detach request message.
2. Intheexplicit detach procedure, the UE shall acknowledge the detach request.
NOTE: How the detach request and acknowledge messages are implemented is a stage 3 detail.

3. The PDN GW informs the 3GPP AAA Server of the PDN disconnection. If the PDN GW isin the VPLMN,
signalling may be routed viaa 3GPP AAA Proxy in the VPLMN. If the UE no longer has any context in the
3GPP AAA Server, the 3GPP AAA Server notifiesthe HSS as described in clause 12.1.2.

4. |f thereisan active PCC session for the UE, the PDN GW shall execute a PCEF-Initiated |P CAN Session
Termination Procedure with the PCRF as specified in TS 23.203 [19].

5. The PDN GW or the UE may terminate the IKEv2 security association for the given PDN as defined in
RFC 5996 [9].

6. After IKEv2 SA termination, non-3GPP specific resource release procedure may be executed.

7.6 UE-initiated Connectivity to Additional PDN

7.6.1 UE-initiated Connectivity to Additional PDN with PMIPv6 on S2b

NOTE: ThePDN GW treats each MN-ID+APN as a separate binding and may allocate a new | P address/prefix
for each binding.

This clause isrelated to the case when the UE has an established PDN connection over untrusted non-3GPP access with
PMIPv6 on S2b and wishes to establish one or more additional PDN connections over such untrusted access. This
procedure is also used to request for connectivity to an additional PDN over untrusted non-3GPP access with PMIPv6
on S2b when the UE is simultaneously connected to such untrusted access and a 3GPP access, and the UE aready has
active PDN connections over both the accesses. Since PMIPV6 is used to establish connectivity with the additional
PDN, the UE establishes a separate SWu instance (i.e. a separate |PSec tunnel) for each additional PDN.

There can be more than one PDN connection per APN if both the ePDG and the PDN GW support that feature. When
multiple PDN connections to agiven APN are supported, during the establishment of a new PDN connection, the ePDG
creates and sends a PDN Connection identity to the PDN GW. The PDN connection identity is unique in the scope of
the UE and the APN within an ePDG, i.e. the MN-ID, the APN, and the PDN connection identity together identify a
PDN connection within an ePDG. In order to be able to identify a specific established PDN connection, both the ePDG
and the PDN GW shall store the PDN Connection identity. Sending the PDN connection identity is an indication that
the ePDG supports multiple PDN connectionsto asingle APN and the PDN GW shall be able to indicate if it supports
multiple PDN connectionsto a single APN. Between the UE and the ePDG the IPSec SA associated with the PDN
connection identifies the PDN connection.
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UE ePDG PDN PDN

Gw1 GW2

\7. Initial S2b Attach as in Fig 7.2.1-1

< 2. S2b Attach to additional PDNs as in Fig 7.2.1-1 >

Figure 7.6.1-1: UE-initiated connectivity to additional PDN from Un-trusted Non-3GPP IP Access with
PMIPv6

1) The UE has performed the Initial S2b Attach procedure as defined in clause 7.2.1, Figure 7.2.1-1 and has an
established PDN connection.

2) The UE repeats the procedure of clause 7.2.1, Figure 7.2.1-1 for each additional PDN the UE wants to connect
to, with the following exceptions:

a) ThelKEv2 tunnel establishment procedure for each additional PDN connection isinitiated with the ePDG
that was selected in step 1;

b) The APN information corresponding to the requested PDN connection is conveyed with IKEv2 as specified
in TS 33.402 [45];

¢) For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1, the
AAA/HSS enforces the same |PM S decision for each additional PDN connection.

7.6.2 UE-initiated Connectivity to Additional PDN from Un-trusted Non-
3GPP IP Access with DSMIPv6 on S2c

This clause isrelated to the case when the UE powers-on in an untrusted network and host-based mobility management
mechanism is used for obtaining connectivity. Dual Stack M1Pv6 [10] is used for supporting mobility over S2c
interface. This case covers the scenario when UE obtains connectivity with one or more additional PDNs at any time
after initial attach Since host-based mobility mechanisms are used, the procedure is similar to the initial attach
procedure. This procedure is also used to request for connectivity to an additional PDN over untrusted non-3GPP access
with DSMIPv6 on S2c when the UE is simultaneously connected to such untrusted access and a 3GPP access, and the
UE aready has active PDN connections over both the accesses.

NOTE: Based onthe MN-ID and APN, the PDN GW may allocate a new | P address/prefix for a new binding.

PDN PDN
UE ePDG GW1 GW2

/1. Initial S2c PDN Attach as in Figure
7.3-1

< 2. S2c Attach to additional PDNs as in steps 4-8 of Figure 7.3-1 >

Figure 7.6.2-1: UE-initiated connectivity to additional PDN from Un-trusted Non-3GPP IP Access with
DSMIPv6
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When the initial attachment is performed, the UE performs procedures described in clause 7.3, Figure 7.3-1, to obtain
connectivity with a PDN GW and a specific PDN. If at any time the UE wants to obtain connectivity with additional
PDNs, since DSMIPv6 is used to obtain connectivity, the UE repeats only steps 4-8 of Figure 7.3-1.

1) The UE performsinitial S2c PDN Attach procedure as defined in clause 7.3, Figure 7.3-1.

2) The UE repeats steps 4-8 of clause 7.3, Figure 7.3-1 for each additional PDN the UE wants to connect to. This
step can be performed and repeated at any time after step 1 for one or multiple PDNs.

7.6.3 UE-initiated Connectivity to Additional PDN with GTP on S2b

NOTE: ThePDN GW treats each IMSI+APN as a separate PDN connection and may allocate a new 1P
address/prefix for each PDN connection.

This clause isrelated to the case when the UE has an established PDN connection over untrusted non-3GPP access with
GTP on S2b and wishes to establish one or more additional PDN connections over such untrusted access. This
procedure is also used to request for connectivity to an additional PDN over untrusted non-3GPP access with GTP on
S2b when the UE is simultaneously connected to such untrusted access and a 3GPP access, and the UE already has
active PDN connections over both the accesses. Since GTP is used to establish connectivity with the additional PDN,
the UE establishes a separate SWu instance (i.e. a separate |PSec tunnel) for each additional PDN.

There can be more than one PDN connection per APN when GTP is used between the ePDG and the PDN GW. During
the establishment of a new PDN connection, the ePDG allocates and sends a default EPS bearer 1D to the PDN GW.
The default EPS bearer ID is unique in the scope of the UE within an ePDG, i.e. the IMSI and the default EPS bearer 1D
together identify a PDN connection within an ePDG. In order to be able to identify a specific established PDN
connection, both the ePDG and the PDN GW shall store the default EPS bearer 1D. Between the UE and the ePDG the
IPSec SA associated with the PDN connection identifies the PDN connection.

PDN PDN
UE ePDG GWi1 GW2

1. Initial S2b Attach as in Fig 7.2.4-1

< 2. S2b Attach to additional PDNs as in Fig 7.2.4-1 >

Figure 7.6.3-1: UE-initiated connectivity to additional PDN from Un-trusted Non-3GPP IP Access with
GTP

1) The UE has performed the Initial GTP based S2b Attach procedure as defined in clause 7.2.4, Figure 7.2.4-1 and
has an established PDN connection.

2) The UE repeats the procedure of clause 7.2.4, Figure 7.2.4-1 for each additional PDN the UE wants to connect
to, with the following exceptions:

a) ThelKEv2 tunnel establishment procedure for each additional PDN connection isinitiated with the ePDG
that was selected in step 1;

b) The APN information corresponding to the requested PDN connection is conveyed with IKEv2 as specified
in TS 33.402 [45];

¢) For network supporting multiple mobility protocols, if there was any dynamic IPMS decision in step 1, the
AAA/HSS enforces the same IPM S decision for each additional PDN connection.
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7.7 Void

7.8 S2c Bootstrapping via DSMIPv6 Home Link over an Un-
Trusted Access

When the UE is connected on an un-trusted non-3GPP access considered to be DSMIPv6 home link for the UE based
on clause 4.5.6, the UE may trigger the establishment of S2c IKEv2 SA, e.g. to optimize future handovers to other
accesses using S2c. For each PDN connection, the S2c IKEv2 SA establishment has to be performed separately.

NOTE: An un-trusted non-3GPP access can be defined as DSMIPv6 Home Link in addition to the 3GPP access.

Once the UE is attached to the PDN over the un-trusted non-3GPP access, the procedure describing the bootstrapping is
in clause 15.1.

7.9 PDN GW initiated Resource Allocation Deactivation

7.9.1 PDN GW initiated Resource Allocation Deactivation with PMIPv6 on
S2b
This procedure is performed to release all the resources associated with the PDN address, for example, dueto IP CAN

session modification requests from the PCRF or due to handover Non-3GPP to 3GPP. When it is performed for an
handover, the connections associated with the PDN address are released, but the PDN addressis kept in the PDN GW.

Roaming
Scenarios
3GPP
PDN VPCRF hPCRF AAA/
UE ePDG W IAAA proxy| HSS

2. Binding Revocation Request

<

‘ 3. IKEv2 Tunnel Release

| 4. Non-3GPP
| specific Release
| procedure

5. Binding Revocation Ack

»
»

6. Update PDN GfN Address

Figure 7.9-1: PDN GW Initiated Resource Allocation Deactivation with PMIPv6 on s2b

The PDN GW initiated resource allocation deactivation procedure for S2b PMIP reference point is defined in the
following.

1. If dynamic PCC is deployed, the PDN GW initiated Resource Allocation Deactivation procedure may for
example be triggered due to 'l P CAN session Modification procedure’, as defined in TS 23.203 [19]. In this case,
the resources associated with the PDN connection in the PDN GW are released.
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The PDN GW initiated Resource Allocation Deactivation can also be triggered during handovers from Non-
3GPP to 3GPP.

2. The PDN GW sends a Binding Revocation Indication message to the trusted non-3GPP I P access.

3. ThelKEv2 tunnel releaseistriggered from the ePDG if all bearers belonging to the PDN connection are
released.

4. Theresources may be released in the non-3GPP | P access.
5 TheePDG send a Buinding Revocation Acknowledgement message to the PDN GW.

6. Inthe case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW
informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA
Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

7. The PDN GW indicates to the PCRF whether the requested PCC decision was successfully enforced by
completing the PCRF-initiated IP CAN Session Modification procedure or the PCEF initiated |P-CAN Session
Modification procedure as defined in TS 23.203 [19], proceeding after the completion of IP CAN bearer
signaling.

7.9.2 PDN GW initiated Resource Allocation Deactivation with GTP on
S2b

This procedure can be used to deactivate a dedicated bearer or deactivate all bearers belonging to a PDN address, for
example, dueto IP CAN session modification requests from the PCRF or due to handover from Non-3GPP to 3GPP
access. If the default bearer belonging to a PDN connection is deactivated, the PDN GW deactivates all bearers
belonging to the PDN connection.

When it is performed for a handover, the connections associated with the PDN address are released, but the PDN
addressis kept inthe PDN GW.

Roaming
Scenarios
3GPP
PDN VvPCRF hPCRF AAA/
UE ePDG cwW IAAA proxy| HSS

2. Delete Bearer Request

3alKEv2 Tunnel Release Trigger

13bl Non-3GPP i
ispecific resource

IRelease procedure;

4. Delete Bearer Response

>
|

5. Update PDN G fddress

Figure 7.9.2-1: PDN GW Initiated Bearer Deactivation with GTP on S2b
This procedure applies to the Non-Roaming (Figure 4.2.2-1), Roaming (Figure 4.2.3-1) and Local Breakout (Figure

4.2.3-4) cases. Inthe Local Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF. In the
non-roaming and home routed roaming cases, the vVPCRF is not involved at all.
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The optional interaction steps between the PDN GW and the PCRF in the proceduresin figure 7.9.2.1-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured within the PDN GW.

1

If dynamic PCC is deployed, the PDN GW initiated Bearer Deactivation procedure may for example be triggered
dueto 'IP CAN session Modification procedure’, as defined in TS 23.203 [19]. In this case, the resources
associated with the PDN connection in the PDN GW are released.

The PDN GW initiated Resource Allocation Deactivation can also be triggered during handovers from Non-
3GPP to 3GPP.

The PDN GW sends a Delete Bearer Request message (EPS Bearer Identity or Linked EPS Bearer | dentity,
Cause) to the ePDG. The Linked EPS Bearer Identity shall be present and set to the identity of the default bearer
associated with the PDN connection if the PDN GW requeststo release al the bearers of the PDN connection.
Otherwise, the EPS Bearer Identity shall be present and set to the identity of the dedicated S2b bearer(s) to
release if the PDN GW requests to deactivate dedicated S2b bearer(s).

3a. The IKEv2 tunnel release is triggered from the ePDG if all bearers belonging to the PDN connection are

released.

3b. The resources may be released in the non-3GPP | P access.

4,

The ePDG deletes the bearer contexts related to the Delete Bearer Request, and acknowledges the bearer
deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer 1dentity) message.

In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW
informs the 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in the 3GPP AAA
Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

The PDN GW deletes the bearer context related to the deactivated EPS bearer. If the dedicated bearer
deactivation procedure was triggered by receiving a PCC decision message from the PCRF, the PDN GW
indicates to the PCRF whether the requested PCC decision was successfully enforced by completing the PCRF-
initiated IP CAN Session Maodification procedure or the PCEF initiated |P-CAN Session Modification procedure
asdefined in TS 23.203 [19], proceeding after the completion of IP CAN bearer signalling.

7.10 Dedicated S2b bearer activation with GTP on S2b

The dedicated bearer activation procedure for GTP based S2b is depicted in figure 7.10-1.

Roaming Scenarios

PDN AAA HSS/
UE ePDG GW Proxy VPCRF hPCRF AAA

1. IP-CAN Session Mpdification

2. Create Bearer Request

3. Create Bearer Response

4. IP-CAN Session Mpdification

Figure 7.10-1: Dedicated S2b Bearer Activation Procedure with GTP on S2b
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1

If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW.
This correspondsto the initial steps of the PCRF-Initiated IP CAN Session Modification procedure or to the
PCRF response in the PCEF initiated |P-CAN Session Modification procedure as defined in TS 23.203 [19], up
to the point that the PDN GW requests |P CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN
GW may apply local QoS policy.

The PDN GW uses this QoS policy to assign the EPS Bearer Q0S, i.e,, it assigns the values to the bearer level
QoS parameters QCI, ARP, GBR and MBR. If this dedicated bearer is created as part of the handover from
3GPP access with GTP-based S5/S8, then the PDN GW applies the Charging ID already in use for the
corresponding dedicated bearer while the UE was in 3GPP access (i.e. bearer with the same QCI and ARP asin
3GPP access). Otherwise, the PGW generates a new Charging Id for the dedicated bearer. The PDN GW sends a
Create Bearer Request message (IMSI, EPS Bearer QoS, TFT, PDN GW Address for the user plane, PDN GW
TEID of the user plane, Charging Id, LBI) to the ePDG. The Linked EPS Bearer Identity (LBI) isthe EPS Bearer
| dentity of the default bearer.

The ePDG selects an EPS Bearer Identity, which has not yet been assigned to the UE. The eéPDG then stores the
EPS Bearer Identity and links the dedicated bearer to the default bearer indicated by the Linked EPS Bearer
Identity (LBI). The ePDG uses the uplink packet filter (UL TFT) to determine the mapping of uplink traffic
flows to the S2b bearer. The ePDG then acknowledges the S2b bearer activation to the PGW by sending a Create
Bearer Response (EPS Bearer Identity, ePDG Address for the user plane, ePDG TEID of the user plane)

message.

If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF,
the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not,
alowing the completion of the PCRF-Initiated IP CAN Session Modification procedure or the PCEF initiated
IP-CAN Session Modification procedure as defined in TS 23.203 [19], after the completion of IP CAN bearer
signalling.

NOTE 1. Theexact signalling of step 1 and 4 (e.g. for local break-out) is outside the scope of this specification.

Thissignalling and its interaction with the dedicated bearer activation procedure are to be specified in
TS 23.203[19]. Steps 1 and 4 are included here only for completeness.

NOTE 2: This procedure does not aim at providing QoS differentiation over untrustred non 3GPP access networks.

It is used to establish the same number of bearers on S2b that were or will be established when the UE
hands over from/to a 3GPP access.

7.11 S2b bearer modification with GTP on S2b

7.11.1 PDN GW initiated bearer modification

The PDN GW initiated bearer modification procedure for a GTP based S2b is depicted in figure 7.11.1-1. This
procedure is used to update the TFT for an active default or dedicated S2b bearer, or in cases when one or several of the
EPS Bearer QoS parameters QCl, GBR, MBR or ARP are modified (including the QCI or the ARP of the default S2b
bearer e.g. due to the HSS Initiated Subscribed QoS Modification procedure, as described in clause 7.11.2).
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Roaming Scenarios

PDN AAA HSS/

UE ePDG GW Proxy VPCRF hPCRF AAA

1. IP-CAN Session Mpdification

2. Update Bearer Request

3. Update Bearer Response

4. IP-CAN Session Mpdification

Figure 7.11.1-1: S2b Bearer Modification Procedure with GTP on S2b

1. If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW.
This corresponds to theinitial steps of the PCRF-Initiated IP CAN Session Modification procedure or to the
PCRF response in the PCEF initiated |P-CAN Session Modification procedure as defined in TS 23.203 [19], up
to the point that the PDN GW requests |P CAN Bearer Signalling. If dynamic PCC is not deployed, the PDN
GW may apply local QoS policy.

2. The PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from
an active S2b bearer or that the authorized QoS of a service data flow has changed. The PDN GW generates the
TFT and updates the EPS Bearer QoS to match the traffic flow aggregate. The PDN GW then sends the Update
Bearer Request (EPS Bearer Identity, EPS Bearer QoS, TFT) message to the ePDG.

3. The ePDG uses the uplink packet filter (UL TFT) to determine the mapping of traffic flows to the S2b bearer and
acknowledges the S2b bearer modification to the PGW by sending an Update Bearer Response (EPS Bearer

| dentity) message.

4. If the Bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the
PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by
sending a Provision Ack message allowing the completion of the PCRF-Initiated IP CAN Session Modification
procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [19], after the
completion of IP CAN bearer signalling.

NOTE: Theexact signalling of step 1 and 4 (e.g. for local break-out) is outside the scope of this specification.
Thissignalling and its interaction with the bearer activation procedure are to be specified in
TS23.203[19]. Steps 1 and 4 are included here only for completeness.

7.11.2 HSS Initiated Subscribed QoS Modification
The HSS Initiated Subscribed QoS Modification for a GTP-based S2b is depicted in figure 7.11.2-1.
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Roaming Scenarios

PDN AAA HSS/

UE ePDG GW Broxy VPCRF hPCRF AAA

1. HSS-initiated User Profile Update procedure as in Figure 12.2.1-1

2. Modify Bearer Command

3. PCEF Initiated IP-CAN Sgssion Modificati

=}

4. Update Bearer Request

<«

5. Update Bearer Response

»

6. Proyision Ack

Figure 7.11.2-1: HSS Initiated Subscribed QoS Modification

1. The HSS updates the User Profile as specified in clause 12.2.1.

2. If the QCI and/or ARP and/or subscribed APN-AMBR has been modified and there is arelated active PDN
connection with the modified QoS Profile, the ePDG sends the Modify Bearer Command (EPS Bearer | dentity,
EPS Bearer QoS, APN AMBR) message to the PGW. The EPS Bearer I dentity identifies the default bearer of
the affected PDN connection. The EPS Bearer QoS contains the EPS subscribed QoS profile to be updated.

3. If PCCinfrastructure is deployed, the PDN GW informs the PCRF about the updated EPS Bearer QoS. The
PCRF sends new updated PCC decision to the PDN GW. This corresponds to the PCEF-initiated IP CAN
Session Modification procedure as defined in TS 23.203 [19].

The PCRF may modify the APN-AMBR and the QoS parameters (QCI and ARP) associated with the default
bearer in the response to the PDN GW as defined in TS 23.203 [19].

4. The PDN GW modifies the default bearer of each PDN connection corresponding to the APN for which
subscribed QoS has been modified. If the subscribed ARP parameter has been changed, the PDN GW shall also
modify all dedicated S2 bearers having the previously subscribed ARP val ue unless superseded by PCRF
decision. The PDN GW then sends the Update Bearer Request (EPS Bearer |dentity, EPS Bearer QoS, TFT,
APN AMBR) message to the ePDG.

5. The ePDG acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS
Bearer Identity) message. If the bearer modification fails the PDN GW deletes the concerned S2b Bearer.

8. The PDN GW indicates to the PCRF whether the requested PCC decision was enforced or not by sending a
Provision Ack message.
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8 Handovers without Optimizations Between 3GPP
Accesses and Non-3GPP IP Accesses

8.1 Common Aspects for Handover without Optimizations for
Multiple PDNs

This clause describes the common aspects of handover for connectivity with multiple PDNSs.
The support of multiple PDNs has the following impacts on the handover procedures for single PDN connectivity:

- Upon handover from 3GPP access to non-3GPP access, and from non-3GPP access to 3GPP access, if the UE
has multiple PDN connections to different APNs in the source access and the UE is capable of routing different
simultaneously active PDN connections through different access networks, the UE may transfer from the source
to the target access al the PDN connections that were active in source access before handover or only a subset of
them, with the restriction that multiple PDN connections to the same APN shall be kept in one access.

- Upon handover from 3GPP access to non-3GPP access, and from non-3GPP access to another non-3GPP access,
using S2a or S2b, during the access authentication the HSS/AAA returns to the Trusted Non-3GPP Access or the
ePDG the PDN GW identity and the associated APN for each PDN the UE is connected to. For non-3GPP
accesses that support UE to establish connectivity to PDNs after attach, the UE performs an attach to the target
non-3GPP access indicating that it is a handover, resulting in the UE being connected to one PDN, and the UE
establishes connectivity with the remaining PDNs that are being transferred from the 3GPP system using the UE-
initiated Connectivity to Additional PDN procedure.

- If the UE hands over between 3GPP access and a non-3GPP access and the UE has more than one PDN
connection to agiven APN in the source access and multiple PDN connectionsto asingle APN are not supported
viathe target access, only one PDN connection to the given APN will be established in the target access. In this
case, the following applies:

a) If dynamic PCC is deployed and the PCRF receives a Gateway Control Session Establishment Request from
the target BBERF indicating an IP-CAN type different from 3GPP access, the PCRF shall select one of the
IP-CAN sessions for this APN and continue with the BBERF rel ocation procedure for that PDN connection.

b) When the PDN GW receives a PBU over PMIP-based S2a or S2b or S5/S8, the PDN GW shall select one of
the PDN connections for this APN and continue with the handover procedure for that PDN connection. The
PDN GW shall terminate the remaining PDN connections for that APN without removing the PDN GW
information in HSS. If dynamic PCC is deployed, the PDN GW informs the PCRF about the deactivated
PDN connections using the PCEF initiated |P-CAN session termination procedure as described in
TS23.203[19].

¢) Whenever the PDN GW receives a PBU containing an |Pv6 prefix or an |Pv4 address associated to one of the
PDN connections and the |Pv6 prefix or the IPv4 addressis valid, the PDN GW shall use the |Pv6 prefix or
the 1Pv4 address to select the PDN connection out of the active PDN connections. When the information is
not included in the PBU, the PDN GW and PCRF shall select the latest PDN connection out of the active
PDN connections for the given APN (i.e. the PDN connection that was activated last out of the active PDN
connections for the given APN).

NOTE 1: The UE may disconnect from certain PDN connections while still in the 3GPP access to ensure that there
is only one PDN connection per APN when handing over to non-3GPP access.

- If the UE hands over between 3GPP access and a non-3GPP access and the UE has more than one PDN
connection to agiven APN in the source access and multiple PDN connections to asingle APN is supported in
the target access the following applies:

a) All PDN connections to the same APN shall be handed over.

b) When the PDN GW receives the request to establish a PDN connection to the given APN, the PDN GW shall
select one of the PDN connections for this APN and continue with the handover procedure for that PDN
connection.
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¢) When S2c isused and it is bootstrapped before the handover to aforeigner link the home address identifies
the PDN connection and the PDN GW shall select the PDN connection accordingly.

NOTE 2:

NOTE 3:

Asall PDN connectionsto asingle APN are moved during a handover, the UE initiates the PDN
connection re-establishment over the new access network for all of the PDN connections to the given
APN. Therefore there is no need for the UE to indicate which of its PDN connectionsto the given APN is
moved with a particular PDN connection establishment request. The UE learns which of its PDN
connections is moved as aresult of a PDN connection establishment request from the assigned |Pv6
prefix/IPv4 address.

There is no relation between the values of the PDN connection identities used over S2a/S2b and the EPS
bearer identities used within 3GPP networks. If GTP is used on S2b, there is no relation between the
values of the EPS bearer identities used within 3GPP networks and non-3GPP networks.

- Upon handover from non-3GPP access to 3GPP access, if the MME has changed since the last detach or if there
isno valid Subscriber context for the UE in the MME, or if the ME identity has changed, during the access
authentication the HSS returns the Subscriber Data to the MME, including the PDN GW identity and the
associated APN for each PDN the UE is connected to before the handover. The UE performs an attach to the
3GPP access with and indication for "handover" and then establishes connectivity with the remainder of PDNs
that it was connected with over the non-3GPP system before the handover, using UE requested PDN
connectivity specified in TS 23.401 [4]. The UE provides an indication of "handover" by providing Request
Typeindicating "handover" in the PDN connectivity request message as specified in TS 23.401 [4].

- For connectivity based on S2c:

- Upon handover from 3GPP access to non-3GPP access, and from non-3GPP access to another non-3GPP
access, the UE performs DSMIPv6 bootstrapping (if not yet performed) and binding procedures for each
PDN connection that is being transferred from the source to the target access.

- Upon handover from non-3GPP access, the UE de-registers the DSMIPv6 binding for each PDN connection
that is being transferred from the source to the target access.

NOTE 4:

8.2

8.2.1

8.21.1

If some IP traffic had been routed over WLAN as aresult of 3GPP RAT mobility (e.g. from E-UTRAN to
UTRAN), a UE can use an implementation-dependent hysteresis mechanism (e.g. based on an
implementation dependent timer) to prevent the ping-pong such as traffic being handed back to the
origina RAT (e.g. E-UTRAN) again in a short period of time.

Handovers between non-3GPP IP access with PMIPv6 on
S2a/S2b and 3GPP Access

Handover from Trusted or Untrusted Non-3GPP IP Access with
PMIPV6 on S2a/S2b to 3GPP Access

General Procedure for GTP based S5/S8 for E-UTRAN Access

The stepsinvolved in the handover from atrusted or untrusted non-3GPP | P accessto E-UTRAN connected to EPC are
depicted below for both the non-roaming and roaming cases and when PMIPV6 is used on S2a or S2b. It is assumed that
while the UE is served by the trusted or untrusted non-3GPP | P access, a PMIPv6 tunnel is established between the non-
3GPP access network and the PDN GW in the EPC.
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Figure 8.2.1.1-1: Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN with PMIPv6
on S2aor S2b and GTP on S5/S8 interfaces

NOTE 1. All stepsoutside of (A) and (B) are common for architecture variants with GTP-based S5/S8 and PMIP-

based S5/S8. Procedure steps (A) and (B) for PMIP-based S5/S8 are described in clause 8.2.1.2.

NOTE 2: All stepsinside of (C) are common for architecture variants with GTP-based S2b and PMIP-based S2b.
Procedure for steps outside of (C) for GTP-based S2b are described in clause 8.6.1.1.

In case of connectivity to multiple PDNs the following applies:
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If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
3GPP access istriggered, steps 2 to 16 shall be skipped and the UE shall only perform step 17 for each PDN
connection that is being transferred from non-3GPP access.

If the UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, steps 2 to 16 shall be performed. In step 3 the UE should provide the APN corresponding to one of the
PDN connections that are being transferred from non-3GPP access. If the APN is not provided, and the
subscription context from HSS contains a PDN GW identity corresponding to the default APN, the MME shall
use the PDN GW corresponding to the default APN as specified in TS 23.401 [4]. The UE shall then repeat

step 17 for each of the remaining PDN connections that are being transferred from non-3GPP access.

Step 18 shall be repeated for each PDN connection that is being transferred from non-3GPP access.

The stepsin 17 can occur in parallel for each PDN. Other impacts related to the handover for multiple PDNs are
described in clause 8.1.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Both the roaming (Figure 4.2.1-2) and non-roaming (Figure 4.2.1-1) scenarios are depicted in the figure. In the roaming
case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to
the Serving GW in the VPLMN. The vPCREF receives the Acknowledgment from the Serving GW and forwards it to the
hPCREF. In the non-roaming case, the VPCRF is not involved at al.

The stepsinvolved in the handover are discussed below.

1)

2)

3)

4)
5)

6)

The UE uses atrusted or untrusted non-3GPP access system and is being served by PDN GW (as PMIPv6
LMA).

The UE discoversthe E-UTRAN access and determines to transfer its current sessions (i.e. handover) from the
currently used non-3GPP access system to E-UTRAN. The mechanisms that aid the UE to discover the 3GPP
Access system, are specified in clause 4.8 (Network Discovery and Selection).

The UE sends an Attach Request to the MME with Request Type indicating "Handover" Attach. The message
from the UE isrouted by E-UTRAN to the MME as specified in TS 23.401 [4] (E-UTRAN). The UE should
include any one of the APNs, corresponding to the PDN connections in the source non-3GPP access. The APN is
provided as specified in TS 23.401 [4].

The MME may contact the HSS and authenticate the UE as described in TS 23.401 [4].

After successful authentication, the MME may perform location update procedure and subscriber data retrieval
from the HSS as specified in TS 23.401 [4]. Since theRequest Typeis "Handover", the PDN GW identity
conveyed to the MME will be stored in PDN subscription context. The MME receives information on the PDNs
the UE is connected to over the non-3GPP access in the Subscriber Data obtained from the HSS.

The MME selectsan APN, a serving GW and PDN GW as described in TS 23.401 [4]. The MME sends a Create
Session Request (including IMSI, MME Context ID (SGSN equivalent is TBD), PDN-GW address, Handover
Indication, APN) message to the selected Serving GW. Since the Request Type is "Handover", a Handover
Indication information isincluded.

7) The Serving GW sends a Create Session Request (Handover Indication) message to the PDN-GW in the VPLMN

8)

or HPLMN as described in TS 23.401 [4]. Since the MME includes Handover Indication information in Create
Session Request message, the Serving GW includes thisinformation in Create Session Request message.

Since Handover Indication is included, the PDN GW should not switch the tunnel from non-3GPP | P access to
3GPP access system at this point.

Since Handover Indication isincluded, the PDN GW may execute a PCEF-Initiated IP CAN Session
Modification Procedure with the PCRF as specified in TS 23.203 [19] to report e.g. change in IP-CAN type. If
the UE had disconnected from the default PDN before handover then the PDN GW executes a PCEF initiated | P
CAN Session Establishment procedures as described in TS 23.203 [19].

Since Handover Indication isincluded in step 7, the PDN GW defers any modification to the PCC Rules (dueto
changes received from the PCRF, if there is PCRF interaction) and still applies the existing PCC Rules for
charging and policy until step 13.
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Depending on the active PCC rules, the establishment of dedicated bearers for the UE may be required. The
establishment of dedicated bearers in combination with the default takes place as described in Annex F of
TS23.401[4].

NOTE 3: Depending upon the support of the piggybacking feature in the network, the dedicated bearer can be
created as part of default bearer establishment or immediately afterwards.

NOTE 4: PDN GW address and Serving GW address selection is as described in the clause "GW selection” in
TS23.401[4].

9) The PDN GW responds with a Create Session Response message to the Serving GW as described in
TS 23.401 [4].The Create Session Response contains the | P address or the prefix that was assigned to the UE
while it was connected to the non-3GPP |P access. It aso contains the Charging Id previously assigned to the
PDN connection in the non-3GPP access although the Charging Id still applies to the non-3GPP access.

10) The Serving GW returns a Create Session Response message to the MME as specified in TS 23.401 [4]. This
message al so includes the IP address of the UE. This message aso serves as an indication to the MME that the
S5 bearer setup and update has been successful. At this step the PMIPv6 or GTP tunnel(s) over S5 are
established.

11)Radio and Access bearers are established at this step in the 3GPP access as specified in TS 23.401 [4].

12) The MME sends a Modify Bearer Request (eNodeB address, eNodeB TEID, Handover Indication) message to
the Serving GW.

13) Since the Handover Indication isincluded in step 12), the Serving GW sends a Modify Bearer Request message
to the PDN GW to prompt the PDN GW to tunnel packets from non 3GPP | P access to 3GPP access system and
immediately start routing packets to the Serving GW for the default and any dedicated EPS bearers established.

In this step, the PDN GW applies any modification to the PCC Rules received from the PCREF, if there is PCRF
interaction in step 8. The Charging Id previoudly in use for the PDN connection in the non-3GPP access now
only appliesto the default bearer in use in E-UTRAN access. |f dedicated bearers are created, anew Charging Id
isassigned by the PGW for each of them according to TS 23.401 [4].

NOTE5: Steps 13 and 14 are not performed if the PDNs are reconnected after handoff by the UE in step 17.
14) The PDN GW acknowledges by sending Modify Bearer Response to the Serving GW.

15) The Serving GW acknowledges by sending Modify Bearer Response (EPS Bearer |dentity) message to the
MME.

16) The UE sends and receives data at this point viathe E-UTRAN system.

17)For connectivity to multiple PDNs, the UE establishes connectivity to each PDN that is being transferred from
non-3GPP access, besides the PDN connection established in steps 3-15, by executing the UE requested PDN
connectivity procedure specified in TS 23.401 [4].

18) The PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP
access as defined in clause 6.12 or clause 7.9.

8.2.1.2 Using PMIP-based S5/S8

When a Trusted or Untrusted Non-3GPP IP Access to 3GPP Access handover occurs, the following steps are performed
instead of and in addition to the steps performed in the GT P-based S5/S8 case (see previous clause). In the case of
PMIP-based S5/S8, a Create Session Request and Modify Bearer Request is not sent from the Serving GW to the PDN
GW. Rather, the serving GW interacts with the hPCRF and PMIP messages are exchanged between the Serving GW
and the PDN GW.
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Figure 8.2.1.2-1: Trusted/Untrusted Non-3GPP IP Access to E-UTRAN Handover over PMIP-based S2a
and using PMIP-based S5/S8

In case of connectivity to multiple PDNs the following applies:
In case of connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
3GPP accessistriggered, steps 2 to 16 of Figure 8.2.1.1-1 shall be skipped and the UE shall only perform
step 18 of Figure 8.2.1.2-1 for each PDN connection that is being transferred from non-3GPP access.

- If the UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, steps 2 to 16 of Figure 8.2.1.1-1 shall be performed. In step 3 of Figure 8.2.1.1-1 the UE shall provide
the APN corresponding to one of the PDN connections that are being transferred from non-3GPP access. The UE
shall then repeat step 18 of Figure 8.2.1.2-1 for each of the remaining PDN connections that are being transferred
from non-3GPP access.
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- Step 19 of Figure 8.2.1.2-1 shall be repeated for each PDN connection that is being transferred from non-3GPP
access.

The stepsin 18 of Figure 8.2.1.2-1 can occur in parallel for each PDN. Other impacts related to the handover for
multiple PDNs are described in clause 8.1.

This procedure supports the home routed (Figure 4.2.2.1), roaming (Figure 4.2.3-1) and Local breakout (Figure 4.2.3-4)
case. The Serving GW establishes a Gateway Control Session with the PCRF in the HPLMN. In the case of the roaming
or local breakout scenario, the Serving GW interacts with the hPCRF by way of the vPCRF. The signalling takes place
through the vPCRF in the VPLMN. In the case of Local Breakout, the PDN GW in the VPLMN exchanges messages
with the vPCRF. The vPCRF then exchanges messages with the hPCRF in the HPLMN.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.1.2-1 only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The steps shown in (Alt A) and (Alt B) are mutually exclusive in this procedure, i.e. either steps A.2-A.5 are executed
or steps B.1-B.3. In order to execute the alternative (Alt B), the IP Address(es) of the UE needs to be available after
step A.1. The IP Address(es) of the UE isreceived in step A.1, if dynamic policy provisioning is deployed. If multiple
PDN connections to same APN are supported by the Serving GW, (Alt A) shall be used in this procedure.

In case the | P address(es) of the UE is available after step A1, (Alt B) provides lower jitter for dual radio handovers. In
case the I P address(es) of the UE is not available after step A1, (Alt A) shall be used.

A.1) The Serving GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in
TS 23.203[19] to obtain the rules required for the Serving GW to perform the bearer binding for all the active
sessions the UE may establish as aresult of the handover procedure.

If the updated QoS rules require establishment of dedicated bearer for the UE, the establishment of those bearers
take place before step B1. The establishment of dedicated bearers in combination with the default takes place as
described in Annex F of TS 23.401 [4].

A.2) The Serving GW sends a PMIPv6 Proxy Binding Update (MN NAI, Lifetime, Access Technology Type,
Handover Indicator, |P Address Requested, APN, GRE Key for downlink traffic, Additional Parameters)
message to the PDN GW. The MN NAI identifies the UE. The Lifetime field must be set to a non-zero valuein
the case of aregistration. Access Technology Type is set to indicate 3GPP access to EPS. The Serving GW
includes request for IPv4 Home Address and/or |Pv6 Home Network Prefix as specified in step C.2 of
clause 5.2. The APN may be necessary to differentiate the intended PDN from the other PDNs supported by the
same PDN GW. The Serving GW includes the EPS bearer identity of the default bearer received from the MME
if multiple PDN connections to the same APN are supported. The optional Additional Parameters may contain
information, for example, protocol configuration options.

A.3) ThePDN GW executes a PCEF-Initiated IP-CAN Session Modification Procedure with the PCRF as
specified in TS 23.203 [19] to obtain the rules required for the PDN GW to function as the PCEF for all the
active | P sessions the UE has established with new IP-CAN type.

A.4) ThePDN GW responds with a Proxy Binding Ack (MN NAI, Lifetime, UE Address Info, GRE key for
uplink traffic, Charging ID, Additional Parameters) message to the Serving GW. The MN NAI isidentical to the
MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding will remain valid.
The UE address info returns the |P Address assigned to the UE. IP address allocation by the PDN-GW is as
specified in clause 4.7.1. If the PDN GW sends the DHCPv4 Address Allocation Procedure Indication in the
Proxy Binding Acknowledgement message, the UE | Pv4 address assigned by the PDN GW is not provided as
part of the default bearer activation procedures to the UE. In this case, the Serving GW does not forward the
IPv4 address assigned by the PDN GW to the MME, but sets the PDN Address to 0.0.0.0 in the message to the
MME. If the corresponding Proxy Binding Update contains the EPS bearer identity, the PDN GW shall
acknowledge if multiple PDN connections to the given APN are supported. The optional Additional Parameter
information element may contain other information, including for example Protocol Configuration Options. The
Serving GW acts asthe MAG (in terms of PMIPv6). Since this step istriggered by the Proxy Binding Update
message from the Serving GW in step A.2, it can occur after step A.2 and does not need to wait for step A.3.

The Charging Id provided by the PGW isthe Charging Id previoudly assigned to the PDN connection for the
non-3GPP access.

NOTE 1: PDN GW address selection is as described in TS 23.401 [4].
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NOTE 2: The Serving GW learns from the PBA whether the PDN GW supports multiple PDN connection to the
same APN or not.
Steps between A and B.1 are described in clause 8.2.1.1.
B.1-B.3) Correspondsto steps A.2 - A.4, respectively.
Steps between B.1 and 18 are described in clause 8.2.1.1.

18) For connectivity to multiple PDNs, the UE establishes connectivity to each PDN that is being transferred from
non-3GPP access, besides the PDN connection established in the steps above, by executing the UE requested
PDN connectivity procedure specified in clause 5.6.1.

19) The PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP
access as defined in clause 6.12 or clause 7.9.
8.2.1.3 General Procedure for GTP-based S5/S8 for UTRAN/GERAN

The stepsinvolved in the handover from atrusted/untrusted non-3GPP I P accessto UTRAN/GERAN connected to EPC
are depicted below for both the non-roaming and roaming cases and when PMIPv6 is used on S2aor S2b. It is assumed
that while the UE is served by the trusted/untrusted non-3GPP IP access, a PMIPv6 tunnel is established between the
non-3GPP access network and the PDN GW in the EPC.

NOTE 1: This procedureis applicable to S4-SGSN only.
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Figure 8.2.1.3-1: Handover from Trusted/untrusted Non-3GPP IP Access to UTRAN/GERAN with PMIP
on S2a and GTP based S5/S8

NOTE 2: All stepsoutside of (A) and (B) are common for architecture variants with GTP based S5/S8 and PMIP
based S5/S8. Procedure steps (A) and (B) for PMIP based S5/S8 are described in clause 8.2.1.4.

NOTE 3: All stepsin (D) are common for architecture variants with GTP based S2b and PMIP based S2b.
Procedures for steps outside of (D) for GTP based S2b are described in clause 8.6.1.2.

In case of connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
3GPP accessistriggered, steps 2 to 6 shall be skipped.

- If the UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, steps 2 to 6 shall be performed.
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-  Thestepsin (C) shal be repeated for each PDN connection that is being transferred from non-3GPP access.
The stepsin (C) can occur in parallel for each PDN.
The stepsinvolved in the handover are described below.

1. The UE uses atrusted/untrusted non-3GPP access system and is being served by PDN GW (as PMIPv6 LMA).

2. The UE discovers the 3GPP Access system (UTRAN or GERAN) and determines to transfer its current sessions
(i.e. handover) from the currently used non-3GPP access system to the discovered 3GPP Access system. The
mechanisms that aid the UE to discover the 3GPP Access system, are specified in clause 4.8 (Network Discovery
and Selection).

3. The UE sends an Attach Request to the SGSN. The message from the UE is routed by 3GPP Accessto the
SGSN as specified in clause 6.5 of TS 23.060 [21].

4. The SGSN may contact the HSS and authenticate the UE as described in TS 23.060 [21].

5. The SGSN may perform location update procedure and subscriber dataretrieval from the HSS as specified in
TS 23.060 [21]. PDN GW identity information is part of the subscriber data.

6. The SGSN sends the Attach Accept request to the UE to indicate the completion of the attach procedure as
defined in TS 23.060 [21].

7. The UE initiate at this stage this establishment of the primary PDP context as defined in clause 9.2.2 of
TS 23.060 [21].

8. The SGSN selects a Serving GW as described in TS 23.060 [21] and sends Create Session Request (Handover
indication, and other parameters described in TS 23.060 [21]) message to the selected Serving GW.

9. The Serving GW sends a Create Session Request message to the PDN-GW as described in TS 23.060 [21]. The
PDN GW should not switch the tunnel from non-3GPP | P access to 3GPP access system at this point.

10. The PDN GW may execute a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF as
specified in TS 23.203 [19] to report e.g. change in IP-CAN type.

Since the PDN GW does not switch the tunnel in step 9, it defers any modification to the PCC Rules (dueto
changes received from the PCREF, if there is PCRF interaction) and still applies the existing PCC Rules for
charging and policy until step 14.

Depending on the active PCC rules, the establishment of dedicated bearers for the UE may be required.

NOTE 4: PDN GW address and Serving GW address selection is as described in the clause "GW selection” in
TS 23.401 [4].

11. The PDN GW responds with a Create Session Response message to the Serving GW as described in
TS 23.060 [21].The Create Session Response contains the | P address or the prefix that was assigned to the UE
while it was connected to the non-3GPP | P access. It also contains the Charging Id previously assigned to the
PDN connection in the non-3GPP access although the Charging 1d still applies to the non-3GPP access.

12. The Serving GW returns a Create Session Response message to the SGSN as specified in TS 23.060 [21]. This
message al so includes the | P address of the UE. This message also serves as an indication to the SGSN that the
S5 bearer setup and update has been successful.

13. The rest of the PDP context establishment as specified in TS 23.060 [21] is completed here.

NOTE 5: The S4-SGSN sends a Modify Bearer Request message to the Serving GW including the Handover
Indication flag to inform Serving GW when PDP context establishment has been compl eted.

14.The Serving GW sends a Modify Bearer Request message to the PDN GW in the VPLMN or the HPLMN
including the Handover Indication flag that prompts the PDN GW to tunnel packets from non 3GPP IP access to
3GPP access system and immediately start routing packets to the Serving GW for the default and any dedicated
EPS bearers established. In case of non-roaming or roaming with home routed traffic this message is sent to the
PDN GW inthe HPLMN. In case of local breakout traffic the message is sent to the PDN GW in the VPLMN.
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In this step, the PDN GW applies any modification to the PCC Rules received from the PCRF, if there is PCRF
interaction in step 10. The Charging Id previously in use for the PDN connection in the non-3GPP access now
only appliesto the default bearer in use in GERAN/UTRAN access. If dedicated bearers are created, a new
Charging Id is assigned by the PGW for each of them according to TS 23.401 [4].

15. The PDN GW acknowledges by sending Modify Bearer Response to the Serving GW.
16. The UE sends and receives data at this point via the 3GPP access system.
17. The PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP
access as defined in clause 6.12 or clause 7.9.
8.2.1.4 Using PMIP-based S5/S8

When a Trusted/untrusted Non-3GPP |P Accessto UTRAN/GERAN handover occurs, the following steps are
performed instead of and in addition to the steps performed in the GTP based S5/S8 case (see previous clause). In the
case of PMIP based S5/S8, a Create Session Request and Modify Bearer Request is not sent from the Serving GW to
the PDN GW. Rather, the serving GW interacts with the hPCRF and PMIP messages are exchanged between the
Serving GW and the PDN GW.

Trusted / Roaming
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1
Procedure as per Figure 8.2.1.3-1 before Step 7 1
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Figure 8.2.1.4-1: Trusted/untrusted Non-3GPP IP Access to GERAN/UTRAN over PMIP-based S2a and
using PMIP-based S5/S8
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In case of connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
3GPP accessis triggered, the procedure as per Figure 8.2.1.3-1 before step 7 shall be skipped.

- If the UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, the procedure as per Figure 8.2.1.3-1 before step 7 shall be performed.

- Thestepsin (C) shall be repeated for each PDN connection that is being transferred from non-3GPP access.
The stepsin (C) can occur in parallel for each PDN.

This procedure supports the home routed (Figure 4.2.2-1), roaming (Figure 4.2.3-1) and Local breakout (Figure 4.2.3-4)
case. The Serving GW establishes a Gateway Control Session with the PCRF in the HPLMN. In the case of the roaming
or local breakout scenario, the Serving GW interacts with the hPCRF by way of the vPCRF. The signalling takes place
through the vPCRF in the VPLMN. In the case of Local Breakout, the PDN GW in the VPLMN exchanges messages
with the vPCRF. The vPCRF then exchanges messages with the hPCRF in the HPLMN.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.1.4-1 only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

The steps shown in (Alt A) and (Alt B) are mutually exclusive in this procedure, i.e. either steps A.2-A.5 are executed
or steps B.1-B.3. In order to execute the alternative (Alt B), the |P Address(es) of the UE needs to be available after
step A.1. The IP Address(es) of the UE isreceived in step A.1, if dynamic policy provisioning is deployed. If multiple
PDN connections to same APN are supported by the Serving GW, (Alt A) shall be used in this procedure.

In case the | P address(es) of the UE is available after step A1, (Alt B) provides lower jitter for dual radio handovers. In
case the | P address(es) of the UE is not available after step A1, (Alt A) shall be used.

A.1) The Serving GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in
TS 23.203 [19] to obtain the rules required for the Serving GW to perform the bearer binding for all the active
sessions the UE may establish as a result of the handover procedure.

If the updated PCC rules require establishment of dedicated bearer for the UE, the establishment of those bearers
take place before step B.1.

The description of steps A.1to A.4 and B.1to B.3 arethe same asin clause 8.2.1.2.

8.2.2 3GPP Access to Trusted Non-3GPP IP Access Handover with
PMIPv6 on S2a

The stepsinvolved in the handover from 3GPP Access connected to the EPC to trusted non-3GPP | P access are
depicted below for the case of non-roaming, roaming with home routed traffic, roaming with local breakout and
roaming with anchoring in the Serving Gateway in the VPLMN. It is assumed that while the UE is served by the 3GPP
Access, aPMIPv6 or GTP tunnel is established between the SSGW and the PDN GW in the evolved packet core.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 180 ETSI TS 123 402 V12.8.0 (2015-04)

Roaming

Trusted Scenarios
UE 3é\'§S]P 3GPP || MME/ Serving PDN GW AAA || VPCRF | | hPCRF HSS/
Access Access [| SGSN GW Proxy AAA

C > )

2. UE discovers
lrusted Non-3GPP
Access and initiates
HO

3. Access \<j 3. Authenttication and|Authorization (PDN GW) >

Authentication

4. L3 Attach Trigger

6. Proxy Binding Updpte

y
>
|
1
1
1
1
1
1
1
1
|
1
1
1
1
|
1
r
1
|
1
1
1
1

gy 7A. PCEF-Inifiated \
¢ IP-CAN Session Modifigation
\ Procedu /

[ e v

_ 7B. UpdateAAA Seryer/HSS
b N

A 4

8. Hroxy Bindjng Ack (IP Addr)

=7

9. L3 Attach Completi

G [ G N LT D >

< 11. UE-initiated Connectivity to Additional PDN >

| 12. 3GPP EPS Bearer Release || 12. 3GPP EPS Bearer Release |

Figure 8.2.2-1: Handover from 3GPP Access to Trusted Non-3GPP IP Access with PMIPv6 on S2a and
PMIPv6 or GTP on S5 interface

This procedure supports the home routed (Figure 4.2.2.1), roaming (Figure 4.2.3-1) and Local breakout (Figure 4.2.3-4)
case. The PCRF inthe HPLMN isinformed of the change and any change in the policy that resultsis signalled to the
Serving GW. The signalling takes place through the vVPCRF in the VPLMN. In the case of Local Breakout, the PDN
GW in the VPLMN exchanges messages with the vVPCRF.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.2-1 only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

For connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
trusted non-3GPP access is triggered, steps 2 to 10 shall be skipped and the UE shall only perform step 11 for
each PDN connection that is being transferred from 3GPP access.

- If the UE is connected only to 3GPP access before the handover of PDN connections to trusted non-3GPP access
istriggered, steps 2 to 10 shall be performed. In step 4 the UE shall provide an APN corresponding to one of the
PDN connections that are being transferred from 3GPP access. The UE shall then repeat step 11 for each of the
remaining PDN connections that are being transferred from 3GPP access.
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- Step 12 shall be repeated for each PDN connection that is being transferred from 3GPP access.

Step 11 can occur in parallel for each PDN. Other impacts related to the handover for multiple PDNs are described in
clause 8.1.

1) The UE isconnected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5 interface.

2) The UE discovers the trusted non-3GPP | P access system and determines to transfer its current sessions (i.e.
handover) from the currently used 3GPP Access to the discovered trusted non-3GPP | P access system. The
mechanisms that aid the UE to discover the trusted non-3GPP I P access system, are specified in clause 4.8
(Network Discovery and Selection).

3) The UE performs access authentication and authorization in the non-3GPP access system. The 3GPP AAA
server authenticates and authorizes the UE for access in the trusted non-3GPP system. The 3GPP AAA server
gueries the HSS and returns the PDN-GW identity or identities to the trusted non-3GPP access system at this
step (upon successful authentication and authorization). The 3GPP AAA Server also returns to the trusted non-
3GPP access system the MN NAI to be used to identify the UE in Proxy Binding Update and Gateway Control
Session Establishment messages (steps 5 and 6).

PDN GW address selection is as described in clause 4.5.1 of this specification. The PDNs the UE is connected to
before handover are obtained from the HSS with the UE subscriber data.

NOTE 1: The MN NAI returned from the 3GPP AAA Server to the trusted non-3GPP access system is a permanent
IMSI based MN NAI.

4) After successful authentication and authorization, the L3 attach procedure istriggered. At the latest, in this step,
the UE should indicate its capability for the | P address preservation. How this information is signalled from the
UE to the access network is outside of the scope of 3GPP.

If the UE provides an APN, the Trusted non-3GPP Access verifiesthat it is allowed by subscription. If the UE
does not provide an APN, and the subscription context from HSS contains a PDN GW identity and APN pair
corresponding to the default APN, the Trusted non-3GPP Access uses the default APN. The case where the APN
selected for the handover attach (default APN or the APN provided by the UE) does not have corresponding
PDN GW identity information in the subscription context is considered as an error case.

5) The Trusted Non-3GPP IP Access initiates a Gateway Control Session Establishment Procedure with the PCRF
as specified in TS 23.203 [19]. If the Trusted Non-3GPP I P Access supports UE/NW bearer control mode, the
PCRF provides al the QoS rules required for the Trusted Non-3GPP IP Accessto perform the bearer binding.

If the updated rules require network-initiated dynamic resource allocation for the UE, the resource allocation
takes place before step 6.

If the Handover Indicator in the Proxy Binding Update (to be sent in step 6) is set to indicate either initia attach
or that the handover state is unknown, the Trusted non-3GPP IP Access indicates in the Gateway Control
Session Establishment message that linking with the Gx session shall be deferred until step 7, as specified in
TS 23.203[19]. In this case, when performing the leg linking, the PCRF verifies that the IP-CAN type reported
over Gxaand Gx are the same.

6) The entity in the Trusted non-3GPP IP Access acting as a MAG sends a Proxy Binding Update (MN-NAI,
Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic) message to the
PDN GW in order to establish the new registration. The MN NAI identifies the UE for whom the messageis
being sent. The Lifetime field must be set to a nonzero value in the case of aregistration. Access Technology
Typeis set to a value matching the characteristics of the non-3GPP access. The APN may be necessary to
differentiate the intended PDN from the other PDNs supported by the same PDN GW. The MAG creates and
includes a PDN connection identity if the MAG supports multiple PDN connections to a single APN.

NOTE 2: When multiple PDN connectionsto asingle APN are supported, the MN-ID, the APN and the PDN
connection identity indentify the PDN connection within the Trusted Non-3GPP access network.

NOTE 3: When the PDN GW receives the Proxy Binding Update and the the PS bearers corresponding to the PDN
connection being handed over are suspended, then the PDN GW considers the bearers of the PDN
connection being handed over as resumed and performs the handover.

7A) The PDN GW executes a PCEF-Initiated IP-CAN Session Modification Procedure with the PCRF as
specified in TS 23.203 [19]. The Event Report indicates the change in Access Type.
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If the PDN GW decided to allocate a new | P address/prefix instead of preserving the old | P address/prefix, as
described in clause 4.1.3.2.3, the PDN GW executes an |P-CAN session Establishment Procedure with the PCRF
instead of a PCEF-Initiated IP-CAN Session Modification Procedure.

7B) The PDN GW informsthe 3GPP AAA Server of its PDN GW identity and the APN corresponding to the
UE's PDN Connection and obtains authorization information from the 3GPP AAA Server. The message includes
information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server may update the
information registered in the HSS as described in clause 12.

8) The PDN GW responds with a PMIP Binding Acknowledgement (MN NAI, Lifetime, UE Address Info,
Additional Parameters, GRE key for uplink traffic, Charging ID) message to the Trusted Non-3GPP | P Access.
The MN NAl isidentical to the MN NAI sent in the Proxy Binding Update. The Lifetime indicates the duration
the binding will remain valid. If the corresponding Proxy Binding Update contains a PDN connection identity,
the PDN GW shall acknowledge if the PDN GW supports multiple PDN connections to asingle APN. The UE
addressinfo returns the IP Address assigned to the UE. The optional Additional Parameter information element
may contain other information. Since this step is triggered by the Proxy Binding Update message from the
Trusted non-3GPP | P Access in step 6 and the result of the optional step 7, it can occur after step 7. If step 7 is
not taken, this step can occur after step 6. The Charging Id provided is the Charging Id previously assigned to the
PDN connection if the source access is a PMIP-based access or to the Default Bearer if the source accessis
GTP-based.

NOTE 4: The MAG learns from the PBA whether the PDN GW supports multiple PDN connection to the same
APN or not.

9) L3 attach procedureis completed at this point. The | P address(es) assigned to the UE by the PDN-GW is
conveyed to the UE.

10) The PMIPv6 tunndl is set up between the Trusted Non-3GPP IP Access and the PDN GW. The UE can
send/receive | P packets at this point.

11) For connectivity to multiple PDNs, the UE establishes connectivity to all the PDNsthat are being transferred
from 3GPP access besides the PDN connection that was established in the steps 3-10, as described in
clause 6.8.1.

12) The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in
clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause5.4.4.1.

8.2.3 3GPP Access to Untrusted Non-3GPP IP Access Handover with
PMIPv6 on S2b

This clause shows a call flow for a handover when a UE moves from a 3GPP Access to an untrusted non-3GPP access
network. PMIPv6/GTP is assumed to be used on the S5/S8 interface and PMIPv6 is used on the S2b interface.
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Figure 8.2.3-1: Handover from 3GPP Access to Untrusted Non-3GPP IP Access with PMIPv6 on S2b

NOTE 1: For GTP based S2b, procedure steps (A) to (D) are defined in clause 8.6.2.1.

Both the roaming (Figure 4.2.1-2) and non-roaming (Figure 4.2.1-1) scenarios are depicted in the figure. In the roaming
case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to
the Serving GW in the VPLMN. The vPCRF receives the Acknowledgment from the Serving GW and forwardsiit to the
hPCRF. In the non-roaming case, the vPCRF is not involved.

For connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
untrusted non-3GPP accessistriggered, steps 2 to 9 shall be skipped and the UE shall only perform step 10 for
each PDN connection that is being transferred from 3GPP access.

- If the UE is connected only to 3GPP access before the handover of PDN connections to untrusted non-3GPP
accessistriggered, steps 2 to 9 shall be performed. In step 3 the UE shall provide an APN corresponding to one
of the PDN connections that are being transferred from 3GPP access. The UE shall then repeat step 10 for each
of the remaining PDN connections that are being transferred from 3GPP access.

- Step 11 shall be repeated for each PDN connection that is being transferred from 3GPP access.

Step 10 can occur in parallel for each PDN. Other impacts related to the handover for multiple PDNs are described in
clause 8.1.
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The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured in the gateway.

1) TheUE sinitially attached to the 3GPP Access network.
2) The UE moves and attaches to an untrusted non-3GPP | P access network.

3) Access authentication procedure between UE and the 3GPP EPC may be performed as defined by
TS 33.402 [45].

4) The IKEV2 tunnel establishment procedure is started by the UE. The ePDG IP address to which the UE needs to
form IPsec tunnel with is discovered as specified in clause 4.5.4. After the UE is authenticated, UE isalso
authorized for access to the APN. The procedure is as described in TS 33.402 [45]. As part of access
authentication the PDN GW identity is sent to the ePDG by the 3GPP AAA server. If the UE supports | P address
preservation during handover from 3GPP Access to the untrusted non-3GPP I P access, the UE shall includeiits
address (1Pv4 address or IPv6 prefix /address or both) allocated when it's attached to 3GPP Access into the
CFG_Request sent to the ePDG during IKEvV2 message exchange.

5) The ePDG sends the Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type, Handover Indicator,
GRE key for downlink traffic, UE Address Info, Additional Parameter) message to the PDN GW. Access
Technology Typeis set to a value matching the characteristics of the non-3GPP access. The UE Address Info
shall be set according to the CFG_Request in step 3. The eéPDG shall not change the requested address(es) in the
CFG_Request sent by the UE, and encode such address(es) in PBU and send to the PDN GW. If the UE included
the addressin step 3, the ePDG sets the handover indicator to indicate Handoff between two different interfaces
of the UE. The APN is used by the PDN GW to determine which PDN to establish connectivity for, in the case
that the PDN GW supports multiple PDN connectivity. The ePDG creates and includes a PDN connection
identity if the ePDG supports multiple PDN connectionsto asingle APN.

NOTE 2: When multiple PDN connectionsto asingle APN are supported, the MN-ID, the APN and the PDN
connection identity indentify the PDN connection within the Untrusted Non-3GPP access network.

6A) If PCCissupported, the PDN GW requires configuration for enforcing policy, the PDN GW executes a
PCEF-Initiated |P CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19].

6B) The PDN GW informsthe 3GPP AAA Server of its PDN GW identity and the APN corresponding to the
UE's PDN Connection and obtains authorization information from the 3GPP AAA Server. The message includes
information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server may update the
information registered in the HSS as described in clause 12.

7) The PDN GW processes the Proxy Binding Update message from the ePDG, updates the binding cache entry for
the UE and responds with a Proxy Binding Acknowledgement (MN_NAI, Lifetime, GRE key for uplink traffic,
UE Address Info, Charging ID, Additional Parameters) message. In the Proxy Binding Ack, the PDN GW
replies with the same | P address and/or prefix that was assigned to the UE earlier. If the corresponding Proxy
Binding Update contains a PDN connection identity, the PDN GW shall acknowledge if the PDN GW supports
multiple PDN connections to asingle APN. At this point a PMIPv6 tunnel exists between PDN GW and ePDG.
Since this step istriggered by the Proxy Binding Update message from the ePDG in step 4, it can occur after
step 4 and does not need to wait for step 5. The Charging Id provided is the Charging Id previously assigned to
the PDN connection if the source accessis a PMIP-based access or to the Default Bearer if the source accessis
GTP-based.

NOTE 3: The ePDG learns from the PBA whether the PDN GW supports multiple PDN connection to the same
APN or not.

NOTE 4: When the PDN GW receives the Proxy Binding Update and the the PS bearers corresponding to the PDN
connection being handed over are suspended, then the PDN GW considers the bearers of the PDN
connection being handed over as resumed and performs the handover.

8) The ePDG and the UE continue the IKEv2 exchange and | P address configuration.

9) At the end of the handover procedure there is a default bearer for the UE that consists of an |Psec tunnel between
the UE and the ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

10) For connectivity to multiple PDNSs, the UE establishes connectivity to each PDN that is being transferred from
3GPP access, besides the PDN connection that was established in the steps 3-8, by executing the UE-initiated
Connectivity to Additional PDN procedure specified in clause 7.6.1.
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11) The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in
clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],

clause5.4.4.1.
8.24 Void
8.2.5 Void

8.2.6 Non-3GPP IP Access to 3GPP Access Handover with PMIPv6 on
S2a/b for Chained PMIP-based S8

The stepsinvolved in the handover from atrusted or non-trusted non-3GPP | P access to a 3GPP access connected to
EPC are depicted below for roaming cases with chained S2a/b and PMIP-based S8. It is assumed that while the UE is
served by the non-3GPP I P access, a PMIPv6 tunnel is established between the non-3GPP access network and the
Serving GW and another one between the Serving GW and the PDN GW.

Trusted
Non-3GPP|
IP Access 3GPP MME Serving New PDN AAA | vPCRF | |hPCRE|| HSS/
UE / ePDG Access /ISGSN GW Serving GW GW Proxy AAA
—— 1. PMIPv6 Tunnel

(ﬂ’_l. PMIPV6 Tunnel < >

2. Procedure as per Figure 8.2.1.2-1 steps 2-18 (for E-UTRAN) or Figure 8.2.1.4-1 steps 2-16 (for UTRAN/GERAN)

| 3. Non-3GPP EPS bearer release | 3. Non-3GPP EPS bearer relelase

Figure 8.2.6-1: Handover from Trusted or Untrusted Non-3GPP IP Access to 3GPP Access with
chained S2a/b and PMIP-based S8

In case of handover to E-UTRAN, the following applies for connectivity to multiple PDNs:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
3GPP access istriggered, the procedure as per Figure 8.2.1.2-1 before step 18 shall be skipped and the UE shall
only perform step 18 of Figure 8.2.1.2-1 for each PDN connection that is being transferred from non-3GPP
access.

- If the UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, the procedure as per Figure 8.2.1.2-1 before step 18 shall be performed. In step 3 of Figure 8.2.1.2-1
the UE shall provide an APN corresponding to one of the PDN connections that are being transferred from non-
3GPP access. The UE shall then repeat step 18 of Figure 8.2.1.2-1 for each of the remaining PDN connections
that are being transferred from 3GPP access.

In case of handover to UTRAN/GERAN, the following applies for connectivity to multiple PDNs:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
3GPP accessistriggered, steps 2 to 6 of Figure 8.2.1.4-1 shall be skipped.

- If the UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, steps 2 to 6 of Figure 8.2.1.4-1 shall be performed.
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- The UE shall repeat steps 7 to 16 of Figure 8.2.1.4-1 for each PDN connection that is being transferred from
non-3GPP access.

For connectivity to multiple PDNs step 3 of Figure 8.2.6-1 shall be repeated for each PDN connection that is being
transferred from non-3GPP access.

NOTE: The procedure applies both for the case where anew Serving GW is selected during attach on 3GPP
access or for the case where the Serving GW is not changed.

1) The UE usesatrusted or untrusted non-3GPP access system. PDN connectivity is achieved through concatenated
PMIPv6 tunnels between the trusted non-3GPP access or ePDG and the Serving GW, and between the Serving
GW and the PDN GW.

2) The handover procedure from trusted or untrusted non-3GPP | P access with PM1Pv6 on S2a/S2b to 3GPP access
with PMIP-based S5/S8 is performed as described in steps 2-18 of clause 8.2.1.2 (for E-UTRAN) and steps 2-16
of clause 8.2.1.4 (for UTRAN/GERAN).

3) Incaseanew Serving GW has been selected during the attach on 3GPP access, the PDN GW triggers the bearer

release in the non-3GPP access as defined in clause 6.12.3. Otherwise, the Serving GW triggers resource release
in the non-3GPP access as defined in steps 2-5 of clause 6.12.3.

8.2.7 3GPP Access to Non-3GPP IP Access Handover with PMIPv6 on
S2a/b for Chained PMIP-based S8

The stepsinvolved in the handover from a 3GPP access to a trusted or non-trusted non-3GPP | P access connected to
EPC are depicted below for roaming cases with chained S2a/b and PMIP-based S8.
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Figure 8.2.7-1: Handover from 3GPP IP Access to Trusted or Untrusted Non-3GPP Access with
chained S2a/b and PMIP-based S8

For connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
non-3GPP accessis triggered, steps 2 to 11 shall be skipped and the UE shall only perform step 12 for each PDN
connection that is being transferred from 3GPP access.

- If the UE is connected only to 3GPP access before the handover of PDN connections to non-3GPP accessis
triggered, steps 2 to 11 shall be performed. In step 3 the UE shall provide an APN corresponding to one of the
PDN connections that are being transferred from 3GPP access. The UE shall then repeat step 12 for each of the
remaining PDN connections that are being transferred from 3GPP access.

- Step 13 shall be repeated for each PDN connection that is being transferred from 3GPP access.
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Step 12 can occur in parallel for each PDN. Other impacts related to the handover for multiple PDNs are described in
clause 8.1.

Steps 3 and 4 do not apply in case of handover from a 3GPP access to an untrusted non-3GPP access.

The optional interaction steps between the gateways and the PCRF in Figure 8.2.7-1 only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

NOTE 1: The procedure applies both for the case where a new Serving GW is selected during attach on 3GPP
access, or for the case where the Serving GW is not changed.

1) The UE is connected to the PDN viaa 3GPP Access and has a PMIPv6 tunnel on the S8 interface.

2) The attach initiation on the trusted or untrusted non-3GPP access is performed as described in steps 2-3 of
clause 8.2.2 (for trusted non-3GPP access) and steps 2-3 of clause 8.2.3 (for untrusted non-3GPP access). As part
of the authentication procedure, the 3GPP AAA proxy obtains the PDN-GW identity from the HSS/AAA as
described in clause 4.5.1, and performs Serving GW selection as described in clause 4.5.3. Both PDN GW
identity and Serving GW information is provided to the MAG function of the trusted non-3GPP access or ePDG.
If PCC is deployed, the MAG function of the Trusted Non-3GPP | P access is notified to interact with the PCRF
when it isthe PMIP-based chained case.

3) After successful authentication and authorization, the L3 attach procedure in the trusted non-3GPP access is
triggered as described in step 4 of clause 8.2.2.

4) Thetrusted non-3GPP access initiates a Gateway Control Session Establishment Procedure with the PCRF as
described in step 5 of clause 8.2.2.

5) The MAG function of Trusted Non-3GPP |P Access or ePDG sends a Proxy Binding Update (MN-NAI,
Lifetime, Access Technology Type, Handover Indicator, APN, GRE key for downlink traffic, PDN GW address,
Additional Parameters) message to the Serving GW in the VPLMN. The MN NAI identifiesthe UE. The
Lifetime field must be set to a nonzero value, indicating registration. Access Technology Typeisset to avaue
matching the characteristics of the non-3GPP access. Handover Indicator is set to indicate handoff between two
different interfaces of the UE. The MAG creates and includes a PDN connection identity if the MAG supports
multiple PDN connectionsto asingle APN. The Additional Parameters may include Protocol Configuration
Options and other information.

NOTE 2: When multiple PDN connectionsto asingle APN are supported, the MN-I1D, the APN and the PDN
connection identity indentify the PDN connection within the Trusted Non-3GPP access network.

6) The Serving GW sends a corresponding Proxy Binding Update (MN-NAI, Lifetime, Access Technology Type,
Handover Indicator, APN, GRE key for downlink traffic, Additional Parameters) message (asin step 3) to the
PDN GW. If the MAG included the PDN connection identity in the Proxy Binding Update of the previous step
and the Serving GW supports multiple PDN connections to a single APN then the Serving GW forwards the
PDN connection identity to the PDN GW.

NOTE 3: Inthis Release of the specification, the Serving GW uses the right protocol to connect with the PDN GW
based on the pre-configured information on itself in case the selected Serving GW supporting both PMIP
and GTP.

7A) The PDN GW initiates the PCEF-Initiated IP-CAN Session Modification Procedure with the hPCRF to
update the rulesin the PDN GW, as specified in TS 23.203 [19].

7B) The PDN GW informsthe 3GPP AAA Server of its PDN GW identity and the APN corresponding to the
UE's PDN Connection and obtains authorization information from the 3GPP AAA Server. The message includes
information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server may update the
information registered in the HSS as described in clause 12.

8) The PDN GW processes the proxy binding update and creates a binding cache entry for the PMIPv6 tunnel
towards the Serving GW. The PDN GW responds with a Proxy Binding Acknowledgement (MN-NAI, Lifetime,
UE Address Info, GRE key for uplink traffic, Additional Parameters) message to the Serving GW. The MN-NAI
isidentical to the MN-NAI sent in the Proxy Binding Update. The Lifetime indicates the duration the binding
will remain valid. The UE Address Info includes one or more | P addresses. If the corresponding Proxy Binding
Update contains a PDN connection identity, the PDN GW shall acknowledge if the PDN GW supports multiple
PDN connections to asingle APN. The Additional Parameters may include Protocol Configuration Options and
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other information. The Additional Parameters may include Protocol Configuration Options and other
information.

NOTE 4: The Serving GW learns from the PBA whether the PDN GW supports multiple PDN connection to the
same APN or not.

NOTE 5: When the PDN GW receives the Proxy Binding Update and the the PS bearers corresponding to the PDN
connection being handed over are suspended, then the PDN GW considers the bearers of the PDN
connection being handed over as resumed and performs the handover.

9) The Serving GW processes the proxy binding acknowledgement and creates a binding cache entry for the
PMIPv6 tunnel towards the MAG function in the trusted non-3GPP access or ePDG. At this point, the Serving
GW also establishes the internal forwarding state for the concatenation of the PMIPv6 tunnels. The Serving GW
then sends a corresponding Proxy Binding Acknowledgement (MN NAI, Lifetime, UE Address Info, GRE key
for uplink traffic, Charging 1D, Additional Parameters) message (asin step 8) to the MAG function of Trusted
Non-3GPP IP Access or ePDG.

10) The handover attach procedure is completed as described in step 9 of clause 8.2.2 (for trusted non-3GPP access)
and steps 7-8 of clause 8.2.3 (for untrusted non-3GPP access).

11) The UE is connected to the PDN via the non-3GPP access system. PDN connectivity is achieved through
concatenated PM1Pv6 tunnels between the trusted non-3GPP access or ePDG and the Serving GW, and between
the Serving GW and the PDN GW.

12) For connectivity to multiple PDNs, the UE establishes connectivity to each PDN that is being transferred from
3GPP access, besides the PDN connection established in steps 2-11, by executing the UE-initiated Connectivity
to Additional PDN procedure specified in clause 6.8.1.2, that applies to both trusted and untrusted non-3GPP
accesses.

13)In case anew Serving GW has been selected during the attach on the non-3GPP access, the PDN GW triggers
the bearer release in the 3GPP access using the PDN GW initiated Bearer Deactivation procedure. Otherwise, the
Serving GW triggers the bearer release in the 3GPP Access using the Serving GW initiated Bearer Deactivation
procedure. The 3GPP access resources associated with the PDN address are released if existing.

8.2.8 Void

8.29 Void
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In case of connectivity to multiple PDNs the following applies:
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Figure 8.3-1: 3GPP IP Access to Non-3GPP IP access Handover over MIPv4-based S2a

If the UE is connected to both 3GPP access and trusted non-3GPP access before the handover of PDN
connections to trusted non-3GPP access istriggered, steps 2 to 5 shall be skipped.
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- If the UE is connected only to 3GPP access before the handover of PDN connections to trusted non-3GPP access
istriggered, steps 2 to 5 shall be performed.

- Steps 6 to 14 shall be repeated for each PDN connection that is being transferred from 3GPP access.

Step 6 to step 14 can occur in parallel for each PDN. Other impacts related to the handover for multiple PDNs are
described in clause 8.1.

The stepsinvolved in the handover from 3GPP Access connected to the EPC to trusted non-3GPP | P access are
depicted below for the case of non-roaming, roaming with home routed traffic, roaming with local breakout and
roaming with anchoring in the Serving Gateway in the VPLMN. It is assumed that while the UE is served by the 3GPP
Access, aPMIPv6 or GTP tunnel is established between the S-GW and the PDN GW in the evolved packet core.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

Both the roaming (Figure 4.2.1-2) and non-roaming (Figure 4.2.1-1) scenarios are depicted in the figure. In the roaming
case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in the HPLMN to
the Serving GW in the VPLMN. The vPCREF receives the Acknowledgment from the Serving GW and forwards it to the
hPCREF. In the non-roaming case, the vVPCRF is not involved at all.

The event that triggers Authentication and Authorization in step 3 or step 6 between the Trusted Non-3GPP |P Access
and the 3GPP AAA Server, or whether this step occurs at all, depends on the specific access technol ogy.

1) The UE isconnected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5 interface.

2) The UE discovers the trusted non-3GPP | P access system and determines to transfer its current sessions (i.e.
handover) from the currently used 3GPP Access to the discovered trusted non-3GPP | P access system. The
mechanisms that aid the UE to discover the trusted non-3GPP | P access system, are specified in clause 4.8
(Network Discovery and Selection).

3) The UE performs access authentication and authorization in the non-3GPP access system as defined by
TS 33.402 [45]. The 3GPP AAA server authenticates and authorizes the UE for accessin the trusted non-3GPP
system. As part of the authentication and authorization procedure, the 3GPP AAA server obtains the PDN-GW
identity from the HSS and it returns the same PDN-GW identity to the trusted non-3GPP access system at this
step (upon successful authentication and authorization).

4) The UE may send an Agent Solicitation (AS) RFC 5944 [12] message. Specification of this message is out of the
scope of 3GPP.

5) The FA inthe Trusted Non-3GPP IP Access sends a Foreign Agent Advertisement (FAA) (RFC 5944 [12])
message to the UE. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the
FA. Specification of this message is out of the scope of 3GPP.

6) The UE sends a Registration Request (RRQ) (MN-NAI, lifetime) message as defined in RFC 5944 [12] to the
FA as specified in RFC 5944 [12]. Reverse Tunnelling shall be requested. This ensures that all traffic will go
through the PDN GW. The RRQ message shall include the NAI-Extension RFC 2794 [34]. The UE may not
indicate a specific Home Agent address in the RRQ message, in which case the FA usesthe PDN GW address as
received in step 3. The UE then receives the | P address of the PDN Gateway in step 11 as part of the RRP
message. The UE should then include the PDN Gateway address in the Home Agent address field of subsequent
RRQ messages.

7) The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF.
The Trusted non-3GPP access provides the information to the PCRF to correctly associate it with the IP-CAN
session and also to convey subscription related parameters to the PCRF. If the Trusted Non-3GPP access
supports UE/NW bearer control mode, the PCRF provides all the QoS rules required for the Trusted Non-3GPP
access to perform the bearer binding.

8) The FA processes the message according to RFC 5944 [12] and forwards a corresponding RRQ (MN-NAI,
lifetime) message to the PDN GW.

9) The PDN GW informsthe 3GPP AAA Server of its PDN GW identity and the APN corresponding to the UE's
PDN Connection and obtains authentication and authorization information from the 3GPP AAA Server. The
message includes information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA
Server may update the information registered in the HSS as described in clause 12.
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10) The PDN GW allocates an |P address for the UE. The PDN GW initiates the IP CAN Session Modification
Procedure with the PCRF, as specified in TS 23.203 [19]. The PDN GW provides information to the PCRF that
the IP-CAN type has changed and the PCRF responds to the PDN GW with PCC rules and event triggers.

NOTE: Whenthe PDN GW receives the RRQ and the the PS bearers corresponding to the PDN connection being
handed over are suspended, then the PDN GW considers the bearers of the PDN connection being handed
over as resumed and performs the handover.

11) The PDN GW sends a Registration Reply (RRP) (MN-NAI, Home Address, Home Agent Address) message as
defined in RFC 5944 [12] to the FA.

12) The FA processes the RRP (MN-NAI, Home Address) according to RFC 5944 [12] and sends a corresponding
RRP message to the UE.

13) 1P connectivity from the UE to the PDN GW is now setup. A MIP tunnel is established between the FA in the
Trusted Non-3GPP IP Access and the PDN GW.

14) The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in
clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause 5.4.4.1.

8.3b Handover from Trusted Non-3GPP IP Access with MIPv4
FACOA on S2a to 3GPP access

In this scenario, the session starts in atrusted non-3GPP access system using MIPv4 FA CoA and subsequently, the
session hands over to a 3GPP access system. The stepsinvolved are shown in the figure below.

Trusted Roaming Scenario
Non
SAGPP IP MME/ Serving | | PDN GW AAA VPCRF HSS/ || hPCRF
I_IUE ccess SGSN GW Proxy AAA
——X 1. MIPv4 Tunnel C << —

2. 3GPP Attach|and Bearer|Setup as defined in Step (C) of Figure 8.2.1.1-1

3.|MIPv4 Agent Solicitation/ Agent Adveltisement

A

MIPv4 Registration Request (lifetime=0),
IPv4 Registration Responge

= b

A

5. Non-3GPP EPS Bearer Release 5. Non-3GPP EPS Bearer Release
| | | | | I |

Figure 8.3b-1: Handover from Trusted Non-3GPP IP Access with MIPv4 FACoA on S2ato 3GPP
Access

For connectivity to multiple PDNs the following applies:

- If UEis connected to both 3GPP access and non-3GPP access before the handover of PDN connections to 3GPP
accessistriggered, steps 2 to 16 of Figure 8.2.1.1-1 shall be skipped and the UE shall only perform step 17 of
Figure 8.2.1.1-1 for each PDN connection that is being transferred from non-3GPP access.

- If UE is connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, steps 2 to 16 of Figure 8.2.1.1-1 shall be performed. In step 3 of Figure 8.2.1.1-1 the UE shall provide
the APN corresponding to one of the PDN connections that are being transferred from non-3GPP access. The UE
shall then repeat step 17 of Figure 8.2.1.1-1 for each of the remaining PDN connections that are being transferred
from non-3GPP access.
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- Steps4 and 5 of Figure 8.3b-1 shall be repeated for each PDN connection that is being transferred from non-
3GPP access.
Other impacts related to the handover for multiple PDNs are described in clause 8.1.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1) The UE uses atrusted non-3GPP access system. It has a M1Pv4 session with the PDN GW with aFA in the
trusted non-3GPP access using FACOoA.

2) The UE discovers and attaches to the 3GPP access as defined in Step (C) of Figure 8.2.1.1-1, except that the IP
CAN session modification and the path switch are triggered as explained below.

3) The UE may send an Agent Solicitation RFC 5944 [12] message. The HA functionality in the PDN GW sends an
Agent Advertisement (AA) RFC 5944 [12] message to the UE.

4) The UE determinesthat it is back home through inspection of the H bit and advertised prefix within the agent
advertisement (AA) received in the previous step. The UE sends a Registration Request message with the
destination address set to the HA's address and with a Lifetime field set to 0 to indicate deregistration. Once the
deregistration request is accepted, the UE receives an Registration Response message from the HA.

5) The PDN GW shall initiate resource allocation deactivation procedure in the trusted/untrusted non-3GPP IP
access as defined in clause 6.12.

8.4 Handovers with DSMIPv6 on S2c¢

841 Trusted or Untrusted Non-3GPP IP Access with DSMIPv6 over S2c
to 3GPP Access Handover

In this scenario, the session starts in atrusted or untrusted non-3GPP access system using DSMIPv6 and subsequently,
the session hands over to a 3GPP access system.

The stepsinvolved in the handover from atrusted/untrusted non-3GPP | P access to 3GPP Access connected to EPC are
depicted below when DSMIPV6 is used on S2c over non-3GPP system.

Trusted Roaming Scenario
Non-
3GPP IP :
EUTRAN MME Serving PDN GW AAA VPCRF HSS/ hPCRF
(e | Access/ GW Proxy AAA
UE ePDG
C 1| DSMIPV6 Tunpel C < —
2. 3GPP Attach and Bearer Setup as defined in Step (C) of Figure 8.2.1.1-1
¢ EABU (DSMIPv6 deregistratjon with lifetime=0), —p,

Figure 8.4.1-1: Trusted Non-3GPP S2c¢c (DSMIPv6) to 3GPP with S5 handover

For connectivity to multiple PDNs the following applies:
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- If UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to 3GPP
accessistriggered, steps 2 to 16 of Figure 8.2.1.1-1 shall be skipped and the UE shall only perform step 17 of
Figure 8.2.1.1-1 for each PDN connection that is being transferred from non-3GPP access.

- If UEis connected only to non-3GPP access before the handover of PDN connections to 3GPP accessis
triggered, steps 2 to 16 of Figure 8.2.1.1-1 shall be performed. In step 3 of Figure 8.2.1.1-1 the UE shall provide
the APN corresponding to one of the PDN connections that are being transferred from non-3GPP access. The UE
shall then repeat step 17 of Figure 8.2.1.1-1 for each of the remaining PDN connections that are being transferred
from non-3GPP access.

- Step 3 of Figure 8.4.1-1 shall be repeated for each PDN connection that is being transferred from non-3GPP
access.

Other impacts related to the handover for multiple PDNs are described in clause 8.1.

The optional interaction steps between the gateways and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateway.

1) The UE usesatrusted or untrusted non-3GPP access system. It has a DSMIPv6 session with the PDN GW.

2) The UE discovers and attaches to the 3GPP access as defined in Step (C) of Figure 8.2.1.1-1, except that the
IP-CAN session modification and the path switch are triggered as explained below.

3) The UE sendsaBU (lifetime) to the PDN GW to de-register its DSMIPv6 binding, as defined in RFC 5555 [10]
that was created while the UE was in hon-3GPP access system. The UE shall inform the PDN GW that the whole
home prefix shall be moved. The PDN GW responds with a BA message as defined in RFC 5555 [10].

Any time after step 2, prior to receiving the de-registration Binding Update from the UE (i.e. BU with
lifetime = 0), which isreceived in (step 3), the PDN GW may de-register the DSMIPv6 binding. In this case the
PDN GW shall send a Binding Revocation | ndication message to the UE.

Following the de-registration of the DSMIPv6 binding due to reception of de-registration Binding update or due
to triggering Binding Revocation, the PDN GW triggers PCEF initiated |P-CAN session modification, instead of
doing it as part of the step 2, and performs path switch to forward downlink packets to the UE without any
tunnelling (as the UE is on the home link).

4) Thisstep occursonly if all PDN connections have handed over to the 3GPP access. The PCRF initiates " PCRF-
initiated Gateway Control Session Termination" procedure to rel ease the resources in the non-3GPP access. This
procedure is triggered by the PCEF-Initiated |P-CAN Session Moadification Procedure with the PCRF, occurring
as aresult of step 2.

According to RFC 4877 [22] the security associations between the UE and the PDN GW/(s) should not be immediately
deleted. As the security associations were created dynamically using IKEv2 they will be automatically deleted when
they expire. The IP address used by the UE as home address is not released by the UE and the PDN GW as a result of
the deletion of such security associations if the UE remains connected to the PDN GW. This applies a so to the scenario
where the UE performed the initial attach over a 3GPP access and was given a | P address, bootstrapped the DSMIPv6
over the 3GPP access, performed an handover to the non-3GPP access using S2¢, and is now performing an handover
towards 3GPP access and therefore returning to the Home Link.

8.4.2 3GPP Access to Trusted Non-3GPP IP Access Handover with
DSMIPv6 over S2c

In this scenario, the session starts in 3GPP access (e.g. E-FUTRAN) using PMIPv6 or GTP over S5 or no S5 is used (co-
located Serving GW and PDN GW). The session hands over to the trusted non-3GPP access system that does not use
PMIPv6 where the UE will receive a different prefix than the one it was using in 3GPP access system. The UE
subsequently initiates DSMIPv6 with the same PDN GW to maintain the | P session.

Support of PCC for Trusted non-3GPP accessesis optional. The PCC interactions shown in Figure 8.4.2-1 are omitted if
the Trusted non-3GPP access does not support PCC. If PCC is not supported, policy rules may be configured by other
means.

In the non-roaming case, none of the optional entitiesin Figure 8.4.2-1 are involved.

The optional entities are involved in other cases.
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- Inthe roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in
the PLMN and entitiesin the VPLMN and non-3GPP access.

- Similarly, interaction between hPCRF in the HPLMN and entities in the VPLMN and non-3GPP access occurs
by way of the vPCRF in the VPLMN. In both these cases, messages are relayed by the optional entities towards

and from the HPLMN.
Roaming
Trusted Scenarios
Non- Serving PDNGW | | AAA || vPCRE | | hPCRF HSS/
UE 3GPP IP
Access GW Proxy AAA

¢ S —

2. UE discovers
lrusted Non-3GPP
Access and initiates
HO

3. Access \< 3. Authentication and|Authorization (PDN GW) >
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A |\

4., L3 Attach &
Local IP Address
Allocation

_____________________________________

(A) -7 g._ééfe_vgéy_éaﬁt_rél_ééés_i(_)n Establishment Procedure O T

6. DSMIPV6
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7. Binding Update
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-~710. Gateway Control and QoS Rules Provision Procedure O 9
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12. 3GPP EPS Bearer release |
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Figure 8.4.2-1: 3GPP S5 to Trusted Non-3GPP S2c (DSMIPv6) Handover

In case of connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
trusted non-3GPP access istriggered, steps 2 to 5 shall be skipped.

- If the UE is connected only to 3GPP access before the handover of PDN connections to trusted non-3GPP access
istriggered, steps 2 to 5 shall be performed.

- Steps 7 to 12 shall be repeated for each PDN connection that is being transferred from 3GPP access. If not
performed in 3GPP access prior to the handover, Step 6 shall also be repeated for each PDN connection that is
being transferred from 3GPP access.

Other impacts related to the handover for multiple PDNs are described in clause 8.1
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1) The UE uses a 3GPP access system. It has an IP address that is supported over S5 interface, this 1P address will
be used as a HoA over the S2c reference point.

2) At thispoint the UE decides to initiate non-3GPP access procedure. The decision is based on any number of
reasons e.g. local policies of the UE.

3) The UE shall perform access authentication and authorization in the non-3GPP access system as defined by
TS 33.402 [45] unless the conditionsin TS 33.402 [45] are met that allow to skip this procedure. In the roaming
case signalling may be routed viaa 3GPP AAA Proxy inthe VPLMN, as specified in TS 23.234 [5]. As part of
the AAA exchange for network access authentication, the 3GPP AAA Server and/or the 3GPP AAA Proxy may
return to the non-3GPP access system a set of home/visited operator's policies to be enforced on the usage of
local IP address, or |Pv6 prefix, alocated by the access system upon successful authentication.

4) The L3 connection is established between the UE and the Trusted Non-3GPP Access system. As aresult of this
procedure, an |Pv4 address or an IPv6 address/prefix is a so assigned to the UE by the access system (i.e. aLocal
IP address that will be used as a Care-of Address for DSMIPv6 over the S2c reference point).

5) The Trusted non-3GPP IP Access initiates a Gateway Control Session Establishment Procedure with the PCRF
as specified in TS 23.203 [19].

Based e.g. on the UE identity and user profile, operator's policies and the IP-CAN type, the PCRF decides on the
QoS policy rules and completes the GW control session establishment towards the access gateway (5b)

In the roaming case, PCC signalling is sent viaa vPCRF server in the VPLMN

6) If bootstrapping was not performed prior to the handover defined here, the UE may discover PDN GW address
using M1Pv6 bootstrapping procedures defined in clause 4.5.2. If the PDN GW discovered by the UE upon
MIPv6 bootstrapping is different from the PDN GW that was in use on the 3GPP access, a PDN GW reallocation
as per steps 2-3 in clause 6.10 is performed. The target PDN GW that is communicated to the UE as part of the
reallocation procedure must be exactly the PDN GW that was serving the UE while on the 3GPP access.

7) The UE sendsa DSMIPv6 BU message to the PDN GW to register its CoA, the CoA isthe local IP address
alocated in step 4. The UE shall inform the PDN GW that the whole home prefix shall be moved.

NOTE: Whenthe PDN GW receives the BU and the the PS bearers corresponding to the PDN connection being
handed over are suspended, then the PDN GW considers the bearers of the PDN connection being handed
over as resumed and performs the handover.

8) If PCC is supported, the PDN GW executes a PCEF-Initiated IP CAN Session Modification Procedure with the
PCRF as specified in TS 23.203 [19].

In the roaming case, PCC signalling is sent viaa vVPCRF server in the VPLMN.

9) The PDN GW sends the MIP Binding Ack to the UE. Since this step is triggered by the Binding Update message
fromthe UE in step 7, it can occur after step 7 and does not need to wait for step 8.

The PDN GW may send message 9 before the procedure in step message 8 is complete.

10) The PCREF initiates the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19] by
sending a message with the information of mobility protocol tunnelling encapsulation header to the Trusted non-
3GPP IP Access. In case the QoS rules have changed, the updated QoS rules shall also be included in this

message.
11) The UE continues with I P service using the same IP addressin step 1.

12) The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in
clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause5.4.4.1.

8.4.3 3GPP Access to Untrusted Non-3GPP IP Access Handover with
DSMIPv6 over S2c

In this scenario, the session starts in 3GPP access (e.g. E-FUTRAN) using either GTP or PMIPv6 is used over S5, or no
S5 isused (co-located Serving GW and PDN GW). ). In the roaming case instead of S5, S8 is used. The session hands
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over to an untrusted non-3GPP access system that does not use PMI1Pv6 where the UE will receive a different prefix
from the ePDG than the one it was using in 3GPP access system The UE subsequently initiates DSMIPv6 with the its
PDN GW to maintain the | P session.

Support of PCC for Untrusted non-3GPP accesses is optional. The PCC interactions shown in Figure 8.4.3-1 are
omitted if the Untrusted non-3GPP access does not support PCC. If PCC is not supported, policy rules may be
configured by other means.

In the non-roaming case, none of the optional entities in Figure 8.4.3-1 are involved.
The optional entities are involved in other cases.

- Inthe roaming cases, however, the 3GPP AAA Proxy mediates all interaction between the 3GPP AAA Server in
the PLMN and entitiesin the VPLMN and non-3GPP access.

- Similarly, interaction between hPCRF in the HPLMN and entities in the VPLMN and non-3GPP access occurs
by way of the vPCRF in the VPLMN. In both these cases, messages are relayed by the optional entities towards

and from the HPLMN.
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Non-3GPP -
UE IP Access ePDG Serving PDN GW AAA || VPCRF | | hPCRF HSS/
GW Proxy AAA

g )

2. UE discovers
Untrusted Non-
BGPP Access and
initiates HO

S 10 '""'"""""'é."Ahfﬁe'n'ti'céfiéﬁ'an'd'Al]thb'ri'zEﬁo:ﬁ """""""" T

3.Access Authentigation__ -, I~

<! __l’

4. Authentication and Authoriz§tioh (PDN QW) >

4. IKEv2 auth a
tunnel setup

/\

5. IKEv2 (IP addregs)

IPsec Tunnel _[()

6. DSMIPVv6
bootstrapping

1
T
1
1
1
1
1
1
1
1
1
1
1
1
1
1
1
~

Binding Update

\ 4

/'~ 8. PCER -Tﬁi{iétéa@-ém R
+. Session Madification Procedure

9. Binding Acknowledgerpent ¢

’
’

A

10. IPSec and D$MIPv6 Tunnels

S —T e ——

| 11. 3GPP EPS Begrer Release |

Figure 8.4.3-1: 3GPP Access to Untrusted Non-3GPP IP Access with S2c (DSMIPv6) Handover

In case of connectivity to multiple PDNs the following applies:

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 198 ETSI TS 123 402 V12.8.0 (2015-04)

If the UE is connected to both 3GPP access and non-3GPP access before the handover of PDN connections to
untrusted non-3GPP access is triggered, steps 2 to 4 shall be skipped.

If the UE is connected only to 3GPP access before the handover of PDN connections to untrusted non-3GPP
accessistriggered, steps 2 to 4 shall be performed.

Steps 6 to 10 shall be repeated for each PDN connection that is being transferred from 3GPP access. If not
performed in 3GPP access prior to the handover, Step 5 shall also be repeated for each PDN connection that is
being transferred from 3GPP access.

Other impacts related to the handover for multiple PDN GWs are described in clause 8.1

1

The UE uses a 3GPP access system. It has an | P address that is supported over S5 interface, this | P address will
be used as a HoA over the S2c reference point.

At this point the UE decides to initiate non-3GPP access procedure. The decision is based on any number of
reasons e.g. local policies of the UE.

Access authentication procedure between UE and the 3GPP EPC may be performed as defined by
TS 33.402 [45].

The IKEV2 tunnel establishment procedure is started by the UE. The UE may indicate in a notification part of the
| KEv2 authentication request that it supports MOBIKE. The ePDG I P address to which the UE needs to form
IPsec tunndl is discovered via DNS query as specified in clause 4.5.4. After the UE is authenticated, UE isalso
authorized for access to the APN. The procedure is as described in TS 33.402 [45].

NOTE 1: Itisassumed that the access system is aware that network-based mobility procedures do not need to be

initiated.

The ePDG sends the final IKEv2 message with the assigned | P address in IKEv2 Configuration payloads. The
IKEVv2 procedure is completed and the IPSEC tunnel is set-up. In this procedure, the assigned IP addressis an
IPv4 address or an |Pv6 prefix assigned to the UE by the ePDG and the assigned | P address that will be used as a
Care-of Address for DSMIPv6 over the S2c reference point.

If bootstrapping was not performed prior to the handover defined here, the UE may discover PDN GW address
using DSMIPv6 bootstrapping procedures defined in clause 4.5.2. If the PDN GW discovered by the UE upon
MIPv6 bootstrapping is different from the PDN GW that was in use on the 3GPP access, a PDN GW reallocation
as per steps 2-3 in clause 6.10 is performed. The target PDN GW that is communicated to the UE as part of the
reallocation procedure must be exactly the PDN GW that was serving the UE while on the 3GPP access.

The UE sends a DSMIPv6 BU message to the PDN GW to register its CoA. The UE shall inform the PDN GW
that the whole home prefix shall be moved.

If PCC is supported, the PDN GW executes a PCEF-Initiated IP CAN Session Modification Procedure with the
PCRF as specified in TS 23.203 [19] to obtain the rules required for the PDN GW in the VPLMN or HPLMN to
function as the PCEF for all the active sessions the UE has established with the new IP-CAN type as aresult of
the handover procedure.

NOTE 2: When the PDN GW receives the Proxy Binding Update and the the PS bearers corresponding to the PDN

connection being handed over are suspended, then the PDN GW considers the bearers of the PDN
connection being handed over as resumed and performs the handover.

9. The PDN GW sends the DSMIPv6 Binding Ack to the UE. Since this step istriggered by the Binding Update

message from the UE in step 6, it can occur after step 6 and does not need to wait for step 7.
The PDN GW may send message 8 before the procedure in step 8 is compl ete.

10. The UE continues with I P service using the same IP addressin step 1.

11. The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in

clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause 5.4.4.1.
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8.5 Handover with Access Network Discovery and Selection

8.5.1 Handover between 3GPP Access and Trusted / Untrusted Non-
3GPP IP Access with access network discovery and selection

The figure below shows the main stepsinvolved in a handover between a 3GPP access and a non-3GPP | P access (also
called an inter-system handover) when network discovery and selection information is provided by the network (see
clause 4.8). Thisinformation is provided in order to control the UE's inter-system handover decisions and in order to
reduce the battery consumption for inter-system mobility.

UE ANDSF

1. UE connected with the EPC over a 3GPP or non -3GPP access

3. Access Network Info Request

4. Access Network Info Response

5. UE makes access
network selection and
handover decision

6. UE initiates the intersystem
handover
I I

Figure 8.5.1-1: Handover between 3GPP Access and trusted / untrusted non-3GPP IP Access with
Access Network Discovery and Selection

1. The UE is connected with a source access network (either a 3GPP access or atrusted / untrusted non-3GPP |P
access). Itsradio interfaces not connected to any access network may be in power saving or powered down
mode.

2. If theinter-system mobility policies (see clause 4.8) in the UE indicate that inter-system mobility is allowed with
at least one access technology type, then the UE may decide to discover neighbour access networks with
assistance by the network. In this case, the UE discovers the address of ANDSF (if needed) as specified in
clause 4.8, establishes secure communication with the ANDSF as specified in TS 33.402 [45] and requests
access network info from the ANDSF as specified in the steps below.

3. The UE sends an Access Network Info Request (UE Capabilities, UE Location) message to the H-ANDSF (in
the non-roaming and roaming case) and the V-ANDSF (in the roaming case) to retrieve network discovery and
selection information. The UE Capabilities indicate the capabilities of the UE pertaining to access network
discovery, such as the access technology types that can be supported by the UE. If the UE Location is available
in the UE, it should be included in the message to indicate the UE's current location, e.g. for the 3GPP access,
Cell ID, TAI, and/or GPS (if available). If the UE Location is not included then other mechanisms may be used
by ANDSF to identify the UE's current location.
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NOTE 1: Inthis Release of the specification, no mechanisms are specified for the ANDSF to identify the UE's

current location, if thisinformation is not provided by the UE.

The ANDSF responds with an Access Network Info Response (Available Access Network Info, Updated Inter-
system Mobility Policies) message to the UE. The Available Access Networks Info contains alist of access
networks that are available in the vicinity of UE. If the UE included one or more access technology typesin the
Access Network Info Reguest, then information about neighbour access network with the requested access
technology typesisincluded. The Updated Inter-system Mobility Policies may be included in order to update /
install operator defined rules/ preferencesin the UE. These rules/ preferences may indicate a preference value
for an available access network and help the UE select an available access network that is more preferable to the
current access network.

The UE powers up its appropriate radio interface(s) (if needed) and measures the available access networks for
which inter-system mobility is allowed, as indicated by the updated / current inter-system mobility policies. The
UE selects the most preferable available access network for inter-system mobility based on the inter-system
mobility policies and user preferences.

If the UE selects a preferable access network for handover, then the UE initiates handover to the selected access
network as described in clause 8.

NOTE 2: Steps 2, 3 and 4 in the above procedure may not immediately result in an inter-system handover (steps 5

8.6

and 6).

Handovers between non-3GPP IP access with GTP on S2b
and 3GPP Access

8.6.1 Handover from Untrusted Non-3GPP IP Access with GTP on S2b to

3GPP Access

86.1.1 General Procedure for GTP based S5/S8 for E-UTRAN Access

The stepsinvolved in the handover from an untrusted non-3GPP I P access to E-UTRAN connected to EPC are depicted
below for both the non-roaming and roaming cases and when GTP is used on S2b. It is assumed that while the UE is
served by the untrusted non-3GPP | P access, GTP tunnel(s) are established between the ePDG and the PDN GW in the

EPC.
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Roaming Scenarios

UE ePDG E-UTRAN MME Serving ! Old MME/ | PDN AAA vPCRF hPCRF || HSS/
GW ! SGSN GW Proxy AAA
1 1

18. Non-3GPP EPS Bearer
| 18. Non-3GPP EPS Bearer Release Release

Figure 8.6.1.1-1: Handover from Untrusted Non-3GPP IP Access to E-UTRAN with GTP on S2b and
GTP on S5/S8 interfaces

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
depicted in the figure.

- Inthe LBO case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in
the HPLMN to the PDN GW in the VPLMN. The vPCRF receives the Acknowledgment from the PDN GW and
forwards it to the hPCRF.

- Inthe non-roaming and home routed roaming case, the VPCREF is not involved.
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In case of connectivity to multiple PDNs the same behaviour as described in clause 8.2.1.1 also appliesto this
procedure.

1) The UE uses an untrusted non-3GPP access system and is being served by PDN GW.

2t017) asforsteps2to 17 of clause 8.2.1.1.

On step 9, the Charging Id provided by the PGW to the default and dedicated bearers in 3GPP access isthe
Charging Id previously assigned to the corresponding default and the dedicated bearers (i.e. bearer with the same
QCI and ARP) of the PDN connection in the non-3GPP access on the S2b interface, although the Charging Id
still applies to the non-3GPP access.

NOTE 1: Depending upon the support of the piggybacking feature in the network, the dedicated bearer can be
created as part of default bearer establishment or immediately afterwards.

On step 13, the Charging Id previously in use for the default and dedicated bearers in the non-3GPP access on
the S2b interface now applies to the corresponding default and dedicated bearers in 3GPP access (i.e. bearer with
the same QCI and ARP as in non-3GPP access).

NOTE 2: Two GTP sessions may exist in the PDN GW for the same UE and APN over the S2b and S5/S8
interfaces during a transient period.

18) The PDN GW shall initiate resource allocation deactivation procedure in the untrusted non-3GPP | P access as
defined in clause 7.9.2
8.6.1.2 General Procedure for GTP-based S5/S8 for UTRAN/GERAN

The stepsinvolved in the handover from an untrusted non-3GPP | P access to UTRAN/GERAN connected to EPC are
depicted below for both the non-roaming and roaming cases and when GTP isused on S2b. It is assumed that while the
UE is served by the untrusted non-3GPP | P access, GTP tunnel(s) are established between the non-3GPP access
network and the PDN GW in the EPC.

NOTE 1: This procedureis applicable to $4-SGSN only.

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
depicted in the figure.

- Inthe LBO case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in
the HPLMN to the PDN GW in the VPLMN. The vPCRF receives the Acknowledgment from the PDN GW and
forwards it to the hPCRF.

- Inthe non-roaming and home routed roaming case, the vVPCRF is not involved.
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Figure 8.6.1.2-1: Handover from Untrusted Non-3GPP IP Access to UTRAN/GERAN with GTP on S2b
and GTP on S5/S8 interfaces

In case of connectivity to multiple PDNs the same behaviour as described in clause 8.2.1.3 also appliesto this
procedure.

1) The UE uses an untrusted non-3GPP access system and is being served by PDN GW.
2)to 16) Asfor steps 2 to 16 of clause 8.2.1.3.

On step 11, the Charging Id provided by the PGW to the default and dedicated bearers in 3GPP accessis the
Charging Id previously assigned to the corresponding default and the dedicated bearers (i.e. bearer with the same
QCI and ARP) of the PDN connection in the non-3GPP access on the S2b interface, although the Charging Id
still applies to the non-3GPP access.

NOTE 2: For UTRAN/GERAN access, the dedicated bearer establishment does not take place along with the
default bearer establishment (i.e. sending of Create Session Response message).

On step 14, the Charging Id previously in use for the default and dedicated bearersin the non-3GPP access on
the S2b interface now applies to the corresponding default and dedicated bearers in 3GPP access (i.e. bearer with
the same value of QCI, ARP).

NOTE 3: Two GTP sessions may exist in the PDN GW for the same UE and APN over the S2b and S5/S8
interfaces during a transient period.

17)The PDN GW shall initiate resource allocation deactivation procedure in the untrusted non-3GPP P access as
defined in clause 7.9.2.

8.6.2 Handover from 3GPP access to untrusted Non-3GPP IP Access
with GTP on S2b

8.6.2.1 3GPP Access to Untrusted Non-3GPP IP Access Handover with GTP on S2b

This clause shows a call flow for a handover when a UE moves from a 3GPP Access to an untrusted non-3GPP access
network. GTP is assumed to be used on the S5/S8 interface and GTP is used on the S2b interface.
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Roaming

Scenarios
UE ePDG MME Serving PDN GW AAA || VPCRF | | hPCRF HSS/
ISGSN GW Proxy AAA

~

1. Radio|bearer and S1/94 bearer  ( m

Procedure of subclause 8.2.3 before Step A, step 2 to 4

Al. Create Session Refjuest

A 4

» Procedu

_ 'B2” Updajé AAA Serer/HSS ™"
N N

/' BL. PCEF-initiatgeHR-CAN
5 Session Modlficatipn )

C1. Creat¢ Session Response

A

GIPtunnel(sh ——— C O

Procedure of subclause 8.2.3
between Steps (C) and (D)

D1. GTP tynnel(s)

Procedure of subclause 8.2.3 after Step D, from step 10 to 11

Figure 8.6.2.1-1: Handover from 3GPP Access to Untrusted Non-3GPP IP Access with GTP on S2b

The home routed roaming (Figure 4.2.3-1), LBO (Figure 4.2.3-4) and non-roaming (Figure 4.2.2-1) scenarios are
depicted in the figure.

- Inthe LBO case, the VPCRF acts as an intermediary, sending the QoS Policy Rules Provision from the hPCRF in
the HPLMN to the PDN GW in the VPLMN. The vPCRF receives the Acknowledgment from the PDN GW and
forwards it to the hPCRF.

- Inthe non-roaming and home routed roaming case, the vVPCRF is not involved.
In case of connectivity to multiple PDNs the same behaviour as described in clause 8.2.3 also applies to this procedure.

The optional interaction steps between the PDN gateway and the PCRF in the procedures only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured in the PDN gateway.

A.1) TheePDG sends a Create Session Request (IMSI, APN, Handover Indication, RAT type, ePDG TEID of the
control plane, ePDG Address for the user plane, ePDG TEID of the user plane, EPS Bearer |dentity) message to
the PDN GW. The RAT type indicates the non-3GPP | P access technology type. If the UE supports | P address
preservation and included the address in step 3, the ePDG sets the 'Handover Indication' in the Creation Session
Reguest to allow the PDN GW to re-allocate the same | P address or prefix that was assigned to the UE while it

was connected to the 3GPP | P access and to initiate a PCEF-Initiated IP CAN Session Modification Procedure
with the PCRF.
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NOTE 1: Inanon-3GPP to 3GPP access handover, the 'Handover Indication’ leads the PDN GW to delay switching
the DL user plane traffic from non-3GPP to 3GPP until a subsequent Modify Bearer Request is received.
In a 3GPP to non-3GPP handover scenario with GTP based S2b, the 'Handover Indication' should not
delay the switching of DL user plane traffic from 3GPP to non-3GPP access.

NOTE 2: When the PDN GW receives the Create Session Reguest and the the PS bearers corresponding to the PDN
connection being handed over are suspended, then the PDN GW considers the bearers of the PDN
connection being handed over as resumed and performs the handover.

B.1) StepB.listhe sameas Step B of clause 8.2.3.

B.2) ThePDN GW informsthe 3GPP AAA Server of its PDN GW identity and the APN corresponding to the
UE's PDN Connection and obtains authorization information from the 3GPP AAA Server. The message includes
information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server may update the
information registered in the HSS as described in clause 12.

C.1) ThePDN GW responds with a Create Session Response (PDN GW Address for the user plane, PDN GW
TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer |dentity,
EPS Bearer QoS, APN-AMBR, Charging ID, Cause) message to the ePDG. The Create Session Response
contains the IP address and/or the prefix that was assigned to the UE while it was connected to the 3GPP IP
access. The Charging Id provided by the PGW isthe Charging Id previously assigned to the default bearer of the
PDN connection in the 3GPP access.

Depending upon the active PCC rules, the PDN GW may create dedicated bearers on S2b interface. And in that
case, it applies the Charging 1D previously in use for the corresponding dedicated bearer(s) while the UE was
connected to the 3GPP | P access (i.e. bearer with the same QCI and ARP as in 3GPP access).

D.1) Attheend of the handover procedure, the PDN connectivity serviceis provided by | Psec connectivity
between the UE and the ePDG concatenated with S2b bearer(s) between the ePDG and the PDN GW.
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9 Handovers with Optimizations Between E-UTRAN
Access and CDMA2000 Access

9.1 Architecture and Reference Points

9.1.1  Architecture for Optimized Handovers between E-UTRAN Access
and cdma2000 HRPD Access

Q\A/v

SGi Operat_or’s P
Services

Séa e.g. IMS, PSS)
PDN 3GPP AAA

Gateway | Server

T
S10 S6b/T/
Gx
S5 PCRF | Rx

S1-MME MME
STa
\gl —
S U Serving /

E-UTRAN S S Gxc
s101 S103 Sza
HRPD
access Gxa
HRPD | 10S [HsGw |
AN

Figure 9.1.1-1: Architecture for optimised handovers between E-UTRAN access and cdma2000 HRPD
access (non-roaming case)
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Figure 9.1.1-2: Architecture for optimised handovers between E-UTRAN access and cdma2000 HRPD
access (roaming case; Home routed)

NOTE 1. Optimized handover supported by this architecture isintended for the scenario where the operator owns
both the E-UTRAN access and the HRPD access, or where there is a suitable inter-operator agreement in
place.

NOTE 2: Gxcisused only in the case of PMIP variant of S5 or S8.

NOTE 3: For further specification of the functions and interfaces of the HRPD Serving GW (HS-GW) refer to
3GPP2 X.S0057 [51]. The HRPD in this specification refers to the evolved HRPD as defined in
3GPP2 X.S0057 [51].

Depicted in Figure 9.1.1-1 is an access specific architecture providing support for optimised E-UTRAN-HRPD
handovers. in the non-roaming case. Depicted in figure 9.1.1-2 is an access specific architecture providing support for
optimised E-UTRAN-HRPD handovers in the roaming case with Home routed traffic.

9.1.2 Reference Points

9121 Reference Point List

S101: It enables interactions between EPS and HRPD access to allow for pre-registration and handover
signaling with the target system.

S103: This User Planeinterfaceis used to forward DL data to minimize packet lossesin mobility from E-
UTRAN to HRPD.
9.1.2.2 Requirements for the S101 Reference Point

The S101 interface supports procedures for Pre-Registration, Session Maintenance and Active handovers between E-
UTRAN and HRPD networks. Thisis based on tunnelling over S101 signalling of one technology while the UE isin the
other technology. The HRPD air interface messages tunnelled over S101 in E-UTRAN to HRPD mobility are defined in
3GPP2 C.S0087-0 [49].

The S101 reference point shall support the following requirements:

- HRPD and E-UTRAN/EPS messages shall be transported as opaque containers without modifications by the
MME or HRPD AN.
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- Messages may carry separate information |Es to indicate status, message types (e.g. handover command)
forwarding addresses etc. as required by signalling procedures.

- Provideidentifiers (i.e. S101 Session ID) to distinguish messages belonging to different UESin order to alow
responses originating from the target system to an UE to be appropriately forwarded to the UE by the source
system.

- Reliable transport for S101 messages should be provided at the application layer and will not require transport
layer reliability mechanism.

91.2.3 S101 Protocol Stack

The figure below shows the protocol stack for the S101 interface.

S101-AP S101-AP
UDP UDP
IPv4 / IPv6 IPv4 /1PV6
L2/L1 L2/L1

MME S101 HRPD AN

Legend:

- S101 Application Protocol (S101-AP): It is the Application Layer Protocol between the MME and HRPD AN
- User Datagram Protocol (UDP): This protocol transfers messages. UDP is defined in RFC 768 [71].

- S101 Application Protocol (S101-AP) provides application layer reliability for its messages, if required.

Figure 9.1.2.3-1: Protocol Stack for the S101 Reference Point

9124 S101 Session Identifier

All S101 messages contain a S101 Session ID which serves to identify the UE context at the MME and the HRPD AN.
The S101 Session ID uniquely and globally identifies the UE.

9.1.2.5 Requirements for the S103 Reference Point

The S103 interface between the Serving GW and HS-GW supports the forwarding of DL data during mobility from E-
UTRAN to HRPD. Signalling procedures on the S101 interface are used to set up tunnels on the S103 interface.

The S103 reference point shall support the following requirements:
- The S103 interface shall support the ability to tunnel traffic on a per-UE, per-PDN basis

- The S103 interface shall support Generic Routing Encapsulation (GRE) RFC 2784 [23] including the Key Field
extension RFC 2890 [24]. The Key field value of each GRE packet header uniquely identifies the PDN
connectivity that the GRE packet payload is associated with.

9.1.2.6 S103 Protocol Stack

The figure below shows the protocol stack for the S103 interface.
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Figure 9.1.2.6-1: Protocol Stack for the S103 Reference Point
Legend:

- Onthe S103 interface, the tunnelling layer implements GRE encapsul ation with the Key Field extension
RFC 2784 [23], RFC 2890 [24].

9.2 Overview of Handover Procedures

9.2.1 General

The S101 reference point, and E-UTRAN and HRPD access is used for transparent transfer of pre-registration and
handover signalling between the UE and the target access system

The purpose of the proceduresis to minimise the total service interruption time experienced at the UE, by alowing the
UE to attach and perform service activation (in the case of E-UTRAN) or to perform a session configuration or traffic
allocation request (in the case of HRPD) in the target access system before leaving the source access system.

In case where the UE is connected to the E-UTRAN and conditions are such that a handover to HRPD may be required,
the source system provides the UE with sufficient information to perform pre-registration with the target HRPD access
and core network, over the S101 tunnelling interface. If conditions subsequently warrant that a handover should occur,
the handover signalling will aso be performed over the S101 tunnelling interface. Once the UE is ready to connect to
the target system, it switches to the HRPD access. Alternatively, the E-UTRAN may redirect the UE to HRPD using
RRC Connection Release with Redirection Information set as specified in clause 5.3.8 of TS 36.331 [52]. If pre-
registration has not been performed successfully, upon receiving the redirection message, the UE acquires the HRPD
channel and performs the non-optimized handover according to clause 8.2.2 from step 3 onwards. If pre-registrationis
successful, upon receiving the redirection message, the UE follows the RRC Connection Release with Redirection
procedure to reselect the HRPD cell according to TS 36.331 [52] and then performs the idle-mode optimized handover
procedure as specified in clause 9.4 from step 3 onwards.

In case where the UE is connected to the HRPD and conditions are such that a handover to E-UTRAN may be required,
the source system provides the UE with sufficient information to perform pre-registration with the target EPS. The pre-
registration may be performed over the S101 tunnelling interface. If conditions subsequently warrant that a handover
should occur, the handover signalling may also be performed over the S101 tunnelling interface. Once the UE is ready
to connect to the target system, it switches to the E-UTRAN access.

9.2.2 Support for HO of IMS Emergency Sessions

In order to support handover from E-UTRAN to HRPD of limited service state UES, the following additional
clarifications apply:

- When alimited service state UE without a UICC or with an unauthenticated IMSI, initiates emergency attach
procedures for handover or initial attach to HRPD access to setup emergency sessions, the UE providesits IMEI
during the attach procedure. The IMSI, if available, isaso provided to the HRPD access by the UE during the
attach procedure. If IMSI is not available or IMSI is not authenticated, an IMEI based NAI is used on the S2a
interface in this case. Also, authentication with HSS is either skipped or if performed and fails, the HRPD attach
procedure is continued.
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- Inthe above scenario, for UEs that supports both E-UTRAN and HRPD access and handover is supported in the
network between these accesses, the HRPD access selects a statically configured PDN GW for the UE. This
statically configured PDN GW is the same as the statically-configured PDN GW selected for the UE in
E-UTRAN access.

- For optimized handover between E-UTRAN and HRPD for Emergency attached UEsin E-UTRAN without an
UICC or with an unauthenticated IMSI, IMEI shall be used as the S101 Session ID to identify the UE within the
MME and HRPD access nodes. If the IMSI is unauthenticated, the IMSI is provided on the S101 tunnel to the
HRPD access with an indication that it is unauthenticated.

NOTE: For optimized handover from E-UTRAN to HRPD the source access system does not release bearers, the
management of bearersin HRPD target network is out of the scope of this specification (for example
whether HRPD rel eases non-emergency bearers or not, when the UE is not authorized for servicein
HRPD).

The procedures for both optimized and non-optimized handovers specified in the other sectionsin this specification
support, without modifications, handover of emergency sessions from E-UTRAN to HRPD access for normal mode
UE's, i.e. UEswith IMS] that authenticated successfully.

In this Release of the specification, handover of IMS Emergency Sessions from HRPD accessto E-UTRAN accessis
not supported.

9.3 Optimized Active Handover: E-UTRAN Access to
cdma2000 HRPD Access

9.3.0 Introduction

This clause describes the Optimised Handover from E-UTRAN Access to cdma2000 HRPD Access in two phases, pre-
registration and the actual handover. In pre-registration phase the UE registers to the cdma2000 HRPD Access, while
the UE remains to be connected to the E-UTRAN. The pre-registration may take place well in advance of the need to
make the actual handover. In the handover phase, the connection is handed over to cdma2000 HRPD Access, and the
UE leaves E-UTRAN.

9.3.1 Pre-registration Phase

Figure 9.3.1-1 illustrates a high-level cal flow for the optimised E-UTRAN to HRPD handover procedure, Pre-
registration phase.
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Figure 9.3.1-1: HRPD registration via LTE/SAE tunnel

The UE isregistered with EFUTRAN/MME. It may have an ongoing data session established over EPS/E-
UTRAN access.

Based on a Radio Layer trigger (e.g., an indication from the E-UTRAN when the UE is in connected state or an
indication over the broadcast channel), the UE decides to initiate a pre-registration procedure with potential
target HRPD access. The pre-registration procedure allows the UE to establish and maintain a dormant session in
the target HRPD access, while attached to the E-UTRAN/MME.

Registration to the HRPD is achieved by exchanging a series of HRPD messages between the UE and the HRPD
Access Network. The HRPD signalling that is tunnelled transparently over the E-UTRAN and EPC creates an
HRPD session context between the UE and the HRPD Access Network. The procedures described below are
used in steps 3, 5, 8 and 9.

The UE generates an UL Information Transfer message (UL HRPD message). The UL HRPD messageis
transferred from the UE to the eNodeB as a parameter in the UL Information Transfer.

The eNodeB sends Uplink S1 CDMA2000 Tunnelling message (UL HRPD message, Sector 1D) to the MME.
The SectorID is statically configured in the eNodeB.

The MME selects an HRPD access node address. In order to be able to distinguish S101 signalling transactions
belonging to different UEs, an S101 Session ID is used to identify signalling related to that UE on S101. The
MME sends a Direct Transfer Request message (S101 Session ID, SectorlD, UL HRPD message) to the HRPD
access node. The MME determines the correct HRPD access node entity and address from the SectorlD.

NOTE 1: Thereisan unambiguous mapping from the SectorID to the HRPD access node address.
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The HRPD Access Network sends signalling in the DL direction to the MME using Direct Transfer Request
message (S101 Session ID, DL HRPD message). The S101 Session ID is used to associate the signalling to a
particular UE.

The MME sends the information on to the eNodeB using the Downlink S1 CDMA2000 Tunnelling message (DL
HRPD message).

The eNodeB uses the DL information transfer message (DL HRPD message) to transport the signalling the UE.

If UE is handing over emergency sessions to HRPD access, the UE informs the HRPD access that it isan
emergency handover. In case the UE isin limited service state and does not have an IMSI or itsIM S| is
unauthenticated, IMEI is used asa Session ID. If the IMSI is unauthenticated, the IMSI is also provided on the
S101 tunnel to the HRPD access with an indication that it is unauthenticated.

4. The HRPD Access Network creates a signalling relationship with the HS-GW for the UE with interactionsin
HRPD network A10/ A1l interfaces.

If the HRPD Access Node is not configured to support emergency handovers, then it shall reject any handover
reguest that indicates Emergency Handover.

5. The UE, HS-GW, and 3GPP AAA exchange EAP-AKA' signalling to authenticate the UE on the HRPD system.
The HS-GW receives the APN(s) and PDN GW identity(es) information from AAA during authentication.

If the UE is performing an Emergency handover to HRPD access for emergency service and the HRPD access
supports Emergency handover, the HPRD access skips the authentication procedure or the HRPD access accepts
that the authentication may fail and continues the handover procedure. A statically configured PDN GW is
selected by the HRPD access for the UE for unauthenticated UES.

6. The HS-GW initiates a Gateway Control Session Establishment Procedure with the PCRF as specified in
TS23.203[19]. If the HS-GW supports UE/NW bearer control mode, the PCRF provides the rules required for
the HS-GW to perform the bearer binding for all the active sessions the UE may establish as aresult of the
handover procedure. For each PDN connection, if the UE has acquired an 1Pv6 prefix via the 3GPP access, the
PCRF returns the I1Pv6 prefix of UE to the HSGW and the HSGW includesit in the TFT sent to the UE.

7. The UE and HS-GW exchange signalling to establish context to support the bearer traffic environment in use
over the E-UTRAN.

8. At any time prior to the Handover Phase, if session maintenance activity is required, the UE or HRPD access
network shall perform session maintenance signalling by tunnelling the HRPD session maintenance messages
over the S101. If QoS parameters require updating, then this step includes the PCRF interaction. The MME uses
the S101 Session ID to identify the UE context over the S101 interface.

NOTE 2: Between Step 7 and Step 8 the UE may enter ECM-IDLE state. To execute the session maintenance
procedures at Step 8 it is necessary for the UE to enter ECM-CONNECTED state.

9 PCREF interactions due to session maintenance can be initiated by the PCRF or the HS-GW. The PCRF initiates
the Gateway Control and QoS Rules Provision Procedure specified in TS 23.203 [19]. The HS-GW initiates the
Gateway Control and QoS Policy Rules Request Procedure as specified in TS 23.203 [19].
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9.3.2 Handover Phase

Figure 9.3.2-1 illustrates a high-level call flow for the optimised E-UTRAN to HRPD handover procedure, Handover
phase. The prerequisite of the handover phase is the successfully performed Pre-registration phase asit is specified in
clause 9.3.1.

HRPD Access PDN
UE E-UTRAN MME Network HSGW S-GW GwW PCRF || AAA

| 0. UE connected via E-UTRAN |

1. CDMA meajsurements

»

2. Handover
decision
3. Handover frgm E-UTRA prepgaration request

4. UL handovern preparation transfer

5. Uplink S1 CPMA2000 Tunnsgling

»
»

6. Direct Transfer Request

"| 7. A11 Signalling

)l »

8. Direct Transfer Request

&
<

9a. Create|forwarding tunnels Req_ue_st_>

9b. Create|forwarding tunne¢ls Response

10. Downlink S1 CDMA2000 Tynneling

<

11. Mobility from E-UTRA 11.|Data Forwarding

P
)l

12. HRPD AN acauires UE
13. HRPD TCC

\ 4

1l4a. A11 ReclL est Signalling
" 14b. Proxy Binding Update

14c. Proxy Bipding Acknqwledge

14d. A1l Resppnse Signalling 14e. PCEF Initiated JP-CAN Session
< Mdqdification Pfocedure

15a. Notification Request (HO Qomplete)

15b. Notification Response Symmmeo )/
16a. UE Cortgd Release Command o 14f. Ulgdate AAA Server/H$S

16b. UE Corjtext Release C_:anplete 17a/ Delete Indirect Forwarding Tunnel Requef

17b /| Delete Indirect Forwarding Tunnel Respopse

18a, Delete Session |Request

18b /| Delete Session [Response

19. P-GW initiates resource allocation deactivation procedure at E-UTRAN

Figure 9.3.2-1: E-UTRAN to HRPD handover

0. Ongoing session established over EPS/E-UTRAN access.
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A WD P

The eNodeB receives measurement reports from the UE.
The eNodeB makes the handover decision.
The handover decision is signalled to the UE with Handover from E-UTRA preparation request message.

UE sends an UL handover preparation transfer message (HRPD message starting HO access) to the eNodeB. The
HRPD message starting HO access will be carried transparently to the HRPD access node, and its purposeisto
request information for accessing an HRPD traffic channel. The message indicates to the eNodeB that the UE is
responding to the Handover from E-UTRA preparation request message, and is requesting information for
accessing an HRPD traffic channel.

The eNodeB sends the Uplink S1 CDMA2000 Tunnelling message (HRPD message starting HO access, and
SectorID, CDMA2000 HO Required Indication) to the MME. The SectorID is statically configured in the
eNodeB. The eNodeB will aso include CDMA2000 HO Required Indication |E to Uplink SL CDMA2000
Tunnelling message, which indicates to the MME that the handover preparation has started.

When receiving Uplink S1 CDMA2000 Tunnelling message with CDM A2000 HO Regquired Indication the
MME determines an HRPD access node address based on the SectorID. An S101 Session ID is used to identify
signalling related to that UE on S101. The MME sends a Direct Transfer Request message (S101 Session 1D,
SectorID, PDN GW Identity(es), GRE key(s) for uplink traffic, APN(s), HRPD message starting HO access) to
the HRPD access node.

When GTP based S5/S8 is used in the EPS, the MME creates the uplink GRE keys from the uplink TEIDs of the
default bearers using a standardized algorithm. In this way only one GRE key per PDN connection is created.
The PDN GW shall be able to identify any PDN connection based on the GRE key created from the uplink TEID
of the default bearer of that PDN connection.

NOTE: WhenaPDN GW that supports both GTP and PMIP based interfaces allocates a TEID for a GTP tunnel,

it also allocates and memorizes a corresponding GRE key if the tunnel is created for a default bearer.
Later the PDN GW is able to identify the PDN connection based on the corresponding GRE key, i.e. the
PDN GW also assigns the corresponding GRE key to that particular PDN connection and it cannot use
that GRE key for any other PDN connection.

The HRPD access network all ocates the requested radio access resources, and requests a forwarding address
from HS-GW. The information sent in the request from the HRPD access network to HS-GW includes APN(s),
PDN GW ldentity(es) and GRE key(s) for uplink traffic. The response includes the HS-GW Address and GRE
key(s) for forwarded traffic on S103. There is one GRE key for each PDN connection for which trafficisto be
forwarded.

The HRPD access network sends the Direct Transfer Request message (S101 Session ID, HRPD message with
HO accessinformation, HS-GW Address and GRE key(s) for forwarded traffic, COMA2000 HO Status) to the
MME. The HS-GW Address and GRE key(s) for forwarded traffic are sent if data forwarding applies. If the
HRPD access network did not allocate the resources as requested, this will be indicated to the MME and eNodeB
with the CDMA2000 HO Status | E, and the embedded HRPD message indicates the failure to the UE.

9a. If Direct Transfer Request message included HS-GW Address and GRE key(s) for forwarded traffic, the MME

determines which of the S1-U bearers should be forwarded to the HRPD and configures resources for indirect
data forwarding by sending Create Forwarding Tunnel Request (HS-GW address, GRE key(s) for forwarded
traffic, EPS bearer ID(s) subject to forwarding) to the Serving GW.

The MME shall select the same Serving GW which is used as the anchor point for the UE to perform the data
forwarding.

9b. The Serving GW confirms data forwarding resources for S103 and allocates forwarding address for S1 in Create

Forwarding Tunnel Response (cause, S-GW address, S1-U uplink TEID(s)). The S1-U uplink TEIDs are
provided one per S1-U bearers subject to forwarding.

10. The MME sends the Downlink S1 CDMA2000 Tunnelling message (HRPD message with HO access

information, S-GW address, S1-U uplink TEID(s), CDMA2000 HO Status) to the E-UTRAN. If the CDMA2000
HO Status indicates that handover preparation failed, the Downlink S1 CDMA 2000 Tunnelling message will be
sent with appropriate cause, and the embedded HRPD message that indicates the failure to the UE. The message
from the MME provides the eNodeB also with the data forwarding S1-U uplink TEIDs alocated at the Serving
GW if dataforwarding applies.
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11. The E-UTRAN forwards the HRPD message with HO access information to the UE in Mobility from E-UTRA
message. Thisis perceived by the UE as a Handover Command message. If handover preparation failed, DL
Information transfer message will be sent instead, with the embedded HRPD message that indicates the failure to
the UE.

If data forwarding applies, the E-UTRAN starts forwarding received downlink datato the S-GW on a per-S1-U
bearer forwarding tunnel, which then forwards these packets on a per-PDN per-UE S103 tunnel to the HS-GW.
The forwarding starts at the same moment as the Mobility from E-UTRA message is sent to the UE.

12. The UE retunes to the HRPD radio access network and performs traffic channel acquisition.
13. The UE sends an HRPD Traffic Channel Complete (TCC) message to the HRPD access network.
14af The E-UTRAN triggers switching the flow in the EPC with the following sequence:

1l4a. The HRPD access network sends A11 request signalling to HS-GW to start setting up the U-Plane
connection between the HRPD access network and HS-GW.

14b. The HS-GW sends Proxy Binding Update to PDN GW. The HS-GW sends the all zero |Pv4 Home
Address (0.0.0.0) or all zero IPv6 Home Prefix (0::/0) in the PBU message. In order to support session
continuity, the P-GW performs the Binding Cache entry existence test based on the NAI and assigns the same
IPv4 Home Address and/or |Pv6 Home Prefix to the UE and acknowledge in the PBA message.

14c. The PDN GW switchesthe flow from Serving GW to HS-GW, and sends Proxy Binding Acknowledge to
HS-GW, including the Charging ID for the PDN connection.

14d. The HS-GW responses with A11 response signalling to the HRPD access network.

14e. The PDN GW executes a PCEF-Initiated IP-CAN Session Modification Procedure with the PCRF as
specified in TS 23.203 [19] to obtain the rules required for the PDN GW to function as the PCEF for all the
active | P sessions the UE has established with new IP-CAN type. Otherwise, information configured with the
P-GW may be used to determine policy. Since Steps 14c and 14e are both triggered by the Proxy Binding
Update in Step 14b, Steps 14c¢ and 14e may occur in parallel.

14f.  The PDN GW informsthe 3GPP AAA Server of its PDN GW identity and the APN corresponding to the
UE's PDN Connection and obtains authorization information from the 3GPP AAA Server. The message
includes information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server may
update the information registered in the HSS as described in clause 12.

For amultiple PDN connection, steps 14b-14c and 14e-14f are performed for each PDN connection.

Multiple PDN connections to the same APN can be supported using PDN connection identities in the same way
asit is specified for S2a procedures.

15a. The HRPD access network sends a Notification Request (HO Complete, S101 session | D) message to the
MME (including the S101 session ID to identify the UE context).

15b. The MME responds by sending a Notification Response (S101 session D) to the HRPD access network.
If data forwarding was not applied in step 9, the MME shall skip step 17, and shall perform steps 16 and 18.

If data forwarding was applied in step 9, atimer in MME is started to supervise when the EPS bearer resources
in the Serving GW and the temporary resources used for indirect data forwarding in the Serving GW shall be
released. The uses of the timer is defined in TS 23.401 [4]. The MME shall perform steps 16, 17 and 18 upon the
timer expiry.

If the EPS bearer resources release is triggered by a Delete Bearer Request message (from step 19) received
before the timer expiry, the MME shall stop the timer and skip steps 16, 17 and 18.

16a. The MME releases the UE context in the source E-UTRAN by sending a UE Context Release Command
message to the eNodeB.

16b. The source eNodeB releases its bearer resources related to the UE and responds with a UE Context Release
Compl ete message.

17a. The MME sends a Delete Indirect Data Forwarding Tunnel Request message to the Serving GW.
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17b. The Serving GW releases the temporary resources used for indirect data forwarding which were allocated at
step 9. The Serving GW acknowledges with Delete Indirect Data Forwarding Tunnel Response message.

18a. The MME releases the EPS bearer resourcesin the Serving GW by sending a Delete Session Request
message to the Serving GW. The MME shall indicate to the Serving GW that the Serving GW shall not initiate a
delete procedure towards the PDN GW.

18b. The Serving GW acknowledges resource removal with Delete Session Response (Cause) message.

19. At any time after step 14c, the PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure at
E-UTRAN as defined in clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in
TS 23.401 [4], clause 5.4.4.1. If data forwarding was applied, the forwarding tunnel established in step 9 shall be
aso released in this step.

9.4 Optimized Idle-mode Mobility: E-UTRAN Access to
cdma2000 HRPD Access

This procedure is used in the case the UE has a dormant HRPD session in the target HRPD network, either through the
pre-registration procedure or previous HRPD attachment.

HRPD Access S-GW PDN
UE E-UTRAN MME Network HSGW GW PCRF | AAA |

i -
| 3. HRPD Air Interface Signalling to indicate I

| UE presence on HRPD I

4. A1l Reg. Req.

5. PMIP Bingling Update

6. PMIP Bingling Ack

«

6a. PCEF [Initiated IP-CAN Sespion
7. A1l Reg. Réply Mod fI(;Iation Progedure

______ \

hal
N /|
————— "
%

N
6b. Update AAA Server/H$S

| 8. P-GW initiates resource allocation deactivation procedure |
I I I I I

Figure 9.4-1: E-UTRAN to HRPD mobility in idle-mode

1. TheUE isattached to E-UTRAN network and stay in ECM_IDLE state. The UE has a dormant HRPD session in
the target HRPD network, either through the pre-registration procedure or previous HRPD attachment

2. TheUEisinidle mode. Based on sometrigger, the idle UE decides to perform cell re-selection to the HRPD
system. Note, the cell re-selection decision can be made at any time when the UE is attached in the E-UTRAN
network (including as soon as the UE has completed pre-registration).

3. The UE follows 3GPP2 proceduresin [49] to inform the HRPD access network the UE has performed an inter-
technology idle mode mobility event and is now tuned to HRPD.
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4. The HRPD access indicates to the HSGW that the UE has moved to HRPD.

da. The HS-GW fetches the PDN GW identity for all the active PDN connections from the 3GPP AAA Server.

5~6. The HS-GW exchanges a PMIP BU/BA with the PDN GW. The UE address information in PMIP BA returns
the IP Address assigned to the UE. In this message, the Charging ID is aso carried for charging correlation
purposes. At this point the user plane is switched in the PDN GW towards the HRPD access network viathe
HS-GW. Multiple PDN connections to the same APN can be supported using PDN connection identitiesin the
same way asit is specified for S2a procedures.

6a. The PDN GW executes a PCEF-Initiated IP CAN Session Modification Procedure with the PCRF as specified in
TS 23.203 [19] to obtain any new QoS policy and charging rules for al the active sessions as aresult of the
handover procedure. Since steps 6 and 6a are both triggered by the Proxy Binding Update in step 5, steps 6 and
6amay occur in parallel.

6b. The PDN GW informs the 3GPP AAA Server of its PDN GW identity and the APN corresponding to the UE's
PDN Connection and obtains authorization information from the 3GPP AAA Server. The message includes
information that identifies the PLMN in which the PDN GW islocated. The 3GPP AAA Server may update the
information registered in the HSS as described in clause 12.

For multiple PDN connections, steps 5-6 and 6a-6b are performed for each PDN connection.

7. The HS-GW acknowledges the HRPD access network.

8. At any time after step 6, the P-GW shall initiate the PDN GW Initiated PDN Disconnection procedure as defined
in clause 5.6.2.2, so that any resources are released in the EPS serving nodes that were serving the UE in
E-UTRAN access before the idle-mode mobility to HRPD took place.

9.5
95.1

9.5.2

9.6

9.7

Void
Void

Void

Void

S101 Tunnel Redirection Procedure

S101 Tunnel Redirection Procedure is used when the UE performs TAU with MME change while the UE has already
triggered a pre-registration procedure from LTE to the HRPD as described in clause 9.3.1 and the S101 session exists
between the MME and the HRPD Access Network.

The detail procedure for the idle case is depicted as figure 9.7-1.
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Figure 9.7-1: S101 tunnel redirection during TAU with MME change

1. UE performs pre-registration over the old MME whilein ECM-CONNECTED state, followed by transition to
ECM-IDLE state. The S101 tunnel exists between the old MME and the HRPD Access Network.

2. TAU procedure with MME change is executed as described in TS 23.401 [4], figure 5.3.3.1-1, up to the step
where the new MME receives Update Location Ack from the HSS. The HRPD Access Network |P addressis
transferred to the new MME via the Context Response message.

3. The new MME sends Notification Request (Redirection, S101 Session ID) message to the HRPD Access
Network. After receiving this message, the HRPD Access Network associates the S101 tunnel for this specific
UE with the new MME. Then the HRPD Access Network releases any context associated with the old MME.

4. Inresponse to the Notification Request message, the HRPD Access Network sends a Notification Response
(5101 Session ID) message to the target MME.

5. The TAU procedure is completed.

The detailed procedure for the active case is depicted as figure 9.7-2.

New HRPD Old New Old PDN
VE eNB MME AN MME Serving GW Serving GW GW HSS

: 1. Pre-registration oyer old MME and pstablishment of $ 101 tunnel in EC]M-
| CONNE(TED state

2. Infer-eNodeB handqver with MME relocation (prior to TAU)

3. Notifiication Request(Redirection)
| .

. - Lot
4. Nptification Respomse
-

5. TAU Procedure

Figure 9.7-2: S101 tunnel redirection during inter-eNodeB handover with MME relocation

1. UE performs pre-registration over the old MME while in ECM-CONNECTED state. The S101 tunnel exists
between the old MME and the HRPD Access Network.

2. Inter-eNodeB handover with MME relocation procedure is executed as described in TS 23.401 [4],
figure 5.5.1.2.2-1, steps up to TAU. The HRPD Access Network |P addressis transferred to the new MME via
the Forward Relocation Request message.

3. Thenew MME sends Notification Request (Redirection, S101 Session ID) message to the HRPD Access
Network. After receiving this message, the HRPD Access Network associates the S101 tunnel with the new
MME. Then the HRPD Access Network releases any context associated with the old MME.
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4. Inresponse to the Notification Request message, the HRPD Access Network sends a Notification Response
(5101 Session ID) message to the target MME.

5. The TAU procedure occurs.

10 Handovers with Optimizations Between 3GPP
Accesses and Mobile WIMAX

10.1  Optimizations for network-controlled dual radio handover

10.1.1 General Principles

The solution for network-controlled dual radio handover between 3GPP accesses (GERAN, UTRAN, E-UTRAN) and
Mobile WiMAX is based on the concepts of clause 4.1.2 In addition, the following principles apply when the ANDSF
functionality is supported by the network and by the UE:

1) The EPS shall support mechanisms for delivery of inter-system mobility policies and access network discovery
information over the S14 interface, as described in clause 4.8.

2) Theinter-system mobility policies shall contain operator-defined rules and preferences that help the UE:
(i) determine when mobility between mobile WiMAX and 3GPP accesses is restricted or allowed; and
(it) determine when a 3GPP or mobile WiMAX access is more preferable than the currently used radio access.

3) The access network discovery information shall contain information about mobile WiMAX access networks that
are available in the vicinity of the UE, if the UE'slocation is known and if such information is availablein the
network and allowed by the operator.

4) If aUE discovers a neighbour mobile WiMAX access and determines (based on the inter-system mobility
policies and user preferences) that:

(i) the discovered mobile WiMAX access is more preferable to the currently used 3GPP access; and

(i) mobility from 3GPP access to mobile WiMAX accessis alowed, then the UE shall attempt to handover to
the discovered mobile WiMAX access;

according to the S2a/S2c procedures described in clause 8.

5) If aUE discovers one or more neighbour 3GPP accesses and determines (based on the inter-system mobility
policies and user preferences) that:

(i) 3GPP accessis more preferable to mobile WiMAX access; and

(i) mobility from mobile WiMAX access to 3GPP access is allowed, then the UE shall select a neighbour 3GPP
access (e.g. based on 3GPP access selection rules) and shall attempt to handover to the selected 3GPP access,

according to procedures described in clause 8.

11 Handover Optimizations Applicable to All Non-3GPP
Accesses

<This clause describes handover optimization procedures that are generic and applicable to al non-3GPP accesses.>
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12 Interactions Between HSS and AAA Server

12.0 General

The interaction between the 3GPP AAA Server and the HSS is not explicitly presented in severa figures of this
specification. Though these entities are depicted as"AAA/HSS" in these figures, these functions are distinct and interact
over the SWx reference point.

12.1  Location Management Procedures

The location management procedures between HSS and 3GPP AAA Server is described in this clause.

Non-3GPP access | ocation management procedures define the process in which the 3GPP AAA Server interacts with
the HSS for the following purposes:

- Toregister the current 3GPP AAA Server address in the HSS for a given 3GPP user. This procedure isinvoked
by the 3GPP AAA Server after anew subscriber has been authenticated by the 3GPP AAA Server (either at
attach and handover). As part of the response, the HSS returns the subscriber's user profile data (QoS profile,
user capabilities, etc.) to the 3GPP AAA Server.

- Toregister the current PDN GW identity and its association with the UE and APN in the HSS for a given user.
Thisinformation is provided by the AAA Server to the HSS at attachment to a particular PDN via hon-3GPP
access.

- Toacquirethe PDN GW identity for each of the already allocated PDN Gateway(s) with the corresponding PDN
information from the HSS over the SWx reference point for agiven UE. Thisis for the case when the UE has
aready been assigned PDN Gateway(s) due to a previous attach in a 3GPP access (when the UE is handed over
from a 3GPP access to a non-3GPP access).

- Toderegister the currently registered 3GPP AAA Server-addressin the HSS for a given user and purge any
related non-3GPP user status datain the HSS. The 3GPP AAA Server de-registersits address and purges user
status data when e.g. the UE has disappeared from non-3GPP access coverage, when another EPC core network
entity (e.g. charging system) has initiated a disconnection, when a re-authentication failure in the 3GPP AAA
Server occurs, etc. If a UE has changed to a 3GPP access RAT, the 3GPP AAA Server initiated De-Registration
procedure should not affect any currently selected PDN GW identity and APN associated with the UE's PDN
Connection stored in the HSS and in use in the 3GPP access.

- HSS-initiated de-registration procedure to purge the UE from the 3GPP AAA server. This happens when the
user's subscription has been cancelled or other operator-determined reasons. As aresult, the 3GPP AAA server
should deactivate any UE tunnel in the PDN GW and/or detach the UE from the access network.

The previous procedures are described in more detail in the following clauses. These procedures between the 3GPP
AAA Server and the HSS are common to all non-3GPP accesses, whether trusted or non-trusted, and are independent of
the mobility protocol used.

12.1.1 UE Registration Notification

After a UE has successfully been authenticated and authorised by the 3GPP AAA Server to make use of a given non-
3GPP access (over SWalSTa), ePDG (over SWm) or PDN GW (over S6b for S2c), the 3GPP AAA Server registersits
addressto the HSS, unless already done. In turn, the HSS should store the address of the registered 3GPP AAA server
for the given user and mark the user asregistered in the 3GPP AAA Server. In the response, the HSS returns user
profile data.
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3GPP AAA HSS
Server

1. UE Registration Request

\ 4

2. UE Registration Ack

Figure 12.1.1-1: UE Registration Notification

1. Oncethe UE has been successfully authenticated by the 3GPP AAA server, the 3GPP AAA Server sendsa UE
Registration Request (User Identity, 3GPP AAA Server address) to the HSS.

2. The HSS checks that the user is known and that the stored 3GPP AAA Server address is the same one stored for
the user and that it is the same 3GPP AAA Server that previously requested authentication vectors for this same
user. If thisis successful, the HSS marks the 3GPP AAA Server as the registered 3GPP AAA Server for user.
The HSS responds with a UE Registration Ack (User Identity, Subscription Data). The subscription dataincludes
information to be used by the PDN GW selection function or an already selected PDN GW identity and APN if
present.

12.1.2 AAA-initiated UE De-registration Notification

The 3GPP AAA Server requests the HSS to De-Register the currently registered UE. In doing so, the 3GPP AAA
Server is notifying the HSS that the UE no longer has any context in the 3GPP AAA Server. The HSS should in turn
delete the registered 3GPP AAA Server address.

3GPP AAA HSS
Server

1. UE De-Registration Request

v

2. UE De-Registration Ack

A

Figure 12.1.2-1: AAA-initiated UE De-registration Notification

1. The3GPP AAA Server sends a UE De-Registration Request (User Identity, Cause) to the HSS. The " Cause"
field may take values such as Authentication-Failure, UE-Detached, Charging-System-Request, etc.

2. The HSS marks the UE as not-registered, removes the 3GPP AAA Server address previously stored for the UE
and responds with a UE De-Registration Ack.
12.1.3 HSS-initiated UE De-registration Notification

The HSS requests the 3GPP AAA Server to de-register a UE, for instance, when a subscription is withdrawn or other
operator determined reasons. The 3GPP AAA Server should purge user data, set the user to not-registered and detach
the UE and/or deactivate any network resources allocated to the user.
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3GPP AAA HSS
Server

1. UE De-Registration Request

2. UE De-Registration Ack

v

Figure 12.1.3-1: HSS-initiated UE De-registration Notification

1. The HSS server sends a UE De-Registration Request (User Identity, Cause) to the 3GPP AAA Server. The
"Cause" field may take values such as Subscription Withdrawn, Administrative-Reason, etc.

2. The 3GPP AAA Server marks the user as not-registered and purges any user data. It responds with a UE De-
Registration Ack. In addition, the 3GPP AAA Server should initiate detach of the UE or de-activation of any
network resources.

12.1.4 PDN GW Identity Notification from AAA Server

The 3GPP AAA Server updates the HSS with the PDN GW identity of the selected PDN GW and the APN associated
with the UE's PDN Connection. This procedure only occurs when the 3GPP AAA Server hasin turn successfully
received the PDN GW identity and APN from the PDN GW the UE is attached to. The 3GPP AAA server should
subsequently always update the HSS with the PDN GW identity in the above-mentioned manner. This procedure is used
for PDN GW registration.

3GPP AAA HSS
Server

1. Update APN and PDN GW
Identity Request

A\ 4

2. Update APN and PDN GW
Identity Ack

A

SGSN/MME

3. Insert Subscriber Data

Figure 12.1.4-1: PDN GW Address Notification

1. The3GPP AAA Server sends a Update PDN GW I|dentity Request (PDN GW Identity, APN, User Identity) to
the HSS.

The PDN GW identity is either the |P address (e.g. if the PDN GW has asingle IP address for all the mobility
protocols it supports or if it only supports one mobility protocol) or the FQDN (e.g. if the PDN GW has multiple
IP addresses for the mobility protocolsit supports).

2. The HSS checks that the user is known and that the stored 3GPP AAA Server name is the currently registered
3GPP AAA server for this same user. If thisis successful, the HSS returns a Update PDN GW Identity
Acknowledgement.

3. Steps 3-4 are only performed if the PDN GW identity information was successfully modified in the HSS and an
SGSN or MME is registered in the HSS for the same UE. In this case the HSS sends an Insert Subscriber Data
message to the SGSN or MME to update the change in the SGSN or MME. If both an SGSN and an MME is
registered in the HSS, and Insert Subscriber Data message is sent to each of them.
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4. The SGSN or MME acknowledges by sending an Insert Subscriber Data Ack message.

12.1.5 PDN GW Identity Notification from MME/SGSN

In case of initial attach, or UE requested PDN connectivity, in the 3GPP access, the SGSN/MME updates the HSS with
the PDN GW identity of the selected PDN GW and the APN associated with the UE's PDN connection. If a3GPP AAA
Server is registered in the HSS for the same UE, the HSS provides the updated APN and PDN GW identity information
to the 3GPP AAA Server. If NBM is used for establishing connectivity in the non-3GPP access, the 3GPP AAA Server
notifies the changes to the non-3GPP access network. This procedure is used for PDN GW registration.

SGSN/MME HSS
1. Notify Request -~
P 2. Notify Response
3GPP AAA
Server
Trusted 3. Update APN and PDN GW
ruste H
Non-3GPP € ------ dentity Request_ _ __ _ |
IP A /

e;ggss 4. UpdatcledAPl_\l azdkPDN GW

__________ entity Ak _____ |
% Update APN and |
PDN GW
Identity Request

_ 6 Update APN ang

PDN GW
Identity Ack

Figure 12.1.5-1: PDN GW address notification from SGSN/MME

1. The SGSN/MME sends a Notify Request (PDN GW Identity, APN, User Identity) to the HSS.

2. The HSS checks that the user is known and that the stored SGSN/MME is the currently registered SGSN/MME
for this same user. If thisis successful, the HSS returns a Notify Response.

3. Steps 3-4 are only performed if the PDN GW identity information was successfully modified in the HSS and a
3GPP AAA Server isregistered in the HSS for the same UE. In this case the HSS sends Update APN and PDN
GW ldentity Request message to the 3GPP AAA Server.

4. The 3GPP AAA Server acknowledges by sending a Update APN and PDN GW ldentity Ack message.

5. 1f NBM is used for establishing connectivity in the non-3GPP I P access, the 3GPP AAA Server updates the
ePDG/trusted non-3GPP | P access network with the new APN and PGW Identity data by sending Update APN
and PDN GW |dentity message.

6. The ePDG/trusted non-3GPP | P access network acknowledges by sending Update APN and PDN GW Identity
Ack message.

12.2  Subscriber Profile Management Procedures

The subscriber profile management procedures between HSS and 3GPP AAA Server isdescribed in this clause.

The procedure isinvoked by the HSS when the subscriber profile has been modified and needs to be sent to the 3GPP
AAA Server. This may happen due to a modification of user profile datain the HSS.
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The 3GPP AAA Server may also request the user profile data from the HSS. This procedure is invoked when for some
reason the subscription profile of a subscriber islost or needs to be updated.

12.2.1 HSS-initiated User Profile Update Procedure

The HSS may send a User Profile Update request to the 3GPP AAA Server whenever the subscriber profile in the HSS
ismodified since it was previously sent to the 3GPP AAA Server. The User Profile Update procedure is depicted in the
following figure.

3GPP AAA HSS
Server

1. User Profile Update

A

2. User Profile Update Ack

A\ 4

Figure 12.2.1-1: HSS-initiated User Profile Update Procedure

1. The HSS sends a User Profile Update (User Identity, Subscription Data) message to the 3GPP AAA Server. If
the HSS is aware of the non-3GPP access type it may return only the subscription data that affects the non-3GPP
access.

2. The 3GPP AAA Server updates its subscription data and acknowledges the User Profile Update message by
returning a User Profile Update Ack (User Identity) message. As aresult, the 3GPP AAA Server may need to
update the non-3GPP access network and the PDN GW with new authorisation data, new service authorisation
data and new subscribed QoS data.

12.2.2 AAA-initiated Provide User Profile Procedure

The 3GPP AAA Server may send a Provide User Profile request to the HSS when the user subscription profile of a
subscriber islost or is corrupt or for any other reason.

3GPP AAA HSS
Server

1. Provide User Profile

v

_ 2. Provide User Profile Ack

Figure 12.2.2-1: AAA-initiated Provide User Profile Procedure

1. The3GPP AAA Server sends a Provide User Profile (User Identity) to the HSS.

2. The HSS checks that the user is known and that the stored 3GPP AAA Server address is the same one stored for
the user and that it is the same server that previously requested authentication of the same user. If thisis
successful, the HSS returns a Provide User Profile Ack (user identity, subscription data). If the HSS is aware of
the non-3GPP access type it may return only the subscription data that affects the non-3GPP access.
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12.3  Authentication Procedures

The authentication procedures between HSS and 3GPP AAA Server are described in TS 33.402 [45].

The authentication procedures define the process in which the 3GPP AAA Server interacts with the HSS to acquire
necessary data (i.e. Authentication Vectors for EAP-AKA or EAP-AKA") from the HSS to successfully authenticate the
user for accessing the non-3GPP system.

13 Information Storage

13.0 General

This clause describes the additional information stored in different nodes while the UE isin non-3GPP access.

Theinformation provided in clauses 13.1, 13.2 and 13.3 isincomplete in this Release of the specification and intended
only for information. Detailed information is available in corresponding stage 3 specifications.

13.1 HSS

The data held in the HSS when non 3GPP accesses are not used is defined in TS 23.401 [4].
The additional data held in the HSS when non 3GPP accesses are used is defined in table 13.1-1 below.

Table 13.1-1: HSS EPS Data (additional aspects for non 3GPP accesses)

Field Description
3GPP AAA Server name The Identity of the 3GPP AAA Server serving the UE currently.
QoS profile per access The quality of service profile subscribed for a particular access for a specific APN
ODB Indicates that the status of the operator determined barring for a specific access.
Access Restriction Indicates the access restriction subscription information.
13.2 MME

Information storage for the MME is described in TS 23.401 [4]. The additional data held in the MME when optimized
interworking with CDMA 2000 HRPD is used is defined in table 13.2-1 below.

Table 13.2-1: MME storage requirements to support optimized interworking with CDMA2000 HRPD

Field Description

S101 HRPD access node IP address The IP address of the HRPD AN used for the S101 tunnel
for a UE. This is stored on a per UE basis.

S103 Forwarding Address HS GW IP address used for data forwarding to the HRPD
access over S103 interface. This is stored on a per UE
basis.

S103 GRE key(s) GRE Key(s) used for the data forwarding tunnel to the
HS GW - one per PDN connection. This is stored on a per
PDN connection basis.

13.3 S-GW

Information storage for the SS-GW is described in TS 23.401 [4]. The additional data held in the S-GW when optimized
interworking with CDMA2000 HRPD is used is defined in table 13.3-1 below.
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Table 13.3-1: S-GW storage requirements to support optimized interworking with CDMA2000 HRPD

Field Description
S103 Forwarding Address HS-GW IP address used for data forwarding to the HRPD access
over S103 interface. This is stored on a per UE basis.
S103 GRE key(s) GRE Key(s) used for the data forwarding tunnel to the HS-GW -
one per PDN connection. This is stored on a per PDN connection
basis.

13.4  Handling of Wild Card APN

When the wild card APN is present in the subscription context, the UE is authorized to connect to APNs which are not
present in the subscription context.

When arequest is received for registeringa PDN GW D for such an active APN which is not present in the
subscription context, the nodes (HSS/MME/ S4 SGSN/AAA Server/Non-3GPP access) shall store the PDN GW ID and
the APN for the UE.

When arequest is received for deregistering of PDN GW ID, for such an active APN which is not present in the
subscription context, the nodes (HSS/IMME/ $4 SGSN/AAA Server/Non-3GPP access) shall delete the PDN GW 1D
and the APN for the UE.

14 Void

15 Functional Description and Procedures for 3GPP
Accesses with S2c¢

15.1  S2c Bootstrapping via DSMIPv6 Home Link

When connected over the UE home link (i.e. 3GPP access as defined in clause 4.1), the UE may trigger the
establishment of S2c IKEv2 SA, e.g. to optimize future handovers to non-3GPP accesses using S2c. For each PDN
connection, the S2c IKEv2 SA establishment has to be performed separately.
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UE PDNGW 3GPP AAA 3GPP
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Figure 15.1-1: S2c PDN Attach via DSMIPv6 home link

In this procedure it is assumed that UE is already attached to the PDN over the 3GPP access system as defined in
TS 23.401 [4]. This step, according to TS 23.401 [4] could be aninitial attach to a default PDN or a UE initiated
subsequent attach to another PDN.

The UE discoversthe PDN GW providing access to the PDN it connected to in Step O, as defined in the
clause 4.5.2. To ensure reachability of the PDN GW, signalling associated with this step as well as step 2 below,
should be performed over the connection established by step 0 above.

. A security association is established between the UE and PDN GW to secure the DSMIPv6 messages related to

this PDN connection between the UE and the PDN GW.

The UE initiates the establishment of the security association using IKEv2 [9]; EAP [11] is used over IKEv2 for
authentication purposes. The PDN GW communicates with the AAA infrastructure in order to complete the
authentication.

During this step an I1Pv6 home prefix is assigned by the PDN GW to the UE as defined in RFC 4877 [22].
During this step the UE shall include the IPv6 Home Address and may include the APN of the PDN it wants to
access. The PDN GW address and APN associated with the UE's PDN Connectivity are registered by the AAA
server with the HSS as described in clause 12.

In this step, the PDN GW may be either in the HPLMN or in the VPLMN. When the PDN GW isin the
VPLMN, the interaction between the PDN GW in the VPLMN with the AAA/HSS in the HPLMN may involve
a3GPP AAA Proxy inthe VPLMN as specified in TS 23.234 [5].

UE confirmsthat it islocated in its DSMIPv6 home link for the given PDN, as described for DSMIPv6 Home
Link Detection Function in clause 4.5.6.

In some cases this procedure may result in a PDN GW that is different than the one the UE is connected to in
step 0. In this case the PDN GW reallocation procedure defined in clause 6.10 is applied.
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16 Architecture, Functional description and Procedures
for GTP and PMIPv6 based S2a over Trusted WLAN
Access

16.1  Architecture and Functional Description

16.1.1 Architecture

When the WLAN is considered as trusted by the operator, the Trusted WLAN Access Network (TWAN) isinterfaced
with the EPC as atrusted non-3GPP access via the STa interface to the 3GPP AAA Server/Proxy and the S2ainterface
to the PDN GW.

HSS }

PCRF

Gxc Rx
Gx \

Operator's IP

- ) Services (e.g.
3GPP Serving | PDN | IMS, PSS, etc.)
Access | Gateway I Gateway
S5 I
S6b
S2a-L 3GPP AAA
Server
HPLMN
Non-3GPP -1
Networks STa
Trusted WLAN
Access

Network

Figure 16.1.1-1: Non-roaming architecture for Trusted WLAN access to EPC
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Figure 16.1.1-2: Roaming architecture for Trusted WLAN access to EPC - Home Routed, VPLMN
provides WLAN service
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Figure 16.1.1-3: Roaming architecture for Trusted WLAN access to EPC - Local break-out
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Figure 16.1.1-4: Roaming architecture for Trusted WLAN access to EPC - Home routed, HPLMN
provides WLAN service

16.1.2 High level functions

The detailed functional split within a Trusted WLAN Access Network (TWAN) is not in the scope of 3GPP.
Nevertheless, the procedures specified in the subsequent sections assume the following functionsin the TWAN:

- A WLAN Access Network (WLAN AN). WLAN AN includes a collection of one or more WLAN access points.
An access point terminates the UE's WLAN IEEE 802.11 link defined in IEEE Std 802.11-2012 [64].

- A Trusted WLAN Access Gateway (TWAG). This function terminates S2a.

- When the TWAN provides access to EPC in Transparent Single-Connection mode or in Single-Connection
mode, it forwards packets between the UE-TWAG point-to-point link and the S2a tunnel for that UE. The
association in the TWAN between UE-TWAG point-to-point link and S2a tunnel is based on the UE MAC
address.

- When the TWAN provides access to EPC in Multi-Connection mode, it forwards user plane packets between
the UE-TWAG point-to-point link corresponding to a specific PDN connection and the associated S2a tunnel
for that UE. The UE's MAC address and a TWAG's MAC address that is assigned for a specific PDN
connection are used to identify the point-to-point link between the UE and its serving TWAG, which
corresponds to the S2a tunnel for the associated PDN connection.

- When the TWAN provides access to EPC in Multi-Connection mode, the WL CP signaling is used between
the UE and the TWAG.

- A Trusted WLAN AAA Proxy (TWAP). This function terminates STa. It relays the AAA information between
the WLAN Access Network and the 3GPP AAA Server or Proxy in case of roaming. It establishes the binding of
UE subscription data (including IMSI) with UE MAC address on the WLAN Access Network. If L2 attach
triggers are used, it informsthe TWAG of L2 attach events. It is aware of UE L2 Detach from the WLAN
Access Network and informs the TWAG of L2 Detach events. It provides the TWAG with UE subscription data
during initial attach or at UE subscription data modification.
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Figure 16.1.2-1: Trusted WLAN Access Network functional split

A per-UE point-to-point link between the UE and the TWAG isrequired when traffic for that UE is routed via S2a.

Additionally,

in Multi-Connection mode, one point-to-point link between an UE and its serving TWAG is required for

transporting user plane traffic for every PDN connection. The UE's MAC address and an associated TWAG's MAC
address are used to identify the point-to-point link between the UE and its serving TWAG that is associated to a specific
PDN connection. In particular,it is assumed that the WLAN AN enforces upstream and downstream forced-forwarding
between the UE's WLAN |EEE 802.11 association and the TWAG. The aspects of point-to-point link described in

RFC 5213 [8] and RFC 5844 [17] also apply to the point-to-point link between UE and TWAG. The implementation of
the point-to-point link, including how and when it is setup, is out-of-scope of 3GPP.

NOTE 1.

NOTE 2:

NOTE 3 :

In TSCM from the UE's perspective the SWw reference point appears as a shared medium / link as any
other |EEE 802.11 WLAN and thus the UE can use the subnet prefix / mask and the default GW address
for its packet routing decisions. The point-to-point nature of the link isrealized by the TWAN enforcing
that packets sent from, and received by the UE are respectively forwarded to, and forwarded by the
TWAG.

In SCM and MCM from the UE's perspective an EPC routed PDN connection over the SWw reference
point appears as a point-to-point link similar to how it isin 3GPP access. Shared link parameters such as
netmask and default router | P address are not used in these modes.

Gxainterfaceis not used for S2a-PMIP in Trusted WLAN within this Release of the specification. No
policy interworking solution based on S9a s defined for Fixed Broadband access interworking via S2a
within this Release of the specification.

Whether multiple TWAN functions are mapped to a single entity, or asingle TWAN function is
distributed among multiple entities is out-of-scope of 3GPP.

In order to support EPC access through S2a over Trusted WLAN the following functions shall be supported by the UE:

- WLAN specifications as per IEEE Std. 802.11-2012 [64].

- 3GPP-based network access authentication with EPC over WLAN as defined in clause 4.9.1, using |EEE Std
802.1X-2004 [65].

- IPv4 and/or IPv6 support:

- For IPv4: IETF RFC 791 [66], IETF RFC 2131 [28]

- For IPv6: IETF RFC 2460 [67], IETF RFC 4861 [38], and IETF RFC 4862 [58]
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Three different modes of operation are distinguished: Transparent Single-Connection mode, Single-Connection mode
and Multi-Connection mode. The UE and the network negotiate the mode of operation as part of the authentication
procedure based on extensions to the EAP-AKA', (IETF RFC 5448 [72]) signaling between the UE and the network.

The Single-Connection mode only supports NSWO or asingle PDN connection at a given time over a Trusted WLAN.
On the other hand, the Multi-Connection mode supports simultaneous one or more PDN connections and/or NSWO
over Trusted WLAN. Both Single-Connection mode and Multi-Connection modes support | P address preservation
between 3GPP and Trusted WLAN access and PDN connectivity to a non-default APN.

The Single-Connection mode does not require additional protocolsthan EAP-AKA' in order to establish NSWO or PDN
connectivity.

The multi connection mode uses a specific protocol (WLCP, specified in clause 16.1.4A3.1) after the access
authentication procedure to trigger PDN connection establishment / rel ease.

The negotiation of connection mode is further detailed in clause 16.4.A.1.

In Transparent Single-Connection mode, handover-indicator from the UE, APN indication from the UE and PCO via
WLAN are not supported. As a conseguence the following features are not supported: handover between TWAN and
3GPP access with | P address preservation; connectivity to a non-default APN; UE initiated connectivity to additional
PDN.

16.1.3 Reference points

16.1.3.1 STa reference point

In addition to STareference point features specified for any non-3GPP | P access network, STa reference point
specification is enhanced with the following features for the support of EPC access through S2a over Trusted WLAN:

- A way for the TWAN to provide the 3GPP AAA server with following information:
- Anindication on whether the TWAN supports S2a, non-seamless offload or both;

- Anindication on whether the TWAN supports Transparent Single-Connection, Single-Connection mode or
Multi-Connection mode or a combination of them,;

- The PDN addresses provided by the PGW for EPC access in Single-Connection mode;

- The TWAG control plane | P address to be used for WLCP if the TWAN supports the Multi-Connection
Mode;

- The SSID selected by the UE to access the TWAN.

- A Session Management back-off timer to be sent to the UE in Single-Connection mode.
- A way for the 3GPP AAA server to provide the TWAN with following information:

- Whether access to EPC is allowed for the UE on the TWAN;

- Asfor any Trusted Non-3GPP Access, when the UE is allowed to access EPC via TWAN, the subscription
data of the user including the default APN to be associated with the user for EPC access; the TWAN uses the
default APN to establish the PDN connection with the PDN GW in the absence of UE signalling of the APN
it desiresto reach over the Trusted WLAN. Based on the HPLMN operator configuration the HSS may
provide the 3GPP AAA server with adefault APN for Transparent Single-Connection mode different from
the 3GPP access default APN;

- Anindication on whether the Single-Connection mode or Multi-Connection mode is selected for the UE. No
indication provided by the 3GPP AAA server implies Transparent Single-Connection mode of operation.

16.1.3.2 SWw reference point

The SWw reference point connects the WLAN UE to the WLAN Access Network per |EEE Std 802.11-2012 [64]. The
definition of |EEE Physical and Medium Access Control layers protocols (e.g. Layer 1 and Layer 2 defined by |IEEE
Std 802.11-2012 [64]) is out of the scope of 3GPP.
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The SWw reference point aso includes:

- Thesupport of EAP (IETF RFC 3748 [11]) and EAP-AKA' (IETF RFC 5448 [72]) for UE authentication and
authorization, as well as extensionsto EAP-AKA' described in clause 16.1.4A.1;

- The support of WLCP signalling protocol used for establishment / release of PDN connectionsin the case of
Multi-Connection mode;

- The support of multiple TWAG MAC addresses as user plane transport mechanism for the multiplexing of
multiple PDN connections user data in the case of Multi-Connection mode.
16.1.3.3 S2a reference point
The S2areference point connects the TWAN to the PDN GW. It supports two possible protocol variants: GTP and
PMIPv6, to be chosen by the TWAN.

16.1.4 Protocol Stacks
The following protocols are supported on S2a:
- GTPR.
- PMIPvG.
IPv4 address and I1Pv6 prefix alocation considerations are equally valid for GTP and PMIPv6 S2a options.

The figure below illustrates the control plane for S2a Tunnel Management and the user plane for GTP option,
respectively for Transparent Single-Connection mode, Single-Connection mode and for Multi-Connection mode.

IPv4/IPv6 IPv4/IPv6 IPv4/IPv6
[ 1 |
1L3 trigger--+ - L3 trigger | GTP-C GTP-C
=T 802.11 802.11 | GTP-U GTP-U
802.11 802.11
including including
L2 trigger L2 trigger ubp L L UDP ubP UDP
L P P
L2/tr || L2/l L2/L1 L2/L1
SWw S2a SWw S2a
UE TWAN P-GW UE TWAN P-GW
Control Plane for Tunnel Management User Plane
Legend:

802.11: This refers to Layer 1 and Layer 2 defined by IEEE Std 802.11-2012 [64]. Layer 2 of 802.11 is used as L2
attach and detach triggers. L2 attach trigger is mandatory with IPv6 and IPv4v6 PDN Types, and optional
for IPv4 PDN Type.

L3 trigger: This refers to DHCPv4 which can be used as optional L3 attach trigger with IPv4 PDN Type.

GTP-C: The GPRS Tunnelling Protocol control plane consists of signalling messages between the Trusted WLAN
Access Gateway and the PDN- GW over the S2a interface. It is defined in TS 29.274 [57].

GTP-U: The GPRS Tunnelling Protocol user plane tunnels user data between the Trusted WLAN Access Gateway
and the PDN GW over the S2a interface. It is defined in TS 29.281 [63].

UDP: This is the transport layer protocol onto which both GTP-C and GTP-U are layered.

IPv4/IPv6:This refers to network layer protocols. On the TWAN this includes termination of the UE-TWAN link-local
protocols (e.g. IPv6 Neighbor Discovery, ARP) and forwarding of user plane IP packets between the UE-
TWAN point-to-point link and the relevant S2a tunnel.

Figure 16.1.4-1: Protocols for control and user planes of GTP-based S2a for Transparent Single-
Connection mode
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IPv4/IPv6 IPv4/IPv6
802.11 802.11 GTP-C GTP-C
including including BN 802.11 802.11 GTP-U GTP-U
L2 trigger L2 trigger
ubp 1 :| UDP uDP uDP
LA P P
L2/L1 ;| L2/L1 L2/L1 L2/L1
SWw S2a SWw S2a
UE TWAN P-GW UE TWAN P-GW
Control Plane for Tunnel Management User Plane
Legend:

802.11: This refers to Layer 1 and Layer 2 defined by IEEE Std 802.11-2012 [64]. Layer 2 of 802.11 is used as L2
attach and detach triggers.

GTP-C: The GPRS Tunnelling Protocol control plane consists of signalling messages between the Trusted WLAN
Access Gateway and the PDN- GW over the S2a interface. It is defined in TS 29.274 [57].

GTP-U: The GPRS Tunnelling Protocol user plane tunnels user data between the Trusted WLAN Access Gateway
and the PDN GW over the S2a interface. It is defined in TS 29.281 [63].

UDP: This is the transport layer protocol onto which both GTP-C and GTP-U are layered.

IPv4/IPv6:This refers to network layer protocols.

Figure 16.1.4-2: Protocols for control and user planes of GTP-based S2a for Single-Connection mode
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Legend:
802.11: This refers to Layer 1 and Layer 2 defined by IEEE Std 802.11-2012 [64]. The TWAG MAC address is

used as a multiplexing identifier between multiple PDN connections which belong to the same UE.

WLCP:  WLAN Control Protocol (WLCP) is used to establish and release PDN connections. The functionality of

WLCP is defined in 16.1.4A.3.1.

GTP-C: The GPRS Tunnelling Protocol control plane consists of signalling messages between the Trusted WLAN

Access Gateway and the PDN- GW over the S2a interface. It is defined in TS 29.274 [57].

GTP-U: The GPRS Tunnelling Protocol user plane tunnels user data between the Trusted WLAN Access Gateway

and the PDN GW over the S2a interface. It is defined in TS 29.281 [63].

DTLS: Datagram Transport Layer Security (DTLS) is used to protect WLCP signalling as described in

TS 33.402 [45).

UDP: This is the transport layer protocol onto which both GTP-C and GTP-U are layered.
IPv4/IPv6: This refers to network layer protocols.

Figure 16.1.4-3: Protocols for control and user planes for GTP-based S2a for Multi-Connection mode

When PMIP based S2ais used with Trusted WLAN, the PMIPv6 protocol stacks described in clause 6.1.1 apply.

16.1.4A Control Plane

16.1.4A.1  Negotiation of connection mode

The negotiation of the connection mode (Single-Connection mode, M ulti-Connection mode or Transparent Single-
Connection mode) takes place during the EAP-AKA' access authentication.

The network indicates the supported connection modes (Transparent Single-Connection mode, Single-
Connection mode, Multi-Connection mode or any combination of them).

The UE then requests either Single-Connection mode or Multi-Connection mode. If none of these modesis
supported by both UE and network, Transparent Single-Connection mode is used if supported by the network. In
case the UE reguests Single-Connection mode, it includes al'so arequest for either EPC-routed traffic or NSWO.
In case the UE reguests Single-Connection mode and EPC-routed traffic, the UE may further indicate e.g.
handover, APN and PDN type.

If both the UE and the network support Multi-Connection mode, the UE requests multi connection maode.

The network provides an appropriate result code to the UE, depending on if the request is granted or rejected.

A Multi-Connection mode capable UE may or may not be able to operate in single connection mode.

When a Multi-Connection mode capable UE connects to a network that is only capable of single connection mode, the
UE operates in single connection mode, if the UE supports single connection mode.

The EAP-AKA' enhancements needed are described on clause 16.1.4A.2
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16.1.4A.2 EAP-AKA'extensions

EAP-AKA "authentication signaling [72] is extended in order to negotiate the connection mode: Single-Connection
mode, Multi-Connection mode or Transparent Single-Connection mode, and to carry additional information needed for
single connection mode.

NOTE 1: The selection by the UE and the use of Transparent Single-Connection mode (pre-Rel-12) do not require
the support of any following EAP-AKA' extension.

EAP-AKA' authentication signaling is extended in order to exchange the following parameters:
1) Inthe UE to network direction:
- Therequested connection mode (Single-Connection mode or Multiple-Connection mode);
- In case Single-Connection mode is requested;
- Therequested connectivity (NSWO or PDN connection), and

- In case the requested connectivity isa PDN connection: the PDN type (IPv4, IPv6, or IPv4v6), an
optional hand-over indicator, optionally the requested APN (mandatory if the handover indication is
provided), optionally a Protocol Configuration Options (PCO)

2) Inthe network to UE direction:

- The supported network connection modes (Transparent Single-Connection mode and/or Single Connection
mode and/or Multi Connection mode);

The supported TWAG WLCP IP version(s) if Multi-connection mode is supported;
- In case Single-Connection mode is requested:
- Whether the requested connectivity (NSWO or aPDN connection) has been granted;

- For PDN connection: the Selected APN, the selected PDN type (IPv4, IPv6, or IPv4v6), and optionally
Protocol Configuration Options (PCO), Session Management back-off timer.

- In case Multi-Connection mode was requested:
- Whether NSWO is allowed or not.
- The TWAG IP address(es) of the control plane to be used for WLCP.
NOTE 2: For Multi-Connection mode, WLCP is always used for PDN connection establishment once the UE has
been successfully authenticated.

16.1.4A.3  PDN connection management Control plane

16.1.4A.3.1 WLAN Control Protocol (WLCP)

WLCP isacontrol protocol between UE and TWAG. It appliesto the support of Multi-Connection mode and enables
management of PDN connectivity over a Trusted WLAN Access Network.

WLCP provides session management functionality required for:
- Establishment of PDN connections,
- Handover (from a 3GPP access) of PDN connections;
- Request the release of a PDN connection by the UE or notify the UE of the release of a PDN connection;
- IP address assignment (i.e. delivery of the IPv4 address through WLCP);

NOTE: Both IPv4 address assignment and |Pv6 address assignment (SLAAC) can be supported in conjunction
with WLCP.
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Thefollowing PDN parameters are used:

- APN, PDN/PDP type, UE IP address/prefix, Protocol Configuration Options (PCO), Request type (initial
reguest, handover) and optionally a Session Management back-off timer;

- The TWAG MAC address associated to the PDN connection.
WLCP signalling is protected using DTLS as described in TS 33.402 [45].

WLCP signalling is transported over DTLS, UDP and IP between the UE and the TWAG. The UE and the TWAG shall
use a specific UDP port dedicated to WLCP when transporting the WL CP signalling. The WLCP/UDP traffic shall be
carried with one of the following options:

- vialPv6 with link local addressing scope;
- vialPv4.

The UE usesthe IPv6 link local address configured on the WLAN interface or the |Pv4 address assigned via DHCPv4
by the network as the source |P address for WLCP. If NSWO is not authorized, then the UE is not expected to send
traffic other than WL CP protocol traffic from this source | P address. The UE receives an indication from the AAA via
EAP whether the TWAG supports | Pv4 or IPv6, or both for WLCP. If the network indicates that it only supports one IP
version for WLCP and the UE does not support this IP version for WLCP, then the UE may operate in Single
Connection mode (if the UE and network support Single Connection mode), or Transparent Single Connection mode
may be used if supported by the network.

The UE receivesa TWAG IPv6 address with link local scope or aTWAG IPv4 address, or both as part of the EAP
authentication, as descried in clause 16.2.1, to be used for WLCP signalling.

The selection of I1Pv4 and IPv6 is UE implementation dependant if both versions are supported by the UE and the
TWAG for WLCP.

NOTE 1: WLCP protocoal is a specific 3GPP protocol for which the details are defined in TS 24.244 [76].

NOTE 2: Aspects, such as segmentation, retransmission, are specified in stage 3 specifications.
16.1.4B User plane

16.1.4B.1  User plane for PDN connection

There is a one-to-one mapping between the PDN connection and the S2a tunnel, and there is a one-to-one mapping
between the PDN connection and the point-to-point link between UE and TWAG. When the PDN connection is
established during the UE initiated WL CP procedure, the TWAG sends a MAC address, which is specific for the PDN
connection, to UE to be used by the UE as the MAC address of the TWAG for user plane packets. The TWAG

mai ntai ns the mapping between the MAC address and the PDN connection.

The UE aso maintains the mapping between the PDN connection and the TWAG MAC address corresponding to the
PDN connection received during the WL CP procedure.

16.1.5 |IP address allocation

16.1.5.1 General
In this Release of the specification, deferred 1Pv4 address allocation is not supported.

When using Single-connection mode and Multi-connection mode, the UE sees the PDN Connection as a point-to-point
link similar to how it isin 3GPP access. Shared link parameters such as netmask and default router | P address are not
used.

In Transparent Single-connection Mode, TWAG shall act as DHCPv4/v6 server for the UE.

In Single-connection mode and M ulti-connection mode, the link model is described below:
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- Tosupport IPv4 connectivity, the IPv4 address shall be allocated and sent to the UE during PDN connection
establishment.

- To support IPv6 connectivity, the PGW handles the RS/RA messages in GT P-based S2a scenario, while the
TWAG handles the RS/RA messages in PMIP-based S2a scenario.

- Tosupport IPv6 parameter configuration UE may use stateless DHCPv6. The PGW acts as DHCPVG6 server.
With PMIP-based S2athe TWAG may act as DHCPv6 relay.

16.1.5.2 IP address allocation in Transparent Single-Connection Mode

In order to enable IPv4 connectivity the TWAN shall support DHCPv4 server functionality for |Pv4 parameter
configuration and I P address allocation as specified in RFC 2131 [28] and RFC 4039 [29]. For this case the following

applies:

- If the PDN typein the user subscribtion datais |Pv4 or IPv4v6, the TWAN requests | Pv4 addressin the Proxy
Binding Update or GTP Create Session Request from the PDN GW. The IPv4 addressis delivered to the TWAN
during the PMIPv6 or GTP tunnel establishement. When the UE requests the | Pv4 address via DHCPv4, the
TWAN delivers the received | Pv4 address to the UE within DHCPv4 signalling after the PMIPv6 or GTP tunnel
is established between the TWAN and the PDN GW.

NOTE 1: Asaconsequence the PDN GW configuration for the default APN used via Trusted WLAN access cannot
dictate the use of deferred |Pv4 address allocation.

NOTE 2: After releasing the IPv4 address using DHCPv4 Release procedure, the UE may subsequently request an
IPv4 address for the same PDN connection. If the PDN connection is not released at this point of time, a
subsequent 1Pv4 address request by the UE will result in the allocation of the same IP address, as the |Pv4
address assigned to the UE has not been released in the PDN GW and TWAN.

In order to enable IPv6 the TWAN shall support of prefix advertisement for IPv6 prefix received from PDN GW in
PMIPv6 Proxy Binding Acknowledgement or in the GTP Create Session Response. Moreover the TWAN may support
DHCPv6 server functionality for IPv6 parameter configuration as specified in RFC 3736 [30]. This functionality is
required to support DHCPv6 based parameter configuration mechanism in the UE. The TWAN may also support |Pv6
RA options for DNS configuration accorduing to RFC 6106 [68].

NOTE 3: Configuration parameters are received from the PDN GW within PMI1Pv6 PBA message or within GTP
Create Session Response message.

After the PDN GW releases the I1Pv4 address and/or 1Pv6 prefix, the PDN GW should not assign the same |Pv4 address
and/or |Pv6 prefix to another UE immediately.

In case of tatic IP address allocation, the TWAN may receive a static | P address (i.e. a static |Pv4 address and/or a
static IPv6 prefix) from HSS/AAA during access authentication and authorization procedure. Then the TWAN should
forward the static | P address to the PDN GW during the tunnel establishment request (in PBU or in Create Session

Reguest message).
16.1.5.3 IP address allocation in Single-Connection Mode

Similar mechanism as described in TS 23.401 [4] clause 5.3.1.1 is used to decide the PDN type, with the following
exceptions:

- The UE indicates the requested PDN type during EAP authentication procedure.

-  The TWAG selects the PDN type according to the subscription data in the same way asthe MME selectsit when
3GPP accessis used, as described in TS 23.401 [4].

- If therequested PDN typeis IPv4v6, and both IPv4 and IPv6 PDN types are allowed by subscription but not
IPv4v6, the TWAG shall set the PDN type to IPv4 or IPv6 where the selection between IPv4 and IPV6 is
implementation specific. Then the UE shall not initiate the UE requested PDN connectivity procedure to this
APN in order to activate a second PDN connection with the other single address PDN type.

If the PDN Type associated with the PDN connection is | Pv4:
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- The PDN GW shal allocate and send the IPv4 address to the TWAG in the Create Session Response or Proxy
Binding Acknowledgement message. The |Pv4 address received from the PDN GW is provided to the UE during
the EAP authentication procedure. The PDN GW also sends |Pv4 configuration parameters to the UE via PCO.

If the PDN Type associated with the PDN connection is IPv6:

- With GTP-based S2a, the PDN GW shall allocate and send the IPv6 network prefix to the UE in RA message.
Because any prefix that the PDN GW will advertise to the UE is unique, there is no need for the UE to perform
Duplicate Address Detection for global uniqueness for any | Pv6 address configured from the allocated | Pv6
network prefix. However, the PDN GW shall respond with Neighbor Advertisement upon receiving Neighbor
Solicitation messages from a given UE. For example, the UE may perform Neighbor Unreachability Detection
towards the PGW, the PGW supports the DAD related functionality as described in TS 23.401 [4]. Moreover, to
ensure that link-local address generated by the UE does not collide with the link-local address of the PGW, the
PDN GW shall provide an interface identifier to the UE and the UE shall use thisinterface identifier to configure
itslink-local address.

- With PMIP-based S2a, the PDN GW shall alocate and send the IPv6 network prefix to the TWAG in the Proxy
Binding Acknowledgement. The TWAG sendsit to the UE in RA message. Because any prefix that the TWAG
will advertise to the UE is unique, there is no need for the UE to perform Duplicate Address Detection for global
uniqueness for any |Pv6 address configured from the allocated |Pv6 network prefix. However, TWAG shall
respond with Neighbor Advertisement upon receiving Neighbor Solicitation messages from a given UE, similar
to that supported by PGW in the case of GTP based S5/S8 described in TS 23.401 [4], clause 5.3.1.2.2.
Otherwise the PGW has the same functions asit isdefined in TS 23.401 [4], clause 5.3.1.2.2. Moreover, to
ensure that link-local address generated by the UE does not collide with the link-local address of the TWAG, the
PDN GW shall provide an interface identifier to the UE and the UE shall use thisinterface identifier to configure
itslink-local address. The PDN GW shall aso provide alink-local addressto the TWAG and the TWAG shall
use the link-local address on the access link shared with the UE.

- The PGW may support DHCPv6 server functionality for |Pv6 parameter configuration as specified in
RFC 3736 [30]. When the UE requests |Pv6 parameter configuration via DHCPv6 procedure, the TWAG
delivers DHCPv6 signallings between the UE and the PGW as a DHCPv6 relay in PMIP-based S2a scenario.

If the PDN type associated with the PDN connection is | Pv4v6:

- The TWAG shall request both 1Pv6 network prefix and | Pv4 address in the Create Session Request or Proxy
Binding Update message.

- TheIPv4 address alocation and |Pv4 parameter configuration are the same as for PDN type IPv4 defined in
previous bullets.

- TheIPv6 network prefix allocation via lPv6 Stateless Address auto-configuration procedure and |Pv6 parameter
configuration via Stateless DHCPv6 procedure are the same as for PDN type IPv6 defined in previous bullets.

After the PDN GW releases the IPv4 address and/or 1Pv6 prefix, the PDN GW should not assign the same |Pv4 address
and/or |Pv6 prefix to another UE immediately.

In case of static IP address allocation, the TWAG may receive a static | P address (i.e. a static |Pv4 address and/or a
static IPv6 prefix) from HSS/AAA during access authentication and authorization procedure. Then the TWAG should
forward the static | P address to the PDN GW during the tunnel establishment request (in PBU or in Create Session

Request message).
16.1.5.4 IP address allocation in Multi-Connection Mode

Similar mechanism as described in TS 23.401 [4] clause 5.3.1.1 is used to decide the PDN type, with the following
exceptions:

- TheUE indicates the request PDN typein WLCP signalling.

- The TWAG sdlectsthe the PDN type according to the subscription data received from the HSS/AAA in the same
way asthe MME selects it when 3GPP accessis used, as described in TS 23.401 [4].

If the PDN Type associated with the PDN connection is IPv4:
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- The PDN GW shal allocate and send the IPv4 address to the TWAG in the Create Session Response or Proxy
Binding Acknowledgement message. The TWAG shall send the | Pv4 address received from the PDN GW to the
UE in WLCP message. The PDN GW also sends | Pv4 configuration parameters to the UE via PCO.

If the PDN Type associated with the PDN connection is IPv6:
- The same considerations as above for PDN type IPv6 in single connection mode apply.
If the PDN type associated with the PDN connection is | Pv4v6:

-  The TWAG shall request both IPv6 network prefix and | Pv4 addressin the Create Session Request or Proxy
Binding Update message.

- ThelPv4 address alocation and | Pv4 parameter configuration are the same as for PDN type IPv4 defined in
previous bullets.

- TheIPv6 network prefix allocation via lPv6 Stateless Address auto-configuration procedure and |Pv6 parameter
configuration via Stateless DHCPv6 procedure are the same as for PDN type IPv6 defined in previous bullets.

After the PDN GW releases the IPv4 address and/or 1Pv6 prefix, the PDN GW should not assign the same |Pv4 address
and/or |Pv6 prefix to another UE immediately.

In case of static |P address allocation, the TWAG may receive a static | P address (i.e. astatic IPv4 address and/or a
static 1Pv6 prefix) from HSS/AAA during access authentication and authorization procedure. Then the TWAG should
forward the static | P address to the PDN GW during the tunnel establishment request (in PBU or in Create Session
Reguest message).

16.1.6 Bearer model for PDN connectivity service with GTP based S2a

< Application / Service Layer >

Traffic Flows Aggregates UL Packet Filter DL Packet Filter Traffic Flow Aggregates

M \ ULPF/T S2a TEID
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Figure 16.1.6-1: Two Unicast S2a bearers (GTP based S2a)

For Trusted WLAN access to the EPC, the PDN connectivity service is provided by the point-to-point connectivity
between the UE and the TWAG concatenated with S2a bearer(s) between the TWAG and the PDN GW.

The bearer model of GTP based S2ainterface is similar to that of GTP based S5/S8 interface and GTP based S2b
interface. The TWAN handles the uplink packets based on the uplink packet filtersin the TFTsreceived from the PDN
GW for the S2a bearers of the PDN connection, in the same way as an ePDG does for GTP based S2b interface.

16.1.7 Access Network information reporting in case of a TWAN Access

In order for an Application Function (e.g. the P-CSCF) to be able to determine the NPLI (Network Provided location
Information) of an UE in case of a TWAN access, the TWAN shall report over S2a TWAN related Access Network
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Information at PDN connection establishment, at bearer creation / modification / release and at PDN connection release.
Such TWAN related Access Network Information may correspond to a"TWAN ldentifier" and/or to a UE Time Zone.

The TWAN ldentifier (reported over S2a, Gx, Gy, ...) shall include the SSID of the access point to which the UE is
attached and shall include at least one of the following elements, unless otherwise determined by the TWAN operator's
policies:

- theBSSID (see |EEE Std 802.11-2012 [64]);
- civic address information of the AP to which the UE is attached;
lineidentifier (Logical Access ID see ETSI ES 282 004 [77]) of the access point to which the UE is attached.

NOTE 1: The SSID can be the same for several WLAN APs and SSID only may not provide alocation, but it might
be sufficient for charging purposes.

NOTE 2: The Information carried as part of theTWAN Identifier should be defined to cater for extension in future
releases.

The TWAN Id may also contain the identifier of the operator of the TWAN. When the TWAN is operated by a mobile
operator, this corresponds to a PLMN-ID. When the TWAN is not operated by a mobile operator, this corresponds to an
operator Name (e.g. in Realm format).
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16.2 Initial Attach in WLAN on S2a

16.2.1 Initial Attach in WLAN on GTP S2a
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Figure 16.2.1-1: Initial attachment in WLAN on GTP S2a for roaming, LBO and non-roaming scenarios

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 16.2.1-1:

- Inthe LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA
Server inthe HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the
VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

- Inthe home routed roaming and non-roaming cases, the VPCREF is not involved. In the non-roaming cases, the
3GPP AAA Proxy is not involved. In home routed roaming case, the 3GPP AAA Proxy is not involved in steps 5
and 12.

This procedure is also used to establish the first PDN connection over atrusted WLAN with S2a when the UE already
has active PDN connections only over a 3GPP access and wishes to establish simultaneous PDN connections to
different APNs over multiple accesses.

Either scenario (A) or scenario (B) is performed:

- Scenario (A) isdefined as the TWAP sending the layer 2 attach trigger to the TWAG. Thisis done at successful
EAP authentication (step 2). Completion of EAP authentication with the TWAP informing the UE of EAP
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successis deferred until step 8 after the tunnel was established (steps 3-7). The attach trigger signal sent from
TWAP to TWAG includes MAC address and subscription data (including IMSI) of the UE. Steps 10-14 are
omitted in scenario (A). Scenario (A) is applicable for al existing PDN Types (IPv4, IPv6, IPv4v6) and is the
recommended way. Scenario (A) is only applicable for single-connection mode and transparent single-
connection mode.

- Scenario (B) isdefined asthe TWAG using the layer 3 attach request (i.e. a DHCPv4 message) sent by the UE as
the attach trigger. In this scenario steps 3-7 are omitted. Step 9 triggers the TWAG to establish the tunnel (steps
10-14). Between step 2 and step 10, the TWAG obtains subscription data (including IMS]) for the UE from the
TWAP, based on the MAC address of the UE. How thisis performed is out-of-scope for 3GPP. Scenario (B) is
only applicable for transparent single-connection mode with PDN Type |Pv4.

The steps below only refer to TWAN, not to specific functions internal to TWAN (i.e. TWAG, TWAP and
WLAN AN).

1. Theinitial TWAN specific L2 procedures are performed. These procedures are TWAN specific and are outside
the scope of 3GPP.

2. The EAP authentication procedure is initiated and performed involving the UE, the TWAN and the 3GPP AAA
Server. In the roaming case, there may be several AAA proxies involved. When receiving the first EAP message
from the UE, the TWAN transfersit to the AAA server with an indication of the modes of operation that it
supports and, if TWAN supports multi-connection mode, with the supported TWAG IPv4, IPv6 or both control
plane addresses for WL CP transport. Subscription datais provided to the TWAN by the HSS/AAA in this step.
Thelist of al the authorized APNSs, including additional PDN GW selection information is returned to the
TWAN as part of the reply from the 3GPP AAA Server to the TWAN as described in clause 4.5.1. The
Subscription data may aso include a default APN for WLAN that, in case of transparent single-connection
mode, may be different from the default APN for other accesses. The 3GPP AAA Server aso returns to the
TWAN the User Identity to be used to identify the UE in the Create Session Request (step 3 or 10).

During the EAP authentication procedure, the UE may negotiate with the AAA Server a connection mode (e.g.
single-connection or multi-connection mode) as described in clause 16.1.4A. In addition, the UE may provide
connectivity parameters during EAP authentication, as described below.

If the UE requests single-connection mode, the UE provides a connectivity parameter indicating the type of
requested connectivity, i.e. whether it requests EPC access or non-seamless WLAN offload. If the UE requests
EPC access, it may provide additional connectivity parameters such as the PDN type, attach type (initia attach),
the requested APN and Protocol Configuration Options. These connectivity parameters are sent to the 3GPP
AAA Server during the EAP-AKA'" authentication procedure. The 3GPP AAA Server sends these connectivity
parameters to the TWAN.

If the UE requests multi-connection mode and, if this request is accepted by the network, the UE is also made
aware if non-seamless WLAN offload is authorized. If non-seamless WLAN offload is authorized, then the UE
receives the address or prefix of the non-seamless WLAN offload connection as part of steps 9 and 15. In multi-
connection mode, steps 3-7 and steps 10-14 are skipped. If the UE requests multi-connection mode and this
request is accepted by the network, the AAA server using EAP-AKA' procedure provides the UE with the
supported TWAG control plane address(es), among which the UE selects a single address to be used for WLCP.

If the 3GPP AAA server does not provide network connection mode capabilities or, if the 3GPP AAA server
does not receive a connection mode request from the UE, then the transparent single-connection mode is used.

NOTE 1: If the transparent single-connection mode is used, then it is recommended that the default APN for
TWAN isdifferent from any APN that the UE may use on the 3GPP side. Nevertheless, for an UE the
default APN for TWAN may be used on other access technologies. In that case:

- The TWAN may select asingle or different PDN GWsfor PDN connectionsto this APN that are
active at the same time via the 3GPP access network and the TWAN. If asingle PDN GW is selected
then the APN-AMBR is enforced for all PDN connections for that APN. If different PDN GWs are
selected then the APN-AMBR is enforced separately in the respective PDN GW for the PDN
connection, i.e. the UE will receive double amount of bandwidth for the APN;

- The PDN GW identity provided by the 3GPP AAA server to HSS as part of the Initial Attach on
TWAN may be different from and overwrite the PDN GW identity provided, for the same APN, by
the MME/SGSN or by another PDN GW. Therefore, to avoid interfering with the PDN Connections
over 3GPP access, the HSS should not be updated with the selected PDN GW identity for Trusted
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WLAN access. The 3GPP AAA Server could be configured to not provide the PDN GW identity
selected as part of the Initial Attach on TWAN to HSS. This appliesto step 5 and step 12 of this
procedure. Depending on operator deployment there may also be proprietary meansin the HPLMN to
ensure that the HSS is not updated with the selected PDN GW identity for Trusted WLAN access.

-  The PDN GW identity provided by the MME/SGSN to HSS as part of the Initial Attach on 3GPP may
be different from the PDN GW identity selected for the same APN by the TWAN. Asthereisno
mobility support, no action from the TWAN is expected when the TWAN is updated with the selected
PDN GW identity for 3GPP access,

- PMIP-based S5/S8 with dynamic PCC can not be deployed since it will result in wrong session
linking between Gateway Control Session and Gx session in the PCRF.

|EEE Std 802.1X-2004 [65] is used over the WLAN air link to carry EAP as defined by IEEE Std 802.11-
2012 [64].

The TWAN may provide to the 3GPP AAA server via STathe SSID selected by the UE to access the TWAN
and an indication whether it supports S2a, non-seamless offload, or both.

If the transparent single-connection mode is used, then the HSS/AAA may indicate via STa whether accessto
EPC via S2a or the use of NSWO or both are allowed for this subscriber. The HSS/AAA decision to allow EPC
access or NSWO or both could be based on information elements such as subscriber profile, access network,
and/or SSID selected. If the HSS/AAA decides to allow both EPC access and NSWO, the TWAN determines
based on pre-configured information whether or not to establish S2a. If the TWAN determined that S2a shall not
be used steps 3-7 and 10-14 are skipped. Instead, if it is authorized, the TWAN performs NSWO for the
subscriber.

NOTE 2: For transparent single-connection mode, the authorization of both NSWO and EPC routed traffic by the
3GPP AAA isonly applicable in non-roaming scenarios.

If the UE requests single-connection mode, the HSS/AAA indicates via STaits decision to accept the single-
connection mode with either EPC access or NSWO. The TWAN determines based on the indication from
HSS/AAA whether or not to perform PDN GW selection and S2a connection establishment. If the UE requested
NSWO and it was accepted by the network, steps 3-7 and 10-14 are skipped.

The following steps 3-7 are only performed in scenario (A):

3. The TWAN selects the S2a protocol variant (either GTP or PMIP; GTP in this case). The TWAN may be
configured with the S2a protocol variant(s) on aper HPLMN granularity, or may retrieve information regarding
the S2a protocol variants supported by the PDN GW (PMIP or/and GTP) from the Domain Name Service
function.

The TWAN selects the PGW as per the PGW selection procedure in clause 4.5.1; if the TWAN receives a PGW
Identity under the form of a FQDN, it shall derive from the FQDN an |P address of a PGW for the selected
mobility management protocol (GTP in this case).

NOTE 3: Asfor existing principles, to support separate PDN GW addresses at a PDN GW for different mobility
protocols (e.g. PMIP or GTPv2), when deriving a PDN GW address with the Domain Name Service
function, the PDN GW Selection function takes into account the mobility protocol type.

If the UE did not provide arequested APN in step 2, the TWAN selects the default APN according to the
subscription data received in step 2. If the UE requested EPC access and indicated an APN in step 2, the TWAN
verifiesthat it is allowed by subscription and selects that APN. The TWAN sends a Create Session Reguest
(IMSI, APN, RAT type, TWAN TEID of the control plane, PDN Type, PDN Address, EPS Bearer | dentity,
Default EPS Bearer QoS, TWAN Address for the user plane, TWAN TEID of the user plane, APN-AMBR,
Selection Mode, Dual Address Bearer Flag, Trace Information, Charging Characteristics, Serving Network,
Additional parameters, Initial Attach Indication) message to the PDN GW. The RAT type indicates the non-
3GPP I P access technology type. The PDN Type shall be set based on the result of step 2. The TWAN shall set
the Dual Address Bearer Flag when the PDN typeis set to IPv4v6. The TWAN shall include Trace Information
if PDN GW traceis activated. The Serving Network parameter identifies the selected PLMN used for 3GPP-
based access authentication i.e. the VPLMN in roaming case, and the HPLMN in non-roaming case. The
optional Additional Parameters may contain information, for example, Protocol Configuration Options.
Additionally, the Create Session Request includes the current TWAN Identifier as described in clause 16.1.7 and
the UE Time Zone.
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The PDN GW creates anew entry in its bearer context table and generates a Charging Id. The new entry allows
the PDN GW to route user plane PDUs between the TWAN and the packet data network and to start charging.

NOTE 4: The EPS Bearer Identity and Default EPS Bearer QoS parameters convey the S2a bearer identity and the
default S2a bearer QoS.

4. The PDN GW initiates the IP-CAN Session Establishment Procedure with the PCRF, as specified in
TS 23.203 [19]. The PDN GW provides information to the PCRF used to identify the session. The PCRF creates
IP-CAN session related information and responds to the PDN GW with PCC rules and event triggers. The PCRF
may modify the APN-AMBR and send the APN-AMBR to the PDN GW in the response message.

5. The selected PDN GW informs the 3GPP AAA Server of its PDN GW identity and the APN corresponding to
the UE's PDN Connection. The message includes information that identifies the PLMN in which the PDN GW is
located. Thisinformation is registered in the HSS as described in clause 12.

When informing the 3GPP AAA Server of the PDN GW identity, the selected PDN GW aso indicates the
selected S2a protocol variant (GTP in this case); this allows the option for the 3GPP AAA Server or 3GPP AAA
Proxy not to return to the PDN GW PMIP specific parameters (e.g. static QoS Profile, Trace Information, APN-
AMBR) if GTPisused over S2a; the PDN GW shall ignore those parameters if received from the 3GPP AAA
Server or 3GPP AAA Proxy.

6. The PDN GW returns a Create Session Response (PDN GW Address for the user plane, PDN GW TEID of the
user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer |dentity, EPS Bearer
QoS, APN-AMBR, Additional parameters possibly including Protocol Configuration Options, Cause) message
to the TWAN, including the | P address(es) allocated for the UE.

The PDN GW may initiate the creation of dedicated bearers on GTP based S2a (as it does on GTP based S5/S8
for an Attach on 3GPP access).

7. The GTPtunnel is set up between the TWAN and the PDN GW.

8. Insingle-connection mode, the TWAN informs the 3GPP AAA Server of the result of the tunnel setup, including
APN, TWAG User Plane MAC address, accepted PDN Type, PDN Address and Additional Parameters received
from the PGW. The UE is made aware if the requested connectivity type (non-seamless WLAN offload, EPC
access with areguested APN) is accepted by the 3GPP AAA server. The TWAG User Plane MAC address isthe
MAC address of the TWAN which is used by the UE and the TWAN for encapsulating user plane packets. The
3GPP AAA server also indicates to the UE the TWAG User Plane MAC address, accepted PDN type, PDN
Address, Additional Parameters. Also, if the UE requested EPC access without indicating a requested APN, then
the network indicates the selected (default) APN. If the requested connectivity feature is not possible, the 3GPP
AAA server rejects the request with arelevant authorization failure cause code.

In multi-connection mode, the TWAN shall be configured to accept WL CP traffic from the UE; otherwise the
TWAN shall discard WLCP traffic from the UE.

TWAN sends EAP success to the UE thus completing EAP authentication.

After EAP authentication, UE traffic over the WLAN air link may be confidentiality and integrity protected as
defined by |IEEE Std 802.11-2012 [64].

NOTE 5: In transparent single-connection mode, it isimplementation dependent if step 8 is performed before, after
or in parallel to steps 3-7.

9. Intransparent single-connection mode, the UE may send layer 3 attach request, (e.g. a DHCPv4 request as per
IETF RFC 2131 [28]). In multi-connection mode, if UE uses IPv4, the UE aobtains an 1Pv4 address to be used for
WLCP transport and NSWO (if authorized) at this step.

NOTE 6: The UE may send |Pv6 Router Solicitation at any time after step 8.

NOTE 7: It isassumed that, to identify the UE, the L3 attach request is transported in an L2 frame that contains the
UE L2 address (MAC address).

10-14. These steps are equal to step 3-7.

NOTE 8: These steps are only performed for scenario (B), which is only possible in the case of transparent single-
connection mode when the PDN type is IPv4 and a DHCPv4 request was sent in step 9.
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15. In transparent single connection mode and in multi-connection mode, a DHCPv4 message with allocated 1Pv4
address and/or Router Advertisement with 1Pv6 prefix is sent to the UE. The UE may perform additional |P layer
configuration with the TWAN as per standard IETF procedures, e.g. IPv6 Stateless Address Autoconfiguration
asper IETF RFC 4862 [58], and Stateless DHCPv6 as per IETF RFC 3736 [30].

For single-connection mode, a Router Advertisement with IPv6 prefix may be sent to the UE. The UE may
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perform additional |P layer configuration as per standard |ETF procedures, e.g. |Pv6 Stateless Address
Autoconfiguration as per IETF RFC 4862 [58], and Stateless DHCPv6 as per IETF RFC 3736 [30].

NOTE 9: For transparent single connection mode, a UE may regquest to get some | P configuration parameters (e.g.
DNS server) by means of DHCP. These parameters sent by TWAN (acting as a DHCP server) to the UE
in a DHCP reply. These parameters are retrieved by the TWAN from the PGW within Create Session
Response.

NOTE 10: For scenario (A), after step 8, the TWAN may send unsolicited | P layer configuration signalling, e.g. RA,
over the point-to-point link towards the UE.

16. In multi-connection mode, the procedure "UE initiated PDN connectivity request procedure in WLAN on S2a'

in clause 16.8 may be performed to establish a PDN connection.

16.2.2

Initial Attach in WLAN on PMIP S2a

Roaming Scenarios
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Figure 16.2.2-1: Initial attachment in WLAN on PMIP S2a for roaming, LBO and non-roaming

scenarios
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The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 16.2.2- 1.

- Inthe LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA
Server inthe HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the
VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

- Inthe home routed roaming and non-roaming cases, the VPCREF is not involved. In the non-roaming cases, the
3GPP AAA Proxy is not involved. In home routed roaming case, the 3GPP AAA Proxy is not involved in steps 5
and 12.

This procedure is also used to establish the first PDN connection over atrusted WLAN with S2a when the UE already
has active PDN connections only over a 3GPP access and wishes to establish simultaneous PDN connections to
different APNs over multiple accesses.

This procedure is based on clause 16.2.1 with the following key differences:

- Instep 3 and 10 the TWAN selects S2a protocol variant, PMIPv6. The TWAN sends a Proxy Binding Update
message. The details of the Proxy Binding Update message are described in step 5 in clause 6.2.1. Additionaly,
Proxy Binding Update includes the current TWAN Identifier as described in clause 16.1.7 and the UE Time
Zone.

- Step5and 12 isthe same as described in step 7 in clause 6.2.1, except that the Proxy Binding Update message
shall contain the Serving Network parameter, which identifies the selected PLMN used for 3GPP-based access
authentication i.e. the VPLMN in roaming case, and the HPLMN in non-roaming case.

- Instep 6 and 13 the PDN GW sends a Proxy Binding Acknowledgement message. The details of the Proxy
Binding Acknowledgement message are described in step 8 in clause 6.2.1.

- Instep 7 and 14 the established tunnel between the TWAN and PDN GW isa PMIPv6 tunnel.

NOTE 1: For transparent single-connection mode, the UE may request to get some | P configuration parameters
(e.g. DNS server) by means of DHCP. These parameters sent by TWAN (acting as a DHCP server) to the
UE in aDHCP reply. These parameters are retrieved by the TWAN from the PDN GW within Proxy
Binding Ack.

16.2.3 HSS retrieval of information about an UE from the TWAN serving
that UE

The procedure described in this clause supports the HSS retrieval of information about an UE from the TWAN serving
that UE.

The information that the HSS can fetch corresponds to user location (TWAN ID) and/or UE Time Zone information
(thisinformation may e.g. be provided to an IMS AS that has requested the information as detailed in Annex R of
TS23.228 [74]). The User location information sent to the HSS contains information on the last known time of radio
contact.

The TWAN ID isdefined in clause 16.1.7.
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Roaming Scenarios
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Figure 16.2.3: HSS retrieval of information about an UE from the TWAN

1) The HSS determines that it needs to get from the TWAN access Information about the UE (defined above the
figure). The HSS sends an UE Information Request (UE Identity (IMSI), Nature of the Information to fetch) via
the 3GPP AAA server supporting this UE.

2) The 3GPP AAA server determines the TWAN supporting an UE and transfers the request to the TWAN. In case
of roaming a 3GPP AAA proxy is used.

3) The TWAN answers by an UE Information Response (UE Identity (IMSI), Information requested). In case of
roaming a 3GPP AAA proxy isused

4) The UE Information Response is relayed from 3GPP AAA server to HSS.

16.3 Detach and PDN disconnection in WLAN on S2a

16.3.1 Detach and PDN disconnection in WLAN on GTP S2a

16.3.1.1 UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection
Procedure in WLAN on GTP S2a
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Figure 16.3.1.1-1: UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection on GTP
S2a
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The procedure for UE/ TWAN Initiated Detach is represented in Figure 16.3.1.1-1 and described below.

This procedure applies to the transparent single-connection mode. This procedure also applies to the single-connection
mode with the exception that stepl refersto clause 16.7.1.1.

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout
case, the VPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO
cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA
Server inthe HPLMN. In the non-roaming and Home Routed Roaming case, the vVPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do
not occur. Instead, the PDN GW may employ static configured policies.

1) To detach from EPC, the UE can send a disassociation or deauthentication notification according to
|EEE Std 802.11-2012 [64]. Any time after the UE releases the | Pv4 address using DHCPv4 or |Pv4 address
lease time expires, and if the PDN Typeis|Pv4, the TWAN initiates"TWAN initiated PDN Disconnection
Procedure" procedure. If there is no traffic received from the UE for a configurable duration and the TWAN
detects the UE has left based on unanswered probes (e.g., ARP Request, Neighbor Solicitation message), the
TWAN triggers PDN disconnection.

2) The TWAN releases the PDN connection by sending a Delete Session Request (Linked EPS Bearer 1D) message
for the PDN connection to the PDN GW. Additionally, the Delete Session Reguest includes the TWAN
Identifier as described in clause 16.1.7, the Timestamp of this TWAN-Identifier and the UE Time Zone.

3) The PDN GW informsthe 3GPP AAA Server of the PDN disconnection. If the UE no longer has any context in
the 3GPP AAA Server, the 3GPP AAA Server notifies the HSS as described in clause 12.1.2.

4) The PDN GW deletes the IP-CAN session associated with the UE and executes a PCEF-Initiated |P-CAN
Session Termination Procedure with the PCRF. The PDN GW may also provide the User Location Information,
that contains the TWAN Identifier and/or UE Time Zone that will be forwarded to the Application Function as
specified in TS 23.203 [19].

5) The PDN GW acknowledges with Delete Session Response (Cause).

6) The TWAN locally removes the UE context and deauthenticates and disassociates the UE at Layer 2 according
to IEEE Std. 802.11-2012 [64].

NOTE: ThelL2 disassociation serves as an indication to the UE that the previous |Pv4 address/I Pv6 prefix might
no longer be valid. When UE connects to the network next time, the UE proceeds with re-validation or re-
acquisition of its |Pv4 address/ | Pv6 prefix.

16.3.1.2 HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a

Roaming Scenarios

TWAN PDN AAA HSS/
UE GW VPCRE Proxy hPCRF AAA

1. Session Termination Request m
L/

A

2. The procedures as figure 16.3.1.1-1, step 2to 6

3. Session Terminatjon Response /1
N

U

A\ 4

Figure 16.3.1.2-1: HSS/AAA Initiated Detach on GTP S2a

The procedure for HSS/AAA Initiated Detach from TWAN isrepresented in Figure 16.3.1.2-1 and described below.

This procedure applies to the transparent single-connection mode and the single-connection mode.
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This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout
case, the VPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO
cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP IP Access and the 3GPP AAA
Server in the HPLMN. In the non-roaming and Home Routed Roaming case, the vVPCRF is not involved at all.

1) The HSS/AAA sends a Session Termination Regquest message to the TWAN to detach a specific UE.

2) The step 2 to 6 of the UE/TWAN Initiated Detach procedure described in clause 16.3.1.1 are followed.

3) TWAN sends a Session Termination Response message to 3GPP AAA Server. If the detach procedure was
initiated from the 3GPP AAA Server and if the UE no longer has any context in the 3GPP AAA Server, the
3GPP AAA Server communicates the HSS as described in clause 12.1.2. If the detach procedure was initiated by
HSS, the 3GPP AAA Server repliesto the HSS as described in clause 12.1.3.

NOTE:

The HSS/AAA may aso send a detach indication message to the PDN GW. The PDN GW does not

remove the GTP tunnels on S2a, since the TWAN is responsible for removing the GTP tunnels on S2a.
The PDN GW acknowledges the receipt of the detach indication message to the 3SGPP AAA Server.

16.3.2

16.

3.2.1

_____

Detach and PDN disconnection in WLAN on PMIP S2a

UE/TWAN Initiated Detach and UE/TWAN requested PDN Disconnection
Procedure in WLAN on PMIP S2a
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Figure 16.3.2.1-1: UE/TWAN Initiated Detach and UE/ TWAN requested PDN Disconnection on PMIP

S2a

The procedure issimilar to GTP based S2a call flowsin clause 16.3.1.1, with the following differences:

Step 2 isa Proxy Binding Update. The details of the Proxy Binding Update message are described in step 3in
clause 6.4.1.1. Additionally, the Proxy Binding Update includes the current TWAN Identifier as described in
clause 16.1.7, the Timestamp of this TWAN-Identifier and the UE Time Zone.

Step 5 isa Proxy Binding Acknowledgement. The details of the Proxy Binding Acknowledgement message are
described in step 6 in clause 6.4.1.1.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 251 ETSI TS 123 402 V12.8.0 (2015-04)

16.3.2.2 HSS/AAA Initiated Detach Procedure in WLAN on PMIP S2a

Roaming Scenarios
TWAN PDN AAA HSS/
UE GW VvPCRE Proxy hPCRF AAA

1. Session Termination Request m

A

2. The procedures as figure 16.3.2.1-1, step 2to 6

3. Sefssion Terminatjon Response /1

U
A\ 4

Figure 16.3.2.2-1: HSS/AAA Initiated Detach on PMIP S2a

The procedureis similar to GTP S2a call flow in clause 16.3.1.2, the difference is that step 2 refersto figure 16.3.2.1-1.

NOTE: TheHSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not
remove the PMIP tunnels on S2a, since the TWAN isresponsible for removing the PMIP tunnels on S2a.
The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.

16.4 PDN GW initiated Resource Allocation Deactivation in
WLAN on S2a

16.4.1 PDN GW initiated Resource Allocation Deactivation in WLAN on
GTP S2a

This procedure depicted in figure 16.4.1-1 can be used to deactivate an S2a dedicated bearer or deactivate all S2a
bearers belonging to a PDN address, for e.g., due to IP-CAN session modification requests from the PCRF. If the

default S2a bearer belonging to a PDN connection is deactivated, the PDN GW deactivates all S2a bearers belonging to
the PDN connection.
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Roaming Scenarios
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Figure 16.4.1-1: PDN GW Initiated Bearer Deactivation with GTP on S2a

This procedure applies to the Non-Roaming, Roaming and Local Breakout cases. In the Local Breakout case, the
VPCRF forwards messages between the PDN GW and the hPCRF. In the non-roaming and home routed roaming cases,
the vVPCRF is not involved at all.

The optional interaction steps between the PDN GW and the PCRF in the proceduresin figure 16.4.1-1 only occur if
dynamic policy provisioning is deployed. Otherwise policy may be statically configured within the PDN GW.

1

If dynamic PCC is deployed, the PDN GW initiated Bearer Deactivation procedure may for example be triggered
dueto 'IP-CAN session Modification procedure’, as defined in TS 23.203 [19]. In this case, the resources
associated with the PDN connection in the PDN GW are released. If requested by the Application Function (e.g.
P-CSCF), the PCRF may aso include a request to provide the User Location Info and/or the Time zone to the
PDN GW.

The PDN GW sends a Delete Bearer Request message (EPS Bearer |dentity, Cause) to the TWAN. This message
caninclude an indication that all bearers belonging to that PDN connection shall be released.

Steps 3-4 only apply in multi-connection mode:

3.

In multi-connection mode, if all bearers belonging to a PDN connection are released, then the UE isinformed of
the PDN connection release by means of a WLCP PDN Disconnection Request (PDN Connection I1D).

The UE acknowledges the disconnection request received in step 3.

If supported by the TWAN, the TWAN specific resources may be released in the TWAN. The details of this
step are out of the scope of 3GPP.

The TWAN deletes the bearer contexts related to the Delete Bearer Request, and acknowledges the bearer
deactivation to the PDN GW by sending a Delete Bearer Response (EPS Bearer |dentity) message. Additionally,
the Delete Bearer Response includes the TWAN ldentifier as described in clause 16.1.7, the Timestamp of this
TWAN:-Identifier and the UE Time Zone.

In the case where the resources corresponding to the PDN connection are released in PDN GW, the PDN GW
informs the 3GPP AAA Server/HSS of the PDN disconnection.
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8. The PDN GW deletes the bearer context related to the deactivated S2a bearer. If the dedicated bearer

deactivation procedure was triggered by receiving a PCC decision message from the PCRF, the PDN GW
indicates to the PCRF whether the requested PCC decision was successfully enforced by completing the PCRF-
initiated IP-CAN Session Modification procedure or the PCEF initiated IP-CAN Session Modification procedure
asdefined in TS 23.203 [19], proceeding after the completion of IP-CAN bearer signalling. If requested by the
PCRF in step 1, the PDN GW provides the User Location Information, that contains the TWAN Identifier and/or
UE Time Zone that will be forwarded to the Application Function as defined in TS 23.203 [19].

16.4.2 PDN GW initiated Resource Allocation Deactivation in WLAN on

PMIP S2a

The procedure is similar to GTP based S2a call flowsin clause 16.4.1 when the resources corresponding to the PDN
connection is released, with the following differences:

Step 2 isaBinding Revocation Request. The details of the Binding Revocation message are described in step 2
inclause 6.12.1.

Step 6 is a Binding Revocation Acknowledgement. The details of the Binding Revocation Acknowledgement
message are described in step 5 in clause 6.12.1. Additionally, the Binding Revocation Acknowledgement
includes the current TWAN Identifier as described in clause 16.1.7, the Timestamp of this TWAN-Identifier and
the UE Time Zone.

16.5 Dedicated bearer activation in WLAN on GTP S2a

The dedicated bearer activation procedure for GTP based S2ais depicted in figure 16.5-1.

Roaming Scenarios
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Figure 16.5-1: Dedicated S2a Bearer Activation Procedure with GTP on S2a
If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW.

If the Application Function (e.g. P-CSCF) requests it, the PCRF may also include a request to provide the User
Location Info and/or the Time zone. This corresponds to theinitial steps of the PCRF-Initiated |P-CAN Session
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Modification procedure or to the PCRF response in the PCEF initiated IP-CAN Session Modification procedure
asdefined in TS 23.203 [19], up to the point that the PDN GW requests IP-CAN Bearer Signalling. If dynamic
PCC is not deployed, the PDN GW may apply local QoS policy.

2. The PDN GW uses this QoS policy to assign the S2a bearer QoS, i.e., it assigns the values to the bearer level
QoS parameters QCI, ARP, GBR and MBR. If this dedicated bearer is created as part of the handover from
3GPP access with GTP-based S5/S8, then the PDN GW applies the Charging ID already in use for the
corresponding dedicated bearer while the UE was in 3GPP access (i.e. bearer with the same QCI and ARP asin
3GPP access). Otherwise, the PDN GW generates a new Charging ID for the dedicated bearer. The PDN GW
sends a Create Bearer Request message (IMSI, EPS bearer QoS, TFT, PDN GW Address for the user plane,
PDN GW TEID of the user plane, Charging Id, LBI) to the trusted WLAN access network. The Linked EPS
bearer Identity (LBI) isthe EPS bearer Identity of the default bearer.

3. A TWAN specific resource all ocation/modification procedure may be executed in this step. The details of this
step are out of the scope of 3GPP.

4. The TWAN selects an EPS bearer |dentity, which has not yet been assigned to the UE. The TWAN then stores
the EPS bearer Identity and links the dedicated bearer to the default bearer indicated by the Linked Bearer
Identity (LBI). The TWAN uses the uplink packet filter (UL TFT) to determine the mapping of uplink traffic
flows to the S2a bearer. The TWAN then acknowledges the S2a bearer activation to the PGW by sending a
Create Bearer Response (EPS bearer Identity, TWAN Address for the user plane, TWAN TEID of the user
plane) message. Additionally, the Create Bearer Response includes the current TWAN Identifier as described in
clause 16.1.7 and the UE Time Zone.

5. If the dedicated bearer activation procedure was triggered by a PCC Decision Provision message from the PCRF,
the PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not,
allowing the completion of the PCRF-Initiated IP-CAN Session Modification procedure or the PCEF initiated
IP-CAN Session Modification procedure as defined in TS 23.203 [19], after the completion of IP-CAN bearer
signalling. If requested by the PCRF in step 1, the PDN GW provides the User Location Information that
contains the TWAN identifier and/or UE Time Zone that will be forwarded to the Application Function as
defined in TS 23.203 [19].

16.6 Network-initiated bearer modification in WLAN on GTP S2a

16.6.1 PDN GW Initiated Bearer Modification

The PDN GW initiated bearer modification procedure for a GTP based S2ais depicted in figure 16.6.1-1. This
procedure is used to update the TFT for an active default or dedicated S2a bearer, or in cases when one or severa of the
S2a bearer QoS parameters QCl, GBR, MBR or ARP are modified (including the QCI or the ARP of the default S2a
bearer e.g. due to the HSS Initiated Subscribed QoS Modification procedure, as described in clause 16.6.2).
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Roaming Scenarios

TWAN PDN AAA HSS/
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_________________
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resource allocation/
modification

—| 4. Update Bearer Response= 5 IP-CAN Session MOdiﬁCCatijJr.'--

1. IP-CAN SEgssion Modification

2. Update Bearer Request

Figure 16.6.1-1: PDN GWe-initiated S2a Bearer Modification Procedure with GTP on S2a

. If dynamic PCC is deployed, the PCRF sends a PCC decision provision (QoS policy) message to the PDN GW.

If the Application Function (e.g. P-CSCF) requests it, the PCRF may also include a request to provide the User
Location Information and/or the Time zone. This correspondsto the initia steps of the PCRF-Initiated |P-CAN
Session Modification procedure or to the PCRF response in the PCEF initiated IP-CAN Session Modification
procedure as defined in 3GPP TS 23.203 [19], up to the point that the PDN GW requests IP-CAN Bearer
Signalling. If dynamic PCC is not deployed, the PDN GW may apply local QoS policy.

. The PDN GW uses this QoS policy to determine that a service data flow shall be aggregated to or removed from

an active S2a bearer or that the authorized QoS of a service data flow has changed. The PDN GW generates the
TFT and updates the S2a bearer QoS to match the traffic flow aggregate. The PDN GW then sends the Update
Bearer Request (EPS bearer |dentity, EPS bearer QoS, TFT) message to the trusted WLAN access network.

. A TWAN specific resource all ocation/modification procedure may be executed in this step. The details of this

step are out of the scope of 3GPP.

. The TWAN uses the uplink packet filter (UL TFT) to determine the mapping of traffic flows to the S2a bearer

and acknowledges the S2a bearer modification to the PGW by sending an Update Bearer Response (EPS bearer
I dentity) message. Additionally, the Update Bearer Response includes the current TWAN Identifier as described
in clause 16.1.7 and the UE Time Zone.

. If the Bearer modification procedure was triggered by a PCC Decision Provision message from the PCRF, the

PDN GW indicates to the PCRF whether the requested PCC decision (QoS policy) could be enforced or not by
sending a Provision Ack message allowing the completion of the PCRF-Initiated IP-CAN Session Modification
procedure or the PCEF initiated IP-CAN Session Modification procedure as defined in TS 23.203 [19], after the
completion of IP-CAN bearer signalling. If requested by the PCRF in stepl, the PDN GW provides the User
Location Information that contains the TWAN identifier and/or UE Time Zone that will be forwarded to the
Application Function as defined in TS 23.203 [19].

16.6.2 HSS Initiated Bearer Modification
The HSS Initiated Subscribed QoS Modification for a GTP-based S2a is depicted in figure 16.6.2-1.
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Roaming Scenarios
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Figure 16.6.2-1: HSS Initiated Subscribed QoS Modification

1. The HSS updates the User Profile as specified in clause 12.2.1.

2. If the QCI and/or ARP and/or subscribed APN-AMBR has been modified and there is arelated active PDN
connection with the modified QoS Profile, the trusted WLAN access network sends the Modify Bearer
Command (EPS bearer Identity, EPS bearer QoS, APN AMBR) message to the PDN GW. The EPS bearer
Identity identifies the default bearer of the affected PDN connection. The EPS bearer QoS contains the EPS
subscribed QoS profile to be updated.

3. If PCCinfrastructure is deployed, the PDN GW informs the PCRF about the updated EPS bearer QoS. The
PCRF sends the new updated PCC decision to the PDN GW. This corresponds to the PCEF-initiated |P-CAN
Session Modification procedure as defined in TS 23.203 [19].

The PCRF may modify the APN-AMBR and the QoS parameters (QCl and ARP) associated with the default
bearer in the response to the PDN GW as defined in TS 23.203 [19].

4. The PDN GW modifies the default bearer of each PDN connection corresponding to the APN for which
subscribed QoS has been modified. If the subscribed ARP parameter has been changed, the PDN GW shall also
modify all dedicated S2a bearers having the previously subscribed ARP value unless superseded by PCRF
decision. The PDN GW then sends the Update Bearer Request (EPS bearer | dentity, EPS bearer QoS, TFT, APN
AMBR) message to the TWAN.

5. A TWAN specific resource allocation/modification procedure may be executed in this step. The details of this
step are out of the scope of 3GPP.

6. The TWAN acknowledges the bearer modification to the PDN GW by sending an Update Bearer Response (EPS
bearer Identity) message. If the bearer modification failsthe PDN GW deletes the concerned S2a Bearer.

7. The PDN GW indicates to the PCRF whether the requested PCC decision was enforced or not by sending a
Provision Ack message.
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16.7 Detach in WLAN on S2a for Multi-connection Mode

16.7.1 Detach in WLAN on GTP S2a
16.7.1.1 UE/TWAN Initiated Detach Procedure in WLAN on GTP S2a

Roaming Scenarios

PDN AAA HSS/
UE TWAN
I GW Proxv VvPCRF hPCRF AAA

i 1. UE or TWAN initiated
i detach Trigger

2. Delete Session Request

»
P

3. Update PDN|GW Address

./ 4. PCEF-Initiated IP-CAN Sgession .
. Termination Procgdute ,,'

5.Delete Session Response | M~~"~--~"--qT""--"------Sm----o-- I

' 6. TWAN specific resource
' Release Procedure

Figure 16.7.1.1-1: UE/TWAN-Initiated Detach in WLAN on GTP S2a

The procedure issimilar to in clause 16.3.1.1, with the following differences:

- Stepl: To detach from EPC, the UE can send a disassociation or deauthentication notification according to |IEEE
Std 802.11-2012 [64]. If there is no traffic received from the UE for a configurable duration and the TWAN
detects the UE has left based on unanswered probes (e.g. ARP Request, Neighbor Solicitation message), the
TWAN initiates the detach procedure.

- Step 2to Step S refersto clause 16.9.1.

- Inthe case of connectivity with multiple PDNSs, the steps 2 to 5 are repeated for each PDN the UE is connected
to.
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16.7.1.2 HSS/AAA Initiated Detach Procedure in WLAN on GTP S2a

Roaming Scenarios

TWAN PoN | [ipcrr ] AAA HSS/
oW VPCRF Proxy hPCRF IV

1. Session Termination Request /1
N

A

N

2. The procedures as figure 16.7.1.1-1, step 2to 5

3. Selssion Terminatjon Response /
N

N

A 4

Figure 16.7.1.2-1: HSS/AAA-Initiated Detach in WLAN on GTP S2a

The procedureis similar to in clause 16.3.1.2, with the following differences:

- Step 2refersto Figure 16.7.1.1-1.
16.7.2 Detach in WLAN on PMIP S2a
16.7.2.1 UE/TWAN Initiated Detach Procedure in WLAN on PMIP S2a

Roaming Scenarios

TWAN PDN AAA HSS/
GW VPCRF Proxy hPCRF AAA

! 1. UE or TWAN

! initiated detach Trigger
1
1

________________________ -

2. Prdxy Binding Update(|ifetime=0)

v

3. Update PDN GW Add\ress
N>

- 4. PCERitiated IP-CAN Session
I \ n;}wation Procedure /
5. Broxy Bindina Ack | “y--------3

S -
. TWAN Specific resource |
release i

Figure 16.7.2.1-1: UE/TWAN Initiated Detach in WLAN on PMIP S2a

The procedure issimilar to GTP based S2a call flowsin clause 16.7.1.1, with the following differences:
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- Step 2 isaProxy Binding Update. The details of the Proxy Binding Update message are described in step 3 in
clause 6.4.1.1. Additionally, the Proxy Binding Update includes the current TWAN Identifier as described in
clause 16.1.7, the Timestamp of this TWAN-Identifier and the UE Time Zone.

- Step 5isaProxy Binding Acknowledgement. The details of the Proxy Binding Acknowledgement message are
described in step 6 in clause 6.4.1.1.

16.7.2.2 HSS/AAA Initiated Detach Procedure in WLAN on PMIP S2a

Roaming Scenarios
TWAN PDN AAA HSS/
UE |:| GW VvPCRF Proxy hPCRF AAA

1. Session Termination Request /1
N

A

N

2. The procedures as figure 16.7.2.1-1, step 2to 8

3. Selssion Terminatjon Response /
N

U
\ 4

Figure 16.7.2.2-1: HSS/AAA Initiated Detach in WLAN on PMIP S2a

The procedure issimilar to GTP S2a call flow in clause 16.3.1.2, the difference is that step 2 refersto figure 16.7.2.1-1.

NOTE: The HSS/AAA may also send a detach indication message to the PDN GW. The PDN GW does not
remove the PMIP tunnels on S2a, since the TWAN is responsible for removing the PMIP tunnels on S2a.
The PDN GW acknowledges the receipt of the detach indication message to the 3GPP AAA Server.

16.8  UE Initiated PDN connectivity request procedure in WLAN
on S2a for Multi-connection Mode

16.8.1 Supporting GTP S2a

When the UE is connected to a trusted WLAN and the multi-connection mode has been sel ected (as described in
clause 16.2.1), the UE may use the PDN connectivity request procedure specified below in order to establish a PDN
connection over the connected WLAN. This procedureis also used to request for connectivity to an additional PDN
over atrusted WLAN with GTP on S2awhen the UE is simultaneously connected to E-UTRAN and atrusted WLAN,
and the UE already has active PDN connections over both the accesses.

There can be more than one PDN connection per APN when GTP is used between the TWAN and the PDN GW.
During the establishment of a new PDN connection, the TWAN allocates and sends a default EPS bearer 1D to the PDN
GW. The default EPS bearer 1D is unique in the scope of the UE within a TWAG, i.e. the IMSI and the default EPS
bearer ID togther identify a PDN connection within a TWAG. In order to be able to identify a specific established PDN
connection, both the TWAG and the PDN GW shall store the default EPS bearer 1D.
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Roaming Scenarios
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Figure 16.8.1-1: UE-Initiated Connectivity to PDN in WLAN on GTP S2a

This procedure applies to the Non-Roaming, Home Routed Roaming and Local Breakout cases. In the Local Breakout
case, the VPCRF forwards messages between the PDN GW and the hPCRF. In the Home Routed Roaming and LBO
cases, the 3GPP AAA Proxy serves as an intermediary between the Trusted Non-3GPP I P Access and the 3GPP AAA
Server inthe HPLMN. In the non-roaming and Home Routed Roaming case, the vVPCRF is not involved at all.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do
not occur.

1. The UE sendsa WLCP PDN Connection Reguest (APN, PDN Type, Protocol Configuration Options, Reguest
Type) to the TWAN. The UE sends the WLCP PDN Connection Request to the control plane address of TWAN
it received during EAP authentication and authorization procedure as described in clause 16.2.1. The Request
Typeindicates "initial request” when the UE requests new PDN connection over the WLAN access network. The
UE may indicate the requested APN. If the UE does not indicate an APN, then the default APN will be used in
the following steps. The Protocol Configuration Options (PCO) may be sent to transfer parameters to the PDN
GW, and is sent transparently through the TWAN.

2-6. Step 2to Step 6 are described as Step 3to Step 7 in clause 16.2.1.

7. The TWAN returns a WLCP PDN Connection Response (APN, PDN Type, PDN Address, PDN Connection ID,
User Plane Connection ID, Protocol Configuration Options) message to the UE to acknowledge the
establishment of a new point-to-point link between the UE and the TWAG. The User Plane Connection ID isthe
MAC address of the TWAN which is used by the UE and the TWAN for encapsulating user plane packets for
this PDN connection. If the UE did not indicate the APN in the WL CP PDN Connection Request, then the
response indicates the APN selected by the network (e.g. the default APN). The PDN Connection ID is stored in
the TWAN to associate the established point-to-point link between the UE and TWAG with al the S2a bearers
for this PDN connection. The PDN Connection ID is sent to and stored in the UE to identify this new established
PDN connection. The UE will use this PDN Connection ID in subsequent procedures, such as PDN
disconnection procedure.

If the IPv6 prefix is alocated, a Router Advertisement with the IPv6 prefix is sent to the UE after step 7. The UE
may perform additional P layer configuration as per standard IETF procedures, e.g. |Pv6 Stateless Address
Autoconfiguration according to IETF RFC 4862 [58], and Stateless DHCPv6 according to IETF RFC 3736 [30].
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16.8.2 Supporting PMIP S2a

Roaming Scenarios
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Figure 16.8.2-1: UE-Initiated Connectivity to PDN in WLAN on PMIP S2a

When the UE is connected to a trusted WLAN and the multi-connection mode has been selected (as described in

clause 16.2.2), the UE may use the PDN connectivity request procedure in order to establish a PDN connection over the
connected WLAN. This procedure is also used to request for connectivity to an additional PDN over atrusted WLAN
with PMIPv6 on S2a when the UE is simultaneously connected to E-UTRAN and atrusted WLAN, and the UE already

has active PDN connections over both the accesses.

The procedureis similar to GTP based S2a call flowsin clause 16.8.1 with the following differences:
- Step 2 isaProxy Binding Update as described in Step 3 in clause 16.2.2.
- Step 5isaProxy Binding Acknowledgement as described in Step 6 in clause 16.2.2.
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Figure 16.9.1-1: UE/TWAN requested PDN disconnection procedure in WLAN on GTP S2a for Multi-

Connection Mode

This procedure applies to the Non-Roaming, Roaming with home routed and romaing with local breakout. In the Local
Breakout case, the vVPCRF forwards messages between the PDN GW and the hPCRF. In the LBO cases, the 3GPP AAA
Proxy serves as an intermediary between the Trusted WLAN Access and the 3GPP AAA Server in the HPLMN. In the

non-roaming and Home Routed Roaming case, the vVPCRF is not involved at al.

If dynamic policy provisioning is not deployed, the optional steps of interaction between the PDN GW and PCRF do

not occur.

1. If the PDN disconnectionisinitiated by the UE, the UE sends a WLCP PDN Disconnection Request containing a

PDN Connection ID to the TWAG.

2-5,

Steps 2-5 are the same as steps 2-5 in clause 16.3.1.1.

6. If the PDN disconnection was initiated by the UE in step 1, then the UE isinformed of the disconnection by
means of a WLCP PDN Disconnection Response.

7. If the PDN disconnection was initiated by the TWAG, then the UE isinformed of the disconnection by means of

aWLCP PDN Disconnection Request containing the PDN Connection ID.

NOTE 1. Steps 2-5 and Steps 7-8 may occur in parallel.
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8. The UE acknowledges the disconnection request received in step 7.

9. The TWAN specific reousces belonging to the PDN connection are rel eased with a method which is out of 3GPP
scope.

NOTE 2: Either step 1 and 6, or step 7 and 8, are performed

16.9.2 Supporting PMIP S2a
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Figure 16.9.2-1: UE/TWAN requested PDN disconnection in WLAN on PMIP S2a for Multi-connection

Mode

The procedure issimilar to GTP based S2a call flowsin clause 16.9.1 with the following differences:

Step 2 is a Proxy Binding Update (lifetime=0) for the PDN connection to be deleted sent by TWAN to the PDN

GW. The details of the Proxy Binding Update message are described in step3 in clause 6.4.1.1. Additionally, the
Proxy Binding Update includes the current TWAN Identifier as described in clause 16.1.7, the Timestamp of this
TWAN:-Identifier and the UE Time Zone.

Step 5 is a Proxy Binding Acknowledgement sent by the PDN GW to TWAN. The details of the Proxy Binding
Acknowledgement message are described in step6 in clause 6.4.1.1.

16.10 Handover procedure from 3GPP access to WLAN on S2a

16.10.1 Handover procedure from 3GPP access to WLAN on S2a in single-
connection mode

16.10.1.1

Handover in single-connection mode from 3GPP access to WLAN on GTP

S2a

This procedureis used in the single-connection mode to hand over asingle PDN Connection from 3GPP access to
WLAN. The decision to use the single-connection mode is made during authentication as described in clause 16.2.
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Figure 16.10.1.1-1: Handover in single-connection mode from 3GPP access to Trusted WLAN on GTP
S2a for roaming and non-roaming scenarios

The home routed roaming, LBO and non-roaming scenarios are depicted in the figure 16.2.1-1:

- Inthe LBO case, the 3GPP AAA Proxy acts as an intermediary, forwarding messages from the 3GPP AAA
Server inthe HPLMN to the PDN GW in the VPLMN and vice versa. Messages between the PDN GW in the
VPLMN and the hPCRF in the HPLMN are forwarded by the vPCRF in the VPLMN.

- Inthe home routed roaming and non-roaming cases, the vPCRF is not involved, except for the authentication and
authorization in step 2.

- Inthe non-roaming cases, the 3GPP AAA Proxy is not involved. In home routed roaming case, the 3GPP AAA
Proxy isnot involved in step 5.

The stepsin figure 16.10.1-1 are based on figure 16.2.1-1, with the following changes:
- Step 0. The UE is connected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5/S8 interface.

- Step 2. Thisstep isthe same as step 2 in 16.2.1 with the following addition: If the UE indicates single-
connection, then the UE indicates also handover via EAP-AKA' to 3GPP AAA.

- Step 3. Thisstep isthe same Aas step 3 in 16.2.1 with the following addition: The handover indicationis set in
the Create Session Request to allow the PDN GW to re-allocate the same | P address or prefix that was assigned
to the UE while it was connected to the 3GPP access and to initiate a PCEF-Initiated |P-CAN Session
M odification Procedure with the PCRF.
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Step 4. The PDN GW executes a PCEF-Initiated |P-CAN Session Modification Procedure with the PCRF as
specified in TS 23.203 [19]. The Event Report indicates the change in Access Type.

If the PDN GW decides to allocate a new | P address/prefix instead of preserving the old |P address/prefix, as
described in clause 4.1.3.2.3, the PDN GW executes an I|P-CAN session Establishment Procedure with the PCRF
instead of a PCEF-Initiated |P-CAN Session Modification Procedure.

Step 6. The PDN GW responds with a Create Session Response (PDN GW Address for the user plane, PDN GW
TEID of the user plane, PDN GW TEID of the control plane, PDN Type, PDN Address, EPS Bearer Identity,
EPS Bearer QoS, APN-AMBR, Charging ID, Cause). The Create Session Response contains the | P address
and/or the prefix that was assigned to the UE while it was connected to the 3GPP IP access. The Charging Id
provided by the PGW isthe Charging Id previously assigned to the default bearer of the PDN connection in the
3GPP access.

Depending upon the active PCC rules, the PDN GW may create dedicated bearers on S2ainterface. And in that
case, it appliesthe Charging 1D previoudly in use for the corresponding dedicated bearer(s) while the UE was
connected to the 3GPP IP access (i.e. bearer with the same QCI and ARP as in 3GPP access).

Step 10: This step isthe same as step 15in 16.2.1.

Step 11. The PDN GW shdll initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as
defined in clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause5.4.4.1.
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16.10.1.2 Handover in single-connection mode from 3GPP access to WLAN on PMIP

S2a
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Figure 16.10.1.2-1: Handover in single-connection mode from 3GPP access to Trusted WLAN on

PMIP S2a for roaming and non-roaming scenarios

The procedure is based on clause 16.2.2 with the following differences:

Step 0. The UE is connected in the 3GPP Access and has a PMIPv6 or GTP tunnel on the S5/S8 interface.

Step 2. This step isthe same as step 2 in 16.2.2 with the following addition: If the UE indicates single-
connection, then the UE indicates also handover via EAP-AKA' to 3GPP AAA. If the UE requests a PDN type,
and this PDN type is not possible, then the request is rejected with arelevant authorization failure.

Step 3. This step isthe same as step 3 in 16.2.2 with the following addition: The handover indicator is set in the
Proxy Binding Update to allow the PDN GW to re-allocate the same I P address or prefix that was assigned to the
UE while it was connected to the 3GPP access and to initiate a PCEF-Initiated |P-CAN Session Modification
Procedure with the PCRF.

Step 4: The PDN GW executes a PCEF-Initiated IP-CAN Session Modification Procedure with the PCRF as
specified in TS 23.203 [19]. The Event Report indicates the change in Access Type.

Step 6: Tthe PDN GW sends a Proxy Binding Acknowledgement message. The details of the Proxy Binding
Acknowledgement message are described in step 6 in clause 16.2.2. The Proxy Binding Acknowledgement
message contains the | P address and/or the prefix that was assigned to the UE while it was connected to the
3GPP IP access.

ETSI



3GPP TS 23.402 version 12.8.0 Release 12 267 ETSI TS 123 402 V12.8.0 (2015-04)

- Step 10: Thisstepisthe same as step 15in 16.2.2.

- Step 11. The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as
defined in clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause5.4.4.1.

16.10.2 Handover procedure from 3GPP access to WLAN on S2a in multi-
connection mode

16.10.2.1 Handover in multi-connection mode from 3GPP access to WLAN on GTP
S2a

The following procedure is used to handover one or more PDN connections from 3GPP access to the Trusted
WLAN.The steps involved in this procedure are depicted below for both the non-roaming and roaming cases. It is
assumed that while the UE is served by the 3GPP access, PMIPv6 or GTP tunnel(s) are established between the Serving
GW and the PDN GW in the EPC.

Roaming Scenarios

[ve] [wax ] [[sow ] [(pow ] [wore | | ey | [weore] | wak

GTP/PMIPV6 tinnel

' 1. UE discovers i
 Trusted WLAN and !
! initiates HO i

3. EAP authentication
Completion

N

UE-initiated Gonnectivity to PDN >

| 6. 3GPP EPS bearer releas | | 6. 3GPP EPS bearer release |

Figure 16.10.2.1-1: Handover from 3GPP access to Trusted WLAN on GTP S2a for roaming and non-
roaming scenarios

In the Local Breakout case, the 3GPP AAA Proxy forwads messages from the 3GPP AAA Server inthe HPLMN to the
PDN GW inthe VPLMN and vice versa. Messages between the PDN GW in the VPLMN and the hPCRF in the

HPLMN are forwarded by the vPCRF in the VPLMN. In the home routed roaming and non-roaming cases, the vVPCRF
and the 3GPP AAA Proxy are not involved, except for the authentication and authorization in step 2.

For connectivity to multiple PDNs the following applies:

- If the UE is connected to both 3GPP access and TWAN before the handover of PDN connection(s) to Trusted
WLAN istriggered, steps 1 to 4 shall be skipped and the UE shall only perform step 5 for each PDN connection
that is being transferred from 3GPP access.
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If the UE is connected only to 3GPP access before the handover of PDN connection(s) to Trusted WLAN is
triggered, steps 1 to 4 shall be performed. The UE shall then repeat step 5 for each of the PDN connections that
is being transferred from 3GPP access.

Step 6 shall be repeated for each PDN connection that is being transferred from 3GPP access.

Step 5 can occur in parallel for each PDN connection. Other impacts related to the handover for multiple PDNs are
described in clause 8.1.

0.
1

The UE is connected in the 3GPP access and has PMIPv6 or GTP tunnel(s) on the S5/S8 interface.

The UE discovers the trusted WL AN access and determines to transfer one or more of its active PDN
connections from the currently used 3GPP access to the discovered trusted WLAN.

The UE performs access authentication and authorization in the trusted WLAN. This step is the same as step 2 of
theinitial attach procedurein clause 16.2.1, where in this case Multi-Connection Mode is requested by the UE.

. TWAN sends EAP success to the UE and completing EAP authentication. This step is the same as step 8 of the

initial attach procedure in clause 16.2.1.

If NSWO is authorized for the UE in step 2, anytime after step 3 the UE may send a L 3 attach request to the
TWAN for NSWO and receive the address or prefix of the NSWO from TWAN.

. The UE performs UE-initiated connectivity request procedure for Multi-Connection Mode according to

clause 16.8.1 with the following exception:

a) The UE sendsaPDN Connectivity Request message to the TWAN with Request Type indicating
"Handover".

b) The UE indicates the APN corresponding to the PDN connection which is being handed over to TWAN in
the PDN Connectivity Request message. If the APN is not provided, and the subscription context from
HSS/AAA containsa PDN GW identity and APN pair corresponding to the default APN, the TWAN uses the
default APN.

¢) Upon receiving the PDN Connectivity Request message, the TWAN selectsthe PDN GW asindicated in the
subscription data received from the 3GPP AAA Server and sends Create Session Request to the selected
PDN GW. Since the Reguest Typeis"Handover", a Handover Indication isincluded in the Create Session
Request.

d) Sinceitisahandover, the IP-CAN Session Establishment is not performed. The PDN GW may execute a
PCEF-Initiated IP-CAN Session Modification Procedure with the PCRF as specified in TS 23.203 [19] to
report e.g. change in IP-CAN type.

NOTE: In casethere are multiple PDN connections to the same APN the PDN connection is selected by the PDN

6.

GW asit is specified in clause 8.1

The PDN GW shall initiate the PDN GW Initiated PDN Disconnection procedure in 3GPP access as defined in
clause 5.6.2.2 or the PDN GW Initiated Bearer Deactivation procedure as defined in TS 23.401 [4],
clause5.4.4.1.

Depending upon the active PCC rules, the PDN GW may create dedicated bearers on S2ainterface. And in that case, it
applies the Charging 1D previously in use for the corresponding dedicated bearer(s) while the UE was connected to the
3GPP |P access (i.e. bearer with the same QCI and ARP asin 3GPP access).

16.10.2.2 Handover in multi-connection mode from 3GPP access to WLAN on PMIP

S2a

This procedureisasin clause 16.10.2.1 with the following differences:

Step 5¢) Upon receiving the PDN Connection Request message, the TWAN selects the PDN GW as indicated in

the subscription data received from the 3GPP AAA Server and sends the Proxy Binding Update to the
selected PDN GW by setting the Handover Indicatior to indicate handoff between two different interfaces
of the UE. The details of the messages and parameters to be used are described in Steps 6 and 8 in 8.2.2.
Additionally, the Proxy Binding Update includes the current TWAN Identifier as described in

clause 16.1.7 and the UE Time Zone.
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16.11 Handover procedure from WLAN on S2a to 3GPP access

This procedureisasin clause 8.2.1.1 (GTP-based S5/S8 for E-UTRAN), clause 8.2.1.2 (PM1P-based S5/S8 for
E-UTRAN), clause 8.2.1.3 (GTP-based S5/S8 for UTRAN/GERAN) and clause 8.2.1.4 (PM|P-based S5/S8 for
GERAN/UTRAN) with the following differences:

- Step 1. Thereisa GTP or PMIP tunnel between TWAN and PGW.

- Step18in8.2.1.1, step 19in clause 8.2.1.2 and step 17 in clause 8.2.1.3. The PDN GW shall initiate resource
alocation deactivation procedure in the TWAN as defined in clause 16.4.

For handovers from GTP-based S2ato GTP-based S5/S8 the following additional changes apply:

On step 9 of clause 8.2.1.1 and step 11 of 8.2.1.3: the Charging Id provided by the PGW to the default and
dedicated bearersin 3GPP access is the Charging Id previously assigned to the corresponding default and
dedicated bearers (i.e. bearer with the same QCI and ARP) of the PDN connection in the non-3GPP access on
the S2ainterface, although the Charging Id still applies to the non-3GPP access.

NOTE 1: For UTRAN/GERAN access, the dedicated bearer establishment does not take place along with the
default bearer establishment (i.e. sending of Create Session Response message). For E-UTRAN access,
depending upon the support of the piggybacking feature in the network, the dedicated bearer can be
created as part of default bearer establishment or immediately afterwards.

On step 13 of clause 8.2.1.1 and step 14 of 8.2.1.3: the Charging Id previously in use for the default and
dedicated bearers in the non-3GPP access on the S2a interface now applies to the corresponding default and
dedicated bearersin 3GPP access (i.e. bearer with the same QCI and ARP asin non-3GPP access).

17 E-UTRAN-HRPD Inter-RAT SON Support

17.1  Architecture and Interface

17.1.1  Architecture for E-UTRAN-HRPD Inter-RAT SON Support

Support of E-UTRAN-HRPD Inter-RAT SON as specified in TS 36.413 [69] makes use of the RIM procedures
described in clause 5.15 of TS 23.401 [4]. The architecture is depicted in figure 17.1-1. The interfaces used are the S1
and the S121 interfaces.

An eNodeB is addressed by the Target eNodeB Identifier. An HRPD Access Network is addressed by HRPD Sector 1D
asdefined in TS 29.276 [70].

For messages transferred between E-UTRAN and HRPD Access Network, the source access network node sends a
message to its MME including the source and destination addresses. The MME decides, which access network node to
send the message to, based on the destination address.

The MME performs relaying between S1 and S121 messages as described in TS 36.413 [69] and TS 29.276 [70].

RIM Messages
R e

E-UTRAN

HRPD

Relaying RIM Messages

RIM Messages

HRPD AN

Figure 17.1-1: Basic Network Architecture for E-UTRAN-HRPD Inter-RAT SON Support
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17.1.2 Reference Points

17.1.2.1 Reference Point List

S121: It enables interactions between E-UTRAN and HRPD access network to allow for the transfer of node
level SON information.

17.1.2.2 Requirements for the S121 interface
The S121 interface shall support the following requirements:

- SON information transferred between E-UTRAN and HRPD access network shall be transported as transparent
containers without modifications by the MME.

17.1.2.3 S121 Protocol Stack

The figure below shows the protocol stack for the S121 interface.

S121-AP S121-AP
UDP UDP
IPv4 | IPv6 IPv4 | IPv6
L2/L1 L2/L1

MME S121 HRPD AN

Legend:

S121-AP: S121 Application Protocol is the Application Layer Protocol between the MME and HRPD AN. S121
Application Protocol (S121-AP) provides application layer reliability for its messages, if required.

UDP: User Datagram Protocol transfers messages. UDP is defined in RFC 768 [71].

Figure 17.1.2.3-1: Protocol Stack for S121 Reference Point
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Annex A (informative):
GTP - PMIP Roaming

The scenarios below identify and describe various deployment scenarios for interworking between EPC networks based
on GTP and EPC networks based on PMIP. The scenario described here are the direct peering scenario and the proxy-
based interworking.

A.1  Direct Peering Scenario

The "direct peering" scenario consists in having one of the two roaming partners provide support for both variants of
roaming flavour (e.g. a PMIP operator would support GTP-based roaming interface towards a GTP-only roaming
partner, or vice versa) in order to make roaming possible.

The support for such roaming flavour can be provided either on the same GW node or on different GW nodes. Upon
establishment of connectivity for a specific roaming UE, the Visited network chooses a GTP-based or a PMIP-based S8
interface (on the same GW node or on different GW nodes, note that for a single user only asingle Serving GW is
allocated when connecting to EPC), depending on the preferences of the roaming partner that owns the subscriber.

PMIP — VPLMN | GTP — HPLMN
VPCRF S9 |
> I PCRF
1 Towards other |
i GXc PMIP !
: - operators | 1 Gx
Serving PMIP !
GW — | oTP PDN GW
(PMIP) I (GTP)
Serving /l/
GW |
(GTP) |
|
a) PMIP VPLMN — GTP HPLMN
GTP — VPLMN | PMIP — HPLMN
[ ~ S9 hPCRF
by e——— A e 1
I ]
I Towards other ' E
PMIP ' Gx '
| operators ! G
. PMIP PDN GW ) BX
Serving | P (PMIP) !
ol GTP [ h :
(GTP) '
I ]
PDN GW E
| GTP)  |-oond
|
|

b) GTP VPLMN — PMIP HPLMN

Figure A.1-1: Direct peering examples: a) PMIP-based VPLMN to GTP-based HPLMN; b) GTP-based
VPLMN to PMIP-based HPLMN

Depicted in Figure A.1-1 (a) is an example of "direct peering" interworking between a GTP-based HPLMN and a
PMIP-based VPLMN. When roamers whose subscription is owned by the GTP-based operator attach to the EPS
network of the PM1P-based operator, they are assigned a GTP-capable GW acting in the role of S GW. The S-GW
selection is carried out by MME or SGSN based on the subscriber's HPLMN. In case of the Serving GW supporting
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both GTP and PMIP, the MME/SGSN should indicate the Serving GW which protocol should be used over S5/S8
interface.

Depicted in Figure A.1-1 (b) is an example of "direct peering" interworking between a PMIP-based HPLMN and a
GTP-based VPLMN. When roamers whose subscription is owned by the PMIP-based operator attach to the EPS
network of the GTP-based operator, they are assigned a GTP-capable S-GW. The information provided by the PMIP-
based HPLMN for the P-GW selection function must take into account that the Visited network is GTP-only, in order to
return either the IP address (or an APN that can be resolved to an IP address according to the PDN GW resolution
mechanism) that pointsto a GTP-capable PDN GW.

Figure A.1-2 depicts the scenario in which a UE from a GTP-based network roams in a PMIP-based network, local
breakout is used, and home-routed bearers are also possible. As with the home-routed case, the MME or SGSN in the
PMIP-based VPLMN selects a GTP-capable Serving GW, but it selects a PMIP capable PDN GW. As aresult, the
S-GW in this example supports both GTP and PMIP based S5/S8. This alows the local breakout bearer and any
associated home-routed bearer for the user (e.g. the default bearer) to be served by the same Serving GW. Support of S9
may not be required in all local breakout scenarios.

PMIP — VPLMN GTP — HPLMN
1
1
S9

VvPCRF : hPCRF

Serving :
GW 7 T :
(PMIP) L .
Gxc  .° ' Gx !
el i !
e 1 1
e 1 1
ot : 1
. L 1
Sel’vmg ’,’ PMIP PDN :
(F?I\XYP GW !
GTP) (PMIP) |
1
1
1
1

Figure A.1-2: Direct peering example: Local Breakout, UE from GTP HPLMN Roaming in PMIP VPLMN

Figure A.1-3 depicts the scenario in which a UE from a PMIP-based network roams into a GTP-based network and
local breakout is used. As with the home-routed case, the MME/SGSN in the GTP-based VPLMN selectsa GTP-
capable Serving GW and the PDN GW selection function selects a GTP-capable PDN GW. This alowsthe local
breakout bearer and any associated home-routed bearer for the user (e.g., the default bearer) to be served by the same
Serving GW. Support of S9 may not be required in al local breakout scenarios.
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Figure A.1-3: Direct peering example: Local Breakout, UE from PMIP HPLMN Roaming in GTP VPLMN

A.2  Proxy-based interworking

In this scenario an Interworking Proxy (IWP) sits between the GTP-based PLMN and the PMIP-based PLMN to
perform protocol conversion between the GTP protocol on one side and the PMIP and Diameter protocols on the other
side.
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|- - - - 1
|| PMIP-VPLMN Interworking Proxy : GTP - HPLMN
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b) PMIP HPLMN - GTP VPLMN

Figure A.2-1: Roaming Via Interworking Proxy: a) GTP-based HPLMN to PMIP-based VPLMN; b)
PMIP-based HPLMN to GTP-based VPLMN

The IWP isinserted transparently in the signalling and bearer path i.e. no changesto the GTP, PMIP and Diameter
protocols are required.
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Annex B (informative):
Guidance for Contributors to this Specification

The following guidance is provided for drafting figures for TS 23.402 (this specification) that share some common
procedures with TS 23.401 [4].

Representation of PMIP or GTP variants of S5/S8:
- Flowsto TS 23.401 [4] will contain the complete procedures for GTP-based S5/S8.

- InTS23.401 [4], clause(s) of aflow that is different for PMIP version of S5/S8 interface are shown surrounded
by shaded box indexed by capital |etter in ascending order, e.g. "A", "B", "C", etc.

At the bottom of the flow, the following text should be included, e.g.
NOTE 1: Procedure steps (A) and (B) for an PMIP-based S5/S8 are defined in TS 23.402 (this specification).

- InTS23.402 (this specification), each step for the relevant clause, belonging to say annex A, of the flow should
beindicated by "A.1, A.2, ..." . In TS 23.402 (this specification) common clauses of the flow captured in
TS 23.401 [4], should be indicated by shaded boxes with text, e.g. "Proceduresin TS 23.401 [4], Figure x.y.z-k,
before A", "Proceduresin TS 23.401 [4], Figure X.y.z-k, between A and B", etc.

For an illustrative example of the drafting guidelinesrule, please refer to Figure 5.4.1-1in TS 23.401 [4] and
corresponding Figure 5.4.1-1-1 in this specification.

Representation of different architectural cases:

- For each case supported, indicate the presence of the optional network entities that may be included in the
procedure step. These optional entities appear between the source and destination of the procedure interaction
arc asagray circle. For example, a vVPCRF may stand between the Serving GW and the hPCRF.

- Intext following a procedure diagram, list the different cases supported by the figure.

- For each case that is supported, indicated what the role of the optional network entity is, when it occursin the
interaction. For example, "In the roaming case, the vVPCRF forwards messages between the Serving GW and the
PDN GW".

Whileit is possible to describe these interactions in each step in which they might occur, this will tend to clutter and
complicate the procedure diagrams and should be avoided. A single paragraph found beneath each procedure including
optional network elements should suffice to clarify that procedure.

Representation of the impact of multiple PDN connectivity:

- Intext following a procedure diagram, list the specific impacts arising from multiple PDN connectivity. This
will chiefly include a description of which interactionsin the figure may be repeated N times for each PDN
connected to.

The following guidanceis provided for drafting figures related to the S2b interfacein TS 23.402 (this specification):
Representation of PMIP or GTP variants of S2b in this specification:
- PMIP-based S2b call flows will contain the complete procedures;

- Clause(s) of a PMIP-based S2b flow that is different for the GTP variant of the S2b interface are shown
surrounded by shaded box indexed by capital letter in ascending order, e.g. "A", "B", "C", etc.

At the bottom of the flow, the following text should be included, e.g.
NOTE 2: Procedure steps (A) and (B) for GTP-based S2b are defined in clause x.

- InGTP based S2b call flows, each step for the relevant clause, belonging to say annex A, of the flow should be
indicated by "A.1, A.2, ..." . Common clauses of the flow should be indicated by shaded boxes with text
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referring to the PMIP based S2b call flow, e.g. "Proceduresin Figure x.y.z-k, before A", "Procedures in Figure
x.y.z-k, between A and B", etc.
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Annex C (informative):
Handover Flows Between Non-3GPP Accesses

C.1 General

This clause describes non-exhaustive examples of flows for handover between non-3GPP accesses connected to the
EPC. The handover scenarios are based on the mechanisms defined in clause 8 of this document.

C.2  Trusted Non-3GPP IP Access to Trusted Non-3GPP
IP Access with DSMIPv6 over S2¢c Handover

In this scenario, the session startsin (source) trusted non3GPP access using DSMIPv6 over S2c. The session hands over
to another (target) trusted non-3GPP access system. The UE subsequently initiates DSMIPv6 with the same PDN GW
to maintain the IP session.

In the non-roaming case, none of the optional entitiesin Figure C.2-1 are involved.

Roaming
Source Trusted Target Trusted Scenario
Non-3GPP IP Non-3GPP IP PDN AAA | [VPCRF| |hPCRF HSS/
Access Access GW Proxy AAA

2. The process continues as defined by steps marked as (A) in 8.4.2-1

(—<

| 4. Release resources in Source Trusted/Non-3GPP IP Access

Figure C.2-1: Trusted non-3GPP to Trusted non-3GPP handover based on S2c

1. The UE uses a source Trusted non-3GPP | P access system. It has alocal |P address from the non-3GPP system
which is used as a care-of addressin the DSMIPv6 registration to the PDN GW. The UE maintains a security
association with the PDN GW.

2. The UE decides to initiate an access procedure with a new, target Trusted non-3GPP IP access. The procedure
continues with the steps defined in Figure 8.6-1 (A)

3. The UE continues the ongoing session(s) via the same PDN GW maintaining the same | P address.

4. Resourcesin the source Trusted Non-3GPP | P access are released.
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C.3 Untrusted Non-3GPP IP Access with PMIPv6 to
Trusted Non-3GPP IP Access with PMIPv6
Handover in the Non-Roaming Scenario

This clause shows a call flow for a handover when UE moves from an untrusted non-3GPP | P access network to the
trusted non-3GPP access network. PMIPv6 is assumed to be used on S2a and S2b interfaces.

NOTE: The procedureis also applicable to the handover within PMIP-based S2a interfaces or PMIP-based S2b

interfaces.
Trusted Roaming Scenarios HSS/3GPP
PDG non-3GPP PDN-GW AAA AAA
e -
UE IP Access G VPCRF Proxy hPCRF Server
1. IPSec and PMIPv6 Tunnels

) IPSec
2. UE Initiates
HO to Trusted
non-3GPP IP

Access

3. Trusted non-3GPP
Progedure

/1 4. Authentication and 4. Authentication and Authprization
\ Authgrization

| 5. L3 Attach Trigger

7. Prc;xy Binding Update

» A N

Pl R R Uty - LAY
s PC%ﬁitiated IP-CAN Bession ™,

Modification .
9. Proxy Bindilwg Ack

| 11. L3 Atthch Complete |

12. Release|resources in Urptrusted Non-3GPP IP Access
I

Figure C.3-1: S2b to S2a (PMIPv6) Handover

This procedure supports the non-roaming (Figure 4.2.2.1), home-routed roaming (Figure 4.2.3-1) and roaming with
Local breakout (Figure 4.2.3-4) case. The PCRF in the HPLMN isinformed of the change of access and any changein
the policy that resultsis signalled to the Trusted non-3GPP IP Access. The signalling takes place through the vVPCRF in
the VPLMN. In the case of roaming with Local Breakout, the PDN GW in the VPLMN exchanges messages with the
VPCRF.

The optional interaction steps between the gateways and the PCRF in the above figure only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateways.

1) The UE isconnected to the untrusted Non-3GPP IP Access. Thereis an |Psec tunnel between the UE and the
ePDG and a PMIPv6 tunnel between the ePDG and the PDN GW.

2) The UE movesto a Trusted Non-3GPP I P Access network.
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3)

4)

5)
6)

7)
8)

9)

The access specific procedures of the Trusted Non-3GPP IP Access are performed. These procedures are outside
of the scope of 3GPP.

The EAP authentication procedure isinitiated and performed involving the UE, Trusted Non-3GPP | P Access
and the 3GPP AAA Server. In the roaming case, there may be several AAA proxiesinvolved. As part of the
authentication procedure, the information of the selected PDN GW, e.g. PDN GW's address, is conveyed to the
MAG in the Trusted Non-3GPP |P Accesses.

After successful authentication and authorization, the L3 attach procedure istriggered.

The Trusted non-3GPP | P access initiates a Gateway Control Session Establishment Procedure with the PCRF as
specified in TS 23.203 [19] to obtain the rules required for the Trusted non-3GPP | P access to perform the bearer
binding.

The MAG function in the Trusted Non-3GPP | P Access sends Proxy Binding Update message to the PDN GW.

The PDN GW executes a PCEF-Initiated IP CAN Session M odification Procedure with the PCRF as specified in
TS 23.203 [19] to inform the PCRF of the new IP-CAN type and obtain the updates to the PCC rules.

The PDN GW processes the proxy binding update and creates a binding cache entry for the UE. The PDN GW
alocates |P address for the UE. The PDN GW then sends a Proxy Binding Acknowledgement to the MAG
function in the Trusted Non-3GPP IP Access, including the | P address(s) allocated for the UE. The IP address
alocated is same as that was assigned to UE before over the Untrusted Non-3GPP Accesses.

10) The PMIPv6 tunndl is set up between the Trusted Non-3GPP I P Access and the PDN GW.

11) L3 attach procedure is completed. | P connectivity between the UE and the PDN GW is set up for uplink and

downlink direction over the trusted non-3GPP | P access.

12) The PDN GW initiates resource allocation deactivation procedure in the untrusted non-3GPP | P access as

defined in clause 6.12 or clause 7.9.

C4

Trusted/Untrusted Non-3GPP IP Access with
DSMIPvV6 to Trusted Non-3GPP IP Access with
PMIPv6 Handover in the Non-Roaming Scenario

This clause shows a call flow for a handover when UE moves from a source trusted/untrusted non-3GPP | P access
network to atarget trusted non-3GPP access network. PMIPv6 is assumed to be used on S2a and DSMIPv6 is assumed
to be used on source trusted/untrusted access network.
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Roaming Scenario

Source Trusted Trusted HSS/3GPP
UE Non-3GPP IP Non-3GPP PDN GW | |VPCRF AAA hPCRF AAA
Access or ePDG| | Access Proxv Server

2. UE discovers
Trusted Non-3GPP
Access and initiates

HO

3. Access Authentication < 3. Authgntication and AuthoriZatign (PDN GW) >

4. L3 Attach Trigger

5. Trusted Non-3GPP IP Attach as defined in Steps 5-8 of Figure 8.2.2-1

6. L3 Attach Completion

7. PMIPV6 tunjngl

Figure C.4-1: S2c over trusted or untrusted Non-3GPP IP access to S2a (PMIPv6) Handover

This procedure supports the non-roaming (Figure 4.2.2.1), home routed roaming (Figure 4.2.3-1) and roaming with
Local breakout (Figure 4.2.3-4) case. The PCRF in the HPLMN isinformed of the change of access and any changein
the policy that resultsis signalled to the Trusted non-3GPP IP Access. The signalling takes place through the vVPCRF in
the VPLMN. In the case of roaming with Local Breakout, the PDN GW in the VPLMN exchanges messages with the
VPCRF.

The optional interaction steps between the gateways and the PCRF in the above figure only occur if dynamic policy
provisioning is deployed. Otherwise policy may be statically configured with the gateways.

In case of connectivity to multiple PDNs, step 8 is repeated for each PDN the UE is connected to. This step can occur in
parallel for each PDN. Other impacts related to the handover for multiple PDNs are described in clause 8.1.
Alternatively, if supported by non-3GPP access technology and if the UE does not provide any APN upon handover
attach in the trusted non-3GPP | P access, Step 5 is repeated for each PDN the UE is connected to, instead of Step 8.
DSMIPv6 de-registration in step 9 will be performed for each PDN connection. These steps can occur in parallel for
each PDN.

1. The UE isconnected to the trusted/untrusted Non-3GPP Access using S2c.
1la Thereisan IPsec tunnel between the UE and the ePDG if UE is connected over untrusted access network.
2. The UE movesto a Trusted Non-3GPP Access network.

3. The EAP authentication procedureisinitiated and performed involving the UE, Trusted Non-3GPP IP Access
and the 3GPP AAA Server. In the roaming case, there may be several AAA proxiesinvolved. As part of the
authentication procedure, the information of the selected PDN GW, e.g. PDN GW's address, is conveyed to the
MAG in the Trusted Non-3GPP |P Accesses. The PDNs the UE is connected to are obtained from the HSS with
the UE subscriber profile.
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4. After successful authentication and authorization, the L3 attach procedure is triggered.

5. The UE continues the attach to the Trusted Non-3GPP IP Access as defined in Steps 5-8 of Figure 8.2.2-1,
except that the IP CAN session modification defined in step 7 istriggered as explained below.

6. L3 attach procedure is completed. IP connectivity between the UE and the PDN GW is set for uplink and
downlink direction over the trusted non-3GPP IP access.

7. The PMIPv6 tunnel is set up between the Trusted Non-3GPP IP Access and the PDN GW. The UE can
send/receive | P packets at this point.

8. In case of connectivity to multiple PDNs, the UE establishes connectivity to all the PDNs besides the Default
PDN that the UE was connected to before the handover as described in clause 6.8.1.

9. The UE sendsaBU (lifetime) to the PDN GW to de-register its DSMIPv6 binding that was created while the UE
was in hon-3GPP access system. The PDN GW responds with a BA message.

Any time after step 5, prior to receiving the de-registration Binding Update from the UE, the PDN GW may de-
register the DSMIPv6 binding. In this case the PDN GW shall send a Binding Revocation Indication message to
the UE.

Following the de-registration of the DSMIPv6 binding due to reception of de-registration Binding update or due
to triggering Binding Revocation, the PDN GW triggers PCEF initiated |P CAN session modification, instead of
doing it as part of the step 5.

10. The PCRF initiates "PCRF-initiated Gateway Control Session Termination" procedure to release the resourcesin
the non-3GPP access. This procedure is triggered by the PCEF-Initiated |P-CAN Session Modification
Procedure with the PCRF.

C.5 Handover Between Two Untrusted Non-3GPP IP
Accesses Connected to the Same ePDG

This handover case is handled by MOBIKE [18], i.e. the existing |PSec tunnel, via the first untrusted non-3GPP IP
access, is only modified for the use with the second untrusted non-3GPP access (and not torn down and re-created from
scratch). It is assumed that the MOBIKE support indication has been sent by UE to ePDG in the initial attach.
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Untrusted Untrusted
Non-3GPP Non-3GPP
UE IP Access 1 IP Access 2 ePDG PDN GW
1.1PSec 1. PMIPv6
Tunnel Tunnel
|2. L2 dis-association
| 3. L2 association
4. |P Layer
Configuration
5. MOBIKE Update Address
< ol
6. MOBIKE Address Vefification
D R s i e i >
7. Update of
tunnel mapping
8. IPSec 8. PMIPv6
Tunnel Tunnel

Figure C.5-1: Message flow for handover between two untrusted non-3GPP IP accesses based on

MOBIKE

The following steps are performed:

1

>

N oo o

8.

The UE is connected via the IPSec tunnel to ePDG, from where a PMIPv6 tunnel is established to the PDN GW.
The UE is utilizing alocal IP address (for previous IKEv2 signalling and outer |P header address).

The UE disconnects on L2 from untrusted non-3GPP IP access 1.
UE establishes L2 connectivity to untrusted non-3GPP | P access 2.

Configuration of alocal 1P address. (In case of dual radio multihoming capability with respect to the local 1P
addressisrequired).

MOBIKE update address message exchange (in both directions, initiated by UE).
MOBIKE address verification, initiated by ePDG; this step is optional as per MOBIKE [18].
The tunnel mapping (between PMIPv6 tunnel and IPSec tunnel) is updated.

The modified IPSec tunnel is now in operation.

For dual radio, step 2 is done after step 8.

C.6

Handovers between APs of a Non-3GPP Trusted
WLAN Access on S2a

No specific mechanisms are defined to support AP-to-AP handover with and without TWAG relocation. However, this
does not preclude the support of IP address preservation in handovers without TWAG relocation when supported by
procedures out of 3GPP scope.
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Annex D:
Void
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Annex E (Informative):
Gateway Relocation in the Trusted Non-3GPP IP Access

Gateway relocation within the Trusted Non-3GPP IP Access is possible using the procedures defined in this clause. The
trigger for gateway relocation and any mechanisms for preserving or transferring context between gateways within the
Trusted Non-3GPP IP Access is considered out of scope of this specification and should be handled within standards
external to 3GPP.

In both the case of PMIPv6 and MIP v4 FACoA on S2a, the Gateway Control Session for the target gateway of the
relocation is established before the intra-non-3GPP handover occurs. After the handover, the Gateway Control Session
in the source gateway of the handover is terminated.

The mobility management and policy control signalling are both shown as optional messages. Thisisto alow flexibility
depending on the requirements of the trusted non-3GPP I P access system. This allows a policy control signalling
relocation (on Gxa) or arelocation of the local mobility anchor (S2a) or both (Gxa and S2a).

E.1  Gateway Relocation with PMIPv6 on S2a

Trusted non- Roaming Scenarios
3GPP IP 3GPP
UE Access PDN GW AAA VPCRF hPCRF HSS/AA
B Lo - Proxy X
' 1.Non-3GPP |
- -Specific Trigger _ _;

2. Gateway Control Session Establishment

3. Acknowledge Gateway Control Session Establishment

S e e T - -

4. Proxy Binding Update
5. Proxy Binding Ack

6. PMIPv6 Tunnel Established

7. Gateway Control Session Termination

8. Ack Gateway Control Session Termination

Figure E.1-1: Gateway Relocation when PMIPv6 MM mechanism is used over S2a

When the Gateway Relocation procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved.

In the case of Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4), the vPCRF is employed to forward
messages from the hPCRF in the home PLMN, by way of the vPCRF in the VPLMN to the non-3GPP access.

1) A gateway relocation istriggered, to beinitiated by the Trusted Non-3GPP IP Access. These trigger is outside
the scope of 3GPP standardization.

2) Thetarget Gateway in the Trusted Non-3GPP IP Access sends a Gateway Control Session Establishment
message to the hPCRF.
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3) The PCRF respondsto the target Gateway an Ack Gateway Control Session Establishment (QoS Rules, Event
Triggers) message. The PCC rules provide the PDN GW with information required to enforce the dedicated
bearer policy. The event triggers indicate to the PDN GW when to report an event back to the PCRF related to
the dedicated bearer.

4) Thetarget Gateway sends a Proxy Binding Update (MN NAI) message to the PDN GW to register the UE at the
PDN-GW. The MN NAI identifies the UE.

5) After creating the binding cache entry for the UE, the PDN GW responds with a Proxy Binding
Acknowledgement (MN NAI, Lifetime, UE Address Info) message to the MAG. The MN NAI repeats the UE
identity sent previoudly. The Lifetime expresses the duration of validity of the binding. The UE Addressinfo
includes the allocated 1P Address(es) corresponding to the IP CAN session.

6) The PMIP tunnel from the target gateway to the PDN GW is established.

7) The source Gateway in the Trusted Non-3GPP | P Access system sends a Gateway Control Session Termination
to the PCRF. This gateway ceases to perform Bearer Binding and associated policy controlled functions.

8) The PCRF sends an Acknowledge Gateway Control Session Termination message to the Trusted Non-3GPP IP
Access acknowledging the termination of the control session.

E.2 Gateway Relocation with MIPv4 FACOA on S2a

Trusted non Roaming Scenarios
3GPP IP 3GPP
UE Access PDN GW AAA VPCRF hPCRF HSS/AA
el ===y Proxy N
! 1. Non-3GPP |
\ __-Specific Trigger _ _,
2. MIPv4 Registration Request [UE ID = NAI, reverse tunnel request
_______ ';
- 3.Gateway Control Session Estab(shmjent >,
Neeeeoooo______Procedure T _____
1
4. MIPv4 Registration Request [UE ID = NAI, reverse tqnnel request
------- >
5. MIPv4 Registration Reply (home address)
<. _______

7. MIPv4 Registration Reply (home address)

8. MIP Tunnel Established

L) {
!

Figure E.2-1: Gateway Relocation when MIPv4 FACoA mode MM mechanism is used over S2a

When the Gateway Relocation procedure occurs in the Non-Roaming case (Figure 4.2.2-1), the vPCRF is not involved.

In the case of Roaming (Figure 4.2.3-1) and Local Breakout (Figure 4.2.3-4), the vPCRF is employed to forward
messages from the hPCRF in the home PLMN, by way of the vPCRF in the VPLMN to the non-3GPP access.
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1)

2)

3)

4)

5)

6)

7)
8)

A gateway relocation is triggered, to be initiated by the UE. Thistrigger is outside the scope of 3GPP
standardization.

The UE sends a Registration Request (RRQ) RFC 5944 [12] message to the FA. Reverse Tunnelling shall be
reguested. This ensuresthat al traffic will go through the PDN GW. The RRQ message shall include the NAI-
Extension RFC 2794 [34] and the Home Agent Address.

The Trusted non-3GPP access initiates the Gateway Control Session Establishment Procedure with the PCRF, as
specified in TS 23.203 [19]. The Trusted non-3GPP access provides the information to the PCRF to correctly
associate it with the IP CAN session to be established in Step 9 and also to convey subscription related
parameters to the PCRF.

The FA processes the message according to RFC 5944 [12] and forwards a corresponding RRQ message to the
PDN GW.

The PDN GW allocates an | P address for the UE and sends a Registration Reply (RRP) RFC 5944 [12] to the
FA, including the IP address allocated for the UE.

The Trusted Non-3GPP Access Network initiates the Gateway Control Session Termination Procedure with the
PCRF as specified in TS 23.203 [19]. The Trusted Non-3GPP Access Network no longer applies QoS policy to
service data flows for this UE.

The FA processes the RRP according to RFC 5944 [12] and sends a corresponding RRP message to the UE.

IP connectivity from the UE to the PDN GW is now setup. A MIP tunnel is established between the FA in the
Trusted Non-3GPP IP Access and the PDN GW.
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Annex F (informative):
Deployment of Non-3GPP Trusted WLAN Access on S2a

WLAN networks may be deployed such that separate SSIDs are used for EPC-routed and non-seamless WLAN offload,
e.g. <ssid_a> and <ssid_b>.

WLAN networks may also be deployed such that the same SSID in a WLAN Access Point provides different type of
network access to different users attached to this Access Point. For example, agiven SSID <ssid_x> may provide EPC-
routed access for subscriber A and only allow non-seamless WLAN offload for subscriber B. In such a deployment it is
up to the operator to provide network configuration that supports different user access preferences, subscriptions and
UE configurations.

It is recommended that the UE can be configured to apply different behavior when connected to different SSIDs, e.g.
alow or prevent the usage of certain applications on specific SSIDs. For example, for the SSIDs used for EPC access
through S2a over Trusted WLAN, the UE can be configured to disable applications that require local connectivity (e.g.
DLNA applications) and enable applications that require EPC connectivity to the default APN used for access through
S2aover Trusted WLAN. Such kind of specia behavior for SSIDs used for EPC access through S2a over Trusted
WLAN can improve the user experience and prolong the UE battery life.

NOTE: A UE can be configured to apply different behavior when connected to different SSIDs by means which
are outside the scope of this document. For example, the UE can be configured over-the-air, by means of
a downloadable application, or manually.
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Annex G (informative):
Change History
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