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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document specifies the functional architecture, procedures and information flows needed to support the Mission
Critical Data (MCData) services. MCDatais a suite of services which utilizes the common functional architecture
defined in 3GPP TS 23.280 [5] to support MC services over LTE including the common services core.

M CData services suite consists of the following sub-services:
- short data service (SDS);
- filedistribution (FD);
- datastreaming (DS); and
NOTE: Proceduresfor DS are not covered in the current specification.
- IP connectivity.
MCData features include:

- conversation management;

transmission and reception control;
- communication release; and
- enhanced status.
The corresponding service requirements are defined in 3GPP TS 22.282 [3] and 3GPP TS 22.280 [2].

The present document is applicable primarily to MCData service using E-UTRAN access based on the EPC architecture
defined in 3GPP TS 23.401 [4]. Certain application functions of the M CData service could also be supported via non-
3GPP access networks but no additional functionality is specified to support non-3GPP access.

The MCData service can be used for public safety applications and also for general commercia applications e.g. utility
companies and railways.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.280: "Mission Critical Common Requirements (MCCoRe); Stage 1.

[3] 3GPP TS 22.282: "Mission Critical Data services'.

[4] 3GPP TS 23.401: "Genera Packet Radio Service (GPRS) enhancements for Evolved Universal

Terrestrial Radio Access Network (E-UTRAN) access'.

[5] 3GPP TS 23.280: "Common functional architecture and information flows to support mission
critical communication services; Stage 2".

[6] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
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[7] 3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[8] 3GPP TS 23.468: " Group Communication System Enablersfor LTE (GCSE_LTE); Stage 2".

[9] 3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".

[10] 3GPP TS 23.002: "Network Architecture”.

[11] 3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push
To Talk (MCPTT); stage 2".

[12] 3GPP TS 29.283: "Diameter data management applications".

[13] 3GPP TS 33.180: "Security of the Mission Critical Service".

[14] 3GPP TS 23.203: "Policy and charging control architecture”.

[15] 3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification"”.

[16] 3GPP TS 29.468: "Group Communication System Enablersfor LTE (GCSE_LTE); MB2
reference point; Stage 3".

[17] 3GPP TS 29.214: "Policy and charging control over Rx reference point".

[18] 3GPP TS 23.283: "Mission Critical Communication I nterworking with Land Mobile Radio
Systems; Stage 2".

[19] 3GPP TS 26.348: "Northbound Application Programming Interface (API) for Multimedia
Broadcast/Multicast Service (MBMS) at the xM B reference point”.

[20] 3GPP TS 29.116: "Representational state transfer over XM B reference point between content
provider and BM-SC".

[21] 3GPP TS 26.346: "Multimedia Broadcast/M ulticast Service (MBMS); Protocols and codecs".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP
TR 21.905[1].

Auto-receive: A mechanism where data smaller than a configured size threshold are delivered to the receiving MCData
client(s) from the MCData server i.e. without waiting for the receiving user to indicate a present need for the data.

Conversation identifier: A universally unique identifier that identifies a series of related M CData transactions.

Data stream: A sequence of datathat is agnostic to any underlying media (e.g. audio, video, telemetry data), on which
processing of data (e.g. semantic, syntactic, save or filter operation) can begin before all the content is received.

FD disposition: is one of "not downloaded" and "download completed”.
Folder Identifier: A unigueidentifier that identifies afolder in the M CData message store
| P Data: Structured or unstructured payload that is transparent to the M CData transport service.

M CData client: Aninstance of an MC service client that provides the client application function for the MCData
service.

M CData emer gency communication: An MC service emergency group communication or MC service emergency
private communication within the MCData service.
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M CData group: An MC service group configured for MCData service.

M CData group affiliation: An MC service group affiliation for MCData.

M CData group communication: A one-to-many communication using an MCData service.
M CData group de-affiliation: An MC service group de-affiliation for MCData.

MCData ID: An instance of an MC service ID within the MCData service.

M CData imminent peril communication: An MC service imminent peril group communication within the MCData
service.

M CData server: Aninstance of an MC service server that provides the server application function for the MCData
service.

M CData service: A data communication service comprising at least one underlying generic capability (e.g. SDS, file
distribution, data streaming) with strong security, high availability, reliability and priority handling to support
applications for mission critical organizations and mission critical applications for other businesses and organizations
(e.g. utilities, railways).

M CData UE: An MC service UE that can be used to participate in MCData services.
M CData user: An MC service user who is authorized for MCData services suite viaan MCData UE.

M etadata: data associated with atransmitted or stored SDS, file or data stream, consisting of information from
messages (e.g. MCData I Ds, conversation ID) and other related information (e.g. size, type).

Object: An MCData communication information (such as a message or afile) that is stored in the MCData message
store with its associated metadata.

Object identifier: A unique identifier that identifies an object stored in the MCData message store.

Reception control: A mechanism that allows the M CData service to regulate data reception to the receiving MCData
clients.

Reply identifier: A reference to the original MCData transaction to which the current transaction isareply.
SDSdata: A payload with limited size and variable content type used in SDS transactions.
SDSdisposition: isone of "undelivered”, "delivered" and "read”.

Standalone communication: A unidirectional one-to-one or group data communication completed after one
transaction.

Transaction identifier: A unique identifier that identifies a MCData transaction within a conversation.

Transmission control: A mechanism that allows the MCData service to regul ate data transmission requests from the
sending M CData users, either prior to or after active sending from the MCData UE.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.280 [2] apply:
Mission Critical
Mission Critical Applications
Mission Critical Service
Mission Critical Organization

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.282 [3] apply:

M CData system
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.280 [5] apply:

M C service client
M C service group
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M C service group affiliation

M C service group de-affiliation
MC service D

M C service server

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.203 [14] apply:

Dynamic PCC rule

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905[1].

DS Data Streaming
E2EE End to End Encryption
FD File Distribution
TSI Individual TETRA Subscriber Identity
LMR Land Mobile Radio
MC Mission Critical
MCData D MCData user identity
PCC Policy and Charging Control
PCRF Policy and Charging Rules Function
QCl QoS Class Identifier
RS Radio Set Identity
SDS Short Data Service
UM Unacknowledged Mode
4 Introduction

The MCData service suite provides a set of generic capabilities and specific services to enable one-to-one and group
data communi cations between MCData users.

The MCData architecture utilises the common functional architecture to support mission critical servicesover LTE
defined in 3GPP TS 23.280 [5] and aspects of the IMS architecture defined in 3GPP TS 23.228 [6], the Proximity-based
Services (ProSe) architecture defined in 3GPP TS 23.303 [7], the Group Communication System Enablersfor LTE
(GCSE_LTE) architecture defined in 3GPP TS 23.468 [8] defining MBM S support viathe MB2 interface, the MBMS
User Service architecture defined in 3GPP TS 26.348 [19], the Security of the Mission Critical Servicein

3GPP TS 33.180 [13] and the PS-PS access transfer procedures defined in 3GPP TS 23.237 [9] to enable support of the
MCData service.

The MCData UE primarily obtains access to the MCData service via E-UTRAN, using the EPS architecture defined in
3GPP TS 23.401 [4]. Certain application functions of MCData service can be accessed using MCData UEs via non-
3GPP access networks.

The MCData system provides the function to support interworking with LMR systems defined in 3GPP TS 23.283 [19].

5 Architectural requirements

51 Transmission control

The MCData service supports the ability to transmit SDS messages automatically towards the selected recipient user
(private communication) or members of the selected MCData group. The MCData server may still reject the sent
message (e.g. if there is no authority to send).

For MCData types other than SDS using signalling control plane, the M CData service invokes a transmission request
grant approach before datais permitted to be transmitted. The M CData service provides configurable limits for the
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maximum amount of data for and/or maximum amount of time that an M CData user can transmit in a single request,
which may be configured by the MCData administrator.
For congestion control, related to transmission requests, the MCData service may perform the following:

- reject the data transmission requests and then shall notify the MCData user of the rejection;

- Queue the data transmission requests; or

- at any time, withhold the permission to transmit data automatically.

The MCData service shall notify the transmitting MCData group member if there are no other MCData group members
affiliated to the M CData group.

The MCData service supports the lossless communication, and it can be configured by the MCData administrator for
the private communication and group communication. The lossless communication can be supported only if the user has
avalid and active M CData message store account. If the lossless communication is configured for private
communication and if the M CData communication cannot be delivered to the MCData user (e.g. if the recipient is not
available at the time of data delivery or network congestion), it shall be made available to the MCData user by storing it
in the MCData user's personal account in the MCData message store. If aMCData group is configured for lossless
communication, all members of the selected MCData group shall receive the MCData communication, at atime
dependent on affiliation status. An affiliated group member of this MCData group shall receive the MCData
communication when they are sent. A group member that is not affiliated during MCData communication, the MCData
communication shall be made available by storing it in the group member’s personal account in the M CData message
store. If aMCData group is not configured for lossless communication, only the affiliated members of the selected
MCData group shall receive the MCData communication.

In order to support lossless communication, below are the conditions that needs to be satisfied:
- Losslesscommunication is provisioned
- MCData user hasthe valid M CData message store account
- Store communication into message store configuration parameter is enabled

- MCData user has requested to store the MCData communication into M CData message store

5.2 Reception control

The MCData service shall support the ability to receive small amounts of data automatically. The MCData service may
store data waiting for delivery in atemporary store, and notify availability to the receiving MCData users, i.e. deferred
delivery. The data which istemporarily stored may be configured with "time to live" value, and subseguently, the data
may be purged from the temporary store upon expiry of "timeto live".

When a MCData user has an active MCData message store account and has activated |ossless communication, the
MCData service deferred delivery shall not be used when the user is offline.

The recipient individual user (private communication) or affiliated members of the MCData group(s) shall be notified
of the list of available data either on request or periodicaly.

The MCData service shall provide a mechanism for the MCData user to select data to be downloaded from the list
corresponding to the temporary store, subject to limitations such as expiry time and size.

The MCData service shall support the ability to automatically deliver files with a size less than a configured threshold
value (i.e. auto-receive). The data size for auto-receive shall be configured by the M CData administrator.

5.3 Short Data Service capability

The MCData service shall support SDS capability for one-to-one and group communications.

The SDS capability shall support messages with a maximum payload of at least 1000 bytes. The supported message
types shall include text, binary, or hyperlinks. Multiple message types may be interleaved within in a single message

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 20 ETSI TS 123 282 V17.9.0 (2022-05)
payload. The payload shall support inclusion of location information of the sending MCData user, with or without user
or application provided data.

The MCData service shall support messages to be sent over the signalling plane or the media plane.

The SDS capability shall allow for multiple related messages to be correlated and sequenced within the MCData
service.

The MCData user shall be able to selectively request read and delivery receipt indication for the sent messages. The
message delivery history information should be made available to an authorized MCData user.

The MCData service may support aggregation of disposition notifications when SDS messages are sent to multiple
recipients.

54 File distribution capability
The MCData service shall support distribution of files for one-to-one and group communications.

The MCData service shall allow the MCData user to send afile or aURL of afile to another MCData user. The source
of the file can originate either from an M CData client or from a network functional entity. The generated URL shall be
areference to a stored file to allow for subsequent retrieval. The file storage policy may determine the availability of the
fileto beretrieved, and is subject to expiry time and size limitations.

When the file delivery request is set by the sending user to mandatory download, the MCData service shall proceed to
deliver the file to the recipient when possible. The file distribution mechanisms shall support both unicast and broadcast
delivery methods.

The MCData service shall support aggregation of download completed reports when files are distributed to multiple
recipients.

The MCData service shall support mechanisms for detection and recovery of lost data. A receiving MCData client
should be able to:

- detect and report when atransfer did not complete properly and request retransmission;
- identify and re-request the missing parts of an incompletely received file; and
- accept partia retransmissions and use them to reconstitute the original file.

When employing MBMS delivery:

- MCDatamay use the MB2 interface specified in 3GPP TS 23.468 [8]. See also Group Communication Delivery
Method in 3GPP TS 26.346 [21]; or

- if MBMS user services and Download Delivery Method (see 3GPP TS 26.346 [21]) are utilized, MCData shall
use the XM B interface specified in 3GPP TS 26.348 [19].

For the MBM S path, figure 5.4-1 shows both the MB2 and the xMB interfaces.
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(shown acting as a GCS AS
Rx and/or a content provider)
Uu Unicast path SGi
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xMB-C
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Figure 5.4-1 MCData on-network architecture showing the unicast and MBMS delivery paths

5.5 Data streaming capability

The MCData service may support data streaming capability for one-to-one and group communications.

The MCData service may allow the MCData user to send a data stream or a URL of a data stream to another MCData
user. The source of the data stream can originate either from an MCData client or from a network functional entity. For
adata stream originating at a network functional entity, the data stream may be provided by an MCData user. The data
streaming mechanisms shall support both unicast and broadcast delivery methods.

When the data streaming request is set to automatic reception, the MCData service may not require consent from the
receiving MCData user.

The MCData user may be able to apply controls (i.e. start, stop, cancel) to the streams, and on a per recipient basis.

The stream may be terminated through an explicit user control (i.e. stop, cancel operation) or by reaching the end of the
streamed content.

5.6 MCData group affiliation and MCData group de-affiliation

M CData groups may be configured with one or more M CData sub-services (e.g. SDS, FD, DS) as specified within the
MCData service. When an MCData user affiliates to an MCData group, the MCData user is affiliated to each of those
M CData sub-services configured in the MCData group. The list of M CData sub-services configured for an MCData
group shall be included in the MCData group configuration data.

MCData group affiliation shall be as specified in clause 5.2.5 of 3GPP TS 23.280 [5]. In addition, the following
requirements shall be fulfilled by the MCData service for MCData users affiliated to MCData groups:

- MCData users receive notifications for participating in MCData sub-services and invitations for their affiliated
M CData group(s).

- MCData users select an affiliated MCData group to initiate a new message, file distribution, data stream, etc.

- MCData users receive messages, files, data streams, enhanced status updates, etc, from their affiliated MCData
group(s).

5.7 Conversation management

The conversation management:
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1. shall include a service indication for conversation management in each SDS and FD transaction.
may be comprised of SDS transactions or FD transactions or a combination of both.
shall include a conversation identifier in each SDS and FD transaction.

shall treat conversation between different set of users (either in one-to-one or group) as a separate conversation.

a > w DN

shall treat conversation between the same set of users (either in one-to-one or group), but with a different
conversation identifier as a separate conversation.

5.8 Bearer management

58.1 General

The MCData UE shall use the APNs as defined in subclause 5.2.7.0 and table A.6-1 of 3GPP TS 23.280 [5]. The
MCData UE shall use the MC services APN as defined in subclause 5.2.7.0 and table A.6-1 of 3GPP TS 23.280 [5] for
the SIP-1 reference point.

5.8.2 EPS bearer considerations

The EPS bearer considerations specified in subclause 5.2.7.2 of 3GPP TS 23.280 [5] shall apply.

5.8.3 EPS unicast bearer considerations for MCData

For an MCData session request, resources shall be requested utilising interaction with dynamic PCC. The MCData
system shall request resources over Rx to a PCRF. The dedicated bearer for MCData media shall utilise the QCI value
of 70 (as specified in 3GPP TS 23.203 [14]). The request of resources over Rx shall include an application identifier for
MCDatain order for the PCRF to evaluate the correct QCI.

The UE isrequired to support at minimum one bearer, which is used for MCData (see annex A in
3GPP TS 36.331 [15]).

Depending on operator policy, for media plane:

- the MCData system may be able to request modification of the priority (ARP) of an existing bearer without the
need to initiate a new dedicated GBR bearer; or

- theallocation of EPS bearers of desired priority for MCData communications may cause the pre-emption of
lower priority pre-emptible EPS bearers (for MCData or for other applications), if the maximum number of
bearers or maximum traffic capacity has been reached, in favour of the newly initiated M CData EPS bearer. In
this case, if the new EPS bearer to be used for MCData communication has higher priority level (ARP) than
other bearer(s), is alocated with a capability to pre-empt other bearers and the other bearer(s) are pre-emptible,
then the EPS bearer for MCData communication pre-empts one (or more) of the existing EPS bearer(s).

NOTE: Operator policy takes into account regional/national requirements.

The EPS bearer(s) for MCData emergency communications shall have highest priority level among MCData
communication types. The EPS bearer(s) for MCData imminent peril communications shall have higher priority level
than for normal M CData communications but lower than the priority level for MCData emergency communications.

584 MBMS bearer management

The MBMS bearer management for MC servicesis specified in subclause 5.2.7.1 of 3GPP TS 23.280 [5].
5.9 Disposition

Disposition requests and notifications can be sent "in-band" using the same mechanism used for transport of the data, or
can be sent "out-of-band" when the mechanism used for transport of the datais no longer available.
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For standalone SDS and FD, the MCData UE shall use the signalling plane for disposition request and disposition
notifications. For session SDS, the MCData UE shall use:

- the media plane for disposition request and disposition notifications; and

- thesignalling plane for disposition notifications when the media plane is no longer available.

5.10 MCData message store

MCData message store is used by MCData users to store their MCData communications permanently; it shall provide
secured storage area for each authorized MCData user having a user account. The storage areaisidentified by the
MCData user's MCData ID. The MCData message store shall allow an MCData user to access only the storage area that
he is authorized to access. A user (i.e. adispatcher) other than the user account holder shall be able to access the
account holder's storage area if authorized.

During an active M CData communication, the participating function on the MCData server of a MCData user
participant shall, if the configuration to store the MCData communication is enabled for and if requested by the
MCData user, deposit messages and files exchanged in the conversation to the M CData user's storage areain the

M CData message store. When depositing the M CData communication into the MCData message store, if no such
MCData user account is available on the MCData message store the MCData server shall create the user's account first
and then deposit the MCData communications. The M CData message store shall support user account creation and
deposit MCData communications operations from the MCData server after successful authentication and authorization.
The MCData message store shall support the message store client to retrieve, update, delete, search and synchronize

M CData communications stored in the MCData message store, after successful authentication and authorization.

The MCData user shall have an option if he wants to store the MCData communications in the MCData message store
or not. Based on the request from M CData user, messages and files exchanged in an active MCData communication
shall be stored as abjectsin the MCData message store. A stored object shall contain the following information:

1. The message or fileitself; and
2. Associated metadata, consisting of:

a. information retrieved from the information elements of the message or file, such as MCData I Ds,
Conversation identifier etc.; and

b. other information, such as content type (message or file), status ("seen", "received by", "read by ",
"downloaded by " etc).

If afileisdistributed indirectly with a URL in a message, when this message is stored in the MCData user's account in
the MCData message store, it could be stored as:

1. anobject asthe origina message with the URL; or

2. an object as the message with arevised URL that the URL indicates where the file, retrieved from the MCData
content server, is stored separately in the MCData user's storage account. With proper security and authorization,
this URL can be accessible by other network entities such as the MCData content server.

NOTE: Itisthedecision of SA3 on the mechanism to store an encrypted message or file in the MCData message
store.

When a MCData user logs onto a UE with successful authentication and authorization and obtains the user service
profile, the message store client on the UE shall synchronize with the user's account on the M CData message store,
either automatically or manually (i.e. interacts with the user on which option to synchronize or no synchronization at
all), before any MCData service starts.

5.11 IP connedctivity (IPcon) capability

I P connectivity service enables the exchange of |P Data using M CData transport service and provides the transport of IP
Datafor e.g. data hosts, servers, etc. that do not have mission critical communication capabilities. The exchange of IP
Datais not limited in atransaction.
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Figure 5.11-1: IP connectivity model

The corresponding M CData client enables bidirectional 1P Data communication with the support of the IP connectivity
service and thus forms the gateway to data hosts or servers. Therefore, the | P connectivity MCData client requests the
MCData transport service with the associated QoS requirement and communication priority.

An authorised MCData client supporting IP connectivity capabilitiesis able to bar incoming IP connectivity requests
either on demand or by providing alist of excluded originsidentified by the MCData ID and, if available, by the
functional alias.

For I P connectivity, the MCData server may support following limitation to exchange |P Data:
- limit the total data volume between the authorized MCData clients, divided by transmission and reception;
- max timelimit, e.g. total minutes or alow exchange between predefined start and end time.

I P connectivity M CData service supports MCData transport services for one-to-one and group communication.

The IP address alocation necessary for user-1P connectivity MCData transport service is independent to the IP address
alocation of theindividual data hosts attached with the MCData client supporting | P connectivity capabilities. The
required 1P address pools for the user-1P connectivity M CData service are managed by the IP connectivity MCData
transport service.

NOTE: |IP connectivity service on interworking is not covered in the current specification.

5.12 MBMS user service architecture requirements

The MBM S user service architecture offers a set of delivery methods to applications, specified in 3GPP TS 26.346 [21].
The MBMS download delivery method is used for the delivery of filesover MBMS and provides reliability control by
means of forward-error-correction.

The MCData File Distribution capability can use the MBM S download delivery method by including, inthe MC
service-on network architecture (subclause 5.2.6 from 3GPP TS 23.280 [5]), the MBM S user service architecture
(3GPP TS 26.346 [21]), with the MCData server assuming the role of the content provider.

The MCData server may determine the MBM S broadcast area based on the cell identities of the affiliated group
members received over GC1.

When the XM B interface is used, the MCData server uses the xMB mission critical extension, specified in

3GPP TS 26.348 [19] to control the QoS and the MBM S broadcast area of the MBM S user services. The MCData
server also provides afile delivery manifest over xMB-C (see subclause 5.6.2 from 3GPP TS 26.348 [19]) describing
thelist of filesto be broadcasted, and, for each file, the target completion date and the number of repetitions.

The MBMS user service metadata, which provides the delivery and schedule parameters, are returned to the MCData
server after the MBM S session creation or update, under the form of a SA file (annex L.3A from 3GPP TS 26.346 [21]).
The MCData server signals this SA file, together with the service id and the uri of the file to be received to the targeted
MCData clients.

NOTE: Use of service announcement channel to deliver MBMS user service metadata is not covered in the
current specification.
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5.13 MBMS delivery via MB2 interface

MBMS delivery viaMB2 applies to MCData services that use media plane for user traffic delivery.

5.14  Delivery Notification

A MCData user may request adelivery report (such as delivered, message read, or file downloaded etc.) when sending a
MCData data (i.e. a message or afile). The recipient((s) shall respond with the proper delivery status response(s) (such
as delivered, message read, or file downloaded etc.) according to what is requested in the delivery report. The sender of
the MCData data may include multiple delivery status (such as delivered, message read, or file downloaded etc.) in the
delivery report and the recipient(s) shall respond accordingly.

When the recipient is offline and receives a MCData data with request for delivery report, the delivery status
response(s) shall follow one of the two principles below:

1. If the deferred delivery is used to deliver the MCData data, the delivery status response(s) shall be determined
and responded by the recipient when the datais delivered. The MCData server may send a provisional delivery
status report (such as the recipient is offline and the data will be delivered when the recipient is online or
discarded due to timeout etc.) to inform the sender about the data delivery progress.

2. |If the datais delivered with lossless communication, the MCData server shall respond with adelivered status
report to the sender once the data is deposited into the recipient’s M CData message store account. If the message
read or file downloaded status is requested, the recipient shall respond it when the datais synced on the user
device and processed by the recipient.

5A Involved business relationships

The description of the involved business relationships for the MCData serviceis contained in clause 6 of
3GPPTS23.280[5].

6 Functional model

6.1 General

This clause defines the functional model for MCData service.

The security solution for the MCData service, including end-to-end encryption, is specified in 3GPP TS 33.180 [13].

6.2 Description of the planes

The functional model for the support of MCData is defined as a series of planesto alow for the breakdown of the
architectural description.

The description of the planes and the relationship between the planes are contained in the common functional
architecture to support MC servicesin 3GPP TS 23.280 [5].

6.3 Transmission and reception control aspects

6.3.1 General

The transmission and reception control are functions of the MCData server.

For small data transmissions there is no need for prior grant of request to transmit. The procedures in the present
document describe when data is automatically sent.
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For large data transmissions, i.e. large files, the data is transmitted only after request to transmit is granted. The datato
be transmitted and/or received may be stored in a data repository associated with the transmission and reception control
functions.

NOTE: Anoverview of transmission control process and possible arbitration mechanismsis provided in the
Annex B.
6.4 Generic functional model
6.4.1 On-network functional model
Figure 6.4.1-1 shows the generic application plane functional model.
Other MCData MCData-3 MCData server MCData UE
server MCData client
VCDat Capability MCData-cap-1 Capability
e MCData-2 functions functions
user ata- SDS FD. bS MCData-cap-n (SDS, FD, DS
database (SDS, FD, DS, MCData- 1P
IPcon) ata-5 Rx con)
MCData-6 MB2C
Interworking
function IWE-2 Message
to LMR system
MCData-8 MCData MCData-7 store
message store client
MC gateway MCData-3
server MCData-11
MCData-9 MCData M.essag.e
notification ~———MCData-10 notification
server client
MC gateway
server EPS

Figure 6.4.1-1: Generic application plane functional model

In the model shown in figure 6.4.1-1, capability functions (SDS, FD, DS, |Pcon) of the MCData client and the MCData
server along with their reference points (MCData-cap-1 to MCData-cap-n) are described in the respective functional
models for each capability.

NOTE: The security aspects of new network components (M CData message store, M essage store client and
M CData notification server) and the associated new reference points are the responsibility of SA3 and
thus outside the scope of the present document.
6.4.2 Off-network functional model
6.4.3 Functional entities description

Editor's note: Combining functional models describing each capability into one functional model is FFS.

6.4.3.1 Application plane

6.4.3.1.1 MCData client

The MCData client functional entity acts as the user agent for all MCData application transactions. The client supports

SDS, file distribution, data streaming and | P connectivity M CData capabilities utilized by MCData services like
conversation management, robots control, enhanced status, database enquiries and secured internet.
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6.4.3.1.2 MCData server

The MCData server functional entity provides centralised support for MCData services suite. Conversation
management, robots, enhanced status, database enquiries and secured internet M CData services requiring one-to-one or
group data communication are realized using SDS, file distribution, data streaming and | P connectivity MCData
communication capabilities.

All the MCData clients supporting users belonging to a single group are required to use the same M CData server for
that group. An MCData client supporting a user involved in multiple groups can have relationships with multiple
MCData servers.

For MBMS delivery, the MCData server functional entity represents a specific instantiation of the GCS AS described in
3GPP TS 23.468 [8] to control multicast and unicast operations for group communications.

If the MBMS user service architectureis utilized, the MCData server functional entity represents a specific instantiation
of the content provider as described in 3GPP TS 26.346 [21] to control multicast operations for file distribution.

The MCData server functional entity is supported by the SIP AS functional entity of the signalling control plane.

The MCData server shall support the controlling role and the participating role. The MCData server may perform the
controlling role for one-to-one and group data communication. The MCData server performing the controlling role for a
one-to-one or group data communication may also perform a participating role for the same one-to-one or group data
communication. For each one-to-one and group data communication, there shall be only one MCData server assuming
the controlling role, while one or more M CData servers in participating role may be involved.

The MCData server performing the controlling roleis responsible for:

- handling transmission and reception control (e.g. policy enforcement for participation in the MCData group
communication) towards all the MCData users of the one-to-one and group data communication;

- interfacing with the group management server for group policy and affiliation status information of this MCData
server's served affiliated users;

- managing SDS and FD data distribution during M CData group communication; and
- managing the MCData transport service for | P connectivity.
The MCData server performing the participating role is responsible for:

- handling transmission control (e.g. authorization for participation in the MCData group communication) to
M CData users of the one-to-one and group data communication;

- group affiliation support for MCData user, including enforcement of maximum Nc2 number of simultaneous
group affiliations by a user;

- interfacing with the group management server for group policy and affiliation status information of this MCData
server's served affiliated users;

- relaying the MCData communication messages between the MCData client and the MCData server performing
the controlling role; and

- handling reception control (e.g. temporarily storing the data to present to the MCData user as required) to its
MCData users of the one-to-one and group data communication.

NOTE: The MCData server in the controlling role and the MCData server in the participating role can belong to
the same MCData system.

6.4.3.1.3 MCData user database
Thisfunctional entity contains information of the MCData user profile associated with an MCData ID that is held by the

MCData service provider at the application plane. The MCData user profile is determined by the mission critical
organization, the MCData service provider, and potentially the MCData user.
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6.4.3.1.4 Interworking function to LMR system
The functional entity is specified in 3GPP TS 23.283[18].

6.4.3.1.5 MC gateway server

The MC gateway server provides support for MCData interconnection services with a partner MCData systemin a
different trust domain whilst providing topology hiding. It acts as a proxy for one or more MCData serversin the
partner MCData system without needing to expose the M CData serversin the primary MCData system outside the
trusted domain of the primary MCData system. It may be arole of the MCData server described in subclause 6.4.3.1.2
of the present document.

The MC gateway server isresponsible for relaying call control and transmission control signalling messages, and media
between M CData servers within the M CData system and the interconnected MCData system.

6.4.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].

6.4.3.3 MCData message store

The MCData message store is a network base persistent store that allows Mission Critical Organization to configure
their MCData users to permanently store their MCData communications. Once configured a MCData user will be
allocated a secured storage area (i.e. size) in the MCData message store that is only accessible by that configured
MCData user and any authorized users. The MCData user can manage how and what will be stored in his personal
message store with the support of management operations such as creating, deleting and merging folders, moving stored
messages and files around and synchronization all used devices to provide the same contxt view etc.

NOTE: The security aspects of access and management (such as read/write/update/sync etc.) of personal message
store are the responsibility of SA3 and thus outside the scope of the present document.

6.4.3.4 Message store client

The Message store client is used to support MCData client to manage the MCData communication history stored in
MCData message store for a particular MCData user, It supports the secure access to a MCData user's configured

M CData message store area and operations relevant to the stored communication history such as folders management
and synchronization to the device local message store.

6.4.3.5 MCData notification server

The MCData notification server provides the centralized notification function in the network. The MCData notification
server allows an application (e.g. resident in the UE) to create a communication channel to receive real-time
notifications from the network in either Pull or Push mode. Depending on the channel type created, the MCData
notification server provides the application a callback endpoint (i.e. URL) and may also provide a channel endpoaint (i.e.
URL). The application communicates the callback endpoint information to the application server (i.e. network enabler)
for it to use in sending to the MCData notification server the events for delivery to the application. Depending on the
type of channel created by the application the delivery of the notifications from the M CData notification server to the
application may be viaaPull or Push method. If Pull method is used, then the application shall use the provided channel
endpoint to pull the notifications from the M CData notification server. However, if a Push notification delivery is used,
then the M CData notification server asynchronously delivers the events received from the application server to the
application through a PUSH Enabler server. The MCData notification server provides a consistent way to deliver
notifications by all services to reduce the complexity of service logic on the application server.

It depends on deployment, if multiple MCData notification servers aredeployed.

6.4.3.6 Message notification client

The Message notification client is used to request the notification service from the MCData notification server. Once
the notification service request is authorized by the MCData notification server, the Message notification client will
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communicate the callback endpoint, received from the MCData notification server, to the MCData message store to be
used for notification message delivery.

When multiple MCData notification servers are deployed, the Message notification client shall select one for
notification service at any given time. How the Message notification client selects the appropriate MCData notification
server from multiple available MCData notification servers for service isimplementation specific.

6.4.4 Reference points

6.44.1 Application plane

6.4.4.1.1 General

The reference points for the application plane of MCData service are described in the following subclauses.

6.4.4.1.2 Reference point MCData-2 (between the MCData server and the MCData user
database)

The MCData-2 reference point, which exists between the MCData server and the M CData user database, is used by the
MCData server to obtain information about a specific user. The MCData-2 reference point utilises a diameter
management application protocol as defined in 3GPP TS 29.283 [12] and shall be intra-network.

6.4.4.1.3 Reference point MCData-3 (between the MCData server and the MCData server)

The MCData-3 reference point, which exists between the MCData server and the MCData server for MCData
application signalling for establishing MCData sessions, shall use the SIP-2 reference point for transport and routing of
signaling. If each MCData server is served by a different SIP core then the MCData-3 reference point shall also use the
SIP-3 reference point for transport and routing of signalling. Mediais also transferred using the MCData-3 reference
point.

6.4.4.1.3A Reference point MCData-5 (between the MCData server and the EPS)

The MCData-5 reference point, which exists between the MCData server and the EPS, is used, subject to the conditions
below, by the MCData server to obtain unicast bearers with appropriate QoS from the EPS. It utilises the Rx interface
of the EPS according to 3GPP TS 23.203 [14].

MCData-5 is not used when the MCData service provider and the PLMN operator do not have an operational agreement
for QoS control to be provided directly from the MCData service provider domain.

MCData-5 may be used when the MCData service provider and the PLMN operator have an operational agreement
where QoS control is provided directly from the MCData service provider domain.

NOTE: Any coordination between the P-CSCF use of Rx and the MCData server use of Rx (viaMCData-5) from
the MCData service provider domain is not specified in this release of this specification.

6.4.4.1.4 Reference point MCData-6 (between the MCData server and the EPS)

The MCData-6 reference point, which exists between the M CData server and the EPS, is used to request the allocation
and activation of multicast transport resources for MCData application usage. The MCData-6 reference point uses the
MB2-C interface as defined in 3GPP TS 29.468 [16]. The MCData-6 reference point also uses the xMB-C interface as
defined in 3GPP TS 29.116 [20] for file distribution.

6.4.4.1.5 Reference point IWF-2 (between the interworking function to LMR system and
the MCData server)

The IWF-2 reference point is specified in 3GPP TS 23.283 [18].
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6.4.4.1.6 Reference point MCData-7 (between the Message store client and MCData
message store)

The MCData-7 reference point, which exists between the M essage store client and the M CData message store, is used
by the Message store client to manage the information stored in the M CData message store, to subscribe to changesin
the MCData message store and to synchronize between the MCData client and the M CData message store.

6.4.4.1.7 Reference point MCData-8 (between the MCData message store and McData
server)

The MCData-8 reference point, which exists between the MCData server and the MCData message store, is used by the
MCData server to access and manage the MCData message store such as creating M CData user folders and depositing
the communications history.

6.4.4.1.8 Reference point MCData-9 (between the MC gateway server and the MC
gateway server in a different MCData system)

The MCData-9 reference point, which exists between the M C gateway server and the MC gateway server in an
interconnected MCData system for MCData application signalling for establishing MCData sessions, shall use the
SIP-3 reference point for transport and routing of signalling. The MCData-9 reference point also carries application data
where the data size is too great to be transferred on the signalling plane.

6.4.4.1.9 Reference point MCData-10 (between the Message notification client and
MCData notification server)

The MCData-10 reference point, which exists between the Message notification client and the MCData notification
server, is used by the Message natification client to create an appropriate notification channel(s) at the MCData
notification server in order to direct events from M CData message store to the MCData notification server for
subsequent delivery to the Message notification client on the UE.

6.4.4.1.10 Reference point MCData-11 (between the MCData message store and the
MCData notification server)

The MCData-11 reference point, which exists between the MCData message store and the MCData notification server,
is used by the M CData message store to send notification message to the subscribed Message notification client.

6.5 Functional model for short data service

6.5.1 On-network functional model

Figure 6.5.1-1 shows the application plane functional model for SDS.
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Figure 6.5.1-1: Application plane functional model for SDS

In the model shown in figure 6.5.1-1, the following apply:

MCData-SDS-1 reference point is primarily used for MCData application signalling during session
establishment in support of SDS data transfer. Secondarily, MCData-SDS-1 reference point is used for uplink
and downlink unicast SDS data transaction over signalling control plane by the SDS distribution function of the
MCData server and SDS function of the MCData client.

MCData-SDS-2 reference point carries uplink and downlink unicast SDS data over media plane between the
SDS distribution function of the MCData server and the SDS function of the MCData client.

MCData-SDS-3 reference point carries downlink multicast SDS data over media plane from the SDS distribution
function of the MCData server to the SDS function of the MCData client.

Examples of SDS data (in the form of text, binary, application data, URL or combinations of these) are:

information pertaining to applications e.g. health parameters of MCData user for situational awareness
application;

information pertaining to enhanced status service;

text or URL data between MCData users;

application data (e.g. health parameters) to the MCData user;

location information (independent or along with user or application provided data);

command instructions to invoke certain operations on the MCData UE e.g. invoking UE specific applications;
and

application plane identities for the MCData user and MCData application.

6.5.2 Off-network functional model

Figure 6.5.2-1 shows the off-network application plane functional model for SDS.
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Figure 6.5.2-1: Application plane functional model for SDS

6.5.3 Functional entities description

6.5.3.1 Application plane

6.5.3.1.1 SDS function
SDS function of the MCData client is responsible to handle SDS capability related requests and responses.

6.5.3.1.2 SDS distribution function

The SDS distribution function of the MCData server is responsible for the SDS data transaction to MCData
communication participants. The SDS distribution function of the MCData server provides the following functionality:

- reception of uplink SDS data transaction by means of the MCData-SDS-1 and M CData-SDS-2 reference points;

- replicate the SDS data as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink data by I P unicast transmission to those MCData communication participants utilizing
unicast transport by means of the MCData-SDS-1 and MCData-SDS-2 reference points; and

- distribute downlink SDS data using multicast downlink transport by means of the MCData-SDS-3 reference
point.
6.5.3.1.3 Transmission/Reception control

Thisfunctional entity isresponsible for transmission and reception control of MCData SDS data transaction between
the sending MCData UE, the MCData server, and the receiving MCData UE. For SDS capability, due to small data size,
the SDS messages can be automatically sent.

6.5.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 33 ETSI TS 123 282 V17.9.0 (2022-05)

6.5.4 Reference points

6.54.1 Application plane
6.5.4.1.1 Reference point MCData-SDS-1 (between the SDS distribution function and the
SDS function)

MCData-SDS-1 reference point is used for uplink and downlink unicast SDS data transaction over signalling control
plane by the SDS distribution function of the MCData server and SDS function of the MCData client. This reference
point is also used for MCData application signalling during session establishment in support of SDS data transfer.

The MCData-SDS-1 reference point shall use the SIP-1 and SIP-2 reference points for transport and routing of SIP
signalling. MCData-SDS-1 reference point can be used when the SDS payload data size does not exceed the configured
maximum payload data size for SDS over signalling control plane, otherwise MCData-SDS-2 and MCData-SDS-3 may
be used appropriately.

Reference point MCData-SDS-1 also provides support to delivered and read requests and notifications as appropriate.

6.5.4.1.2 Reference point MCData-SDS-2 (unicast between the SDS distribution function
and the SDS function)

The MCData-SDS-2 reference point, which exists between the SDS distribution function and the SDS function of the
MCData client, is used unicast SDS data transaction (when the SDS payload data size exceeds the configured maximum
payload data size for SDS over signalling control plane) between the M CData server and the MCData client. The
MCData-SDS-2 reference point uses the SGi reference point defined in 3GPP TS 23.002 [10].

Reference point MCData-SDS-2 also provides support to message thread indication using conversation identifier,
delivered and read notifications as appropriate.

6.5.4.1.3 Reference point MCData-SDS-3 (multicast between the SDS distribution function
and the SDS function)

The MCData-SDS-3 reference point, which exists between the SDS distribution function of the M CData server and the
SDS function of the MCData client, is used by the SDS distribution function of the M CData server to send downlink

multicast SDS data to the SDS function of the MCData client. The MCData-SDS-3 reference point uses the MB2-U
interface defined in 3GPP TS 23.468 [§].

6.5.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

6.6 Functional model for file distribution

6.6.1 On-network functional model

Figure 6.6.1-1 shows the application plane functional model for file distribution.
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Figure 6.6.1-1: Application plane functional model for file distribution

In the model shown in figure 6.6.1-1, the following apply:

MCData-FD-1 reference point is primarily used for MCData application signalling for establishing asession in
support of MCData file distribution. Secondarily, MCData-FD-1 reference point is also used for both uplink and
downlink unicast data (e.g., URL associated to file, file download completed report).

MCData-FD-2 reference point carries uplink and downlink unicast file data between the FD functions of the
MCData server and the MCData UE.

MCData-FD-3 reference point carries downlink multicast file data from the FD function of the MCData server to
the FD function of the MCData UE.

MCData-FD-4 reference point carries uplink and downlink unicast file data between the media storage function
of the MCData Content server and the media storage client of the MCData UE.

MCData-FD-5 reference point supports the MCData server to access the stored files in the M CData content
server for certain file distribution functions, such asretrieval afile to be distributed through multicast etc. This
reference points also supports any necessary operational requirements.

MCData-FD-7 reference point supports the upload and download of file data between M CData content server
and MCData message store.

NOTE: The security aspects of MCData-FD-5 and M CData-FD-7 reference points are the responsibility of SA3

and thus outside the scope of the present document.

6.6.1a On-network functional model for interconnection

Figure 6.6.1a-1 shows the application plane functional model for file distribution with interconnection.
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Figure 6.6.1a-1: Application plane functional model for file distribution

In the model shown in figure 6.6.1a-1, the following apply:

MCData-FD-1, MCData-FD-2, MCData-FD-3, MCData-FD-4, MCData-FD-5 reference points are described in
subclause 6.6.1.

MCData-7 and MCData-8 reference points are described in subclause 6.4.4.1.
The MC gateway server is described in subclause 6.4.3.1.5.

MCData-3 and MCData-9 allow the MCData server in the primary M CData system to share URLsrelated to
files for upload and download with the MCData server in the partner MCData system.

MCData-FD-6 allows file contents and metadata to be shared between the MCData content server in the primary
MCData system and the M CData content server in the partner MCData system. MCData-FD-6 is based on
HTTP.

The HTTP proxies are contained in the signalling plane. They provide topology and I P address hiding between
MCData systems.

6.6.2

Off-network functional model

Figure 6.6.2-1 shows the off-network application plane functional model for FD.
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Figure 6.6.2-1: Application plane functional model for FD

6.6.3 Functional entities description
6.6.3.1 Application plane

6.6.3.1.1 FD function

FD function of the MCData client and the MCData server is responsible to handle file distribution capability related
requests and responses.

The FD function of the MCData server is responsible for the distribution of file to the MCData communication
participants. The FD function of the MCData server provides the following functionality:

- reception of uplink file data by means of the M CData-FD-2 reference point;

- replicate the file data as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink file data by IP unicast transmission to those MCData communication participants utilizing
unicast transport by means of the MCData-FD-2 reference point; and

- distribute downlink file data using multicast downlink transport by means of the M CData-FD-3 reference point.

6.6.3.1.2 Media storage client

The media storage client is used to support FD function of the MCData client for file distribution capability. FD
function of the MCData client interacts with media storage client for uploading and downloading file to or from the
media storage function of the MCData content server.

6.6.3.1.3 Transmission/Reception control

This functiona entity is responsible for transmission and reception control of MCData file data between the sending
MCData UE, the MCData server, and the receiving MCData UE. Transmission and reception control function is used to
provide arbitration between multiple data requests and apply the necessary policy to ensure that appropriate datais
transmitted between the M CData UE. However, when the file distribution requests are exceeding a certain size, it may
be necessary to control the data that is transmitted or received by the MCData UEs. The control is subject to criterialike
application level priorities (e.g. user priority, group priority), service type, emergency nature of the communication, etc.
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6.6.3.1.4 Media storage function

The media storage function is responsible for the storing of media uploaded by the media storage client of the MCData
UE in case of MCDatafile distribution. It aso supports download of stored media by the MCData UE in case of file
distribution via media storage client.

The media storage function supports partial download requests of stored media by the MCData UE via media storage
client.
6.6.3.1.5 MCData content server

The MCData content server functional entity provides arepository areain the MCData trust domain allowing
authorized MCData users to temporarily store files that are intended to share to other MCData users. It provides
common pool of storage area (i.e. size) to al authorized MCData users to use, no persona space is allocated. An
authorized MCData user can use the supported operations on the defined reference point to upload shared files and
download the files that are shared to him. The MCData server will use the defined reference point to access the files
stored in the MCData content server and support the necessary operational functionalities. As part of the file life cycle
management the temporarily stored files will be removed periodically based on the Mission Critical service provider
policy. An MCData content server may share files with another MCData content server in another MCData system to
support interconnection.

If the MBMS user service architecture described in 3GPP TS 26.346 [21] is utilized for file distribution, the MCData
content server provides the stored file associated to the established MBM S session.

NOTE: The security aspects of the MCData content server and its operational supports are the responsibility of
SA3 and thus outside the scope of the present document.
6.6.3.2 Signalling control plane
The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].
6.6.4 Reference points
6.6.4.1 Application plane
6.6.4.1.1 Reference point MCData-FD-1 (between the FD functions of the MCData client
and the MCData server)

MCData-FD-1 reference point is used for MCData application signalling for establishing a session in support of
MCData file distribution. The bearer isaso used for both uplink and downlink unicast data (e.g., URL associated to
file, file download completed report). The MCData-FD-1 reference point shall use the SIP-1 and SIP-2 reference points
for transport and routing of SIP signalling. MCData-FD-1 reference point can be used as long as the file size does not
exceed the capabilities (e.g. payload or transmission limits) provided by MCData-FD-1.

M essages supported on this interface include the uplink and the downlink unicast file transaction between the MCData
clientsin MCData communication viathe MCData server for:

- metadata (file size, type etc.) of the file being distributed;

- URL of thefile being distributed;

- sending download completed report;

- small sizefile;

- conversation identifier for message thread indication; and

- application plane identities for the MCData user and M CData application.

M essages supported on thisinterface may also include the MCData client providing the MCData server with
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- MCData application signalling for establishing afile distribution session in support of MCData communication.
6.6.4.1.2 Reference point MCData-FD-2 (unicast between the FD functions of the MCData
client and the MCData server)

The MCData-FD-2 reference point, which exists between the FD functions of the MCData client and the MCData
server, is used for unicast file transaction between M CData server and MCData client. The MCData-FD-2 reference
point uses the SGi reference point defined in 3GPP TS 23.002 [10].

Reference point MCData-FD-2 supports the following functions:
- file being distributed from and to the MCData client;
- conversation identifier for message thread indication; and
- application plane identities for the MCData user and M CData application.
6.6.4.1.3 Reference point MCData-FD-3 (multicast between the FD functions of the
MCData client and the MCData server)

The MCData-FD-3 reference point, which exists between the FD functions of the MCData client and the MCData
server, is used by the FD function of the MCData server to send downlink multicast file data to the FD function of the
MCData client. The MCData-FD-3 reference point uses the MB2-U interface defined in 3GPP TS 23.468 [8] or the
XMB-U interface as defined in 3GPP TS 26.348 [19].

6.6.4.1.4 Reference point MCData-FD-4 (media storage function and media storage
client)

The MCData-FD-4 reference point, which exists between the media storage function and the media storage client, is
used by the media storage client of MCData UE to upload and download file to the media storage function of the
MCData content server. The MCData-FD-4 reference point uses the HT TP reference point.

6.6.4.1.5 Reference point MCData-FD-5 (FD function and media storage function)

The MCData-FD-5 reference point, which exists between FD function and the media storage function, is used by the
FD function of MCData server to fetch the file in the MCData content server that was uploaded by the media storage
client of aMCData UE for multicast delivery using MBMS. It aso supports necessary operational functions such as
size check for transmission control etc. The MCData-FD-5 reference point uses the HT TP reference point.

6.6.4.1.6 Reference point MCData-FD-7 (media storage function and MCData
message store)
The MCData-FD-7 reference point, which exists between media storage function and the MCData message store, is

used by the media storage function to fetch the file residing in the M CData message store and store in its repository for
distribution. It is also used by the MCData message store to download the file contents from the media storage function.

6.6.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

6.7 Functional model for data streaming

6.7.1 On-network functional model

NOTE: Asno detailed procedures are specified in the current specification the DS functional model isfor
information only.

Figure 6.7.1-1 shows the application plane functional model for data streaming.
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Figure 6.7.1-1: Application plane functional model for data streaming

In the model shown in figure 6.7.1-1, the following apply:

- MCData-DS-1 reference point is used for MCData application signalling for establishing a session in support of
MCData data streaming. The bearer is also used for both uplink and downlink unicast stream download reports
(e.g. stream start and stop records).

- MCData-DS-2 reference point carries unicast data stream between the data streaming and distribution function
of the MCData server and the DS function of the MCData UE. The bearer is used for both uplink and downlink
unicast data streaming.

- MCData-DS-3 reference point carries multicast data stream from the data streaming and distribution function of
the MCData server to the DS function of the MCData UE. The bearer is used for downlink multicast data
streaming.

6.7.2 Off-network functional model

6.7.3 Functional entities description

6.7.3.1 Application plane

6.7.3.1.1 DS function

DS function of the MCData client isresponsible to handle DS capability related requests and responses for data
streaming. FD function may interact with storage entity for retrieving the locally stored data for data streaming.

6.7.3.1.2 Data streaming and distribution function

The data streaming and distribution function is responsible for the distribution of data stream to MCData
communication participants. The data streaming and distribution function provides the following functionality:

- reception of uplink data stream transmission by means of the MCData-DS-2 reference point;

- replicate the data stream as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink data stream by |P unicast transmission to those M CData communication participants
utilizing unicast transport by means of MCData-DS-2 reference point; and

- distribute downlink data stream using multicast downlink transport by means of the MCData-DS-3 reference
point.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 40 ETSI TS 123 282 V17.9.0 (2022-05)

6.7.3.1.3 Transmission/Reception control

Thisfunctional entity isresponsible for transmission and reception control of data stream between the sending MCData

UE, the MCData server, and the receiving MCData UE. Transmission and reception control function is used to provide

arbitration between multiple data requests and apply the necessary policy to ensure that appropriate data is transmitted

between the MCData UEs.

6.7.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC

services as specified in 3GPP TS 23.280 [5].

6.7.4 Reference points

6.74.1 Application plane

6.7.4.1.1 Reference point MCData-DS-1 (between the data streaming and distribution
function and the DS function)

MCData-DS-1 reference point is used for MCData application signalling for establishing a session in support of
MCData data streaming. The bearer is also used for both uplink and downlink unicast stream download reports (e.g.,
stream start and stop records). The MCData-DS-1 reference point shall use the SIP-1 and SIP-2 reference points for
transport and routing of SIP signalling.

M essages supported on this interface includes the uplink and the downlink unicast data stream between the MCData
clients MCData communication viathe MCData server for

- metadata of the data being streamed;
- URL of the data being streamed,;
- sending stream download report;
- conversation identifier for message thread indication; and
- application plane identities for the MCData user and MCData application.
M essages supported on thisinterface may also include the MCData client providing the MCData server with

- MCData application signalling for establishing a UE data streaming session in support of MCData
communication.

6.7.4.1.2 Reference point MCData-DS-2 (unicast between the data streaming and
distribution function and the DS function)

The MCData-DS-2 reference point, which exists between the data streaming and distribution function and the DS
function, is used to unicast data stream between the data streaming and distribution function of the MCData server and
the DS function of the MCData client. The MCData-DS-2 reference point uses the SGi reference point defined in
3GPP TS 23.002 [10].

MCData-DS-2 supports the following functions:
- stream datafrom MCData UE;
- stream data from network;
- data stream controls from the authorized MCData UE;
- stream data stream controls from the MCData UE over uplink;
- start and stop data stream from MCData UE over downlink;

- conversation identifier for message thread indication; and
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- application plane identities for the MCData user and M CData application.

6.7.4.1.3 Reference point MCData-DS-3 (multicast between the data streaming and
distribution function and the DS function)

The MCData-DS-3 reference point, which exists between the data streaming and distribution function and the DS
function, is used by the data streaming and distribution function of the M CData server to send multicast data stream to
the DS function of the MCData client. The MCData-DS-3 reference point uses the MB2-U interface defined in
3GPPTS23.468 [8].

6.7.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

6.8 Functional model for IP connectivity

6.8.1 On-network functional model

Figure 6.8.1-1 shows the application plane functional model for User-1P connectivity.

MCData server MCData UE

MCData client

MCData-IPcon-1

IPcon IPcon
distribution MCData-IPcon-2 function IPcon-host
function

MCData-IPcon-3

Transmission
/Reception
control

EPS

Figure 6.8.1-1: Application plane functional model for IP connectivity

In the model shown in figure 6.8.1-1, the following apply:

- MCData-IPcon-1 reference point is used for MCData application signalling for establishing a session in support
of MCData | P connectivity.

- MCData-|Pcon-2 reference point carries bidirectional 1P Data for point-to-point MCData | P connectivity over
the media plane between the U-IPcon distribution function of the MCData server and the I Pcon function of the
MCData client(s).

- MCData-lPcon-3 reference point is used by the IP-con distribution function of the MCData server to send
unidirectional downlink |P Data to the | P-con function of the MCData clients.

- IPcon-host reference point is used for a data host, e.g. server, to use | P connectivity service capabilities. This
reference point is outside the scope of the present document.
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6.8.2 Off-network functional model

6.8.3 Functional entities description
6.8.3.1 Application plane

6.8.3.1.1 IP connectivity function

IP connectivity function of the MCData client is responsible to handle |Pcon capability related requests and responses.

6.8.3.1.2 IPcon distribution function

The IPcon distribution function of the MCData server is responsible for the distribution of |P Datato MCData
communication participants. The IPcon distribution function of the MCData server provides the following functionality:

- reception of uplink 1P Data transmission by means of the M CData-| Pcon-2 reference points;

- replicate the |P Data as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink data by IP unicast transmission to those M CData communication participants utilizing
unicast transport by means of the M CData-1 Pcon-2 reference points; and

- distribute downlink 1P Data using multicast downlink transport by means of the M CData-1 Pcon-3 reference
point.

6.8.3.1.3 Transmission/Reception control

This functiona entity is responsible for transmission and reception control of |P Data transaction between the sending
MCData client, the MCData server, and the receiving MCData client. Transmission and reception control functionis
used to provide arbitration between multiple data requests and apply the necessary policy to ensure that appropriate |P
Data are transmitted between the MCData clients.

6.8.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].

6.8.4 Reference points

6.8.4.1 Application plane

6.8.4.1.1 Reference point MCData-IPcon-1 (between the IPcon distribution function and
the U-IPcon function)

MCData-1Pcon-1 reference point is used for MCData application signalling for establishing a session in support of
MCData | P connectivity.

6.8.4.1.2 Reference point MCData-IPcon-2 (unicast between the U-IPcon distribution
function and the U-IPcon function)

M CData-1Pcon-2 reference point carries bidirectional 1P Data for point-to-point MCData | P connectivity over the media
plane between the | Pcon distribution function of the MCData server and the I Pcon function of the MCData client(s).
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6.8.4.1.3 Reference point MCData-IPcon-3 (multicast between the IPcon distribution
function and the IPcon function)

M CData-1Pcon-3 reference point carries downlink unidirectional 1P Data over the media plane between the |Pcon
distribution function of the MCData server and the I Pcon function of the MCData client(s).

6.8.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

B6A ldentities

The MCData service specific identities (e.g. MCData I|D, MCData group ID) are described in clause 8 of
3GPP TS 23.280[5].

6B Application of functional model to deployments

The application of the functional model to deployments, and description of various deployment scenarios for the
MCData service, can be found in clause 9 of 3GPP TS 23.280 [5].

7 Procedures and information flows

7.1 MCData service configuration

The MCData service shall support the procedures and related information flows as specified in subclause 10.1 and
Annex A of 3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;
- TheMC service server isthe MCData server;
- TheMC serviceID isthe MCData|ID; and

- TheMC service user profile index is the MCData user profile index.

7.2 Affiliation and de-affiliation to/from MCData group(s)

The MCData service shall support the procedures and related information flows as specified in subclause 10.8 of
3GPP TS 23.280 [5] with the following clarifications:

- TheMC serviceclient isthe MCData client;

- TheMC service server isthe MCData server;

- The MC service group is the MCData group;

- TheMC serviceID isthe MCData ID; and

- TheMC service group ID isthe MCData group ID.

When an MCData user has affiliated to an MCData group then the MCData user can send and receive MCData related
mediafor that M CData group. When an M CData user has de affiliated from an MCData group then the MCData user
cannot send and receive MCData related media to and from that MCData group.
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7.3 Use of MBMS transmission (on-network)

7.3.1 Information flows for MBMS Transmission

Information flows for generic MBM S procedures are defined in 3GPP TS 23.280 [5].

7.3.2 Use of pre-established MBMS bearers

The MCData service shall support the procedure for using pre-established MBM S bearers as specified in
3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;
- TheMC service server isthe MCData server; and
- TheMC service D isthe MCDatalD.

The MCData service shall use the MCData-6, MCData-SDS-1, MCData-SDS-2, MCData-SDS-3, MCData-FD-1,
MCData-FD-3, MCData-DS-1 and MCData-DS-3 reference points for this procedure.

MCData may use pre-established MBMS bearer for the MCData features short data service, file distribution and data
streaming. The MBM S bearer can be used by any group. Depending on the capacity of the MBM S bearer, the bearer
can be used to broadcast one or more servicesin parallel.

Both the media packets as well as application level control signalling (e.g. transmission control) to the receiving users
may be sent on the MBM S bearer. Optionally, a separate MBM S bearer could be used for the application level control
signalling (e.g. transmission control), due to different bearer characteristic requirements.

7.3.3 Use of dynamic MBMS bearer establishment

The MCData service shall support the procedure for using dynamic MBMS bearers as specified 3GPP TS 23.280 [5]
with the following clarifications:

- TheMC service client isthe MCData client;
- TheMC service server isthe MCData server; and
- TheMC serviceID isthe MCDatalD.

The MCData service shall use the MCData-6, MCData-SDS-1, MCData-SDS-3, MCData-FD-1, MCData-FD-3,
MCData-DS-1 and MCData-DS-3 reference points for this procedure.

MCData may use dynamic MBMS bearer for the MCData features short data service, file distribution and data
streaming. The MBM S bearer can be used by any group. Depending on the capacity of the MBM S bearer, the bearer
can be used to broadcast one or more servicesin parallel.

Both the media packets as well as application level control signalling (e.g. transmission control) to the receiving users
may be sent on the MBM S bearer. Optionally, a separate MBM S bearer could be used for the application level control
signalling (e.g. transmission control), due to different bearer characteristic requirements.

7.3.4  Switching from MBMS bearer to unicast bearer

The MCData service shall support the procedure for switching from MBMS bearer to unicast bearer as specified
3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;
- TheMC service server isthe MCData server; and
- TheMC serviceID isthe MCDatalD.

The MCData service shall use the MCData-SDS-1, MCData-SDS-2, MCData-FD-1, MCData-FD-3, MCData-DS-1 and
MCData-DS-3 reference points for this procedure.
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7.3.5 Use of MBMS user services for file distribution

7.35.1 General

This subclause defines information flows and procedures for usage of MBMS user services that appliesto MCData file
distribution. MBM S user services can be used for any M C service group.

The MBMS user service architecture is described in 3GPP TS 26.346 [21].

NOTE: The current specification does not cover M CData end-to-end encryption file distribution using MBM S
when the BM-SC isin the MCData system trust domain.

7.35.2 Information flows for MBMS user service usage

7.3.5.2.1 MBMS user service announcement

Table 7.3.5.2.1-1 describes the information flow MBMS bearer announcement from the MCData server to the MCData
client.

Table 7.3.5.2.1-1: MBMS user service announcement

Information element Status Description
MBMS user service id M Id of the MBMS user service
SA file M The service announcement file as returned in the

create/update session response (subclause 5.4 in

3GPP TS 26.348 [19]) (see NOTE)

Monitoring state (0] The monitoring state is used to control if the client

is actively monitoring the reception quality or the

MBMS bearer used by the MBMS user service.

Unicast status (0] An indication that the listening status of the unicast

bearer is requested.

NOTE: The SA file provides the TMGI, the list of MBMS service area identifiers, the frequency and the
delivery parameters.

7.35.3 Procedures for MBMS user service usage
7.3.5.3.1 Use of pre-established MBMS user services
7.3.5.311 General

In this scenario, the MCData server pre-establishes MBMS user service(s) in certain pre-configured areas before the
initiation of a group file distribution. When a user originates arequest for afile distribution in one of these areas, the
MCData server can use the pre-established MBM S user service(s) for the DL media transmission.

The MBMS user service can be announced prior to the file distribution or within the signalling message for the file
distribution.

The MBMS user service does not transmit application level control signalling. An MBMS bearer could be used for the
application level control messages according to the generic MBM S procedures defined in 3GPP TS 23.280 [5].

7.3.5.3.1.2 Procedure

Editor's note: The procedure in this clause needs to be revised considering that MBM S user services, as specified in
3GPP TS 26.346 [21], cannot be supported over the MB2 interface.

The procedure figure 7.3.5.3.1.2-1 shows only one of the receiving M CData clients using an MBM S user service.
Pre-conditions:

- The participating users are already affiliated.
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MCData dlient MCData server

1. create MBMS user service

2. create MBMS session

3a. activate MBMS bearer
[
3b. generate SA File

. 4. MBMS user service announcement
-t

5. MCData client stores MBMS user serviceid,
TMGI(s), service area and other info about the
MBMS User service, the MCData UE starts to
monitor the TMGI(s).

6. MBMS listening status report

7. update MBMS session with
new file to be distributed

8. Signalling file distribution.

9. File distribution over MBMS

Figure 7.3.5.3.1.2-1: Use of pre-established MBMS user service

1. The MCData server determinesto create an MBM S user service with agiven MBMS user serviceid. If the

MCData server makes use of the xMB interface, the MCData server creates an MBMS user service over xMB-C
(subclause 5.3 from 3GPP TS 26.348 [19]).

NOTE 1: The procedure to determine the creation of MBMS user servicesisimplementation specific.

2.

If the MCData server makes use of the xMB interface, the MCData server creates an MBM S session over XMB-
C for the MBM S user service (subclause 5.4 from 3GPP TS 26.348 [19]), with the type set to "Files' to use the
MBMS download delivery method. Additionally, the MCData server defines the ingest mode, pull or push, to
provide the file into the BM-SC viaxMB-U. ThisMBMS session will be used for file distribution. In response,
the MCData server getsthe TMGI of the MBM S bearer used for the MBM S session, and the SA file containing
the metadata of the MBM S user service. When the push ingest mode is used, as part of the response from the
BM-SC the MCData server also obtains the URL to be used to push thefile.

3a. Else, the MCData server activates an MBM S bearer over MB2-C for the MBM S user service.

3b. The MCData server, if not aready in the possession of the SA file, generates the SA file containing the metadata

of the MBMS user service.

The MCData server passes using control plane signalling the MBMS user service info for the service description
associated with the pre-established MBM S user service to the MCData client. The MCData client obtains the
TMGI, identifying the MBMS bearer, from the SA file included in the MBMS user service description.

The MCData client stores the information associated with the MBM S user service. The MCData client uses the
TMGI and other MBM S user service related information to activate the monitoring of the MBM S bearer.

The MCData client that enters or isin the service area of at |east one announced TMGI indicates to the MCData
server that the MCData client is able to receive file distributed over MBMS, whereby the MCData server may
decide to use this MBMS user service instead of unicast bearer for MC communication sessions.
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NOTE 2: Step 4 isoptional for the MCData UE on subsequent MBM S user service announcements.
NOTE 3: Theinformation flow is specified in subclause 10.7.2.2 from 3GPP TS 23.280 [5].

7. If the MCData server makes use of the xMB interface and wants to deliver a file to a group, the MCData server
updates the MBM S session to provide the file list when the pull ingest mode is defined. As described in
3GPP TS 26.348[19], the file list includes, among other information, the file URL to be used by the BM-SC to
fetch the file and the earliest fetch time.

8. The MCData server signalsthe file transmission over the MBM S user service to the targeted MCData clients.

NOTE 4: After step 8, the file can be provided for distribution over the MBM S session. If the pull ingest modeis
defined, the BM-SC fetches the file from the indicated file URL. If the push ingest mode is defined, the
MCData server can start pushing the file to the corresponding URL.

9. Thefile, transmitted with the MBM S download delivery method, is received by the MCData clients. If the
MCData server does not make use of the xMB interface, the MCData server fragments the file to be sent, applies
error correction according to the MBM S download delivery method (3GPP TS 26.346 [21]) and sent the FLUTE
packets over MB2-U.

7.3.5.3.2 Use of dynamic MBMS user service establishment

Editor's note: The procedure in this clause needs to be revised considering that MBM S user services, as specified in
3GPP TS 26.346 [21], cannot be supported over the MB2 interface.

In this scenario depicted in figure 7.3.5.3.2-1, the MCData server decides to establish an MBM S user service for the
distribution of a given file. The MBMS user service is announced to the M CData client, together with the file
information to be received.

NOTE 1. The MCData server logic for determining when to establish the new MBMS user serviceis
implementation specific. For example, the MCData server could decide to establish the MBM S delivery
based on the location of the UE's that are a part of the targeted group.

MCData client MCData server

1.Create MBMS user service

2.Create MBMS session with info
ofthe file to be distributed

3a. activate MBMS bearer
[
3b. generate SA File

4. MBMS user service announcement

-l
-

5. MC service client stores MBMS user service ID,
TMGI(s), service area and other info about the
MBMS user service(s), the MC service UE startsto
monitor the TMGI(s).

6. MBMS listening status report

\ J

7. Signalling file distribution

8. File distribution over MBMS

Figure 7.3.5.3.2-1: Use of dynamic MBMS user service establishment
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1. The MCData server determinesto create a MBMS user service with a given an MBMS user service id for the
group communication session. If the MCData server makes use of the XM B interface, the MCData server creates
an MBM S user service over XM B-C (subclause 5.3 from 3GPP TS 26.348 [19]).

2. If the MCData server makes use of the xMB interface, the MCData server createsa MBMS session for the
MBM S user service (subclause 5.4 from 3GPP TS 26.348 [19]), with the type set to "Files’ to use the MBMS
download delivery method. Additionally, the MCData server defines the ingest mode, pull or push, to provide
the file into the BM-SC viaxMB-U. When the pull ingest mode is defined, the MCData server provides the file
list. Thefile list includes, among other information, the file URL to be used by the BM-SC to fetch the file and
the earliest fetch time. In response, the MCData server getsthe TMGI of the MBMS bearer used for the MBM S
session and the SA file containing the metadata of the MBM S user service. When the pull ingest modeis
defined, the MCData server aso obtains the scheduling parameter for the file delivery. When the push ingest
mode is used, as part of the response from the BM-SC the MCData server obtains the URL to be used to push the
file

3a Else, the MCData server activates an MBMS bearer over MB2-C for the MBM S user service.

3b. The MCData server, if not aready in the possession of the SA file, generates the SA file containing the metadata
of the MBM S user service.

4. The MCData server passes using control plane signalling the SA file to the MCData client. The MCData client
obtains the TMGI, identifying the MBMS bearer, from the SA fileincluded in the MBMS user service
description.

5. The MCData client stores the information associated with the MBMS user service. The MCData client uses the
TMGI and other MBM S user service related information to activate the monitoring of the MBMS bearer.

6. The MCData client that enters or isin the service area of at least one announced TMGI indicates to the MCData
server that the MCData client is able to receive file distributed over MBMS, whereby the MCData server may
decide to use thisMBMS user service instead of unicast bearer for MC communication sessions.

7. The MCData server signals the file transmission over the MBM S user service to the targeted MCData clients.

NOTE 2: After step 7, the file can be provided for distribution over the MBMS session. If the pull ingest modeis
defined, the BM-SC fetches the file from the indicated file URL. If the push ingest mode is defined, the
MCData server can start pushing the file to the corresponding URL.

8. Thefile, transmitted with the MBM S download delivery method, is received by the MCData clients. If the
MCData server does not make use of the xMB interface, the MCData server fragments the file to be sent, applies
error correction according to the MBM S download delivery method (3GPP TS 26.346 [21]) and sent the FLUTE
packets over MB2-U.

7.3.5.3.3 Providing stored files in the MCData content server for distribution over MBMS

7.3.5.3.3.1 General

Asdescribed in clause 6.6.3.1.5, the M CData content server provides a repository area where authorized MCData users
temporarily storefilesthat are intended to be shared with other MCData users. The distribution of such files targeting a
group of MCData users can be performed over MBMS.

For the case that the MBM S user service architecture is used over the xMB interface (specified in
3GPP TS 26.348[19]), two ingest modes, push and pull, can be defined by the MCData server to ingest the file into the
BM-SC for distribution over the MBM S sessions.

NOTE: Itisimplementation specific if the MCData server uses pull or push ingest mode to ingest the file into the
BM-SC over the xXMB interface.

7.3.5.3.3.2 File fetching by the MCData server

A file can be fetched by the MCData server from the MCData content server over the MCData-FD-5 reference point
using the file URL provided by MCData users. The MCData server, thus, enables via the xMB-U interface that the file
isingested, either by pull or push, into the BM-SC for distribution over MBMS.
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NOTE 1. Thefile also becomes available for the case that the M CData server decides to distribute the file over the
MB2 interface to MCData users from the target M CData group.

When the MCData server defines a pull ingest mode, the MCData server provides via the xXMB-C interface the resource
location from which the BM-SC will fetch the file as well as other session properties (e.g. file earliest fetch time), as
described in 3GPP TS 26.348 [19].

When the MCData server defines a push ingest mode, the MCData server directly ingests into the BM-SC viathe
xMB-U interface the file obtained from the MCData content server. The BM-SC providesto the MCData server the
URL to be used to push the file(s).

NOTE 2: For the push ingest mode, the MCData server is aways the functional entity ingesting the file content into
the BM-SC viathe xMB-U interface.

The procedure in figure 7.3.5.3.3.2-1 describes the case where the file to be distributed over MBM S is fetched by the
MCData server from the MCData content server.

Pre-conditions:

- The MCData users on the MCData client 1 to n belong to the same M CData group and are already registered and
affiliated for receiving MCData service.

- Thefileto be distributed is uploaded to the MCData content server.

- The BM-SC has the necessary permissionsto fetch afile from the M CData system.

MCData client 2 BM-SC MCData client 1 MCData server MCData content
ton server

1. File distribution
request

‘ 2. Fetch file

‘ 3. Create MBMS service and session for FD ‘

4. MBMS and FD application signaling ‘

,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,

5.a. Ingest File into BM-SC based on push ingest mode !
| (Push File) |

5.b. Ingest File into BM-SC based on pull ingest mode |
i (Fetch File)

6. File distribution over

MBMS session

Figure 7.3.5.3.3.2-1: File fetching by the MCData server for file distribution over MBMS

1. The MCData server receives areguest from the MCData client 1 to distribute afile to atarget MCData group.
The MCDatafile distribution request contains the resource location (i.e. the file URL) in the MCData content
server.

2. The MCData server decides to fetch the file from the M CData content server viathe MCData-FD-5 reference
point.

3. The MCData server creates an MBM S service and session for file delivery using xMB procedures viathe
XMB-C interface, as described in 3GPP TS 26.348 [19]. The MCData server indicates, among other session
properties, the ingest mode. For the case of pull ingest mode, the MCData server provides the file URL from

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 50 ETSI TS 123 282 V17.9.0 (2022-05)
which the BM-SC will fetch the file. For the case of push ingest mode, the BM-SC provides to the MCData
server the URL to be used to push the file into the MBM S session.

NOTE 3: Step 3 may also occur before step 2.

4. The MCData server providesto the MCData users from the target M CData group the application signalling
related to the MBM S session and the file distribution.

5a. For the case that the file is ingested into the BM-SC based on the push ingest mode, the MCData server pushes
thefile to the URL indicated by the BM-SC.

5b. For the case that the file isingested into the BM-SC based on the pull ingest mode, the BM-SC pullsthe file
from the provided file URL.

6. The BM-SC distributes the file over the established MBM S session. When the target MCData clients have
activated the reception for that service and are located within the MBMS area coverage, the MCData clients
receive thefile.

7.3.5.3.3.3 File fetching by the BM-SC

When the MCData server defines a pull ingest mode, the MCData server can aternatively provide to the BM-SC the
resource location in the MCData content server (i.e. the file URL contained within the received file distribution
request). The BM-SC, thus, will directly fetch the file from the MCData content server.

NOTE 1: In order to the enable that the BM-SC fetches the file from the MCData content server, the MCData
content server supports the xMB-U interface to the BM-SC.

NOTE 2: For the case that the file isingested into the BM-SC from the MCData content server, only the pull ingest
mode is supported. When push ingest mode is required, the procedure is described in clause 7.3.5.3.3.2.

The procedure in figure 7.3.5.3.3.3-1 describes the case where the file to be distributed over MBM S is fetched by the
BM-SC from the MCData content server.

Pre-conditions:

- The MCData users on the MCData client 1 to n belong to the same M CData group and are already registered and
affiliated for receiving MCData service.

- Thefileto be distributed is uploaded to the MCData content server.

- The BM-SC has the necessary permissionsto fetch afile from the M CData system.
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7.4

MCData client 2 MCData content

BM-SC MCData client 1 MCData server
ton server
1. File distribution
request

‘ 2. Create MBMS service and session for FD ‘

3. MBMS and FD application signaling ‘

4. BM-SC fetches the File from the MCData content server {pull ingest mode)
<5. File distribution over
MBMS session

Figure 7.3.5.3.3.3-1: File fetching by the BM-SC for file distribution over MBMS

The MCData server receives a request from the M CData client 1 to distribute a file to atarget MCData group.
The MCData file distribution request contains the resource location (i.e. the file URL) in the MCData content
server.

The MCData server creates an MBMS service and session for file delivery using xMB procedures via the
XMB-C interface, as described in 3GPP TS 26.348 [19]. The MCData server defines, among other session
properties, the ingest mode to pull. The MCData server provides the file URL from which the BM-SC will fetch
the file from the M CData content server.

The MCData server provides to the MCData users from the target MCData group the application signalling
related to the MBM S session and the file distribution.

The BM-SC fetches the file from the M CData content server viathe xMB-U interface.

The BM-SC distributes the file over the established MBM S session. When the target MCData clients have
activated the reception for that service and are located within the MBM S area coverage, the MCData clients
receive the file.

Short data service

7.4.1 General

There are severa procedures how an SDS message can be transported from the sender to the recipient. All of the
following factors are used by MCData client for selecting appropriate SDS procedures:

Whether the datato transfer is within or outside the SDS data size limit to transport over signalling control plane;
Whether the MCData user has only one SDS transaction or multiple SDS transactions;

Whether M CData user, optionally using its associated and activated functional aias, istargeting SDS transaction
to another MCData user or MCData group;

Whether MCData UE is on-network or off-network; and

Security reasons.
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7.4.2 Short data service for on-network

The procedures described in the following subclauses are limited to single M CData system only.
7.4.2.1 Information flows for short data service

74211 MCData standalone data request

Table 7.4.2.1.1-1 describes the information flow for the M CData standal one data request sent from the MCData client
to the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.1-1: MCData standalone data request (MCData client to MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user
sending data.

MCData ID (see NOTE 1) (0] The identity of the MCData user towards which the
data is sent

Functional alias (see NOTE 1) (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the payload is for application
consumption or MCData user consumption

Location 0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE 2) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Payload M SDS content

NOTE 1: Either the MCData ID or the functional alias must be present.

NOTE 2: The application identifier shall be included only if the payload destination type indicates that the

payload is for application consumption.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 53 ETSI TS 123 282 V17.9.0 (2022-05)

Table 7.4.2.1.1-2: MCData standalone data request (MCData server to MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the payload is for application
consumption or MCData client consumption

Location 0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE) (0] Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Payload M SDS content

NOTE: The application identifier shall be included only if the payload destination type indicates that the

payload is for application consumption.

7.4.21.2 MCData data disposition notification

Table 7.4.2.1.2-1 describes the information flow for the MCData data disposition notification sent from the MCData
client to the MCData server.

Table 7.4.2.1.2-1: MCData data disposition notification

Information element Status Description
MCData ID M The identity of the MCData user towards which the
notification is sent
MCData ID M The identity of the MCData user sending notification
Conversation Identifier M Identifies the conversation
Disposition association M Identity of the original MCData transaction
Disposition M Disposition which is delivered or read or both
7.4.2.1.3 MCData standalone session data request

Table 7.4.2.1.3-1 describes the information flow for the M CData standal one session data request sent from the MCData
client to the MCData server and from the MCData server to another MCData client.
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Table 7.4.2.1.3-1: MCData standalone session data request (MCData client to MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user
sending data.

MCData ID (see NOTE 1) (0] The identity of the MCData user towards which the
data is sent

Functional alias (see NOTE 1) (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Standalone transaction

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE 2) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Requested Priority (0] Application priority level requested for this
communication.

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

NOTE 1: Either the MCData ID or the functional alias must be present.
NOTE 2: The application identifier shall be included only if the payload destination type indicates that the
SDS message is for application consumption.

Table 7.4.2.1.3-2: MCData standalone session data request (MCData server to MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Transaction type M Standalone transaction

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE) (0] Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

NOTE:  The application identifier shall be included only if the payload destination type indicates that the

SDS message is for application consumption.
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7.4.2.1.4 MCData standalone session data response

Table 7.4.2.1.4-1 describes the information flow for the MCData standal one session data response sent from the
MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.4.2.1.4-1: MCData standalone session data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Establishment reason M Reason for establishment or rejection

7.4.2.15 MCData session data request

Table 7.4.2.1.5-1 describes the information flow for the M CData session data request sent from the MCData client to
the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.5-1: MCData session data request (MCData client to MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias O The associated functional alias of the MCData user
sending data.

MCData ID (see NOTE 1) (0] The identity of the MCData user towards which the
data is sent

Functional alias (see NOTE 1) (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Session based transactions

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE 2) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

NOTE 1: Either the MCData ID or the functional alias must be present.

NOTE 2: The application identifier shall be included only if the payload destination type indicates that the

SDS message is for application consumption.
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Table 7.4.2.1.5-2: MCData session data request (MCData server to MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID (0] The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Session based transactions

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Location (0] Location of the Originating MCData user sending the
SDS message

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Application identifier (see NOTE) (0] Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

NOTE:  The application identifier shall be included only if the payload destination type indicates that the

SDS message is for application consumption.

7.4.2.1.6 MCData session data response

Table 7.4.2.1.6-1 describes the information flow for the M CData session data response sent from the MCData client to
the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.6-1: MCData session data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
74217 MCData group standalone data request (MCData client — MCData server)

Table 7.4.2.1.7-1 describes the information flow for the MCData group standal one data request (in subclause 7.4.2.5.2)
sent from the MCData client to the MCData server.
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Table 7.4.2.1.7-1: MCData group standalone data request (MCData client — MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user

sending data.

MCData group ID M The MCData group ID to which the data is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the

current transaction is a reply to

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData

emergency communication

Alert indicator (see NOTE 2) (0] Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

Disposition Type (0] Indicates the disposition type expected from the

receiver (i.e., delivered or read or both)

MCData ID list (see NOTE 4) (0] The specified MCData users who should send a

disposition notification message.

Payload Destination Type M Indicates whether the payload is for application

consumption or MCData user consumption

Location 0] Location of the Originating MCData user sending the

SDS

Application identifier (see NOTE 3) | O Identifies the application for which the payload is

intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is

communicated to the recipient

Payload M SDS content

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

NOTE 3: The application identifier shall be included only if the payload destination type indicates that the
SDS message is for application consumption.

NOTE 4: If Disposition Type IE is not present, this IE shall not be present. If Disposition Type IE is
present but this IE is not, which indicates that all receivers shall respond with disposition
notification message.

7.4.2.1.8 MCData group standalone data request (MCData server — MCData client)

Table 7.4.2.1.8-1 describes the information flow for the MCData group standal one data request (in subclause 7.4.2.5.2)
sent from the MCData server to the MCData client.
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Table 7.4.2.1.8-1: MCData group standalone data request (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user

sending data.

MCData group ID M The MCData group ID to which the data is to be sent

MCData ID M The identity of the MCData user towards which the

data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the

current transaction is a reply to

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData

emergency communication

Alert indicator (see NOTE 2) o Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

Disposition Type (0] Indicates the disposition type expected from the

receiver (i.e., delivered or read or both)

MCData ID list (see NOTE 4) (0] The specified MCData users who should send

disposition notification message.

Payload Destination Type M Indicates whether the payload is for application

consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the

SDS

Application identifier (see NOTE 3) | O Identifies the application for which the payload is

intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is

communicated to the recipient

Payload M SDS content

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

NOTE 3: The application identifier shall be included only if the payload destination type indicates that the
payload is for application consumption.

NOTE 4: If Disposition Type IE is not present, this IE shall not be present. If Disposition Type IE is
present but this IE is not, which indicates that all receivers shall respond with disposition
notification message.

7.4.2.1.9 MCData data disposition notification (MCData server — MCData client)

Table 7.4.2.1.9-1 describes the information flow for the M CData data disposition notification(s) sent from the MCData
server to the MCData client.

Table 7.4.2.1.9-1: MCData data disposition notification(s) (MCData server — MCData client)

Information element Status Description
MCData ID M The identity of the MCData user towards which the
notification is sent
MCData ID M The identity of the MCData user sending notification
Conversation Identifier M Identifies the conversation
Disposition association M Identity of the original MCData transaction
Disposition M Disposition which is delivered or read or both
7.4.2.1.9A MCData aggregated data disposition notification

Table 7.4.2.1.9A-1 describes the information flow for the M CData aggregated data disposition notification sent from
the MCData server to the MCData client, indicating the result of arequest for an SDS delivery to an MCData group.
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Table 7.4.2.1.9A-1: MCData aggregated data disposition notification

Information element Status Description

MCData ID M The identity of the MCData user towards which the
notification is sent

Number of Aggregated M Total number of received individual notifications

Notifications

Number of "Read" Notifications (0] Number of MCData users who only reported the “read”
disposition

Number of “Delivered” Notifications | O Number of MCData users who only reported the
“delivered” disposition

Conversation Identifier M Identifies the conversation

Disposition association M Identity of the original MCData transaction

“Read” MCData ID list (e} List, partial or full, of MCData users who only reported
the “read” disposition

“Delivered” MCData ID list (0] List, partial or full, of MCData users who only reported
the “delivered” disposition

7.4.2.1.10 MCData group session standalone data request (MCData client — MCData

server)

Table 7.4.2.1.10-1 describes the information flow for the M CData group session standalone data request (in
subclause 7.4.2.6.2) sent from the MCData client to the MCData server.

Table 7.4.2.1.10-1: MCData group session standalone data request (MCData client — MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias O The associated functional alias of the MCData user
sending data.

MCData group ID M The MCData group ID to which the data is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Standalone transaction

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) o Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the payload is for application
consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the
SDS message

(0] Identifies the application for which the payload is

Application identifier (see NOTE 3) intended (e.g. text string, port address, URI, attached
data hosts)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

NOTE 3: The application identifier shall be included only if the payload destination type indicates that the

SDS message is for application consumption or IP data in IP connectivity sessions are for data
host consumption.
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7.4.2.1.11 MCData group session standalone data request (MCData server — MCData

client)

Table 7.4.2.1.11-1 describes the information flow for the M CData group session standal one data request (in
subclause 7.4.2.6.2) sent from the MCData server to the MCData client.

Table 7.4.2.1.11-1: MCData group session standalone data request (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user

sending data.

MCData group 1D M The MCData group ID to which the data is to be sent

MCData ID M The identity of the MCData user towards which the

data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the

current transaction is a reply to

Transaction type M Standalone transaction

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData

emergency communication

Alert indicator (see NOTE 2) (@) Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

Disposition Type (0] Indicates the disposition type expected from the

receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the payload is for application

consumption or MCData user consumption
Location (0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE 3) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI, attached
data hosts)

Application metadata container (0] Implementation specific information that is

communicated to the recipient

SDP offer M Media parameters offered

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

NOTE 3: The application identifier shall be included only if the payload destination type indicates that the
SDS message is for application consumption or IP data in IP connectivity sessions are for data
host consumption.

7.4.2.1.12 MCData group session standalone data response

Table 7.4.2.1.12-1 describes the information flow for the M CData group standalone data response (in
subclause 7.4.2.6.2) sent from the MCData client to the MCData server and from the M CData server to another
MCData client.

Table 7.4.2.1.12-1: MCData group session standalone data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData group ID M The MCData group ID to which the data is to be sent
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
7.4.2.1.13 MCData group data request (MCData client — MCData server)

Table 7.4.2.1.13-1 describes the information flow for the M CData group data request sent from the MCData client to
the MCData server.
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Table 7.4.2.1.13-1: MCData group data request (MCData client — MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user
sending data.

MCData group ID M The MCData group ID to which the data is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Session based transactions

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) o Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE 3) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

NOTE 3: The application identifier shall be included only if the payload destination type indicates that the

SDS message is for application consumption.
7.4.2.1.14 MCData group data request (MCData server — MCData client)

Table 7.4.2.1.14-1 describes the information flow for the M CData group data request sent from the MCData server to
the MCData client.
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Table 7.4.2.1.14-1: MCData group data request (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

Functional alias (0] The associated functional alias of the MCData user
sending data.

MCData group ID M The MCData group ID to which the data is to be sent

MCData ID M The identity of the recipient MCData user

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Session based transactions

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) (@) Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Location (0] Location of the Originating MCData user sending the
SDS message

Application identifier (see NOTE 3) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer M Media parameters offered

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.
NOTE 3: The application identifier shall be included only if the payload destination type indicates that the
SDS message is for application consumption.

7.4.2.1.15 MCData group data response

Table 7.4.2.1.15-1 describes the information flow for the M CData group data response sent from the MCData client to
the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.15-1: MCData group data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData group ID M The MCData group ID to which the data is to be sent
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
7.4.2.1.16 MCData one-to-one SDS communication upgrade request

Table 7.4.2.1.16-1 describes the information flow for the M CData one-to-one SDS communi cation upgrade request sent
from the MCData client to the MCData server and from the MCData server to another MCData client.
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Table 7.4.2.1.16-1: MCData one-to-one SDS communication upgrade request

Information element Status Description
MCData ID M The identity of the MCData user sending data (when
initiated by MCData client);
The identity of the MCData user receiving data (when
initiated by MCData server).
Functional alias o The associated functional alias of the MCData user
sending data or receiving data.

Conversation Identifier M Identifies the conversation
Emergency indicator M Indicates that the data request is for MCData
emergency communication
7.4.2.1.17 MCData one-to-one SDS communication upgrade response

Table 7.4.2.1.17-1 describes the information flow for the M CData one-to-one SDS communication upgrade response
sent from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.17-1: MCData one-to-one SDS communication upgrade response

Information element Status Description
MCData ID M The identity of the MCData user sending data (when
initiated by MCData client);
The identity of the MCData user receiving data (when
initiated by MCData server).
Conversation Identifier M Identifies the conversation

7.4.2.1.18 MCData group SDS communication upgrade request

Table 7.4.2.1.18-1 describes the information flow for the M CData group SDS communication upgrade request sent
from the MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.4.2.1.18-1: MCData group SDS communication upgrade request (MCData client to MCData

server)
Information element Status Description
MCData ID The identity of the MCData user sending upgrade
request

Functional alias The associated functional alias of the MCData user
sending data or receiving data.

The MCData group ID on which the emergency
upgrade request is made

Identifies the conversation

Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) Indicates whether an emergency alert is to be sent
Imminent peril indicator Indicates that the data request is for MCData imminent
(see NOTE 1) peril communication

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

MCData group 1D

Conversation Identifier
Emergency indicator (see NOTE 1)

o0l Ol £ 0O £
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Table 7.4.2.1.18-2: MCData group SDS communication upgrade request (MCData server to MCData

client)
Information element Status Description
MCData ID The identity of the MCData user sending upgrade
request

The associated functional alias of the MCData user
sending data or receiving data.

The MCData group ID on which the emergency
upgrade request is made

The identity of the MCData user receiving the upgrade
request

Identifies the conversation

Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) Indicates whether an emergency alert is to be sent
Imminent peril indicator Indicates that the data request is for MCData imminent
(see NOTE 1) peril communication

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

Functional alias

MCData group 1D

MCData ID

Conversation Identifier
Emergency indicator (see NOTE 1)

OO0l O] £ £ 0O £

7.4.2.1.19 MCData group SDS communication upgrade response

Table 7.4.2.1.19-1 describes the information flow for the MCData group SDS communication upgrade response sent
from the MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.4.2.1.19-1: MCData group SDS communication upgrade response

Information element Status Description
MCData ID M The identity of the MCData user sending data (when
initiated by MCData client);
The identity of the MCData user receiving data (when
initiated by MCData server).

MCData group ID M The MCData group ID on which the emergency
upgrade request is made
Conversation Identifier M Identifies the conversation
7.4.2.1.20 MCData group SDS communication in-progress priority state cancel request

Table 7.4.2.1.20-1 describes the information for the MCData group SDS communication in-progress priority state
cancel request sent from the MCData client to the M CData server and from the MCData server to another MCData
client.

Table 7.4.2.1.20-1: MCData group SDS communication in-progress priority state cancel request
(MCData client to MCData server)

Information Element Status Description

MCData ID M The identity of the cancelling party

MCData group ID M The MCData group ID on which the MCData in-
progress emergency state is to be cancelled.

Emergency indicator (0] Indicates that the data request is for MCData

(see NOTE 1) emergency communication

Alert indicator (see NOTE 2) o] Indicates whether an emergency alert is to be sent

Imminent peril indicator o Indicates that the data request is for MCData

(see NOTE 1) imminent peril communication

Conversation Identifier M Identifies the conversation

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.
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Table 7.4.2.1.20-2 MCData group SDS communication in-progress priority state cancel request
(MCData server to MCData client)

Information Element Status Description

MCData ID M The identity of the cancelling party

MCData group ID M The MCData group ID on which the MCData in-
progress emergency state is to be cancelled.

MCData ID M The identity of the recipient MCData user

Emergency indicator (0] Indicates that the data request is for MCData

(see NOTE 1) emergency communication

Alert indicator (see NOTE 2) O Indicates whether an emergency alert is to be sent

Imminent peril indicator o Indicates that the data request is for MCData

(see NOTE 1) imminent peril communication

Conversation Identifier M Identifies the conversation

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

7.4.2.1.21 MCData group SDS communication in-progress priority state cancel response

Table 7.4.2.1.21-1 describes the information flow for the MCData group SDS communication in-progress priority state
cancel response sent from the MCData server to the MCData client.

Table 7.4.2.1.21-1: MCData group SDS communication in-progress priority state cancel response

Information Element Status Description
MCData ID M The identity of the cancelling party
MCData group ID M The MCData group ID on which the MCData in-
progress emergency in-progress is to be cancelled.
Conversation Identifier M Identifies the conversation
7.4.2.1.22 MCData functional alias resolution response

Table 7.4.2.1.22-1 describes the information flow M CData functional alias resol ution response from the MCData server
to the MCData client.

Table 7.4.2.1.22-1: MCData functional alias resolution response information elements

Information Element Status Description
MCData ID M The identity of the MCData
user sending the data
MCData ID M The corresponding MCData ID
of the functional alias resolved
by MCData server

7.4.2.2 One-to-one standalone short data service using signalling control plane

7.4.2.2.1 General

A MCData user initiates a standalone SDS data transfer with another MCData user. For the SDS data transfer signalling
planeis used. The target MCData user may be addressed using the functional aias that can be shared with other
MCData users.

7.4.2.2.2 Procedure

The procedure in figure 7.4.2.2.2-1 describes the case where an MCData user isinitiating one-to-one MCData data
communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone
refers to sending unidirectional datain one transaction.

Pre-conditions:
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a > v D

The SDS payload data size is bel ow the configured maximum payload data size for SDS over signalling control
plane.

MCData users on MCData client 1 and MCData client 2 are already registered for receiving MCData service.
MCDataclient 1 and MCData client 2 belong to the same M CData system.
Optionally, the MCData client may have activated functional alias to be used.

The MCData server may have subscribed to the MCData functional alias controlling server withinthe MC
system for functional alias activation/de-activation updates.

MCD li MCD li
atla client MCData server C atza client

1. initiate data request

2. MCData standalone data request

|

3. Authorize request and policy
assertion

4. MCData Functional alias resolution

6. MCData standalone data request

7. Process
payload

8. MCData data disposition notification
- P

9. MCData data disposition notification
- P

10. MCData data disposition notification

411_. MCData data disposition notification -

Figure 7.4.2.2.2-1: One-to-one standalone short data service using signalling control plane

The user at MCData client 1 initiates an SDS data transfer for the chosen M CData user.

MCData client 1 sends a M CData standal one data request towards the MCData server. The MCData standalone
data request contains conversation identifier for message thread indication. The MCData standal one data request
may include additional implementation specific information in the application metadata container. The MCData
standal one data request may contain disposition request if indicated by the user at MCData client 1. MCData
user at MCData client 1 may include a functional aias within the SDS data transfer and addresses the target
MCData client 2 using afunctiona alias.

a) If the MCData user at the MCDataclient 1 initiates an MCData emergency short data service communication
or MCData emergency stateis already set for the MCData client 1 (due to previously triggered MCData
emergency alert):

i) The MCData standalone data request shall contain emergency indicator; and

ii) If MCData emergency stateis not set already, MCData client 1 setsits MCData emergency state. The
MCData emergency state of MCData client 1 is retained until explicitly cancelled by the user of MCData
client 1.

NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group

3.

communicationsinitiated by MCData client 1 are initiated as MCData emergency communications.

MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone
datarequest. MCData server verifies whether the provided functional alias of MCDataclient 1, if present, can be
used and has been activated for the user. The MCData server also checks whether any policy isto be asserted to
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limit certain types of message or content to certain members due, for example, to location or user privilege or
affiliation. If functional aliasis used to address that target M CData user, the MCData server resolves the
functional aiasto the corresponding MCData ID(s) for which the functional aliasis active and proceed with step
4 otherwise proceed with step 6. The MCData server alows only two participating MCData clients for a

standal one short data service.

NOTE 2: The MCData server prioritizes the MCData emergency communication over the other MCData
communication. How the MCData server prioritizes MCData emergency communication is not in the
scope of the present document.

NOTE 3: If the MCData server detects that the functional alias used as the target of the SDS data transfer request is
simultaneously active for multiple MCData users, then the MCData server can proceed by selecting an
appropriate MCData I D based on some selection criteria. The selection of an appropriate MCData ID isleft to
implementation. These selection criteria can include rejection of the SDS data transfer request, if no suitable
MCData ID is selected.4. The MCData server responds back to MCData client 1 with afunctional alias
resolution response message that contains the resolved MCData ID.

5. If the MCData server replies with a MCData functional alias resolution response message, the MCDataclient 1
sends a new M CData standal one data request towards the resolved MCData ID.

6. MCData server initiates the M CData standalone data request towards the MCData user that is determined based
on step 3. The MCData standal one data request towards the MCData user contains the emergency indicator if it
is present in the received M CData standal one data request from MCData client 1.

NOTE 4: MCData client 2 does not set its emergency state as aresult of receiving the MCData standal one data
request containing the emergency indicator.

7. If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.)
then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload
contains application data or command instructions are specific based on the contents of the payload. Payload
content received by MCData client 2 which is addressed to aknown local non-M CData application that is not yet
running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application)
and shall pass the payload content to the just started application.

8. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition
notification from MCData client may be stored by the MCData server for disposition history interrogation from
authorized MCData users.

9. MCData data disposition notification is sent to the disposition requesting user at MCData client 1.

10. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read
report. The MCData data disposition notification from MCData client 2 may be stored by the MCData server for
disposition history interrogation from authorized MCData users.

11. MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
7.4.2.3 One-to-one standalone short data service using media plane

7.4.2.3.1 General

A MCData user initiates a standalone SDS data transfer with another MCData user. For the SDS data transfer media
planeisused. The target MCData user may be addressed using the functional aias that can be shared with other
MCData users.

7.4.2.3.2 Procedure

The procedure in figure 7.4.2.3.2-1 describes the case where an MCData user isinitiating one-to-one M CData data
communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone
refersto sending unidirectional datain one transaction. The SDS payload data size is assumed to be above the
configured maximum payload data size for SDS over signalling control plane.
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Pre-conditions:

1

2
3.
4

1
2.

MCData users on MCData client 1 and MCData client 2 are already registered for receiving MCData service.

. MCbDataclient 1 and MCData client 2 belong to the same M CData system.

Optionally, the MCData client may have an activated functional alias to be used.

. The MCData server may have subscribed to the MCData functional alias controlling server within the MC

system for functional alias activation/de-activation updates.

MCDatla client MCData server MCDatZa client

1. initiate data request

2. MCData standalone session data
request

3. Authorize request and policy
assertion

4. MCData Functional alias resolution
response

6. MCData standalone session data request

7. MCData standalone session data responssg

[

8| MCData standalone session data response

9. Data transmission

[
10. Process
payload

‘_11. MCData data disposition notification

12. MCData data disposition notification
- p

Figure 7.4.2.3.2-1: One-to-one standalone short data service using media plane

User at MCDataclient 1 would like to initiate an SDS data transfer request for the chosen MCData user.

MCData client 1 sends a M CData standal one session data request towards the M CData server. The MCData
standal one session data request contains one MCData user for one-to-one data communication as selected by the
user at MCData client 1. The MCData standal one session data request contains conversation identifier for
message thread indication. The M CData standal one session data request may include additional implementation
specific information in the application metadata container. The MCData data request may contain disposition
request if indicated by the user at MCDataclient 1. MCData user at MCData client 1 may include afunctional
aias within the SDS data transfer and addresses the target MCData client 2 using a functional aias.

a) If the MCData user at the MCData client 1 initiates an MCData emergency short data service communication
or MCData emergency state is already set for the MCData client 1 (due to previously triggered MCData
emergency alert):

i) The MCData standal one session data request shall contain emergency indicator; and

ii) If MCData emergency state is not set already, MCData client 1 setsits MCData emergency state. The
MCData emergency state of MCDataclient 1 isretained until explicitly cancelled by the user of MCData
client 1.
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NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCData client 1 are initiated as MCData emergency communications.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone
session data request. MCData server verifies whether the provided functional aias of MCDataclient 1, if
present, can be used and has been activated for the user. The MCData server aso checks whether any policy isto
be asserted to limit certain types of message or content to certain members due, for example, to location or user
privilege. MCData server determines the eligible M CData user(s) after policy assertion for sending the MCData
standal one session data request. If functiona aliasis used to address that target MCData user, the MCData server
resolves the functional alias to the corresponding M CData | D(s) for which the functional aiasis active and
proceed with step 4 otherwise proceed with step 6. The resulting list contains al associated MCData
IDsS/MCData users that share this functional alias. The MCData server allows only two participating MCData
clients for a standalone short data service.

NOTE 2: The MCData server prioritizes the MCData emergency communication over the other MCData
communication. How the MCData server prioritizes MCData emergency communication is not in the
scope of the present document.

4. The MCData server responds back to MCData client 1 with afunctional alias resol ution response message that
contains the resolved MCData ID.

NOTE 3: If the MCData server detects that the functional alias used as the target of the M CData standalone session
data request is simultaneously active for multiple MCData users, then the MCData server can proceed by
selecting an appropriate MCData ID based on some selection criteria. The selection of an appropriate
MCData ID isleft to implementation. These selection criteria can include rejection of the MCData
standal one session data request, if no suitable MCData ID is selected.

5. If the MCData server replies with aM CData functional alias resolution response message, the MCData client 1
sends a new M CData standal one session data request towards the resolved MCData ID.

6. MCData server initiates the M CData standal one session data request towards the MCData users determined. The
M CData standal one session data request towards the MCData user contains an emergency indicator if itis
present in the received M CData standal one session data request from MCData client 1.

NOTE 4: MCData client 2 corresponds to the MCData user(s) after resolution of the functional alias.

NOTE 5: MCData client 2 does not set its emergency state as aresult of receiving the MCData standal one session
data request containing the emergency indicator.

7. Thereceiving MCData client 2 automatically accepts the M CData standal one session data request and responds
with M CData standal one session data response towards M CData server.

8. MCData server forwards the MCData client 2 accepted response to the MCData Client 1 initiating the MCData
standal one session data request.

9. MCDataclient 1 and MCData client 2 have successfully established media plane for data communication and the
MCDataclient 1 transmits the SDS data.

10. If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, €tc.)
then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData client 2 shall not be naotified. The action taken when the payload
contains application data or command instructions are specific based on the contents of the payload. Payload
content received by MCData client 2 which is addressed to aknown local non-M CData application that is not yet
running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application)
and shall pass the payload content to the just started application.

11. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition
notification from MCData client 2 may be stored by the MCData server for disposition history interrogation
from authorized MCData users.

12. MCData data disposition notification is sent to the disposition requesting user at MCData client 1.

13. If the MCData disposition for read was requested by the user at MCData client 1, then once the receiving user
reads the data, the receiving MCData client 2 initiates a M CData disposition notification for read report. The
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MCData data disposition notification from MCData client 2 may be stored by the MCData server for disposition
history interrogation from authorized M CData users.

14. MCData data disposition notification is sent to the disposition requesting user at MCDataclient 1.
7424 One-to-one short data service session

7.4.2.4.1 General

A MCData user triggers an establishment of a MCData session with another M CData user for the exchange of SDS
data. The target MCData user may be addressed using the functional aiasthat can be shared with other MCData users.
7.4.2.4.2 Procedure

The procedure in figure 7.4.2.4.2-1 describes the case where an MCData user is initiating data communication session
with another MCData user for exchanging at |east one SDS data transaction between them, with or without disposition
request using MCData-SDS-1 and MCData-SDS-2 or MCData-SD S-3 reference points.

Pre-conditions:
1. MCDatauserson MCDataclient 1 and MCData client 2 are already registered for receiving MCData service.
2. Optionaly, the MCData client may have activated functional aiasto be used.

3. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.

MCDatla client MCData server MCDatza client

1. initiate session data
request

2. MCData session data request

3. Authorize request and policy
assertion

4. MCData Functional alias resolution

6. MCData session data request

r .
| 7. Notify request ]'

8. MCData session data response

[

9. MCData session data response

| 10. Data transmission and disposition |

————I———-
| 11. Notify data |
| S — PR ——
L
| 12. Data transmission and disposition |
—_———l
|
| 13. Notify data
L____l_____.

| 14. Session data termination

Figure 7.4.2.4.2-1: One-to-one short data service session

1. User at MCDataclient 1 would like to initiate an SDS data communication session request for the chosen
MCData user.
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2. MCbDataclient 1 sends a M CData session data request towards the MCData server. The MCData session data
reguest contains one M CData user for one-to-one data communication as selected by the user at MCData client
1. The MCData session data request contains conversation identifier for message thread indication. The MCData
session data reguest may include additional implementation specific information in the application metadata
container. MCData user at MCData client 1 may include afunctional alias within the SDS data transfer and
addresses the target MCData client 2 using a functional alias.

a) If the MCData user at the MCData client 1 initiates an MCData emergency short data service communication
or MCData emergency stateis already set for the MCData client 1 (due to previously triggered MCData
emergency alert):

i) The MCData session data request shall contain emergency indicator; and

ii) If MCData emergency state is not set already, MCData client 1 setsits MCData emergency state. The
MCData emergency state of MCData client is retained until explicitly cancelled by the user of MCData
client 1.

NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCData client 1 are initiated as MCData emergency communications.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData session data
reguest. The MCData server also checks whether any policy isto be asserted to limit certain types of message or
content to certain members due, for example, to location or user privilege. MCData server determines the
eligible MCData user(s) after policy assertion for sending the MCData session data request. MCData server also
verifies whether the provided functional alias of MCDataclient 1, if present, can be used and has been activated
for the user. If functional aliasis used to address that target MCData user, the M CData server resolves the
functional aliasto the corresponding MCData ID(s) for which the functional aliasis active and proceed with step
4 otherwise proceed with step 6. The MCData server alows only two participating MCData clients for a
standalone short data service.

NOTE 2: The MCData server prioritizes the MCData emergency communication over the other MCData
communication. How the MCData server prioritizes MCData emergency communication is not in the
scope of the present document.

NOTE 3: If the MCData server detects that the functional alias used as the target of the MCData session data
reguest is simultaneously active for multiple M CData users, then the MCData server can proceed by
selecting an appropriate MCData ID based on some selection criteria. The selection of an appropriate
MCData ID isleft to implementation. These selection criteria can include rejection of the SDS data
transfer request, if no suitable MCData ID is selected.

4. The MCData server responds back to MCData client 1 with afunctional alias resol ution response message that
contains the resolved MCData ID.

5. If the MCData server replies with aM CData functional alias resolution response message, the MCData client 1
sends a new M CData session data request towards the resolved MCData ID.

6. MCData server initiates the M CData session data request towards the MCData users determined. The MCData
session data request towards the MCData user contains the emergency indicator if it is present in the received
MCData session data request from MCDataclient 1.

NOTE 4: MCData client 2 corresponds to the MCData user(s) after resolution of the functional alias.

NOTE 5: MCData client 2 does not set its emergency state as aresult of receiving the MCData session data request
containing the emergency indicator.

7. If the emergency indicator is present, the receiving MCData client 2 notifies the user about the incoming
MCData session data request.

8. Thereceiving MCData client 2 accepts the MCData session data request and responds with MCData session data
response towards M CData server.

9. MCData server forwards the MCData client 2 accepted response to the MCData user initiating the M CData
session data request.
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10.and 11. MCDataclient 1 and MCData client 2 have successfully established media plane for data
communication and either MCData client can transmit SDS data. The MCData data request may contain
disposition request if indicated by the client sending data. If MCData data disposition was requested by the user,
then the receiving MCData client initiates a M CData data disposition notification for delivery, read reports to the
disposition requesting user. The MCData data disposition notification from M CData user may be stored by the
MCData server for disposition history interrogation from authorized users.

12.and 13.  If the payload is for MCData user consumption (e.g. is hot application data, is not command
instructions, etc.) then the MCData user of MCData client 2 may be notified, otherwise the MCData user of
MCDataclient 2 shall not be notified.

14. After SDS data transaction is complete, the established media plane is released.
7.4.25 Group standalone short data service using signalling control plane

7.4.25.1 General

Theinitiation of a group standalone SDS to a selected group resultsin affiliated group members receiving the SDS data.
The SDS payload data size is assumed to be below the configured maximum payload data size for SDS over signalling
control plane.

7.4.25.2 Procedure

The procedure in figure 7.4.2.5.2-1 describes the case where an MCData user isinitiating group standalone MCData
data communication with or without disposition request, to a group.

Pre-conditions:

1. MCData userson MCData clients 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.

2. Optionally, the MCData client may have activated functional aiasto be used.

3. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.
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Figure 7.4.2.5.2-1: Group standalone SDS using signalling control plane

1. Theuser a MCDataclient 1 initiates an SDS data transfer to multiple M CData users selecting a pre-configured
group (identified by MCData group 1D) and optionally particular members from that group.

2. MCbDataclient 1 sends a M CData group standal one data request towards the M CData server. The MCData group
data request contains MCData group 1D as selected by the user at MCData client 1. The MCData group
standal one data request contains conversation identifier for message thread indication. The MCData session data
request may include additional implementation specific information in the application metadata container. The
M CData group standalone data request may contain disposition request if indicated by the user at MCData client
1. MCData user at MCData client 1 may include afunctional alias within the SDS data transfer.

If the MCData user at MCData client 1 initiates an MCData emergency short data service communication or the
MCData emergency state is already set for the MCData client 1 (due to a previoudly triggered MCData
emergency alert):

i) the MCData group standalone data request shall contain an emergency indicator;

ii) the MCData group standalone data request shall set an aert indicator if configured to send an MCData
emergency alert while initiating an M CData standal one data request for the emergency short data service
communication;

iii) if the MCData emergency stateis not set already, MCData client 1 setsits MCData emergency state. The
MCPTT emergency state is retained until explicitly cancelled; and

iv) once an MCData emergency communication has been initiated, the MCData group is considered to be in
an in-progress emergency state until cancelled.

If the MCData user at MCDataclient 1 initiates an MCData imminent peril short data service communication:
i) the MCData group standalone data request shall contain imminent peril indicator; and

ii) once an MCDataimminent peril communication has been initiated, the MCData group is considered to be
in an in-progress imminent peril state until cancelled.
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2a. If either emergency indicator or imminent peril indicator is present in the received M CData group standalone
data request, the MCData server implicitly affiliates MCData client 1 to the MCData group if the client is not
already affiliated.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group
standalone data request. The MCData server resolves the MCData group 1D to determine the members of that
group and their affiliation status, based on the information from the group management server. The MCData
server also checks whether any policy isto be asserted to limit certain types of message or content to certain
members due, for example, to location or user privilege or affiliation. MCData server also verifies whether the
provided functional dias, if present, can be used and has been activated for the user.

i) If an emergency indicator is present in the received MCData group standal one data request and if the
MCData group is not in the in-progress emergency state, the MCData group is considered to bein thein-
progress emergency state until cancelled; and

ii) If animminent peril indicator is present in the received M CData group standalone data request and if the
MCData group is not in the in-progress imminent peril state, the MCData group is considered to bein thein-
progress imminent peril state until cancelled.

4. MCData server initiates the MCData group standal one data request towards each M CData client determined in
Step 3. The MCData ID list shall not be included in aunicast downlink delivery to anindividual MCData client.
The Disposition Type IE shall not be included in a unicast downlink delivery to MCData clients who are not in
the MCData ID list in step 2. The M CData group standal one data request towards each M CData client contains:

i) anemergency indicator, if it is present in the received MCData group standal one data request from the
MCDataclient 1;

i) animminent peril indicator, if it is present in the received M CData group standal one data request from the
MCDataclient 1; and

iii) an aert indicator, if requested to initiate an emergency alert in the received M CData group standalone data
reguest from the MCData client 1.

5. If the payload is for MCData user consumption (e.g. is hot application data, is not command instructions, etc.)
then the MCData user of MCData clients 2 to n may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData clients 2 to n shall not be notified. The action taken when the
payload contains application data or command instructions are specific based on the contents of the payload.
Payload content received by MCData client 2 which is addressed to a known local non-M CData application that
isnot yet running shall cause the MCData client 2 to start the local non-M CData application (i.e., remote start
application) and shall pass the payload content to the just started application.

6. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client(s) initiates a M CData data disposition notification for delivery report.

7. |If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read
report.

NOTE 1: Onreceiving MCData group standalone data request over MBMSS, the receiving M CData client(s) shall
check if the MCData ID list IE isincluded the receiving MCData client shall check if its own MCData 1D
isinthelist. If not, step 6 and 7 are not required.

8. The MCData data disposition notification(s) from MCData client may be stored by the MCData server for
disposition history interrogation from authorized MCData users. The MCData data disposition notification(s)
from each M CData user may be aggregated.

9. Aggregated or individual M CData data disposition notification(s) is sent to the disposition requesting user at
MCDataclient 1.
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7.4.2.6 Group standalone short data service using media plane

7.4.2.6.1 General

The initiation of a group standalone SDS to a selected group resultsin affiliated group members receiving the SDS data.
The SDS payload data size is assumed to be above the configured maximum payload data size for SDS over signalling
control plane.

7.4.2.6.2 Procedure

The procedure in figure 7.4.2.6.2-1 describes the case where an MCData user is initiating group standalone MCData
data communication with or without disposition request to a group.

Pre-conditions:

1. MCData users on MCDataclient 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.

2. Optionaly, the MCData client may have activated functional aias to be used.

3. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.
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Figure 7.4.2.6.2-1: Group standalone SDS using media plane

1. User a MCDataclient 1 would like to initiate a SDS data transfer request to multiple MCData users selecting a
pre-configured group (identified by MCData group ID) and optionally particular members from that group.
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2. MCbDataclient 1 sends a MCData group session standalone data request towards the MCData server. The
M CData group session standal one data request contains target recipient(s) as selected by the user at MCData
client 1. The MCData session group standalone data request contains conversation identifier for message thread
indication. The MCData session group standal one data request may include additional implementation specific
information in the application metadata container. The M CData session group standalone data request may
contain disposition request if indicated by the user at MCData client 1. MCData user at MCData client 1 may
include afunctional alias within the SDS data transfer.

If the MCData user at MCData client 1 initiates an MCData emergency short data service communication or the
MCData emergency stateis already set for MCDataclient 1 (due to a previoudy triggered MCData
emergency alert):

i) the MCData group session standalone data request shall contain an emergency indicator;

ii) the MCData group session standalone data request shall set the aert indicator if configured to send an
MCData emergency alert while initiating an M CData standal one data request for the emergency short
data service communication;

iii) if the MCData emergency stateis not set already, MCData client 1 setsits MCData emergency state. The
MCPTT emergency state is retained until explicitly cancelled; and

iv) once an MCData emergency communication has been initiated, the MCData group is considered to be in
an in-progress emergency state until cancelled.

If the MCData user at MCDataclient 1 initiates an MCData imminent peril short data service communication:
i) the MCData group session standal one data request shall contain an imminent peril indicator; and

ii) once an MCDataimminent peril communication has been initiated, the MCData group is considered to be
in an in-progress imminent peril state until cancelled.

2a. If either an emergency indicator or an imminent peril indicator is present in received M CData group session
standal one data request, the M CData server implicitly affiliates MCData client 1 to the MCData group if the
client isnot already affiliated.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData session
group standalone data request. The MCData server resolves the MCData group |D to determine the members of
that group and their affiliation status, based on the information from the group management server. The MCData
server also checks whether any policy isto be asserted to limit certain types of message or content to certain
members due, for example, to location or user privilege. MCData server also verifies whether the provided
functional alias, if present, can be used and has been activated for the user.

i) if an emergency indicator is present in the received M CData group session standal one data request and if the
MCData group is not in the in-progress emergency state, the MCData group is considered to bein thein-
progress emergency state until cancelled; and

i) if animminent peril indicator is present in the received MCData group session standal one data request and if
the MCData group is not in the in-progress imminent peril state, the MCData group is considered to be in the
in-progress imminent peril state until cancelled.

3a. The MCData server configures the priority of the underlying bearers for all participants in the M CData group.

4. MCData server initiates the M CData group session standal one data request towards each MCData user
determined in Step 3. The MCData ID list shall not be included in a unicast downlink delivery to an individual
MCData client. The Disposition Type | E shall not be included in a unicast downlink delivery to MCData clients
who are not in the MCData ID list in step 2. The M CData group session standalone data request towards each
MCDeata client contains:

i) anemergency indicator, if it is present in the received MCData group session standalone data request from
the MCDataclient 1;

i) animminent peril indicator, if it is present in the received M CData group session standal one data request
from the MCDataclient 1; and
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iii) an aert indicator, if requested to initiate an emergency alert in the received M CData group session
standal one data request from MCDataclient 1.

5. Thereceiving MCData clients 2 to n automatically accepts the MCData group session standal one data request
and responds with M CData group standal one data response towards M CData server.

6. MCData server forwards the MCData clients 2 to n accepted response to the MCData user initiating the MCData
group session standalone data request.

NOTE 1: Step 6 can occur at any time following step 4, and prior to step 7 depending on the conditions to proceed
with the data transmission.

7. MCDataclient 1 and MCData server have successfully established media plane for data communication and the
MCData client 1 transmits the SDS data.

8. MCDataserver distributes the data received from MCData client 1 to MCData clients 2 to n over the established
media plane. After completion of the MCData transfer from MCData client 1, media plane resources associated
to the data communication are rel eased.

NOTE 2: MCData server is not required to wait for the complete reception of SDS data from MCData client 1 prior
to initiating transmission to MCData client 2 to n.

9. If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.)
then the MCData user of MCData client 2 to n may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData client 2 to n shall not be notified. The action taken when the
payload contains application data or command instructions are specific based on the contents of the payload.
Payload content received by MCData client 2 which is addressed to a known local non-M CData application that
isnot yet running shall cause the MCData client 2 to start the local non-M CData application (i.e., remote start
application) and shall pass the payload content to the just started application.

10. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client(s) initiates a M CData data disposition notification for delivery report.

11. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read
report.

NOTE 3: Onreceiving MCData group standalone data request over MBMSS, the receiving M CData client(s) shall
check if the MCData ID list IE isincluded the receiving MCData client shall check if its own MCData ID
isinthelist. If not, step 6 and 7 are not required.

12. The MCData data disposition notification(s) from MCData client may be stored by the M CData server for
disposition history interrogation from authorized M CData users. The MCData data disposition notification(s)
from each MCData user may be aggregated.

13. Aggregated or individual MCData data disposition notification(s) is sent to the disposition requesting user at

MCDataclient 1.
7.4.2.7 Group short data service session
74271 General

Theinitiation of agroup SDS to a selected group results in affiliated group members exchanging SDS data.

7.4.2.7.2 Procedure

The procedure in figure 7.4.2.7.2-1 describes the case where an MCData user isinitiating SDS data communication
session with an MCData group for exchanging SDS data transactions between the group participants, with or without
disposition request, using MCData-SDS-1 and MCData-SDS-2 reference points.

Pre-conditions:

1. MCData userson MCData client 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.
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2. Optionaly, the MCData client may have activated functional alias to be used.

3. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.
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Figure 7.4.2.7.2-1: Group SDS session

1. User at MCDataclient 1 would like to initiate a SDS group data transfer request to multiple MCData users
selecting a pre-configured group (identified by MCData group D) and optionally particular members from that

group.

2. MCDataclient 1 sends a MCData group data request towards the MCData server. The MCData group data
request contains MCData group ID as selected by the user at MCData client 1. The MCData session data request
contains conversation identifier for message thread indication. The MCData group data request may include

additional implementation specific information in the application metadata container. MCData user at MCData
client 1 may include a functional aias within the SDS data transfer.

If the MCData user at MCData client 1 initiates an MCData emergency short data service communication or the
MCData emergency state is already set for the MCDataclient 1 (due to a previously triggered MCData
emergency alert):

i) the MCData group data request shall contain an emergency indicator;

ii) the MCData group data request shall set an alert indicator if configured to send an MCData emergency
alert while initiating an M CData standal one data request for the emergency short data service
communication; and

iii) if MCData emergency state is not set already, MCData client 1 setsits MCData emergency state. The
MCPTT emergency state of MCData client 1 isretained until explicitly cancelled by the user of MCData
client 1.
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NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group

communicationsinitiated by MCData client 1 are initiated as MCData emergency communications.
If the MCData user at MCDataclient 1 initiates an MCData imminent peril short data service communication:

i) the MCData group data request shall contain an imminent peril indicator.

2a. If either emergency indicator or imminent peril indicator is present in received MCData group data request, the

MCData server implicitly affiliates MCData client 1 to the MCData group if the client is not already affiliated.

MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group data
request. The MCData server resolves the MCData group ID to determine the members of that group and their
affiliation status, based on the information from the group management server. The MCData server also checks
whether any policy isto be asserted to limit certain types of message or content to certain members due, for
example, to location or user privilege. MCData server also verifies whether the provided functional alias, if
present, can be used and has been activated for the user.

i) if an emergency indicator is present in the received MCData group data request and if MCData group is not
in in-progress emergency state, the MCData group is considered to be in the in-progress emergency state
until cancelled;

NOTE 2: Whilethe MCData group isin the in-progress emergency state, al types of MCData communications

within the group are processed as emergency group communications by the MCData server. MCData
group members that are not in the emergency state do not indicate emergency in group communication
requests.

ii) if animminent peril indicator is present in the received MCData group data request and if the MCData group
is not in the in-progress imminent peril, the MCData group is considered to be in the in-progress imminent
peril state until cancelled;

3a. The MCData server configures the priority of the underlying bearers for all participantsin the MCData group.

4. MCData server initiates the M CData group data request towards each M CData user determined in Step 3. The

5.
6.

MCData group data request towards each MCData client contains:
i) anemergency indicator if it is present in the received M CData group data request from the MCData client 1;

ii) animminent peril indicator if it is present in the received M CData group data request from the MCData client
1; and

iii) an adert indicator if requested to initiate an emergency alert in the received MCData group data request from
MCDataclient 1;

The receiving MCData clients 2 to n optionally notify the user about the incoming M CData session data request.

The receiving MCData client 2 to n accept or rgject the MCData group data request and the corresponding result
isin the MCData group data response towards MCData server.

MCData server forwards the MCData group data response received from M CData client 2 to n to the MCData
user initiating the M CData session data request.

NOTE 3: Step 7 can occur at any time following step 4, and prior to step 8 depending on the conditions to proceed

8.

with the data transmission.

MCData client 1 and the M CData group data request accepted clients have successfully established media plane
for data communication and either MCData client can transmit SDS data. The M CData data request may contain
disposition request if indicated by the client sending data. If the payload is for MCData user consumption (e.g. is
not application data, is not command instructions, etc.) then the SDS data receiving MCData users may be
notified, otherwise those MCData users shall not be notified.

If MCData data disposition was requested by the user, then the SDS data receiving MCData client initiates a
M CData data disposition notification for delivery, read reports to the disposition requesting user. The MCData
data disposition notification from the receiving M CData clients may be stored by the MCData server for
disposition history interrogation from authorized users.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 80 ETSI TS 123 282 V17.9.0 (2022-05)

10. Based on the MCData user action or conditions to release, the established media plane for SDS data exchange is

released.
7.4.2.8 One-to-one SDS communication upgrade to an emergency one-to-one SDS
communication
7.4.2.8.1 General

This clause is for adding procedures related to upgrading an existing MCData one-to-one SDS communication to an
MCData emergency one-to-one SDS communication.
7.4.2.8.2 Procedure

The procedure in figure 7.4.2.8.2-1 describes the case where an authorized MCData user is upgrading an ongoing
M CData one-to-one SDS communication to an M CData emergency one-to-one SDS communication. This procedureis
applicable only when M CData one-to-one SDS communication is established as described in subclause 7.4.2.3 " One-to-
one standalone short data service using media plane” or as described in subclause 7.4.2.4 "One-to-one short data service
session”.
Pre-conditions:

1. Both members of the MCData one-to-one SDS communication belong to the same MCData system.

2. MCdata one-to-one SDS communication is already in progress.

Home MCData service provider

MCDatf client MCData server MCDatZa client
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1. initiate emergency
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8. MCData one-to-one SDS session over upgraded bearer

Figure 7.4.2.8.2-1 MCData one-to-one SDS communication upgraded to MCData emergency one-to-
one SDS communication
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1. The MCData user at MCData client 1 initiates an emergency. MCData client 1 setsits MCData emergency state.
The MCData emergency state of MCDataclient 1 is retained until explicitly cancelled by the user of MCData
client 1.

NOTE 1. While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

2. MCDataclient 1 requests the MCData server to upgrade the one-to-one MCData SDS communication to in-
progress emergency by sending a M CData one-to-one SDS communication upgrade request.

3. The MCData server sends the MCData one-to-one SDS communication upgrade request towards M CData client
2, the MCData client of the other participant.

NOTE 2: MCDataclient 2 does not set its emergency state as aresult of receiving the MCData one-to-one SDS
communication upgrade request containing the emergency indicator.

4. The MCData user is notified of the in-progress emergency of the MCData emergency one-to-one SDS
communication.

5. Thereceiving MCData client acknowledges the MCData one-to-one SDS communication upgrade request and
sends M CData one-to-one SD'S communication upgrade response to the MCData server.

6. The MCData server adjusts the priority of the underlying bearer for both participants of the MCData one-to-one
SDS communication. The priority is retained until the communication session ends.

7. The MCData server sends M CData one-to-one SDS communication upgrade response to MCData client 1.
8. MCDataclient 1 and MCData client 2 continue with the MCData one-to-one SDS communication, which has

been transformed into an MCData emergency one-to-one SDS communication.

7.4.2.9 Group SDS communication upgrade to a group emergency SDS
communication
7.4.2.9.1 General

This clause is for adding procedures related to upgrading an existing MCData group SDS communication to an MCData
emergency group SDS communication.

7.4.29.2 Procedure

The procedure in figure 7.4.2.9.2-1 describes the case where an authorized MCData user is upgrading an ongoing
MCData group SDS communication to an MCData emergency group SDS communication. This procedure is applicable
only when group MCData communication is established as described in subclause 7.4.2.6 " Group standal one short data
service using media plane” or as described in subclause 7.4.2.7 " Group short data service session”.

NOTE 1: For simplicity, asingle MCData server is shown in place of auser home MCData server and a group
hosting M CData server.

Pre-conditions:

1. The MCDatagroup is previously defined on the group management server with MCDataclient 1, MCData
client 2 and MCData client 3 affiliated to that M CData group.

2. All members of the MCData group belong to the same MCData system.
3. MCDatagroup SDS communication is already in progress.

4. Theinitiating MCData client 1 has been configured to send an MCData emergency aert when upgrading an
MCData emergency group communication.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 82 ETSI TS 123 282 V17.9.0 (2022-05)

Home MCData service provider

MCData client MCData client MCData client
1 MCData server 2 3

‘ MCData group SDS communication is in progress ‘

1. Initiate group
emergency

2. MCData group SRE communication upgrade request
—-—

3. Bearer priority
adjustment

4. MCData group SDS communication ungie request
-

5. Notify group 5. Notify group
emergency emergency
status status

7. MCData group

SDS communication
__upgrade response <> ViCData group SDS communication upgrade response

- B e I L e

MCData group SDS communication over upgraded bearer

Figure 7.4.2.9.2-1: MCData group SDS communication upgraded to MCData emergency group SDS
communication

1. The MCDatauser at MCData client 1 initiates a group emergency. MCData client 1 setsits MCData emergency
state. The MCData emergency state of MCData client 1 isretained until explicitly cancelled by the user of
MCDataclient 1.

NOTE 2: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

2. MCDataclient 1 requests the MCData server to upgrade the MCData group to an in-progress emergency state by
sending a M CData group SDS communication upgrade request. The MCData client 1 sets the emergency
indicator in the request. If configured to send an MCData alert when initiating an MCData emergency group
SDS upgrade, the request also contains an indication that an MCData dert isto be initiated.

3. The MCData server sets the emergency state of the M CData group and adjusts the priority of the underlying
bearer for al or selected participants in the M CData group SDS communication that receive the communication
over unicast.

NOTE 3: The determination of the selected participants whose bearers have to be upgraded is | eft to
implementation.

NOTE 4: While the MCData group isin the in-progress emergency state, all types of MCData communications
within the group are processed as emergency group communications by the MCData server. MCData
group members that are not in the emergency state do not indicate emergency in group communication
requests.

4. MCData server sends the MCData group SDS communication upgrade request towards the MCData clients of
each of those affiliated M CData group members. The request contains an indication of an MCData emergency
aert if the request from the originator indicated MCData emergency alert.
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5. MCData users are notified of the in-progress emergency state of the MCData group.

6. Thereceiving MCData clients send the MCData group SDS communication upgrade response to the MCData
server to acknowledge the M CData group emergency request. For a multicast call, these acknowledgements are
not sent.

7. The MCData server sends the MCData group SDS communi cation upgrade response to the MCData user 1 to
confirm the upgrade request.

NOTE 5: Step 7 can occur at any time following step 3, depending on the conditions to proceed with the call.
MCDataclient 1, MCDataclient 2 and MCData client 3 continue with the MCData group SDS communication, which
has been transformed into an MCData emergency group SDS communication.

7.4.2.10 Group SDS communication in-progress emergency group state cancel

7.4.2.10.1 General

This clause describes procedures related to M CData in-progress emergency group state cancel. The emergency state of
the group can also be cancelled by the group FD in-progress emergency state cancellation procedure in subclause
7.5.2.13.2, or by the emergency alert cancellation procedure specified in 3GPP TS 23.280 [16], subclause 10.10.1.2.2.2.

7.4.2.10.2 Procedure

The procedure in figure 7.4.2.10.2-1 describes the case where an authorized MCData user cancels MCData group'sin-
progress emergency.

Pre-conditions:

1. The MCDatagroup is previously defined on the group management server with MCData client 1, MCData
client 2 and MCData client 3 affiliated to that M CData group.

All members of the MCData group belong to the same M CData system.
M CData group members have been notified about the in-progress emergency.

The MCDatagroup isin the in-progress emergency state and has prioritized bearer support.

a > w DN

MCDataclient 1 previously initiated the in-progress emergency for the group.
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Figure 7.4.2.10.2-1: MCData group SDS in-progress emergency group state cancel

1. The user at the MCDataclient 1 initiates an MCData group SDS in-progress emergency group state cancel.

NOTE 1: An MCData user authorized to cancel in-progress emergencies on the MCData group can also be
authorised to cancel the M CData emergency alert in addition to the initiator. However, only the initiator
can cancel theinitiator's local MCData emergency state.

2. The MCDataclient 1 sends an MCData group SDS communication in-progress priority state cancel request to
the MCData server. The MCData client 1 also resets the emergency indicator in the request to inform MCData
server about cancellation of in-progress emergency group state.

NOTE 2: If an MCData emergency alert relating to MCDataclient 1 isin effect together with an MCData in-
progress emergency group state on the MCData group, the MCData emergency alert of MCData client 1
can be cancelled at the same time. In that case, the MCData group SDS in-progress priority group state
cancel request carries an indication that the emergency aert of MCDataclient 1 is also being cancelled.

NOTE 3: If an MCData group SDS communication in-progress priority state cancel request is received by the
MCData server while a group member that isin the emergency state is transmitting, the MCData group
SDS communication in-progress priority state cancel request is rejected by the MCData server.

3. The MCData server adjusts the priority of the underlying bearer; priority treatment is no longer required. The
MCData server cancel S/resets the emergency in-progress state of the MCData group.

4. The MCData server sends an MCData group SDS in-progress priority state cancel request to the MCData group
members.

5. MCData group members are notified of the MCData group SDS in-progress emergency state cancel.
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6. Thereceiving MCData clients send the M CData group SDS in-progress priority state cancel response to the
MCData server to acknowledge the MCData in-progress emergency group state cancel. For a multicast call
scenario, these acknowledgements are not sent.

7. The MCData server sends the MCData group SDS in-progress priority state cancel response to the MCData user
1 to confirm the MCData in-progress emergency group state cancel. If the MCData in-progress emergency group
state cancel request (in step 2) contained the "Alert indicator" |1E, the MCDataclient 1 resetsitslocal emergency
status.

NOTE 4: Step 7 can occur at any time following step 3, depending on the conditions to proceed with the call.
7.4.2.11 Group SDS communication upgrade to an imminent peril group SDS
communication

7.4.2.11.1 General

This clause isfor adding procedures related to upgrade to an imminent peril group SDS communication.

7.4.2.11.2 Procedure

This procedure is applicable only when group MCData SDS communication is established as described in

subclause 7.4.2.6 " Group standal one short data service using media plane" or as described in subclause 7.4.2.7 " Group
short data service session”. The MCData service shall support the procedures and related information flows as specified
in subclause 7.4.2.9 "Group SDS communication upgrade to a group SDS emergency communication” with the
following clarifications:

- Instep 2), the MCDataclient 1 sets the imminent peril indicator;

- Instep 3), the bearers priority is adjusted as necessary, to correspond to an imminent peril priority which could
be different than the setting used in the procedure in subclause 7.4.2.9; and

- Instep 5), MCData users are notified of the in-progress imminent peril state of the MCData group.
7.4.2.12 Group SDS communication in-progress imminent peril group state cancel

7.4.2.12.1 General

This clause isfor adding procedures related to group SDS communication in-progress imminent peril group state
cancel.

7.4.2.12.2 Procedure

The MCData service shall support the procedures and related information flows as specified in subclause 7.4.2.10
"Group SDS communication in-progress emergency group state cancel" with the following clarifications:

- Instep 2), the MCDataclient 1 setsimminent peril indicator; and

- Instep 5), MCData users are notified of the group SDS communication in-progress imminent peril state cancel.
7.4.2.13 Providing data for a user entering an ongoing MCData group conversation

7.4.2.13.1 General

The MCData service shall support mechanisms that allow a MCData user be presented with the whole content of a
group conversation in agroup that he is a member of. Thisincludes the content (messages) exchanged before the
MCData user joins the group conversation.

7.4.2.13.2 Procedure

Figure 7.4.2.13.2-1 describes procedures for a M CData user joining late a group conversation.
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Pre-conditions:
1. The MCDatagroup is provisioned for lossless communication.
2. All members of the MCData group have an account created in the MCData message store.
3. MCDataclient 1, MCData client 2 and MCData client 3 are members of the same M CData group,
4. MCDataclient 1 and 2 are served by MCData server 1 and have registered and affiliated to the MCData group.
5. MCDataclient 3 isserved by MCData server 2 and has not affiliated to the MCData group yet.

NOTE 1: Theinteractions of MCData client 1 and MCData client 2 to MCData message store are not shown in the

figure.
MCData
MCData MCData IVIIFZData MCData server 2 message MFData
Client 1 Server1 Client 2 store Cliept 3

| 1. Initiate a data group conversation |

| 2. The media plane is established |

| 3. Deposit objects |

| 4.. Affiliate to the group |

5. Synchronization |

| 6. Invite to the group conversation

7. Group conversations |

Figure 7.4.2.13.2-1: Providing data for a user entering an ongoing MCData group conversation

1. A group conversation isinitiated according to proceduresin subclause 7.4.2.6, and all members of the group are
invited into the communication whether affiliated or not. As MCData user 3 is not affiliated at this time,
MCData server 2 accepts the invitation to the group conversation on behalf of MCData user 3.

2. The mediaplaneis established for the group conversation. MCData server 2 isin the media plane to receive the
conversation on behalf of MCData user 3.

3. MCData server 2 stores the received conversation to MCData user 3 account in the M CData message store.

NOTE 2: If the received conversation requests delivery notification the MCData server 2 will send message
delivered to the message sender. If the received conversation requests read notification the MCData client
3 will send message read to the message sender once it has presented the message to the user.

4. MCDatauser 3isonline and using MCData client 3 to affiliate to the MCData group.

5. MCDataclient 3, through the message store client, synchronizes with the MCData user 3 account in the MCData
message store.

6. MCDataserver 2 invites MCData client 3 to the M CData group conversation.

7. MCData user 3 joinsthe MCData group conversation.
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Short data service for off-network

General

Off-network SDS communications are based on ProSe capabilities as described in clause 7.16.

7.4.3.2

74321

Table 7.4.3.2.1-1 describes the information flow for the M CData standal one data request sent from the MCData client

to another MCDataclient.

Information flows for short data service

MCData standalone data request

Table 7.4.3.2.1-1: MCData standalone data request

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Date and Time M Date and time of transmission

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Emergency indicator (see NOTE 1) | O Indicates that the MCData communication is an
MCData emergency communication

Payload Destination Type M Indicates whether the payload is for application
consumption or MCData client consumption

Application identifier (see NOTE 2) | O Identifies the application for which the payload is
intended (e.g. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Payload M SDS content

NOTE 1: This information element shall be included for the MCData emergency communication.
NOTE 2: The application identifier shall be included only if the payload destination type indicates that the

payload is for application consumption.

7.4.3.2.2

Table 7.4.3.2.2-1 describes the information flow for the M CData data disposition notification sent from the MCData

client to another MCDataclient.

MCData data disposition notification

Table 7.4.3.2.2-1: MCData data disposition notification

Information element Status Description

MCData ID M The identity of the MCData user towards which the
notification is sent

MCData ID M The identity of the MCData user sending notification

Conversation Identifier M Identifies the conversation

Reply Identifier M Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition M Disposition which is delivered or read or both

Payload Destination Type M Indicates whether the SDS payload is for application

consumption or MCData user consumption

7.4.3.2.3

Table 7.4.3.2.3-1 describes the information flow for the MCData group standal one data request sent from the MCData

client to another MCDataclient.

MCData group standalone data request
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Table 7.4.3.2.3-1: MCData group standalone data request

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData group 1D M The MCData group ID to which the data is to be sent

Date and Time M Date and time of transmission

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Emergency indicator (see NOTE 1) | O Indicates that the MCData communication is an
MCData emergency communication

Imminent peril indicator (0] Indicates that the MCData communication is an

(see NOTE 1) MCData imminent peril communication

Payload Destination Type M Indicates whether the payload is for application
consumption or MCData client consumption

Application identifier (see NOTE 2) | O Identifies the application for which the payload is
intended (e.qg. text string, port address, URI)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Payload M SDS content

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: The application identifier shall be included only if the payload destination type indicates that the

payload is for application consumption.

7.4.3.3 One-to-one standalone short data service using signalling control plane

7.4.3.3.1 General

This subclause describes the detailed procedures for the scenario where SDS datais to be sent to MCData user in off-
network.

7.4.3.3.2 Procedure

Figure 7.4.3.3.2-1 describes procedures for an off-network MCData client 1 initiating one-to-one MCData data
communication for sending standalone SDS data to other MCData client, with or without disposition request.
Standalone refers to sending unidirectional datain one transaction. The SDS data size is assumed to be pre-configured.

Pre-conditions:
1. MCDatauser 1 hasinitiated communication for sending standalone SDS data to other MCData user 2.

2. MCbDataclient 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct
communication capable.

3. MCDataclient 1 has discovered MCData client 2 in proximity, associated with MCData user B, using ProSe
Discovery procedures.
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MCData client MCData client
1 2
1. Check
authorization

2. MCData standalone data request

3. Assert policy

4. Process
payload

5. MCData data disposition notification

Figure 7.4.3.3.2-1: One-to-one standalone short data service using signalling control plane

1. MCDataclient 1 checks whether the MCData user 1 is authorized to send M CData standal one data reguest.

2. If MCData user 1 is authorised MCData client 1 sends a M CData standal one data request towards the MCData
client 2. The MCData standal one data request contains conversation identifier for message thread indication. The
M CData standal one data request may include additional implementation specific information in the application
metadata container. The MCData standal one data request may contain disposition request if indicated by the user
at MCDataclient 1. If MCData user at the MCData client 1 initiates an M CData emergency communication,
then emergency indicator isincluded in the M CData standalone data request. If an MCData emergency stateis
not set already when M CData emergency communication is initiated, the MCDataclient 1 setsits MCData
emergency state and is retained until explicitly cancelled. The value of ProSe Per Packet Priority is upgraded
according to the state of the MCData communication.

3. Onreceiving aMCData standal one data request, the MCData client 2 checks whether any policy isto be asserted
to limit certain types of message or content to certain members due, for example, to location or user privilege.

4. If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is
not command instructions, etc.) then the MCData user of M CData client 2 may be notified. Otherwise if the
payload is not for MCData user consumption, then the MCData user of MCData client 2 shall not be notified.
The action taken when the payload contains application data or command instructions are specific based on the
contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-
MCData application that is not yet running shall cause the MCData client 2 to start the local nhon-MCData
application (i.e., remote start application) and shall pass the payload content to the just started application.

NOTE: If the policy assertion was negative, the M CData client 2 sends an appropriate notification to MCData
client 1.

5. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client 2 initiates a M CData data disposition notification for delivery report.

6. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData client 2 initiates a M CData data disposition notification for read

report.
7.4.3.4 Group standalone short data service using signalling control plane
7.4.3.4.1 General

Theinitiation of a group standalone SDS to a selected group results in off-network M CData group members receiving
the SDS data.
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7.4.3.4.2 Procedure

Figure 7.4.3.4.2-1 describes procedures for an off-network MCData client 1 initiating group MCData data
communication for sending SDS data to a MCData group, with or without disposition request. The SDS data size limit
is pre-configured.

Pre-conditions:
1. MCDatauser 1 hasinitiated group communication for sending SDS data to the M CData group.

2. Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCDataclient 1.

3. MCbDataclient 1 to MCDataclient N are members of the same MCData group.

MCData client MCData client MCData client
1 2 N
1. Check
authorization

2. MCData group standalone data request

Ll
3. Assert policy 3. Assert policy
4. Process 4. Process
payload payload

5. MCData data

disposition notification 5. MCData data
- — disposition notification

-
6. MCData data
disposition notification 6. MCData data
: ”””””””””””””””””””” disposition notification

Figure 7.4.3.4.2-1: Group standalone short data service using signalling control plane

1. MCDataclient 1 checks whether the M CData user 1 is authorized to send M CData group standal one data
request.

2. If MCData user 1 is authorised MCData client 1 sends a M CData group standalone data request towards the
MCData group. The MCData group standal one data request contains conversation identifier for message thread
indication. The MCData group standal one data request may include additional implementation specific
information in the application metadata container. The M CData group standal one data request may contain
disposition request if indicated by the user at MCDataclient 1. If MCData group standal one data request
contains disposition request, MCData group standal one data request shall also contain the IP address of the
MCDataclient 1. If MCData user at the MCData client 1 initiates an MCData emergency communication, then
the emergency indicator or the imminent peril indicator isincluded in the M CData standal one data request. If an
MCData emergency state is not set already when MCData emergency communication is initiated, the MCData
client 1 setsits MCData emergency state and is retained until explicitly cancelled. The value of ProSe Per Packet
Priority is upgraded according to the state of the MCData communication.

3. Onreceiving aMCData group standal one data request, the MCData clients check whether any policy isto be
asserted to limit certain types of message or content to certain members due, for example, to location or user

privilege.

4. If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is
not command instructions, etc.) then the MCData user may be notified. Otherwise if the payload is not for
MCData user consumption, then the MCData user shall not be notified. The action taken when the payload
contains application data or command instructions are specific based on the contents of the payload. Payload
content received by MCData clients 2 to N which is addressed to a known local non-M CData application that is
not yet running shall cause the MCData clients 2 to N to start the local non-M CData application (i.e., remote
start application) and shall pass the payload content to the just started application.
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MCData clients initiate a M CData data disposition notification for delivery report.

6. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData clients 2 to N initiate a M CData data disposition notification for read

report.
7.4.3.5 Void
7.4.3.6 Group standalone short data service with MCData message store
7.4.3.6.1 General

A MCData user's off-network communication needs to be part of his communication history when the MCData user has

an account in the MCData message store.

7.4.3.6.2 Procedure

Figure 7.4.3.6.2-1 describes procedures of a MCData user, MCData user 2, that has an account in MCData message
store and how his off-network SDS group communication is stored in his account in the MCData message store. All

other MCData clients in the figure follow the procedures described in subclause 7.4.3.4.

Pre-conditions:

1. MCDatauser 1to N arein an off-network group communication.

2. Information for ProSe direct communications corresponding to the M CData group and its mapping to ProSe

Layer-2 Group ID are pre-configured to MCDataclient 1 to N.

3. MCDataclient 1to N are members of the same MCData group.

4. MCData user 2 has an account in the M CData message store.

MCData client
1

MCData client
2

Message

store client

2

MCData client
N

MCData
message
store

1. Off-network SDS group communication

2. Store object

3. Off-network SDS group communication ends

4. MCData user 2 connects to network

5. Upload objects to MCData message store

Figure 7.4.3.6.2-1: Group standalone short data service with MCData message store
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1. MCDataclient 1to MCDataclient N are in an off-network group communication according to the proceduresin
subclause 7.4.3.4, SDS are exchanged among all MCData clients.

2. If the SDSisfor MCData user consumption, the SDSis stored in the local message store on the MCData UE of
MCData user 2.

NOTE: A pre-configured folder for off-network communication objects can be provisioned both on the UE and
the user account on the M CData message store to be used for synchronization.

3. The off-network group communication comes to an end.
4. The MCData user 2 connects back to the network.

5. The MCData user 2 decides to keep the off-network communication in his account on the MCData message
store. The message store client 2 uploads the off-network communication objects from the local message store to
the MCData message store.

7.5 File distribution

75.1 General

File distribution (mandatory and non-mandatory download) is enabled for both one-to-one and group.
7.5.2 File distribution for on-network

7521 Information flows for file distribution

75211 MCData upload data request

Table 7.5.2.1.1-1 describes the information flow for the MCData upload data request sent from the media storage client
to the MCData content server.

Table 7.5.2.1.1-1: MCData upload data request

Information element Status Description

MCData ID M The identity of the MCData user uploading data

Content (see NOTE) (0] Content to upload

Content reference (see NOTE) (0] URL reference of the content stored in the MCData
message store account of the MCData user

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

NOTE: Either the Content or the Content reference must be present.

75.2.1.2 MCData upload data response

Table 7.5.2.1.2-1 describes the information flow for the MCData upload data response sent from the MCData content
server to the media storage client.

Table 7.5.2.1.2-1: MCData upload data response

Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
Upload confirmation M An indication whether the upload to the content
storage is successful or not
Content reference 0] URL reference of the content stored (see NOTE).
NOTE:  Content reference shall be present when the upload confirmation is successful.
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7.5.2.1.3 MCData download data request

Table 7.5.2.1.3-1 describes the information flow for the MCData download data request sent from the MCData media
storage client to the MCData content server.

Table 7.5.2.1.3-1: MCData download data request

Information element Status Description
MCData ID M The identity of the MCData user downloading data
Content reference M URL reference to the content to download
Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

75214 MCData download data response

Table 7.5.2.1.4-1 describes the information flow for the MCData download data response sent from the MCData
content server to the media storage client.

Table 7.5.2.1.4-1: MCData download data response

Information element Status Description

MCData ID M The identity of the MCData user requesting to
download data

Content (see NOTE) o Requested content to download

Result M Indicates success or failure of MCData download data
request

NOTE: Content shall be present when the result of the MCData download data request indicates

success.
7.5.2.15 MCData FD request (using HTTP)

Table 7.5.2.1.5-1 describes the information flow for the MCData FD request (in subclause 7.5.2.4.2) sent from the
MCData client to the MCData server.

Table 7.5.2.1.5-1: MCData FD request (using HTTP) from MCData client to MCData server

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias (0] The functional alias associated with MCData user
sending the file

MCData ID (see NOTE) (@) The identity of the MCData user receiving the file

Functional alias (see NOTE) (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (@) Indicates whether file download completed report is
expected or not

Download indication 0] Indicates mandatory download

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Content reference M URL reference to the content and file metadata
information

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

Deposit file indication (0] Indicates whether the file to be stored into the MCData
message store account of the MCData user

NOTE: Either the MCData ID or the functional alias must be present.
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Table 7.5.2.1.5-2: MCData FD request (using HTTP) from an MCData server to MCData server

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias (0] The associated functional alias of the MCData user
identity sending the file

MCData ID M The identity of the MCData user receiving the file

Functional alias (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed report is
expected or not

Download indication 0] Indicates mandatory download

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Content reference M URL reference to the content and file metadata
information

Emergency indicator (0] Indicates that the data request is for MCData

emergency communication

Table 7.5.2.1.5-3 describes the information flow for the MCData FD request (in clause 7.5.2.4.2) sent from the MCData

server to the MCDataclient.

Table 7.5.2.1.5-3: MCData FD request (using HTTP) from MCData server to MCData client

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias (0] The associated functional alias of the MCData user
sending the file

MCData ID M The identity of the MCData user receiving the file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed report is
expected or not

Download indication 0] Indicates mandatory download

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Content reference M URL reference to the content and file metadata
information

Emergency indicator (0] Indicates that the data request is for MCData

emergency communication

7.5.2.1.6

Table 7.5.2.1.6-1 describes the information flow for the MCData FD response (in subclause 7.5.2.4.2) sent from the
MCData client to the MCData server, from the MCData server to another MCData client and from an MCData server to

apartner MCData server.

MCData FD response (using HTTP)
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Table 7.5.2.1.6-1: MCData FD response (using HTTP)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
Result 0] Indicates if the request is accepted or not
75.2.1.7 MCData download completed report

Table 7.5.2.1.7-1 describes the information flow for the MCData download completed report sent from the MCData

client to the MCData server, from the MCData server to another MCData client and from an MCData server to a partner

MCData server.

Table 7.5.2.1.7-1: MCData download completed report

Information element Status Description

MCData ID M The identity of the MCData user sending FD request

MCData ID M The identity of the MCData user sending response

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier M Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition confirmation M An indication that the client has completed
downloading file

7.5.2.1.7A

Table 7.5.2.1.7A-1 describes the information flow for the M CData aggregated download completed report sent from the

MCData aggregated download completed report

MCData server to the MCData client, indicating the result of arequest for afile delivery to an MCData group.

Table 7.5.2.1.7A-1: MCData aggregated download completed report

Information element Status Description
MCData ID M The identity of the MCData user that sent the FD
request
Number of Aggregated Reports M Total number of received individual completed reports
Number of Successful Deliveries (0] Number of received individual completed reports
indicating success
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Reply Identifier M Identifies the original MCData transaction which the
current transaction is a reply to
Successful MCData ID list (0] List, partial or full, of MCData users who successfully
(NOTE) received the file delivery
Unsuccessful MCData ID list (e} List, partial or full, of MCData users who reported
(NOTE) failure to fully receive the file delivery successfully
NOTE:  No more than one of these information elements may be present.
7.5.2.1.8 MCData FD request (using media plane)

Table 7.5.2.1.8-1 describes the information flow for the MCData FD request (in subclause 7.5.2.5.2) sent from the
MCData client to the MCData server and from the M CData server to another MCData client.
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Table 7.5.2.1.8-1: MCData FD request (using media plane/MCData client to MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias (0] The functional alias associated with MCData user
sending the file

MCData ID (see NOTE 1) 0] The identity of the MCData user receiving the file

Functional alias (see NOTE 1) (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed report is
expected or not

Download indication (0] Indicates mandatory download (i.e. auto accept this
media plane setup request)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer (see NOTE 2) M Media parameters offered

Requested priority o Application priority level requested for this
communication session

Emergency indicator (0] Indicates that the data request is for MCData

emergency communication

NOTE 2: Includes file metadata.

NOTE 1: Either the MCData ID or the functional alias must be present.

Table 7.5.2.1.8-2: MCData FD request (using media plane/MCData server to MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias O The associated functional alias of the MCData user
identity sending the file

MCData ID M The identity of the MCData user receiving the file

Functional alias (0] The associated functional alias of the MCData user
identity towards which the data is sent.

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed report is
expected or not

Download indication (0] Indicates mandatory download (i.e. auto accept this
media plane setup request)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer (see NOTE) M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

Emergency indicator (0] Indicates that the data request is for MCData

emergency communication

NOTE: Includes file metadata.

ETSI




3GPP TS 23.282 version 17.9.0 Release 17 97 ETSI TS 123 282 V17.9.0 (2022-05)

Table 7.5.2.1.8-3: MCData FD request (using media plane/MCData server to MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias (0] The associated functional alias of the MCData user
identity sending the file

MCData ID M The identity of the MCData user receiving the file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed report is
expected or not

Download indication (0] Indicates mandatory download (i.e. auto accept this
media plane setup request)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer (see NOTE) M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

Emergency indicator (0] Indicates that the data request is for MCData
emergency communication

NOTE: Includes file metadata.

75.2.1.9 MCData FD response (using media plane)

Table 7.5.2.1.9-1 describes the information flow for the MCData FD response (in subclause 7.5.2.5.2) sent from the

MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.5.2.1.9-1: MCData FD response (using media plane)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Establishment reason 0] Reason for establishment or rejection

7.5.2.1.10

Table 7.5.2.1.10-1 describes the information flow for the M CData group standalone FD request (in subclause 7.5.2.6.2)

sent from the MCData client to the MCData server.

MCData group standalone FD request (using HTTP)
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Table 7.5.2.1.10-1: MCData group standalone FD request (using HTTP) from MCData client to MCData
server

Information element Status Description
MCData ID The identity of the MCData user sending the file
Functional alias The functional alias associated with MCData user
sending the file
The MCData group ID to which the file is to be sent
Identifies the conversation
Identifies the MCData transaction
Identifies the original MCData transaction to which the
current transaction is a reply to
Indicates whether file download completed report is
expected or not
Indicates mandatory download
Implementation specific information that is
communicated to the recipient
URL reference to the content and file metadata
information
Indicates that the data request is for MCData
emergency communication
Alert indicator (see NOTE 2) Indicates whether an emergency alert is to be sent
Imminent peril indicator Indicates that the data request is for MCData imminent
(see NOTE 1) peril communication
NOTE 1: If used, only one of these information elements shall be present.
NOTE 2: This information element may be present only when Emergency indicator is present.

MCData group 1D
Conversation Identifier
Transaction ldentifier
Reply Identifier

Disposition indication

Download indication
Application metadata container

Content reference

Emergency indicator (see NOTE 1)

OO0 O] ZE| 0|0 O o)EEEl o=

Table 7.5.2.1.10-2 describes the information flow for the M CData group standalone FD request (in subclause 7.5.2.6.2)
sent from the MCData server to the MCData client.

Table 7.5.2.1.10-2: MCData group standalone FD request (using HTTP) from MCData server to
MCData client

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias O The functional alias associated with MCData user
sending the file

MCData group 1D M The MCData group ID to which the file is to be sent

MCData ID M The identity of the MCData user receiving the file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (@) Indicates whether file download completed report is
expected or not

Download indication 0] Indicates mandatory download

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Content reference M URL reference to the content and file metadata
information

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) (0] Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 99 ETSI TS 123 282 V17.9.0 (2022-05)

7.5.2.1.11 MCData group standalone FD response (using HTTP or MBMS download
delivery method)

Table 7.5.2.1.11-1 describes the information flow for the M CData group standalone FD response (in
subclause 7.5.2.6.2) sent from the MCData client to the MCData server and from the M CData server to another
MCDataclient.

Table 7.5.2.1.11-1: MCData group standalone FD response (using HTTP)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData group 1D M | The MCData group ID to which the file is to be sent
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
Result M Indicates if the request is accepted or not
7.5.2.1.12 MCData group standalone FD request (using media plane)

Table 7.5.2.1.12-1 describes the information flow for the M CData group standalone FD request (in subclause 7.5.2.7.2)
sent from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.5.2.1.12-1: MCData group standalone FD request (using media plane/MCData client to MCData
server)

Information element Status Description
MCData ID The identity of the MCData user sending the file
Functional alias The functional alias associated with MCData user
sending the file
The MCData group ID to which the data is to be sent
Identifies the conversation
Identifies the MCData transaction
Identifies the original MCData transaction to which the
current transaction is a reply to
Indicates whether file download completed report is
expected or not
Indicates mandatory download (i.e. auto accept this
media plane setup request)
Implementation specific information that is
communicated to the recipient
Media parameters offered
Application priority level requested for this
communication session
Indicates that the data request is for MCData
emergency communication
Alert indicator (see NOTE 2) Indicates whether an emergency alert is to be sent
Imminent peril indicator Indicates that the data request is for MCData imminent
(see NOTE 1) peril communication
NOTE 1: If used, only one of these information elements shall be present.
NOTE 2: This information element may be present only when Emergency indicator is present.
NOTE 3: Includes file metadata.

MCData group 1D
Conversation Identifier
Transaction Identifier
Reply Identifier

Disposition indication

Download indication

Application metadata container

SDP offer (see NOTE 3)
Requested priority

Emergency indicator (see NOTE 1)
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Table 7.5.2.1.12-2: MCData group standalone FD request (using media plane/MCData server to
MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending the file

Functional alias (0] The functional alias associated with MCData user
sending the file

MCData group ID M The MCData group ID to which the data is to be sent

MCData ID M The identity of the MCData user receiving the file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed report is
expected or not

Download indication (0] Indicates mandatory download (i.e. auto accept this
media plane setup request)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer (see NOTE 3) M Media parameters offered

Requested priority (0] Application priority level requested for this
communication session

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) (0] Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

NOTE 3: Includes file metadata.

7.5.2.1.13 MCData group standalone FD response (using media plane)

Table 7.5.2.1.13-1 describes the information flow for the M CData group standalone FD response (in
subclause 7.5.2.7.2) sent from the MCData client to the MCData server and from the M CData server to another
MCDataclient.

Table 7.5.2.1.13-1: MCData group standalone FD response (using media plane)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData group ID M The MCData group ID to which the file is to be sent
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
7.5.2.1.14 MCData remove file request by user

Table 7.5.2.1.14-1 describes the information flow for the M CData remove file request by user sent from the media
storage client to the media storage function of the MCData content server, and from the M CData content server to
another MCData content server in a partner MCData system.
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Table 7.5.2.1.14-1: MCData remove file request by user

Information element Status Description
MCData ID (see NOTE 1) o The identity of the MCData user removing file
Partner MCData system identity (0] The identity of the partner MCData system where the
(see NOTE 2) file has also been downloaded
Content reference M URL of the content to be removed

NOTE 1: The identity of the MCData user removing the file is present when sent from MCData client to
MCData content server

NOTE 2: The identity of the partner MCData system is present when sent from MCData content server
to MCData content server.

7.5.2.1.15 MCData remove file response by user

Table 7.5.2.1.15-1 describes the information flow for the M CData remove file response by user sent from the media
storage function of the MCData content server to the media storage client, and from the M CData content server to
another MCData content server in a partner MCData system.

Table 7.5.2.1.15-1: MCData remove file response by user

Information element Status Description
MCData ID (see NOTE 1) 0] The identity of the MCData user removing file
Partner MCData system identity (0] The identity of the partner MCData system where the
(see NOTE 2) file has also been downloaded
Result M Indicates the success or failure of the file removal

NOTE 1: The identity of the MCData user removing the file is present when sent from MCData content
server to MCData client

NOTE 2: The identity of the partner MCData system is present when sent from MCData content server
to MCData content server.

7.5.2.1.16 Void
7.5.2.1.17 Void
7.5.2.1.18 MCData remove file notify

Table 7.5.2.1.18-1 describes the information flow for the MCData remove file notify sent from the MCData server to
the MCData client that the shared file has been removed.

Table 7.5.2.1.18-1: MCData remove file notify

Information element Status Description
MCData ID M The identity of the MCData user uploaded the file
Content reference M URL of the content that has been removed
Reason 0] The reason the file is removed
7.5.2.1.19 MCData file retrieve request

Table 7.5.2.1.19-1 describes the information flow for the MCDatafile retrieve request sent from an M CData content
server in apartner MCData system to an MCData content server in the primary M CData system of the source of the
content.

Table 7.5.2.1.19-1: MCData file retrieve request

Information element Status Description
Content reference M URL reference to the content to download
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7.5.2.1.20 MCData file retrieve response

Table 7.5.2.1.20-1 describes the information flow for the MCDatafile retrieve response sent from the M CData content
server in the primary M CData system of the source of the content to an MCData content server in a partner MCData
system.

Table 7.5.2.1.20-1: MCData file retrieve response

Information element Status Description
Content (see NOTE) o Requested content to download
Result M Indicates success or failure of MCData download data
request
NOTE:  Content shall be present when the result of the MCData file retrieve request indicates success.

7.5.2.1.21 MCData group standalone FD over MBMS request

Table 7.5.2.1.21-1 describes the information flow for the M CData group standalone FD request (in subclause 7.5.2.6.2)
sent from the MCData server to another MCData client.

Table 7.5.2.1.21-1: MCData group standalone FD over MBMS request

Information element Status Description

MCData ID M The identity of the MCData user sending the file

MCData group 1D M The MCData group ID to which the file is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (@) Indicates whether file download completed report is
expected or not

Download indication M Indicates mandatory download

Application metadata container (0] Implementation specific information that is
communicated to the recipient

Content reference M URL reference to the content and file metadata
information

MBMS user service id M Id of the MBMS user service delivering the file

MBMS content URI M URI upon which the content is delivered in the MBMS
user service

7.5.2.1.22 MCData one-to-one FD upgrade request

Table 7.5.2.1.22-1 describes the information flow for the M CData one-to-one FD upgrade request sent from the
MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.5.2.1.22-1: MCData one-to-one FD upgrade request

Information element Status Description
MCData ID M The identity of the MCData user sending data (when
initiated by MCData client);
The identity of the MCData user receiving data (when
initiated by MCData server).
Functional alias (0] The associated functional alias of the MCData user
sending data or receiving data.

Conversation Identifier M Identifies the conversation
Emergency indicator M Indicates that the data request is for MCData
emergency communication
7.5.2.1.23 MCData one-to-one FD upgrade response

Table 7.5.2.1.23-1 describes the information flow for the M CData one-to-one FD upgrade response sent from the
MCData client to the MCData server and from the MCData server to another M CData client.
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Table 7.5.2.1.23-1: MCData one-to-one FD upgrade response

Information element Status Description
MCData ID M The identity of the MCData user sending data (when
initiated by MCData client);
The identity of the MCData user receiving data (when
initiated by MCData server).
Conversation Identifier M Identifies the conversation

7.5.2.1.24 MCData group FD upgrade request

Table 7.5.2.1.24-1 describes the information flow for the M CData group FD upgrade request sent from the MCData
client to the MCData server and from the MCData server to another MCData client.

Table 7.5.2.1.24-1: MCData group FD upgrade request (MCData client to MCData server)

Information element Status Description

MCData ID M The identity of the MCData user sending the upgrade
request

Functional alias (0] The associated functional alias of the MCData user
sending data or receiving data.

MCData group ID M The MCData group ID on which the emergency
upgrade request is made

Conversation Identifier M Identifies the conversation

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) (0] Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

Table 7.5.2.1.24-2: MCData group FD upgrade request (MCData server to MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending the upgrade
request

Functional alias (0] The associated functional alias of the MCData user
sending data or receiving data.

MCData group ID M The MCData group ID on which the emergency
upgrade request is made

MCData ID M The identity of the MCData user receiving the upgrade
request

Conversation Identifier M Identifies the conversation

Emergency indicator (see NOTE 1) | O Indicates that the data request is for MCData
emergency communication

Alert indicator (see NOTE 2) (0] Indicates whether an emergency alert is to be sent

Imminent peril indicator (0] Indicates that the data request is for MCData imminent

(see NOTE 1) peril communication

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.
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7.5.2.1.25 MCData group FD upgrade response

Table 7.5.2.1.25-1 describes the information flow for the MCData group FD upgrade response sent from the MCData
client to the MCData server and from the MCData server to another MCData client.

Table 7.5.2.1.25-1: MCData group FD upgrade response

Information element Status Description
MCData ID M The identity of the MCData user sending data (when
initiated by MCData client);
The identity of the MCData user receiving data (when
initiated by MCData server).

MCData group ID M The MCData group ID on which the emergency
upgrade request is made
Conversation Identifier M Identifies the conversation
7.5.2.1.26 MCData group FD in-progress priority state cancel request

Table 7.5.2.1.26-1 describes the information for the MCData group FD in-progress priority state cancel request sent
from the MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.5.2.1.26-1: MCData group FD in-progress priority state cancel request (MCData client to
MCData server)

Information Element Status Description

MCData ID M The identity of the cancelling MCData User

MCData group ID M The MCData group ID on which the MCData in-
progress emergency state is to be cancelled.

Emergency indicator o Indicates that the data request is for MCData

(see NOTE 1) emergency communication

Alert indicator (see NOTE 2) o] Indicates whether an emergency alert is to be sent

Imminent peril indicator 0] Indicates that the data request is for MCData

(see NOTE 1) imminent peril communication

Conversation Identifier M Identifies the conversation

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

Table 7.5.2.1.26-2: MCData group FD in-progress priority state cancel request (MCData server to
MCData client)

Information Element Status Description

MCData ID M The identity of the cancelling MCData User

MCData group ID M The MCData group ID on which the MCData in-
progress emergency state is to be cancelled.

MCData ID M The identity of the MCData user receiving the cancel
request

Emergency indicator o Indicates that the data request is for MCData

(see NOTE 1) emergency communication

Alert indicator (see NOTE 2) O Indicates whether an emergency alert is to be sent

Imminent peril indicator 0] Indicates that the data request is for MCData

(see NOTE 1) imminent peril communication

Conversation Identifier M Identifies the conversation

NOTE 1: If used, only one of these information elements shall be present.

NOTE 2: This information element may be present only when Emergency indicator is present.

7.5.2.1.27 MCData group FD in-progress priority state cancel response

Table 7.5.2.1.27-1 describes the information flow for the MCData group FD in-progress priority state cancel response
sent from the MCData server to the MCData client.
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Information Element Status Description
MCData ID M The identity of the cancelling party
MCData group 1D M The MCData group ID on which the MCData in-
progress emergency in-progress is to be cancelled.
Conversation Identifier M Identifies the conversation

7.5.2.1.28

Table 7.5.2.1.28-1 describes the information flow for the MCData file upload request sent from the MCData client to

the MCData server.

MCData file upload request

Table 7.5.2.1.28-1: MCData file upload request

Information element Status Description

MCData ID M The identity of the MCData user uploading the file

Transaction Identifier M Identifies the MCData transaction

Access information M Provides access resource details to be used by the
MCData client for the file upload, e.g. IP address and
port

MCData content server information | M Provides information about the target MCData content
server, where the file is intended to be uploaded, e.g.
URI or IP address, and port (e.g. standard port 80 for
HTTP)

Emergency indicator (0] Indicates that the request is for an MCData emergency
communication

7.5.2.1.29

Table 7.5.2.1.29-1 describes the information flow for the M CData file upload response sent from the MCData server to

the MCDataclient.

MCData file upload response

Table 7.5.2.1.29-1: MCData file upload response

Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
the file
Transaction Identifier M Identifies the MCData transaction
File upload confirmation M Indicates whether the file upload to the MCData
content server can proceed or not

7.5.2.1.30

Table 7.5.2.1.30-1 describes the information flow for the M CData file upload completion status sent from the M CData

client to the MCData server.

MCData file upload completion status

Table 7.5.2.1.30-1: MCData file upload completion status

Information element Status Description
MCData ID M The identity of the MCData user uploading the file
Transaction Identifier M Identifies the MCData transaction
File upload status M Indicates the file upload to the MCData content server
is completed

7.5.2.1.31 MCData file download request

Table 7.5.2.1.31-1 describes the information flow for the M CData file download request sent from the M CData client to
the MCData server.
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Table 7.5.2.1.31-1: MCData file download request

Information element Status Description
MCData ID M The identity of the MCData user downloading the file
Transaction Identifier M Identifies the MCData transaction
Access information M Provides access resource details to be used by the

MCData client for the file download, e.g. IP address
and port

MCData content server information | M Provides information about the target MCData content
server, where the file is intended to be downloaded
from, e.g. URI or IP address, and port (e.g. standard
port 80 for HTTP)

Content reference M URL reference to the content to download
Emergency indicator (0] Indicates that the request is for an MCData emergency
communication
7.5.2.1.32 MCData file download response

Table 7.5.2.1.32-1 describes the information flow for the MCData file download response sent from the MCData server
to the MCData client.

Table 7.5.2.1.32-1: MCData file download response

Information element Status Description
MCData ID M The identity of the MCData user requesting to dowload
the file
Transaction Identifier M Identifies the MCData transaction
File download confirmation M Indicates whether the file download from the MCData
content server can proceed or not
7.5.2.1.33 MCData file availability request

Table 7.5.2.1.33-1 describes the information flow for the MCDatafile availability request sent from the MCData server
to the MCData content server.

Table 7.5.2.1.33-1: MCData file availability request

Information element Status Description
Content reference M URL reference of the file required to check its
availability in the MCData content server

7.5.2.1.34 MCData file availability response

Table 7.5.2.1.34-1 describes the information flow for the M CData file availability response sent from the MCData
content server to the MCData server.

Table 7.5.2.1.34-1. MCData file availability response

Information element Status Description
Content reference M URL reference of the file required to check its
availability in the MCData content server
Result M Indicates whether the file is available or not
7522 File upload using HTTP
75.22.1 General

The media storage client uses HTTP for a standal one data file upload towards the M CData content server.
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75.2.2.2 Procedure for uploading the file residing in the local storage of the MCData UE

The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading afile to media storage
function on the MCData content server.

Pre-conditions:
1. The MCData user on the media storage client is registered for receiving MCData service.

2. The MCData content server has the ability to verify if the requesting MCData user is authorised to upload.

Media MCData
storage client content server

1. initiate upload request

2. MCData upload data request |

3. MCData upload data response

A

Figure 7.5.2.2.2-1: Uploading of the file residing in MCData UE using HTTP

1. Theuser at the media storage client initiates a file upload request of the chosen file. If MCData emergency state
is already set for the media storage client (due to previously triggered MCData emergency alert), the media
storage client sets emergency indicator in the request. The media storage client verifies that the size of the fileis
within the maximum data size for FD for the intended MCData FD request (by checking the group configuration
for agroup FD request and by checking the service configuration for a one-to-one FD request).

2. Thefileto be uploaded is received by the media storage client and sent to the media storage function on the
M CData content server for storing using the MCData upload data request.

3. The MCData content server stores the file and provides a MCData upload data response indicating success
(along with file URL to the media storage client) or failure.

7.5.2.2.3 Procedure for uploading the file residing in the MCData message store

The procedure in figure 7.5.2.2.3-1 describes the case where an MCData user is uploading afile to media storage
function on the MCData content server from his or her MCData message store account.

Pre-conditions:

1. The Mediastorage client knows the URL of the file residing in the M CData message store account of the user.
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Media storage client MCData Content Server MCData Message Store

1.Initiate upload request

2.MCData upload data request

L

3.Fetch file

4.Stores the file contentin
its repository

5.MCData upload data response
-t

Figure 7.5.2.2.3-1: Uploading of the file residing in MCData message store using HTTP

The user at the media storage client initiates a file upload request of the file residing in his MCData message
store account.

The URL of the file which needs to be retrieved from the M CData message store account of the user is sent to
the media storage function on the MCData content server using the MCData upload data request.

The MCData content server fetches the file from the MCData message store account of the user using the URL
provided in the MCData upload data request.

The MCData content server stores the retrieved file content into its repository.

The MCData content provides a M CData upload data response indicating success (along with file URL to the
media storage client) or failure.

75224 Procedure for file upload including request of network resources with required

QoS

The procedure in figure 7.5.2.2.4-1 describes the case where an MCData client sends arequest to the MCData server for
the upload of afile from the media storage client on the M CData client to the media storage function on the MCData
content server. The MCData server can, therefore, request network resources with the required QoS for the
corresponding file upload.

Pre-conditions:

1
2.

The MCData user on the MCData client is registered on the MCData server for receiving MCData service.

The MCDataclient isrequired to upload afile to the MCData content server over network resources with
required QoS.

The MCData client knowsiits | P address/port to be used for the file upload as well asthe URI or | P address/port
of the target MCData content server.

NOTE: How the MCData client knows the IP addresses and ports to be used for the file upload isimplementation

specific and out of the scope of this specification.
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Figure 7.5.2.2.4-1: File upload using HTTP over network resources with required QoS

1. The MC user on the MCData client intends to upload afile to the MCData content server for file distribution.
The MCData client verifies that the size of the file is within the maximum data size for FD for the intended
MCData FD request (e.g., by checking the group configuration for a group FD request or the service
configuration for a one-to-one FD request). If the MCData emergency state is already set for the MCData client,
the MCData client sets the emergency indicator in the request.

2. The MCData client sends the MCData file upload request to the MCData server. This request contains
information about the MCData client (including |P address and port to be used for the file upload), and the target
MCData content server (including associated URI or |P address, and port).

3. The MCData server verifies that the corresponding MCData client is authorized to upload files to the
corresponding M CData content server.

4. If the MCDataclient is authorized for the file upload, the MCData server sends a request to the 3GPP system for
the allocation of network resources with the required QoS for the corresponding file upload communication
between the M CData client and the MCData content server. For that, the MCData server performs policy and
charging control (PCC) procedures, e.g., over the Rx reference point as described in 3GPP TS 23.203 [14] for
the case of an EPS system.

5. The MCData server sends a MCData file upload response to the MCData client indicating if it can proceed with
the file upload to the MCData content server.

6. The media storage client on the MCData client sends an M CData upload data request to the media storage
function on the MCData content server to upload the file.

7. The MCData content server provides an M CData upload data response to the MCData client indicating if the file
was successfully stored (along with file URL) or failure.

8. The MCData client provides to the MCData server an MCData file upload completion status indicating that the
file upload is completed.

9. Based on the MCData file upload completion status, the M CData server requests to the 3GPP system to release
the network resources allocated for the corresponding file upload.
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7.5.2.3 File download using HTTP

7.5.2.3.1 General

The media storage client uses HTTP for a standal one data file download from the M CData content server.

7.5.2.3.2 Procedure for file download from the MCData content server

The procedure in figure 7.5.2.3.2-1 describes the case where an MCData user is downloading a file from the media
storage function of the MCData content server.

Pre-conditions:

1. The MCData user on the media storage client is registered for receiving MCData service.

Media MCData
storage dient content server

1. initiate download
request

2. MCData download data request

|

3. MCData download data response

-

Figure 7.5.2.3.2-1: File download using HTTP

1. The user at the media storage client initiates a file download request available at the indicated URL.

2. Thefileavailable at the URL (received in MCData FD request or MCData group standalone FD request) is
requested to be downloaded by the media storage client from the media storage function on the M CData content
server using a MCData download data request. If emergency indicator is set in received in MCData FD request
or MCData group standal one FD request, the media storage client sets emergency indicator in MCData
download data request.

NOTE: The media storage client can perform partial download requests to compl ete the missing parts after an
incompl ete file transfer.

3. The media storage function on the MCData content server may apply reception control policy and provides a
M CData download data response including the file to the media storage client.

7.5.2.3.3 Procedure for file download including request of network resources with required
QoS

The procedure in figure 7.5.2.3.3-1 describes the case where an MCData client sends arequest to the MCData server for
the download of afile from the media storage client on the MCData client to the media storage function on the MCData
content server. The MCData server can, therefore, request network resources with the required QoS for the
corresponding file download.

Pre-conditions:
1. The MCData user on the MCData client is registered on the MCData server for receiving MCData service.

2. The MCData client has been requested to download afile using HTTP and has received the corresponding file
URL (viaan MCData FD request or MCData group standalone FD request).

3. The MCDataclient isrequired to download afile from the M CData content server over network resources with
reguired QoS.
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NOTE 1: It isimplementation specific whether an MCData system enables that network resources with required
QoS are required for file downloads.

4. The MCData client knows its I P address/port to be used for the file download as well as the URI or IP
address/port of the target MCData content server.

NOTE 2: How the MCData client knows the IP addresses and ports to be used for the file download is
implementation specific and out of the scope of this specification.

. MCDat rver MCData content
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8. MCData download data response
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9. MCData download completed report
|

v

10. Release of dedicated resources
(PCC procedures)

Figure 7.5.2.3.3-1: File download using HTTP over network resources with required QoS

1. The MC user on the MCData client intends to download a file from the MCData content server based on a
received MCData FD request or MCData group standalone FD request. If the MCData emergency stateis
aready set for the MCData client, the MCData client sets the emergency indicator in the request.

2. The MCData client sends the MCData file download request to the MCData server. This request contains
information about the M CData client (including | P address and port to be used for the file download), and the
target MCData content server (including associated URI or |P address, and port). The request also contains the
corresponding file URL on the MCData content server.

3. The MCData server may verify, based on the received file URL, whether the file is available in the MCData
content server viathe MCData-FD-5 reference point. For that, the MCData server sends an MCDatafile
availability request to the MCData content server. Upon the receipt of the request, the MCData content server
provides an MCData file avail ability response to the MCData server. If the MCData server identifies that the
corresponding fileis not available in the MCData content server, the MCData server provides a response to the
MCData client indicating that the file download request cannot proceed due to the unavailability of the filein the
MCData content server.

4. The MCData server verifies that the corresponding M CData client is authorized to download the file from the
corresponding M CData content server.

5. If the MCData client is authorized for the file download, the MCData server sends a request to the 3GPP system
for the allocation of network resources with the required QoS for the corresponding file download
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communication between the MCData client and the MCData content server. For that, the MCData server
performs policy and charging control (PCC) procedures, e.g., over the Rx reference point as described in
3GPP TS 23.203 [14] for the case of an EPS system.

6. The MCData server sends a MCData file download response to the MCData client indicating whether it can
proceed with the file download from the M CData content server.

7. The media storage client on the MCData client sends an M CData download data request to the media storage
function on the MCData content server to download the corresponding file.

8. The MCData content server provides an M CData download data response to the MCData client including the file
for the case of a successful response.

9. The MCData client provides to the MCData server an M CData download completed report indicating that the
file download is completed.

10. Based on the MCData download completed report, the MCData server reguests to the 3GPP system to release
the network resources allocated for the corresponding file download.

7524 One-to-one file distribution using HTTP

75.24.1 General

The MCData client uses HTTP file distribution to download afile that is uploaded by another MCData client. The
procedure is appropriate for both mandatory and non-mandatory download cases. The target MCData user may be
addressed using the functional alias that can be shared with other MCData users.

7.5.24.2 Procedure for single MCData system

The procedure in figure 7.5.2.4.2-1 describes the case where a MCData user is initiating one-to-one data
communication for sending file to the other MCData user, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 and the MCData client 2 are aready registered for receiving MCData
service.

2. Thefileto be distributed is uploaded to media storage function on MCData content server using the procedures
defined in subclause 7.5.2.2.

3. The MCbData client may have activated functional aliasto be used.

4. The MCData server has subscribed to the MCData functional aias controlling server within the MC system for
functional aias activation/de-activation updates.
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Figure 7.5.2.4.2-1: One-to-one file distribution using HTTP

1. Theuser at the MCDataclient 1 initiates afile distribution request to the chosen M CData user.

2. TheMCbDataclient 1 sends a MCData FD request towards the MCData server. The MCData FD reguest contains
content payload in the form of file URL and may contain the file metadata information. The MCData FD reguest
contains one MCData user for one-to-one data communication as selected by the user at MCData client 1. The
MCData FD request contains conversation identifier for message thread indication. The MCData FD request
may include additional implementation specific information in the application metadata container. If MCData
user at MCData client 1 has requested to mandatory download at the recipient side, then MCData FD request
contains mandatory download indication. If the MCData user at MCData client has requested to deposit the file
content into his’her MCData message store account, then MCData FD request contains deposit file indication set.
The MCData FD request may contain download completed report indication if selected by the user at MCData
client 1. The MCData user at MCData client 1 may include a functional alias within the FD data transfer and
may address the target MCData client 2 using a functional aias.

a) If the MCData user at the MCDataclient 1 initiates an MCData emergency file distribution using HTTP or
MCData emergency state is already set for the MCDataclient 1 (due to previoudly triggered MCData
emergency alert):

i) The MCData FD request shall contain emergency indicator; and

ii) If MCData emergency stateis not set already, MCData client 1 setsits MCData emergency state. The
MCData emergency state of MCDataclient 1 isretained until explicitly cancelled by the user of MCData
client 1.

NOTE 1. While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request
and that the size of the file is below maximum data size for FD from the service configuration. MCData server
verifies whether the provided functional aias of MCDataclient 1, if present, can be used and has been activated
for the user. If functional aliasis used to address that target M CData user, the M CData server resolves the
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functional aliasto the corresponding MCData | Ds for which the functional aliasis active and proceed with step 4
otherwise proceed with step 6.

NOTE 2: If the MCData server detects that the functional aias used as the target of the MCData FD request is
simultaneously active for multiple MCData users, then the MCData server can proceed by selecting an
appropriate MCData I D based on some selection criteria. The selection of an appropriate MCData ID isleft to
implementation. These selection criteria can include rejection of the MCData FD request, if no suitable MCData
ID is selected.

4. The MCData server may verify whether the corresponding file is available in the MCData content server (not
shown in the figure) viathe MCData-FD-5 reference point using the received file URL in the MCData FD
request. For that, the MCData server sends an M CData file availability request to the MCData content server.
Upon the receipt of the request, the MCData content server provides an MCData file availability response to the
MCData server. If the MCData server identifies that the corresponding file is not available in the MCData
content server, the MCData server provides aresponse to the MCData client 1 indicating that the file distribution
reguest cannot proceed due to the unavailability of the file in the MCData content server.

5. The MCData server responds back to MCData client 1 with afunctional alias resolution response message that
contains the resolved MCData ID.

6. If the MCData server replies with a M CData functional alias resolution response message, the MCDataclient 1
sends a new MCData FD request towards the resolved MCData ID.

7. MCData server initiates the MCData FD request towards MCData client 2. The MCData FD request towards the
MCData user contains an emergency indicator if it is present in the received MCData FD request from MCData
client 1. If the deposit file indication information element is set to true in the received MCData FD request,
MCData server shall follow the procedure as defined in the subclause 7.13.3.8 with the retrieve file indication
element set to true while depositing this M CData communication to the MCData message store account of the
user at MCDataclient 1.

NOTE 3: MCDataclient 2 does not set its emergency state as aresult of receiving the MCData FD request
containing the emergency indicator.

8. Thereceiving MCData client 2 notifies the user about the incoming M CData FD request (including file
metadata, if present) which may be either accepted or rejected or ignored.

9. The MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then MCData
client 2 sends the MCData FD response to the MCData server. The MCData client 2 automatically sends an
accepted MCData FD response when the received request includes a mandatory download indication.

10. The MCData server forwards the MCData FD response to the MCDataclient 1.

11. The Media storage client on the MCData client 2 downloads the file from the M CData content server using the
procedures defined in subclause 7.5.2.3, either automatically (for mandatory download) or based upon the
MCData user 2 subsequent action. The MCData client 2 records file download completed and notifies the
MCData user 2.

12. The MCData client 2 provides an M CData download completed report for reporting file download completed, if
reguested by the user at MCData client 1.

13. The received M CData file download compl eted report from the MCData client 2 may be stored by the MCData
server for download history interrogation from authorized MCData users. The M CData download completed
report is sent by the MCData server to the MCData user at MCDataclient 1, if requested by the MCData client 1.

7.5.2.4.3 Procedure with interconnection between MCData systems

The procedure in figure 7.5.2.4.3-1 describes the case where a MCData user initiates a one-to-one data communication
for sending a file to another MCData user where that other MCData user is receiving M CData service on a partner
MCData system, and where interconnection is in use between the two M CData systems. In this procedure, the file has
not previously been downloaded in the partner MC system.

Pre-conditions:
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1. The MCData users on the MCData client 1 and the MCData client 2 are aready service authorized and receiving
MCData service. MCData client 1 isreceiving service on its primary MCData system, and MCDataclient 2 is
receiving MCData service in the partner MCData system of MCDataclient 1.

2. Thefileto be distributed has been uploaded to the media storage function on the M CData content server in the
primary MCData system of MCData client 1 using the procedures defined in subclause 7.5.2.2.

3. Thereisaservice agreement between the primary and partner MCData systemsto allow files to be shared
between M CData content serversin the two systems.

4. The MCData client may have an activated functional aias to be used.

5. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.

Primary MCData system Partner MCData system
o -_--- - - T TTOTTTTTT T
MCData client MCData content MCData server MCData server MCData content MCData client
1 server FD function FD function server 2
1. initiate data request
2. MCData FD request .
Ll
3. Authorize request
4a. MCData file
availability request
777777777777 >
4b. MCData file
availability response
.‘, 777777777777
5. MCData FD request
6. MCData FD|request
Ll
7. Notify request
8. MCData FD|response |
9. MCData FD response -
-
10. MCData FD response
-
11. M(Data download data request
12 MCData file retrieve request
< ,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,
13/ MCData file retrieve response
,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,,, >
14. MCData download data response
15. MCData download|completed report
16, MCData download completed|report
-l
17. MCData download|completed report -

Figure 7.5.2.4.3-1: One-to-one file distribution using HTTP with interconnection

1. Theuser at the MCDataclient 1 initiates afile distribution request to the MCData user at MCData client 2.

2. MCbDataclient 1 sends an MCData FD request towards the primary MCData server. The MCData FD request
contains content payload in the form of afile URL with the necessary access authorization information and may
contain the file metadata information. The MCData FD request indicates the target MCData user for the one-to-
one data communication. The MCData FD reguest contains a conversation identifier for message thread
indication. If the MCData user at MCData client 1 has requested to mandatory download at the recipient side,
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then the MCData FD request contains the mandatory download indication. The MCData FD request may contain
arequest for a download completed report indication if selected by the user at MCDataclient 1. The MCData
user at MCData client 1 may include a functional aias within the FD data transfer and may address the target
MCData client 2 using afunctiona alias.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send the MCData FD
request and that the size of the fileis below maximum data size for FD from the service configuration. MCData
server verifies whether the provided functional aias of MCData client 1, if present, can be used and has been
activated for the user.

4. The MCData server may verify whether the corresponding file is available in the MCData content server viathe
MCData-FD-5 reference point using the received file URL in the MCData FD request. For that, the MCData
server sends an M CData file availability request to the MCData content server. Upon the receipt of the request,
the MCData content server provides an MCData file availability response to the MCData server. If the MCData
server identifies that the corresponding file is not available in the M CData content server, the MCData server
provides a response to the MCData client 1 indicating that the file distribution request cannot proceed due to the
unavailability of the file in the MCData content server.

5. The MCData server in the primary M CData system initiates the MCData FD request towards the MCData server
in the partner MCData system, which contains the URL of the file which is stored in the primary MCData
content server. The request includes the necessary access authorization information as MCData client 2 will
retrieve the file while receiving service in the partner MCData system.

NOTE 1: The contents of and mechanisms to use the authorization information are outside the scope of the present
document.

NOTE 2: With the use of the functional alias for addressing the target MCData clients, the partner MCData system
isto be determined by the primary M CData system.

6. If functiona aliasis used to address that target MCData user, the MCData server in the partner MCData system
resolves the MCData | Ds of the functional alias. The resulting list contains all associated MCData |Ds/M CData
users that may share this functiona alias. The MCData server in the partner MCData system now checks which
MCData users have FD capabilities and which are authorized to receive afile. The partner MCData server sends
the MCData FD request to the MCData users determined. The file URL being provided in MCData FD request
to the MCData users determined is prepended with server URI of the parther MCData content server, such that
the URL identifies afile location in the parther MCData content server.

NOTE 3: Determination of the target MCData client is based on the associated MCData | Ds that share a functional
alias and other criteria

7. Thereceiving MCData client 2 may notify the user about the incoming MCData FD request (including file
metadata, if present) which may be either accepted, rejected or ignored.

8. The MCData user 2 may provide a response (accept or reject) or not (ignore) to the notification, then the
MCData client 2 sends the MCData FD response to the partner MCData server. The MCDataclient 2
automatically sends an accepted M CData FD response when the received request includes a mandatory
download indication.

9. The partner MCData server forwards the MCData FD response to the MCData server in the primary MCData
system.

10. The primary MCData server forwards the MCData FD response to MCData client 1.
11. MCData client 2 requests the file from the partner MCData content server.
NOTE 4: Step 11 may occur any time after step 8, before or after steps 9 and 10.

12. The partner MCData content server checks whether the file is stored locally, and if thisis not the case, sends an
MCData file retrieve request to the primary MCData content server. The MCData file retrieve request contains
the URL of the file location in the primary M CData system, generated by removing the prepended local path
from the requested URL..

NOTE 5: The means of proving authorization for the request is outside the scope of the present document.
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13. The primary M CData content server responds to the partner MCData content server with an MCDatafile retrieve
response which contains the content of the file to be retrieved. File metadata may include the lifetime of thefile.
The primary M CData content server records that the file has been sent to the indicated partner MCData system.

NOTE 6: The partner MCData content server may store the local copy of thefile in case future requests arise until
the expiry time sent from primary M CData system for the file is reached or until arequest isreceived to
delete thefile.

14. The partner MCData content server sends the file to MCData client 2 in the MCData download data response.
MCData client 2 records file download completed and notifies MCData user 2.

15. The MCData client 2 provides an MCData download completed report for reporting file download completed, if
this was requested by the user at MCDataclient 1 in the initial MCData FD request.

16. The MCData download completed report is sent to the primary M CData server. The partner MCData server may
store the download completed report for download history interrogation from authorized MCData usersin the
partner MCData system.

17. The received M CData download completed report is sent by the primary M CData server to the MCData user at
MCDataclient 1, if requested by the MCData client 1. The MCData file download completed report from the
MCData client 2 may be stored by the primary M CData server for download history interrogation from
authorized MCData usersin the primary MCData system.

7525 One-to-one file distribution using media plane

7.5.25.1 General

The MCData client uses the media plane for a standalone data file download from another MCData client. The
procedure is appropriate for both mandatory and non-mandatory download cases. The target MCData user may be
addressed using the functional alias that can be shared with other MCData users.

7.5.25.2 Procedure

The procedure in figure 7.5.2.5.2-1 describes the case where an MCData user is initiating one-to-one data
communication for sending file to the other MCData user, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 and the MCData client 2 are already registered for receiving MCData
service.

2. Optionaly, the MCData client may have an activated functional alias to be used.

3. The MCData server has subscribed to the MCData functional alias controlling server within the M C system for
functional alias activation/de-activation updates.
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Figure 7.5.2.5.2-1: One-to-one file distribution using media plane

1. Theuser at the MCDataclient 1 initiates afile distribution request to the chosen M CData user.

2. MCDataclient 1 sends a M CData FD request towards the MCData server. File metadata information isincluded
in the SDP. The MCData FD request contains one MCData user for one-to-one data communication as sel ected
by the user at MCData client 1. The MCData FD request contains conversation identifier for message thread
indication. The MCData FD request may include additional implementation specific information in the
application metadata container. MCData FD regquest may contain mandatory download indication. The MCData
FD request may contain download completed report indication if selected by the user at MCDataclient 1.
MCData user at MCData client 1 may include a functional alias within the FD data transfer and may address the
target MCData client 2 using a functional alias.

a) If the MCData user at the MCData client 1 initiates an MCData emergency file distribution communication
or MCData emergency state is already set for the MCDataclient 1 (due to previoudy triggered MCData
emergency alert):

i) The MCData FD request shall contain emergency indicator; and

ii) If MCData emergency state is not set already, MCData client 1 setsits MCData emergency state. The
MCData emergency state of MCDataclient 1 isretained until explicitly cancelled by the user of MCData
client 1.

NOTE 1. While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request.
MCData server verifies whether the provided functional alias of MCData client 1, if present, can be used and has
been activated for the user. If functional aliasis used to address that target M CData user, the MCData server
resolves the functional alias to the corresponding MCData I D(s) for which the functional diasis active and
proceed with step 4 otherwise proceed with step 6.

NOTE 2: If the MCData server detects that the functional alias used as the target of the MCData FD request is
simultaneously active for multiple MCData users, then the MCData server can proceed by selecting an
appropriate MCData I D based on some selection criteria. The selection of an appropriate MCData ID is
left to implementation. These selection criteria can include rejection of the MCData FD request, if no
suitable MCData ID is selected.
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4. The MCData server responds back to MCData client 1 with afunctional alias resol ution response message that
contains the resolved MCData ID.

5. If the MCData server replies with a MCData functional alias resolution response message, the MCDataclient 1
sends a new MCData FD request towards the resolved MCData ID.

6. The MCData server aso applies transmission and reception control and the necessary policy to ensure that
appropriate data is transmitted between the MCData UEs.

7. MCData server initiates the MCData FD request towards the MCData users determined. The MCData FD
reguest towards the MCData user contains the emergency indicator if it is present in the received MCData FD
reguest from MCDataclient 1.

NOTE 3: MCDataclient 2 does not set its emergency state as aresult of receiving the MCData FD request
containing the emergency indicator.

8. Thereceiving MCData client 2 notifies the user about the incoming MCData FD request which may be either
accepted or regjected or ignored. If the request includes mandatory download indication in the MCData FD
request an accepted response is assumed.

9. If thetarget MCData user 2 provides a response (accept or reject) to the notification, then MCData client 2 sends
the MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData FD
response when the incoming request included mandatory download indication.

10. MCData server forwards the MCData FD response from M CData client 2 back to MCData client 1.
11. MCData client 1 distributes the file over the established media plane to MCData server.

12. MCData server distributes the file received from MCData client 1 to MCData client 2 over the established media
plane. File download report is shared by the MCData client 2, if requested by the user at MCData client 1. After
file transaction is completed, the media plane is released. The MCData client 2 records file download completed
and notifies M CData user 2.

NOTE 4: MCData server is not required to wait for the complete download of file from MCData client 1 prior to
initiating file distribution to MCData client 2.

13. MCDataclient 2 initiates a M CData download completed report for reporting file download completed, if
requested by the user at MCData client 1.

14. The MCData file download completed report from MCData client may be stored by the MCData server for
download history interrogation from the authorized M CData users. MCData download completed report is sent
by the MCData server to the user at MCData client 1.

7.5.2.6 Group standalone file distribution using HTTP

7.5.2.6.1 General

Theinitiation of a group standalone FD using HTTP to a selected group, results in affiliated group members receiving
the file data.

7.5.2.6.2 Procedure

The procedure in figure 7.5.2.6.2-1 describes the case where aMCData user is initiating group standalone data
communication for sending afile to multiple MCData users, with or without download completed report request from
the MCData user.

Pre-conditions:

1. The MCData users on the MCData clients 1 to n belong to the same MCData group and are already registered
for receiving MCData service and affiliated to the group.

2. Thefileto bedistributed is uploaded to the media storage function on the M CData content server using the
procedures defined in subclause 7.5.2.2.
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3. The MCbData client may have an activated functional aliasto be used.

4. The MCData server has subscribed to the MCData functional aias controlling server within the M C system for
functional aias activation/de-activation updates.
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MCData client
2ton

MCData client
1

1. initiate data request

2. MCData group
|standalone FD reques
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Figure 7.5.2.6.2-1: Group standalone FD using HTTP

1. Theuser a the MCDataclient 1 initiates afile distribution request to multiple M CData users selecting a pre-
configured group (identified by M CData group 1D) and optionally particular members from that group.

2. The MCDataclient 1 sends a MCData group standalone FD request towards the MCData server. The MCData
FD request contains content payload in the form of file URL and may contain the file metadata information. The
M CData group standal one data reguest contains either the selected MCData group 1D or the target recipients as
selected by the user at MCDataclient 1. The MCData group standalone FD request contains conversation
identifier for message thread indication. The MCData group standalone FD request may include additional
implementation specific information in the application metadata container. If MCData user at MCDataclient 1
has requested to mandatory download at the recipient side, then MCData group standalone FD request contains
mandatory download indication. The MCData group standalone FD request may contain a download completed
report indication if selected by the user at MCDataclient 1. The MCData user at MCData client 1 may include a
functional alias within the FD datatransfer. If the MCData user at MCData client has requested to deposit the
file content into higher MCData message store account, then MCData FD request contains deposit file indication
Set.

If the MCData user at MCData client 1 initiates an MCData emergency FD communication or the MCData
emergency state is already set for the MCData client 1 (due to a previoudly triggered M CData emergency
aert):

i) the MCDatagroup standalone FD request shall contain an emergency indicator;

ii) the MCData group standalone FD request shall set an alert indicator if configured to send an MCData
emergency alert while initiating an M CData group standalone FD request for the emergency FD
communication; and

iii) if the MCData emergency stateis not set already, MCData client 1 setsits MCData emergency state. The
MCData emergency state of MCDataclient 1 is retained until explicitly cancelled by the user of MCData
client 1.
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NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCData client 1 are initiated as MCData emergency communications.

If the MCData user at MCDataclient 1 initiates an MCData imminent peril FD communication:
i) the MCData group standalone FD request shall contain an imminent peril indicator.

2a. If either emergency indicator or imminent peril indicator is present in the received M CData group standalone FD
request, the MCData server implicitly affiliates MCData client 1 to the MCData group if the client is not already
affiliated.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send an MCData group
standalone FD request and that the size of the file is below maximum data size for FD from the group
configuration. MCData server verifies whether the provided functional dlias, if present, can be used and has been
activated for the user. If the MCData group ID is used, the MCData server resolves the MCData group ID to
determine the members of that group and their affiliation status, based on the information from the group
management server.

i) If an emergency indicator is present in the received M CData group standalone FD request and if the MCData
group is not in the in-progress emergency state, the MCData group is considered to be in the in-progress
emergency state until cancelled; and

NOTE 2: Whilethe MCData group isin the in-progress emergency state, all types of MCData communications
within the group are processed as emergency group communications by the MCData server. MCData
group members that are not in the emergency state do not indicate emergency in group communication
requests.

i) If animminent peril indicator is present in the received M CData group standalone FD request and if the
MCData group is not in the in-progress imminent peril state, the MCData group is considered to bein the in-
progressimminent peril state until cancelled.

4. The MCData server may verify whether the corresponding file is available in the M CData content server (not
shown in the figure) viathe M CData-FD-5 reference point using the received file URL in the MCData group
standalone FD request. For that, the MCData server sends an MCData file availability request to the MCData
content server. Upon the receipt of the request, the MCData content server provides an MCDatafile availability
response to the MCData server. If the MCData server identifies that the file is not available in the MCData
content server, the MCData server provides aresponse to the MCData client 1 indicating that the file distribution
reguest cannot proceed due to the unavailability of the file in the MCData content server and skip rest of the
steps. If the deposit file indication information element is set to true in the received MCData FD request,
MCData server shall follow the procedure as defined in the subclause 7.13.3.8 with the retrieve file indication
element set to true while depositing this M CData communication to the MCData message store account of the
user at MCDataclient 1.

5. MCData server initiates the M CData group standalone FD request towards each M CData user determined in
step 3. The MCData group standalone FD request towards each MCData client contains:

i) anemergency indicator if it is present in the received M CData group standalone FD request from the
MCDataclient 1;

ii) animminent peril indicator if it is present in the received M CData group standalone FD request from the
MCDataclient 1; and

iii) an aert indicator if requested to initiate an emergency aert in the received MCData group standalone FD
reguest from the MCData client 1.

6. Thereceiving MCData clients 2 to n notify the user about the incoming MCData group standalone FD request
(including file metadata, if present) which may be either accepted or rejected or ignored.

7. If thetarget MCData user on MCData clients 2 to n provides a response (accept or reject) to the notification, then
respective M CData client sends the MCData group standalone FD response to the MCData server. MCData
client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request
included mandatory download indication.

8. The MCData server forwards the MCData group standalone FD responses to the MCData client 1.
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NOTE 3: Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed
with the file transmission.

9. The media storage client on the MCData client(s) accepting the request downloads the file from the MCData
content server (not shown in the figure) using the procedures defined in subclause 7.5.2.3, either automatically
(for mandatory download) or based upon the MCData user subsequent action. The MCData clients successfully
receiving the file through the media storage clients, record file download completed and notify the MCData
users.

10. The MCData clients, receiving the file through the media storage client, provide M CData download compl eted
reports for reporting file download completed, if requested by the user at MCData client 1.

11. The MCData file download completed reports from MCData clients may be stored by the MCData server for
download history interrogation from the authorized MCData users. The MCData file download completed report
from each M CData user may be aggregated.

12. Aggregated or individual M CData download completed reports are sent by the MCData server to the MCData
user at MCDataclient 1, if requested by the MCData client 1.

7527 Group standalone file distribution using media plane

75.2.7.1 General

The initiation of a group standalone FD using media plane to a selected group, results in affiliated group members
receiving the file data.

7.5.2.7.2 Procedure

The procedure in figure 7.5.2.7.2-1 describes the case where an MCData user is initiating group standalone data
communication for sending file to multiple M CData users, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.

2. Optionaly, the MCData client may have an activated functional alias to be used.

3. The MCData server has subscribed to the MCData functional alias controlling server within the MC system for
functional alias activation/de-activation updates.
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Figure 7.5.2.7.2-1: Group standalone FD using media plane

1. The user at the MCDataclient 1 initiates a file distribution request to multiple MCData users selecting a pre-
configured group (identified by MCData group ID) and optionally particular members from that group.

2. MCDataclient 1 sends a MCData group standalone FD request towards the MCData server. File metadata
information isincluded in the SDP. The MCData group standal one data request contains target recipient(s) as
selected by the user at MCData client 1. The MCData group standalone FD request contains conversation
identifier for message thread indication. The MCData group standalone FD request may include additional
implementation specific information in the application metadata container. MCData group standalone FD request
may contain mandatory download indication. The M CData group standalone FD request may contain download
completed report indication if selected by the user at MCData client 1. MCData user at MCDataclient 1 may
include afunctiona alias within the FD data transfer.

If the MCData user at MCData client 1 initiates an MCData emergency file distribution communication or the
MCData emergency state is already set for the MCData client 1 (due to a previoudly triggered MCData
emergency alert):

i) the MCData group standalone FD request shall contain an emergency indicator;

ii) the MCData group standalone FD request shall set an aert indicator if configured to send an MCData
emergency alert while initiating an M CData group standalone FD request for the emergency file
distribution service communication; and

iii) if the MCData emergency stateis not set already, MCData client 1 setsits M CData emergency state. The
MCData emergency state is retained until explicitly cancelled.

NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

If the MCData user at MCData client 1 initiates an MCData imminent peril file distribution communication:

i) the MCData group standalone FD request shall contain an imminent peril indicator.
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2a. If either emergency indicator or imminent peril indicator is present in the received M CData group standalone

data request, the MCData server implicitly affiliates MCData client 1 to the MCData group if the client is not
already affiliated.

MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group
standalone FD request. MCData server verifies whether the provided functional alias, if present, can be used and
has been activated for the user. The MCData server resolves the MCData group ID to determine the members of
that group and their affiliation status, based on the information from the group management server.

i) If an emergency indicator is present in the received M CData group standalone FD request and if the MCData
group is not in the in-progress emergency state, the MCData group is considered to be in the in-progress
emergency state until cancelled; and

NOTE 2: Whilethe MCData group isin the in-progress emergency state, all types of MCData communications

8.

within the group are processed as emergency group communications by the MCData server. MCData
group members that are not in the emergency state do not indicate emergency in group communication
requests.

i) If animminent peril indicator is present in the received M CData group standalone FD reguest and if the
MCData group is not in the in-progress imminent peril state, the MCData group is considered to bein thein-
progress imminent peril state until cancelled.

The MCData server also applies transmission and reception control and the necessary policy to ensure that
appropriate data is transmitted between the MCData UEs.

MCData server initiates the MCData group standalone FD request towards each M CData user determined in
step 3. The MCData group standal one data request towards each M CData client contains:

i) anemergency indicator if it is present in the received M CData group standalone FD request from the
MCDataclient 1;

i) animminent peril indicator if it is present in the received M CData group standalone FD request from the
MCDataclient 1; and

iii) an aert indicator if requested to initiate an emergency aert in the received MCData group standalone FD
reguest from the MCData client 1.

The receiving M CData clients 2 to n notifies the user about the incoming M CData group standalone FD request
which may be either accepted or rejected or ignored. If the request includes mandatory download indication in
the MCData group standalone FD request an accepted response is assumed.

If the target MCData user on MCData clients 2 to n provides a response (accept or reject) to the notification, then
the respective M CData client sends the MCData group standal one FD response to the MCData server. MCData
client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request
included mandatory download indication.

MCData server forwards the M CData group standalone FD response to the MCDataclient 1.

NOTE 3: Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed

9.

with the file transmission.

MCDataclient 1 and MCData server have successfully established media plane for file transmission and the
MCDataclient 1 transmits the file data.

10. MCData server distributes the file received from MCData client 1 to MCData clients 2 to n over the established

media plane. Distribution of file can be via unicast or via MBM S bearer(s). For distribution viaMBMS
bearer(s), the procedure described in subclause 7.3  Use of MBM S transmission (on-network) is executed. File
download report is shared by the receiving MCData clients, if requested by the user at MCDataclient 1. After
file transaction is completed, the media plane is released.

NOTE 4: MCData server is not required to wait for the complete download of file from MCData client 1 prior to

initiating file distribution to MCData client 2.

11. The MCData clients successfully receiving the file, records file download completed and notifies MCData user.
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12. MCDataclient 2 initiates a M CData download completed report for reporting file download completed, if
reguested by the user at MCData client 1.

13. The MCData file download completed report(s) from M CData client(s) may be stored by the MCData server for
download history interrogation from the authorized MCData users. The MCData file download completed report
from each M CData user may be aggregated.

14. Aggregated or individual MCData file download completed report is sent to the disposition requesting user at

MCDataclient 1.
7.5.2.8 File removal using HTTP by authorized user
7.5.2.8.1 General

The media storage client uses HTTP to remove afile that was previously uploaded to the MCData content server.

7.5.2.8.2 Procedure for single MCData system

The procedure in figure 7.5.2.8.2-1 describes the case where a MCData user is removing the file that was previously
uploaded to the MCData content server.

Pre-conditions:
1. The MCData user on the media storage client is registered for receiving MCData service.
2. Thefile has been successfully uploaded by the MCData user using the procedures defined in subclause 7.5.2.2.

3. The MCData content server has the ability to verify if the requesting M CData user is authorised to remove.

Media MCData
storage client content server

1. initiate file removal request |

2. MCData remove filerequest by user _ |

-

| 3. Using URL to remove the file

4. MCData remove file response by user|
-y

Figure 7.5.2.8.2-1: File removal using HTTP by authorised user

1. Theuser on the media storage client decides to remove afile that was previously uploaded.

2. TheURL of thefile to be removed isincluded in the request sent to the media storage function on the MCData
content server.

3. The MCData content server remove the file indicated by the URL.
4. The MCData content server informs the media storage client if the file is successfully removed.

Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the file is no longer available
to be downloaded.

7.5.2.8.3 Procedure for interconnection between MCData systems

The procedure in figure 7.5.2.8.3-1 describes the case where an MCData user removes the file that was previously
uploaded to the primary M CData system M CData content server, and where the file has been made availablein the
partner MCData system M CData content server.

Pre-conditions:
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1. The MCData user on the media storage client is registered for receiving MCData service.

2. Thefile has previoudy been uploaded to the MCData content server in the primary M CData system of MCData
client 1.

3. Thefile has been successfully transferred to the MCData content server in the partner MCData system.

Primary MCData system Partner MCData system
- - - - - - T T TTTmTT-TmTmTmTmTm7 7 \-- - - """ """ """ """ 1
Media MCData content MCData server MCData server MCData content
storage client server FD function FD function server

1. initiate file removal request

2. MCData remove file
request by user

|

3. Use URL to remove

file
4. MCData|remove file request by user o |
Ll
5. Use URL to remove
) file
6. MCData|remove file response by user
-l

7. MCData remove file |<&
response by user

Figure 7.5.2.8.3-1: File removal using HTTP by authorized user

1. Theuser on the media storage client decides to remove afile that was previously uploaded.

2. The URL of thefile to be removed isincluded in the request sent to the media storage function on the primary
MCData content server.

3. The primary M CData content server removes the file indicated by the URL.
NOTE: Step 3 may occur at any time following step 2 and before step 6.

4. Asthe primary MCData content server has recorded that the file has previously been sent to the partner MCData
system, the primary MCData content server sends the M CData remove file request by user to the partner
MCData content server, containing the URL of the file which was stored on the primary M CData content server.

5. The partner MCData content server removes the file indicated by the URL.

6. The partner MCData content server informs the primary M CData content server that the file has been
successfully removed.

7. Theprimary MCData content server informs the media storage client if the fileis successfully removed.

Editor's note: It is FFS if and how the recipients of the file URL need to be notified if the fileis no longer available
to be downloaded
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7.5.2.9 Void

7.5.2.10 Group standalone file distribution using the MBMS download delivery method

7.5.2.10.1 General

The initiation of a group standalone FD to a selected group results in affiliated group members receiving the file data
over MBMS.

Thefirst steps of the procedure are identical to the procedure Group standalone file distribution using HTTP (7.5.2.6).
Based on the density and distribution of target group members, the MCData server may decide to deliver the file over
MBMS.

The MBMS download delivery method is described in clause 7 of 3GPP TS 26.346 [21].

7.5.2.10.2 Procedure

The procedure in figure 7.5.2.10.2-1 describes the case where a MCData user isinitiating group standalone data
communication for sending afile to multiple MCData users, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.

2. Thefileto bedistributed is uploaded to the media storage function on the MCData content server using the
procedure defined in subclause 7.5.2.2.

MCData client MCData Content MCData client
MCData server
1 Server 2ton

1. initiate data request ‘

2. MCData group

|standalone FD req ugs
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Figure 7.5.2.10.2-1: Group standalone FD using the MBMS download delivery method
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1-3.  Steps 1-3 are the same as in the procedure for Group standalone FD using HTTP (7.5.2.6).

4. The MCData server executes the procedure described in subclause 7.3.5. The MCData server defines, in the
MBM S session properties (subclause 5.4 of 3GPP TS 26.348 [19]), the ingest mode to provide the file into the
BM-SC viaxMB-U. Asdescribed in clause 7.3.5.3.3, the MCData server decides how the file stored in the
MCData content server is provided for distribution over the MBM S session.

If the pull ingest mode is defined, the MCData server may provide in this step thefile list. As described in
3GPP TS 26.348 [19], the file list includes, among other information, the file URL to be used by the BM-SC to
fetch the file and the earliest fetch time. The earliest fetch time may be configured with along enough delay so
that the MBM S session is established and steps 6 to 8 are executed before the delivery over MBMS. The
MCData server can also update the MBM S session with thefilelist in alater step.

If the push ingest mode is defined, the MCData server obtains the URL from the BM-SC to be used to push the
fileviaxMB-U. The MCData server ingests the content into the BM-SC after the MBM S session is established
and steps 6 to 8 are performed.

5. The MCData server initiates the MCData group standalone FD over MBM S request towards each MCData user
determined in step 3. The request is sent over unicast or within an MBMS bearer for application level control
signaling.

6. Thereceiving MCData clients 2 to n notify the users about the incoming M CData group standalone FD request
(including file metadata, if present).

7. The MCData clients 2 to n automatically send accepted M CData group standalone FD response when the
incoming request included mandatory download indication.

NOTE 1: Whenthe UE isinidle mode, MCData clients may skip step 8.

NOTE 2: If the pull ingest mode was defined in step 5 and the file list has not been provided yet, the MCData
server updates the MBM S session with the file list. If the push ingest mode was defined, the MCData
server can start pushing the file for distribution over MBMS.

8. The MCData server forwards the MCData group standalone FD responses to the MCData client 1.

NOTE 3: Step 8 can occur at any time following step 6, and prior to step 10 depending on the conditions to proceed
with the file transmission.

9. The MCData clients receive the file delivered over MBMS.

10. If losses occurred during the file delivery over MBMS, the M CData clients may download the missing parts
using the procedures defined in subclause 7.5.2.3.

NOTE 4: If thefileis not successfully received over MBMS, e.g. due to a poor MBM S reception quality, the media
storage client of the MCData client(s) can download the file using the procedure defined in subclause 7.5.2.3.

11. The MCData clients, after reception, initiate M CData download completed reports for reporting file download
completed, if requested by the user at MCData client 1.

12. The MCData file download completed reports from the M CData clients may be stored by the MCData server for
download history interrogation from authorized M CData users. The MCData file download completed report
from each M CData user may be aggregated.

13. Aggregated or individual M CData download completed reports are sent by the M CData server to the MCData
user at MCData client 1.

7.5.2.11 One-to-one FD communication upgrade to an emergency FD communication

75.2.11.1 General

This clause isfor adding procedures related to upgrading an existing one-to-one FD communication to an emergency
one-to-one FD communication.
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7.5.2.11.2 Procedure

The procedure in figure 7.5.2.11.2-1 describes the case where an authorized M CData user is upgrading a MCData one-
to-one FD communication to a MCData emergency one-to-one FD communication. This procedure is applicable only
when M CData one-to-one file distribution communication is established as described in subclause 7.5.2.5 "One-to-one
file distribution using media plane”.

Pre-conditions:
1. Both members of the one-to-one FD communication belong to the same M CData system.

2. One-to-one FD communication is aready in progress.

Home MCData service provider
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MCData one-to-one FD communication is in progress

1. initiate emergency
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2. MCData one-to-one FD upgrade request
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8. MCdata one-to-one FD communication over upgraded bearer

Figure 7.5.2.11.2-1 One-to-one FD communication upgrade to an emergency one-to-one FD
communication

1. The MCData user at MCData client 1 initiates an emergency. MCData client 1 setsits MCData emergency state.
The MCData emergency state of MCDataclient is retained until explicitly cancelled by the user of MCData
client 1.

NOTE 1: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

2. MCbDataclient 1 requests the MCData server to upgrade the MCData one-to-one FD communication to in-
progress emergency by sending a MCData one-to-one FD upgrade request.

3. The MCData server sends the MCData one-to-one FD upgrade request towards MCData client 2.

NOTE 2: MCDataclient 2 does not set its emergency state as a result of receiving the MCData one-to-one FD
upgrade request containing the emergency indicator.

4. The MCData user of MCData client 2 is notified of the in-progress emergency of the MCData emergency one-
to-one FD communication.

5. The MCData client 2 acknowledges the M CData one-to-one FD upgrade request and sends M CData one-to-one
FD upgrade response to the MCData server.
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6. The MCData server adjusts the priority of the underlying bearer for both participants of the MCData one-to-one
FD communication. The priority is retained until the communication ends.
7. The MCData server sends M CData one-to-one FD upgrade response to MCDataclient 1.
8. MCDataclient 1 and MCData client 2 continue with the MCData one-to-one FD communication, which has

been transformed into an MCData emergency one-to-one FD communication.

7.5.2.12 Group FD communication upgrade to an emergency group FD
communication
7.5.2.12.1 General

This clause is for adding procedures related to upgrading an existing MCData group FD communication to an MCData
emergency group FD communication.

7.5.2.12.2 Procedure

The procedure in figure 7.5.2.12.2-1 describes the case where an authorized MCData user is upgrading an onging
MCData group FD communication to an MCData emergency group FD communication. This procedure is applicable
only when group MCData FD communication is established as described in subclause 7.5.2.7 "Group standalone file
distribution using media plane”.

NOTE 1: For simplicity, asingle MCData server is shown in place of auser home MCData server and a group
hosting M CData server.

Pre-conditions:

1. The MCDatagroup is previously defined on the group management server with MCDataclient 1, MCData
client 2 and MCDataclient 3 are affiliated to that MCData group.

2. All members of the MCData group belong to the same MCData system.
3. An MCDatagroup FD communication is already in progress.

4. Theinitiating MCData client 1 has been configured to send an MCData emergency aert when upgrading an
MCData emergency group communication.
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MCData group FD communication over upgraded bearer

Figure 7.5.2.12.2-1: MCData group FD communication upgraded to an MCData emergency group FD
communcation

1. The MCData user at MCData client 1 initiates a group emergency. MCData client 1 setsits MCData emergency
state. The MCData emergency state of MCData client 1 isretained until explicitly cancelled by the user of
MCDataclient 1.

NOTE 2: While MCDataclient 1 isin the emergency state, al types of MCData one-to-one and group
communicationsinitiated by MCDataclient 1 are initiated as MCData emergency communications.

2. MCDataclient 1 requests the MCData server to upgrade the MCData group to an in-progress emergency state by
sending aM CData group FD upgrade request. The MCData client 1 sets the emergency indicator in the request.
If configured to send an MCData alert when initiating an M CData emergency upgrade, the request also contains
an indication that an MCData alert isto be initiated.

3. The MCData server sets the emergency state of the M CData group and adjusts the priority of the underlying
bearer for al or selected participants in the M CData group FD communication that receive the communication
over unicast.

NOTE 3: The determination of the selected participants whose bearers have to be upgraded is lft to
implementation.

NOTE 4: While the MCData group isin the in-progress emergency state, all types of MCData communications
within the group are processed as emergency group communications by the MCData server. MCData
group members that are not in the emergency state do not indicate emergency in group communication
requests.

4. MCData server sends the MCData group FD upgrade request towards the MCData clients of each of those
affiliated MCData group members. The request contains an indication of an MCData emergency alert if the
request from the originator indicated M CData emergency alert.

5. MCData users are notified of the in-progress emergency state of the MCData group.
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6. Thereceiving MCData clients send the M CData group FD upgrade response to the MCData server to
acknowledge the M CData group emergency request. For a multicast call, these acknowledgements are not sent.

7. The MCData server sends the MCData group FD upgrade response to the MCData user 1 to confirm the upgrade
request.

NOTE 5: Step 7 can occur at any time following step 3, depending on the conditions to proceed with the call.
MCDataclient 1, MCData client 2 and MCData client 3 continue with the MCData group FD communication, which
has been transformed into an MCData emergency group FD communication.

7.5.2.13 Group FD communication in-progress emergency group state cancel

7.5.2.13.1 General

This clause describes procedures related to an M CData in-progress emergency group state cancel. The emergency state
of the group can aso be cancelled by the group SDS in-progress emergency state cancellation procedure in subclause
7.4.2.10.2, or by the emergency aert cancellation procedure specified in 3GPP TS 23.280 [16], subclause 10.10.1.2.2.2.

7.5.2.13.2 Procedure

The procedure in figure 7.5.2.13.2-1 describes the case where an authorized M CData user cancels MCData group'sin-
progress emergency.

Pre-conditions:

1. The MCDatagroup is previously defined on the group management server with MCData client 1, MCData
client 2 and MCData client 3 affiliated to that M CData group.

All members of the MCData group belong to the same M CData system.
M CData group members have been notified about the in-progress emergency.

The MCData group isin the in-progress emergency state and has prioritized bearer support.

o 0 w DN

MCDataclient 1 previoudly initiated the in-progress emergency for the group.
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Figure 7.5.2.13.2-1: MCData group FD in-progress emergency group state cancel

1. The user at the MCDataclient 1 initiates an MCData group FD in-progress emergency group state cancel.

NOTE 1: An MCData user authorized to cancel in-progress emergencies on the MCData group can also be
authorised to cancel the M CData emergency alert in addition to the initiator. However, only the initiator
can cancel theinitiator's local MCData emergency state.

2. The MCDataclient 1 sends an MCData group FD in-progress priority state cancel request to the MCData server.
The MCDataclient 1 al so resets emergency indicator in the request to inform M CData server about cancellation
of in-progress emergency group state.

NOTE 2: If an MCData emergency alert relating to MCDataclient 1 isin effect together with an MCData in-
progress emergency group state on the MCData group, the MCData emergency alert of MCData client 1
can be cancelled at the same time. In that case, the MCData group FD in-progress priority group state
cancel request carries an indication that the emergency alert of MCDataclient 1 is also being cancelled.

NOTE 3: If an MCData group FD in-progress priority state cancel request is received by the MCData server while a
group member that isin the emergency state is transmitting, the MCData group FD in-progress priority
state cancel request is rejected by the MCData server.

3. The MCData server adjusts the priority of the underlying bearer; priority treatment is no longer required. The
MCData server cancel s/resets the emergency in-progress state of the MCData group.

4. The MCData server sends an MCData group FD in-progress priority state cancel request to the MCData group
members.

5. MCData group members are notified of the MCData group FD in-progress emergency state cancel.

6. The receiving MCData clients send the M CData group FD in-progress priority state cancel response to the
MCData server to acknowledge the MCData in-progress emergency group state cancel. For a multicast call
scenario, these acknowledgements are not sent.
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7. The MCData server sends the MCData group FD in-progress priority state cancel response to the MCData user 1
to confirm the M CData in-progress emergency group state cancel. If the MCData in-progress emergency group
state cancel request (in step 2) contained the "Alert indicator" |1E, the MCDataclient 1 resetsitslocal emergency
status.

NOTE 4: Step 7 can occur at any time following step 3, depending on the conditions to proceed with the call.
7.5.2.14 Group FD communication upgrade to an imminent peril group FD
communication

7.5.2.14.1 General

This clause isfor adding procedures related to an imminent peril group FD communication.

7.5.2.14.2 Procedure

This procedure is applicable only when group M CData communication is established as described in subclause 7.5.2.7
"Group standalone file distribution using media plane". The MCData service shall support the procedures and related
information flows as specified in subclause 7.5.2.12 "Group FD communication upgrade to an emergency group FD
communication” with the following clarifications:

- Instep 2), the MCData client 1 sets the imminent peril indicator;

- Instep 3), the bearers priority is adjusted as necessary, to correspond to an imminent peril priority which could
be different than the setting used in the procedure in subclause 7.5.2.12; and

- Instep 5), MCData users are notified of the in-progress imminent peril state of the MCData group.
7.5.2.15 Group FD communication in-progress imminent peril group state cancel

7.5.2.15.1 General

This clause isfor adding procedures related to an imminent peril group state cancel.

7.5.2.15.2 Procedure

The MCData service shall support the procedures and related information flows as specified in subclause 7.5.2.13
"Group FD communication in-progress emergency group state cancel" with the following clarifications:

- Instep 2), the MCDataclient 1 sets the imminent peril indicator; and

- Instep 5), MCData users are notified of the in-progress imminent peril state cancel.
7.5.3 File distribution for off-network

7.5.3.1 General

Off-network file distribution communications are based on ProSe capabilities as described in clause 7.16.
7.5.3.2 Information flows for file distribution

75321 MCData FD request (using media plane)

Table 7.5.3.2.1-1 describes the information flow for the MCData FD request sent from the MCData client to another
MCData client.
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Information element Status Description

MCData ID M The identity of the MCData user sending the file

MCData ID M The identity of the MCData user receiving the file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (@) Indicates whether file download completed report is
expected or not

Download indication (0] Indicates mandatory download. (i.e. auto accept this
media plane setup request)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer (see NOTE) M Media parameters offered

NOTE: Includes file metadata.

7.5.3.2.2 MCData FD response (using media plane)

Table 7.5.3.2.2-1 describes the information flow for the MCData FD response sent from the MCData client to another
MCDataclient.

Table 7.5.3.2.2-1: MCData FD response (using media plane)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Acceptance confirmation M An indication whether the client has positively
accepted the request

7.5.3.2.3 MCData download completed report

Table 7.5.3.2.3-1 describes the information flow for the MCData download completed report sent from the MCData
client to another MCData client.

Table 7.5.3.2.3-1: MCData download completed report

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Disposition association M Identifies the original MCData transaction
Disposition confirmation M An indication that the client has completed

downloading file

75324 MCData group standalone FD request (using media plane)

Table 7.5.3.2.4-1 describes the information flow for the MCData group standalone FD request sent from the MCData
client to another MCData client.
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Table 7.5.3.2.4-1: MCData group standalone FD request (using media plane)

Information element Status Description

MCData ID M The identity of the MCData user sending the file

MCData group 1D M The MCData group ID to which the data is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (@) Indicates whether file download completed report is
expected or not

Download indication (0] Indicates mandatory download. (i.e. auto accept this
media plane setup request)

Application metadata container (0] Implementation specific information that is
communicated to the recipient

SDP offer (see NOTE) M Media parameters offered

NOTE: Includes file metadata.

7.5.3.25 MCData group standalone FD response (using media plane)

Table 7.5.3.2.5-1 describes the information flow for the M CData group standalone FD response sent from the MCData
client to another MCData client.

Table 7.5.3.2.5-1: MCData group standalone FD response (using media plane)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData group 1D M The MCData group ID to which the file is to be sent
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Acceptance confirmation M An indication whether the client has positively

accepted the request

7.5.3.3 One-to-one standalone file distribution using media plane

7.5.3.3.1 General

The MCData client uses media plane for a standalone FD download from another MCData client in off-network.

7.5.3.3.2 Procedure

Figure 7.5.3.3.2-1 describes procedures for an off-network MCData client 1 initiating one-to-one MCData data
communication for sending standalone FD data to other MCData client, with or without download completed report
request.

Pre-conditions:
1. MCDatauser 1 hasinitiated communication for sending standalone FD data to other MCData user 2.

2. MCbDataclient 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct
communication capable.

3. MCDataclient 1 has discovered MCData client 2 in proximity, associated with MCData user 2, using ProSe
Discovery procedures.
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Figure 7.5.3.3.2-1: One-to-one standalone file distribution using media plane

1. MCDataclient 1 sends aMCData FD request towards the MCData client 2. File metadatainformation is
included in the SDP. The MCData FD request contains one MCData user for one-to-one data communication as
selected by the user at MCDataclient 1. The MCData FD request contains conversation identifier for message
thread indication. The MCData FD request may include additional implementation specific information in the
application metadata container. MCData FD request may contain mandatory download indication. The MCData
FD request may contain download completed report indication if selected by the user at MCData client 1.

2. Onreceiving aMCData FD request, the MCData client 2 checks whether any policy isto be asserted to limit
certain types of message or content to certain members, for example, due to location or user privilege.

3. Thereceiving MCData client 2 notifies the user about the incoming MCData FD request which may be either
accepted or regjected or ignored. MCData user may not be sought consent if the request includes mandatory
download indication in the MCData FD request and instead only notify the MCData user about file downloading.

4. If thetarget MCData user 2 provides a response (accept or reject) to the notification, then the MCData client 2
sends the MCData FD response to the MCData client 1. MCData client 2 automatically sends accepted MCData
FD response when the incoming request included mandatory download indication.

5. MCDataclient 1 distributes the file over the established media plane to MCData client 2.

6. The MCData client 2 records file download completed and notifies MCData user 2. MCData client 2 initiates a
M CData download completed report for reporting file download completed, if requested by the user at MCData

client 1.
7534 Group standalone file distribution using media plane
7.5.3.4.1 General

Theinitiation of a group standalone FD to a selected group resultsin off-network M CData group members receiving the
file data.

7.5.3.4.2 Procedure

Figure 7.5.3.4.2-1 describes procedures for an off-network MCData client 1 initiating group MCData data
communication for sending FD datato a M CData group, with or without download compl eted report request.

Pre-conditions:

1. MCDatauser 1 hasinitiated group communication for sending FD data to the MCData group.
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2. Information for ProSe direct communications corresponding to the M CData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCData client 1.

3. MCDataclient 1 to MCData client N are members of the same MCData group.

MCData client MCData client MCData client
1 2 N

1. MCData group standalone FD request

2. Assert policy

4. MCData group

standalone FD response 4. MCData group

standalone FD response

AA

5. File distribution over media plane
5. file distributioh over media plane

6. Notify data 6. Notify data

7. MCData download
completed report 7. MCData download

- completed report
< —

Figure 7.5.3.4.2-1: Group standalone file distribution using media plane

1. MCDataclient 1 sends aMCData FD request towards the MCData group. File metadata information isincluded
in the SDP. The MCData group standal one data request contains M CData group ID as selected by the user at
MCDataclient 1. The MCData group standalone FD request contains conversation identifier for message thread
indication. The MCData group standalone FD request may include additional implementation specific
information in the application metadata container. MCData group standalone FD request may contain mandatory
download indication. The MCData group standalone FD request may contain download completed report
indication if selected by the user at MCDataclient 1.

2. Onreceiving aMCData FD request, the M CData clients check whether any policy isto be asserted to limit
certain types of message or content to certain members, for example, due to location or user privilege.

3. If the policy assertion is positive, the receiving MCData clients 2 to n notifies the user about the incoming
MCData group standalone FD request which may be either accepted or rejected or ignored. MCData user may
not be sought consent if the request includes mandatory download indication in the MCData group standalone
FD request and instead only notify the MCData user about file downloading.

4. If thetarget MCData user on MCData clients 2 to n provides a response (accept or reject) to the notification, then
the respective M CData client sends the MCData group standal one FD response to the MCData client 1. MCData
client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request
included mandatory download indication.

5. MCDataclient 1 and MCData client 2 to n have successfully established media plane for file transmission and the
MCData client 1 transmits the file data.

6. The MCDataclient 2 to n successfully receiving the file, records file download completed and notifies MCData
users.

7. MCDataclient 2 to ninitiate a MCData download completed report for reporting file download completed, if
requested by the user at MCData client 1.
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7.6 Transmission and reception control

7.6.1 General

Based on the configurations (available in MCData user profile, group configuration and service configuration), the

M CData transmission and reception control provides a necessary capability for an authorized user of the MCData
service to transmit, receive notification messages due to various trigger conditions, advocates reception mode and
terminate transmission when there is no longer a need to transmit. The subclauses below describe the transmission and
reception control procedures using signalling control plane.

7.6.2 Transmission and reception control for on-network

7.6.2.1 Information flows for transmission and reception control

7.6.2.1.1 MCData control indication

Table 7.6.2.1.1-1 describes the information flow for the MCData control indication sent from the M CData server to the
MCDataclient.

Table 7.6.2.1.1-1: MCData control indication

Information element Status Description
MCData ID M The identity of the MCData user towards which the
control indication is sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M | Identifies the MCData transaction
Control indication type M One of the following:

- No permission to transmit data

- No affiliated members found to the selected MCData
group

- Rejected due to exceeding data transmit size

- Rejected due to exceeding data transmit time

- Request to transmit is queued

7.6.2.1.2 MCData indication

Table 7.6.2.1.2-1 describes the information flow for the MCData indication sent from the MCData server to the
MCDataclient.

Table 7.6.2.1.2-1: MCData indication

Information element Status Description
MCData ID M The identity of the MCData user towards which the
MCData indication is sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M | Identifies the MCData transaction
Deferred data list M | List of references to deferred data awaiting download

7.6.2.1.3 MCData get deferred list request

Table 7.6.2.1.3-1 describes the information flow for the MCData get deferred list request sent from the MCData client
to the MCData server.

Table 7.6.2.1.3-1: MCData get deferred list request

Information element Status Description
MCData ID M The identity of the MCData user requesting deferred
list
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7.6.2.1.4 MCData get deferred list response

Table 7.6.2.1.4-1 describes the information flow for the MCData get deferred list response sent from the MCData server
to the MCData client.

Table 7.6.2.1.4-1: MCData get deferred list response

Information element Status Description
MCData ID M The identity of the MCData user requesting deferred
list
Deferred data list M List of references to deferred data awaiting download
7.6.2.2 Automatic transmission for SDS
7.6.2.2.1 General

When SDS message is sent, the datais transferred from the sending MCData client to the receiving M CData client
without any request/grant procedure or any explicit actions on the part of the receiving MCData client.
7.6.2.2.2 Procedure

The procedure in figure 7.6.2.2.2-1 describes the case where MCData SDS is automatically transmitted to the selected
recipient user or affiliated members of the selected MCData group.

Pre-conditions:
1. MCData user is configured with permission to transmit data.
2. Optionally, MCData client may have an activated functional aias to be used.

3. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.

MCDatla client MCData server MCDatZa client

1. initiate data transmit

2. MCData transmission to MCData server
| -

3. Authorize request and size check for
auto-send

4. MCData control indication

5. MCData delivery to recipient(s) |

6. MCData indication

Figure 7.6.2.2.2-1: Automatic transmission for SDS

1. MCData user selects the data to transmit and the recipient MCData user or MCData group. The MCData user at
MCDataclient 1 may include afunctional alias used within the SDS data transmission.

2. MCDataclient checks for MCData user's permission to transmit data and checks if the data size is less than the
maximum data size for SDS. MCData client calculates the total transmission request size and determinesto
select one of the appropriate procedures described in subclause 7.4.2.2, 7.4.2.3, 7.4.2.5 or 7.4.2.6.

3. Transmission control on the MCData server verifiesif the MCData user is authorized to transmit and the data
size in the received transmission request does not exceed the maximum data size for SDS. MCData server
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verifies whether the provided functional alias, if present, can be used and has been activated for the MCData
user.

4. MCData server may send one of the following M CData control indications:

a) |f the MCData user does not have permission to transmit data to another MCData user or MCData group then
the "No permission to transmit data" control indication is sent.

b) If the selected transmission is for a MCData group and there are no affiliated group members, then the
transmission control on MCData server sends the "No affiliated members found to the selected MCData
group" control indication.

¢) MCDataserver may queue the data transmit request for later transmission with control indication "Request to
transmit is queued".

Otherwise continue with step 5.

5. MCData server automatically transmits the data and, if available, the functional alias of the originating MCData
client 1 to the selected MCData user or the affiliated members or all group members (in the case of lossless
communication) of the selected MCData group according to the procedures selected in step 2.

6. The MCData server may store the data in temporary storage (e.g. if the recipient is not available at the time of
data delivery or network congestion or data deferred by the user) and may send MCData indication to notify the
recipient of available datafor retrieval:

a) If thetimer expired for periodic announcement with the list of available recently invited data
communications, the recipient MCData client waiting to receive the temporarily stored data receives MCData
indication with the list of available temporarily stored data waiting to download in the Deferred datalist .

b) If the temporarily stored datais expired, the data may be purged from the temporary store and the recipient
MCData user may be informed in MCData indication with "Data expired and not available to download
anymore" in the Deferred datalist.

7.6.2.3 Send data with mandatory download

7.6.2.3.1 General

The mandatory download procedure allows a sending M CData client to send data to a receiving M CData client, where
the receiving MCData client is compelled to download the data.

7.6.2.3.2 Procedure

The procedure in figure 7.6.2.3.2-1 describes the case where MCData user isusing FD. The FD is subjected to
transmission control prior to transmitting data to the selected recipient user or affiliated members of the selected
MCData group for mandatory download.

Pre-conditions:
1. MCData user is configured with permission to transmit data.
. MCData administrator has configured maximum data size for FD.
. Maximum amount of data that aMCData user can transmit in asingle request is configured.

2
3
4. Maximum amount of time that a MCData user can transmit in asingle request is configured.
5. Optionally, MCData client may have an activated functional aias to be used.

6

. The MCData server may have subscribed to the MCData functional alias controlling server within the MC
system for functional alias activation/de-activation updates.
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Figure 7.6.2.3.2-1: Send data with mandatory download

1. MCData user selects the data to transmit, the recipient MCData user or MCData group and the indication for
mandatory download. The MCData user at MCData client 1 may include afunctional alias used within the FD
data transfer.

2. MCDataclient has checked for MCData user's permission to transmit data. MCData client cal cul ates the total
transmission request size and determines to select one of the appropriate procedures described in
subclause 7.5.2.4, 7.5.2.5, 7.5.2.6 or 7.5.2.7 and including the mandatory download indication.

3. Transmission control on the MCData server verifiesif the MCData user is authorized to transmit, the datasizein
the received transmission request is within the maximum size allowed for FD transmission and is within the
maximum amount of time that a M CData user can transmit in a single request. MCData server verifies whether
the provided functional aias, if present, can be used and has been activated for the MCData user.

4. MCData server may send one of the following M CData control indications:

a) If the MCData user does not have permission to transmit data to another M CData user or MCData group then
the "No permission to transmit data’ control indication is sent.

b) If the data size requested to be transmitted is more than the maximum amount of data that an MCData user
can transmit in a single request, the transmission control on MCData server rejects the data transmission
request and sends the rejection control indication "Rejected due to exceeding data transmit size".

¢) If the data transmission time exceeds the maximum amount of time that an MCData user can transmit in a
single request, the transmission control on MCData server rejects the data transmission request and sends the
rejection control indication "Rejected due to exceeding data transmit time".

d) If the selected transmission is for aMCData group and there are no affiliated group members, then the
transmission control on MCData server sends the "No affiliated members found to the selected MCData
group" control indication.

€) MCDataserver may queue the data transmit request for later transmission with control indication "Request to
transmit is queued".

Otherwise continue with step 5.

5. MCData server transmits the data and, if available, the functional aias of the originating MCData client 1 to the
selected MCData user or the affiliated members or all group members (in the case of lossless communication) of
the selected M CData group according to the procedures selected in step 2 (where the recipient MCData client
receives the data automatically).

6. The MCData server may store the data in temporary storage (e.g. if the recipient is not available at the time of
data delivery or network congestion or data deferred by the user) and may send MCData indication to notify the
recipient of available datafor retrieval:
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a) If thetimer expired for periodic announcement with the list of available recently invited data
communications, the recipient MCData client waiting to receive the temporarily stored data receives MCData
indication with the list of available temporarily stored data waiting to download in the Deferred datalist .

b) If thetemporarily stored datais expired, the data may be purged from the temporary store and the recipient
MCData user may be informed in MCData indication with " Data expired and not available to download
anymore" in the Deferred datallist.

7.6.24 Send data without mandatory download

7.6.24.1 General

The send data without mandatory download procedure allows the receiving MCData client to accept download, defer
download (i.e. no response) or refuse (e.g. by the user deleting the notification item) the data sent from the sending
MCData client.

7.6.2.4.2 Procedure

The procedure in figure 7.6.2.4.2-1 describes the case where MCData user selected data is subjected to transmission
control prior to transmitting data to the selected recipient user or affiliated members of the selected MCData group for
downloading with recipient MCData user consent.

Pre-conditions:
1. MCData user is configured with permission to transmit data.
2. Maximum amount of data or time that an M CData user can transmit in asingle request is configured.
3. Timelimit for the temporarily stored data waiting to be delivered to areceiving user is configured.
4. Optionally, MCData client may have an activated functional aias to be used.
5

. The MCData server may have subscribed to the MCData functional alias controlling server withinthe MC
system for functional alias activation/de-activation updates.

MCData client 1 MCData server MCData client 2

1. initiate data transmit

2. MCData transmission to MCData server >

3. Authorize request and size check
for non automatic transmission

4. MCData controlindication l

5. Transmission to recipient(s) for downloading after
user consent

I_ 6. MCData indication

Figure 7.6.2.4.2-1: Send data without mandatory download

1. MCData user selects the data to transmit and the recipient M CData user or MCData group and does not select
the mandatory download indication. The MCData user at MCData client 1 may include afunctional alias used
within the data transmission.

2. MCData client has checked for MCData user's permission to transmit data and the data size is within the
maximum data size allowed. The MCData client calculates the total transmission request size and determines to
select procedure described in subclause 7.5.2.4, 7.5.2.5, 7.5.2.6 or 7.5.2.7 and without including the mandatory
download indication.
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3. Transmission control on the MCData server verifiesif the MCData user is authorized to transmit, the datasizein
the received transmission request is within the maximum data size allowed and is within the maximum amount
of time that aM CData user can transmit in a single request. MCData server verifies whether the provided
functional alias, if present, can be used and has been activated for the MCData user.

4. MCData server may send one of the following control indications:

a) If the MCData user does not have permission to transmit data to another M CData user or MCData group then
the "No permission to transmit data’ control indication is sent.

b) If the selected transmission is for a MCData group and there are no affiliated group members, then the
transmission control on MCData server sends the "No affiliated members found to the selected MCData
group" control indication.

c) If the data size requested to be transmitted is more than the maximum amount of datathat an MCData user
can transmit in a single request, the transmission control on M CData server rejects the data transmission
reguests and sends the rejection control indication "Rejected due to exceeding data transmit size".

d) If the datatransmission time exceeds the maximum amount of time that an MCData user can transmit in a
single request (appliesto DS only), the transmission control on MCData server rejects the data transmission
request and sends the rejection control indication " Rejected due to exceeding data transmit time".

€) MCDataserver may queue the data transmit request for later transmission with a control indication "Request
to transmit is queued".

Otherwise, continue with step 5.

5. MCData server transmits the data and, if available, the functional alias of the originating MCData client 1 to the
selected MCData user or the affiliated members or all group members (in the case of lossless communication) of
the selected M CData group according to the procedures selected in step 2 (where the recipient MCData client
may receive the data automatically).

6. The MCData server may store the datain temporary storage (e.g. if the recipient is not available at the time of
data delivery or network congestion or data deferred by the user) and may send MCData indication to notify the
recipient of available datafor retrieval:

a) If thetimer expired for periodic announcement with the list of available recently invited data
communications, the recipient MCData client waiting to receive the temporarily stored data receives MCData
indication with the list of available temporarily stored data waiting to download in the Deferred datalist .

b) If the temporarily stored datais expired, the data may be purged from the temporary store and the recipient
MCData user may be informed in MCData indication with "Data expired and not available to download
anymore" in the Deferred datalist.

7.6.2.5 Accessing list of deferred data group communications

7.6.25.1 General

This procedure allows an MCData client to obtain alist of deferred data communications.

7.6.2.5.2 Procedure

The procedure in figure 7.6.2.5.2-1 describes the case where the recipient MCData client receives the list of available
temporarily stored data waiting to download for the deferred data group communications.

Pre-conditions:

1. MCData server hastemporarily stored data for the deferred data group communications e.g. due to recipient
MCData client deferred to download.
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Figure 7.6.2.5.2-1: Accessing list of deferred data group communications

1. MCData user initiates the request to get the list of temporarily stored data for the deferred data group
communications on the MCData server e.g. due to recipient MCData client deferred to download.

2. MCbDataclient sends a MCData get deferred list request to the MCData server.

3. MCData server generatesthe list of temporarily stored data for the affiliated group(s), available to download for
the requesting MCData client and sends the list in the MCData get deferred list response.

4. MCDataclient notifiesthe list of temporarily stored data for the deferred data group communications, upon
which the MCData user may decide to retrieve the corresponding data.

7.7 Communication release

7.7.1 General

The subclauses below describe the MCData communication release procedures, which may be initiated either by the
sender or the MCData server or the authorized MCData user.

7.7.2 Communication release for on-network

7.72.1 Information flows for communication release
7.7.21.1 MCData communication release request (one-to-one communication using media
plane)

Table 7.7.2.1.1-1 describes the information flow for the MCData communication release request (in
subclause 7.7.2.2.2.2) sent from the M CData client to the M CData server and from the M CData server to another
MCDataclient.

Table 7.7.2.1.1-1: MCData communication release request (one-to-one communication using media

plane)
Information element Status Description
MCData ID M The identity of the MCData user uploading data
MCData ID M MCData ID on which the communication is to be
released
7.7.21.2 MCData communication release response (one-to-one communication using

media plane)

Table 7.7.2.1.2-1 describes the information flow for the MCData communication release response (in
subclause 7.7.2.2.2.2) sent from the M CData client to the M CData server and from the M CData server to another
MCDataclient.
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Table 7.7.2.1.2-1: MCData communication release response (one-to-one communication using media

plane)
Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
MCData ID M MCData ID on which the communication is released
Release confirmation M Communication released or not indication
7.7.2.1.3 MCData communication release request (group communication using media
plane)

Table 7.7.2.1.3-1 describes the information flow for the MCData communication release request (in
subclause 7.7.2.2.2.2) sent from the M CData client to the MCData server and from the M CData server to another
MCData client.

Table 7.7.2.1.3-1: MCData communication release request (group communication using media plane)

Information element Status Description
MCData ID M The identity of the MCData user uploading data
MCData group ID M MCData group ID on which the communication is to be
released
7.7.21.4 MCData communication release response (group communication using media
plane)

Table 7.7.2.1.4-1 describes the information flow for the MCData communication release response (in
subclause 7.7.2.2.2.2) sent from the M CData client to the M CData server and from the M CData server to another
MCDataclient.

Table 7.7.2.1.4-1: MCData communication release response (group communication using media

plane)
Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
MCData group 1D M MCData group ID on which the communication is
released
Release confirmation M Communication released or not indication
7.7.2.1.5 Void
7.7.2.1.6 Void
7.7.2.1.7 Void
7.7.2.1.8 MCData server communication release request (one-to-one communication using

media plane)

Table 7.7.2.1.8-1 describes the information flow for MCData server communication release request (in subclause
7.7.2.3.2.2) sent from the MCData server to the M CData clients involved in one-to-one communication.
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Table 7.7.2.1.8-1: MCData server communication release request (one-to-one communication using
media plane)

Information element Status Description
MCData ID M The identity of the MCData user to which
communication is released
Conversation ldentifier M Identifies the conversation
Release Reason M Indicates reason for the release

7.7.2.19 MCData server communication release response (one-to-one communication
using media plane)

Table 7.7.2.1.9-1 describes the information flow for the MCData server communication release response (in
subclause 7.7.2.3.2.2) sent from the M CData client to the M CData server.

Table 7.7.2.1.9-1: MCData server communication release response (one-to-one communication using
media plane)

Information element Status Description
MCData ID M MCData ID to which the communication is released
Conversation Identifier M Identifies the conversation
Release confirmation M Communication released or not indication

7.7.2.1.10 MCData server communication release request (group communication using
media plane)

Table 7.7.2.1.10-1 describes the information flow for MCData server communication release request (in subclause
7.7.2.3.2.2) sent from the MCData server to the M CData clients involved in group communication.

Table 7.7.2.1.10-1: MCData server communication release request (group communication using
media plane)

Information element Status Description

MCData ID M The identity of the MCData user to which
communication is released

MCData group 1D M MCData group ID on which the communication is
released

Conversation Identifier M Identifies the conversation

Release Reason M Indicates reason for the release

7.7.2.1.11 MCData server communication release response (group communication using

media plane)

Table 7.7.2.1.11-1 describes the information flow for the M CData server communication release response (in
subclause 7.7.2.3.2.2) sent from the M CData client to the M CData server.

Table 7.7.2.1.11-1: MCData server communication release response (group communication using
media plane)

Information element Status Description
MCData ID M MCData ID to which the communication is released
MCData group ID M MCData group ID on which the communication is
released
Conversation ldentifier M Identifies the conversation
Release confirmation M Communication released or not indication

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 148 ETSI TS 123 282 V17.9.0 (2022-05)
7.7.2.1.12 Void

7.7.2.1.13 MCData release intent request (one-to-one communication using media plane)

Table 7.7.2.1.13-1 describes the information flow for MCData release intent request (in subclause 7.7.2.4.2, 7.7.2.6.2)
sent from the MCData server to the MCData client.

Table 7.7.2.1.13-1: MCData release intent request (one-to-one communication using media plane)

Information element Status Description
MCData ID M The identity of the MCData user who is originator of
the one-to-one communication
Conversation Identifier M Identifies the conversation
Request for more info (0] Indicates what MCData server needs more information
(e.g. to know the remaining data volume to transmit)
about the communication which has been identified to
be released

7.7.2.1.14 MCData more information response (one-to-one communication using media
plane)

Table 7.7.2.1.14-1 describes the information flow for MCData more information response (in subclause 7.7.2.4.2,
7.7.2.6.2) sent from the M CData client to the MCData server and from M CData server to authorized MCData user.

Table 7.7.2.1.14-1: MCData more information response (one-to-one communication using media

plane)
Information element Status Description
MCData ID M The identity of the MCData user who is originator of
the one-to-one communication
Conversation Identifier M Identifies the conversation
More info M Information as requested by MCData server
7.7.2.1.15 MCData release intent request (group communication using media plane)

Table 7.7.2.1.15-1 describes the information flow for MCData release intent request (in subclause 7.7.2.4.2, 7.7.2.6.2)
sent from the MCData server to the MCData client.

Table 7.7.2.1.15-1: MCData release intent request (group communication using media plane)

Information element Status Description

MCData ID M The identity of the MCData user who is the originator
of the group communication

Conversation Identifier M Identifies the conversation

MCData group ID M MCData group ID on which the communication is
released

Request for more info (0] Indicates what MCData server needs more information
about the communication which has been identified to
be released

7.7.2.1.16 MCData more information response (group communication using media plane)

Table 7.7.2.1.16-1 describes the information flow for MCData more information response (in subclause 7.7.2.4.2,
7.7.2.6.2) sent from the M CData client to the MCData server and from M CData server to authorized MCData user.
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Table 7.7.2.1.16-1: MCData more information response (group communication using media plane)

Information element Status Description

MCData ID M The identity of the MCData user who is originator of
the group communication

Conversation Identifier M Identifies the conversation

MCData group ID M MCData group ID on which the communication is
released

More info M Information as requested by MCData server

7.7.2.1.17 MCData auth user communication release request (one-to-one communication

using media plane)

Table 7.7.2.1.17-1 describes the information flow for MCData auth user communication release request (in subclause
7.7.25.2,7.7.2.6.2) sent from the authorized MCData user to the MCData server.

Table 7.7.2.1.17-1: MCData auth user communication release request (one-to-one communication
using media plane)

Information element Status Description
Conversation Identifier M Identifies the conversation
Request for more info (0] Indicates what MCData server needs more information
about the communication which has been identified to
be released
Release Reason M Indicates reason for the release
7.7.2.1.18 MCData auth user communication release response (one-to-one communication

using media plane)

Table 7.7.2.1.18-1 describes the information flow for the M CData server communication release response (in
subclause 7.7.2.5.2, 7.7.2.6.2) sent from the MCData server to the authorized MCData user.

Table 7.7.2.1.18-1: MCData auth user communication release response (one-to-one communication
using media plane)

Information element Status Description
Conversation Identifier M Identifies the conversation
Release confirmation M Communication released or not indication
7.7.2.1.19 MCData auth user communication release request (group communication using

media plane)

Table 7.7.2.1.19-1 describes the information flow for MCData auth user communication release request (in subclause
7.7.25.2,7.7.2.6.2) sent from the authorized MCData user to the MCData server.

Table 7.7.2.1.19-1: MCData auth user communication release request (group communication using
media plane)

Information element Status Description

Conversation Identifier M Identifies the conversation

MCData group ID M MCData group ID on which the communication is to be
released

Request for more info (0] Indicates what MCData server needs more information
about the communication which has been identified to
be released

Release Reason M Indicates reason for the release
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7.7.2.1.20 MCData auth user communication release response (group communication using
media plane)

Table 7.7.2.1.20-1 describes the information flow for the M CData server communication release response (in
subclause 7.7.2.5.2, 7.7.2.6.2) sent from the MCData server to the authorized MCData user.

Table 7.7.2.1.20-1: MCData auth user communication release response (group communication using
media plane)

Information element Status Description
Conversation Identifier M Identifies the conversation
MCData group 1D M MCData group ID on which the communication is to be
released
Release confirmation M Communication released or not indication
7.7.2.1.21 MCData request for extension

Table 7.7.2.1.21-1 describes the information flow for the M CData request for extension (in subclause 7.7.2.4.2,
7.7.2.6.2) sent from the MCData client to the MCData server and from MCData server to authorized MCData user.

Table 7.7.2.1.21-1: MCData request for extension

Information element Status Description
Conversation Identifier M Identifies the conversation
7.7.2.1.22 MCData response for extension

Table 7.7.2.1.22-1 describes the information flow for the M CData response for extension (in subclause 7.7.2.4.2,
7.7.2.6.2) sent from the authorized M CData user to the MCData server and MCData client to the MCData server and
from MCData server to MCData client.

Table 7.7.2.1.22-1: MCData response for extension

Information element Status Description
Conversation Identifier M Identifies the conversation
Extension response M Indicates whether request for extension has been
accepted or not

7.7.2.2 MCData user initiated communication release

7.7.2.2.1 General

During M CData communication, a transmitting participant can at any time indicate to stop transmission to the MCData
server.

7.7.22.2 Release of MCData communication using media plane

7.7.22.2.1 General

The subclause describes the procedure for MCData user initiated M CData communication release where MCData
communication is established as SDS using media plane or SDS session or file distribution using media plane.

NOTE: Therelease of MCData communication over MBMS is out of scope of the current specification.
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7.7.22.2.2 Procedure

The procedure in figure 7.7.2.2.2.2-1 describes signalling control plane procedure for the case where MCData
communication is ongoing and transmitting participant initiates MCData communication release. The procedureis
applicable for one-to-one and group M CData communications.

Pre-conditions:
1. MCDatauserson MCDataclient 1 and client 2 are already registered for receiving MCData service.

2. MCDatacommunication is established between MCData client 1 and MCDataclient 2 and MCDataclientl is
the initiator of the M CData communication.

MCData client MCD ;
1 MCData server C atza client

1.Initiate

communication
termination

2. MCData communication release request

3. MCData communication release request

Lt

4.Notify user

5. MCData communication release response

Rl

6. MCData communication release response
-¢

7. Release media plane resources associated with MCData communication

8.Notify user

Figure 7.7.2.2.2.2-1: Release of MCData communication using media plane

1. MCData user at MCData client 1 requests to release ongoing MCData communication.

2. MCbDataclient 1 sends MCData communication rel ease request towards M CData server, for tearing down the
communication with the other MCData client(s).

3. MCData server sends M CData communication release request to all the participants of the MCData
communication.

4. Recipient MCData clients notifies respective MCData user about the release of M CData communication.

5. MCData clients receiving the MCData communication rel ease request provide communication rel ease response
back towards MCData server.

6. MCData server sends M CData communication release response back to MCData client 1.

7. All participants of the MCData communication have successfully released the media plane resources associated
with the MCData communication that is released.

8. MCDataclient 1 notifies the MCData user about the communication rel ease.

7.7.2.2.3 Release of MCData communication using HTTP

NOTE: The backward compatibility handling of this procedure is outside the scope of the present document.
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7.7.2.3 MCData server initiated communication release without prior indication

7.7.2.3.1 General

MCData server initiates the release of an ongoing M CData communication, since at least one of the communication
release conditions are met e.g. lack of bearer capacity, limit for the maximum amount of data or time that a participant
transmits from a single request to transmit exceeded. Based on the configuration, MCData server either pre-empts the
M CData communication without giving prior indication to MCData client or notifies the intent of release to the
MCData client initiating communication. Latter scenario allows the MCData user to request for extension of MCData
communication and defer the communication release.

7.7.2.3.2 Release of MCData communication using media plane

7.7.2.3.2.1 General

The subclause describes the procedure for MCData server initiated MCData communication release without prior
indication, where MCData communication is established as SDS using media plane or file distribution using media
plane.

NOTE: Therelease of MCData communication over MBMS is out of scope of the current specification.

7.7.2.3.2.2 Procedure

The procedure in figure 7.7.2.3.2.2-1 describes signalling control plane procedure for the case where during an ongoing
MCData communication, based on communication release conditions, M CData server initiates the communication
release. The procedure is applicable for one-to-one and group communication.

Pre-conditions:
1. MCDatauserson MCDataclient 1, client 2 and client 3 are already registered for receiving MCData service.

2. A MCData administrator has configured the limits for the maximum amount of data and time that a participant
transmits from a single request to transmit.

3. A MCData communication is ongoing between MCDataclient 1, client 2 and client 3.
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Figure 7.7.2.3.2.2-1: MCData server initiated release of MCData communication using media plane

1

MCData server would like to release the ongoing M CData communication, identified by conversation identifier,
since at least one of the release conditions are met e.g. lack of capacity, limit for the maximum amount of data or
time that a participant transmits from a single request to transmit exceeded. Based on configuration, MCData
server decides to pre-empt the M CData communication without giving prior indication to MCData client 1.

MCData server identifies the participants of the ongoing M CData communication and generates communication
rel ease reguest to rel ease ongoing M CData communi cation.

MCData server sends server MCData communication rel ease request towards each participant of the MCData
communication.

MCData users are notified about the rel ease of the MCData communication.

MCData client at each M CData communication participant sends server MCData communication release
response towards the MCData server.

All participants of the M CData communication have successfully released the media plane resources associated
with the MCData communication that is released.
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7.7.2.3.3 Void
7724 MCData server initiated communication release with prior indication
7.7.24.1 General

The subclause describes the procedure for MCData server initiated MCData communication rel ease with prior
indication, where MCData communication is established as SDS using media plane or file distribution using media
plane or file distribution using HTTP.

7.7.2.4.2 Procedure

The procedure in figure 7.7.2.4.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, based on communication release conditions, M CData server initiates communication release.
Asaresult of configuration check, MCData server notifies the intent to release M CData communication, optionally
requesting for more information (e.g. to know the remaining data volume to transmit) from the MCData client initiating
M CData communication.

Pre-conditions:
1. MCDatauser on MCDataclient 1 is aready registered for receiving MCData service.

2. MCData administrator has configured the limits for the maximum amount of data and time that a participant
transmits from a single request to transmit.

3. MCData communication may be ongoing between M CData participants and MCData client 1 isthe initiator of
the communication.

4. MCDataadministrator has configured the time for which MCData server needs to wait for extension request

from the MCData user.
MCData client 1 MCData server
1.Release MCData
communication
o 2. MCData release intent request
-

3.Notify user

4. MCData more information response

5.Request for
extension

6. MCData request for extension

Y

7. Policy assertion

8. MCData response for extension

Figure 7.7.2.4.2-1: MCData server initiates communication release with prior indication

1. MCData server releases the ongoing MCData communication, identified by the conversation identifier, since at
least one of the release conditions are met e.g. lack of capacity, limit for the maximum amount of data or time
that a participant transmits from a single request to transmit exceeded. Based on the configuration, MCData
server notifies the intent to release MCData communication.
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2. MCData server sends the MCData release intent request towards the communication initiating MCData client 1.
MCData server may include request for more information (e.g. to know the remaining data volume to transmit).

3. MCDataclient 1 informs MCData user about the intent to release communication.

4. If request for more information isincluded in the received M CData release intent request, MCData client 1 sends
M CData more information response including the remaining amount of data to transmit. Upon receiving more
information response from MCData client 1, MCData server may wait for the request for extension until the time
configured by the MCData administrator. If MCData server does not receive MCData request for extension
within the configured timeout, the MCData server rel eases MCData communication as described in
subclause 7.7.2.3. Otherwise, continue with remaining steps.

5. MCData user at MCData client 1 requests for extension of the ongoing M CData communication.
6. MCDataclient 1 sends MCData request for extension of the MCData communication.

7. Upon receiving the MCData request for extension of M CData communication from the MCDataclient 1,
MCData server asserts policies to accept or reject the request for extension.

8. MCData server sends M CData response for extension with success or failure result to MCDataclient 1. MCData
communication will continue if MCData server accepted the request for extension from MCDataclient 1.
Otherwise, MCData communication is rel eased according to procedures described in subclause 7.7.2.3.

7.7.25 Authorized MCData user initiated communication release without prior
indication
7.7.25.1 General

An authorized MCData user at any time during an ongoing M CData communi cation decides to release communication.
The authorized user may decide to release MCData communication without prior indication to the initiator MCData
client.

7.7.25.2 Procedure

The procedure in figure 7.7.2.5.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, authorized M CData user initiates M CData communication rel ease without prior indication to
theinitiator MCData client. An authorized MCData user is part of the ongoing MCData communication.

Pre-conditions:
1. Anauthorized MCData user on MCData client is already registered for receiving MCData service.

2. A MCData communication is ongoing between M CData participants and authorized MCData user is keeping
track of which participants are receiving communication e.g. through "message delivered" and/or "message read”
indications for the M CData communication.
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Authorized MCData Server MCData client
MCData client

1.Release MCData
communication

2. MCData auth user communication release request
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3. Validate
request

4. Release communication

5. MCData auth user communication release response

.

Figure 7.7.2.5.2-1: An authorized MCData user initiates communication release without prior
indication

1. Anauthorized MCData user requests to release the ongoing M CData communication, without providing prior
indication to theinitiator of the MCData communication, MCData client 1.

2. Anauthorized MCData client sends M CData auth user communication release request towards M CData server
identifying the M CData communication to release. The request also includes indication to the MCData server to
release MCData communication without prior indication to the initiator of the MCData communication, MCData
client 1.

3. MCData server validates the user from whom the MCData communication rel ease request is received and checks
whether the requesting M CData user is authorized to release communication or not.

4. If the user is authorized to release communication, then MCData server rel eases the ongoing M CData
communication according to procedures described in subclause 7.7.2.3.

5. MCData server sends M CData auth user communication rel ease response containing the result of MCData
communication release back to authorized MCData client 1.

7.7.2.6 Authorized MCData user initiated communication release with prior indication

7.7.2.6.1 General

An authorized MCData user at any time during an ongoing M CData communication decides to release communication.
The authorized user may decide to release MCData communication with prior indication to the initiator MCData client.
A prior indication allows initiator MCData client to request for extension for the M CData communication.

7.7.2.6.2 Procedure

The procedure in figure 7.7.2.6.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, authorized MCData user initiates MCData communication rel ease with prior indication to the
initiator MCData client. An authorized MCData user is part of the ongoing M CData communication. An initiator
MCData user optionally decides to request for the extension of the ongoing communication.

Pre-conditions:
1. Anauthorized MCData user on MCData client is aready registered for receiving MCData service.
2. A MCData communication is ongoing between M CData participants and authorized MCData user is keeping
track of which participants are receiving communication e.g. through "message delivered" and/or "message read"
indications for the MCData communication

3. MCDataclient 1 istheinitiator of the MCData communication.
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Figure 7.7.2.6.2-1: An authorized MCData user initiates communication release with prior indication

1

7.

An authorized MCData user requests to release the ongoing M CData communication by providing prior
indication to the initiator of MCData communication, MCData client 1.

An authorized MCData client sends M CData auth user communication release request towards M CData server
including the communication identifier identifying the M CData communication to release. Authorized MCData
client may include request for more information (e.g. to know the remaining data volume to transmit). The
request also includes indication to MCData server to release MCData communication with prior indication to the
initiator MCData client.

MCData server validates the user from whom the communication release request is received and checks whether
the requesting user is authorized to release communication or not.

If the user is authorized to release communication, then the MCData server sends M CData rel ease intent request,
may be including the reason for the release. MCData server may include request for more information as
received in the request from the authorized MCData client.

MCData client informs M CData user about the intent to release communication by the authorized MCData user.

If request for more information isincluded in the received MCData release intent request, MCData client 1 sends
M CData more information response including the remaining amount of datato transmit.

MCData server forwards the MCData more information response to the authorized MCData client.

NOTE: Upon receiving more information response from MCData client 1, MCData server may wait for the

8.

request for extension until the time configured by the MCData administrator. If MCData server does not
receive request for extension within the configured timeout, the MCData server releases MCData
communication as described in subclause 7.7.2.3. Otherwise, continue with remaining steps.

MCData user at MCData client 1 decides to request for extension of the ongoing M CData communication.
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9 and 10. MCData client sends M CData request for extension towards MCData server. And MCData server
forwards the MCData request for extension towards the authorized MCData client.

11. Authorized M CData client notifies the authorized user about the incoming request for extension. An authorized
MCData user decides to accept or reject the request for extension.

12 and 13. Authorized MCData user decision is sent in M CData response for extension request towards the MCData
server. MCData server forwards the MCData response for extension reguest to MCData client 1.

14. MCData communication will continue if the authorized user accepted the request for extension from MCData
client 1. Otherwise, MCData communication will be released according to procedures described in
subclause 7.7.2.3.

15. After MCData communication is released, MCData server sends the M CData auth user communication rel ease
response back to the authorized MCData client.

7.8 Conversation management

7.8.1 General

Conversation management is a collection of related MCData transmissions for a given activity. Conversation
management associates SDS and FD communication transmission and present them as a single thread to the user.

Conversation management for on-network is described in clause 7.8.2 and for off-network in clause 7.8.3. Off-network
conversation management is based on ProSe capabilities as described in clause 7.16.

7.8.2 Conversation management for on-network

7.8.2.1 Information flows for conversation management

The information flow parameters related to conversation management are as described in the subclauses 7.4.2.1 and
subclauses 7.5.2.1.5,7.5.2.1.6,7.5.2.1.7,75.2.1.8,7.5.2.1.9, 7.5.21.10, 7.5.2.1.11, 75.2.1.12, and 7.5.2.1.13.

7.8.2.2 One-to-one conversation management

7.8.2.2.1 Procedure

The procedure for an MCData user to associate multiple M CData transmissions between a pair of users for agiven
activity isillustrated in figure 7.8.2.2.1-1.

Pre-conditions:

1. MCData user(s) on MCDataclient 1 and 2 are registered for receiving MCData service.

MCDatf client MCData server MCDatZa client

1. Initiate conversation

‘ 2. Procedure(s) of one-to-one SDS or one-to-one FD or combination
of both

Figure 7.8.2.2.1-1: One-to-one conversation management
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1. Theuser at MCDataclient 1 initiates conversation. A universally unique conversation identifier is generated to
identify new conversation. Conversation identifier is used in procedures mentioned in step 2. If the intent of the
user at MCData client 1 isto transmit within an existing conversation, then corresponding conversation identifier
isused in procedures mentioned in step 2. To alow multiple parallel conversations for the same pair of users,
different conversation identifier is used for each conversation. The MCData users can view the MCData
conversation at any time after the first MCData transaction is initiated within the conversation.

2. The procedure of one-to-one SDS or one-to-one FD or combination of both these procedures can be executed.
7.8.2.3 Group conversation management

7.8.2.3.1 Procedure

The procedure for an MCData user to associate multiple M CData transmissions between users of agroup for agiven
activity isillustrated in figure 7.8.2.3.1-1.

Pre-conditions:
1. MCData user(s) on MCDataclient 1, 2, and n are registered for receiving M CData service.

2. The MCDatausers 1, 2 and n are members of the same M CData group and affiliated to the MCData service.

MCData client MCData client MCData client
1 MCData server ) n

1. Initiate conversation

2. Procedure(s) of Group SDS or Group FD or combination of both

Figure 7.8.2.3.1-1: Group conversation management

1. Theuser at MCDataclient 1 initiates conversation. A unigue conversation identifier is generated to identify new
conversation. Conversation identifier is used in procedures mentioned in step 2. If the intent of the user at
MCDataclient 1 isto transmit within an existing conversation, then corresponding conversation identifier is
used in procedures mentioned in step 2. To alow multiple paralel conversations for the same group of users,
different conversation identifier is used for each conversation. The MCData users can view the MCData
conversation at any time after the first MCData transaction is initiated within the conversation.

2. The procedure of group SDS or group FD or combination of both these procedures can be executed.
7.8.3 Conversation management for off-network

7.8.3.1 One-to-one conversation management

7.8.3.1.1 Procedure

The procedure for an MCData user to associate multiple off-network M CData transmissions between a pair of usersis
illustrated in figure 7.8.3.1.1-1.

Pre-conditions:

1. MCDataclient 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct
communication capable.
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2. MCDataclient 1 has discovered MCData client 2 in proximity, associated with MCData user B, using ProSe
Discovery procedures.

MCData client MCData client
1 2

1. Initiate conversation

[
2. Procedure(s) of one-to-one SDS or one-to-one
FD or both

Figure 7.8.3.1.1-1: One-to-one conversation management

1. Theuser at MCDataclient 1 initiates conversation. A universally unique conversation identifier is generated to
identify the new conversation. Conversation identifier is used in the procedures mentioned in step 2. If the intent
of the user at MCData client 1 isto transmit within an existing conversation, then corresponding conversation
identifier from the existing conversation is used in the procedures mentioned in step 2. To allow multiple parallel
conversations for the same pair of users, different conversation identifier is used for each conversation. The

MCData users can view the M CData conversation at any time after the first MCData transaction isinitiated
within the conversation.

2. The procedure of one-to-one SDS or one-to-one FD or a combination of these can be executed.
7.8.3.2 Group conversation management

7.8.3.2.1 Procedure

The procedure for an MCData user to associate multiple off-network M CData transmissions between users of agroup is
illustrated in figure 7.8.3.2.1-1.

Pre-conditions:

1. Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCDataclient 1.

2. MCbDataclient 1 to MCDataclient N are members of the same MCData group.

MCData client MCData client MCData client
1 2 n

1. Initiate conversation

2. Procedure(s) of Group SDS o Group FD or both

Figure 7.8.3.2.1-1: Group conversation management

1. Theuser at MCDataclient 1 initiates conversation. A universally unique conversation identifier is generated to
identify the new conversation. Conversation identifier is used in the procedures mentioned in step 2. If the intent
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of the user at MCData client 1 isto transmit within an existing conversation, then corresponding conversation
identifier from the existing conversation is used in the procedures mentioned in step 2. To allow multiple parallel
conversations for the same group of users, different conversation identifier is used for each conversation. The
MCData users can view the MCData conversation at any time after the first M CData transaction is initiated
within the conversation.

2. The procedure of group SDS or group FD or combination of both can be executed.

7.9 Enhanced status

7.9.1 General

Enhanced status corresponds to information specific to the activities performed by the mission critical service users
during their operation(s) e.g. available, in operation on site, going to the operation site, or just arrived.

Enhanced status for on-network is described in clause 7.9.3 and for off-network in clause 7.9.4. Off-network enhanced
status is based on ProSe capabilities as described in clause 7.16.
7.9.2 Preset values for enhanced status

The enhanced status information i.e. the set of possible values corresponding to the activities of the MCData user, shall
be configured by the MCData administrator. The configuration of status values is applicable on a per-group basis, and
therefore shall be part of the MCData group configuration data as described in Annex A.4.

The configuration mechanism shall allow the MCData administrator to configure a minimum of 32 possible values and
allow up to 65536 separate values. The set of values may be divided into afixed set of values defined by 3GPP
standards which are common across all MCData systems, and a set which may be freely configured for any purpose.

7.9.3 Enhanced status for on-network

79.3.1 Sharing enhanced status information

7.9.3.1.1 Procedure

The procedure for an MCData user to share the enhanced status information to the members of the selected group is
illustrated in figure 7.9.3.1.1-1.

Pre-conditions:
1. MCData user(s) on MCDataclient 1, 2, and n are registered for receiving MCData service.
2. The MCDatausers 1, 2 and n are members of the same M CData group and affiliated to the MCData service.

3. The MCDatagroup is pre-configured with the possible values for enhanced status information.
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MCData client MCData client MCData client
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1. Select enhanced

status information

2. Procedure of group standalone SDS using signalling control plane

3. Notify enhanced 3. Notify enhanced
status information status information

Figure 7.9.3.1.1-1: Sharing enhanced status information

1. Theuser at MCDataclient 1 selects the MCData group to share the enhanced status information. The user also
selects the value of the status information to be shared from the list of pre-configured status values available for
the MCData group.

2. The procedure of group standalone SDS using signalling control plane as described in subclause 7.4.2.5, is used
to deliver the enhanced status information.

3. The MCData users at MCData client 2 and n are notified of the enhanced status information.
7.9.4 Enhanced status for off-network

79.4.1 Sharing enhanced status information

79.4.1.1 Procedure

The procedure for an MCData user to share the enhanced status information to the members of the selected group is
illustrated in figure 7.9.4.1.1-1.

Pre-conditions:

1. Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCData client 1.

2. MCbDataclient 1, 2 and n are members of the same M CData group.

3. The MCData group is pre-configured with the possible values for enhanced status information.
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Figure 7.9.4.1.1-1: Sharing enhanced status information

1. Theuser at MCDataclient 1 selects the M CData group to share the enhanced status information. The user also
selects the value of the status information to be shared from the list of pre-configured status values available for
the MCData group.

2. The procedure of off-network group standalone SDS using signalling control plane as described in
subclause 7.4.3.4, is used to deliver the enhanced status information.

3. The MCDatausers at MCData client 2 and n are notified of the enhanced status information.

7.10 MCData emergency alert (on-network and off-network)

The MCData service shall support the procedures and related information flows as specified in subclause 10.10 of
3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;
-  TheMC service server isthe MCData server;
- TheMC service group ID isthe MCData Group ID; and

-  TheMC service user profile index is the M CData user profile index.

7.11 User authentication and authorization for MCData service

NOTE: Flow 7.11-1isahighlevel user authentication and authorization flow. 3GPP TS 33.180 [13] defines the
specific user authentication and authorization architecture required by the MCData service in order to
realize the MCData user authentication and authorization requirements as defined in 3GPP TS 22.280 [2].

A procedure for user authentication isillustrated in figure 7.11-1. The user authentication is performed based on the
procedure specified in subclause 10.6 of 3GPP TS 23.280 [5].
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Identity . . Identity
MCData client management Signalling user SIP core management MCData
3 agent server
client server

1. User Authentication is based on the procedure — “General user authentication and
authorization for MC services” specified in 3GPP TS 23.280[5].

2. The MCData client performs the service authorization with the MCData server.

Figure 7.11-1: MCData user authentication and registration, single domain

1. The user authentication is performed as per the general user authentication procedure specified in subclause 10.6
of 3GPP TS 23.280[5].

2. MCDataclient performs the MCData service authorization for the user. Step 2 utilizes the results of step 1.

7.12 MCData resource management (on-network)

7.12.1 General

Procedures for resource management are defined in subclause 10.11 of 3GPP TS 23.280 [5].

7.12.2 MCData services not handled by SIP core

MCData services that do not utilize the SIP core e.g. |P connectivity, cannot utilize the resource control functionality of
the local outbound / inbound proxy. For these types of service, resource management is handled directly by the Rx
interface from the MCData server to the PCRF, which isthe MCData-5 reference point. The Rx interface is defined in
3GPPTS29.214[17].

The same types of resource management procedures as defined for SIP based servicesin 3GPP TS 23.280 [5] may also
be applied for non SIP based services. That is:

- Request for unicast resources at session establishment (in this case service initiation);
- Request for modification of unicast resources; and

- Request for resources with shared priority.

7.13  Operations on MCData message store

The MCData message store allows an MCData user to deposit his MCData communication information (i.e. messages
or files) securely and permanently for later retrieval. During an active MCData communication, a message or afile with
its associated metadata is deposited as an object in the MCData message store with an object identifier; this object
identifier enabling a direct accessto that object. The objectsin the MCData message store are managed from both the
MCData server and the message store client.

Each MCData user is allocated a dedicated and secured storage area (i.e. with a user account) in the MCData message
store. All MCData communications of a M CData user can be stored in his dedicated storage area. The accessto this
secured storage areais possible only after successful authentication and authorization procedures. A message store
client can create alocal copy of the stored objects into the device by synchronizing with the MCData message store for
the MCData user using the device.
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7.13.1 MCData message store structure

M CData message store supports atree like architecture to securely store MCData communications for the MCData
users. Figure 7.13.1 below illustrates the high-level structure of a MCData message store:

MCData
message store
{Common Root)

MCData MCData veesns MCData
User 1 User 2 Usern

] - ]

Figure 7.13.1 Message store structure

Asillustrated in Figure 7.13.1 all MCData user storage areas are accessed only through the common root. The
authorized MCData user shall only have the access to the M CData user's storage area after the successful authentication
and authorization procedures. A MCData user shall not be able to access objects stored for other MCData users.

The MCData user shall manage his stored objects using message store client through the MCData-7 reference point.
The MCData server shall use the MCData-8 reference point to deposit MCData communication information, during an
active MCData communication, into the designated M CData user's storage area in the MCData message store.

One way to manage user stored objects is using folder hierarchy structure like the popular email system today. Annex D
provides a simple example of how it will ook like in deployment. When the user account is created in the MCData
message store, a default folder (such as Inbox) is also created to capture all the objects during an active communication.
To group relevant stored objects together and provide easier navigation interactively, a M CData user can create folders
in his user account. Each folder isidentified by its unique folder identifier that is composed with the location of the
folder and the name of the folder. A folder may have child folders to further group the stored objectsin more
meaningful ways. For example, the folder identifier of the default Inbox folder is/MCDatamessagestore
/IMCDatauser1/Inbox. The folder identifier /M CDatamessagestore/M CDatauser1/Squad1/20190225 points to a folder
named 20190225 which is a child folder of Squadl folder in the MCData userl user account.

NOTE: Thedetails of how the objects are stored in the MCData message store is out of scope of the present
document.
7.13.2 Authentication and authorization

The MCData message store shall authenticate the credential of MCData server or the authorized MCData user before
authorizing access to the MCData user's storage area. The success of authentication and authorization shall allow access
to that MCData user's storage area only.

NOTE: The authentication and authorization aspects of M CData message store access and its operational supports
are the responsibility of SA3 and thus outside the scope of the present document.
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7.13.3 Manage MCData message store

7.13.3.1 Information flows for managing MCData message store

7.13.3.1.1 MCData retrieve a stored object request

Table 7.13.3.1.1-1 describes the information flow for the M CData retrieve a stored object request sent from the message
store client to the M CData message store.

Table 7.13.3.1.1-1: MCData retrieve a stored object request

Information element Status Description
MCData ID M The identity of the MCData user
Object identifier M The object identifier of the object stored in the MCData
message store

7.13.3.1.2

MCData retrieve a stored object response

Table 7.13.3.1.2-1 describes the information flow for the M CData retrieve a stored object response sent from the
M CData message store to the message store client.

Table 7.13.3.1.2-1: MCData retrieve a stored object response

Information element Status Description
MCData ID M The identity of the MCData user
Stored object M The stored object identified by the object identifier in

the request. This information element shall be returned
as empty when there is no stored object can be
identified by the object identifier in the request

7.13.3.1.3

Table 7.13.3.1.3-1 describes the information flow for the M CData search stored objects request sent from the message
store client to the M CData message store.

MCData search stored objects request

Table 7.13.3.1.3-1: MCData search stored objects request

Information element Status Description
MCData ID M The identity of the MCData user
Search criteria M Any part of the stored object can be the search criteria.

Linking multiple parts of a stored object as the search
criteria is possible

7.13.3.1.4

Table 7.13.3.1.4-1 describes the information flow for the M CData search stored objects response sent from the MCData
message store to the message store client.

MCData search stored objects response

Table 7.13.3.1.4-1: MCData search stored objects response

Information element Status Description
MCData ID M The identity of the MCData user
Stored object(s) M The stored object(s) that meets the search criteria.

This information element shall be returned as empty
when there is no stored object can be identified by the
search criteria in the request
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7.13.3.1.5 MCData update a stored object request

Table 7.13.3.1.5-1 describes the information flow for the MCData update a stored object request sent from the message
store client to the M CData message store.

Table 7.13.3.1.5-1: MCData update a stored object request

Information element Status Description
MCData ID M The identity of the MCData user
Object identifier M The object identifier of the object stored in the MCData
message store
Metadata M The metadata that will be updated
7.13.3.1.6 MCData update a stored object response

Table 7.13.3.1.6-1 describes the information flow for the M CData update a stored object response sent from the
M CData message store to the message store client.

Table 7.13.3.1.6-1: MCData update a stored object response

Information element Status Description
MCData ID M The identity of the MCData user storage area in the
MCData message store
Result M The result if the update is success or failure
7.13.3.1.7 MCData delete a stored object request

Table 7.13.3.1.7-1 describes the information flow for the M CData delete a stored object request sent from the message
store client to the M CData message store.

Table 7.13.3.1.7-1: MCData delete a stored object request

Information element Status Description
MCData ID M The identity of the MCData user
Object identifier M The object identifier of the object stored in the MCData
message store

7.13.3.1.8 MCData delete a stored object response

Table 7.13.3.1.8-1 describes the information flow for the M CData del ete a stored object response sent from the MCData
message store to the message store client.

Table 7.13.3.1.8-1: MCData delete a stored object response

Information element Status Description
MCData ID M The identity of the MCData user storage area in the
MCData message store
Result M The result if the delete is success or failure
7.13.3.1.9 MCData synchronization request

Table 7.13.3.1.9-1 describes the information flow for the M CData synchronization request sent from the message store
client to the MCData message store.
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Table 7.13.3.1.9-1: MCData synchronization request

Information element Status Description
MCData ID M The identity of the MCData user
Synchronization type M Indicates the type of synchronization is requested. It
can be a full or partial synchronization
Filter criteria (see NOTE) (0] The filter criteria indicate what kind of stored objects

needs to be synchronized to the device local message
store

NOTE: Filter criteria information element shall be presented if the Synchronization type is patrtial.

7.13.3.1.10

Table 7.13.3.1.10-1 describes the information flow for the MCData synchronization response sent from the MCData
message store to the message store client.

MCData synchronization response

Table 7.13.3.1.10-1: MCData synchronization response

Information element Status Description
MCData ID M The identity of the MCData user
Stored objects M The stored objects that need to be synchronized with

the device local message store. Empty information
element means no stored objects need to be
synchronized

7.13.3.1.11

Table 7.13.3.1.11-1 describes the information flow for the MCData create a user account request sent from the MCData

server to the MCData message store.

MCData create a user account request

Table 7.13.3.1.11-1: MCData create a user account request

Information element Status Description
MCData ID M The identity of the MCData user
7.13.3.1.12 MCData create a user account response

Table 7.13.3.1.12-1 describes the information flow for the MCData create a user account response sent from the

M CData message store to the MCData server.

Table 7.13.3.1.12-1: MCData create a user account response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the account creation is success or failure
7.13.3.1.13 MCData deposit an object request

Table 7.13.3.1.13-1 describes the information flow for the MCData deposit an object request sent from the MCData

server to the MCData message store.

Table 7.13.3.1.13-1: MCData deposit an object request

Information element Status Description
MCData ID M The identity of the MCData user
Retrieve file indication (0] Flag to instruct the MCData message store to retrieve
the file to locally store in the MCData user's account
Object M The object needs to be stored
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7.13.3.1.14 MCData deposit an object response

Table 7.13.3.1.14-1 describes the information flow for the MCData deposit an object response sent from the MCData
message store to the MCData server.

Table 7.13.3.1.14-1: MCData deposit an object response

Information element Status Description
MCData ID M The identity of the MCData user
Object Identifier M The object identifier that will be used to retrieve this

object in the MCData message store directly. If this
information element is empty it means the object is not
stored

7.13.3.1.15 MCData copy a stored object request

Table 7.13.3.1.15-1 describes the information flow for the MCData copy a stored object request sent from the message
store client to the M CData message store.

Table 7.13.3.1.15-1: MCData copy a stored object request

Information element Status Description
MCData ID M The identity of the MCData user
Object identifier M The object identifier of the object stored in the MCData

message store
Destination folder identifier M Indicates where the object will be copied to

7.13.3.1.16 MCData copy a stored object response

Table 7.13.3.1.16-1 describes the information flow for the MCData copy a stored object response sent from the MCData
message store to the message store client.

Table 7.13.3.1.16-1: MCData copy a stored object response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the operation is success or failure
7.13.3.1.17 MCData move a stored object request

Table 7.13.3.1.17-1 describes the information flow for the MCData move a stored object request sent from the message
store client to the M CData message store.

Table 7.13.3.1.17-1: MCData move a stored object request

Information element Status Description
MCData ID M The identity of the MCData user
Object identifier M The object identifier of the object stored in the MCData

message store
Destination folder identifier M Indicates where the object will be moved to.

7.13.3.1.18 MCData move a stored object response

Table 7.13.3.1.18-1 describes the information flow for the MCData move a stored object response sent from the
M CData message store to the message store client.
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Table 7.13.3.1.18-1: MCData move a stored object response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the operation is success or failure
7.13.3.1.19 MCData create folder request

Table 7.13.3.1.19-1 describes the information flow for the MCData create folder request sent from the message store
client to the MCData message store.

Table 7.13.3.1.19-1: MCData create folder request

Information element Status Description
MCData ID M The identity of the MCData user
Parent folder identifier (0] The parent folder identifier of the created folder
Folder name 0] Indicates the name of the new folder

7.13.3.1.20 MCData create folder response

Table 7.13.3.1.20-1 describes the information flow for the MCData create folder response sent from the MCData
message store to the message store client.

Table 7.13.3.1.20-1: MCData create folder response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the operation is success or failure
Folder identifier (0] The identifier of the folder that is created

7.13.3.1.21 MCData delete folder request

Table 7.13.3.1.21-1 describes the information flow for the MCData del ete folder request sent from the message store
client to the MCData message store.

Table 7.13.3.1.21-1: MCData delete folder request

Information element Status Description
MCData ID M The identity of the MCData user
Folder identifier M The identifier of the folder to be deleted
7.13.3.1.22 MCData delete folder response

Table 7.13.3.1.22-1 describes the information flow for the MCData del ete folder response sent from the MCData
message store to the message store client.

Table 7.13.3.1.22-1: MCData delete folder response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the operation is success or failure
7.13.3.1.23 MCData copy folder request

Table 7.13.3.1.23-1 describes the information flow for the MCData copy folder request sent from the message store
client to the MCData message store.
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Table 7.13.3.1.23-1: MCData copy folder request

Information element Status Description
MCData ID M The identity of the MCData user
Source folder identifier M The identifier of the folder to copy from
Destination folder identifier M The identifier of the folder to copy to
New folder name (see NOTE) (0] Indicates the name of the new folder
NOTE: If no new folder nameinformation element is provided, the new folder name will be the same as
the source folder name.

7.13.3.1.24 MCData copy folder response

Table 7.13.3.1.24-1 describes the information flow for the MCData copy folder response sent from the MCData
message store to the message store client.

Table 7.13.3.1.24-1: MCData copy folder response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the operation is success or failure
New folder identifier M Indicates the identifier of the new folder

7.13.3.1.25 MCData move folder request

Table 7.13.3.1.25-1 describes the information flow for the MCData move folder request sent from the message store
client to the MCData message store.

Table 7.13.3.1.25-1: MCData move folder request

Information element Status Description
MCData ID M The identity of the MCData user
Source folder identifier M The identifier of the folder to be moved
Destination folder identifier M The identifier of the folder to move to
New folder name (see NOTE) (0] Indicates the name of the new folder
NOTE: If no new folder name information element is provided, the new folder name will be the same
as the source folder name.

7.13.3.1.26 MCData move folder response

Table 7.13.3.1.26-1 describes the information flow for the MCData move folder response sent from the MCData
message store to the message store client.

Table 7.13.3.1.26-1: MCData move folder response

Information element Status Description
MCData ID M The identity of the MCData user
Result M The result if the operation is success or failure
New folder identifier M Indicates the identifier of the new folder

7.13.3.1.27 MCData list folder request

Table 7.13.3.1.27-1 describes the information flow for the MCData list folder request sent from the message store client
to the MCData message store.
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Table 7.13.3.1.27-1: MCData list folder request

Information element Status Description
MCData ID M The identity of the MCData user
Folder identifier o The identifier of the folder to be listed
7.13.3.1.28 MCData list folder response

Table 7.13.3.1.28-1 describes the information flow for the MCData list folder response sent from the MCData message
store to the message store client.

Table 7.13.3.1.28-1: MCData list folder response

Information element Status Description
MCData ID M The identity of the MCData user
Result (see NOTE) M The result of the list operation

NOTE: If no folder identifier information element is provided in the request, the MCData message store
returns folders from the root of the user account. If folder identifier information element is
provided in the request, the MCData message store returns the child folders from that folder
identifier provided.

7.13.3.1.29 MCData upload objects request

Table 7.13.3.1.29-1 describes the information flow for the MCData upload objects request sent from the message store
client to the MCData message store.

Table 7.13.3.1.29-1: MCData upload objects request

Information element Status Description
MCData ID M The identity of the MCData user
Targeted folder identifier M The folder where the uploaded objects will be stored
Uploaded objects M The objects in the client that need to be uploaded to
the MCData message store

7.13.3.1.30 MCData upload objects response

Table 7.13.3.1.30-1 describes the information flow for the MCData upload objects response sent from the MCData
message store to the message store client.

Table 7.13.3.1.30-1: MCData upload objects response

Information element Status Description
MCData ID M The identity of the MCData user
Object upload result M Indicates if the objects upload is successful or not

7.13.3.1.31 MCData synchronization notification

Table 7.13.3.1.31-1 describes the information flow for the M CData synchronization notification sent from the MCData
message store to the message store client.

Table 7.13.3.1.31-1: MCData synchronization notification

Information element Status Description
MCData ID M The identity of the MCData user that the notification is
for
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7.13.3.1.32 Create natification channel request

Table 7.13.3.1.32-1 describes the information flow for the create notification channel request sent from the message
notification client to the M CData notification server.

Table 7.13.3.1.32-1: Create notification channel request

Information element Status Description

MCData ID M The identity of the MCData client initiating the request

Validity duration (0] How long the notification channel is intended to be
used (see NOTE)

Channel Type M Indicates if PULL (e.g. long-polling method) or PUSH
method will be used to deliver notification messages

NOTE: If this element not present, a default validity duration shall be provided by the server in

response
7.13.3.1.33 Create notification channel response

Table 7.13.3.1.33-1 describes the information flow for the create notification channel response sent from the MCData
notification server to the message notification client.

Table 7.13.3.1.33-1: Create notification channel response

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Validity duration M How long the notification channel will last (i.e. channel

lifetime) as granted by the MCData notification server
Notification URL (0] The URL to receive the notification message if a Pull
method is requested . For some PUSH method
implementation (such as WebSockets) this URL is
used to start the PUSH notification service from the
MCData notification server

Callback URL M The URL used by the Message natification client to
subscribe to MCData message store naotifications

7.13.3.1.34 Open notification channel

Table 7.13.3.1.34-1 describes the information flow for the open notification channel sent from the message notification
client to the MCData notification server.

Table 7.13.3.1.34-1: Open notification channel request

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Notification URL M The URL to receive the notification message
7.13.3.1.35 Subscribe for notification request

Table 7.13.3.1.35-1 describes the information flow for the subscribe for notification request sent from the message store
client to the MCData message store.

Table 7.13.3.1.35-1: Subscribe for notification request

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Callback URL M The URL where to send the notification message
Validity duration M How long the subscription to notification will last (i.e.
subscription lifetime); this value shall be the returned
value in the create notification channel response
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7.13.3.1.36 Subscribe for notification response

Table 7.13.3.1.36-1 describes the information flow for the subscribe for notification response sent from the MCData
message store to the message store client.

Table 7.13.3.1.36-1: Subscribe for notification response

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Validity duration M How long the subscription of notification will last (i.e.
subscription lifetime) as granted by the server
Result M Indicates if the subscription is success or failure
7.13.3.1.37 MCData search folder request

Table 7.13.3.1.37-1 describes the information flow for the MCData search folder request sent from the message store

client to the MCData message store.

Table 7.13.3.1.37-1: MCData search folder request

Information element Status Description
MCData ID M The identity of the MCData user
Search criteria M

Any part of the folder information (such as metadata)
can be used as the search criteria. Linking multiple
parts of the folder information as the search criteria is
possible

7.13.3.1.38

MCData search folder response

Table 7.13.3.1.38-1 describes the information flow for the MCData search folder response sent from the MCData
message store to the message store client.

Table 7.13.3.1.38-1: MCData search folder response

Information element Status Description
MCData ID M The identity of the MCData user
Folder identifier(s) M The folder(s) that meets the search criteria. This

information element shall be returned as empty if there
is no folder matching the search criteria

7.13.3.1.39

MCData retrieve folder content request

Table 7.13.3.1.39-1 describes the information flow for the MCData retrieve folder content request sent from the
message store client to the M CData message store.

Table 7.13.3.1.39-1: MCData retrieve folder content request

Information element Status Description
MCData ID M The identity of the MCData user
Folder identifier M The identifier of the folder its content is requested to
be returned

7.13.3.1.40

MCData retrieve folder content response

Table 7.13.3.1.40-1 describes the information flow for the MCData retrieve folder content response sent from the
M CData message store to the message store client.
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Table 7.13.3.1.40-1: MCData retrieve folder content response

Information element Status Description
MCData ID M The identity of the MCData user
Folder content M The content of the requested folder; such as objects

and subfolders. This information element shall be
returned as empty if the requested folder is not found.

7.13.3.1.41 MCData retrieve file to store locally request

Table 7.13.3.1.41-1 describes the information flow for the MCData retrieve file to store locally request sent from the
message store client to the M CData message store and from the MCData server to the M CData message store.

Table 7.13.3.1.41-1: MCData retrieve file to store locally request

Information element Status Description
MCData ID M The identity of the MCData user
Object identifier M The object identifier of the FD communication object
stored in the MCData message store

7.13.3.1.42 MCData retrieve file to store locally response

Table 7.13.3.1.42-1 describes the information flow for the MCData retrieve file to store locally response sent from the
M CData message store to the message store client and the MCData server.

Table 7.13.3.1.42-1: MCData retrieve file to store locally response

Information element Status Description
MCData ID M The identity of the MCData user
Result M Indicates success or failure of MCData update FD

object with file content request

Content reference (0] URL reference to the file content stored in the MCData

user's storage area

NOTE:  Content reference shall be present if the content stored into the MCData user's storage area
successfully.

7.13.3.1.43 Update notification channel request

Table 7.13.3.1.43 describes the information flow for the update notification channel request sent from the message
notification client to the M CData notification server.

Table 7.13.3.1.43: Update notification channel request

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Validity duration M How long the notification channel will last (i.e. channel
lifetime) as requested by the Message notification
client.
7.13.3.1.44 Update notification channel response

Table 7.13.3.1.44 describes the information flow for the update notification channel response sent from the MCData
notification server to the message notification client.
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Table 7.13.3.1.44: Update notification channel response

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Validity duration M How long the notification channel will last (i.e. channel

lifetime) as granted by the MCData notification server
Result M Indicates if the update is success or failure

7.13.3.1.45 Update notification subscription request

Table 7.13.3.1.45 describes the information flow for the update notification subscription request sent from the message
store client to the M CData message store.

Table 7.13.3.1.45: Update notification subscription request

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Validity duration M How long the notification channel will last (i.e.

notification subscription lifetime). This value should be
the returned value in the update notification channel
response

7.13.3.1.46 Update notification subscription response

Table 7.13.3.1.46 describes the information flow for the update notification subscription response sent from the
M CData message store to the message store client.

Table 7.13.3.1.46: Update notification subscription response

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Validity duration M How long the notification channel will last (i.e.

notification subscription lifetime) as granted by the
MCData message store
Result M Indicates if the update is success or failure

7.13.3.1.47 Delete notification channel request

Table 7.13.3.1.47 describes the information flow for the delete notification channel request sent from the message
notification client to the M CData notification server.

Table 7.13.3.1.47: Delete notification channel request

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
7.13.3.1.48 Delete notification channel response

Table 7.13.3.1.48 describes the information flow for the delete notification channel response sent from the MCData
notification server to the message notification client.

Table 7.13.3.1.48: Delete notification channel response

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Result M Indicates if deletion of notification channel is success
or failure
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7.13.3.1.49 Delete notification subscription request

Table 7.13.3.1.49 describes the information flow for the delete notification subscription request sent from the message
store client to the M CData message store.

Table 7.13.3.1.49: Delete notification subscription request

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
7.13.3.1.50 Delete notification subscription response

Table 7.13.3.1.50 describes the information flow for the del ete notification subscription response sent from the MCData
message store to the message store client.

Table 7.13.3.1.50: Delete notification subscription response

Information element Status Description
MCData ID M The identity of the MCData client initiating the request
Result M Indicates if deletion of notification subscription is
success or failure

7.13.3.1.51 Notification message

Table 7.13.3.1.51-1 describes the information flow for the notification message sent from the MCData message store to
the MCData notification server and from the M CData notification server to the M CData notification client.

Table 7.13.3.1.51-1: Notification message

Information element Status Description
Event-data M The specific information carried in the notification
message to inform the MCData client of changes to
the MCData message store. (see NOTE)
NOTE: MCData client uses the event information for actions such as updating its local message store
or uses the event as a trigger for inquiring the Message store for desired changes.

7.13.3.2 Retrieve a stored object

7.13.3.2.1 General

A stored object can be retrieved from the M CData message store with the known object identifier that is generated by
the M CData message store when the object was deposited.

7.13.3.2.2 Procedure

The procedure in figure 7.13.3.2.2-1 describes the case when a message store client retrieves a stored object from the
M CData message store using the known object identifier.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
MCData message store.

2. The message store client knows the object identifier of the stored object.
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MCData

Message store client
message store

1. MCData retrieve a stored object request
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2. MCData retrieve a stored object response

A

Figure 7.13.3.2.2-1: Retrieve a stored object

1. The message store client would like to retrieve a stored object from the MCData message store and initiates a
MCData retrieve a stored object request toward the MCData message store. The unique object identifier of the
stored object isincluded in the request.

2. The MCData message store returns the stored object that is identified by the object identifier in the MCData
retrieve a stored object response.

7.13.3.3 Search stored objects

7.13.3.3.1 General

The message store client can search stored objectsin the MCData message store with certain criteria. This procedure
allows the message store client to look for stored object(s) without knowing the object identifier(s) of the object. This
procedure also allows the message store client to retrieve stored objects that are related to each other; such asall
messages and files exchanged in a conversation.

7.13.3.3.2 Procedure

The procedure in figure 7.13.3.3.2-1 describes the case when a message store client searches and retrieves relevant
stored objects from the M CData message store.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
M CData message store.
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Figure 7.13.3.3.2-1: Search stored objects

1. The message store client would like to retrieve stored objects that meet certain criteria (such as with the same
Conversation identifier) and initiates a M CData search objects request toward the M CData message store. The
search criteriaare included in the request.

2. The MCData message store looks up all stored objects that meet the search criteria and returns them in the
M CData search objects response.

7.13.34 Update a stored object

7.13.3.4.1 General

The message store client can update the metadata of a stored object (such as mark a stored object as "flagged”).

7.13.3.4.2 Procedure

The procedure in figure 7.13.3.4.2-1 describes the case when a message store client updates metadata of a stored object
in the M CData message store.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

2. The message store client knows the object identifier of the stored object.
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Figure 7.13.3.4.2-1: Update a stored object

1. The message store client would like to update the metadata of a stored object (such as "flagged") and initiates a
M CData update a stored object request toward the MCData message store. The stored object's object identifier
and the updated meta data are included in the request.

2. The MCData message store |locates the stored object with the object identifier and updates its metadata as carried
in the MCData update a stored object request and communicates the result in the MCData update a stored object
response.

7.13.3.5 Delete a stored object

7.13.3.5.1 General

The message store client of an authorized user can delete a stored object in the MCData message store.

7.13.3.5.2 Procedure

The procedure in figure 7.13.3.5.2-1 describes the case when a stored object in the MCData message store is deleted by
the message store client of an authorized MCData user.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

2. The message store client knows the object identifierof the stored object.

3. The MCData user is authorized to delete the stored object.
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Figure 7.13.3.5.2-1: Delete a stored object

1. The message store client would like to delete a stored object in the MCData message store and initiates a
MCData delete a stored object request toward the M CData message store. The stored object’s object identifier is
included in the request.

2. The MCData message store |locates the stored object with the object identifier and permanently removesit from
the MCData message store. It then communicates the result in the MCData del ete a stored object response.

7.13.3.6 Synchronization

7.13.3.6.1 General

The message store client can synchronize its local message store with the M CData message store. Different level of
synchronization shall be supported with a filter in the request.

7.13.3.6.2 Procedure

The procedure in figure 7.13.3.6.2-1 describes the case when a message store client synchronizesits local message store
with the M CData message store for a MCData user.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
MCData message store.
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Figure 7.13.3.6.2-1: Synchronization

1. The message store client would like to synchronize its local message store with the M CData message store. It
initiates the MCData synchronization request toward the M CData message store. The synchronization type and
optional filter criteriaare included in the request to indicate the type of synchronization (such as full
synchronization, partial synchronization etc.) is requested.

2. The MCData message store returns all the stored objects, based on the synchronization filter criteria, to the
message store client in the M CData synchronization response.

7.13.3.7 Create a user account

7.13.3.7.1 General

When the MCData server is ready to deposit an object into the MCData user's storage area in the MCData message
store the MCData user's storage area (i.e. user account) needs to be created aready. If the user account is not created,
the MCData server shall create the user account (i.e. allocate the MCData user's storage areain the MCData message
store) first and then deposit the subsequent M CData communications.

NOTE: Another possible way to create a user account on the M CData message store is through service
provisioning which is out of the scope of the present document.

7.13.3.7.2 Procedure

The procedure in figure 7.13.3.7.2-1 describes how the MCData server creates a user account (allocate MCData user
storage areq) in the M CData message store.

Pre-conditions:

1. A successful authentication and authorization has been performed between the M CData server and the MCData
message store.

2. No storage areain the M CData message store has been alocated for the MCData user; i.e. no user account has
been created.

3. The MCData server is authorized to create user accounts on the MCData message store.
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Figure 7.13.3.7.2-1: Create a user account

1. The MCData server would like to create a MCData user account in the M CData message store to store the
MCData communication for that MCData user and initiates a MCData create a user account request toward the
MCData message store. The MCData ID of the MCData user isincluded in the request.

2. The MCData message store creates a user account (i.e. alocate dedicated and secured storage area) for the

MCData user as specified in the request and communicates the result back to the M CData server in the MCData
Create a user account response.

7.13.3.8 Deposit an object

7.13.3.8.1 General

MCData server needs to store the communication information (i.e. an object) for aMCData user during an active
MCData communication. If thereisafile URL in the object for file distribution in the communication, the MCData
server may instruct the MCData message store to retrieve a copy of the file to store locally in the M CData user's
account.

7.13.3.8.2 Procedure

The procedure in figure 7.13.3.8.2-1 describes how the MCData server deposit an object into the MCData message store
during an active MCData communication.

Pre-conditions:

1. A successful authentication and authorization has been performed between the MCData server and the MCData
message store.

2. The MCData user has been allocated a secured storage area in the M CData message store.

3. The configuration to store the MCData communication in M CData message store is enabled for the MCData
user.

4. MCData user has requested to store his MCData communication and also store the distributed file content into
his M CData message store account if the MCData communication is for file distribution through URL.
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Figure 7.13.3.8.2-1: Deposit an object

1. The MCData server would like to deposit a M CData communication information (i.e. object) to the MCData
user's storage area in the MCData message store and initiates a M CData deposit an object request toward the
M CData message store. The object is constructed by the MCData server and isincluded in the request. If the
object isamessage that carries a URL for file distribution, the MCData server may instruct the MCData message
store to retrieve a copy of the file and store locally in the MCData user's account by setting the retrieve file
indication information element to true.

2. The MCData message store deposits the object into the MCData user's storage area. If the retrieve file indication
is set in the M CData deposit an object request the M CData message store retrieves the file URL from the stored
object and fetches the file content from the MCData content server.

3. The MCData message store stores the file content into the MCData user's storage area and update the object with
the URL referencing the file content stored in the M CData user's storage area.

4. The MCData message store communicates the result back to the MCData server in the MCData deposit an object
response. The object identifier of the stored object is returned.
7.13.3.9 Copy a stored object

7.13.3.9.1 General

A stored object in the MCData message store can be copied to another location (i.e. folder) in the same MCData user
account where there is no such object stored. After the successful object copy operation, the object will exist in both the
original and destination locations. This operation is only meaningful when the user account in the M CData message
store is structured in the folder hierarchy.

7.13.3.9.2 Procedure

The procedure in figure 7.13.3.9.2-1 describes the case when a stored object is copied to a different location in the same
MCData user account.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

3. The message store client knows the object identifier of the stored object and the destination folder identifier.
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Figure 7.13.3.9.2-1: Copy a stored object

1. The message store client would like to copy a stored object in the MCData message store to a destination folder
and initiates a M CData copy a stored object request toward the MCData message store. The unige identifier of
the stored object and the destination folder are included in the request.

2. The MCData message store copies the object to the target location.

3. The MCData message store returns the result of the request in the M CData copy a stored object response.
7.13.3.10  Move a stored object

7.13.3.10.1 General

A stored object in the MCData message store can be moved to a different location (i.e. folder) in the same MCData user
account. After the successful object move operation the object will only exist in the new location. This operation isonly
meaningful when the user account in the M CData message store is structured in the folder hierarchy.

7.13.3.10.2 Procedure

The procedure in figure 7.13.3.10.2-1 describes the case when a stored object is moved to a different location in the
same M CData user account.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
MCData message store.

3. The message store client knows the object identifier of the stored object and the destination folder identifier.
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Figure 7.13.3.10.2-1: Move a stored object

1. The message store client would like to move a stored object in the MCData message store to a destination folder
and initiates a M CData move a stored object request toward the MCData message store. The unige object
identifier of the stored object and the destination folder are included in the request.

2. The MCData message store moves the object to the target location.

3. The MCData message store returns the result of the request in the M CData move a stored object response.
7.13.3.11 Folder create operation

7.13.3.11.1 General

A user can create anew folder in his user account n the MCData message store. This operation is only meaningful when
the user account in the MCData message store is structured in the folder hierarchy.

7.13.3.11.2 Procedure

The procedure in figure 7.13.3.11.2-1 describes the case when a MCData user creates a new folder in the MCData
message store.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
MCData message store.
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Figure 7.13.3.11.2-1: Create a new user folder

1. The MCData user would like to create a new folder in his user account in the M CData message store, the
message store client initiates a MCData create folder request toward the MCData message store. The parent
folder identifier and the folder name are included in the request to indicate where the new folder will be created.

2. The MCData message store creates the user folder in the location specified in the request. If the folder nameis
provided in the request, the MCData message store creates the folder with the provided folder name. If the
provided folder name has a conflict or no folder name is provided in the request, the M CData message store
assigns a name for the new user folder.

3. The MCData message store returns the result in the MCData create folder response. The identifier of the new
folder is returned in the response.

7.13.3.12  Folder delete operation

7.13.3.12.1 General

A user can delete an existing folder in his user account in the M CData message store. All the child folders and objects
stored in that folder will be deleted. This operation is only meaningful when the user account in the M CData message
store is structured in the folder hierarchy.

7.13.3.12.2 Procedure

The procedure in figure 7.13.3.12.2-1 describes the case when a MCData user deletes an existing folder in the MCData
message store.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 188 ETSI TS 123 282 V17.9.0 (2022-05)

MCData

Message store client
message store

1. MCData delete folder request

[
|

2. Delete the identified folder
and all its objects

3. MCData delete folder response

A

Figure 7.13.3.12.2-1: Delete a user folder

1. The MCData user would like to delete an existing folder in his user account in the MCData message store, the
message store client initiates a MCData del ete folder request toward the M CData message store. The folder
identifier of the folder to be deleted isincluded in the request.

2. The MCData message store identifies the target folder and deletes it from the user account. All the child folders
and objects stored in this folder are also deleted.

3. The MCData message store returns the result in the MCData del ete folder response.
7.13.3.13  Folder copy operation

7.13.3.13.1 General

A user can copy an existing folder in his user account to a different location. All the child folders and objects stored in
that folder will be copied to the new folder. The name of the new folder will be the same as the folder it copies from or
the name provided in the request. This operation is only meaningful when the user account in the MCData message
store is structured in the folder hierarchy.

7.13.3.13.2 Procedure

The procedure in figure 7.13.3.13.2-1 describes the case when a MCData user copies an existing folder in the MCData
message store.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
M CData message store.
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Figure 7.13.3.13.2-1: Copy a user folder

1. The MCData user would like to copy an existing folder in his user account in the M CData message store, the
message store client initiates a MCData copy folder request toward the MCData message store. The folder
identifiers of the source and destination folders and the new folder name are included in the request.

2. The MCData message store copy the source folder to the destination with the new folder name. If no new folder
name is provided in the request, the source folder name will be used. All the child folders and objects stored in
this folder are al'so copied to the new folder.

3. The MCData message store returns the result in the MCData copy folder response. The identifier of the new
folder is returned in the response.

7.13.3.14  Folder move operation

7.13.3.14.1 General

A user can move an existing folder in his user account to a different location. All the child folders and objects stored in
that folder will be moved to the new folder. The name of the new folder will be the same as the folder it moves from or
the name provided in the request. This operation is only meaningful when the user account in the M CData message
storeis structured in the folder hierarchy.

7.13.3.14.2 Procedure

The procedure in figure 7.13.3.14.2-1 describes the case when a M CData user moves an existing folder in the MCData
message store.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

ETSI



3GPP TS 23.282 version 17.9.0 Release 17 190 ETSI TS 123 282 V17.9.0 (2022-05)

MCData

Message store client
message store

1. MCData move folder request

[y
-

2.Move the identified folder to
the destination

3. MCData move folder response

A

Figure 7.13.3.14.2-1: Move a user folder

1. The MCData user would like to move an existing folder in his user account in the M CData message storeto a
new location, the message store client initiates a MCData move folder request toward the MCData message
store. The folder identifiers of the source and destination folders and the new folder name are included in the
request.

2. The MCData message store move the source folder to the destination with the new folder name. If no new folder
nameis provided in the request, the source folder name will be used. All the child folders and objects stored in
this folder are also moved to the new folder.

3. The MCData message store returns the result in the MCData move folder response. The identifier of the new
folder is returned in the response.

7.13.3.15  Folder list operation

7.13.3.15.1 General

A user can view the folder structurein his user account in the MCData message store. The target folder hierarchy
structure will be presented to the user; i.e. the folder and all its child folders. This operation is only meaningful when
the user account in the MCData message store is structured in the folder hierarchy.

7.13.3.15.2 Procedure

The procedure in figure 7.13.3.15.2-1 describes the case when a MCData user lists an existing folder's hierarchy
structure in the MCData message store.

Pre-conditions:
1. The MCData user has an account in the MCData message store.

2. A successful authentication and authorization have been performed between the message store client and the
MCData message store.
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Figure 7.13.3.15.2-1: Folder list operation

1. The MCData user would like to view the folder strcture of a targeted folder in his user account in the MCData
message store, the message store client initiates a MCData list folder request toward the MCData message store.
The folder identifier of the target folder isincluded in the request.

2. The MCData message store retrieves the target folder and al its child folders. If no target folder name is
provided in the request, the MCData message store will use the root folder as the target folder.

3. The MCData message store returns the result in the MCData list folder response.
7.13.3.16  Upload objects

7.13.3.16.1 General

A MCData user, with an account in the MCData message store, involved in an off-network communication will store
the communication as objects in a specific folder in the local message store on his UE. These objects can be uploaded to
his user account in the M CData message store once he is connected to the network with MC data service again.

7.13.3.16.2 Procedure

The procedure in figure 7.13.3.16.2-1 describes the case when a message store client uploads new objectsin itslocal
message store to the MCData message store for aMCData user.

Pre-conditions:
1. The MCData user has an account with the M CData message store.

2. A successful authentication and authorization have been performed between the message store client and the
MCData message store.
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Figure 7.13.3.16.2-1: Upload objects

1. The message store client would like to upload new objecs in itslocal message store to the MCData message
store. It initiates the MCData upl oad objects request toward the MCData message store. The uploaded objects
and the target folder identifier where the objects will be stored are included in the request.

2. The MCData message store stores the uploaded objects to the target folder. If the target folder doesn't exist, the
M CData message store will createit.

3. The MCData message store returns the result in the MCData upload objects response.
7.13.3.17  Notify client to synchronize

7.13.3.17.1 General

M CData message store will send a notification to the MCData user when there are new objects in the MCData message
store that need to be synchronized with hislocal message store.

7.13.3.17.2 Procedure using in-band connection

The procedure in figure 7.13.3.17.2-1 describes how the M CData message store notifies the message store client that
there are new objects in the M CData message store need to be synchronized.

Pre-conditions:
1. The MCData user has an account with the M CData message store.

2. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

3. The Message store client isin an ongoing session with the M CData message store.
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Figure 7.13.3.17.2-1: Notify client to synchronize using in-band connection

The MCData message store receives new objects for the MCData user and decides to send a notification to
inform the MCData user.

NOTE: How MCData message store determinesif a notification needs to be sent to the message store client is out

2.

of scope of the present specification.

The MCData message store sends the M CData synchronization notification to the message store client.

7.13.3.17.3 Procedure using MCData notification server

The procedure in figure 7.13.3.17.3-1 describes how the M CData message store notifies the message natification client,
using a MCData notification server, that there are new objects in the MCData message store needing to be
synchronized. This procedure uses a web base notification mechanism in wide deployment today. The Message
notification client requests the notification service from the MCData notification server and the MCData notification
server returns with two URLS; one used by the service client to inform the service server where to send notification
messages and the other one to use by the service client to PULL notification messages from the M CData notification

server.

Pre-conditions:

1
2.

The MCData user has an account with the M CData message store.

A successful authentication and authorization have been performed between the message store client and the
M CData message store.

The Message store client doesn't have an ongoing session with the M CData message store.

The trust relationship between the MCData notification server and the MCData message store has been
established.

The MCData notification server has atrust relationship and connection with the PUSH Enabler server.
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Figure 7.13.3.17.3-1: Notify client to synchronize through MCData notification server

1. The Message notification client wants to create notification channels (i.e. endpoint URLS) to be used by the
M CData message store to send notification messages and sends a Create notification channel request to the
M CData notification server. The desired validity duration for the channels to be used and the notification
channel type (PUSH or PULL) areincluded in the request.

2. The MCData notification server authenticates the Message notification client and authorizes its request.

3. The MCData notification server sends the Message notification client the Create notification channel response
with the endpoint URLs that will be used by the MCData message store to send the notification messages and the
Message notification client to receive the notification messages. The MCData notification server also includes
what isthe valid duration for these endpoint URL s to be used in the response.

4. If the notification type is PULL method, the message notification client sends the Open notification channel to
the MCData notification server to start receiving the notification message. For certain PUSH method notification
type (such as WebSockets) the message notification client requests the M CData notification server to start the
PUSH notification service with its specific protocol that is outside the scope of this specification.

5. The message store client sends the Subscribe for notification request to the MCData message store asking to be
notified if there are changes to its message store account. The callback URL returned from the MCData
notification server in step 3 isincluded in the request for the MCData message store to use to send notification

messages.

6. The MCData message store sends the Subscribe for notification response to the message store client to
acknowledge the request.
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7. The MCData user's message store account has changed and the MCData message store generates a notification
message.

8. Using the callback URL, the MCData message store sends the notification message to the MCData notification
server.

9. If the delivery method is PULL, the MCData notification server sends the notification message to the message
notification client over the opened notification channel. If the delivery method is PUSH, the MCData notification
server sends the notification message to the PUSH Enabler server (not shown in the figure) to deliver to the
message notification client.

NOTE: The PUSH Enabler server isimplementation specific and outside the scope of this specification.

The procedure in figure 7.13.3.17.3-2 describes how the message notification client updates the validity duration of a
notification channel and subscription to avoid its expiration, i.e. to extend its lifetime.

Pre-conditions:

1. A notification channel has aready been requested and established between the message notification client and
MCDeata notification server.

2. The message store client has a successful notification subscription with the M CData message store.

3. Thevalidity duration of the notification channel is about to expire.

MCData client

Message Messagestore MCData MCData
notification clent I:C"e:l’“ notification server message store

1. Update notification channel request

Pt

| 2. Update notification channel response

3. Update notification subscriptioh request

- 4. Update notification subscriptioh response

Figure 7.13.3.17.3-2: Update a notification channel

1. The message notification client sends the Update notification channel request, including the desired new validity
duration, to the MCData notification server.

2. The MCData notification server grants the request and sends the Update notification channel response to the
message notification client. The new validity duration isincluded in the response.

3. The message store client sends the Update notification subscription request to the M CData message store with
the new validity duration received from the M CData notification server in step 2.

4. The MCData message store sends the Update notification subscription response to the message store client and
confirms the new validity duration.
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The procedure in figure 7.13.3.17.3-3 describes how the message notification client delete a notification channel and
subscription that is no longer needed.

Pre-conditions:

1. A notification channel has already been requested and established between the message notification client and
MCData notification server.

2. The message store client has a successful notification subscription with the MCData message store.

3. The MCData user no longer wants to receive notifications from the M CData message store.
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notification client |:°“e:|”t notification server message store

1. Delete notification subscription reqyest

2. Delete notification subscription resgonse

-

3. Delete notification channel request

4. Delete notification channel response

Figure 7.13.3.17.3-3: Delete a notification channel

1. The message store client decides to stop receiving notifications from the MCData message store and sends the
Delete notification subscription request to the MCData message store.

2. The MCData message store acknowledges the request and sends the Del ete notification subscription response to
the message store client.

3. The message notification client sends the Delete notification channel request to the MCData notification server.

4. The MCData notification server acknowledges the request and sends the Delete notification channel response to
the message notification client.

7.13.3.18 Search folder

7.13.3.18.1 General

The message store client can search stored folder(s) with certain criteria. This procedure allows the message store client
to look for folder(s) that meet certain criteria such as when the folder is created. This procedure provides the message
store client the ability to locate a specific folder(s) matching the search criteriato perform further operations.
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7.13.3.18.2 Procedure

The procedure in figure 7.13.3.18.2-1 describes the case when a message store client searches and retrieves relevant
stored objects from the M CData message store.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
M CData message store.

MCData

Message store client
message store

1. MCData search folder request

A

2. MCData search folder response

A

Figure 7.13.3.18.2-1: Search folder

1. The message store client wants to retrieve message store folder(s) that meet certain criteria (such as when the
folder(s) was created, certain keywords etc.) and initiates a M CData search folder request toward the MCData
message store. The search criteria are included in the regquest.

2. The MCData message store identifies al folders that match the search criteria and returns them in the MCData
search folder response.

7.13.3.19 Retrieve folder content

7.13.3.19.1 General

An MCData user can retrieve the content of afolder in the user's message store account. This procedure allows the
message store client to retrieve the specific folder's content from the M CData message store.

7.13.3.19.2 Procedure

The procedure in figure 7.13.3.19.2-1 describes the case when a message store client retrieves the content of a specific
folder in the MCData message store.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
M CData message store.
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Figure 7.13.3.19.2-1: retrieve folder content

1. The message store client wants to retrieve the content of a specific folder and initiates a MCData retrieve folder
content request toward the M CData message store. The regquested folder identifier isincluded in the request.

2. The MCData message store locates the requested folder and returns the content of the folder (e.g. objects and
subfolders) in the MCData retrieve folder content response.

7.13.3.20  Store file contents distributed using HTTP

7.13.3.20.1 General

An MCData user can store the received file content in his message store account. This procedure allows the message
store client to request the MCData message store to retrieve the file from the media storage function of MCData content
server and store into M CData message store account of the user.

7.13.3.20.2 Procedure for storing the file — receiver side

The procedure in figure 7.13.3.20.3-1 describes the case when a message store client requests the M CData message
store to retrieve the file from media storage function of MCData content server and store into MCData message store
account of the user.

Pre-conditions:

1. A successful authentication and authorization have been performed between the message store client and the
MCData message store.

2. The configuration to store the MCData communication in MCData message store is enabled for the MCData
user.

3. MCData user has requested to store his MCData communication.

4. The message store client knows the object identifier of the stored object.
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Figure 7.13.3.20.3-1: store file contents distributed using HTTP — receiver side

1. The Message store client initiates MCData retrieve file to store locally request towards the MCData message
store. The object identifier corresponding to the stored MCData FD communication isincluded in the request.

2. The MCData message store retrieves the file URL from the stored object and fetches the file content from the
MCData content server.

3. The MCData message store stores the file content into the MCData user's storage area and update the object with
the URL referencing the file content stored in the M CData user's storage area.

4. The MCData message store provides the MCData retrieve file to store locally response to the message store
client. This response includes the URL of the file being stored in the MCData user's storage area.

7.13.4 Generic outgoing SDS procedure with MCData message store

7.13.4.1 General

When a MCData user is supported with MCData message store all his outgoing communications shall be stored in his
account in the M CData message store when he has requested. This generic SDS procedure appliesto al proceduresin
subclause 7.4.2 when the MCData user requests to store the MCData communication.

7.13.4.2 Procedure
The procedure in figure 7.13.4.2-1 describes the generic SDS service where M CData message store is supported.
Pre-conditions:

1. MCData user has an account created with MCData message store.

2. The configuration to store the M CData communication in M CData message store is enabled for the MCData
user.

3. MCData user has requested to store his MCData communication.
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MCData

MCData client MCData server
message store

1. Initiates a MCData SDS service request

2. Deposit the object

3. Continue with the MCData SDS service request

Figure 7.13.4.2-1 Generic outgoing SDS procedure with MCData message store

1. MCDataclient initiates an MCData SDS service request; this service request can be a private or group
communication.

2. MCData server stores the communication as an object to the MCData user account in the MCData message
store.

3. MCData server checks and authorizes the service request and continue the service request toward the targeted
recipient(s) as described in subclause 7.4.2.

7.13.5 Generic incoming SDS procedure with MCData message store

7.135.1 General

When a MCData user is supported with MCData message store all hisincoming communications shall be stored in his
account in the M CData message store when he has requested. This generic SDS procedure appliesto all prceduresin
subclause 7.4.2 when the MCData user requests to store the MCData communication.
7.13.5.2 Procedure
The procedure in figure 7.13.5.2-1 describes the generic SDS service where M CData message store is supported.
Pre-conditions:

1. MCData user has an account created with M CData message store.

3. Theconfiguration to store the MCData communication in M CData message store is enabled for the MCData
user.

3. MCData user has requested to store his MCData communication.
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MCData
message store

MCData client MCData server

1. Receives an incoming MCData SDS service request

2. Deposit the object

3. Deliver the MCData SDS service request

Figure 7.13.5.2-1 Generic incoming SDS procedure with MCData message store

1. The MCData server receives an incoming M CData SDS service request for the MCData user. This service
reguest can be aresponse to an earlier service request sent by the MCData user or a hew service request coming
from any sender.

2. MCData server stores the communication as an object to the MCData user account in the MCData message
store.

3. MCData server delivers the service request to MCData user as described in subclause 7.4.2.
7.13.6 Interconnection and migration with MCData message store

7.13.6.1 Interconnection

Thereis no interconnection of MCData message stores, as there are no defined reference points providing connection
between message storesin different MCData systems.

7.13.6.2 Migration

A migrated MCData user may be provided with accessto alocal message store by the partner MCData system of the
migrated MCData user. The MCData user is identified by the MCData ID used in the partner MCData system by that
migrated MCData user in order to access the message store. There is no connection between this message store in the
partner MCData system of the migrated M CData user and any message store that the MCData user has accessto in the
primary MCData system of that MCData user, and therefore access to a message store in the partner MCData system
does not provide a means of accessing stored content in the primary MCData system of the migrated MCData user.

A migrated MCData user may be provided with a means of access to the message store in the primary M CData system
of that MCData user, e.g. by providing the MCData user with a suitable APN and appropriate IP routing, or by use of
the MCData | P connectivity service. Such access is outside the scope of the present document.

7.14  IP connectivity

7.14.1 General

I P data shall be exchanged between two or more data hosts. The MCData client as the link between data host and MC
service system enables the exchange of |P Data. For addressing the corresponding M CData users either MCData ID or
the functional alias can be used independently of each other. The MCData server provides the mechanisms to establish
the association between M CData ID and corresponding functional alias.
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7.14.2 IP connectivity for on-network
7.14.2.1 Information flows for IP connectivity
7.14.2.1.1 MCData IPcon point-to-point request

Table 7.14.2.1.1-1 describes the information flow of the M CData | Pcon point-to-point request sent from the MCData
client to the MCData server.

Table 7.14.2.1.1-1: MCData IPcon point-to-point request (MCData client to MCData server)

Information element Status Description
MCData ID M The MCData identity of the originator MCData user;
Functional alias (0] The associated functional alias of the originator
MCData user;
MCData ID (0] The MCData identity of the target MCData client IP
(NOTE 2) connectivity is requested.
Functional alias (0] The functional alias of the target MCData client.
(NOTE 2)
Requested Priority (0] Application priority level requested for this
(NOTE 3) communication.
Location Information (0] Actual location information of the originating
(NOTE 1) MCData user;
Time Limit 0] Proposed time limit of the requested IP connectivity
(1min- infinite);
Establishment reason (0] IP connectivity establishment reason
NOTE 1: This information contains the latest available location information of the requesting MCData

user that may be different to the latest available location information in the MC system.

Either the MCData ID or the functional alias of the target MCData user must be present.

The predefined priority of the MC service user is applied by the MCData server if the requested
priority is not present or not accepted by the MCData server.

NOTE 2:
NOTE 3:

Table 7.14.2.1.1-2: MCData IPcon point-to-point request (MCData server to MCData client)

Information element Status Description

MCData ID M The MCData identity of the originator MCData user;

MCData ID M The MCData identity of the target MCData client IP
connectivity is requested.

Location Information (0] Actual location information of the originating

(NOTE 1) MCData user;

Time Limit o Proposed time limit of the requested IP connectivity
(Amin- infinite);

Establishment reason 0] IP connectivity establishment reason

NOTE 1: This information contains the latest available location information of the requesting MCData

user.

7.14.2.1.2

MCData IPcon point-to-point response

Table 7.14.2.1.2-1 describes the information content of the MCData I Pcon point-to-point response as answer to

M CData | Pcon point-to-point request.

Table 7.14.2.1.2-1: MCData IPcon point-to-point response

Information element Status Description
MCData ID M The MCData identity of the targeted MCData user.
MCData ID M The MCData identity of the requesting MCData user.
Time Limit o] Negotiated time (1 min — infinite)
IP connectivity status M IP connectivity establishment result
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7.14.2.1.3 MCData remote IPcon point-to-point request

Table 7.14.2.1.3-1 describes the information flow of the M CData remote | Pcon point-to-point request sent from the
remote MCData client to the MCData server and from the MCData server to the asked MCData client.

Table 7.14.2.1.3-1: MCData remote IPcon point-to-point request

Information element Status Description
MCData ID remote M The MCData identity of the remote MCData client
that requests another MCData user to establish an
IP connectivity point-to-point session.

Functional alias remote (0] The associated functional alias of the remote
MCData user.
MCData ID asked M The MCData identity of the MCData client that is

required to establish an IP connectivity point-to-
point session.

Functional alias asked (0] The functional alias associated with the MCData
identity of the MCData client that is required to
establish an IP connectivity point-to-point session.
MCData ID targeted (NOTE 1) (0] The MCData identity of the MCData client that is
the target of the requested IP connectivity point-to-
point session.

Functional alias targeted (NOTE 1) | O The functional alias associated with the MC
MCData identity of the MCData client that is the
target of the requested IP connectivity point-to-
point session.

Requested Priority (0] Application priority level requested for this call.

(NOTE 2)

Time Limit O Proposed time limit of the requested IP connectivity
(Amin- infinite).

Establishment reason 0] IP connectivity establishment reason

NOTE 1: Either the MCData ID or the functional alias of the targeted MCData user must be present.
NOTE 2: The predefined priority of the MC service user is applied by the MCData server if the requested
priority is not present or not accepted by the MCData server.

7.14.2.1.4 MCData remote IPcon point-to-point response

Table 7.14.2.1.4-1 describes the information content of the MCData remote 1Pcon point-to-point response as answer to
M CData remote | Pcon point-to-point request.

Table 7.14.2.1.4-1: MCData remote IPcon point-to-point response

Information element Status Description
MCData ID asked M The MCData identity of the asked MCData client in the
request message;
MCData ID targeted M The MCData identity of the targeted MCData client in
the request message;
IP connectivity status M The status information about the IP connectivity
session to the remote MCData user.

7.14.2.1.5 MCData remote IPcon point-to-point tear down request

Table 7.14.2.1.5-1 describes the information flow of the M CData remote | Pcon point-to-point tear down request sent
from the remote MCData client to the M CData server and from the MCData server to the asked MCData client.
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Table 7.14.2.1.5-1: MCData remote IPcon point-to-point tear down request

Information element Status Description
MCData ID remote M The MCData identity of the remote MCData client
that requests another MCData user to tear down an
IP connectivity point-to-point session.

Functional alias remote (0] The associated functional alias of the remote
MCData user;

MCData ID asked M The MCData identity of the MCData client that is
asked to tear down an IP connectivity point-to-point
session.

MCData ID targeted M The MCData identity of the MCData client that is

the target to be tear down from the IP connectivity
point-to-point session.

7.14.2.1.6 MCData remote IPcon point-to-point tear down response

Table 7.14.2.1.6-1 describes the information content of the MCData remote | Pcon point-to-point tear down response as
answer to M CData remote | Pcon point-to-point tear down request.

Table 7.14.2.1.6-1: MCData remote IPcon point-to-point tear down response

Information element Status Description
MCData ID asked M The MCData identity of the asked MCData client in the
request message.
MCData ID targeted M The MCData identity of the targeted MCData client in
the request message.
Tear down status M The status information about the IP connectivity tear
down status information

7.14.2.1.7 MCData remote IPcon point-to-point application priority change request

Table 7.14.2.1.7-1 describes the information flow of the MCData remote | Pcon point-to-point application priority
change request sent from the remote M CData client to the MCData server and from the M CData server to the asked
MCData client.

Table 7.14.2.1.7-1: MCData remote IPcon point-to-point application priority change request

Information element Status Description

MCData ID remote M The MCData identity of the remote MCData client
that requests to change the application priority of
an IP connectivity point-to-point session.

Functional alias remote (0] The associated functional alias of the remote
MCData user;

MCData ID M The first MCData identity of the MCData client that
is involved in the IP connectivity point-to-point
session.

MCData ID M The second MCData identity of the MCData client
that is involved in the IP connectivity point-to-point
session.

Requested Priority M Contains the required application priority for the IP
data communication between both MCData clients.

7.14.2.1.8 MCData remote IPcon point-to-point application priority change response

Table 7.14.2.1.8-1 describes the information content of the MCData remote I1Pcon point-to-point application priority
change response as answer to MCData remote | Pcon point-to-point application priority change request.
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Table 7.14.2.1.8-1: MCData remote IPcon point-to-point application priority change response

Information element Status Description
MCData ID M The MCData identity of the first MCData client involved
in the IP connectivity point-to-point session.
MCData ID M The MCData identity of the second MCData client
involved in the IP connectivity point-to-point session.
Requested priority change status M The status information about the application priority of
the addressed IP connectivity session.

7.14.2.2 IP connectivity point-to-point MCData transport service

7.14.2.2.1 General

IP connectivity service capabilities enables MCData unaware data hosts to use usual M CData service capabilities, e.g.
data communication between them. This subclause describes the establishment of a point-to-point connection between
two | P connectivity clients using the media plane for IP Data transmission. The target MCData user may be addressed
using the functional alias that can be shared by multiple MCData users.

In order not to violate the point-to-point principle when afunctional adiasis shared, only two MCData user can
participate to a point-to-point IP connectivity session. If the MCData server detects that the functional alias used as the
target of the MCData FD request is simultaneously active for multiple MCData users, then the MCData server can
proceed by selecting an appropriate MCData I D based on some selection criteria. The selection of an appropriate
MCData ID isleft to implementation. These selection criteria can include rejection of the | P connectivity request, if no
suitable MCData ID is selected.

7.14.2.2.2 Procedure

The procedure in figure 7.14.2.2.2-1 describes the case where an | P connectivity capable MCDataclient isinitiating a
point-to-point 1P connectivity with another 1P connectivity capable MCData client.

Pre-conditions:

- Thetota datavolume limit, e.g. daily time limit or total data volume per day does not restrict the establishment
of an IP connectivity | P data exchange.

- MCDataclients are linked with individual data hosts.

- MCData clients belong to the same M CData system.

- The data hosts linked with the MCData clients already have an | P address all ocated.

- MCData clients have | P connectivity capabilities.

- Thelinked data hosts are authorized to use the MCData clients to establish an | P connectivity.

NOTE: How the data host is authorized to use the MCData client is out of the scope of the present document.

- The MCData server has subscribed to the MCData functional alias controlling server within the MC system for
functional alias activation/de-activation updates.

- MCDataclient 1 understands the correspondence between the | P addresses of target data hosts and MCData
client 2. How thisrelationship is determined is out of scope of the present document.

- Optionaly, the MCData clients may have activated a functional alias to be used.
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Figure 7.14.2.2.2-1: Establishment of a point-to-point IP connectivity

MCDataclient 1 has IP Datato send to MCData client 2 and initiates an | P connectivity point-to-point request.

MCDataclient 1 sends a MCData | Pcon point-to-point request towards the MCData server. The MCData |Pcon
point-to-point request contains either the MCData |ID of MCData client 2 or its associated functional alias.
MCData user at MCData client 1 may include its associated functional alias

MCData server checks whether MCData user at MCData client 1 is authorized to send an MCData | Pcon point-
to-point request and checksif MCData client 2 is authorised to receive the | P connectivity service. If afunctiona
dliasis used to address the target MCData user, the MCData server resolves the functional aliasto the
corresponding MCData ID(s) for which the functional aliasis active and proceed with step 4 otherwise proceed
with step 6.

The MCData server responds back to MCData client 1 with afunctional alias resol ution response message that
contains the resolved MCData ID.

If the MCData server replies with aMCData functional alias resolution response message, the MCData client 1
sends a new | P connectivity point-to-point request towards the resolved MCData ID.

MCData server initiates the M CData | Pcon point-to-point request towards the determined MCData client 2.

NOTE: MCDataclient 2 corresponds to the MCData user(s) after resolution of the functional alias.

7.

MCData client 2 sends a M CData | Pcon point-to-point response to the M CData server that contains the
information if the request is accepted or the reason of rejection. If accepted, the MCData client 2 may include the
data transmission time limit.

MCData server forwards the MCData | Pcon point-to-point response of MCData client 2 to MCData client 1.

The MCData server applies transmission and reception control and the necessary policy to ensure that
appropriate datais transmitted between the M CData clients.

10. MCDataclient 1 and MCData Client 2 have successfully established media plane for data communication and

MCDataclient 1 and MCData client 2 exchange | P Data.
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7.14.2.3 Remote initiated point-to-point IP connectivity

7.14.2.3.1 General

The MCData service shall support mechanismsthat allow an authorized MCData user to trigger remotely the
establishment of a point-to-point I P connectivity service. This encompasses the procedure of aremote MCData user that
addresses the establishment of an I P connectivity between the requested MCData client and the destination MCData
client.

7.14.2.3.2 Procedure

The procedure in figure 7.14.2.3.2-1 describes the case where an authorised M CData user triggers remotely the
establishment of a point-to-point IP connectivity connection between two other MCData users, required M CData user
that establish I P connectivity session to the targeted MCData user.

Pre-conditions:
- TheMCDataclients are linked with individual data hosts.
- MCData clients belong to the same M CData system.
- The data hosts linked with the MCData clients already have an |P address all ocated.
- MCDataclients have IP connectivity capabilities.
- Thelinked data hosts are authorized to use the MCData clients to establish an | P connectivity.
NOTE: How the data host is authorized to use the MCData client is out of the scope of the present document.

- The MCData server has subscribed to the MCData functional alias controlling server within the MC system for
functional alias activation/de-activation updates.

- MCData clients understands the correspondence between the | P addresses of target data hosts and MCData
client 3. How thisrelationship is determined is out of scope of the present document.

- Optionally, the MCData clients may have activated a functional alias to be used.

- MCDataclient 1 is authorized to establish remote initiated point-to-point | P connectivity sessions.

(remote) (asked) (targeted)
MCData client 1 McData server MCData Client 2 MCData Client 3

‘ 1. Remote initiated data
request

2. MCData remote IPcon point-to-point
request

3. Authorize request

4. MCData remote IPcon point-to-point request

5. Point-to-Point IP connectivity data establishment

6. MCData remote IPcon point-to-point response
1
-

7. MCData remote IPcon point-to-point
.
response

Figure 7.14.2.3.2-1: Establishment of a remote point-to-point IP connectivity

1. MCDataclient 1 would like to establish a remote point-to-point |P connectivity to allow IP Data exchange
between two other MCData clients, the asked MCData client 2 and the targeted MCData client 3.
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2. The MCDataclient 1 sends an MCData remote | Pcon point-to-point request towards the MCData server. The
M CData I Pcon point-to-point request contains the MCData ID and optionally the corresponding functional
aliases of MCData client 2 and either the MCData ID or the functiona alias of MCData client 3. MCData user at
MCDataclient 1 may include its associated functional dlias.

3. MCData server checks whether MCData user at MCData client 1 is authorized to send aremote MCData IPcon
point-to-point request and if MCData client 2 and 3 are authorized to receive the | P connectivity service.

4. MCData server sends the MCData remote | Pcon point-to-point request towards the MCData client 2.

5. MCDataclient 2 considers the provided targeted MCData ID or targeted functiona alias to establish the point-
to-point I P connectivity to MCData client 3 according to clause 7.14.2.2. The | P connectivity status shall be
forwarded by MCData client 2 to MCDataclient 1.

6. MCDataclient 2 send an MCData remote | Pcon point-to-point response to the MCData server encompassing the
I P connectivity status of the point-to-point |P connectivity session between MCData client 2 and MCData
client 3.

7. The MCData server forwards the MCData remote | Pcon point-to-point response to the remote MCDataclient 1.
7.14.2.4 MCData user remote initiated tear down point-to-point IP connectivity

7.14.2.4.1 General

The MCData service shall support mechanisms that allow an authorized MCData user to tear down remotely an
established point-to-point | P connectivity. This encompasses the procedure of a remote M CData user that addresses the
tear down of an I P connectivity between the requested MCData client and the destination MCData client.

7.14.2.4.2 Procedure

The procedure in figure 7.14.2.4.2-1 describes the case where an authorised MCData user triggers remotely the tear
down of a point-to-point IP connectivity connection between two other MCData users, the asked MCData user that tear
down IP connectivity session to the targeted MCData user.

Pre-conditions:
- The point-to-point IP connectivity has been established between MCData client 2 and MCData client 3.
- Optionaly, the MCData client 1 may have activated a functional alias to be used.

- MCDataclient 1 isauthorized to tear down point-to-point | P connectivity sessions.
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Figure 7.14.2.4.2-1: Remote initiated tear down of a point-to-point IP connectivity

1. MCDataclient 1 would like to tear down a point-to-point |P connectivity between two other MCData clients, the
asked MCData client 2 and the targeted MCDataclient 3.

2. The MCDataclient 1 sends an MCData remote | Pcon point-to-point tear down request towards the MCData
server. The MCData remote | Pcon point-to-point tear down request contains the MCData I Ds of MCData client
2 and MCData client 3. MCData user at MCData client 1 may include its associated functional alias.

3. MCData server checks whether MCData user at MCDataclient 1 is authorized to send MCData remote | Pcon
point-to-point tear down request and checks if the asked MCData client 2 is allowed to tear down an P
connectivity point-to-point session.

4. MCData server sends the M CData remote | Pcon point-to-point tear down request towards the MCData client 2.

5. MCDataclient 2 considers the provided targeted MCData ID to tear down the point-to-point | P connectivity to
MCData client 3. The status of the |P connectivity tear down request shall be forwarded by MCData client 2 to
remote MCData client 1.

6. MCData client 2 sends M CData remote | Pcon point-to-point tear down response to the MCData server
encompassing the tear down I P connectivity status between MCData client 2 and MCData client 3.

7. The MCData server forwards the MCData remote | Pcon point-to-point tear down response to the remote

MCDataclient 1.
7.14.2.5 Remote initiated point-to-point IP connectivity application priority change
7.14.25.1 General

The MCData service shall support mechanisms that allow an authorized MCData user to trigger remotely the adaptation
of apoint-to-point | P connectivity data bearer service priority. This encompasses the procedure of aremote MCData
user that addresses the priority change of a point-to-point 1P connectivity between the requested MCData clients.

7.14.25.2 Procedure

The procedure in figure 7.14.2.5.2-1 describes the case where an authorised M CData user triggers remotely the priority
change of a point-to-point 1P connectivity connection between two other MCData users.

Pre-conditions:

- Optionadly, the MCData client 1 may have activated a functional alias to be used.
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- A point-to-point | P connectivity is established between MCData client 2 and MCData client 3.

- MCDataclient 1 isauthorized to change remotely communication priority of a point-to-point | P connectivity

session.
(remote) (requested) (requested)
MCData client 1 MCData server MCData Client 2 MCData Client 3

1. Remote initiated
application priority
change

2.MCData remote IPcon point-to-point
application priority change request

‘ 3. Authorize request ‘

4. Apply priority change

5. MCData remote IPcon point-to-point
application priority change response

Figure 7.14.2.5.2-1: Point-to-point IP connectivity application priority change request by a remote
MCData client

1. MCDataclient 1 would like to change the priority that corresponds to an established point-to-point |P
connectivity between MCData client 2 and MCData client 3.

2. The MCDataclient 1 sends a remote MCData | Pcon point-to-point application priority change request towards
the MCData server. The MCData | Pcon point-to-point application priority change request contains the MCData
IDs of MCData client 2 and MCData client 3. MCData user at MCData client 1 may include its associated
functional alias.

3. MCDataserver checks whether MCData user at MCData client 1 is authorized to send aremote MCData | Pcon
point-to-point application priority change request.

4. MCData server applies the requested priority to the point-to-point 1P connectivity between MCData client 2 and
MCDataclient 3.

NOTE: Necessary adjustmentsin the relevant transport system can be included.

5. MCData server sends the remote M CData | Pcon point-to-point application priority change response to MCData
client 1 encompassing the priority status of the point-to-point IP connectivity between MCData client 2 and

MCDataclient 3.
7.14.2.6 Group standalone IP connectivity using media plane
7.14.2.6.1 General

I P connectivity service capabilities enables authorized MCData unaware data host to use usual MCData service
capabilities, e.g. data communication among them. This subclause describes the establishment of a group standalone IP
connectivity to a selected MCData group results in affiliated group members exchanging IP data.

7.14.2.6.2 Procedure
The procedure in figure 7.14.2.6.2-1 describes the case where an | P connectivity capable MCData client isinitiating

group standalone M CData | P connectivity communication session with an MCData group for exchanging | P Data
between group participants using M CData | Pcon-2 reference point.
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Pre-conditions:

- MCDataclient 1 to MCData client n belong to the same MCData group, are registered for receiving MCData
service and are affiliated to the corresponding M CData group.

- Thetota datavolume limit, e.g. daily time limit or total data volume per day, does not restrict the establishment
of an IP connectivity MCData transmission.

- MCDataclient 1 to MCData client n are linked with individual data hosts.

- MCDataclient 1 to MCData client n belong to the same M CData system.

- The data hosts linked with the MCData clients already have an |P address all ocated.

- MCDataclients have IP connectivity capabilities.

- Thelinked data hosts are authorized to use the MCData clients to establish an | P connectivity.

NOTE 1: How the data host is authorized to use the MCData client is out of the scope of the present document.

- The MCData server has subscribed to the MCData functional alias controlling server within the MC system for
functional alias activation/de-activation updates.

- MCData clients understand the correspondence between the | P addresses of target data hosts and MCData
clients. How thisrelationship is determined is out of scope of the present document.

- MCData clients understand the relationship between the addressing of | P packets which are intended to be sent
to the group and the MCData group address.

NOTE 2: Theallocation of |P addresses for group addressed communication is outside the scope of the present
document.

. Group .
MCData client MCData client
MCData server management

1 2ton
server
\

1. Receive IP packet
addressed to a group

‘ 2. Group standalone data service using media plane ‘

3. Indicate reception of
IP Data to the attached data
host(s)

Figure 7.14.2.6.2-1: Establishment of IPcon group standalone communication session

1. MCbDataclient 1 receives an IP packet from the I P data host which is addressed to an IP address that signifies an
MCData group destination.

2. MCDataclient 1 usesthe MCData group standalone short data service using media plane procedurein
accordance with clause 7.4.2.6 to establish |Pcon group standal one communication session to the MCData user
that are members of the corresponding M CData group with the following scope:

- |P Dataexchange

- Theapplication identifier is used to indicate about the use of a group communication in the IP connectivity
context

- Payload destination indicates the consumption by the linked data host
- Theuse of disposition shall be discarded for the use of IP connectivity

3. MCbData clients 2-n recognize that the payload isfor |P connectivity service and forward the received |P data to
the linked data hosts.
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7.15 Location information (on-network)

The MCData system makes use of al of the procedures for |ocation management as specified in 3GPP TS 23.280 [5],
utilising the CSC-14 reference point between the location management client and location management server and the
CSC-15 reference point between the M CData server and location management server.

- TheMC serviceclient isthe MCData client;
- TheMC service server isthe MCData server;
- The MC service group is the MCData group;
- TheMC serviceID isthe MCData ID; and

- The MC service group ID isthe MCData group ID.

7.16  Use of ProSe capabilities in off-network MCData
communications

7.16.1 General

When an MCData user using a ProSe-enabled UE wants to communi cate with a specific MCData group or MCData
user using ProSe capabilities, the MCData client enables the use of the ProSe layer procedures for public safety, as
specified in 3GPP TS 23.303 [7].

For an off-network M CData group communication, the MCData client obtains configuration data such as the user info
ID of the MCData user sending data and the ProSe Group | P multicast address and ProSe Layer-2 Group |D associated
to the target MCData group (as described in clause 8.1.3.2 in 3GPP TS 23.280 [5]), and providesit to the ProSe layer.
The ProSe Layer-2 Group I1D of the target M CData group may be used by the ProSe layer as the target group info and
the discovery group ID (defined in 3GPP TS 23.303 [7]).

Prior to initiating an off-network M CData group communication, a group member discovery procedure may beinitiated
to identify whether other members of the target MCData group are in the proximity of the MCData user sending data, as
described in the ProSe direct discovery for public safety use procedure in 3GPP TS 23.303 [7]. The off-network

M CData group communication using the ProSe capahility is based on the one-to-many ProSe direct communication
procedure for public safety use described in 3GPP TS 23.303 [7].

For an off-network one-to-one M CData communication, the MCData client obtains configuration data such as the
ProSe discovery group ID and user info ID of the target MCData user from the "List of MCData users this M CData user
is authorized to initiate a one to-one communication” in the MCData user profile and reguests the | P address of the
MCData UE associated with the target MCData user from the ProSe layer.

The MCData client enables the ProSe layer to determine the IP address for the communication with the target MCData
UE by providing the ProSe discovery group ID and user info ID (as defined in 3GPP TS 23.303 [ 7]) associated to the
target MCData user. This may trigger the ProSe direct discovery for public safety use procedure to identify whether the
target MCData user isin the proximity of the MCData user sending data. The user info ID of the target MCData user is
used by the ProSe layer as the target info (as defined in 3GPP TS 23.303 [7]).

The ProSe layer can then provide the | P address related to the target MCData user to the MCData client to initiate the
off-network one-to-one MCData communication based on the one-to-one ProSe direct communication procedure
described in 3GPP TS 23.303 [7].

7.16.2 Procedures

The off-network M CData communi cation procedures using the ProSe capabilities are described within the
corresponding clauses of each M CData capability, e.g. SDS procedures for off-network are described in clause 7.4.3
and file distribution procedures for off-network are described in clause 7.5.3.
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Annex A (normative):
MCData related configuration data

Al General

This Annex provides information about the static data needed for configuration for the M CData service, which belongs
to one of the following categories:

- MCData UE configuration data (see subclause A.2);

- MCData user profile configuration data (see subclause A.3);

- MCDatarelated group configuration data (see subclause A.4); and
- MCData service configuration data (see subclause A.5).

For each configuration category, datais split between configuration data that is applicable to both on network and off
network, configuration data that is applicable to on-network only, and configuration data that is applicable to off-
network only. The configuration data in each configuration category corresponds to a single instance of the category
typei.e. the MCData UE, MCData group, MCData user and M CData service configuration data refers to the
information that will be stored against each M CData UE, M CData group, MCData user and MCData service. This
means that the three separate tables (on-network and off-network, on-network only, off-network only) for each
configuration category represent the complete set of data for each configuration data category element.

The columnsin the tables have the following meanings:

- Reference: the reference of the corresponding requirement in 3GPP TS 22.282 [3] or 3GPP TS 22.280 [2] or the
corresponding subclause from either the present document or the referenced document.

- Parameter description: A short definition of the semantics of the corresponding item of data, including
denotation of the level of the parameter in the configuration hierarchy.

- Whenitisnot clear to which functional entities the parameter is configured, then one or more columns
indicating this are provided where the following nomenclature is used:

- "Y" todenote"Yes' i.e. the parameter denoted for the row needs to be configured to the functional entity
denoted for the column.

- "N" to denote "No" i.e. the parameter denoted for the row does not need to be configured to the functional
entity denoted for the column.

Parameters within a set of configuration data have alevel within ahierarchy that pertains only to that configuration
data. The hierarchy of the configuration datais common across al three tables of on-network and off-network, on
network only and off network only. The level of a parameter within the hierarchy of the configuration data is denoted
by use of the character ">" in the parameter description field within each table, one per level. Parameters that are at the
top most level within the hierarchy have no ">" character. Parameters that have one or more">" characters are child
parameters of the first parameter above them that has one less ">" character. Parent parameters are parameters that have
one or more child parameters. Parent parameters act solely asa " grouping" of their child parameters and therefore do
not contain an actua value themselvesi.e. they are just containers for their child parameters.

Each parameter that can be configured online shall only be configured through one online reference point. Each
parameter that can be configured offline shall only be configured through one offline reference point. The most recent
configuration data made available to the MCData UE shall always overwrite previous configuration data, irrespective of
whether the configuration data was provided via the online or offline mechanism.

A.2  MCData UE configuration data

The general aspects of UE configuration are specified in 3GPP TS 23.280 [5]. Datain tables A.2-1 and A.2-2 have to be
known by the MCData UE after M CData authorization.
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Datain table A.2-1 can be configured offline using the CSC-11 reference point. Table A.2-1 contains the UE
configuration required to support the use of off-network M CData service.

Table A.2-1: UE configuration data (on and off network)

Reference Parameter description

Short data service

[R-5.4.2-002] of > Maximum number of simultaneous SDS transactions (Nc4)
3GPP TS 22.280 [2]
[R-5.4.2-004] of > Requested presentation priority of SDS messages received

3GPP TS 22.280[2] | (see NOTE)
File distribution

[R-5.4.2-002] of > Maximum number of simultaneous file distribution transactions
3GPP TS 22.280 [2] (Nc4)

Transmission control

[R-5.4.2-002] of > Maximum number of simultaneous data transmissions (Nc4)
3GPP TS 22.280 [2]

[R-5.4.2-003] of > Maximum number of data transmissions (Nc5) in a group
3GPP TS 22.280 [2]

Reception control

[R-5.4.2-002] of > Maximum number of simultaneous data receptions (Nc4)
3GPP TS 22.280 [2]
[R-5.4.2-003] of > Maximum number of data receptions (Nc5) in a group

3GPP TS 22.280 [2]

NOTE:  Priority of SDS messages includes enhanced status updates, since enhanced
status updates utilise the SDS mechanism.

Table A.2-2: UE configuration data (on network)

Reference Parameter description

Subclause 5.2.3 of
3GPP TS 23.280 [6]
Subclause 5.2.3 of List of allowed relayed MCData groups and their relay service code
3GPP TS 23.280 [6] (as specified in 3GPP TS 23.303 [7]) (optional) (see NOTE)

> MCData group 1D

Relay service (Y/N)

> Relay service code (as specified in 3GPP TS 23.303 [7])

NOTE:  When the value of the parameter Relay service is N, this parameter and its child
parameters are not needed.

A.3  MCData user profile configuration data

The general aspects of M C service user profile configuration data are specified in 3GPP TS 23.280 [5]. The MCData
user profile configuration datais stored in the MCData user database. The MCData server obtains the M CData user
profile configuration data from the M CData user database (MCData-2).

Tables A.3-1 and A.3-2 contain the MCData user profile configuration required to support the use of on-network
MCData service. Tables A.3-1 and A.3-3 contain the MCData user profile configuration required to support the use of
off-network MCData service. Datain table A.3-1 and A.3-3 can be configured offline using the CSC-11 reference point.
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Table A.3-1: MCData user profile configuration data (on and off network)
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MCData MCData | Configuration MCData
Reference Parameter description UE Server management user
server database

Subclause 8.1.2 of o Y Y Y Y
3GPP TS 23.280 [5] MCData identity (MCData ID)

KMSUri for security domain of Y Y Y Y
3GPP TS 33.180 [13] | MCData ID (see NOTE 1)
Subclause 5.2.4 of Pre-selected MCData user profile Y Y Y Y
3GPP TS 23.280 [5] indication (see NOTE 2)

Y Y Y Y

gégclla#gezg'zzgoo[fs] MCData user profile index
Subclause 5.2.4 of . Y Y Y Y
3GPP TS 23.280 [5] MCData user profile name
[R-5.17-007], . Y Y Y
[R-6.13.4-002] of Userbﬁ’rg;'c'f staus
3GPP TS 22.280 [7] | (€nabled/disabled)
[R-5.7-001], Authorised to create and delete Y Y
[R-6.9-003] of aliases of an MCData user and its
3GPP TS 22.280 [2] associated user profiles.
[R-5.7-002], Y Y Y Y
[R-6.9-003] of Alphanumeric aliases of user
3GPP TS 22.280 [2]
[R-5.1.1-005], Y Y Y Y
[R-5.9-001] of Participant type of the user
3GPP TS 22.280 [2]
[R-5.1.8-006], Y Y Y Y
%Sggggﬂ User's Mission Critical Organization
[R-5.16.2-001], g.eel.oxvhslctg)organlzatlon a user
[R-5.16.2-002] of 9
3GPP TS 22.280 [2]
[R-5.2.2-003] of Authorisation to create a group- Y Y
3GPP TS 22.280 [2] broadcast group
[R-5.2.2-003] of Authorisation to create a user- Y Y
3GPP TS 22.280 [2] broadcast group
[R-5.6.2.4.1-002] of Authorised to activate MCData Y Y Y Y
3GPP TS 22.280 [2] emergency alert
[R-5.6.2.4.1-013] of Automatically trigger a MCData Y Y Y Y
3GPP TS 22.280 [17] | emergency communication after

initiating the MCData emergency

alert
[R-5.6.2.4.1-004] Group used on initiation of an
[R-5.6.2.4.1-008] MCData emergency group
[R-5.6.2.4.1-012] of communication (see NOTE 3)
3GPP TS 22.280 [2]
[R-5.6.2.4.1-004], [R- | Recipient for an MCData
5.6.2.4.1-008], [R- emergency private communication
5.6.2.4.1-012] of (see NOTE 3)
3GPP TS 22.280 [17]

> MCData ID Y Y Y Y
3GPP TS 33.180[19] | > KMSUFri for security domain of Y Y Y Y

MCData ID (see NOTE 1)
[R-5.6.2.4.2-002] of Authorisation to cancel an MCData Y Y Y Y
3GPP TS 22.280 [2] emergency alert
[R-6.1.1.2-005], Individual conversation hang time Y Y Y Y

[R-6.1.1.2-0086],
[R-6.1.1.2-007] of
3GPP TS 22.282 [3]
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One-to-one communication
[3%25 %52020 ;]ngm > List of MCData users this MCData
and ) user is authorized to initiate a
3GPP TS 33.180 [13] one-to-one communication
N Y Y
>> MCData ID
_ N Y Y
>> Discovery Group ID
>> User info ID (as specified in N Y Y
3GPP TS 23.303 [7])
>> KMSUFi for security domain of Y Y Y
MCData ID (see NOTE 1)
Authorised to make one-to-one Y Y Y
communications towards users not
[R-6.7.3-007] of included in "list of MCData user(s)
3GPP TS 22.280 [2] this MCData user is authorized to
initiate a one-to-one
communication"
File distribution
[R-5.3.2-010] of > List of MCData users this MCData
3GPP TS 22.282 [3] user is allowed to cancel distribution
and of files being sent or waiting to be
3GPP TS 33.180[13] | sent
Y Y Y
>> MCData ID
>> KMSUFi for security domain of Y Y Y
MCData ID (see NOTE 1)
Transmission and reception control
[R-6.2.2.1-001] of > Whether the MCData user is Y Y Y
3GPP TS 22.282 [3] permitted to transmit data
[R-6.2.3-005] of > Maximum amount of data that the Y Y Y
3GPP TS 22.282 [3] MCData user can transmit in a
single request during one-to-one
communication
[R-6.2.3-005] and > Maximum amount of time that the Y Y Y
[R-6.3.1.2-008] of MCData user can transmit in a
3GPP TS 22.282 [3] single request during one-to-one
communication
[R-6.2.3-001] of > List of MCData users this MCData
3GPP TS 22.282 [3] user is allowed to request the
release of an ongoing transmission
that this MCData user is
participating in
>> MCData ID Y Y Y
[R-5.1.7-002] and Priority of the user (see NOTE 4) Y Y Y
[R-6.8.7.2-007] and
[R-6.8.7.2-008] of
3GPP TS 22.280 [2]
Lossless communication for private Y Y Y
communication
Store communication in Message Y Y Y
Store (see NOTE 5)
Store private communication in Y Y Y
Message Store (see NOTE 6)
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NOTE 1:

NOTE 2:

NOTE 3:

NOTE 4:
NOTE 5:

NOTE 6:

If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration
data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

As specified in 3GPP TS 23.280 [5], for each MCData user's set of MCData user profiles, only one MCData
user profile shall be indicated as being the pre-selected MCData user profile.

This parameter is used for the emergency communication and also used as a target of the emergency alert
request. At most one of them is configured; i.e. emergency communication will go to either a group or a
user. If both are not configured the MCData user's currently selected group will be used.

The use of the parameter is left to implementation.

This is the top-level control parameter to determine whether MCData communications will be stored or not.
When this parameter is set; the second level control parameter is used to determine whether a specific
MCData communication (private or which group) will be stored and MCData user can request for all or
selected of his/her MCData communication shall be stored in the MCData message store or not.

This is the second level control parameter to determine whether a private communication will be stored
when the Store communication in Message Store top level control parameter is set.
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Table A.3-2: MCData user profile configuration data (on network)
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MCData MCData | Configuration MCData
Reference Parameter description UE Server management user
server database
[R-5.1.5-001], List of on-network MCData groups
[R-5.1.5-002], for use by an MCData user
[R-5.10-001],
[R-6.4.7-002],
[R-6.8.1-008],
[R-6.7.4-002] of
3GPP TS 22.280 [2]
> MCData Group ID
> Store group communication in
Message Store (see NOTE 11)
> Application plane server identity
information of group management
server where group is defined
>> Server URI Y Y Y Y
> Application plane server identity
information of identity management
server which provides authorization
for group (see NOTE 1)
>> Server URI
3GPP TS 33.180 [13] | > KMSUri for security domain of
group (see NOTE 2)
> Presentation priority of the group Y N Y Y
relative to other groups and users
(see NOTE 3)
> Transmission and reception
control
>> Whether MCData user is Y Y Y Y
permitted to transmit data in the
group
>> Maximum amount of data that Y Y Y Y
the MCData user can transmit in a
single request during group
communication
>> Maximum amount of time that Y Y Y Y
the MCData user can transmit in a
single request during group
communication
Subclause 5.2.5 of List of groups user implicitly
3GPP TS 23.280 [5] affiliates to after MCData service
authorization for the user
> MCData Group ID Y
[R-6.4.2-006] of Authorisation of an MCData user to
3GPP TS 22.280 [2] request a list of which MCData
groups a user has affiliated to
[R-6.4.6.1-002], Authorisation to change affiliated Y Y Y
[R-6.4.6.1-003] of groups of other specified user(s)
3GPP TS 22.280 [2]
[R-6.4.6.2-001], Authorisation to recommend to Y Y Y
[R-6.4.6.2-002] of specified user(s) to affiliate to
3GPP TS 22.280 [2] specific group(s)
[R-6.6.1-004] of Authorisation to perform regrouping Y Y Y Y
3GPP TS 22.280 [2]
[R-6.7.2-001] of Presence status is available/not Y Y Y Y
3GPP TS 22.280 [2] available to other users
[R-6.7.1-002], List of MCData users that MCData
[R-6.7.2-002] of user is authorised to obtain
3GPP TS 22.280 [2] presence of
> MCData IDs Y

[R-6.8.7.4.2-001],
[R-6.8.7.4.2-002] of
3GPP TS 22.280 [2]

Authorisation of a user to cancel an
emergency alert on any MCData UE
of any user
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[R-6.13.4-001] of Authorisation for an MCData user to Y Y Y
3GPP TS 22.280 [2] enable/disable an MCData user
[R-6.13.4-003], Authorisation for an MCData user to Y Y Y
[R-6.13.4-005], (permanently /temporarily)

[R-6.13.4-006], enable/disable a UE
[R-6.13.4-007] of
3GPP TS 22.280 [2]
[R-7.14-002], Authorization for manual switch to Y Y Y
[R-7.14-003] of off-network while in on-network
3GPP TS 22.280 [2]
[R-5.1.5-004] of Limitation of number of affiliations Y Y Y
3GPP TS 22.280 [2] per user (N2)
[R-6.4.6.1-001], List of MCData users whose
[R-6.4.6.1-004] of selected groups are authorized to
3GPP TS 22.280 [2] be remotely changed
> MCData ID Y Y Y
[R-6.7.3-007a] of List of MCData users this MCData
3GPP TS 22.280 [2] user is authorized to receive a
and one-to-one communication
3GPP TS 33.180 [13]
> MCData ID Y Y Y
> KMSUFri for security domain of
MCData ID
Conversation management
[R-6.1.1.2-009] of > List of MCData users to be sent Y Y Y
3GPP TS 22.282 [3]. message delivered disposition
notifications in addition to the
message sender
>> MCData ID Y Y Y
[R-6.1.1.2-009] of > List of MCData users to be sent Y Y
3GPP TS 22.282 [3]. message read disposition
notifications in addition to the
message sender
>> MCData ID A A Y
3GPP TS 23.283[18] | Authorised to use LMR E2EE for Y Y Y
interworking
3GPP TS 23.283 [18] | > List of supported LMR technology
types
3GPP TS 23.283 [18] | >> LMR technology type (P25, N Y Y
TETRA etc.)
3GPP TS 23.283 [18] | >> URI of LMR key management N Y Y
functional entity (see NOTE 4)
3GPP TS 23.283[18] | >> LMR specific identity (RSI for N Y Y
P25 or ITSI for TETRA) (see
NOTE 5)
3GPP TS 23.283 [18] | >> LMR specific security information N Y Y
(see NOTE 5)
List of servers used in the private
and group communications
> MCData content server where the
HTTP FD file is uploaded
>> Server URI Y Y Y
> MCData message store where the
communication history stores
>> Server URI Y Y Y
Subclause 5.2.9 of List of partner MCData systems in
3GPP TS 23.280 [16] | which this profile is valid for use
during migration
Subclause 5.2.9 of > |dentity of partner MCData system Y Y Y
3GPP TS 23.280 [16]
Subclause 10.1.1 of > Access information for partner Y Y
3GPP TS 23.280 [16] | MCData system (see NOTE 6)
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[R-5.9a-012] of Authorised to request information Y Y Y
3GPP TS 22.280 [2] query of the association between
[R-5.9a-013] of active functional alias(es) and the
3GPP TS 22.280 [2] MCData ID(s)

[R-6.6.4.2-002a] and List of groups the client affiliates/de-
[R-6.6.4.2-002Db] of affiliates when criteria is met
3GPP TS 22.280 [2]
> MCData Group ID Y Y
>> Criteria for affiliation Y
(see NOTE 7)
>> Criteria for de-affiliation Y Y Y
(see NOTE 7)
>> Manual de-affiliation is not Y Y Y
allowed if criteria for affiliation are
met
[R-6.6.4.2-002] of List of groups the client affiliates
3GPP TS 22.280 [2] after receiving an emergency alert
> MCData Group ID Y Y Y
>> Manual de-affiliation is not Y
allowed if criteria for affiliation are
met
List of functional alias(es) of the
MCData user
[R-5.9a-005] of > Functional alias Y Y Y
3GPP TS 22.280 [2]
[R-5.9a2-018] of >> Trigger criteria for activation by Y Y Y
3GPP TS 22.280 [2] the MCData server (see NOTE 8)
[R-5.9a-017], [R-5.9a- | >> Trigger criteria for de-activation Y Y Y
018] of by the MCData server
3GPP TS 22.280[2] | (see NOTE 8)
[R-5.9a-019] of >> Trigger criteria for activation by Y Y Y
3GPP TS 22.280 [2] the MCData client (see NOTE 8)
[R-5.9a-019] of >> Trigger criteria for de-activation Y Y Y
3GPP TS 22.280 [2] by the MCData client (see NOTE 8)
>> Manual de-activation is not Y Y Y
allowed if the criteria are met
(see NOTE 8)
[R-5.9a-012] of Authorised to take over a functional Y Y Y
3GPP TS 22.280 [2] alias from another MCData user
Authorised to participate in an IP Y Y Y
connectivity session
[R-5.5.2-003], >List of MCData users which can be
[R-5.5.2-004] included in IP connectivity sessions.
3GPP TS 22.282 [3]
>> MCData ID Y Y Y
3GPP TS 33.180 [13] | >> KMSUri for security domain of
the MCData ID
>>List of associated data host IP
information
>>>|P information (see NOTE 9) Y Y
[R-5.5.2-003] Authorised to initiate remote point- Y Y Y
3GPP TS 22.282 [3] to-point IP connectivity sessions
>List of MCData users which can be
addressed in a remote initiated 1P
connectivity session;
>> MCData ID Y Y
[R-5.5.2-003] Authorised to tear down point-to- Y Y Y
3GPP TS 22.282 [3] point IP connectivity sessions
>List of MCData users which can be
addressed in a remote initiated 1P
connectivity session tear down;
>> MCData ID Y Y Y
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[R-5.5.2-006] Authorised to request remotely
3GPP TS 22.282 [3] application priority modification of

established point-to-point IP
connectivity sessions;

>List of MCData users which can be Y Y Y Y
addressed remotely to change the
application priority of established IP
connectivity sessions;

[R-5.10-001b] Maximum number of successful N Y Y Y
3GPP TS 22.280 [2] simultaneous MCData service

authorizations for this user (see
NOTE 10)

NOTE 1:

NOTE 2:

NOTE 3:
NOTE 4:

NOTE 5:
NOTE 6:

NOTE 7:
NOTE 8:

NOTE 9:
NOTE 10:

NOTE 11:

If this parameter is not configured, authorization to use the group shall be obtained from the identity
management server identified in the initial MC service UE configuration data (on-network) configured in
table A.6-1 of 3GPP TS 23.280 [5].

If this parameter is absent, the KMSUri shall be that identified in the initial MC service UE configuration
data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

The use of this parameter by the MCData UE is outside the scope of the present document.

The LMR key management functional entity is part of the LMR system and is outside the scope of the
present document.

This is an LMR specific parameter with no meaning within MC services.

Access information for each partner MCData system comprises the list of information required for initial UE
configuration to access an MCData system, as defined in table A.6-1 of 3GPP TS 23.280 [16]

The criteria may consist conditions such as the location of the MCData user or the active functional alias of
the MCData user.

The criteria may consist of conditions such as MCData user location or time.

IP information may contain IP addresses, corresponding subnet masks, gateway and DNS settings.

If configured, this value has precedence over the system level parameter "maximum number of successful
simultaneous service authorisations" in table A.5-2. If not configured, the corresponding parameter from
table A.5-2 shall be used.

This is the second level control parameter to determine whether this group communication will be stored in
the MCData message store when the Store communication in Message Store top level control parameter is
set.
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Table A.3-3: MCData user profile configuration data (off network)

Reference

Parameter description

MCData
UE

MCData
Server

Configuration
management
server

MCData
user
database

[R-7.2-003],
[R-7.6-004] of
3GPP TS 22.280 [2]

List of off-network MCData groups
for use by this MCData user

> MCData Group ID

> Store group communication in
Message Store (see NOTE 4)

> Application plane server identity
information of group management
server where group is defined

>> Server URI

> Application plane server identity
information of identity management
server which provides authorization
for group (see NOTE 1)

>> Server URI

3GPP TS 33.180 [13]

> KMSUFri for security domain of
group (see NOTE 2)

> Presentation priority of the group
relative to other groups and users
(see NOTE 3)

[R-7.12-002],
[R-7.12-003] of
3GPP TS 22.280 [2]

Authorization for off-network
services

Subclause 7.16.1

User info ID (as specified in
3GPP TS 23.303 [7])

Y

N

Y

set.

NOTE 1: If this parameter is not configured, authorization to use the group shall be obtained from the identity
management server identified in the initial MC service UE configuration data (on-network) configured in
table A.6-1 of TS 23.280 [5].

NOTE 2: If this parameter is absent, the KMSUFri shall be that identified in the initial MC service UE configuration
data (on-network) configured in table A.6-1 of 3GPP TS 23.280 [5].

NOTE 3: The use of this parameter by the MCData UE is outside the scope of the present document.

NOTE 4: This is the second level control parameter to determine whether this group communication will be stored in
the MCData message store when the Store communication in Message Store top level control parameter is

A.4  MCData related Group configuration data

The general aspects of group configuration are specified in 3GPP TS 23.280 [5].

Parameters specified in table A.4-1 are child parameters of the "M CData configuration” parameter specified in

table A.4-1in 3GPP TS 23.280 [5]. Parameters specified in table A.4-2 are child parameters of the "MCData

configuration" parameter specified in table A.4-2 in 3GPP TS 23.280 [5]. Parameters specified in table A.4-3 are child
parameters of the "M CData configuration" parameter specified in table A.4-3in 3GPP TS 23.280 [5].
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Table A.4-1: Group configuration data (on and off network)

MCData UE MCData Group
Reference Parameter description Server management
server
[R-5.12-001] of >> Media confidentiality and integrity Y Y Y
3GPP TS 22.280 [2] protection (see NOTE)
[R-5.12-001] of >> Transmission control confidentiality Y Y Y
3GPP TS 22.280 [2] and integrity protection (see NOTE)
[R-5.12-001] of >> Group media protection security Y N Y
3GPP TS 22.280 [2] material (see NOTE)
Subclause 5 >> MCData sub-services and features
enabled for the group
>>> Short data service enabled Y Y Y
>>> File distribution enabled Y Y Y
>>> |P connectivity enabled Y Y Y
>>> Conversation management enabled Y Y Y
>>> Transmission control enabled Y Y Y
>>> Reception control enabled Y Y Y
>>> Enhanced status enabled Y Y Y
>> Enhanced status
[R-6.1.3.2-002] of >>> List of operational status values Y N Y
3GPP TS 22.282 [3]
[R-6.1.1.2-011] of >> Lossless communication Y Y Y
3GPP TS 22.282 [2]
[R-6.1.1.2-007] of >> Conversation hang time Y Y Y
3GPP TS 22.282 [5]
NOTE:  Security mechanisms are specified in 3GPP TS 33.180 [13].
Table A.4-2: Group configuration data (on network)
MCData UE MCData Group
Reference Parameter description Server management
server
[R-6.4.5-001], >> Authorisation of a user to request a Y Y Y
[R-6.4.5-003] of list of affiliated members of a group
3GPP TS 22.280 [2]
[R-5.1.7-002], >> Priority of the group N Y Y
[R-6.2.2-001],
[R-6.6.2.2-006],
[R-6.8.7.2-003] of
3GPP TS 22.280 [2]
Subclause 6.2.2 of >> Transmission and reception control
3GPP TS 22.282 [3]
>>> Maximum data size for SDS Y Y Y
>>> Maximum data size for FD Y Y Y
>>> Maximum data size for auto-receive N Y Y
3GPP TS 23.283 [18] | >> Indication whether use of LMR E2EE Y N Y
is permitted on the MCData group
3GPP TS 23.283 [18] | >> LMR specific identity for MCData Y N Y
group (see NOTE)
3GPP TS 23.283 [18] | >> Group to key binding (see NOTE) Y N Y

NOTE:

This is an LMR specific parameter with no meaning within MC services.
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Table A.4-3: Group configuration data (off network)

MCData UE MCData Group
Reference Parameter description Server management
server
Subclause 10.10 of >> Default ProSe Per-Packet priority (as
3GPP TS 23.280 [5] specified in 3GPP TS 23.303 [7]) values
>>> MCData group call signalling
>>> MCData group call media Y N

A.5 MCData service configuration data

The general aspects of M C service configuration are specified in 3GPP TS 23.280 [5]. The MCData service
configuration datais stored in the MCData server.

Tables A.5-1 and A.5-2 describe the configuration data required to support the use of on-network M CData service.
Tables A.5-1 and A.5-3 describe the configuration data required to support the use of off-network M CData service.
Datain tables A.5-1 and A.5-3 can be configured offline using the CSC-11 reference point.

Table A.5-1: MCData service configuration data (on and off network)

MCData UE MCData Configuration
Reference Parameter description Server management
server
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Table A.5-2: MCData service configuration data (on network)

MCData UE MCData Configuration
Reference Parameter description Server management
server

Subclause 6.2.2 of Transmission and reception control
3GPP TS 22.282 [3]

> Maximum data size for SDS

> Maximum payload data size for SDS

over signalling control plane

(see NOTE 1)

> Maximum data size for FD Y
[R-6.2.2.1-002d], > Time limit for the temporarily stored
[R-6.2.2.4-003] of data waiting to be delivered to a receiving
3GPP TS 22.282 [3] user
[R-6.2.2.3-001] of > Timer for periodic announcement with N Y Y
3GPP TS 22.282 [3] the list of available recently invited data

group communications

> Maximum data size for auto-receive N Y Y

List of functional alias identities
[R-5.9a-005] of > Functional alias N Y Y
3GPP TS 22.280 [17]
[R-5.9a-005] of >> Limit number of simultaneous N Y Y
3GPP TS 22.280 [17] | activations
[R-5.9a-005] of >> This functional alias can be taken over N Y Y
3GPP TS 22.280 [17]

>> List of users who can activate this

functional alias
[R-5.9a-005] of >>> MCData ID N Y Y
3GPP TS 22.280 [17]
[R-5.9a-016] of >> Communication priority (see NOTE 2) N Y Y
3GPP TS 22.280 [17]
[R-5.10-0014a] of Maximum number of successful N Y Y
3GPP TS 22.280 [2] simultaneous service authorizations of

clients from a user

MCData notification server

> Server URI(S) Y Y Y

NOTE 1: The maximum payload data size for SDS over signalling control plane shall be less than or equal to the
maximum data size for SDS.
NOTE 2: The usage of this parameter by the MCData server is up to implementation.

Table A.5-3: MCData service configuration data (off network)

MCData UE MCData Configuration
Reference Parameter description Server management
server
Subclause 10.10 of Default ProSe Per-Packet priority (as
3GPP TS 23.280 [5] specified in 3GPP TS 23.303 [7]) values
> MCData one-to-one call signalling N
> MCData one-to-one call media N
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Annex B (informative):
Transmission control for MCData

B.1  Overview of transmission control process

The MCData server may receive several simultaneous requests for data transmission, which may be associated with
different types of communication e.g. group, private, 1-to-many. For each communication, how the requests are
processed may be different. The requests that are not authorized shall be rejected by the transmission control function.
For message requests over the signalling control plane, the processing should be immediate and is delivered to the
recipients either via unicast or broadcast. However, for message requests over the media plane, transmission control
arbitration (see Annex B.2) will be necessary. Subsequent to transmission control arbitration, and subject to the policy
e.g. store and forward, the datais either delivered directly to the recipient MCData user or stored in the network
repository and a corresponding URL is delivered. The end-to-end transmission control processisillustrated in

figure B.1-1.

Use
MCData user Select data to send NN Max payload
> signaling Sizeover
Wants to send control Signaling control
data Select recipient(s)/group plane? Plane?

Use signaling control
planeto send

Use media plane to send

UE i
Network

Yes Authorized No
Tosend? gecte

Authorized
Tosend?

Rejected

-

Yes

Transmission control
arbitration

Store and
Forward?

Send URL to recipient(s) ‘

Broadcast?

Send data to recipient(s) via broadcast

Send data to recipient(s) via Unicast

Figure B.1-1: Transmission control process

B.2 Transmission control arbitration

The transmission control arbitration isa central function of the transmission control process and isimplementation
specific. In atypical deployment, multiple or simultaneous requests can be received at the transmission control
arbitration function. Each of these requests may be categorized into different request types with different queuing
priorities, and therefore each request type will be maintained with separate queues. Each request shall not be present in
more than one queue at any given time. The queue types and the order of queues may be configured by the MCData
administrator, as described below.

- Transmission control queue: It isthe primary queue from which the request is processed for transmission e.g.
emergency communication requests may result in this queue and processed at the highest priority.
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Communication type queue: This queue may be sorted in the order of the communication type associated with
the request. For example, the group communication requests may always take precedence over one-to-many or
private communication requests.

Static attribute queue: This queue may be formed based on the static attributes associated with the request e.g.
group priority, user priority, which may be pre-configured by the M CData administrator.

Dynamic attribute queue: This queue may be formed based on the dynamic attributes associated with the request
e.g. location of the sending user, content size, etc.
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Annex C VOID
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Annex D (informative):
Example of a User Message Storage Area

Thefigurein subclause 7.13.1 illustrates the high-level structure of the M CData message store where objects are stored
in aflat structure in the user storage area. This flat data structure provides maximum flexibility for Ul implementation
to present stored objects to the user. However, afolder hierarchy structure provides a better visual presentation of the
stored objects to the MCData user.

MCData user 1

Inbox Group 1 Group 2 Group N

object

object

Subject 1 Subject 2 Date 1 Date 2

object object

object object

Figure D-1: User message storage area example

In figure D-1 the MCData user 1 message storage area in the MCData message store is constructed in folder

hierarchical way. A system default folder, Inbox, is configured to receive all new objects coming from active
communications. The MCData user 1 creates Group 1, Group 2 and Group N folders to store communication history for
different group communications that he is a member of. Once the Group 1 folder is created the MCData user 1 can then
move all the objects related to Group 1 communication from the Inbox to the Group 1 folder. The MCData user 1 can
also create child foldersin Group 1 folder to further divide the stored objects into different groupings such as with
different subjects, Subject 1 and Subject 2. Similarly, the MCData user 1 creates child folders, Date 1 and Date 2, in
Group N folder to store communication history in group N occurred in different dates. With this hierarchical folder
structure, the MCData user 1 can browse his user account in the MCData message store interactively and navigate to the
information he would like to see. For example, the MCData user 1 can start with the top-level root folder and traverse
down the folder hierarchy to reach to Date 2 folder and see the communication history of group N in that particul ar
date.
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2019-06 |SA#84 SP-190485 | 0151 | - C |Remove the procedure in 7.5.2.9 File removal using 16.3.0
HTTP by MCData server

2019-06 |SA#84 SP-190485 (0152 | 2 F [Remove the duplicated MCData server URI in UE 16.3.0
configuration table

2019-06 |SA#84 SP-190485 (0153 | 3 F |Add lossless communication to network group 16.3.0
configuration and fix missing configuration parameter

2019-06 |SA#84 SP-190485 | 0154 | 2 F |Resolution proposals for some Editor's Notes 16.3.0

2019-06 |SA#84 SP-190488 [ 0155 B |MCData client performs automatic activation and 16.3.0
deactivation of functional aliases based on location

2019-06 |SA#84 SP-190488 ([ 0156 B |MCData server limits the number of simultaneous 16.3.0

successful service authorisations

2019-06 |SA#84 SP-190488 | 0157 Functional alias support for MCData File Distribution 16.3.0

w
w

2019-06 |SA#84 SP-190488 (0159 | 3 B |MC Data User IP connectivity service capability— part 2 (16.3.0
IP connectivity for Point-to-Point and Group
communication

2019-09 |SA#85 SP-190729 (0161 | 3

T

Correct the configuration parameters for the MCData 16.4.0
emergency alert procedures

2019-09 [SA#85 SP-190729 0169 | 1 F __|Fix omission of location services in MCData 16.4.0

2019-09 |SA#85 SP-190729 (0170 | 2 B |EPS bearer for emergency 16.4.0

2019-09 |SA#85 SP-190729 0171 | 2 B |Emergency support for one-to-one SDS 16.4.0

2019-09 |SA#85 SP-190729 0172 | 2 B |Emergency and imminent peril support for group SDS  [(16.4.0

2019-09 |SA#85 SP-190729 (0173 | 2 B |Emergency support for off-network SDS 16.4.0

2019-09 |SA#85 SP-190729 |0174 | 2 C |Addition of Location infomation to SDS and Enhance 16.4.0
Status

2019-09 |SA#85 SP-190732 |0177 | 1 F |Fixing the user profile configuration data for criteria 16.4.0
triggered functional alias activation and de-activation

2019-09 |SA#85 SP-190732 (0178 F [Stage 1 requirement reference correction in the user 16.4.0
profile data

2019-09 |SA#85 SP-190729 (0179 | 2 F [Clarification and corrections to support transmission 16.4.0
control

2019-09 |SA#85 SP-190729 0180 | 2 F [Corrections to the transmission and reception control 16.4.0
procedures

2019-09 |SA#85 SP-190729 |0183 | 1 B |One-to-one SDS Session upgrade to emergency 16.4.0
session

2019-09 |SA#85 SP-190729 |0184 | 1 B |Group SDS Session upgrade to emergency/imminent- (16.4.0
peril session and cancel in-progress emergency/
imminent-peril group state

2019-09 |SA#85 SP-190729 (0185 | 2 B |One-to-One Emergency MCData FD 16.4.0
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2019-09 |SA#85 SP-190729 0186 | 1 B |Group emergency MCData FD 16.4.0

2019-09 |SA#85 SP-190729 (0187 | 1 B |One-to-one FD Session upgrade to emergency session (16.4.0

2019-09 |SA#85 SP-190729 (0188 | 1 B |Group FD communication upgrade to 16.4.0
emergency/imminent-peril communication and cancel
in-progress emergency/imminent-peril group state

2019-09 |SA#85 SP-190735 |0162 | 2 B |Point-to-Point IP connectivitity using functional alias to |17.0.0

address the target MCData user

2019-09 |SA#85 SP-190735 |0163 | 2 B |SDS addressing based on functional alias 17.0.0
2019-09 |SA#85 SP-190735 0164 | 4 B |Remote initiation of Point-to-Point IP connectivity 17.0.0
2019-09 |SA#85 SP-190735 0165 | 4 B |Remote tear down of point-to-point IP connectivity 17.0.0
2019-09 |SA#85 SP-190735 (0166 | 1 B |Communication priority for functional aliases 17.0.0
2019-09 |SA#85 SP-190735 |0181 | 3 B |File distribution addressing based on functional alias 17.0.0
2019-09 |SA#85 SP-190735 0182 | 2 B |IP connectivity for group communication (unicast) 17.0.0
2019-09 |SA#85 SP-190735 |0189 | 3 B |Capability to change remotely the priority of the point- [17.0.0

to-point IP connectivity communication

2019-12 |SA#86 SP-191113 (0190 | 2 F |Requested Priority in IP connectivity point to point 17.1.0
communication

2019-12 |SA#86 SP-191113 |0191 | 1 B |Enhancing SDS data requests with application priority (17.1.0
capabilities in on-network mode

2019-12 |SA#86 SP-191113 (0193 | 2 B |Priority of the user 17.1.0

2019-12 |SA#86 SP-191108 [0196 A |File repair with the content storage function 17.1.0

2020-03 |SA#87-E |SP-200113 |0197 | 2 A |Correction of internal clause references for Enhanced [17.2.0
Status transmission

2020-03 |SA#87-E |SP-200117 0199 | 2 C _[Corrections and enhancements to IP Connectivity 17.2.0

2020-03 |SA#87-E |SP-200113 (0200 | 2 A |Enhancements and clarifications for file repair and file |17.2.0
delivery using MBMS

2020-03 |SA#87-E |SP-200113 (0201 | 2 A [Clarification on prepending the MCData content server |17.2.0
URI

2020-03 |SA#87-E |SP-200113 0202 | 1 A [Local policies at Parther MCData system is not applied |17.2.0

2020-03 |SA#87-E |SP-200117 0208 | 1 F __|Clarifications for MCData file distribution over MBMS 17.2.0

2020-04 - - - - - |MCC editorial correction, adding missing line break in  (17.2.1
clause 6.6.2

2020-07 | SA#88-E | SP-200341 10212 | 1 B |Add the network MCData natification Server 17.3.0

2020-07 | SA#88-E | SP-200341 |0213 | 1 B |Add new "search folder" and "retrieve folder content" 17.3.0
operations

2020-07 | SA#88-E | SP-200341 |0214 F [Pre-emption of EPS bearers by a new MCData bearer |17.3.0

2020-07 | SA#88-E | SP-200341 |0215 F [Miscellaneous small corrections 17.3.0

2020-07 | SA#88-E | SP-200341 |0216 | 1 F [Corrections to the one-to-one SDS information 17.3.0
elements

2020-07 | SA#88-E | SP-200341 |0217 | 1 F__|Minor editorial corrections 17.3.0

2020-07 | SA#88-E | SP-200341 |0218 F |Corrections to the one-to-one SDS and FD 17.3.0
communication upgrade flows

2020-07 | SA#88-E | SP-200341 |0219 F [Corrections to the MCData group standalone FD 17.3.0
request information elements

2020-07 | SA#88-E | SP-200341 (0220 F [Corrections to the group SDS informational elements  |17.3.0

2020-07 | SA#88-E | SP-200341 (0221 F [Corrections to the group FD upgrade and FD in- 17.3.0
progress priority state cancel request

2020-07 | SA#88-E | SP-200341 (0222 F |MCData corrections in off-network SDS procedures 17.3.0

2020-09 | SA#89-E | SP-200843 (0226 | 1 B |Limit the number of simultaneous logins on per user 17.4.0
basis

2020-09 | SA#89-E | SP-200839 (0227 | 1 A |Removal of content reference IE from the FD requests [17.4.0
using media plane

2020-09 | SA#89-E | SP-200845 10228 | 1 F [Functional alias handling for 1-1 FD requests 17.4.0
2020-09 | SA#89-E | SP-200845 |0229 | 1 F |Functional alias handling for one-one session SDS 17.4.0
requests
2020-09 | SA#89-E | SP-200845 |0230 | 1 F |Functional alias handling for one-one standalone SDS |17.4.0
requests
2020-09 | SA#89-E | SP-200845 10231 | 1 F _[Functional alias handling for IPCon 17.4.0
2020-09 | SA#89-E | SP-200845 10232 | 1 B |Providing stored files in MCData content server for FD (17.4.0

over MBMS
2020-09 | SA#89-E | SP-200845 (0233 | 1 C |Enhancement of MBMS user service usage procedures |17.4.0
2020-09 | SA#89-E | SP-200845 10234 | 1 C |Enhancement of Group standalone FD using MBMS 17.4.0
2020-09 | SA#89-E | SP-200845 10236 | 1 F [MCData emergency group communication clarifications |17.4.0
2020-09 | SA#89-E | SP-200845 |0237 | 1 F |MCData one-to-one emergency communication 17.4.0

clarifications
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2020-09 | SA#89-E | SP-200845 (0238 | 1 F [Clarifications on the use of ProSe in off-network 17.4.0
MCData communications

2020-09 | SA#89-E | SP-200845 (0239 | 1 F |Apply transmission and reception control to all FD 17.4.0
HTTP procedures consistently

2020-09 | SA#89-E | SP-200845 |0240 F [Functional alias handling for 1-1 FD requests using 17.4.0
HTTP

2020-12 | SA#90-E | SP-200989 (0242 | 1 A |Align Annex B with changes to "auto-send"” 17.5.0

2020-12 | SA#90-E | SP-200989 |0243 | 2 A |Correction to the transmission control configuration 17.5.0
parameters

2020-12 | SA#90-E | SP-200996 |0246 F | Various corrections 17.5.0

2020-12 | SA#90-E | SP-200989 |0248 A |IP connectivity, SDS and FD functional model 17.5.0
correction

2020-12 | SA#90-E | SP-200996 [0249 B |Application specific metadata container 17.5.0

2020-12 | SA#90-E | SP-200996 |0250 | 1 F |Removal of duplicate MCData disposition notification 17.5.0
information flow

2020-12 | SA#90-E | SP-200996 (0251 F [Corrections to FD using procedures and editorials 17.5.0

2020-12 | SA#90-E | SP-200996 (0252 | 1 B |Depositing file contents distributed via FD 17.5.0
communication using HTTP into MCData message
store

2020-12 | SA#90-E | SP-200996 |0253 | 1 B |Distribution of file residing in MCData message store 17.5.0
account of the MCData user

2021-04 | SA#91-E | SP-210178 |0255 | 1 B |Message Store control 17.6.0

2021-04 | SA#91-E | SP-210178 [0256 | 1 F [Corrections to FD using media plane 17.6.0

2021-04 | SA#91-E | SP-210178 |0257 F |Correction to Deposit an Object procedure 17.6.0

2021-04 | SA#91-E | SP-210178 |0258 D [Correct typos on information tables 17.6.0

2021-04 | SA#91-E | SP-210178 (0259 | 1 F [Correction and clarification on file upload using HTTP  |17.6.0
procedure

2021-04 | SA#91-E | SP-210178 |0260 F [Correction to message names in some procedures 17.6.0

2021-04 | SA#91-E | SP-210178 |0261 | 1 F |Add the IE of Emergency indicator in the message of 17.6.0
MCData FD request

2021-04 | SA#91-E | SP-210178 |0263 | 1 B |Addition of MBMS delivery via MB2 interface for 17.6.0
MCData

2021-04 | SA#91-E | SP-210178 |0264 | 1 F |Corrections to the file distribution using HTTP 17.6.0
procedures

2021-04 | SA#91-E | SP-210178 |0265 | 1 B |MCData file upload using HTTP including request of 17.6.0
network resources with required QoS

2021-06 | SA#92-E | SP-210487 |0263 | 3 B |Corrections and enhancements to the Notification 17.7.0
procedures

2021-06 | SA#92-E | SP-210487 10269 | 2 F [Aggregated notifications and reports 17.7.0

2021-06 | SA#92-E | SP-210487 (0270 | 1 F |Correct misuse of the term "transmission control" 17.7.0

2021-06 | SA#92-E | SP-210487 (0271 | 1 B |MCData file download including request of network 17.7.0
resources with required QoS

2021-06 | SA#92-E | SP-210487 (0272 | 1 C |Enhancement and corrections to group file distribution |[17.7.0

using HTTP
2021-06 | SA#92-E | SP-210487 |0273 | 1 C |Enhancement and corrections to one-to-one file 17.7.0
distribution using HTTP
2021-06 | SA#92-E | SP-210567 (0274 | 1 F [Correction to MCData-5 reference point description 17.7.0
2021-06 | SA#92-E | SP-210487 (0275 | 1 F _|EN resolutions in clause 5 17.7.0
2021-06 | SA#92-E | SP-210487 10276 | 1 F _[EN resolutions in clause 6 17.7.0
2021-06 | SA#92-E | SP-210487 (10277 | 1 F [EN resolutions in clause 7 17.7.0
2021-06 | SA#92-E | SP-210487 10278 | 1 F__|EN resolution in B.1 17.7.0
2021-06 | SA#92-E | SP-210487 (0279 | 2 F [Proposal on Data Streaming service 17.7.0
2021-09 | SA#93-E | SP-210962 |0281 F | Various fixes for 23.282 17.8.0
2021-09 | SA#93-E | SP-210962 (0282 F |Notification URL correction 17.8.0
2021-09 | SA#93-E | SP-210962 (0283 F [Clarify the supports of stored and forward functionality |17.8.0
2021-09 | SA#93-E | SP-210962 (0284 | 1 F [Correction of preconditions and statements related to  |17.8.0
storing of MCData communication into Message store
2021-09 | SA#93-E | SP-210962 (10285 | 1 F [Clarifying the use of deposit file indication IE in MCData |17.8.0
FD request using HTTP
2021-09 | SA#93-E | SP-210962 (0286 | 1 F [Clarifying the lossless communication 17.8.0
2021-12 | SA#94-E | SP-211523 |0287 F |Clarify MCData service delivery for offline users and 17.9.0
delivery notification
2021-12 | SA#94-E | SP-211523 10288 | 1 F [Missing information table for the notification message |17.9.0
2021-12 | SA#94-E | SP-211523 |0289 | 2 F |Disposition Type of specified MCData users 17.9.0

2021-12 | SA#94-E | SP-211523 (0291 | 1 F [Clarification on the use of MCData notification server(s) |17.9.0
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