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Foreword
This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document specifies the functional architecture, procedures and information flows needed to support the Mission
Critical Data (MCData) services. MCData is a suite of services which utilizes the common functional architecture
defined in 3GPP TS 23.280 [5] to support MC services over LTE including the common services core.

MCData services suite consists of the following sub-services:
- short data service (SDS);
- filedistribution (FD.

MCData features include:

- conversation management;

transmission and reception control;
- communication release; and
- enhanced status.
The corresponding service requirements are defined in 3GPP TS 22.282 [3] and 3GPP TS 22.280 [2].

The present document is applicable primarily to MCData service using E-UTRAN access based on the EPC architecture
defined in 3GPP TS 23.401 [4]. Certain application functions of the M CData service could also be supported via non-
3GPP access networks but no additional functionality is specified to support non-3GPP access.

The MCData service can be used for public safety applications and also for general commercial applications e.g. utility
companies and railways.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.280: "Mission Critical Common Requirements (MCCoRe); Stage 1".

[3] 3GPP TS 22.282: "Mission Critical Data services over LTE".

[4] 3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universa
Terrestrial Radio Access Network (E-UTRAN) access'.

[5] 3GPP TS 23.280: "Common functional architecture and information flows to support mission
critical communication services; Stage 2".

[6] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[7] 3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[8] 3GPP TS 23.468: "Group Communication System Enablers for LTE (GCSE_LTE); Stage 2.

[9] 3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity; Stage 2".
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[10] 3GPP TS 23.002: "Network Architecture”.

[11] 3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push
To Talk (MCPTT); stage 2".

[12] 3GPP TS 29.283: "Diameter data management applications’.

[13] 3GPP TS 33.180: "Security of the Mission Critical Service".

[14] 3GPP TS 23.203: "Policy and charging control architecture”.

[15] 3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource

Control (RRC); Protocol specification™.

[16] 3GPP TS 29.468: "Group Communication System Enablersfor LTE (GCSE_LTE); MB2
reference point; Stage 3".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP
TR 21.905[1].

Auto-send: A mechanism where data from sending M CData user(s) is automatically transmitted to the MCData server
i.e. without requesting permission to transmit.

Auto-receive: A mechanism where datais automatically delivered to the receiving MCData user(s) from the MCData
server i.e. without requiring acceptance for delivery.

Conversation identifier: A universally unique identifier that identifies a series of related M CData transactions.

Data stream: A sequence of datathat is agnostic to any underlying media (e.g. audio, video, telemetry data), on which
processing of data (e.g. semantic, syntactic, save or filter operation) can begin before all the content is received.

FD disposition: isone of "not downloaded" and "download completed".

M CData client: Aninstance of an MC service client that provides the client application function for the MCData
service.

M CData group: An MC service group configured for MCData service.

M CData group affiliation: An MC service group affiliation for MCData.

M CData group communication: A one-to-many communication using an MCData service.
M CData group de-affiliation: An MC service group de-affiliation for MCData.

MCData ID: An instance of an MC service ID within the MCData service.

M CData server: An instance of an MC service server that provides the server application function for the MCData
service.

M CData service: A datacommunication service comprising at least one underlying generic capability (e.g. SDS, file
distribution, data streaming) with strong security, high availability, reliability and priority handling to support
applications for mission critical organizations and mission critical applications for other businesses and organizations
(e.g. utilities, railways).

M CData UE: An MC service UE that can be used to participate in MCData services.

M CData user: An MC service user who is authorized for MCData services suite viaan MCData UE.
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Reception control: A mechanism that allows the M CData service to regul ate data reception to the receiving MCData
users, prior to the delivery of datato the MCData UE.

Reply identifier: A reference to the original MCData transaction to which the current transaction isareply.

SDSdata: A payload with limited size and variable content type used in SDS transactions.

SDS disposition: is one of "undelivered", "delivered" and "read".

Standalone communication: A unidirectional one-to-one or group data communication completed after one
transaction.

Transaction identifier: A unique identifier that identifies a M CData transaction within a conversation.

Transmission control: A mechanism that allows the M CData service to regulate data transmission requests from the
sending M CData users, either prior to or after active sending from the MCData UE.

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 22.280 [2] apply:
Mission Critical
Mission Critical Applications

Mission Critical Service
Mission Critical Organization

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.282 [3] apply:

M CData system

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 23.280 [5] apply:

M C service client

M C service group

M C service group affiliation

M C service group de-affiliation
MC servicelD

M C service server

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

DS Data Streaming

FD File Distribution

MC Mission Critical

MCData D MCData user identity

SDS Short Data Service
4 Introduction

The MCData service suite provides a set of generic capabilities and specific services to enable one-to-one and group
data communi cations between MCData users.

The MCData architecture utilises the common functional architecture to support mission critical servicesover LTE
defined in 3GPP TS 23.280 [5] and aspects of the IMS architecture defined in 3GPP TS 23.228 [6], the Proximity-based
Services (ProSe) architecture defined in 3GPP TS 23.303 [7], the Group Communication System Enablersfor LTE
(GCSE_LTE) architecture defined in 3GPP TS 23.468 [ 8], the Security of the Mission Critical Servicein

3GPP TS 33.180 [13] and the PS-PS access transfer procedures defined in 3GPP TS 23.237 [9] to enable support of the
MCData service.
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The MCData UE primarily obtains access to the MCData service via E-UTRAN, using the EPS architecture defined in
3GPP TS 23.401 [4]. Certain application functions of MCData service can be accessed using MCData UESs via non-
3GPP access networks.

5 Architectural requirements

51 Transmission control

The MCData service shall support the ability to transmit small amounts of data automatically (i.e. auto-send) to the
selected recipient user (private communication) or affiliated members of the selected MCData group. The data size for
auto-send shall be configured by the MCData administrator.

When the data size exceeds the maximum data size for automatic transmission, the MCData service shall invoke a
transmission request grant approach before data is permitted to be transmitted. The MCData service shall provide a
configurable limit for the maximum amount of data or time that an MCData user can transmit in a single request, which
may be configured by the MCData administrator.

Editor's Note: Additional criteria such as frequency of transmission, category/type of data, etc., for transmission
control arbitration is FFS.

For congestion control, related to transmission requests, the MCData service may perform the following:

- reject the data transmission requests that exceed the automatic transmission size and then shall notify the
MCData user of the rejection;

- queue the data transmission requests; or
- at anytime, withhold the permission to transmit data automatically.

The MCData service shall notify the transmitting MCData group member if there are no other MCData group members
affiliated to the M CData group.

5.2 Reception control

The MCData service shall support the ability to receive small amounts of data automatically (i.e. auto-receive). The
data size for auto-receive shall be configured by the MCData administrator.

When the data size exceeds the maximum data size for automatic reception, the M CData service shall storethe datain a
temporary store, and notify the receiving MCData users. The data which istemporarily stored may be configured with
"timeto live" value, and subsequently, the data may be purged from the temporary store upon expiration of “time to
live".

Therecipient individual user (private communication) or affiliated members of the MCData group(s) shall be notified
of the list of available data either on request or periodically.

The MCData service shall provide a mechanism for the M CData user to select the data to be downloaded from the list
corresponding to the temporary store, subject to limitations such as expiration time and size.

5.3 Short Data Service capability

The MCData service shall support SDS capability for one-to-one and group communications.

The SDS capability shall support messages with a maximum payload of at least 1000 bytes. The supported message
types shall include text, binary, or hyperlinks. Multiple message types may be interleaved within in a single message
payload. The payload shall support indication of location information of the sending MCData user.

The MCData service shall support messages to be sent over the signalling plane or the media plane.

The SDS capability shall allow for multiple related messages to be correlated and sequenced within the MCData
service.
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The MCData user shall be able to selectively request read and delivery receipt indication for the sent messages. The
message delivery history information should be made available to an authorized MCData user.

54 File distribution capability
The MCData service shall support distribution of files for one-to-one and group communications.

The MCData service shall allow the MCData user to send afile or aURL of afile to another MCData user. The source
of the file can originate either from an M CData client or from a network functional entity. The generated URL shall be
areference to astored file to alow for subsegquent retrieval. The file storage policy may determine the availability of the
file to be retrieved, and is subject to expiration time and size limitations.

When the file delivery request is set to mandatory download, the MCData service shall not require consent from the
receiving MCData user. The file distribution mechanisms shall support both unicast and broadcast delivery methods.

Editor's Note: Requirements for automatic re-try mechanisms and maximum retry count is FFS.

The MCData service shall support aggregation of download completion reports when files are distributed to multiple
recipients.

5.5 Data streaming capability
The MCData service shall support data streaming capability for one-to-one and group communications.

The MCData service shall allow the MCData user to send a data stream or a URL of a data stream to another MCData
user. The source of the data stream can originate either from an MCData client or from a network functional entity. For
adata stream originating at a network functional entity, the data stream may be provided by an MCData user. The data
streaming mechanisms shall support both unicast and broadcast delivery methods.

Editor's Note: The minimum bitrate support for data streaming is FFS.

When the data streaming request is set to automatic reception, the M CData service shall not require consent from the
receiving MCData user.

The MCData user shall be able to apply controls (i.e. start, stop, cancel) to the streams, and on a per recipient basis.
Editor's Note: The applicability of pause and resume controls to one-to-one communication is FFS

The stream shall be terminated through an explicit user control (i.e. stop, cancel operation) or by reaching the end of the
streamed content.

5.6 MCData group affiliation and MCData group de-affiliation

M CData groups may be configured with one or more MCData sub-services (e.g. SDS, FD, DS) as specified within the
MCData service. When an MCData user affiliates to an M CData group, the M CData user is affiliated to each of those
M CData sub-services configured in the MCData group. The list of M CData sub-services configured for an MCData
group shall be included in the MCData group configuration data.

MCData group affiliation shall be as specified in clause 5.2.5 of 3GPP TS 23.280 [5]. In addition, the following
requirements shall be fulfilled by the M CData service for MCData users affiliated to MCData groups:

- MCData users receive notifications for participating in MCData sub-services and invitations for their affiliated
MCData group(s).

- MCData users select an affiliated MCData group to initiate a new message, file distribution, data stream, etc.

- MCData users receive messages, files, data streams, enhanced status updates, etc, from their affiliated MCData
group(s).
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5.7 Conversation management

The conversation management:

shall include a service indication for conversation management in each SDS and FD transaction.
may be a comprised of SDS transactions or FD transactions or a combination of both.

shall include a conversation identifier in each SDS and FD transaction.

shall treat conversation between different set of users (either in one-to-one or group) as a separate conversation.

g > w N P

shall treat conversation between the same set of users (either in one-to-one or group), but with a different
conversation identifier as a separate conversation.

5.8 Bearer management

5.8.1 General

The MCData UE shall use the APNs as defined in subclause 5.2.7.0 of 3GPP TS 23.280 [5]. The MCData UE shall use
the MC services APN as defined in subclause 5.2.7.0 of 3GPP TS 23.280 [5] for the SIP-1 reference point.

5.8.2 EPS bearer considerations

The EPS bearer considerations specified in subclause 5.2.7.2 of 3GPP TS 23.280 [5] shall apply.

5.8.3 EPS unicast bearer considerations for MCData

For an MCData session request, resources shall be requested utilising interaction with dynamic PCC. The MCData
system shall request resources over Rx to a PCRF. The dedicated bearer for MCData media shall utilise the QCI value
of 70 (as specified in 3GPP TS 23.203 [14]). The request of resources over Rx shall include an application identifier for
MCDatain order for the PCRF to evaluate the correct QCI.

The UE isrequired to support at minimum one UM bearer, which is used for MCData (see annex A in
3GPP TS 36.331 [15]).
5.84 MBMS bearer management

The MBMS bearer management for MC servicesis specified in subclause 5.2.7.1 of 3GPP TS 23.280 [5].

5.9 Disposition

Disposition requests and notifications can be sent "in-band" using the same mechanism used for transport of the data, or
can be sent "out-of-band" when the mechanism used for transport of the datais no longer available.

For standalone SDS and FD, the MCData UE shall use the signalling plane for disposition request and disposition
notifications. For session SDS, the MCData UE shall use:

- the media plane for disposition request and disposition notifications; and

- thesignaling plane for disposition notifications when the media plane is no longer available.

5A Involved business relationships

The description of the involved business relationships for the MCData service is contained in clause 6 of
3GPPTS23.280[5].
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6 Functional model

6.1 General

This clause defines the functional model for MCData service.

The security solution for the MCData service, including end-to-end encryption, is specified in 3GPP TS 33.180[13].

6.2 Description of the planes

The functional model for the support of MCData is defined as a series of planesto alow for the breakdown of the
architectural description.

The description of the planes and the relationship between the planes are contained in the common functional
architecture to support MC servicesin 3GPP TS 23.280 [5].

6.3 Transmission and reception control aspects

6.3.1 General

The transmission and reception control are functions of the MCData server. For small data transmissionsi.e. when
configuration is set to auto-send or auto-receive, the transmission and reception control functions do not have any effect
on the data to be transmitted or received. However, for large data transmissions, i.e. large files, the data to be
transmitted and/or received may be stored in a data repository associated with the transmission and reception control
functions.

NOTE: Anoverview of transmission control process and possible arbitration mechanismsis provided in the
Annex B.

6.4 Generic functional model

6.4.1 On-network functional model

Figure 6.4.1-1 shows the generic application plane functional model.

EPS

Figure 6.4.1-1: Generic application plane functional model
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In the model shown in figure 6.4.1-1, capability functions (SDS, FD, DS) of the MCData client and the MCData server
along with their reference points (M CData-cap-1 to MCData-cap-n) are described in the respective functional models
for each capability.

6.4.2 Off-network functional model

6.4.3 Functional entities description

Editor's Note: Combining functional models describing each capability into one functional model is FFS.
6.4.3.1 Application plane

6.4.3.1.1 MCData client

The MCData client functional entity acts as the user agent for all MCData application transactions. The client supports
SDS, file distribution, data streaming and 1P connectivity M CData capabilities utilized by MCData services like
conversation management, robots control, enhanced status, database enquiries and secured internet.

6.4.3.1.2 MCData server

The MCData server functional entity provides centralised support for MCData services suite. Conversation
management, robots, enhanced status, database enquiries and secured internet M CData services requiring one-to-one or
group data communication are realized using SDS, file distribution, data streaming and I P connectivity MCData
communication capabilities.

All the MCData clients supporting users belonging to a single group are required to use the same M CData server for
that group. An MCData client supporting a user involved in multiple groups can have relationships with multiple
MCData servers.

The MCData server functional entity represents a specific instantiation of the GCS AS described in 3GPP TS 23.468 [§]
to control multicast and unicast operations for group communications.

The MCData server functional entity is supported by the SIP AS functional entity of the signalling control plane.

The MCData server shall support the controlling role and the participating role. The MCData server may perform the
controlling role for one-to-one and group data communication. The MCData server performing the controlling role for a
one-to-one or group data communication may also perform a participating role for the same one-to-one or group data
communication. For each one-to-one and group data communication, there shall be only one MCData server assuming
the controlling role, while one or more MCData servers in participating role may be involved.

The MCData server performing the controlling role is responsible for:

- handling transmission and reception control (e.g. policy enforcement for participation in the MCData group
communication) towards all the MCData users of the one-to-one and group data communication;

- interfacing with the group management server for group policy and affiliation status information of this MCData
server's served affiliated users; and

- managing SDS and FD data distribution during M CData group communication.
The MCData server performing the participating role is responsible for:

- handling transmission control (e.g. authorization for participation in the M CData group communication) to
M CData users of the one-to-one and group data communication;

- group affiliation support for MCData user, including enforcement of maximum Nc2 number of simultaneous
group affiliations by a user;

- interfacing with the group management server for group policy and affiliation status information of this MCData
server's served affiliated users;
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- relaying the MCData communication messages between the MCData client and the MCData server performing
the controlling role; and

- handling reception control (e.g. temporarily storing the data to present to the MCData user on demand) to its
M CData users of the one-to-one and group data communication.

NOTE: The MCData server in the controlling role and the MCData server in the participating role can belong to
the same MCData system.

6.4.3.1.3 MCData user database

This functiona entity contains information of the MCData user profile associated with an MCData ID that is held by the
MCData service provider at the application plane. The MCData user profile is determined by the mission critical
organization, the M CData service provider, and potentially the MCData user.

6.4.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].

6.4.4 Reference points

6.44.1 Application plane

6.4.4.1.1 General

The reference points for the application plane of MCData service are described in the following subclauses.

6.4.4.1.2 Reference point MCData-2 (between the MCData server and the MCData user
database)

The MCData-2 reference point, which exists between the MCData server and the MCData user database, is used by the
MCData server to obtain information about a specific user. The MCData-2 reference point utilises a diameter
management application protocol as defined in 3GPP TS 29.283 [12] and shall be intra-network.

6.4.4.1.3 Reference point MCData-3 (between the MCData server and the MCData server)

The MCData-3 reference point, which exists between the MCData server and the MCData server for MCData
application signalling for establishing MCData sessions, shall use the SIP-2 reference point for transport and routing of
signalling. If each MCData server is served by adifferent SIP core then the MCData-3 reference point shall also use the
SIP-3 reference point for transport and routing of signalling. Mediais also transferred using the MCData-3 reference
point.

6.4.4.1.3A Reference point MCData-5 (between the MCData capability function and the
EPS)

The MCData-5 reference point, which exists between the M CData capability function and the EPS, is used, subject to
the conditions below, by the MCData capability function of the M CData server to obtain unicast bearers with
appropriate QoS from the EPS. It utilises the Rx interface of the EPS according to 3GPP TS 23.203 [14].

MCData-5 is not used when the MCData service provider and the PLMN operator do not have an operational agreement
for QoS control to be provided directly from the MCData service provider domain.

MCData-5 may be used when the MCData service provider and the PLMN operator have an operational agreement
where QoS control is provided directly from the MCData service provider domain.

NOTE: Any coordination between the P-CSCF use of Rx and the M CData server use of Rx (viaMCData-5) from
the MCData service provider domain is not specified in this release of this specification.
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6.4.4.1.4 Reference point MCData-6 (between the MCData server and the EPS)

The MCData-6 reference point, which exists between the MCData server and the EPS, is used to request the allocation
and activation of multicast transport resources for MCData application usage. The MCData-6 reference point uses the
MB2-C interface as defined in 3GPP TS 29.468 [16].

6.5

Functional model for short data service

6.5.1 On-network functional model

Figure 6.5.1-1 shows the application plane functional model for SDS.

MCData server MCData UE

MCData client

MCData-SDS-1

SDS .
distribution MCData-SDS-2 SDS function
function MCData-SDS-3

Transmission

/Reception
control

EPS

Figure 6.5.1-1: Application plane functional model for SDS

In the model shown in figure 6.5.1-1, the following apply:

MCData-SDS-1 reference point is used for uplink and downlink unicast SDS data transaction over signalling

control plane by the SDS distribution function of the MCData server and SDS function of the MCData client.

This reference point is also used for MCData application signalling during session establishment in support of
SDS data transfer.

MCData-SDS-2 reference point carries uplink and downlink unicast SDS data over media plane between the
SDS distribution function of the MCData server and the SDS function of the MCData UE.

MCData-SDS-3 reference point carries downlink multicast SDS data over media plane from the SDS distribution
function of the MCData server to the SDS function of the MCData UE.

Examples of SDS data (in the form of text, binary, application data, URL or combinations of these) are:

information pertaining to applications e.g. health parameters of MCData user for situational awareness
application;

information pertaining to enhanced status service;

text or URL data between MCData users;

application data (e.g. health parameters) to the MCData user;

location information (independent or along with user or application provided data);

command instructions to invoke certain operations on the M CData UE e.g. invoking UE specific applications,
and

application plane identities for the MCData user and M CData application.

ETSI



3GPP TS 23.282 version 14.1.0 Release 14 19 ETSI TS 123 282 V14.1.0 (2017-05)

6.5.2 Off-network functional model

Figure 6.5.2-1 shows the off-network application plane functional model for SDS.
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Figure 6.5.2-1: Application plane functional model for SDS

6.5.3 Functional entities description
6.5.3.1 Application plane

6.5.3.1.1 SDS function
SDS function of the MCData client is responsible to handle SDS capability related requests and responses.

6.5.3.1.2 SDS distribution function

The SDS distribution function of the MCData server isresponsible for the SDS data transaction to MCData
communication participants. The SDS distribution function of the M CData server provides the following functionality:

- reception of uplink SDS data transaction by means of the MCData-SDS-2 reference point;

- replicate the SDS data as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink data by IP unicast transmission to those M CData communication participants utilizing
unicast transport by means of the MCData-SDS-2 reference point; and

- distribute downlink SDS data using multicast downlink transport by means of the MCData-SDS-3 reference
point.
6.5.3.1.3 Transmission/Reception control

Thisfunctiona entity isresponsible for transmission and reception control of MCData SDS data transaction between
the sending MCData UE, the MCData server, and the receiving MCData UE. For SDS capability,
transmission/reception control is"auto-send" and "auto-receive” due to limited size.

6.5.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].
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6.5.4 Reference points

6.54.1 Application plane
6.5.4.1.1 Reference point MCData-SDS-1 (between the SDS distribution function and the
SDS function)

MCData-SDS-1 reference point is used for uplink and downlink unicast SDS data transaction over signalling control
plane by the SDS distribution function of the MCData server and SDS function of the MCData client. This reference
point is also used for MCData application signalling during session establishment in support of SDS data transfer.

The MCData-SDS-1 reference point shall use the SIP-1 and SIP-2 reference points for transport and routing of SIP
signalling. MCData-SDS-1 reference point is used when the SDS data size does not exceed the capabilities provided by
MCData-SDS-1 otherwise MCData-SDS-2 and MCData-SDS-3 may be used appropriately.

Reference point MCData-SDS-1 also provides support to delivered and read requests and notifications as appropriate.

6.5.4.1.2 Reference point MCData-SDS-2 (unicast between the SDS distribution function
and the SDS function)

The MCData-SDS-2 reference point, which exists between the SDS distribution function and the SDS function of the
MCData client, is used unicast SDS data transaction (when the SDS data size exceeds the capabilities provided by
MCData-SDS-1) between the MCData server and the MCData client. The MCData-SDS-2 reference point uses the SGi
reference point defined in 3GPP TS 23.002 [10].

Reference point MCData-SDS-2 also provides support to message thread indication using conversation identifier,
delivered and read notifications as appropriate.

6.5.4.1.3 Reference point MCData-SDS-3 (multicast between the SDS distribution function
and the SDS function)

The MCData-SDS-3 reference point, which exists between the SDS distribution function of the M CData server and the
SDS function of the MCData client, is used by the SDS distribution function of the MCData server to send downlink

multicast SDS data to the SDS function of the MCData client. The MCData-SDS-3 reference point uses the MB2-U
interface defined in 3GPP TS 23.468 [8].

6.5.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

6.6 Functional model for file distribution

6.6.1 On-network functional model

Figure 6.6.1-1 shows the application plane functional model for file distribution.

ETSI



3GPP TS 23.282 version 14.1.0 Release 14 21 ETSI TS 123 282 V14.1.0 (2017-05)

MCData server MCData UE
MCData client
FD function MCData-FD-1 FD function
MCData-FD-2
MCData-FD-3
dia |
Media Media
storage MCData-FD-4 storage
function client
Transmission

/Reception
control

EPS
Figure 6.6.1-1: Application plane functional model for file distribution

In the model shown in figure 6.6.1-1, the following apply:

- MCData-FD-1 reference point is used for MCData application signalling for establishing a session in support of
MCData file distribution. The bearer is also used for both uplink and downlink unicast data (e.g., URL
associated to file, file download completed report).

- MCData-FD-2 reference point carries uplink and downlink unicast file data between the FD functions of the
MCData server and the MCData UE.

- MCData-FD-3 reference point carries downlink multicast file data from the FD function of the MCData server to
the FD function of the MCData UE.

- MCData-FD-4 reference point carries uplink and downlink unicast file data between the media storage function
of the MCData server and the media storage client of the M CData UE.

Editor's Note: Combining MCData-FD-1 and M CData-FD-4 reference points and not showing the media storage
client and the media storage function as separate functional entitiesis FFS.

6.6.2 Off-network functional model

6.6.3 Functional entities description

6.6.3.1 Application plane

6.6.3.1.1 FD function

FD function of the MCData client and the MCData server is responsible to handle file distribution capability related
requests and responses.

The FD function of the MCData server is responsible for the distribution of file to the MCData communication
participants. The FD function of the MCData server provides the following functionality:

- reception of uplink file data by means of the MCData-FD-2 reference point;

- replicate the file data as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink file data by IP unicast transmission to those MCData communication participants utilizing
unicast transport by means of the MCData-FD-2 reference point; and

- distribute downlink file data using multicast downlink transport by means of the M CData-FD-3 reference point.
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6.6.3.1.2 Media storage client

The media storage client is used to support FD function of the MCData client for file distribution capability. FD
function of the MCData client interacts with media storage client for uploading and downloading file to or from the
media storage function of the MCData server.

6.6.3.1.3 Transmission/Reception control

Thisfunctiona entity isresponsible for transmission and reception control of MCData file data between the sending
MCData UE, the MCData server, and the receiving MCData UE. Transmission and reception control function is used to
provide arbitration between multiple data requests and apply the necessary policy to ensure that appropriate datais
transmitted between the MCData UE. However, when the file distribution requests are exceeding a certain size, it may
be necessary to control the datathat is transmitted or received by the MCData UEs. The control is subject to criterialike
application level priorities (e.g. user priority, group priority), service type, emergency nature of the communication, etc.
6.6.3.1.4 Media storage function

The media storage function is responsible for the storing of media uploaded by the media storage client of the MCData
UE in case of MCData file distribution. It also supports download of stored media by the MCData UE in case of file
distribution via media storage client.

6.6.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].

6.6.4 Reference points
6.6.4.1 Application plane
6.6.4.1.1 Reference point MCData-FD-1 (between the FD functions of the MCData client

and the MCData server)

MCData-FD-1 reference point is used for MCData application signalling for establishing a session in support of
MCData file distribution. The bearer is also be used for both uplink and downlink unicast data (e.g., URL associated to
file, file download completed report). The MCData-FD-1 reference point shall use the SIP-1 and SIP-2 reference points
for transport and routing of SIP signalling. MCData-FD-1 reference point can be used as long as the file size does not
exceed the capabilities (e.g. payload or transmission limits) provided by MCData-FD-1.

M essages supported on this interface include the uplink and the downlink unicast file transaction between the MCData
clientsin MCData communication viathe MCData server for:

- metadata (file size, type etc.) of the file being distributed;
- URL of thefile being distributed;
- sending download completed report;
- small sizefile;
- conversation identifier for message thread indication; and
- application plane identities for the MCData user and M CData application.
M essages supported on thisinterface may also include the MCData client providing the MCData server with

- MCData application signalling for establishing afile distribution session in support of MCData communication.
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6.6.4.1.2 Reference point MCData-FD-2 (unicast between the FD functions of the MCData
client and the MCData server)

The MCData-FD-2 reference point, which exists between the FD functions of the MCData client and the MCData
server, is used for unicast file transaction between MCData server and MCData client. The MCData-FD-2 reference
point uses the SGi reference point defined in 3GPP TS 23.002 [10].

Reference point MCData-FD-2 supports the following functions:
- file being distributed from and to the MCData client;
- conversation identifier for message thread indication; and
- application plane identities for the MCData user and M CData application.
6.6.4.1.3 Reference point MCData-FD-3 (multicast between the FD functions of the
MCData client and the MCData server)

The MCData-FD-3 reference point, which exists between the FD functions of the MCData client and the MCData
server, is used by the FD function of the M CData server to send downlink multicast file data to the FD function of the
MCData client. The MCData-FD-3 reference point uses the MB2-U interface defined in 3GPP TS 23.468 [8].

6.6.4.1.4 Reference point MCData-FD-4 (media storage function and media storage
client)
The MCData-FD-4 reference point, which exists between the media storage function and the media storage client, is

used by the media storage client of MCData UE to upload and download file to the media storage function of the
MCData server. The MCData-FD-4 reference point uses the HT TP reference point.

6.6.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

6.7 Functional model for data streaming

6.7.1 On-network functional model

Figure 6.7.1-1 shows the application plane functional model for data streaming.

MCData server MCData UE

MCData client

Data streaming MCData-DS-1 DS function
and
distribution MCData-DS-2
function MCData-DS-3

Transmission
/Reception
control

EPS
Figure 6.7.1-1: Application plane functional model for data streaming

In the model shown in figure 6.7.1-1, the following apply:
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- MCData-DS-1 reference point is used for MCData application signalling for establishing a session in support of
MCData data streaming. The bearer is also used for both uplink and downlink unicast stream download reports
(e.g. stream start and stop records).

- MCData-DS-2 reference point carries unicast data stream between the data streaming and distribution function
of the MCData server and the DS function of the MCData UE. The bearer is used for both uplink and downlink
unicast data streaming.

- MCData-DS-3 reference point carries multicast data stream from the data streaming and distribution function of
the MCData server to the DS function of the MCData UE. The bearer is used for downlink multicast data
streaming.

6.7.2 Off-network functional model

6.7.3 Functional entities description
6.7.3.1 Application plane

6.7.3.1.1 DS function

DS function of the MCData client isresponsible to handle DS capability related requests and responses for data
streaming. FD function may interact with storage entity for retrieving the locally stored data for data streaming.
6.7.3.1.2 Data streaming and distribution function

The data streaming and distribution function is responsible for the distribution of data stream to MCData
communication participants. The data streaming and distribution function provides the following functionality:

- reception of uplink data stream transmission by means of the MCData-DS-2 reference point;

- replicate the data stream as needed for distribution to those M CData communication participants using unicast
transport;

- distribute downlink data stream by IP unicast transmission to those MCData communication participants
utilizing unicast transport by means of MCData-DS-2 reference point; and

- distribute downlink data stream using multicast downlink transport by means of the MCData-DS-3 reference
point.
6.7.3.1.3 Transmission/Reception control

This functional entity is responsible for transmission and reception control of data stream between the sending MCData
UE, the MCData server, and the receiving MCData UE. Transmission and reception control function is used to provide
arbitration between multiple data requests and apply the necessary policy to ensure that appropriate data is transmitted
between the MCData UEs.

6.7.3.2 Signalling control plane

The description of the signalling control plane is contained in the common functional architecture to support MC
services as specified in 3GPP TS 23.280 [5].
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6.7.4 Reference points

6.74.1 Application plane
6.7.4.1.1 Reference point MCData-DS-1 (between the data streaming and distribution
function and the DS function)

MCData-DS-1 reference point is used for MCData application signalling for establishing a session in support of
MCData data streaming. The bearer is also used for both uplink and downlink unicast stream download reports (e.g.,
stream start and stop records). The MCData-DS-1 reference point shall use the SIP-1 and SIP-2 reference points for
transport and routing of SIP signalling.

M essages supported on this interface includes the uplink and the downlink unicast data stream between the MCData
clients MCData communication via the MCData server for

- metadata of the data being streamed;
- URL of the data being streamed;
- sending stream download report;
- conversation identifier for message thread indication; and
- application plane identities for the MCData user and MCData application.
M essages supported on thisinterface may also include the MCData client providing the MCData server with

- MCData application signalling for establishing a UE data streaming session in support of MCData
communication.

6.7.4.1.2 Reference point MCData-DS-2 (unicast between the data streaming and
distribution function and the DS function)

The MCData-DS-2 reference point, which exists between the data streaming and distribution function and the DS
function, is used to unicast data stream between the data streaming and distribution function of the MCData server and
the DS function of the MCData client. The MCData-DS-2 reference point uses the SGi reference point defined in
3GPP TS 23.002 [10].

MCData-DS-2 supports the following functions:
- stream datafrom MCData UE;
- stream data from network;
- data stream controls from the authorized MCData UE;
- stream data stream controls from the MCData UE over uplink;
- start and stop data stream from MCData UE over downlink;
- conversation identifier for message thread indication; and
- application plane identities for the MCData user and MCData application.
6.7.4.1.3 Reference point MCData-DS-3 (multicast between the data streaming and
distribution function and the DS function)

The MCData-D S-3 reference point, which exists between the data streaming and distribution function and the DS
function, is used by the data streaming and distribution function of the MCData server to send multicast data stream to
the DS function of the MCData client. The MCData-DS-3 reference point uses the MB2-U interface defined in
3GPPTS23.468 [8].
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6.7.4.2 Signalling control plane

The description of the signalling control plane reference pointsis contained in the common functional architecture to
support MC services as specified in 3GPP TS 23.280 [5].

B6A ldentities

The MCData service specific identities (e.g. MCData ID, MCData group I1D) are described in clause 8 of
3GPPTS23.280[5].

6B Application of functional model to deployments

The application of the functional model to deployments, and description of various deployment scenarios for the
MCData service, can be found in clause 9 of 3GPP TS 23.280 [5].

7 Procedures and information flows

7.1 MCData service configuration

The MCData service shall support the procedures and related information flows as specified in subclause 10.1 and
Annex A of 3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;
- TheMC service server isthe MCData server;
- TheMC serviceID isthe MCData ID; and

- The MC service user profile index isthe M CData user profile index.

7.2 Affiliation and de-affiliation to/from MCData group(s)

The MCData service shall support the procedures and related information flows as specified in subclause 10.X of
3GPP TS 23.280 [5] with the following clarifications:

- TheMC serviceclient isthe MCData client;

- TheMC service server isthe MCData server;

- The MC service group is the MCData group;

- TheMC service ID isthe MCData ID; and

- TheMC service group ID isthe MCData group ID.

When an MCData user has affiliated to an M CData group then the MCData user can send and receive MCData related
media for that M CData group. When an MCData user has de affiliated from an MCData group then the M CData user
cannot send and receive M CData related media to and from that MCData group.

7.3 Use of MBMS transmission (on-network)

7.3.1 Information flows for MBMS Transmission

Information flows for generic MBMS procedures are defined in 3GPP TS 23.280 [5].
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7.3.2 Use of pre-established MBMS bearers

The MCData service shall support the procedure for using pre-established MBM S bearers as specified in
3GPP TS 23.280 [5] with the following clarifications:

- TheMC serviceclient isthe MCData client;
- The MC service server isthe MCData server; and
- TheMC serviceID isthe MCDatalD.

The MCData service shall use the MCData-6, MCData-FD-1, MCData-FD-4, MCData-DS-1 and MCData-DS-4
reference points for this procedure.

MCData may use pre-established MBMS bearer for the MCData features file distribution and data streaming. The
MBMS bearer can be used by any group. Depending on the capacity of the MBM S bearer, the bearer can be used to
broadcast one or more servicesin parallel.

Both the media packets as well as the transmission control messages to the receiving users may be sent on the MBMS
bearer. Optionally a separate MBM S bearer could be used for the transmission control messages, due to different bearer
characteristic requirements.

7.3.3 Use of dynamic MBMS bearer establishment

The MCData service shall support the procedure for using pre-established MBMS bearers as specified
3GPP TS 23.280 [5] with the following clarifications:

- TheMC serviceclient isthe MCData client;
-  TheMC service server isthe MCData server; and
- TheMC service ID isthe MCData ID.
The MCData service shall use the MCData-6, MCData-DS-1 and MCData-DS-4 reference points for this procedure.

MCData may use dynamic MBMS bearer for the MCData features data streaming. The MBM S bearer can be used by
any group. Depending on the capacity of the MBMS bearer, the bearer can be used to broadcast one or more servicesin
parallel.

For file distributions the use of dynamic MBMS bearer is not supported.

Both the media packets as well as the transmission control messages to the receiving users may be sent on the MBM S
bearer. Optionally a separate MBMS bearer could be used for the transmission control messages, due to different bearer
characteristic requirements.

7.3.4  Switching from MBMS bearer to unicast bearer

The MCData service shall support the procedure for switching from MBMS bearer to unicast bearer as specified
3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;
- TheMC service server isthe MCData server; and
- TheMC serviceID isthe MCDatalD.

The MCData service shall use the MCData-FD-1, MCData-FD-4, MCData-DS-1 and MCData-DS-4 reference points
for this procedure.
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7.4 Short data service

7.4.1 General

There are severa procedures how an SDS message can be transported from the sender to the recipient. All of the
following factors are used by MCData client for selecting appropriate SDS procedures:

- Whether the data to transfer is within or outside the SDS data size limit to transport over signalling control plane;
- Whether the MCData user has only one SDS transaction or multiple SDS transactions;

- Whether MCData user is targeting SDS transaction to another MCData user or MCData group;

- Whether MCData UE is on-network or off-network; and

- Security reasons.

7.4.2 Short data service for on-network

The procedures described in the following subclauses are limited to single M CData system only.
7421 Information flows for short data service

74211 MCData standalone data request

Table 7.4.2.1.1-1 describes the information flow for the MCData standalone data request sent from the MCData client
to the MCData server and from the M CData server to another MCData client.

Table 7.4.2.1.1-1: MCData standalone data request

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Payload M SDS content

7.4.2.1.2 MCData data disposition notification

Table 7.4.2.1.2-1 describes the information flow for the M CData data disposition notification sent from the MCData
client to the MCData server and from the MCData server to another MCData client.
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Table 7.4.2.1.2-1: MCData data disposition notification

Information element Status Description

MCData ID M The identity of the MCData user towards which the
notification is sent

MCData ID M The identity of the MCData user sending notification

Conversation Identifier M Identifies the conversation

Reply Identifier M Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition M Disposition which is delivered or read or both

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

7.4.2.1.3 MCData standalone session data request

Table 7.4.2.1.3-1 describes the information flow for the M CData standal one session data request sent from the MCData
client to the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.3-1: MCData standalone session data request

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Standalone transaction

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

SDP offer M Media parameters offered

74214 MCData standalone session data response

Table 7.4.2.1.4-1 describes the information flow for the M CData standal one session data response sent from the
MCData client to the MCData server and from the M CData server to another MCData client.

Table 7.4.2.1.4-1: MCData standalone session data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Acceptance confirmation (0] An indication whether the client has positively
accepted the request

7.4.2.15 MCData session data request

Table 7.4.2.1.5-1 describes the information flow for the M CData session data request sent from the MCData client to
the MCData server and from the MCData server to another MCData client.
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Table 7.4.2.1.5-1: MCData session data request

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Session based transactions

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

SDP offer M Media parameters offered

7.4.2.1.6 MCData session data response

Table 7.4.2.1.6-1 describes the information flow for the M CData session data response sent from the MCData client to
the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.6-1: MCData session data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Acceptance confirmation (0] An indication whether the client has positively
accepted the request

7.4.21.7 MCData group standalone data request (MCData client — MCData server)

Table 7.4.2.1.7-1 describes the information flow for the MCData group standal one data request (in subclause 7.4.2.5.2)
sent from the MCData client to the MCData server.

Table 7.4.2.1.7-1: MCData group standalone data request (MCData client — MCData server)

Information element Status Description
MCData ID M The identity of the MCData user sending data
MCData group ID M The MCData group ID to which the data is to be sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to
Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)
Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption
Payload M SDS content
7.4.2.1.8 MCData group standalone data request (MCData server — MCData client)

Table 7.4.2.1.8-1 describes the information flow for the MCData group standal one data request (in subclause 7.4.2.5.2)
sent from the MCData server to the MCData client.
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Table 7.4.2.1.8-1: MCData group standalone data request (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData group ID M The MCData group ID to which the data is to be sent

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Payload M SDS content

7.4.2.1.9 MCData data disposition notification(s) (MCData server — MCData client)

Table 7.4.2.1.9-1 describes the information flow for the MCData data disposition notification(s) sent from the MCData
server to the MCData client.

Table 7.4.2.1.9-1: MCData data disposition notification(s) (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user towards which the
notification is sent

MCData ID M The identity of the MCData user sending notification

Conversation Identifier M Identifies the conversation

Reply Identifier M Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition M Disposition which is delivered or read or both

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

7.4.2.1.10 MCData group standalone data request (MCData client — MCData server)

Table 7.4.2.1.10-1 describes the information flow for the M CData group standal one data request (in subclause 7.4.2.6.2)
sent from the MCData client to the MCData server.

Table 7.4.2.1.10-1: MCData group standalone data request (MCData client — MCData server)

Information element Status Description
MCData ID M The identity of the MCData user sending data
MCData group 1D M The MCData group ID to which the data is to be sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to
Transaction type M Standalone transaction
Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)
Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption
SDP offer M Media parameters offered
7.4.2.1.11 MCData group standalone data request (MCData server — MCData client)

Table 7.4.2.1.11-1 describes the information flow for the M CData group standalone data request (in subclause 7.4.2.6.2)
sent from the MCData server to the MCData client.
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Table 7.4.2.1.11-1: MCData group standalone data request (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData group ID M The MCData group ID to which the data is to be sent

MCData ID M The identity of the MCData user towards which the
data is sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Standalone transaction

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

SDP offer M Media parameters offered

7.4.2.1.12 MCData group standalone data response

Table 7.4.2.1.12-1 describes the information flow for the M CData group standalone data response (in
subclause 7.4.2.6.2) sent from the MCData client to the MCData server and from the M CData server to another

MCDataclient.

Table 7.4.2.1.12-1: MCData group standalone data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData group 1D M The MCData group ID to which the data is to be sent
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Acceptance confirmation (0] An indication whether the client has positively

accepted the request

7.4.2.1.13

Table 7.4.2.1.13-1 describes the information flow for the M CData group data request sent from the MCData client to

the MCData server.

MCData group data request (MCData client — MCData server)

Table 7.4.2.1.13-1: MCData group data request (MCData client — MCData server)

Information element Status Description
MCData ID M The identity of the MCData user sending data
MCData group ID M The MCData group ID to which the data is to be sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to
Transaction type M Session based transactions
Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)
Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption
SDP offer M Media parameters offered
7.4.2.1.14 MCData group data request (MCData server — MCData client)

Table 7.4.2.1.14-1 describes the information flow for the MCData group data request sent from the MCData server to

the MCDataclient.
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Table 7.4.2.1.14-1: MCData group data request (MCData server — MCData client)

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData group ID M The MCData group ID to which the data is to be sent

MCData ID M The identity of the recipient MCData user

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Transaction type M Session based transactions

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

SDP offer M Media parameters offered

7.4.2.1.15 MCData group data response

Table 7.4.2.1.15-1 describes the information flow for the M CData group data response sent from the MCData client to
the MCData server and from the MCData server to another MCData client.

Table 7.4.2.1.15-1: MCData group data response

Information element Status Description
MCData ID M The identity of the MCData user receiving data
MCData group 1D M The MCData group ID to which the data is to be sent
MCData ID M The identity of the MCData user sent data
Conversation Identifier M Identifies the conversation
SDP answer M Media parameters selected
Acceptance confirmation (0] An indication whether the client has positively

accepted the request

7.4.2.2 One-to-one standalone short data service using signalling control plane

7.4.2.2.1 General

A MCData user initiates a standalone SDS data transfer with another MCData user. For the SDS data transfer signalling
planeis used.

7.4.2.2.2 Procedure

The procedure in figure 7.4.2.2.2-1 describes the case where an MCData user isinitiating one-to-one MCData data
communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone
refers to sending unidirectional datain one transaction. The SDS data size is assumed to be within the allowed limits
over MCData-SDS-1 using SIP reference points.

Pre-conditions:
1. MCDatauserson MCDataclient 1 and MCData client 2 are already registered for receiving MCData service.

2. MCDataclient 1 and MCData client 2 belong to the same M CData system.
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Figure 7.4.2.2.2-1: One-to-one standalone short data service using signalling control plane

The user at MCData client 1 initiates an SDS data transfer for the chosen M CData user.

MCData client 1 sends a M CData standal one data request towards the MCData server. The MCData standal one
data request contains conversation identifier for message thread indication. The MCData standalone data request
may contain disposition request if indicated by the user at MCData client 1.

MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone
datarequest. The MCData server also checks whether any policy isto be asserted to limit certain types of
message or content to certain members due, for example, to location or user privilege or affiliation.

MCData server initiates the M CData standal one data request towards the M CData user.

If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.)
then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload
contains application data or command instructions are specific based on the contents of the payload. Payload
content received by MCData client 2 which is addressed to a known local non-M CData application that is not yet
running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application)
and shall pass the payload content to the just started application.

If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition
notification from MCData client may be stored by the MCData server for disposition history interrogation from
authorized MCData users.

MCData data disposition notification is sent to the disposition requesting user at MCData client 1.

. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving

user reads the data, the receiving MCData client 2 initiates a MCData data disposition notification for read
report. The MCData data disposition notification from MCData client may be stored by the MCData server for
disposition history interrogation from authorized MCData users. The MCData data disposition notification from
MCData client may be stored by the MCData server for disposition history interrogation from authorized
MCData users.

MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
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7.4.2.3 One-to-one standalone short data service using media plane

7.4.2.3.1 General

A MCData user initiates a standalone SDS data transfer with another MCData user. For the SDS data transfer media
planeis used.

7.4.2.3.2 Procedure

The procedure in figure 7.4.2.3.2-1 describes the case where an MCData user isinitiating one-to-one MCData data
communication for sending standalone SDS data to other MCData user, with or without disposition request. Standalone
refers to sending unidirectional datain one transaction. The SDS data size is assumed to be above the allowed limits
over MCData-SDS-1 interface using SIP reference points or greater than the auto-receive size.

Pre-conditions:
1. MCDatauserson MCDataclient 1 and MCData client 2 are already registered for receiving MCData service.

2. MCDataclient 1 and MCData client 2 belong to the same M CData system.
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Figure 7.4.2.3.2-1: One-to-one standalone short data service using media plane

1. User a MCDataclient 1 would like to initiate a SDS data transfer request for the chosen MCData user.

2. MCbDataclient 1 sends a M CData standal one session data request towards the MCData server. The MCData
standal one data request contains one M CData user for one-to-one data communication as selected by the user at
MCDataclient 1. The MCData standalone session data request contains conversation identifier for message
thread indication. The MCData data request may contain disposition request if indicated by the user at MCData
client 1.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData standalone
session data request. The MCData server also checks whether any policy isto be asserted to limit certain types of
message or content to certain members due, for example, to location or user privilege. M CData server
determines the eligible M CData user(s) after policy assertion for sending the MCData standal one session data
request.
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4. MCData server initiates the M CData standal one session data request towards the MCData user.

5. Thereceiving MCData client 2 automatically accepts the M CData standal one session data request and responds
with M CData standal one session data response towards M CData server.

6. MCData server forwards the MCData client 2 accepted response to the MCData user initiating the MCData
standal one session data request.

NOTE: If the SDS data size to transfer is above the SDS auto-receive size, the MCData user of MCData client 2
is notified of the MCData standalone session data request and the MCData user responseis forwarded in
the M CData standal one session data response.

7. MCDataclient 1 and MCData client 2 have successfully established media plane for data communication and the
MCDataclient 1 transmits the SDS data.

8. If the payload is for MCData user consumption (e.g. is not application data, is not command instructions, etc.)
then the MCData user of MCData client 2 may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData client 2 shall not be notified. The action taken when the payload
contains application data or command instructions are specific based on the contents of the payload. Payload
content received by MCData client 2 which is addressed to aknown local non-M CData application that is not yet
running shall cause the MCData client 2 to start the local non-M CData application (i.e., remote start application)
and shall pass the payload content to the just started application.

9. If the MCData data disposition for delivery was requested by the user at M CData client 1, then the receiving
MCData client initiates a MCData data disposition notification for delivery report. The MCData data disposition
notification from the receiving MCData client may be stored by the MCData server for disposition history
interrogation from authorized MCData users.

10. MCData data disposition notification is sent to the disposition requesting user at MCDataclient 1.

11. If the MCData disposition for read was requested by the user at MCData client 1, then once the receiving user
reads the data, the receiving MCData client 2 initiates a M CData disposition notification for read report. The
M CData data disposition notification from the receiving MCData client may be stored by the MCData server for
disposition history interrogation from authorized MCData users.

12. MCData data disposition notification is sent to the disposition requesting user at MCData client 1.
7.4.2.4 One-to-one short data service session

7.4.2.4.1 General

A MCData user triggers an establishment of a MCData session with another MCData user for the exchange of SDS
data.

7.4.2.4.2 Procedure

The procedure in figure 7.4.2.4.2-1 describes the case where an MCData user isinitiating data communication session
with another MCData user for exchanging at least one SDS data transaction between them, with or without disposition
request using MCData-SDS-1 and MCData-SDS-2 or MCData-SDS-3 reference points.

Pre-conditions:

1. MCDatauserson MCDataclient 1 and MCData client 2 are already registered for receiving MCData service.
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Figure 7.4.2.4.2-1: One-to-one short data service session

1. User at MCDataclient 1 would like to initiate a SDS data communication session request for the chosen
MCData user.

2. MCbDataclient 1 sends a M CData session data request towards the MCData server. The MCData standal one data
reguest contains one M CData user for one-to-one data communication as selected by the user at MCData client
1. The MCData session data request contains conversation identifier for message thread indication.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData session data
request. The MCData server also checks whether any policy isto be asserted to limit certain types of message or
content to certain members due, for example, to location or user privilege. MCData server determines the
eligible MCData user(s) after policy assertion for sending the MCData session data request.

4. MCData server initiates the MCData session data request towards the MCData user determined.
5. Thereceiving MCData client 2 optionally notifies the user about the incoming M CData session data request.

6. Thereceiving MCData client 2 accepts the MCData session data request and responds with MCData session data
response towards MCData server.

7. MCData server forwards the MCData client 2 accepted response to the MCData user initiating the MCData
session data request.

8. and 10. MCData client 1 and MCData client 2 have successfully established media plane for data communication
and either MCData client can transmit SDS data. The MCData data request may contain disposition request if
indicated by the client sending data. If MCData data disposition was requested by the user, then the receiving
MCData client initiates a M CData data disposition notification for delivery, read reports to the disposition
requesting user. The MCData data disposition notification from MCData user may be stored by the MCData
server for disposition history interrogation from authorized users.

9. and 11. If the payload is for MCData user consumption (e.g. is hot application data, is not command instructions,
etc.) then the MCData user of MCData client 2 may be notified, otherwise the MCData user of MCData client 2
shall not be notified.

12. After SDS data transaction is complete, the established media plane is released.
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7.4.25 Group standalone short data service using signalling control plane

7.4.25.1 General

Theinitiation of a group standalone SDS to a selected group resultsin affiliated group members receiving the SDS data.
The SDS data size is assumed to be within the allowed limits over MCData-SDS-1 using S|P reference points.

7.4.25.2 Procedure

The procedure in figure 7.4.2.5.2-1 describes the case where an MCData user isinitiating group standalone MCData
data communication with or without disposition request, to a group.

Pre-conditions:

1. MCData userson MCData clients 1 to n belong to the same group and are aready registered for receiving
MCData service and affiliated.
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Figure 7.4.2.5.2-1: Group standalone SDS using signalling control plane

1. Theuser at MCDataclient 1 initiates an SDS data transfer to multiple M CData users selecting a pre-configured
group (identified by MCData group ID) and optionally particular members from that group.

2. MCDataclient 1 sends a MCData group standalone data request towards the MCData server. The MCData group
standalone data request contains target recipient(s) as selected by the user at MCData client 1.The MCData
group standal one data request contains conversation identifier for message thread indication. The MCData group
standalone data request may contain disposition request if indicated by the user at MCData client 1.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group
standalone data request. The MCData server resolves the M CData group 1D to determine the members of that
group and their affiliation status, based on the information from the group management server. The MCData
server also checks whether any policy isto be asserted to limit certain types of message or content to certain
members due, for example, to location or user privilege or affiliation.

4. MCData server initiates the MCData group standal one data request towards the each MCData user determined in
Step 3.

5. If the payload is for MCData user consumption (e.g. is not application data, is hot command instructions, etc.)
then the MCData user of MCData clients 2 to n may be notified. Otherwise if the payload is not for MCData user
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consumption, then the MCData user of MCData clients 2 to n shall not be notified. The action taken when the
payload contains application data or command instructions are specific based on the contents of the payload.
Payload content received by MCData client 2 which is addressed to a known local non-MCData application that
isnot yet running shall cause the MCData client 2 to start the local non-M CData application (i.e., remote start
application) and shall pass the payload content to the just started application.

6. If the MCData data disposition for delivery was requested by the user at M CData client 1, then the receiving
MCData client(s) initiates a MCData data disposition notification for delivery report.

7. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving M CData client 2 initiates a M CData data disposition notification for read
report.

8. The MCData data disposition notification(s) from MCData client may be stored by the MCData server for
disposition history interrogation from authorized M CData users. The MCData data disposition notification(s)
from each MCData user may be aggregated.

9. Aggregated or individual MCData data disposition notification(s) is sent to the disposition requesting user at

MCDataclient 1.
7.4.2.6 Group standalone short data service using media plane
7.4.2.6.1 General

Theinitiation of a group standalone SDS to a selected group resultsin affiliated group members receiving the SDS data.
The SDS data size is assumed to be above the allowed limits over MCData-SDS-1 interface using SIP reference points.
7.4.2.6.2 Procedure

The procedure in figure 7.4.2.6.2-1 describes the case where an MCData user isinitiating group standalone MCData
data communication with or without disposition request to a group.

Pre-conditions:

1. MCData users on MCDataclient 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.
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Figure 7.4.2.6.2-1: Group standalone SDS using media plane

1. User at MCDataclient 1 would like to initiate a SDS data transfer request to multiple MCData users selecting a
pre-configured group (identified by MCData group 1D) and optionally particular members from that group.

2. MCDataclient 1 sends a MCData group standal one data request towards the MCData server. The MCData group
standalone data request contains target recipient(s) as selected by the user at MCData client 1. The MCData
group standal one data request contains conversation identifier for message thread indication. The MCData group
standalone data request may contain disposition request if indicated by the user at MCData client 1.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group
standal one data request. The MCData server resolves the MCData group D to determine the members of that
group and their affiliation status, based on the information from the group management server. The MCData
server also checks whether any policy isto be asserted to limit certain types of message or content to certain
members due, for example, to location or user privilege.

4. MCData server initiates the MCData group standal one data request towards each M CData user determined in
Step 3.

5. Thereceiving MCData clients 2 to n automatically accepts the M CData group standal one data request and
responds with M CData group standalone data response towards MCData server.

6. MCData server forwards the MCData clients 2 to n accepted response to the MCData user initiating the MCData
group standal one data request.

NOTE 1: Step 6 can occur at any time following step 4, and prior to step 7 depending on the conditions to proceed
with the data transmission.

7. MCDataclient 1 and MCData server have successfully established media plane for data communication and the
MCDataclient 1 transmits the SDS data.

8. MCDataserver distributes the data received from MCData client 1 to MCData clients 2 to n over the established
media plane. After completion of the MCData transfer from MCData client 1, media plane resources associated
to the data communication are rel eased.
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NOTE 2: MCData server isnot required to wait for the complete reception of SDS datafrom MCDataclient 1 prior
to initiating transmission to MCData client 2 to n.

9. If the payload is for MCData user consumption (e.g. is not application data, is hot command instructions, etc.)
then the MCData user of MCData client 2 to n may be notified. Otherwise if the payload is not for MCData user
consumption, then the MCData user of MCData client 2 to n shall not be notified. The action taken when the
payload contains application data or command instructions are specific based on the contents of the payload.
Payload content received by MCData client 2 which is addressed to a known local non-MCData application that
isnot yet running shall cause the MCData client 2 to start the local non-M CData application (i.e., remote start
application) and shall pass the payload content to the just started application.

10. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData client(s) initiates a M CData data disposition notification for delivery report.

11. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving M CData client 2 initiates a M CData data disposition notification for read
report.

12. The MCData data disposition naotification(s) from M CData client may be stored by the MCData server for
disposition history interrogation from authorized MCData users. The MCData data disposition notification(s)
from each M CData user may be aggregated.

13. Aggregated or individual MCData data disposition notification(s) is sent to the disposition requesting user at

MCDataclient 1.
7.4.2.7 Group short data service session
74271 General

Theinitiation of agroup SDS to a selected group results in affiliated group members exchanging SDS data.

7.4.2.7.2 Procedure

The procedure in figure 7.4.2.7.2-1 describes the case where an MCData user isinitiating SDS data communication
session with an MCData group for exchanging SDS data transactions between the group participants, with or without
disposition request, using MCData-SDS-1 and MCData-SDS-2reference points.

Pre-conditions:

1. MCData users on MCDataclient 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.
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Figure 7.4.2.7.2-1. Group SDS session

1. User a MCDataclient 1 would like to initiate a SDS group data transfer request to multiple MCData users
selecting a pre-configured group (identified by MCData group 1D) and optionally particular members from that

group.

2. MCbDataclient 1 sends a MCData group data request towards the MCData server. The MCData group data
request contains M CData group |D as selected by the user at MCDataclient 1. The MCData session data request
contains conversation identifier for message thread indication.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group data
reguest. The MCData server resolves the MCData group ID to determine the members of that group and their
affiliation status, based on the information from the group management server. The MCData server also checks
whether any policy isto be asserted to limit certain types of message or content to certain members due, for
example, to location or user privilege.

4. MCData server initiates the MCData group data request towards each MCData user determined in Step 3.
5. Thereceiving MCData clients 2 to n optionally notify the user about the incoming M CData session data request.

6. Thereceiving MCData client 2 to n accept or reject the MCData group data request and the corresponding result
isin the MCData group data response towards M CData server.

7. MCData server forwards the MCData client 2 accepted response to the MCData user initiating the MCData
session data request.

NOTE: Step 7 can occur at any time following step 4, and prior to step 8 depending on the conditions to proceed
with the data transmission.

8. MCDataclient 1 and the MCData group data request accepted clients have successfully established media plane
for data communication and either MCData client can transmit SDS data. The MCData data request may contain
disposition request if indicated by the client sending data. If the payload isfor MCData user consumption (e.g. is
not application data, is not command instructions, etc.) then the SDS data receiving MCData users may be
notified, otherwise those MCData users shall not be notified.

9. If MCData data disposition was regquested by the user, then the SDS data receiving MCData client initiates a
MCData data disposition notification for delivery, read reports to the disposition requesting user. The MCData
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data disposition natification from M CData user may be stored by the MCData server for disposition history
interrogation from authorized users.

10. Based on the MCData user action or conditions to release, the established media plane for SDS data exchange is
released.

7.4.3 Short data service for off-network

7.4.3.1 General
7.4.3.2 Information flows for short data service
7.4.3.2.1 MCData standalone data request

Table 7.4.3.2.1-1 describes the information flow for the MCData standalone data request sent from the MCData client
to another MCData client.

Table 7.4.3.2.1-1: MCData standalone data request

Information element Status Description

MCData ID M The identity of the MCData user sending data

MCData ID M The identity of the MCData user towards which the
data is sent

Date and Time M Date and time of transmission

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

Payload M SDS content

7.4.3.2.2 MCData data disposition notification

Table 7.4.3.2.2-1 describes the information flow for the M CData data disposition notification sent from the MCData
client to another MCData client.

Table 7.4.3.2.2-1: MCData data disposition notification

Information element Status Description

MCData ID M The identity of the MCData user towards which the
notification is sent

MCData ID M The identity of the MCData user sending notification

Conversation Identifier M Identifies the conversation

Reply Identifier M Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition M Disposition which is delivered or read or both

Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption

7.4.3.2.3 MCData group standalone data request

Table 7.4.3.2.3-1 describes the information flow for the MCData group standal one data request sent from the MCData
client to another MCData client.
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Table 7.4.3.2.3-1: MCData group standalone data request
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Information element Status Description
MCData ID M The identity of the MCData user sending data
MCData group ID M The MCData group ID to which the data is to be sent
Date and Time M Date and time of transmission
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to
Disposition Type (0] Indicates the disposition type expected from the
receiver (i.e., delivered or read or both)
Payload Destination Type M Indicates whether the SDS payload is for application
consumption or MCData user consumption
Payload M SDS content
7.4.3.3 One-to-one standalone short data service using signalling control plane
7.4.3.3.1 General
This subclause describes the detailed procedures for the scenario where SDS datais to be sent to MCData user in off-
network.
7.4.3.3.2 Procedure

Figure 7.4.3.3.2-1 describes procedures for an off-network MCData client 1 initiating one-to-one MCData data
communication for sending standalone SDS data to other MCData client, with or without disposition request.
Standalone refers to sending unidirectional datain one transaction. The SDS data size is assumed to be pre-configured.

Pre-conditions:

1. MCDatauser 1 hasinitiated communication for sending standalone SDS data to other MCData user 2.

2. MCbDataclient 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct

communication capable.

3. MCDataclient 1 has discovered MCData client 2 in proximity, associated with MCData user B, using ProSe

Discovery procedures.

MCData client
1

MCData client

2

1. Check
authorization

2. MCData standalone data request

Lt

3. Assert policy

4. Process
payload

5. MCData data disposition notification

Figure 7.4.3.3.2-1: One-to-one standalone short data service using signalling control plane

1. MCDataclient 1 checks whether the MCData user 1 is authorized to send M CData standal one data request.
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2. If MCData user 1 is authorised MCData client 1 sends a M CData standal one data request towards the MCData
client 2. The MCData standal one data request contains conversation identifier for message thread indication. The
M CData standal one data request may contain disposition request if indicated by the user at MCData client 1.

3. Onreceiving aMCData standal one data request, the MCData client 2 checks whether any policy is to be asserted
to limit certain types of message or content to certain members due, for example, to location or user privilege.

4. If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is
not command instructions, etc.) then the MCData user of MCData client 2 may be notified. Otherwise if the
payload is not for MCData user consumption, then the MCData user of MCData client 2 shall not be notified.
The action taken when the payload contains application data or command instructions are specific based on the
contents of the payload. Payload content received by MCData client 2 which is addressed to a known local non-
MCData application that is not yet running shall cause the MCData client 2 to start the local non-MCData
application (i.e., remote start application) and shall pass the payload content to the just started application.

NOTE: If the policy assertion was negative, the M CData client 2 sends an appropriate notification to MCData
client 1.

5. If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCDataclient 2 initiates a M CData data disposition notification for delivery report.

6. If the MCData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData client 2 initiates a M CData data disposition notification for read

report.
7.4.3.4 Group standalone short data service using signalling control plane
74341 General

Theinitiation of a group standalone SDS to a selected group resultsin off-network M CData group members receiving
the SDS data.

7.4.3.4.2 Procedure

Figure 7.4.3.4.2-1 describes procedures for an off-network MCData client 1 initiating group M CData data
communication for sending SDS datato a MCData group, with or without disposition request. The SDS data size limit
is pre-configured.

Pre-conditions:
1. MCDatauser 1 hasinitiated group communication for sending SDS data to the M CData group.

2. Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCData client 1.

3. MCbDataclient 1 to MCData client N are members of the same M CData group.
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Figure 7.4.3.4.2-1: Group standalone short data service using signalling control plane

MCData client 1 checks whether the MCData user 1 is authorized to send M CData group standal one data
request.

If MCData user 1 is authorised MCData client 1 sends a M CData group standalone data request towards the
MCData group. The MCData group standalone data request contains conversation identifier for message thread
indication. The MCData group standal one data request may contain disposition request if indicated by the user at
MCDataclient 1. If MCData group standal one data request contains disposition request, MCData group

standal one data request shall also contain the | P address of the MCData client 1.

On receiving a MCData group standalone data request, the MCData clients check whether any policy isto be
asserted to limit certain types of message or content to certain members due, for example, to location or user

privilege.

If the policy assertion is positive and the payload is for MCData user consumption (e.g. is not application data, is
not command instructions, etc.) then the MCData user may be notified. Otherwise if the payload is not for
MCData user consumption, then the MCData user shall not be notified. The action taken when the payload
contains application data or command instructions are specific based on the contents of the payload. Payload
content received by MCData client 2 which is addressed to a known local hon-M CData application that is not yet
running shall cause the MCData client 2 to start the local non-MCData application (i.e., remote start application)
and shall pass the payload content to the just started application.

NOTE: If the policy assertion was negative, the MCData client sends an appropriate notification to MCData

5.

7.5

client 1.

If the MCData data disposition for delivery was requested by the user at MCData client 1, then the receiving
MCData clientsinitiate a MCData data disposition notification for delivery report.

If the M CData data disposition for read was requested by the user at MCData client 1, then once the receiving
user reads the data, the receiving MCData client 2 initiates a M CData data disposition notification for read
report.

File distribution

751 General

File distribution (mandatory and non-mandatory download) is enabled for both one-to-one and group.
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75.2 File distribution for on-network
7521 Information flows for file distribution

75211 MCData upload data request

Table 7.5.2.1.1-1 describes the information flow for the MCData upload data request sent from the MCData client to the
MCData server.

Table 7.5.2.1.1-1: MCData upload data request

Information element Status Description
MCData ID M The identity of the MCData user uploading data
Content M Content to upload
75.21.2 MCData upload data response

Table 7.5.2.1.2-1 describes the information flow for the MCData upload data response sent from the MCData server to
the MCData client.

Table 7.5.2.1.2-1: MCData upload data response

Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
Upload confirmation M An indication whether the content storage is successful
or not
Content reference 0] URL reference of the content stored
7.5.2.1.3 MCData download data request

Table 7.5.2.1.3-1 describes the information flow for the MCData download data request sent from the M CData client to
the MCData server.

Table 7.5.2.1.3-1: MCData download data request

Information element Status Description
MCData ID M The identity of the MCData user downloading data
Content reference M URL reference to the content to download
75214 MCData download data response

Table 7.5.2.1.4-1 describes the information flow for the M CData download data response sent from the MCData server
to the MCData client.

Table 7.5.2.1.4-1: MCData download data response

Information element Status Description
MCData ID M The identity of the MCData user requesting to
download data
Content 0 Requested content to download
7.5.2.15 MCData FD request (using HTTP)

Table 7.5.2.1.5-1 describes the information flow for the MCData FD request (in subclause 7.5.2.4.2) sent from the
MCData client to the MCData server and from the MCData server to another MCData client.
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Table 7.5.2.1.5-1: MCData FD request (using HTTP)

Information element Status Description

MCData ID M The identity of the MCData user sending file

MCData ID M The identity of the MCData user receiving file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed reported is
expected or not

Download indication (0] Indicates mandatory download

Content reference M URL reference to the content and file metadata
information

7.5.2.1.6 MCData FD response (using HTTP)

Table 7.5.2.1.6-1 describes the information flow for the MCData FD response (in subclause 7.5.2.4.2) sent from the
MCData client to the MCData server and from the MCData server to another M CData client.

Table 7.5.2.1.6-1: MCData FD response (using HTTP)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
Acceptance confirmation M An indication whether the client has positively
accepted the request

75.2.1.7 MCData download completed report

Table 7.5.2.1.7-1 describes the information flow for the MCData download completed report sent from the MCData
client to the MCData server and from the MCData server to another MCData client.

Table 7.5.2.1.7-1: MCData download completed report

Information element Status Description

MCData ID M The identity of the MCData user sending FD request

MCData ID M The identity of the MCData user sending response

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier M Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition confirmation M An indication that the client has completed
downloading file

7.5.2.1.8 MCData FD request (using media plane)

Table 7.5.2.1.8-1 describes the information flow for the MCData FD request (in subclause 7.5.2.5.2) sent from the
MCData client to the MCData server and from the M CData server to another MCData client.
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Table 7.5.2.1.8-1: MCData FD request (using media plane)

Information element Status Description

MCData ID M The identity of the MCData user sending file

MCData ID M The identity of the MCData user receiving file

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed reported is
expected or not

Download indication (0] Indicates mandatory download

SDP offer M Media parameters offered

Content reference M URL reference to the content and file metadata

information

ETSI TS 123 282 V14.1.0 (2017-05)

75.2.1.9 MCData FD response (using media plane)

Table 7.5.2.1.9-1 describes the information flow for the MCData FD response (in subclause 7.5.2.5.2) sent from the
MCData client to the MCData server and from the MCData server to another M CData client.

Table 7.5.2.1.9-1:

MCData FD response (using media plane)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
SDP answer M | Media parameters selected
Acceptance confirmation M An indication whether the client has positively

accepted the request

7.5.2.1.10 MCData group standalone FD request (using HTTP)

Table 7.5.2.1.10-1 describes the information flow for the M CData group standalone FD request (in subclause 7.5.2.6.2)
sent from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.5.2.1.10-1: MCData FD request (using HTTP)

Information element Status Description

MCData ID M The identity of the MCData user sending file

MCData group 1D M The MCData group ID to which the file is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed reported is
expected or not

Download indication 0 Indicates mandatory download

Content reference M URL reference to the content and file metadata
information

7.5.2.1.11 MCData group standalone FD response (using HTTP)

Table 7.5.2.1.11-1 describes the information flow for the M CData group standalone FD response (in
subclause 7.5.2.6.2) sent from the MCData client to the MCData server and from the M CData server to another
MCData client.
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Table 7.5.2.1.11-1: MCData group standalone FD response (using HTTP)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData group ID M The MCData group ID to which the file is to be sent
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
Acceptance confirmation M An indication whether the client has positively
accepted the request

7.5.2.1.12 MCData group standalone FD request (using media plane)

Table 7.5.2.1.12-1 describes the information flow for the M CData group standal one FD request (in subclause 7.5.2.7.2)

sent from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.5.2.1.12-1: MCData group standalone FD request (using media plane)

Information element Status Description

MCData ID M The identity of the MCData user sending file

MCData group 1D M The MCData group ID to which the data is to be sent

Conversation Identifier M Identifies the conversation

Transaction Identifier M Identifies the MCData transaction

Reply Identifier (0] Identifies the original MCData transaction to which the
current transaction is a reply to

Disposition indication (0] Indicates whether file download completed reported is
expected or not

Download indication (0] Indicates mandatory download

SDP offer M Media parameters offered

Content reference M URL reference to the content and file metadata
information

7.5.2.1.13 MCData group standalone FD response (using media plane)

Table 7.5.2.1.13-1 describes the information flow for the M CData group standalone FD response (in
subclause 7.5.2.7.2) sent from the MCData client to the MCData server and from the M CData server to another
MCData client.

Table 7.5.2.1.13-1: MCData group standalone FD response (using media plane)

Information element Status Description
MCData ID M The identity of the MCData user sending FD request
MCData group 1D M The MCData group ID to which the file is to be sent
MCData ID M The identity of the MCData user sending response
Conversation Identifier M Identifies the conversation
SDP answer M | Media parameters selected
Acceptance confirmation M An indication whether the client has positively
accepted the request
7522 File upload using HTTP

75221 General

The MCDataclient uses HTTP for a standal one data file upload towards the MCData server.

7.5.2.2.2 Procedure

The procedure in figure 7.5.2.2.2-1 describes the case where an MCData user is uploading file to media storage function

of MCData server.

Pre-conditions:
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1. The MCData user onthe MCData client 1 isregistered for receiving MCData service.

MCData client
1 MCData server

1. initiate upload request

2. MCData upload data request

3. MCData upload data response

Figure 7.5.2.2.2-1: File upload using HTTP

1. Theuser at the MCDataclient 1 initiates afile upload request of the chosen file.

2. Thefileto be uploaded is received by the media storage client at the MCData client 1 and sent to the media
storage function on the MCData server for storing using the MCData upload data request.

3. The MCData server aso applies transmission control policy before storage and provides a M CData upload data
response indicating success (along with file URL to the media storage client at the MCData client 1) or failure.

7523 File download using HTTP

7.5.2.3.1 General

The MCDataclient usesHTTP for a standalone data file download from the MCData server.

7.5.2.3.2 Procedure

The procedure in figure 7.5.2.3.2-1 describes the case where an MCData user is downloading a file from the media
storage function of the MCData server.

Pre-conditions:

1. The MCData user on the MCDataclient 1 is registered for receiving MCData service.

MCData client

MCData server

1. initiate download
request

2. MCData download data request

3. MCData download data response

<

Figure 7.5.2.3.2-1: File download using HTTP

1. Theuser at the MCDataclient 1 initiates afile download request available at the indicated URL.

2. Thefile available at the URL (received in MCData FD request) is requested to be downloaded by the media
storage client at the MCData client 1 from the media storage function on the MCData server using aMCData
download data request.
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3. The media storage function applies reception control policy and provides a M CData download data response
including the file to the media storage client at MCDataclient 1.

7524 One-to-one file distribution using HTTP

75241 General

The MCDataclient uses HTTP for a standal one data file download from another MCData client. The procedure is
appropriate for both mandatory and non-mandatory download cases.

7.5.2.4.2 Procedure

The procedure in figure 7.5.2.4.2-1 describes the case where an MCData user isinitiating one-to-one data
communication for sending file to the other MCData user, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 and the MCData client 2 are aready registered for receiving MCData
service.

2. Fileto be distributed is uploaded to media storage function on MCData server using the procedures defined in
subclause 7.5.2.2.

MCData client MCData server MCData client

1 2

1. initiate data request

2. MCData FD request -
—

‘ 3. Authorize request ‘

|
‘ 4. Transmission/ ‘

Reception control

5. MCData FD request -

ffffffffffffffffffffffff

8. MCData FD response 7. MCData FD response

A

9. Download file

11. MCData download completed report - 10. MCData download completed report

Figure 7.5.2.4.2-1: One-to-one file distribution using HTTP

1. Theuser at the MCDataclient 1 initiates afile distribution request to the chosen MCData user.

2. TheMCDataclient 1 sends a MCData FD request towards the MCData server. The MCData FD reguest contains
content payload in the form of file URL and may contain the file metadata information. The MCData FD request
contains one M CData user for one-to-one data communication as selected by the user at MCDataclient 1. The
MCData FD request contains conversation identifier for message thread indication. If MCData user at MCData
client 1 has requested to mandatory download at the recipient side, then MCData FD request contains mandatory
download indication. The MCData FD request may contain download completed report indication if selected by
the user at MCData client 1.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request.

4. The MCData server also applies transmission and reception control and the necessary policy to ensure that
appropriate data is transmitted between the MCData UEs.
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5. MCData server initiates the MCData FD request towards the MCData user.

6. Thereceiving MCData client 2 notifies the user about the incoming MCData FD request (including file
metadata, if present) which may be either accepted or rejected or ignored. MCData user may not be sought
consent if the request includes mandatory download indication in the MCData FD request and instead only
notify the MCData user about file downloading.

7. MCData user 2 provides aresponse (accept or reject) to the notification, then MCData client 2 sends the
MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData FD
response when the incoming request included mandatory download indication.

8. The MCData server forwards the MCData FD response to the MCData client 1.

9. MCData client 2 downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for
mandatory download) or based upon the MCData user 2 consent. The MCData client 2 records file download
completed and notifies M CData user 2.

10. MCDataclient 2 initiates a M CData download completed report for reporting file download completed, if
reguested by the user at MCData client 1.

11. The MCData file download completed report from MCData user may be stored by the MCData server for
download history interrogation from the authorized M CData users. M CData download completed report is sent
by the MCData server to the user at MCData client 1.

7525 One-to-one file distribution using media plane

7.5.25.1 General

The MCData client uses the media plane for a standalone data file download from another MCData client. The
procedure is appropriate for mandatory download case.

7.5.25.2 Procedure

The procedure in figure 7.5.2.5.2-1 describes the case where an MCData user isinitiating one-to-one data
communication for sending file to the other MCData user, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 and the MCData client 2 are already registered for receiving MCData
service.
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Figure 7.5.2.5.2-1: One-to-one file distribution using media plane

The user at the MCData client 1 initiates a file distribution request to the chosen MCData user.

MCDataclient 1 sends a MCData FD request towards the MCData server. The MCData FD request may contain
the file metadata information. The MCData FD request contains one M CData user for one-to-one data
communication as selected by the user at MCData client 1. The MCData FD request contains conversation
identifier for message thread indication. MCData FD request may contain mandatory download indication. The
MCData FD request may contain download completed report indication if selected by the user at MCData client
1

MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData FD request.

The MCData server also applies transmission and reception control and the necessary policy to ensure that
appropriate data is transmitted between the MCData UEs.

MCData server initiates the MCData FD request towards the MCData user.

The receiving M CData client 2 notifies the user about the incoming M CData FD request (including file metadata
if present) which may be either accepted or rejected or ignored. MCData user may not be sought consent if the
request includes mandatory download indication in the MCData FD request and instead only notify the MCData
user about file downloading.

If the target MCData user 2 provides a response (accept or reject) to the notification, then the MCData client 2
sends the MCData FD response to the MCData server. MCData client 2 automatically sends accepted MCData
FD response when the incoming request included mandatory download indication.

MCData server forwards the MCData FD response from MCData client 2 back to MCData client 1.

MCDataclient 1 distributes the file over the established media plane to MCData server.

10. MCData server distributes the file received from MCData client 1 to MCData client 2 over the established media

plane. File download report is shared by the MCData client 2, if requested by the user at MCData client 1. After

file transaction is completed, the media plane is released. The MCData client 2 records file download completed

and notifies MCData user 2.

NOTE: MCDataserver isnot required to wait for the complete download of file from MCDataclient 1 prior to

initiating file distribution to MCData client 2.

11. MCDatacclient 2 initiates a M CData download completed report for reporting file download completed, if

requested by the user at MCData client 1.
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12. The MCData file download completed report from M CData client may be stored by the M CData server for
download history interrogation from the authorized M CData users. M CData download completed report is sent
by the MCData server to the user at MCData client 1.

7.5.2.6 Group standalone file distribution using HTTP

7.5.2.6.1 General

Theinitiation of a group standalone FD using HTTP to a selected group, results in affiliated group members receiving
the file data.

7.5.2.6.2 Procedure

The procedure in figure 7.5.2.6.2-1 describes the case where an MCData user isinitiating group standal one data
communication for sending file to multiple MCData users, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.

2. Fileto be distributed is uploaded to media storage function on MCData server using the procedures defined in
subclause 7.5.2.2.

Group
MCData server management
server

MCData client
1

1. initiate data request ‘

MCData client
2ton

2. MCData group

|standalone FD requss

‘ 3. Resolve group id

‘ 4. Transmission/
Reception control

5. MCData group standalone FD request

8. MCData group g 7. MCData group standalone FD response ‘[

standalone FD response
>, f

9. Download file

10. MCData download completed report

ir 11. Aggregate download !
completed report i

12. MCData download
completed report

Figure 7.5.2.6.2-1: Group standalone FD using HTTP

1. The user at the MCDataclient 1 initiates a file distribution request to multiple MCData users selecting a pre-
configured group (identified by MCData group ID) and optionally particular members from that group.

2. The MCDataclient 1 sends a MCData group standalone FD request towards the MCData server. The MCData
FD request contains content payload in the form of file URL and may contain the file metadata information. The
MCData group standalone data request contains target recipient(s) as selected by the user at MCDataclient 1.
The MCData group standalone FD request contains conversation identifier for message thread indication. If
MCData user at MCData client 1 has requested to mandatory download at the recipient side, then MCData group
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standalone FD request contains mandatory download indication. The MCData group standalone FD request may
contain download completed report indication if selected by the user at MCData client 1.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group
standalone FD request. The MCData server resolves the MCData group ID to determine the members of that
group and their affiliation status, based on the information from the group management server.

4. The MCData server also applies transmission and reception control and the necessary policy to ensure that
appropriate data is transmitted between the MCData UEs.

5. MCData server initiates the MCData group standalone FD request towards each M CData user determined in step
3.

6. Thereceiving MCData clients 2 to n notify the user about the incoming MCData group standalone FD request
(including file metadata, if present) which may be either accepted or rejected or ignored. MCData user may not
be sought consent if the request includes mandatory download indication in the MCData group standalone FD
request and instead only notify the MCData user about file downloading.

7. MCData user on MCData clients 2 to n provides a response (accept or reject or ignore) to the notification, then
respective M CData client sends the MCData group standalone FD response to the MCData server. MCData
client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request
included mandatory download indication.

8. The MCData server forwards the MCData group standalone FD response to the MCData client 1.

NOTE: Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed
with the file transmission.

9. MCData client(s) downloads the file using the procedures defined in subclause 7.5.2.3, either automatically (for
mandatory download) or based upon the MCData user consent. The MCData clients successfully receiving the
file, records file download completed and notifies M CData user.

10. The MCData client(s), successfully receiving the file, initiate a MCData download completed report for
reporting file download completed, if requested by the user at MCData client 1.

11. The MCData file download completed report from M CData client(s) may be stored by the MCData server for
download history interrogation from the authorized MCData users. The MCData file download completed report
from each M CData user may be aggregated.

12. Aggregated or individual M CData download completed report is sent by the MCData server to the user at

MCDataclient 1.
75.2.7 Group standalone file distribution using media plane
7.5.27.1 General

The initiation of a group standalone FD using media plane to a selected group, results in affiliated group members
receiving the file data.

7.5.2.7.2 Procedure

The procedure in figure 7.5.2.7.2-1 describes the case where an MCData user is initiating group standalone data
communication for sending file to multiple MCData users, with or without download completed report request.

Pre-conditions:

1. The MCData users on the MCData client 1 to n belong to the same group and are already registered for receiving
MCData service and affiliated.
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Figure 7.5.2.7.2-1: Group standalone FD using media plane

1. The user at the MCDataclient 1 initiates a file distribution request to multiple MCData users selecting a pre-
configured group (identified by MCData group ID) and optionally particular members from that group.

2. MCDataclient 1 sends a MCData group standalone FD request towards the MCData server. The MCData group
standalone FD request may contain the file metadata information. The MCData group standal one data request
contains target recipient(s) as selected by the user at MCData client 1. The MCData group standalone FD request
contains conversation identifier for message thread indication. MCData group standalone FD request may
contain mandatory download indication. The MCData group standalone FD request may contain download
completed report indication if selected by the user at MCData client 1.

3. MCData server checks whether the MCData user at MCData client 1 is authorized to send MCData group
standalone FD request. The MCData server resolves the MCData group D to determine the members of that
group and their affiliation status, based on the information from the group management server.

4. The MCData server also applies transmission and reception control and the necessary policy to ensure that
appropriate data is transmitted between the M CData UEs.

5. MCData server initiates the M CData group standalone FD request towards each M CData user determined in step
3.

6. Thereceiving MCData clients 2 to n notifies the user about the incoming M CData group standalone FD request
(including file metadata if present) which may be either accepted or rejected or ignored. MCData user may not
be sought consent if the request includes mandatory download indication in the M CData group standalone FD
reguest and instead only notify the M CData user about file downloading.

7. If thetarget MCData user on MCData clients 2 to n provides aresponse (accept or reject) to the notification, then
the respective M CData client sends the MCData group standalone FD response to the MCData server. MCData
client 2 to n automatically sends accepted MCData group standalone FD response when the incoming request
included mandatory download indication.

8. MCData server forwards the MCData group standalone FD response to the MCData client 1.

ETSI



3GPP TS 23.282 version 14.1.0 Release 14 58 ETSI TS 123 282 V14.1.0 (2017-05)
NOTE 1: Step 8 can occur at any time following step 5, and prior to step 9 depending on the conditions to proceed
with the file transmission.

9. MCDataclient 1 and MCData server have successfully established media plane for file transmission and the
MCData client 1 transmits the file data.

10. MCData server distributes the file received from MCData client 1 to MCData clients 2 to n over the established
media plane. Distribution of file can be via unicast or viaMBMS bearer(s). For distribution viaMBMS
bearer(s), the procedure described in subclause 7.3 Use of MBM S transmission (on-network) is executed. File
download report is shared by the receiving MCData clients, if requested by the user at MCData client 1. After
file transaction is completed, the media plane is rel eased.

NOTE 2: MCDataserver is not required to wait for the complete download of file from MCDataclient 1 prior to
initiating file distribution to MCData client 2.

11. The MCData clients successfully receiving the file, records file download completed and notifies M CData user.

12. MCDataclient 2 initiates a M CData download completed report for reporting file download completed, if
reguested by the user at MCData client 1.

13. The MCData file download completed report from M CData client(s) may be stored by the MCData server for
download history interrogation from the authorized MCData users. The MCData file download completed report
from each M CData user may be aggregated.

14. Aggregated or individual MCData file download completed report is sent to the disposition requesting user at
MCDataclient 1.

7.6 Transmission and reception control

7.6.1 General

Based on the configurations (available in MC data user profile, group configuration and service configuration), the MC
data transmission and reception control provides a necessary capability for an authorized user of the MC data service to
transmit, receive notification messages due to various trigger conditions, advocates reception mode and terminate
transmission when there is no longer a need to transmit. The subclauses below describe the transmission and reception
control procedures using signalling control plane.

7.6.2 Transmission and reception control for on-network

7.6.2.1 Information flows for transmission and reception control

7.6.2.1.1 MCData control indication

Table 7.6.2.1.1-1 describes the information flow for the MCData control indication sent from the M CData server to the
MCData client.

Table 7.6.2.1.1-1: MCData control indication

Information element Status Description
MCData ID M The identity of the MCData user towards which the
control indication is sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Control indication type M One of the following:

- No permission to transmit data

- No affiliated members found to the selected MCData
group

- Rejected due to exceeding data transmit size

- Rejected due to exceeding data transmit time

- Request to transmit is queued
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7.6.2.1.2 MCData indication

Table 7.6.2.1.2-1 describes the information flow for the MCData indication sent from the MCData server to the
MCData client.

Table 7.6.2.1.2-1: MCData indication

Information element Status Description
MCData ID M The identity of the MCData user towards which the
control indication is sent
Conversation Identifier M Identifies the conversation
Transaction Identifier M Identifies the MCData transaction
Control indication type (0] One of the following:

- No permission to transmit data

- No affiliated members found to the selected MCData
group

- Rejected due to exceeding data transmit size

- Rejected due to exceeding data transmit time

- Request to transmit is queued

- Data expired and not available to download anymore
Deferred data list (0] List of references to deferred data awaiting download

7.6.2.1.3 MCData get deferred list request

Table 7.6.2.1.3-1 describes the information flow for the MCData get deferred list request sent from the MCData client
to the MCData server.

Table 7.6.2.1.3-1: MCData get deferred list request

Information element Status Description
MCData ID M The identity of the MCData user requesting deferred
list
7.6.2.1.4 MCData get deferred list response

Table 7.6.2.1.4-1 describes the information flow for the MCData get deferred list response sent from the MCData server
to the MCData client.

Table 7.6.2.1.4-1: MCData get deferred list response

Information element Status Description
MCData ID M The identity of the MCData user requesting deferred
list
Deferred data list M List of references to deferred data awaiting download
7.6.2.2 Auto-send data
7.6.2.2.1 General

The auto send data procedure allows data to be transferred from the sending MCData client to the receiving MCData
client without any explicit actions on the part of the receiving MCData client.

7.6.2.2.2 Procedure

The procedure in figure 7.6.2.2.2-1 describes the case where MC Data user selected SDS data size is within the auto-
send size parameter configured by the MC Data administrator and is automatically transmitted to the selected recipient
user or affiliated members of the selected MC Data group..

Pre-conditions:
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1. MCData user is configured with permission to transmit data.

2. MCData administrator has configured auto-send size parameter.

MCD li MCD li
C atfment MCData server C atzauent

1. initiate data transmit

2. MCData transmission to MCData server |
—

3. Authorize request and size check
for auto-send

4. MCData control indication

‘ 5. MCData delivery to recipient(s) ‘

Figure 7.6.2.2.2-1: Auto send data

1. MCData user selects the data to transmit and the recipient M CData user or MCData group.

2. MCbData client checksfor MCData user’s permission to transmit data, and if the data size isless than the auto-
send size. MCData client calculates the total transmission request size and determines to select one of the
appropriate procedure described in subclause 7.4.2.2, 7.4.2.3, 7.4.2.5 or 7.4.2.6.

3. Transmission control on the server verifiesif the MCData user is authorized to transmit and the data size in the
received transmission request is less than the maximum data size for automatic data transmission.

4. MCData server may send one of the following MCData control indications:

a) If the MCData user does not have permission to transmit data to another MC Data user or MC Data group
then the "No permission to transmit data" control indication is sent.

b) If the selected transmission is for aMCData group and there are no affiliated group members, then the
transmission control on MCData server sends the "No affiliated members found to the selected MCData
group" control indication.

Otherwise continue with step 5.
5. MCData server automatically transmits the data to the selected MCData user or the affiliated members of the
selected MCData group according to the procedures selected in step 2.
7.6.2.3 Send data with mandatory download

7.6.2.3.1 General

The mandatory download procedure alows a sending MCData client to send data to areceiving M CData client, where
the receiving MCData client is compelled to download the data.

7.6.2.3.2 Procedure

The procedure in figure 7.6.2.3.2-1 describes the case where MCData user selected SDS or FD data size is above the
auto-send size and is subjected to transmission control prior to transmitting data to the selected recipient user or
affiliated members of the selected MCData group for mandatory downl oad.

Pre-conditions:

1. MC Datauser is configured with permission to transmit data.
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2. MC Data administrator has configured maximum data size for auto-send.
3. Maximum amount of datathat a MC Data user can transmit in a single request is configured.

4. Maximum amount of time that a MC Data user can transmit in asingle request is configured.

MCDatla client MCData server MCDatZa client

1. initiate data transmit

2. MCData transmission to MCData server

3. Authorize request and size check
for non automatic transmission

4. MCData control indication

‘ 5. Mandatory download transmission to recipient(s) ‘

Figure 7.6.2.3.2-1: Send data with mandatory download

1. MCData user selects the data to transmit and the recipient M CData user or MCData group along with the
indication for mandatory download.

2. MCData client has checked for MCData user’s permission to transmit data and the data size is above the
maximum data size for automatic data transmission. MCData client calculates the total transmission request size
and determines to select one of the appropriate procedures described in subclause 7.4.2.2, 7.4.2.3, 7.4.2.5,
7.4.2.6,75.24,75.25,7.5.2.6 or 7.4.2.7 and including the mandatory download indication.

3. Transmission control on the server verifiesif the MCData user authorized to transmit and the data size in the
received transmission request is not for automatic data transmission.

4. MCData server may send one of the following M CData control indications:

a) If the MCData user does not have permission to transmit data to transmit data to another MC Data user or
MC Data group then the "No permission to transmit data" control indication is sent.

b) If the data size requested to be transmitted is more than the maximum amount of data that an M CData user
can transmit in a single request, the transmission control on M CData server rejects the data transmission
request and sends the rejection control indication "Rejected due to exceeding data transmit size".

¢) If the data transmission time exceeds the maximum amount of time that an MCData user can transmit in a
single request, the transmission control on MCData server rejects the data transmission request and sends the
rejection control indication "Rejected due to exceeding data transmit time".

d) If the selected transmission is for a MCData group and there are no affiliated group members, then the
transmission control on MCData server sends the "No affiliated members found to the selected MCData
group" control indication.

€) MCDataserver may queue the data transmit request for later transmission with control indication "Request to
transmit is queued".

Otherwise continue with step 5.

5. MCData server transmits the data to the selected MCData user or the affiliated members of the selected MCData
group according to the procedures selected in step 2 (where the recipient MCData client receives the data
automatically).
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7.6.24 Send data without mandatory download

7.6.2.4.1 General

The send data without mandatory download procedure allows the receiving MCData client to accept or refuse the data
sent from the sending MCData client.

7.6.2.4.2 Procedure

The procedure in figure 7.6.2.4.2-1 describes the case where MCData user selected data size is above the auto-send size
and is subjected to transmission control prior to transmitting data to the selected recipient user or affiliated members of
the selected M CData group for downloading with recipient MCData user consent.

Pre-conditions:
1. MCbData user is configured with permission to transmit data.
2. Maximum amount of data or time that an M CData user can transmit in asingle request is configured.

3. Timelimit for the temporarily stored data waiting to be delivered to areceiving user is configured.

MCD li MCD li
C atfment MCData server C atzauent

1. initiate data transmit

2. MCData transmission to MCData server

3. Authorize request and size check
for non automatic transmission

4. MCData indication

5. Transmission to recipient(s) for downloading after
user consent

‘ 6. MCData indication

Figure 7.6.2.4.2-1: Send data without mandatory download

1. MCData user selects the data to transmit and the recipient MCData user or MCData group without the
mandatory download indication.

2. MCData client has checked for MCData user’s permission to transmit data and the data size is above the
maximum data size for automatic data transmission. MCData client cal culates the total transmission request size
and determines to select procedure described in subclause 7.5.2.4 or 7.5.2.6 and without including the mandatory
download indication.

3. Transmission control on the server verifiesif the MCData user authorized to transmit and the data size in the
received transmission request is not for automatic data transmission.

4. MCData server sends control indication appropriate to trigger condition:

a) If the MCData user does not have permission to transmit data to transmit data to another MC Data user or
MC Data group then the "No permission to transmit data' control indication is sent.

b) If the selected transmission is for aMCData group and there are no affiliated group members, then the
transmission control on MCData server sends the "No affiliated members found to the selected MCData
group” control indication.

c) If the data size requested to be transmitted is more than the maximum amount of datathat an MCData user
can transmit in a single request, the transmission control on MCData server rejects the data transmission
requests and sends the rejection control indication "Rejected due to exceeding data transmit size".
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d) If the datatransmission time exceeds the maximum amount of time that an MCData user can transmit in a
single request, the transmission control on MCData server rejects the data transmission request and sends the
rejection control indication " Rejected due to exceeding data transmit time".

€) MCData server may queue the data transmit request for later transmission with a control indication "Request
to transmit is queued”.

Otherwise, continue with step 5.

5. If the temporarily stored data has not expired, the MCData server transmits the data to the selected MCData user
or the affiliated members of the selected M CData group according to the procedures selected in step 2 (where the
recipient MCData client receives the data automatically).

6. Otherwise, MCData server sends MCData control indication appropriate to trigger condition:

a) If thetimer expired for periodic announcement with the list of available recently invited data group
communications, the recipient MCData client waiting to receive the temporarily stored data receives control
indication with "List of available temporarily stored data waiting to download".

b) If thetemporarily stored datais expired, the data may be purged from the temporary store and the recipient
MCData user isinformed with control indication "Data expired and not available to download anymore”.

7.6.2.5 Accessing list of deferred data group communications

7.6.25.1 General

This procedure allows an M CData client to obtain alist of deferred data communications.

7.6.2.5.2 Procedure

The procedure in figure 7.6.2.5.2-1 describes the case where the recipient MCData client receivesthe list of available
temporarily stored data waiting to download for the deferred data group communications.

Pre-conditions:

1. MCData server has temporarily stored data for the deferred data group communications e.g. due to recipient
MCData client deferred to download.

MCDatf client MCData server

\
1. Get the list of
deferred data group
communications

2. MCData get deferred list request
-

3. MCData get deferred list response

-
-

4. Notify
[

Figure 7.6.2.5.2-1: Accessing list of deferred data group communications

1. MCData user initiates the request to get the list of temporarily stored data for the deferred data group
communications on the MCData server e.g. due to recipient MCData client deferred to download.

2. MCDataclient sends a MCData get deferred list request to the MCData server.

3. MCbData server generates the list of temporarily stored data for the affiliated group(s), available to download for
the requesting MCData client and sends the list in the MCData get deferred list response.

4. MCDataclient notifiesthe list of temporarily stored data for the deferred data group communications, upon
which the MCData user may decide to retrieve the corresponding data.

ETSI



3GPP TS 23.282 version 14.1.0 Release 14 64 ETSI TS 123 282 V14.1.0 (2017-05)

7.7 Communication release

7.7.1 General

The subclauses bel ow describe the MCData communi cation rel ease procedures, which may beinitiated either by the
sender or the MCData server or the authorized MCData user.

7.7.2 Communication release for on-network
7.7.2.1 Information flows for communication release

7.7.21.1 Communication release request (one-to-one communication using media plane)

Table 7.7.2.1.1-1 describes the information flow for the communication release request (in subclause 7.7.2.2.2.2) sent
from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.7.2.1.1-1: Communication release request (one-to-one communication using media plane)

Information element Status Description
MCData ID M The identity of the MCData user uploading data
MCData ID M MCData ID on which the communication is to be
released
7.7.21.2 Communication release response (one-to-one communication using media plane)

Table 7.7.2.1.2-1 describes the information flow for the communication release response (in subclause 7.7.2.2.2.2) sent
from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.7.2.1.2-1: Communication release response (one-to-one communication using media plane)

Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
MCData ID M MCData ID on which the communication is released
Release confirmation M Communication released or not indication

7.7.2.1.3 Communication release request (group communication using media plane)

Table 7.7.2.1.3-1 describes the information flow for the communication release request (in subclause 7.7.2.2.2.2) sent
from the MCData client to the MCData server and from the MCData server to another MCData client.

Table 7.7.2.1.3-1: Communication release request (group communication using media plane)

Information element Status Description
MCData ID M The identity of the MCData user uploading data
MCData group 1D M MCData group ID on which the communication is to be
released
7.7.21.4 Communication release response (group communication using media plane)

Table 7.7.2.1.4-1 describes the information flow for the communication release response (in subclause 7.7.2.2.2.2) sent
from the MCData client to the MCData server and from the MCData server to another MCData client.
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Table 7.7.2.1.4-1: Communication release response (group communication using media plane)

Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
MCData group ID M MCData group ID on which the communication is
released
Release confirmation M Communication released or not indication
7.7.2.1.5 Communication release request (communication using HTTP)

Table 7.7.2.1.5-1 describes the information flow for the communication release request (in subclause 7.7.2.2.3.2) sent
from the MCData client to the MCData server.

Table 7.7.2.1.5-1: Communication release request (communication using HTTP)

Information element Status Description
MCData ID M The identity of the MCData user uploading data
URL reference M File URL reference on which the communication is to
be released
7.7.2.1.6 Communication release response (communication using HTTP)

Table 7.7.2.1.6-1 describes the information flow for the communication release response (in subclause 7.7.2.2.3.2) sent
from the MCData server to the MCData client.

Table 7.7.2.1.6-1: Communication release response (communication using HTTP)

Information element Status Description
MCData ID M The identity of the MCData user requesting to upload
data
Release confirmation M Communication released or not indication
7.7.2.1.7 Data not available control indication

Table 7.7.2.1.7-1 describes the information flow for the data not available control indication sent from the MCData
server to the MCDataclient.

Table 7.7.2.1.7-1: Data not available control indication

Information element Status Description
MCData ID M The identity of the MCData user receiving file URL
reference
Conversation Identifier M Identifies the conversation
URL reference M Indicates URL reference of the file that is not available
to download
7.7.2.2 MCData user initiated communication release

7.7.22.1 General

During M CData communication, a transmitting participant can at any time indicate to stop transmission to the MCData
server.

ETSI



3GPP TS 23.282 version 14.1.0 Release 14 66 ETSI TS 123 282 V14.1.0 (2017-05)

77222 Release of MCData communication using media plane

7.7.22.2.1 General

The subclause describes the procedure for MCData user initiated M CData communication release where MCData
communication is established as SDS using media plane or SDS session or file distribution using media plane.

Editor's Note: Release of MCData communication over MBMS is FFS.

7.7.22.2.2 Procedure

The procedure in figure 7.7.2.2.2.2-1 describes signalling control plane procedure for the case where MCData
communication is ongoing and transmitting participant initiates MCData communication release. The procedureis
applicable for one-to-one and group M CData communications.

Pre-conditions:
1. MCDatauserson MCDataclient 1 and client 2 are already registered for receiving MCData service.

2. MCDatacommunication is established between MCData client 1 and MCDataclient 2 and MCDataclientl is
the initiator of the M CData communication.

MCData client MCD lien
MCData server ata client
' 2
1.Initiate
communication
termination

2. communication release request

Ll

3. communication release request

Lt

4 .Notify user

5. communication release response

6. communication release response

=}

7. Release media plane resources associated with MCData communication

8.Notify user

Figure 7.7.2.2.2.2-1: Release of MCData communication using media plane

1. MCData user at MCData client 1 requests to release ongoing M CData communication.

2. MCbDataclient 1 sends communication release request towards M CData server, for tearing down the
communication with the other MCData client(s).

3. MCData server sends communication release request to all the participants of the M CData communication.
4. Recipient MCData clients notifies respective MCData user about the release of MCData communication.

5. MCData clients receiving the communication release request provide communication rel ease response back
towards MCData server.

6. MCData server sends communication rel ease response back to MCData client 1.

7. All participants of the MCData communication have successfully released the media plane resources associated
with the MCData communication that is released.

ETSI



3GPP TS 23.282 version 14.1.0 Release 14 67 ETSI TS 123 282 V14.1.0 (2017-05)
8. MCDataclient 1 notifies the MCData user about the communication release.

7.7.2.2.3 Release of MCData communication using HTTP

7.7.2.2.3.1 General

The subclause describes the procedure for MCData user initiated M CData communication release where MCData
communication is established with procedures for file distribution using HTTP.

7.7.2.2.3.2 Procedure

The procedure in figure 7.7.2.2.3.2-1 describes signalling control plane procedure for the case where MCData
communication is ongoing and transmitting participant initiates MCData communication release. The procedureis
applicable for one-to-one and group M CData communications.

Pre-conditions:
1. MCDatauserson MCData client 1 and client 2 are already registered for receiving MCData service

2. MCDataclient 1 istransmitting file to other MCData client(s).

MCData client MICD o
MCData server CData client
! 2
1.Initiate
communication
termination

2. communication release request

-

3. Remove the
file data

4. communication release response
gl
-t

5. data not available control indication

6.Notify user

Figure 7.7.2.2.3.2-1: Release of MCData communication using HTTP

1. MCDatauser at MCData client 1 requests to release ongoing file transmission.

2. MCbDataclient 1 sends communication release request towards MCData server identifying the HTTP file
transmission.

3. MCData server stops any ongoing file transfer and removes the file data already stored by MCData server.
4. MCData server sends communication release response back to MCData client 1.

5. If file uploading over HTTP is completed and M CData clients have received the file metadata e.g., file URL,
then MCData server also sends "data not available" control indication to all the participants receiving file
metadata.

6. MCDataclient 1 notifiesthe MCData user about the file transmission communication release.
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7.7.2.3 MCData server initiated communication release without prior indication

7.7.2.3.1 General

MCData server initiates the release of an ongoing M CData communication, since at least one of the communication
release conditions are met e.g. lack of bearer capacity, limit for the maximum amount of data or time that a participant
transmits from a single request to transmit exceeded. Based on the configuration, MCData server either pre-empts the
M CData communication without giving prior indication to MCData client or notifies the intent of release to the
MCData client initiating communication. Latter scenario allows the MCData user to request for extension of MCData
communication and defer the communication release.

7.7.2.3.2 Release of MCData communication using media plane

7.7.2.3.2.1 General

The subclause describes the procedure for MCData server initiated M CData communication rel ease without prior
indication, where MCData communication is established as SDS using media plane or file distribution using media
plane.

Editor's Note: Release of MCData communication over MBMS is FFS.

7.7.2.3.2.2 Procedure

The procedure in figure 7.7.2.3.2.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, based on communication release conditions, M CData server initiates the communication
release. The procedure is applicable for one-to-one and group communication.

Pre-conditions:
1. MCDatauserson MCDataclient 1, client 2 and client 3 are already registered for receiving MCData service.

2. A MCData administrator has configured the limits for the maximum amount of data and time that a participant
transmits from a single request to transmit.

3. A MCData communication is ongoing between MCData client 1, client 2 and client 3.
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MCData client MCData client MCData client

1 MCData server ) 3

1.Release MCData
communication
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communication participants
and generate communication
release request

3a. server communication
release request 3b. server communication
release request

| .
-

4a.Notify user

3c. server communication release request

5a. server communication
release response 4b.Notify user

5b. server communication 4c.Notify
release response user

A

Sc. server communication release response

A

‘ 6. Release media plane resources associated with the MCData communication ‘

Figure 7.7.2.3.2.2-1. MCData server initiated release of MCData communication using media plane

1

MCData server would like to release the ongoing M CData communication, identified by conversation identifier,
since at least one of the release conditions are met e.g. lack of capacity, limit for the maximum amount of data or
time that a participant transmits from a single request to transmit exceeded. Based on configuration, MCData
server decides to pre-empt the MCData communication without giving prior indication to MCDataclient 1.

MCData server identifies the participants of the ongoing M CData communication and generates communication
release request to release ongoing M CData communication.

MCData server sends server communication rel ease request towards each participant of the MCData
communication.

MCData users are notified about the release of the MCData communication.

MCData client at each M CData communication participant sends server communication release response
towards the MCData server.

All participants of the MCData communication have successfully released the media plane resources associated
with the MCData communication that is released.

7.7.2.3.3 Release of MCData communication using HTTP

7.7.2.3.3.1 General

The subclause describes the procedure for MCData server initiated M CData communication release without prior
indication, where MCData communication is established with procedures for file distribution using HTTP.
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7.7.2.3.3.2 Procedure

The procedure in figure 7.7.2.3.3.2-1 describes signalling control plane procedure for the case where during ongoing
M CData communication, communication rel ease conditions, MCData server initiates the communication release. The
procedure is applicable for one-to-one and group communication.

Pre-conditions:
1. MCDatauserson MCDataclient 1, client 2 and client 3 are already registered for receiving MCData service.

2. A MCData administrator has already configured the limits for the maximum amount of data and time that a
participant transmits from a single request to transmit.

3. A MCData communication is ongoing between MCDataclient 1, client 2 and client 3. MCDataclient 1 isthe
initiator of the MCData communication

MCData client MCData client MCData client
1 MCData server ) 3

1.Release MCData
communication

2. Remove file data

3. server communication
release indication

« 5a. data not available

indication

********************

4. Notify user i 6a. Notify user |

ffffffffffffffffffff

| 6b. Notify user |

,,,,,,,,, s

Figure 7.7.2.3.3.2-1: MCData server initiated release of MCData communication using HTTP

1. MCData server releases the ongoing MCData communication, identified by the conversation identifier, since at
least one of the release conditions are met e.g. lack of capacity, limit for the maximum amount of data or time
that a participant transmits from a single request to transmit exceeded. Based on the configuration, MCData
server pre-empts the M CData communication without giving prior indication to MCData client 1.

2. MCData server removes the data stored by MCData server.

3. MCData server sends server communication release indication including the reason for release to MCData client
1.

4. MCDataclient 1 notifies MCData user about server initiated communication release.

5. If file uploading over HTTP is completed and M CData clients have received the file metadata e.g. file URL, then
MCData server also sends "data not available" indication to all the participants receiving file metadata.
Otherwise, there is no such indication.

6. MCData users are notified about the rel ease of the MCData communication.
7724 MCData server initiated communication release with prior indication

7.7.24.1 General
The subclause describes the procedure for MCData server initiated M CData communication release with prior

indication, where MCData communication is established as SDS using media plane or file distribution using media
plane or file distribution using HTTP.
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7.7.2.4.2 Procedure

The procedure in figure 7.7.2.4.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, based on communication release conditions, M CData server initiates communication release.
Asaresult of configuration check, MCData server notifies the intent to release M CData communication, optionally
requesting for more information (e.g. to know the remaining data volume to transmit) from the MCData client initiating
M CData communication.

Pre-conditions:
1. MCDatauser on MCDataclient 1 is aready registered for receiving MCData service.

2. MCbData administrator has configured the limits for the maximum amount of data and time that a participant
transmits from a single request to transmit.

3. MCData communication may be ongoing between M CData participants and MCData client 1 isthe initiator of
the communication.

4. MCDataadministrator has configured the time for which MCData server needs to wait for extension request
from the MCData user.

M(CData client 1 MCData server

1.Release MCData
communication

2. Release intent request
|l

-
3.Notify user

4. More information response

5.Request for
extension

6. Request for extension

Y

7. Policy assertion

8. Response for extension

Figure 7.7.2.4.2-1: MCData server initiates communication release with prior indication

1. MCData server releases the ongoing MCData communication, identified by the conversation identifier, since at
least one of the release conditions are met e.g. lack of capacity, limit for the maximum amount of data or time
that a participant transmits from a single request to transmit exceeded. Based on the configuration, MCData
server notifies the intent to release MCData communication.

2. MCData server sends the release intent request towards the communication initiating MCData client 1.MCData
server may include request for more information (e.g. to know the remaining data volume to transmit).

3. MCDataclient 1 informs MCData user about the intent to release communication.

4. 1f request for more information isincluded in the received release intent request, MCData client 1 sends more
information response including the remaining amount of data to transmit.

NOTE 1: Upon receiving more information response from MCData client 1, MCData server may wait for the
request for extension until the time configured by the MCData administrator. If MCData server does not
receive request for extension within the configured timeout, the MCData server releases MCData
communication as described in subclause 7.7.2.3. Otherwise, continue with remaining steps.
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5. MCData user at MCData client 1 requests for extension of the ongoing M CData communication.
6. MCDataclient 1 sends request for extension of the MCData communication.

7. Upon receiving the request for extension of MCData communication from the MCData client 1, MCData server
asserts policies to accept or reject the request for extension.

8. MCData server sends response for extension with success or failure result to MCData client 1.

NOTE 2: MCData communication will continue if MCData server accepted the request for extension from MCData
client 1. Otherwise, MCData communication is released according to procedures described in
subclause 7.7.2.3.

7.7.25 Authorized MCData user initiated communication release without prior
indication
7.7.25.1 General

An authorized MCData user at any time during an ongoing M CData communi cation decides to release communication.
The authorized user may decide to release MCData communication without prior indication to the initiator MCData
client.

7.7.25.2 Procedure

The procedure in figure 7.7.2.5.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, authorized MCData user initiates M CData communication rel ease without prior indication to
theinitiator MCData client. An authorized MCData user is part of the ongoing MCData communication.

Pre-conditions:
1. Anauthorized MCData user on MCData client is aready registered for receiving MCData service.

2. A MCData communication is ongoing between M CData participants and authorized MCData user is keeping
track of which participants are receiving communication e.g. through "message delivered" and/or "message read”
indications for the M CData communication.

Authorized MCData Server MCData client
MCData client

1.Release MCData
communication

2. Auth user communication release request

-

3. Validate
request

4. Release communication

5. Auth user communication release response

Figure 7.7.2.5.2-1: An authorized MCData user initiates communication release without prior
indication

1. Anauthorized MCData user requests to release the ongoing M CData communication, without providing prior
indication to theinitiator of the MCData communication, MCData client 1.

2. Anauthorized MCData client sends auth user communication release request towards M CData server identifying
the MCData communication to release. The request also includes indication to the MCData server to release
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M CData communication without prior indication to the initiator of the MCData communication, MCData client
1

3. MCData server vaidates the user from whom the communication release request is received and checks whether
the requesting MCData user is authorized to rel ease communication or hot.

4. If the user is authorized to release communication, then MCData server releases the ongoing M CData
communication according to procedures described in subclause 7.7.2.3.

5. MCData server sends auth user communication release response containing the result of MCData
communication release back to authorized MCData client 1.

7.7.2.6 Authorized MCData user initiated communication release with prior indication

7.7.2.6.1 General

An authorized MCData user at any time during an ongoing M CData communi cation decides to release communication.
The authorized user may decide to release MCData communication with prior indication to the initiator MCData client.
A prior indication allows initiator MCData client to request for extension for the MCData communication.

7.7.2.6.2 Procedure

The procedure in figure 7.7.2.6.2-1 describes signalling control plane procedure for the case where during an ongoing
M CData communication, authorized M CData user initiates M CData communication release with prior indication to the
initiator MCData client. An authorized MCData user is part of the ongoing M CData communication. An initiator
MCData user optionally decides to request for the extension of the ongoing communication.

Pre-conditions:
1. Anauthorized MCData user on MCData client is already registered for receiving MCData service.

2. A MCData communication is ongoing between M CData participants and authorized MCData user is keeping
track of which participants are receiving communication e.g. through "message delivered" and/or "message read”
indications for the MCData communication

3. MCDataclient 1 istheinitiator of the MCData communication.
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Figure 7.7.2.6.2-1: An authorized MCData user initiates communication release with prior indication

1

7.

An authorized MCData user requests to release the ongoing M CData communication by providing prior
indication to the initiator of MCData communication, MCData client 1.

An authorized M CData client sends auth user communication rel ease request towards M CData server including
the communication identifier identifying the MCData communication to release. Authorized MCData client may
include request for more information (e.g. to know the remaining data volume to transmit). The request also
includes indication to MCData server to release MCData communication with prior indication to the initiator
MCDataclient.

MCData server validates the user from whom the communication release request is received and checks whether
the requesting user is authorized to release communication or not.

If the user is authorized to release communication, then the MCData server sends release intent request, may be
including the reason for the release. MCData server may include request for more information as received in the
request from the authorized M CData client.

MCData client informs M CData user about the intent to release communication by the authorized MCData user.

If request for more information isincluded in the received release intent request, MCData client 1 sends more
information response including the remaining amount of datato transmit.

MCData server forwards the more information response to the authorized M CData client.

NOTE: Upon receiving more information response from MCData client 1, MCData server may wait for the

8.

request for extension until the time configured by the MCData administrator. If MCData server does not
receive request for extension within the configured timeout, the MCData server releases MCData
communication as described in subclause 7.7.2.3. Otherwise, continue with remaining steps.

MCData user at MCData client 1 decidesto request for extension of the ongoing MCData communication.
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9 and 10. MCData client sends request for extension towards M CData server. And MCData server forwards the
request for extension towards the authorized MCData client.

11. Authorized MCData client notifies the authorized user about the incoming request for extension. An authorized
MCData user decides to accept or reject the request for extension.

12and 13.  Authorized MCData user decision is sent in response for extension towards the MCData server.
MCData server forwards the response for extension to MCData client 1.

14. MCData communication will continue if the authorized user accepted the request for extension from MCData
client 1. Otherwise, MCData communication will be released according to procedures described in
subclause 7.7.2.3.

15. After MCData communication is released, MCData server sends the auth user communication rel ease response
back to the authorized MCData client.

7.8 Conversation management

7.8.1 General

Conversation management is a collection of related MCData transmissions for a given activity. Conversation
management associates SDS and FD communication transmission and present them as a single thread to the user.

7.8.2 Conversation management for on-network

7.8.2.1 Information flows for conversation management

The information flow parameters related to conversation management are as described in the subclauses 7.4.2.1 and
subclauses 7.5.2.1.5, 7.5.2.1.6, 7.5.2.1.7, 75.2.1.8,7.5.2.1.9, 7.5.2.1.10, 7.5.2.1.11, 7.5.2.1.12, and 7.5.2.1.13.

7.8.2.2 One-to-one conversation management

7.8.2.2.1 Procedure

The procedure for an MCData user to associate multiple MCData transmissions between a pair of users for a given
activity isillustrated in figure 7.8.2.2.1-1.

Pre-conditions:

1. MCData user(s) on MCData client 1 and 2 are registered for receiving MCData service.

MCD li i
C atla client MCData server MCDatza client

1. Initiate conversation

2. Procedure(s) of one-to-one SDS or one-to-one FD or combination
of both

Figure 7.8.2.2.1-1: One-to-one conversation management

1. Theuser at MCDataclient 1 initiates conversation. A universally unique conversation identifier is generated to
identify new conversation. Conversation identifier is used in procedures mentioned in step 2. If the intent of the
user at MCData client 1 isto transmit within an existing conversation, then corresponding conversation identifier
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isused in procedures mentioned in step 2. To allow multiple parallel conversations for the same pair of users,
different conversation identifier is used for each conversation. The MCData users can view the MCData
conversation at any time after the first MCData transaction is initiated within the conversation.

2. The procedure of one-to-one SDS or one-to-one FD or combination of both these procedures can be executed.
7.8.2.3 Group conversation management

7.8.2.3.1 Procedure

The procedure for an MCData user to associate multiple M CData transmissions between users of agroup for agiven
activity isillustrated in figure 7.8.2.3.1-1.

Pre-conditions:
1. MCData user(s) on MCDataclient 1, 2, and n are registered for receiving M CData service.

2. The MCDatausers 1, 2 and n are members of the same M CData group and affiliated to the MCData service.

MCData client MCData client MCData client
1 MCData server 5 n

1. Initiate conversation

2. Procedure(s) of Group SDS or Group FD or combination of both

Figure 7.8.2.3.1-1: Group conversation management

1. Theuser at MCDataclient 1 initiates conversation. A unique conversation identifier is generated to identify new
conversation. Conversation identifier is used in procedures mentioned in step 2. If the intent of the user at
MCDataclient 1 isto transmit within an existing conversation, then corresponding conversation identifier is
used in procedures mentioned in step 2. To alow multiple parallel conversations for the same group of users,
different conversation identifier is used for each conversation. The MCData users can view the MCData
conversation at any time after the first MCData transaction is initiated within the conversation.

2. The procedure of group SDS or group FD or combination of both these procedures can be executed.
7.8.3 Conversation management for off-network

7.8.3.1 One-to-one conversation management

7.8.3.1.1 Procedure

The procedure for an MCData user to associate multiple off-network M CData SDS transmissions between a pair of
usersisillustrated in figure 7.8.3.1.1-1.

Pre-conditions:

1. MCDataclient 1 and MCData client 2 are members of the same ProSe Discovery group and are ProSe 1:1 direct
communication capable.

2. MCDataclient 1 has discovered MCData client 2 in proximity, associated with MCData user B, using ProSe
Discovery procedures.
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MCData client
2

1. Initiate conversation

2. Procedure(s) of one-to-one SDS

Figure 7.8.3.1.1-1: One-to-one conversation management

1. Theuser at MCDataclient 1 initiates conversation. A universally unique conversation identifier is generated to
identify the new conversation. Conversation identifier is used in SDS procedure mentioned in step 2. If the intent
of the user at MCData client 1 isto transmit within an existing conversation, then corresponding conversation
identifier isused in SDS procedure mentioned in step 2. To allow multiple parallel conversations for the same
pair of users, different conversation identifier is used for each conversation. The MCData users can view the
MCData conversation at any time after the first MCData transaction isinitiated within the conversation.

2. The procedure of one-to-one SDS can be executed.

7.8.3.2 Group conversation management

7.8.3.2.1 Procedure

The procedure for an MCData user to associate multiple off-network MCData SDS transmissions between users of a

group isillustrated in figure 7.8.3.2.1-1.

Pre-conditions:

1. Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCData client 1.

2. MCbDataclient 1 to MCData client N are members of the same M CData group.

MCData client
1

MCData client
2

1. Initiate conversation

MCData client
n

2. Procedure(s) of Group SDS

Figure 7.8.3.2.1-1: Group conversation management

1. Theuser at MCDataclient 1 initiates conversation. A universally unique conversation identifier is generated to
identify the new conversation. Conversation identifier is used in SDS procedures mentioned in step 2. If the
intent of the user at MCData client 1 is to transmit within an existing conversation, then corresponding
conversation identifier is used in SDS procedures mentioned in step 2. To alow multiple parallel conversations
for the same group of users, different conversation identifier is used for each conversation. The MCData users
can view the MCData conversation at any time after the first MCData transaction is initiated within the

conversation.
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2. The procedure of group SDS can be executed.

7.9 Enhanced status

7.9.1 General

Enhanced status corresponds to information specific to the activities performed by the mission critical service users
during their operation(s) e.g. available, in operation on site, going to the operation site, or just arrived.
7.9.2 Preset values for enhanced status

The enhanced status information i.e. the set of possible values corresponding to the activities of the MCData user, shall
be configured by the MCData administrator. The configuration of status values is applicable on a per-group basis, and
therefore shall be part of the MCData group configuration data as described in Annex A.4.

The configuration mechanism shall allow the M CData administrator to configure a minimum of 32 possible values and
alow up to 65536 separate values. The set of values may be divided into a fixed set of values defined by 3GPP
standards which are common across all MCData systems, and a set which may be freely configured for any purpose.

7.9.3 Enhanced status for on-network

793.1 Sharing enhanced status information

7.9.3.1.1 Procedure

The procedure for an MCData user to share the enhanced status information to the members of the selected group is
illustrated in figure 7.9.3.1.1-1.

Pre-conditions:
1. MCData user(s) on MCDataclient 1, 2, and n are registered for receiving M CData service.
2. The MCDatausers 1, 2 and n are members of the same M CData group and affiliated to the MCData service.

3. The MCDatagroup is pre-configured with the possible values for enhanced status information.

MCData client MCData client MCData client
1 MCData server 5 n

[
1. Select enhanced

status information

2. Procedure of group standalone SDS using signalling control plane

3. Notify enhanced 3. Notify enhanced
status information status information

Figure 7.9.3.1.1-1: Sharing enhanced status information
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The user at MCData client 1 selects the M CData group to share the enhanced status information. The user also
selects the value of the status information to be shared from the list of pre-configured status values available for
the MCData group.

The procedure of group standalone SDS using signalling control plane as described in subclause 7.4.2.2, is used
to deliver the enhanced status information.

The MCData users at MCData client 2 and n are notified of the enhanced status information.

79.4 Enhanced status for off-network

79.4.1 Sharing enhanced status information

79.4.1.1 Procedure

The procedure for an MCData user to share the enhanced status information to the members of the selected group is
illustrated in figure 7.9.4.1.1-1.

Pre-conditions:

1

Information for ProSe direct communications corresponding to the MCData group and its mapping to ProSe
Layer-2 Group ID are pre-configured in MCData client 1.

MCDataclient 1, 2 and n are members of the same M CData group.

The MCData group is pre-configured with the possible values for enhanced status information.

MCData client MCData client MCData client
1 2 n
I
1. Select enhanced
status information

2. Procedure of off-network group standalone SDS using signalling control

plane
3. Notify enhanced 3. Notify enhanced
status information status information

Figure 7.9.4.1.1-1: Sharing enhanced status information

The user at MCData client 1 selects the MCData group to share the enhanced status information. The user also
selects the value of the status information to be shared from the list of pre-configured status values available for
the MCData group.

. The procedure of off-network group standalone SDS using signalling control plane as described in

subclause 7.4.3.3, is used to deliver the enhanced status information.

The MCData users at MCData client 2 and n are notified of the enhanced status information.
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MCData emergency alert (on-network and off-network)

The MCData service shall support the procedures and related information flows as specified in subclause 10.10 of
3GPP TS 23.280 [5] with the following clarifications:

- TheMC service client isthe MCData client;

- TheMC service server isthe MCData server;

- TheMC service group ID isthe MCData Group I1D; and

- The MC service user profile index isthe M CData user profile index.

7.11

NOTE:

User authentication and authorization for MCData service

Flow 7.11-1 isahigh level user authentication and authorization flow. 3GPP TS 33.179 [13] defines the
specific user authentication and authorization architecture required by the MCData service in order to
realize the MCData user authentication and authorization requirements as defined in 3GPP TS 22.280 [2].

A procedure for user authentication isillustrated in figure 7.11-1. The user authentication is performed based on the
procedure specified in subclause 10.6 of 3GPP TS 23.280[5].

MCData client

Identity Signalling user Identity MCData
management SIP core management
; agent server
client server

1. User Authentication is based on the procedure — “General user authentication and
authorization for MC services” specified in 3GPP TS 23.280[5].

2. The MCData client performs the service authorization with the MCData server.

Figure 7.11-1: MCData user authentication and registration, single domain

1. The user authentication is performed as per the general user authentication procedure specified in subclause 10.6
of 3GPP TS 23.280[5].

2. MCData client performs the MCData service authorization for the user. Step 2 utilizes the results of step 1.
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Annex A (normative):
MCData related configuration data

Al General

This Annex provides information about the static data needed for configuration for the MCData service, which belongs
to one of the following categories:

- MCData UE configuration data (see subclause A.2);

- MCData user profile configuration data (see subclause A.3);
- Group configuration data (see subclause A.4); and

- MCData service configuration data (see subclause A.5).

For each configuration category, datais split between configuration data that is applicable to both on network and off
network, configuration data that is applicable to on-network only, and configuration data that is applicable to off-
network only. The configuration data in each configuration category corresponds to a single instance of the category
typei.e. the UE, Group, User and Service configuration data refers to the information that will be stored against each
UE, Group, User and Service. This means that the three separate tables (on-network and off-network, on-network only,
off-network only) for each configuration category represent the complete set of datafor each configuration data
category element.

The columnsin the tables have the following meanings:

- Reference: the reference of the corresponding requirement in 3GPP TS 22.282 [3] or 3GPP TS 22.280 [2] or the
corresponding subclause from either the present document or the referenced document.

- Parameter description: A short definition of the semantics of the corresponding item of data, including
denotation of the level of the parameter in the configuration hierarchy.

- Whenitisnot clear to which functional entities the parameter is configured, then one or more columns
indicating this are provided where the following nomenclature is used:

- "Y" todenote"Yes' i.e. the parameter denoted for the row needs to be configured to the functional entity
denoted for the column.

- "N" to denote "N0" i.e. the parameter denoted for the row does not need to be configured to the functional
entity denoted for the column.

Parameters within a set of configuration data have alevel within a hierarchy that pertains only to that configuration
data. The hierarchy of the configuration datais common across all of the three tables of on-network and on network, on
network only and off network only. The level of a parameter within the hierarchy of the configuration datais denoted
by use of the character ">" in the parameter description field within each table, one per level. Parameters that are at the
top most level within the hierarchy have no ">" character. Parameters that have one or more ">" characters are child
parameters of the first parameter above them that has one less">" character. Parent parameters are parameters that have
one or more child parameters. Parent parameters act solely asa"grouping" of their child parameters and therefore do
not contain an actual value themselvesi.e. they are just containers for their child parameters.

Each parameter that can be configured online shall only be configured through one online reference point. Each
parameter that can be configured offline shall only be configured through one offline reference point. The most recent
configuration data made available to the MCData UE shall always overwrite previous configuration data, irrespective of
whether the configuration data was provided via the online or offline mechanism.

Editor's Note: Backward compatibility of configuration data with earlier releases needs to be ensured, but isleft to
stage 3 definition for details.
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A.2  MCData UE configuration data

The general aspects of UE configuration are specified in 3GPP TS 23.280 [5].

Editor's note: The contents of this configuration data are FFS.

A.3  MCData user profile configuration data

The general aspects of M C service user profile configuration data are specified in 3GPP TS 23.280 [5]. The MCData
user profile configuration datais stored in the MCData user database. The MCData server obtains the M CData user
profile configuration data from the MCData user database (MCData-2).

Datain table A.3-1 and A.3-3 can be configured offline using the CSC-11 reference point. Tables A.3-1 and A.3-3
contain the UE configuration required to support the use of off-network M CData service.
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Table A.3-1: MCData user profile configuration data (on and off network)

MCData MCData | Configuration MCData
Reference Parameter description UE Server management user
server database

Subclause 5.2.11 of _— Y Y Y Y
3GPP TS 23.280 [5] MCData identity (MCData ID)
Subclause 5.2.11 of Pre-selected MCData user profile Y Y Y Y
3GPP TS 23.280 [5] indication (see NOTE)
Subclause 5.2.11 of . Y Y Y Y
3GPP TS 23.280 [5] MCData user profile index
Subclause 5.2.11 of MCData user profile name Y Y Y Y
3GPP TS 23.280 [5] P
[R-5.17-007] User profile status Y Y Y
[R-6.13.4-002] (enabled/disabled)

Authorised to create and delete Y Y
[R-5.7-001] aliases of an MCData user and its
[R-6.9-003] ; ;

associated user profiles.
[R-5.7-002] Alphanumeric aliases of user v v Y v
[R-6.9-003]
[R-5.1.1-005] . Y Y Y Y
[R-5.9-001] Participant type of the user
[R-5.1.8-006] Y Y Y Y
[R-5.3-002] User's Mission Critical Organization
[R-5.9-001] (i.e. which organization a user
[R-5.16.2-001] belongs to)
[R-5.16.2-002]

. . } Y Y

[R-5.2.2-003] Authorisation to create a group

broadcast group

Authorisation to create a user- Y Y
[R-5.2.2-003] broadcast group

Transmission and reception control
[R-6.2.2.1-001] > Whether MCData user is Y Y Y Y

permitted to transmit data
[R-6.2.3-005] > Maximum amount of data that an Y Y Y Y

MCData user can transmit in a

single request during one-to-one

communication
[R-6.2.3-005] > Maximum amount of time that an Y Y Y Y

MCData user can transmit in a

single request during one-to-one

communication
NOTE:  As specified in 3GPP TS 23.280 [5], for each MCData user's set of MCData user profiles, only one MCData

user profile shall be indicated as being the pre-selected MCData user profile.
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Table A.3-2: MCData user profile configuration data (on network)

[R-6.4.6.1-004]

selected groups are authorized to
be remotely changed

MCData MCData | Configuration MCData
Reference Parameter description UE Server management user
server database
[R-5.1.5-001] List of on-network MCData groups
[R-5.1.5-002] for use by an MCData user
[R-5.10-001]
[R-6.4.7-002]
[R-6.8.1-008]
[R-6.7.4-002]
> MCData Group ID
> Application plane server identity
information (e.g. FQDNSs or IP
addresses, port numbers) for group
management server where group is
defined
> Presentation priority of the group Y Y Y Y
relative to other groups and users
(see NOTE)
Subclause 5.2.5 of List of groups user implicitly
3GPP TS 23.280 [5] affiliates to after MCData service
authorization for the user
> MCData Group ID Y
[R-6.4.2-006] Authorisation of an MCData user to
request a list of which MCData
groups a user has affiliated to
[R-6.4.6.1-002] Authorisation to change affiliated Y Y Y
[R-6.4.6.1-003] groups of other specified user(s)
[R-6.4.6.2-001] Authorisation to recommend to Y Y Y
[R-6.4.6.2-002] specified user(s) to affiliate to
specific group(s)
[R-6.6.1-004] Authorisation to perform regrouping
[R-6.7.2-001] Presence status is available/not
available to other users
[R-6.7.1-002] List of MCData users that MCData
[R-6.7.2-002] user is authorised to obtain
presence of
> MCData IDs Y
[R-6.8.7.4.2-001] Authorisation of a user to cancel an
[R-6.8.7.4.2-002] emergency alert on any MCData UE
of any user
[R-6.13.4-001] Authorisation for an MCData user to Y Y Y
enable/disable an MCData user
[R-6.13.4-003] Authorisation for an MCData user to Y Y Y
[R-6.13.4-005] (permanently /temporarily)
[R-6.13.4-006] enable/disable a UE
[R-6.13.4-007]
[R-7.14-002] Authorization for manual switch to Y Y Y Y
[R-7.14-003] off-network while in on-network
[R-5.1.5-004] Limitation of number of affiliations N Y Y Y
per user (N2)
[R-6.4.6.1-001] List of MCData users whose Y Y Y Y

NOTE:  The use of this parameter by the MCData UE is outside the scope of the present document.

Table A.3-3: MCData user profile configuration data (off network)
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MCData MCData | Configuration MCData
Reference Parameter description UE Server management user
server database
[R-7.2-003] List of off-network MCData groups
[R-7.6-004] for use by an MCData user
> MCData Group IDs
> Application plane server identity
information (e.g. FQDNs or IP
addresses, port numbers) for group
management server where group is
defined
> Presentation priority of the group Y N Y Y
relative to other groups and users
(see NOTE)
[R-7.12-002] Authorization for off-network Y N Y Y
[R-7.12-003] services
Subclause 10.7.2 User info id (as specified in Y N Y Y
3GPP TS 23.303 [7])
NOTE:  The use of this parameter by the MCData UE is outside the scope of the present document.

A4

The general aspects of group configuration are specified in 3GPP TS 23.280 [5].

MCData related Group configuration data

Parameters specified in table A.4-1 are child parameters of the "M CData configuration” parameter specified in

table A.4-1in 3GPP TS 23.280 [5]. Parameters specified in table A.4-2 are child parameters of the "MCData

configuration” parameter specified in table A.4-2in 3GPP TS 23.280 [5]. Parameters specified in table A.4-3 are child
parameters of the "M CData configuration” parameter specified in table A.4-3 in 3GPP TS 23.280 [5].

Editor's note: Further contents of this configuration data are FFS.
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Table A.4-1: Group configuration data (on and off network)

MCData UE MCData Group
Reference Parameter description Server management
server
[R-5.12-001] >> Media confidentiality and integrity Y Y Y
protection (see NOTE)
[R-5.12-001] >> Transmission control confidentiality Y Y Y
and integrity protection (see NOTE)
[R-5.12-001] >> Group media protection security Y N Y
material (see NOTE)
Subclause 5 >> MCData sub-services and features
enabled for the group
>>> Short data service enabled Y Y Y
>>> File distribution enabled Y Y Y
>>> Data streaming enabled Y Y A
>>> Conversation management enabled Y Y Y
>>> Transmission and reception control Y Y Y
enabled
>>> Enhanced status enabled Y Y Y
>> Transmission and reception control
[R-6.2.2.1-001] >>> Whether MC data user is permitted Y Y Y
to transmit data in the group
[R-6.2.3-006] >>> Maximum amount of data that an MC Y Y Y
data user can transmit in a single request
during group communication
[R-6.2.3-006] >>> Maximum amount of time that an MC Y Y Y
data user can transmit in a single request
during group communication
>> Enhanced status
[R-6.1.3.2-002] >>> List of operational status values Y N Y
NOTE:  Security mechanisms are specified in 3GPP TS 33.180 [13].
Table A.4-2: Group configuration data (on network)
MCData UE MCData Group
Reference Parameter description Server management
server
Subclause 10.6.2.4.1 | >> Temporary group indication Y
[R-6.4.5-001] >> Authorisation of a user to request a Y
[R-6.4.5-003] list of affiliated members of a group
[R-5.1.7-002] >> Priority of the group N Y Y
[R-6.2.2-001]
[R-6.6.2.2-006]
[R-6.8.7.2-003]
>> Transmission and reception control
[R-6.2.2.1-003] >>> Maximum data size for auto-send Y Y Y
[R-6.2.2.1-003] >>> Maximum data size for auto-receive Y Y Y
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Table A.4-2: Group configuration data (on network)

MCData UE MCData Group
Reference Parameter description Server management
server
Subclause 8.1.3.2 of >> Indication of whether the UE shall use Y N Y
3GPP TS 23.280 [5] IPv4 or IPv6 for the MCData group (as
specified in 3GPP TS 23.303 [7])

A.5 MCData service configuration data

The general aspects of MC service configuration are specified in 3GPP TS 23.280 [5]. The MCData service
configuration datais stored in the MCData server.

Datain tables A.5-1 and A.5-3 can be configured offline using the CSC-11 reference point. Tables A.5-1 and A.5-3
describe the service configuration data required to support the use of off-network M CData service.

Table A.5-1: MCData service configuration data (on and off network)

MCData UE MCData Configuration

Reference Parameter description Server management
server
Transmission and reception control
[R-6.2.2.1-002d] > Time limit for the temporarily stored Y Y Y
data waiting to be delivered to a receiving
user
[R-6.2.2.3-001] > Timer for periodic announcement with Y Y Y

the list of available recently invited data
group communications

Table A.5-2: MCData service configuration data (on network)

MCData UE MCData Configuration

Reference Parameter description Server management
server
Transmission and reception control
[R-6.2.2.1-0024a] > Maximum data size for auto-send
[R-6.2.2.1-002b] > Maximum data size for auto-receive

Editor's note: The contents of this configuration data are FFS.

Table A.5-3: MCData service configuration data (off network)

MCData UE MCData Configuration
Reference Parameter description Server management

server

Editor's note: The contents of this configuration data are FFS.
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Annex B (informative):
Transmission control for MCData

B.1  Overview of transmission control process

The MCData server may receive several simultaneous requests for data transmission, which may be associated with
different types of communication e.g. group, private, 1-to-many. For each communication, the how the requests are
processed may be different. The requests that are not authorized shall be rejected by the transmission control function.
For auto-send requests, the processing should be immediate and is delivered to the recipients either via unicast or
broadcast. However, for requests exceeding the auto-send limits, transmission control arbitration (see Annex B.2) will
be necessary. Subsequent to transmission control arbitration, and subject to the policy e.g. store and forward, the datais
either delivered directly to the recipient MCData user, or stored in the network repository and a corresponding URL is
delivered. The end-to-end transmission control processisillustrated in figure B.1-1.

Editor's Note: The aspects related to data streaming and accuracy of the processis FFS.

Select Recipients ’—)

Multiple
recipients?

MCData user |nteresteg select Data to Send

to Send Data

Yes Group
Communication

No

1-many
Communication

Private
Communication

Private

Tr ission Cc ication | " store and Yes  |SEND URL to recipient
Control Arbitration ” Forward? ” MCData user
No

g8
[
(O
; c
REJECTED £ E _S_END DATA to
£ E recipient MCData user
-8

END URL
Store and Yes > yiLLo

Yes
v > el > Broadcast? —» recipient MCData
SEND DATA to SEND DATA to users via Broadcast
recipient MCData recipient MCData
user(s) via Broadcast user(s) via Unicast No

SEND URL to recipient
MCData users
via Unicast

v
SEND DATA to SEND DATA to
recipient MCData recipient MCData
users via Unicast users via Broadcast

Figure B.1-1: Transmission control process

B.2 Transmission control arbitration

The transmission control arbitration is a central function of transmission control process. In atypical deployment,
multiple or simultaneous requests can be received at the transmission control arbitration function. Each of these requests
may be categorized into different request types with different queuing priorities, and therefore each request type will be
maintained with separate queues. Each request shall not be present in more than one queue at any given time. The queue
types and the order of queues may be configured by the MCData administrator, as described below.
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- Transmission control queue: It isthe primary queue from which the request is processed for transmission e.g.
emergency communication requests may result in this queue and processed at the highest priority.

- Communication type queue: This queue may be sorted in the order of the communication type associated with
the request. For example, the group communication regquests may always take precedence over one-to-many or
private communication requests.

- Static attribute queue: This queue may be formed based on the static attributes associated with the request e.g.
group priority, user priority, which may be pre-configured by the M CData administrator.

- Dynamic attribute queue: This queue may be formed based on the dynamic attributes associated with the request
e.g. location of the sending user, content size, etc.

Editor's Note: The queue categories and the order of the queuesis FFS.
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Annex C (informative):
Secure IP connectivity requirements

This annex contains a description of how mission critical organisation may use existing 3GPP solutions to provide a
data connection at afixed defined quality of service level.

Editor’ s note: For R14 there is no normative work for MCData secure | P connectivity. Further study in R15 will
investigate how to complete compliance with the stage 1 requirements including incoming setup to a UE,
UE to UE connection and M CData service control of access.

An MCData service | P data access APN is configured to provide connectivity to reach the required PDN within the MC
service provider's control with a defined level of quality of service as defined by QCI and ARP. In some instances, the
use of the APN will be sufficient to provide the required security for the connection. If that is not the case, the MC
service provider may use avail able techniques to further secure parts of the connection through the EPC.

The MCData UE is configured with security policy to identify which IP data traffic is required to use the MCData
service | P data access APN.

When the MCData UE requires to access an application to be used with the additional level of security, the local
application within the MCData UE commences access. If the policy allows use of the MCData service | P data access
APN, then the MCData UE establishes connection to the required end point viathe PDN provided for the MC service IP
data access.

End to end security is established as required by the local application in the UE and the remote application in the
network.
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