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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

This document defines the stage-2 service description for the P Multimedia Core Network Subsystem (IMS), which
includes the elements necessary to support IP Multimedia (IM) services. ITU-T Recommendation 1.130 [4] describes a
three-stage method for characterisation of telecommunication services, and ITU-T Recommendation Q.65 [3] defines
stage 2 of the method.

This document does not cover the Access Network functionality except as they relate to provision of IM services, these
aspects are covered in the normative Annex E.

This document identifies the mechanisms to enable support for I|P multimedia applications. In order to aign IP
multimedia applications wherever possible with non-3GPP |P applications, the general approach is to adopt non-3GPP
specific |P based solutions.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 23.002: "Network Architecture'.

[2] CCITT Recommendation E.164: “Numbering plan for the ISDN era'.

[3] CCITT Recommendation Q.65: “Methodology — Stage 2 of the method for the characterisation of
services supported by an ISDN".

[4] ITU Recommendation 1.130: "Method for the characterization of telecommunication services
supported by an ISDN and network capabilities of an ISDN".

[5] Void.

(6] Void.

[7] 3GPP TS 23.221: "Architectural Requirements:.

[8] 3GPP TS 22.228: "Service requirements for the | P multimedia core network subsystem-.

[9] 3GPP TS 23.207: "End-to-end QoS concept and architecture:.

[10] Void.

[10a] 3GPP TS 24.229: *IP Multimedia Call Control based on SIP and SDP; Stage 3".

[11] Void.

[114] 3GPP TS 29.207: "Policy control over Go interface'.

[12] IETF RFC 3261: "SIP: Session Initiation Protocol*.

[13] IETF RFC 3986: "Uniform Resource Identifiers (URI): Generic Syntax".

[14] IETF RFC 4282: "The Network Access Identifier.

[15] IETF RFC 3966: "The tel URI for Telephone Numbers'.
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3GPP TS 33.210: "Network Domain Security: |P network layer security".
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3GPP TR 22.941: "IP Based Multimedia Services Framework".
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3 Definitions, symbols and abbreviations
3.1 Definitions

Refer to TS 23.002 [1] for the definitions of some terms used in this document.

For the purposes of the present document the terms and definitions given in TR 21.905 [68] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [68].

For the purposes of the present document, the following terms and definitions given in TS 23.003 [24] apply:

Distinct Public Service I dentity
Public User Identity

Wildcarded Public User Identity
Wildcarded Service User |dentity
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Alias Public User Identities: A set of Public User Identities that belong to the same alias group as specified in
TS29.228[30].

AL G: Application Level Gateway (ALG) is an application specific functional entity that allows communication
between disparate address realm or |P versions, e.g. an |Pv6 node to communicate with an IPv4 node and vice versa,
when certain applications carry network addresses in the payloads like SIP/SDP. NA(P)T-PT or NA(P)T is application
unaware whereas AL Gs are application specific translation entities that allow a host running an application to
communicate transparently with another host running the same application but in adifferent |P version or |P address
realm. See |[ETF RFC 2663 [34] for more details.

For IMS, an IMS ALG provides the necessary application function for SIP/SDP protocolsin order to
communicate between different address realms or |P versions, e.g. IPv6 and |Pv4 SIP applications.

Distinct Public User Identity: used in relation to wildcarded Public User/Service Identities to denote an explicitly
provisioned Public User/Service Identity. See more detailsin TS 23.003 [24].

Entry point: In the case that border control concepts areto be applied in an IM CN subsystem, then these are to be
provided by capabilities within the IBCF, and the IBCF acts as an entry point for this network (instead of the I-CSCF).
In this case the IBCF and the I-CSCF can be co-located as a single physical node. If border control concepts are not
applied, then the I-CSCF is considered as an entry point of a network. If the P-CSCF is in the home network, then the
|-CSCF is considered as an entry point for this document.

Exit point: If operator preference requires the application of border control concepts then these are to be provided by
capabilities within the IBCF, and requests sent towards another network are routed via alocal network exit point
(IBCF), which will then forward the request to the other network (discovering the entry point if necessary).

I P-Connectivity Access Network: refersto the collection of network entities and interfaces that provides the
underlying I P transport connectivity between the UE and the IM S entities. An example of an "IP-Connectivity Access
Network™" is GPRS.

Businesstrunking: asdefined in TS 24.525 [81].

Subscriber: A Subscriber is an entity (comprising one or more users) that is engaged in a Subscription with a service
provider. The subscriber is allowed to subscribe and unsubscribe services, to register a user or alist of user authorized
to enjoy these services, and also to set the limits relative to the use that users make of these services.

Inter-1M S Network to Network Interface: The interface which is used to interconnect two IM CN subsystem
networks. Thisinterfaceis not constrained to a single protocol.

Network Address Trandation (NA(P)T): method by which | P addresses are mapped from one group to another,
transparently to end users. Network Address Port Trandation, or NA(P)T is amethod by which many network
addresses and their TCP/UDP (Transmission Control Protocol/User Datagram Protocol) ports are trandlated into a
single network address and its TCP/UDP ports. See RFC 3022 [65] for further details.

NAT-PT/NAPT-PT: NAT-PT uses apool of globally unique I Pv4 addresses for assignment to |Pv6 nodes on a
dynamic basis as sessions are initiated across the | P version boundaries. NAT-PT binds addresses in |Pv6 network with
addressesin | Pv4 network and vice versato provide transparent routing between the two 1P domains without requiring
any changes to end points, like the UE. NAT-PT needs to track the sessions it supports and mandates that inbound and
outbound data for a specific session traverse the same NAT-PT router.

NAPT-PT provides additional translation of transport identifier (e.g., TCP and UDP port numbers, ICMP query
identifiers). This allows the transport identifiers of a number of IPv6 hosts to be multiplexed into the transport
identifiers of asingle assigned 1Pv4 address. See IETF RFC 2766 [33] for more details.

Transport address: A unique identifier of transport-layer address, i.e. a combination of a network address, protocol
identifier and port number. For example an IP address and a UDP port.

IM S application: An IMS application is an application that uses an IMS communication service(s) in order to provide
a specific service to the end-user. An IMS application utilises the IMS communication service(s) as they are specified
without extending the definition of the IMS communication service(s).

IM S application reference: AnIMS application reference is the means by which an IMS communication service
identifies an IMS application.
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IM S communication service: An IMS communication service is atype of communication defined by a service
definition that specifies the rules and procedures and allowed medias for a specific type of communication and that
utilisesthe IMS enablers.

IM S communication serviceidentifier: AnIMS communication service identifier uniquely identifiesthe IMS
communication service associated with the particular IMS request.

IMC: IMS Credentials as defined in TR 21.905 [68].

IMSenabler: AnIMS enabler isaset of IMS procedures that fulfils specific function. An IMS enabler may be used in
conjunction with other IMS enablersin order to provide an IMS communication service.

Instance identifier: Anidentifier, that uniquely identifies a specific UE amongst al other UES registered with the same
Public User Identity.

Local Service Number: A local service number is atelephone number in non international format. A local service
number is used to access a service that may be located in the home network of the user (home local service number) or
the roamed network of the user (geo-local service number).

Geo-local service number: A local service number that is used to access a service in the roamed network (alocal
service where the subscriber is located).

Home local service number: A loca service number is used to access a service that islocated in the home network of
the user.

IP Flow: Unidirectional flow of P packets with the following properties:
- same source | P address and port humber;
- same destination | P address and port number;
- same transport protocol (port numbers are only applicable if used by the transport protocol).

M edia Flow: One or more IP flows carrying a single media instance, e.g., an audio stream or avideo stream. In the
context of this specification the term Media Flow is used instead of 1P Flow regardless of whether the actual |P packet
corresponds to media plane information (e.g. audio RTP flow) or control signalling (e.g. RTCP or SIP Signalling).

MPS:. Based on TS 22.153 [77]. Multimedia Priority Service allows authorized users to obtain and maintain radio and
network resources with priority, also during national security or emergency situations when PLMN congestion may
occur.

M PS session: A session (e.g., voice, video, data session) for which priority treatment is applied for allocating and
maintaining radio and network resources.

M PS-subscribed UE: A UE having a USIM with M PS subscription.
Service User: According to TS 22.153 [77].

STUN: Simple Traversal of UDP Through NAT (STUN), provides atoolkit of functions. These functions alow entities
behind a NAT to learn the address bindings allocated by the NAT, to keep those bindings open, and communicate with
other STUN-aware devices to validate connectivity. See RFC 5389 [47] for further details.

STUN Relay: Isausage of STUN, that allows a client to request an address on the STUN server itself, so that the
STUN server actsasarelay. See IETF RFC 5766 [46] for further details.

STUN Keep-alive: Isausage of STUN, to keep NAT bindings open.

Outbound: Managing Client Initiated Connectionsin the Session Initiation Protocol (Outbound) defines behaviours for
User Agents, registrars and proxy servers that allow requests to be delivered on existing connections established by the
User Agent. See RFC 5626 [48] for further details.

Preferred Circuit Carrier Selection: AnIMS service that allows the subscriber to select a long distance circuit carrier
per call when dialing acall origination.

Preferred Circuit Carrier Access. An IMS service that alows a specific long distance circuit carrier to be selected for
along distance call.
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IP-SM-GW (IP short message gateway): An IP-SM-GW isan AS providing the support of Short Message Service of
the IMS domain. See more detailsin TS 23.204 [56].

Geographical Identifier: A Geographical Identifier identifies a geographical area within a country or territory. See
more detailsin clause E.8.

3.2 Symbols

For the purposes of the present document the following symbols apply:

Cr Reference Point between an AS and an MRFC for media control.

Cx Reference Point between a CSCF and an HSS.

Dx Reference Point between an I-CSCF and an SLF.

Gi Reference point between GPRS and an external packet data network.

Gm Reference Point between a UE and a P-CSCF or between an |P-PBX and a P-CSCF.

ISC Reference Point between a CSCF and an Application Server and between a CSCF and an MRB.

lu Interface between the RNS and the core network. It is also considered as a reference point.

IX Reference Point between IBCF and TrGW.

Ici Reference Point between an IBCF and another IBCF belonging to adifferent IM CN subsystem
network or between an IBCF and an IP-PBX.

1Zi Reference Point between a TrGW and another TrGW belonging to a different IM CN subsystem
network.

Le Reference Point between an ASand aGMLC.

Ma Reference Point between an AS and an I-CSCF.

Mb Reference Point to | P network services.

Mf Reference Point between atransit function and AS.

Mg Reference Point between an MGCF and a CSCF.

Mi Reference Point between a CSCF and a BGCF.

Mj Reference Point between a BGCF and an MGCF.

Mk Reference Point between aBGCF/IMS ALG and another BGCF.

Mm Reference Point between a|BCF/CSCF/BGCKF/IMS ALG and an I|P multimedia network.

Mr Reference Point between an CSCF and an MRFC.

Mr’ Reference Point between an AS and an MRFC for session control.

Mw Reference Point between a CSCF and another CSCF.

Mx Reference Point between a CSCF/BGCF and IBCF.

Rc Reference Point between an AS and an MRB.

Sh Reference Point between an AS (SIP-AS or OSA-CSCF) and an HSS.

S Reference Point between an IM-SSF and an HSS.

Ut Reference Point between UE and an Application Server.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [68] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905 [68].

API Application Program Interface

AS Application Server

BCSM Basic Call State Model

BG Border Gateway

BGCF Breakout Gateway Control Function
BS Bearer Service

CAMEL Customised Application Mobile Enhanced Logic
CAP Camel Application Part

CDR Charging Data Record

CN Core Network

CSs Circuit Switched

CSCF Call Session Control Function

CSE CAMEL Service Environment

DHCP Dynamic Host Configuration Protocol
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DNS Domain Name System
ECN Explicit Congestion Notification
ENUM E.164 Number Mapping
GGSN Gateway GPRS Support Node
GLMS Group and List Management Server
GMLC Gateway Mobile Location Centre
GRUU Globally Routable User Agent URI
GUP Generic User Profile
HSS Home Subscriber Server
IBCF Interconnection Border Control Function
[-CSCF Interrogating-CSCF
IETF Internet Engineering Task Force
IM IP Multimedia
IMC IMS Credentias
IMS IP Multimedia Core Network Subsystem
IMSALG IMS Application Level Gateway
IMSI International Mobile Subscriber Identifier
IN Intelligent Network
IP Internet Protocol
IPv4 Internet Protocol version 4
IPv6 Internet Protocol version 6
IP-CAN IP-Connectivity Access Network
IP-SM-GW IP Short Message Gateway
ISDN Integrated Services Digital Network
ISIM IMS SIM
ISP Internet Service Provider
ISUP ISDN User Part
IWF Interworking Function
NP Number portability
MAP Mobile Application Part
MGCF Media Gateway Control Function
MGF Media Gateway Function
MRB Media Resource Broker
MRFC Multimedia Resource Function Controller
MRFP Multimedia Resource Function Processor
NAI Network Access Identifier
NAPT Network Address Port Trandation
NAT Network Address Tranglation
NA(P)T-PT
[1-NNI Inter-IMS Network to Network Interface
OSA Open Services Architecture
P-CSCF Proxy-CSCF
PCC Policy and Charging Control
PCEF Policy and Charging Enforcement Function
PCRF Policy and Charging Rules Function
PDN Packet Data Network
PDP Packet Data Protocol e.g., IP
P-GRUU Public Globally Routable User Agent URI
PLMN Public Land Mobile Network
PSI Public Service Identity
PSTN Public Switched Telephone Network
QoS Quiality of Service
RAB Radio Access Bearer
RFC Request for Comments
SCS Service Capability Server
S-CSCF Serving-CSCF
SDP Session Description Protocol
SGSN Serving GPRS Support Node
SLF Subscription Locator Function
SSF Service Switching Function
SS7 Signalling System 7
SIM Subscriber Identity Module
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Network Address (Port-Multiplexing) Translation-Protocol Trandation
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SIP Session Initiation Protocol
SGW Signalling Gateway
TAS Telephony Application Server
T-GRUU Temporary Globally Routable User Agent URI
THIG Topology Hiding Inter-network Gateway
TrGW Transition Gateway
UE User Equipment
UMTS Universal Mobile Telecommunications System
URL Universal Resource Locator
UsSIM UMTS SIM
4 IP multimedia subsystem concepts
4.0 General

The IP Multimedia CN subsystem comprises all CN elements for provision of multimedia services. Thisincludes the
collection of signalling and bearer related network elements as defined in TS 23.002 [1]. IP multimedia services are
based on an IETF defined session control capability which, along with multimedia bearers, utilises the |P-Connectivity
Access Network (this may include an equivalent set of servicesto the relevant subset of CS Services).

In order to achieve access independence and to maintain a smooth interoperation with wireline terminals across the
Internet, the IP multimedia subsystem attempts to be conformant to IETF "Internet standards®. Therefore, the interfaces
specified conform as far as possible to IETF "Internet standards’ for the cases where an IETF protocol has been
selected, e.g. SIP.

The IP multimedia core network (IM CN) subsystem enables PLMN operators to offer their subscribers multimedia
services based on and built upon Internet applications, services and protocols. There is no intention here to standardise
such services within the IM CN subsystem, the intention is that such services will be developed by PLMN operators and
other third party suppliersincluding those in the Internet space using the mechanisms provided by the Internet and the
IM CN subsystem. The IM CN subsystem should enable the convergence of, and access to, voice, video, messaging,
data and web-based technologies for the wireless user, and combine the growth of the Internet with the growth in
telecommunications.

The complete solution for the support of 1P multimedia applications consists of terminals, |P-Connectivity Access
Networks (IP-CAN), and the specific functional elements of the IM CN subsystem described in this technical
specification. An example of IP-Connectivity Access Network isthe GPRS core network with GERAN and/or UTRAN
radio access networks.

Figure 4.0 below represents the IM S reference architecture including interfaces towards legacy networks and other |P
based multimedia systems. Details of the roles of these nodes are described in clauses 4.6, 4.7 and 4.7a.

NOTE 1: Some entities defined as part of the IMS Subsystem can aso be used by other subsystems.

NOTE 2: Thelci and |zi reference points are only applicable for IP Multimedia Networks that are IM S subsystems.
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Figure 4.0: Reference Architecture of the IP Multimedia Core Network Subsystem

A description of the functional entities can be found in TS 23.002 [1].

4.1 Relationship to CS domain and the IP-Connectivity Access
Network

The IP multimedia subsystem utilizes the IP-CAN to transport multimedia signalling and bearer traffic. IP-CANs that
maintain the service while the terminal moves, hide these moves from the | P multimedia subsystem.

The IP multimedia subsystem is independent of the CS domain athough some network elements may be common with
the CS domain. This means that it is not necessary to deploy a CS domain in order to support an |P multimedia
subsystem based network.

4.2 IMS services concepts

421 Home-network based services

4211 Support of CAMEL or IN

It shall be possible for an operator to offer access to services based on the CSE or IN Service Environment for its IM
CN subsystem subscribers. It should be noted that there is no requirement for any operator to support CAMEL or IN
services for their IM CN subsystem subscribers or for inbound roamers.
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For more information refer to clause 4.2.4.

4212 Support of OSA

It shall be possible for an operator to offer access to services based on OSA for itsIM CN subsystem subscribers. This
shall be supported by an OSA API between the Application Server (AS) and the network.

For more information refer to clause 4.2.4.
4.2.1.3 Dynamic services interactions handling

42131 Service information exchanged between Application Servers

To avoid conflicting interactions between services they execute, different ASsinvolved in the same IM S session (within
an operator network or across networks) shall be able to exchange the following service interaction information:

- indication of servicesthat have been performed, and

- optionally, additional indication of services that should be further avoided.

42132 Handling by the Application Server

If an AS provides one or more services, the AS may include service interaction information in SIP signalling,
identifying the service that it has executed.

If an AS provides one or more services which are known to be negatively impacted by the subsegquent execution of a
service by another AS, the AS may include, in addition to the an indication of the services executed, service interaction
information in SIP signalling, indicating the services that should be avoided.

An AS receiving a SIP message containing an indication
- that aservice has been executed previously, and/or
- that aservice should be avoided,

may, depending on local policy, take thisinformation into account. The service interaction information shall be such
that an AS receiving this information should not be able to misinterpret the information and shall ignore such
information that it does not recognize.

Service interaction information for standardized services shall be standardized but there shall aso be the ability to
exchange globally unique service information for non-standardized services.

4.2.1.3.3 Deletion of services interaction information

The service interaction information shall be removed when it is sent to the UE via P-CSCF or to an entity outside the
trust domain or when it is not in compliance with service level agreements with other domains.

4.2.2 Support of numbers in non-international format in the IMS

Phone or telephone numbers which are not in the international format can allow the access of the visited services (local
service numbers) and the access of numbersin alocal addressing plan. Since numbers in non-international format are
widely used in legacy fixed and mobile CS networks the seamless co-operation with these networks require the support
of numbersin non-international format (including local service numbers) in the IMS. It is up to the operator's policy
when and which type of numbersin non-international format can be used. In the rest of this clause the term ‘'visited
access network' is used to indicate the network in which the user is physically located. In case of GPRS accessthisis
the VPLMN. In case of other access types thisis most probably the IP-CAN provider.

The use of numbers in non-international format including local service numbers shall be provided in the following
manner:

1. It shall be possible for the HPLMN to determine whether a user is using a number in non-international format
according to an addressing plan used in the visited network or a geo-local service number. This shall be based
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upon an indication received from the UE. The same indication shall be used to accesslocal services aswell asto
use alocal addressing plan. Thisindication shall be included in the Request URI of the SIP request. If auser
intends to use a number according to an addressing plan used at higher current physical location or alocal
service number at his/her current physical location, then there shall be information about the visited access
network independently from the location of the P-CSCF included in the Request-URI of the SIP request.

2. The P-CSCF shall route the session towards the S-CSCF as per the session origination procedures.

Processing the Request URI (e.g. address analysis and potential modification such as trandation into globally
routable format, e.g. aglobally routable PSI) shall be performed by an Application Server in the subscriber's
Home Network. The S-CSCF routes the SIP request towards this Home Network Application Server based upon
filter criteria which are triggered by the information in the 'local indication’ received from the UE. The AS may
need to identify the visited access network, e.g. from information in SIP signalling or viathe Sh interface.

When clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) isin use, and the Home
Network decides to loop-back the call to the visited network, and when the indication is received that the number
isin accordance with the visited network numbering plan the Home network can choose to not translate numbers
in non-international format, and pass on the non-international number as received, to the VPLMN.

3. Then the AS passes the session request back to the S-CSCF with Request URI that contains either a globally
routable SIP URI or aTel URI with number in international format, or a Tel URI with number in non-
international format if clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) isin use
and the Home network does not trand ate the number in non-international format. The SIP request shall contain
enough information to route to the network hosting the service or using the addressing plan and alow the
terminating network to identify the intended end point (e.g. service).

4. The S-CSCF routes the SIP request, vianormal IMS routing principles, towards its destination (e.g. aserver in
the visited access network identified by a PSI) using the Mw or Mm interfaces.

NOTE: For users who have roamed, services relevant to the locality of the user may also be provided by the home
network.
4.2.3 Support of roaming users

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming
subscriber isin the Home network, e.g., the Serving-CSCF is located in the Home network.

Home
Network

Service
Platform

Serving
CSCF

Home/ Visited
Network

Figure 4.1: Service Platform in Home Network
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External )
Service Serving Home
Platform Network

Home/Visited

Figure 4.2: External Service Platform

There are two possible scenarios to provide services:
- viathe service platform in the Home Network
- viaan external service platform (e.g. third party or visited network)

The external service platform entity could be located in either the visited network or in the 3 party platform. The
standardised way for secure 3rd party accessto IMS servicesis viathe OSA framework, see clause 4.2.4.

Theroles that the CSCF plays are described bel ow.
- The Proxy-CSCF shall enable the session control to be passed to the Serving-CSCF.
- The Serving-CSCF islocated in the home network. The Serving-CSCF shall invoke service logic.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in
the same IM CN Subsystem.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not arequirement in this release. Procedures to allow
registration time Proxy-CSCF reassignment may be considered in future releases.

Procedures shall be supported to alow assigning different Proxy-CSCFs when a user registers from multiple UE(S)
simultaneoudly.

Network initiated Proxy-CSCF reassignment is hot a requirement.

The use of additional elementsto be included in the SIP signalling path is optional. Such additional elements may
provide functions as described in clause 4.14 and Annex 1.

4.2.4 IP multimedia Subsystem Service Control Interface (ISC)

The ISC interface is between the Serving CSCF and the service platform(s).

An Application Server (AS) offering value added IM services resides either in the user's home network or in athird
party location. The third party could be a network or smply a stand-alone AS.

The Serving-CSCF to AS interface is used to provide servicesresiding in an AS. Two cases were identified:
- Serving-CSCF to an ASin Home Network.
- Serving-CSCF to an ASin External Network (e.g., Third Party or Visited)

The SIP Application Server may host and execute services. The SIP Application Server can influence and impact the
SIP session on behalf of the services and it uses the ISC interface to communicate with the S-CSCF. The S-CSCF shall
be able to supply the AS with information to allow it to execute multiple services in order within asingle SIP
transaction.
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The ISC interface shall be able support subscription to event notifications between the Application Server and S-CSCF
to allow the Application Server to be notified of the implicit registered Public User Identities, registration state and UE
capabilities and characteristics in terms of SIP User Agent capabilities and characteristics.

The S-CSCF shall decide whether an Application Server isrequired to receive information related to an incoming initial
SIP reguest to ensure appropriate service handling. The decision at the S-CSCF is based on (filter) information received
from the HSS. Thisfilter information is stored and conveyed on a per Application Server basis for each user. It shall be
possible to include a service indication in the filter information, which is used to identify services and the order that
they are executed on an Application Server within a single SIP transaction. The name(s)/address(es) information of the
Application Server (s) are received from the HSS.

For an incoming SIP request, the S-CSCF shall perform any filtering for 1SC interaction before performing other
routing procedures towards the terminating user, e.g. forking, caller preferences etc.

The S-CSCF does not handle service interaction i ssues.

Once the IM SSF, OSA SCSor SIP Application Server has been informed of a SIP session request by the S-CSCF, the
IM SSF, OSA SCSor SIP Application Server shall ensure that the S-CSCF is made aware of any resulting activity by
sending messages to the S-CSCF.

From the perspective of the S-CSCF, the " SIP Application server”, "OSA service capability server" and "IM-SSF" shall
exhibit the same interface behaviour.

When the name/address of more than one Application Server istransferred from the HSS, the S-CSCF shall contact the
Application Serversin the order supplied by the HSS. The response from the first Application Server shall be used as
the input to the second Application Server. Note that these multiple Application Servers may be any combination of the
SIP Application server, OSA service capability server, or IM-SSF types.

The S-CSCF does not provide authentication and security functionality for secure direct third party accessto the IM
subsystem. The OSA framework provides a standardized way for third party secure access to the IM subsystem.

If a S-CSCF receives a SIP request on the |SC interface that was originated by an Application Server destined to a user
served by that S-CSCF, then the S-CSCF shall treat the request as a terminating request to that user and provide the
terminating request functionality as described above. Both registered and unregistered terminating requests shall be
supported.

It shall be possible for an Application Server to generate SIP requests and dialogs on behalf of users. Requests
originating sessions on behalf of a user are forwarded to the S-CSCF serving the user, if the AS has knowledge of the
S-CSCF assigned to that user and the S-CSCF shall perform regular originating procedures for these requests.

Originating requests on behalf of registered and unregistered users shall be supported.
More specifically the following requirements apply to the IMS Service control interface:
1. ThelSC interface shall be able to convey charging information as per TS 32.240 [25] and TS 32.260 [26].

2. The protocol on the ISC interface shall allow the S-CSCF to differentiate between SIP requests on Mw, Mm and
Mg interfaces and SIP Requests on the ISC interface.

Figure 4.3: Void

Besides the Cx interface the S-CSCF supports only one standardised protocol for service control, which delegates
service execution to an Application Server. The protocol to be used on the ISC interface shall be SIP (as defined by
IETF RFC 3261 [12], other relevant IETF RFC's, and additional enhancements introduced to support 3GPP’s needs on
the Mw, Mm, Mg interfaces).

The notion of a"SIP leg" used throughout this specification isidentical to the notion of acall leg whichisthe sameasa
SIP dialog defined by IETF RFC 3261 [12]. The same SIP leg that is received by the S-CSCF on the Mw, Mm and Mg
interfacesis sent on the ISC interface. The same SIP leg that is received by the S-CSCF on the ISC interface is sent on
the Mw, Mm and Mg interfaces.

Concerning the relationship between the SIP legs of the ISC interface and the SIP legs of the Mw, Mm, and Mg
interfaces the S-CSCF acts as a SIP proxy, as shown in Figures 4.3a— 4.3e below.
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Figures 4.3a-4.3e below depict the possible high-level interactions envisioned between the S-CSCF and the Application
Server.

Application
Server

S

SIP leg #1
From: X
To: Y
Call-ID: Z

SIP leg #1

From: X
To:Y
Call-ID: Z

Figure 4.3a: Application Server acting as terminating UA, or redirect server

Application
Server

From: X
To:Y
Call-ID: Z

SIP leg #1

SIP leg #1

From: X
To: Y
Call-ID: Z

Figure 4.3b: Application Server acting as originating UA

Application
Server

SIP leg #1 | From: X

SIP leg #1 To: Y
Erom: X Call-ID: Z
To: Y
Call-ID: Z ~ -

SIP leg #1

From: X
To:Y
Call-ID: Z

SIP leg #1

From: X
To Y
Call-ID: Z

Figure 4.3c: Application Server acting as a SIP proxy
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SIP leg #2 | From: P
SIP leg #1 To:Q
Erom: X Call-ID: R
To:Y
Call-1D: Z ~ -

SIP leg #1

SIP leg #2

From: X From: P
To: Y To: Q
Call-ID: Z Call-ID: R

SIP leg #1

Figure 4.3d: Application Server performing 3™ party call control

SIP leg #1

From: X From: X
To:Y To:Y
Call-ID: Z Call-ID: Z

Figure 4.3e: A SIP leg is passed through the S-CSCF without Application Server involvement

4.2.4a HSS to service platform Interface

The Application Server (SIP Application Server and/or the OSA service capability server and/or IM-SSF) may
communicate to the HSS. The Shand Si interfaces are used for this purpose.

For the Sh interface, the following shall apply:
1. The Shinterface isan intra-operator interface.

2. The Shinterface is between the HSS and the " SIP Application Server" and between the HSS and the "OSA
service capability server". The HSSisresponsible for policing what information will be provided to each
individual Application Server.

3. The Shinterface transports transparent data for e.g. service related data, user related information, etc.
In this case, the term transparent implies that the exact representation of the information is not understood by the
HSS or the protocol.

4. The Shinterface also supports mechanisms for transfer of user related data stored in the HSS (e.g. user service
related data, MSISDN, visited network capabilities, UE Time Zone and user location information (e.g. cell
global ID/Service Area D or the address of the serving network element, VPLMN ID, etc.)). The Shinterface
supports retrieving the Private User Identities using the same Public User Identity. In the case of a Public User
Identity being shared across multiple Private User Identities within the same IM S subscription, the Sh interface
supports the transfer of the Private User Identities that share the Public User Identity.

NOTE 1: before providing information relating to the location of the user to a SIP Application Server, detailed
privacy checks frequently need to be performed in order to meet the requirementsin TS 22.071 [27]. The
SIP Application Server can ensure that these privacy requirements are met by using the Le interface to the
GMLC (see TS 23.271[28]) instead of using the Sh interface.

5. The Shinterface also supports mechanisms for transfer of standardised data, e.g. for group lists, which can be
accessed by different Application Servers. Those Application Servers sharing the data shall understand the data
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format. This enables sharing of common information between Application Servers, e.g. data managed via the Ut
reference point.

6. The Shinterface also supports mechanisms that allow Application Servers to activate/deactivate their own
existing initial filter criteria stored in the HSS on a per subscriber basis.

The Si interface is between the HSS and the IM-SSF. It transports CAMEL subscription information including triggers
for use by CAMEL based application services.

NOTE 2: CAMEL subscription data can aso be transferred from the HSS to the IM-SSF via the Sh interface.

4.2.4b S-CSCF Service Control Model

Application Server

ISC

Incoming Leg Outgoing Leg

»
»

<
<

SCSCE | Records

Figure 4.3f: Service Control Model with Incoming Leg Control and Outgoing Leg Control

Figure 4.3f illustrates the relationship between the S-CSCF and AS. It includes afirst-level of modelling inside the
S-CSCF and inside the AS. To keep the model simple only one incoming leg and one outgoing leg are shown. In
practice a session may consist of more than one incoming leg and/or more than one outgoing leg(s), when using User
Agents. An AS may create one or more outgoing legs independent of incoming legs. An AS may create one or more
outgoing legs even when there are no incoming legs.

While the above figures show session related flows, the service control model can be applied to other SIP transactions
such asregistration. Incoming or outgoing leg information e.g. state information, may be passed between the S-CSCF
and ASimplicitly or explicitly. Implicitly means that SIP information in transit carries information about the state of the
session (e.g. an INVITE message received at the S-CSCF on an incoming leg may be sent to the AS with no changes or
with some additional information). Explicitly means that SIP information is generated, e.g. to transfer state change
information from an S-CSCF to an ASin circumstances where there is no ongoing SIP transaction that can be used. It is
amatter for Stage 3 design to determine when to use implicit or explicit mechanisms and to determine what extensions
to SIP are necessary.
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Theinternal model of the S-CSCF (shown in Figure 4.3f) may sometimes exhibit proxy server like behaviour either by
passing the requests to the Application Server or by passing the requests out of the system. A Proxy server may
maintain session state or not. The SS=CSCF may sometimes exhibit User Agent like behaviour. Some Applications
require state to be maintained in the S-CSCF. Their exact behaviour depends on the SIP messages being handled, on
their context, and on S-CSCF capabilities needed to support the services. It is a matter for Stage 3 design to determine
the more detailed modelling in the S-CSCF.

Theinternal model of the AS (shown in Figure 4.3f) may exhibit User Agent like behaviour. The exact behaviour
depends on the SIP messages being handled and on their context. Detailed Stage 3 modelling for the ASis not required.

The definitions used in the model are:

Combined ILSM OL SM —Incoming/outgoing L eg State M odel: Models the behaviour of an S-CSCF for handling
SIP messages on incoming and outgoing session legs. The Combined I/OLSM shall be able to store session state
information. It may act on each leg independently, acting as a SIP Proxy, Redirect Server or User Agent dependant on
the information received in the SIP request, the filter conditions specified or the state of the session.

It shall be possible to split the application handling on each leg and treat each endpoint differently.

ILCM - Incoming Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information sent to and
received from an AS for an incoming session leg. The ILCM shall store transaction state information.

OLCM - Outgoing Leg Control Model: Models the behaviour of an S-CSCF for handling SIP information received
from and sent to an AS for an outgoing session leg. The OLCM shall store transaction state information.

ASILCM - Application Server Incoming Leg Control Model: Models AS behaviour for handling SIP information
for anincoming leg. The AS-ILCM shall store Transaction State, and may optionally store Session State depending on
the specific service being executed.

AS-OLCM - Application Server Outgoing Leg Control Model: Models AS behaviour for handling SIP information
for an outgoing leg. The AS-OLCM shall store Transaction State, and may optionally store Session State depending on
the specific service being executed.

4.2.4c |-CSCF to AS reference point (Ma)

The Mareference point is between the Interrogating CSCF and the service platform(s).
The Interrogating-CSCF to AS reference point is used to:

- forward SIP requests destined to a Public Service Identity hosted by an Application Server directly to the
Application Server;

- originate asession on behalf of auser or Public Service Identity, if the AS has no knowledge of a S CSCF
assigned to that user or Public Service Identity.

It shall be possible for an Application Server to originate a session on behalf of users or Public Service Identities. If the
AS has no knowledge of the serving S-CSCF for that user or Public Service Identity, such requests are forwarded to an
[-CSCF, and the | CSCF shall perform regular originating procedures for these requests.

Session origination requests on behalf of registered and unregistered users shall be supported.
The Mareference point shall be able to convey charging information according to TS 32.240 [25] and TS 32.260 [26].

The protocol to be used on the Mareference point shall be SIP (as defined by RFC 3261 [12], other relevant
IETF RFCs, and additional enhancements introduced to support 3GPP’s needs on the Mw, Mm, Mg reference points).

Concerning the relationship between the SIP legs of the Ma reference point and the SIP legs of the Mw, Mm, and Mg
reference points the |-CSCF acts as a SIP proxy, as shown in Figures 4.3f and 4.3g below.

Figures 4.3f and 4.3g below depict the possible high-level interactions envisioned between the I-CSCF and the
Application Server.
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Application
Server

SIP leg #1

From: X
To:Y
Call-ID: Z

SIP leg #1

From: X
To: Y
Call-ID: Z

Figure 4.3f: I-CSCF forwarding a SIP request destined to a Public Service ldentity to an Application
Server hosting this Public Service Identity

Application
Server
From: X

SIPleg #1 | 4.y
Call-ID: Z

SIP leg #1

From: X
To: Y
Call-iD: Z

Figure 4.3g: Application Server originating a session on behalf of a user or a Public Service Identity,
having no knowledge of the S-CSCF to use

4.2.5  The QoS requirements for an IM CN subsystem session

The selection, deployment, initiation and termination of QoS signalling and resource allocation shall consider the
following requirements so as to guarantee the QoS requirement associated with an IM CN subsystem session.

1. Independence between QoS signalling and Session Control

The selection of QoS signalling and resource allocation schemes should be independent of the selected
session control protocols. This allows for independent evolution of QoS control and the session control in the
IM CN subsystem.

2. Necessity for End-to-End QoS Signalling and Resource -Allocation

End-to-end QoS indication, negotiation and resource allocation during the session set-up in the IM CN
subsystem should be enforced for those services and applications that require QoS better than best-effort.

3. Void.
4. Restricted Resource Access at the I[P BS Level

Access to the resources and provisioning of QoS at IP BS Level should be authenticated and authorized by
applying appropriate QoS policies viathe IP Policy Control element

5. Restricted Resource Access at the |P-Connectivity Access Network (i.e. layer-2) Level
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Access to the resources and provisioning of QoS at the |P-Connectivity Access Network Level should be
authenticated and authorized by using existing registration/security/QoS policy control mechanisms of the
IP-CAN.

6. Co-ordination between Session Control and QoS Signalling/Resource Allocation

a

In establishing an IMS session, it shall be possible for an application to request that the resources needed for
bearer establishment be successfully allocated before the destination user is alerted.

In establishing an IMS session, it shall be possible, dependent on the application being offered, to prevent the
use of the bearer until the session establishment is completed.

In establishing an IMS session, it shall be possible for a terminating application to allow the destination user
to participate in determining which bearers shall be established.

Successful bearer establishment shall include the completion of any required end-to-end QoS signalling,
negotiation and resource allocation.

In establishing an IMS session, it shall be possible to use already allocated bearer resources, if these
resources fulfil the needs of the session. However, note that QoS policy control mechanisms of the IP-CAN
may not allow to use already allocated bearer resources.

The initiation of any required end-to-end QoS signalling, negotiation and resource allocation processes at
different network segments shall take place after the initiation and delivery of a session set-up request.

7. The Efficiency of QoS Signalling and Resource Allocation

The sequence of end-to-end QoS signalling, negotiation and resource allocation processes at different
network segments should primarily consider the delay in negotiating end-to-end QoS and reserving resources
that contributes to the session set-up delay. Parallel or overlapping QoS negotiation and resource reservation
shall be allowed where possible.

8. Dynamic QoS Negotiation and Resource Allocation

Changes (upgrading or downgrading) of QoS provided to an active IMS session shall be supported based on
either the request from the IM application or the current network loads or link quality (e.g. radio link quality).

It shall be possible to maintain a resource allocation in excess of the resources needed for current media
flows (but within the restrictions imposed by points #4 and #5 above), in order to e.g. switch to different
media flow characteristics without risk of admission control failure.

9. Prevention of Theft of Service

The possibility for theft of serviceinthe IM CN subsystem shall be no higher than that for the corresponding
packet data and circuit switched services.

10. Prevention of Denia of Service

4.2.6

The system unavailability due to denial of service attacksin the IM CN subsystem shall be no greater than
that for the corresponding packet data and circuit switched services.

QoS Requirements for IM CN subsystem signalling

Depending on the bearer establishment mode, the UE or the IP-CAN shall be able to establish a dedicated signalling
IP-CAN bearer for IM Subsystem related signalling or utilize a general-purpose |P-CAN bearer for IM subsystem
signalling traffic.

The use of adedicated signalling IP-CAN bearer for IM Subsystem related signalling may provide enhanced QoS for
signalling traffic.

If adedicated signalling IP-CAN bearer isto be used for IM Subsystem related signalling, rules and restrictions may
apply to the bearer according to operator implementation. A set of capabilities shall be standardised to provide user
experience consistency and satisfy user expectation. The rules and restrictions on other capabilities beyond the
standardised set are configured by the operator in the IP-CAN.
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To enable the described mechanism to work without requiring end-user interaction and under roaming circumstances, it
isarequirement for the UE to be made aware of the rules and restrictions applied by the visited network operator. If
there is no mechanism available for providing the information about the restrictions back to the UE, the available set of
rules and restrictions in this Release is the set of capabilities as defined below.

The dedicated signalling IP-CAN bearer is subject to restrictions, the capabilities to be applied are defined as follows:
all messages from the UE that use a dedicated signalling IP-CAN bearer shall have their destination restricted to:

- the P-CSCF assigned for this UE, or to any one of the set of possible P-CSCFs that may be assigned to this UE.
- and towards DHCP and DNS servers within the IM S operator's domain where the P-CSCF is located.

The UE is not trusted to implement these restrictions, therefore the restrictions are enforced in the IP-CAN by the
operator.

The IP-CAN shall be able to apply rules and restrictions for the IM CN subsystem traffic. In particular, the IP-CAN
shall be able to identify IM CN subsystem signalling traffic in order for the operator to decide on what particular rating
to apply to the IM CN subsystem signalling traffic. Thisincludes the ability to apply a specia rating to at least SIP,
DHCP, DNS and HTTP traffic for IMS.

4.2.7 Support of SIP forking

42.7.1 SIP Forking

SIP forking is the ability of a SIP proxy server to fork SIP request messages to multiple destinations according to
IETF RFC 3261 [12].

4.2.7.2 Forking within and outside the IM CN Subsystem

The IM CN subsystem shall have the capability to fork requests to multiple destinations; this capability is subject to
rules for forking proxies defined in IETF RFC 3261 [12].

- The S-CSCF shall support the ability for a Public User |dentity to be registered from multiple contact addresses,
as defined in IETF RFC 3261 [12]. The S-CSCF shall support forking so that an incoming SIP request addressed
to aPublic User Identity is proxied to multiple registered contact addresses. This allows forking across multiple
contact addresses of the same Public User Identity.

- When multiple contact addresses have been registered, then the S-CSCF shall exhibit the following behaviour
with regards to forking the incoming SIP request:

1. If the UE hasindicated capability information upon IMS registration in terms of SIP User Agent capabilities
and characteristics described in IETF RFC 3840 [38], then the S-CSCF shall use it to generate atarget
contact set using the matching mechanism described in IETF RFC 3841 [42]. If the UE has not indicated any
capabilities for the contact addresses upon registration, then the S-CSCF may still use the preference
information, if indicated for the contact addresses upon registration, as described in the following bullet point
below.

2. If the UE hasindicated preference information for contact addresses upon registration, then the S-CSCF shall
useit to decideif parallel or sequential forking is used across the contact addresses that have matching callee
capabilities, as described in IETF RFC 3261 [12]. If the UE has not indicated any preference for the matching
contact addresses upon registration, or if the preferences for the matching contact addresses have equal value,
then it is up to the configuration of the S-CSCF if parallel or sequential forking isto be performed across the
contact addresses that have matching callee capabilities.

- Application Serversin the IMS shall not act as aforking proxy towards the S-CSCF in the sense of
|IETF RFC 3261 [12].

NOTE 1: The AS may subscribe to the registration event package to retrieve the contact address(es) of the UE.
Based on thisinformation the AS may act as aforking proxy in the sense of IETF RFC 3261 [12] towards
other nodes than the S-CSCF.

NOTE 2: The AS may initiate multiple requests towards the registered Public User |dentities of a user, however,
thisis not considered as forking in the sense of IETF RFC 3261 [12].
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Additionally, other networks outside the IM CN Subsystem are able to perform SIP forking.

4.2.7.3 Support for forked requests

UE and MGCF shall be ready to receive responses generated due to a forked request and behave according to the
procedures specified in IETF RFC 3261 [12] and in this clause.

The UE and MGCF may accept or reject early dialogues from different terminations as described in
IETF RFC 3261 [12], for exampleif the UE is only capable of supporting alimited number of simultaneous dialogs.

Upon the reception of afirst final 200 OK (for INVITE), the UE or MGCF shall acknowledge the 200 OK. In addition
the UE or MGCF may require updating the allocated resources according to the resources needed. In case the UE or
MGCEF receives a subsequent 200 OK, the UE or MGCF shall acknowledge the dialogue and immediately send aBYE
to drop the dialog.

NOTE: Upon the reception of afirst final 200 OK (for INVITE), the UE or MGCF may terminate the early
dialogue, as specified in IETF RFC 3261 [12].

The UE and MGCF may include preferences according to IETF RFC 3841 [42], in INVITE's, indicating that proxies
should not fork the INVITE request. The S-=CSCF and AS should follow the preferences, if included in the INVITE
reguest. On the terminating side, UE and MGCF shall be able to receive, as specified in IETF RFC 3261 [12], several
requests for the same dialog that were forked by a previous SIP entity.

Application Servers and MRFCs shall be capable to handle forked requests according to the procedures specified in
IETF RFC 3261 [12].

4.3 Naming and addressing concepts

4.3.1 Address management

The mechanisms for addressing and routing for accessto IM CN subsystem services and issues of general |P address
management are discussed in TS 23.221 [7].

When a UE is assigned an |Pv6 prefix, it can change the global 1Pv6 addressit is currently using viathe mechanism
defined in IETF RFC 4941 [164a)], or similar means. When a UE isregistered in the IM CN Subsystem with an IP
address, any changeto this IP address that is used to access the IM CN subsystem will result in dropping the active SIP
dialogs, and shall trigger automatic registration. This automatic registration updates the UE's | P address and security
association. To avoid disruption of ongoing IM CN subsystem services, the UE should not change the I P address that it
uses to accessthe IM CN subsystem while engaged in active SIP dialogs (e.g. INVITE or SUBSCRIBE-NOTIFY
dialogs).

43.2 Void

Figure 4.4: Void

4.3.3 Identification of users

4.3.3.0 General

There are various identities that may be associated with a user of 1P multimedia services. This clause describes these
identities and their use.

4331 Private User Identities

Every IM CN subsystem user shall have one or more Private User Identities. The private identity is assigned by the
home network operator, and used, for example, for Registration, Authorization, Administration, and Accounting
purposes. Thisidentity shall take the form of a Network Access Identifier (NAI) as defined in IETF RFC 4282 [14]. Itis
possible for arepresentation of the IM S| to be contained within the NAI for the private identity.
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The Private User Identity is not used for routing of SIP messages.

The Private User Identity shall be contained in al Registration requests, (including Re-registration and De-
registration requests) passed from the UE to the home network.

An ISIM application shall securely store one Private User Identity. For UES supporting only non-3GPP accesses,
if neither ISIM nor USIM is present, but IMC is present, the Private User Identity shall be stored in IMC. It shall
not be possible for the UE to modify the Private User Identity information stored on the ISIM application or
IMC.

The Private User |dentity is a unique global identity defined by the Home Network Operator, which may be used
within the home network to identify the user's subscription (e.g. IM service capability) from a network
perspective. The Private User Identity identifies the subscription, not the user.

The Private User |dentity shall be permanently allocated to a user's subscription (it is hot a dynamic identity),
and isvalid for the duration of the user's subscription with the home network.

The Private User Identity is used to identify the user'sinformation (for example authentication information)
stored within the HSS (for use for example during Registration).

The Private User |dentity may be present in charging records based on operator policies.

The Private User Identity is authenticated only during registration of the user, (including re-registration and de-
registration).

The HSS needs to store the Private User Identity.
The S-CSCF needs to obtain and store the Private User |dentity upon registration and unregistered termination.

If mobile terminated short message service without MSISDN as defined in TS 23.204 [56] is required then the
Private User Identity shall be based on the IMSI according to TS 23.003 [24], clause 13.3.

4.33.2 Public User Identities

Every IM CN subsystem user shall have one or more Public User Identities (see TS 22.228 [8]), including at least one
taking the form of a SIP URI (see IETF RFC 3261 [12]). The Public User Identity is used by any user for requesting
communications to other users. For example, this might be included on a business card.

Both telecom numbering and Internet naming schemes can be used to address users depending on the Public
User identities that the users have.

The Public User Identity shall take the form as defined in TS 23.003 [24].

An ISIM application shall securely store at least one Public User Identity. For UEs supporting only non-3GPP
accesses, if neither ISIM nor USIM is present, but IMC is present, the Public User Identity shall be stored in
IMC. It shal not be possible for the UE to modify the Public User Identity, but it is not required that all
additional Public User Identities be stored on the ISIM application or IMC.

A Public User Identity shall be registered either explicitly or implicitly before originating IM S sessions and
originating IMS session unrelated procedures can be established by a UE using the Public User Identity.
Subscriber-specific services for unregistered users may nevertheless be executed as described in clause 5.6.5.
Each implicit registration set shall contain at least one Public User Identity taking the form of a SIP URI.

NOTE: Animplicit registration set can contain Public User Identities of more than one service profile. When

sending athird party registration request (for details see clause 5.4.1.7 in TS 24.229 [104]) to an AS based
on aninitia filter criteriain a service profile, the third party registration request will include a Public User
Identity taking the form of a SIP URI from that service profile within the implicit registration set.

It shall be possible to identify Alias Public User Identities. For such a group of Public User Identities, operations
that enable changes to the service profile and the service data configured shall apply to all the Public User

I dentities within the group. This grouping information shall be stored in the HSS. It shall be possible to make
this grouping information available to the AS via the Sh interface, and Sh operations are applicable to all of the
IMPUs within the same Alias Public User Identity group. It shall be possible to make thisinformation available
to the S-CSCF viathe Cx interface. It shall be possible to make this information available to the UE viathe Gm
interface.
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- A Public User Identity shall be registered either explicitly or implicitly before terminating IMS sessions and
terminating IM S session unrel ated procedures can be delivered to the UE of the user that the Public User Identity
belongs to. Subscriber-specific services for unregistered users may nevertheless be executed as described in
clause 5.12.

- It shall be possible to register globally (i.e. through one single UE request) a user that has more than one public
identity via a mechanism within the |P multimedia CN subsystem (e.g. by using an Implicit Registration Set).
This shall not preclude the user from registering individually some of his/her public identities if needed.

- Public User Identities are not authenticated by the network during registration.

- Public User Identities may be used to identify the user's information within the HSS (for example during mobile
terminated session set-up).

4.3.3.2a Globally Routable User Agent URI (GRUU)

A Globally Routable User Agent URI (GRUU) is an identity that identifies a unique combination of Public User
Identity and UE instance that allows a UE to address a SIP request to a specific Public User Identity UE combination
instance, as opposed to a Public User Identity, in order to ensure that the SIP request is not forked to another registered
UE of the same Public User Identity. There are two types of GRUUSs; Public GRUUs (P-GRUUSs) and Temporary
GRUUs (T-GRUUSs). P-GRUUs are GRUUs that reveal the Public User Identity of the user and are very long lived.
T-GRUUs are GRUUs that contain a URI that do not reveal the Public User Identity of the user and are valid until the
contact is explicitly de-registered or the current registration expires. The IM CN subsystem shall support the capability
for IMS UEs to obtain both T-GRUUs and P-GRUUs when performing IM S registration, exchange GRUUs using SIP
requests and responses and use GRUUSs to address SIP requests to specific UEs according to RFC 5627 [49].

4.3.3.2a.1 Architecture Requirements
The following architectural requirements shall apply to support of GRUU in the IMS:

0. If aUE could become engaged in a service (e.g. telephony supplementary service) that potentially requires the
ability to identify and interact with a specific UE even when multiple UEs share the same single Public User
I dentity then the UE should support GRUU.

1. A GRUU shal beregistered in the IMS network with a unique combination of specific Public User Identity and
UE.

2. If aUE supports GRUU, it shall indicate support for a GRUU that is associated with a specific Public User
I dentity at the time of registration of the Public User Identity. The UE shall use the same instance ID for all
registration requests regardless of the access network used for registration. A function that registers on behalf of
aUE shall use the same Instance ID asiif that UE had performed the registration itself.

NOTE 1: If the UICC isreplaced the UE is till considered to be same UE instance and so the UE instance ID is not
changed by using a different UICC.

3. ThelMS network shall be able to receive an indication of support for GRUU for a specific Public User Identity
at a specific UE instance and be able to generate both P-GRUU's and T-GRUU's and return them back to the UE
that indicated support for GRUU.

NOTE 2: The UE may have aregistration request that indicates GRUU support, but the GRUU will not be returned
if IMS network does not support generation of GRUUS.

4. When the IMS network receives indication of GRUU support for a specific Public User Identity from the UE
during a registration reguest, the IMS network shall aso generate P-GRUU's and T-GRUU's for al implicitly
registered Public User Identities belonging to the same implicit registration set. The IMS network shall
communicate al these other GRUUs to the UE.

5. Registrations of all GRUUs associated with a specific Public User Identity shall also be directed to the same
S-CSCF.

6. ThelMS network will be able to generate GRUU's for any UE registered with avalid SIP URI.

7. TheIMS network shall generate the same P-GRUU for a given Public User Identity and Instance Identifier
combination.
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8. TheIMS network shall generate a different T-GRUU for a given Public User Identity and Instance Identifier
combination for each registration and re-registration.

9. ThelMS network shall be able to derive the Public User Identity directly from the P-GRUU. The Public User
Identity derived from the P-GRUU used to identify the contact address of the sender shall be same as the Public
User Identity used to identify the initiator or an associated Public User Identity. If the URI in the SIP Contact
header of the sender carries a parameter indicating that it isa GRUU but does not comply with the stated
reguirement or if thereis no registration corresponding to the GRUU, then the IM S network should reject the
request.

10. The IM S network shall be able to route requests destined to a GRUU to the UE instance registered with that
GRUU.

11. The IM S network shall not fork SIP requests addressed to a GRUU to separate UES.

12. A UE that is capable of supporting GRUUs shall be able to differentiate between a GRUU and a Public User
| dentity.

13. The IM S network shall support establishment of session or non-session related communication using a GRUU.
14. A UE supporting GRUUSs shall be able to inter-work with an IMS network not supporting GRUUS.

15. A UE supporting GRUUSs shall be able to inter-work with a UE not supporting GRUUs per RFC 5627 [49].

16. A UE or network that supports GRUUs shall not negatively affect networks or UEs that do not support GRUUSs.
17. 1t shall be possible to define iFCs that match the Public User Identity part of a GRUU.

18. 1t shall be possible for iFCsto determine whether the Request URI of a message contains a GRUU, and then
trigger to Application Servers that are only applicable for GRUUSs.

19. It shall be possible to provide terminating servicesto a GRUU associated with a currently unregistered
subscriber.

NOTE 3: The network may not be able to validate the unregistered GRUU of a currently unregistered or registered
subscriber, such that operator policy might restrict the services available to the GRUU under these
conditions.

20. It shall be possible to apply same level of privacy irrespective whether GRUU is used or not.

4.3.3.2b Wildcarded Public User Identity

It shall be possible to support awildcarded Public User Identity. A wildcarded Public User Identity expresses a set of
Public User Identities grouped together. It shall be possible to include and express the wildcarded Public User Identity
intheimplicit registration set according to clause 5.2.1a.

Only distinct Public User Identities shall be used for explicit registration. The implicit registration of awildcarded
Public User Identity shall be handled in the same manner as the implicit registration of a distinct Public User Identity
from a network perspective, with only one service profile associated to the wildcarded Public User |dentity.

It shall be possible for a user to have adistinct Public User Identity even if it matches awildcarded Public User Identity.
Such adistinct Public User Identity may have a different service profile than the wildcarded Public User Identity.

Editor's Note: It isto TBD if adistinct Public User Identity shall be included in the same implicit registration or not.
If stage 3 protocol solution found for thisissue, then they can be in separate implicit registration set.

The matching of adistinct Public User Identity shall take precedence over matching of wildcarded Public User Identity.
When the value of a Public User Identity matches what is expressed as an implicitly registered wildcarded Public User
Identity and there is no better match, then the procedures are the same asin the case that the identifier matches an
implicitly registered distinct Public User Identity.

4.3.3.3 Routing of SIP signalling within the IP multimedia subsystem

Routing of SIP signalling within the IMS shall use SIP URIs or other (non SIP) AbsoluteURIs. AbsoluteURIs are
defined in IETF RFC 3986 [13]. Routing of SIP signalling within the IMS using AbsoluteURI (non SIP) shall only be
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supported for IMS signalling from IMS user to external networks. E.164 [2] format Public User Identities shall not be
used for routing within the IM S, and session requests based upon E.164 format Public User Identities will require
conversion into SIP URI format for internal IMS usage.

4.3.3.3a Handling of dialled number formats

When using a phone number as the dialled address, the UE can provide this number in the form of aSIP URI or a TEL
URI. This phone number can be in the form of E.164 format (prefixed with a'+' sign), or alocal format using local
dialling plan and prefix. The IMS will interpret the phone number with aleading '+' to be afully defined international
number.

4.3.3.3b Termination of session with the TEL URI format Public User Identity

If aterminating session with a TEL URI is used, the HSS and the SLF (in the case that more than one independently
addressable HSS is utilized by a network operator) shall support the TEL URI format Public User Identity.

4.3.3.4 Relationship of Private and Public User Identities

The home network operator is responsible for the assignment of the Private User Identities, and Public User Identities;
other identities that are not defined by the operator may also exist.

Public
User Identity
Service
Profile
IMS Private Public
Subscription User Identity User Identity
Public Service
User Identity Profile

Figure 4.5: Relationship of the Private User Identity and Public User Identities

The IMS Service Profile is a collection of service and user related data as defined in TS 29.228 [30]. The Service
Profile isindependent from the Implicit Registration Set, e.g. Public User Identities with different Service Profiles may
belong to the same Implicit Registration Set. Initial filter criteriain the service profile provide a simple service logic
comprising of user / operator preferencesthat are of static naturei.e. they do not get changed on a frequent basis. It shall
be possible to identify Alias Public User Identities. See clause 4.3.3.2 for more details.

Application servers will provide more complex and dynamic service logic that can potentially make use of additional
information not available directly via SIP messages (e.g. location, time, day etc.).

The IMS service profile is defined and maintained in the HSS and its scopeis limited to IM CN Subsystem. A Public
User Identity shall be registered at asingle S-CSCF at one time. All Public User Identities of an IMS subscription shall
be registered at the same S-CSCF. The service profile is downloaded from the HSS to the S-=CSCF. Only one service
profile shall be associated with a Public User Identity at the S-CSCF at a given time. Multiple service profiles may be
defined in the HSS for a subscription. Each Public User Identity is associated with one and only one service profile.
Each service profile is associated with one or more Public User |dentities.

An ISIM application shall securely store the home domain name of the subscriber. For UES supporting only non-3GPP
accesses, if neither ISIM nor USIM is present, but IMC is present, the home domain name shall be stored in IMC. It
shall not be possible for the UE to modify the information from which the home domain name is derived.

It is not arequirement for a user to be able to register on behalf of another user which is third party registration
specified in IETF RFC 3261 [12] or for a device to be able to register on behalf of another device or for combinations of
the above for the IM CN subsystem for this release.

Public User Identities may be shared across multiple Private User Identities within the same IM S subscription. Hence, a
particular Public User Identity may be simultaneously registered from multiple UEs that use different Private User
Identities and different contact addresses. If a Public User Identity is shared among the Private User Identities of a
subscription, then it is assumed that all Private User Identitiesin the IM S subscription share the Public User Identity.
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The relationship for a shared Public User Identity with Private User Identities, and the resulting relationship with
service profiles and IM S subscription, is depicted in Figure 4.6.

An IMS subscription may support multiple IMS users.

NOTE 1: The Public User Identity sharing mechanism described above is not intended to support sharing of
identities across large numbers of Private User Identities, since this would result in all these users being
forced to be associated with the same IM'S subscription and hence the same S-CSCF.

NOTE 2: Subscription datais assumed to indicate which Public User |dentities within a subscription are shared and

Identity-2

Public User
Identity-3

which are not.

Public User Service
Identity-1 Profile-1

Private User ——

Identity-1 —\—
IMS _I Public User
Subscription Identity-2 —I_

Service
Private User —— Profile-2

Figure 4.6: The relation of a shared Public User Identity (Public-ID-2) and Private User Identities

All Service Profiles of auser shall be stored in the same HSS, even if the user has one or more shared Public User
Identities.

4.3.35 Relationship of Public User Identities, GRUUs, and UEs

Each Public User Identity may have one or more Globally Routable User Agent URIs (GRUUS). There are two types of
GRUU, P-GRUUs and T-GRUUs which are associated with Public User Identities and are generated and assigned to
the UE together during registrations and re-registration in a pair of one P-GRUU and one T-GRUU. Each pair of a
P-GRUU and a T-GRUU is associated with one Public User Identity and one UE. During subsequent re-registrations
the same P-GRUU will be assigned to the UE but a new and different T-GRUU will be generated and assigned. After a
re-registration all the previous T-GRUUSs generated during the period of this registration are all still valid. A UE may
retain some or al of the previous T-GRUUs obtained during the initial registration or previous re-registrations along
with the new T-GRUU or the UE may replace some or all of the previous T-GRUUs with the new T-GRUU. The
current set of the P-GRUU and all T-GRUUs which are currently valid during this registration period is referred to here
asthe GRUU set. Thisrelationship is depicted in figure 4.6a. If a UE registers (explicitly or implicitly) with multiple
Public User Identities, a separate GRUU set is associated with each. If different UES register with the same Public User
Identity, adifferent GRUU set is associated with each.

NOTE: If the UICCisreplaced the UE is till considered to be same UE instance and if that UE instance with a
different UICC registers the same Public User Identity as was registered with the previous UICC the same
P-GRUU will be assigned for that Public User Identity UE instance combination.
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Public User
Identity GRUU Set 11 UE
Instance ID1
F-GRUU Set 2 I
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—I—GRUU Set 3 “ UE
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Identity GRUU Set 4

Figure 4.6a: The relationship of Public User Identities, GRUUs, and UEs

4.3.4 Identification of network nodes

The CSCF, BGCF and MGCF nodes shall be identifiable using avalid SIP URI (Host Domain Name or Network
Address) on those interfaces supporting the SIP protocol, (e.g. Gm, Mw, Mm, and Mg). These SIP URIs would be used
when identifying these nodes in header fields of SIP messages. However this does not require that these URIs will be
globally published in DNS.

4.3.5 E.164 address to SIP URI resolution in an IM CN subsystem

4.35.1 ENUM/DNS translation mechanism

The ENUM/DNS translation mechanism as specified in IETF RFC 3761 [16] can be used by all IMS nodes that require
E.164 addressto SIP URI resolution. The actual ENUM/DNS database(s) used to perform address trandations are
outside the scope of 3GPP and are therefore a matter for the network operator. There is no requirement that the
universal ENUM service on the Internet be used. As such, it is possible that the ENUM/DNS mechanism uses a
different top level domain to that of "el64.arpa." (as mandated in IETF RFC 3761 [16], clause 1.2), therefore, the top
level domain to be used for ENUM domain names shall be a network operator configurable option in al IMS nodes that
can perform ENUM/DNS resol ution.

In some scenarios, owners of ENUM servers may require information on who is the querying IM S operator, to
determine an appropriate response (including whether to respond at all). This capability is required on the egress of the
IMS network, particularly in the presence of shared network elements and intermediary IM S network(s) between the
originating IMS operator and target ENUM/DNS server(s).

ENUM databases may contain Number Portability information. Number Portability is further described in clause 4.18.1.

4.35.2 Handling of Tel URIs

The S-CSCF shall support the ability to translate the E.164 address contained in a Request-URI in the Tel: URI format
(as specified in IETF RFC 3966 [15]) to a SIP routable SIP URI using the ENUM/DNS translation mechanism as
specified in clause 4.3.5.1. If thistrand ation succeeds, then the session shall be routed according to the returned SIP
URI. If thistrandation fails, then the session may be forwarded to a BGCF for further routing (e.g. to the PSTN) as
described in clause 5.19 or appropriate notification shall be sent to the originating session endpoint, depending on
network operator configuration.

When clause 4.15a (Roaming Architecture for Voice over IMS with Local Breakout) isin use, and the Home Network
decides to loop-back the call to the visited network, the Home network can choose not to trandate the E.164 addressin
the Request URI to a globally routable SIP URI, and leave it to the visited network.
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4.35.3 Handling of SIP URIs representing a telephone number

Per network operator policy, the network may attempt to resolve and route a SIP URI representing a tel ephone number
and a domain that does not own the target user using the ENUM/DNS trans ation mechanism specified in clause 4.3.5.1.
The need for address resolution may be triggered by the S-CSCF, and the |-CSCF or transit function, as determined by
network operator configuration. Procedures applied to the S-CSCF, |-CSCF and transit functions are outlined below.

When an originating S-CSCF receives an originating request with a Request-URI containing the SIP representation of
an E.164 number, network operator policy shall dictate whether the procedure shall be carried out for all the domains of
the SIP URI where those domains belong to the home network, or not at all. If operator policy indicates that the
procedure isto be performed, then the S-CSCF shall reuse the procedure specified in clause 4.3.5.for handling of Tel
URIs.

If the operator policy at the originating S-CSCF dictates that the procedure shall not be performed or the SIP URI
containing the representation of an E.164 number contains a domain that does not belong to the home network, then the
S-CSCF shall handle and route the request in the same manner asa SIP URI.

Prior to an HSS Location Query, the |-CSCF shall trandate a SIP URI representing a tel ephone number contained in a
Request-URI into the Tel: URI format specified in IETF RFC 3966 [15]. The resultant Tel URI shall then be used for
performing the HSS Location Query.

If the HSS Location Query response indicates that the user does not exist, and if configured by operator policy, the
I-CSCF shall invoke the portion of transit functionality that translates the E.164 address contained in the Tel URI in the
Request-URI into a routable SIP URI, reusing the procedure specified in 4.3.5.2 for handling of Tel URIs.

NOTE: Theentiretransit functionality is not required for this purpose.

4.3.6 Public Service Identities

With the introduction of standardized presence, messaging, conferencing, and group service capabilitiesin IM CN
subsystem, there is aneed for Public Service Identities (PSIs). These identities are different from the Public User
Identities in the respect that they identify services, which are hosted by Application Servers. In particular, Public
Service |dentities are used to identify groups, see clause 4.10. For example a chat-type service may use a Public Service
Identity (e.g. sip:chatlist_X @example.com) to which the users establish a session to be able to send and receive
messages from other session participants. As another example, local service may be identified by a globally routable
Public Service Identity.

Public Service Identities shall take the form as defined in TS 23.003 [24].

TheIM CN subsystem shall provide the capability for users to create, manage, and use Public Service Identities under
control of AS. It shall be possible to create statically and dynamically a Public Service |dentity.

Each Public Service Identity is hosted by an Application Server, which executes the service specific logic as identified
by the Public Service Identity.

The IM CN Subsystem shall provide capability of routing IMS messages using Public Service Identity.

4.4 Signalling concepts
A Single session control between the UE and CSCF:

- For Multi-Mediatype services delivered via the IP-CAN within this architecture, a single session control
protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point).

Protocols over the Gm reference point :

- Thesingle protocol applied between the UE and CSCF (over the Gm reference point) within this architecture
will be based on SIP (as defined by IETF RFC 3261 [12], other relevant IETF RFC's, and additional
enhancements required to support 3GPP's needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk, Mx:

- A single session control protocol shall be used on the session control interfaces between:
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MGCF and CSCF (Mg),
- between CSCFs (Mw),
- between a CSCHIMS ALG and external IP networks (Mm),
- between CSCF and BGCF (Mi),
- between BGCF and MGCF (Mj),
- between BGCF/IMS ALG and BGCF (Mk), and
- between BGCF/CSCF and IBCF (MX).
Protocols for the Mw, Mm, Mg, Mi, Mj, Mk, Mx:

- Thesingle session control protocol applied to these interfaces will be based on SIP (as defined by
IETF RFC 3261 [12], other relevant IETF RFC's, and additional enhancements required to support 3GPP's
needs).

UNI vs. NNI session control :

- The SIP based signalling interactions between CN elements may be different than SIP based signalling between
the UE and the CSCF.

Based on operator preference, border control functions may be applied between two IM CN subsystem networks or
between an IM CN subsystem network and other SIP based multimedia network, see clause 4.14 and Annex | for
details.

Restrict access from external networks :
- Thesignalling solution shall allow the operator to restrict access from external networks (application level).
Accessto HSS :

- A network operator can control access to the HSS.

4.5 Mobility related concepts

The following procedures are supported by an UE when accessing IMS:

- Connect to the IP-CAN and acquire the necessary | P address, which includes, or is followed by, the P-CSCF
discovery procedure. The mobility related procedures and | P address management principles for the IP-CAN are
described in the relevant IP-CAN specifications;

- Register to the IM subsystem as defined by the IM S registration procedures;

- If an UE explicitly deactivates the IP-CAN bearer that is being used for IMS signalling, it shall first de-register
fromthe IMS (while thereisno IMS session in progress);

- If an UE explicitly deactivates the IP-CAN bearer that is being used for IMS signalling whilean IMS session is
in progress, the UE must first release the session and de-register from the IMS and then deactivate the IP-CAN
bearers,

- If an UE changesits I P address according to IP-CAN procedures (e.g. TS 23.221 [7]), the UE shall re- register in
the IMS by executing the IM S registration;

- If an UE acquires an additional |P address due to establishing an additional IP-CAN bearer through a different
access network, the UE may perform an IMS registration using this | P address as the contact address. If IMS
registration is performed, this IMS registration may co-exist with the previous IMS registration from this UE and
the UE shall be notified that this IM S registration results in multiple simultaneous registrations.

- Inorder to be able to deliver an incoming IMS session, the IP-CAN bearer that is being used for IMS signalling
need to remain active as long asthe UE isregistered in the IM CN subsystem;
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4.6 Roles of Session Control Functions

4.6.0 General

The CSCF may take on various roles as used in the | P multimedia subsystem. The following clauses describe these
various roles.

4.6.1 Proxy-CSCF

The Proxy-CSCF (P-CSCF) is the first contact point within the IM CN subsystem. Its address is discovered by UEs
using the mechanism described in the clause "Procedures related to Local CSCF Discovery”. The P-CSCF behaves like
aProxy (asdefined in IETF RFC 3261 [12] or subsequent versions), i.e. it accepts requests and services them internally
or forwards them on. The P-CSCF shall not modify the Request URI in the SIP INVITE message. The P-CSCF may
behave as a User Agent (as defined in the IETF RFC 3261 [12] or subsequent versions), i.e. in abnormal conditionsit
may terminate and independently generate SIP transactions.

NOTE 1: When requests are sent towards another domain they may, if required, be routed via a local network exit
point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex I.

The interface between the Policy and Charging Rules Function (PCRF) and the P-CSCF is the Rx interface standardised
in TS 23.203 [54].

The functions performed by the P-CSCF are:

- Forward the SIP register request received from the UE to an entry point determined using the home domain
name, as provided by the UE.

- Forward SIP messages received from the UE to the SIP server (e.g. S-CSCF) whose name the P-CSCF has
received as aresult of the registration procedure.

- Ensure that the SIP messages received from the UE to the SIP server (e.g. S-CSCF) contain the correct or up to
date information about the access network type currently used by the UE, when the information is available from
the access network. Depending on operator policies, the P-CSCF may insert in any SIP message (request or
response) the access network type currently used by the UE, when the information is available from the access
network.

NOTE 2: For the 3GPP access network, the P-CSCF can derive information about the access network type
currently used by the UE using PCC mechanisms as specified in TS 23.203 [54] and in TS 29.214 [12].

NOTE 3: IMS entities other than P-CSCF will not be informed by this mechanism of the change in the access
network unless SIP messages are exchanged.

- Based on operator policies, and the availability of the user location information and/or UE Time Zone from the
access network, ensure that relevant SIP messages contain the correct or up to date information about the user
location information, and/or UE Time Zone provided by the access network currently used by the UE.

NOTE 4: For the 3GPP access networks and for TWAN access (as defined in clause 16 of TS 23.402 [82]), the
P-CSCF can retrieve user location information and/or UE Time Zone related to the access network
currently used by the UE using PCC mechanisms, as specified in TS 23.203 [54] and in TS 29.214 [12].

- Forward the SIP request or response to the UE.
Detect and handle an emergency session establishment request.
- Generation of CDRs.
- Maintain a Security Association between itself and each UE, as defined in TS 33.203 [19].
- Should perform SIP message compression/decompression.

- Authorization of bearer resources and QoS management. For details see TS 23.203 [54].

ETSI



3GPP TS 23.228 version 12.11.0 Release 12 46 ETSI TS 123 228 V12.11.0 (2022-03)

- Detection and handling of an originating or terminating IMS M PS session establishment request (see also
clause 5.21).

4.6.2 Interrogating-CSCF

46.2.0 General

Interrogating-CSCF (1-CSCF) is the contact point within an operator's network for all connections destined to a user of
that network operator, or aroaming user currently located within that network operator's service area.

NOTE- 1: In case border control concepts are applied, the contact point within an operator's network may be
different, see clause 4.14 and Annex | for details.

NOTE 2: When requests are sent towards another domain they may, if required, be routed viaalocal network exit
point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex I.

There may be multiple I-CSCFs within an operator's network. The functions performed by the I-CSCF are:
Registration

- Assigning a S-CSCF to a user performing SIP registration (see the clause on Procedures related to
Serving-CSCF assignment)

Session-related and session-unrelated flows
- Route a SIP request received from another network towards the S-CSCF.

- Trandate the E.164 address contained in all Request-URIs having the SIP URI with user=phone parameter
format into the Tel: URI format of IETF RFC 3966 [15] before performing the HSS Location Query. In the event
the user does not exist, and if configured by operator policy, the I-CSCF may invoke the portion of the transit
functionality that translates the E.164 address contained in the Request-URI of the Tel: URI format to aroutable
SIP URI.

- Obtain from HSS the Address of the S-CSCF.
- Forward the SIP request or response to the S-CSCF determined by the step above

Based on local configuration, the I-CSCF may perform transit routing functions (see clause 5.19). If the I-CSCF
determines, based on an HSS query, that the destination of the session is not within the IMS, it may forward the request
or it may return with afailure response toward the originating endpoint.

Charging and resource utilisation:

- Generation of CDRs.

4.6.2.1 Void

4.6.3 Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by
the network operator for support of the services. Within an operator's network, different S-CSCFs may have different
functionalities. The functions performed by the S-CSCF during a session are:

For Registration:

- May behave as a Registrar as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts registration
requests and makes its information available through the location server (e.g. HSS).
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- When aregistration request includes an Instance 1D with the contact being registered and indicates support for
GRUU, the S-CSCF shall assign a unique P-GRUU and a new and unique T-GRUU to the combination of Public
User Identity and Instance ID.

- If aregistration request indicates support for GRUU, the S-CSCF shall return the GRUU set assigned to each
currently registered Instance ID.

- The S-CSCF shall notify subscribers about registration changes, including the GRUU sets assigned to registered
instances.

- During registration process, the S-CSCF shall provide policy information, if available, for a Public User Identity
from the HSS to the P-CSCF and/or UE.

NOTE 1: For example, the policy information includes MPS IMS Subscription status and policy applicable to
enterprise network subscribers.

For Session-related and session-unrelated flows:

- Session control for the registered endpoint's sessions. It shall reject IMS communication to/from Public User
I dentity(s) that are barred for IMS communi cations after completion of registration, as described in clause 5.2.1.

- May behave as a Proxy Server as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it accepts requests
and services them internally or forwards them on, possibly after translation.

- May behave asa User Agent as defined in IETF RFC 3261 [12] or subsequent versions, i.e. it may terminate and
independently generate SIP transactions.

- Based on the determined served user, handle interaction with Services Platforms for the support of Services

- Provide endpoints with service event related information (e.g. notification of tones/announcement together with
location of additional media resources, billing notification)

- For an originating endpoint (i.e. the originating user/UE, or originating AS)

- Obtain from a database the Address of the entry point for the network operator serving the destination user
from the destination name (e.g. dialled phone number or SIP URI), when the destination user is a customer of
adifferent network operator, and forward the SIP request or response to that entry point.

If aGRUU isreceived as the contact, ensures that the Public User Identity of the served user in the request
and the Public User Identity encapsulated in the P-GRUU or associated with the T-GRUU belongs to the
same service profile.

- When the destination name of the destination user (e.g. dialled phone number or SIP URI), and the
originating user is a customer of the same network operator, forward the SIP request or response to an
I-CSCF within the operator's network.

- Depending on operator policy, forward the SIP request or response to another SIP server |ocated within an
| SP domain outside of the IM CN subsystem.

- Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.
- Ensure the originating end point is subscribed to the determined IMS communication service.

- Ensure that the content of the SIP request or response (e.g. value included in Content-Type SIP header, media
linesincluded in SDP) sent or received by the originating endpoint matches the determined IMS
communication service definition, based on originating user's subscription.

- When the INVITE message includes an MPS code or an MPS input string, forward the INVITE, including
the Service User's priority level if available.

- When an MPS user is authorized by an AS for priority service, include the Service User's priority level
received from the ASin the INVITE and forward the INVITE.

NOTE 2: The mechanism to provide authorisation by an AS for priority service is out of scope of this specification.

- If therequest is an originating request from an Application Server:
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- Verify that the request coming from the ASis an originating request, determine the served user and apply
procedures accordingly (e.g. invoke interaction with Service Platforms for originating services, etc.).

- Process and proceed with the request even if the served user on whose behalf the AS had generated the
request is unregistered. If the served user is unregistered, the S-CSCF shall execute any unregistered
origination service logic on behalf of the served user before forwarding requests from an AS.

- Process and proceed with other requests to and from the served user on whose behalf the AS had
generated the request.

- Réflect in the charging information that an AS has initiated the session on behalf of a served user.
- For adestination endpoint (i.e. the terminating user/UE)
- Forward the SIP request or response to a P-CSCF.

- Modify the SIP request for routing an incoming session to CS domain according to HSS and service control
interactions, if the user isto receive the incoming session via the CS domain.

- Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.
- Ensure the terminating end point is subscribed to the determined IM S communication service.

- Ensure that the content of SIP request or response (e.g. value included in Content-Type SIP header, media
linesincluded in SDP) sent or received by the destination end point matches the determined IMS
communication service definition, based on terminating user's subscription.

- If the SIP request contains preferences for characteristics of the destination endpoint, perform preference and
capability matching as specified in IETF RFC 3312 [41].

- For an originating request with a Request URI containing the SIP representation of an E.164 number, and
configured per operator policy:

- the S-CSCF attempts translation of the E.164 address in the SIP URI to aglobally routable SIP URI using the
procedures specified in clause 4.3.5. As stated in clause 4.3.5, if the E.164 address trandation fails, the
request may be forwarded to a BGCF to alow routing to the PSTN and if the trandation succeeds, the
Request URI is updated and the request is routed based on the SIP URI that was obtained.

NOTE 3: When requests are sent towards another domain they may, if required, be routed viaalocal network exit
point (IBCF), which will then forward the request to the entry point of the other domain. More details on
this can be found in clause 4.14 and Annex I.

Based on local configuration, the S-CSCF may be provisioned as the contact point within an operator's network for
transit IMS scenarios and may perform transit routing functions (see clause 5.19).

Charging and resource utilisation:

- Generation of CDRs

4.6.4 Breakout Gateway Control Function

Based on local configuration, the Breakout Gateway Control Function (BGCF) may be provisioned as the contact point
within an operator's network for transit IM S scenarios as described in clause 5.19. Otherwise the BGCF processes
requests for routing from an S-CSCF for the case were the S-CSCF has determined that the session cannot be routed
using DNS or ENUM/DNS (see clauses 5.4.3, 5.19 and 4.3.5 for more information).

The BGCF determines th